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1. Capacity building
a) Cybercrime
b) Digital Evidence

2. Tools

• Cryptocurrency Investigation Training
• Digital Evidence Workshop
• Open Source Intelligence Training (OSINT)
• Social Media Intelligence Training (SOCMINT)
• Domain Investigation Training
• Digital Currency Investigation Training
• Chinese OSINT Training
• Router Investigation Training
• Ransomware Investigation Training
• (and more)

• INTERPOL Cyber Capabilities Development Unit
• INTERPOL Projects, e.g. ACCDP, GLACY+, LEADER
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1. Capacity building
a) Cybercrime
b) Digital Evidence

2. Tools

(completed) (ongoing)

Project LEADER



INTERPOL For official use only

INTERPOL RESTRICTED

1. Capacity building
a) Cybercrime
b) Digital Evidence

2. Tools

• E-learning module on digital evidence identification and 
seizure (available for LEA’s)

• E-learning module on obtaining electronic evidence (2022) 

ACCDP (ASEAN 
Cyber Capacity 
Development 

Project)
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1. Capacity building
a) Cybercrime
b) Digital Evidence

2. Tools

https://www.interpol.int/en/Crimes/Cybercrime
/Cyber-capabilities-development/ASEAN-Cyber-
Capacity-Development-Project

Strategy Life Cycle:

= step-by-step guide to draft or revise a national cybercrime strategy 

ACCDP (ASEAN 
Cyber Capacity 
Development 

Project)
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https://www.interpol.int/en/Crimes/Cy
bercrime/Cyber-capabilities-
development/Glacy

1. Capacity building
a) Cybercrime
b) Digital Evidence

2. Tools

GLACY+ Project
• Guide for criminal justice statistics on cybercrime and 

electronic evidence (published)
• Law enforcement training strategy (not yet published)

Digital Forensics Laboratory (DFL)
• Global guidelines for Digital Forensics 

First Responders by INTERPOL Innovation 
Centre – Digital Forensics Laboratory (IC-
DFL)

• Global guidelines for Digital Forensics 
Laboratories (IC-DFL)

• Framework for responding to a Drone 
Incident (IC-DFL)
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s.hirrle@interpol.int

d.kim@interpol.int

dfl@interpol.int

leader@interpol.int

Thank You! Questions? 


