Sürüm 15 Ekim 2020

**Adli Personel için Siber Suçlar ve Elektronik Delillere İlişkin Giriş Eğitimi**

**Ön Değerlendirme**

# Arka plan ve gerekçe

Adli Personel için Siber Suçlar ve Elektronik Delillere İlişkin Giriş Eğitimiyle hâkim ve savcılara bu alandaki temel bilgilerin verilmesi amaçlanmaktadır.

# Bu eğitimde, siber suçlara ilişkin temel kavramlar ve uluslararası hukuki çerçeve, elektronik deliller ve uluslararası işbirliğiyle ilgili zorluklar ve bir siber suç soruşturması yürütmek için gerekli ana unsurlar gibi diğer ilgili konular sunulmaktadır. Eğitimde İleri Adli Eğitim veya Uzmanlık Eğitimleri gibi daha sonra gerçekleştirilecek daha spesifik Avrupa Konseyi eğitimleri için zemin hazırlanması amaçlanmaktadır.

# Eğitimde daha sonra uzmanlar tarafından cevaplanacak soru ve endişelerini yazma fırsatı bulmaları için katılımcılara eğitimin başlangıcında bir soru formu verilir.

# Bu, eğiticilere katılımcıların bilgilerinin ne kadar ileri düzeyde olduğuna dair bir genel bakış sağlayan ve konularını nasıl işleyeceklerine dair bir fikir veren ön test (10 dakika süreli) şeklindeki bir ön değerlendirme ile birlikte uygulanır.

# Soru formu

Eğiticilerin eğitimde ele almasını istediğiniz üç soruyu lütfen aşağıdaki alana yazınız.

**Soru 1**

**Soru 2**

**Soru 3**

# Ön Değerlendirme – Sorular

Lütfen aşağıdaki soruları yanıtlayınız (EVET veya HAYIR):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **EVET** | **HAYIR** |
| **1** | Bir bilgisayar sisteminde CPU, verilerin depolandığı yerdir. |  |  |
| **2** | Microsoft Office bir işletim sistemidir. |  |  |
| **3** | 213.43.112.45 bir IP adresidir. |  |  |
| **4** | Bir e-postanın üst bilgileri, iletinin kaynağına dair delil sağlayabilir. |  |  |
| **5** | Sosyal medya dünya nüfusunun %50'sinden fazlası tarafından kullanılıyor. |  |  |
| **6** | Budapeşte Sözleşmesi, siber suçlar ve elektronik delillerle ilgili tek uluslararası antlaşmadır. |  |  |
| **7** | Dünyadaki ülkelerin %40'ı Budapeşte Sözleşmesine taraf veya imzacıdır ya da taraf olmaya davet edilmiştir. |  |  |
| **8** | DDoS, dijital kimlikleri çalmak için kullanılan kötü amaçlı bir yazılımdır. |  |  |
| **9** | Bir botnet, kötü amaçlar için kullanılan, güvenliği ihlal edilmiş bilgisayarlardan oluşan bir ağdır. |  |  |
| **10** | Tahrifat, bir İnternet sitesi veya sayfasının görünümünü değiştiren bir saldırıdır. |  |  |
| **11** | Budapeşte Sözleşmesi, çocukların çevrim içi cinsel sömürüsünü ve istismarını suç sayar. |  |  |
| **12** | Çevrim içi karalama, Budapeşte Sözleşmesine göre ceza gerektiren bir suçtur. |  |  |
| **13** | Kartlardaki manyetik şeritlerin ve çiplerin kopyalanması, kötü amaçlı yazılımların iki örneğidir. |  |  |
| **14** | Karanlık ağda verilen tüm hizmetler yasa dışıdır. |  |  |
| **15** | Elektronik delil, daha sonra bir davada ele alınan bir olguyu kanıtlamak veya çürütmek için ihtiyaç duyulabilecek, dijital biçimde üretilen, saklanan veya iletilen her türlü bilgidir. |  |  |
| **16** | Elektronik delilleri manipüle etmek, fiziksel delilleri tahrif etmekten daha zordur. |  |  |
| **17** | Tüm elektronik cihazlar potansiyel olarak elektronik delil kaynağı olabilir. |  |  |
| **18** | Budapeşte Sözleşmesi, elektronik delillerle çalışmak için araçlar sağlar. |  |  |
| **19** | Budapeşte Sözleşmesi, siber suç alanında uluslararası adli işbirliğini ele alan hükümler içermez. |  |  |
| **20** | İkinci Ek Protokol, Budapeşte Sözleşmesinin yerini alacaktır. |  |  |
| **21** | Budapeşte Sözleşmesi çerçevesinde, Facebook bir hizmet sağlayıcı olarak kabul edilmelidir. |  |  |
| **22** | Trafik verileri iletişimin içeriğiyle ilgilidir. |  |  |
| **23** | Bir ceza soruşturması sırasında içerik verilerinin ele geçirilmesine izin verilmez. |  |  |
| **24** | Siber suç her zaman kurbanın ülkesinde işlenir. |  |  |
| **25** | 7/24 İrtibat Noktası, Budapeşte Sözleşmesine taraf olan tüm ülkelerde zorunlu olarak kurulmuştur. |  |  |

# Ön Değerlendirme – Cevaplar

Lütfen aşağıdaki soruları yanıtlayınız (EVET veya HAYIR):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **EVET** | **HAYIR** |
| **1** | Bir bilgisayar sisteminde CPU, verilerin depolandığı yerdir. |  | X |
| **2** | Microsoft Office bir işletim sistemidir. |  | X |
| **3** | 213.43.112.45 bir IP adresidir. | X |  |
| **4** | Bir e-postanın üst bilgileri, iletinin kaynağına dair delil sağlayabilir. | X |  |
| **5** | Sosyal medya dünya nüfusunun %50'sinden fazlası tarafından kullanılıyor. | X |  |
| **6** | Budapeşte Sözleşmesi, siber suçlar ve elektronik delillerle ilgili tek uluslararası antlaşmadır. | X |  |
| **7** | Dünyadaki ülkelerin %40'ı Budapeşte Sözleşmesine taraf veya imzacıdır ya da taraf olmaya davet edilmiştir. | X |  |
| **8** | DDoS, dijital kimlikleri çalmak için kullanılan kötü amaçlı bir yazılımdır. |  | X |
| **9** | Bir botnet, kötü amaçlar için kullanılan, güvenliği ihlal edilmiş bilgisayarlardan oluşan bir ağdır. | X |  |
| **10** | Tahrifat, bir İnternet sitesi veya sayfasının görünümünü değiştiren bir saldırıdır. | X |  |
| **11** | Budapeşte Sözleşmesi, çocukların çevrim içi cinsel sömürüsünü ve istismarını suç sayar. | X |  |
| **12** | Çevrim içi karalama, Budapeşte Sözleşmesine göre ceza gerektiren bir suçtur. |  | X |
| **13** | Kartlardaki manyetik şeritlerin ve çiplerin kopyalanması, kötü amaçlı yazılımların iki örneğidir. |  | X |
| **14** | Karanlık ağda verilen tüm hizmetler yasa dışıdır. |  | X |
| **15** | Elektronik delil, daha sonra bir davada ele alınan bir olguyu kanıtlamak veya çürütmek için ihtiyaç duyulabilecek, dijital biçimde üretilen, saklanan veya iletilen her türlü bilgidir. | X |  |
| **16** | Elektronik delilleri manipüle etmek, fiziksel delilleri tahrif etmekten daha zordur. |  | X |
| **17** | Tüm elektronik cihazlar potansiyel olarak elektronik delil kaynağı olabilir. | X |  |
| **18** | Budapeşte Sözleşmesi, elektronik delillerle çalışmak için araçlar sağlar. | X |  |
| **19** | Budapeşte Sözleşmesi, siber suç alanında uluslararası adli işbirliğini ele alan hükümler içermez. |  | X |
| **20** | İkinci Ek Protokol, Budapeşte Sözleşmesinin yerini alacaktır. |  | X |
| **21** | Budapeşte Sözleşmesi çerçevesinde, Facebook bir hizmet sağlayıcı olarak kabul edilmelidir. | X |  |
| **22** | Trafik verileri iletişimin içeriğiyle ilgilidir. |  | X |
| **23** | Bir ceza soruşturması sırasında içerik verilerinin ele geçirilmesine izin verilmez. |  | X |
| **24** | Siber suç her zaman kurbanın ülkesinde işlenir. |  | X |
| **25** | 7/24 İrtibat Noktası, Budapeşte Sözleşmesine taraf olan tüm ülkelerde zorunlu olarak kurulmuştur. | X |  |