|  |  |
| --- | --- |
| Angenommen vom T-CY in seiner 19. Plenarsitzung Straßburg, 9. Juli 2018  | T-CY(2018)11 |

[Ggf. Logo oder Briefkopf der ersuchenden Organisation einfügen]

Ersuchen um Datensicherung

nach Art. 29 u. 30 des Budapester Übereinkommens über Computerkriminalität[[1]](#footnote-1)

|  |
| --- |
| 1. Datum
 |
| TT/MM/JJJJ |

|  |
| --- |
| 1. Vorgangsnummer / Aktenzeichen
 |
|  |

|  |
| --- |
| 1. Status des Ersuchens
 |
|  Neues Ersuchen  Erweiterung eines früheren Ersuchens Ticket-/Vorgangsnummer des früheren Ersuchens:  |

|  |
| --- |
| 1. ERSUCHTE BEHÖRDE
 |
|  |

|  |
| --- |
| 1. ERSUCHENDE BEHÖRDE\*
 |
| Organisation |  |
| Für das Ersuchen zuständige Person |  |
| Anschrift |  |
| Telefonnummer |  |
| Mobiltelefonnummer |  |
| E-Mail-Adresse |  |
| Faxnummer |  |
| Sprechzeiten |  |
| Zeitzone |  |
|  | Antwort per E-Mail oder sonstigen schnellen Kommunikationsmitteln bevorzugt |
|  | Antwort bevorzugt mittels: |

|  |  |
| --- | --- |
| 1. SOLLTE EINE ZUSÄTZLICHE BESTÄTIGUNG DER ERSUCHENDEN BEHÖRDE BENÖTIGT WERDEN, BITTE KONTAKTIEREN:
 |  |
| Name: |  |
| Position: |  |
| Funktion: |  |
| Telefonnummer |  |
| Mobiltelefonnummer |  |
| E-Mail-Adresse |  |

|  |
| --- |
| 1. FÜR DEN FALL ZUSTÄNDIGE ERMITTLUNGSBEHÖRDE ODER SONSTIGE STELLE

(FALLS ABWEICHEND VON DER ERSUCHENDEN BEHÖRDE) |
| Organisation |  |
| Bei dieser Behörde/Stelle zuständige Person |  |
| Anschrift |  |
| Telefonnummer |  |
| Mobiltelefonnummer |  |
| E-Mail-Adresse |  |
| Faxnummer |  |

|  |
| --- |
| 1. Ggf. zuständige Staatsanwaltschaft oder zuständiges Gericht
 |
| Zuständige Staatsanwaltschaft und Aktenzeichen |  |
| Zuständiges Gericht und Aktenzeichen |  |
| Entscheidungen des Gerichts bzw. der Staatsanwaltschaft im Zusammenhang mit dem Ersuchen |  |

|  |
| --- |
| 1. WEITERVERFOLGUNG IM WEGE DER RECHTSHILFE
 |
|  | Wir weisen darauf hin, dass wir beabsichtigen, ein Rechtshilfeersuchen um Herausgabe von Daten zu stellen.**\*** |
|  | Beigefügt finden Sie ein Rechtshilfeersuchen um Herausgabe von Daten. |

|  |
| --- |
| 1. DIE DEN GEGENSTAND DER STRAFRECHTLICHEN ERMITTLUNGEN ODER VERFAHREN BILDENDEN STRAFTATEN\*
 |
|  Straftat(en) nach Artikel 2 bis 11 der Budapester Konvention | Bitte bezeichnen Sie die Straftat nach dem Recht des ersuchenden Staates:  |
|  Andere Straftat(en)  | Bitte nach dem Recht des ersuchenden Staates bezeichnen:  |

|  |
| --- |
| 1. KURZDARSTELLUNG DES FALLS\*

Einschließlich:- kurze Darstellung des Sachverhalts- Darstellung des Zusammenhangs zwischen angefragten Daten und den Ermittlungen/Straftaten- Zweck und Notwendigkeit des Ersuchens um Sicherung und/oder teilweise Weitergabe von Verkehrsdaten- Tatvorwürfe/Aufzählung der Straftatbestände der Rechtssache |
|  |

|  |
| --- |
| 1. ZU SICHERNDE DATEN\*
 |
|  **Bestandsdaten** | Bitte machen Sie nähere Angaben:  |
| Gewünschter Zeitraum | Anfangsdatum: TT/MM/JJJJ Enddatum: TT/MM/JJJJZeit (und Zeitzone): Zeit (und Zeitzone):  |
| Wenn es sich um ein gemeinsam genutztes System handelt, sichern Sie bitte alle wesentlichen Bestandsdaten für alle virtuellen Systeme dieser IP. |
|  **Verkehrsdaten** | Bitte machen Sie nähere Angaben:  |
| Gewünschter Zeitraum | Anfangsdatum: TT/MM/JJJJ Enddatum: TT/MM/JJJJZeit (und Zeitzone): Zeit (und Zeitzone):  |
|  **Inhaltsbezogene Daten** | Bitte machen Sie nähere Angaben:  |
| Gewünschter Zeitraum | Anfangsdatum: TT/MM/JJJJ Enddatum: TT/MM/JJJJZeit (und Zeitzone): Zeit (und Zeitzone):  |

|  |
| --- |
| 1. ANGABEN ZUR IDENTIFIZIERUNG DER PERSON ODER ORGANISATION (Z. B. DIENSTEANBIETER), IN DEREN BESITZ ODER UNTER DEREN KONTROLLE DIE GESPEICHERTEN COMPUTERDATEN SIND UND STANDORT DES COMPUTERSYSTEMS, SOFERN VERFÜGBAR\*
 |
|  |

|  |
| --- |
| 1. UMGEHENDE WEITERGABE GESICHERTER VERKEHRSDATEN NACH ARTIKEL 30 DES ÜBEREINKOMMENS ÜBER COMPUTERKRIMINALITÄT

Einzelheiten bzgl./Beschreibung der weiterzugebenden Daten[[2]](#footnote-2) |
| * Dieses Ersuchen ist auf die Sicherung von Verkehrsdaten bezüglich einer bestimmten Kommunikation ausgerichtet. Wenn sich im Zusammenhang mit diesem Ersuchen herausstellen sollte, dass ein Diensteanbieter in einer anderen Rechtsordnung an der Übermittlung dieser Kommunikation beteiligt war, teilen Sie uns bitte gemäß Artikel 30 des Übereinkommens über Computerkriminalität unverzüglich die Identität dieses Diensteanbieters und den Weg der Übermittlung mit.
 |

|  |
| --- |
| 1. FALLSTATUS
 |
|  Vorverfahren laufendes Hauptverfahren  Straftat im Gange Ggf. sonstige Angaben:  |

|  |
| --- |
| 1. DRINGLICHKEIT
 |
| ❒ **DRINGEND**Antwort erwartet bis: TT/MM/JJJJ |
| **DRINGLICHKEITSGRÜNDE**❒ Gefahr für Leib und Leben❒ Unmittelbare schwerwiegende Bedrohung der öffentlichen Sicherheit ❒ Straftat im Gange ❒ Verdächtige(r)/Täter(in) in Gewahrsam ❒ Verdächtige(r)/Täter(in) steht vor Entlassung aus Gewahrsam❒ Volatilität der Daten❒ Anstehende Verjährung ❒ Anstehende oder laufende Hauptverhandlung❒ Sonstiges: |
| Ggf. Kurzdarstellung der Dringlichkeit |
|  |

|  |
| --- |
| 1. VERTRAULICHKEIT
 |
|  Es wird darum gebeten, dieses Sicherungsersuchen vertraulich zu behandeln und die Teilnehmer/-innen nicht zu benachrichtigen. Bitte teilen Sie uns mit, ob wir nach Ihrem innerstaatlichen Recht zur Angabe des Grundes der Vertraulichkeit verpflichtet sind bzw. – vor jeglichem Tätigwerden – ob nach Ihrem innerstaatlichen Recht eine Benachrichtigung der Teilnehmer/-innen vorgeschrieben ist oder inwieweit Sie davon ausgehen, dass der Diensteanbieter der Aufforderung zu vertraulicher Behandlung möglicherweise nicht nachkommen wird. |

|  |
| --- |
| 1. BESTÄTIGUNG/BENACHRICHTIGUNG ERBETEN, SOFERN MÖGLICH:
 |
|  Bestätigung des Eingangs des Ersuchens  Bestätigung der Sicherung der Daten Angaben zum Zeitraum der Sicherung  Angaben dazu, inwieweit sich Daten außerhalb der Rechtshoheit des ersuchten Landes befinden Angaben dazu, ob die gesicherten Daten nach dem Sicherungszeitraum vernichtet werden Sonstiges:  |

|  |
| --- |
| 1. GGF. WEITERE ANMERKUNGEN
 |
|  |

|  |
| --- |
| 1. UNTERSCHRIFT UND/ODER STEMPEL DER ERSUCHENDEN BEHÖRDE (GGF.)
 |
| Name |  |
| Funktion |  |
| Datum / Ort |  |
| Unterschrift und/oder Stempel |  |

|  |
| --- |
| 1. ANHANG: Formular für die Datenangabe

Bitte füllen Sie für jede Person oder Organisation, in deren Besitz oder unter deren Kontrolle Daten vermutet werden, ein separates Formular aus. Bitte füllen Sie alles aus, was möglich bzw. zutreffend ist. |
| **Angaben zu der Person oder Organisation, in deren Besitz oder unter deren Kontrolle Daten vermutet werden** |
| Geschäftliche Bezeichnung |  |  |
| Juristische Bezeichnung |  |  |
| Kontaktname |  |  |
| Anschrift |  |  |
| Staat |  |  |
| Telefon |  |  |
| E-Mail |  |  |
| Adresse |  |  |
|  |
| **IPv4** | **1-255** | **1-255** |
|  |  |  |
| URL |  |
| Datum |  |
| Zeit |  |
| Zeitzone |  |
| Proxy |  |
| Anonymisierung |  |
| Port-Nummer |  |
| **IPv6** | **Subnet – 64 bit** | **Host – 64 bit** |
|  |  |  |
| URL |  |
| Datum |  |
| Zeit |  |
| Zeitzone |  |
| Proxy |  |
| Anonymisierung |  |
| **Sonstige Daten** |
| E-Mail-Adresse |  |
| Social Networking ID |  |
| Datum |  |
| Zeit |  |
| Zeitzone |  |
| Proxy |  |
| Anonymisierung |  |

1. Dieses Formblatt wurde vom Ausschuss für das Übereinkommen über Computerkriminalität (*Cybercrime Convention Committee*, T-CY) in seiner 19. Plenarsitzung (9.-10. Juli 2018) angenommen, um den Vertragsparteien die Erstellung und Entgegennahme von Rechtshilfeersuchen zu erleichtern. Die Verwendung dieses Formblatts durch die Vertragsparteien des Budapester Übereinkommens ist optional. Bitte beachten Sie, dass es sich bei den mit einem Sternchen (\*) gekennzeichneten Angaben um Pflichtangaben gemäß Artikel 29 Absatz 2 des Übereinkommens über Computerkriminalität handelt. [↑](#footnote-ref-1)
2. Erforderlichenfalls bitte den Anhang (Formular für die Datenangabe) ausfüllen. [↑](#footnote-ref-2)