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26th Plenary Meeting of the T-CY  
 

10-11 May 2022 (hybrid meeting) 

 
1. Introduction 

 

The 26th Plenary of the T-CY Committee, meeting 10-11 May 2022 in Strasbourg and online, was 

chaired by Cristina SCHULMAN (Romania).  

 

The plenary session preceded the opening for signature of the 2nd Additional Protocol to the 

Convention on Cybercrime and the conference on enhanced cooperation and disclosure of electronic 

evidence on 12 and 13 May 2022. 

 

More than 170 representatives of 73 Parties and Observer States as well as of international 

organisations and Council of Europe committees participated in person (some 120) or online (some 

than 50) in this meeting. 

 

2. Decisions 

 

The T-CY decided: 

 

Item 1 – Opening of the 26th Plenary and adoption of the agenda  

 

▪ To take note of statements by many delegations condemning the aggression of the Russian 

Federation against Ukraine, the suffering caused to Ukrainian people and the gross violations 

of human rights by the Russian regime.  

 

▪ To welcome the opening for signature of the 2nd Additional Protocol to the Convention on 

Cybercrime and to encourage all Parties to the Convention to sign and ratify this Protocol as 

soon as possible so that its tools become available to practitioners. 

 

▪ To recall that capacity building projects are available to support implementation of this 

Protocol. 

 

▪ To note that with the Protocol now being opened for signature, the T-CY will resume its core 

functions. 

 

Item 2 – State of signatures, ratifications and accessions to the Convention on Cybercrime 

and its Protocols  

 

▪ To welcome the recent invitations to Ecuador, Fiji, Trinidad and Tobago and Vanuatu to accede 

to the Convention. 

 

▪ To recall that invitations to accede are valid for a period of five years. 

 

Item 3 – Information provided by Parties and Observers   

 

▪ To welcome the steps underway and progress made towards ratification or accession by: 

Benin, Brazil, Burkina Faso, Ecuador, Fiji, Ireland, Niger, Nigeria, Trinidad and Tobago, Tunisia 

and Vanuatu. 

 

▪ To welcome the information provided by Argentina, Benin, Bosnia and Herzegovina, Cabo 

Verde, Chile, Colombia, Costa Rica, Dominican Republic, France, Georgia, Ghana, Italy, 

Liechtenstein, Mauritius, Moldova, North Macedonia, Norway, Panama, Paraguay, Peru, 
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Senegal, Serbia, Slovakia, Spain, Sri Lanka, Turkey, United Kingdom and USA, as well as by 

the European Commission, the European Union Agency for Cyber Security (ENISA) and the 

Council of Europe Committee of Experts on the Operation of European Conventions on Co-

operation in Criminal Matters (PC-OC). 

 

Item 4 – Guidance Notes (Action 2.1 of the T-CY workplan) 

 

▪ In light of emerging or critical uses for criminal purposes of the Internet or other technologies 

(such as ransomware), to invite the T-CY Bureau to prepare draft Guidance Notes on 

“ransomware” and on “the scope of procedural powers and of international cooperation 

provisions of the Convention” for consideration by the T-CY at its 27th and 28th Plenaries. 

 

Item 5 – T-CY assessments (Action 2.2 of the T-CY workplan) 

 

▪ To assess Article 19 of the Budapest Convention on “search and seizure of stored computer 

data”. 

 

▪ To invite the Bureau to prepare a draft questionnaire for consideration by the 27th T-CY Plenary 

(November 2022). 

 

Item 6 – Working Group on undercover investigations and extension of searches (Action 

4.1 of the T-CY workplan) 

 

▪ To welcome the work undertaken and the progress made by the T-CY Working Group on 

Undercover Investigations and Extension of Searches and to invite the Working Group to 

present its report to the 27th Plenary. 

 

Item 7 – First Protocol to the Budapest Convention on Xenophobia and Racism: 20th 

anniversary (January 2023) (Action 2.4 of the T-CY workplan) 

 

▪ To encourage interested Parties to participate in activities planned by the Cybercrime 

Programme Office of the Council of Europe (C-PROC) regarding the First Protocol on 

Xenophobia and Racism, including the preparation of a good practice study on the 

implementation of that Protocol, the holding of webinars and a conference on the occasion of 

the 20th anniversary of this agreement in January 2023. 

 

Item 8 – UN treaty process (Action 4.4 of the T-CY workplan)  

 

▪ To note that UN General Assembly Resolution 74/247 establishing the “Ad Hoc Committee to 

elaborate a Comprehensive International Convention Countering the Use of Information and 

Communication Technologies for Criminal Purposes” states that the elaboration of such a 

convention  shall be “taking into full consideration existing international instruments…”. Such 

instruments include in particular the Budapest Convention on Cybercrime. 

 

▪ To encourage Parties and Observers to the Convention on Cybercrime to seek close 

coordination with each other and with the T-CY in view of common positions when contributing 

to the UN treaty process. 

 

▪ To support the participation of practioners in the treaty process in order to ensure that the 

future convention meets criminal justice needs, including effective international cooperation, 

as well as human rights and rule of law requirements. 

 

 

 

 

https://daccess-ods.un.org/tmp/7391840.21949768.html
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Item 9 – Capacity building (Action 2.5 of the T-CY workplan) 

 

▪ To appreciate the capacity building activities undertaken by the Cybercrime Programme Office 

of the Council of Europe (C-PROC) based in Romania. 

 

▪ To note that such capacity building projects rely on voluntary contributions, and to welcome 

therefore the funding made available by the European Union and Parties to the Convention on 

Cybercrime, including recent contributions by Canada, Hungary, Italy, Japan, United Kingdom 

and the USA, and the continuous support provided by Romania to the C-PROC. 

 

Item 10 – Financial resourcing of the T-CY (Action 5.1 of the T-CY workplan) 

 

▪ To take note that the T-CY is partially funded by the Ordinary Budget of the Council of Europe 

but also relies on voluntary contributions given that many Parties to the Convention are not 

members of the Council of Europe. 

 

Item 11 – Any other business 

 

- 

 

Item 12 – Date of the 27th T-CY Plenary 

 

▪ To hold the 27th Plenary of the T-CY on 29 and 30 November 2022.  
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Appendix 
 

 

Appendix 1: Convention on Cybercrime – States invited to accede 
 

State invited to accede Date of invitation Expiration of invitation* 

Benin 21 June 2019 21 June 2024 

Brazil  Dec 2019 Dec 2024 

Burkina Faso  Dec 2019 Dec 2024 

Ecuador 30 March 2022 30 March 2027 

Fiji 8 Dec 2021 8 Dec 2026 

Guatemala April 2020 April 2025 

Mexico  N/A N/A 

New Zealand Sep 2020 Sep 2025 

Niger April 2020 April 2025 

Nigeria 10 July 2017 10 July 2022 

Trinidad and Tobago Oct 2021 Oct 2026 

Tunisia 13 Feb 2018 13 Feb 2023 

Vanuatu 8 Dec 2021 8 Dec 2026 

 

* Since 2013, invitations to States to accede to Council of treaties are valid for 5 years. 

  

https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=BEN
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=BRA
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=BUR
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=FJI
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=GTM
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=MEX
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=NZ
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=NER
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=NGA
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=TRI
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=TUN
https://www.coe.int/en/web/conventions/full-list?module=treaties-full-list-signature&CodePays=VUT
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Appendix 2: Agenda 
 

(Please note that agenda items marked with * are for decision by the members representing contracting Parties 

to the Budapest Convention) 

 

1. Opening of the 26th Plenary and adoption of the agenda  

 

2. State of signatures, ratifications and accessions to the Budapest Convention and its Protocols  

 

3. Information provided by Parties and Observers   

 

Participants are invited to present information on legislative developments, major cases, important 

events, training provided to other countries, including by international organisations etc. 

Signatories and States invited to accede are invited to report on progress made towards 

ratification/accession to the Budapest Convention on Cybercrime and its Protocol on Xenophobia 

and Racism.  

 

Brief interventions (2 minutes per intervention). 

 

4. Guidance Notes* (Action 2.1 of the T-CY workplan) 

 

T-CY members are invited to decide on the topics for further Guidance Notes. The following topics are 

proposed by the T-CY Bureau: 

 

▪ Guidance Note on ransomware. This issue is highly relevant for many Parties; a GN would show how 

different substantive, procedural and international cooperation provisions of the Convention may be 

used for criminal investigations or proceedings. 

 

▪ Guidance Note on the scope of procedural powers and international cooperation provisions of the 

Convention. The text of the Convention on Cybercrime is rather clear that the procedural powers 

and the provisions on international cooperation are applicable not only to cybercrime (Articles 2 to 

11 of the Convention) but also “other offences committed by means of a computer system”; and 

“the collection of evidence in electronic form of a criminal offence” (see Article 14.2. b and c. and 

similarly Article 23). This is again confirmed in the Second Additional Protocol to the Convention. 

However, this scope is not always fully understood, and the laws of some countries limit the 

application of procedural powers or provisions for international cooperation to a set of cybercrimes. 

A Guidance Note underlining how key procedural and international cooperation provisions could be 

applied to a range of offences, for example, to online child sexual abuse, gender-based online 

violence and other forms of cyberviolence, COVID-19 related offences, manipulation of sports 

competitions and others, would be of practical and strategic benefit. 

 

5. T-CY assessments* (Action 2.2 of the T-CY workplan) 

 

T-CY members are invited to decide on provisions to be assessed in the fourth round of assessments. 

The following is proposed by the T-CY Bureau: 

 

To assess Article 19 of the Budapest Convention on “search and seizure of stored computer data”. 

This topic is of interest for a number of reasons: 

 

─ Article 19 is a core procedural power under the Convention. Sharing of information and 

experience on norms and practices in Parties would facilitate further reforms in current and 

future Parties where necessary. 
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─ Article 19.2 (“authorities shall be able to expeditiously extend the search or similar accessing 

to the other system” under certain conditions) is linked to the question of extension of 

searches that remains of interest to the T-CY and is currently being dealt with by the T-CY 

Working Group on Undercover Investigations and Extension of Searches.  

  

Should T-CY 26 agree on this topic, possible timelines may be as follows (see also Article 2 of the 

Rules of Procedure): 

 

─ May 2022: T-CY 26 to agree on topic following proposal by the Bureau 

─ June-Oct 2022: Bureau to prepare draft questionnaire 

─ November 2022: T-CY 27 to consider and adopt questionnaire 

─ December 2022: Secretariat to circulate questionnaire for replies by [March 2023] 

─ June/July 2023: Initial comments by Bureau to T-CY 28 on replies received 

─ Nov/Dec 2023: Draft assessment report presented to T-CY 29 

─ Mid-2024: Review of the assessment report by the T-CY in view of adoption 

 

6. Working Group on undercover investigations and extension of searches (Action 4.1 of the T-CY 

workplan) 

 

The working group will provide the Plenary with an update on work underway as foreseen in the Terms 

of Reference for this group.  

 

7. First Protocol to the Budapest Convention on Xenophobia and Racism: 20th anniversary (January 

2022) (Action 2.4 of the T-CY workplan) 

 

T-CY members and observers are invited to make suggestions regarding the 20th anniversary of this 

Protocol on 28 January 2023. 

 

8. UN treaty process (Action 4.4 of the T-CY workplan)  

 

T-CY members and observers are invited to exchange views regarding the Ad hoc committee to elaborate 

an international convention on countering the use of ICTs for criminal purposes 

 

9. Capacity building (Action 2.5 of the T-CY workplan) 

 

T-CY members and observers will be provided with an update on activities of the Cybercrime Programme 

Office of the Council of Europe (C-PROC) in Romania  

 

10. Financial resourcing of the T-CY (Action 5.1 of the T-CY workplan) 

 

11. Any other business 

 

12. Date of the 27th T-CY Plenary*  

 

T-CY members are invited to decide on the proposal to hold T-CY 26 on 29-30 November 2022. 

 

 

 
  

https://rm.coe.int/t-cy-rules-of-procedure/1680a00f34
https://rm.coe.int/t-cy-rules-of-procedure/1680a00f34
https://www.unodc.org/unodc/en/cybercrime/ad_hoc_committee/home
https://www.unodc.org/unodc/en/cybercrime/ad_hoc_committee/home
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Appendix 3 : List of participants  
 

T-CY BUREAU 

 

1.  ROMANIA Cristina SCHULMAN T-CY Chair 

2.  PORTUGAL Pedro VERDELHO T-CY Vice-Chair 

3.  AUSTRALIA Nathan WHITEMAN 
Director, Cross-Border Data & Cybercrime 

Section, Department of Home Affairs 

4.  AUSTRIA Judith HERRNFELD Public Prosecutor, Ministry of Justice 

5.  CANADA 
Gareth SANSOM 

(apologised) 

Deputy Director, Department of Justice 

Canada 

6.  COLOMBIA 
Diana Carolina KECAN 

CERVANTES 
Minister Counselor, Ministry of Foreign Affairs 

7.  GHANA Albert ANTWI-BOASIAKO 
Ag. Director-General, Cyber Security 

Authority 

8.  SPAIN 
Miriam BAHAMONDE 

BLANCO 

Adviser of the Directorate General for 

International Legal Cooperation and Human 

Rights, Ministry of Justice 

9.  
UNITED 

KINGDOM 
Justin MILLAR 

Head of Treaties & Legislation, Cyber Policy 

Unit, Homeland Security Group, Home Office 

10.  
UNITED STATES 

OF AMERICA 
Benjamin FITZPATRICK 

Senior Counsel, Chair of the G7 24/7 

Cybercrime Network, United States 

Department of Justice 

 

T-CY MEMBERS 

  

In-person participants 

 

1.  ALBANIA Diana Stillo SILA 
Head of International Treaties, Ministry 

of Justice 

2.  ALBANIA Denisa ASKO 
Prosecutor, District Prosecution Office of 

Tirana 

3.  ALBANIA Hergis JICA 
Chief of the Cybercrime Unit, Albanian State 

Police 
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4.  ARGENTINA Pedro JANICES 
Director for Cybercrime Investigations, 

Ministry of Security 

5.  ARGENTINA Mariana GALAN Cybercrime Legal advisor, Ministry of Security 

6.  ARGENTINA María Eugenia MELAZZA 

Legal Advisor, Directorate of International 

Legal Assistance, Ministry of Foreign Affairs, 

International Trade and Worship 

7.  ARGENTINA Ricardo MORELLI RUBIO 

First Secretary of Embassy, General 

Directorate for International Legal Advice, 

Ministry of Foreign Affairs, International 

Trade and Worship 

8.  ARMENIA Armen ABRAHAMYAN 

Deputy Head of the Operative Intelligence 

Information and Combating High-Tech Crime 

Division, General Department of Criminal 

Police 

9.  ARMENIA Misak BALAYAN Third Secretary, Ministry of Foreign Affairs 

10.  ARMENIA Hayk MKRTCHYAN 
Head of the High-Tech Crime Division, Police 

of the Republic of Armenia 

11.  AUSTRALIA Nathalie ESPINOZA 
Assistant Director, Department of Home 

Affairs 

12.  AUSTRIA Judith HERRNFELD Public Prosecutor, Ministry of Justice 

13.  AZERBAIJAN Farid HUSEYNOV 24/7 contact point 

14.  AZERBAIJAN Orkhan ABDULKARIMLI 

Senior investigating Judge, 

State Security Service of the Republic of 

Azerbaijan 

15.  BELGIUM Delphine WYNANTS Attachée, Ministry of justice 

16.  
BOSNIA AND 

HERZEGOVINA 
Mladen HRSTIĆ Prosecutor, Federal Prosecutor's Office 

17.  
BOSNIA AND 

HERZEGOVINA 
Goran MIHAJLICA 

Cybercrime Investigator, High Tech Crime 

Department, Ministry of Interior 

18.  BULGARIA Vladimir DIMITROV Inspector, Cybercrime Unit 

19.  CABO VERDE Daniel MONTEIRO Senior Prosecutor, Ministry of Justice 
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20.  CABO VERDE 
Marlene BRITO BARRETO 

ALMEIDA DIAS 

National coordinator, Ministry of Justice 

 

21.  CABO VERDE Angela RODRIGUES Magistrate, Ministry of Justice 

22.  CANADA Normand WONG 
Senior Counsel, Department of Justice 

Canada 

23.  CHILE 
Pablo Andres CASTRO 

HERMOSILLA 

Cybersecurity Coordinator, Ministry of Foreign 

Affairs 

24.  CHILE 
Mauricio FERNANDEZ 

MONTALBAN 

Director of the Money Laundering, Economic 

Crimes Unit, National Prosecutor's Office 

25.  CHILE 
Antonio SEGOVIA 

ARANCIBIA 

Director of the Unit for International 

Cooperation and Extraditions (UCIEX), 

National Prosecutor's Office 

26.  COLOMBIA 
Diana Carolina KECAN 

CERVANTES 
Minister Counselor, Ministry of Foreign Affairs 

27.  COSTA RICA 
Juan Carlos CUBILLO 

MIRANDA 

Prosecutor, Public Ministry, General 

Prosecutor Office 

28.  COSTA RICA 
Sergio Daniel CASTILLO 

QUESADA 
Fiscal Coordinator of the Cybercrime Unit 

29.  COSTA RICA Grethel Rosales HIDALGO Fiscal coordinator 

30.  
CZECH 

REPUBLIC 
Jakub PASTUSZEK Deputy Director, Ministry of Justice 

31.  
DOMINICAN 

REPUBLIC 
Claudio PEGUERO Inspector General, National Police 

32.  
DOMINICAN 

REPUBLIC 
Carlos LEONARDO National CSIRT Director 

33.  
DOMINICAN 

REPUBLIC 

Cesar MOLINE 

RODRIGUEZ 

Director of Cybersecurity, Institute for 

Telecommunications 

34.  
DOMINICAN 

REPUBLIC 
Jose David MONTILLA 

Vice-Minister of the Presidency, 

National Cybersecurity Center 

35.  ESTONIA Markko KÜNNAPU Advisor, Ministry of Justice 
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36.  GEORGIA Givi BAGDAVADZE 
Head of the International Cooperation Unit, 

Office of the Attorney General 

37.  GEORGIA Ivane KATSITADZE 
Head of Division for Combatting Cybercrime, 

Ministry of Justice 

38.  HUNGARY Nóra BAUS 
Cybersecurity Policy Expert, Ministry of 

Interior 

39.  ICELAND 
Gudmundur 

STEINTHORSSON 

Legal Adviser / T-CY representative, Ministry 

of Justice 

40.  ISRAEL Naomi Elimelech SHAMRA 
Head of the Treaties Department, Ministry of 

Foreign Affairs 

41.  ISRAEL Haim WISMONSKY 
Director, Cybercrime, Israeli State Attorney's 

Office 

42.  ITALY Francesco CAJANI 
Public Prosecutor, Public Prosecutor's Office at 

the Court of Law in Milano 

43.  JAPAN Hikaru IWAKI 
Consul, Consulate-General of Japan in 

Strasbourg 

44.  LIECHTENSTEIN Dominic SPRENGER First Secretary, Office for Foreign Affairs 

45.  LITHUANIA Michail ZAJAC 

Head of the Fifth Serious and Organized 

Crime Investigation Board, Cyber Crime 

Investigation Board, Lithuanian Criminal 

Police Bureau 

46.  LUXEMBOURG Patrick THILL Legal expert, Ministry of Justice 

47.  MAURITIUS Rajeshsharma RAMLOLL Solicitor General of Mauritius 

48.  MAURITIUS Sachindra REECHAYE CERT-MU 

49.  MOLDOVA Veaceslav SOLTAN 
Prosecutor, Head of the information 

technology section, General Prosecutor Office 

50.  MOLDOVA Irina CUCIUC 
Prosecutor of the International Legal 

Assistance Section 

51.  MOLDOVA Sergiu LISNIC 
Officer, Cybercrime Directorate of the Ministry 

of Internal Affairs 
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52.  MONTENEGRO Valentina BODVEN 
Adviser, Directorate for International 

Cooperation, Ministry of Justice 

53.  MONTENEGRO Nikola SAMARDZIC 
Basic State Prosecutor, Basic State 

Prosecutors Office Hecceg Novi 

54.  MONTENEGRO Miroslav TURKOVIC 
Special prosecutor, Special state prosecution 

office 

55.  MOROCCO Abdeljalil TAKI DGST, Ministry of the Interior 

56.  MOROCCO Salim ALAMI 

Divisional Police Commissioner, Head of the 

Department for the Fight against Crime linked 

to New Technologies, DGSN General 

Directorate of National Security 

57.  MOROCCO Ahmed TAHIRI ALAOUI 
Head of the Cybercrime Unit, Public 

Prosecution Office 

58.  NETHERLANDS Bart BOONEN 
Policy advisor on Cybercrime, Ministry of 

Justice and Security 

59.  NETHERLANDS Laetitia KRÖNER 
Senior International Adviser, Ministry of 

Justice and Security 

60.  
NORTH 

MACEDONIA 
Vladimir MILOSHESKI - 

61.  
NORTH 

MACEDONIA 

Ana GOGOVSKA 

JAKIMOVSKA 
Public Prosecutor, Public Prosecutor's Office 

62.  
NORTH 

MACEDONIA 
Marjan STOILKOVSKI 

Head of the Sector for Computer Crime and 

Digital Forensics, Ministry of Interior 

63.  NORWAY Eirik Trønnes HANSEN Senior Adviser 

64.  NORWAY Quyen Thi Thuy NGUYEN 
Ministry Advisor, The Norwegian Ministry of 

Justice and Public Security 

65.  PARAGUAY 
Maria SOLEDAD 

MACHUCA 

Deputy Attorney General of Cybercrime, 

Public Prosecutor's Office 

66.  PARAGUAY 
Irma Encarnación LLANO 

PEREIRA 

Delegate Prosecutor for Cybercrime, Public 

Ministry, Public Prosecutor's Office 

67.  PARAGUAY 
Silvana OTAZU 

CAMBIANO 
Tax agent, Public Prosecutor's Office 
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68.  PERU Rocio GALA GALVEZ 
Head of the international Judicial Cooperation 

and Extraditions Unit, Public Ministry 

69.  PERU 
Ana Melissa GOMEZ 

PALACIOS 

Senior Deputy Prosecutor of the Specialized 

Cybercrime Prosecutor Unit of the Public 

Ministry, Public Ministry 

70.  PERU 
Lizet Nancy RODRIGUEZ 

ROCHA 
Prosecutor, 24/7 point of contact 

71.  PHILIPPINES 
Rainelda ESTACIO 

MONTESA 
Judge, Department of Justice 

72.  PHILIPPINES Ethel V. MERCADO GUTAY Judge, Department of Justice 

73.  ROMANIA Ioana ALBANI Prosecutor, GPO-DIICOT 

74.  SENEGAL Alassane NDIAYE 
Magistrate, Vice president, Directorate of 

Criminal Affairs and Pardons 

75.  SENEGAL Gormack TALL 
General Prosecutor, Court of Appeal, Saint-

Louis 

76.  SERBIA Branko STAMENKOVIC 
Deputy Republic Prosecutor, Public 

Prosecutor’s Office 

77.  SERBIA Jovan NIKOLIĆ 

Senior Special Prosecutor's Associate, Special 

Prosecutors Office For Combating High-Tech 

Crime 

78.  SERBIA Vladimir VUJIĆ 
Head of Cybercrime Department, Ministry of 

Interior 

79.  SLOVAKIA Branislav BOHACIK Prosecutor, General Prosecutor´s Office 

80.  SPAIN 
Maria Elvira TEJADA DE 

LA FUENTE 

Head of Delegation, General Prosecutor’s 

Office 

81.  SRI LANKA Jayantha FERNANDO 
Director, Sri Lanka CERT & General Counsel, 

ICTA 

82.  SRI LANKA Imali KOTELAWALA 
Assistant Secretary (Legal), Ministry of 

Justice 

83.  SRI LANKA 
Pushpamal 

WALBOTHALAGE 
Assistant superintendent, Sri Lanka Police 
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84.  TURKEY 
Muhammed REVAHA 

ÖZTÜRK 

International Relations, Turkish National 

Police 

85.  TURKEY Seçkin KOÇER Judge/Lecturer, Turkish Justice Academy 

86.  TURKEY Erce Ridvan YILDIRIM Rapporteur Judge 

87.  
UNITED 

KINGDOM 
Justin MILLAR 

Head of Treaties & Legislation, Cyber Policy 

Unit, Homeland Security Group, Home Office 

88.  
UNITED STATES 

OF AMERICA 
Katie EINSPANIER Attorney-Adviser, U.S. State Department 

89.  
UNITED STATES 

OF AMERICA 
Sheri SHEPHERD-PRATT 

Associate Director, Office of International 

Affairs, Criminal Division, U.S. Department of 

Justice 

 

OBSERVER STATES  

 

1.   BENIN Sêvi Rodolphe ADJAÏGBE Legal Affairs Officer, ANSSI-Benin 

2.  BENIN Isaïe DJROLO 
Director of Regulation and Cooperation, 

ANSSI-Benin 

3.  BRAZIL Leandro ANTUNES MARIOSI 
Division of Fight against Crime, Ministry of 

Foreign Affairs 

4.  BRAZIL 
Fernanda TEIXEIRA SOUZA 

DOMINGOS 

Coordinator of the Advisory Group on 

Cybercrime of the MPF's, Criminal Chamber, 

Federal Prosecution Service 

5.  BRAZIL André ZACA FURQUIM 

General Coordinator of International Legal 

Cooperation in Criminal Matters, Ministry of 

Justice and Public Security 

6.  
BURKINA 

FASO 
Patrice NABIAS 

Magistrate, Technical Counselor, Ministry of 

Justice and Human Rights 

7.  ECUADOR Diego OCAMPO 
Advisor, Ministry of Telecommunications and 

the Information Society 

8.  FIJI Tupou'tuah BARAVILALA 

Acting Permanent Secretary for 

Communications and Director-General, Digital 

Government, Transformation 

Cybersecurity and Communications, Ministry 

of Communications 

9.  FIJI Vivek ANAND 

Senior Engineer for Communications and 

Registrar of Radio Frequencies, Ministry of 

Communications 
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10.  IRELAND Fiachra BYRNE 
Permanent Representation of Ireland to the 

Council of Europe 

11.  NIGER Habou LAOUALI 
Director of Legislation, Ministry of Post and 

New Information Technologies of Niger 

12.  NIGER Mashoul ABDOUL NASSER 
Ministry of Post and New Information 

Technologies of Niger 

13.  

TRINIDAD 

AND 

TOBAGO 

Solange DE SOUZA 

Director Legal, Legal Services Unit, 

Permanent Secretary’s Secretariat, Office of 

the Attorney General and Ministry of Legal 

Affairs 

14.  

TRINIDAD 

AND 

TOBAGO 

Samraj HARRIPAUL 

Law Reform Officer, Law Reform Commission 

of Trinidad and Tobago, Office of the Attorney 

General and Ministry of Legal Affairs 

15.  TUNISIA Nader CHOUCEN Lieutenant Colonel, Ministry of Interior 

16.  VANUATU John Graham JACK 
Deputy Chief Information Officer, OGCIO - 

Vanuatu Government 

17.  VANUATU Jeffery GARAE 
Cyber Security Advisor/Consultant, The 

Government of Vanuatu 

 

COUNCIL OF EUROPE COMMITTEES 

 

1.   

Council of 

Europe’s 

Committee of 

Experts on The 

Operation of 

European 

Conventions on  

Co-Operation in 

Criminal Matters 

Gabriela BLAHOVA 

Director of the International Department for 

Criminal Matters, Ministry of Justice of the Czech 

Republic 

Council of Europe’s Committee of Experts on the 

Operation of European Conventions on  

Co-operation in Criminal Matters 

 

OTHER 

 

No. Name and SURNAME Position and Institution 

1.   Marcos SALT T-CY Consultant 
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Online participants 
 

T-CY MEMBERS  

 

1.  ALBANIA Edmond KOLOSHI Public Prosecutor, Prosecutors Office 

2.  ANDORRA Eva GARCIA LLUELLES 

Head of International Legal Relations and 

Cooperation Area, Ministry of Justice and 

Interior 

3.  ARGENTINA 
Patricia LAMEGO TEIXEIRA 

SOARES 

Coordinator of Treaty Negotiation 

and International Representation. Ministry 

of Justice and Public Security 

4.  AUSTRIA Otto FERRARI 

Judge, legal advisor, Federal Ministry of 

Justice, Department for International 

Criminal Cases 

5.  
BOSNIA AND 

HERZEGOVINA 
Sabina BARAKOVIĆ 

Expert Adviser 

Sector for IT and Telecommunication 

Systems, 

Ministry of Security of Bosnia and 

Herzegovina 

6.  CANADA Gareth SANSOM 
Deputy Director, Department of Justice 

Canada 

7.  CANADA Anne Marie LE BEL Counsel, Department of Justice Canada 

8.  CANADA Jacqueline PALUMBO 
Senior General Counsel, Department of 

Justice Canada 

9.  CANADA Paul WILLIAMS 

First Secretary, Permanent Mission of 

Canada to the International Organizations in 

Vienna 

10.  CHILE Valeria JELVEZ 

Attorney of the Money Laundering and 

Economic Crimes Unit, Public Prosecutor´s 

Office of Chile 

11.  CHILE Rodrigo PEÑA 
Attorney of the Money Laundering and 

Economic Crimes Unit, Prosecutor`s Office 

12.  CROATIA Ivan GLAVIĆ 

 

Deputy State Attorney, The County State 

Attorney's Office in Zagreb 

13.  FINLAND Janne KANERVA 
Counselor of Legislation, Legislative Affairs, 

Ministry of Justice 

14.  FINLAND Jouko HUHTAMÄKI 
Ministerial Adviser, Ministry of the Interior, 

Police Department 
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15.  FRANCE Matthieu GREGOIRE Policy officer, Ministry of Interior 

16.  FRANCE Julien PLUBEL 

Counselor, Direction of European and 

International Affairs, International Action 

Subdivision, Ministry of Interior, France 

17.  GERMANY Heike SCHWICK 
Legal Officer, Federal Ministry of Justice and 

Consumer Protection 

18.  GREECE Polina EFTHIVOULOU Prosecution lawyer 

19.  GREECE Ioannis PAPATHANASIOU Public Prosecutor, Ministry of Justice 

20.  JAPAN Satoshi YANAGISAWA Attorney, Ministry of Foreign Affairs 

21.  JAPAN Kei KOIDE 
Attorney, Criminal Affairs Bureau, Ministry 

of Justice 

22.  JAPAN KOBAYASHI  

23.  JAPAN Homare MAKINO Chief official, National Police Agency 

24.  JAPAN Kazunori SONOHARA Deputy Director, National Police Agency 

25.  NIGERIA 

 
Terlumun George-Maria 

TYENDEZWA  

 

Assistant Director, Federal Ministry of 

Justice, Abuja 

26.  PANAMA 
Ricaurte GONZALEZ 

TORRES 
Attorney General's Office, Public Ministry 

27.  PHILIPPINES 
Angela Marie DE GRACIA-

CRUZ 
State Counsel, Department of Justice 

28.  POLAND Tomasz IWANOWSKI 

Head of Cybercrime Division 

Department for Economic Crime  

National Prosecutor’s Office 

29.  SENEGAL Papa ASSANE TOURE 
Magistrate, Deputy General Secretary of the 

government Dakar 

30.  SWEDEN 
Cecilia Johansson 

JOHANSSON 
Deputy Director, Ministry of Justice 
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31.  TONGA Tupou VAINIKOLO 
Attorney General's Office of the Kingdom of 

Tonga 

32.  UKRAINE Oleksii GICHKO LEA, State Security Service of Ukraine 

 

 

OBSERVER STATES (online) 

 

 

1.  BRAZIL Anamara OSÓRIO 

Deputy Head of the International 

Cooperation Unit, Federal Prosecution 

Service 

2.  BRAZIL Braian Alejandro ARROYO  

3.  BRAZIL 

 
João Augusto 

ALEXANDRIA DE BARROS  

 

João Augusto ALEXANDRIA DE BARROS  

4.  BRAZIL 
Cassiana SAAD DE 

CARVALHO 

Federal Police Chief, Head of the 

DRCC/CGFAZ, Ministry of Justice and 

Public Security 

5.  BRAZIL Andrea TSURUTA 
Head of GRCC/MG, Ministry of Justice and 

Public Security 

6.  BRAZIL 
Rafella VIEIRA LINS 

LEITE PARCA 

Federal Police Delegate, Head of 

SERCOPI/DRCC 

7.  IRELAND Paddy FORSYTH 
Head of Cyber Unit, Criminal Justice 

Policy, Department of Justice 

8.  IRELAND Aoife BYRNE 
Cyber Unit, Criminal Justice Policy, 

Department of Justice 

9.  IRELAND Richard GOW 
Cyber Unit, Criminal Justice Policy, 

Department of Justice 

 

OBSERVER ORGANIZATIONS (online) 

 

1.  
EUROPEAN 

COMMISSION 
Zrinka SALAJ 

Policy officer, Security in the digital age 

Unit, European Commission – DG HOME 

Affairs 

2.  EUROJUST Mieke DE VLAMINCK Judicial Cooperation Advisor, Eurojust 

3.  EUROJUST Jorge ESPINA Chair of the Eurojust Cybercrime Team 
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4.  ENISA Silvia PORTESI 
Cybersecurity Expert, European Union 

Agency for Cybersecurity (ENISA) 

5.  UNODC Jian DONG 
Assistant Director Cyber Strategy & 

Capabilities Development 

 

COUNCIL OF EUROPE COMMITTEES 

 

1.   Maria CASTELLO-BRANCO Vice-Chair, Lanzarote Convention Committee 

 

OTHER  

 

1.   Betty SHAVE T-CY Consultant 

 

COUNCIL OF EUROPE SECRETARIAT 

 

In-person and online 

 

1.  Patrick PENNINCKX Head of Information Society Department 

2.  Alexander SEGER 
Head of the Cybercrime Division, Executive 

Secretary, Cybercrime Convention Committee 

3.  Virgil SPIRIDON 
Head of Operations, Cybercrime Programme Office, 

Bucharest 

4.  Nina LICHTNER 
Programme Manager, Octopus Project, Cybercrime 

Division 

5.  Martha STICKINGS 
GLACY+ Project Manager, Cybercrime Programme 

Office, Bucharest 

6.  Catalina STROE 
GLACY+ Project Manager, Cybercrime Programme 

Office, Bucharest 

7.  Denise MAZZOLANI 
CyberSouth Project Manager, Cybercrime Programme 

Office, Bucharest 

8.  Giorgi JOKHADZE 
CyberEast Project Manager, Cybercrime Programme 

Office, Bucharest 

9.  Daniel CUCIURIANU 
iPROCEEDS 2 Project Manager, Cybercrime 

Programme Office, Bucharest 

10.  Irina DREXLER 
Senior Project Officer, Octopus Project, Cybercrime 

Programme Office, Bucharest 

11.  Ioana LAZAR 
Senior Project Officer, CyberSouth Project, 

Cybercrime Programme Office, Bucharest 
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12.  Cristiana MITEA 
Senior Project Officer, Octopus Project, Cybercrime 

Programme Office, Bucharest 

13.  Céline DEWAELE Programme Assistant, Cybercrime Division 

14.  Floriane SPIELMANN 
Project Assistant, Octopus Project, Cybercrime 

Division 

15.  Eduard STAN 
IT Systems Administrator, Cybercrime Programme 

Office, Bucharest 

16.  Oana TARUS 
Project Officer, Cybercrime Programme Office, 

Bucharest 

17.  Andrada ANTOFIE 
Project Assistant, Octopus Project, Cybercrime 

Programme Office, Bucharest 

18.  Diana CEAUSU 
Project Assistant, i-PROCEEDS 2, Cybercrime 

Programme Office, Bucharest 

19.  Sarah DE JONG 
Project Assistant, GLACY+, Cybercrime Programme 

Office, Bucharest 

20.  Gratiela DUMITRESCU 
Project Assistant, GLACY+, Cybercrime Programme 

Office, Bucharest 

21.  Elena DUTA 
Project Assistant, GLACY+, Cybercrime Programme 

Office, Bucharest 

22.  Elena FLOROIU 
Project Assistant, GLACY+, Cybercrime Programme 

Office, Bucharest 

23.  Denisia IORDACHE 
Project Assistant, GLACY+, Cybercrime Programme 

Office, Bucharest 

24.  Natalia MARDARI 
Project Assistant, CyberEast Project, Cybercrime 

Programme Office, Bucharest 

25.  Elvio SALOMON 
Senior Project Officer, GLACY+, Cybercrime 

Programme Office, Bucharest 

 

 

 

Interpreters 

 

Sarah ADLINGTON 

Barbara GRUT 

Julia TANNER 

Sylvie BOUX-STINTZY 

Chloe CHENETIER  

Nicolas GUITTONNEAU 

Sergio ALVAREZ RUBIO 

Birgit CHRISTENSEN 

Hans-Werner MÜHLE 

 
 

 


