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1. General overview of the current situation and the developments since the
last evaluation relevant in the AML/CFT field

Position as at date of last progress report (3 Jul2007)

The third evaluation of Slovakia by MONEYVAL tookgee from 8th -14th May 2005. The final report
was adopted by the MONEYVAL Committee at its 20tbrary Session in Strasbourg from 12th — 15th
September 2006.

In the area of financial fielcto be highlighted is that thé°3VIER conclusions, recommendations and
ratings have been presented for discussion at #immhl Bank of Slovakia’s Board of Directors early
October 2006 in order to be aware of the areagit€ism, which need to be addressed. The way to
achieve a progress in implementing the recommenkathas been outlined — active participation in the
interministerial working group on the draft previeatlaw, which harmonises the Slovak legal framedwor
with the requirements of thé”®EU AML/CFT Directive. In fact, the NBS experts topart in drafting of
the new AML/CFT law (since autumn 2006), which wuiiplement the EU Directives and is expected to
enter into force in December this year.

One of the substantial changes, which took plageesihe last mutual evaluation, was the integration
the former Financial Market Authority into the Natal Bank of Slovakia in January 2006. In exergjsin
supervision over the whole financial market — imkiag, the capital market, the insurance industig a
pension savings — the NBS follows general procddulas laid down in Act No. 747/2004 Coll. on
Financial Market Supervision, and in Act No. 56®2%oll. on the National Bank of Slovakia. The aim
of financial market supervision (responsibility fe@hich lies with a Deputy Governor of the NBS) ds t
enhance the stability of the financial market aghale and its secure and sound operation. The diabin
market supervision unit conducts financial markgutation, including mainly:

— regulatory activities — drafting generally binglilegal regulations (called “decrees”) determining
prudential conduct of business by supervised eatiti

— licensing activities — taking first-instance dgons in issuing authorisations, prior approvalsl an
imposing sanctions and corrective measures in@asen-compliance;

— supervision activities — supervising financialrked entities through on-site and off-site supeovis

— analytical activities — producing analyses of financial market as a whole, as well as of indisad
financial entities.

The financial market comprises of 4 sectors — tteklmg sector (principally represented by banks and
branches of foreign banks), the capital market ifigasecurities dealers, asset management companies,
the stock exchange and the central securities depgs insurance sector (mainly insurance compgnie
and branches of foreign insurance companies) aadpémsion savings market (mainly pension fund
management companies and supplementary pensioraocisfpension insurance companies).

In concrete terms, the integration also meantalaupervisory procedures (manuals for the condtict
on-site inspections and off-site analytical todlayl to be harmonized. The process is still on-gaimd)is
expected to be finished by the end of this year.

As regards the co-operation with the FIU, in camtim based on the signed Memorandum of
Understanding; with regular meetings twice a yedrere the information on executed and planned on-
site inspections and controls is exchanged anduorfse, discussions are held on other topics of ahutu
interest.



From the FIU point of view the final report was geated to the Minister of interior through thetfirvice-
president of the Police Corps, which adopted nergssctions for implementation of the
recommendations made by the MONEYVAL experts. Moét the insufficiencies identified by
MONEYVAL experts, will be eliminated by implemengjnof the Third EU AML/CFT Directive
(Directive 2005/60/EC of the European Parliamend af the Council of 26 October 2005 on the
prevention of the use of the financial system farppse of money laundering and terrorist financintg

a new AML/CFT Law. FIU and Ministry of Interior pfa a leading role in this process within the
interministerial working group.

Since the last mutual evaluation Slovak FIU hasl#sthed a new electronic system for receiving and
analyzing the received reports which also enabdesnobnitor effectiveness of AML/CFT measures
through the statistical data. Significant stepsehagen made in informing the obliged entities ozirth
AML/CFT obligations by number of trainings orgardzey the FIU members and by creating FIU public
website. Slovak FIU also initiated the creationtlod National Action Plan in the AML/CFT and will
establish a permanent group, which will meet radyland also ad hoc with the other relevant Slovak
bodies.

From point of criminal law area, firstly it couldebpointed out that on 20 May 2005 the Slovak
Parliament approved completely new Criminal Code @nminal Procedure Code as well. Both became
effective on 1 January 2006. Article 252 — moneyntiering offence of former Criminal Code has been
revised in order to ensure that all the languag®alermo and Vienna Conventions, on physical and
mental aspects of the ML offence are covered imioal legislation. Currently ML is criminalised by
Article 233 of the Criminal Code — Act No. 300/2006ll. (see Annex 3).

Main features of new criminal legislation are imtbging of two forms of criminal offence — minor
offence and crime, extending provisions on culpgbdf preparation for the criminal offence, prowid

new definition of ,terrorist group“ and providingefinitions of ,support of* and ,activity for* the
terrorist group. New type of trial proceedings viased where the adversarial system was strengthened
Further improvements has been provided by new a¢igul of several procedural instruments concerning
seizure of financial means and seizure of regidtseeurities (see Annex 4).

Slovakia has signed and ratified several impoiitaetnational conventions since last evaluation:

- The 2003 UN Convention against Corruption ( ratifia April 2006 and came into force in July
2006)

- The 2000 EU Convention on Mutual Assistance in @rahMatters between the Member States of
the European Union ( ratified in May 2006 and cambe force in October 2006)

- The 2005 Council of Europe Convention on the Preoarof Terrorism (ratified in November 2006
and came into force in June 2007)

- The 2005 International Convention for the Suppossf Acts of Nuclear Terrorism (ratified in
February 2006 and came into force in July 2007)

In addition, Slovakia has also ratified Additiofabtocol to the Criminal Law Convention on Corropti
(came into force in August 2005) and Protocol agfairhe lllicit Manufacturing of and Trafficking in
Firearms, their Parts and Components and Ammunit®upplementing the UN Convention against
Transnational Organized Crime (came into forcéuly 2005).



Slovakia has fully implemented EU Framework Deais2®03/577/JHA on the execution in the European

Union of orders freezing property or evidence. 8lo&'s implementing legislation — Act No.
Coll. came into force on 1 January 2006.

New developments since the adoption of thé' brogress report

650/2005

In the area of legalevelopments, this is the overview of internatla@nventions, to which th
Slovak Republic became a party of (since the adopf the 3 MER):

1)

Convention on Cybercrime CETS No.185 published in the Collection of laws under the

No0.137/2008, which entered into force 6hMay 2008,

Council of Europe Convention on Laundering, SearchSeizure and Confiscation of the
Proceeds from Crime and on the Financing of Terrosm CETS No0.198published in the
Collection of laws under the N0.91/2009, which esdanto force on SiJanuary 2009,

on 19 May 2009 th&econd Protocoldrawn up on the basis of Article K& the Treaty on
European Union, to the Convention on Protection othe European Communities” financial
interests entered into force (No. 164/2009 Coll.), which tefa inter alia, to the concept
criminal liability of legal persons in specific sétions (including money laundering) and alsc
some aspects of confiscation measures.

The principal legal change, which means eliminabbmumerous deficiencies identified duri
the third evaluation round, and also harmonizatibthe Slovak system to EU requirements ¢
standards, was the introduction of the new prevertaw No. 297/2008 Coll. on the Preventi
of Legalization of Proceeds of Criminal Activity @éTerrorist Financing and on Amendme
and Supplements to Certain Acts (hereinafter reteto as “AML/CFT” Law), which came int
force on 1September 2008 and is operational for 1 year attithe of the progress repg
presentation.

The unofficial translation in English
http://www.minv.sk/?legislativa-7.

It significantly extended the range of entities (imgluding a whole range of non-financi
businesses) subject to identification requirememisrds clients and beneficial owners, specil
the record-keeping and reporting obligations. Thecgss of a customer due diligence has L
introduced and provided for by the AML/CFT Law istdils. It re-defined the rights and dut

of subjects involved in the anti-money launderingtem, and provided more exactly for

sanctioning powers. The term ,financing of terrorisvas implemented into the legal system
the Slovak Republic through Section 3 ,Terroristaficing” of the AML/CFT Law. It was ng
being defined in domestic legal order before thevalrited law came into force. Now, under
AML/CFT Law the FIU is vested with large responbiles for compliance with anti-mone
laundering and counter financing of terrorism regpents.

The administrative capacity of the FIU has beermdéd too, by increasing its staff and pow
New analytical department composed of 5 peoplaudiol IT specialists was established wit
the FIU as of 1 April 2009.

In financial field,the most important fact, which influenced the an&dL/TF prevention and
brought new challenges in its day-to-day applicgtwas also the new AML/CFT Law. Financ
institutions (through their associations or charspévok active role not only within the proce
of drafting of the law; but also after its entrytdrforce. Both the FIU and the National Bank
Slovakia (in its role of single supervisory autlyprover the whole financial market) suppo
these initiatives and several working meetings &ondkshops were organised (since Septe
2008 and in the first half of 2009) in order toriflanew AML/CFT provisions and discug
guestions related to implementation in financiatittions.

The National Bank of Slovakia in cooperation witle tF1IU and the Ministry of Finance issu

is to be faunon the Slovak FIU web site
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the Methodological guidance of the Financial Mar&epervision Unit of the National Bank




Slovakia of 19 December 2008 No. 7/2008 for pradbecdf a bank and branch office of a foreign
bank against money laundering and terrorist finagan order to provide more details related to
implementation of the new preventive law. The gnmais available also in English on the web
site www.nbs.skunder the Financial Market Supervision, Bankiegt8r and Securities Dealers
Supervision, Recommendations and Methodical Instmis.

2. Key recommendations

Please indicate which improvements have been madespect of the FATF Key Recommendations
(Recommendations 1, 5, 10, 13; Special Recommandati and 1V) and the Recommended Action Plan
(Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: Largely Compliant

Recommendation  of Ensure FT in all its forms is a predicate to the bffence.
the MONEYVAL

Report

Measures reported & Slovak authorities consider the legal regulatiorthef criminalisation of FT is even
ior; limg;‘iy 2007 tl"fg now sufficient to ensure FT in all form is a prexi to the ML offence (see Att.
Reiommendations a 297, Art. 129 par. 4, 5, 6, of (?rirninal Code in An). However, Slovakia is ready
the report to introduce autonomous criminal offence of FT. Tieéevant amendments of
Criminal Code are currently being prepared andeapected to be submitted into

legislative procedure in September 2007.

Measures taken to| The relevant draft legislation concerning the offerof financing terrorism and
implement — the | corporate criminal liability was submitted to th@x@rnment by the end of Margh
recommendations 2008. However, the Government has interrupted dsons with respect to the
since the adoption of : ! g . . : .
the first progress | mentioned draft law with a view to wait for the cotne of proceedings pending
report before the Constitutional Court of the Slovak Rdpufhereinafter as “the court’)
concerning the constitutionality of the Act on HEdishment of the Special Court
and the Special Prosecutor’s Office (Law No. 45688Coll. as amended) as based
on the motion filed by 46 members of the parliameith the court in accordange
with the Article 130 paragraph 1 letter a) of then€titution of the Slovak Republic
on 5 February 2008.

The court by its finding of 20 May 2009 decidedttAat. 1 81 of the Act no
458/2003 Coll. on the Establishment of the Spe&aurt and the Special
Prosecution Office as well as the pertinent prawisi of the Code of Criminal
Procedure and the Act on Judges and Lay Judgesiwerelation of Article 1(1),
Article 141(1), Article 141a(4)(b), Article 144(1) conjunction with Article 12(1
and of Article 148 (1) and (2) of the Constitutiohthe Slovak Republic and of
Article11(1) of the UN Convention against Corruptid he Special Court ceased|to
exist on 16 July 2009 and since the next day (1y 2009) a new Specialized

Criminal Court was established by law no. 291/20@8l. on Specialized Criminal
Court. The new Specialized Criminal Court will bempetent to decide inter alja
corruption cases and money laundering cases.
On the basis of such development it is assumedhbkadraft legislation mentioned
above will be submitted again to the legislatioogadure in September 2009.

Recommendation  of Ensure conspiracy to commit ML involving two pess@ncovered not only in cases

the  MONEYVAL | inyolving organised crime.
Report

v

Measures reported g Due to new definition of preparation for a crimeArt. 13 of new Criminal Code
of 3 July 2007 to




implement ~ the| (see Annex 3) is ensured that conspiracy to convhitinvolving two persons is
Echerggte“da“ons 9 covered not only in cases involving organised crime

Measures taken to| As mentioned in the®1Progress report, this issue has been alreadydsblyeirtue
implement — the | of Section 13 of the Criminal Code.

recommendations

since the adoption of

the first progress

report

Recommendation  of More emphasis should be place on the third partyndiering and clarifying the
the MONEYVAL i i i i ;o

Report evidence required to establish the underlying prati in autonomous M

prosecutions.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations o
the report.

Slovak authorities consider the realization of ttBsommendation as continuo
process in order to improve current situation.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

No changes.

Recommendation
the MONEYVAL
Report

0

f Keep more detailed statistics covering the nature ML investigations
prosecutions, convictions and sentences includiegdetails of predicate offenc
and whether prosecutions were brought autonomously.

Measures reported g
of 3 July 2007 to

Slovak authorities consider the realization of ttBsommendation as continuo
process in order to improve current situation.

implement the

Recommendations 0

the report.

Measures taken to| Since 1st September 2008 the new AML/CFT Law idoirte; thus Section 27
implement ~the | \yhich determines the data to be kept and submiityepliblic authorities to the FI\
recommendations - | tor th f maintaining th Il staitinformation to be included int
since the adoption of| [OF the purposes of maintaining the overall s nformation to be included in
the first progress | the annual report of the FIU, which should refléwt general picture of ML/TH
report situation both in the preventive and repressive,sglapplicable (first collection d

such data will take place to the end of 2009).

St o €4

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 5 (Customer due diligence)
I. Regarding financial institutions

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Articulate the national policy on risk of ML/CFT light of 3 EU directive) and
improve and enhance guidance notes across the Viinalecial sector.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations @

With regard to issuance of guidance notes acrassviiole financial sector; no
new guideline has been issued by the NBS in tida,an spite of the fact that
there is a working version for the banking markattipipants mirroring the

requirements of the 3rd EU Directive and the Immating Directive




the report.

(2006/70/EC), but after discussions with banks, wiearly indicated that such
new, extensive obligations, which substantiallyrgfethe existing AML/CFT

preventive regime would not be accepted by a nadibg guideline, the NBS

decided to postpone the issuance of such a setcofnmendations after the
new AML/CFT law is in force.

Measures taken to| After the entry into force of the new AML/CFT Laan expert group consisting pf
implement ~the | rapresentatives from the National Bank of SlovliBS”) together with the FIU
recommendations .. . .. . .
since the adoption of and th.e I'\/Ilnlst.ry of Finance prepared and after@smns with thg Sloyak Banking
the first progress | Association, issued the Methodological Guidance tbé Financial Market
report Supervision Unit of the National Bank of Slovakih ¥ December 2008 No.
7/2008 for protection of a bank and branch offi€a doreign bank against money
laundering and terrorist financing to enhance p@rdAML/CFT Law application
in the practice.
Methodological Guidance is a non-binding, thus a-anforceable tool, which is
used by the Central Bank to clarify its supervisexypectations and to set in “soft”
legislation some benchmarks in specific areas. dim@ve-mentioned guidance |is
available at www.nbs.skon its English version under Financial Market
Supervision, Banking Sector and Securities Ded@ergervision, Recommendations
and Methodical Instructions.
ﬁ]icomm&rgsgnv ALor It would be preferable for the AML Law to coverritiication at account opening
Report or establishing business relations across all remgr entities.

Measures reported g
of 3 July 2007 to

all. For that reasons, the new draft AML/CFT lawllvide cited (even thoug

There was no change in the existing preventive taw;only in this regard, but at

N

&'ﬂgmﬂgﬂdaﬂons thi currently it is befpre the discu_ssion in the _Gomnt). y _ _

the report. The draft requires all obliged (meaning “reportingéntities (all financial
institutions and also DFNBP’s are covered), to tifieralways a new client at
establishing the business relationship, includiccpant opening.

Measures taken to| As said before, majority of the shortcomings idiéediin the % MER in the area of

;Zgg%mnfg; dations the | identification & verification of a client and oftzeneficial owner have been rectified

since the adoption of by adpptmg of Fhe new AML/CFT Law. I't has S|gndrqu changed the exec_utlrg

the first progress | technique of identification and examination of itiécation data obtained

report (verification of identification) for all the repang entities — credit institutions,
financial institutions and DNFBP’s as wello be more precise, the obligation |to
perform identification procedure at account openimg establishing business
relations is contained in Section 10 ,Customer Dilegence” para 2, letter a) of
the AML/CFT Law, which clearly defines a duty torgaout CDD including the
identification and verification of this identifigah when opening an account and
establishing a business relation, explicitly fdrtlaé reporting entities.

Recommendation  of Provide reference in insurance and securities laws regulations to the

g‘:port MONEYVAL | requirement to undertake CDD measures when eskéitjdusiness relations.

Measures reported g

?nprlimgmy 2007 thtg There was no change in the existing laws on inseramd securities in this regard.

Recommendations q FOf that reasons, the new draft AML/CFT law asctébove, is relevant.

the report.

Measures taken to| There is no need to regulate the requirement tenake CDD measures when

implement  the | astablishing business relations by special laweegulations as regards insurance

recommendations . . L .

since the adoption of| COMPanies or secur_ltles dealers as it is co_ver_e_dgé)yeral legal norm, i.e.

the first progress | AML/CFT Law and with respect to all the reportingfiées. It means, that the same

report provision (as mentioned in the previous answethefAML/CFT Law is applied ir]




relation to insurance companies and securitiesedeand whichever — all th
reporting entities determined by Section 5 do hthe duty to carry out CDL
measures.

Recommendation
the MONEYVAL
Report

0

f Cover in Law or Regulation the requirement for CbBieasures when carrying o
occasional wire transfers (which fully include therification process) and in casé
of doubts regarding the veracity or adequacy ofvjesly obtained custome
identification data.

Uit
S
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Measures reported g
of 3 July 2007 to

There was no change in the existing preventiveitathiis regard; the new draft lal
requires CDD measures including verification taubdertaken always:

W

implement the
Recommendations g - by occasional transactions over 15 000.- EURO
the report. - regardless any threshold in case of:
- doubts about the accuracy or veracity of provigdgdrmation or
- in case of suspicion.
Moreover, if it is one-off transaction executed ttne FX office and/or the wire
transfer provider, which is not a bank (currentlguzh companies are active on the
financial market), the threshold is lower, i.e. gvelient is to be identified and
verified, if the transaction is more then 1 00QJHD.
Measures taken to| Beyond CDD measures (AML/CFT Law contains the rexaent for CDD
implement  the | measyres in Section 10 ,Customer Due Diligenceaprletter b) and letter d),
recommendations . . - "
since the adoption of whlch clearly define a duty for all _the reportmgtl_ees to carry out_ CDD When
the first progress | Carrying out an occasional transaction - an ocoasimansaction outside a busingss
report relationship worth at least EUR 15,000) and wheerghare doubts about the
veracity or completeness of customer identificatiata previously obtained; under
the same provision para 8 the reporting entitiesobtiged to verify the validity and
completeness of identification data and informatimguired at CDD performing
depending on the risk of legalization or terrorfgtancing, during business
relationship as well, and they are obliged to rdctreir particular changes).

identification of a customer and verification offhier identification also in case
carrying out a transaction (including occasiona)ahe amount of which reaches
least EUR 2,000.

Moreover, there is a duty in Section 10 para hefAML/CFT Law to perform an

of
at

Recommendation
the MONEYVAL
Report

0

reliable independent documents for verification identification for natural
persons.

f Provide in the insurance and the securities lawslgiice on which documents are

Measures reported g
of 3 July 2007 to

There was no change in the existing laws on inggramd securities in this rega
The draft AML/CFT law includes detailed requirensenh ID documents (basical
ID card, passport and residence permit in casewofrasidents are eligible), whig
have to be followed by all obliged entities in theocess of identification an
verification of a client being a natural person.

implement the
Recommendations @
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

This guidance provides the AML/CFT Law in Section ,8erification of
Identification* for both natural and legal persoris. stipulates a volume @
identification data examination (verification) fall the reporting entities (includin
insurance companies and securities dealers) anthdteoNo. 33 to this legd
provision — Section 8 letter a) — exactly lists,iebhdocuments may be consider
as reliable and independent for verification ofniifécation for natural persons. F
instance, Act No. 647/2007 Coll. on Travel Docurseabhd on Amendments ai
Supplements to Certain Acts, Act No. 48/2002 Colh the Stay of Foreig
Nationals and on Amendments and Supplements t@i@efcts as amended, A

DI
nd
h

Ct

No. 224/2006 Coll. on Identification documents aod Amendments an

d




Supplements to Certain Acts as amended.

Recommendation
the MONEYVAL
Report

0

f Promulgate enforceable guidance on how the vetificaprocess should apply {
legal persons (especially non-resident legal pes$on

Measures reported g
of 3 July 2007 to

No guidance on this issue has been promulgatedjrife AML/CFT law contains
instructions on verification of clients includingréign legal persons; meaning th
the basic scope of ID and verification does ndfediin case of foreign legal enti
from the procedure applied in case of a Slovakllegtty; but according to othe
provisions in section, which determines the CDD suees; the obliged entitig
have to take into regard when applying CDD alwayls/TW risk inherent in g
concrete relationship with a concrete client or anarete type of a busine
transaction. Moreover the draft contains also airement to pay special attentic
to any business transaction or type of a busingbgh could be more open f{
ML/TF risk and is obliged to apply measures elinimg such risks. The way ho
this will be done in practise must be dealt withtia internal preventive programn
of each obliged entity, which is to be issued melwith the draft AML/CFT law
until end March 2008.

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The verification process towards the legal persamduding non-resident legs
persons is described in more details in SectionV@rification of Identification”
letter b) of the AML/CFT Law. This provision stigtds the extent of identificatig
data examination (verification) for the reportingtities with applying of risk-base
approach pursuant to Section 10 para 4 of the ANRIQ.aw. In this regard 8

determines that in case when a reporting entity may perform CDD in thg

principle/rule has been introduced in Section 15tleé AML/CFT Law, which

o >

|

required scope, i.e. pursuant to Section 10 paletteérs a)-c), which cover the core
elements of CDD in line with the EU Directive;stabliged to refuse to establish a
business relationship, terminate a business refstiip or refuse to carry out @
particular transaction. Thus, it is enforceabledabgh the AML/CFT Law and if the
reporting entities failure to comply with this régement, then the FIU is
authorized to impose on a legal entity (and a raltperson-entrepreneur as well)
a fine up to 333,333 EUR and even it may file atiative to revokea licence for
the conduct of business or other independent plaéitactivity.

Recommendation  of Clarify the timing of verification across the whalkthe financial sector.

the MONEYVAL

Report

Measures reported & No other clarification beyond the draft AML/CFT la in place as yet. The draft

ionfqplimgz{y 2007 thtg stipulates the verification as a component of diligethce procedures; meaning| it

Recommendations g Nas to pg done together with |dent|f|cat|on byoalliged entities; by_aII means it has

the report. to be finished before the establishment of thermss relationship or before the
business transaction is being executed.

Measures taken to| Reporting entity is obliged to complete verificatibefore establishing the business

implement the | re|ationship or carrying out the transaction inhggical presence of a client under

recommendations . - N

since the adoption of Sect!on 10 ,Customer Due Diligence para 6 of thMLAC_FT Lay\{. Ther_eaft_er

the first progress | Section 10 para 8 of the AML/CFT Law imposes torigorting entities obligation

report to verify the validity and completeness of idewtifiion data and information also
during business relationship and shall record ttignges.

Recommendation of The definition of beneficial owner as set out ie RATF Recommendations |in

the  MONEYVAL | respect of ultimate control of the customer and raéural persons who exercise

Report ultimate effective control over legal persons oramgements should be provided

10



for in Law or Regulation.

Measures reported g Since the last evaluation in May 2005, the Act @mi& has been amended in May

?FL fémiﬁ{y 2y ”fg 2006, allowing banks and foreign banks branchesetpire by each transaction

Reiommendations 4 from their clients being legal persons, information ownership (over 10%).

the report. Respective Art. 93a is enclosed.
The draft AML/CFT law goes further and deals witfistissue in more detail; in
line with the EU Directive, there is the obligatitmidentify the beneficial owner in
case of legal entities for all obliged entitiese ttisk-based approach is taken into
regard in this issue.

Measures taken to| The definition of beneficial owner is set out incBen 9 ,Other Definitions” lette

implement ~the | ) of the AML/CFT Law (by this special provision thale 3, point 6 of the 3rd

recommendations . . . .. .

since the adoption of AML/(_:FT D|r_ect_|ve was implemented). As far as a éfcial owner is concerned,|a

the first progress | reporting entity is obliged to carry out CDD measuunder Section 10 ,Customer

report Due Diligence” para 2 and under Section 12 ,Enhdridae Diligence” para 1 of
the AML/CFT Law with respect to enhanced due dilice

Recommendation  of Review the notion of ongoing due diligence comprsively in all financial sectof

the — MONEYVAL | |aws or regulations.

Report

Measures reported g The review has been incorporated into the draft ABRT law, which contains the

?r{]plimiﬁ'lry 2y ”fg obligation to conduct due diligence proceduresriecisely specified situations (e.

Recommendations o 9- always by establishing a new business relatipngty conducting one_-off

the report. transactions over 15 000 EURO, in case of douhtsitatihe accuracy or veracity of
provided information, in case of suspicion, on nte the casino by a natural
person, in case of a client requires to be paidagainst the already non- existent
bearer passbooks) and also it determines that idigemte is to be understood as
consisting of:

- identification and verification,

- determination of beneficial owner including verdion (risk-based
approach),

- asking the information on the substance of therassi relationship (e. g.|a
business plan),

- conducting on-going monitoring of a client actig&j whether they are in
line with his proclaimed business plans, whetherrisk profile is showing
substantial changes, including the flow of up-datefbrmation on hig
activities, etc.

Measures taken to| Section 12 ,Enhanced Due Diligence" of the AML/CE&aw stipulates the notion
implement ~the | 3nq extent of enhanced due diligence procedurepmiptacross the whole financial
recommendations - . T . .
since the adoption of _sec_tor,_ but also across the all reporting entifieedit institutions, financia|
the first progress | institutions, DNFBP’s).
report Other necessary details for credit institutions previded for in part E of the
Methodological Guidance of the Financial Market &wsion Unit of the National
Bank of Slovakia of 19 December 2008 No. 7/2008 dmtection of a bank and
branch office of a foreign bank against money laimgd) and terrorist financing.
Recommendation  of Review and ensure that the practice of making aR $here CDD cannot be
tF?Sport MONEYVAL | completed satisfactorily is provided for and ieefively operating.
Measures reported g The new draft AML/CFT law provides for the obligatito refuse the establishment
ior; émglﬂy 2007 tkfg of the business relationship in case due diligeraeot be completed and in case
s beneficial ownership cannot be determined and wther provision there is the

Recommendations q

the report.

obligation to report such cases to the FIU immedlyat




Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Reporting entity is obliged to refuse to establisbusiness relationship, terminate a
business relationship or refuse to carry out aqadsr transaction under Section 15
.Refusal of Establishment of a Business Relatignsfiermination of a Business
Relationship or Refusal of Carrying out Transactiamd under Section 24 ,Specigl
Provisions relating to Credit and Financial Ingtdns® para 2 of the AML/CFT
Law. Moreover, reporting entity has a duty to reéporthe FIU without undue delgy
such refusal to establish a business relationghipinate a business relationship| or
refusal to carry out a particular transaction urlection 17 ,Unusual Transaction
Reporting” para 1 of the AML/CFT Law (it is obliged make UTR).

Recommendation o
the MONEYVAL
Report

f Enforceable guidance to all financial institutioosvering the policy on applicatio
of CDD measures to existing customers could beadfi

>

Measures reported 8
of 3 July 2007 to
implement the
Recommendations 0
the report.

According to the new draft AML/CFT law, all obligexhtities do have to apply due
diligence also to existing clients in a proper firame, based on risk-oriented
approach, but there is a deadline of end March 2fa09obliged entities ta
accomplish it.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Reporting entity is obliged to perform CDD and emted due diligence also |n
relation to the customers who were acquired befloee AML/CFT Law entering
into force (1 September 2008) subject to the ri$klegalization or terrorist
financing (Section 10 para 4) by 31 December 2008eu Section 36 ,Interim
Provisions" para 1 of the cited law.

Recommendation o
the MONEYVAL
Report

f The reporting duty should cover the NBS in respéits commercial activities.

Measures reported 8
of 3 July 2007 to
implement the
Recommendations o
the report.

The new draft AML/CFT law contains a provision, winidetermines that the
National Bank of Slovakia by commencing of businessivities (keeping and
administering the accounts of own employees andwtting FX operations) is the
obliged entity and thus, has to comply with respeabbligations of the AML/CFT|
law after its entering into force.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The rights and duties imposed by the AML/CFT Law ayadit institutions als¢
apply to the National Bank of Slovakia while camyiout transactions under
a special regulation (meaning the Act No. 566/1@88. on the National Bank gf
Slovakia as amended) under Section 24 ,Specialiftoms relating to Credit and
Financial Institutions* para ®f the cited law, including UTRs reporting. In
practice, this means that the NBS has appointedNts/CFT Compliance Officer,
(and his deputy) and has prepared its own preverpirogramme in line with
Section 20 of the AML/CFT Law. Respective employbase been duly trained
and have established adequate working contactthétiSlovak FIU.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)
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Recommendation 5 (Customer due diligence)
Il. Regarding DNFBP*

Recommendation of th
MONEYVAL Report

e All requirements in relation to full identificationf beneficial ownership an

additional identification/KYC rules should apply BINFBP especially regardin
higher risk activities

Measures reported as
3 July 2007 to
implement the
Recommendations 0o
the report.

On the basis of the draft of the new AML/CFT Act\NBBP as obliged entities
are always obliged to carry out CDD which shall poise:

identifying the customer and verifying the customedentity on the
basis of documents, data or information obtainedhfa reliable and
independent source;

identifying, where applicable, the beneficial owraerd taking risk-
based and adequate measures to verify his idesttythat the
institution or person covered by this Directives&tisfied that it knows
who the beneficial owner is, including, as regdetdml persons, trusts
and similar legal arrangements, taking risk-basedl adequate
measures to understand the ownership and conmaitste of the
customer;

obtaining information on the purpose and intendedume of the
business relationship;

conducting ongoing monitoring of the business metethip including
scrutiny of transactions undertaken throughout toerse of that
relationship to ensure that the transactions beaiogducted are
consistent with the institution's or person's kremge of the customer,
the business and risk profile, including, whereessary, the source of
funds and ensuring that the documents, data ornaftion held are
kept up-to-date.

DNFBP may determine the extent of such measures oisk-sensitive basi
depending on the type of customer, business rakttip, product or transactio
The institutions shall be able to demonstrate thatextent of the measures
appropriate in the view of the risks of money lagnirg and terrorist financing.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The AML/CFT Law defined the extent of CDD for DNFBP(as in the case (
credit and financial institutions) as well as aydwb perform enhanced du
diligence in cases determined by the AML/CFT LawOCshall include (Sectiot
10 para 1 of the AML/CFT Law):

a) identification of a customer and verificatidnhes identification,
b) with regard to the risk of legalization or st financing, identification
of the beneficial owner and taking adequate meastoe verify his
identification including measures to determine d¢lgnership structure an
management structure of a customer being a legi&y ena corporation ,
obtaining information on the purpose and intendatlire of the busines
relationship,
conducting ongoing monitoring of the businestatronship including
scrutiny of particular transactions carried out ingr the busines
relationship for the purpose of determination whketthe transaction

d)

o

—_ = O

S

e

o

S

O !

being carried out are consistent with the obligetityés knowledge of the

!i.e. part of Recommendation 12.
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customer, his business profile and review of pdssdustomer-relate

risks and depending on the risk of legalizationterorist financing,

determining the source of funds and ensuring that dbliged entity’s

documents, data and information held on the custameekept up-to-date
As regards DNFBP’s, the reporting entity may deteenthe extent of CDL
measures on a risk-sensitive basis with regardeatistomer, type of transactia
business relationship or a particular transactioden Section 10 ,Customer Dt
Diligence" para 4 of the AML/CFT Law. When contedl, the reporting entit
shall prove that the extent of CDD performed iscp@ee, depending on the risk
legalization or terrorist financing.

DNFBP’s are obliged to perform enhanced due ditigesnd also determines
extent.

Recommendation of th

e CDD should be required by real estate dealers, kEwy notaries and othe

Section 12 of the AML/CFT Law lists cases when itiygorting entities including

n,

e
y

of

ts

MONEYVAL Report | independent legal professionals and accountantthéncircumstances set out fin
Recommendation 12.

Measures reported as { Real estate dealers (agents), lawyers, notaries athdr independent legal

I professionals and accountants are covered by #fe airthe new AML/CFT Act

implement the . . . .. . .

Recommendations o &S obliged entities with obligation to carry out B@nd its extent on the basis |of

the report. risk-based approach. The draft of the AML/CFT Akectly requires:

a) casinos always to carry out CDD on entry of a ratperson to casino and
at the same time identify and verify the identifyagperson who purchases
or changes gambling chips in casino in amount@dd,- EUR or more,

b) lawyers and notaries to carry out CDD if they pdevicustomer with a
legal service concerning the

1. buying and selling of real property or businesgealud a company,

2. managing or custody of the funds, securities oem#ssets,

3. opening or management of a bank account or a $iesugsiccount, or

4. creation, operation or management of a compangsaaciation of natural
and legal persons, a special purpose associatipropérty or of a similar
legal person.

Measures taken to| Real estate dealers, casinos, precious metals orstgees dealers, service
implement —the | hroyiders of property management or company sepviogiders, lawyers, notaries
;?ﬁgg%%ndﬁ'g‘;ison of| @nd other independent legal professionals and ataots are included among the
the first progress | feporting entities under the AML/CFT Law. They argliged to perform CDD
report under the AML/CFT Law in the extent pursuant to tiec 10 ,Customer Due

Diligence” para 1.

a reporting entity if they provide the customerhwitgal services related to:

1. purchase or sale of real estate or ownership istieie a company

2. management or safekeeping of funds, securitiesher groperty,

3. opening or management of an account with a ban& fareign
bank branch or of a securities account or

4. establishment, operation or management of a compamy

association of natural persons or legal entitiespecial-purpose
corporation or another legal entity.
In addition, all the reporting entities, includiNFBP, have a duty to perfor
identification of a customer and verification ofshdentification also in case
carrying out a transaction the amount of which heacat least EUR 2 000 bas

Special provisions are applied to advocates anariest(as to DNFBP’s), who are

1%

on Section 10 ,Customer Due Diligence” para 3 af AML/CFT Law beyond the
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requirement for CDD and the requirements of the BkML/CFT Directive. By
virtue of this provision e. g. the casinos are gdddi to perform identification an
verification, if the player changes playing jetanghe amount of 2 000.- EUR

least. Likewise, based on the cited provision, rémorting entities are obliged

perform identification and verification of customevhen carrying out a
occasional transaction outside a business reldtipnrgorth at least EUR 2 000.-

respect of real estate dealers, precious metalgeanstones dealers, servi
providers of property management or company sepioeiders.

(other) changes since
progress

the  first
report (eg draft laws,
draft regulations or
draft “other
enforceable
and other
initiatives)

means”
relevant

Recommendation 10 (Record keeping)
I. Regarding Financial Institutions

Rating: Largely Compliant

Recommendation
the MONEYVAL
Report

0

f Consider providing a legal basis for keeping tractsan records and identificatio
data for longer than five years if necessary wheoperly required to do so it
specific cases by a competent authority.

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

On the basis of the draft of the AML/CFT Act, thieliged entity is required to kee
data or written documents obtained from the custoimea period of five year
after the business relation with their customer @aded or after the end of tl
business relation.
The obliged entity is required to keep such dathwaritten documents for a peric
of at least five years if FIU shall request to dairs written form, FIU shall specif
period and scope of keeping data and written doaotsne

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

DNFBP’s are required to keep data or written docusebtained from th
customer for a period of 5 years after the businelsdion with their customer ha
ended or after the end of the business relatiorsyaumt to Section 19 ,Dat
Processing and Record-Keeping® para 1 and 2 oAtME/CFT Law. According to
Section 19 para 3 the obliged entities are requioekleep such data and writte
documents even for a period longer than 5 yeafwif-IU shall request to do so

and written documents shall be kept.

writing and in such case the FIU shall specify agaeand extent to which the data

D

S
a

2N
in

Recommendation
the MONEYVAL
Report

0

f Consider harmonizing the period of retention ofnidfecation data between the A
on Banks and the AML Law (i.e. at least five ydallewing the termination of th
account or business relationship).

N
-

t

9%}

Measures reported & The period for retention of identification data endhe Act on Banks and the
of 3 July 2007 1t AML/CFT Act is the same, the new legal frameworki e in compliance with the
implement the AML Act — it | il el at i

Recommendations d Present ct—it is a period of at least fiveays.

the report.

Measures taken to| No changes; as said in th& drogress report, the time to archive ID documéats
implement ~the | glready been harmonised to 5 years (Section 18eoAML/CFT Act just reflectec
recommendations d ified this rule for all reporting entities

since the adoption of and speciie ISTu P g es)

the first progress

report

Recommendation  of Clarify in the AML Law or in Decree that identifidan data should be retained to
the MONEYVAL
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Report

include account files and business correspondence.

Measures reported ¢
of 3 July 2007 to

On the basis of the draft of the AML/CFT Act, theliged entity is required to kee
identification data including account files and ibness correspondence for a per

1

implement the .

Recommendations g Of at least five years.

the report.

Measures taken to| AML/CFT Law determines these requirements in Sectld para 1 (whicl
;ng%mnfg;daﬁons the | enumerates components of CDD) and in Section l#h@mced due diligence).
since the adoption of Mo.reover, thIS.ISSUG is aIsp dealt with in moreadein the Methodologica
the first progress | Guidance mentioned above in part H.

report

Recommendation  of Clarify in the AML Law that customer identificatiatata (as well as transactio
tF:‘:port MONEYVAL | records) should be available on a timely basis tooapetent authority in specif

cases upon proper authority (which should incluake Police generally and not ju
the Financial Police).

e =]

—

[92]

Measures reported g
of 3 July 2007 to

Obligation of financial institutions to provide Witcostumer identification data (
well as transaction records) to Police is covere8ection 91 paragraph 4 letter g

A4S
of

o=

al
of

-

nd

implement the

Recommendations 0 the Act on Banks. . . .

the report. (“A report on matters concerning a client that subject to bank secrecy shall
submitted by a bank or branch office of a foreigmlbowithout the prior approval ¢
the client concerned solely upon request made itingrby the criminal police an
financial police services of the Police Corps foe purposes of detecting crimin
acts, the detection of and search for their peapmts and especially in the case
tax evasion , illegal financial operations, and eytaundering.”)
On the basis of the Section 29 a) paragraph 4eftilice Act the Police Office
belonging to Criminal or Financial Police is auiled to request from banks a
foreign bank branches the reports on their custodestification data by disclosin
tax evasions and illicit financial transactiongmwoney laundering.

Measures taken to| This issue has already been clarified in théfogress report.

implement the

recommendations

since the adoption of

the first progress

report

(other) changes since

the first progress

report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 10 (Record keeping)
Il. Regarding DNFBP?

Recommendation
the MONEYVAL
Report

0

f All essential criteria marked with an asterisk iR 10 should be covered f
DNFBP by law or regulation.

Measures reported g
of 3 July 2007 to

All essential criteria marked in R 10 are coveredDNFBP by the new preparin
AML Act.

implement the

Zj.e. part of Recommendation 12.
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Recommendations 0
the report.
Measures taken to| DNFBP’s are required to keep data or written documebtained from the
'rg‘é’c')%mnfgé dations the | customer for a period of 5 years after the businelsgion with their customer has
since the adoption of ended qr after the end of t'he business relatiorsyaut to Section 19' ,Data
the first progress | Processing and Record-Keeping“ para 1 and 2 oAWE/CFT Law. According to
report Section 19 para 3 the obliged entities are requivealchive such data and written
documents even for a period longer than 5 yeatwifrIU shall request to do so|in
writing and then the FIU shall specify a period andent to which the data and
written documents shall be kept.
(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)
Recommendation 13 (Suspicious transaction reporting
I. Regarding Financial Institutions
Rating: Partially Compliant
Recommendation  of i i i ini i i i
nel O AL Reporting obligations needs explaining in guidamaeticularly on FT.
Report
Measures reported 8 The new term “financing of terrorism” is introducadd defined by the new AML
of 3 July 2007 19 Act it stems from § EU AML/CFT Directive. This term has not been definin
mplement | el yne Slovak rule of law yet
Recommendations 0 :
the report.
Measures taken to| The term ,financing of terrorism“ was implementada the legal system of the
implement ~the | glgyak Republic by Section 3 ,Terrorist financingf the AML/CFT Law. It was
recommendations . . . . . .
since the adoption of not being defined in d_omestlc legal orde_r before aih)ove_ c_|ted law came into
the first progress | force. AML/CFT Law differs from the previous onesalby listing of examples qf
report 10 unusual transactions (Section 4 ,Unusual Trdim#cpara 2) that have been
included in the AML/CFT Law upon the analysis opeapx. 5,000 UTRs received

by the FIU in the past. These unusual transactayesnot being subject to any
threshold limit of the transactions and they inelutie transactions related to
matters as well. It is a sample list of unusuahgextions where 2 unusual
transactions defined in this provision directlyatel to terrorism financing. The FI
received 13 UTRs regarding the financing of temmrias of the new AML/CF
Law entered into force. The substance of the urusaasaction relating t
terrorism financing is the fact, that customer obeneficial owner is a persan
against whom the international sanctions are agymliea person whom can be i
relationship to the person against whom the inteynal sanctions are applied,
the unusual transaction where there is a reasogatlmd to expect that its object|is
or should be athing or service which would relatea thing or service against
which the international sanctions are applied. &sds the unusual transaction| is
concerned, it should be noted that a legal systetheoSlovak Republic does npt
exactly determine alist of the predicate offenéesmoney laundering and as
a predicate offence would be any crime which gemera property or other

proceeds (there is all-crime approach regardingaypdsundering in Slovakia). The

details and procedure of the analysis and evaluatidhe transactions are provided
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for by Methodological Guidance of the Financial Metr Supervision Unit of th
National Bank of Slovakia of 19 December 2008 N&0®8 for protection of

bank and branch office of a foreign bank againshegolaundering and terrori
financing in part F. In this guidance it is stathdt for transactions assessment i
crucial to apply KYC principle (performing CDD, esriced duediligence or
simplified due diligence)then to apply risk-based approach as well as topeoe

s

D

tis

the transactions with the overview of the unustaigactions (listed as exampleg in
Section 4 para 2 of the AML/CFT Law) and with theerview of the transactions,
which each reporting entity directly defines blfs
Recommendation  of AML Law should provide for attempted transactions.
the MONEYVAL
Report
Measures reported g8 On the basis of the draft of the AML/CFT Act, theliged entity is required to
i"r;plgmiﬁiy 2y thtg report to FIU not only unusual transaction but aliempt to do so without delaly.
Recommendations ¢ 1Nne obliged entity is required to report to FIUusdl to execute an unusyal
the report. transaction, too.
Measures taken to| Duty to report to the FIU an attempt to make adeation as well as refusal to cafry
'rg‘é’(')iqmn;f:;dations the | gut the required unusual transaction by reportimifyeis determined by Section 17
since the adoption of ,,Unus_ual Transaction Reporting” of the A_ML_/CF_T_L@\AL is app_lled also in
the first progress| Practice, however the FIU does not keep this $ipestatistics. There is about 10 to
report 15 such UTRs received by the FIU as yet.
Recommendation  of Clear guidance on unusual business activities ngedsiding to all the financia
g]eeport MONEYVAL | sector (which includes guidance on personal tratieas).
Measures reported g So far pending legal framework which will assureyiding systematic education of
i"nfqplimgﬁiy 2007 tl:nfg obliged entities and publishing information abaentls and typologies in money
Recommendations o Iaunden_ng and financing of terrorism is a parttiod d_raft of the new AML/CFT
the report. Act. This new draft clearly resolves doubts andnitludes explicitly personal
transactions apart from business transactions.
Measures taken to| The Methodological Guidance of the Financial Marketpervision Unit of the
L?f;%mnfgrt]dations the | National Bank of Slovakia of 19 December 2008 N0®8 for protection of &
since the adoption of bank and branqh off!ce of a foreign bank agamsmeydaundermg and terrorist |n
the first progress | itS part F describes in details the way how thedaations should be assessed jand
report evaluated from the point of their possible “unugyal Besides others, it i

mentioned here, that for transactions assessmentiiticial to apply and use KY
principle on the on-going basis (starting with penfing CDD, enhanced dy
diligence or simplified due diligencehen to apply risk-based approach as wel
to compare the transactions with the overview efuhusual transactions (listed
Section 4 para 2 of the AML/CFT Law) and also widh overview of the
transactions, which each reporting entity diredé§ines by itself.

Personal transactions are clearly covered by vifugection 9 ,Other Definitions
letter h) of the cited law.

L
5
~
N
e

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 13 (Suspicious transaction reporting
ll. Regarding DNFBP®

Recommendation
the MONEYVAL
Report

0

f The issue of potential risks that may arise havinginess relationships arn
transactions with persons from countries which @b or insufficiently apply the
FATF recommendations needs to be addressed indexfahe DNFBP.

Measures reported ¢
of 3 July 2007 to

On the basis of draft of the new AML/CFT Act DNFBRe obliged to pay speci
attention and apply enhanced customer due diligereasures towards clients frg
countries not applying the FATF recommendations.FBN carry out enhance
customer due diligence measures in dependenceskrofrimoney laundering an
terrorism financing.

implement the
Recommendations @
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Considering a risk-based approach defined in Sediib, Customer Due Diligence
para 6 of the AML/CFT Law all the reporting entitiéncluding DNFBP’s ar
obliged to apply, in case of business relationships of businesses with the clief
who are from countries not applying measures orMbAF prevention equivalen
to measures set out by the 3rd AML/CFT Directivd)BC and enhanced du
diligence, too. In case of unusual transaction adetk by reporting entity, it i
obliged to report this to the FIU without undueajel

Also, the Methodological Guidance of the Finanéidrket Supervision Unit of th

bank and branch office of a foreign bank againsheydaundering and terrorist
its part E points out to the source materials, Widan be used as a useful tool
recognize those countries& territories, which da apply AML/CFT prevention
properly.

All FATF and MONEYVAL statements regarding coungri&territories, which
present a higher risk because of their deficieev@ntive AML/CFT regimes ar
published at the Slovak FIU web site in English &talvak with clarification for al
reporting entities.

National Bank of Slovakia of 19 December 2008 N&0®8 for protection of a

“

D

nts

t
e
5

D

C

n
to

[¢2)

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Special Recommendation Il (Criminalise terrorist financing)

Rating: Non-Compliant

Recommendation
the MONEYVAL
Report

0

the requirements of SR.1l and the IN.

f Introduce an independent, autonomous offence oliTh explicitly addresses all

Measures reported 3
of 3 July 2007 to
implement the
Recommendations o
the report.

Slovak Republic is ready to introduce autonomousninal offence of financing
terrorist acts and terrorist groups, which take® iaccount all requirements

(Act No. 300/2005 Coll.) are currently being pregzhrand are expected to
submitted onto legislative procedure in SeptemiBé72

special recommendation Il and IN. The relevant aimants of the criminal Code

Df

be

to
the

Measures taken
implement
recommendations

since the adoption of

Currently there is no autonomous offence of finagderrorist acts and terrori

groups. Concerning the relevant draft legislatgease, see the answer to the R1.

St

%i.e. part of Recommendation 16.
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the first progress
report

(other) changes since
the first progress

report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Special Recommendation 1V (Suspicious transactioreporting)

I. Regarding Financial Institutions

Rating: Non-Compliant

Recommendation
the MONEYVAL
Report

0

f The financing of terrorism reporting obligation mkseexplicitly clarifying in the law

to ensure that subject entities report where thegpsct or have reasonable grounds
to suspect that funds are linked or related to,aoe to be used for terrorism,
terrorist acts or terrorist organisations.

Measures reported &
of 3 July 2007 to
implement the
Recommendations 0
the report.

Financial institutions are obliged to pay specitiération to business operatio
where there is reasonable assumption that:

a) a customer or a beneficiary owner is a persamagwho international sanctions
according to a special regulation are executedgmraon who may be in relation
a person against who international sanctions cdadewith financing of terrorism
are executed,

b) its subject matter is or is to be a thing oerviee which may be related to a thi
or a service against which international sanctionanected with financing of
terrorism are executed.
The obliged entity is required to report the abamentioned kind of busines
operations and attempt to do so to FIU withoutylela

S

Measures taken
implement

recommendations
since the adoption of
the first progress

report

to
the

The term financing of terrorism* was implementada the legal system of the
Slovak Republic through Section 3 ,Terrorist finamgt of the AML/CFT Law. It
was not being defined in domestic legal order leefbe above cited law came into
force. AML/CFT Law differs from the previous one lhigting by example 1(
unusual transactions (Section 4 ,Unusual Transattmara 2) that have beg
included in the AML/CFT Law upon the analysis opapx. 5,000 UTRs received
by the FIU. These unusual transactions are nogbsibject to any threshold limi
of the transactions and they include the transastielated to tax matters as well
is a sample list of unusual transactions wheresual transactions defined in thi
provision directly relate to terrorism financingh& FIU received 13 UTRs
regarding the financing of terrorism since the n&ML/CFT Law entered intg
force. The substance of the unusual transactia@timglto terrorism financing is the
fact, that customer or a beneficial owner is a@eragainst who the international
sanctions are applied or a person who can be @étatianship to the person against
whom the international sanctions are applied, onramsual transaction where there
is a reasonable ground to expect that its objeor ishould be a thing or service
which would relate to a thing or service againsiciwhthe international sanctions
are applied.

—

7]

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
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and other relevant
initiatives)

Special Recommendation IV (Suspicious transactioreporting)

Il. Regarding DNFBP

Recommendation o
the MONEYVAL
Report

f The financing of terrorism reporting obligation mkseexplicitly clarifying in the law

to ensure that subject entities report where thegpsct or have reasonable grounds

to suspect that funds are linked or related to,aoe to be used for terrorism,

terrorist acts or terrorist organisations.

Measures reported g

The obligation mentioned in connection with finadnstitutions are obliged fo

=

of 3 July 2007 to DNFBP

implement the ’

Recommendations o

the report.

Measures taken to| As already clarified, the AML/CFT Law covers alsd-BBP’s (in Section 5 &s

implement ~ the | reporting entities) and thus, the obligation toamepunusual transaction, whigh

recommendations |
=

since the adoption of
the first progress
report

indicates financing of terrorism could be involvdiglongs to other obligation
which have to be complied with by DFNBPs.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other

enforceable means”
and other relevant

initiatives)

21



3. Other Recommendations

In the last report the following FATF recommendatiavere rated as “partially compliant” (PC) or “non
compliant” NC (see also Appendix 1). Please, spefaf each one which measures, if any, have been
taken to improve the situation and implement thggestions for improvements contained in the
evaluation report.

Recommendation 2 (Mental element and corporate lidlity)

Rating: Partially Compliant

Recommendation  of Satisfy themselves that all the language of arti6l@) (a) (b) of Palermg
tFE‘ee ot MONEYVAL | Convention and article 3(1)(b) and (c) of the ViarBonvention on the physical
. and the mental aspects of the ML offence are coverarticle 252.

Measures reported & Al the language of article 6 (1) (a) (b) of Paler@onvention and article 3 (1) (b)
i"r;plimir‘ﬂy 2007 thtg and (c) of the Vienna Convention on the physical #me mental aspects of the
Recommendations o Money laundering offence are covered now in thevipian of Art. 233 of the
the report. Criminal Code (see Annex...) excluding intention help another person. This
shortcoming of the legal regulation as well as fihablems with translation of the
relevant terms into English language will be eliated by the amendments of the

Criminal Code, which are currently being prepared

Measures taken to| Currently there is no criminal liability of legakmsons regulated under the Criminal

implement ~the | code. For more information, please, see the anstée R1.
recommendations

since the adoption of
the first progress
report

Recommendation  of Consider ensuring in guidance or legislation thabwledge can be inferred from

tF:‘:port MONEYVAL | gpjective factual circumstances

Measures reported & Guidance that knowledge can be inferred from ohjectactual circumstances |s
of 3 July 2007 10 geglt with in the criminal law of the Slovak Repiaty regulation of assessment |of

implement the . . . .
Recommendations o €vidence by the law enforcement agencies. There reed for further regulation.

the report.

Measures taken to| No special guidance has been issued, however, dingoto one of the crucial
implement  the | principles embedded in the Slovak Criminal ProcedDode is that of independent
recommendations | o sessment of evidence, which has been legallgated (Section 2) by the lajw
since the adoption of . v gally \ y .

the first progress | €nforcement agencies and judges. Also for thesgoges, final court decisions are
report available and comments to the Criminal Code andani@al Procedure Code are

frequently used, too.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 3 (Confiscation and provisional meases)

Rating: Partially Compliant

Recommendation
the MONEYVAL

0

f Ensure that the legal regime for seizure and frepzovers all indirect proceed

substitutes etc which may be liable to confiscaliodue course.

Report
Measures reported 3
of 3 July 2007 to

which may be liable to confiscation during the @guof criminal proceedings, wz

&'ﬂgmﬂgﬂdaﬂons thi established by their definitions as stated in: _
the report. - Art. 55 par. 4, section 73 par. 1 c), d) of then@nial Code (Act No. 140/196
Coll.) effective until 31 December 2005, currenilst. 60 par. 4, Art. 83 par.
d), e) of the Criminal Code (Act No. 300/2005 Qoadiffective since 1 Janua
2006 (see Annex 3)
- and in Art. 47, Art. 78 — 85hb, Art. 348, Art. 408and Art. 443 of the Code ¢
Criminal Procedure (Act No. 141/1961 Coll.) effgetiuntil 31. Decembe
2005, currently Art. 89 — 98, Art. 426, Art. 515rp2 e) and Art. 551 of th
Code of Criminal Procedure (act No. 301/2005 Celffgctive since 1 Janua
2006.
Improvements of the regulation will by provided g amendments of the Code
Criminal Procedure to by submitted into legislatprecedure in September 2007.
Measures taken to| As to the legislative development in the matteeagk, see the answer to R1.
implement the
recommendations
since the adoption of
the first progress
report
Recommendation  of Clear legal provisions for confiscation from thiparties.
the MONEYVAL
Report

Measures reported g
of 3 July 2007 to

Confiscation from third parties had been regulatedrt. 73 par. 1 c), d) of th
Criminal Code (Act No. 140/1961 Coll.) effective tlin31 December 2005

Legal regime for seizure and freezing of all indir@roceeds, substitutes, efc.,
1S

1
1L
y

b =

[

of

D

5 <<

mplement <" currently Art. 83 par. 1 d), €) of the Criminal @odAct No. 300/2005 Coll.

the report. effective since 1 January 2006. Improvements ofr¢igeilation will be provided b
the amendments of the Criminal Code to be submittedlegislative procedure i
September 2007.

Measures taken to| No changes as yet.

implement the

recommendations

since the adoption of

the first progress

report

Recommendation  of Establish a culture in the prosecution and judigiavhich seeks routinely to app

g‘:port MONEYVAL | provisional measures and confiscation in major gexds-generating cases.

ly

Measures reported ¢
of 3 July 2007 to

Slovak authorities consider the realization of ttésommendation as continuo
process in order to improve current situation.

ter

implement the

Recommendations 0

the report.

Measures taken to| The relevant seminars and trainings for judgespaosecutors can be provided af
implement ~the | the adoption of the new legislation.

recommendations

since the adoption of

the first progress

report
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Recommendation
the MONEYVAL

0

f Keep accurate statistical data.

Report
Measures reported g
of 3 July 2007 to

Slovak authorities consider the realization of ttésommendation as continuo
process in order to improve current situation.

implement the

Recommendations 0

the report.

Measures taken to| Sincelst September 2008 the new AML/CFT Law isdrcéd; thus Section 2]
implement ~the | \yhich determines the data to be kept and submiityepliblic authorities to the FI\
recommendations | ¢ e hirposes of maintaining the overall stigitinformation to be included int
since the adoption of purp g ) .

the first progress | the annual report of the FIU, which should refléwt general picture of ML/TH
report situation both in the preventive and repressive,s&lapplicable (first collection ¢

such data will take place to the end of 2009).

4

P~ I I @ i S

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 6 (Politically Exposed Persons)

Rating: Non-Comp

liant

Recommendation  of Put in place by Law, regulation or other enforcembheans rules regarding PEFR
g‘:port MONEYVAL | covering criteria 6.1 to 6.4 of the Methodologyttie whole financial sector.

dq

Measures reported
of 3 July 2007 to

The new draft AML/CFT Act contains a definition &?EPs (non-resident

. including their close relatives and those, who perate with them) and alg

implement the .. e

Recommendations q another obligation to conduct enhanced due diligeinccase of such a persc

the report. including the approval of management, determinatibthe origin of property an
financial funds and on-going detailed monitoringsa€h accounts).

Measures taken to| There is a definition of PEPs (non-residents, iditig their close relatives ar

implement ~ the | those who co-operates with them) in Section 6itieally Exposed Person® of th

recommendations AML/CET Law

since the adoption of . ’ - . . C

the first progress | Section 12 ,Enhanced Due Diligence” of the cited ianposes the obligation t

report conduct enhanced due diligence regarding such mperswluding obtaining

approval from a senior management member beforabledting a busines
relationship with a politically exposed person,fpaning measures to detect t
origin of a property and origin of the funds corteelcwith transaction and ongoir
and detailed monitoring of the business relatigmshi
According to the transitional provisions (Sectidh#ara 1) of the AML/CFT Law
the CDD and enhanced CDD measures shall be perfotonthe end of 2009 als
towards existing clients.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 7 (Correspondent banking)

Rating: Non-Compliant

Recommendation
the MONEYVAL

0

f Implement by law, regulation or other enforceablkeams guidance on cross-bord
correspondentelationships in accordance with Recommendation 7

Report
Measures reported g
of 3 July 2007 to

The new draft AML/CFT law contains in this regard:

implement the - a provision requiring financial institutions to ahrct enhanced due
Recommendations g diligence in case of cross-border correspondemttiogiships, when it is
itz TEfpei related to countries, which are not the EU memtses,

- aprovision prohibiting to enter into or continmesuch a relationship with |a
shell bank or other credit institution, which is imaining such
correspondent relationships or a credit institytiwhich is not complying
with preventive regime comparable to the requireindaid down by the
Slovak preventive regime.

Measures taken to| Pursuant to the AML/CFT Law (Section 24) the credstitutions are obliged tp

implement — the | herform CDD and enhanced due diligence (Sectiopata 2 letter b) as well in the

;?ﬁgg mzngzgggzn of| case of cross-border correspondent banking rekdtipnwith a credit institution

the first progress | from other than a Member State to the followingeekt

report 1. collecting information about a respondent dredititution for the purpose
of determining the nature of its business and d@teng its reputation and
efficiency of supervision from publicly availableformation,

2. assessing control mechanisms of a respondedit enstitution in the area
of the prevention and detection of legalization &ardorist financing,

3. obtaining approval from a senior management negrefore establishing|a
new correspondent banking relationship,

4. ascertaining the respondent credit institusaithorizations to perform its
activities,

5. where concerning payable-through account, &soerg whether a

respondent credit institution has verified the itferation of a custome
and performed customer due diligence on the custdmaging a direct

respondent credit institution is able to providdevant customer du
diligence data upon request,

institution, which operates in the territory of & Member State or other stg
party to the European Economic Area Treaty accgrtbrthe AML/CFT Law.

Institutions” para 1 of the AML/CFT Law a creditsiitution shall also be
prohibited from entering into a correspondent bagkielationship or continuing i
it with a shell bank or a credit institution that known to have entered into
correspondent banking relationship with a shellkban with a credit institutior
which does not perform measures against legalizaiml against terrorist financir
equivalent to the obligations laid down by the BML/CFT Directive. In addition,
a credit institution and a financial institutionadiibe obliged to refuse to establisk
business relationship, to carry out a particulangaction or a type of transacti
that maintains the customer’s anonymity under $a@# para 2 of the cited law.

access to the respondent credit institution’s agtaand whether the

Member State credit or financial institution is eedit institution or a financial

Based on Section 24 ,Special Provisions relating Gredit and Financial
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(other) changes since

the first progress
report (eg draft laws,
draft regulations or
draft “other

25



enforceable means”
and other relevant
initiatives)

Recommendation 8 (New technologies & non-face-toda business)

Rating: Non-Compliant

Recommendation  of Put in place by Law, regulation or other enforceabheans procedures to prevent

tF:‘:port MONEYVAL | the misuse of technological developments and remttaface relationships.

Measures reported g The new draft AML/CFT Act contains a provision r@inug the obliged entities to
of 3 July 2007 to ial i i i i

. pay special attention to all products, businesssaetions and new technologies,
implement the : -

Recommendations g Which could be more vulnerable to ML or TF riskaould bear less transparent
the report. characteristics and moreover, they have to appdgaate measures to prevent the
misuse of such products, business transactions remwd technologies for the
purposes of ML and TF; these preventive measures t@ be included into the
internal programme, which has to be issued by tiiged entities in accordance o

the draft AML/CFT Act within the determined timefna of end March 2008.

Measures taken to| All the reporting entities are obliged to pay spéaittention:

irg‘é’c')%mnfé‘; daﬁonsthe a) to all complex, unusually large transactions and tensactions o
since the adoption of unusual nature Whlch have no apparent economicogarr visible
the first progress lawful purpose while obliged entity is obliged twaenine the purpose of
report those transactions to the most possible extent and

j*)

b) to any risk of legalization or terrorist financitigat may arise from
type of transaction, a particular transaction omv ntechnological
procedures while carrying out transactions that s@gport anonymity
and is obliged to take appropriate measures, itleedo prevent thei
use for the purposes of legalization and terrdirsincing,

under Section 14 ,Detection of an Unusual Transattpara 2 of the AML/CFT|
Law.
Moreover, according to Section 24 para 2 of the AGHT Law credit and financia
institutions are prohibited from entering into mess relationship or to perform apy
business deal on anonymous basis.
In particular, Section 10 ,Customer Due Diligengeira 6 of the AML/CFT Law
clearly defines a duty for all the reporting emestito verify identification of the
customer being a natural person and identificatibeach person acting on behalf
of the customer being a legal entity before esthbig the business relationship|or
carrying out the transaction, in their physicalgemce. If this condition is not met
the reporting entities are obliged to carry outdrel CDD also enhanced due
diligence.

=

v

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 11 (Unusual transactions)

Rating: Non-Compliant

Recommendation  of Recommendation 11 should be transposed and finansétutions should be
the  MONEYVAL | yequired by law or regulation or other enforceableans to examine the
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Report

background and purpose of all complex, unusual datgnsactions or unusual

patterns of transactions that have no apparent @mible economic or lawfu
purpose.

Measures reported ¢
of 3 July 2007 to

On the basic of draft of the new AML/CFT Act theligbd entity shall pay specia
attention to all complex, unusually large or undisyaatterned transactions as w

implement the . : ..
Recommendations d @S to all transactions without any apparent ecoaamiawful purpose. This is on
the report. of the basic obligations which the obliged entitege required to follow withoy
exception. All the information gained have to baitable in written form to FIU.

Measures taken to| Section 14 para 2 of the AML/CFT Law clearly detarenthat all the reportin
'rg‘é’c')%mnfé‘; dations the | entities are obliged to pay special attention:

since the adoption of a) to all complex, unusually large transactlpns amdrgh§act|ons of unusuzs
the first progress nature which have no apparent economic purposésimes lawful purpose
report while obliged entity is obliged to examine the mge of those transactio

to the most possible extent and
to any risk of legalization or terrorist financitigat may arise from a typ
of transaction, a particular transaction or newhmtedogical procedure
while carrying out transactions that may suppodrgmity and is obligeg
to take appropriate measures, if needed to prekemtuse for the purpose
of legalization and terrorist financing.
This is one of the basic obligations, which theoripng entities are required 1

b)

follow without any exception. All the informatiorolbected by reporting entities has

to be available in a written form to the FIU and ttee Supervision over th
Financial Market Division of the National Bank db®akia.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 12 (DNFBP)

Rating: Non-Compliant

Recommendation
the MONEYVAL

0

f Information campaign and outreach required to DNRBRexplain obligations.

Report
Measures reported g
of 3 July 2007 to

So far pending legal framework which will assureyading systematic education
obliged entities and publishing information abaentls and typologies in mong

Act. After the new AML/CFT Act comes into effechi$ obligation for FIU will
directly result from the law. So far the mentiomefdrmation have been provided
obliged entities when controls or trainings of thiged entities were carried out.

implement the
Recommendations o
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Through the new AML/CFT Law an adequate legal bsisnformation providing
to all the reporting entities including DNFBP’s fmeen set up. The FIU address
in writing all the associations, chambers and msifins of the reporting entities
notify them about its website establishment. ThéJ Flas requested the
organizations and profession associations to peoednail contacts, to which
regularly send the necessary information on howrtaperly apply the AML/CFT|
Law in a day-to-day practice, and also other imgatrtinformation relating tc
ML/TF. Those organizations will subsequently infotheir members whereby &

laundering and financing of terrorism is a partttod draft of the new AML/CFT
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reporting entities are systematically informed alsing other ways, particularly
through training courses conducted by the FIU a#i a® within the frame of
performance of supervisory inspection (on-site @htin a concrete reporting
entity.

Recommendation 0|
the MONEYVAL
Report

f Implementation of Rec. 6 (PEPs) required for DNFBP.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

The new draft AML/CFT Act contains a definition ¢?EPs (non-resident
including their close relatives and those, who perate with them) and alg
another obligation to conduct enhanced due diligeinccase of such a persa
including the approval of management, determinatibthe origin of property an
financial funds and on-going detailed monitoringsath accounts).

“+=>0o0Y

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

All DNFBP’s are obliged to apply provisions relatéd identification and
verification of PEPs, starting with the definitioh PEPs (non-residents, including
their close relatives and those, who co-operat#ls thhem) in Section 6 ,Politically
Exposed Person“ of the AML/CFT Law; continuing wiBection 12 ,Enhanced
Due Diligence”, which imposes the obligation to doot enhanced due diligence
regarding such person, including obtaining apprdvain a senior management
member before establishing a business relationsliip a politically exposed
person, performing measures to detect the origia pfoperty and origin of the
funds connected with transaction and ongoing anidildd monitoring of the
business relationship.

Recommendation o
the MONEYVAL
Report

f Clear guidance re emerging technological develogsegguired.

Measures reported 8
of 3 July 2007 to
implement the
Recommendations 0
the report.

Please see Rec. 8

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

All the reporting entities are obliged to pay spécattention to all complex,
unusually large transactions and all transactidngnoisual nature which have no
apparent economic purpose or visible lawful purpekie obliged entity is obliged

to examine the purpose of those transactions tontigt possible extent and any risk
of legalization or terrorist financing that may s&ifrom a type of transaction,| a
particular transaction or new technological procedu while carrying out

transactions that may support anonymity and is gebli to take appropriate
measures, if needed to prevent their use for thggses of legalization and terrorist
financing under Section 14 ,Detection of an Unustiensaction para 2 of the
AML/CFT Law.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other

enforceable means”
and other relevant

initiatives)
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Recommendation 15 (Internal controls, compliance ahaudit)

Rating: Partially Compliant

Recommendation o

f Recommendation 11 should be transposed and finantstitutions should bg

the  MONEYVAL | required by law or regulation or other enforceableeans to examine the

Report . J
background and purpose of all complex, unusual datgansactions or unusual
patterns of transactions that have no apparent @ible economic or lawful
purpose.

Measures reported g

?nfqplimgﬁ{y 2007 thtg This has been answered in comments to Rec. 11

Recommendations 0

the report.

Measures taken to| This has been answered in comments to R11.

implement the

;?ﬁggmzngggzgzn ofl R-15 h_as bee_:n rectified since th& BMER (following _Summary of factors

the first progress | underlying rating) after the AML/CFT Law enteredtdnforce, because the

report requirement for on-going training of employees mbedded in law (Section 20
para 2 letter j) and the requirement to desigrfaeeAML/CFT Compliance Officef
is also contained in Section 20 para 2 letter inhe Methodological guidance pf
the Financial Market Supervision Unit of the NaabrBank of Slovakia of 19
December 2008 No. 7/2008 for protection of a bamd laranch office of a foreign
bank against money laundering and terrorist finagndn part B there are more
detailed supervisory expectations towards the jposidf a Compliance Officer the
range of his duties, his reporting lines, etc.

Recommendation  of Screening procedures to ensure high standards whieng employees need

the  MONEYVAL | requiring by enforceable means.

Report

Measures reported g There was no change in this issue; meaning theptaoee policy towards new

?nprlimgmy 2007 thtg employees of obliged entities remains unregulafeda matter of fact, financial

Recommendations g Institutions generz_;llly require before a new empmye_h!red to submit a clear

the report. criminal record, this policy is commonly determintgdtheir internal procedures.

Measures taken to| No changes since thé' progress report; however, in Methodological Guaanf

implement ~ the | the Financial Market Supervision Unit of the NatbrBank of Slovakia of 19

;?ﬁgg mzngggggzn of| December 2008 No. 7/2008 for protection of a bamk laranch office of a foreigh

the first progress | bank against money laundering and terrorist ipég 3 there is a recommendatipn

report in this regard (and as mentioned, banks and fiahnustitutions are well aware of
the risks which could be posed by own employeels ariminal background).

Recommendation  of The requirement of a designation of a complianfieafat management level needs

the
Report

MONEYVAL

to be covered by enforceable means and it woulistags delineate his / he
functions from internal audit and ensure he/she aenhindependently, and great
clarification of the compliance officer's powersdarole is needed

Measures reported g
of 3 July 2007 to

On the basis of the draft of the new AML/CFT Ace thbliged entity is required

establish “Compliance Officer” responsible for gretion against money laundering

is

—

Q@gmﬂgndaﬁons thz and financing of terrorism. Compliance Officer repaunusual transactions to FIU

the report. and co-operates with foreign FIUs. On the basigtfrnal regulations the obliged
entity shall define position of Compliance Officand shall guarantee all
competences and powers to perform duties spedifigte law.

Measures taken to| All the reporting entities are obliged to make initimg their own activity

implement ~the | hrogramme aimed at the prevention of legalizatind gerrorist financing. It mus

recommendations
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since the adoption of
the first progress
report

be composed of:

overview of the forms of unusual transactionszoading to the scope ¢
business of the reporting entity,

way of performing customer due diligence,

a method of risk assessment and risk management,

a procedure applied while evaluating whether thensaction being
prepared or carried out is unusual,

a procedure applied from the moment of deteaimginusual transaction

its immediate reporting to the FIU including proaesland responsibility g
employees evaluating the unusual transaction,

a procedure applied while postponing an unusaakaction,

a procedure applied for the keeping of data,

appointment of a person who is liable for the prevation of legalization

and terrorist financing and provides reporting of unusual transactions
and ongoing contact with the FIU

the manner of ensuring the protection of emptsye/ho detect unusu
transactions,

the content and schedule for special trainingroployees who may, in th
course of performance of their occupation, com® iabntact with ar
unusual transaction,

the manner of performing control of compliancighvthe programme an
obligations of the obliged entity under the AML/CE&w.

Moreover, in Methodological Guidance of the Finahdflarket Supervision Unit o
the National Bank of Slovakia of 19 December 20@8 W2008 for protection of

bank and branch office of a foreign bank againsheydaundering and terrorist

its part B more specific expectations of both suisery authority and the FIU
towards the position of AML/CFT Compliance Office outlined.

The AML/CFT CO is a crucial element in the preveatsystem of each reportir
entity; while the organization of implementation af the requirements request
by the AML/CFT Law against ML/TF is concentratedden his authority.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 16 (DNFBP)

Rating: Non-Compl

iant

Recommendation 0|
the MONEYVAL
Report

f Greater clarification of the position of complianofficers at management level
so far as relevant to DNFBP) should be provided amdrnal systems and policié
need developing.

in
2S

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

On the basis of the draft of the new AML/CFT Ace thbliged entity is required

entity shall define position of Compliance Officand shall guarantee all
competences and powers to perform duties spedifig¢te law.

establish “Compliance Officer” responsible for gretion against money laundering
and financing of terrorism. Compliance Officer redpaunusual transactions to FlU
and co-operates with foreign FIUs. On the basigtfrnal regulations the obliged

is

Measures taken to

All the reporting entities including DNFBP’s areligbd to prepare in writing an

implement the

o
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recommendations
since the adoption of
the first progress
report

update their own activity programme (Section 2@haf AML/CFT Law) aimed a
the prevention of legalization and terrorist fingagc This own activity programm
must obtain, inter alia, an appointment of a pensbo is liable for the preventio
of legalization and terrorist financing and proddeporting of unusual transactio
and ongoing contact with the FIU. On the basisntdrnal regulations the reportir
entity shall define position of compliance officend shall guarantee all his/h
competences and powers to perform duties spedifigde AML/CFT Law.

[

e
n
ns

19
er

Recommendation
the MONEYVAL
Report

0

f The issue of potential risks that may arise havinginess relationships an

transactions with persons from countries which @b or insufficiently apply the

d

D

FATF recommendations needs to be addressed indegahe DNFBP.

Measures reported ¢
of 3 July 2007 to

On the basis of the draft of the new AML/CFT ActNEBP are obliged to p

special attention and apply enhanced customer digerntte measures towards

-

=

D

ts,

—

ge'zlgmfn'gndaﬂons thi customers from countries not applying the FATF necendations. DNFBP carry

the report. out enhanced customer due diligence measures endepce on the risk of money
laundering and financing of terrorism. In connestiaith suspicion of mone
laundering and financing of terrorism, the obligedtity shall report unusu
transactions to FIU.

This obligation does not apply to:

a) lawyers and notaries in case the information has lmdtained during or i
connection with

» processing of legal analysis,

» advocacy of a customer in criminal procedure,

» pleading of a customer on trial,

» providing with legal advice connected with the abanentioned
activities.

b) auditors, accountants and tax advisers acting a®pandent legg
professionals or in case they acquire informationcbnnection with
providing legal advice in connection with activtienentioned under lette
a).

Measures taken to| Considering a risk-based approach defined in Sedtib,Customer Due Diligence
implement ~ the | harg 4 of the AML/CFT Law all the reporting entitigincluding DFNBPs) ar
recommendations . . . . : . . .

since the adoption of obliged to apply, in case of busm(_ess relationships of businesses _W|th th(nT clien
the first progress | Who are from countries not applying measures orMb&F prevention equivalen
report to measures set out by the 3rd AML Directive, CDial &nhanced due diligenc

too. In case of unusual transaction detected byrtiey entity, there is a clea
obligation to report this to the FIU without unddelay. If the reporting entities a
not able to perform CDD; in such cases they havefigse to establish a busing
relationship, terminate a business relationshigpefuse to carry out a particul
transaction pursuant to Section 15 ,Refusal of listiament of a Busines
Relationship, Termination of a Business Relatiomsti Refusal of Carrying ou
Transaction® of the AML/CFT Law and to report sugfusal without undue dela
to the FIU based on Section 17 ,Unusual Transad®eporting” of the cited law.
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Recommendation
the MONEYVAL
Report

0

f Paying special attention to all complex, unusuatéatransactions needs applying

to DNFBP by law, regulation or other enforceableams.

Measures reported ¢
of 3 July 2007 to

On the basic of draft of the new AML/CFT Act theligbd entity shall pay specia
attention to all complex, unusually large or unuiguyaatterned transactions as w

31
o

e

implement the . . ..
Recommendations o @s to all transactions without any apparent ecoo@aniawful purpose. This is on
the report. of the basic obligations which the obliged entitege required to follow without
exception. All the information gained have to baitable in written form to FIU.
Measures taken to| All the reporting entities are obliged to pay spécattention to all complex
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implement the
recommendations
since the adoption of
the first progress
report

unusually large transactions and all transactidngnoisual nature which have no
apparent economic purpose or visible lawful purpgkie obliged entity is oblige

to examine the purpose of those transactions tomtbst possible extent under
Section 14 ,Detection of an Unusual Transactionfapa of the AML/CFT Law.

This is one of the basic obligations, which theoréipg entities are required fo
follow without any exception. All the informatiorolbected by reporting entities has
to be available in a written form to the FIU.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other

enforceable means”
and other relevant

initiatives)

Recommendation 17 (Sanctions)

Rating: Partially Compliant

Recommendation 0|
the MONEYVAL
Report

f A general power to sanction for CFT issues is resfiacross the whole financia
sector.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

The new legal framework defines sanctions to gueeartheir adequacy and
sufficient preventive effect for infringement of taks given by the law connected
with prevention of money laundering and financirfigesrorism.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The AML/CFT Law regulates in its part 6 administratoffences and measures.
This part of the cited law guarantees adequatesaffitient preventive effect for
infringement of duties given by the AML/CFT Law gmtted with prevention qof
money laundering and financing of terrorism. Samdiinclude the financial fings
as well as filing the initiative to the competentteority in order to revoke a license
for the conduct of business of a reporting entity.
Control of compliance to obligations of obligediges laid down by the AML/CFT,
Law shall be performed by the Financial Intelligetdnit by Section 29, para 1 and
2. According to para 3; also the NBS and the Migisf Finance are empowered |to
check the compliance of those reporting entitiekictv under the scope of their
supervision and control. This control may also bedgrmed with a person who has
ceased to be obliged entity to the extent of obbga that arose from law at the
time of its being an obliged entity.

All AML/CFT obligations which under the Methodolaghould be required by law
regulation or other enforceable means should beabspof being sanctioned.

On the basis of the draft of the new AML/CFT Aainanistrative offences and its
sanctioning are classified in terms of their poweinfluence purpose of the lay
All infringements of duty specified for the obligeatity concerning prevention of
AML/CFT are possible to be sanctioned on the bafsibe new legal framework.

=

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

On the basis of the AML/CFT Law (Sections 32, 38) administrative offences
and its sanctioning are classified in terms of rtfadility to undermine the mai
purpose of this preventive law. All violations oMA/CFT Law are enforceable an
the basis of the new legal framework.

Thus, financial fines may be imposed dependingantiete violation in the range
starting from 3 333 € through 66 666 € up to 333 83The FIU is obliged by th

AML/CFT law in case a revocation of an authorizatfor serious non-compliange
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comes into regard to inform in written respectieehsing authority (e.g. the NBS
and the MoF) about such a situation and it is ibenking authority, who is then
obliged to take appropriate measures and infornk lthe FIU. In fact, this has
never been the case as yet

Recommendation  of Greater clarification of roles in supervision is qa@red between the FIU and

the
Report

MONEYVAL

prudential supervisors to avoid double sanctioning.

Measures reported 8
of 3 July 2007 to
implement the
Recommendations 0
the report.

In fact, since the MoU between the NBS and the $igiof Interior (signed to the
end of 2002; revised twice since then) is in fothere is no case of double
sanctioning. Operational meetings held at leastéwai year are used to avoid such a
situation.

The new draft AML/CFT law provides clearly for stinaoing the non-compliancg
of the whole scope of the preventive law for the Edwards all obliged entities arn
in case of financial market participants, alsotfer NBS; in case of casinos for the
Ministry of Finance. The requirement for the NBSlahe Ministry of Finance to
inform the FIU about planned on-site inspectionsfimancial institutions and
casinos, as well as the outcome of such inspectmalsrecommended remed
actions is also contained in the draft preventaw. IMoreover, there is a provision,
which foresees joint inspections of the FIU witlther the NBS or the MoF; i
counterparts agree on it. The FIU is obliged by dhaft AML/CFT law in case
revocation of an authorization for serious non-chamge comes into regard to
inform in written respective licensing authority @e the NBS, the MoF, etc.) abaut
such a situation and it is the licensing authoriho is then obliged to take
appropriate measures and inform back the FIU.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

Double sanctioning and difference in approachegpplying the AML/CFT Law i
practice is eliminated by virtue of the provisiohSection 29 para 4 of the cited
law. Based on that provision supervisory bodied witify the FIU before th
planned on-site control takes place and the redutie control and measures taken
after its executing are also to be communicatated=1U. If supervisory body finds
out an unusual transaction or other circumstarmets/fthat could be linked to
ML/TF, it shall report that to the FIU without unglwelay. Moreover, there is|a
provision in Section 29, para. 5, which foreseest jmspections of the FIU with
either the NBS or the MoF; if counterparts agredt.on

Through this process the FIU coordinates supemvisi® such and sanctioning
well. For this purpose, i.e. in order to coordintitese control activities, there were
3 working meetings of the supervisory bodies offfH¢, National Bank of Slovakia
and the Ministry of Finance in 2009.
At a national level the ,IIGE" — Interagency Intaggd Group of Experts has been
established by the FIU late 2008 where regulahyeg times a year) experts frgm
the above mentioned state authorities participaté (@nter alia) coordinate the
control activities.

=

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 19 (Other forms of reporting)

Rating: Non-Compl

iant

Recommendation  of Consider the feasibility of reporting all transamtis above a fixed threshold
the  MONEYVAL | national central agency.
Report

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

The feasibility of reporting all transactions abavdixed threshold to FIU is nc
covered by the new AML/CFT Act.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

For the time being the new AML/CFT Law did not oduce reporting over a fixe
threshold even though such possibility has beeentakto consideration in th
process of drafting the law.

to

—*

D

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 20 (Other DNFBP and secure transaci techniques)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Consideration should be given to those DNFBP thatat risk of being misused for TF
well as ML.

dq

Measures reported

On the basis of the new AML/CFT Act, each entegsrinot covered by th

AS

(4%

o=

i";plimg;‘{y 2007 thtg definition of the obliged entity who carries outsiness in amount at least

Recommendations ¢ 15.000,- EUR in cash, shall be ranked among thégedlentity regardless ¢

the report. whether the transaction is executed in a singleratipe or in several linke
operations.

Measures taken to| The range of reporting entities covers under Sedipara 1 letters:

'rg‘é’c')%mme; dations the | d) a gambling game operator,

since the adoption of €) a postal _und_ertaking,

the first progress | f) @ court distrainer, o _

report g) an administrator who manages activity within kraptcy, restructuring

proceedings or debt removal proceedings under@adpegulation,

m) legal entity or a natural person authorizedgerate a pawnshop, etc., i.e. th
persons, which have been added because of possiuee for ML/FT purposes.
Moreover, pursuant to Section 5 ,Reporting entipgra 3 of the AML/CFT Law
each entrepreneur not covered by the definitioa @porting entity if carrying oy
cash transactions in amount of EUR 15,000 at lgagiardless of whether th
transaction is carried out in a single operationinoseveral linked transaction
which are or may appear to be connected.

pbse

Recommendation
the MONEYVAL

0

f Develop an overarching strategy on the use of moderd secure techniques
money management.

Report
Measures reported g
of 3 July 2007 to

Slovak banking sector at the end of 2006 consisteldy banks and 7 foreign ban
branches and 10 representation offices of foremmk®. There were also 123 bar

ks
ks

implement the
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Recommendations q
the report.

providing services on cross-border basis. Mosthef tanks have been owned

banks headquartered in EU MS, in all cases by gtioternational or at least

regional groups. Slovak capital represents onlf4.0% in all banking sector. Th

decisions taken within large international groupstite level of the group without

any specific focus on Slovak market that is the Il&siin central Europe wer
considered by Slovak Authorities as a progressasebpment by now. In such
constellation Ministry of Finance does not consithert any strategy inciting mot
modern mass payments would be needed. There isaddidn of cheques an
penetration of payment cards evolves steadily.

The financial market participants, especially barikseign banks branches and
money institutions (there is no one active beyoadkls and cross-border e-mon
institutions active in the financial market as yat}ively develop the market wit

various types of credit and debit cards. Statibtdaa (from the NBS Annual

Report 2006) show a steady growth in numbers okesards, numbers of clien
using them, numbers of ATMs available in countrd anmbers of POS terminals

As at 31 December 2006, the number of active baykngnt cards in circulation
stood at 4,475,861, which represents an 11% inergasomparison with 2005. Of
the total number, debit cards form 75% and crealitis 25%. Bank customers |i

Slovakia may use a network of 2,009 ATMs and 22 BG&fs payment terminals.

2006 bank payment card holders made more than 1R6mtransactions in a total
amount of almost SKK 290 billion, which in compamswith 2005 represents an
11% increase in the number of transactions and% ihcrease in the value of

transactions. A trend within bank payment card ptaoece is the marked growth

the number of POS terminals in comparison with itte¥ease in the number of

ATMs. Over 2006 the number of POS terminals rosd 6, while the number @
ATMs rose by 8%. Although ATM cash withdrawalslsfibminate, the trend is on
of continuing and dynamic growth in card payment.

The risk of misuse of such products is identifigdtbe banking industry and

commonly discussed in the frame of the Banker sogission and Slovak Ban
Card Association and communicated then accorditogtiie clients.

The aim of the Authorities is above all to overkealthy competition on the mark
and engage in the protection of consumer. Moreougcker extension of cred
cards would be perceived by MoF as too risky dulese experience with this kin
of consumer credit from the side of average Slm@isumer.

Ministry of Finance also supports healthy developtref internet banking that o
the other hand also represents higher risk sitvafor that reason we included
paragraph in the new AML Act allowing for non-fatmeface transactions, securi
at the same time that adequate due diligence mesaswe taken (see comment
recommendation 8).

We expect a lot more concerning development of sesure transaction techniqu

across all the EU through introduction of new SEf4ngle European Payments

Area) instruments. We expect that cheaper crostebaervices provided by SER

will stimulate the use of non cash payments amologaR consumers home and

abroad and will make more attractive especiallygisif payment cards. Increas

competition on cross-border basis will contribute ftirther penetration of card

business into the domestic economy as well.
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to
the

Measures taken
implement

recommendations
since the adoption of

the first progress

report

At the beginning of 2009 the Slovak banking sectmsisted of 16 banks and

foreign bank branches. There were also 260 institsitproviding services on cross-

border basis. Most of the banks have been owndzhbly headquartered in EU M

in all cases by strong international or at leagfiorgal groups. Slovak capital
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represented only 8,36% of the total amount of ehpitthe banking sector.
The financial market participants, especially barfeseign bank branches and |e-
money institutions actively develop the market witlrious types of credit and
debit cards. Statistical data (NBS Annual Repof@80show a steady growth |n
numbers of issued cards, number of clients usinguitnber of ATMs available i
country and number of POS terminals. At the begigrof 2009 the number
active bank payment cards in circulation stood,253,799, which is an increase |of
7% in comparison with 2008, Debit cards represeiitdd and credit cards 26%
the total amount. The number of ATMs and POS teatsimas also recorded an
increase. At he beginning of 2009 there were 22TM# and 34841 POS terminals
available for Slovak clients, who made over 150liamil transactions in a total
amount of almost 13 billion euro. Over 2008 the banof ATMs rose by 4,3% and
POS terminals by 18%. Although ATM cash withdrawstif dominate, the tren
shows a dynamic growth in card payments; especialpre the introduction af
EURO as a national currency.
The risk of misuse of such products has been iilethidy the banking industry and
has commonly been discussed among the Banker'sciaisa and the Slova
Bank Card Association and communicated to the pufdlhe main aim of th
Authorities is to supervise healthy competitiontba market and engage activities
in the protection of the consumer.
SEPA: Secure and efficient payment systems ara@atriccmodern economies and
to the proper functioning of the single market. EEl@ough the euro is the common
currency in the euro area since 2002, retail paymmearkets are still fragmenteq.
Building on the legal framework provided by the B@ynt Services Directiv
(2007/64/EC), the Single Euro Payments Area (SERAject aims at creating an
integrated market for payments in euro throughbtet European Union, Icelan
Liechtenstein, Norway and Switzerland. Developedl amplemented by th
banking sector, the project is strongly supportgdtie Commission and the

European Central Bank/Eurosystem. Significant mrsgihas been made on the rpad
to SEPA since 2002. SEPA credit transfers (SCT)aamglable since 28 January

2008. Almost 4 500 banks, representing more tha®bf the SEPA payment

volume, now adhere to the SCT scheme. Banks vadl Bk able to start delivering

euro direct debit services using the SEPA diredtitdé&SDD) as of 2 November

2009. For card payments, the European PaymentscCdERPC) has developed|a

SEPA Cards Framework (SCF), which has been in falmady since 1 January

2008. In the resolution on SEPA implementation &dmn 9 March 2009, the

European Parliament called on the Commission toas&tlear, appropriate and

binding end-date, which should be no later tha8tember 2012, for migrating to

SEPA instruments, after which all payments in eutst be made using the SEPA
standards". The European Central Bank (ECB)/Eutesysalso stated in its 6th
SEPA progress report that "setting a realistic, aotbitious end-date for the
migration to SCT and SDD is a necessary step iardareap the benefits of SERA
early".
The Slovak banking sector is preparing for comglésitwith SEPA. The managing
and coordination body of the SEPA project in Sloadak Committee on SEPA and
the basic document for implementation of SEPA paynestruments in Slovakia is
the General plan for implementation of SEPA. Theniners of the committee are
representatives of NBS, the Ministry of Financeat&tTreasury, Slovak Post,
commercial banks, consumer protection associat@ns the National Union af
Employers.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
Recommendation 21 (Special attention for higher ris countries)

Rating: Non-Compl

iant

Recommendation o
the MONEYVAL
Report

f Financial institutions should be required by lawregulation or other enforceabl
means to examine the background and purpose otaiplex, unusual larg
transactions or unusual patterns of transactionatthave no apparent or visib
economic or lawful purpose.

Measures reported g
of 3 July 2007 to

Draft new Law bears in mind that obliged persongeh® pay special attention

all complex, unusual large or unusual pattern txatigns as well as to all

[0

implement the 2 ‘ :
Recommendations g transactions without any apparent economic or Ihym‘urpose. All complgx
the report. unusual large or unusual pattern transaction orséretions and all transactions
without any apparent economic or lawful purposeiactuded into the sample lis
of unusual transactions.
Measures taken to| All the reporting entities are obliged to pay spéeitention:
'rg‘é’c')iqmmee”; dations the | 3) to all complex, unusually large transactions alhttansactions of unusual nattjre
since the adoption of whl_ch _have_no apparent economic purpose or V|$aMEEu_I purpose while obllge_JI
the first progress | €ntity is obliged to examine the purpose of thoaedactions to the most possible
report extent and
b) to any risk of legalization or terrorist finangi that may arise from a type pf
transaction, a particular transaction or new tetdmcal procedures while carrying

measures, if needed to prevent their use for thegses of legalization and terror
financing,

under Section 14 ,Detection of an Unusual Transattpara 2 of the AML/CFT
Law.

out transactions that may support anonymity andhikged to take appropriate

st

Recommendation
the MONEYVAL
Report

0

f Financial institutions should be required to payesfl attention to busines
relationships and transactions with persons fronurddes which do not o
insufficiently apply the FATF Recommendations.

I

Measures reported 3
of 3 July 2007 to
implement the
Recommendations o
the report.

Draft new Law bears in mind that obliged persongeh@ pay special attention

clients from countries not applying AML standardpi@alent to FATF standard
Transactions with a client from third country n@ipdying standards equivalent

those in force in Slovakia are included into thengke list of unusual busines
operations.

There is no explicit provision about countries, ethdo not or insufficiently appl
the FATF Recommendations in the draft new AML/CFaw; but generally
comments mentioned to Recommendations 7& 8 arecae also in this issué
meaning the obliged entities have to apply adeqoatmtermeasures to mitiga
higher risk or in specific situations even to avadiifect relationship with
counterparts from more risky jurisdictions (thostjch do not apply a comparal
preventive AML/CFT regime) and, in case a certaisibess transaction or client
product bears more risky features, special meadweasbliged entities are to b
taken to mitigate the misuse for ML/TF purposes.
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Measures taken to

Considering a risk-based approach defined in Sediib, Customer Due Diligence

implement the
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recommendations para 4 of the AML/CFT Law all the reporting entiti€éincluding DFNBPs) are

since ]fi*r‘set adofo“orgscs’f obliged to apply, in case of business relationships of businesses with the clients,

report e who are from countries not applying measures orMbAF prevention equivalent
to measures set out by the 3rd AML Directive, CDial &nhanced due diligence,
too. In case of unusual transaction detected bgrtiegy entity, there is a clear
obligation to report this to the FIU without unddelay. If the reporting entities afre
not able to perform CDD; in such cases they hauefigsse to establish a business
relationship, terminate a business relationshigefuse to carry out a particular
transaction pursuant to Section 15 ,Refusal of WEsament of a Business
Relationship, Termination of a Business Relatiomsti Refusal of Carrying out
Transaction of the AML/CFT Law and to report sugfusal without undue delay
to the FIU based on Section 17 ,Unusual Transad®eporting” of the cited law.
All FATF and MONEYVAL statements regarding thoseuntries & territories
which do not enforce AML/CFT countermeasures adiyaare posted on the
Slovak FIU web site in order to keep the reporgéngjties informed.

(other) changes since

the first progress

report (eg draft laws,

draft regulations or

draft “other

enforceable means”

and other relevant

initiatives)
Recommendation 22 (Foreign branches and subsidiagg

Rating: Partially Compliant

Recommendation  of A general obligation is required for financial iitstions to ensure their branches

the  MONEYVAL | and subsidiaries observe AML/CFT measures consisteith Slovakian

Report requirements and the FATF Recommendations to ttemtethat host country laws
and regulations permits.

Measures reported & Such a requirement is contained in the draft AMLTClw and if the lega

?nfqplimg:ﬂy i tl"fg framework of a foreign country does not allow theplication of a preventive

Recommendations g '€gime equgl to the _Slovak one (espeglally Wltmrdgo the .ID, vgrlfl_catlpn .anj

the report. record keeping requirements), the obliged entitedit and financial institution
must inform the FIU and also apply additional measuo eliminate greater risk of
ML/TF.

Measures taken to| Such requirement is enforceable by Section 24 ,@peRrovisions relating to

Lré‘é’(')%mnfgr: dationsthe Credit and Financial Institutions* para 3 of the M@FT Law. If the legal

since the adoption of| framework of a foreign country does not allow thgplecation of a preventive

the first progress | regime equal to the Slovak's one (especially wégard to the ID, verification and

report record keeping requirements), the reporting erftitgdit and financial institution
has to inform the FIU and also apply additional sugas to eliminate greater risk of
ML/TF.
There is no such case in practice as yet.

Recommendation  of Provision should be made for a requirement to parigular attention to situations

the  MONEYVAL | \where branches and subsidiaries are based in c@mthat do not or insufficiently

Report apply FATF Recommendations.

Measures reported & As mentioned above.

of 3 July 2007 to

implement the

Recommendations 0

the report.
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to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

As mentioned above.

Recommendation
the MONEYVAL
Report

0

and regulations permit.

f Provision should be made that where minimum AML/@¥lirements of the hon
and host countries differ, branches and subsidgii® host countries should [
required to apply the higher standard to the exteat local (i.e. host country) law

wn

Measures reported

dq

of 3 July 2007 to

As mentioned above.

implement the

Recommendations 0

the report.

Measures taken to| As mentioned above.
implement the

recommendations

since the adoption of

the first progress

report

(other) changes since

the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 23 (Regulation, supervision and madworing)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

sector.

f A general power to supervise for CFT issues is ireguacross the whole financial

Measures reported ¢
of 3 July 2007 to

This is addressed in the draft AML/CFT law; supsgiom is carried out either by th

e

(72)

f

. FIU (including the authorisation to conduct on-gitatrol) or by the NBS, which i

implement the| _. ; ; P . L.

Recommendations g Since January 2006 single supervisory authorit$lovakia or by the Ministry o

the report. Finance in case of casinos. Supervision condugtetidoFIU: see annexes 5, 6 a
7.

Measures taken to| Supervision of compliance to all obligations detiexed by the AML/CFT Law is

'mp'eme”td " the | carried out either by the FIU (including the pow@conduct on-site controls) und

L?rffminagégﬂin of the AML/CFT Law or by the National Bank of Slovakiahich is since Januat

the first progress | 2006 single supervisory authority over the finahsector, or by the Ministry o

report Finance in case of gambling operators (Section 29).

Recommendation  of More AML/CFT supervision is required across the lgHfmancial sector.

the MONEYVAL

Report

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

Since the NBS has taken over the responsibilitgupervise the whole financi
market; the quality of supervision is being brougbt the same level in

supervised entities. Starting with the off-siteaemg requirements and continum

Al
I

g

with supervisory manuals for the conduct of on-sitespections, respectiv

e

secondary legislation has been amended and interoeédures as well during the
time frame from January 2006. In February 2007 ew mrganisational scheme
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provided for concentration of licensing & enforcethsupervisory activities int
one department covering all financial market pgénots, the same principle h
been applied by reorganisation of off-site & oregiepartments. The main reag
was to reach more harmonisation in day-to-day condaf supervision. As
mentioned all supervisory procedures & manualsreveewed to mirror the basi
principle of carrying out risk-based supervision.

With the entry into force of the new AML/CFT lawxfeected December 2007
internal procedures to conduct on-site inspectigitisoe reviewed to include mor
detailed requirements of the new preventive lawalbparticipants of the financig
market.

In 2006, 5 on-site inspections with the AML componkave been accomplished
the banking market and in 2007, 1 in a bank, 13$eaurities dealer company ang
in one of the Slovak asset management companiesfindacial fine has bee
imposed in this timeframe; but, corrective measaresalways a component of t
final protocol as the output of the accomplisheesit@ inspection; their fulfilmen
is then in due course subject to the routine follgwprocedures.

it

1

in
| 1
n
he

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

With the entry into force of the new AML/CFT Act Beptember 2008, intern
procedures to conduct on-site inspections wereeved to include more detailg
requirements of the new preventive law for all iggrants of the financial market.

In 2007, together 7 on-site inspections with the L[AMomponent have bee
accomplished in the financial market, 1 in a be®hky securities dealer compani
and 3 in asset management companies. No finanicies thave been impose
however, in 2 cases in final protocols for secesitiealer companies and in 2 ca
for asset management companies, corrective measuriegprove the inadequa
implementation of AML prevention system have beeaguired (the prope
fulfillment of such corrective measures is aftee @greed time frame controlle
within the follow-up procedure).
In 2008, 3 banks have been subjected to on-sifgeations with the AML/CFT
component; in all cases the final protocol includedrective measures related
the AML/CFT prevention. 1 asset management compesybeen subjected to t
on-site inspection, which included also the AML/CE&iiea, and the final protoc
contained corrective measures. 5 securities deal@panies underwent such g
site inspections; in 4 cases the final protocoluded measures to be taken
improvement the prevention system. In insurancepeones, 5 on-site inspectio
have been accomplished with the element of AML/CHIT;final protocols
incorporated corrective measures. No financial fias been imposed.
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In 2009 (up to now), 1 bank has been subjectethidoon-site inspection with th
AML/CFT component, and, besides the corrective messcontained in the fin

protocol; a referral has been sent to the FIU idiggrnon-reporting of unusual

transactions found out during the on-site inspecfio line with Section 31 of th

AML/CFT Law). 3 securities dealer companies haverbeisited on-site; 1 final

protocol comprised corrective measures to be takemsurance sector, 3 on-s
inspections have been accomplished; all of them d¢mdective measures as
requirement in final protocols. No financial finegve been imposed.

te
a

Recommendation
the MONEYVAL

0

f Provision should be made to examine the fitness @noghriety of owners an
significant shareholders of FXs houses.

Report
Measures reported &
of 3 July 2007 to
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implement the
Recommendations 0
the report.

In this area no legislative change has been done.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The NBS examines fitness & propriety of owners &fsFhouses on the base |of
provisions of the Foreign Exchange Act No 202/1€@8. as amended (status as| of
January 2009; available at the NBS web site wwwakbalso in English)
According to Section 6, para. 3 of this act natyratson applying for a foreig
exchange license must meet the following conditions

a) be trustworthy person;

b) be at least 18 years old;

c) be eligible for legal acts;

d) to have full secondary education (comprehensivtechnical)

e) natural persons through which permitted acésitivill be conducted must meet
the conditions set out in letters a) to d).
According to Section 6, para. 4 of the this Acegal person applying for a foreign
exchange license must meet the following conditions
a) the natural persons through which the permaisivity will be conducted, must
meet the conditions set out in paragraph 3, letiete d);
b) the natural person who is a statutory body meamber of a statutory body, must
be a trustworthy person.
According to Section 6, para. 5 of the mentioned #&d¢rustworthy person for the
purposes of this Act shall be deemed a naturabpesho has not been convicted|of
a criminal business-related act or criminal actirsgjaproperty, a criminal agt
committed in connection with the performance of anagerial function or an
intentional criminal act. This fact shall be provadd documented by an excefpt
from the criminal register not older than three than and if this is a foreign
national, proved and documented by an analogousircation issued by the
respective body of the state of his permanent eesiel or by a body of the state
where the person usually resides.

]

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other

enforceable means”
and other relevant

initiatives)

Reco

mmendation 24 (DNFBP — Regulation, supervisiaamd monitoring)

Rating: Partially Compliant

Recommendation 0|
the MONEYVAL
Report

f More work and resources are required to create Hactive risk based system for
monitoring and ensuring compliance with AML/CFTahghout the sector and the
provision of such sectoral guidance.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

Control activities of FIU are focused on DNFBP (gemex 8) which in terms of
their business activities are the most importateg@y by prevention of ML/FT
FIU considers importance of the obliged entity fridme point of market covering,
risk factors identified from other sources so tt@trol activities be pointed at the
area with the highest risk of ML/FT.

Measures taken to

The FIU focuses its control activities on DNFBPF&tt are in respect of their

implement the

business activities the most important categorsnfpmint of view of the preventio

=]
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recommendations
since the adoption of
the first progress
report

of ML/FT. The FIU considers an importance of thpaiing entity from the poi

activities be pointed at the area with the highiesst of ML/FT. Supervision ove
DNFBP’s is also strengthened in the way that a@ldtate authorities carrying o
supervision, control, state supervision or stataitocng over the activities of th

during control performance.
Number of controls since the entry into force ef tiew ML/CFT Law???

reporting entities are obliged to report to the Rllthout undue delay suspicion ¢
breaching the AML/CFT Law or an unusual transagtibiit is revealed by then

n
of market coverage, risk factors identified fromhet sources, so that contrrol

Recommendation  of More resources needed for monitoring and ensuriogmgiance by casinos, and
the ~ MONEYVAL | other DNFBP.
Report
Measures reported g The issue of gambling games in the Slovak Republicovered by the Act Na.
of 3 July 2007 1o 177/2005 Coll. on Gambling games and on AmendmedtSupplement to some
mplement ™€ acts form 16th of March 2005
Recommendations @ ) . ) 5 ) ) X
the report. There are 2 companies in the Slovak Republic waiehauthorised for operation pf
casinos :
1. Regency Casinos International, a.s. with 1 opematio
2. Casinos Slovakia, a.s. with 6 operations
From September 2006 till July 2007 there were togre229 general controls done
by State Supervision over casinos of Ministry afdfice of the Slovak Republic (jn
Regency Casinos Slovakia — 58 general controlsiman@dasinos Slovakia — 171
general controls).
From September 2006 till July 2007 there were 4ctantrols provided in company
authorised for operation of casinos — Casinos &iava
In Regency Casinos International wasn’t any taxrobprovided from September
2006 until now.
Measures taken to| There are 3 companies in the SR, which are autttbftyr operation of casinos
'rgfc');mnfgrt] dations iz REGENCY CASINOS INTERNATIONAL, a.s.
s e Fekpen G CASINOS SLOVAKIA, a.s.
the first progress OLYMPIC CASINO SLOVAKIA, s.r.o.
report In March 2009 there was a training by experts fitbm Slovak FIU conducted far
employees of Ministry of Finance about the measangsobligations under the new
AML/CFT Law. Abovementioned training was organiZed the purpose to obtain
better awareness and knowledge of this law andatntins arising from it.
Slovakia is a negligible country in terms of thanier of casinos and amount |of

proceeds of casinos.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 25 (Guidelines and feedback)

Rating: Non-Compliant

Recommendation
the MONEYVAL

0

f Guidance to the financial institutions (and DNFB®)assist their implementatig
of the reporting duties on AML/CFT.

=}

Report
Measures reported 3
of 3 July 2007 to

The draft of the new AML/CFT Act contains provisianith the definition of the
unusual transaction supplemented by the list afatitns which are typicall
connected with higher risk of ML/FT and which inglie how to recognize th
unusual transaction by all obliged entities whil& & principle is still applied
According to the new legal framework, obligationpimvide obliged entities wit
information about trends and typologies in moneyntiering and financing @
terrorism and the way of recognizing unusual tratisa will for FIU directly result
from the law. Practical performance of this obligatwill be assured in form o
trainings for particular sectors of obliged enstend by means of information on
new internet website of the Slovak FIU.

<

P

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The National Bank of Slovakia in cooperation witte tFIU and the Ministry o
Finance issued the Methodological guidance of timari€ial Market Supervisio

protection of a bank and branch office of a fordigmk against money launderi
and terrorist financing. This guidance in part Foyiles for the details o
recognition and reporting of the unusual transastidDirectly in the AML/CFT]
Law (Section 26 ,The Financial Intelligence Unitlere is an obligation of the FI
to disclose information on the new forms and wafdegalization and terroris
financing and the methods of detection of unusaaldactions.

Through the new AML/CFT Law a necessary legal basisnformation providing
to all the reporting entities including DNFBP’s wset up. The FIU addressed
writing all the associations, chambers and professiof the reporting entities |
notify them about its website establishment. ThéJ Flas requested the
organizations and profession associations to peo@dnail contacts to which
regularly send them the necessary information ow ho properly apply the
AML/CFT Law in a practice, and also other infornoatirelating to ML/TF. Thos¢
organizations will subsequently inform their menshewrhereby an effectiv
communication between the FIU and reporting emstitge secured. The reportir

courses and seminars conducted by the FIU as weliuaing the supervisio
performing (on-site control) in the concrete repayentity.
Feedback is provided for as follows:
a) general feedback — annual report as well as fe&dlb@ceach credi
institution quarterly and
b) specific (case by case) feedback on a requestegating entity or base
on an initiative of the FIU respectively.

Unit of the National Bank of Slovakia of 19 Decemi®#908 No. 7/2008 for

entities are systematically informed by other wayatticularly through training

f
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Recommendation
the MONEYVAL
Report

0

f Coordinated and consistent sector-specific guigsimon both AML/ CFT issue

£S

should be established to assist financial institosi and DNFBP and adequate and

appropriate feedback should be addressed in lind Wie FATF Best Practice
Guidelines.

S

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0

This area will be addressed after the entry intof@f the new preventive law.

As far as the issue of feedback is concerned, tier@ provision in the draf
AML/CFT law, which obliges the FIU to publish tharaual report, and also tren

—

the report.

& typologies and to provide specific feedback te tbbliged entity on how th

@D
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unusual business report has been dealt with bigithe

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

As mentioned until now the only sector specificdline, which has been issued
the National Bank of Slovakia in cooperation witte tFIU and the Ministry o
Finance after the new AML/CFT Law entered into élis the Methodologica
guidance of the Financial Market Supervision Uffithe National Bank of Slovaki
of 19 December 2008 No. 7/2008 for protection dfamk and branch office of
foreign bank against money laundering and terréiriancing.
Feedback by the FIU is in line with the AML/CFT La®ection 27) provided 3
follows:
a) general feedback — annual report as well as fe&dbaceach credi
institution quarterly and
b) specific (case by case) feedback on a requestagating entity or base
on an initiative of the FIU respectively.

[

[®N

Recommendation o

f More work and resources are required to create Hactive risk based system f

tF:‘:port MONEYVAL monitoring and ensuring compliance with AML/CFTaihghout the sector and the
provision of such sectoral guidance.

Niea;uresl regg(r)ted g This area will be addressed after the entry intod@f the new preventive law.

(6] July 7 1o . . .

e el COMMents mentioned to Recommendation 23 are apfdica

Recommendations 0

the report.

Measures taken to| |f the new system for ensuring compliance to theinereated legal framework is

'mp'eme”td i the | effective, would be more clear after at least omary- to the end of 2009, when

;?rfgf mgnazc;ggin of| respective bodie_s within the [IGE — Interagencgdmated Grqup of Experts, whi¢h

the first progress | has been established by the FIU late 2008, wherdaemeetings take place (three

report times a year) under the leading of the FIU; witamsider the situation and propase
some correction to the system if it is needed.

(other) changes since Sectoral guidance is planned to be issued as abgtsfep procedure under the

the first progress
report (eg draft laws,
draft regulations or

umbrella of the NBS with cooperation of the FIU aheé Ministry of Finance ajs

well (for financial institutions).

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 26 (The FIU)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Undertake more systematic training and provide glits and indicators o
unusual business activities, particularly on FT.

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations o
the report.

So far pending legal framework which will assurevypding systematic education
obliged entities and publishing information abawnts and typologies in mong

Act. After the new AML/CFT Act comes into effechi$ obligation for FIU will
directly result from the law. So far the mentiomeidrmation have been provided
obliged entities when controls or trainings of tidiged entities were carried out.

laundering and financing of terrorism is a partttod draft of the new AML/CFT

3

to

to
the

Measures taken

implement

The new AML/CFT Law has established a legal bamisrfformation providing to

recommendations

all the reporting entities. The FIU addressed intimg all the associations
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since the adoption off chambers and professions of the reporting enttbesotify them of its website

the first progress | estaplishment. The FIU has requested these assasiatand profession

report R . . . .
organizations to provide e-mail contacts to whithragularly send them the
necessary information on how to properly apply AML/CFT Law in a practice
and also other information relating to ML/TF. Thoswganizations will
subsequently inform their members whereby an effeatommunication between
the FIU and reporting entities is secured. The mapp entities are systematically
informed by other ways, particularly through traigpi courses and seminars
conducted by the FIU as well as during the supemvigperforming in the
appropriate reporting entity.
Moreover, the FIU has a duty to disclose informatim the new forms and ways pf
legalization and terrorist financing and the methoof recognizing unusual
transactions under Section 26 ,The Financial ligetice Unit* of the AML/CFT]
Law. This will be done regularly, in the annual@ggat the beginning of 2010).

Recommendation  of Provide more feedback.

the MONEYVAL

Report

Measures reported & On the basis of the new AML/CFT Act, FIU shall imo the obliged entity about

?r;plimgziy 2007 thtg relevance of a report received from the obligedtyemts well as about procedures

Recommendations o connected with processing of the report if thecpssing of the report is not

the report. threatened. FIU on the basis of its powers and ebemges provides law
enforcement authorities with information if thesesuspicion of committed crime.
According to the new preventive law, FIU shall requaw enforcement authorities
to inform about action taken by and after its pesoay.

Measures taken to| As already mentioned, the FIU has a duty to digcloformation on the new forms

implement ~the | and ways of legalization and terrorist financingl ahe methods of recognizirlg

recommendations . - . . .

since the adoption of unusual transactions ynder Section 26 ,,The Finarnoialligence Unit of_ th_e

the first progress | AML/CFT Law. This will be done regularly, in the ramal report (at the beginning

report of 2010).

Recommendation  of Clarify FT reporting obligations in line with SR.IV

the MONEYVAL

Report

Measures reported g Stated in SR.IV.

of 3 July 2007 to

implement the

Recommendations 0

the report.

Measures taken to| AML/CFT Law differs from the previous one by lisgrof examples of 10 unusugl

'rch’c')%mnfgé dations the | transactions (Section 4 ,Unusual Transaction* [Rrtnat have been included in the

since the adoption off AML/CFT Law upon the analysis of approx. 5,000 UTRseived by the FIU|

the first progress | These unusual transactions are not being subjeenyothreshold limit of th

report transactions and they include the transactiongeelto tax matters as well. It |s

a sample list of unusual transactions where 2 wiusansactions defined in thjs
provision directly relate to terrorism financingh& FIU received 13 UTR

regarding the financing of terrorism when the neMLACFT Law entered int

force. The substance of the unusual transacti@timglto terrorism financing is the
fact, that customer or a beneficial owner is a@em@gainst whom the international
sanctions are applied or a person whom can be relagionship to the persagn
against who the international sanctions are apptiedn unusual transaction where
there is areasonable ground to expect that itecbbg or should be athing or

service, which would relate to a thing or servigaiast which the international
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sanctions are applied.

Recommendation
the MONEYVAL
Report

0

f Revisit the system for requesting delays in trati@as under Section 9 AML law.

Measures reported g
of 3 July 2007 to

The system for requesting delays in transactiorssriza changed. Obliged entity
shall delay an unusual transaction in case until Feceives the reporting on the
unusual transaction or obliged entity shall delaysual transaction if FIU ask for
such delay in writing form for 48 hours at the ftéexcluding Saturdays or public
holidays).Obliged entity also delays unusual tratisa after it receives the repgrt
of FIU in writing form that the case was submittedaw enforcement authority at
most for 24 hours. Number of delays: 2005 — 862017, 2007 — 2.

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Postponement of an unusual transaction is newlwlaggd by Section 1
»Postponement of an Unusual Transaction* of the AGHET Law. Reporting entit
shall be obliged to postpone an unusual transadtidthere is a danger that ifs
execution may hamper or substantially impede seiafr proceeds of criminal
activity or funds intended to finance terrorismibiso requested by the FIU in
writing, until reception of notification from thel® to carry out the transaction,
maximum 48 hours; after expiration of this peride treporting entity shall b
obliged to postpone the unusual transaction omasés of the FIUs notification that
the case has been submitted to law enforcemendritigh, at maximum for another
24 hours. The period of postponement of the unusaalsaction shall exclude
Saturdays and days of rest. Reporting entity simatlediately inform the FIU about
postponement of the unusual transaction. This eafdrie means is quite well used
in practice and is carried out more and more fratiye- 7 in 2007, 17 in 2008 and
36 in 2009 (first half a year).

Recommendation
the MONEYVAL
Report

0

f Maintain statistics on outcomes of information ®enitted to other bodies by the
FIU.

Measures reported g
of 3 July 2007 to

New AML/CFT Act will solve this problem, with defition of feedback when FIU
will dispose with information about disseminatetbirmation to other bodies Plea

'Fg,]epclgmrenrgndaﬂons thi see annex 9 on Statistics of information transuhitteother bodies by the FIU.

the report.

Measures taken to| The AML/CFT Law (Section 27) has also created foe FIU alegal basis t
'rg‘é’c')%mnfg; dations the | provide it with necessary statistical data relatodL/TF and a specific feedbag
since the adoption of| ON concrete cases of ML/TF by other involved auties; such as the Ministry
the first progress | Justice, General Prosecutor’s Office, the Nati@ealk of Slovakia, the Ministry of
report Finance.

- x O

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 29 (Supervisors)

Rating: Partially Compliant

Recommendation
the MONEYVAL

0

f Clearer provision for supervisory authorities tockange information with othe
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Report

competent authorities enquiring into AML/CFT breesh

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

In fact, since the NBS is a single supervisory arith over the financial markef,
situation is not so complicated as it was during 8 round evaluation; the cg
operation with the FIU is on-going as mentione¢@mments to Recommendati
17 and another body, which comes into regard is tbintext, is the MoF, where
there are no obstacles in exchanging approprifteniation.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

Since the NBS s still the single supervisory atitipcomments made in the'1l
Progress report are correct. To be more precise,Qantral Bank’s right o
exchange of information with another authoritiestipulated in Section 3 para.
and 6 of the Act No. 747/2004 Coll. on Supervisiminthe Financial Market
(available at the NBS web-site www.nbsiskEnglish under Legislation):
»As part of cooperation during the performance opervision of supervised
entities, the NBS shall be authorised to disclos# @rovide information to foreign
supervisory authorities, as well as to other publgencies and persons, whose
activities relate to supervision of supervisedtattj and also to advise them of such
shortcomings revealed during the performance oésigion of supervised entities
for the solution and professional review of whibkey are competent. Where release
of secrecy obligation under a separate law is redufor such disclosure and
provision of information, a written agreement onogeration and provision of
information between the NBS and the competent aityhapproved by the Bank
Board shall also be deemed to be such releaseccgeobligation. The details of
providing concurrence in this regard may be laidviddon a written agreement d
co-operation and provision of information betwede NBS and the respecti
authority, provided that a draft of such agreenem@ipproved on behalf of the NB
by the Bank Board".
Section 2 para. 6 of this Act is stipulates spepialvision according which if, in
performing supervision, the NBS establishes anisfaicating that a criminal a
has been committed, it shall notify of this fortttwihe competent criminal la
enforcement authority. If, in performing supervisidghe NBS finds a suspiciols
business operation or a breach of supervised esititiuties in the prevention
detecting of the laundering of proceeds from crahiactivities and financing
terrorism, it shall immediately inform the FIU.
Another body, which comes into regard in this caftis the MoF (as for casinos),
where there are no obstacles in exchanging appttepriformation.

Since December 2002 the MoU between the NBS andMViiméstry of Interior
(where the Slovak FIU is located) is in place, ihicas amended twice in 2004
2006. Subject of this MoU is cooperation between KBS and the FIU includin
the conduct of on-site inspections in supervisedities and exchange
information relevant from the AML/CTF point of vieWRealization of this MoU i
based on regular meetings of representatives dfi bothorities and also
operative exchange of information at need.

The FIU, the National Bank of Slovakia and the Miny of Finance as authorities
authorized to perform supervision in the area @fvpntion in ML/TF are directl
engaged in the supervision system over the regpetiities. If needed, joint on-site
inspections can be organized by the authoritiest@e29 para 5 of the AML/CF
Law).

Supervision is also strengthened in the way thahalstate authorities carrying out
supervision, control, state supervision or stat@itoang over the activities of th
reporting entities are obliged to report to the Rllthout undue delay suspicion on
breaching the AML/CFT Law (Section 31) or an unuistransaction, if it i

—
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revealed by them during performance of a contrbiusl supervision and contr
activity at a national level are coordinated by Fihe.

Recommendation
the MONEYVAL
Report

0

fNBS should have power to monitor AML/CFT in excleamguses.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

This is addressed by the draft AML/CFT law; as rmred in comments t
recommendations 17&23.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The AML/CFT Law provides for this specific power fBection 29 para 3 i
connection with Section 2, letter n) of the Foreligthange Act No. 202/1995 Co
as amended, as mentioned in comments to recomnemsla? & 23.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 30 (Resources, integrity and trainig)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f More staff and training for all supervisory authites and the FIU to adequate
perform AML/CFT supervision.

Measures reported ¢
of 3 July 2007 to

The number of FIU staff dealing with supervisiors ot changed, since the |3
evaluation. On the other hand we can say that staffore experienced. This ye

financial market according to the information asely from the various sources.

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The NBS on-site inspectors attend seminars aimethetnew preventive lav
application offered by Slovak educational instias (since September 2008 wh
the AML/CFT Law entered into force), but also thBJFhas organised for th
Central Bank 2 specialised seminars in 2009 wiéhrttain topic of the AML/CFT
Law and its implementation. The NBS staff also sakart in foreign seminar
which present AML/CFT issues.

The FIU staff has been trained twice since the A&ML/CFT Law entered intg
force, by the authors of the law.

Recommendation
the MONEYVAL
Report

0

f More training for the FIU on FT issues required

=]

has been providing more controls by important pisyen the financial and non-

ASt
ar

<

en

s

Measures reported & FJU members took part on a number of seminars an#tshops where Financing of
ior;plimir‘ﬂy 2007 thtg terrorism issues was the main topic. Further, FUnithe process of preparing a
B T §pecial _sgmina_lr in this area with the_EuropoI aasl discussed possibility to have a
the report. joint training with Hungarian and Polish FIU.

Measures taken to| F|U members took part on a number of seminars amttshops (totally 8 last year)
implement ~~ the | \yhare jssues regarding financing of terrorism weesmain topic.

recommendations

since the adoption of

the first progress

report
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Recommendation
the MONEYVAL

0

f Re-assess resourcing of FIU for outreach, trainamgl supervisions.

Report
Measures reported g
of 3 July 2007 to

FIU has currently four workers which can provide foaining activities of the
obliged entities and seven workers provide supervisf the obliged entities. FIU

e

BS
7

2S

&Tgmfnrgndaﬂons thi staff is since 2004 stable and getting experiemcetihas regular training within tk
the report. FIU, about a new trends and typologies obtainisg &om foreign information an
contacts.

Measures taken to| There are several members of the FIU who are abllead special training cours
'rg‘é’c')%mnfgé dations the | towards reporting entities. Department for repgrémtities supervision consist of
since the adoption of pollce_men mclud.ln_g a chief. Sln_ce 2094. the FIUffsta steady and gettin
the first progress | €xperienced and it is regularly trained within &) on new trends and typologié
report in money laundering and terrorism financing.

Recommendation  of More relevant law enforcement training and guidancequired in money
tF:‘:port MONEYVAL | Jaundering cases (and financing of terrorism).

Measures reported ¢
of 3 July 2007 to

Due to the fact that FIU is a part of Bureau of ¢ihganized crime has a good ¢
operation to the laws enforcement staff of thisebur Every day work proofs th
investigators more understand the important of @iin money laundering an
financing of terrorism. FIU in co-operation witheth Police Academy has be
preparing a clear guidance to the investigatorseanng effective combating ¢
money laundering and financing of terrorism .

O-
at

d
2N
f

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The FIU organized 8 training seminars for investiga in 2009, which wer
particularly focused on ML/TF, what enhanced theparation with bureaux d
investigation. In that way the FIU provides to isltgation bureaux a technical a
methodical help in investigating and detecting wmes linked to ML/TF. Due td
the fact that FIU is a part of Bureau of Combatganized Crime there is a ve

Based on latest experience they began to understendubstance of combatir
money laundering and financing of terrorism, asitivestigators focus their effor
not only on how to investigate a predicate offerimé,also on how to trace mon
laundering.

close and case-based cooperation with investigatarployed by this Bureal.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 31 (National co-operation)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Strategic co-ordination and collective review oé therformance of the system a
whole (including analysis, where appropriate, ofttbe statistical information
needs developing in more detail. More detailedistiat are required across th
board to assist proper strategic analysis.

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

FIU will establish a permanent group consisted lbf, National Bank of Slovakia
General Prosecution, Ministry of Finance, whichl wiket regularly and also ad h
with the other relevant Slovak bodies. Meetingshef permanent group, feedba
and more statistical data will help to take decision a future developing and
create a reasonable strategic analysis.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

In order to coordinate the prevention, repressiod ather measures aimed
MF/TF the FIU under the auspices of the Ministrylmterior established in 200
a working group named ,IIGE" — Interagency IntegehiGroup of Experts, whef
the issues on ML/TF are discussed at a national.lév this group all the relevat
state authorities are involved — the FIU, the NaldBank of Slovakia, the Ministr
of Justice, the Ministry of Finance, the Generalseécutor’s Office, the State Sec
Service, the Customs Directorate, the Tax Diretdéond in case of need t
representatives of other bodies too. IIGE currewityks with a working plan with
identified areas, which should be addressed inndar future (e. g. creation of
central registry of bank accounts, possible intobidm of cash transactiorn
limitation by threshold, coordination of the AML/CH.aw enforcement amon
bodies directly engaged in checking the compliandt the legal provisions
common interpretation and understanding and pratsentof the preventive lay
provisions, etc.). Group meets regularly, at I@asies a year.
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 32 (Statistics)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Complete, precise and detailed statistics shoulldm on AML/CFT MLA.

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

software which will help to analyse effectivenethe measures taken.

Since 2007 FIU began to keep a detailed statistithin the new analytical

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The AML/CFT Law has also created for the FIU a lelgasis to provide it with
necessary statistical data relating to ML/TF argpecific feedback on concre
cases of ML/TF by other involving authorities, sashMinistry of Justice, Gener
Prosecutor’s Office, National Bank of Slovakia, Miry of Finance.

These specific statistical data will be available the end of 2009 or at th
beginning of 2010 respectively and then it willgaéblished by the FIU in its annu

te
al

report.
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Recommendation
the MONEYVAL

0

f Complete, precise and detailed statistics shoulldp on AML/CFT extradition.

Report
Measures reported g
of 3 July 2007 to

General statistics on all executed cases of milggal assistance and extradition
far as it concerns agenda of the Ministry of Jadtare being kept since 1 Janu

as
ary
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d

~ =

g

D

d
he
nd

'Rmepggmfntndaﬂons thi 2007, however they do not cover information on tiraquired to handle them

the report. offences related to requests, nor are focusedcpéatly on money laundering ar
terrorist financing issues.
However for the purpose of satisfying recommendasid the Ministry of Justice G
the Slovak Republic shall examine all requestsfdradition (since 1 August 200
whether they are related to the criminal offendemaney laundering and financin
of terrorism.
Regarding pre-trial proceedings, General ProsecutOffice is able to provid
specific AML/CFT statistics on MLA and extradition.

Measures taken to| Since 1 January 2009 the Ministry of Justice ispkeg statistics on all execute

implement ~ the | cases of mutual legal assistance and extraditiofiagaas it concerns agenda of

recommendations Ministry of Justice) including the information oime required to handle them a

since the adoption of

the first progress | offences related to requests.

report

Recommendation  of F|Us statistics on response times should be kept.

the MONEYVAL

Report

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

New analytical software keeps also response tiatessts

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The average response time based on the FIU redsrdlmm 2-4 weeks (for th
requests obtained from the foreign counterpartsvels as for responses send
abroad).

D

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 33 (Legal persons — beneficial owrgr

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Commercial, cooperate and other laws should beesggd with a view to takin

ownership.

measures to provide adequate transparency with essgo the beneficial

g

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

Since 15 March 2006 there is arequirement in tttedn Banks (Article 93al
stipulating that the banks for the purposes of kimgcand reviewing the identity ¢
their clients and their proxies require persondaghda case the client is a physig
person and ascertain ownership structure in caselittnt is a legal person. In tk
latter case the bank can ask for identificatiormdatluding the name, identificatig
number if assigned, the address of registeredepftite line of business or oth

-

al
ne
n

er

activities, the address of place of business oatlon of branches and anoth

er

address of the place of performance of activities,list of persons constituting the
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statutory body of this legal person and their dakes list of persons constituting the
legal person whose share in the registered cagitaloting rights of this legal
person exceeds 10% and their identification datacdse that legal persons
holding the share there are following requiremeassertain the name, legal for
headquarters address, identification number andtopudSO code, as well as the
designation of an official register or another @l evidence where the legal person
concerned is registered; in the case of naturadgmer; first name, surname, the
address of permanent residence, the address ofotargpresidence, the birth
register number, if assigned, the date of birthzemship, the type and number |of
identity document are required.
Described identification procedure was introduced the purpose of concluding
and executing transactions with clients and theaxies. The bank is entitled to
verify above data at every single transaction daems client risk profile requir
that.

In the sector of securities and investment senédieBnancial institutions involve
in trading and other services related to securiies obliged persons in terms
new draft AML Act — branches of all abovementiorfi@@ncial institutions.
Bratislava Stock Exchange is the only organisepuiilic securities market in the
country. The Act on Stock Exchange Nr.429/2002 Q@dltt. 18 paragraph 1 (h))
obliges the Stock Exchange to include in the Stezkhange rules also the
procedure of fulfilling its obligations according the AML Act. It is also obliged t
create body inspecting monitoring and keeping msxoegarding all stock exchange
trades. Since January 2005 there are new ruldade pn the market resulting fro
2003/6/EC Market Abuse Directive transposition.tAsse rules became customary
on the market, transparency of operations hasaserkand possibility of unlawful
practices diminished. Also coming into force of MIHDirective 2004/39/EC of 2
April 2004 on markets in financial instruments) wlihas been transposed |to
national legislation, means very important regulattevelopment on the securities
market. High conduct of business requirements forestment firms will b
significant from the point of view of applicatioh ‘@Know Your Customer” rule.
As far as bearer shares are concerned they carhamtyde-materialised book-entry
form. All book-entries are registered in the Cenfrecurities Depository on client|s
accounts or in registers of CSD members and allomds must includ
identification data of the account owner.

To be mentioned is the fact, that there have beemdments to the Securities Act,
which stepped into force in May 2006 and further,May 2007 (the unofficial
translation into English is annexed), by which tieeninee accounts are allowed|to
be opened by the Central Securities Depository PP'SThese accounts are
evidential and only the changes in volumes, ete.ragistered here (real dealing is
being executed on the Stock Exchange). Nomineeuatamay be opened only
based on request coming from a member of the CS&miérship in the onl
existing CSD in Slovakia is limited to a legallytdenined scope of entities (a
Slovak securities dealer, a foreign securitiesate®BS, other CSD, or a foreign
CSD) and, a prior approval of the NBS (being theesuisory authority for the CS
in Slovakia) with a new member is required. In saotase, if the nominee account
is opened (at present, there is only 1 since ttiedaoction of this possibility in th
Slovak legal framework for a foreign CSD from EUW)dakept and administered by
the CSD, the ownership and beneficial ownershipeisgaled on request of the
Slovak CSD in order to be able to for the SlovakDC® comply with the ID
requirements of the existing preventive law, beeahgs CSD is the obliged entity
by the Slovak AML/CFT Law. Otherwise, for other peedings, instead of the

of
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owner of such account, the member, on whose b#iialccount has been opened,
is always presented.

Activities of CSD are ruled by the Act No0.566/20@bll. on Securities an
Investment Services as amended (further referred tbthe Act”) and by the Rulgs
of Conduct. Rules of Conduct of CSD are approvedheyregulator (the National
Bank of Slovakia) and they are binding on CSD, memslof CSD, issuers of book-
entry securities registered in the CSD, the storkkhange and other entities
requesting the services of the CSD (Rules of OmeraPart I, Art. 4.1).
One of the CSD’s core activities is the registratiof issues of book-entr
securities. The central depository currently regssiall types of share issues, band
issues (including mortgage bonds), co-operativésiand the units of open-end unit
funds. What can also be registered in the centeplository are the book-entry
deposit certificates, treasury bills, coupons eis.well as all types of immobilised
securities.
Upon registration of the first issue, the centrapakitory opens for an issuer the
issuer’s register that contains information onitseler and on individual securitigs.
An issue is registered in the issuer's registernufite issuance of book-entry
securities.
At the request of an issuer who has issued regdtgaper shares, the CS$SD
administers a list of shareholders for the regestgpaper shares. On this list, the
central depository records the changes of sharelgldhanges in the shareholders’
data and changes in the issuer’s identification.

The CSD performs the activities of the National Nemng Agency for Slovaki
which means that it assigns, alters and cancel$Sive codes in compliance wit
the 1ISO 6166 Standard. An ISIN code is assignedhbyCSD to every issue of
book-entry securities.
In the system of securities registration, the CS&sutwo types of securities
accounts. They are the owner’s account and thatciecount of a member.
special type of account is the nominee (or holdeatzount of a member — at the
time being for 1 foreign central depository fromeasf the EU member states.
The owner’s account contains primarily data onabeount owner and on securities
kept in this account. The account owner is at #raestime the owner of securities
registered in this account. The members of therakdepository open owner|s
accounts for their clients. Directly in its regadton, the central depository opens|an
owner’s account for a member where informationeiptlon the securities owned by
the member. In its registration, the central depogishall open an owner’s account
also for state authority acting on behalf of thev@k Republic or for the National
Property Fund. For other persons, an owner’s adccan be open only at |a
member’s request.
In a member’s client account, the central depogitegisters data on securities
which owners are registered by the member. The raeiitkelf does not own th
securities kept in its client account; the owndrsuzh securities are recorded in the
member’s registration.
In a nominee (holder's) account of a foreign cdndiepository, the CSD registers
data on securities whose owners are registeredtiatforeign central depository jn
a registration created in compliance with the laasdal on which the foreign central
depository is founded.
Further on, the CSD performs the clearing and esattht of stock exchange and
over-the-counter transactions in securities.
Nevertheless as far as Slovak capital market ice@med we have to put ifs
importance into the perspective. Despite positivactmeconomic development it
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remains the market with the lowest market capddili® in the region and one of
the weakest in all EU. Market capitalisation of sheck exchange reaches only 30%
of GDP, while market capitalisation of stock rems only 10,6 % of the GDP and
stock quoted on the stock exchange only 5,2% of Gid?eover as a result of very
low amount of trades with stocks reaching only 1albdeals4 Slovak Authorities
consider that there are virtually no changes inotlveership of stocks. With respect
to obliged persons in the field of securities wa oaserve that banks and branches
of foreign banks account for 95 % share of the stes market. It is highly
probable that any higher volume trade with stockalld be on the risk sensitive
basis reported by the Stock Exchange as unusuakirtion to the FIU.
Slovak Republic supports such provisions, which ledd to adequate transparerncy
of ownership within the corporations. Informatiomoat shareholders is not
available in the Commercial Registry, but this mifation is at disposal in the
Central Securities Depository of the Slovak Repulliompetent Slovak authorities
have direct access to the information on benefi@alnership through th
connection to the system of Commercial Registryei@ORWIN.

1)

Measures
implement

taken to
the

recommendations

since the adoption of

the first
report

progress

One of the new definitions introduced in the AML/CEaw is that of a beneficial
owner. Section 9 ,Other Definitions" letter b) edgcdefines who is a beneficial
owner. Article 3 para 6 of the 3rd AML Directive fally implemented by thig
definition. Duty to determine a beneficial ownedaake appropriate and risk-based
measures on his/her verification in order to arépgy entity to obtain enough
information to be satisfied who is a beneficial @nrincluding as to legal entities
asset management on behalf of athird party amstl tand similar legal
arrangements, taking measures on determinatiorhefotvnership structure and
management structure of a customer; all these gaghef necessary information
form the essential part of CDD. The range of CDButates Section 10 ,,Customer
Due Diligence” para 1 of the AML/CFT Law. By thigquision a principle that
everyone has to know for whom he is acting (andetclare it transparently as wejl)
and in case of legal entities also who is the owfer what is the ownership
structure and management structure of a customéngbea legal entity o
a corporation) is directly applied in the Slovakyentive law.

As far as bearer shares are concerned they carhamdyde-materialised book-entry
form. All book-entries are registered in the CelnBacurities Depository on client
accounts or in registers of CSD members and allods must include
identification data of the account owner.

Nominee accounts (Holder’s accounts):

According to the amended legislation, which cante fiorce in November 200
(amended Act No. 566/2001 Coll., Securities Actailable at the NBS web-si
www.nbs.skin the English version under Legislation), sedesitholding throug
nominee accounts (holder’s accounts) is possible.

The central depository may open a nominee accaurthé central depository only
or for a foreign legal person with a similar scagbdusiness. The central depository
may also open a nominee account for a securitiakeder for a bank authorised to
perform the ancillary service of custodianship, anfibreign securities dealer or a
foreign bank authorised to perform an ancillarywier such as custodianship. The
central depository may open more than one nomimeeuat for a single legal
person (Section 105a, para 3 of the Act No. 566/200ll.). Beneficial owner dat
are registered in the internal registers of bawkiser CSD-s or security dealers,

n
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which are reporting entities (in line with Sect®para 1 of the AML/CFT Law).
For operations requiring a statement of informat@n the owner of a securi
registered under Act No. 566/2001 Coll., information the owner of a securi
recorded in a nominee account shall be replaced wfbrmation on the persor
(CSD, foreign legal person, securities dealer,ifpresecurities dealer, or foreig
bank) for whom the holder's account was openeditdadact shall be stated.
Where information on securities is recorded in enimee account, and a disclost
obligation is imposed on the central depositorydwy, information on the owner ¢
the securities shall be replaced with informationttoe persons (CSD, foreign leg
person, securities dealer, foreign securities dealeforeign bank) for whom th
holders account was opened, and this fact shaltdied (section 105a,para 9, 10
the Act No. 566/2001 Coll.).

al
e
of

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 37 (Dual criminality)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f The FT offence needs extending as the currentnmication could limit extradition
possibilities.

Measures reported ¢
of 3 July 2007 to
implement the
Recommendations 0
the report.

Even the legal regulation of the criminal offendeeasrorist financing provided b
the Criminal Code (Act No. 140/1961 Coll.) effeetiwntil 31 December 200
could not limit extradition possibilities. Howevefurther improvements wer
provided by the Criminal Code (Act No. 300/2005Qa#ffective since 1 Janua
2006 by extending provisions on culpability of paegtion for the criminal offence
providing new definition of ,terrorist group* andqviding definition of ,support

Autonomous offence of FT and other improvements algo be provided by th
amendments of the Criminal Code to by submitted iegislative procedure i
September 2007.

of* and ,activity for“ the terrorist group as stdten Art. 129 par. 4, 5, 6.

y
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e
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= D

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

Currently there is no autonomous offence of tesrarfinancing acts and terrori
groups. Nevertheless, the extradition possibiliiesrespect of dual criminalit
requirements by the criminal offence of financiegrorism are not considered
limited. The act of terrorism financing can be ddesed as the criminal offence
supporting of the terrorist group or as the abgttin the criminal offence o
terrorism.

St
y
as
Of

f

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

Concerning the relevant draft legislation, please, the answer to R1.

initiatives)
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Recommendation 38 (MLA on confiscation and freezing

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f The FT offence needs extending as the currentnmigation could limit extradition
possibilities.

Measures reported g Even the legal regulation of the criminal offenddeasrorist financing provided by

of 3 July 2007 10 the Criminal Code (Act No. 140/1961 Coll.) effeetiuntil 31 December 2005

implement the Id o (i fi fi d . i H it

Recommendations ¢ ¢ould not limit confiscation an reezing possties. However, further

the report. improvements were provided by the Criminal Code t(An. 300/2005Coll.
effective since 1 January 2006 by extending prowsion culpability of preparation
for the criminal offence, providing new definitiaf ,terrorist group” and providing
definition of ,support of* and ,activity for* theetrrorist group as stated in Art. 129
par. 4, 5, 6. Autonomous offence of FT and otheprowements will also be
provided by the amendments of the Criminal Codbytsubmitted into legislative
procedure in September 2007.

Measures taken to| Currently there is no autonomous offence of tesrarfinancing acts and terrorist

implement the groups

recommendations '

since the adoption of

the first progress

report

Recommendation  of Arrangements or coordination of seizure and coafien actions with other

tF:‘ee ot MONEYVAL | countries as well as for the sharing of confiscatsdets between them should|be

s considered.

Measures reported g Slovak authorities consider the realization of ttisommendation as continuous

of 3 July 2007 10 hrocess in order to improve current situation.

implement the

Recommendations 0

the report.

Measures taken to| Slovak authorities consider the realization of ttesommendation as continuous

implement the process

recommendations )

since the adoption of

the first progress

report

(other) changes since Concerning the relevant draft legislation, please, the answer to R1.

the first progress

report (eg draft laws,

draft regulations or

draft “other

enforceable means”

and other relevant

initiatives)

Recommendation SR | (Implement UN instruments)
Rating: Partially Compliant
Recommendation  of Provide for adequate TF criminalisation and moreidgunce and communication

the
Report

MONEYVAL

mechanisms needed with FIs and DNFBP re UN Resaokiti

Measures reported 3
of 3 July 2007 to
implement the
Recommendations o
the report.

Please see Rec. SR Il

to
the

Measures taken

The Slovak Republic as the EU member state, folldlws European Unio

—

implement
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recommendations
since the adoption of
the first progress
report

procedures in this area; thus, as the EU implemélits resolutions into it
regulations, which are binding and directly apfieain all member states of the
EU, this is also the case for the Slovak Republic.
EU regulations are binding in their entirety andedily applicable in all member

states what is absolutely in compliance with thealy establishing the Europegan
Community (Articles 60, 301, 308). It means that Eldulations have direct forge

of law in the Slovak Republic. All of regulation$ the EU (also those requiring

freezing of funds and economic resources belongmgersons designated jin

regulations of the EU concerning restrictive measpare published on the website
of the Official Journal of the EU and on the websitf Common Foreign and

Security Policy of the EU. There is a free accessafl persons to this website o
check some new issues in this regard.
For the purpose of successful cooperation and tefeeanti-money laundering and
terrorist financing policy, the Ministry of Finand¢eok the initiative measure and
sent to banks and branches of foreign banks infiilomabout their obligations and
commitments arising from specific regulations arecisions of the European
Communities concerning restrictive measures of Comroreign and Securi
Palicy - the freezing of terrorist assets. MinisbfyFinance of SR has issued a letter
containing guidance to banks and branch officesfoogign banks concernin
information about their responsibility regardingioaal and international law in the
field of money laundering and fight against tersorifinancing. This issued letter
contained also the information about special websit Common Foreign and
Security Policy of the EU where all of the Couneigulations regarding restrictive
measures are published.
At the same time, the finance ministry's letteoinied the banks and brancheg of
foreign banks on the fact that SR was unable ttadesanctions against the EU's
internal terrorists. The Common Position 2001/9FBe, as amended by Commpn
Position 2008/586/CFSP made by EU set up a lishatfiral and legal persons

(sanctioned entities) that are associated witlotism. Persons on the list of the EU
Common Position 2001/931/CFSP shall be divided tinéoexternal terrorists and fo

the internal terrorists. Persons who are EU cigzenare domiciled in the EU afe

therefore known as the EU internal terrorists. Agaithese EU's internal terrorists
financial sanctions could not be applied, becausit allowed by the EU Treat
which gives the mandate for the implementationestrictive measures within the
common market and financial services only to tltodintries (Art. 60 and 301 of
the EU Treaty), namely the introduction of finah@analties at Community level
against its own citizens has no mandate.
Given the above, the freezing of terrorist assethe following persons were in this
case anchored at the level of national legislaiiothe Government Regulation No.
397/2005 Coll., laying down international sanctidosensure international peace
and security. The ordinance contains the Goverriméiat of sanctioned persons
whose activity is confined to the territory of EUelMber States or EU nationals.
Financial institutions are obliged to freeze imnag¢elly all funds and economic
assets of the persons included on the list in theneX to Regulation Ng.
Government. 397/2005 Coll.
The Act on Banks No. 483/2001 Coll. (Section 91ap8) — available at the NB
web-site_ www.nbs.skn English under Legislation) stipulates that bamki branc
office of a foreign bank shall be obligated to pdavthe ministry within th
deadlines set thereby, with a written list of diesubject to international sanctions
imposed according to separate regulation (Act N&9/2002 Coll.) Provided li
must contain account numbers and account balarficksse clients.
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The new AML/CFT Law defines in a separate Sectignp@ra 2) examples of
unusual transactions, to which belongs also thecatidon that the client o
beneficial owner is a person designated in reguiatiof the EU as a sanctiongd
person to whom restrictive measures should apglyolfliged persons (=reportin
entities) are required to report to the financialige about any unusual transaction
or the attempt to carry out the unusual transaatidimout unnecessary delay.
The experts from the Slovak central bank, the FHd ¢he Ministry of Financ
participated in the preparation of "Methodologicplidance of the supervisign
department of NBS from 19 December 2008 No. 7/2808he protection of banks
and branches of foreign banks against money laumgl@nd terrorist financing*
which plays a role as a "manual" for banks and divas of foreign banks i
applying the provisions of AML/CFT Law. This guidancontains also informatign
about the sanctioning policy of the UNSC linkedhaibe EU legislation and also
the link to the official website of the UNSC withcamprehensive overview of
UN resolutions, with the obligations resulting #feom, and an overview of the
main UNSC resolutions in the field of fight againstrorism. That serves all for
better awareness and knowledge for financial utstits in the SR on the issue [of
restrictive measures, which are taken either hbyspasition of the UNSC sanction
resolutions, or by the autonomous sanctions taehéEU only.

Enforcement in the Slovak Republic by means of |pesafor non-compliance i
provided for by Act No. 460/2002 Coll. on perfornsanof international sanctions
providing the international freedom and securityaagended by Act No. 127/2005
Coll. (hereinafter Act. No. 460/2002 Coll.) It dedis international sanctions as a
sum of constraints, commands or prohibitions estlhdt for the purpose
maintaining or restoring international peace ancusty, resulting from specifi
binding international documents and arrangementshé same time, specifically
defines international sanctions in the field ofiaand non-financial services, in the
field of financial services, of transport, of thexhnical infrastructure, of scientific
and technical contacts and in the field of cultaadl sporting contacts. According
to this Act No. 460/2002 Coll. the Slovak authesti(Ministries of the Slova
Republic, Office of industrial ownership of the @& Republic) have the power to
penalise violations of the EU regulations — Artitl@). What means this Act covers
the issue of international sanctions, but doesaddtess the application of sanctigns
in practice. Section No. 10) of this Act contaiaslthinistrative offenses", but only
for the violation or failure to apply internatiorsdnctions.
Since the last round of evaluations in MONEYVAL eoof the persons covered by
the international sanctions, as none of the perfons lists of sanctioned persons
in terms of regulations and decisions of the EC lastd of UNSC was a customelrs
of financial institutions in the SR.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

There should be in the foreseeable future newliga in the SR adopted, whigh
would complete the practical application of resivee measures — sanctions and
which would set a strict division of responsibégiand powers of decision-makipg

draft sother | iN this area between the central government autb®nd other bodies.
enforceable means”

and other relevant

initiatives)

Recommendation SR Il (Freeze and confiscate terrast assets)

Rating: Partially Compliant

Recommendation o

f Develop guidance and communication mechanismsaliftnancial intermediaries

the MONEYVAL

and DNFBP and a clear and publicly known proceddog de-listing and
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Report

unfreezing in appropriate cases in a timely manner.

Measures reported g
of 3 July 2007 to
implement the
Recommendations o
the report.

European Union implements UN resolutions into égulations which are binding
and directly applicable in all member states offhk

E.g. Iran’s UN resolution was implemented on thel&l¢| into Council Regulatio
(EC) No. 423/2007 of 19 Aprll 2007 concernlng rm:tltve measures against Ir

the EU where all of the Council regulations regagdrestrictive measures
published.

The Act on Banks No. 483/2001 Coll. stipulates thahnk and branch office of |a
foreign bank shall be obligated to provide the Miiry within the deadlines set
thereby, with a written list of clients subject itternational sanctions imposed
according to separate regulation (Act No. 460/2@al.) Provided list must

contain account numbers and account balances ¢ gients.

Accordingly draft new AML Law defines in complexl alnusual transactions to
which belongs also the assumption that the clierthemeficial owner is a persan
designated in regulations of the EU as a sanctigerdon to whom restrictive
measures should apply . All of obliged persongageired to report to the financia
police about any unusual transaction or the attetaptarry out the unusual
transaction without unnecessary delay.

Enforcement in the Slovak Republic by means of piesafor non-compliance i
provided for by Act No. 460/2002 Coll. on perforneanof international sanctior
providing the international freedom and securityaasended by Act No. 127/20(
Coll. According to this Act have the Slovak autties (Ministries of the Slova
Republic, Office of industrial ownership of the i Republic) the power t
penalise violations of the EU regulations — Artit[&).

[72)
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o A

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

No changes as yet.

(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation SR V (International co-operation)

Rating: Partially Compliant

Recommendation
the MONEYVAL

0

f Fully extend the FT offence in line with SR. Il dNd

Report
Measures reported g
of 3 July 2007 to

Slovak Republic is ready to introduce autonomousninal offence of financing
terrorist acts and terrorist groups, which exgdicitakes into account a

implement the . . .

Recommendations g 'eduirements of special recommendation Il and Ihe Televgnt amendments of t

the report. Criminal Code (Act No. 300/2005 Coll.) are currgnbeing prepared and a
expected to be submitted into legislative proceduigeptember 2007.

Measures taken to| Currently there is no autonomous offence of tesrarfinancing acts and terrori

implement the groups

recommendations '

since the adoption of

the first progress

report

Recommendation  of Slovak authorities should satisfy themselves thet $upervisory bodies ai

tF:‘:port MONEYVAL | exchanging information with foreign counterparts.

Measures reported g
of 3 July 2007 to

The NBS, as an integrated authority supervisingle/fioancial market, exchange
information with foreign counterparts continuouslgn the bases of vali
memoranda of understanding and also on the basesritén requests of th
particular supervisory bodies.

implement the
Recommendations 0
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The NBS cooperates with foreign supervisory autlesrisince 2006 in a mot
broad scope as it was reflected in tH& MER because based on the Act
747/2004 Coll. on the Supervision over the Findnblarket the Slovak Centrg
Bank is the sole supervisory authority over the lhfinancial market and i
authorized by the virtue of respective provisiongef alia Section 3 para 3 and 4
the said law) to exchange the information gaine@mdischarging its superviso
obligations with its foreign supervisory countetpafrecent example from Ma
2009 is the request of the FSA regarding suspectelithorized provision @
financial services, which has been answered bN8® in due course).
Regularly, when a prudential on-site examinatiomtams the element ¢
AML/CFT prevention regime control in a bank or firtdal institution, which has
parent company in abroad, the foreign supervisatiiaity is informed afterward
about major revealed shortcomings (since 2007 ch kiters has been submitted
foreign supervisory authorities, e.g. Germany, Aakt

he
re

2S

[ 2NN

(other) changes since

the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Concerning the relevant draft legislation relatedtlie autonomous FT offenc
please, see the answer to R1.

Recommendation SR VII (Wire transfer rules)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f Provide in Law or Regulation for the requirementctrry out CDD measures i
occasional transfers covered by the Interpretabie to SR.VII.
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Measures reported g
of 3 July 2007 to

Respective EU Regulation (No 1781/2006) is in fosiece January 2007 i

Slovakia; and, in fact this requirement is contdiime the draft AML/CFT law as

n

D

&'ﬂgmﬂgﬂdaﬂons thi already mentioned in comments to Recommendation 5.

the report.

Measures taken to| There is a duty in Section 10 para 3 of the AML/CEaw to perform an

implement ~~the | jgentification of a customer and verification ofhiier identification also in case pf

recommendations . . . . . .

since the adoption of| C&rYiNg out a transaction (including occasiona)dihe amount of which reaches| at

the first progress | least EUR 2,000.

report Within the CDD measures (AML/CFT Law contains tteguirement for CDD
measures in Section 10 ,Customer Due Diligence‘aparletter b) and letter d),
which clearly define a duty for all the reportingtities to carry out CDD when
carrying out an occasional transaction - an ocoasitsansaction outside a busingss
relationship worth at least EUR 15,000) and wheerghare doubts about the
veracity or completeness of customer identificatiata previously obtained.
Moreover, the Act on on the Payment System (Acttlllo/2002 Coll. of 19 August
2002 and on Amendments and Supplements to Certaus Las amended; available
at the NBS web-site www.nbs.skder Legislation also in English) in its Sectigh
“Carrying out of cross-border transfers” para 6edmines the extent of required
data as follows:
A transfer order for a cross-border transfer stafitain:

- the name and account number of the originatioe account number of the
originator shall not be required for a cross-borttensfer carried out by
cash deposit,

- the amount of the cross-border transfer and theordaration of the
currency,

- the name of the account to which the cross-bomdaster is to be carried
out and the number of the account if known; forrass-border transfer
carried out by cash disbursement, if the beneficisira natural person the
given name, surname and home,

- address of the beneficiary shall be stated; itoeeficiary is a legal persan
the name and address of the registered office bhatated,

- data enabling the identification of the performimgstitution of the
beneficiary,

- the symbols of the foreign currency statisticswihych shall be understood
the payment title and other symbols pursuant toegial act or on the basjs
of a special act,

- the place and date of the drawing up of the trarsfder,

- the signature of the originator identical with tlspecimen signature
maintained at the performing institution of the gamator, with the
exception of transfers carried out electronicadlyd,

- other information required for the carrying outtb&é cross-border transfer
required under a separate legal provision,11lanahe basis of a decisign
of the performing institution of the originator.

Cross reference 1la) relates to 1la) Regulation) (EG.1781/2006 of the

European Parliament and of the Council ofNdvember 2006 on information gn

the payer accompanying transfers of funds (34% of 8 Decembe2006)
Recommendation  of Ensure that full originator information, includingame, address (or other permitted
g‘:port MONEYVAL | data in lieu of address) is available if requestedrespect of domestic wire

transfers.
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Measures reported & This is obligatory for all financial institutions iline with the mentioned regulation

of 3 July 2007 1o (Art, 6&7), which is directly applicable in Membétates.

implement the

Recommendations 0

the report.

Measures taken to| The Act on the Payment System (Act No 510/2002.@&IL9 August 2002 and gn

implement  the | Amendments and Supplements to Certain Laws, asdedemvailable at the NBS

recommendations . . . . . . . .

since the adoption of web-site_www.nbs.skinder Legislation also in I_Engllsh) in its Sect@ﬁCarrylng

the first progress | Out of cross-border transfers” para 4 determines ektent of required data for

report domestic transfer as follows:
a) a banking contact, which shall mean:
1. the account number of the originator and thatifleation code of the performing
institution of the originatofor a transfer order for collection shall be statkd
account number of the owner and the identificatmmde of the performing
institution of the account owner; the account nundfethe originator shall not be
required for a domestic transfer carried out byhaeposit, and
2. the account number of the beneficiary and thentification code of the
performing institution of the beneficiary; for aamsfer carried out by cash
disbursement the account number of the performistjtution of the beneficiary
shall be stated instead of the account numbereobémeficiary.
b) the sum to be transferred,
c¢) the currency identification; if a currency idifioition is not stated, the transfer
shall be considered to be a transfer in euros,
d) the place and date of the drawing up of thesfearorder, and
e) the signature of the originator identical witle tspecimen signature stored at the
performing institution of the originator, with thexception of transfers carried qut
by an electronic means of payment,
f) other information for making a transfer as reqdi under a separate legal
provision.11a)
Cross-reference 11a) relates to Regulation (ECJLT81/2006 of the European
Parliament and of the Council of N6vember 2006 on information on the payer
accompanying transfers of funds (G845 of 8 Decemb@n06).
In order to enable more understanding and awareaiesg the application practise
of the EU Regulation N 1781/2006 on the informatmmthe payer accompanying
funds transfers to payment service providers oepaythroughout the EU; the NBS
has published on its web site (both in English @mdSlovak) the “Commor
Understanding Paper”, which has been elaborate®adtober 2008 under the
auspices of the Anti Money Laundering Task Forceictv has been established|in
2006 by 3L3 Committees (CEBS, CESR and CEIOPS) isndomposed of
competent authorities with the responsibility tpatwvise payment service providers
all over Europe.

Recommendation  of The originator's address (or other permitted datalieu of the address) should

the  MONEYVAL | accompany all cross-border wire transfers.

Report

Measures reported & This is obligatory for all financial institutions iline with the mentioned regulation

of 3 July 2007 1o (art 4&5), which is directly applicable in Memb&tates.

implement the

Recommendations 0

the report.

Measures taken to| As mentioned above, this is captured under Sedttopara 6 of the Act on Payment

implement ~ the System.

recommendations

since the adoption of
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the
report

first progress

Recommendation
the MONEYVAL
Report

0

f Ensure that financial institutions conduct enhansedutiny of (and monitor for

information.

Measures reported g
of 3 July 2007 to

This is obligatory for all financial institutions iline with the mentioned regulatic
(Art. 9, which requires either to refuse such tfansor ask for complets
information), which is directly applicable in Memt®@tates.

implement the
Recommendations o
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

According to this obligation, which is in the saielgulation (Art. 9), banks an
foreign banks branches have adopted internal puvesdo handle transfers wi
incomplete originator information. The NBS in itapgrvisory activities is th
institution authorised to enforce this EU regulatin Slovakia. In the first quarte
of 2008, all banks and foreign banks branches baea asked by a letter to provi

overall EU experience, which has led to a conclusimat this issue has to be de
with on the level of EU instead of member statdd)e compliance to this E

banks branches carried out by the NBS supervidaf/ s

suspicious activity funds transfers which do nontamm complete originator

the overview of “the most failing jurisdictions” ithis area (results mirrored the

Regulation is a component of the complex on-sigpéctions in banks and foreign

1%

d
th

3y
de
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(other) changes since
the first progress
report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation SR VIII (Non-profit organisations)

Rating: Non-Compliant

Recommendation
the MONEYVAL
Report

0

f Formal analysis required of threats posed by the@eas a whole.

Measures reported ¢
of 3 July 2007 to

Formal analysis of the sector as a whole is thegfahe preparing National actio
plan together with the competent authorities withie Ministry of Interior

implement the

Recommendations 0

the report.

Measures taken to| Risks analysis regarding NPO’s and their abusirspedally with regard tq
'rg‘é’c')iqmnfe”;daﬁons the | financing of terrorism, was under consideratiome preventive AML/CFT Law
since the adoption of| PrOCESs creating. Due to the §|tuat|or) in the fadlderrorism flnar_1cmg in SI_ovakl
the first progress | (there were no cases of NPO’s abusing for FT,rooriet attacks in the territory d
report the Slovak Republic so far), it does not seem thete is an urgent need for su

analysis.

—

Recommendation
the MONEYVAL

0

f Assess adequacy of current legal framework.

Report

Measures reported 3
of 3 July 2007 to
implement the
Recommendations o
the report.

AML/CFT draft Act stated all kind of non profit cagisations as an obliged entiti
and defined who is considered to be a beneficialeswAdditionally stated for no
profit organisations to establish and keeps afifieneficial owners

to
the

Measures taken

implement

The AML/CT Law quite strictly determines in its $iea 25 the obligations for th

[¢%)

NPO’s (called "Corporations” in the unofficial Ergll translation):
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recommendations
since the adoption of
the first progress
report

keeping a list of beneficial owners,
submit this list to any of the reporting entitiagdato the FIU, in case of
written requirement from a reporting entity andtue FIU.

Recommendation
the MONEYVAL
Report

0

f Consider how effective and proportionate oversigah be achieved (includin
program of verification and direct field audits particular vulnerable sectors).

«

Measures reported 3
of 3 July 2007 to
implement the
Recommendations 0
the report.

FIU will have a new competence to supervise dugtased in the new AML/CF
Act also supervise if organisation keeps a lish@fieficial owners (duty special f
non profit organisations).

OJ

r

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The Slovak FIU is the authority to control the NBCfor compliance to th
AML/CFT Law (Section 25 of the AML/CFT Law).

(D

Recommendation
the MONEYVAL

0

f Consider guidance to FlIs on specific risks of g@stor.

Report
Measures reported &
of 3 July 2007 to

As soon as new AML/CFT Act will be in force FIU Wireate a guidance to Fl ¢
specific risks of this sector.

n

implement the

Recommendations 0

the report.

Measures taken to| As yet, there has been no special guidance oniske inherent in the sector
implement ~the | NPQ’s; however, the importance of gathering sfitidata on the NPO befo
recommendations tablishing a busi lationship by a bankreidn bank’s branch is underli
since the adoption of| €Stablishing a business relationship by a ban ra_mgn ank’s branch is underlin
the first progress | IN the Methodological guidance of the Financial kédrSupervision Unit of thg
report National Bank of Slovakia of 19 December 2008 N&0®8 for protection of a

bank and branch office of a foreign bank againshegyolaundering and terrori
financing, in part F.

Of
re
ed

D

D

Recommendation

o MONEYVALOf Consider whether further measures need taking énlight of the Best Practices
Report Paper for SR.VIII.

Measures reported & The practice application of the new AML/CFT Act Mdke analysed and consider if
of 3 July 2007 1 f,rther measures are necessary

implement the

Recommendations 0

the report.

Measures taken to| Practical experience on new duties of the NPO’stheid probable implementatian
Lgf;%mnfgédations the | problems and how to handle them, in particular t ¢ keep a written list of the
since the adoption of beneficial owners, and the new controlling powethaf FIU will be a basis for the
the first progress | FIU review after at least one year of the preventaw entering into force.

report

(other) changes since

the first progress

report (eg draft laws,
draft regulations or

draft “other
enforceable means”
and other relevant
initiatives)

Recommendation SR IX (Cash Couriers)

Rating: Partially Compliant
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Recommendation
the MONEYVAL
Report

0

f The requirements of SR 1X should be fully consitlbsethe Slovak authorities.

Measures reported ¢
of 3 July 2007 to

This issue is in Slovak Republic covered by the Not 199/2004 Coll. Custom
Act concerning amendments and supplements of nehs in the wording of late
regulations and concerning amendments and suppten@h certain Acts a
amended by Act No. 672/2006 Coll. as follows :

According to the Article 4, (1) (“An obligation teeport on the transit of cas
pecuniary means”) cash pecuniary means enteringtedthréory of the Slovak

State are subject to customs supervision.

And according to the Article 4, (2) a natural pers@nsiting cash pecuniary mea
according to paragraph 1 in the minimum amountbdistaed in a special regulatia
3e) shall be obliged to report this fact to thevaht Customs Office in writing.

Parliament and Council (EC) No. 1889/2005 of 260bet 2005 on the control ¢
cash pecuniary means entering the Community orirlgathe Community which
determines that a natural person entering or lgatiie Community and carryin
cash of a value of EUR 10 000 or more shall declaat sum to the compete
authorities of the Member State through which heemdering or leaving th
Community in accordance with this regulation.

Republic from a third State or leaving the tergtof the Slovak Republic to a third

Footnote 3e) means reference to Article 3, (1)hef Regulation of the European

Ulﬁm

h

ns
n

nf
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D

implement the
Recommendations o
the report.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

This issue is in the Slovak Republic fully covel®dthe Act No. 199/2004 Coll. o
Customs Law and on Amendments and Supplementsie 2a@ts in the wording
of later regulations and concerning amendmentssapglements of certain Acts
amended by Act No. 672/2006 Coll. as follows :

According to Section 4 “An obligation to report ¢ime transit of cash pecunia
means” para 1 cash pecuniary means entering thimtgrof the Slovak Republi
from a third State or leaving the territory of Bkwvak Republic to a third State g
subject to customs supervision. And according tcti®e 4 para 2 a natural pers
transiting cash pecuniary means according to papigl in the minimum amou
established in a special regulation 3e) shall bligeth to report this fact to th
relevant Customs Office in writing.

Footnote 3e) means reference to Section 3 paréHedRegulation of the Europe:
Parliament and Council (EC) No. 1889/2005 of 26a0Det 2005 on the control ¢
cash pecuniary means entering the Community otingathe Community which
determines that a natural person entering or lgatnie Community and carryin
cash of a value of EUR 10,000 or more shall dedlha¢ sum to the compete
authorities of the Member State through which heefgering or leaving th
Community in accordance with this regulation.

The Customs Directorate of the Slovak Republithés competent authority for th
implementation of the Regulation (EC) No. 1889/200%his “cash contro
regulation” entered into force in Slovakia on 13time 2007.

As mentioned above, all the passengers enterimg @moleaving for third countries
who declare an amount over EUR 10,000 or otherveépnt currency or easil
convertible assets, fill in the prescribed declaraform before a customs officia
All those declarations are sent to the FIU purst@i®ection 4 para 4 of the Act N
199/2004 Coll. on Customs Law and on Amendments Sungplements to Som
Acts regardless of a suspicion.

As far as the statistics is concerned, there wdreinl 2007 and 35 in 200

® O =<+

respectively as to the number of cash recordinggcti in these years by Custo

ms
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authorities in application of the EU Cash contregulation. 1 report has beén
obtained in 2009

(other) changes since
the first progress
report (eg draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)
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4. Specific Questions

=« In money laundering prosecutions/convictions since the adoption of the report,
please specify the predicate offence(s) and whether the case was third Party
laundering or own proceeds laundering and in the case of third Party laundering
whether it was prosecuted autonomously or together with the predicate offence.

« Vast majority of the cases reported as prosecutedn¥icted were self-money
laundering. Perpetrators of predicate offences ihljnaconomic frauds / were
prosecuted in same proceeding as launderers.

« Hasproperty been forfeited in any money laundering or other criminal case from
third Parties since the adoption of the report?

= In one case Special Court imposed forfeiture afpprty of two perpetrators of
fraudulent running of so-called non-banking ingtiins, however regarding
property from third parties concrete numbers hasbeen specifically processed in
periodical statistics provided by courts/ Ministrfy Justice.

For the &° Progress report:

According to the statistical information there was property been forfeited or confiscated in 2007,

2008 and the first term of 2009 (January, Februdirch).

= Have any steps been taken to strengthen the FIU in the overall Police structure
and does it now have explicit competence to deal with reports relating to
financing of terrorism and the financing of terrorism issue in supervision?

« In the new AML/CFT Act there is explicitly defing@inancial Intelligence Unit
(not Financial Police as is stated in the currelLAAct). Besides other functions
New AML/CFT Act explicitly specify all competenciesoncerning receiving,
analyzing and disseminating of the informationite tompetent authorities relating
ML and FT. New Act also state for the FIU competestecessary for supervision
of the preventive measures concerning ML as welTasn the same level.

Additional guestions since the ¥ progress report

Please set out if you have not already done so treporting obligation in respect of ML/FT as it is
now provided for and supply in English any explanadry guidance given to the obliged entities.

Section 4 ,Unusual Transaction“ para 1 and 2 of AML/CFT Law clearly define what an unusu
transaction means; para 2 gives the overview ofitbst frequently unusual transactions occurred
examples) for all the reporting entities. Thesesuali transactions were introduced into the cited
on the basis of the analysis of about 5,000 unusaasactions, which the FIU received in the pe
from 2001 to 2007. Reporting entities are obliggdihe new preventive law to report these unus
transactions as well as to determine other unusaakactions in accordance with their scope
business. The cited provision defines also unusaalsactions relating to terrorism financing. T
number of UTRs was continuously increasing as f pnovision came into force. By comparison
years 2007 and 2008, the recorded increase was15%.
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In an effort to provide the reporting entities witther information and necessary clarifications, FeJ
arranged 2 meetings in 2009 (1 in 2007 and 2 ir8P@@h the Bank Association and 2 meetings W
Association of Insurance Companies (2 in 2007, 20@8), which cover the most important report
entities. Due to a size of the financial market [2&ks and 24 insurance companies were actir
Slovakia in 2008) such mutual meetings appear &ffaative way for information on how to apply t
AML/CFT Law and also to discuss new trends on molaeymdering and terrorism financing in t
financial market.

The FIU established its own website, where therimfdion on how to properly apply the ne
preventive AML/CFT Law as well as other informatimlating to ML/TF is, as needed, made pub
There were numerous special trainings for varieg®rting entities, their chambers and state bgg@ie
in 2007, 13 in 2008 and 18 till August 2009) orgaai by the FIU.
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Has the new financing of terrorism offence been agited? If so, please provide the legislation i
English.

No, the new financing of terrorism offence has Ine¢n adopted as yet. Please, see the answer
R1.

to the

Please explain the steps that have been taken sinttee last progress report was adopted t¢
strengthen the FIU in the overall police structure.How has it been reinforced in terms of
personnel?

When the AML/CFT Law came into force the positadithe Slovak FIU in the overall police structy
has been re-defined (Section 26). It is a cent@iponal agency responsible for receiving, anatys
and disseminating to the competent authorities dtatkorities, secret service, customs authoritieks
particularly law enforcement bodies), disclosurdsfinancial information concerning suspect
proceeds of crime and potential financing of tesraror required by national legislation or regudat

re
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in order to combat money laundering and terrorigrarfcing (Egmont definition). It is responsible for

prevention and detection of legalization and téstdinancing. The FIU is under budgetary umbrelig
the Ministry of Interior and is also one of the dgments of the Bureau of Combating Organi
Crime. This is regarded to be a clear lawful sgttm strengthen the position and independencheo
FIU.

Recently the FIU staff has increased about 6 peaplen analytical department for IT support hask
set up within it.

1
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Please explain, if you have not already done so, athAMLCFT risk assessments have bee
performed centrally by Governmental bodies and/or egulatory bodies since the adoption of th
1% progress report. What are the main results achiexkby the Permanent Coordination Group
that was due to be set up at the time of theprogress report?

—

1Y%

Such AML/CFT analysis has been accomplished onlgher-IU level.
Within the working group named ,IIGE" — Interagenbyegrated Group of Experts (which, in fa
has after its establishment in 2008 taken on thlestaf the former multi-disciplinary group of ex{se
active last two years), following issues has bamrsitiered and discussed:

- creation of a central registry of bank accounts,

- possible introduction of cash transactions limiatby threshold,

- practical problems with the application of provigi measures within the criminal proced

=

ure

(especially in relation to seizure of financial fishaccording to Section 95 of the Criminal

Procedure Code), with the recommendation of makimgosal for amendment in respect
legal arrangement),

- final court decisions on ML from abroad in orderbietter understand the core elements in
court decision-making process, etc.
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the

68



5. Questions related to the Third Directive (2005/60/EC) and the
| mplementation Directive (2006/70/EC)°

Implementation

/ Application of the provisions in the Third Directive and the Implementation
Directive

Please indicate The Slovak Republic fully implemented the Third &itive (2005/60/EC) and the
"gheth.er the Third |1y hlementation Directive (2006/70/EC), by which trgorcement measures of the
irective and the _. . . .
Implementation Directive 2005/60/ES are determined as regardsténe ,politically exposed
Directive have been person“ and technical criteria of procedures ofpdified due diligence in respect of
fully implemented / or| a customer and exceptions based on a financialitgatarrying out occasionally gr
g{ﬁcgw%espp“ed and in a very limited scope, as of 1 September 20@8hen the new AML/CFT Law
' has entered into force.
Beneficial Owner
Please indicate Definition of a beneficial owner in Section 9 ,OthPefinitions” letter b) of the
whether — your legal AML/CFT Law fully implements Article 3(6) of the Tt AML Directive.
definition of beneficial Section 9, letter b):
owner corresponds tp —~ : ) . )
the definiton of| beneficial owner means a natural person for thesfiteaf whom a transaction is
beneficial owner in the being carried out or a natural person who
3 Directive’ (please| 1. has a direct or indirect interest or their tataleast 25 % in the equity capital [or
ta'so provide the legal i, yoting rights in a customer being a legal entitgntrepreneur including beargr
ext with your reply) L . . . -
shares, unless that legal entity is an issuer ofirfgees admitted to trading on|a
regulated market which is subject to disclosureuiregnents under a special
regulation,37)
2. is entitled to appoint, otherwise constituterexall a statutory body, majority of
members of a statutory body, majority of superwisboard members or other
executive body, supervisory body or auditing bodyaocustomer being a legal
entity —entrepreneur, 3. in a manner other thaseeferred to in subsections 1 and
2 controls a customer being a legal entity —entegur,
4. is a founder, a statutory body, a member ofatusiry body or other executiye
body, supervisory body or auditing body of a custoibeing a corporation or |s
entitled to appoint, otherwise constitute or retfadise bodies,
5. is a beneficiary of at least 25% of funds swgaply a corporation, provided the
future beneficiaries of those funds are designated
6. ranks among those persons for whose benefitrgoion is established or
operates, unless the future beneficiaries of furfidse corporation are designated,
Risk-Based Approach
Please indicate the Reporting entity shall determine the extent of cosr due diligence with adequagy
extent —to  which {5 the risk of legalization or terrorist financinfhe risk of legalization or terrorist
financial institutions| .. . . . ..
have been permitted i financing shall bg conS|de'red by the 'repor'tlngtgnmh regard to thg customerr,
use a risk-based type of transaction, business relationship or atiqdar transaction. When
approach to controlled, the reporting entities are also obliged prove that the extent of
discharging certain of cystomer due diligence performed is adequate, digpgion the risk of legalization
their AML/CFT ot £ :
TS, or terrorist financing.

® For relevant legal texts from the EU standardsfggeendix ||

® please see Atticle 3(6) of th& Birective reproduced in Appendix II
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Measures chosen on the basis of a risk identifiedéporting entities may pursus
to the AML/CFT Law and in the frame of CDD be appliparticularly with regar
to verification of data on a beneficial owner, trrdetermining of the origin of th
funds and at updating documents, data and infoomatvhich they already hav
about a client. The reporting entities apply risiséd approach at enhanced
diligence and in situations that they consider asenrisky. Afterwards they ar
obliged to take measures on elimination of high&k to a satisfactory level and
case of a control they are obliged to prove sueuaacy.

Politically Exposed Persons

Please indicate
whether criteria for
identifying PEPs in
accordance with the
provisions in the Third
Directive and the
Implementation

Directive’ are provided
for in your domestic|
legislation (please als
provide the legal tex
with your reply).

Definition of PEPs in Section 6 ,Politically Expas@erson” of the AML/CFT Law
means full implementation of Article 3(8) of theiithAML/CFT Directive as well
| as Article 2 of the Commission Directive 2006/70/EC
| Section 6:
Politically Exposed Person
(1) Politically exposed person shall be for thepmses of this Act understood
natural person who is entrusted with a prominertlipifunction and not havin
» permanent residence in the Slovak Republic durer§ppmance of his function an
during one year after termination of performanca pfominent public office.
(2) Prominent public office shall mean:
a) head of state, prime minister, deputy prime stémi minister, head of
government agency, state secretary or a similantgley a minister,
b) member of Parliament,

judicial bodies the decisions of which are not eabfo further appeal, except f
special cases,

d) member of the court of auditors or of the cdriieak board,

e) ambassador, chargé d’affaires,

f) high-rank military officer,

g) member of executive body, supervisory body oditag body of a stat
enterprise or a state-owned company or

h) a person holding a similar post in the instgno$ of the European Union
international organizations.

(3) Politically exposed person shall for the pugmosf this Act also be understoog
natural person who is

a) the spouse or a person equivalent to a stattieecfpouse of the person refer
to in subsection 1,

b) a child, son-in law or daughter-in law of a merseferred to in subsection 1 o
person having a status similar to that of son-ia ¢ daughter-in law of a persg
referred to in subsection 1 or

c) a parent of a person referred to in subsection 1

(4) Politically exposed person shall for the pugmosf this Act also be understoog
natural person known to be beneficial owner of

a) the same customer or to be otherwise in confriie same customer, as a per

subsection 1 or

¢) judge of the supreme court, judge of the camaibal court or other high-leve

referred to in subsection 1, or runs a common lagsinvith a person referred to|i

1 a

ed

n

1 a

50N

b) a customer established for the benefit of agrersferred to in subsection 1.

" Please see Article
Appendix 1.

3(8) of thé&” Directive and Article 2 of Commission Directive @870/EC reproduced in
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“Tipping off”

Please indicate
whether the prohibition
is limited to the
transaction report o

also covers ongoing measures done by the FIU and law enforcement badiegll.

ML or
investigations.

TF

Obligation of keeping secrecy against third persgussuant to Section 1
,Obligation of Keeping Secrecy about a Reported sl Transaction“ para 1 (
the AML/CFT Law is connected to the reported unuigtensaction and furthe

With respect to the
prohibition of “tipping
off” please indicate
whether there  arg
circumstances  wher
the prohibition is lifted
and, if so, the details g
such circumstances.

This issues are regulated by Section 18 paras(6Hlijed entity=reporting entity).
For better understanding, the text of said prowissoas follows:

. Section 18:

L Obligation of Keeping Secrecy about a Reported UaLi§ransaction

(1) Obliged entity, employee of obliged entity,veall as person acting on behalf
fobliged entity on the basis of another contracte&dtionship, shall be obliged {
keep secret about reported unusual transactionn@@bures being taken by t
Financial Intelligence Unit in relation to third rgens including persons to who
such information relates. Obligation of keepingreeg shall also apply to th
performance of other duties by obliged entity unflection 17, subsection 5 a
Section 21.

(2) Employees of the National Bank of Slovakia afidhe Ministry of Finance o
the Slovak Republic (hereinafter referred to as“Mmistry”) shall be obliged tg
keep secret about the facts they have learneddtiim conduct of control undg
Section 29 in relation to third persons includireggons to whom such informatic
concerns.
(3) Obligation of keeping secrecy of persons rei@o in subsections 1 and 2 sh
also remain after the termination of employmentilsir labour relationship o
another contractual relationship.

(4) Obligation of keeping secrecy shall be kepghy person who, in the course
performance of tasks of the Financial Intelligenideit or in relation to them
becomes aware of information obtained under this Ac

(5) Obligation of keeping secrecy may not be inwbkg the obliged entity toward
the National Bank of Slovakia and the Ministry ahgrithe conduct of supervisid
and control under Section 29.

(6) The Financial Intelligence Unit shall relievestobliged entity of the obligatio
of keeping secrecy if it concerns proceedings leefor

a) law enforcement authorities,

b) a civil court,

¢) an authority authorized under a special reguidih) to decide on a initiative fg
revocation of a licence for the conduct of busingssther independent profitab
activity under Section 34.

(7) The Financial Intelligence Unit shall relievestobliged entity of the obligatio
of keeping secrecy if it concerns proceedings idiggrcompensation for damag
under Section 35 and proceedings before an admaitive authority deciding upo
an appeal against a decision rendered within theirastrative procedure for

breach of the obligation laid down by this Act pded it is necessary for thog
proceedings and it shall not hinder the processirige unusual transaction.

(8) Provided that the disclosed information is usgdlusively for the purposes

the prevention of legalization or terrorist finamgi the obligation of keepin
secrecy under subsection 1 shall not apply totlersy of information between

a) credit institutions or financial institutions exating in the territory of a Membe

= = 0

n

all

=

of

>

Dr
e

9)3“63

5

State or in the territory of a third country whichposes on them obligations in t
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area of the prevention and detection of legalizatend terrorist financin
equivalent to the obligation laid down by this Aetnd belonging to the same
financial conglomerate,46)
b) obliged entities under Section 5, subsectidetfigr h) and j) which operate in the
territory of a Member State or in the territoryathird country which imposes an
them obligations in the area of the prevention detkction of legalization and
terrorist financing equivalent to the obligatiomdla@own by this Act, provided the
perform their activity as employees within the sdegal entity or group of legal
entities sharing common ownership, managementmptance control,
c) between credit institutions, financial institns, obliged entities under Section| 5,
subsection 1, letter h) and j) in cases relatethéosame customer and the same
transaction involving two or more institutions @rpons, provided that they operate
in the territory of a Member State or in the temt of a third country whic
imposes on them obligations in the area of the gargen and detection
legalization and terrorist financing equivalent titgigation laid down by this Ac
and they are obliged entities of the same typeaaadubject to equivalent measures
for complying with obligation of keeping secrecydgpersonal data protection.
(9) Information under subsection 8 may be exchamg#aeen obliged entities even
without the consent of the persons concerned.
(10) Provided the obliged entity under Section ihsection 1, letter h) to j) acts
with the intention to prevent a customer from cotting illegal act, this actio
shall not be deemed a breach of the obligatioreeplkng secrecy under subsect
1.

(11) The State authorities under Section 26, suiose8 shall be obliged to kee
secret about information and documentation provittedhem under Section 2
subsection 3.

on

p

(93]

“Corporate liability”

Please indicate
whether corporate
liability can be applied
where an infringemen
is committed for the
benefit of that legal
person by a perso
who occupies a leadin
position within that
legal person.

t

[(® =]

Not yet, for more information, please, see the answthe R1.

Can corporate liability
be applied where th
infringement is
committed for the
benefit of that legal
person as a result g
lack of supervision o
control by persons wh

1%

occupy a leading
position within that
legal person.
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DNFBPs

Please specify whether
the obligations apply tq
all natural and legal
persons trading in al

goods where paymenisAML/CFT Law also mean an entrepreneur if carryingt cash transactions in
are made in cash in gnamount of EUR 15,000 at least, regardless of whetletransaction is carried out

amount of € 15 000 or
over.

The Slovak Republic has adopted legislation in edanoce with Article 5 of the
Third AML Directive. In this context, in Section ®bliged Entity* para 3 of the
AML/CFT Law it is stated that reporting entity shébr the purposes of the

in a single operation or in several linked transast which are or may appear to pe

connected.
Thus, the Slovak legal provision is not limited yombd entrepreneurs dealing with
goods, but captures also other entrepreneurs.
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6. Statistics

Money Laundering and Financing of terrorism cases

a) Statistics provided in the first progress report

2004
(for comparison purposes)
| o : Convictions Proceeds Proceeds Proceeds
nvestigations Prosecutions . : .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML | 108 1 0 13
FT
2005
(for comparison purposes)
o : Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions . : .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML | 106 72 35 9
FT
2006
(for comparison purposes)
o : Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions . : .
(final) frozen seized confiscated

74




amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 60 55 37 10
FT
2007 (1 January — 1 July)
(for comparison purposes)
Investigations | Prosecutions Conyictions Proceeds Progeeds Pro_ceeds
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 31 23 14 5
FT

b) Please complete, to the fullest extent possiblie following tables since the adoption of the
first progress report.

2007 (2 July - 31 December)

L . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions . - .
(final) frozen seized confiscated
amount amount amount
cases| Persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 46 36 18 8
FT 1 1
2008
N . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions . : .
(final) frozen seized confiscated
amount amount amount
cases| Persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 87 35 18 10
FT 3 2 1
2009 (to date)
N . Convictions Proceeds . Proceeds
Investigations | Prosecutions . Proceeds seized 3
(final) frozen confiscated
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amount amount
: amount X
cases| Persons| cases| persons| cases| persons| cases| (in cases (in EUR) cases| (in
EUR) EUR)
ML 20 15 7 1
FT | 1 1 24 | 5,770,425
7. STR/ICTR
a) Statistics provided in the first progress report
2004
(for comparison purposes)
Statistical Information on reports received by theFIU Judicial proceedings
transactions cases SR
o " suspicious to law 1= A
Monitoring entities, e.g. above ; opened indictments | convictions
transactions enforcement/
threshold by FIU
prosecutors
ML FT ML | FT | ML FT ML FT ML | FT
commercial banks 724 | 0
insurance companies 67 0
notaries 0 0
currency exchange 0 0
broker companies 0 0
securities' registrars 3 0
lawyers 0 0 818| 0 | N/A
accountants/auditors 0 0
company service provider 1 0
bookmaker’s 1 0
customs 20 0
leasing 2 0
Total 818 0
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2005

Statistical Information on reports received by theFIU

Judicial proceedings

. notifications
transactions | .o cases 1o law

Monitoring entities, e.g. above picK opened indictments | convictions

transactions enforcement/

threshold by FIU
prosecutors

ML FT ML FT | ML FT ML | FT ML | FT
commercial banks 1084 | 15
insurance companies 129 | 0
notaries 0 0
currency exchange 1 0
broker companies 0 0
securities' registrars 0 0
lawyers 0 0
accountants/auditors 0 0
company service provider 0 0 |1258 15| 16 0
bookmaker’s 2 0
car dealers 37 0
casino 2 0
high value goods dealer 1 0
customs 1 0
executor 1 0

1258 | 15
Total

2006
Statistical Information on reports received by theFIU Judicial proceedings
. notifications
transactions | .o o cases i [

Monitoring entities, e.g. above picic opened indictments | convictions

transactions enforcement/

threshold by FIU
prosecutors

ML FT ML FT | ML FT ML | FT ML | FT
commercial banks 1313 14 1556 | 14 12 0
insurance companies 151 | O
notaries 0 0
currency exchange 1 0
broker companies 30 0
securities' registrars 4 0
lawyers 1 0
accountants/auditors 0 0
company service provider 0 0
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car dealers 53 0
bookmaker’s 1 0
post office 2 0
executor 1 0
Total 1556 | 14

2007 (1 January — 1 July 2007)

Statistical Information on reports received by theFIU

Judicial proceedings

: notifications
transactions | ... | cases © o
Monitoring entities, e.g. above picK opened indictments | convictions
transactions enforcement/
threshold by FIU
prosecutors
ML FT ML | FT | ML FT ML FT ML | FT
commercial banks 776 | 5
insurance companies 136 | O
notaries 0 0
currency exchange 0 0
broker companies 2 0
securities' registrars 0 0 |44l 5 8
lawyers 0 0
accountants/auditors 0 0
company service provider 0 0
post office 1 0
car dealers 29 0
Total 944 5

b) Please complete statistics since the adoptiontbk 1** progress report

2007
Statistical Information on reports received by theFIU Judicial proceedings
notifications
reports about cases
. to law — -
suspicious opened indictments convictions
) enforcement/
reports about | transactions by FIU roSECUtors
Monitoring transactions P
entities, e.g. above ML FT ML T
threshold vy 1 e ML |FT| ML | FT | 85 | 85 |85 | 85
0w n oy 0w n oy 0w n oy 0 n
81 81 81 S
>R >R >R R
commercial banks 9 |[1936| 9 1
insurance companies
notaries
currency exchange
broker companies
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securities' registrars

lawyers

accountants/auditors

company service provider

7]

Total

1936 9

2008

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications to
suspicious opened | law enforcement/ indictments convictions
reports about | transactions by FIU prosecutors
Mo_n_ltorlng transactions ML ET ML ET
entities, e.g. above ” ” ” ”
threshold ML FT | ML | FT ML FT| 3| 5|1 2 5| 2| 5] 8| &
0 (7] 0 (7] 0 (7] 2] 2}
S| |8 |8 a| 8 &
o o o o
commercial banks 1926 | 16
insurance companies 261
notaries 5
currency exchange 0
broker companies 0
securities' registrars 7 17
lawyers 0 (directly
- 2058| 16 submitted to
accountants/auditors 1 the
company service providers 0 investigation
. 4 process)
postal services
financial regulators 1
car dealerships 49
executors 2
commercial companies 2
Total 2258 16
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2009 (1 January — 30 June)

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications to
suspicious opened | law enforcement/ indictments convictions
reports about | transactions by FIU prosecutors
Monitoring transactions ML ET ML ET
entities, e.g. above = ” ” ”
threshold ML FT | ML | FT ML FT| 8 s 2/ 5| 2| 5] 2| §
@ 2l & |21 & 2] @ 2
o (3] o () o () o ()
o o o o
commercial banks 1186 | 21
insurance companies 58
notaries 0
3
currency exchange 0
broker companies 0
securities' registrars 15
lawyers 0 13
. 1 (d|rgctly
accountants/auditors 1303| 21 submitted to
company service providers 0 the
postal services 3 investigation
- process)
gambling game operator 3
car dealerships 27
Administrator who manages 1
activity within bankruptcy
legal entity authorized 1
to operate an auction hall
commercial companies 8
Total 1303 21

8 Following the adoption of the euro on 1 January®Q@Be number of active foreign exchange licendders has
reduced from 1,158 as at September 2008 to 1,2Bedember 2008. A large part foreign exchangaeeholders
are hotels.
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¢) AML/CFT sanctions imposed by supervisory authotties.

Please complete a table (as beneath) for admitvgtrsanctions imposed for AML/CFT infringements in
respect of each type of the supervised entityérfittancial sector (eg, banks, insurance, secsiriie).

If similar information is available in respect afpervised DNFBP, please provide an additional téne
tables), also with information as to the types IACFT infringements for which sanctions were
imposed.

Please adapt the tables, as necessary, also tatediny criminal sanctions imposed on the initegatf
supervisory authorities and for what types of imjement.

Administrative Sanctions imposed by the FIU — Finanial sector/DNFBPs

2004 2005 2006 2007 2008 2009 (to
for for date)
comparison | comparison
Number of controls Not 12/35 9/37 8/8
undertaken available
Number of AML/CFT Not 10/24 10/28 2/2
violations identified by the available
supervisor
Type of measure/sanction*
Written warnings Not 0/0 0/0 0/0
available
Fines Not 8/22 7122 1/2
available
Removal of manager/compliance N/A 0/0 0/0 0/0
officer
Withdrawal of license N/A 0/0 0/0 0/0
Other**
Total amount of fines (EUR) Not 11,286/ | 34,711/ | 1,000/
available | 24,066 | 29,804 1,150
Number of sanctions taken to Not 0/1 0/1 0/0
the court (where applicable) available
Number of final court orders Not Not Not Not
available | available | available| available
Average time for finalising a Not 3-6 years| 3-6 years3-6 years
court order available
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APPENDIX | - Recommended Action Plan to Improve tle AML / CFT System

FATF 40+9 Recommendations

Recommended Action (listed in order of priority)

1. General

The maintenance of meaningful and comprehensivestata
on AML/CFT performance, and for strategic analysis
Slovakia’s AML/CFT vulnerabilities.

2. Legal System and Related
Institutional Measures

Criminalisation of
Laundering (R.1 and 2)

Money -

Satisfy themselves that all the language of artB (a)
(b) of Palermo Convention and article 3(1)(b) aoy df

the Vienna Convention on the physical and the nheg

aspects of the ML offence are covered in articl2. 25
Ensure FT in all its forms is a predicate to the dftence
Ensure conspiracy to commit ML involving two persos
covered not only in cases involving organised crime
Consider ensuring in guidance or legislation
knowledge can be inferred from objective fact
circumstances

nta

that

ual

More emphasis should be place on the third party

laundering and clarifying the evidence required
establish the underlying predicate in autonomous
prosecutions

Keep more detailed statistics covering the natdréb
investigations, prosecutions, convictions and see
including the details of predicate offences and tivée
prosecutions were brought autonomously

to
ML

Criminalisation of Terroris

Financing (SR.II)

Introduce an independent, autonomous offence of
which explicitly addresses all the requirementsS&.II
and the IN.

FT

Confiscation, freezing and seizir
of proceeds of crime (R.3)

19

Ensure that the legal regime for seizure and frepeovers
all indirect proceeds, substitutes etc which majidige to
confiscation in due course.

Clear legal provisions for confiscation from thpdrties
Establish a culture in the prosecution and judiciahich
seeks routinely to apply provisional measures
confiscation in major proceeds-generating cases

Keep accurate statistical data

and

Freezing of funds used for terror
financing (SR.III)

Develop guidance and communication mechanisms
all financial intermediaries and DNFBP and a claad
publicly known procedure for de-listing and unfrieggzin
appropriate cases in a timely manner

with

The Financial Intelligence Unit
and its functions (R.26, 30 and 32

Undertake more systematic training and prov
guidelines and indicators on unusual business iaefiy
particularly on FT

Provide more feedback

Re-assess resourcing of FIU for outreach, trairang

ide
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supervisions

Clarify FT reporting obligations in line with SR.IV
Revisit the system for requesting delays in tratsas
under Section 9 AML law

Maintain statistics on outcomes of information #anitted
to other bodies by the FIU

More training for the FIU on FT issues required.

Law enforcement, prosecution a
other competent authorities (R.2
28, 30 and 32)

More relevant law enforcement training and guidance
required in money laundering cases (and financihg o

terrorism)
More policy and practical guidance needed to ensure
proactive financial investigation in major proceeds

generating crimes
More coordination needed to join up the law enforest
effort.

Preventive Measures

Financial Institutions

3.

Risk of money laundering d

financing of terrorism

re

Articulate the national policy on risk of ML/CFTig light
of 39 EU directive) and improve and enhance guida
notes across the whole financial sector.

Financial institution secrecy ¢

confidentiality (R.4)

Clearer provision for supervisory authorities tahkenge
information with other competent authorities enupgjr
into AML/CFT breaches.

Customer due diligence, includin

enhanced or reduced measures (R.5

R.7)

It would be preferable for the AML Law to cover

identification at account opening or establishingibess
relations across all reporting entities.

Provide reference in insurance and securities laws

regulations to the requirement to undertake CDDsueszs
when establishing business relations.

nce

Cover in Law or Regulation the requirement for CDD
measures when carrying out occasional wire tramsfer

(which fully include the verification process) amdcaseg
of doubts regarding the veracity or adequacy o¥ipresly
obtained customer identification data;

Provide in Law or Regulation for the requirementctory
out CDD measures in occasional transfers coverethd®
Interpretative Note to SR.VII;
Provide in the insurance and the securities lawdamee

on which documents are reliable independent doctsm

for verification of identification for natural parss;
Promulgate enforceable guidance on how the vetidios
process should apply to legal persons (especiadiy-
resident legal persons);

Clarify the timing of verification across the whobé the
financial sector;

The definition of beneficial owner as set out ie tRATF

en

>

Recommendations in respect of ultimate control rod

—
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customer and the natural persons who exercise atiim

effective control over legal persons or arrangesishbuld
be provided for in Law or Regulation;

Review the notion of ongoing due diligence

comprehensively in all financial sector laws orulagjons;

The requirement for enhanced due diligence, inastspf a
higher risk customers, needs to be incorporatec
enforceable guidance across the whole financiabgsec

Review and ensure that the practice of making aR ST

where CDD cannot be completed satisfactorily isvioled
for and is effectively operating;

Enforceable guidance to all financial institutiaresering
the policy on application of CDD measures to exl
customers could be refined.

Implement by law, regulation or other enforceableans
guidance on cross-border correspondent relatiogsim
accordance with Recommendation 7.

(R.6) .

Put in place by Law, regulation or other enforceabl

means rules regarding PEPs covering criteria 6 8.4mf
the Methodology in the whole financial sector.

Put in place by Law, regulation or other enforceahkans

(R.8) procedures to prevent the misuse of technolog
developments and non face to face relationships
(R.9) * Ensure that supervision covers the requirements

Recommendation 9 across relevant parts of the dinhn

sector.

Record keeping and wire transfer
rules (R.10 and SR.VII)

Consider providing a legal basis for keeping tratiea
records and identification data for longer thare fixrears if
necessary when properly required to do so in Spamases
by a competent authority;

Consider harmonizing the period of retention

identification data between the Act on Banks aredlAML
Law (i.e. at least five years following the terntioa of the
account or business relationship);

Clarify in the AML Law or in Decree that identifitan
data should be retained to include account files
business correspondence;

Clarify in the AML Law that customer identificatiothata
(as well as transaction records) should be availaiol a
timely basis to a competent authority in speciises upor
proper authority (which should include the Poliemerally
and not just the Financial Police);
Ensure that full originator information, includingame,

address (or other permitted data in lieu of adQréess

available if requested in respect of domestic Wwaasfers;
The originator’'s address (or other permitted datheiu of

ical

of

of

an

the address) should accompany all cross-border |wire

transfers;
Ensure that financial institutions conduct enharsmdtiny
of (and monitor for) suspicious activity funds tséars
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which do not contain complete originator informatio

Monitoring of transactions an
relationships (R.11 and 21)

oy

Recommendation 11 should be transposed and fidancia

institutions should be required by law or regulatior
other enforceable means to examine the backgrondd

purpose of all complex, unusual large transactions

unusual patterns of transactions that have no eppar
visible economic or lawful purpose.

a

D

Suspicious transaction reports
and other reporting (R.13 and 1
19, 25 and SR.IV and SR.IX)

Clear guidance on unusual business activities n
providing to all the financial sector (which incksl
guidance on personal transactions)

AML Law should provide for attempted transactions

The financing of terrorism reporting obligation dee

explicitly clarifying in the law to ensure that sebt
entities report where they suspect or have reaser
grounds to suspect that funds are linked or rel&tedr
are to be used for terrorism, terrorist acts orotest
organisations.

Article 12 of the AML law needs clarifying to clér
cover all civil and criminal liability for bona felreports
The reporting duty should cover the NBS in respddts
commercial activities

eeds

nab

Internal controls, compliance, aug
and foreign branches (R.15 and 21

it
D

More enforceable guidance on the content of ongy
employee training programs required

Screening procedures to ensure high standards itieg
employees need requiring by enforceable means

The requirement of a designation of a compliandieaf
at management level needs to be covered by enfuec
means and it would assist to delineate his / hections
from internal audit and ensure he/she can
independently, and greater clarification of the pbamce
officer’s powers and role is needed

A general obligation is required for financial iimstions to
ensure their branches and subsidiaries observe BNFL
measures consistent with Slovakian requirementstias
FATF Recommendations to the extent that host cgu
laws and regulations permits;

Provision should be made for a requirement to
particular attention to situations where branchesl
subsidiaries are based in countries that do nof
insufficiently apply FATF Recommendations;

Provision should be made that where minimum AML/C
requirements of the home and host countries di
branches and subsidiaries in host countries shobel
required to apply the higher standard to the extbat
local (i.e. host country) laws and regulations perm

DIN

act

The supervisory and oversig
system — competent authorities 8

ht
nd

SROs Roles, functions, duties and

powers (including sanctions)

A general power to supervise and to sanction foil
issues is required across the whole financial secto
NBS should have power to monitor AML/CFT
exchange houses

Greater clarification of roles in supervision isqueed

in
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(R.17, 23, 29 and 30)

between the FIU and prudersigoervisors to avoid
double sanctioning
More staff and training for all supervisory authies and
the FIU to adequately perform AML/CFT supervision

Shell banks (R.18)

Provision should be made by law, regulation or othe
enforceable means prohibiting financial institudon
entering or continuing correspondent relationshigth
shell banks. Fls should be obliged to satisfy tredves
that a respondent financial institution does nanjieits
accounts to be used by shell banks.

Provision should be made to examine the fitness |and

Financial institutions — market entfy

and ownership/control (R.23) propriety of owners and significant shareholdersFisf
houses.

Ongoing Supervision and® All AML/CFT obligations which under the Meth0d0|0§_y

monitoring (R23, 29)

should be required by law, regulation or other es#able
means should be capable of being sanctioned.

More AML/CFT supervision is required across the fgho
financial sector.

AML/CFT Guidelines (R.25)

Coordinated and consistent sector-specific guidslion
both AML/ CFT issues should be established to &assis
financial institutions and DNFBP and adequate pand
appropriate feedback should be addressed in litie tive
FATF Best Practices Guidelines.

Money or value transfer services

Those licensed to provide money or value transfarices

(SR.VI) should have guidance on the kind of informatiorarding
transactions that should be recorded as a mininMoney
exchange companies should be required to examme th
purpose of complex, unusual, large transactionsaterns
of transactions.

4. Preventive Measures -

Designated Non-Financial
Businesses and Professions

Customer due diligence and reco
keeping (R.12)

g d_

All requirements in relation to full identificatiorof
beneficial ownership and additional identificatidh/C
rules should apply to DNFBP especially regardinghbi
risk activities.

CDD should be required by real estate dealers, desyy
notaries and other independent legal professionald
accountants in the circumstances set out | in
Recommendation 12.

Implementation of Rec. 6 (PEPs) required for DNFBP
Clear guidance re emerging technological developsnen
required (Rec. 8).
All essential criteria marked with an asterisk iecR 10
should be covered for DNFBP by law or regulation.
Information campaign and outreach required to DNF®
explain obligations.

U

Monitoring of transactions an
relationships (R.12 and 16)

d.

Rec. 11 — paying special attention to all complexjsual
large transactions needs applying to DNFBP by law,
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regulation or other enforceable means.

(R.13) « Reporting obligations needs explaining in guidance,
particularly on FT.

* The issue of potential risks that may arise hawinginess
relationships and transactions with persons froomtees
which do not or insufficiently apply the FATF
recommendations needs to be addressed in regattk of
DNFBP.

(R.14) » Safe harbour provisions should cover both crimiziadl
civil liability in respect of DNFBP employees.

Internal controls, compliance and Greater clarification of the position of complianuiéicers

audit (R.16) at management level (in so far as relevant to DNFBP
should be provided and internal systems and peliceed
developing

Regulation, supervision and® More work and resources are required to create an

monitoring (R.17, 24-25) effective risk based system for monitoring and engu
compliance with AML/CFT throughout the sector ahé t
provision of such sectoral guidance.

Other designated non-financigt Consideration should be given to those DNFBP theiiad)

businesses and professions (RZO risk of being misused for TF as well as ML.

« Develop an overarching strategy on the use of nmoded

secure techniques of money management.
5. Legal Persons andg
Arrangements and Non-profit
Organisations
Legal Persons—Access to benefigial Commercial, cooperate and other laws should bewsad
ownership and control informatign  with a view to taking measures to provide adequate
(R.33) transparency with respect to the beneficial owriprsh
Legal Arrangements—Access o
beneficial ownership and contrpNo recommendation.
information (R.34)
Non-profit organisations (SR.VIII) | = Formal analysis required of threats posed by thoseas a
whole

» Assess adequacy of current legal framework

» Consider how effective and proportionate oversagrt be
achieved (including program of verification and edir
field audits in particular vulnerable sectors)

» Consider guidance to FIs on specific risks of gastor

* Consider whether further measures need takingeright
of the Best Practices Paper for SR.VIII

6. National and International
Co-operation
National Co-operation ande Strategic co-ordination and collective review ofeth

Co-ordination (R.31)

performance of the system as a whole (includindyaig
where appropriate, of better statistical informafioeeds
developing in more detail. More detailed statistar®

required across the board to assist proper strategi
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analysis.

The Conventions and UN Special
Resolutions (R.35 and SR.I)

Provide for adequate TF criminalisation and more
guidance and communication mechanisms needed Vgth F

and DNFBP re UN Resolutions.

Mutual Legal Assistance (R.32¢
36-38, SR.V) .

Fully extent the FT offence in line with SR. Il ald
Complete, precise and detailed statistics shoulkiepé on
AML/CFT MLA.

Extradition (R.32, 37 and 39,
and SR.V)

The FT offence needs extending as the cur
incrimination could limit extradition possibilities
Complete, precise and detailed statistics shoulkiepé on
AML/CFT extradition

Other forms of co-operation .
(R.32) .

FlUs statistics on response times should be kept
Slovak authorities should satisfy themselves thHa

rent

t

supervisory bodies are exchanging information with

foreign counterparts.
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APPENDIX Il

Excerpt from Directive 2005/60/EC of the European Brliament and of the Council, formally
adopted 20 September 2005, on the prevention of thuse of the financial system for the purpose of
money laundering and terrorist financing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC @“ Directive):

(6) "beneficial owner" means the natural persom(sd ultimately owns or controls the customer and/or
the natural person on whose behalf a transactiactority is being conducted. The beneficial owsleall
at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns omtcols a legal entity through direct or indirect
ownership or control over a sufficient percentagehe shares or voting rights in that legal entity,
including through bearer share holdings, other th@abompany listed on a regulated market that igestib
to disclosure requirements consistent with Commyuleigjisiation or subject to equivalent internationa
standards; a percentage of 25 % plus one shaiebshd¢emed sufficient to meet this criterion;

(i) the natural person(s) who otherwise exercg®drol over the management of a legal entity:

(b) in the case of legal entities, such as fouwdaii and legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbéetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdkearrangement or entity;

(i) where the individuals that benefit from thgéd arrangement or entity have yet to be determitred
class of persons in whose main interest the lagahgement or entity is set up or operates;

(iif) the natural person(s) who exercises contr@rd?5 % or more of the property of a legal arranget

or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC (3 Directive):

(8) "politically exposed persons"” means naturakpes who are or have been entrusted with prominent
public functions and immediate family members, erspns known to be close associates, of such
persons;

Excerpt from Commission directive 2006/70/EC of 1 Agust 2006 laying down implementing
measures for Directive 2005/60/EC of the Europeanaddiament and of the Council as regards the
definition of ‘politically exposed person’ and thetechnical criteria for simplified customer due
diligence procedures and for exemption on groundsfoa financial activity conducted on an
occasional or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOB060/EC, "natural persons who are or have been
entrusted with prominent public functions” shattlirde the following:

(a) heads of State, heads of government, miniatetsieputy or assistant ministers;

(b) members of parliaments;
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(c) members of supreme courts, of constitutionalrisoor of other high-level judicial bodies whose
decisions are not subject to further appeal, exicegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rquoficers in the armed forces;

(f) members of the administrative, management pestisory bodies of State-owned enterprises.

None of the categories set out in points (a) t@{fthe first subparagraph shall be understoocasring
middle ranking or more junior officials.

The categories set out in points (a) to (e) of find subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOBI60/EC, "immediate family members" shall include
the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOBI60/EC, "persons known to be close associatesl' sh
include the following:

(a) any natural person who is known to have joiahdjicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial osimig of a legal entity or legal arrangement whikh
known to have been set up for the benefit de fattbe person referred to in paragraph 1.

4. Without prejudice to the application, on a rigasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entuistedprominent public function within the meagin

of paragraph 1 of this Article for a period of aast one year, institutions and persons referred to
Article 2(1) of Directive 2005/60/EC shall not bbliged to consider such a person as politicallyomsegl.
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APPENDIX Il — Annexes submitted with the first progress report
ANNEX 1

Organization and management of a securities dealer
Article 71

(1) A securities dealer shall, in its articles séaciation, regulate relations and cooperation dvits board
of directors, supervisory board, managerial emm@eyand employees responsible for internal con#ol.
securities dealer shall also in its articles ofoamsgion assign and regulate powers and respdtisibiln
regard to the prevention of money laundering.
(2) A securities dealer, or a foreign securitiealelein respect of its branch, shall draft and clymyth
the operational rules that regulate the following:
a) the execution of transactions in investmentiumsénts by members of the board of directors, mesnbe
of the supervisory board, and employees of thergemudealer, mainly in order to avoid any corifié
interest with a customer;
b) an effective system of internal control appragito the character and nature of the investment
services;
c) the information system.
(3) The organizational structure and managemenéersysf a securities dealer or the branch of a dorei
securities dealer shall ensure the proper and mafermance of the investment services specifiedsin
investment services licence. The organizationatiire and management system of a securities deales
branch of a foreign securities dealer shall incladeemployee or employees responsible for the abrafu
internal control.
(4) For the purposes of this Act, 'internal contnaans control of compliance with laws and otresregally
binding regulations and with the internal managdnd@ectives and operational procedures of thergesi
dealer or the branch of a foreign securities dealbich is performed by one or more employees ef th
securities dealer or the branch of a foreign stesirilealer, or by other persons on a contracassb
(5) A securities dealer shall give the National IBah Slovakia prior written notice of any draft anadenent
to its articles of association. Without undue degkfyfer any such amendment has been made, thetisscur
dealer shall provide the National Bank of Slovakith an officially certified copy of its applicablaticles of
association. A securities dealer or the branch fareign securities dealer shall submit its orgatanal
structure to the National Bank of Slovakia withaotue delay after any amendment thereto.
(6) The supervisory board of a securities dealer reguire the employee responsible for internatrobmo
inspect the securities dealer within terms of m¥fee drafted by the supervisory board.
(7) Where the employee, who is responsible forrmatecontrol, has identified a breach by the séegri
dealer, or the branch of a foreign securities dealeits obligations arising under generally bimglilegal
regulations, and this breach could affect the prgeeformance of activities by the securities dealethe
branch of a foreign securities dealer, that em@af®ll notify the supervisory board and the Natid@ank
of Slovakia of this breach without undue delay.
(8) Not later than 31 March of each calendar yda, employee responsible for internal control shall
submit to the National Bank of Slovakia a reporthisiactivities of the previous year and on anysuess
taken to rectify shortcomings which he identifiecthhe operation of the securities dealer or thedbraf a
foreign securities dealer, and an inspection phathie current calendar year.
(9) The employee responsible for internal contralmot be a member of either the board of direaibtle
securities dealer or its supervisory board.

Article 73
Rules for securities dealers in dealings with cusioers
(9) A securities dealer shall request proof of tdgrnn each transaction that it makes with a costg
and the customer shall comply with every such rstguk securities dealer shall refuse to perform any
transaction in which the customer remains anonymous
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(10) For the purposes of paragraph (9), the ideafita customer may be established either withdantity
document, or with the customer's signature provitiatlthe customer is personally known to the siesir
dealer and that his signature undoubtedly matdiesignature he gave in a specimen signature degosi
with the securities dealer, the signing of whictsveacompanied by the customer establishing hiditgen
with an identity document. In the case of a tratsa@xecuted through technical equipment, idestiigll be
established with a personal identification numbresimilar code which was assigned to the custopehé
securities dealer or the branch of a foreign stesirilealer, together with authentication informatagreed
between the securities dealer or the branch ofdiegn securities dealer and the customer, or aith
electronic signature in accordance with a septaate

CENTRAL DEPOSITORY
Article 99

(1) A central depository is a joint stock compantyich has its registered office in the territontioé Slovak
Republic and is governed by the respective pravisad the Commercial Code, unless otherwise proMige
this Act. A central depository may not be transfedn

(2) A central depository shall have share capitat teast SKK 250 million.

(3) A central depository shall:

a)

9)
h)

register book-entry securities and immobilizetusities in issuers' registers, except for seearit
registered in the Central Register of Short-TerruBtes maintained by the National Bank of Slogaki
(Article 10(4)) and except for book-entry sharesfen-end mutual funds registered with the depgsito
of an open-end mutual fund;

register owners of book-entry securities in owhaccounts, and information on securities held in
members' customer accounts, to the extent provitéd this Act;

register changes in owners' accounts to thenegt®vided for in this Act and changes to members
customer accounts;

register information on book-entry securitied ammobilized securities to the extent providedificthis
Act;

assign, change and cancel ISIN numbers;

provide services to members of the central démys issuers of securities, the stock exchange, a
foreign stock exchanges, in relation to the a@isitnentioned in subparagraphs (a) to (e) and rgolag
(4);

ensure and organize a data processing systenth&rmaintenance of registers referred to in
subparagraphs (a) to (d) and Article 104(2)(aE}p (

ensure the clearing and settlement of stock aagdh transactions in investment instruments and the
clearing and settlement of transactions in investnmestruments at the customer's request; to ensure
clearing and settlement of such transactions measganize and operate a system of clearing and
settlement for transactions in investment instrusiénereinafter referred to as the 'settlemenesyt

for at least three participants in the settlemgsiiesn;

keep lists of shareholders for registered papares;

j) register other information as required by this éch separate law,

k) open and maintain holder’s accounts for centrabslitpy.

(4) In addition to performing the activities memtéa in paragraph (3), a central depository may:

a)
b)

c)
d)

ensure the redemption of the nominal value ofiriges and the payment of yields on securitiésraf
their maturity, as well as other related activiagthe issuer's request;

keep custody of and administer one or more tnvest instruments on the basis of a contract under
Article 39 or Article 41;

offer safe deposit boxes;

extend credits or loans to customers for thepgme of making transactions in investment instrusjen
without prejudice to the provisions of a separate'f
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e) establish a customer account with one or mdreratentral depositories, or with central depasitor
which have their registered office outside theitteny of the Slovak Republic, and provide related
services;

f) ensure other activities related to the activitiea central depository as defined in this Act,
g) open and maintain holder’s accounts for centrabglepy and provide related services.

(5) A central depository may perform the activitmentioned in paragraph (4) only if they are statetthe

licence for the incorporation and operation of thabtral depository. The licence to perform adésit

mentioned in paragraph (3)(e) may be granted tp oné central depository. The provision of paralgrap

(3)(e) shall not apply to a central depositoryhé ticence for the incorporation and operationhat tentral

depository does not state the activities mentiomg@éragraph (3)(e).

(6) A natural or legal person other than a cerdeglository as defined in this Act may not provite t

services mentioned in paragraph (3), unless otkerpriovided by this Act.

(7) A central depository shall perform the actestistated in the licence for its incorporation eperation for

a fee, unless otherwise provided by this Act.

(8) A central depository is entitled to any docutsarecessary for the performance of its activdied may

refuse to perform a service for which such documéate not been provided. Any expense relatedeto th

non-provision of such documents, their late or impkete provision, or their provision in a form ettthan
that requested, shall be borne by whomever ismedjtd provide the documents.

(9) The business name of a central depository sicillde the designation ‘central securities depgsi No

other natural or legal person may use the des@na&@ntral securities depository' in its busimesse.

(10) Unless otherwise provided by this Act or aasafe law, a central depository may only be estaddl by

the Ministry, the National Property fund of the \&lk Republic, the National Bank of Slovakia, a hamk

securities dealer, an insurance company, an asseigament company, another central depositorych st
exchange, or a legal person with a similar scopmisiness which has its registered office in anatbentry.

(11) A central depository shall issue registeredkbentry shares, and the form or type of theseeshanay

not be changed. A central depository may not igseference or employee shats.

(12) Only a legal person which is eligible to efisiba central depository may hold shares in areént

depository.

(13) The organization and management of a centpbgitory and its operational rules in relation to

customers shall be subject to the provisions atker1 and Article 73(9) and (10).

(14) For each transaction with a consideratiort ¢dast EUR 15,000, a central depository shalldistathe

ownership of the funds used by the customer irirtresaction; this does not apply to instructioneetgister

the transfer of book-entry securities in accordamitie Articles 24 and 25, or instructions givenrogmbers

or a stock exchange to clear and settle transaditioather investment instruments. For the purpodisis

provision, the ownership of funds shall be esthblisby the customer making a binding written dedtilan

in which he states whether he himself owns the duantti whether the transaction is to be executduson

own account. If the funds are owned by anothempea if the transaction is to be performed onabeount

of another person, the customer shall state id¢taration the forename, surname, birth registratiimber

or date of birth, and address of permanent resedefhthat natural person, or the business namisteesd

office and identification number, if assigned, ludittlegal person. In such case, the customergioafide the

central depository with the other person's writtensent to use his or its funds in the respectamsaction

or to execute the transaction on his or its accdfitie customer has failed to comply with hisigations

under this paragraph, the central depository shfalbe to execute the transaction in question.

(15) Participants in the settlement system meatlom paragraph (3)(h) shall comprise the central

depository, its members, and other legal persimdated in the operational rules.

(16) The National Bank of Slovakia shall providggional courts and the Supreme Court of the Slovak

Republic with a list of central depositories anldentparticipants in settlement systems. The NdtiBaak of

Slovakia shall inform the Commission of the centlgphositories and other settlement system partitipa

the extent laid down by legally binding acts of tBaropean Communities and the European Union

governing payment systems and securities settlesystgms.
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Article 104
Member

(1) Any of the following may be a member:

a) a securities dealer authorized to provide imwest services in accordance with Article 6(2)(aibjd),
and thereby to use a customer's funds or investimgntments;

b) a foreign securities dealer licensed under lerfié which is authorized to provide investmentises in
the territory of the Slovak Republic to the extpravided for in Article 6(2)(a), (b), or (d), atitereby
to use a customer's funds or investment instruments

c) a foreign securities dealer in accordance witicks 65;

d) the National Bank of Slovakia;

e) another central depository;

f) a foreign central depository.

(2) A member shall perform the following activitie

a) register owners of book-entry securities anchgba thereof, as well as other information relatinguch
owners;

b) register the information referred to in Arti€8(3)(d) in owners' accounts;

c) instruct the central depository to record debitredit entries in the member's customer account;

d) instruct the central depository and another nagnid register a transfer in accordance with Aati2p
and 23;

e) issue other instructions to the central depgsitmther than orders mentioned in subparagraphan@
(d) for the clearing and settlement of transactinrisvestment instruments.

(3) A member shall perform the activities mentioiregaragraph (2) within the data processing systan
the central depository operates under the condistipulated in this Act and under the operationias.
(4) A member may only issue an order to transfeoak-entry security, or to clear and settle tratisas in
investment instruments, through a natural persomtefyrity who knows how to issue such an order, is
familiar with the operational rules, and whose tjgalkion to issue orders is evidenced in the maireie
down in the operational rules.
(5) A central depository may request a memberagige information that the central depository regsiifor
the fulfilment of its obligations arising underghi\ct. If so requested by the central depositomnesnber
shall supply the information without undue delalgeTentral depository shall not make entries iowaner’s
account maintained by a member; this does not dpptiye registration of a suspension of the righise
pertaining to an entire issue in accordance witticler28(5), nor to entries in owners' accountsmaéned
by the member in regard to:

a) the issuance of book-entry securities undeclart3;

b) the conversion of securities under Article 1&(3)l Article 17(2);

c) achange in the particulars of book-entry séesrunder Article 12;

d) the termination of securities under Article D4(4

(6) A member may request the central depositograowide information necessary for the fulfilmenttbé

member's obligations arising under this Act. Ifsguested by a member, the central depository gtwlide

the information without undue delay.

(7) If the National Bank of Slovakia revokes a mentinvestment services licence, the entity comezkr

shall cease to be a member once the National Bféllowakia has notified the central depositoryhis fact.

(8) The central depository shall grant membershighe basis of an application. The grant of menfiyetsy

the central depository shall be conditional on pher approval of the National Bank of Slovakia end

Article 70(1)(g) and on demonstrating that the apjenal rules under Article 103(2)(f) and (h) hdxeen

met. The issuance of prior approval by the Natid@whk of Slovakia under Article 70(1)(g) shall rim

required for the entities mentioned in paragraptdjto (f).

(9) If a member fails to observe the operationdésuthe central depository may suspend or revtske i

membership. The central depository may suspenchémabership of a member in the central depositarg fo

period not exceeding one year. If the central depysrevokes or suspends membership, it shalfyntite

National Bank of Slovakia of this fact without ureddelay.
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Article 105a
Holder's account

(1) A holder's account is a member's account inckvtthe central depository records information on
securities whose owners are registered with the mermA holder's account is not an account in the
meaning of Article 105 or 106. Information on therer of a security shall be maintained in a registe
established in accordance with the same legal myateler which was founded the foreign legal person
for whom the holder's account has been opened. 3tedl be without prejudice to obligations of
securities owners as laid down in Article 113, tiveo obligations arising under this Act or a sefmtaw.
(2) A holder's account shall include:
a) the number of the holder's account, and thevdaga it was opened;
b) the business name or name, identification nuyrdredt registered office of the member for whom the

holder's account was established:;
¢) information on individual securities, in partiau

1. the class of the security, further details geimg to its fungibility, ISIN number, and other

particulars of the security;
2. the number of units of securities in the respedssue, and their share in that issue;
3. other information about the security, inforimaton the registration of the right of use undeticte
28(3)(e) and (f);

d) the date and time of the respective accoustirtiy in the holder's account.
(3) A central depository may only open a holdecsoant for a member that is a foreign central
depository or a foreign legal person with a simideope of business.
(4) A central depository shall open a holder's aotmn the basis of a written application made hey t
member in accordance with the operational rules.
(5) After opening a holder's account, the centegdasitory shall notify the member of the numbethig
account without undue delay.
(6) Legal relations between the member on whosdcapipn the holder's account was opened and the
central depository shall be governed by this Act e Commercial Code.
(7) A statement of a holder's account shall bevdedid by the central depository to the member ¥ahg
every credit or debit entry recorded in the accounless otherwise agreed, or at the member's seque
(8) A statement of a holder's account issued #fierecording of a credit or debit entry in thedwsols
account shall include information on the securitieg the change concerns, both before and a#éestthnge
was recorded, indicating the number of units ofisges broken down by class, issuer, and issw ding
their share in the relevant issue. A holder's aucstatement issued at the request of the membé#rssite
the number of units of securities broken down lag€| issuer and issue, including their share inalewant
issue.
(9) For operations requiring a statement of infdiamaon the owner of a security registered undex th
Act, information on the owner of a security recatda a holder's account shall be replaced with
information on the member for whom the holder'soact was opened, and this fact shall be stated.
(10) Where information on securities is recordedhiholder's account, and a disclosure obligation is
imposed on the central depository by law, infororaton the owner of the securities shall be replaced
with information on the member for whom the holdecsount was opened, and this fact shall be stated.

Article 109

Classified information
(1) A central depository and member shall keep idenfial any information registered by the central
depository under Article Section 99(3)(a) to (d),by the member under Article 104(2), (a) to (a)less
otherwise provided in this Act.
(2) Except for information provided in fulfilmenf the disclosure obligation under Articles 105, Hiw
108, a central depository or member shall disdisgmation only if required to do so by this Adatloy a
separate regulation, and only to persons who pi@tke central depository or member that the petson
whom the information pertains authorized them tpuae this information.
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Article 110
(1) A central depository shall disclose classififdrmation as defined in Article 109(1) to theldwling:
a) alegal person exercising supervision for thipgaes set out in a separate faw;
b) a court for the purposes of civil court procegdi
c) the criminal law enforcement authorities for phueposes of a criminal prosecutitn;
d) the National Bank of Slovakia for the purposki$ssupervisory activitie®
e) the criminal police service and the financidiqaoservice of the Police Force for the perforosaof
duties laid down by a separate I&w;
f) a tax authority or customs authority for the gmses of tax proceedingsor customs proceedings
involving a customer of a central depository or rhem
g) the Ministry for the performance of an inspettimder a separate regulatin;
h) a central government body for the enforcemeataécision under a separate Hw;
i) the assignee where a claim is assigned undeé\ti10a;
j) the National Security Office for the purposésecurity screening under a separate reguldffon;
k) Military Intelligence in regard to the perfornenof its duties under a separate Y.
(2) For the purposes mentioned in paragraph (1) Amdle 107(8), a central depository may obtain
necessary information from a member's recordsiheld owner's account.
(3) A central depository or member shall only pdavinformation under paragraph (1) at the writegquest
of an eligible entity, which includes details tldlow the requested information to be identifiedeeligible
entity may only use such information for the pugsostated in its request.
(4) For providing information under paragraph (1,)the central depository or member are entitleth&o
reimbursement of expenses.
(5) The provision of paragraph (1) shall be withputjudice to the obligation to prevent or discl@se
criminal offence imposed by a separate law.

ANNEX 2

Article 93a of the Act on Banks

(1) For the purposes of ascertaining, reviewing anakihg the identity of clients and their proxies,
for the purposes of concluding and executing tretitsas with the clients and for other purposesdst
in paragraph 3, the clients and their proxies,ldiebbligated, any time a transaction occurseqtiest
from a bank and branch office of a foreign bank:

a) to provide:
1. if concerned is a natural person, including @ person representing a legal person, the palso
data concerning the identity on the scope of thst fname, surname, the address of permanent
residence, the address of temporary residenceittheregister number, if assigned, the date ahbir
citizenship, the type and number of identity docotnand if concerned is a natural person who is a
business person, to also supply the address of plalbusiness, the line of business, the desigmatio
an official register or another official recordswiich he is entered, and the number of entry is th
register or records,
2. if concerned is a legal person, the identiforatilata on the scope of the name, identificatianiyer,
if assigned, the address of registered office/itteeof business or other activities, the addrdgdare
of business or location of branches and anotharadaf the place of performance of activitiesyal
as the list of persons constituting the statutarglybof this legal person and the data on them en th
scope prescribed by the first point, the list ofspas constituting this legal person whose shataen
registered capital or voting rights of this legakgon exceeds 10% and their identification datahén
case of legal persons, on the scope of the naga, flerm, headquarters address, identification remb
and country ISO code; in the case of natural pexsomthe scope described in the first point, dbage
the designation of an official register or anotb#icial records in which the legal person concelrie
entered, and the number of entry in this registeecords,

3. contact telephone number, fax number and e-axaitess, if any,

96



4. documents and data proving and documenting:

4a. the client’s ability to discharge his obligasdrom a transaction,

4b. a security required in respect of the obligegibrom the transaction,

4c. authorisation to representation, where a preiyvolved,

4d. the fulfilment of other requirements and coiodis for the conclusion and execution of a transact

stipulated by this Act and by separate regulatimnagreed with a bank or branch office of a foreign

bank;

b) to enable it to obtain through copying, scanringther recording:

1. the personal data concerning the identity fronmdantity document on the scope of the degrest, fir

name, surname at birth, the birth register numiher date of birth, the place and district of birttne

address of permanent residence, the address ofotamgpresidence, citizenship, any record of

restriction of the capacity to legal acts, the tgpel number of an identity document, the issuingybo

the issue date and the validity period of the igiocument, and

2. other data from documents proving and documegttia data subject to letter a).
(2) For the purposes of ascertaining, reviewing anakihg the identity of clients and their proxies,
for the purposes of preparing, concluding and etkegutransactions with the clients and for other
purposes listed in paragraph 3, a bank and braiffice of a foreign bank shall be entitled, any time
transaction occurs, to request from the client aigd proxy the data on the scope pursuant to
paragraph 1 and to obtain it repeatedly at eacfsacion in the manner specified in paragraph 1,
letter b). The client and his proxy shall be obigghto satisfy each such request from the bank and
branch office of a foreign bank.
(3) For the purposes of ascertaining, reviewing anakihg the identity of clients and their proxies,
for the purposes of concluding and executing tretisias between a bank and branch office of a
foreign bank and their clients, for the purposeprotection and enforcement of the rights of thekba
and branch office of a foreign bank against thdients, for the purposes of documenting the
operations of the bank and branch office of a tprdiank, for the purposes of performing supervision
over banks and branch offices of foreign banks awdr their operations and with a view to
performing the tasks and duties of banks and braffates of foreign banks hereunder or according
to separate regulations, a bank and branch office foreign bank shall be entitled, even without
consent from and advising of the persons concertee@scertain, acquire, record, store, use or
otherwise process the personal data and otheodatee scope prescribed by paragraph 1, Article 91,
paragraph 1, Article 38, paragraph 3 and Articl@;98 so doing, the bank or branch office of a
foreign bank shall be entitled, either by automatednon-automated means, to make copies of
identity documents and process birth register nusmbed other data and documents on the scope
prescribed by paragraph 1, Article 91, paragraphrticle 38, paragraph 3 and Article 92a.
(4) A bank and branch office of a foreign bank shalldiigated, even without consent from and
advising of the persons concerned, to make availabdtl provide the data subject to paragraphs 1 to
3, Article 91, paragraph 1, Article 38, paragraphr@l Article 92a for processing to other persons
determined by law only subject to the conditionpudated by this Act or a separate law and to the
National Bank of Slovakia for the purposes of maiming the register of bank loans and guarantees
and performing the authority, supervision and dtidis pursuant to this Act and separate laws. For
the purposes prescribed by paragraph 3, the Na@Bark of Slovakia shall be entitled to process and
make available and provide to banks and branchesffof foreign banks from its information system
the data subject to paragraphs 1 to 3, Articlepgtagraph 1, and Article 92a that is entered in the
register of bank loans and guarantees.
(5) A bank and branch office of a foreign bank shalldmditled, even without consent from and
advising of the persons concerned, to make availabdl provide the data subject to paragraphs 1 to
3, Article 91, paragraph 1, Article 38, paragrapdn8@ Article 92a from its information system onty t
persons and bodies to whom it is obligated by @awrbvide or to whom it is entitled according te th
law to provide information protected by bank segrdout just on the scope prescribed for the
provision of information protected by bank secrecy.
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(6) A bank and branch office of a foreign bank may makailable and provide abroad the data
subject to paragraphs 1 to 3, Article 91, paragraphArticle 38, paragraph 3 and Article 92a only
subject to the conditions stipulated by a sepdeatd8i or where so stipulated by an international
treaty binding on the Slovak Republic and takingcgdence over the laws of the Slovak Republic.

(7) The premises of a bank, branch of a foreign bamktha National Bank of Slovakia, and ATM
machines and currency exchange machines not logatéte premises of a bank or branch of a
foreign bank, may be monitored by video or auditordings even where there is no notice that the
area is under surveillance; the recordings maydeal wo reveal crimes, detect and search for their
perpetrators, and especially for the purposes t¥naoney laundering, uncovering illegal financial
operations, judicial proceedings, criminal procaegdi misdemeanour proceedings, and supervision
of the discharge of the obligations imposed by tawbanks and the branches of foreign banks. Any
such video or audio recordings made by a bank,chraf a foreign bank or the National Bank of
Slovakia shall be handed over without delay toahthority mentioned in Article 91(4)(b), (g) and
(0), if it so requests. If a recording is not uded these purposes, then it shall be destroyed by
whoever made it not later than 12 months aftemaging.

(8) A bank may process the personal data of cusam other relevant persons for the purpose of
assessing risks related to a planned transactiomeba the customer and the bank in the scope
defined in paragraph 1(a). The prior approval idsoye the National Bank of Slovakia under Article
33 shall include a decision of the National BankS@dvakia on whether the processed personal data
set out by the bank in its application for priopegpval corresponds to the purpose of their proogssi
in terms of the scope, content and method of peitgr use, whether they are compatible with the
given purpose of processing, whether they are &#akémachieving this purpose or whether they are
out of date in time and subject matter terms iatieh to this purpose.

ANNEX 3

Criminal Code

Section 10
Minor offence/Misdemeanour
(1) Minor offence means
a) criminal offence committed by negligence
b) intentional criminal act liable to a sentence gbrmiheation of liberty with maximum term
not exceeding five years pursuant to a separateptrs Act

(2) If a seriousness/gravity of an act is insignificatith regard taken to way/manner of commission,

consequences, circumstances, degree of fault apétpetor’'s motive, such act is not considered

as minor offence.

Section 11
Crime

(1) Intentional criminal act that is liable to a semterof deprivation of liberty with maximum term

exceeding five years pursuant to a separate p#ntsoAct is crime.
(2) Any act is also considered as crime if within magorously qualified facts of a minor offence

committed intentionally, the maximum sentence f&neéel exceeding five years.
(3) Crime is considered extremely serious if it is kald a sentence of deprivation of liberty with

minimum term at least ten years pursuant to this Ac

Section 13
Preparation of a crime

(1) Following acting is considered as preparation afrime: intentional organization of a crime,

provision or adaptation of means or tools to conimitonspiracy, joining with others, abetting,
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ordering a crime, aiding or any other intentionaation of conditions for commission of a crime
provided that no attempt neither completion of erinappened.

(2) Preparation of a crime is punishable pursuant ver#y of sentence imposed for a crime to the
commission of which such preparation has beentgidec

(3) Punishability of preparation of a crime expiressasato exist if a perpetrator

a) voluntarily refrains from acting directed towardenumission of a crime and he/she
removes the danger arising of preparation done iatarest protected by this Act, or

b) has reported to the law enforcement body or tdPthlece the preparation of a crime and
he/she has done it in due time in order to peremitaval of a danger arising from such
preparation to an interest protected by this Actplalier may report to his/her superior
and a person serving a sentence or a person iodyustay report to a member of Prison
and judicial guard.

(4) Punishability of a perpetrator for other crime attg committed by such acting is not affected by
the provision of the par. 3.

Sentence of forfeiture of property
Section 58

(1) Court may impose sentence of forfeiture of propevith regard taken to circumstances of a
criminal offence committed as well as to the sitwabf a perpetrator if a court is imposing life
sentence or unconditional sentence of deprivatidiberty for extremely serious crime through
commission of which the perpetrator obtained cegrafited to obtain extensive property benefit
or by which the perpetrator has caused extensireada.

(2) Without meeting the conditions stated in the paa &ourt may impose sentence of forfeiture of
property while sentencing a perpetrator of comraissiof criminal offence of illicit
manufacturing of narcotic or psychotropic substanpeisons, precursors, possession thereof or
trafficking therein pursuant to the Section 172, 2a 3 or 4, or of criminal offence of money
laundering pursuant to the Section 233, criminsdrade of establishing, plotting and supporting
criminal group pursuant to the Section 296, crithoféence of receiving bribe pursuant to the
Section 328, par. 2 or 3, or Section 329, par. 2 provided that it is proved that the perpetrator
had obtained from unlawful income such propertitopart.

Section 59

(1) Sentence of forfeiture of property affects the rentiroperty owned by the convict or that part of
it which is defined by the court; forfeiture of perty does not apply to the means or things that
are necessaries of life of a convict or of the gesssubject to the convict's duty to support
pursuant to the law. This sentence may not be ieghd$ it obstructs the possibility of
compensation of damages caused by criminal offence.

(2) State is owner of the property forfeited unlessoart decides otherwise upon promulgated
international treaty by which the Slovak Repubdibound.

(3) Community property of spouses terminates upon \aidt’s decision on forfeiture of property.

Section 60
Forfeiture of a thing

(1) Court shall impose sentence of forfeiture of agttimat
a) was used to commit a criminal offence
b) was designated to commit a criminal offence
¢) has been obtained by the offender as result oficainoffence or as reward for it
d) has been obtained by the offender in exchange tlting stated under the par. c).

(2) If a thing stated under par (1) is unreachablerodentifiable, or it is mixed together with the
offender’s property or with another’s property obéal in accordance with the law, then a court
may impose forfeiture of a thing with the valueresponding with the value of that thing.

(3) Unreachable thing means a thing that had beenagestr damaged, lost, stolen, made impossible
for use, consumed, hidden, transferred to anothesop with the aim of excluding such thing
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from the power of the law enforcement bodies, dhiag removed in any other manner or
expenditures saved.
(4) A thing pursuant to the par. (1) means also incaoim@ined from criminal offence as well as
profit, interests and any proceeds of such incapnélings.
(5) Court may impose sentence of forfeiture of a thinly if such things belongs to the perpetrator.
(6) State is owner of a thing forfeited unless decid#terwise by the court upon promulgated
international treaty by which the Slovak Repuldidound.
(7) Provision of the par 1 shall not apply if
a) a claim has arisen for damages to the injured pamty forfeiture of a thing would be
made impossible if a thing was forfeited
b) value of a thing manifestly does not correspondh e seriousness of a minor offence,
or
c) court has decided on absolute discharge (releab®wyiimposing punishment) of the
defendant.
Section 125
(1)Small damage means damage exceeding the am0Q0fi-8k. Larger scope of damage means an
amount reaching at least ten multiples of such andbsignificant damage means hundred multiple of
such amount. Significant damage means an amouctiingpat least five multiples of such a sum. These
criteria shall apply also to define an amount affiprvalue of a thing and extent of a criminal.act
(3) If this Act requires in its separate part thatfor the basic qualified facts/body of a crinfe, €ausing
of damage should be defined as property consequ&naecriminal offence but, it does not state the
amount of it, than it shall be supposed that theatge caused should be at least small.

Section 140
Special motive
Special motive means commission of a crime:
a) to (purchase) order
b) by revenge/vengeance
c¢) with the intent of hiding or facilitating anotheriminal act
d) upon national, ethnical or racial hatred or upatred for colour of skin, or
e) on sexual motive.
Legalization of the proceeds from crime/money launering
Section 233
(1) Any one shall be imposed sentence of deprigaioliberty within the term of two up to five year
who with the intention to conceal the existenc@miceed from crime or of a thing obtained by critoe,
conceal the designation or use for commission iofeiof such thing or proceed, to obstruct the segur
thereof for the purposes of criminal proceedingtherforfeiture or seizure thereof
a) shall transfer income or property generated fasiminal activity to himself or to another, lends,
borrows, makes bank transfer or transfer in fordagnk branch, imports, exports, transports, reés;at
rents or otherwise procures for himself or for &eof or
b) shall keep income or property generated fronmicil activity in his possession, hides, uses,
consumes, destroys, alters, damages it.
(2) Any one shall be imposed sentence of depriwatdifoliberty within the term of three up to eigtears
who commits the crime provided for in the par. 1
a) for special motive, or
b) and obtains major profit for himself or for another

(3) The perpetrator shall be imposed sentence mivdgion of liberty within the term of seven todive
years if he commits a crime described in the par. 1

a) as public officer

b) and he obtains major profit thereof or

¢) he commits it in more serious manner of acting.
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(4) The offender shall be imposed sentence of dafoin of liberty within the term of twelve up to
twenty years if he commits the crime describedhangar. 1
a) and he obtains significant profit for himself or Bmother
b) in relation with the things generated/originatingnfi trafficking in narcotic, psychotropic,
nuclear or high risk chemical substances, weapaws people or from any other extremely
serious crime or
c) as member of dangerous group.
Section 234
(1) Any one shall be imposed the sentence of defion of liberty within the term of two up to eight
years, who in breach of his duty resulting from é&isployment, vocation, position or function faits t
announce or to report
a) facts indicating that another person has commétedminal offence of legalization of proceeds
from crime pursuant to the Section 233, or
b) unusual business operation.
(3) The act described in the par. 1 is not punishdltleei perpetrator could not announce or report
without putting at risk of criminal prosecution Heeif or a person close to him.

Code of Criminal Procedure
Section 95
Seizure of financial means

() If the facts found indicate that the finanaiaéans on bank account or in foreign bank brancmgr
other financial means are designated to commitirmegror have been used to commit a crime or are
generated from criminal activity, the presidinggedor prosecutor within preliminary proceedings may
issue an order to seize financial means.

(2) If a case is urgent, prosecutor may issue ateropursuant to the par. 1 even prior to the
commencement of criminal prosecution. A judge fagliminary proceedings has to confirm such order
within 48 hours otherwise the order ceases to bd.va

(3) The order has to be issued in writing and & ttabe motivated. The amount in respective cugrenc
shall be stated in it that the order applies ony Aisposal shall be prohibited in the order astha
financial means seized up to the amount of seiaurkess presiding judge or prosecutor within
preliminary proceedings decides otherwise.

(4) Seizure shall not apply to the financial methad represent necessities for life for the accuseior

the persons subject to his duty to support pursigetiie law.

(5) If seizure of financial means for the purposésriminal proceedings is not necessary any mibes,
seizure shall be cancelled. If it is not necessmyfor the amount stated, seizure shall be limited.
Presiding judge or prosecutor within preliminarggeedings shall decide on and issue the ordemiceta
or to limit the seizure.

(6) The order issued pursuant to the par. 1 orall always be delivered to the bank, foreign bardnbh

or to any legal entity or natural person which/wtemn dispose with the financial means, and after
execution of the order, it shall also be delivetedhe owner of the financial means. Owner of the
financial means has the right to request for cdaibeh of such seizure; request shall be motivated.

(8)If seizure of financial means is necessaryhm d¢ourse of criminal proceedings to secure thaeq|
party’s claims for damages, the procedure shalbli@ved accordingly pursuant to the par. 1 to 6.

Section 96
Seizure of registered securities

(1) If facts found indicate that a registered siégus designated to commit a crime, or has bessgduo
commit a crime or has been generated from crimacélity, the presiding judge or prosecutor within
preliminary proceedings may issue the order tostegisuspension of the right to dispose with aritycu
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(2) If a matter is urgent, the order pursuant @ phar. 1 may also be issued by a prosecutor evienebe
the commencement of criminal prosecution. Judgefeliminary proceedings shall confirm such order
within 48 hours otherwise the order ceases to bd.va

(3) The order shall be delivered to the persopassible for registration of registered securities,
after the execution of the order it shall also leéivedred to the owner of the securities. Owner e t
registered security has the right to request facebation of the seizure; his request shall beivatgd.

(4) If seizure of the registered security is nacessary any more for the purposes for criminal
proceedings, the presiding judge or the proseauthin preliminary proceedings shall immediatelgus
the order to cancel suspension of the right toasispith the security.

(5) The order issued pursuant to the par. 1 astth® be in writing and it shall be motivated.

(6) If there is a need to seize the registeredirigcwithin criminal proceedings for the purposg o
securing the injured person’s claims for damagdesptocedure shall be followed accordingly purst@nt
the par. 1 to 5.

Section 129
Group of persons and organization
(4) For the purposes of this Act, terrorist group memsguctured group of at least three individuals
which does exist for certain period of time witle thbjective of committing terror crime or
criminal act of terrorism.
(5) Activity carried out in favor of a terrorist groupr of criminal group means intentional
participation in such a group or any other intemaicacting for the purpose of
a) maintaining the existence of a such group or
b) committing by such group of criminal acts mentionethe par. 3 or 4.
(6) Supporting criminal group or terrorist group meamgntional acting consisting in providing
means, services, cooperation or creating any cthraditions for the purpose of
a) the establishing or maintaining existence of sucup, or
b) committing by such a group of criminal acts mengidm the par. 3 or 4.
Section 297
Establishing, plotting and supporting of a terrorist group

Any one shall be sentenced to deprivation of ljpevithin the term of eight up to fifteen years who

establishes or plots a terrorist group, is a merobéror is acting in its favor or is supporting i

ANNEX 4

Section 129
Group of persons and organization
(7) For the purposes of this Act, terrorist group memsguctured group of at least three individuals
which does exist for certain period of time withe thbjective of committing terror crime or
criminal act of terrorism.
(8) Activity carried out in favor of a terrorist groupr of criminal group means intentional
participation in such a group or any other intemaicacting for the purpose of
a) maintaining the existence of a such group or
b) committing by such group of criminal acts mentiomethe par. 3 or 4.
(9) Supporting criminal group or terrorist group meamentional acting consisting in providing
means, services, cooperation or creating any cthraditions for the purpose of
a) the establishing or maintaining existence of sudup, or
b) committing by such a group of criminal acts mengidm the par. 3 or 4.
Section 297
Establishing, plotting and supporting of a terroris group
Any one shall be sentenced to deprivation of ljpevithin the term of eight up to fifteen years who
establishes or plots a terrorist group, is a merobéror is acting in its favor or is supporting i
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ANNEX 5 - Results of the controls of the obliged diies in 2007

Total Total Number
Number | Number | number Number Number Total Number | Decision Number of
L amount of ) -
of of of of started of amount | of opinions of . . incentives
; > ; . of incentives L
onside | completed| controls | administration| imposed of to appeal aved sent to to criminal
controls | controls in procedures | sanctions| imposed | expositions| authority segncytions other prosecution
progress sanctions )
authority
Jan 7 11 41 7 2 20000 2 0 3000 0 0
Feb 0 1 40 0 9 290000 0 4 0 0 0
Mar 3 9 34 1 0 0 1 1 365000 0 0
Apr 5 7 32 5 1 10000 3 0 16100 1 0
May 5 7 30 3 5 190000 0 1 50000 0 1
Jun 3 3 30 1 3 270000 3 1 4100 1 0
Jul
Aug
Sep
Oct
Nov
Dec
Total 23 38 28 17 20 780000 9 7 647000 2 1
ANNEX 6 - Results of the controls of the obliged dities in 2006
Results of the controls of the obliged entitie2@05
=]
-% Number of onside Total amount of Number of controls Number of
o Number of controls | . - .| where incentive for | controls where
controls Number of controls | re sanctions werg MPOSed sanctions in impose sanction criminal
without shortcomings ; the administration .
imposed : were sent to other prosecution
procedure in SKK . A
authority was initiated
Jan. 7 2 0 0 0 0
Feb. 12 3 2 515000 0
Mar. 10 3 0 0 0 0
Apr. 8 3 7 350000 1 0
May 11 1 2 220000 1 1
Jun. 8 2 2 320000 0 2
Jul. 11 9 4 590000 0 0
Aug. 5 2 5 250000 1 0
Sep. 8 0 4 330000 0 0
Oct. 4 0 5 1055000 1 0
Nov. 9 2 2 500000 2 0
Dec. 4 3 2 70000 0 0
TOTAL 97 30 35 4200000 6 3
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ANNEX 7 - Results of the controls of the obliged dries in 2005

Results of the controls of the obliged entitie2006
-éj Number of Number of
& onNs;Jdnew():irn(t)rfols Number of controls v\’/\:]lg;b:;r?ét?g:;r\?vl: il imp;)rsoetzzl ;gzﬁgfwgin the 'Ci(r)lr;tergltisv\elzv?c?r're conctrri(rjrl]sinv;rere
without shortcomlngs imposed admlnlstrgtlon impose sanction prosecution was
procedure in SKK werzjtehr:)trfgother initiated
Jan. 3 1 4 120000 1 0
Feb. 11 0 9 455000 0 0
Mar. 8 2 3 10000 0 0
Apr. 7 0 5 120000 0 0
May 11 0 0 0 0 0
Jun. 6 0 4 90000 0 0
Jul. 7 1 4 105000 0 0
Aug. 5 0 2 145000 0 0
Sep. 5 0 6 190000 0 0
Oct. 5 0 3 50000 0 0
Nov. 10 2 3 520000 0 0
Dec. 2 1 5 90000 0 0
TOTAL 80 7 48 1895000 1 0
ANNEX 8
Number of AML/CFT supervisions provided by the FIU

Year 2005 Year 2006 Year 2007

Bank -5 Bank - 1 Bank - 1

Real-estate agency - 18 Real-estate agency - 21 Real-estate agency - 2

Leasing - 15 Leasing - 14 Leasing - 6

Lottery and other games - 2
Loan provider - 7

Executor - 4

Advocate - 4

Exchange office - 9

Other obliged entities - 33

Lottery and other games - 9
Loan provider - 3

Executor - 2

Advocate - 5

Exchange office - 3

Other obliged entities - 22

Lottery and other games - 2
Loan provider - 6

Executor - 2

High value goods dealer - 2
Notary for auctions - 2
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ANNEX 9

Statistics of information transmitted to other bodies by the FIU

Information for

Information for : Information for . Information
L other bodies of Information for )
Criminal other parts of . for foreign
rosecution Bureau of Police Corps Tax Authorities FlUs
P Organised crime P
2004 N/A 85 40 105 21
2005 10 271 60 204 33
2006 10 118 125 305 63
30 Jun| 8 129 80 232 46
2007
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APPENDIX IV-Annexes to the 2nd Written Progress Reprt of the Slovak Republic
(unofficial English translations)

Act No 297/2008 Coll. — the AML/CFT preventive law

Selected provisions of the Act No 300/2005 Collkirfinal Code) and of the Act No 301/2005

Coll. (Criminal Procedure Code)

3. Selected provisions of the Act No 510/2002 Coll tloe Payment System

4. Selected provisions of the Act No 566/2001 Coll. $ecurities and Investment Services (The
Securities Act)

5. Methodological guidance No. 7/2008

e

ANNEX No 1

Link to the text is
http://www.minv.sk/swift data/source/policia/fing®®7 2008en.pdf

ANNEX No 2

Criminal Code 300/2005 Z.z.
Section 10
Minor offence/Misdemeanour
(3) Minor offence means
a) criminal offence committed by negligence or
b) intentional criminal act liable to a sentence gbriation of liberty with maximum term
not exceeding five years pursuant to a separateptris Act
(4) If a seriousness/gravity of an act is insignificauith regard taken to way/manner of commission,
consequences, circumstances, degree of fault apétpetor’'s motive, such act is not considered
as minor offence.

Section 11
Crime
(4) Intentional criminal act that is liable to a semterof deprivation of liberty with maximum term
exceeding five years pursuant to a separate p#ntsoAct is crime.
(5) Any act is also considered as crime if within magorously qualified facts of a minor offence
committed intentionally, the maximum sentence iingel exceeding five years.
(6) Crime is considered extremely serious if it is kald a sentence of deprivation of liberty with
minimum term at least ten years pursuant to this Ac

Section 13
Preparation of a crime
(5) Following acting is considered as preparation afrime: intentional organization of a crime,
provision or adaptation of means or tools to conitmitonspiracy, joining with others, abetting,
ordering a crime, aiding or any other intentionaation of conditions for commission of a crime
provided that no attempt neither completion of erinappened.
(6) Preparation of a crime is punishable pursuant verity of sentence imposed for a crime to the
commission of which such preparation has beentdidec
(7) Punishability of preparation of a crime expiresée=ato exist if a perpetrator
a) voluntarily refrains from acting directed towardsnumission of a crime and he/she
removes the danger arising of preparation done iatarest protected by this Act, or
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has reported to the law enforcement body or toRbkce the preparation of a crime and
he/she has done it in due time in order to peremaval of a danger arising from such
preparation to an interest protected by this Adolaier may report to his/her superior and a
person serving a sentence or a person in custogyreport to a member of Prison and
judicial guard.
(8) Punishability of a perpetrator for other crime attg committed by such acting is not affected by
the provision of the par. 3.

Sentence of forfeiture of property

Section 58

(4) Court may impose sentence of forfeiture of propevith regard taken to circumstances of a
criminal offence committed as well as to the sitwabf a perpetrator if a court is imposing life
sentence or unconditional sentence of deprivatidiberty for extremely serious crime through
commission of which the perpetrator obtained cgrafited to obtain extensive property benefit
or by which the perpetrator has caused extensireada.

(5) Without meeting the conditions stated in the paa &ourt may impose sentence of forfeiture of
property while sentencing a perpetrator of comroissiof criminal offence of illicit
manufacturing of narcotic or psychotropic substanpeisons, precursors, possession thereof or
trafficking therein pursuant to the Section 172 {2a 3 or 4, or of criminal offence of money
laundering pursuant to the Section 233, criminsdrode of establishing, plotting and supporting
criminal group pursuant to the Section 296, crirhioffence of establishing, plotting and
supporting terrorist group pursuant to the Sec®®7, criminal offence of receiving bribe
pursuant to the Section 328, par. 2 or 3, or Se@R9, par. 2 or 3 provided that it is proved that
the perpetrator had obtained from unlawful incomnehsproperty or its part.

Section 59

(4) Sentence of forfeiture of property affects the rengiroperty owned by the convict or that part of
it which is defined by the court; forfeiture of perty does not apply to the means or things that
are necessaries of life of a convict or of the gesssubject to the convict's duty to support
pursuant to the law. This sentence may not be iegha$ it obstructs the possibility of
compensation of damages caused by criminal offence.

(5) State is owner of the property forfeited unlessoart decides otherwise upon promulgated
international treaty by which the Slovak Repubdibound.

(6) Community property of spouses terminates upon \aidt’s decision on forfeiture of property.

Section 60
Forfeiture of a thing

(8) Court shall impose sentence of forfeiture of agttimat
e) was used to commit a criminal offence
f) was designated to commit a criminal offence
g) has been obtained by the offender as result oficailhoffence or as reward for it
h) has been obtained by the offender in exchange thing stated under the par. c).

(9) If a thing stated under par (1) is unreachablerodentifiable, or it is mixed together with the
offender’s property or with another’s property obé&al in accordance with the law, then a court
may impose forfeiture of a thing with the valueresponding with the value of that thing.

(10)Unreachable thing means a thing that had bestmayed, damaged, lost, stolen, made impossible

for use, consumed, hidden, transferred to anotbesop with the aim of excluding such thing from

the power of the law enforcement bodies, or a tmargoved in any other manner or expenditures
saved.

(11)A thing pursuant to the par. (1) means alsonme obtained from criminal offence as well as

profit, interests and any proceeds of such incapnélings.
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(12)Court may impose sentence of forfeiture ofiaglonly if such things belongs to the perpetrator.
(13)State is owner of a thing forfeited unless dedi otherwise by the court upon promulgated
international treaty by which the Slovak Repubdibound.

(14)Provision of the par 1 shall not apply if

a) a claim has arisen for damages to the injured pamty forfeiture of a thing would be
made impossible if a thing was forfeited

b) value of a thing manifestly does not correspondh e seriousness of a minor offence,
or

c) the court has waived the punishment of the perimetra

Damage
Section 124

(1) For the purposes of this Act, damage shallmtesrm to property or actual loss of assets or
prejudice to the rights of the victim or other hamvhich has a causal relationship with the criminal
offence irrespective of whether the harm has besised to a thing or to the rights. For the purpo$es
this Act, damage shall also mean benefits gainedusal relationship with the criminal offence.

(2) Damage within the meaning of paragraph 1 shlath mean the loss of profit to which the
victim, considering the circumstances and his pekaituation, would otherwise be entitled or could
reasonably expect to obtain.

(3) In case of criminal offences against the emviment, damage shall mean the combined
environmental harm and property damage; propentyadg shall also comprise the costs of restoring the
environment to its original state. In case of thenmal offence of illegal handling of waste purati@o
Section 302, the scope of the offence shall beriahited on the basis of customary price chargetieat t
time and place of the offence for the collectisansport, export, import, recycling, disposal omging
of waste, and the price charged for the removataste from the site that is not designated for dagip

Section 125

(1) Small damage shall mean the damage amountimgote than 266 €. Larger damage shall
mean the damage which is at least ten times hitfaer the aforesaid amount. Substantial damage shall
mean the damage which is at least one hundred tiigg®er than the aforesaid amount. Large-scale
damage shall mean the damage which is at leasthfinelred times higher than the aforesaid amount.
These aspects shall be also used to determinertberd of benefit, the value of a thing, and thepscof
the offence.

(2) Where the Special Part of this Act required tha basic elements of the criminal offence
include infliction of damage as a property consegaeof the criminal offence without specifying its
amount, such damage shall be understood as atlsastll damage

Section 129
Group of persons and organization

(1) For the purposes of this Act, a group of persomadl siiean at least three persons.

(2) For the purposes of this Act, an organized growgh shean a conspiracy of at least three persons
for the purpose of commission of a criminal actthimi such group there exist certain level of
distribution (division) of tasks between memberdhatt group the activity of which is planned
and coordinated in the way improving the probabiit successful commission of a crime.

(3) For the purposes of this Act, criminal group simadlan structured group of at least three persons
existing for certain period of time and acting mardinate way with the aim of committing one
or several crimes, or the crime of money laundepngsuant the Section 233 or one of the
corruption crimes pursuant to the Chapter eightdtWolume, the Separate part; that group
commits crimes in order to directly or indirectlgtain financial profit or other advantage.
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(4) For the purposes of this Act, a terrorist grahall mean organized/structured group of at least
three persons which exists for certain period mietiand has the aim to commit criminal act of temor
criminal act of terrorism.

(5) Acting in favor of a criminal group orterist group shall mean intentional participatiarsuch a
group or any other intentional acting for the psgof

a) maintaining the existence of such group or

b) commission by such a group of criminal acts asigeafor in the par. 3 or 4.

(6) Supporting a criminal group or a terrorist grouplsmean intentional acting consisting of providing
means, services, cooperation or creating otherittonsl for the purpose of
a ) establishing or maintaining the existeaf such a group or,
b ) commission by such a group of crimimetls as provided for in the par. 3 or 4.

Thing
Section 130
(1) For the purposes of this Act, a thing shall mea

a) a movable or immovable thing, dwelling or non-resitlal premises, or animals, unless the relevant

provisions of this Act provide otherwise,

b) a controllable force of nature or energy, or

C) a security paper irrespective of its form.
(2) Intangible information, computer data or videxording on a technical medium shall also be
considered as things.
(3) For the purposes of this Act, an entrustedgisimall mean a thing owned by another person, whieh
offender is authorised to use under a contractylich the offender has in his possession in order t
perform certain tasks as instructed by the ownehefthing, with the obligation to use it only fagreed
purposes or return it to the owner under agreeditions.
(4) For the purposes of this Act, misappropriatadna thing shall mean divesting the owner or other
person who has legal possession of the thing ofigie to dispose with that thing without consenta
with the intent to dispose with it as with one’srow

(5) For the purposes of this Act, addictive substs shall mean alcohol, narcotics, psychotropic
substances and other substances capable of exadtregse effects on one’s mental state and setfalon
or recognition abilities, or on one’s social conduc

(6) For the purposes of this Act, means of pubBmsport shall mean the things with the capadity t
transport at least nine persons.

Section 134
Constitutional system and crisis situation
(1) For the purposes of this Act, constitutional systehmll mean a democratic system of
fundamental rights and freedoms guaranteed by meansappropriate structure and
operation/functioning of authorities of the statewpr, territorial self-governance as well as
political parties and movements that are regulatede Constitution of the Slovak Repubilic.
(2) For the purposes of this Act, crisis situation kirean
a) state of distress
b) emergency state
c) belligerence or
d) war

Section 139

Protected person
(1) A protected person shall mean
a) achild
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b) a pregnant woman

c) a close person/a next of kin

d) a person that has to rely on somebody

e) an elderly person

f) asick person

g) a person enjoying protection pursuant to intermeaiicaw

h) a public official or a person who fulfills his/hebligations imposed on the basis of a law, or

i) awitness, expert witness, interpreter or translato

(2) The provision of the paragraph 1 shall not applyaafriminal act has not been committed in
relation to a position, status or age of a proteperson.

Section 140

Special motive

Special motive means commission of a crime

a) to (purchase) order

b) by revenge/vengeance

c¢) with the intent of hiding or facilitating anotheriminal act

d) upon national, ethnical or racial hatred or upatred for colour of skin, or
e) on sexual motive.

Section 141

A dangerous association

A dangerous association shall mean
a) a criminal group or
b) aterrorist group.

Legalization of the proceeds from crime/money launering
Section 233
(1) Any one shall be imposed sentence of deprigaioliberty within the term of two up to five yegr
who with the intention to conceal the existenc@miceed from crime or of a thing obtained by critoe,
conceal the designation or use for commission iofeiof such thing or proceed, to obstruct the segur
thereof for the purposes of criminal proceedingtherforfeiture or seizure thereof
a) shall transfer income or property generated fiminal activity to himself or to another, lends,
borrows, makes bank transfer or transfer in fordignk branch, imports, exports, transports, reés;at
rents or otherwise procures for himself or for &eot or
b) shall keep income or property generated fronmicrl activity in his possession, hides, uses,
consumes, destroys, alters, damages it.
(2) Any one shall be imposed sentence of deprimatifoliberty within the term of three up to eighdars
who commits the crime provided for in the par. 1
a) for special motive, or
b) and obtains larger profit for himself or for anathe

(3) The perpetrator shall be imposed sentence mrivi@gion of liberty within the term of seven todive
years if he commits a crime described in the par. 1

d) as public officer

e) and he obtains substantial profit thereof or

f) he commits it in more serious manner of acting.
(4) The offender shall be imposed sentence of dafoin of liberty within the term of twelve up to
twenty years if he commits the crime describedagar. 1

d) and he obtains large scale profit for himself ardoother
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e) in relation with the things generated/originatingnh trafficking in narcotic, psychotropic,
nuclear or high risk chemical substances, weapaows people or from any other extremely
serious crime or

f) as member of dangerous group.

Section 234
(1) Any one shall be imposed the sentence of detioiv of liberty within the term of two up to eight
years, who in breach of his duty resulting from é&isployment, vocation, position or function faits t
announce or to report
c) facts indicating that another person has commétedminal offence of legalization of proceeds
from crime pursuant to the Section 233, or
d) unusual business operation.
(6) The act described in the par. 1 is not punishdltleei perpetrator could not announce or report
without putting at risk of criminal prosecution Héeif or a person close to him.

Section 297

Establishing. masterminding and supporting a terroist group

Any person who establishes or masterminds a tetrgroup, is a member of this group, operates for o
supports this group. shall be punished by impriseminfor a term of eight to fifteen years.

Section 419
Terrorism
(1) Any person who, with the intention to seriouslyirmtate the population, to seriously destabilize
or destroy the constitutional, political, economic social order of the country or of an
international organization, or to force a governtr@ina country or an international organization
to do something or to refrain from doing somethitigeatens to commit or has committed a
crime imperilling the life, health of people or th@ersonal freedom or a property, or unduly
produces, gains, owns, holds, transports, deliggrsn other way uses explosive, nuclear,
biological or chemical weapons, or conducts illreisearch and development of such weapons or
weapons banned by law or by international tredigllde liable to a term of imprisonment of
twenty to twenty-five years or to imprisonment life.
(2) The offender shall be punished by life imprisonmdmwbugh the commission of the offence
referred to in paragraph 1
a) and causes grievous bodily harm to several persodsath to several persons,
b) against protected person,
c) against armed forces or armed corps,
d) as a member of the dangerous group, or
e) in a crisis situation.

Code of Criminal Procedure 301/2005 Z.z.

Section 95

Seizure of financial means

(1) If the facts found indicate that the finanaiaans on bank account or in foreign bank brancmgr
other financial means are designated to commitirmegror have been used to commit a crime or are
generated from criminal activity, the presidinggedor prosecutor within preliminary proceedings may
issue an order to seize financial means.

(2) If a case is urgent, prosecutor may issue ateropursuant to the par. 1 even prior to the
commencement of criminal prosecution. A judge fagliminary proceedings has to confirm such order
within 48 hours otherwise the order ceases to bd.va

(3) The order has to be issued in writing and & ttabe motivated. The amount in respective cugrenc
shall be stated in it that the order applies ony Aisposal shall be prohibited in the order astfar
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financial means seized up to the amount of seiaurkess presiding judge or prosecutor within
preliminary proceedings decides otherwise.

(4) Seizure shall not apply to the financial methad represent necessities for life for the accuseor

the persons subject to his duty to support pursigetiie law.

(5) If seizure of financial means for the purposésriminal proceedings is not necessary any mibies,
seizure shall be cancelled. If it is not necessmyfor the amount stated, seizure shall be limited.
Presiding judge or prosecutor within preliminarggeedings shall decide on and issue the ordemiceta
or to limit the seizure.

(6) The order issued pursuant to the par. 1 orall always be delivered to the bank, foreign bardnbh

or to any legal entity or natural person which/wtemn dispose with the financial means, and after
execution of the order, it shall also be delivetedthe owner of the financial means. Owner of the
financial means has the right to request for cdaibeh of such seizure; request shall be motivated.

(7)If seizure of financial means is necessary @ ¢burse of criminal proceedings to secure theaeaju
party’s claims for damages, the procedure shablb@wved accordingly pursuant to the par. 1 to 6.

Section 96

Seizure of registered securities

(1) If facts found indicate that a registered sitgus designated to commit a crime, or has beeadue
commit a crime or has been generated from crimmcébity, the presiding judge or prosecutor within
preliminary proceedings may issue the order tostegisuspension of the right to dispose with arggcu

(2) If a matter is urgent, the order pursuant @ phar. 1 may also be issued by a prosecutor evienebe
the commencement of criminal prosecution. Judgeofeliminary proceedings shall confirm such order
within 48 hours otherwise the order ceases to bd.va

(3) The order shall be delivered to the personaesible for registration of registered securitind,after
the execution of the order it shall also be detdeto the owner of the securities. Owner of thésteged
security has the right to request for cancellatibthe seizure; his request shall be motivated.

(4) If seizure of the registered security is notcessary any more for the purposes for criminal
proceedings, the presiding judge or the proseauthin preliminary proceedings shall immediatelgus
the order to cancel suspension of the right toasispwith the security.

(5) The order issued pursuant to the par. 1 arith Ise in writing and it shall be motivated.

(6) If there is a need to seize the registered ritgcwithin criminal proceedings for the purpose of
securing the injured person’s claims for damadesptocedure shall be followed accordingly pursti@ant
the par. 1 to 5.

ANNEX No 3

ARTICLE 4

Conditions for the Carrying Out of a Transfer Order

(4)A transfer order for domestic transfer shall contain:

a) a banking contact, which shall mean:

1. the account number of the originator and thatifleation code of the performing institution dig
originator for a transfer order for collection shall be statad account number of the owner and the
identification code of the performing institutiorf the account owner; the account number of the
originator shall not be required for a domestins$far carried out by cash deposit, and

2. the account number of the beneficiary and tleatification code of the performing institution thie
beneficiary; for a transfer carried out by cashbdisement the account number of the performing
institution of the beneficiary shall be stated éast of the account number of the beneficiary.

b) the sum to be transferred,

c) the currency identification; if a currency idéoation is not stated, the transfer shall be cd&i®d to

be a transfer in euros,

d) the place and date of the drawing up of thesfearorder, and
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e) the signature of the originator identical witle specimen signature stored at the performingutisn
of the originator, with the exception of transfeesried out by an electronic means of payment.

f) other information for making a transfer as regdiunder a separate legal provision.11a)

CARRYING OUT OF CROSS-BORDER TRANSFERS

ARTICLE 12

Cross-Border Transfer

(6) A transfer order for a cross-border transfer shall contain:

a) the name and account number of the origindbar,account number of the originator shall not be
required for a cross-border transfer carried outdsh deposit,

b) the amount of the cross-border transfer andl@m@mination of the currency,

c) the name of the account to which the cross-sardesfer is to be carried out and the numbemhef t
account if known; for a cross-border transfer eatrout by cash disbursement, if the beneficiarg is
natural person the given name, surname and homeessdof the beneficiary shall be stated; if the
beneficiary is a legal person the name and addfabe registered office shall be stated,

d) data enabling the identification of the perfarginstitution of the beneficiary,

e) the symbols of the foreign currency statistigsyhich shall be understood the payment title @iter
symbols pursuant to a special act or on the bdsispecial act,

f) the place and date of the drawing up of thedfemorder,

g) the signature of the originator identical witletspecimen signature maintained at the performing
institution of the originator, with the exceptiohtmansfers carried out electronically, and

h) other information required for the carrying aifitthe cross-border transfer required under a sépar
legal provision,11apr on the basis of a decision of the performingtim$on of the originator.

11a) Regulation (EC) Nd.781/2006 of the European Parliament and of then€ibwf 15 November
2006 on information on the payer accompanying teaaf funds (OJ 845 of 8 Decembe2006)

Annex No 4

ARTICLE 105a

Holder's account
(3) The central depository may open a holder's antdor the central depository only or for a foreig
legal person with a similar scope of business. @émral depository may also open a holder's account
for a securities dealer or for a bank authorisedprform the ancillary service of custodianshipdan
foreign securities dealer or a foreign bank autled to perform an ancillary service such as
custodianship. The central depository may open rti@e one holder's account for a single person.
(9) For operations requiring a statement of infdiamaon the owner of a security registered undex th
Act, information on the owner of a security recatda a holder's account shall be replaced with
information on the person mentioned in paragrapliof3whom the holder's account was opened, arsd thi
fact shall be stated.
(10) Where information on securities is recordedaiholder's account, and a disclosure obligation is
imposed on the central depository by law, inforovaton the owner of the securities shall be replaced
with information on the person mentioned in parpbré3) for whom the holders account was opened,
and this fact shall be stated.

Annex No 5

Link to the text is
http://www.nbs.sk/_img/Documents/LEGA/angmetodkd.pd
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