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1. Annex |I. Amended Law on the Prevention of Money Landering and the Financing
of Terrorism

Note: amendmentsire integrated in the text

LAW ON THE PREVENTION OF MONEY LAUNDERING AND THE F INANCING OF
TERRORISM

| BASIC PROVISIONS
Subject matter
Article 1

(1) This Law shall lay down actions and measureaspieventing and detecting money
laundering and terrorism financing.

(2) This Law shall govern the competence of the Autration for the Prevention of Money
Laundering (hereinafter referred to as: the APMid ahe competence of other bodies in the
implementation of the provisions of this Law.

Money laundering and terrorism financing
Article 2

(1) For the purposes of this Law, money laundesimgll mean the following:

1) conversion or transfer of property acquired gigftothe commission of a criminal offence;

2) concealment or misrepresentation of the trueureatsource, location, movement,
disposition, ownership of or rights with respecthe property acquired through the commission of a
criminal offence;

3) acquisition, possession, or use of property iaeduhrough the commission of a criminal
offence;

(2) For the purposes of this law, terrorism finagcshall mean the providing or collecting of
funds or property, or an attempt to do so, withititention of using them, or in the knowledge that
they may be used, in full or in part:

1) in order to carry out a terrorist act;

2) by terrorists;

3) by terrorist organizations.

The financing of terrorism shall mean inciting a@iding and abetting in the provision or
collection of property, regardless of whether aamest act was committed or whether property was
used for the commission of a terrorist act.

(3) For the purposes of this Law, a terrorist dwlisbe taken to mean the criminal offence
specified in the treaties listed in the annex ® ltiternational Convention for the Suppressionhef t
Financing of Terrorism, as well as any other atgrided to cause death or a serious bodily injugy to
civilian or any other person not taking an actiegtin the hostilities in a situation of armed dimtf
when the purpose of such act, by its nature oreconis to intimidate a population, or to compel a
government or an international organization to dtma@bstain from doing any act.

(4) For the purposes of this Law, a terrorist shaln a person who individually or together
with other persons willfully:

1) attempts or commits an act of terrorism in a@ywdirectly or indirectly;

2) aids and abets in the commission of a terrarst

3) has knowledge of an intention of a group ofdests to commit an act of terrorism,
contribute to the commission, or assist in the iooiation of the commission of a terrorist act, auyr
acting with a common purpose.

! Law amending the AML/CFT Law (dated 30/11/2010blished on the Official Gazette on 3/12/2010), hic
shall enter into force 8 days after its publicatio



(5) For the purposes of this Law, a terrorist orgation shall be taken to mean a group of
terrorists which:

1) attempts or commits an act of terrorism in amy wdirectly or indirectly;

2) incites and aids and abets in the commissiantefrorist act;

3) has knowledge of an intention of a group ofdests to commit an act of terrorism,
contribute to the commission, or assist in the ioo@tion of the commission of a terrorist act to a
group acting with a common purpose.

Terms
Article 3

(1) Certain terms used in this Law shall have tliefing meanings:

1) ‘Property’ — assets, money, rights, securit@s] other documents in any form, whose right
of ownership and other rights can be established:;

2) ‘Money’ — cash (domestic or foreign), funds otaunts (RSD or foreign currency), as well
as other instruments of payment;

3) ‘Bearer negotiable instruments’ — cash, cheqgesmissory notes, and other bearer
negotiable instruments that are in bearer form.

4) ‘Customer’ — a natural person, entrepreneuillegrson, or a person under civil law that
carries out a transaction or establishes a busieéetion with the obligor.

5) ‘Transaction’ — the acceptance, provision, cosios, keeping, disposal of or other dealing
with property in the obligor.

6) ‘Cash transaction’ shall mean the physical atzoeg or provision of cash to a customer.

8) ‘Money remitters' — persons performing the faollog money transfer services by:
receiving cash, cheques, or other instruments ayimgnt in one location and then, by
networking, informing, transferring, or using awerk in order to transfer money or value,
paying the appropriate amount in cash or in ofieem to a recipient in another place,
irrespective of whether the provision of such mervinvolve one or more than one
intermediary until the final payment.

10) ‘Persons under civil law’ — associations ofivttlals that join or will join money or any
other property for a certain purpose.

11) ‘Beneficial owner of a customer’ - natural mersvho owns or controls a customer.

12) Beneficial owner of a company or any other lggason shall include the following:

- natural person who owns, directly or indirec@% or more of the business share, shares,
voting right or other rights, based on which tipayticipate in the management of the legal
person, or who participates in the capital oflégal person with 25% or more of the share, or
has a dominant position in managing the assedtsedggal person;

- natural person who has provided or provides fuleda company in an indirect manner,
which entitles him to influence significantly tliecisions made by the managing bodies of
the company concerning its financing and busiogssations.

13) Beneficial owner of a person under foreign lawhjch receives, manages, or allocates
assets for a specific purpose, shall include eHeviing:

- a natural person using, indirectly or directl%2 or more of the assets that are the subject
matter of management, provided that the futuresusave been designated;

- a natural person or group of persons for theh@rgnce of whose interests a person under
foreign law is established or operates, provided such natural person or group of persons
are identifiable;

- a natural person who, indirectly or directly, estrictedly manages 25% or more of the
property of the person under foreign law.

14) ‘Business relationship’ — relationship betweerustomer and the obligor based on a
contract regarding the business activity of thikgob that is expected, at the time when such
relationship is established, to have an elemeduddtion.

15) ‘Loro correspondent relationship’ — relationsbietween a domestic bank and a foreign
bank or any other similar institution, which commes by the opening of an account by a
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foreign bank or another similar institution with domestic bank in order to carry out
international payment operations.
16) ‘Nostro correspondent relationship’ — relatioipsbetween a domestic and a foreign bank
which commences by the opening of an account 8graestic bank with a foreign bank in
order to carry out international payment operation
17) ‘Shell bank’ — foreign bank or another insiuat performing the same business, which is
registered in a state where it does not carryitsubusiness and which is not part of any
organised financial group.
18) ‘Personal document’ — valid document with atphissued by the competent State body.
19) ‘Official document’ — a document issued by d&iic@l or responsible person within their
authorities, whereas such persons shall be carsides those defined in the provisions of the
Criminal Code.
20) ‘Information on the activity of a customer wisoa natural person’ — information on the
personal, professional, or similar capacity of ttestomer (employed, retired, student,
unemployed, etc), or data on the activities ofchstomer (e.g. in the area of sports, culture
and art, science and research, education, etcghwberve as the basis to establish a
business relationship.
21) ‘Information on the activities of a customerownis an entrepreneur or legal person’ —
information on the type of business activities aofcustomer, its business relations and
business partners, business results, and simftzimation.
22) ‘Off-shore legal person' — foreign legal persdrich does not operate or may not operate
any production or trade business activities inStae of its registration.
23) ‘Anonymous company’ — foreign legal person wittknown owners or managers.
24) ‘Foreign official’ — a natural person who holoiswho held in the past year a public office
in a foreign country or international organisatimeluding
- heads of State and/or heads of government, mendiegovernment and their deputies or
assistants;
- elected representatives of legislative bodies;
- judges of the supreme and the constitutional tsoor of other high-level judicial bodies
whose judgments are not subject to further regotagxtraordinary legal remedies, save in
exceptional cases;
- members of courts of auditors or of the boardseoitral banks;
- ambassadors, chargés d'affaires and high-rawifitgrs in the armed forces;
- members of the managing or supervisory bodieegdl entities whose majority owner is
the State;
25) ‘Close family members’ of the foreign officighall include the spouse or extra-marital
partner, the parents, the brothers and sistegschiidren and their spouses or extra-marital
partners (hereinafter referred to as: foreigneadf);
26) ‘Close associate’ of the foreign official shisitlude any natural person who has benefit
from a joint ownership or from business relatiamswho has any other close business
relations with a foreign official (hereinafter eefed to as: foreign official).
28) 'Top management' shall mean
- Executive Board - if the obligor is organisedaasopen joint-stock company;
- Governing Board - if the obligor is organisedaaslosed joint-stock company the
term;
- Director or Governing Board — if the obligor isganised as a limited liability
company
- Person designated in the Articles of Associatioif the obligor is organised as
limited partnership or partnershikofmanditno Ili ortako drustvd
29) 'Wire transfer' - transaction carried out bgagyment and collection service provider, on
behalf of the originator of the wire transfer, walhiis carried out electronically, in order to
make the funds available to the beneficiary of #iee transfer at another payment and
collection service provider, irrespective of whatlhe originator and the beneficiary is one
and the same person.



30) 'Payment and collection service provider' aleay natural person which is registered for
providing payment operation services, as wellr@srhoney transfer services referred to in
item & of this Article.
31) 'Originator of the wire transfer' - legal ortunal person holding an account with the
payment and collection service provider and ordgthe transfer of funds from the account,
or a legal or a natural person ordering the temsf funds at the person referred tatem 8§
of this Article.
32) 'Beneficiary of the wire transfer' - legal atural person to whom the transferred funds
are addressed.
33) 'Payment chain intermediary’ — payment andecbin service provider who is not
engaged by the originator or the beneficiary @& wire transfer, while participating in the
execution of the wire transfer.
34) 'Unique identifier' — a combination of lettersymbers and signs determined by the
payment and collection service provider in accocgawith the payment and collection
system protocols or system of messages used ieyrtamsfers.
Obligors
Article 4

(1) For the purposes of this Law, obligors shatlude the following:
1) Banks;
2) Licensed bureaux de change;
3) Investment fund management companies;
4) Voluntary pension fund management companies;
5) Financial leasing providers;
6) Insurance companies, insurance brokerage compangsance agency companies and

insurance agents with a licence to perform lifeiragce business;
7) Persons dealing with postal communications;
8) Broker-dealer companies;
9) Organisers of special games of chance in casinos;
10) Organisers of games of chance operated on thenétieby telephone, or in any other

manner using telecommunication networks;
11) Auditing companies;
12) Licensed auditors.

(2) ‘Obligors’ shall include both entrepreneurs dadal persons exercising the following
professional activities:

1) Intermediation in real-estate transactions;

2) Provision of accounting services;

3) Tax advising;

4) Intermediation in credit transactions and priaviof loans;

5) Factoring and forfeiting;

6) Provision of guarantees;

7) Provision of money transfer services.

(3) Legal or natural persons referred to in panalgsd and2 of this Article, which perform a
business activity only occasionaly or to a limident and which represent low-risk with respect to
money laundering or terrorism financing, shall hetrequired to carry out the actions and measures
laid down in this Law, if they meet specially stigied requirements.

(4) The minister competent for finance (hereinafederred to as: the Minister), based on the
proposal of the APML, may specify the conditionslenwhich the legal and natural persons referred
to in paragraph& and2 of this Article, exercising their professionaligittes only occasionally or to
a limited extent, and in relation to which there@ssignificant risk of money laundering or tersoni
financing, shall not be required to implement tlsioms and measures laid down in this Law, as
provided in the technical criteria specified by thexzognized international standards and in the



opinion of the body referred to iArticle 82 of this Law which is competent to supervise the
implementation of this Law with such legal or nalyserson.

Lawyers and lawyer partnerships
Article 5
(1) Measures for the prevention and detection ofiegdaundering and terrorism financing
laid down in this Law shall also be implementedlawyers and lawyer partnerships (hereinafter
referred to as: the lawyer).

I ACTIONS AND MEASURES TAKEN BY OBLIGORS
2.1. General provisions

Actions and measures taken by obligors
Article 6
(1) Actions and measures for the prevention andatie of money laundering and terrorism
financing shall be taken before, during the cowfsend following the execution of a transaction or
establishment of a business relationship.

(2) The actions and measures referred to in pgpaglaof this Article shall include the
following:

1) Knowing the customer and monitoring of theiribass transactions (hereinafter referred to
as: ‘customer due diligence’);

2) Sending information, data, and documentatiaiécAPML;

3) Designating persons responsible to apply thigatibns laid down in this Law (hereinafter
referred to as: a compliance officer) and theirnuies, as well as providing conditions for theirrgo

4) Regular professional education, training androwement of employees;

5) Providing for a regular internal control of timplementation of the obligations laid down
in this Law;

6) Developing the list of indicators for the iddiathition of persons and transactions with
respect to which there are reasons for suspicionasfey laundering or terrorism financing;

7) Record keeping, protection and keeping of data fsuch records;

8) implementation of the measures laid down in tid@ss in obligor branches and majority-
owned subsidiaries located in foreign countries;

9) implementing other actions and measures baséushaw.

Risk analysis
Article 7
(1) The obligor shall conduct an analysis of theneyolaundering and terrorism financing risk
in accordance with the guidelines adopted by thdyboompetent for the supervision of the
implementation of this Law.

(2) The analysis referred to in paragraph 1 of #riscle shall contain a risk assessment for
each group or type of customer, business relatipndervice offered by the obligor within its
business, or transaction.

(3) The Minister, at a proposal of the APML, shalecify the criteria based on which the
obligor shall classify a customer, business retediip, service provided within its business agtivit
a transaction into a low-risk group in terms of mphaundering and terrorism financing, and based
on which they shall carry out simplified customereddiligence actions and measures, save in the
cases specified in this Law, in accordance with tdahnical criteria specified in the recognized
international standards and with the opinion oflibdy referred to irrticle 82 of this Law which is
competent for supervision of the implementatiotthig Law in the obligor assessing the risk posed by
the client, business relation, service providedhinitts business activity, or transaction
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2.2. Customer due diligence
2.2.1. General provisions
Customer due diligence actions and measures
Article 8
(1) Unless otherwise stipulated in this Law, thégus shall be obliged to:

1) Identify the customer;

2) Verify the identity of the customer based on docot®edata, or information obtained
from reliable and credible sources;

3) Identify the beneficial owner and verify the idéyin the cases specified in this Law;

4) Obtain information on the purpose and intended reatf a business relationship or
transaction, and other data in accordance withLiiweg;

5) Regularly monitor business transactions of theaust and check the consistency of the
customer’s activities with the nature of the busseelationship and the usual scope and
type of the customer’s business transactions.

(2) Where the obligor is unable to apply the actiand measures referred toparagraph 1
items 1 to 4, paragraph 1 of this Article, it strafluse the offer to establish a business relatipnsis
well as the carrying-out of a transaction, anchdlsterminate the business relationship if a bess$n
relationship has already been established.

(3) In the cases referred to in paragraph 2 of Amicle, the obligor shall make an official
note in writing, and consider whether there areswea for suspicion on money laundering or
financing of terrorism. The obligor shall keep s@chote in accordance with the law.

Application of due diligence actions and measures
Article 9
(1) The obligor shall apply the actions and measueéerred to irArticle 8 of this Law in the
following cases:

1) When establishing a business relationship withstorner;

2) When carrying out a transaction amounting to thé Rf§uivalent of EUR 15,000 or
more, calculated by the National Bank of Serbiaiaedate on the date of execution of
the transaction (hereinafter referred to as: RSOivedent), irrespective of whether the
transaction is carried out in one or more thanaomected operations;

3) When there are reasons for suspicion of money kumgl or terrorism financing with
respect to a customer or transaction;

4) When there are doubts about the veracity or criggliloif previously obtained data about
a customer or beneficial owner.

(2) If the transactions referred to in paragrapieln 2 of this Article are carried out based on
a previously established business relationshippftiligior shall collect the data referred toArticle
21, paragraph »f this Law which are missing.

(3) Notwithstanding the provisions of paragraptend 2 of this Article, the obligor operating
a money exchange business shall carry out thensciod measures referred to in Article 8 of this
Law in case of a transaction amounting to the R§ihvalent of EUR 5,000 or more, irrespective of
whether such transaction is carried out in a single@ore than one connected operations;

Customer due diligence during the establishment @ business relationship
Article 10
(1) The obligor shall apply the actions and measteéerred to irrticle 8, paragraph litem
1 to 4 of this Law before the establishment of silbess relationship with a customer.




(2) In relation to life insurance business, thentitg of the beneficiary of an insurance policy
may also be verified after the conclusion of theunance contract, but prior to the time of paydut o
the benefits under the contract at the latest.

Customer due diligence when carrying-out a transadon
Article 11
(1) In the case referred to Article 9, paragraph 1, item 2 and Article aragraph ®f this
Law, the obligor shall take the actions and meastaferred to in Article &aragraph Jlitems 1 to 4
of this Law, before the execution of a transaction.

Exemption from customer due diligence in relation @ certain services
Article 12

(1) Insurance companies, insurance brokerage cdegansurance agency companies and
insurance agents licensed to perform the life msce business, as well as voluntary pension fund
management companies and their founders shall @atequired to apply customer due diligence
when:

1) Concluding life insurance contracts where arividdal premium instalment or several
premium instalments that are to be paid in onenciae year do not exceed the RSD equivalent of
EUR 1,000 or if the single premium does not exdbedRSD equivalent of EUR 2,500;

2) When concluding contracts on the membershiplantary pension funds or contracts on
pension plans under the condition that assignmiethtearights contained under the contracts to @l thi
party, or the use of such rights as a collatenatfedits or loans, are not permitted.

(2) Provisions of paragraph 1 of this Article andaoregulation made in accordance with
Article 4, paragraph 2f this Law, shall not be applied if there aresmss for suspicion of money
laundering or terrorism financing.

Article 12A

(1) Payment and collection service provider shallect accurate and complete data on the
originator and include it in the form or messageoagpanying the incoming or outgoing wire
transfer, regardless of the currency. Such dathat@ompany the wire transfer throughout the entir
payment chain, regardless of whether intermedigréticipate in the payment chain and regardless
of their number.

(2) Data referred to in paragraph 1 of this Articlelude:

- name and surname of the wire transfer originator

- address of the wire transfer originator

- account number of the wire transfer originatorhar tinique identifier

(3) If obtaining the data concerning the addresthefwire transfer originator is impossible,
the payment and collection service provider shatidim, instead of the address, some of the follgwin
data:

- unique identifier;

- place and date of birth of the wire transfer orédgan;

- national ID number of the wire transfer originator

Article 12B

(1) The payment and collection service providedlsdantify and verify the identity of the
wire transfer originator before such transfer ia thanner provided for iArticles 13to 18 of this
Law.

(2) If the wire transfer is carried out without ojpgy an account, the obligations stipulated in
paragraph 1 of this Article shall be carried outydn case of transfer of the RSD equivalent of the
amount of EUR 1000 or more.

(3) The payment and collection service providedidldfill the requirements referred to in
Article 12A, paragraph 1 of this Law always when there aresames for suspicion on money
laundering or financing of terrorism, regardlesshaf amount of the wire transfer.
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(4) If the wire transfer does not contain accuratel complete data on the wire transfer
originator, the payment and collection service ptershall obtain, within three days from teh daite
transfer receipt, the misssing data or refuse ¢éz@be such transfer.

(5) Payment and collection service provider shalisider terminating the business relation
with the other payment and collection service mtevi which frequently fails to fulfill the
requirements fromArticle 12A, paragraph 1, of this Law, of which the latter Islh@ previously
warned. The payment and collection service provahall inform the APML about the termination
of such relation.

(6) Payment and collection service provider shaflsider whether the lack of accurate and
complete data on the wire transfer originator atutsss reasons for suspicion on money laundering or
financing of terrorism, of which it shall make affical note to be kept in line with the law.

(7) The provisions ofrticle 12A and of this Article shall be applied irrespectofewhether
the wire transfer is domestic or international.

Exemptions from the requirement to obtain data on he wire transfer originator
Article 12C
(1) Payment and collection service provider isneguired to obtain wire transfer originator
data in the following cases:

1) when the wire transfer is carried out from an aot@pened with the payment and
collectin service provider and if teh customer diligence actions and measures have
already been performed in line with this law.

3) when using credit and debit cards, if

- the wire transfer originator has a contract wlith payment and collection service
provider under which it can carry out payment foods and services;

- the money transfers are carried out using theuendentifier based on which the
wire transfer originator can be identified;

3) when paying taxes, fines, and other public paym

4) when both the originator and beneficiary ofeatine wire transfer are payment and
collection service providers acting for their owsteunt and on their own behalf;

5) when the wire transfer originator withdraws mgifirom their own account.

2.2.2. Application of customer due diligence actis and measures
2.2.2.1. Customer identification and verification bidentity
Identification and verification of identity of a natural person, legal representative and
empowered representative, and entrepreneur
Article 13

(1) Where the customer is a natural person, legafresentative of the customer, or
entrepreneur, the obligor shall identify and vetif identity of the customer by obtaining the data
specified in Article 81paragraph Jlitem 3 and 4 of this Law.

(2) Data referred to in paragraph 1 of this Artistall be obtained by inspecting a personal
identity document with the mandatory presence efidentified person. If it is not possible to abta
all the specified data from such a document, thesimg data shall be obtained from another official
document. The data that cannot be obtained forctbgreasons in such manner shall be obtained
directly from the customer.

(3) Notwithstanding the provisions of paragraphf2thas Article, the customer who is a
natural person may carry out a transaction or &skaé business relationship through an empowered
representative.

(4) If a transaction is carried out or a businetationship established on behalf of a customer
by an empowered representative or legal represemtatho is a natural person, the obligor shall,
apart from identifying and verifying the identity the customer, identify and verify the identitytbe
empowered representative and legal representatdtain the data referred to in Article lragraph
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1, item 3, in the manner specified in paragraph thisf Article, and request a written authorisation
(Power of Attorney) whose copy it shall keep in@dance with the Law. In the above event, the
obligor shall apply the measures specified in Agt&l1 of this Law.

(5) If the obligor, during the identification anekrification of identity of the customer in
accordance with this Article, has any doubts abloatveracity of the obtained data or the credipilit
of the documents from which the data was obtaimedhall obtain from the customer a written
statement on the veracity and credibility of theadend documents.

(6) During the identification of a natural persahe obligor shall obtain a photocopy of a
personal document of such person. The obligor shditate on the copy the date, time and name of
the person who inspected the document. The phoyasdprred to in this paragraph shall be kept by
the obligor in accordance with the Law.

Identifying and verifying the identity of a natural person using a qualified electronic certificate
Article 14

(1) Notwithstanding the provisions of Article I@aragraph f this Law, the obligor, under
the conditions set out by the Minister, may alsnitfy and verify the identity of the customer wiso
a natural person, or its legal representative,dasea qualified electronic certificate of the auser
issued by a certification body in the Republic eftBa, or based on a foreign electronic certificate
which is equal to the domestic, in accordance \lith law governing electronic operations and
electronic signature.

(2) In establishing and verifying the identity ofcaistomer, the obligor shall, based on
paragraph 1 of this Article, obtain the customeiadspecified in Article 81paragraph /litem 3 of
this Law from a qualified electronic certificateata that cannot be obtained from such certificate
shall be obtained from a photocopy of a personalid@nt, which shall be sent by the customer to the
obligor in a printed form or electronically. If it not possible to obtain all the specified data as
described, the missing data shall be obtainedttiir'om the customer.

(3) The certification body which has issued a digali electronic certificate to a customer
shall, without delay, send to the obligor, at éguest, the data about how it identified and \etithe
identity of the customer who is the bearer of difteate.

(4) Notwithstanding the provisions of paragraplanil 2 of this Article, the identification and
verification of identity of a customer based onualiied electronic certificate shall not be perek
if there is suspicion that the qualified electrooéctificate is misused, or if the obligor estalndis that
the circumstances substantially affecting the Vglidf the certificate have changed, while the
certification body has not revoked the certificate.

(5) If the obligor, during the identification an@nfication of a customer in accordance with
this Article, has any doubts as to the veracitthefobtained data or credibility of the documendsrf
which the data was obtained, it shall obtain from ¢ustomer a written statement on the veracity and
credibility of the data and documents.

(6) If the obligor identifies and verifies the idiy of a customer during the establishment of
a business relationship, in the manner set outig Article, it shall ensure that the first custolse
transaction be carried out from the account opdnethe customer in his own name with a bank or
similar institution in accordance with Article &ragraphg and2 of this Law.

Identifying and verifying the identity of a legal person
Article 15

(1) Where a customer is a legal person, the obbktatl establish and verify its identity by
obtaining the data specified in Article §ragraph [litem 1 of this Law.

(2) The obligor shall obtain the data referredntparagraph 1 of this Article by inspecting the
original or certified copy of documentation fromregister maintained by the competent body of the
country where the legal person has a registered aeapy of which it shall keep in accordance with
the Law. The obligor shall indicate, on the copy date, time, and the name of the person who
inspected the original or certified copy thereof.

(3) The documentation referred to in paragraph thisfArticle shall be issued no earlier than
three months before its submission to the obligor.
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(4) The obligor may obtain the data mefé to in paragraph 1 of this Article by directly
accessing the Register of business entities, oroéingr official public register. The obligor shall
indicate on a printed copy of the register entwy date, time and name of the person who inspected
the document. The printed copy of the registeryergferred to in this paragraph shall be kept &y th
obligor in accordance with the Law.

(5) If it is not possible to obtain all the datarh an official public register, the obligor shall
obtain the missing data from an original or cestificopy of a document or other business
documentation submitted by the custonméthe missing data cannot be obtained in the pitesd
manner for objective reasons, the obligor shakdisth such data by obtaining a written statement
from the customer.

(6) If the obligor has doubts as to the veracitythad obtained data or the credibility of the
presented documentation, it shall obtain a wrigiement from the customer.

(7) If a customer is a foreign legal person cagyaut its business operations in the Republic
of Serbia through its branch, the obligor shallntifg and verify the identity of the foreign legal
person and its branch.

Identifying and verifying the identity of the representative of a legal person
Article 16

(1) The obligor shall establish and verify the itilgrof the representative and obtain the data
referred to in Article 81paragraph /litem 2 of this Law by inspecting a personal doeatrof the
representative in his presence. If it is not pdedib obtain the specified data from such a documen
the missing data shall be obtained from anothéciaffdocument submitted by the representative.

(2) If the obligor doubts the veracity of the obtd data when identifying and verifying the
representative, it shall also obtain the represiemta written statement thereon.

Identifying and verifying the identity of a procura holder and empowered representative of
a legal person
Article 17

(1) If a business relationship is established traasaction performed by a procura holder or
empowered representative on behalf of a legal perge obligor shall identify and verify their
identity and obtain the data referred to in Arti8le, paragraph Jlitem 2 of this Law, by inspecting
their personal documents in their presence. i imdt possible to obtain all the specified datanfro
such a document, the missing data shall be obtdioedanother official document submitted by the
procura holder or empowered representative, orctilirdrom the procura holder or empowered
representative.

(2) In the event referred to in paragraph 1 of #uriscle, the obligor shall also obtain the data
referred to in Article 81paragraph /litem 2 of this Law about the representative dégal person,
from the written authorisation issued to the practolder or empowered representative by the
representative.

(3) If the obligor, when identifying and verifyinthe identity of the procura holder or
empowered representative, doubts the veracity efdbtained data, it shall obtain their written
statement thereon.

Establishing and verifying the identity of other pesons under civil law
Article 18

(1) If a customer is another person referred tAriicle 3, paragraph Jtem 10of this Law,
the obligor shall:

1) establish and verify the identity of the autbed representative;

2) obtain a written authorisation for representatio

3) obtain the data referred to Article &hragraph Jlitems 2 and 15 of this Law.

(2) The obligor shall identify and verify the idéptof the representative referred to in
paragraph 1 of this Article and obtain the data&meld to in Article 81paragraph [litem 2 of this
Law, by inspecting a personal document of the ai#bd representative in his presence. If it is not
possible to obtain the specified data from suclb@uohent, the missing data shall be obtained from
another official document.
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(3) The obligor shall obtain the data in Article, @aragraph 1, item 15 of this Law from the
written authorisation submitted by the authorisegresentative. If it is not possible to obtain daga
referred to in Article 81, paragraph 1, item 15tbis Law from such written authorization, the
missing data shall be obtained directly from th@esentative.

(4) If the obligor doubts the veracity of the obtd data or the credibility of the presented
documentation, he shall obtain a written staterfrent the representative.

Special cases of identifying and verifying the ideity of a customer
Article 19
(1) Whenever a customer enters a casino or whe@esestomer or his legal representative or
empowered representative has access to a safeidemqsthe organizer of a special game of chance
in a casino, or an obligor that provides safe depox services, shall establish and verify thentdg
of the customer and obtain, from the customersderjal representative or empowered representative,
the data referred to in Article 8fparagraph Jlitems 5 and 7 of this Law.

2.2.2.2. |dentifying the beneficial owner of a cusimer
Identification of the beneficial owner of a legal prson and person under foreign law
Article 20

(1) The obligor shall identify the beneficial owngfr a legal person or person under foreign
law by obtaining the data in Article 81, paragrdplitem 14 of this Law.

(2) The obligor shall obtain the data referredntparagraph 1 of this Article by inspecting the
original or certified copy of the documentationrfrahe official public register, which may not be
issued earlier than three months before its sulionigs the obligor. The data may be also obtained
by directly inspecting the official public register accordance with the provisions Afticle 15
paragraphs 4 and 6 of this Law.

(3) If it is not possible to obtain all the datattwe beneficial owner of the customer from the
official public register, the obligor shall obtaime missing data by inspecting the original oritted
copy of a document and other business documentstibmitted by a representative, procura holder,
or empowered representative of the customer. ifpbpective reasons, the data cannot be obtained as
specified in this Article the obligor shall obtatrfrom a written statement given by a represemati
procura holder or empowered representative of tiseomer.

(4) The obligor shall, based on a money laundeging terrorism financing risk assessment,
identify the beneficial owner of a legal personparson under foreign law in such a manner as to
know the ownership and management structures afub®mer and to know the beneficial owners of
the customer.

2.2.2.3.  Obtaining data about the purpose and intended natug of a business relationship
or transaction, and other data under the provisionsf this Law
Data to be obtained
Article 21

(1) Within the customer due diligence laid dowrAiticle 9 paragraph 1, item 1 of this Law,
the obligor shall obtain the data referred to itiche 81, paragraph [litems 1 to 4, and items 6, 14
and 15 of this Law.

(2) Within the customer due diligence laid downrAiticle 9 paragraph 1, item 2 and Article
9, paragraph 3 of this Law, the obligor shall obttie data referred to in Article 81, paragraph 1,
items 1 to 4, items 8 to 11 and items 14 and lthisfLaw.

(3) Within the customer due diligence laid downAricle 9, paragraph 1, items 3 and 4 of
this Law, the obligor shall obtain the data refdr@in Article 81, paragraph 1 of this Law.

2.2.2.4.  Monitoring customer business transactions
Monitoring customer business transactions with speal care
Article 22
(1) The obligor shall monitor business transactiafisthe customer with special care,
including by collecting information on the sourcé mroperty that is involved in the business
transactions of the customer.

14



(2) Monitoring of business transactions of the oosdr referred to in paragraph 1 of this
Article shall also include the following:

1) ensuring that the business transactions of &owes are consistent with the assumed
purpose and intended nature of the business neddiip that the customer established with the
obligor;

2) conducting monitoring and ensuring that the mess$ transactions of a customer are
consistent with its normal scope of business;

3) conducting monitoring and ensuring that the deents and data held about a customer are
up-to-date.

(3) The obligor shall apply the actions and measueéerred to in paragraph 2 of this Article
to the extent and as frequently as required byawe of risk established in an analysis refer@iht
Article 7 of this Law.

2.2.3. Conducting customer due diligence actions dnmeasures through third parties
Relying on a third party to perform certain custome due diligence actions and measures
Article 23

(1) When establishing a business relationship, dbkkgor may, under the conditions laid
down in this Law, rely on a third party to applyetlactions and measures set outAiticle 8,
paragraph 1, items 1 to 4 of this Law.

(2) A ‘third party’ may include:

1) the obligor referred to in Article paragraph Jlitems 1, 3, 4 and 8 of this Law;

2) insurance companies licensed to perform lifarasce business;

3) the person referred to in Article 4, paragraphitems 1, 3, 4 and 8 of this Law and the
insurance company licensed to perform businesgeahkurance in a foreign country if it is subjéat
a statutory requirement to register its businekdt applies customer due diligence actions and
measures, keeps records in an equal or similar enamspecified in this Law, and if it is superdise
in the execution of its business in an adequatengran

(3) The obligor shall ensure beforehand that tlivel gharty referred to in paragraph 1 of this
Article meets all the conditions laid down in thizw.

(4) The obligor may not accept relying on a thi@rtp to perform certain customer due
diligence actions and measures if such persondetified and verified the identity of a customer
without the customer’s presence.

(5) By relying on a third party in applying certagustomer due diligence actions and
measures, the obligor shall not be exempt fromanesipility for a proper application of customer due
diligence actions and measures in accordance igh_aw.

(6) The third party shall be responsible for megtine requirements laid down in this Law,
including the keeping of data and documentation.

Prohibition of relying
Article 24

(1) The obligor shall not rely on a third party perform certain customer due diligence
actions and measures if the customer is an offeskegal person or an anonymous company.

(2) The obligor may not rely on a third party torfpem certain customer due diligence
actions and measures if the third party is fromoantry which is on a list of countries that do not
apply standards against money laundering and temdimancing. This list shall be established by th
Minister, at the proposal of the APML and basedi@ndata held by international organisations.

(3) Under no circumstances shall the third partabeff-shore legal person or a shell bank.

Obtaining data and documentation from a third party
Article 25
(1) A third party relied upon by the obligor to flem certain customer due diligence actions
and measures specified in the provisions of thig,Lshall submit to the obligor the data held about
the customer that the obligor requires in ordezstablish a business relationship under this Law.
(2) A third party shall, at the request of the gbti deliver without delay copies of identity
papers and other documentation based on whichplieabthe customer due diligence actions and
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measures and obtained the requested data abostioanen. The obtained copies of the identity papers
and documentation shall be kept by the obligorcicoedance with this Law.

(3) If the obligor doubts the credibility of the @@d customer due diligence or of the
identification documentation, or the veracity otalabtained about a customer, it shall request from
the third party to submit a written statement om ¢hedibility of the applied customer due diligence
action or measure and the veracity of the data &lgbait a customer.

Prohibition of establishing a business relationship
Article 26

(1) The obligor may not establish a business iatip if:

1) the customer due diligence was applied by agmensher than the third party referred to in
Article 23, paragraph 2 of this Law;

2) if the third party identified and verified theeintity of the customer in its absence;

3) if it has not previously obtained the data nefdrto in Article 25, paragraph 1 of this Law
from the third party;

4) if it has not previously obtained the copies idéntification documents and other
documentation about the customer from the thirdypar

5) if it doubted the credibility of the conductedstomer due diligence or the veracity of the
obtained customer data, and has not obtained thereel written statement referred to in Article 25,
paragraph 3 of this Law.

2.2.4. Special forms of customer due diligence agtis and measures
Article 27
(1) Apart from the general customer due diligenatioas and measures applied in
accordance with the provisions of Article @ragraph Df this Law, the following special forms of
customer due diligence shall be applied in theuorstances specified in this Law:
1) enhanced due diligence actions and measures;
2) simplified due diligence actions and measures;

2.2.4.1. Enhanced customer due diligence actionschmeasures
General provision
Article 28

(1) Enhanced customer due diligence actions andunes, besides the actions and measures
laid down in Article 8 paragraph Dbf this Law, shall also include additional acti@msl measures laid
down in this Law and shall be applied by the obligathe following circumstances:

1) when establishing a loro correspondent relakignsvith a bank or a similar institution
having its seat in a foreign country which is neted as complying with the international standards
against money laundering and terrorism financirag #ie at the level of European Union standards or
higher. This list shall be established by the i@, at the proposal of the APML and based on the
data held by international organisations;

2) when establishing a business relationship awitey out a transaction referred toAmticle
9, paragraph 1, item 2 of this Law with a custombpus a foreign official;

3) when the customer is not physically presentatitientification and verification of the
identity.

(2) In addition to the cases specified in paragrapdf this Article, the obligor shall apply
enhanced customer due diligence actions and mesalsugledown in Article 29 to 31 of this Law also
in circumstances when, in accordance with the groms of Article 7 of this Law, it assesses that du
to the nature of the business relationship, fornrmanner of execution of a transaction, customer’'s
business profile or other circumstances relatealdostomer there exist or there may exist a higél le
of money laundering or terrorism financing risk.
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Loro correspondent relationship with banks and othe similar institutions from foreign
countries
Article 29

(1) When establishing a loro correspondent relatigm with a bank or any other similar
institution having its seat in a foreign countryigfis not on the list of countries that apply the
international standards against money launderiggt@morism financing at the European Union level
or higher, the obligor shall also obtain, apartrfrthe actions and measures laid down in Article 8,
paragraph Dbf this Law, the following data, information andocumentation:

1) date of issue and period of validity of the bagKicence as well as the name and seat of
the competent body of the foreign country whicluéskthe licence;

2) description of internal procedures concerning frevention and detection of money
laundering and terrorism financing, and particyldine procedures regarding customer due diligence,
sending of data on suspicious transactions andoperdo the competent bodies, record keeping,
internal control, and other procedures adoptechbybiank or any other similar institution in relatio
to the prevention and detection of money laundegimdj terrorism financing;

3) description of the system for the prevention aadection of money laundering and
terrorism financing in the country of the seatasdted, or where the bank or other similar insatut
has been registered;

4) a written statement of the responsible persanbank stating that the bank or other similar
institution does not operate as a shell bank;

5) a written statement of the responsible persoa mank stating that a bank or a similar
institution does not have any business relatiorssaipl or transactions with a shell bank;

6) a written statement of the responsible persanbank stating that the bank or other similar
institution in the state of seat or in the stateegfistration is under supervision of the compestate
body and that it is required to apply the regulaiof such state concerning the prevention and
detection of money laundering and terrorism finaggi

(2) The employed person in the obligor who is resgde for establishing the loro
correspondent relationship referred toparagraph lof this Article and for the related enhanced
customer due diligence actions and measures shallnp before establishing such relationship, a
written authorization from the obligor's top managat, whereas if such relationship has been
established, it may not be continued without a temit authorization from the obligor's top
management.

(3) The obligor shall obtain the data referredrtgparagraph 1 of this Article by inspecting
public or other accessible registers, or by indpgctthe identity documents and business
documentation submitted to the obligor by a banlsiamilar institution with the seat in a foreign
country.

(4) The obligor shall not establish or continuemIcorrespondent relationship with a bank or
similar institution whose seat is located in a fgnecountry in the following cases:

1) if it has not previously obtained the data nefdrto inparagraph Jlitem 1 and items 3 to 5
of this Article;

2) if the employed person in the obligor who ispa@ssible for establishing a loro
correspondent relationship has not previously abthia written authorization from the obligor's top
management;

3) if a bank or any other similar institution withe seat located in a foreign country has not
established a system for the prevention and detecti money laundering and terrorism financing or
is not required to apply the regulations in theaaoé prevention and detection of money laundering
and terrorism financing in accordance with the tagons of the foreign country in which it has its
seat, or where it is registered;

4) if a bank or any other similar institution witls seat located in a foreign country operates
as a shell bank, or if it establishes corresponderdther business relationships, or if it cares
transactions with shell banks.

(5) The obligor shall specifically provide and downt, in the contract based on which loro
correspondent relationship is established, the sndaandering and terrorism financing related
obligations for each contracting party. The obligball keep the contract in accordance with the law
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(6) The obligor can not establish a loro corresgmdelationship with a foreign bank or any
other similar institution based on which such fgreinstitution may use the account with the obligor
to operate directly with its clients.

New Technologies
Article 29A

(1) The obligor shall pay special attention to theney laundering or terrorism financing risk
arising from the application of new technologiesickhmay allow for client anonymity (e.g. e-
banking, use of ATMs, telephone banking, etc.).

(2) The obligor shall introduce procedures and tad@itional measures to eliminate the risks
posed by and prevent the misuse of new technoldgieshe purposes of money laundering or
financing of terrorism.

Unusual transactions
Article 29B

(1) The obligor shall pay special attention te ttransactions characterised by their
complexity and unusually high amount, unusual mammerhich they are carried out, the value or the
mutual relation of transactions with no economicalt legally justifiable purpose, or which are not
consistent with or which are disproportionate te tisual, i.e. expected, business operations of the
customer, as well as to other circumstances reladethe status or other characteristics of the
customer.
(2) The obligor shall establish the basis and psepof the transactions referred to in paragraph 1
this Article, and make a written official note thef. The obligor shall keep the official note reéer
to in this Article in accordance with the law.

Foreign official
Article 30

(1) The obligor shall establish a procedure foedatning whether a customer or beneficial
owner of a customer is a foreign official. Suchgaaure shall be laid down in an internal document
of the obligor, in line with the guidelines adoptadthe body referred to irticle 82 of this Law that
is competent for the supervision of the implemeotedf this Law with the obligor.

(2) If a customer or beneficial owner of a custongen foreign official, the obligor shall,
apart from the actions and measures referredAaticle 8, paragraph bf this Law:

1) obtain data on the origin of property which rswhich will be the subject matter of the
business relationship or transaction from the damusiand other documentation which shall be
submitted by the customer. If it is not possibleotmiain such data as described, the obligor shall
obtain a written statement on its origin directlgrh the customer;

2) ensure that the employee in the obligor whoiesirout the procedure for establishing
business relationship with a foreign official shakfore establishing such relationship, obtairitemi
consent from the top management;

3) monitor with special attention transactions atiter business activities of a foreign official
for the period of duration of the business relatldp.

If the obligor establishes that a customer or aebeial owner of a customer became a foreign
official during the business relationship it shajpply the actions and measures referred to in
paragraph 2, items 1 and 3 of this Article, whereaghe continuation of the business relationship
with such person a written consent shall be obtafrem the top management.

Identification and verification of identity without the customer’s physical presence (non-face-to-
face customer)
Article 31
(1) If, in the course of identification and verditon of identity, a customer is not physically
present in the obligor, the obligor shall, apaoinirthe actions and measures referred to in Ar8¢le
paragraph Dbf this Law, apply one or more of the followingdétibnal measures:
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1) obtaining additional documents, data, or infaforabased on which it shall identify a
customer;

2) conducting additional inspection of submittedntity documents or additional verification
of customer data;

3) ensuring that, before the execution of othetaruer transactions in the obligor, the first
payment shall be carried out from an account opdxyethe customer in its own name or which the
customer holds with a bank or a similar institutioraccordance with Article 13, paragraghand?2
of this Law;

4) other measures laid down by the body referrad gaticle 82 of this Law.

2.2.4.2. Simplified customer due diligence actiorend measures
General provisions
Article 32

(1) The obligor may apply simplified customer dukgdnce measures in the circumstances
referred to inArticle 9, paragraph 1, items 1 and 2 of this Law, exceptrettihere are reasons for
suspicion of money laundering or terrorism finagcwith respect to a customer or transaction, if a
customer is:

1) The obligor referred to in Article 4aragraph Jlitems 1 to 8 of this Law, except for
insurance brokers and insurance agents;

2) Person from Article 4paragraph Jlitems 1 to 8 of this Law, except for insurancekiers
and agents from a foreign country on the list afirddes that apply international standards against
money laundering and terrorism financing at theolpaan Union level or higher;

3) A State body, body of an autonomous provincbauly of a local self-government unit, a
public agency, public service, public fund, puldtistitute or chamber;

4) A company whose issued securities are includezhiorganized securities market located
in the Republic of Serbia or in the state where ititernational standards applied regarding the
submission of reports and delivery of data to tbengetent regulatory body are at the European
Union level or higher.

5) A person representing a low risk of money lauimdeor terrorism financing as established
in a regulation adopted on the basig\dicle 7, paragraph 3 of this Law.

(2) Notwithstanding the provisions laid downAmticle 8 of this Law, an auditing company
or licensed auditor, when establishing a businelsgionship regarding the obligatory auditing of th
annual financial statements of a legal person, amly simplified customer due diligence actions
and measures, unless there are reasons for suspfcioney laundering or terrorism financing with
respect to a customer or the auditing circumstances

(3) Except in the cases specified under paragrapdsd 2 of this Article, the obligor may
apply simplified customer due diligence actions amghsures also in the cases when they assess, in
accordance with the provisions Afticle 7 of this Law, that the nature of the business i@tahip,
form or manner of the transaction, customer busirmpesfile, or other circumstances related to the
client, poses slight or low level of the money ldering or terrorism financing risk.

Customer data obtained and verified
Article 33
(1) In cases where, based on this Law, simplifiedt@mer due diligence actions and
measures are applied, the obligor shall obtairidth@wving data:
1) when establishing the business relationship:
- business name, address and seat of the legalnpessablishing the business relationship, or
a legal person for which the business relationghijeing established;
- personal name of a legal representative, prokalder, or empowered representative, who
establishes the business relationship for a legaiqm;
- purpose and intended nature of the businessaiethip and the date of the establishment of
the business relationship;
2) when carrying out a transaction referred taiiticle 9, paragraph 1, item 2 of this Law:
- business name, address and seat of the legalhperswhich the transaction is being carried
out;
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- personal name of a legal representative, probalder or empowered representative, who
carries out the transaction for a legal person;

- date and time of the transaction;

- transaction amount and currency and the mannexexfution of the transaction;

- purpose of the transaction, personal name anderee, or business name and seat of the
person to whom the transaction is intended.

(2) The obligor shall obtain the data referredntparagraph 1 of this Article by inspecting the
original or certified copy of the documentationrfraan official public register submitted by the
customer, or by inspecting the official public itgr directly.

(3) If it is not possible to obtain the data in thanner specified in paragraph 2 of this Article,
the missing data shall be obtained from the origoracertified copies of documents and other
business documentation submitted by the custorére Idata cannot be so obtained, the obligor shall
obtain a written statement directly from a représve, procura holder or empowered representative.

(4) The documentation referred to in paragraphsi@ & of this Article shall be issued no
earlier than three months before the date of isnission to the obligor.

2.2.5 Restriction of business transactions with customer
Prohibition of provision of services allowing for ®ncealment of the customer’s identity
Article 34
(1) The obligor shall not open or maintain anonymaacounts for customers, or issue coded
or bearer savings books, or provide any other sesvihat directly or indirectly allow for concedain
the customer identity.

Prohibition of business transactions with shell baks
Article 35
(1) The obligor may not enter into or continue aespondent relationship with a bank which
operates or which may operate as a shell bank, itr any other similar institution which can
reasonably be assumed that it may allow a shek tanse its accounts.

Restriction of cash transactions
Article 36

(1) A person selling goods or providing a serviedlie Republic of Serbia may not accept
cash payments from a customer or third party indmunt of EUR 15,000 or more in its RSD
equivalent.

(2) The restriction laid down in paragraph 1 sladlo apply if the payment of goods or a
service is carried out in more than one connecasth transactions which total the RSD equivalent of
EUR 15,000 or more.

2.3 Sending information, data, and documentian to the APML
Reporting obligation and deadlines
Article 37

(1) The obligor shall furnish the APML with the dagaid down in Article 81paragraph 1
items 1 to 4 and 8 to 11 of this Law in case of eagh transaction amounting to the RSD equivalent
of EUR 15,000 or more, immediately after such taatisn has been carried out and no later than
three business days following the transaction.

(2) The obligor shall furnish the APML with the ddaid down in Article 81paragraph bf
this Law whenever there are reasons for suspicianamey laundering or terrorism financing with
respect to a transaction or customer, before #res#action, and shall indicate, in the report, e t
when the transaction is to be carried out. In @& adurgency, such report may be delivered also by
telephone, in which case it shall subsequentlydmt ®© the APML in writing, but no later than the
next business day.

(3) The reporting obligation for transactions rederto in paragraph 2 of this Article shall
also apply to a planned transaction, irrespectiwehether or not it has been carried out.
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(4) An auditing company, licensed auditor or a laganatural person providing accounting
or tax services shall, whenever a customer seekiseadoncerning money laundering or terrorism
financing, inform the APML promptly, and no latdranh three days following the day when the
customer requested such advice.

(5) If, in cases referred to in paragraphs 2 ard this Article, the obligor is unable act in
accordance with paragraph 2 of this Article, eitee to the nature of a transaction, or because a
transaction has not been carried out, or for amgrojustified reason, it shall send the data to the
APML as soon as possible but not later than imnteljiaafter it has learned of the reasons for
suspicion of money laundering or terrorism finagcimhe obligor shall make a written statement of
the reasons why it did not act as prescribed.

(6) The obligor shall send the data referred tgamagraphs 1 to 4 of this Article in a
procedure prescribed by the Minister.

(7) The Minister shall lay down the conditions unddich the obligor shall not be required
to report cash transactions referred to in pardgtapf this Article.

2.4. Application of actions and measures in obligés branches and majority-owned
subsidiaries located in foreign countries
Obligation to apply actions and measures in foreig countries
Article 38

(1) The obligor shall ensure that the actions aedsures for the prevention and detection of
money laundering and terrorism financing laid dawmhis Law are applied to the same extent in its
branches and majority-owned subsidiaries having feat located in a foreign country, unless this i
explicitly contrary to the regulations of such ctyn

(2) If the regulations of a foreign country do mmérmit the application of actions and
measures for the prevention and detection of mdaydering or terrorism financing to the extent
laid down in this Law, the obligor shall immedigt@iform the APML thereof, and adopt appropriate
measures to eliminate the risk of money laundesinigrrorism financing.

(3) The obligor shall send to its branches or nigjmwned subsidiaries in a foreign country
updated information on the procedures concerniegptievention and detection of money laundering
and terrorism financing, and particularly concegnoustomer due diligence, reporting to the APM,
record keeping, internal control, and other circtamses related to the prevention and detection of
money laundering or terrorism financing.

2.5. Compliance officer, training and internal contol
2.5.1. Compliance officer
Appointment of the compliance officer and his depuwt
Article 39
(1) The obligor shall appoint a compliance offiegd his deputy to carry out certain actions
and measures for the prevention and detection ofesndaundering and terrorism financing, in
accordance with this Law and regulations enacteddan this Law.

Requirements to be fulfilled by the compliance ofter
Article 40

(1) The obligor shall ensure that the tasks ofcthrapliance officer referred to in Article 39 of
this Law shall be carried out by a person who shall

1) be employed in the obligor in a position withwgos allowing for an effective, efficient
and quality performance of all tasks laid downhis t_aw;

2) not to have been sentenced by a final courstatior recorded in the expunged sentences
records, or subject to any criminal proceedingscfoninal offences prosecuted ex officio or crinlina
offences against economy, against official dutygraminal offences of terrorism financing.

3) be professionally qualified for the tasks ofyenetion and detection of money laundering
and terrorism financing;

4) be familiar with the nature of the obligor blwess in the areas vulnerable to money
laundering or terrorism financing.

5) be licensed to perform the duties of compliaoffieer
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(2) Deputy compliance officer shall meet the sagguirements as the person referred to in
paragraph 1 of this Article.

(3) The APML shall verify the fulfilment of requineents laid down in this Article and
licence the compliance officer and deputy compléaofficer. The licence shall be issued based on the
results of a professional examination. The condeat manner of taking the professional examination
shall be established by the Minister, based oropgsal by the director of the APML.

Responsibilities of the compliance officer
Article 41

(1) The compliance officer shall carry out the daling tasks in preventing and detecting
money laundering and terrorism financing:

1) ensures that a system for the prevention arettieh of money laundering and terrorism
financing is established, functioning and furtheveloped, and initiates and recommends to the
management appropriate measures for its improvement

2) ensures an appropriate and timely delivery td ttathe APML under this Law;

3) participates in the development of internal aoents;

4) participates in the development of internal oarguidelines;

5) participates in the setting up and developméthieIT support;

6) participates in the development of professioedlication, training and improvement
programmes for employees in the obligor;

(2) Deputy compliance officer shall replace the ptamce officer in his absence and shall
perform other tasks in accordance with the interagililations of the obligor.

(3) The compliance officer shall be independertdrying out his tasks and shall be directly
responsible to the top management.

Responsibilities of the obligor
Article 42

(1) The obligor shall provide the compliance offieéth the following:

1) unrestricted access to data, information, amdicentation required to perform his tasks;

2) appropriate human, material, IT, and other wedources;

3) adequate office space and technical conditionsah appropriate level of protection of
confidential data accessible to the complianceseffi

4) ongoing professional training;

5) replacement during absence;

6) protection with respect to disclosure of dataudthim to unauthorised persons, as well as
protection of other procedures which may affectiamterrupted performance of his duties;

(2) Internal organizational units, including theglmest management in the obligor, shall
provide assistance and support to the compliarfigeoin the carrying-out of his tasks, as welltas
advise him regularly about facts which are, or \whtay be, linked to money laundering or terrorism
financing. The obligor shall set out a cooperapoocedure between the compliance officer and other
organizational units.

(3) The obligor shall send to the APML the dataamning the name and position of the
compliance officer and his deputy, including angpmdes of such data, no later than 15 days from the
date of the appointment.

2.5.2. Education, training and improvement
Regular training obligation
Article 43

(1) The obligor shall provide for a regular profesal education, training and improvement
of employees carrying out the tasks of preventiod detection of money laundering and terrorism
financing.

(2) Professional education, training and improvetmsmall include familiarizing with the
provisions of the Law, regulations drafted basedhenLaw, and internal documents, reference books
on the prevention and detection of money laundeaind terrorism financing, including the list of
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indicators for identifying customers and transawtidn relation to which there are reasons for
suspicion of money laundering or terrorism finagcin

(3) The obligor shall develop annual professionduiaation, training and improvement
programmes for the employees in the area of prereraind detection of money laundering and
terrorism financing, no later than until March fbe current year.

2.5.3. Internal control and integrity of employees
Obligation of regular internal controls
Article 44
(1) The obligor shall provide for a regular intdrm@ntrol of execution of tasks for the
prevention and detection of money laundering anmdism financing.

Integrity of employees
Article 44A

(1) The obligor shall establish the procedure underciyhat the time of recruitment for the job
where the provisions of this Law and regulationssed according to this Law are applied, the
candidate for such job is checked to establisthéfythave been convicted for any of the
criminal offences through which illegal proceeds acquired or any of the criminal offences
linked to terrorism.

(2) Other criteria shall be evaluated too in the procedeferred to in paragraph 1 of this Article
based on which it is established whether the caelibr the job referred to in paragraph 1 of
this Article meets the high professional and mqtallities.

2.5.4 By-laws for performing certain obligor tasks
Methodology for execution of tasks in the obligor
Article 45
(1) The Minister shall, at APML's proposal, specihe procedure for executing internal
controls, data keeping and protection, record kepmnd professional education, training and
improvement of employees in the obligor and lawyrder this Law.

[ ACTIONS AND MEASURES TAKEN BY LAWYERS
Actions and measures taken by lawyers
Article 46

(1) Lawyers shall apply actions and measures fer gtevention and detection of money
laundering and terrorism financing in the followicgses:

1) when assisting in planning or execution of teenti®ns for a customer concerning:

- buying or selling of real estate or a company,

- managing of customer assets;

- opening or disposing of an account with a bargnkh savings or securities accounts);

- collection of contributions necessary for the ati@n, operation or management of
companies;

- creation, operation or management of a persoeruogeign law.

2) when carrying out, on behalf of or for a custonaay financial or real estate transaction.

Customer due diligence
Article 47

(1) When identifying and verifying the identity af customer in the event referred to in
Article 9, paragraph 1, item 1 of this Law, the lawyer sibhllain the data referred to in Article 81,
paragraph 3items 1 to 5 and 10 of this Law.

(2) When identifying and verifying the identity af customer in the event referred to in
Article 9, paragraph 1, item 2 of this Law, the Y& shall obtain the data referred to in Article 81
paragraphs 3, items 1 to 3 and items 6 to 9 oflLitwe.
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(3) When identifying and verifying the identity af customer in the event referred to in
Article 9, paragraph 1, items 3 and 4 of this L#we, lawyer shall obtain the data referred to iriclet
81, paragraph 3 of this Law.

(4) The obligor shall identify and verify the iddptof a customer or its representative,
procura holder or empowered representative androtita data referred to in Article 8daragraph 3
items 1 to 2 of this Law by inspecting a persodehtity document of such persons in their presence,
or the original or certified copy of the documertatfrom an official public register, which shak b
issued no earlier than three months before its @diom to the lawyer, or by directly accessing an
official public register.

(5) The lawyer shall identify and verify the iddptof a beneficial owner of a customer that is
a legal person or person under foreign law, or atmer legal arrangement, by obtaining the data
referred to in Article 81paragraph 3item 3 of this Law, by means of inspecting thegioal or
certified copy of the documentation from an offiqiaublic register which shall be issued no earlier
than three months before its submission to the éawly it is not possible to obtain the requiredada
from such sources, the data shall be obtained bgeitting the original or certified copy of a
document or other business documentation submiteda representative, procura holder or
empowered representative of the legal person.

(6) The lawyer shall obtain other data referredntérticle 81, paragraph 3f this Law by
inspecting the original or certified copy of anntiey document or other business documentation.

(7) The lawyer shall obtain a written statementrfrthe customer concerning any missing
data, other than the data referred to in Articleg@tagraph 3items 11 to 13.

Reporting to the APML on persons and transactionsvith respect to which there are reasons
for suspicion of money laundering or terrorism financing
Article 48

(1) If the lawyer, when carrying out tasks refertedn Article 46 of this Law, establishes that
there are reasons for suspicion of money laundesinterrorism financing regarding a person or
transaction, he shall inform the APML accordindbgfore the carrying out of the transaction, and
indicate in the report the time when the transacsbould be executed. In a case of urgency, such
report may be delivered also by telephone, in whatte it shall consequently be sent to the APML in
writing, but no later than the next business day.

(2) The reporting obligation referred to in paraurdl of this Article shall also apply to a
planned transaction, irrespective of whether orthhettransaction was later carried out.

(3) If the lawyer is unable act in accordance widinagraph 1 and 2 of this Article, either due
to the nature of a transaction, or because a ttdorahas not been carried out, or for any other
justified reasons, he shall send the data to thdIABs soon as possible but no later than immediatel
after he has learned of the reasons for suspidanamey laundering or terrorism financing. The
lawyer shall make a written statement explainirggrsasons why he did not act as prescribed.

(4) Where a customer requests advice from the lawgpacerning money laundering or
terrorism financing, the lawyer shall report ittke APML promptly and no later than three daysrafte
the day when the customer requested the advice.

(5) The lawyer shall send the data referred to iticke 81, paragraph 3f this Law to the
APML in the manner set out by the Minister.

Exemptions
Article 49
(1) The lawyer shall not be required to act as dadvn in the provisions ofrticle 48
paragraph 1 and 2 of this Law, in relation to aayadwhich he obtains from a customer or about a
customer when ascertaining its legal position oemvinepresenting it in court proceedings, or in
relation to court proceedings, including any adwpcevided concerning the initiation or evasion of
such proceedings, irrespective of whether such dasabeen obtained before, during, or after the
court proceedings.
(2) Under the conditions specified in paragraphfthis Article the lawyer shall not be
obliged to send data, information or documentaéibthe APML request referred to Article 54 of
this Law. In this case he shall send a written refmthe APML stating the reasons why he did not
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act according to the APML request, without delag ao later than within 15 days from the date of
receipt of such request.

(3) The lawyer shall not be obliged to send the dat cash transactions referred té\iticle
37, paragraph 1 of this Law to the APML, unless thame reasons for suspicion of money laundering
or terrorism financing with respect to a persotransaction.

IV INDICATORS TO RECOGNIZE REASONS FOR SUSPICION
Obligation to develop and apply a list of indicatos
Article 50

(1) The obligor and lawyer shall develop a list inflicators to recognize persons and
transactions with respect to which there are rea$onsuspicion of money laundering or terrorism
financing.

(2) When developing the list referred to in parahrad of this Article, the obligor and lawyer
shall take into account the complexity and extehtewecuted transactions, unusual transaction
execution patterns, value of or links between tatens which have no justifiable purpose in
economic or legal terms, or transactions whichiacensistent or disproportionate to a normal, or
expected, business operations of the customerglisas/other circumstances linked to the status or
any other characteristics of the customer.

(3) When determining whether there are reasonss@spicion of money laundering and
terrorism financing and other related circumstanties obligor and lawyer shall apply the list of
indicators referred to in paragraph 1 of this Aetic

(4) The Minister may specify a requirement to iigicertain indicators to the list referred to
in paragraph 1 of this Article.

Cooperation in the development of a list of indicairs
Article 51
(1) Bodies referred to iArticle 82 of this Law shall take part in the developmentadist of
indicators.
(2) Other persons may patrticipate in the developroga list of indicators if requested.

V ADMINISTRATION FOR THE PREVENTION OF MONEY LAUNDE RING
5.1. General provisions
Article 52

(1) The Administration for the Prevention of Monkgundering shall be established as an
administrative body within the ministry competeait finance.

(2) The APML shall perform the following financiadtelligence tasks: collects, processes,
analyzes and disseminates to the competent bddidaafbrmation, data and documentation obtained
as provided for in this Law and shall carry outestbasks relating to the prevention and detection o
money laundering and terrorism financing in accoogawith the Law.

5.2. Detection of money laundering and terrorism fiancing
Requesting data from the obligor
Article 53

(1) If the APML assesses that there are reasorsuigpect money laundering or terrorism
financing in certain transactions or persons, iy mguest the following from the obligor:

1) data from the customer and transaction recoeqs By the obligor based on Article 81,
paragraph 1 of this Law;

2) data about money and property of a customerdrobligor;

3) data about transactions of money and propergyafstomer in the obligor;

4) data about other business relations of a custestablished in the obligor;

5) other data and information needed in order teeaeand prove money laundering or
terrorism financing.
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(2) The APML may also request from the obligor datad information referred to in
paragraph 1 of this Article concerning the perstias have participated or cooperated in transastion
or business activities of a person with respecivtach there are reasons for suspicion of money
laundering or terrorism financing.

(3) In the cases referred to in paragraphs 1 aofdtizis Article, the obligor shall send all the
required documentation to the APML at its request.

(4) The obligor shall send the data, informatiod documentation referred to in this Article
to the APML without delay, and no later than eidays from the date of receipt of the request, or
provide the APML with a direct electronic accessuech data, information or documentation, without
any fees. The APML may also set in its requestaatshdeadline for sending data, information and
documentation if that is necessary in order todkoin a temporary suspension of a transaction or in
other urgent cases.

(5) The APML may, due to an extensive size of doent@tion or for any other justified
reasons, set a longer period for sending the doetatien, or inspect the documentation at the
obligor. The employee of the APML inspecting sudtumentation shall identify himself using an
official identity card and official badge contaigithe identification number.

Requesting data from the lawyer
Article 54

(1) If the APML assesses that there are reasonssdepicion of money laundering or
terrorism financing in relation to certain transaigs or persons, it may request from the lawyea,dat
information and documentation required for detec@md proving money laundering and terrorism
financing.

(2) The APML may also request from the lawyer datad information referred to in
paragraph 1 of this Article concerning the perdiias have participated or cooperated in transagtion
or business activities of a person with respecivtach there are reasons for suspicion of money
laundering or terrorism financing.

(3) The lawyer shall send the data, information dadumentation to the APML within the
deadlines specified in Article 53, paragraphs 4 &odlthis Law.

Requesting data from the competent State bodies amquliblic authority holders
Article 55

(1) In order to assess whether there are reasansufgpicion of money laundering or
terrorism financing in relation to certain transas or certain persons, the APML may request data,
information and documentation required to detedt prove money laundering or terrorism financing
from the State bodies, organizations and legalopsrentrusted with public authorities.

(2) The APML may request from the bodies and omgtions referred to in paragraph 1 of
this Article to send data, information, and docutadon required to detect and prove money
laundering and terrorism financing in relation tergpns that have participated or cooperated in
transactions or business operations of personslation to which there are reasons for suspicion of
money laundering or terrorism financing.

(3) The bodies and organizations referred to iragraph 1 of this Article shall send the
requested data to the APML in writing, within eigldys from the date of receipt of the request or
provide to the APML a direct electronic acceshmdata and information, without fees.

(4) In urgent cases, the APML may request the ttatse sent within a time shorter than the
time referred to in paragraph 3 of this Article.

Temporary suspension of transaction
Article 56
(1) The APML may issue a written order to the obtidor a temporary suspension of a
transaction if it assesses that there are reasmrablinds for suspicion of money laundering or
terrorism financing with respect to a transactiorperson carrying out the transaction, of which it
shall inform the competent bodies in order to tademasures within their competence.
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(2) APML director or a person he authorises may,uigent cases, issue an oral order
temporarily suspending a transaction, which shallcbnfirmed in writing no later than the next
business day.

(3) A temporary suspension of transaction purst@pgragraphs 1 and 2 of this Article may
last for a maximum of 72 hours following the momehthe temporary suspension of transaction. If
the time limit referred to in this paragraph occdusing non-working days, the APML may issue an
order to extend such time limit for additional 48uhs.

(4) During the course of the temporary suspensiotmamsaction the obligor shall abide by
APML orders concerning such transaction or perbahdarries out such transaction.

(5) The competent bodies referred to in paragrapii this Article shall undertake without
delay the measures within their competence of wtkiely shall inform the APML promptly.

(6) If the APML establishes within the time refatr® in paragraph 3 of this Article that there
are no reasonable grounds to suspect money laangderiterrorism financing, it shall inform the
obligor that it may carry out the transaction.

(7) If the APML does not inform the obligor on thesults of its actions, within the time
referred to in paragraph 3 of this Article, theigbi shall be considered to have the permission to
execute the transaction.

(8) The obligor may temporarily suspend a transactor a maximum of 72 hours if it has
reasonable grounds to suspect money launderingraorism financing in a transaction or person
which carries out the transaction or for which trensaction is being carried out, and if that is
required for a timely execution of obligations laiown in this Law.

Monitoring of customer financial transactions
Article 57

(1) If the APML assesses that there are reasonssdgpicion of money laundering or
terrorism financing with respect to certain trarigas or persons, it may issue a written ordetht t
obligor to monitor all transactions and businessrafions of such persons carried out in the obligor

(2) The APML may issue the order referred to inagaaph 1 of this Article in relation to
persons that have participated or cooperated imsdions or business activities of a person with
respect to which there are reasons for suspicionasfey laundering or terrorism financing.

(3) The obligor shall inform the APML each transactor business operation within the
deadlines specified in the order referred to irageaph 1 of this Article.

(4) Unless otherwise provided in the order, theigabl shall report each transaction or
business operation to the APML before the execudfahe transaction or business operation, as well
as indicate the time when the transaction or bssireto be carried out.

(5) If the obligor, either due to the nature ofansaction or business or for any other justified
reasons, cannot act as laid down in paragraph #isfArticle, it shall inform the APML of the
transaction or business immediately after theilcatien but no later than the next business day. The
obligor shall state the reasons in the report aghipit did not act as laid down in paragraph 4hi$
Article.

(6) The measure referred to in paragraph 1 ofAhiigle shall last for three months from the
day when the order was issued. This measure maxteaded by one month for a maximum of six
months from the date when the order was issued.

The initiative to commence procedure in the APML
Article 58

(1) If there are reasons for suspicion of moneydmuing or terrorism financing in relation to
certain transactions or persons, the APML mayadtetia procedure to collect data, information and
documentation as provided for in this Law, as wvaslicarry out other actions and measures within its
competence also upon a written and grounded ingidty a court, public prosecutor, police, Security
Information Agency, Military Intelligence Agency, iMary Security Agency, Tax Administration,
Customs Administration, National Bank of Serbiaci8#ies Commission, Privatization Agency,
competent inspectorates and State bodies comgetestaite auditing and fight against corruption.
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(2) The APML shall refuse to initiate the procedim@sed on the initiative referred to in
paragraph 1 of this Article if it does not contaiasons for suspicion of money laundering or
terrorism financing, as well as in circumstancegmwh is obvious that such reasons for suspicion do
not exist.

(3) In the event referred to in paragraph 2 of fiscle, the APML shall inform the initiator
in writing of the reasons why it did not commengaracedure based on such initiative.

Dissemination of data to competent bodies
Article 59
(1) If the APML assesses, based on the obtainea d#€brmation and documentation, that
there are reasons for suspicion of money laundenirigrrorism financing in relation to a transantio
or person, it shall inform the competent State ésdhereof in writing, in order that they may
undertake measures within their competence, andltbem the obtained documentation.

Feedback
Article 60
(1) The APML shall inform the obligor, lawyer anet State body referred to Article 58
paragraph 1 of this Law, that reported to the APMberson or transaction with respect to which
there are reasons for suspicion of money laundasmterrorism financing, of the results brought
about by their reporting.
(2) The reporting referred to in paragraph 1 of thiticle shall apply to:
1) data on the number of the sent reports on tcdiesa or persons in relation to which there
are reasons for suspicion of money launderingrooriem financing;
2) results brought about by such reporting;
3) information held by APML on money laundering aedorism financing techniques and
trends in the area;
4) description of cases from the practice of thélARand other competent state bodies.

5.3. International cooperation
Requesting data from foreign countries
Article 61

(1) The APML may request data, information and doeatation required for the prevention
and detection of money laundering or terrorism riciag from the competent bodies of foreign
countries.

(2) The APML may use the data, information and doentation, obtained based on
paragraph 1 of this Article, only for the purposesout in this Law.

(3) The APML may not disseminate the data, inforamatind documentation obtained based
on paragraph 1 of this Article to other State bsdigthout a prior consent of the State body of the
foreign country that is competent for the prevamtiamd detection of money laundering and terrorism
financing, which has sent this data to the APML.

(4) The APML may not use the data, information almdtumentation, obtained based on
paragraph 1 of this Article, in contravention t@ tbonditions and restrictions imposed by the State
body of the foreign country that has sent such ttatae APML.

Dissemination of data to the competent State bodiedf foreign countries
Article 62

(1) The APML may send data, information and docuiatgon regarding transactions or
persons with respect to which there are reasonsudepicion of money laundering or terrorism
financing to State bodies of foreign countries cetapt for the prevention and detection of money
laundering and terrorism financing at their writtard grounded request or on its own initiative,amd
the condition of reciprocity.

(2) The APML may refuse to respond to the requefgirred to in paragraph 1 of this Article
if it assesses, based on the facts and circum&tapeeified in the request, that there are no rsaso
for suspicion of money laundering or terrorism fineg or if the sending of such data would
jeopardize or may jeopardize the course of crimimateedings in the Republic of Serbia.
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(3) The APML shall inform in writing the State body the foreign country that requested
data, information or documentation of the refudahe request, and shall indicate in the notifizati
the reasons why it refused the request.

(4) The APML may set conditions and restrictionslemwhich a body of a foreign country
may use the data, information and documentaticernei to in paragraph 1 of this Article.

Temporary suspension of a transaction at the requésf the competent body of a foreign
country
Article 63

(1) The APML may issue a written order temporariyspending the execution of a
transaction, under the conditions laid down in thésv and under conditions of reciprocity, for a
maximum of 72 hours and on the basis of a writtesh grounded request of a State body of a foreign
country competent for the prevention and deteatiomoney laundering and terrorism financing.

(2) The provisions ofArticle 56 of this Law shall apply as appropriate to the terapy
suspension of execution of transaction referrad fmaragraph 1 of this Article.

(3) The APML may refuse to carry out the requefrred to in paragraph 1 of this Article if
it assesses, on the basis of facts and circum&atated in the request, that there are no redesons
suspicion of money laundering or terrorism finaggiof which it shall inform in writing the
competent requesting body of the foreign countatirey the reasons for the refusal.

Requesting a temporary suspension of a transactidnom the competent body of a foreign
country
Article 64
(1) The APML may request from the body of a foreguntry that is competent for the
prevention and detection of money laundering amdoism financing to order a temporary
suspension of a transaction if there are reasorgtolends for suspicion of money laundering or
terrorism financing in relation to a transactiorperson.

5.4. Prevention of money laundering and terrorismifiancing
Prevention of money laundering and terrorism finanéng
Article 65
(1) The APML shall undertake the following taskdlie prevention of money laundering and
terrorism financing:

1) conduct the supervision of the implementationtt@ provisions of this Law and take
actions and measures within its competence in dodegmove observed irregularities;

2) submit recommendations to the Minister for anmegdhis Law and other regulations
governing the prevention and detection of monepdauing and terrorism financing;

3) take part in the development of the list of gadors for the identification of transactions
and persons with respect to which there are reamorsuspicion of money laundering or terrorism
financing;

4) make drafts and give opinions on the applicatibthis Law and regulations adopted based
on this Law;

5) make drafts and issue recommendations for aowmifapplication of this Law and
regulations made under this Law in the obligor Ewdyer;

6) develop plans and implement training of APMLmpoyees and cooperates in matters of
professional education, training and improvemengraployees in the obligor and lawyer in relation
to the implementation of regulations in the areghef prevention of money laundering and terrorism
financing;

7) initiate procedures to conclude cooperation emgents with the State bodies, competent
bodies of foreign countries and international oigations;

8) participate in international cooperation in #rea of detection and prevention of money
laundering and terrorism financing;

9) publish statistical data in relation to moneyridering and terrorism financing;
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10) provide information to the public on the monleyndering and terrorism financing
manifestations;
11) perform other tasks in accordance with the law.

5.5. Other responsibilities
Work reports
Article 66
(1) The APML shall submit a work report to the Goweent, no later than until 31 March of
the current year for the previous year.

(2) The report referred to in paragraph 1 of thiicke shall include statistical data on money
laundering or terrorism financing manifestationgney laundering or terrorism financing trends, as
well as data on APML's activities.

VI CONTROL OF CROSS-BORDER TRANSPORTATION OF BEARER NEGOTIABLE
INSTRUMENTS
Declaring bearer negotiable instruments
Article 67

(1) Any natural person crossing the state borderyicey bearer negotiable instruments
amounting to EUR 10,000 or more either in RSD oeifyn currency, shall declare it to the competent
customs body.

(2) The declaration referred to in paragraph 1haf Article shall contain the data referred to
in Article 81,paragraph %f this Law.

(3) The Minister shall prescribe the form and caht& the declaration, procedure to file and
fill out the declaration as well as the mannemtotim natural persons crossing the state bordehief
obligation.

Customs control
Article 68
(1) The competent customs body, when conductingpmss control in accordance with law,
shall control the fulfilling of the requirement ezfed to inArticle 67 of this Law.

Reasons for suspicion of money laundering or terrasm financing
Article 69

(2) If the competent customs body establishesahatural person is transferring, across the
state border, bearer negotiable instruments iratheunt lower than the amount referred té\iticle
67, paragraph 1 of this Law, and there are reasonsuspicion of money laundering or terrorism
financing, it shall obtain the data referred ténticle 81, paragraph ®f this Law.

(2) The competent customs body shall temporarizesthe bearer negotiable instruments that
have not been declared and shall deposit thenthietaccount, kept with the National Bank of Serbia,
held by the body competent to adjudicate in mirfferaece proceedings. A certificate shall be issued
on any seized bearer negotiable instruments.

VIl RESPONSIBILITIES OF STATE BODIES AND OTHER LEGA L PERSONS
Competent customs bodies
Article 70

(1) The competent customs body shall send theréétared to in Article 81paragraph ®f
this Law to the APML regarding each declared or-denlared cross-border transportation of bearer
negotiable instruments within three days from theedf such transfer, and where there are reasons
for suspicion of money laundering or terrorism fing it shall also state the reasons thereof.

(2) The competent customs body shall send therdéared to in Article 81paragraph ®f
this Law to the APML within the time set in paragnal of this Article in case of any cross-border
transportation of bearer negotiable instrumentth@amount lower than the amount referred to in
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Article 67, paragraph 1 of this Article, if there are reas@mssuspicion of money laundering or
terrorism financing.

Securities market organizers and the securities Céral Register, depository and clearing
Article 71
(1) The organizer of the market, pursuant to the gaverning the securities market and the
securities Central Register, securities depos#oy clearing shall inform the APML in writing where
they establish or identify any facts, when perforgniasks within their remit, that are or may be
linked to money laundering or terrorism financing.

Courts, public prosecutors’ offices and other Statdodies
Article 72

(1) Courts, public prosecutors’ offices and oth&at& bodies competent to submit reports
shall regularly send to the APML, for the purposésompilation and analysis, data and information
on proceedings concerning minor offences, econofffénices and criminal offences related to money
laundering and terrorism financing, about the peegpers, as well as about the confiscation of
proceeds generated from a criminal offence (hefteineeferred to as: ‘proceeds’).

(2) State bodies competent to send reports shglilady send to the APML the following
data:

1) Reporting date;

2) Name, surname, date and place of birth, or the@nlbess name and seat of the reported
person;

3) Legal qualification of the offence, as well he place, time and manner of commission of
the offence;

4) Legal qualification of the predicate offence,vasll as the place, time and manner of
commission of the offence;

(3) The State Public Prosecutor's Office and otbempetent prosecutors' offices shall
annually as well as upon request of the APML, gbedollowing data to the APML.:

1) Date of indictment;

2) Name, surname, date and place of birth, or thenlkss name and seat of the indicted
person;

3) Legal qualification of the offence, as well hs place, time and manner of commission of
the offence;

4) Legal qualification of the predicate offence,vasll as the place, time and manner of
commission of the offence;

(4) Courts shall annually, as well as upon reqaétite APML, send the following data to the
APML:

1) Name, surname, date and place of birth, or tisinkss name and seat of the person against
which the proceedings have been initiated;

2) Legal qualification of the offence, type and amibof the seized or confiscated proceeds;

3) Type of punishment and sentence;

4) Latest court decision passed in the proceedihf® time of reporting;

5) Data on the letters rogatory received and serglation to the criminal offences referred to
in paragraph 1 of this Article or predicate offesice

6) Data on all received and sent requests for sziauconfiscation of proceeds regardless of
the type of criminal offence.

(6) The ministry competent for judiciary shall sandhe APML annually as well as upon its
request, data on the received and sent requestxtfadition in relation to criminal offences refmt
to in paragraph 1 of this Article.

(7) The competent State bodies that received tioenmation referred to irrticle 59 of this
Law from the APML shall send the data on the messtaken and decisions made, once a year, but
no later than by the end of February of the curyear for the previous year, as well as at its esju
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VIII DATA PROTECTION AND KEEPING AND RECORD KEEPING

8.1. Data protection
Prohibition of disclosure (‘no tipping off’)
Article 73
(1) The obligor, lawyer and their employees, inahgd the members of the governing,
supervisory or other managing bodies, or any offeeson having access to the data referred to in
Article 81 of this Law shall not disclose to the customeamy other person the following:

1) that the APML was sent, or is being sent, datBogrmation and documentation on a
customer or transaction with respect to which thersuspicion of money laundering or terrorism
financing;

2) that the APML has issued, based on Artick&sand 63 of this Law, an order for a
temporary suspension of transaction;

3) that the APML has issued, basedAaticle 57 of this Law, an order to monitor financial
operations of the customer;

4) that proceedings against a customer or a tlarty fnave been initiated or may be initiated
in relation to money laundering or terrorism finegc

(2) The prohibition referred to in paragraph 1lha§tArticle shall not apply to the situations:

1) when the data, information and documentatioraiobtl and maintained by the obligor or
lawyer in accordance with this Law are require@stablish facts in criminal proceedings and if such
data is required by the competent court in accargavith law.

2) if the data referred to in item 1 of this Arédk requested by the body referred té\iticle
82 of this Law in the supervision of the implemerdatdf the provisions of this Law;

3) if the lawyer, auditing company, licensed auditegal or natural person offering accounting
services or the services of tax advising attempligsuade a customer from illegal activities.

Data confidentiality
Article 74

(1) Data, information and documentation obtainedtiy APML under this Law will be
classified with an appropriate degree of confidsityi.

(2) Dissemination of data, information and docuragah referred to in paragraph 1 of this
Article to the competent State bodies and the dor&tate bodies competent for the prevention and
detection of money laundering and terrorism finagcshall not be considered breach of data
confidentiality.

(3) Sending of data, information and documentakigrthe obligor, lawyer or their employees
to the APML, correspondent bank, pursuanftticle 29 of this Law, and third party, pursuant to
Articles 23 to 26 of this Law, shall not be considered breach ofgalbion to keep a business, banking
or professional secret.

Exemption from responsibility
Article 75

(1) The obligor, lawyer and their employees shall he held liable for any damage done to
customers or third parties unless it has been prolvat such damage was caused intentionally or
through gross negligence when, under this law,:they

1) obtain and process data, information and doctatien about customers;

2) send to the APML data, information and documiggreabout their customers;

3) execute the order of the APML to temporarilymrel the execution of a transaction or to
monitor the financial transactions of a customer;

4) temporarily suspend a transaction, under theigiom of Article 56, paragraph 8 of this Law.

(2) The obligor, lawyer, and their employees smait be held liable, either disciplinary or
criminally, for any breach of the obligation to ketine business, banking or professional secrets, in
the following circumstances:

1) when they send data, information and documemtat the APML in accordance with this
Law;
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2) when they process data, information and docuatient in order to examine customers or
transactions with respect to which there are rea$onsuspicion of money laundering or terrorism
financing.

Use of data, information and documentation
Article 76
(1) The APML, other competent State body or holafgpublic authority as well as the obligor
and lawyer and their employees may use the ddtamation and documentation, obtained under this
Law, only for the purposes laid down in the law.

8.2. Keeping of data
Period for keeping the data in the obligor and lawgr
Article 77

(1) The obligor and lawyer shall keep the data documentation that are obtained under this
Law concerning a customer, established businesgtimeships with a customer and executed
transactions for a period of 10 years from the dztéermination of the business relationship,
executed transaction, or the latest access teeadsaiosit box or entry into a casino.

(2) The obligor and lawyer shall keep the data@mclmentation about the compliance officer,
deputy compliance officer, professional trainingemhployees and executed internal controls for a
period of at least five years from the date of teation of the duty of the compliance officer,
implemented professional training or conductedrivakcontrol.

Period for keeping data in the competent customs loy
Article 78
(1) The competent customs body shall keep theatatined in accordance with this Law for a
period of at least 10 years from the date at whielas obtained.

Period for keeping data in the APML
Article 79
(1) The APML shall keep the data from the recotdsaintains under this Law for a period of
at least 10 years from the date at which it wasiobtl.

7.3 Records
Record keeping
Article 80

(1) The obligor shall keep the following recordslata:

1) Concerning the customers, as well as busindaBoreships and transactions referred to in
Article 9 of this Law;

2) That was sent to the APML pursuaniiticle 37 of this Law.

(2) The lawyer shall keep the following recordslafa:

1) Concerning the customers, as well as busindasomships and transactions referred to in
Article 9 of this Law;

2) That was sent to the APML in pursuanfiticle 48 of this Law.

(3) The competent customs body shall keep recards o

1) The declared and non-declared cross-borderpoatadion of bearer negotiable instruments
amounting to EUR 10,000 or more in RSD or foreigmency;

2) Cross-border transportation or an attempt adschmrder transportation of bearer negotiable
instruments in the amount lower than EUR 10,00B8D or in foreign currency if there are reasons
for suspicion of money laundering or terrorism finig.

(4) The APML shall keep the records of:

1) Data on persons and transactions referred Aoticle 37 of this Law;

2) Data on persons and transactions referred Astide 48 of this Law;

3) Issued orders for the temporary suspensionti@esaction referred to in Articke and63 of
this Law;
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4) Issued orders for the monitoring of financialnsactions of a customer referred td\iticle
57 of this Law;

5) Received initiatives referred to Aaticle 58 of this Law;

6) Data transferred to the competent State bodiasdordance witArticle 59 of this Law;

7) Data received and sent in accordance with Adigl and62 of this Law;

8) Data on minor offences, economic offences, aimdical offences referred to irticle 72 of
this Law;

9) Deficiencies, illegitimate acts or imposed measun the supervision referred to in Article
82 of this Law;

10) The reports referred to Article 71 and86 of this Law.

Content of records
Article 81
(1) Records of data on customers, business resdtips and transactions referred toAiricle
80, paragraph 1, item 1 of this Law shall contain:

1) Business name, address, seat, registry numbdrfax identification number (hereinafter
referred to as: TIN) of the legal person estahtigha business relationship or carrying out a
transaction, i.e. for which a business relationghipstablished or transaction executed;

2) Name and surname, date and place of birth, pdhqeermanent or temporary residence,
unique personal identity number (hereinafter refgmo as: UPIN), of the representative, empowered
representative or procura holder who establishiegsiness relationship or executes a transaction on
behalf of and for the account of a customer whéch legal person or any other person under ciwil la
referred to in Article 3, paragraph item 10 of this Law, as well as the type and number of the
personal document, date and place of issue;

3) Name and surname, date and place of birth, ghpermanent or temporary residence and
UPIN of the natural person, his legal represergasimd empowered representative, as well as of the
entrepreneur establishing a business relationshipaaying out a transaction, i.e. for whom a
business relationship is established or transaatioecuted, as well as the type and number of
personal document, name of the issuer, and theaddtplace of issue.

4) Business nhame, address, seat, registry numberiahof the entrepreneur;

5) Name and surname, date and place of birth aawk mf permanent or temporary residence of
a natural person entering a casino or accessiatgadsposit box;

6) Purpose and intended nature of a businessaeshiip, as well as information on the type of
business and business activities of a customer;

7) Date of establishing of a business relationgh#p,date and time of entrance into a casino or
access to a safe-deposit box;

8) Date and time of transaction;

9) Amount and currency of the transaction;

10) The intended purpose of the transaction, nante surname as well as the place of
permanent residence, or the business name andfgbatintended recipient of the transaction;

11) Manner in which a transaction is executed,;

12) Data and information on the origin of propestyich was the subject matter or which will
be the subject matter of a business relationshipaosaction;

13) Reasons for suspicion of money laundering mottism financing;

14) Name, surname, date and place of birth, antbpdé permanent or temporary residence of
the beneficial owner of the customer, whereas éenddise referred to in Article 3, paragraphtdm
13 line 2 of this Law, data on the category of tleespn in whose interest the person under foreign
law was founded or operates;

15) Name of the person under civil law referredntdArticle 3, paragraph litem 10 of this
Law, and name and surname, date and place ofdidhplace of permanent or temporary residence
of each member of such person.

(2) The records of data sent to the APML in accocgawith Article 37 of this Law shall
contain the data referred to in paragraph 1 ofAhiile.
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(3) Records of data on customers, business redtips and transactions maintained by lawyers
pursuant t@Article 80, paragraph 2, item 1 of this Law shall contain:

1) Name and surname, date and place of birth, pddgeermanent or temporary residence,
UPIN, type, number, place and date of issue ofragmal identity document of the natural person and
entrepreneur, or the business name, address,regityy number and TIN of the legal person and
entrepreneur to whom the lawyer provides services;

2) Name and surname, date and place of birth, pdigeermanent or temporary residence,
UPIN, type, number, place and date of issue ofpiisonal document of the representative of the
legal person or legal representative or empoweegmtesentative of the physical person who
establishes a business relationship or carriea tnainsaction on behalf of and for the accounuchs
legal or natural person;

3) Data referred to in paragraph 1, item 14 of #aiscle concerning the legal person to whom
the lawyer provides a service;

4) Purpose and intended nature of a businessaedip, as well as information on the type of
business activities of a customer;

5) Date of establishing a business relationship:

6) Date of transaction;

7) Amount and currency of the transaction;

8) The intended purpose of the transaction, nardesarname as well as the place of permanent
residence, or the business name and seat of greded recipient of the transaction;

9) Manner in which a transaction is executed;

10) Data and information on the origin of propestyich was the subject matter or which will
be the subject matter of a business relationshipaosaction;

11) Name and surname, date and place of birthegpermanent or temporary residence and
UPIN of the natural person and entrepreneur, obtlgness name, address and seat, registry number
and TIN of the legal person and entrepreneur vatipect to which there are reasons for suspicion of
money laundering or terrorism financing;

12) Data on the transaction with respect to whioérdé are reasons for suspicion of money
laundering or terrorism financing (amount and auckeof transaction, date and time of transaction);

13) Reasons for suspicion of money laundering moitism financing.

(4) The records of data sent to the APML in accocdawith Article 48 of this Law shall
contain the data referred to in paragraph 3 ofAhiile.

(5) Records of declared and non-declared crossebaréinsportation of bearer negotiable
instruments amounting to EUR 10,000 or more in REEreign currency shall contain:

1) Name and surname, place of residence, date land pf birth and citizenship of the person
transferring the instruments, as well as the passponber including the date and place of issue;

2) Business name, address and seat of the legadrpere. name, surname, place of permanent
or temporary residence, date and place of birthciimbnship of the owner if such instruments @ th
person for whom the cross-border transportatidseiag carried out, as well as the passport number,
including the date and place of issue;

3) Business hame, address and seat of the legadrpére. name, surname, place of permanent
or temporary residence, date and place of birthcitimnship of the recipient of such instruments;

4) Type of the instruments;

5) Amount and currency of the bearer negotiablgunsents transferred,;

6) Origin of the bearer negotiable instrumentsdfamed;

7) Purpose for which the instruments will be used,;

8) Place, date and time of the crossing of the siatder;

9) Means of transportation used to transfer theungents;

10) Route (country of departure and date of departwansit country, country of destination
and date of arrival), transport company and refegerumber (e.g. flight number);

11) Data on whether or not the bearer negotialsieliments have been declared;

(6) Records on cross-border transportation of esgotiable instruments in the amount lower
than EUR 10,000 in RSD or in foreign currency iker are reasons for suspicion of money
laundering or terrorism financing shall contain:
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1) Name, surname, place of permanent residence athak place of birth and citizenship of the
person declaring or not declaring such instruments;

2) Business name and seat of the legal persomaree, surname, place of permanent residence
and citizenship of the owner of such instruments,obthe person for which the cross-border
transportation of such instruments is being carogt]

3) Business name, address and seat of the legadrpere. name, surname, place of permanent
or temporary residence, date and place of birthcitimnship of the recipient of such instruments;

4) Type of the instruments;

5) Amount and currency of the bearer negotiablgunsents transferred,;

6) Origin of the bearer negotiable instrumentsdfamed,;

7) Purpose for which the instruments will be used;

8) Place, date and time of the crossing of the siatder;

9) Means of transportation used to transfer theunzents;

10) Reasons for suspicion of money laundering mottism financing.

(7) The records of orders for a temporary suspansi@xecution of a transaction shall contain:

1) Business name of the obligor to which the oegmlies;

2) Date and time of issue of the order;

3) Amount and currency of the transaction whose@en is temporarily suspended;

4) Name and surname, place of permanent or tempogaidence, date and place of birth and
UPIN of the natural person requesting the transaatihich has been temporarily suspended,;

5) Name and surname, place of permanent or tempogaidence, date and place of birth and
UPIN of the natural person, or the business na@reas and seat of the legal person which is the
recipient of the instruments, or the data abouatteount to which such instruments are transferred,;

6) Data about the State body which was informethertemporary suspension of a transaction.

(8) The records of the issued orders for the manioof financial transactions of a customer
shall contain:

1) Business name of the obligor to which the oegmlies;

2) Date and time of issue of the order;

3) Name and surname, place of permanent or tempogaidence, date and place of birth and
UPIN of the natural person, or the business namhegs and seat of the legal person to which the
order applies.

(9) Records on the initiatives referred to in Ai&8 of this Law shall contain:

1) Name and surname, place of permanent or tempoesidence and UPIN of the natural
person, or the business name, seat, registry nuamgeTIN of the legal person with respect to which
there are reasons for suspicion of money launderirigrrorism financing;

2) The data on the transaction for which therereasons for suspicion of money laundering or
terrorism financing (amount, currency and date rahgaction, or the period of the execution of
transaction);

3) Reasons for suspicion of money laundering or rotemm financing.
(10) The records of data transferred to the cormped¢ate bodies in accordance withticle 59 of
this Law shall contain:

1) Name and surname, date and place of birth, gapermanent or temporary residence and
UPIN of the natural person, or the business naga, segistry number and TIN of the legal person in
with respect to which the APML has sent the datlyrimation and documentation to the competent
State body;

2) The data on the transaction for which therereasons for suspicion of money laundering or
terrorism financing (amount, currency and date rahgaction, or the time of the execution of
transaction);

3) Reasons for suspicion of money laundering a@otexm financing;

4) Data on the body to which the data were sent.

(11) The records of data received and sent in decae with Articles1l and62 of this Law
shall contain:

1) Name of the country or body to which the APMIndg or from which it requests data,
information and documentation;
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2) Data on the transactions or persons concernlighithe APML sends or requests the data
referred to in paragraph 1 of this Article.

(12) The records of data on minor offences, econmffences, and criminal offences referred
to in Article 72 of this Law shall contain:

1) Date of report, indictment, or institution obpeedings;

2) Name, surname, date and place of birth, or ti@nkss name and seat of the reported or
charged person, or the person against whom the@daogs have been instituted;

3) Legal qualification of the offence, as well &g place, time and manner of commission of
the offence;

4) Legal qualification of the predicate offence, \asll as the place, time and manner of
commission of such offence;

5) Type and amount of the seized or confiscatedgads from a criminal offence, economic
offence or minor offence;

6) Type of punishment and sentence;

7) Latest court decision passed in the proceedihtse time of reporting;

8) Data on the rogatory letters received and senelation to the criminal offences of money
laundering and terrorism financing or predicatenties;

9) Data on the received and sent requests for reeiau confiscation of illegal proceeds
regardless of the type of criminal offence, ecormaffence, or minor offence.

10) Data on the received and sent extradition r&gui@ relation to the criminal offences of
money laundering or terrorism financing.

(13) Records of minor offences and measures impivstte supervision referred to Article
82 of this Law shall contain:

1) Name, surname, date and place of birth, placgpesmanent or temporary residence,
citizenship and UPIN of the natural person, as asl|l with respect to the responsible person and
compliance officer in a legal person, work positaord tasks performed,;

2) Business name, address, seat, registry numbderFlahof the legal person:

3) Description of the minor offence or deficiency;

4) Data on the imposed measures.

(14) The records of the reports referred téiticle 71 and86 of this Law shall contain:

1) Name and surname, date and place of birth, gapermanent or temporary residence and
UPIN of the natural person, or the business naes, segistry number and TIN of the legal person to
which the facts, which are linked or which might lbgked with money laundering or terrorism
financing, apply;

2) Data on the transaction to which the facts wihighlinked or which may be linked to money
laundering or terrorism financing apply (amountrrency, date, or the time of the execution of
transaction);

3) Description of the facts which are linked or @himay be linked to money laundering or
terrorism financing.

IX SUPERVISION
9.1. Bodies competent for supervision
Bodies competent for supervision and their powers
Article 82
(1) The supervision of the implementation of thiaw. by the obligor and lawyer shall be
conducted by the following bodies, within theirpestive competences:
1) APML;
2) National Bank of Serbia;
3) Securities Commission
4) Tax Administration;
5) Ministry competent for supervisory inspectiorilie area of trade;
6) Foreign Currency Inspectorate;
7) Administration for Games of Chance;
8) Ministry competent for finance;
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9) Ministry competent for postal communication;

10) Bar Association;

11) Chamber of Licensed Auditors.

(2) If the body referred to in paragraph 1 of thidicle, when conducting supervision,
establishes irregularities or illegal acts in thmpliementation of this Law, it shall, in accordamdgth
the law governing its supervising powers, act #evis:

1) Demand that the irregularities and deficienbiesemedied in the period which it sets itself;

2) Lodge a request to the competent body for thttiion of an adequate procedure;

3) Take other measures and actions for whichatitborized in the law.

APML competence in supervision
Article 83

(1) The APML shall conduct supervision of the impéntation of this Law by the obligors and
lawyers by collecting, processing, and analysinta,daformation, and documentation sent to the
APML under this Law.

(2) The APML shall supervise the implementatiorttoé Law by obligors specified in Article
4, paragraph litem 7), and Article 4paragraph 2item 5) and 7) of this Law in case of domestic
payment operations, as well as Article 4, paragrbpitem 11) and 12), and Article 4, paragraph 2,
items 2) to 4) and item 6) of this Law.

(3) When conducting supervision the APML's emplogball identify themselves using the
official ID card and badge

(4) The obligor and lawyer shall send the APML datformation, and documentation required
for the supervision immediately, and no later th&rdays from the date of request.

(5) The APML may request from the state bodies andlic authority holders all data,
information, and documentation that are requiredtgpervision under this Law.

Other bodies competent for supervision
Article 84

(1) The National Bank of Serbia shall superviseithglementation of this Law by the obligors
referred to in Article 4, paragraph 1, items 1 2ndnd items 4 to 6 of this Law.

(2) The Securities Commission shall supervise tmgémentation of this Law by the obligors
referred to in Article 4paragraph litem 1 with respect to custody and broker-dehlesiness, and
Article 4, paragraph 1, items 3 and 8 of this Law.

(3) The Administration for Games of Chance shatiesuise the implementation of this Law by
the obligors referred to in Article 4, paragraplitdms 9 and 10 of this Law.

(5) The ministry competent for postal communicasball supervise the implementation of this
Law by the obligors referred to in Article 4, paragh 1, item 7 of this Law with respect to valuable
mail.

(6) The ministry competent for supervisory inspattin the area of trade shall supervise the
implementation of this Law by the obligors refertedn Article 4,paragraph 2item 1 of this Law.

(8) The Bar Association shall supervise the imgetation of this Law by the lawyer.

(10) The Tax Administration and the ministry contgre for supervisory inspection in the area
of trade shall supervise the implementation ofievision ofArticle 36 of this Law.

(11) The Foreign Currency Inspectorate shall superthe implementation of this Law by the
obligors referred to in Article 4aragraph [litems 2 and 7, and Article paragraph 2items 5 and 7
of this Law with respect to international paymepémtions.

(12) The bodies referred to in this Article shadhd each other, upon request, all data and
information required for supervision of the implartation of this Law.

(13) The obligor and lawyer shall send data, infaion and documentation required for
supervision to the bodies referred in this Artipfemptly and no later than 15 days from the date of
receipt of a request.
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9.2. Informing the APML concerning supervision
Information on the supervision measures taken
Article 85

(1) The bodies referred to Aurticle 84 of this Law shall promptly inform the APML in wiritg
of all the measures taken in the implemented sugieny any irregularities or illegal acts found as
well as any other relevant facts in relation to shpervision, and shall send a copy of the document
that they enact.

(2) The report referred to in paragraph 1 of thisicke shall contain the data referred to in
Article 81, paragraph 18f this Article.

(3) The body that has found irregularities andyélieacts shall also inform other bodies referred
to in Article 84 thereof, if that is relevant for their work.

Informing APML of the facts linked to money laundering and terrorism financing
Article 86
(1) The bodies referred to in Article 84 of thisw.ahall inform the APML in writing where
they establish or identify, while executing taskishuw their competence, facts that are or may be
linked to money laundering or terrorism financing.

9.3. Issuing recommendations and guidelines
Article 87
(1) The body referred to iArticle 84 of this Law may, independently or in cooperatioithw
other bodies, issue recommendations and/or gueteliar the implementation of the provisions of
this Law.

X PENAL PROVISIONS
Economic offences
Article 88

(1) A legal person shall be punished for an econarffence with a fine amounting from RSD
500,000 to RSD 3,000,000, if it:

1) Fails to develop a money laundering and temorfnancing risk analysisAfticle 7,
paragraph 1);

2) Fails to take customer due diligence actionsrasdsures referred to Atticle 8, paragraph
1 of this Law;

3) Establishes a business relationship with theéoowsr without having previously taken the
required actions and measures, or where a bushetstionship has been established, it fails to
terminate it Article 8, paragraph 2 andirticle 10, paragraph 1);

4) Carries out a transaction without having takemrequired measureArficle 8, paragraph 2
andArticle 11);

5) With respect to life insurance business, falsdentify the beneficiary of the policy before
the time of payout of the benefits under the cantf@rticle 10, paragraph 2);

5a) Fails to obtain accurate and complete data coigrthe originator of the electronic
transfer or fails to include it into the form or ssage accompanying the incoming or outgoing
electronic transfer of funds, regardless of theenoy Article 12a, paragraph 1);

5b) Fails to establish and verify the identity loé originator of the electronic transfer before the
execution of such transfer, in the manner provittedin Article 13, paragraph 2andArticle 15,
paragraph 2 of this LawA(ticle 12k paragraph 1);

5c¢) Fails to meet the requirements laid dowAiiticle 12a, paragraph 1 of this Law at all times
when there are reasons to suspect money laundariegrorist financing, regardless of the electconi
transfer amountArticle 12¢ paragraph 3);

5d) Fails to obtain missing data or fails to reftise execution of the electronic transfer if the
electronic transfer lacks accurate and completa damncerning the electronic transfer originator, or
fails to obtain such data within the specified tilinat (Article 12y paragraph 4);
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6) Fails to identify and verify the identity of treistomer who is a natural person, its legal
representative, as well as entrepreneur, andtéatbtain all the required data or if it fails tbtain it
in a required manner (Article 1Baragraph 12 and 6);

7) Fails to identify and verify the identity of tieenpowered representative of the customer who
is a natural person, i.e. fails to identify andifyethe identity of such empowered representativehe
required manner (Article 13, paragraph 4);

8) Identifies and verifies the identity of the auser using a qualified electronic certificate
contrary to the provisions éfrticle 14 of this Law and the conditions set out by the Igli@i based on
Article 14, paragraph 1 of this Law;

9) Fails to identify and verify the identity of tleeistomer that is a legal person, fails to obtain
all the required data or fails to obtain them ia thquired manneAfticle 15, paragraphs 1 to 5);

10) Fails to identify and verify the identity ofelbranch of the legal person through which it
operates (Article 15, paragraph 7);

11) Fails to identify and verify the identity ofettrepresentative of a customer that is a legal
person, fails to obtain all the required data dsfe obtain them in the required mannArticle 16
andArticle 17, paragraph 2);

12) Fails to identify and verify the identity ofedfempowered representative or procura holder
of a customer that is a legal person, fails to iobadl the required data or fails to obtain thenthe
required manner (Article 17, paragraph 1);

13) Fails to identify or verify the identity of thEerson under civil law referred to in Article 3,
paragraph litem 10of this Law, authorised representative of sucleofierson, as well as persons
that are members of such other person, fails taiwlatl the required data or fails to obtain ittfre
required mannerArticle 18);

14) Fails to identify and verifies the identity af customer or its legal representative or
empowered representative at the entry of such pdardo a casino or access to a safe-deposit box,
fails to obtain the required data or fails to obtiain the required manneAfticle 19);

15) Fails to identify the beneficial owner of a tmrser, fails to obtain the required data or fails
to obtain it in the required mannerficle 20, paragraph 1 to 3);

16) Fails to verify the identity of the beneficialvner of a customer based on a money
laundering and terrorism financing risk assessr(®icle 20, paragraph 4);

17) Relies for customer due diligence actions ardsures on a third party which can not be a
third party in accordance with this Lawr(icle 23 paragraph 2, anfirticle 24, paragraph 3);

(18) Relies on a third party to perform customee diligence measures if the third party is
from a state which is on a list of countries thatrabt apply the standards against money laundering
and terrorism financing (Article 24, paragraph 2);

19) Establishes a business relationship with abcust contrary to the provisions Afticle 26
of this Law;

19a) Fails to conduct enhanced customer due diligaat®mns and measures referred to in
Articles 29 to 31 of this Law in cases when, in line with the praats of Article 7 of this Law, it
assesses that, due to the nature of the businkes®nship, form and manner of the execution of
transaction, customer's business profile, or otfirmumstances related to the customer, there is or
there may be a high money laundering or terrorisnicing risk Article 28, paragraph 2).

20) Fails to obtain the required data, informationd documentation or fails to obtain it in the
required mannerAtticle 29, paragraphs 1 and 3) when establishing a loreespandent relationship
with a bank or any other similar institution havitgseat in a foreign country which is not on lise
of countries that apply the international standandhe area of prevention of money laundering and
terrorism financing that are at the level of Eurmpé&nion standards or higher;

20a) Fails specifically to provide for and documenh the contract based on which
correspondent relationship is established, obbgatiof each contracting party, in terms of preventi
and detecting money laundering and terrorism fimap@nd if it fails to keep the contract in linéhv
the law Article 29, paragraph 5);

20b) Establishes loro correspondent relationshtp wiforeign bank or other similar institution
based on which such foreign institution may canars@ccount with the obligor to conduct business
operations directly with its custome#sr{icle 29, paragraph 6);
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20c) Fails to introduce procedures or fails to takielitional measures to eliminate risks and
prevent new technologies from being abused for ghgose of money laundering or terrorism
financing, or if it fails to apply such proceduf@sticle 2%, paragraph 2);

20d) Fails to establish grounds and purpose of#etions referred to in Article 29b, paragraph
1, and fails to make an official note in writing, fails to keep such official note in line with theaw
(Article 29h paragraph 2);

21) Fails to set up a procedure to establish whetheustomer or beneficial owner of a
customer is a foreign official, or fails to set spch procedure in the required manngiti¢le 30,
paragraph 1);

22) Fails to conduct the measures laid down inchgtBO, paragraphs 2 and 3 of this Law;

23) Establishes a business relationship withoutpttesence of the customer without having
taken the required additional measurggi¢le 31);

24) Applies simplified due diligence measures aytito the conditions set out in Articl82
and33 of this Law;

25) Opens, issues or maintains an anonymous agcoaded or bearer savings book, or
provides other services that directly or indirecliow for concealing the customer identiiriicle
34);

26) Establishes or continues a correspondent aalatiith a bank operating or which may
operate as a shell bank or with any other simiatitution that can reasonably be assumed thaayt m
allow a shell bank to use its accourasticle 35);

27) Accepts cash for the payment of goods or sesvaamounting to the RSD equivalent of
EUR 15,000, regardless of whether the paymentrisedaout in a single or in more than one linked
cash transactiong\(ticle 36);

28) Fails to report to the APML on each cash tratisa amounting to the RSD equivalent of
EUR 15,000 or moreAtticle 37, paragraph 1);

29) Fails to inform the APML of cases where there eeasons for suspicion of money
laundering or terrorism financing with respect tdransaction or customer, or when a customer
requests advice in relation to money launderingeorism financing, or fails to inform it withifeé
required deadlines and in the required mannergl&r87, paragraphs 2-6);

30) Fails to appoint the compliance officer ordeputy in order to perform the tasks laid down
in this Law @rticle 39);

30a) Fails to ensure that the tasks of the compliavftieer and deputy compliance officer,
referred to under Article 39 of this Law, are cadriout by a person which meets the requirements
stipulated under Article 40 of this Lawiticle 40);

31) Fails to create conditions for the complianfficer to perform the tasks laid down in this
Law (Article 42, paragraphs 1 and 2);

32) Fails to provide for a regular internal contoblactions for the prevention and detection of
money laundering and terrorism financidgticle 44);

32a) Fails to establish a procedure under which, atithe of recruitment for the job where the
provisions of this Law and regulations passed atingrto this Law are applied, the candidate for
such job is checked to establish if they have hm@wvicted for any of the criminal offences through
which illegal proceeds are acquired or any of ttmioal offences linked to terrorism, or if he fato
apply such a procedur@rticle 44a, paragraph 1);.

33) Fails to develop a list of indicators for tlkemtification of persons and transactions with
respect to which there are reasons for suspicianasfey laundering or terrorism financingriicle
50, paragraph 1);

34) Fails to send to the APML, at its request, tleguested data, information and
documentation, or fails to send it within the $etetframes Article 53);

35) Fails to suspend the transaction temporarigetiaupon the order of the APML or fails to
obey, during the period of the suspension of taedaction, the orders of the APML relating to such
transaction or person carrying out such transa¢haticle 56);

36) Fails to act in accordance with the order ef AiPML to monitor the financial transactions
of the customer, fails to inform the APML on alatisactions and tasks carried out by the customer
and/or fails to inform it within the set timefrarf@rticle 57);

37) Acts contrary to the provisions Afticle 73 of this Law;
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38) Does not use the data, information and docuatientobtained under this Law only for the
purposes laid down in the lavixticle 76);

39) Does not keep the data and documentation @atamaccordance with this law at least 10
years from the date of termination of a businesgtiomship, execution of transaction or the latest
access to a safe-deposit box or entry into a cd8irticle 77);

40) Does not keep record of the data in accordatitbethis Law @Article 80, paragraph 1).

(2) The responsible person in the legal person slsd be punished with a fine in the amount
from RSD 20,000 to RSD 200,000 if it commits anytled acts referred to under paragraph 1 of this
Article.

Article 89

(1) A legal person shall be punished for an econarffence with a fine amounting from RSD
50,000 to RSD 1,500,000, if it:

1) Fails to develop a money laundering and temofimancing risk analysis in line with the
guidelines set out by the competent body refemad Article 82 of this Law that is competent for the
supervision of the implementation of this Law iattlobligor, and/or if such analysis does not contai
a risk assessment for each group or type of custdmasiness relationship, service rendered witlsin i
business, or transactioArticle 7, paragraphs 1 and 2);

1a) Fails to make an official note or fails to keépgcording to the law in cases when it can not
perform actions and measures referred to in Ar¢lparagraph 1, items 1) to 4) of this Lafwticle
8, paragraph 3);

1b) Fails to consider terminating business relatgm with the other payment and collection
service provider which frequently fails to meet tbquirements frorrticle 12a, paragraph 1, of this
Law, or if it fails to inform the APML thereofticle 12k paragraph 5);

1c) Fails to make an official not or fails to kegpaccording to the law after considering
whether the lack of accurate and complete datdherwire transfer originator represents a reason to
suspect money laundering or terrorism financiddi¢le 12b paragraph 6);

2) Fails to obtain all the required dateticle 21);

3) Does not monitor customer business transactatis special care to the extent and as
frequently as required by the level of risk eswi®id in the risk analysis under Article 7 of thisaL
(Article 22);

4) Rely on a third party to perform customer duegeince measures without having checked
whether such third person meets the requiremeidsdewn in this Law or if such third person
established and verified the identity of a customghout its presence or if the customer is an off-
shore legal person or anonymous compaticle 23, paragraphs 3 and 4, aAdicle 24, paragraph
1);

5) Establishes or continues a loro corresponddatioaship with a bank or any other similar
institution which has its seat in a foreign courdontrary to the provisions drticle 29, paragraph 2
and 4 of this Law;

6) Fails to inform the APML of any cash transact@nounting to the RSD equivalent of EUR
15,000 or more within the set timeframe and inrtrguired manneirticle 37, paragraphs 6 and 7);

7) Does not ensure that the measures for the piieweor detection of money laundering or
terrorism financing laid down in this law, be implented to the equal extent in its branches and
majority-owned subsidiaries, having their seattedan a foreign countryAtticle 38);

8) Fails to inform the APML of the name and workspion of the compliance officer and his
deputy, as well as any changes in such data bsethgeadlinesA(ticle 42, paragraph 3);

9) Fails to provide for a regular professional edion, training and improvement of the
employees carrying out tasks of prevention and ctiete of money laundering and terrorism
financing Article 43 paragraph 1);

10) Fails to develop the annual programme for m@mifsal education, training and
improvement of the employees and/or fails to dgvéldy the set deadlineéuticle 43, paragraph 3);

11) Fails to apply a list of indicators for the miication of persons and transactions with
respect to which there are reasons for suspicianarfey laundering or terrorism financingriicle
50, paragraph 3);
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11a) Fails to incorporate, into the list of indicatpisdicators whose inclusion is mandatory
pursuant to the law and the by-laws passed pursadhis law (Article 50.);”

13) If the records it maintains under this Law di oontain all the required data (Article 81,
paragraphd and2).

(2) The responsible person in the legal person slsd be punished with a fine in the amount
from RSD 10,000 to RSD 100,000 if it commits anytleé acts referred to under paragraph 1 of this
Article.

Minor offences
Article 90

(1) An entrepreneur shall be punished for minoeiée with a fine amounting from RSD 5,000
to RSD 500,000 if he commits any of the acts reféto in Articles38 and89 of this Law.

(1a) Any natural person failing to perform any of éntions referred to in Articles 88 and 89 of
this law shall be punished for minor offence witfire amounting from RSD 5,000 to RSD 150,000.

(2) Any natural person not declaring to the compieteustoms body a cross-border
transportation of bearer negotiable instrumentsuaniiog to EUR 10,000 or more in RSD or foreign
currency shall be punished for minor offence witfine amounting from RSD 5,000 to RSD 50,000
(Article 67, paragraph 1).

(3) If the declaration referred to in Article 67 tbis Law does not contain all the required data,
the natural person shall be punished for minornaigewith a fine amounting from RSD 500 to RSD
50,000 Article 67, paragraph 2).

Minor offences for which a lawyer may be held liake
Article 91

(1) The lawyer shall be punished for minor offemgeh a fine amounting from RSD 5,000 to
RSD 500,000 if he:

1) Fails to identify and verify the identity of aistomer, fails to obtain all the required data
and/or fails to obtain it in the required manngrtiCle 47, paragraphs 1 to 4, and paragraphs 6 and 7);

2) Fails to identify the beneficial owner of thestamer, fails to obtain all the required data or
fails to obtain it in the required mannériicle 47, paragraphs 5 to 7);

3) Fails to inform the APML of transactions or gars with respect to whom he assesses there
are reasons for suspicion of money laundering woriem financing, or when a customer requests
advice in relation to money laundering or terroriSmancing, and/or fails to inform it by the set
deadlines or in the required mannArticle 48);

4) Fails to develop a list of indicators for thesmdification of persons and transactions with
respect to which there are reasons for suspicianarfey laundering or terrorism financingriicle
50, paragraph 1);

5) Fails to send to the APML, at its request, tguested data, information and documentation,
and/or fails to send it by the set deadlines ds f@ inform the APML of the reasons why it did not
act according to the request for informatidmticle 49, paragraph 2 andrticle 54);

6) Does not apply the list of indicators for thentification of persons and transactions with
respect to which there are reasons for suspicianasfey laundering or terrorism financingriicle
50, paragraph 3);

7) Acts contrary to the provisions Afticle 73, paragraph 1 of this Law;

8) Uses the data, information and documentatiominétl under this Law for purposes other
than those laid down in the Laviticle 76);

9) Does not keep the data and documentation, autaim accordance with this Law, for a
period of at least 10 years from the date of thmiteation of a business relationship or executibn o
transaction Article 77);

10) Does not keep records of the data in accordaitbehis Law @Article 80, paragraph 2);

11) If the records it maintains under this Law dut nontain the required data (Article 81,
paragraphg§ and4).
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XI TRANSITIONAL AND FINAL PROVISIONS

Article 92
The obligor shall apply the actions and measurésresl to inArticle 6 of this Law with
respect to customers with which it establishedrmss relationship before the entering into force of
this Law, within one year from the date of entripiforce of this Law.

Article 93
Regulations passed pursuant to the Law on the Rtiemeof Money Laundering (‘RS Official
Gazette’ No 107/05 as amended in 117/05) shallppéesl until the passing of regulations based on
this Law, unless they are in contravention of ttasy.

Article 94
The Law on the Prevention of Money Laundering (@fficial Gazette’ No 107/05 as amended
in 117/05) shall cease to be valid on the day tfydnto force of this Law.

Article 95
The provisions of Article$7 to 70 shall apply as of the 18@lay after the date of entry of this
Law into force.

Until the time of application of these provisiotise provision of Article 9 of the Law on the
Prevention of Money Laundering (‘RS Official GaeetiNo 107/05 as amended in 117/05) shall

apply.

Article 96
The provision ofArticle 36 of this Law shall not apply to the Law on a TenggrExecution of
Certain Payment Operations in the Federal RepudiliYugoslavia (‘FRY Official Gazette’, No.
9/01).

Article 97
The Administration for the Prevention of Money Lderning as established in the Law on the
Prevention of Money Laundering (‘RS Official GaeetNo 107/05 as amended in 117/05) shall
continue operating in accordance with the powedsdawn in this Law.

Article 98

This Law shall enter into force on the eighth dalfoiving the date of its publication in the
‘Official Gazette of the Republic of Serbia’.
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2. Annex Il Rulebook Concerning the Methodology for the Implementation of tasks
pursuant to the Law on the Prevention of Money Laudering and Terrorism
Financing

Pursuant to Article 7 paragraph 3, Article 14 gaaph 1, Article 24 paragraph 2, Article 28
paragraph 1 item 1), Article 37 paragraphs 6 an&rficle 45 paragraph 1 and Article 50 paragraph 4
of the Law on the Prevention of Money Launderind &errorism Financing (‘Official Gazette of the
Republic of Serbia’, No. 20/09 and 72/09),

Minister of finance passes this:

RULEBOOK
CONCERNING THE METHODOLOGY FOR THE IMPLEMENTATION BTASKS PURSUANT
TO THE LAW ON THE PREVENTION OF MONEY LAUNDERING AN TERRORISM
FINANCING

Article 1

This rulebook, as the methodology for the impleratah of tasks that the obliged entities
and lawyers are required to carry out pursuartted_aw on the Prevention of Money Laundering and
Terrorism Financing (‘Official Gazette of RS', N20/09 and 72/09 — hereinafter referred to as:
AML/CFT Law), shall lay down: criteria based on whithe obliged entity classifies a client,
business relationship, or service that it providétin its business activity into a low-risk groum
terms of money laundering or terrorism financingnditions under which the identity of a customer,
or its legal representative may be established \@rdied using the client's qualified electronic
certificate; manner in which the obliged entity dero the Administration for the Prevention of
Money Laundering (hereinafter referred to as: APNHg data specified in Article 37, paragraphs 1-4
of the AML/CFT Law; conditions under which the a#d entities are not required to report to the
APML cash transactions in the amount of or excepdive RSD equivalent of EUR 15,000 with
respect to certain clients; internal controls pdure, data storage and protection, record keepimdg),
professional education, training and improvemengmployees in the obliged entities and lawyers;
list of countries that do not apply anti-money ldenng and counter-terrorist financing (AML/CFT)
standards; list of countries that do not apply ARET standards at the European Union level or
higher, and a mandatory incorporation of certattidators into the list of indicators developed bg t
obliged entity and lawyer..

| CRITERIA BASED ON WHICH THE OBLIGED ENTITY CLASSHIES A CLIENT, BUSINESS
RELATIONSHIP, OR SERVICE THAT IT PROVIDES WITHIN I3 BUSINESS ACTIVITY INTO
A LOW-RISK GROUP IN TERMS OF MONEY LAUNDERING OR TRRORISM FINANCING

Article 2
For the purposes of this rulebook, a public bodyans any domestic or foreign state body,
body of an autonomous province, body of a unitaafal self-government, public agency, public
service, public fund, public institute or chambas, well as any other public institution performing
activities of public interest based on domesticulagons, regulations of foreign countries or
international organisations.

Article 3

The client that poses a low risk of money laurmtgor terrorism financing may be a foreign
public body meeting the following criteria:

1) It should carry out a public function basedtlo@ primary and secondary European Union
legislation;

2) That its identity can be established from peiplavailable sources;

3) Its business procedures, as well as the resutte audit of its business, should be known
and publicly available;
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4) It should be responsible to an institution log tEuropean Union or a European Union
member state, or that an efficient control of dB\aties is ensured in another manner.

Article 4

A customer posing low AML/CFT risk can be a legalson other than the public body, if it
meets the following conditions:

1) Itis not the person referred to in Article 4AMIL/CFT Law;

2) It provides financial services;

3) It is registered in the country which is listad applying AML/CFT standards at the
European Union level or higher;

4) 1t is required, in the country of registratian, undertake measures and actions for the
prevention and detection of money laundering anditism financing;

5) Its identity can be established from publiclagable sources;

6) It is subject to a mandatory legal registrafimnthe performance of its business;

7) It is adequately supervised in the performarfcactions and measures referred to in item
4) of this paragraph. Adequate supervision meapersision by the competent state body, which
includes on-site supervision of internal procedudasa records, and business documentation;

8) Adequate sanctions are provided for in casaitire to meet the requirements laid down
under item 4) of this paragraph.

A client posing low AML/CFT risk can also be the simess unit or majority-owned
subsidiary of the client referred to in paragraplofithis Article under the condition that the
requirements listed in Article 38 of the AML/CFTWwa

Article 5
The obliged entity is required to check if the riegments listed in Articles 3 and 4 of this
rulebook are fulfilled.
The obliged entity is required to obtain from thestomer a written statement concerning the
fulfilment of conditions provided in paragraph 1tbfs Article.

Article 6

A service provided by the obliged entity within itsisiness (hereinafter referred to as:
service), as well as the transaction related th secvice, can pose low AML/CFT risk subject to the
following conditions:

1) The services should be provided based on gewriontract;

2) The transactions related to the services shioeldarried out through the client's account
opened with a bank or a similar institution in tRepublic of Serbia or foreign country listed as
applying AML/CFT standards at the European Uniael®r higher;

3) The nature of the service or the related traiwaallows for the performance of customer
due diligence actions and measures in case ofsaspon money laundering or the financing of
terrorism;

4) The value of the service or related transacttoould not exceed:

- the amount determined in Article 12 of the AML/CEaw in case of services related to
savings with characteristics similar to a life irece contract;

- the RSD equivalent of EUR 15,000 per year, ireadsa leasing contract;

- the RSD equivalent of EUR 15,000 for the totaloamt of the service and its related
transactions;

5) A third party may not have the benefit from devices or its related transactions, except
in case of death, occurrence of disability, surviefiage established in advance, or other similar
circumstances.

The obliged entity is required to report the induasof a low-risk service into their business
offer to the body competent for the supervisiothefimplementation of the AML/CFT Law.

A service or its related transactions which atated to the investment of funds into financial
property (securities, certificates of deposit) Juiing insurance claims and other types of condiétio
claims, may pose low AML/CFT risk if, in additioo the conditions listed in paragraph 1 of this
Article, the following conditions have been met:
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1) The benefit from the service or its related $emtions is due three years after the
conclusion of the contract;

2) Service or its related transactions cannot kel s a guarantee for the collection of
receivables;

3) During the business relationship, the followisgot allowed:

- Increase of the contracted payment amounts;

- Purchase of the insurance policy;

- Early termination of the business relationship.

I CONDITIONS UNDER WHICH THE IDENTITY OF A CUST®IER, OR ITS LEGAL
REPRESENTATIVE, MAY BE ESTABLISHED AND VERIFIED USIG THE CLIENT'S
QUALIFIED ELECTRONIC CERTIFICATE

Article 7

Conditions under which the identity of the cliénatural person), or its legal representative,
may be established and verified using the qualdiedtronic certificate are as follows:

1) The client's qualified electronic certificateoshd be issued by the certification body which
is recorded in the register kept by the competedtybn line with the law governing the electronic
business operations and electronic signature;

2) The client's qualified electronic certificateould not be issued under a pseudonym;

3) The client should provide technical and otherditions enabling it to check, at any time,
whether a client's qualified electronic certifichties expired or it has been cancelled, and whétleer
private cryptographic key is valid and issued melivith item 1) of this paragraph;

4) The client should check if the client's quatifielectronic certificate has restrictions on its
use with respect to the amount of the transactigype of business operations, etc, and to
accommodate its business operations with suchatsts;

5) The obliged entity is required to provide fochaical requirements for the maintenance of
records concerning operating the system usingtdigoalified electronic certificate.

The obliged entity is required to report to the APMnd to the supervisor that the
identification and verification of identity of thelient will be carried out using client's qualified
electronic certificate. It is also required to sémdhis report a statement concerning the fulfitinef
conditions listed in paragraph 1, items 3) andf4his Article.

[l INTERNAL CONTROLS PROCEDURE, DATA STORAGE ANBROTECTION, RECORD
KEEPING, AND PROFESSIONAL EDUCATION, TRAINING ANDMPROVEMENT OF
EMPLOYEES IN THE OBLIGED ENTITIES AND LAWYERS

Article 8

The purpose of the internal control referred toAmicle 44 of the AML/CFT Law is the
prevention, detection and remedying of insufficieadound in the implementation of the AML/CFT
Law, as well as the improvement of the internatesys for the detection of transactions and persons
suspected of money laundering or terrorism finagcin

In the performance of internal controls, the oldigmtity is required to carry out checks and
tests of the application of the AML/CFT system addpted procedures, using the method of random
samples or other appropriate method.

Article 9

In case of change in the business processes obtigor (for instance, organizational change,
business procedures change, introduction of a rewicg), the obliged entity is required, in the
performance of the internal control, to check aadronise its procedures so that they are adequate
for the implementation of the AML/CFT Law.

The obliged entity is required to verify the comapite of its system and procedures for the
purposes of application of the AML/CFT Law, as wadlapplication of such procedures, once a year,
and each time when a change referred to in paradrag this Article occurs, no later than the déy o
introduction of such change into the business offer
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Article 10

The obliged entity and the management bodiesebliliged entity shall be responsible for
the provision and organization of internal controiger the tasks performed at the obliged entity
according to the AML/CFT Law.

The obliged entity shall determine, in its legatdment, the powers and responsibilities of
the management bodies, organization units, congsiasfficers, and other entities in the obliged
entity in the implementation of the internal cotdraas well as the manner and schedule of internal
controls.

Article 11

The obliged entity shall make an annual report eamag the internal controls performed and
measures undertaken following such controls uh#él 13" of March of the current year for the
previous year.

The annual report referred to in paragraph 1 of #ticle shall contain the following data:

1) number of reported cash transactions in the amoLUEUR 15,000 or more, in its RSD
equivalent;

2) number of transactions or persons reported siested to be related to money laundering
or the financing of terrorism;

3) number of transactions or persons suspecteck teelated to money laundering or the
financing of terrorism that have been reported te tompliance officer by the obliged entity's
employees, but were not reported to the APML;

4) number of established business relationshipsrevtiee client's identity was established
based on a qualified electronic certificate of ¢thent, as well as the number of business relatiiss
established through the attorney;

5) frequency of certain suspicious transaction dattirs used (hereinafter referred to as:
indicators) by obliged entity's employees when repg transactions to the compliance officer;

6) number of internal controls performed basedhis tulebook, as well as findings of the
internal controls (humber of mistakes found ande®ied, description of mistakes found, etc.);

7) measures undertaken based on the internal t®pgdormed;

8) data on the performed internal control of infation technologies used in the
implementation of the provisions of AML/CFT Law @pection of data transmitted electronically,
keeping of client data and transactions in a céné@ database);

9) data on the content of training curriculum caong®y the detection and prevention of
money laundering and terrorism financing, venue parsons implementing the training curricula,
number of employees trained, as well as a nee@ssment for further training and improvement of
the employees;

10) data on the measures undertaken to keep gatsenting official secret;

11) number of established business relationshipevh third party was relied on for certain
customer due diligence actions and measures.

The obliged entity shall send the report referaedtparagraph 1 of this article to the APML
and the bodies charged with supervising the impleation of the AML/CFT Law, at their request
within three days from the date of filing of su@guest.

Article 12

The obliged entity and lawyer shall keep electraemords of data and information obtained
according to the AML/CFT Law and the present rutdhoas well as of documentation relating to
such data and information, chronologically and imanner which allows for adequate access to such
data, information and documentation.

Persons referred to in paragraph 1 of this Artglall provide for an appropriate search of
records of data and information kept electronicallyat least the following criteria: name, surname,
name of legal person, data of transaction, amolitrtansaction, currency of transaction, and country
of transaction.

48



Persons referred to in paragraph 1 of this Artsltall determine the manner and place of
keeping and persons having access to the datarmafimn and documentation referred to in
paragraph 1 of this Article.

Article 13

Professional education, training and improvementiaua for employees in the obliged
entity and lawyer referred to in Article 43 pargura8 of the AML/CFT Law shall contain at least the
following:

1) annual number of trainings planned;

2) annual number of employees planned to be traeeavell as the profile of the employees
for which the trainings are intended,;

3) AML/CFT topics that will be covered in the traigs;

4) manner of implementation (seminars, workshofus).e

IV MANNER IN WHICH OBLIGED ENTITY SENDS DATA TO APM.

Article 14

The obliged entities shall send the data concertiiegransactions referred to in Article 37,
paragraph 1-4 of the AML/CFT Law to the APML usimige of the following means:

1) telephone;

2) fax;

3) registered mail;

4) courier,;

5) electronically.

Article 15
The obligor shall send the data referred to inofetB7 paragraphs 1-4 of the AML/CFT Law
using forms 1, 2, 3 and 4, which are printed, alontp the filling instructions, and attached to it
forming its integral part.

Article 16
Data may be sent by telephone or fax only when ti@cern the transactions or persons
suspected for money laundering or terrorism finag.ci
In the event referred to in paragraph 1 of thisichet legal and natural persons from this
paragraph shall send the data to the APML no lditan the first next working day, in one of the
manners referred to in Article 14 items 3) to 5jho$ rulebook.

Article 17
Obliged entity shall send data concerning casts&etions in one of the manners referred to
in Article 14 items 3) to 5) of this rulebook immatgly after the performance of the transactiom an
no later than three days from the date of trans@acti
If the last day of the deadline falls on a day afional holiday or on a day other than APML's
business days, the deadline expires after therferst working day.

Article 18

Banks dealing performing payment transactions sisglhd the data to the APML
electronically.

Other obliged entities too may send the data refieto in paragraph 1 of this Article to the
APML electronically, based on an agreement withARML.

If the obliged entity is not able to send the dafarred to in this rulebook electronically, they
shall send such data using alternative media (contfisc, USB disc, etc.) or in a written form.

The APML shall confirm receipt of the data in thisebook in a written or electronic form.
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V CONDITIONS UNDER WHICH THE OBLIGED ENTITIES ARE T REQUIRED TO
REPORT TO THE APML CASH TRANSACTIONS IN THE AMOUNDF OR EXCEEDING THE
RSD EQUIVALENT OF EUR 15,000 WITH RESPECT TO CERTMACLIENTS

Article 19

The obliged entity is not required to report to &ML every cash transaction in the amount
of the RSD equivalent of EUR 15,000 or more in ¢thse of depositing daily receipts derived from
the sale of goods and services of customers refeorén paragraph 2 of this Article, except in the
case when there is suspicion on money launderingrarism financing, and under the condition that
the customer holds an account with the obligedyaticording to the AML/CFT Law.

The customers carrying out the transaction refaed paragraph 1 of this Article include:

1) public enterprises;

2) direct or indirect beneficiaries of the Budgétiee Republic of Serbia, including the units
of local self-government and the mandatory sodisuiance organizations which are part of the
Treasury's Consolidated Account system.

Article 20

The obliged entity is not required to report to hBML the following cash transactions
whose:

1) transfer of money from one account to anotheouawt of the same client opened with the
same obliged entity;

2) conversion of money in the account of a clienib ianother currency, where the money
remains in the client's account with the obligetitgn

3) fixing time deposits or re-fixing time deposditsthe client's account.

The obliged entity is not required to report to #ieML cash transactions carried out by
clients to which simplified customer due diligermetions and measures are applied in accordance
with the AML/CFT Law.

VI LIST OF COUNTRIES THAT DO NOT APPLY AML/CFT STARARDS

Article 21

Countries which, based on the data held by intemnalt organizations and data held by the
APML, do not apply AML/CFT standards are as follows

1) Uzbekistan;

2) Turkmenistan;

3) Pakistan;

4) Sao Tome and Principe;

5) Azerbaijan.

VII LIST OF COUNTRIES THAT APPLY AML/CFT STANDARDSAT EUROPEAN UNION
LEVEL OR HIGHER

Article 22
Countries which apply AML/CFT standards at the paan Union level or higher, are as
follows:
1) European Union member states;
2) Republic of Argentina, Australia, FederativepRilic of Brazil, Japan, South African
Republic, Canada, United States of Mexico, New &®#l Russian Federation, Republic of
Singapore, Hong Kong, Swiss Federation, UnitedeStat America.

VIl MANDATORY INCORPORATION OF CERTAIN INDICATORSINTO THE LIST
Article 23
When developing the list of indicators referredrtdrticle 50 paragraph 1 of the AML/CFT
Law, the obliged entity and lawyer shall also inlguthe indicators published on APML's website.
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IX TRANSITIONAL AND FINAL PROVISIONS

Article 24
Rulebook concerning the methodology, requiremeant$ actions for the implementation of
tasks pursuant to the Law on the Prevention of Mdreundering (‘RS Official Gazette', No. 59/06
and 22/08), shall cease to be effective as oftiialidate of application of this rulebook.

Article 25
This rulebook shall enter into force on the eiday following the date of its publication in
the 'Official Gazette of the Republic of Serbiaigdahall be applicable as of &f March 2010.

Number:
In Belgrade, 4 February 2010

3. Annex lll. Report of the Administration for the Pre vention of Money Laundering
for 2009

REPORTING PERIOD: 01.01.2009 - 31.12.2009.

Administration for the Prevention of Money Launahgris a financial intelligence unit of the
Republic of Serbia (hereinafter referred to as:Rhd), whose term of reference is defined by thevLa
on the Prevention of Money Laundering and Terrof@mancing (“Official Gazette of the Republic
of Serbia”, nos. 20/09 and 72/09- hereinafter reféto as the Law). According to its legal powers,
the Administration collects data on transactiongprimation and documentation received from
obligors as defined by the Law and from other statihorities, and in case that there is suspicfon o
money laundering and/or terrorism financing, formgarsuch information to the competent state
authorities (Tax Administration, Ministry of Inter, Foreign Currency Inspectorate, prosecutor’s
office, courts, and other authorities) so that tobeuld undertake actions and measures within their
term of reference.

Statistics of the work results of the Administratian for the Prevention of Money Laundering in
20009.

Pursuant to the provisions of the Law on the Preerrof Money Laundering and Terrorism
Financing, the obligors provided the total amoun81.522 reports, as follows :
* The total of 277.565 cash transaction reportsransactions amounting to or exceeding
15.000EUR (CTRS);
* The total of 3.957 suspicious transaction rep@®Rs) regardless of the amount ;
» Customs authorities provided the total of 875 repon cross-border declarations on transfer
of cash, securities and other negotiable instrusaent

According to the statistics on collected CTRs aildR$ per obligor, most reports were sent by
commercial banks (273.180 CTRs and 3.932 STRsprbker-dealer companies and by the Serbia
Public Enterprise for Postal Communications. Orgore which the obligors provide through the
system for recording and processing of transactiom#llS (Transaction Management Information
System)nay contain a few dozens of transactions.

In order to assess whether there is suspicion afejmdaundering with regard to a person or

transaction, the Administration is authorized tquest additional data and documentation from the
obligors, other state authorities and foreign fmahintelligence units.
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After processing all the collected data and esthbig reasons to suspect money laundering,
the Administration opened 61 cases in 2009. Vemnpiex and huge cases result from specific
analytical procedures applied by the Administratiororder to establish all relevant facts that may
indicate money laundering and terrorism financamyell as new trends of criminality. In 2009 there
was a significant increase in the exchange of dittathe Ministry of Interior (hereinafter referreol
as: the Mol) and with Tax Administration, as thenfidistration is very active in providing data
within financial investigations. Also, in compansdo 2008, there were more frequent referrals of
data to the prosecutor’s office, especially thesBeator’s Office for Organized Crime, and courts.

During 2009 the Administration referred requestsifdormation mostly to the Prosecutor’s
Office for Organized Crime (38), courts (17), TaxdrAinistration (more than 200), Mol
(approximately 300), Foreign Currency Inspectorgi®), Security and Information Agency (32),
prosecutor’s office (19), Privatization Agency (1Sgcurities Commission (hereinafter referred to as
SEC) (9) and Central Register (6) — see image Indst situations, the cases which involved the
same legal or natural persons were forwarded terdifit state authorities so that they undertake
actions and measures from their term of referemcesa that all relevant data for further action is
collected.
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Image 1.Information exchange with other state aitibe

In cooperation with Tax Administration, pursuanitiopowers from Articles 57 and 56 of the
Law, the Administration issued 147 orders to thekissto monitor or suspend transactions.

In addition, in dozens of cases, at the initiattfeother state authorities, the Administration
performed checks of natural and legal entitiesfandarded analytical reports to those authorities.

Legislation and practice of the European Uniontfia combat against money laundering and
terrorism financing imply constant high-quality éange of information both between the FIU and
the obligors and among financial intelligence unitkich is a pre-condition for efficient internate
cooperation.

Within the remits of international cooperation, #éministration received one hundred and
two (102) requests for information, and sent eigbtyr (84) requests to foreign FIUs.

Since 2003 the Administration has been a membethef Egmont Group, a relevant
international body which gathers financial-intedligce units from 116 countries worldwide. The
representatives of the Administration are the membéthe Legal Working Group and Operational
Working Group, and as such played an active roldéinalization and adoption of the Book for
Operational Procedures for the Operational Workangup. Proposals of our delegation pertaining to
the process of selection of Chair of Egmont Conesitivere accepted as whole at the Working
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Groups Meeting in Malaysia, Kuala Lumpur in OctoB809, and are expected to be adopted at the
Plenary Meeting in Colombia in late June 2010

The Administration has signed Memoranda of Undeditay (MOUSs) with nineteen (19)
financial intelligence units, including the FIUs wiost countries in the region. In 2009 MOUs were
signed with the FIUsof the United States of Americmited Arab Emirates, Russian Federation,
Greece and San Marino. MOUs with FIUs of Mexic@riae and Italy are to be signed soon.

The Administration was invited to participate ae tthserver in the Eurasian Group for the
Combat against Money Laundering and Terrorism Fiimayj the central point of which is the Russian
Federation. In this respect the Administration \ilbvide advisory and logistical support , thatitis,
will act as a sponsor for the admission of UzbekidtlU into the Egmont Group.

During 2009 there was a regular annual meetingp@frégional Heads of FIUs with the aim
of improving operational cooperation and exchanfeetevant information in the combat against
money laundering and terrorism financing. Purst@rnhe Regional Protocol on Cooperation among
the FIUs of Slovenia, Croatia, Bosnia and HerzegmvMontenegro, Serbia, Macedonia and Albania,
at the meeting of the Heads of FIUs that was heldaigreb, Croatia on 30/10/2009 it was agreed that
the parties to the Protocol would jointly act befonternational fora (Council of Europe, Egmont
Group), that they would work together on money thring and terrorism financing typologies, as
well as on the cases of common interest. Thereawdan to organize study visits and exchange visits
for analysts. At the end of the Meeting it was adr¢hat the next meeting would be organized in
Serbia, in October 2010.

During 2009. there were three regular plenary mgstof MONEYVAL Committee, namely,
16-20 March, 21-26 September and 7-11 Decemberhiah the Serbian delegation also participated.
At each MONEYVAL Plenary there is a tour de tablhen the countries advise on actions and
measures currently undertaken in the combat agaiosey laundering and terrorism financing.

In May 2009 the Administration entered a processnotual evaluation conducted by the
representatives of MONEYVAL Committee, and it i® tthird round of evaluation of measures and
actions undertaken by Serbia against money laumglesind terrorism financing. Although the
evaluation includes the entire system for the cdndgainst money laundering and terrorism
financing, and the system comprises both stateostids and obligors as defined by the Law , the
Administration was a central institution for colliegy responses, comments and remarks of the state
authorities, as well as for translating and forirgdof the written materials to the evaluators. In
September and December 2009 pre-meetings werddrelide Serbian delegation and the evaluation
team, at which clarifications and explanations weffered for all debatable and insufficiently clear
parts of the Draft Mutual Assessment Report, sotti&final version of the Report was adopted at th
Plenary Meeting of MoneyVAL on 09 December 2009e Report provides ratings for compliance
with international standards, based on which omesegy that the ratings are objective. The last gfart
the Report contains plan of action that Serbia s¢edindertake, and to advise of it the MoneyVAL
Committee in December 2010 at the plenary meetirgtiasbourg. The proposed plan of action will
be a part of the Action Plan Paper for the impletaion of the recommendations, whose adoption is
pending. The content of this Action Plan will be iategral part of a Government Conclusion and
which will as such be part of the existing ActiolarPfor the Implementation of the National Strategy
against Money Laundering and Terrorism Financing.

In relation to national cooperation in anti-monayndering and terrorism financing among
relevant authorities, the Government of Serbia édswa Decision on Establishing Standing
Coordination Group for the Implementation of thetiblaal Strategy against Money Laundering and
Terrorism Financing (,Official Gazette of RS”, n6/29 of 22 April 2009). Permanent Coordination
Group has so far held five meetings, and develdpedAction Plan for the Implementation of the
National Strategy against Money Laundering and dresm Financing, which was adopted by the
Government on 16 October 2010.
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Legislative activity of the Administration for the Prevention of Money Laundering in the year
2009

Administration for the Prevention of Money Launderin 2009 was very active in drafting
regulations related to the prevention of money dmuimg and terrorism financing by either being
directly involved in drafting acts of law, or byvifig expert opinions on draft regulations developed
by other relevant authorities. Law on the Preventé Money Laundering and Terrorism Financing
was adopted in March 2009, and was amended in ARHOS.

The Administration drafted the Rulebook on Amendieen the Rulebook on Establishing
Methodology of Requirements and Actions to Compithwhe Law on the Prevention of Money
Laundering and Terrorism Financing.

The Administration developed new lists of indicatéor recognizing suspicious transactions
for entities engaging in factoring, for investmé&md management companies, for voluntary pension
fund management companies, and for casinos, whith published on the Administration website in
the Serbian and English language.

By its active and expert participation in develapthe regulations above, Administration for
the Prevention of Money Laundering created conalitifor a more efficient implementation of anti-
money laundering and terrorism financing regulatjas well as for its own strengthening in terms of
a financial intelligence unit, which is a natiosaiategic priority.

Improvement in information technologies in 2009

Since late 2009 workflows in the Administration kakeen channelled through a web
application for case and document management, wWiastsignificantly increased efficency and work
productivity, and has enabled a better organizagifowork. This software is based on the principles
of document management system — DMS, which providepossibilities to store, version, start a
workflow, define and maintain meta data, comprelvehg search for stored documents — full text
search. This process has enabled a full automafitime Administration's work. The application was
designed in line with work flows applied by finaakintelligence units worldwide

Projects and training in 2009

Administration for the Prevention of Money Laundeyiintensely works not only on
enhancing its own capacities and potentials, bstb @n strengthening and developing the entire
system for combat against money laundering andriem financing in the Republic of Serbia. As a
key stakeholder of a comprehensive project for-ammmney laundering and terrorism financing in the
country, the Administration in 2009 made preparaifor the implementation of this Project, whose
key beneficiary is the budget of the Republic aofbsg that is, people in Serbia. The project has
2,37 mil worth and is in most part financed by Eh@opean Union, through the instrument for pre-
accession assistance IPA (2 million EUR), with paeticipation of the Council of Europe (200.000
EUR) and the budget of the Republic of Serbia.

In cooperation for the Organization for Securitgl @ooperation in Europe (OSCE) in April

2009 a two-day seminar was held on risk-based apprin the implementation of the Law on the
Prevention of Money Laundering, designed for theresentatives of the National Bank of Serbia,
Securities Commission, Tax Administration and Se@o Market Inspection, all of which exercise
supervision of the obligors from the Law. In Novean2009 there was a seminar organized by OSCE
and ltalian Guardia di Finanza on financial invgations with a special emphasis on tax fraud. The
seminar was attended by the representatives ofAtlministration, National Bank of Serbia, Tax
Administration, Foreign Currency Inspectorate, &l as by police officers and judges.
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In 2009 the Administration intensely used resourgeFAIEX (Technical Assistance and
Information Exchange), so in early June 2009 iaaiged a seminar on risk-based approach for AML
compliance officers of commercial banks. In earlgvBmber 2009 three representatives of the
Administration went for a study visit to the FIU 8fovakia in order to learn of the role that a e
play in the transposition and translation of the [Egislation. The third TAIEX project was a study
visit to a foreign FIU, which took place in Janu&@10, the objective of which was terrorism
financing and analysis of transactions suspectdxiofg linked with the phenomenon.

A representative of the Administration attendedeaisar on ML/FT typologies in the
organization of IMF in Siracusa, ltaly, in June 20@nother seminar organized by IMF was a
seminar in Joint Vienna Institute, Vienna, in anfoof a workshop on the prevention of money
laundering and terrorism financing, from the pecsipe of information technology. The two APML
representatives who attended the seminar had aofadementor, which means they had to deliver
several presentations on techniques used for fiziag among reported transactions, on analytical
process and on management of large amounts of data.

Representatives of the Administration participaéthe World Bank seminar in Belgrade in
September 2009, as lecturers and listeners, It avaeminar on trade-based money laundering,
intended also for Customs Administration officensl @rosecutors.

During 2009 United States Agency for Internatiomsvelopment (USAID) organized a
dozen seminars in Belgrade, Novi Sad, Ni§ and Keagie for the representatives of Tax
Administration, accountants, brokers, as well asrjalists, which is a part of campaign launched by
the Administration in public relations area, witfetmain objective of creating the true and adequate
media image of the Administration, as well as tbenbat against money laundering and terrorism
financing itself. Regular presentors at these sarsimere representatives of the Administration, as
well as a USAID consultant, Kenneth Volandes.

In 2010 the Administration will seek to intensifpaperation with other state authorities
which are a part of AML/CFT system, prevalentlyotingh the engagement in Standing Coordination
Group, and to coordinate activities leading to Bregress Report, which is to be submitted to the
MoneyVAL Committee in December . The Administratianll also seek to sign memoranda of
understanding with FIUs for which such an agreenwatpre-condition for information exchange.

4. Annex IV. Action Plan for the Implementation of the National Strategy against
Money Laundering and the Financing of Terrorism (AML/CFT Strategy),

Pursuant to Article 43, paragraph 3, of the LawcGmvernment (‘RS Official Gazette', No.
55/05, 71/05-corrigendum, 101/07 and 65/08), iatieh to the National Strategy against Money
Laundering and the Financing of Terrorism (‘RS €¥éli Gazette', No. 89/08),

The Government hereby adopts
CONCLUSION
1. The Action Plan for the Implementation of the Na#b Strategy against Money Laundering
and the Financing of Terrorism (AML/CFT Strategwhich is an integral part of this
Conclusion, is adopted,;
2. For the purpose of implementation, this Conclusiball be sent to the Ministry of Finance,
which will send a copy each to the Foreign Exchangpectorate (FEI), Tax Administration

(TA), Customs Administration (CA), Administrationrfthe Prevention of Money Laundering
(APML), and the Games of Chance Administration (GCKinistry of Interior; Security
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Information Agency; Ministry of Defence, which wilend a copy each to the Military-
Intelligence Agency and Military-Security Agency;imstry of Justice, which will send a
copy each to the Supreme Court of Serbia and tdRémublic Public Prosecutor's Office;
National Bank of Serbia; and Securities Commission.

05 Number:
In Belgrade,

GOVERNMENT

VICE-PRESIDENT

ACTION PLAN FOR THE IMPLEMENTATION
OF THE NATIONAL AML/CFT STRATEGY

1. INTRODUCTION

On 25 September 2008, the Government of the RapoblEerbia adopted the National AML/CFT
Strategy (‘RS Official Gazette', No 89/08 - hertigra AML/CFT Strategy).

The AML/CFT Strategy gives recommendations to impréhe system of the Republic of Serbia
against money laundering and terrorism financinyl(ACFT), on the legislative, institutional, and
operational levels, as well as in the field of pssfional training.

The body responsible to monitor the implementawdénthe AML/CFT Strategy is the Standing
Coordination Group (hereinafter: SCG) whose mandstéo monitor the implementation of the
AML/CFT Strategy, monitoring, recommending, and aation of AML/CFT activities.

The AML/CFT Strategy provides that an action pldowdd be adopted for the purposes of its
implementation which will set out the duties of atbmpetent bodies, timelines, and assess the
resources required for its implementation. The dctPlan for the implementation of the AML/CFT
Strategy lays down a series of specific measurdsaations to be implemented in the set timeframe,
whose common objective is to contribute to the mrpment of efficiency of the entire AML/CFT
system.

The Action Plan is a special form of the plan whitimcretizes, for each of the competent bodies, the
objectives and measures laid down in the AML/CHRt8y.

2. ACTION PLAN DRAFTING METHODOLOGY
The Action Plan is adopted for the period 2009-200tds plan specifies certain priorities,
objectives defined, timeframe for the implementatiof the objectives, as well as the main

implementing agencies, indicators and resourcasnegtjfor their implementation.

The Action Plan is in line with the content andeattjves of the AML/CFT Strategy and serves as the
main document for its implementation for the perdd years.

3. AML/CFT STRATEGY RECOMMENDATIONS FURTHER DEVELOPED IN THE
ACTION PLAN
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The Action Plan ensures the responsibility of trEmimplementing agencies in the fixed areas of
AML/CFT activity.

The Action Plan further develops the following AMBFT Strategy Recommendations concerning the
following levels:

1) Legislative;

2) Institutional;

3) Operational; and

4) Professional training.

For each type of recommendation, the Action Plafinds the objectives, activities for their

implementation, main implementing agencies, tinmafg, indicators, as well as resources required
for the implementation of certain objectives.
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AML/CFT STRATEGY RECOMMENDATIONS

3.1. LEGISLATIVE LEVEL

3.1.1. A new AML/CFT Law should be passed and harnmised with international standards

Activities Main Timeframe | Indicators Resources required
Implementing
Agency
Law on the Prevention of Money Laundering and Trésno | Administration Implemented | Published in 'RS

Financing (hereinafter: AML/CFT Law) with elemen
specified in the AML/CFT Strategy adopted

téor the
Prevention of
Money
Laundering
(hereinafter:
APML)

Official Gazette',
No. 20/09.

Adoption, every
six months, of
conclusions by
SCG and
previously
established
working groups,
concerning the
extant legislative
framework and
required
amendments
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Continually assess the extant legislative framewarkl its
flexibility, initiate amending procedures of the ising
legislation, as well as adopt new legislation teezonew and
emerging money laundering and terrorism finang
manifestations.

Continual considerations of international recomnagiods,
initiatives and standards in the area with the aframending
the relevant legislation.

Establish expert groups to assess the AML/CFT latiie
situation.

Participation of SCG members in working groups fbe
drafting of legislation in the area.

SCGin
cooperation with
ikdPML, Police,
Security
Information
Agency
(hereinafter:
SIA), Military
Security Agency
(hereinafter:
MSA), Military
Intelligence
Agency
(hereinafter
MIA), bodies
competent to
monitor the
implementation
of AML/CFT
Law, Tax
Administration,
Customs
Administration,
Foreign
Exchange
Administration.

Ongoing task

3.1.2. The Law on Repressive Measures Implementech&ed

on Relevant UN SC Resolutions should be passed

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Develop a draft law on the application of interoaél Ministry of First half of | Publication in the
restrictive measures and put it into the procedfigdoption Foreign Affairs | 2010 ‘RS Official
Gazette'
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3.1.3. The Criminal Code should be amended

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Implemented Ministry of Published in the
Justice ‘RS Official
Gazette', number
72/09
3.1.4. The Criminal Procedure Code should be amende
Activities Main Timeframe Indicators Resources required
Implementing
Agency
Implemented Ministry of Published in the
Justice ‘RS Official
Gazette', number
72/09
3.1.5. Law on Seizure/Confiscation of Proceeds fro@rime should be passed
Activities Main Timeframe Indicators Resources required
Implementing
Agency
Implemented Ministry of Published in the
Justice ‘RS Official

Gazette', number
97/08

3.1.6. Mutual legal aid legislation should be harnmised with
the Financing of Terrorism

the Warsaw Convention and InternationalConvention

on the Suppression o

f

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Ongoing Ministry of End of 2009 | Amendments of
Justice relevant laws and

by-laws,
publication in the
'RS Official
Gazette'

60



3.1.7. Law on the Responsibility of Legal Person fcCriminal Offences should be passed

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Implemented Ministry of Published in the
Justice ‘RS Official

Gazette', number
97/08

3.1.8. Law on Payment Operations should be harmoréd with the FATF Special Recommendation number 7 [gctronic transfers) and

EU Directive concerning the documentation that acanpanie

s electronic transfers.

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Pass a new law on payment operations Ministry of | 3-4 years Publication in the
Finance and ‘RS Official
National Bank of Gazette'

Serbia
(hereinafter:
NBS)

3.1.9. Law on ministries should be amended so as itaclud
prevention and detection of the financing of terroism

e provisions on the competences of the mitiies competent for finance in

Activities

Main
Implementing
Agency

Timeframe

Indicators

Resources required

Incorporate the necessary provisions into the Lawlmistries
by initiating its amending

Ministry of
Finance and
Ministry of

Interior

End of 2010

Publication in 'RS
Official Gazette'

3.1.10. Provide that judicial statistics should benaintained concerning seized and confiscated proag® of crime, and concerning mutual
legal assistance regarding AML/CFT criminal offencs, for the purposes of harmonisation with FATF Recmmendation 32.

61



Activities Main Timeframe Indicators Resources required
Implementing
Agency
- Establish the most appropriate system for a ¢teanitoring | Republic Public | End of 2011 | Statistics on Recommend that pa
of data sent by district and municipal public pger offices | Prosecutor's reported persons | of the project should
as their legal obligation, concerning the repogersons and | Office in and ML/FT be financed through

ML/FT criminal offences, as well as actions takersiich case
and statistics concerning to seizure/confiscatioproceeds
from crime and mutual legal assistance in the area

5 cooperation with
other competent
State bodies

- Develop a project design for the developmenflofvhich will

ensure maintainance of statistics in a comprehemaanner SCG
- Send a project proposal to foreign donors faarficting Ministry of
Justice

criminal offences
as well as actions
taken, updated andg
available at the
APML; provision
of finances for the
project
implementation

foreign donations.
The other part shoul
be provided for in
the Budget of the
Republic of Serbia

r

3.1.11.The Law on Banks, Law on Capital Market, Law on Investment Funds, Law on Joint Stock Companies’ Takeav, Law on

Insurance, etc, should be reviewed ensuring that ¢hpowers of the bodies competent to monitor the inbgpmentation of these laws be

applied also in the supervision of the implementatin of the Law on the Prevention of Money Launderingand Terrorism Financing. These
laws should govern the maintenance of statistics woerning the international cooperation of these boés with their foreign counterpart
institutions in the areas of money laundering anderrorism financing.

nY

Activities

Main
Implementing
Agency

Timeframe

Indicators

Resources required

Incorporate the necessary provisions into the LavBanks

NBS

Beginning of
2011

Draft a new Law on Financial Leasing and Law Amegdhe
Law on Insurance

NBS

End of 2010

Publication in the
'RS Official
Gazette' of the
amended laws on
banks, financial
leasing and
insurance;
authorising the
Securities
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The above listed laws enable the Security Comnissio Securities End of 2010 | Commission to act
implement the powers and act according to the AMATCaw. | Commission and according to the
Amend the above laws so as to harmonise them hétméw | Ministry of AML/CFT Law;
AML/CFT Law Finance's Fiscal international
System cooperation
Department statistics
maintenance
system
implemented and
operational.

3.1.12. The situation in the area of the transferfanoney or value should be analyzed in order to eablish whether there are any informal
money or value transfer mechanisms. This analysidsuld cover both formal and potential informal money or value transfer systems in
order to ensure that they are registered or licengk and that they are included in the system of preantion of money laundering and
or value transfer systems and provide setions in case of breach of the bar

terrorism financing; Prohibit the existence of infamal money

Activities Main Timeframe Indicators Resources required
Implementing
Agency
- Establish a working group to analyse the situasiod give Ministry of End of 2009 | Paper on situation
recommendations for the implementation of Recomratod | Finance and NBS analysis developed
1.12 into the legislative system and adopted by the
- The Working Group will submit its recommendatidosthe | SCG End of 2010 Government in the

said situation analysis to the SCG, which will &fem them to
the Government for adoption in the form of conausi

form of a
conclusion.
Increased
engagement of
competent
supervisors in the
registering of all
forms of money
transfer and
punishing informal
money transfer
forms.

3.1.13. Warsaw convention should be ratified
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Activities Main Timeframe Indicators Resources required

Implementing
Agency
Initiation of the procedure and transferring of @envention | Ministry of Implemented | Law Ratifying the
for ratification Justice Convention
published in the
‘RS Official

Gazette', No. 19/09

3.1.14. The Law on Registration of Business Entitieand the Law on Taxation Procedure and Taxation Auhinistration should be
amended, concerning the documentation required foregistration and identification number assignment,so as to prevent anonymous
companies or companies with unknown owners from beming founders of domestic companies.

Activities Main Timeframe Indicators Resources required
Implementing
Agency
The adopted amendments of the Law on Taxation Buwee | Tax Implemented

and Administration (‘RS Official Gazette' No. 20/0&nstitute| Administration
the required amendments of the legal provisions; ne
amendments are not necessary to implement thendétio
AML/CFT Strategy.

3.1.15. The operation of “other financial institutons” should be regulated in order to regulate thesisuing and operating payment cards.

Activities Main Timeframe Indicators Resources required
Implementing
Agency
This recommendation will be satisfied through immwation of | NBS Beginning of | Amendments to the Resources are
appropriate provisions into the new law on banks 2011 new law on banks | sufficient
made and

published in 'RS
Official Gazette”.
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AML/CFT STRATEGY RECOMMENDATIONS

3.2. INSTITUTIONAL LEVEL

3.2.1. Public Prosecutor’s Office:

- district public prosecutors should designate depy public prosecutors for the areas in their jurisdction who will be functionally and
geographically competent to act in money launderingnd terrorism financing cases as well as to recomend proceeds confiscation

measures in cases that are not linked to organizemime

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Designate and enhance capacities of deputy prassaitt Republic Public | Ongoing task| Increased quality pf

Prosecutor and
other competent
public
prosecutors'
offices

competent prosecutors' offices that are compevemiohitor
and work on ML, TF, and seizure/confiscation casesases
that are not related to organised crime.

initial acts
instituting criminal
proceedings in
ML/FT area and
pronouncing of
seizure/confiscatiof

N

measures

3.2.2. Courts:

- district and municipal courts’ presidents will designate, in the annual roster, the investigative ahother judges who will act in cases o
money laundering and terrorism financing cases as @l as in issuing provisional proceeds confiscatiomeasures in cases that are ng

linked to organized crime

f

—

Main
Implementing
Agency

Activities

Timeframe

Indicators

Resources required
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Designate investigative and other judges for the
implementation of this recommendation and enhaneie t
capacities in AML/CFT and provisional confiscatimeasures,
in cases that are not related to organised crime

Competent courts

End of 2009
and ongoing

Increased level of
professionalism
and quality of
investigation in the
area of ML and TF,
increased number
of pronounced
provisional
measures of
confiscation of
proceeds from
crime.

3.2.3. Ministry of the Interior:

- police officers in economic crime suppression s&ns who will deal with detecting money launderingand terrorism financing should

receive specialized training;

- separate organizational units should be establighl to deal with financial investigations at the lesl of the Interior Ministry and the

police administrations.

Activities Main Timeframe Indicators Resources required
Implementing
Agency
Designate police officers to deal with detectiorvitf and TF | Crime Police 2009 Modified jobs Human resources,

in divisions for suppression of economic crime asthblish
divisions for financial investigations i.e. previemt of money
laundering in police directorates through develggiew jobs
sistematisation at the Ministry of Interior

Directorate

sistematisation at
the Ministry of
Interior,
specialisation of
police officers in
the field of ML/TF
detection.

funds for equipment
and training

3.2.4. Customs Administration:

- a database should be established recording theamsportation of cash and bearer securities acroshé state border in amounts larger
than EUR 10,000 in accordance with the FATF Specid&ecommendation No. 9 (cash couriers) and the EU Belation concerning the

control of cash movement across EU borders;

- a number of work posts for the analysis of the da referred to in the previous item should be prouiled for in the systematization of posts
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Activities Main Timeframe Indicators Resources required

Implementing
Agency
- Pass a Rulebook concerning the declaration ngpartation | Ministry of September
of bearer negotiable instruments Finance 2009
- Print declaration forms for declaration of trandption of Customs September Available

bearer negotiable instruments and place notifinatat border | Administration | 2009
crossings concerning the declaration of such instnis

- establishment and harmonisation of data heldhbyCtustoms| Customs First half of | Harmonisation of | - human and
Administration with the new requirements Administration | 2010 different IT financial resources
with the systems of several
assistance of State bodies;
APML and other Periodical
State bodies coordination and

consultation
meetings among
the State bodies.

- A next rulebook on organisation and jobs systésaton will | Customs During 2010
provide for new workplaces in line with the Reconmai&tion, | Administration
applicable legislation, and available human resesirc

3.2.5. Ministry of Justice:
- a number of employees should specialize in inteational legal assistance tasks in the area of mon&undering, financing of terrorism
and confiscation of proceeds

Activities Main Timeframe Indicators Resources required
implementing
agency
New Job Classification Act for the Ministry of Jigst should Ministry of First half of | Civil servants Human and technicg

provide for new posts in line with this recommenafat Justice 2010 working on mutual
legal assistance in
money laundering
and terrorism
financing matters

3.2.6. Games of Chance Administration (GCA) and TaAdministration (TA):
- certain number of employees should be trained tsupervise the implementation of AML/CFT by the oblgors engaged in organizin
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games of chance

Activities Main Timeframe Indicators Resources required
implementing
agency
- GCA should select and train through a speciatlsighed GCA First half of | Civil servants of Engaging a sufficient
training the employees authorized to conduct sugierv 2010 GCA appropriately| number of
trained for employees for

- TA should select and train through a specially glesil
training the employees authorized to conduct stgiervin
line with their term of reference (supervision afla
establishing taxes)

TA

supervision of the
implementation of
AML/CFT Law;
specialized training
for officers of TA

supervision activities
and providing
training for all the
employees of
Supervision
Department and Tax
Police Department
within TA, and for
the employees of
GCA.

3.2.7. National Bank of Serbia (NBS):

- shall classify a sufficient number of posts andofm a special team to supervise the implementatioof AML/CFT Law by the obligors

Activities Main Timeframe Indicators Resources required
implementing
agency
Current supervisors from Bank Supervision DepartmeNBS End of 2010.| Amendment of | Human resources

Insurance Supervision Department and Voluntary iean
Funds Supervision Department shall supervise

implementation of AML/CFT Law in the area of bankiand
insurance operations. A larger number of emplogbesild be
hired in supervision of financial leasing providepperations
for ensuring a more effective implementation of AMMGET
Law. Internal acts on organization and job clasatfon in the

S
the

NBS should be amended.

internal acts on job
classification in the
NBS, increased
number of
employees for
supervision of
financial leasing

providers.

and technical
equipment

3.2.8. Securities Commission (SC):

- shall specialize a sufficient number of the curnetly employed for supervision of AML/CFT Law by the obligors
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Activities Main Timeframe Indicators Resources required
implementing
agency
All the employees of the SC should be specialinedHe SCin 2010 Specially designed Funds for organizing

supervision of AML/CFT Law through a specially dgstd
training for supervision in the area of capital kedrand
securities.

cooperation with
other relevant
authorities

training for the
employees of SC
for AML/CFT Law
supervision in the
capital market and

the training and
possibly human
resources

securities.

3.2.9. Financial and technical conditions for conreing databases of relevant state authorities shadibe provided

Activities Main Timeframe Indicators Resources required

implementing
agency
Recommendation 2.9 will be implemented throughGhstoms| Ministry of 2010 CA Project Human resources
Administration project under IPA 2010 Finance -
Customs

Administration

3.2.10. Special and specialized bodies or workingayps should be established within associations obligors referred to in AML/CFT
Law, with the aim of analyzing and interpreting regulations, technical support in the data exchangeproposing and amending

regulations, training, etc.

Activities Main Timeframe Indicators Resources required
implementing
agency
-the establishment of working groups in the assiotia of APML Year 2010 — | Working groups
obligors should be initiated, based on the mod&ahpliance | Supervisory 2011 within the
Board within the Serbian Bankers’ Association authorities associations of

-APML and supervisory authorities should particgt
establishing the above

obligors in place, td
interpret

regulations, provide

technical support in
data exchange,
initiate
amendments to
regulations.
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AML/CFT STRATEGY RECOMMENDATIONS
3.3.0OPERATIONAL LEVEL

3.3.1. Cooperation should be formalized among relewnt state authorities (APML, police, SIA, supervisoy authorities for AML/CFT, Tax
Administration, Customs Administration, Foreign Exchange Inspectorate) in order to:

- work on specific cases;

- train the employees of the state authorities andold joint training of the obligors;

- efficiently engage in international cooperation;

- coordinate participation in international organizations and bodies.

Activities Main Timeframe Indicators Resources required
implementing
agency
- Standing Coordination Group should be established All state Year 2009- | Bilateral
authorities done agreements on

cooperation
- relevant authorities shall consider modes of eoajon All state Years 2010 —| between state
- bilateral agreements should be signed betweerast authorities 2011 authorities and
authorities which do not have such agreementsaicepl possibilities to use
- necessary positions should be provided in a asiication each other’s
for implementing the agreements databases,
-the agreements should establish adequate procefure consultative
compiling data and accessing databases meetings once in
- regular consultative meetings should be estaddisis six months
practice

Increased number
- Cooperation between the police, SIA, MSA and gcosor’s Ongoing of ML/TF criminal

office should be intensified in terms of detectimyestigating
and documenting criminal offences of money launmgend
terrorism financing

- Cooperation between the mentioned authoritiesAaridL
should be enhanced and intensified

-proactive approach in this area should be enhairedding
coordination and better utilization of securityalligpence data,

cases

Analytical team
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formed

specialization of the personnel, more effectivelengentation

Mol, SIA, MSA,
of regulations, implementation of international APML and State
recommendations, standards and best practicesmafmn Prosecutor’s
network and/or certain databases Office

Ongoing

- Preventive work of relevant state authoritiesustide All state
enhanced authorities

- Standing joint analytical team should be establisto engage
in strategic analyses and risk assessments of ML/TF

Human and material
resources

3.3.2. Operationalad hoc working groups should be established to work on szific AML/CFT cases and their work should be orgaized

in a way that they can convene immediately upon dal

Activities

Main
implementing
agency

Timeframe

Indicators

Resources required
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- procedures should be finalized to constitute atenalad
hocworking groups which work on specific cases, whigh
include public prosecutors and deputy public proses that
handle and monitor AML/CFT cases in municipalitglan
district prosecutor’s offices

- where necessary, authorities should amend agtsbon
classification to delegate authorized officers frAML/CFT
organizational unit into the ad hoc operationalkirng group.
Until the amendments of job classification are clate
current personnel should be delegated for the iomeedi
purposes

- practice should be established of holding reguieetings of
the operational working group with prosecutor’scaf
representatives

All state
authorities

Now

Ad hoc working
groups for specific
cases formed,;
Acts on job
classification
amended; practice
of holding
meetings once in
three months with
prosecutor’s office
representatives
established.

There are necessary
resources

Human resources
Technical support

3.3.3. Liaison officers should be appointed in APMLMol, TA, CA, SIA and Public Prosecut

or's Office o work on specific AML/CFT

cases.
Activities Main Timeframe Indicators Resources required
implementing
agency
- procedures to appoint liaison officers shouldibalized APML, Mol, CA, | First half of Liaison officers Human resources
TA, SIA, Public | year 2010 appointed Technical support
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Prosecutor’s
Office, MSA

3.3.4. Tax Police and Customs Administration shoulénsure that in undertaking the actions within thei term of reference they check for

the elements of money laundering and terrorism finacing criminal offences

Activities Main Timeframe Indicators Resources required
implementing
agency
-rulebooks on organization and job classificationthe Customs Year 2010, | Descriptions of Human resources
Customs Administration and Tax Administration slibul Administration, and onwards| certain positions

provide for duties and responsibilities of checkiogelements
of money laundering and terrorist financing crinhiotiences

- Capacities of the authorized personnel of the@uos
Administration and of the Tax Poalice inspectorsudtidoe
strengthened in terms of checking for the elemefidL and
TF criminal offences through regular notificatias current
trends in ML and FT and through training.

Tax
Administration

within the Customs
Administration and
Tax Administration
amended,
responsibilities of
checking for the
elements of ML
and TF provided

for.

3.3.5. APML should ensure signing MOUSs with all FIl$ for which having such an agreement in place is @re-requisite for international

information exchange

Activities Main Timeframe Indicators Resources required
implementing
agency
- FIUs which require MOUs in place as a pre-conditior APML 2009 -2011 MOUs with FIUs

information exchange should be identified
- Process of signing MOUs should be initiated
- MOUs should be concluded

signed

3.3.6. APML should make sure to initiate and partigpate in developing indicators for identifying susjicious transactions, together with
AML/CFT Law supervisory authorities and associatiors of obligors. Other state authorities should be itluded in developing indicators as

well.
Activities Main Timeframe Indicators Resources required
implementing
agency
- indicators should be drafted APML The end of Indicators
- opinions of AML/CFT Law supervisory authoritiesdaof 2010 developed
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other state authorities, where necessary, shoubdimgiled in
writing
-opinions of the obligors should be compiled intimg

3.3.7. APML should ensure that practical mechanismef providing feedback to

the obligors be

elaborait

Activities Main Timeframe Indicators Resources required
implementing
agency
-meetings with all obligors should be organizecaaegular APML Ongoing Practice in place | Human resources

basis

- written materials on trends and typologies of ML&hould
be prepared

- case studies from practice should be prepared

- reports on received suspicious transaction reg&TRs) and
cash transaction reports (CTRs), their number asaditg
should be presented

to hold meetings
once in six months
with
representatives of
the obligors,
obligation to
prepare written
materials on trendg
and typologies of
ML and TF

3.3.8. APML should develop forms for providing dataon to

rts and economic

with Mol, public prosecutor's office, courts and sypervisory authorities for AML/CFT Law.

offences referred to in thAML/CFT

Law, in cooperation

Activities Main Timeframe Indicators Resources required
implementing
agency
- Working group for developing the forms should be APML, MOI, Second half | Working group
established, and the forms should be developed State Prosecutorisof 2010 established, forms

- state authorities shall provide their local origational units
with the forms and the instruction on fulfillingetegal
requirement from this recommendation

Office, Supreme
Court of Serbia

and instructions
developed, forms
provided to local
organizational
units

3.3.9. All relevant supervisory authorities in terns of AML/CFT Law should do the following:
- develop instructions or manuals for exercising uervision of the implementation of AML/CFT by the dbligors
- develop instructions for the implementation by tke obligors of the provisions of the new AML/CFT Law
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Activities Main Timeframe Indicators Resources required
implementing
agency
- current instructions/guidelines issued by supsemyi Instructions and
authorities to the obligors (banks, exchange dffietc) should| All supervisory guidelines for all
be brought in compliance with AML/CFT Law authorities 31.12.2009. | supervisory
- instructions/guidelines on supervision shouldlbeeloped for igmgﬁ;“ﬁfwith
the obligors which presently do not have them (8ges AML/CFT Law
Commission, providers of financial leasing in panich refers
to the implementation of AML/CFT regulations, inaace, etc)
- work on developing guidelines for ML/TF risk assment, on| All supervisory | End of 2010.

decision on minimum content &how Your Customer
Procedureand similar guidelines/instructions for exercising
supervision of other obligors should be finalized.

authorities,
except the
National Bank of
Serbia, in
cooperation with
the APML

3.3.10. There should be systematic awareness raigim ter
programs for training, media campaign, etc)

ms of need to effectively implement AML/CFTLaw (brochures, electronic

Activities Main Timeframe Indicators Resources required
implementing
agency
- brochures on AML/CFT should be prepared and gdnt APML Ongoing The brochures - financial resources

-the brochures should be distributed to banks atitkr
obligors, as well as to other state authorities

-financial resources for printing and publishing tmaterials
should be raised by the projects of internatiomganizations

D State authorities
and supervisory
authorities

made and
distributed to all
the obligors,
financial resources
raised through the
projects of
international
organizations
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- the media should be animated

All state
authorities

3.3.11. Analysis of the state of affairs in NPO sexr should be conducted to ass

ess ML/TF risk

in tharea

Activities Main Timeframe Indicators Resources required
implementing
agency
- a working group should be established to conthetinalysis| Ministry of | End of 2010 | The working group
from the recommendation Public formed, analysis of
-an open discussion and/or round table should leetbidring | Administration NPO sector
together different opinions of the analysis frora th and Local Self conducted, open
recommendations Government, discussion held,
- Government of the Republic of Serbia shall adbet Ministry of Government
conclusion of the state of affairs in NPO sector Interior, Ministry conclusion adopted
of Foreign
Affairs, APML,
TA
3.3.12. Information system in APML should be furthe developed
Activities Main Timeframe Indicators Resources required
implementing
agency
- case and document management system shoulddliedoh | APML Ongoing Information systemBudget of the
- analytical tools should be developed for case and Republic of Serbia
document and foreign
management donations
launched

AML/CFT STRATEGY RECOMMENDATIONS
3.4. PROFESSIONAL QUALIFICATION AND TRAINING

3.4.1. Needs for professional qualification and tiaing should be analysed to include relevant statend supervisory authorities, as well as

the obligors through their associations

D

Activities

Main
implementing
agency

Timeframe

Indicators

Resources required
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A working group should be formed to analyse thedseand
cite the number of employees, number of seminaceseary

training materials, etc

All stakeholders
in AML/CFT
(state authorities
supervisory
authorties,

the obligors)

representatives g

First half of
2010.

Working group

formed, number of

employees to be
trained,
established,
training materials
established.

Necessary financial
funds should be
raised through
donations

3.4.2. Professional training and qualification forAML/CFT
Research Centre of SIA, Education Centre within Moland through specialized

should be organi

zed through Judicial Training Center, Educational and
bodies within the supervigy authorities.

Activities Main Timeframe Indicators Resources required
implementing
agency
-a working group should be formed to consist ofserg| Representatives | First half of | Working group
training centres that conduct internal training a8t of the training 2010 formed, plan and

Prosecutor’s Office) and professional specializatid/ith the

help of the experts from APML and other relevardtes

authorities, capacities of the training centres uhobe
evaluated
- plan and program of the specialized training &hbe made

centres and of th
t bodies which
conduct internal
training (State
Prosecutor’s
Office) and SCG

1%}

program of the

specialized training

made.

3.4.3. Educational parts dealing with AML/CFT, financial
program for professional and specialized training.

investigations and asset forfeiture (confis¢en) should be included in the

Activities

Main
implementing
agency

Timeframe

Indicators

Resources required

The working group from Recommendation 4.2. shatippse
the relevant educational parts having in mind thecqice of
similar institutions abroad.

Existing training
centres ang
representatives @
other state

|
f

authorities  that

Starting from
2010

Certain educational Material and

parts from
AML/CFT

technical support to
organize trainings
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conduct interna
training
according to the

suggestions 0

the working
group from
Recommendatior
4.2,

f

3.4.4. Representatives should be selected from thdinistry of Interior, Ministry of Justice, public p rosecutor's office, courts,
Administration for the Prevention of Money Laundering, Customs Administration, Tax Administration, National Bank of Serbia and
Securities Commission and they will be in charge gbrofessional training and specialization in AML/CFT, financial investigations and
asset forfeiture (hereinafter referred to as the istructors). The same is recommended to the obligdrassociations.

Activities Main Timeframe Indicators Resources required
implementing
agency

Process of selecting representatives of the retewate| Ministry of | Second half | Instructors selected Technical and other
authorities and obligors’ associations in charggrofessional Interior, Ministry | of 2010 in the state conditions for work
training and specialization should be finalized. of Justice, publig authorities and

prosecutor’s obligors’

offices, courts associations

Following the completion of the needs analysisrrefi to in
Recommendation 4.1, the instructors should be nai®dhin
line with the results of the analysis within theteuities which

s do not have them yet.

APML,CA, TA,
NBS, SC,
Ministry of
Defense (Military
Security Agency)

3.4.5. Instructors should be professionally trainedn AML/CFT, financial investigations and asset fofeiture, as well as in methods ang

technigues of their work.

Activities

Main

implementing

Timeframe

Indicators

Resources required
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agency

- Organisation of seminars on techniques and methbd SCG 2010 -2011| Seminars Material resources
professional trainingti@in the trainer$ organized
- Organisation of seminars for additional traingfgnstructors
in AML/CFT
- Professional AML/CFT training delivered by the
representatives of relevant state authoritiesedrtktructors
- mentioned activities should use the servicest@national
organizations which have years of experience aperexin
AML/CFT, financial investigations and asset forfeé
3.4.6. Technical and other conditions for the worlof instructors should be provided
Activities Main Timeframe Indicators Resources required
implementing
agency
- financial means should be provided to supporirikuctors’ | Ministry of Ongoing Financial means

work

Interior, Ministry
of Justice, public
prosecutor’s
office, courts,
APML, CA, TA,
NBS, SC,
obligors’
associations,
Ministry of
Defense (Military
Security Agency)

provided
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5. Annex V. List of indicators for identifying suspicious transactions related to terrorism
financing

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS
RELATED TO TERRORISM FINANCING

1. A person refuses to identify themsleves or whely tearn of the need to identify, they
break any further cooperation.

2. A person uses a fake name, address or phone numbgmesents forged or false

documents for the purposes of identification

3. A person offers a large compensation for extra@dimegal and financial services.

4. A person requires that funds be deposited in mal@zcounts or transferred to several

accounts abroad.

5. Using accounts of non-profit organizations or cogbe/personal accounts to transfer

funds abroad to several recipients in a short desfdime.

6. A large number of persons is authorized to uset@gsehe account even though there is

no apparent family or business connection amongthe

7. A person opens multiple accounts and increasessdsgay frequently depositing small

amounts in a manner inconsistent with their ecoogrofile.

8. Opening accounts on behalf of natural and legaqres known to be related to a terrorist

organization.

9. Depositing money into accounts held by natural egal persons in the amounts

inconsistent with the economic profile of the natwr legal person.

10. A person conducts transactions always using an Afrefuently deposits cash, or
frequently withdrwas cash in the amounts whichaadaily limit on the ATM, and they do so on
a daily basis, even though there is the branclkefif the bank nearby.

6. Annex VI. List of indicators for identifying suspicious transactions for attorneys and
law firms

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR
ATTORNEYS AND LAW FIRMS

1. A client talks about and admits to being invdlve a criminal activity.

2. A client does not want their mail to be serdncaddress in the country.

3. A client holds accounts in different financiasiitutions in the same area for no apparent reason

4. A client or their business activities are underveillance of state authorities or the clienbisthe
international arrest warrant.

5. A client shows great interest in reporting obatign under the Law on the Prevention of Money
Laundering and Terrorism Financing.

6. A client avoids meeting with the attorney ingmaT or contacts the attorney through third parties.

7. A client is involved in activities that are nigpical of their business operations.

8. A client requires to proceed quickly with tractsans regardless of higher costs that such acervi
implies.

9. A client uses different names or nicknames,samilar, although in fact different addresses.

10. A client uses P.O. Boxes or other types of giasdidresses instead of a street address, whiobt is
common in that area.

80



11. A client offers money, gifts or other uncommmward as a favour for unusual or suspicious
transaction.

12. A client is very familiar with cases relatirgrhoney laundering and terrorism financing.

13. A client gives suspicious or vague information.

14. A client submits for review inadequate docuragnt documents whose validity is doubted, or the
client opposes the submission of identity documentsresents only photocopies of personal documents
15. All personal documents have been issued abavaldtheir credibility is difficult to verify.

17. A client wants to do business in cash, althdughunusual for their line of business.

18. Business relationship is not consistent withfthancial situation of the client or their usbalsiness
activities

19. Business relationship or a transaction algolues (as parties to transaction) non-profit orgations

or charities, without visible economic reason.

20. A client concludes or verifies contracts theem unusual or for which there is no economic or
business justification.

21. A client comes to a law office with plenty afsh, gold, precious stones or securities thathisly to
deposit or to surrender for conducting certain geations or initiating business relationship in ayw
unusual for regular financial operations and wiible endeavours to avoid using financial inskitos.

22. A client conducts a transaction with real esgabperty on behalf of resident and non-residatunal
and legal persons, coming from off shore territarie

23. A client sets a selling price for real estamihsistent with market prices.

7. Annex VII. List of indicators for identifying suspicious transactions for persons
providing accounting services

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR PERSONS
PROVIDING ACCOUNTING SERVICES

1. A client does not want their mail to be sersitcaddress in the country.

2. A client holds accounts in different financiasiitutions in the same area for no apparent reason

3. A client or their business activities are underveillance of state authorities or the clienbisthe
international arrest warrant.

4. A client shows great interest in reporting oéilign under the Law on the Prevention of Money
Laundering and Terrorism Financing.

5. A client is involved in activities that are nigpical of their business operations.

6. A client requires to proceed quickly with tractians regardless of higher costs that such a cervi
implies.

7. The party has recently established several bssirelationships with various financial institago

8. A client uses P.O. Boxes or other types of paatdresses instead of a street address, whichtis n
common in that area.

9. A client offers money, gifts or other uncommaeward as a favour for unusual or suspicious
transaction.

10. A client gives suspicious or vague information

11. Business relationship or a transaction alsolims (as parties to transaction) non-profit orgatibns

or charities, without visible economic reason.

12. A client wants to convince the accountant thit not necessary to complete or submit soménef t
required documents.

13. Business operations of a client are signifigagifferent from normal business operations witttie
industry.

14. A client lives beyond their means.

15. A client often changes their bookeepers arafoountants.
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16. A client does not know where business recorel&ept.

17. A client (legal person) has no employees, wigahot in accordance with the type and volumetf i
business.

18. A client pays fees for certain types of servittefirms based in offshore destinations (tax haye

19. A client insists that the final account shovsihass loss, although there are no justified reagam
that.

8. Annex VIII. List of indicators for identifying susp icious transactions related to money

transfer services

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS RELATED TO

MONEY TRANSFER SERVICES

1. A client transfers large amounts of money abrgadng instructions to make a payment in cash to
legal person abroad.

2. A client receives large sums of money from aby@dth the instructions to be paid in cash.

3. The amount of an electronic transfer is notria ith business transactions.

4. A client transfers funds into the countries know be places of drug production or to be a ttansi
route for drugs.

9. Annex IX. List of indicators to recognize suspicias transactions in forfeiting

LIST OF INDICATORS TO RECOGNISE SUSPICIOUS TRANSACT IONS IN FORFEITING

1. Client (exporter) offers to the forfeiter securibstruments (promissory notes, bank guarantees,
and letters of credit) issued by an off-shore pasein whose ownership and true business
structure, i.e. business activity.

2. Client (exporter) has business trasnactions wittchmsers from countries that do not apply
generally accepted AML/CFT standards.

3. Client (exporter) selling its receivable to Foréejtexports (sells) goods thast do not belong o the
usual production or trading portfolio of the client

4. Forfeiter purchases from the client (exporter) bgnirantees issued for the account of purchaser
by a bank with poor solvency or bank from countribat do not apply generally accepted
AML/CFT standards.

5. Client (exporter) offers its receivables to thefBiber under very favourable conditions that are
far under the expected conditions, thereby consbjaunaking business loss.

6. Forfeiter has information that the client (exporttias just been founded and is not well
established company, which intermediates in exgodt offers, in turn, to the real producers of
goods extremely stimulative or above-average pseipaices.

7. Forfeiter has information that the client (compaisyyepresented by persons with bad busienss
reputation.

8. Forfeiter has difficulty in identifying the true owrship and management structure of the client
(exporter) as well as of the foreign buyer.

9. Forfeiter doubts the veracity of the isseud segumgtruments offered by the client as a guarantee
for the purchase of debts.

10. Trade contract of the client (exporter) is not tdfin line with the standards used for such type
of goods.

11. Client frequetly requests from the Forfeiter toedirthe incoming transfers to accounts of other

legal persons instead of its own..
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12. Forfeiter has information that the client (exporteffers also to the other forfeiting companies to
purchase receivables, giving at the same time rdifte data concerning the contracted or
performed business transaction that differ frone tlata to a considerable extent.

10. Annex X. List of indicators for identifying suspicious transactions for persons engaging
in postal communications

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR PERSONS
ENGAGING IN POSTAL COMMUNICATIONS

1. Goods sent by mail are different from those dieed in the declaration of the sender becausealsé f

or misleading statements given.

2. Precious stones, precious metals or other valigesontinuously sent to addresses other thae thfos
dealers or manufacturers engaging in marketingeatrnent of precious stones, precious metals or the
values sent.

3. A person refuses to identify themsleves or wiray learn of the need to identify, they break any
further cooperation.

4. A person uses a fake name, address or phoneenuonipresents forged or false documents for the
purposes of identification.

5. Frequent delivery of postal money orders tostiime person.

11.Annex Xl. List of indicators for identifying suspicious transactions for persons
providing tax advisory services

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR PERSONS
PROVIDING TAX ADVISORY SERVICES

1. A client does not want their mail to be serdncaddress in the country.

2. A client holds accounts in different financiasiitutions in the same area for no apparent reason

3. A client or their business activities are underveillance of state authorities or the clienbisthe
international arrest warrant.

4. A client shows great interest in reporting oéilign under the Law on the Prevention of Money
Laundering and Terrorism Financing.

5. A client is involved in activities that are nigpical of their business operations.

6. A client requires to proceed quickly with tractians regardless of higher costs that such a cervi
implies.

7. The party has recently established several bssirelationships with various financial institago

8. A client offers money, gifts or other uncommaeward as a favour for unusual or suspicious
transaction.

9. A client gives suspicious or vague information

10. A client (legal person) has no employees, wigahot in accordance with the type and volumef i
business.

12.Annex XII. List of indicators for identifying suspicious transactions in provision of
guarantees

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS IN PROVISION
OF GUARANTEES
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1. A person refuses to identify themsleves or wheg tharn of the need to identify, they break any
further cooperation.

2. A client offers unusual compensation for provisafrguarantee.

3. Provider of guarantee has some information thatclient is associated with persons who are in
conflict with the law.

4. Provider of guarantee has some information ttiatclient is not credit-worthy and that they caalce
the real identity of the creditor.

5. Provider of guarantee has some information that client often approaches other providers of
guarantees as well.

13.Annex XIII. List of indicators for identifying susp icious transactions for organizers of
games of change operated in the internet, telephoner in another manner using
telecommunications networks

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR
ORGANIZERS OF GAMES OF CHANCE OPERATED ON THE INTER NET, TELEPHONE OR
IN ANOTHER MANNER USING TELECOMMUNICATION NETWORKS

1. Players possess credit cards issued in offshorindtiens or in countries that do not comply
with standards against money laundering and tstrfinancing (the black list)

2. A player demands that the winnings be transfietoeanother account or even to the accounts of

third parties.

3. In case of a large winnings, players avoid ifgng themselves.

4. Organizer of the games has some informationttigaplayer hides their IP address.

5. A player shows interest in certain game packagdsmakes suggestions as to some packages.

14.Annex XIV. List of indicators for identifying suspicious transactions for auditing
companies and certified auditors

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS FOR AUDITING
COMPANIES AND CERTIFIED AUDITORS

1.Responsible person (manager) of the client (cogjpdoes not know its business activities wellhas

an obvious lack of interest in the business. .

2. A certified auditor has never been shown ardghedremises of the client (for example, manufaatur
facility of the company), which may indicate a sagm on a fictitious company.

3. A complex organizational structure of a clieabripany) as opposed to the company’s activities,
without a justified reason for such complexity.

4. A client makes or receives advance paymentsit ginot very probable that business will be atiju
completed, due to business policy of the clientr{gany)

5. Large unexplained fluctuations in the profit &msk account (excessive income over expenditures).

6. A client (company) does business to a greatéxtein an unusual way with partners whose line of
business is not the same or similar to that ottient.

7. Recording changes in the financial statement® wenducted on the basis of dubious documents,
which might indicate suspicion on a fictitious tsaction.

8. A client (company) conducts business operati@sgd on cash.

9. A client receives substantial inflows from offse companies, whose ownership and business stuctu
is difficult to identify.

10. Extremely high outflow of funds from the accbahthe client to foreign countries, particulalgsed

on various types of services.
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11. A client concludes a contract every year withther certified auditor, which indicates that thient
may wish to conceal its activities.

12. A certified auditor has some information theg founder or managers of the company (clientyvels

as the company itself have been involved in crilrictivities, (it can be seen in the press, nets).e

13. A client makes frequent cash payments int@mvis account as capital contribution, or it receives
payments from several natural persons on the basisoan.

14. A client pressures the auditing company wliiedts and intimidations, or threatens to hire laerot
auditor, or tries to bribe the auditing companyimiaking the financial statement as favourable as
possible.

15. Annex XV. Law on Associations (Official Gazette oRS no. 51/2009 of July 14, 2009)

“Official Gazette of RS” no. 51/2009, of July 190

Law on Associations
Pursuant to Art. 112, para 1, item 2 ef @onstitution of the Republic of Serbia, | heralppt this

DECREE
on the enactment of the Law on Associations

Enacting the Law on Associations, passethe National Parliament of the Republic of Serbia
the session of the Eight extraordinary convocaitia2009, held on July 8, 2009.
PR no. 140
In Belgrade, 13 July 2009
President of the Republic,
Boris Tadi, sgd.

LAW
on Associations

I. BASIC PROVISIONS
Scope of the Law
Art. 1
This Law shall regulate the establishmemd legal status of associations, their registnatind
cancellation from the Register, membership anddmditatus changes and dissolution, as well as othe
issues of relevance for the operation of associstio
This Law shall regulate the status aneraton of foreign associations.

Definition of Association
Art. 2
An Assaciation, for the purpose of thiaw, is a voluntary, non-governmental, non-profit
organization, founded upon the freedom of assariaif several natural or legal entities, establistoe
the purpose of achieving and improving a specifictjor common object and interest,
provided that these are not prohibited by the Gtutigtn or Law.

Political parties, trade unions, associgiestablished for the purpose of conducting pgafining
activities, sports organizations and associatiafsjrches and religious communities, spontaneous
temporary association of several entities and atissociations the activities of which are reguldiec
separate law, shall only be subject to the prowmsiof this Law in matters that are not regulatedhat
separate law.
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Unless otherwise prescribed by this Lasgoaiations that do not have the capacity of a ety
shall be governed by the laws and regulations adigugl civil partnerships.
Secret and paramilitary associationganbibited.

Freedom and Purposes of Association
Art. 3

An association shall be founded and amgmhon a free basis and shall be independentan th
fulfillment of its purposes.

The purposes and activities of an astiooiashall not be aimed at violent disruption the
constitutional order and violation of the terridrintegrity of the Republic of Serbia, or at imfging
guaranteed human or minority rights, or instigatamgl abating inequality, hatred and intolerancestbas
on racial, national, religious or any other affiliea or orientation, including sex, gender, phykica
psychological or other characteristics or capagdit

Provision in para. 2 of this Article shalso apply to associations that do not have #pacity of a
legal entity.

Registration
Art. 4

Registration into the Register of Asstioigs is voluntary.

Starting with the date of registratiomithe Register, an association acquires the stdtadegal
entity.

Transparency
Art. 5
The activities of an association shalbpen to the public.
The enforcement of transparency shatelgelated by association’s Articles of Association.

Duration of an Association
Art. 6
An association shall be established foulimited or limited period of time.
Unless specified otherwise in the Memdtam of Association, the association shall be eistaddl
for an unlimited period of time.
Federations and Parts of Associations
Art. 7
An association may become a member @fdarftion or of other associations in the county a
abroad, (hereinafter: federations).
Federations in para. 1 of this Articlalstbe governed by the provisions of this Law wtieeir
registered office is located on the territory af fRepublic of Serbia.
A part of an association, (section, grocipb, branch, subsidiary and other), shall notehthe
capacity of a legal entity.

Changes in status
Art. 8
Changes in the status of an associat®effected in pursuance of this Law.

Legitimacy of the Association’s Activities
Art. 9
An association exercises its activitiecdmpliance with the Law, the Articles of Assoitatand
other general acts, as well as the rules and régugeof the federation to which it is affiliated.
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[I. FOUNDATION AND NAME
Founders of Association

Art. 10

An association may be founded by a mimmof three founders, whereby at least one of the
founders shall have residence, or registered offinghe territory of the Republic of Serbia.

Any legally capable natural or legal gntimay be the founder of an association.

A person under legal age may becomedheder of an association, provided that they atdass
than 14 years of age, and only with the statemkobusent of their legal guardian, in pursuanc¢hef
law.

The statement in para. 3 of this Articlesincontain a signature authentication pursuatitetdaw.

Establishment and Memorandum of Association
Art. 11

An association shall be established hyptidg the Memorandum and Articles of Associatianc
appointing the person authorized to representgbedation, at the statutory meeting of the astiooia

A Memorandum of Association shall consit personal names, that is business names of the
founders, their place of residence and registefickaaddress; name, registered office and addrese
association; the area in which the associationyagrsts objects; the purposes for which it is being
established; personal name and place of residamt@ddress of the person authorized to represent th
association; signatures of the founders and unjgrsonal identification numbers for nationals, or
passport number and country of issue for founddrs are foreign nationals, and date of adoptiorhef t
Memorandum of Association.

The signature of a legal entity as a ftmmshall consist of the name of the legal entitg
signature and stamp of the authorized represeatatid the registration code and tax identification
number (PIB) of the legal entity.

Articles of Association
Art. 12

The Articles of Association are the funeatal general act of an association.

Other general acts adopted by the adgsmtjaf any, must be in compliance with the Aréslof
Association.

Provisions of any other general act & #ssociation that are in conflict with the Artilef
Association, shall be considered null and void.

The mandatory content of Articles of Adation is: the name and registered office of the
association; the area in which the associationyagrsts objects; the purposes for which it is being
established; internal organization, bodies, thatherities, composition, procedure for appointmandtl
revocation, duration of mandate and decision makiragcedure; procedure for the amendment of the
Articles of Association and procedure for the emait and amendment of other general acts adopted by
the association, if any; representation of the @asion; enforcement of transparency of work;
membership access and termination terms and consljitrights, membership obligations and liabilities
procedure for acquiring funds to achieve the sepgaes and management of funds, including rules on
commercial and other profit gaining activities bétassociation, if any; decision making proceduith w
regard to changes in status and termination ofadiogrs; management of the association’s assetsein t
event of dissolution of the association; procedorehe adoption of financial and other statemettts;
appearance and content of the stamp; other magérsed by law.

The Articles of Association may also riegel other relevant issues for the operations ef th
association.
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Name of Association
Art. 13

An association shall have a name.

The name of the association shall béénSerbian language and Cyrillic script.

The name of the association may contaita foreign words if these are an integral pédurthe
name of the international organization to whichdleociation is affiliated, if these words are camrm
the Serbian language, if there is no adequate latzs for them in the Serbian language, or if they
belong to a dead language.

The name of the association, if foreseethe Articles of Association, may also be in theguage
and script of a national minority. The name in theguage and script of a national minority shall be
entered into the register next to the name in Sarind in Cyrillic script.

If foreseen in the Articles of Associatidhe translation of the name of the associatiém ame or
more foreign languages may be entered in the ergieixt to the entry of the name of the associdtion
the Serbian language and Cyrillic script, i.e.ldrguage and script of a national minority.

The name of the association may not ¢orsiay of the elements set forth in Art. 3, paraf 2his
Law.

Abbreviated Name of Association
Art. 14
An association may also have an abbrediame, determined in the Articles of Association.
The abbreviated name is entered intdrtbgister.

Use of the Name of an Association
Art. 15
The name and abbreviated name of thecedimm are used in legal operations in the samma fa
which they have been entered in the Register.

Differentiation of Association Name
Art. 16
The name of the newly established asBonianay not be identical with the names of other
associations which are either registered or halieapplied for registration with the Register.
The name of an association shall nonbisiinguishable from the name of another assaciatr
misleading with respect to the association, itppses or the type of legal entity.

Registered Office of the Association
Art. 17
The association shall have a registefficeo
The registered office of the associasball be located on the territory of the RepublfiSerbia,
whereby the local self-government unit on the teryi of which the premises are located from whioh t
association is managed shall be designated assleiation’s seat.

Visual Identity Symbols
Art. 18
An Association may have its sign, logaygr other symbol, in accordance with the Artials
Association.
The visual identity symbols of an asstieiashall not be identical to those of other agdamns
that duly applied for registration into the registgor misleading with regard to the associatitgmscope,
or with regard to the type of legal entity.
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1. MEMBERSHIP AND BODIES
Membership of Association

Art. 19
Any person may become a member of ancag&m under the same conditions determined in the
Articles of Association.

A natural person may become a membendadssociation regardless his age, in accordande wit
this Law and the Articles of Association.

For minors under 14 years of age, a istate of accession, i.e. membership in the assoniagi
given by the minor’s legal guardian, in accordawith the law, while in the case of minors who ade 1
years of age and above, the minor shall issuettiensent personally, accompanied by a statement of
consent of the legal guardian, pursuant to the law.

The statements in para. 3 of this Artislwll contain an authentication of the signature i
pursuance of the law.

The association shall keep records omémbership.

Invalidation of a Decision of an Association’s Body
Art. 20

Any member of an association may filealegction before the first instance court of juiésidn to
invalidate an association’s general act, whichmisiolation of the Articles of Association or anyher
general act of the association, that is, to inefidany individual act of the association adopted i
violation of the law, of the Articles of Associati@r of any other general act of the associatiod, shall
do so within fifteen days from the date of notifica about the act, and in any case no later tlvan s
months from the date of adoption of the act.

Invalidating the act in para. 1 of thigtiéle is not an infringement of rights acquired by
conscientious third parties.

The legal action for the invalidationthé act set forth in para. 1 of this Article shHal conducted
in accordance with the law governing legal procedur

Management of Association
Art. 21
The association shall be managed by @mbers, directly or through their delegates eletidtie
bodies of the association.

Assembly of Association
Art. 22
The general meeting is the highest rapkinbody of the association.

The general meeting is composed by alhtiembers of the association.

The representation of the members of8smciation in the general meeting of the assodiatiay
be determined by the Articles of Association.

The general meeting of the associatiamptaithe Articles of Association, its amendmenpgpaints
and revokes the person authorized to represemtsiation, unless prescribed otherwise by thieldst
of Association, the general meeting makes decisioith regard to joining the membership of a
federation, adopting the association’s annual fif@rstatement, status changes of the associasonegll
as other matters defined in its Articles of Assticia

The Articles of Association may allot dfefent name to the body vested with the functioha
general meeting.

Regular sessions of the general meetiad] be held at least once a year, whereby theclagiof
Association may foresee a shorter time interval.

An extraordinary session of the generaktimg shall be convoked at the written requestred
third of the association’s membership, wherebyAheles of Association may determine a smallersha
of the membership than the one prescribed by ts. L
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An extraordinary session of the generaktimg shall be held within 30 days from the ddte o
submittal of the request for its convocation.

The procedure for the convocation of gleaeral meeting, as well as the operating and idecis
making procedures shall be regulated by the AgiofeAssociation in more detail.

Authorized Representative of Association
Art. 23

An association shall have one ore morsqres authorized to represent the associationi(tadter:
representative of the association), elected, ppoiated in the manner stipulated by the Articléds o
Association.

The authorized representative of the @ation may only be a legally capable natural persith
permanent or temporary residence on the territbtli@Republic of Serbia.

The authorized representative of the @aton shall be observant of the powers confeardhim
by the Articles of Association and by resolutiorttoé competent body of the association.

Other Association Bodies
Art. 24
The Articles of Association may also e other bodies of the association.

Liability for Damage
Art. 25

The members of the association’s bodyl &legjointly and severally liable for any harm thiaeir
decisions might have caused to the associatiaydh a decision was made in gross negligence tr wit
malice, except if they incorporated their opiniarthie minutes, in the decision making procedure.

The procedure for indemnification sha#l imstituted on the basis of a decision of the body
determined by the Articles of Association, or by tArticles of Association of a certain share of the
membership of the association. A special repretigataf the association may be appointed for the
indemnification procedure, by resolution.

The provisions contained in this Articdkall also apply, accordingly, to the actions o th
representative of the association.

IV. ENTRY INTO THE REGISTER
Administration of the Register of Associations
Art. 26

The administration of the Register of ddations (hereinafter: Register), shall be vestethe
Serbian Business Registers Agency (hereinafternéyge as a delegated task.

The Register in para. 1 of this Articlea be kept in written form and as a unique cdiated
electronic database.

The content, procedure for registratiod administration of the Register in para. 1 of tArticle
shall be regulated in detail by the Minister in ifgaof administrative affairs (hereinafter: Minigte

Registrar of Associations
Art. 27
The Agency shall administer the Regisigr,means of a Registrar of Associations (herednaft
Registrar).
The criteria and procedure for the appoént of the Registrar, as well as his authoritiesd
obligations shall be governed by the law regulatiompany registration, unless otherwise prescribed
this Law.
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Register Contents
Art. 28

The contents entered into the Register amme and abbreviated name of the association,
registered office and address of the associationk wcope area; date of establishment of the astsmt;
commercial and other activities directly condudigdhe association; personal name, place of pemtane
or temporary residence and unique personal ideatifin number, or passport humber and country of
issue of the authorized representative of the &ssare; the time period for which the associatierbeing
established; membership in a federation of assonit date of adoption of and amendments to the
Articles of Association; data on status changesa delated to liquidation and bankruptcy of the
association; note on the institution of the procedar banning the activities of an association bad on
the activities of an association; dissolution ofamsociation; number and date of issue of the fait
of Registration, changes in data and strike offnftbe Register.

Application for Registration
Art. 29

Registration into the Register shall beied out on the basis of an application for regtn.

The content and appearance of the apiglican para. 1 of this Article is prescribed intaieby the
Minister.

The application for registration shall babmitted by the authorized representative of the
association.

In support of the application, the apgtit shall submit the Memorandum of Association, two
copies of the Articles of Association, as well dasen documents laid down in the decree issued &y th
Minister.

Rejection of Application for Registration
Art. 30

The Registrar shall issue a decisiorctigjg an application:

1) if the name of the association is taeh to the name of another association whictegistered
or has applied for registration into the Register;

2) if the name of the association is s$tidguishable from the name of another association,
misleading as to the association, its purposes mrgard to the type of legal entity;

3) if the application has been submittgchn unauthorized person, or if the required ifieation
documents have not been submitted in support cdippécation;

4) if the application, the MemorandumAaticles of Association lack any of the data prédsed by
law.

Suspension of the Registration Procedure
Art. 31

Upon assessing that the applicant adsacis one of the associations set forth in Artp&ra. 4 of
this Law, or that the purposes of the associatienira violation of provisions in Art. 3, para. 2 tfis
Law, the Registrar shall issue a conclusion suspgritie registration procedure and file a motiothwi
the Constitutional Court for banning the activitafshat association.

No appeal shall be allowed against theckesion set forth in para. 1 of this Article.

Upon receipt of the Constitutional Caosirtuling, depending on the content of that rulitigg
Registrar shall issue a decision rejecting theiegtgbn — when a ban was issued on the activitfabe
association, or proceed with the registration ploce — when the motion for banning the activitiethe
association was dismissed.

Certificate of Registration
Art. 32
Registration into the Register shall benpleted within 30 days from the date of submitthh
valid application for registration.
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The certificate of registration shallibsued by the Registrar.

A copy of the original Articles of Assotitan kept by the Agency, certified by the Agencgtamp
and signed by the Registrar, thereby confirmingitdenticity, shall be delivered to the assocmtitong
with the certificate of registration.

If a decision approving or rejecting ’tation is not issued within the term set forttpara. 1 of
this Article, it shall be deemed that the assooiatias been registered with the Register on teediy
following the date of expiry of that term.

Change in Registered Data
Art. 33
The association is under the obligatmneister every change in registered data withRbgister,
within 15 days from the date on which such chargrioed.
The registration of changes in data #natkept in the Register shall be governed by tbeigions
of this Law pertaining to the registration of agations into the Register.

Public Access to the Register
Art. 34
Data entered into the Register shalliddip, pursuant to the Law.
Everyone can rely on the accuracy oftdia entered in the Register.

Fee for the Administration of the Register
Art. 35
The Government shall prescribe the amofirfee for the registration of an association ville
Register and for other services provided by thenggdn the course of administration of the Register
based on the proposal of the Board of Directoth@fAgency.

V. ASSETS AND CONDUCT OF ACTIVITIES
Acquisition of Property by Associations
Art. 36
An association may acquire property bynseof fees, contributions, donations and giftsr{oney
or in kind), financial subsidies, legacies, inté@s shares, rent, dividends and by other lawfuhmse
Natural and legal entities granting citmttions and gifts to associations may be exemfsted the
related taxes, in accordance with the law introdgi¢he relevant public revenues.

Activities of Association
Art. 37

An association may conduct any activittest aim to fulfill the purposes set forth in Asticles of
Association.

An association may directly conduct comtiz or other income gaining activities in purscarof
the law governing the classification of activitipspvided that:

1) the activity is related to the purmosetlined in its Articles of Association;

2) the activity is foreseen in the Amtiglof Association;

3) the activity is small-scale, in otlveords that the activity is limited to the extentassary for
the achievement of the purposes of the association.

The activity in para. 2 of this Articl&éadl be registered with the Company Register aradl &ie
conducted in accordance with regulations that afipthie sector under which such activity falls.

The association may start directly coticigcactivity in para. 2 of this Article only upaagistering
the activity with the Register set forth in paraf3his Article.

Any transactions stipulated in violatiohprovisions under paras. 1 and 2 of this Artistall be
legally binding, unless such infringement was knawneasonably foreseeable to the third party.
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The association shall not distribute pinefit gained from commercial or other activity amgoits
founders, members, members of the association'ebathanagers, staff or related parties.
Related parties, for the purposes oflthis are parties defined as such by the Compamy La

Funds for the Implementation of Programs of Publicinterest
Art. 38

Funds intended to incentivate programsnatching grants for funding programs (hereinafter:
program) implemented by associations, which areuddlic interest, shall be made available from the
Budget of the Republic of Serbia.

The Government, i.e. the Ministry in amiof the sector within which the association issping
its principal objects, shall disburse the fundsfeeh in para. 1 of this Article, by means of abRci
Competition and shall stipulate contracts on thelémentation of the approved programs.

Programs of public interest in para. thi§ Article refer, in particular, to programsthre field of:
social security, veteran-disability security, séguof persons with disabilities, social care ofildien,
protection of internally displaced persons from 8wsand Metohia and refugees, stimulation of batiar
growth, assistance to the elderly, health careteption and promotion of human and minority rights,
education, science, culture, information, environtak protection, sustainable development, animal
protection, consumer protection, anti-corruptioagszams, as well as humanitarian and other progmams
which the association is exclusively and directigwsering public needs.

The Government shall regulate the dedadgteria, requirements, the scope, the modathg,
procedure for granting funding, as well as the nibdand procedure for the reimbursements of the
funding set forth in para. 1 of this Article, shaut be found that the association is not utilizithg
funding for the implementation of the approved pangs.

Provisions in paras. 1-4 of this Artigleall be applied accordingly to funds made avaélabl
associations from the budget of the autonomous ipeev and local self-government units.

Associations which have been granted $ufod the implementation of programs of public et
from the budget of the Republic, or autonomous ipi®; or local self-government unit, shall publea
report on their activities at least once a yeaecsgping the amount of funding acquired and mariner
which it was spent, and shall deliver this reporthte disburser of funds.

The association shall be obligated ttizetithe funds under para. 1 of this Article exalaty for
the implementation of approved programs.

Provision in para. 6 of this Article shiaé applied accordingly to associations which,spant to
the law, availed themselves of tax and customs ctexahs.

Business accounting and financial statements
Art. 39
An association shall manage its busiaessunting, draw up financial statements, andligesti to
the obligation to audit its financial statementsaccordance with the regulations governing acéognt
and auditing.
Annual accounts and progress reportsherattivities of the association shall be submittethe
members of the association, in the manner prestitbthe Articles of Association.

Liability for the obligations of the association
Art. 40
An association is liable for the performa of its obligations to the extent of its assets.
The members of the association and thecition’s bodies may be held personally liabletie
performance of the obligations of the associatibthey handle the assets of the association #seif
were their personal assets, or if they abuse thecagion as a cover for illicit or fraudulent poses.
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Use of the association’s property
Art. 41

The property of an association can ordyutilized for the achievement of the objects of th
association defined in the Articles of Association.

The property of an association cannaflisibuted among its members, founders, membetiseof
association’s bodies, management, staff or relpdeties.

Related parties are parties defined a$ sacregard to the ban on sharing the profits & th
association.

Provisions in paras. 1 and 2 of this éetido not apply to the granting of appropriate rasand
reimbursements of justified costs arising in th@lementation of the statutory goals of an assaniati
(travel costs, per diems, overnight accommodatimstscand similar), to contractual commitments and
payroll disbursements.

Vesting of the association’s assets
Art. 42
When an association is dissolved, itetasmay only be vested in a domestic non-profialleg
entity, appointed by the Articles of Associatioatablished for the same or similar purposes.
Provision under para. 1 of this ArticleaBl not apply in the event of dissolution of asations
which, on the date of enactment of this law, wesi@agisocial, i.e. state property.

Vesting of assets in the Republic of Serbia
Art. 43

If, upon dissolution of the associatioampliance with the provisions of this Law or theiéles of
Association on the distribution of assets is imfwes or when the association has been banned tm co
order, upon completion of the liquidation procedureif the procedure for the disposal of assetthn
event of dissolution of an association is not pibed by the Articles of Association, the assooias
assets shall become the property of the Republgedfia, provided that the right of use shall bstee in
the unit of local self-government on the territafy which the registered office of the associatien i
located.

Para. 1 of this Article shall also apiythe event of dissolution of an association tbhatthe date
of effectiveness of this Law, was using social, state owned property, regardless of whether bthad
association was registered in the Register, putgadahe provisions of this Law.

Invalidating the disposal of assets
Art. 44
Any disposal of the assets of an assodiathich is in violation of the provisions of thigw shall
be null and void.

VI. CHANGES IN STATUS
Definition and types of status changes
Art. 45
A status change is a change in the légah of an association, implemented on the basia of
resolution issued by the competent body, in accarelavith the Articles of Association and this Law.
Status changes are acquisition, mergeédasion of an association.

Acquisition of associations
Art. 46
An acquisition is the transfer of all thesets of one association (an “acquired assatiatio
another association (an “acquiring associatiordldul on a contract of acquisition.
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A contract of acquisition shall contalretnames and registered addresses of the assesjatio
provisions on the transfer of property of the apepliassociation, (an accurate description of thletsi
and liabilities that are being transferred, wherihy permitted to refer to separate documents), the
rights of the members of the acquired association.

The acquisition of one or more assocmidy another association shall be registered én th
Register of Associations.

The registration of an acquisition is jsgb to the provisions of this Law governing the
associations’ registration.

Along with the application, the resolumsopassed by the general meetings of the assowdtiat
are parties to the acquisition shall also be lodgegroving the stipulation of the acquisition cant (in
the same text), as well as the contract of acdmisénd certificate of registration issued by thegister
for the associations that are parties to the attiquis

By virtue of registration of the acquiit, the acquired association shall cease to extsile the
acquiring association shall continue to operateeuitd registered name.

Merger of associations
Art. 47

A merger is the formation of a new asatioh, which shall be vested with all the assetswof or
more associations that are party to the merger.

A merger of associations shall be goveimgthe provisions of this Law governing mergers.

By virtue of a merger, the associatiorat tre party to the merger shall cease to exisigwhe
newly formed association shall be deemed a newcidim, governed by the provisions of this Law on
the establishment of associations.

Division of associations
Art. 48

An association can be divided into twormre associations.

A resolution on the division of an asstion has the legal effectiveness of a Memorandéim o
Association.

The division procedure shall be subjecthe provisions of this law governing the acqigsitof
associations.

An association which has been dividedl slemse to exist, while the procedure for the sigtion
of the newly established associations shall be m@eeby the provisions of this law on the estaltieht
of associations.

The associations emerging from the divishall be jointly and severally liable for thdigations
of the association which has been divided.

Associations emerging from the divisionals be registered in the Register following the
consolidation of assets, rights and liabilitiepération balance sheet).

VII. TERMINATION
Terms and conditions for the cancellation of an asgiation
from the Register
Art. 49

By virtue of cancellation from the Registan association loses the status of legal entity

Cancellation from the Register may orgydffected on one of the following grounds:

1) when the members of the associatierredluced in number to less than the minimum number
founders required to establish an association,igedvthat its competent body has failed to adopt a
resolution on the acceptance of new members witidays;

2) upon expiry of the term for which thesociation has been established, in the casdhhat
association has been established for a limitedgeri time;
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3) in case of winding up by resolutiortlod association’s competent body;

4) in the event of a status change, @msto this Law, which resulted in the terminatafithe
association;

5) when it has been established thag#s®ciation is carrying on any operation beyondstiape
of its statutory objects, or when it is not orga&aizn compliance with the Articles of Associatiar
period of more than two consecutive years, or wlgeneral meeting has not been held for a period of
time which is two times longer than the period iofie prescribed in the Articles of Association for
holding a general meeting;

6) when the association has been banned,;

7) in the event of bankruptcy.

Anyone can inform the Registrar about théstence of grounds for the cancellation of an
association from the Register, set forth in parigen 5) of this Article.

The Registrar shall issue a decisionfyiag the facts set forth under para. 2, item 5)tlu
Article.

In the instances listed under para Zpstd), 2), 3), 5) and 6) of this Article, the cdfaten from
the Register shall be effected following the cortipteof the liquidation proceedings of the assadacigt
unless otherwise prescribed by law. A note shall dmtered into the Register concerning the
implementation of the liquidation proceedings.

Banning an Association
Art. 50
The decision on banning the activitiegafassociation as provided in Art. 2, para. 4 of thaw, as
well as of associations whose objects or actividies in violation of provisions under Art. 3, pakaof
this Law, shall be rendered by the ConstitutionaliE
The acts of the members of an associatiay constitute grounds for a decision to ban an
association, if there is a relation between thess and the activities of the association or itgopaes,
provided that the acts are based on the organiledfwhe members and if the circumstances related
the case lead to believe that the associationatelérsuch acts of its members.
The association shall be banned if itobees a member of any international organization or
association specified in Art. 2, para. 4 of thisv_ar operating for the achievement of objectsath in
Art. 3, para. 2 of this Law.
The ban on the activities of a federatitvall also apply to its member associations whvelne
explicitly included in the banning proceedings.
The visual identity symbols and other bpia of the association whose activities were bdnne
(flags, slogans, uniforms, emblems, badges and)othay not be used in public.

Institution of the procedure for banning an assocition
Art. 51

The procedure for banning an associatwll be instituted at the behest of the Governjrbet
District Attorney, the Ministry in charge of adnsitiiation affairs, the Ministry competent for thetee in
which the association is pursuing its objectsherRegistrar.

The procedure for banning an associatamalso be instituted and carried out againstcéestiuns
which do not have the status of a legal entity.

A note shall be entered into the Regigfigh regard to the institution of the procedure banning
an association.

Liguidation of an association
Art. 52
The liquidation of an association shaldarried out when the association has sufficiestntial
means to settle all of its liabilities.

96



Issues pertaining to the liquidation gedings that are not regulated by this Law, stealubject
to the provisions of the law governing company itigtion.

A motion for the institution of liquidath proceedings in the events set forth in Art. g&a. 2,
items 1), 2), 3), 5) and 6) and Art. 54, para. #hif Law shall be lodged by the Registrar.

When conditions have been met for theitirtgin of the liquidation proceedings, an assdorat
may carry on business only for the limited purposeompleting the liquidation process.

When the resolution on liquidation of ass@ciation is passed and a liquidator is appoirttesl,
powers of the association’s bodies and the autbdnizpresentative and proxy come to an end, tlds do
not apply to the powers of the supervisory boarthefassociation, if any.

Liguidation by Members’ Resolution
Art. 53

In the events set forth in Art. 49, péaitem 1), 2) and 3) of this Law, the general timgeof the
association shall pass a resolution on the ligiadaif the association and the appointment of aidigtor
and deliver this resolution to the Registrar wittiiree days from the date on which it was passed.

The association shall publish the resmiuin para. 1 of this Article in the ,Official Gette of the
Republic of Serbia” within three days from the datéts adoption, with an invitation to the cred&do
register their claims within 30 days from the datt@ublication of the resolution.

The institution of liquidation proceedinghall become effective on the date of publicatamnset
forth in para. 2 of this Article.

Liguidation in the Absence of a Resolution
Art. 54

If the resolution on the institution dietliquidation proceedings and appointment of ttpeidator
is not passed or published, the association’s &gt representative shall inform the Registrarabg
within three days from the expiry of the term prédsed for passing, i.e. publishing the resolution.

In the event set forth in para. 1 of tAidicle, and in the event that the representatfehe
association should fail to inform the Registratt ttanditions have been met for the implementatithe
liquidation procedure, within three days from ttadedof receipt of the notification, i.e. from thegaition
and ascertainment that conditions have been mdigftdation, the Registrar shall lodge an applaat
for the institution of liquidation proceedings,the expense of the association, and for the appeintt of
a liquidator.

The Registrar shall act pursuant to paraf this Article also in the event that the agstien has
ceased to exist on the grounds determined in Artpdra. items 5) and 6).

Entry of liquidation in the Register
Art. 55
The power to represent the associatiafi bk transferred to the liquidator, on the stiate of the
liquidation proceedings.
The resolution of the general meetinghef association on the liquidation of the asscmmatnd
data on the liquidator shall be entered in the Regi
The designation “in liquidation” shall lmeorporated with the name of the association.

Post-liquidation procedure
Art. 56

Any surplus assets of the association meing after the settlement of debts to creditord &ax
liabilities shall be disposed of by the liquidatorthe manner prescribed in this Law and the Aetobf
Association of the association.

After handing over the assets to its recifs, the liquidator shall lodge an applicatiom tbe
cancellation of the association from the Registecompanied by a report on the liquidation proaegs]i
and a statement that all assets were distributaddardance with the law and Articles of Associatio
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Short-form liquidation procedure
Art. 57

An association can be liquidated in arsfaym procedure if, after the resolution on teenination
of the association has been passed, the majorityeofnembers of the general meeting issue a stateme
to the Registrar confirming that the associatios kattled all tax liabilities, paid its creditorand
regulated relations with its employees.

The statement set forth in para. 1 of thiticle must contain an authentication of thenaigres,
pursuant to the law.

The members of the general meeting ofabsociation as set forth in para. 1 of this Adtiate
jointly and severally liable for the obligationstbE association up to a period of three years flwdate
of cancellation of the association from the Registe

An association liquidated in a short-foprocedure is cancelled from the Register, while th
personal names and addresses, i.e. the names gisténed addresses of the members of the general
meeting mentioned in para. 1 of this Article, witie designation concerning their joint and several
liabilities for the obligations of the association.

Bankruptcy of an association
Art. 58

In the case of a longer-term insolvendoamtion, bankruptcy proceedings shall be filed, i
application of the provisions of the law regulatlenkruptcy and the tax laws governing the treatroén
debtors in bankruptcy.

The Registrar shall cancel the associafiom the Register, on the basis of a legally iigd
decision on the conclusion of the bankruptcy prdoess.

The registration of the associations’ kvaptcy-related data with the Register is subjecthe
provisions of the law governing bankruptcy whiclplgpto the registration of bankruptcy proceedings
decisions into the competent Register.

An application for the registration oftalaset forth in para. 3 of this Article, shall fded with the
Registrar by the bankruptcy administrator.

VIIl. FOREIGN ASSOCIATIONS
Definition of Foreign Association
Art. 59

A foreign association, for the purposéshis Law, is an association with registered affin
another state, that has been established undéwiseof that state, with the purpose of achievirjgisat
or common interest or goal, the activities of whigh not focused on gaining profit, and any intéomal
association, or other foreign, i.e. internationahigovernmental organization with a membership that
have associated on a voluntary basis, for the erpdachieving a joint or common interest or goat,
aimed at gaining profit.

The provisions of this Law governing stmation into the Register and the activities of th
association shall also apply to registration arnivities of a representative office, branch office,any
other organizational structure of a foreign or iingtional non-governmental, non-profit associatidth
registered office on the territory of the RepuldfcSerbia (hereinafter: foreign association repntgese
office), unless otherwise prescribed by the lawnternational treaty.

Administration of Register of Foreign Associations
Art. 60
A foreign association’s representativiicefmay operate on the territory of the RepubfiSerbia
after registering with the Register of Foreign Agations, the administration of which has been
delegated to the Agency.
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The Register in para. 1 of this Articlealk be kept in written form, as a unique, centedi
database.

The content, the Register’s registraiod administration procedures in para. 1 of thigchr shall
be regulated in detail by the Minister.

Foreign Associations Registrar
Art. 61
The Agency shall administer the Regisfdforeign Associations through the Foreign Assomis
Registrar.
The criteria and procedure for the appoént of the Foreign Associations Registrar, as ashis
powers and obligations, shall be governed by thative provisions of the law regulating company
registration, unless otherwise prescribed by tlaw.L

Content of the Register of Foreign Associations
Art. 62

The following shall be entered into thegigter of Foreign Associations: name and abbrediat
name of the foreign association; state in which freign association was established and registered
office of that association in that state; type afamizational structure; address of representatifiee of
the foreign association in the Republic of Serlrid af its branch offices; period of time for white
foreign association is being established; first tagl name of the person authorized to act for @md
behalf of the foreign association in the RepubfiSerbia, permanent address and personal idetiifica
number for nationals of the Republic of Serbiat@emnporary address in the Republic of Serbia and
passport number and state of issue of passpofbfeign nationals; scope of work of the association
notification of the institutions of the procedumr banning the activities of the foreign associatmd the
ban on the activities of the association; numbet date of issue of the certificate of registratiof,
change in data and strike off from the Registdfarkign Associations.

Application for Registration and Registration of Rgresentative Office of Foreign Association into
Register of Foreign Associations
Art. 63

Registration in the Register of Foreigsséciations shall be performed based on the apiplictor
registration of the representative office of a foneassociation.

The content and appearance of the apjglicat para. 1 of this Article is prescribed in @éby the
Minister.

Documents to be submitted in support efdpplication are: a certified copy of the Memaiam
of Association and either a certified translatidribee act on registration of the association inréngister
of the country of domicile or a certified photocogfithe confirmation (affidavit) certified by thlwurt of
law or a notary public to the effect that undex ldws of the country of domicile the associatias the
status of a legal entity even without registratianthe register and a certified translation oé th
confirmation (affidavit); a certified photocopy af decision and a certified translation of the sieai of
the competent body of the foreign association oanom a representative office in the Republic of
Serbia; a certified document and a certified tratimh of the document issued in the country of dlmi
from which it is possible to determine who the fders of the association opening the representative
office in the Republic of Serbia are; a certifiegtidion and a certified translation of the decisionthe
person authorized to represent and act on behalfeofepresentative office of the foreign assomigta
certified photocopy of an official document venifg the identity of the person and the person’s
residence and address in the Republic of Serlpaptocopy and a certified translation of the Aggcbf
Association or a corresponding act containing detdhe registered office and internal organizatibn
the representative office of the foreign assoamtio the territory of the Republic of Serbia.

The certificate of registration of the megentative office of a foreign association inte Register of
Foreign Associations shall be issued by the ForAggociations Registrar.
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The certificate of registration of the regentative office of a foreign association inte Register of
Foreign Associations shall be published in the i€f Gazette of the Republic of Serbia”, at thpense
of the foreign association.

Public Access to the Register of Foreign Associatie
Art. 64
Data entered into the Register of Foréigeociations are public, pursuant to the Law.

Application of Regulations to Employees of Represeative Offices of Foreign Associations
Art. 65
The regulations governing movement aig sf foreign nationals apply to the foreign nattsn
employed in representative offices of a foreigroaisgion.
The regulations of the Republic of Sedgiply to the citizens of the Republic of Serbigtayed
in representative offices of a foreign association.

Funds for the Activities of Representative Offices
of Foreign Associations
Art. 66
The representative office of a foreigisaasation may bring in from abroad financial resmsr
needed for the representation office’s own actsitand realization of its program, pursuant to the
provisions of the law governing the foreign curnetr@nsactions.
Upon settling all due tax and other otliyas in the Republic of Serbia, the representatifiee of
a foreign association may transfer all the unsfieanhcial resources under para. 1 of this Artialespiant
to the law governing foreign currency transactiang,of the country.
The representative office of a foreignoasstion may temporarily import things and equipmen
needed for the activities thereof and re-exporhstems pursuant to the customs regulations areigior
trade regulations.

Ban on Activities of Representative Office of Forgin Association
Art. 67

The representative office of a foreignoagation shall have the right to perform its adies freely
on the territory of the Republic of Serbia, prowdiés objects and activities are not contrary te th
Constitution of the Republic of Serbia, this Lameirnational treaties ratified by the Republic eftSa
and other regulations.

The procedure for banning the activibéthe representative office of a foreign assocrashall be
instituted upon the proposal of the Government, 8tate Prosecutor, the Ministry in charge of
administrative affairs, the Ministry in charge bétsector in which the association is pursuingligcts,
or by the Foreign Associations Registrar.

The decision on banning the activitiestttd representative office of a foreign associatiom
objects and activities of which are contrary to pnevision under para. 1 of this Article shall lemdered
by the Constitutional Court.

Cancellation of Representative Office of Foreign Asociation
from the Register of Foreign Associations
Art. 68
The representative office of a foreignoagstion shall cease to exist and be cancelled fimen
Register of Foreign Associations:
1) if the foreign association has ceatedctivities;
2) if the foreign association has decittediind up the activities of the representativicef
3) if the activity of the representatffice has been banned by order of the ConstitatiQourt.
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The decision on the cancellation of thpresentative office of a foreign association frthva
Register of Foreign Associations is issued by thgifrar of Foreign Associations.

The decision on the cancellation of thpresentative office of a foreign association frtha
Register of Foreign Associations is published i ttOfficial Gazette of the Republic of Serbia”,the
expense of the foreign association.

IX. LEGAL MEANS/REMEDIES
Right to Appeal
Art. 69
Decisions issued by the Associations egji and the Foreign Associations Registrar infitise
instance may be appealed to the Minister.

Right to Institute Administrative Litigation
Art. 70
The decision rendered by the Ministefinal and an administrative litigation may be ihsed
against it.

X. SUPERVISION
Competency to Conduct Supervision
Art. 71
Supervision over implementation of thesatshall be performed by the Ministry in chargethsf
administrative affairs.
Inspection control shall be conductedi®yadministrative inspectors of the Ministry.

XIl. PENAL PROVISIONS
Economic Offence
Art. 72

A fine of RSD 300,000 to RSD 900,000 bl levied for the economic offence against the
association directly conducting a commercial oeotbperation for the purpose of generating profitolv
is not associated with its statutory objective$oneseen by its Articles of Association or is cocigal in
disregard of the fact that the competent authdndyg found it does not meet the requirements for
conducting such an activity (Art. 37, para. 2).

For the economic offence under para. thisf Article, a fine of RSD 30,000 to RSD 90,00l
be levied against the responsible person of thecasson.

Infringements
Art. 73

A fine of RSD 50,000 to RSD 500,000 shalllevied against the association for infringemint

1) it exercises activities contrary te thaw, the Articles of Association and other gehacas as
well as contrary to the rules of the federatiois #ffiliated to (Article 9);

2) it conducts a larger-scale commeroiabther operation, i.e. in a volume not necesgary
achieving the set objectives (Article 37, para&mi 3);

3) it does not use its assets solelyHermpurpose of achieving its statutory objectivii¢le 41);

4) the representative office of the fgreassociation commences its activities prioregigtration
in the Register (Article 60, para. 1).

For the offence under para. 1 of thisictet a fine of RSD 5,000 to RSD 50,000 shall ks a
levied against the responsible person of the ast$oai
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Art. 74
A fine of RSD50,000 to RSD500,000 shall lbeied against the association for the following
infringements:
1) if the association does not providetfansparency of its activity in the manner stiet by the
Articles of Association (Article 5);
2) if it does not use the name and ahbbted name of the association in legal operationthé
same form in which they are registered in the Reg{#rticle 15);
3) if it fails to report to the Registranithin 15 days, a change in registered data kephe
Register (Article 33, para. 1);
4) if it fails to provide public accegss the report on its activities and the volume arahner of
acquiring and use of funds and fails to submitréport to the disburser of funds (Article 38, p&g.
For the offence under para. 1 of this deti a fine of RSD 5,000 to RSD 50,000 shall ko al
levied against the responsible person of the ast$oai

Art. 75
A fine of RSD 5,000 to RSD 50,000 shalllbeied for an infringement against the authorized
representative of the association if he/she failinform the Registrar, within the prescribed periaf
time, that no resolution has been passed on thituticen of liquidation proceedings, or that no Buc
resolution has been made public. (Article 54, paya.

XIl. TRANSITIONAL AND FINAL PROVISIONS
Art. 76
The Minister shall enact regulations éxecution of this Law within 90 days from the dafe
effectiveness of this Law.

Art. 77
The proceedings commenced until the déteffectiveness of this Law shall be finalized in
accordance with the regulations in force until¢dbenmencement of implementation of this Law.

Art. 78

Social organizations, citizens' assooiati and their federations founded under the Lav@acial
Organizations and Citizens’ Associations (“OfficGazette of the SRS”, no. 24/82, 39/83, 17/84840
45/85 and 12/89 and “Official Gazette of the RS3, 53/93, 67/93 and 48/94), as well as those haaing
registered office on the territory of the RepuldfcSerbia and which are registered in the Registeler
the Law on Association of Citizens into Associatioand Social Organizations and Political
Organizations Founded for the Territory of the &lisi Federal Republic of Yugoslavia (“Official
Gazette of the SFRY” no. 42/90 and “Official Gaeetf the FRY”, no. 24/94, 28/96 and 73/2000), shall
continue their respective activities as associatas of the date of commencement of implementation
this Law, provided they bring their Articles of Assation and other general acts into accord with th
provisions of this Law within 18 months from thei@laf enactment thereof.

Art. 79

Social organizations, citizens’ assooiadi and their federations under Art. 78 of this Lsivall
submit to the Registrar, along with the applicatfon registration, the certificate of registrationthe
Register of social organizations and citizens’ emsgimns, i.e. in the Register of associations,iaoc
organizations and political organizations, the sieci on the appointment of the authorized represieat
of the association and a certified copy of the axitled representative’s ID card, as well as twaespf
the new Articles of Association.

Social organizations, citizens’ assooisi and their federations which fail to proceed in
accordance with para.l of this Article, upon cortipteof the liquidation proceedings, shall be &ic

102



off the Register by Registrar's decision, thus effely losing their legal entity status, and thagsets
shall be vested in the persons determined by tlields of Association, i.e., by the Law.

The decisions issued under para. 2 of Anicle may be appealed to the Minister. The deais
rendered by the Minister is final and an admintstealitigation may be instituted against it.

Art. 80
Socially-owned immovable assets under ubefruct of social organizations, associations and
forms of affiliation thereof (federations), withetregistered office on the territory of the Repuldf
Serbia (hereinafter: Social Organizations), shatidime state-owned assets, with the usufructuanysrig
vested in the local self-government unit on whesgtory the immovable assets are located.

Art. 81

Socially-owned immovable assets underusgfruct of the Social Organizations until the dete
effectiveness of this Law shall become the propérty. co-owned property of the Social Organizatio
in proportion to the share of participation of $ecial Organizations in financing of the said invalole
properties out of their own resources, acquirethfimluntary membership fees, gifts, donations, degm
and in other lawful ways.

Own resources referred to under parathisfArticle shall not be deemed to be the funtpuaed
based on exercise of public authorities or othepueces received from the budgets of socio-politica
communities.

The property rights under para. 1 of thiticle shall be established in a proceeding hefitre
competent court of law.

Art. 82
The Social Organizations which, priorthe re-registration thereof under the Law chandiveir
status of citizens’ associations into Social Orgations, had property rights over socially, i.eates
owned immovable assets, shall acquire their relatigghts pursuant to the Law governing
denationalization.

Art. 83

The Social Organizations which, until thete of effectiveness of this Law, had usufructuaghts
over state-owned immovable assets, i.e., overrtieovable assets which become the property of the
state upon conclusion of the judicial proceedirsdgll continue to use the immovable assets under th
terms which may not be less favorable than thegsénneffect until the date of effectiveness of thasv.

The local self-government unit on theritery of which the immovable properties under the
usufruct of the Social Organizations are locatexltha right to cancel further use of the immovatsdsets
if the Social Organization fails to bring its adyinto accord with the provisions of this Law it the
prescribed time period, or in case the immovabéetssare used contrary to the intended purposeais g
established by the Articles of Association.

The local self-government unit issues #uoe under para. 2 of this Article in consent witte t
Property Directorate of the Republic of Serbia.

The socially, i.e., state-owned assetdeurrticle 80 and Article 81 paras. 1 and 2 ofthaw
under the usufruct of the Social Organizations matybe disposed of until the date of enactmenhisf t
Law.

Art. 84

The socially-owned movable assets ungerusufruct of the Social Organizations with reagist

office on the territory of the Republic of Serblealh become the property of the Social Organization
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Art. 85
All assets that Social Organizations uridgicle 78, para. 1 of this Law acquire after thete of
enactment of this Law shall become their own priypevith the exception of the property acquiredha
course of exercising their public authorities.

Art 86

Foreign associations which commenced #wivity on the territory of the Republic of Sexlprior
to the date of enactment of this Law shall bringirttactivity into accord with this Law and file an
application for registration in the Register of &ign Associations attaching all the required doausie
within three months from the date of commenceméithplementation of this Law.

If a foreign association fails to procéediccordance with provision of para. 1 of thigide, the
Foreign Associations Registrar shall issue a datigin termination of operations thereof, until its
registration in the Register of Foreign Association

The decision issued under para. 2 of giscle may be appealed to the Minister. The decisi
rendered by the Minister is final and the admiaittie dispute may be instigated against it.

The Serbian Business Registers Agency, shidhin 30 days from the date of effectivenesshio$
Law, obtain from the competent authorities the téxgsrecords of the foreign associations.

Art. 87
The Serbian Business Registers Agencyl staéle over from the Ministry in charge of
administrative affairs and the Ministry in chargeiternal affairs the registers of social orgatitas
and citizens’ associations, case files, archives ragistration office material collected in the smiof
the register administration activities, within 68yd from the date of effectiveness of this Law.

Art. 88
Until commencement of the work of thestfinstance courts, the procedure for invalidatbthe
association’s general act under Article 20 of thasv shall be instituted before the competent mypaikci
court.

Art. 89

As of the date of enactment of this Lalwe provisions of the Law on Social Organizationd a
Citizens’ Associations (“Official Gazette of tI#RS”, no. 24/82, 39/83, 17/84, 50/84, 45/85 an@42/
and “Official Gazette of the RS”, no. 53/93, 67481 48/94) and the Law on Association of Citizens i
Associations and Social Organizations and Politi@eganizations Founded for the Territory of the
Socialist Federal Republic of Yugoslavia (“Offici@azette of the SFRY” no. 42/90 and “Official
Gazette of the FRY”, no. 24/94, 28/96 and 73/208®)Ill cease to apply to citizens’ associationsiatoc
organizations and affiliations thereof, with thecemtion of sports organizations and associations.

Articles 67 to 75 of the Law on Movemanid Stay of Foreign Nationals (“Official Gazettetiog
SFRY”, no. 56/80, 53/85, 30/89, 26/90 and 53/91) #uticle 60. para. 1, item 2 of the Law on
Establishmenbf SpecificCompetenciesf the Autonomous Provincé'Official Gazette of the RS, No.
6/02), shall cease to be effective as of the daémactment of this Law.

Art. 90
This Law shall come into force on thehtigday from the date of publication in the “Offiti
Gazette of the Republic of Serbia”, and shall bacted as of the date of expiry of the term of three
months from the date of effectiveness, with theepkion of Art. 32, para. 4, which shall be enaasaf
the date of expiry of a term of two years from date of effectiveness.
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16.Annex XVII. Rulebook on Cross-Border Transfer of Curency and other Bearer
Negotiable Instruments Declaration

Rulebook
on Cross-Border Transfer of Currency and other &ddegotiable Instruments Declaration
("Official Journal RS", no. 78/2009)
Article 1

This Rulebook prescribes the form and content efctioss-border currency declaration of transferash
and other bearer negotiable instruments, amouiding exceeding 10.000 EUR in dinars or foreign
currency (hereinafter referred to as: the formhefdeclaration), instructions for completing and
submitting the declaration, as well as the manh@rforming persons crossing the border on the
requirement to declare the transfer.

Article 2
The declaration referred to in Article 67, paraf. the Law on the Prevention of Money Laundering and
Terrorism Financing ("Official Journal of RS", r?0/09 and 72/09 — hereinafter referred to asltaer)
is submitted in the PPS Form, which also contdiednistructions for its completion.

The PPS Form comprises three identical copiestgation the self-copying paper, marked 1,2 and 3 in
the right upper corner, and the copy marked as rulcontains the instructions for the completion.

The PPS Forn is printed aling this Rulebook aritsigtegral part.
Article 3

The declarant fills in the form in block capitatsthe Serbian or English language and submitts the
signed Form to the customs officer.

The customs officer inspects the data from the Foalidates it with his/her signature and fac smil
keeps the copy marked as 1 for the offical usejs#re copy marked as 2 to the Administration Her t
Prevention of Money Laundering in the manner artthiwithe deadline presribed by Article 70 of the
Law, and returns the copy marked as 3 to the dadar

Article 4

The relevant customs authority is obliged to psible notice of the requirement to declare curreanoy
other bearer negotibale instruments at each bardssing point.

Article 5

The relevant customs authority is obliged to prewuite declaration Forms with instructions for their
completion in sufficient numbers for persons cnoegdhe border at each border point.

Article 6

This Rulebook enters into force on the day follayvits announcement in the "Official Journal of the
Republic of Serbia".
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DECLARATION FORM

PPS 1 Form

REPUBLIKA SRBIJA

REPUBLIC OF SERBIA

1 Broj/ No.

2 Datum prijema prijave/ Date of
receiving the declaration

3 Prijava prenosa fiz€ki prenosivih sredstava
plaéanja preko drzavne granice / Declaration
of cross-border transfer of cash and other
bearer negotiable instruments

4 NadleZni organ za prijem prijav YES NO
Relevant authority to receive the
declaration
5 Grantni prelaz /Border Crossin
Point
6 Vrsta prijave (oznéte) / 6.1Ulazak u RS/ 6.21zlazak iz
Type of declaration (please Entering RS RS / Leaving
tick) RS
DEO I. / PART L.

7 Podaci o podnosiocu prijave / Information of the |9 Podaci o vlasniku fizki prenosivih sredstavi

declarant

alme i prezime /

Name and surname

b Drzavljanstvo /
Nationality

v Datum ralenja /
Date of birth

g Mesto raenja /
Place of birth

d Zanimanje /
Occupation

d Adresa stanovanj

/ Adress

placanja ako nije istovremeno podnosilac prij
/ Details of the owner of cash and other
negotiable instruments if different from the
declarant

alme i prezime ili
naziv pravnog lica
Name and surnam
or the name of the
legal person

b DrZavljanstvo /
Nationality

v Datum raenja /
Date of birth

g Mesto raenja /
Place of birth

d Zanimanje /
Occupation

d Adresa

stanovanja /
Address
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e Grad / Town e Grad / Town

Z Postanski broj / Z Postanski broj /

Post code (Zip) Post code (Zip)

z Drzava / Country z Drzava / Country

8 Podaci o pasosu ilidnoj karti / Passport or ID 10 Podaci o pasosu ilidhoj karti / Passport or
details ID details

a Broj / Number a Broj / Number

b Datum izdavanja b Datum izdavanja

/Date of issue / Date of issue

v Mesto izdavanja / v Mesto izdavanja

Place of issue Place of issue

DEO II: OPIS FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART Il: DESCRIPTION
OF CASH AND OTHER BEARER NEGOTIBALE INSTRUMENTS

11 Iznos / Amount 12 Valuta / Currency

a Nowtanice, kovani novac /
Banknotes, coins

b Cekovi, putnéki ¢ekovi / Cheques,
traveller cheques

v Drugo (navedite) / Other (please
specify)

DEO Ill: POREKLO | NAMENA FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART
[Il: SOURCE AND INTENDED USE OF CASH AND OTHER BEAR ER NEGOTIABLE
INSTRUMENTS

13 Poreklo / Source

14 Primalac sredstava (ako niste vi) / la Ime i prezime / Name
Intended recipient (if other than you) |and surname
b Adresa / Address

15 Namena sredstava / Intended use

DEO IV: PODACI O PREVOZU / PART IV: TRANSPORT INFOR MATION

16 N&in prevozeVazdusni / Drumski/ Zeleznkki/ Reni/ Drugi/
(oznaite) / Air Road Ralil River other
Means of

transport (please:

tick)

17 MarSruta/ Transport route

a Zemlje polaska/ Country of b Zemlja tranzita , v Zemlja dolaska/
departure Country of tranzit Country of destinatior
g Datum polaska (dd/mm/gg’ d Datum dolaska

Departure date (DD/MM/YY) (dd/mm/gg) /
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Arrival date

(DD/MM/YY)
d Transportno preduze /
Transport company
e Referentni broj (npr. brc
leta) / Transport ref. (e.g.
flight number)
18 Da li je ovo vas pn Da/Yes Ne (Navedite broj
dolazak u RS? poseta) / No (pleas
(ozna&ite) / Is this youl indicate number of
first visit to the RS? previous Vvisits)

Svojim potpisom potvrdujem da su svi gore navedeni podaci i / | hereby confirm with my
signature that all the above data are correct

Potpis podnosioca Potpis i p&at nadleZnog organa/ Notes (by the relevant authority)
prijave/Signature of the Signature and seal of the releval
declarant authority

PPS 2 Form

1 Broj/ No.
REPUBLIKA SRBIJA

REPUBLIC OF SERBIA

2 Datum prijema prijave/ Date of 3 Prijava prenosa fiziki prenosivih sredstava

receiving the declaration pla¢anja preko drZzavne granice / Declaration
of cross-border transfer of cash and other
bearer negotiable instruments

4 NadleZni organ za prijem DA/YES NE/NO

prijave/Relevant authority to

receive the declaration

5 Grantni prelaz/Border Crossing

Point

6 Vrsta prijave (oznéte) / 6.1Ulazak u RS/ 6.21zlazak iz
Type of declaration (please Entering RS RS / Leaving
tick) RS

DEO I. / PART L.

7 Podaci o podnosiocu prijave / Detalis of declaran9 Podaci o vlasniku fizki prenosivih sredstavi
placanja ako nije istovremeno podnosilac prij
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/ Detalis of owner of cash if different than the

declarant

alme i prezime / alme i prezime ili

Name of person naziv pravnog lica
Name of person o
company

b Drzavljanstvo / b DrZavljanstvo /

Nationality Nationality

v Datum r@enja / v Datum raenja /

Date of birth Date of birth

g Mesto raenja / g Mesto raenja /

Place of birth Place of birth

d Zanimanje / d Zanimanje /

Occupation Occupation

d Adresa stanovanj d Adresa

/ Adress stanovanja /
Address

e Grad / Town eGrad/ Town

Z Postanski broj / Z Postanski broj /

Post code (Zip) Post code (Zip)

z Drzava / Country z Drzava / Country

8 Podaci o pasos3u ilidnoj karti / Passport or ID 10 Podaci o pasos3u ilidhoj karti / Passport or

details ID details

a Broj / Number a Broj / Number

b Datum izdavanja | b Datum izdavanje

Issuing date / Issuing date

v Mesto izdavanja / v Mesto izdavanja

Place of issue Place of issue

DEO II: OPIS FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART Il: DESCRIPTION
OF CASH AND BEARER NEGOTIABLE INSTRUMENTS

11 Iznos / Amount 12 Valuta / Currency

a Now¢anice, kovani novac /
Banknotes, coins

b Cekovi, putnéki ¢ekovi / Cheques,
traveller cheques

v Drugo (navedite) / Other (please
specify)

DEO Ill: POREKLO | NAMENA FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART
[l PROVENANCE AND DESTINATION OF CASH

13 Poreklo / Provenance

14 Primalac sredstava (ako niste vi) / |alme i prezime / Namg¢
Intended recipient (if other than you) |b Adresa / Address

15 Namena sredstava / Intended use
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DEO IV: PODACI O PREVOZU / PART IV: TRANSPORT INFOR MATION

16 N&in prevozeVazdusni / Drumski/ Zeleznkki/ Re&ni/ Drugi/
(oznaite) / Air Road Ralil River other
Means of

transport (please:

tick)

17 MarSruta/ Transport route

a Zemlje polaska/ Country of b Zemlja tranzita / v Zemlja dolaska/
departure Country of Tranzif Country of destinatior
g Datum polaska (dd/mm/gg. d Datum dolaska
Departure date (DD/MM/YY) (dd/mm/gg) /

Arrival date

(DD/IMM/YY)

d Transportno preduze /
Transport company

e Referentni broj (npr. brc
leta) / Transport ref. Nr.
(e.g. flight number)

18 Da li je ovo vas pn Da/Yes Ne (Navedite broj
dolazak u RS? poseta) / No (pleas
(ozna&ite) / Is it your indicate number of
first visit to this Visits)

country?

Svojim potpisom potvrdujem da su svi gore navedeni podaci &ai / The undersigned declares thal
all above details are correct

Potpis podnosioca Potpis i péat nadleZnog organa/ Primedbe nadleznog organa/Notes (b
prijave/Signature of Signature and seal of the relevathe relevant authority)

declarant authority

PPS Form 3

1 Broj/No.
REPUBLIKA SRBIJA

REPUBLIC OF SERBIA

2 Datum prijema prijave/Date of 3 Prijava prenosa fizki prenosivih sredstava

receiving the declaration pla¢anja preko drZzavne granice /
DECLARATION for controls of cash entering
or leaving Republic of Serbia
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4 NadleZni organ za prijem prijav DA/YES NE/NO
Relevant authority to receive the

declaration
5 Grantni prelaz/Border crossing
point
6 Vrsta prijave (oznéte) / 6.1Ulazak u RS/ 6.21zlazak iz
Type of declaration (please |Entering RS RS / Leaving
tick) RS
DEO I. / PART L.
7 Podaci o podnosiocu prijave / Information of the |9 Podaci o vlasniku fizki prenosivih sredstavi
declarant placanja ako nije istovremeno podnosilac prij
/ Detalis of the owner of cash and other
negotiable instruments if different from the
declarant
alme i prezime / alme i prezime ili
Name of person naziv pravnog lica
Name of person o1
company
b Drzavljanstvo / b Drzavljanstvo /
Nationality Nationality
v Datum raenja / v Datum ra@enja /
Date of birth Date of birth
g Mesto raenja / g Mesto ratenja /
Place of birth Place of birth
d Zanimanje / d Zanimanje /
Occupation Occupation
d Adresa stanovanj d Adresa
/ Adress stanovanja /
Address
eGrad/ Town eGrad / Town
Z Postanski broj / Z Postanski broj /
Post code (Zip) Post code (Zip)
z Drzava / Country z Drzava / Country
8 Podaci o pasos3u ilidnoj karti / Passport or ID 10 Podaci o pasos3u ilidnoj karti / Passport or
details ID details
a Broj / Number a Broj / Number
b Datum izdavanja | b Datum izdavanje
Date of issue / Date of issue
v Mesto izdavanja / v Mesto izdavanja
Place of issue Place of issue

DEO II: OPIS FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART Il: DESCRIPTION
OF CASH AND OTHER BEARER NEGOTIABLE INSTRUMENTS
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11 Iznos / Amount 12 Valuta / Currency

a Noweanice, kovani novac /
Banknotes, coins

b Cekovi, putnéki ¢ekovi / Cheques,
traveller cheques

v Drugo (navedite) / Other (please
specify)

DEO Ill: POREKLO | NAMENA FIZI CKI PRENOSIVIH SREDSTAVA PLA CANJA / PART
[l PROVENANCE AND DESTINATION OF CASH

13 Poreklo / Provenance

14 Primalac sredstava (ako niste vi) / |a lIme i prezime / Namq
Intended recipient (if other than you) |b Adresa / Address

15 Namena sredstava / Intended use

DEO IV: PODACI O PREVOZU / PART IV: TRANSPORT INFOR MATION

16 N&tin prevozeVazdusni / Drumski/ Zeleznkki/ Re&ni/ Drugi/
(ozn&ite) / Air Road Rail River other
Means of

transport (please:

tick)

17 MarSruta/ Transport route

a Zemlje polaska/ Country of b Zemlja tranzita , v Zemlja dolaska/
departure Country of tranzit Country of destinatior
g Datum polaska (dd/mm/gg’ d Datum dolaska
Departure date (DD/MM/YY) (dd/mm/gg) /

Arrival date

(DD/MM/YY)

d Transportno preduze /
Transport company

e Referentni broj (npr. brc
leta) / Transport ref. Nr.
(e.g. flight number)

18 Da li je ovo vas pn Dal/Yes Ne (Navedite broj
dolazak u RS? poseta) / No (pleas
(ozn&ite) / Is it your indicate number of
first visit to this Visits)

country?

Svojim potpisom potvrdujem da su svi gore navedeni podaci &i / The undersigned declares thai
all above details are correct

Potpis podnosioca Potpis | péat nadleznog Primedbe nadleZznog organa/ Notes

112

By



prijave/Signature of organa/Signature and seal of the the relevant authority)
declarant relevant authority

17.Annex XVII. Recommendations For Suspicious Transaan Reporting, Customer Due
Diligence, and No Tipping Off

RECOMMENDATIONS FOR SUSPICIOUS TRANSACTION REPORTIN G, CUSTOMER DUE
DILIGENCE, AND NO TIPPING OFF
| LEGAL GROUNDS AND REASONS FOR ENACTING

Legal grounds for adopting the Recommendationsdigpicious transaction reporting, customer
due diligence, and no tipping off (hereinafter refd to as: the Recommendations) are embodied in
Articles 65 and 87 of the Law on the PreventionMdney Laundering and Terrorism Financing
(hereinafter referred to as: the AML/CFT Law) whigguire from the Administration for the Prevention
of Money Laundering (hereinafter referred to as: MPML) to prepare and issue recommendations for a
uniform application of the AML/CFT Law, and givepassibility to the supervisory authorities to issue
recommendations or guidelines, independently aowperation with other authorities, for the applma
of the AML/CFT Law.

The reason to adopt the Recommendations arepfiedt, difficulties and dilemmas encountered
in the application of the suspicious transactioporéng requirement, as well as implementation of
customer due diligence actions and measures agmt dlionitoring.

Another reason is the recommendation of the Mone@émnmittee given in the Report on anti-
money laundering and counter-terrorism financintjoas and measures undertaken by the Republic of
Serbia, and which was adopted at th& BibneyVal Plenary held in Strasbourg, on 9 Decen2io@®.

I RECOMMENDATIONS FOR REPORTING SUSPICIOUS TRANSAC TIONS AND PERSONS

[I.1. PROBLEM STATEMENT
[1.1.1. ADMINISTRATION FOR THE PREVENTION OF MONEY LAUNDERING

The difficulty encountered by the APML is too largeaumber of received suspicious transaction
reports (hereinafter referred to as: STR) which rather superficially or not at all analyzed by the
obligors, in terms of the suspicion on money lauimdein the specific case. This results in an ermrs
number of STRs which contain no information gooawagh to be used by the APML in its further
analyses.

Annex 1 of these Recommendations contain exampl83 Rs sent to the APML in 2010, as well
as diagrams of STRs sent in 2009 and 2010, soytéulbcodes of transactions in question.

If we analyze the transactions shown in Annex 1witeconclude that the most of the reported
STRs in 2009 was carried out using the transagimunds code ,221", which represents gae of
goods and services

[I. 1.2. NATIONAL BANK OF SERBIA

In its bank compliance supervision, the NationahlBaf Serbia has identified a considerable
number of transactions that are covered in sontkeo$uspicious transaction indicators, and whidukh
have been, as such, subject to the analysis dbdhk's staff. The Annex 2 of these Recommendations
gives examples of such transactions.

In none of the cases described in Annex 2 of tRessmmendations were the supervisors of the
National Bank of Serbia provided a written proddttthe transactions were subject to bank staféi$yais
as suspicious.
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[1.1.3. OBLIGORS

Difficulties faced by obligors are related maintyassessments whether there is reason to suspect
money laundering or terrorism financing in a speaifise. Annex 3 of these Recommendations describes
specific transactions in which there are dilemmbstiver to report them to the APML or not.

1.2 RECOMMENDATIONS

Suspicious transaction is a transaction for whicbreé are reasons for suspicion on money
laundering or terrorism financing, or transactionieh is performed by a person reasonably suspeated
be involved in money laundering or terrorism finiaugc In establishing whether there are reasons to
classify a transaction or person as suspiciousstveelld always have in mind the suspicious transacti
indicators. However, if a transaction meets theddé@ns from one of the indicators it does not have
mean that this is a suspicious transaction andttkhbuld be reported to the APML. We need to aers
a wider framework, in line with the principle thiét obligor knows its client best, and assesscéréain
transaction goes beyond the line of usual, i.eeetqul business operations of the client. The opp@si
true as well: a transaction can be suspicious witheing covered by any of the suspicious transacti
indicators.

The STR recommendations aim to facilitate the daite, processing and reporting of
transactions for which there are indications ofirtheeing related to money laundering or terrorism
financing.

Transaction analysis

Analysis of a transaction or client, in terms of MIF suspicion, should include, among other

things, data relating to:

- client's account history;

- frequency of transactions in client accounts;

- link between the analysed transaction and othesaetions;

- client's business activity;

- code of grounds under which a transaction is chig;

- identifying and combining more than one suspicimassaction indicators;

- information from the media (TV, radio, Internet;)et

- information from publicly available databases (Biesis Registers Agency, etc);

- frequency of transactions where the originatorpsuicular legal/natural person;

- authorisations to use accounts of other naturaigmey;

- the origin of funds held in the client's accound &w the funds are used.

If the analysis has lead to a suspicion on monagdaring or terrorism financing, such transaction o
person should be reported to the APML. The STR Ishinclude all information arrived at in the
analysis.

Transactions whose analysis must be documented imate, but which are not reported to the
APML

The bank analyses a transaction which has not gen lcharacterised as suspicious, but meets
criteria from some of the indicators, or if a traction is considered as posing a high level of ML/T
suspicion, or if some other circumstances inditda a specific transaction should be subjectftotaer
adequate analysis. This analysis need not be tmm&xe; in some cases it will suffice to inspdut t
client account history, which will in itself elimate the ML/TF suspicion.

Analysis and assessment of transactions and persotesms of ML/TF suspicion, should also
be done when no specific suspicious indicator qgplya namely based on employees' experience, and
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bearing in mind the ML/TF risk assessment guidsline

In the event that the analysis of a transactiodlient does not lead to reasons for suspicion this
should be reflected in a note, or there should hetheer written proof that the transaction had been
analysed. Accompanying documentation, too, withosaiions, received from the organisational unit
where the transaction was carried out or busingssionship established can be considered prosfatha
transaction or client has been analysed in ternMLdTF suspicion. That a transaction has been aealy
can be proved also by written commentaries of traptiance officer, emails containing opinions of th
client's parent company, other form of correspoodenoncerning the transaction, printed out or
electronically generated client account historyjouss reports with annotations, saved transactiolero
or supporting document related to the transactimh the similar, depending on the type of transactio
and obligor's methodology.

A note must be made for any transaction which wearacterised as suspicious by the bank
employee while in a direct contact with the cliemtd transferred to the bank's compliance offied0
decided, following his own analysis, not to repbtd the APML.

If a certain transaction was analysed thoroughty] & greater detail, the analysis itself being
more complex and resulting in sizeable documentattas useful to make a note in order to havierad
certain time, an adequate explanation of the reaaty a certain transaction had not been repootéiket
APML as suspicious.

The notes can also serve as a useful piece ofiédter analyses of other transactions made by
the same client, and should contain general ddient's name; account name and number; date of
transaction analysed; short description and reasoi® report; date and signature.

Due to a large number of transactions which mestesof the criteria covered in the indicators,
the bank faces organisational difficulties, i.e ttuestion arises of who will be required to maleriot.
The obligor may adopt any of the following methods:

1) A coordinator can be appointed to work with #mployees who are in direct contact with the
transactions and clients in the transaction amalpsocess; this coordinator would serve as the firs
"filter" of suspicion of a certain transaction. Msactions that prove to be suspicious to the coatdr
would be sent to the compliance officer accompamigld an appropriate commentary (note) for further
analysis.

2) The obligor's employees who are in direct cantdth transactions and persons reports the minimum
level of suspicion to the compliance officer, whakes further analysis.

3) The employee who is in direct contact with thient makes a note. If the obligor should choosg th
model, they need to pay great attention to an atequaining of obligor's employees who are in aire
contact with the client.

4) If the compliance officer, in the monitoring pealure, identifies a certain person or transactibith
is suspicious according to the indicators, theyufthoefer to the employee who works directly wikte t
client in order to get explanation, i.e. providegit

In addition to the above options, the obligor mdgg, through is internal procedures, a differeathnd
that would be acceptable with respect to its oiggtional structure, size, human resources, etc.

Reasons to refuse business cooperation
The obligor decides freely whether to establishirmss cooperation with the client or not. If,
based on statutory or other regulations, or infeemactments governing the admissibility of thesilj
the obligor finds that the client poses an unaaapthigh ML/TF risk at the time of or after estahing
the business cooperation, business cooperatiome&vilefused or terminated.
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Frequent transactions that should not be reportedd the APML each time they occur, but which
need to remain monitored and reported from time tatime

If a person has already been reported to the APBMlIswspicious, it will suffice to make an
analysis once a month, check the turnover in tleewtt, and report suspicious transactions jointly o
monthly level, except when:

- the APML requests additional documentation;

- the APML requests monitoring;

- there are other circumstances that do not mak& jguspicious transaction reporting justified
(circumstances learned through the media, inteetey,

- there are circumstances indicating that the siggs activity will end very soon (e.g. firms opdne
order "to get cash through" and then closed widinound 15 days).

Application of indicators

Suspicious transactions are recognised based ish @ indicators for recognising persons and
transactions with respect to which there are remgon suspicion on money laundering or terrorism
financing (hereinafter referred to as: the listrficators). Recognising certain indicators inangaction
is not in itself proof that a transaction is sugpis. This fact, however, indicates that a furtiealysis of
such a transaction is necessary. The purpose distha# indicators is to direct attention to redew cases
thereby enhancing the efficiency of the availallsources. This means that certain transactionkigine
risk transactions, and they should be given atiardind allocate resource immediately, concurresitly
the execution of the transaction. On the other hdrete are moderate risk transactions that needeno
analysed directly when the transaction is exechtedgubsequently, at periodic intervals.

1l CLIENT IDENTIFICATION
Identification of the beneficial owner

If it is not possible to obtain all the data frohe tofficial, public register, the missing data &bal
obtained from the original or validated copy of triginal document, or other business documentation
delivered by the client. If the missing data is possible to obtain in the specified manner foeotiye
reasons, such data shall be obtained based oti<laitten statement. Objective reasons may irelkasl
follows: the requested data are not recorded inctintry where client's headquarters are located,;
certificate from the official register does exiafithit does not contain the requested data; business
documentation containing, as a general rule, thaegted data is obtained but such documentatios doe
not contain the requested data either.

If the data is obtained from the client's statemiris necessary to provide proof that the bank
has undertaken all reasonable measures to obteirfrden the registration or business documentation
the client.

In the event when the bank, even after it has uakien activities to obtain additional
documentation in order to identify client's benigliowner, still needs, due to client' complex ovehép
structure, to obtain a written statement from thgresentative or compliance officer, it is recomdezh
that the client should be classified as high nigich implies enhanced customer due diligence. Wiills
be applied in exceptional cases, especially iragitns when the decision of the competent registrat
authority does not contain the beneficial ownerwien the ownership structure is very complex and
includes a great number of foreign legal and natpeasons. It is recommended that the ownership
structure is considered as a possible reason totregspicious transactions.
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In case of sports organisations set up beforeritrg #to force of the Law on Sport ('Republic of
Serbia Official Gazette', No. 52/96), when iderntifythe beneficial owner it will suffice to obtadtl data
on the natural persons managing the client (Artle paragraph 1, under 14 of the Law on the
Prevention of Money Laundering and Terrorism Finage- e.g. for Basketball Club (BC) Partizan, BC
Crvena Zvezda, Football Club Partizan, etc).

In case of churches and religious organisationgafied confessional communities whose legal
status was regulated by registration under the davicegal Status of Religious Communities (‘Official
Gazette of Federal People's Republic of Yugosld\@, 2/1953) and Law on Legal Status of Religious
Communities (‘Official Gazette of Socialist Republf Serbia’, No. 44/1977), in identifying the
beneficial owner it will suffice to obtain all datoncerning the natural person managing the client
(Article 81, paragraph 1, under 14, of the Law bea Prevention of Money Laundering and Terrorism
Financing).

In case of legacies, foundations, and funds, tleméviounded until the entry into force of the Law
on Legacies, Funds, and Foundations (‘SocialisuBapof Serbia Official Gazette', No. 59/89), when
identifying the beneficial owner it will suffice tabtain all data on the natural persons managiaeglient
(Article 81, paragraph 1, under 14, of the Law ba Prevention of Money Laundering and Terrorism
Financing).

In case of civil associations established until #mry into force of the Law on Social
Organisations and Civil Associations (‘SRS Officzhzette', No. 24/82) and Law on Association of
Citizens in Associations, Social Organisations, Botitical Organisations established for the Teryitof
Socialist Federal Republic of Yugoslavia ('SFRY iO#l Gazette', No. 42/90) when identifying the
customer beneficial owner it will suffice to obtaiti the data on natural persons managing the msto
(Article 81, paragraph 1, under 14, of the Law ba Prevention of Money Laundering and Terrorism
Financing).

All model contracts, where possible, should conthim possibility of a unilateral discretionary
termination of contract (most banks have done ithaheir general terms of operation), where account
should be taken of the fact that the possibilityaafnilateral discretionary termination by a forelgank
can not be contracted in certain transactions, facfor instance in contract on term deposits, open
credentials or approved loan or guarantee, omftance irad-hocshort-term business relationships.

Identification of beneficial owner of a legal persa in bankruptcy

Under the Law on Bankruptcy, legal transactionsafodt on behalf of legal persons in bankruptcy
or liquidation are carried out by bankruptcy mamageliquidation manager, and the business name of
such legal person is complemented with the worddd&nkruptcy' (y creuajy”). Having in mind that
legal persons in bankruptcy, or liquidation, altyflnown, and that beneficial owners of the legatson
can in no way exert influence on the operationtheflegal person once the bankruptcy proceedings ha
been instituted, we believe it will suffice to oiota certificate from the public register for tHagal
person in bankruptcy and the decision on the namimaf the bankruptcy manager, or the decision of
the Commercial Court regarding the institution & tbankruptcy proceedings the mandatory part of
which is the decision on the nomination of the aptcy manager.

Can simplified due diligence be applied also in casof a company organised as limited liability
company?

Simplified customer due diligence measures ana@gtiin line with Article 32 of the AML/CFT
Law, can be applied only if the issued securititshe company are listed in the organised security
market in the Republic of Serbia, or in a countdyeve security trading standards applied are at the
European Union level or higher.
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Therefore, only in the situation when the clientaigoint stock company meeting the above
requirement can simplified customer due diligene@pplied, i.e. the beneficial owner of the legaispn
need not be identified.

A limited liability company can in no way enter anthe class of persons in relation to which
simplified customer due diligence can be appliedwElver, if in the process of identifying the benifi
owner of such a customer (a company), it turngtuatt a joint stock company whose securities atedis
in the organised securities market applying thevalstandards is the owner of 100% of the sharbeof t
limited liability company, further identificationf such a joint stock company is not necessary.

Identification of guarantor as subsidiary debtor

The bank enters a business relationship with theagior at the moment of activation of the
accessory contract of guarantee. Therefore, frampthint of view of the AML/CFT Law, there are no
obstacles for performing customer due diligencerdfte conclusion of the contract on credit, butater
than before the establishment of the businessiae&dtip with the guarantor. However, in this cdse t
obligor may find itself in a situation where it caat collect the debt from the subsidiary ownerause it
has not obtained the requested information abautiéiptor.

In case when the guarantor is liable jointly wilie tmain debtor, so-called "guarantor-payer",
business relationship with the guarantor is esthbll at the moment of conclusion of the contract of
credit, which means that it is then necessary tfopa all the actions and measures laid down in the
AML/CFT Law.

Who can be third party in terms of the AML/CFT Law, i.e. can a trading company be relied on for
customer due diligence actions and measures?

Article 23 of the AML/CFT Law clearly specifies whaan be relied on, in the capacity of the
third party, for customer due diligence actions arehsures laid down in the AML/CFT Law. A trading
company can in no way be considered a third partgrims of the AML/CFT Law.

In case of specific-purpose credits used to puechHast moving consumer goods, which are
approved directly in trading companies which saltts goods, client identification is performed by th
bank. However, based on the contract concludeddestwthe trading company and the bank, employees
of the trading company who performs client idenéfion takes on the role of the 'bank employee'nwhe
issuing specific-purpose credit to purchase ofrtateproduct and is required to perform all théaars
and measures provided for in the AML/CFT Law. Thalowill be held responsible for any deficiencies
in terms of the requirements laid down in the AMENCLaw, so it is necessary that the bank pays
particular attention, when concluding such a cantri@ the risk assessment of the trading compatty w
which it intends to conclude the contract.

What documentation is obtained when the client israemployee of the embassy of a foreign country
requesting to open an account with the bank for thembassy?

Pursuant to Article 32 of the AML/CFT Law, simpéfi customer due diligence actions and
measures are applied when business relationshégtablished with a state body. As the embassy is
undoubtedly a state body, data specified undercl&r®3, paragraph 1 of the AML/CFT Law are to be
obtained when establishing business relationship thhe embassy.

IV PROHIBITION OF DISCLOSURE (NO TIPPING OFF)

Tipping off means disclosure to the bank's cliehtnformation that the bank's employee has
learned of while performing his business activitiisectly or indirectly.
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In this sense, the information includes the follogvi

That the APML has been sent or that it will be s#ath, information, and documentation
on the client or transaction suspected to be mémaydering or terrorism financing;

That the APML has issued an order for a temporarspsnsion of execution of a
transaction;

That the APML has issued an order for monitoringtled financial operations of the
customer;

That a proceedings have been instituted or mapdiited against a customer or a third
party in relation to money laundering or terrorinancing.

In performing customer due diligence measures dadtanonitoring, special attention should be
given to decreasing the risk of tipping-off, by pting clear internal procedures defining behaviolur
employees in the above listed cases.

The bank should ensure that all the employees egeaited with these procedures, giving
special attention to the employees that are inctliomntact with clients and their transactions. All
employees should be acquainted with the conseqseotaon-compliance with the no-tipping off
requirement, and the no-tipping-off rule shouldhidntegral part of AML/CFT training.
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18. Annex XVIIl. Summary of trainings delivered

Trainings organised by the APML and USAID-s SEGA (8rbian Economic Growth Activity)
Project in 2009 and 2010, for obligors and superviss, including an awareness raising programme
on AML/CFT for journalists and Law Faculty Students where the APML staff held trainings

Group trained Location Date Number trained
Professional accountants Belgrade 26.06.2009 220
Novi Sad 12.10.2009
Kragujevac 26.10.2009
Nis 22.10.2009
Novi Sad 02.03.2010
Brokers Belgrade 07.07.2009 65
Belgrade 30.09.2009
Bank compliance officers Belgrade 22.02.2010 51
Insurance companies Belgrade 25.02.2010 15
NBS insurance supervision Belgrade 24.02.2010 20
Leasing companies Belgrade 12.03.2010 15
Real Estate agents Belgrade 11.03.2010 20
Ministry of Trade and Services Belgrade 09.03.2010 30
Tax Administration Belgrade 02.10.2009 270
Kragujevac 27.10.2009
Nis 23.10.2009
Novi Sad 09.10.2009
Journalists Belgrade 08.07.2009 20
Faculty of Law students Belgrade 19.02.2010 50
Group trained Location Date Number trained
Individual banks APML Throughout 2009 All banks
Broker-Dealer Companies Securities Commission September 2009 25
Banks Bankers’ Association February 2010 All banks
Banks organised by Bankers] April 2010 All banks
Association at Pali
Banks APML Throughout 2010 All banks
Leasing Palata «Srbija» March 2010 20
Building Belgrade
Real Estate Serbian Association of March 2010 31
Accountants
Insurance Palata «Srbija» March 2010 36
Building, Belgrade
Factoring and Forfeiting Ministry of Finance June 2010 -
Auditors Ministry of Finance August and 130
and Belgrade BusinessOctober 2010

School
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