Verzija 15. oktobar 2020.

**Uvodna pravosudna obuka o visokotehnološkom kriminalu i elektronskim dokazima**

**Anketa pre početka obuke**

# Pozadina i logički osnov

# Uvodna pravosudna obuka iz oblasti visokotehnološkog kriminala i elektronskih dokaza sprovodi se da bi se sudijama, sudijama za prekršaje i tužiocima omogućilo da steknu osnove znanja iz te oblasti.

# Ovaj kurs pruža znanje o osnovnim pojmovima iz oblasti visokotehnološkog kriminala i drugih srodnih tema, kao što su međunarodni pravni okvir, izazovi u vezi sa elektronskim dokazima i međunarodnom saradnjom, kao i glavni elementi za vođenje istrage u oblasti visokotehnološkog kriminala. Svrha ovog kursa jeste da se pripremi teren za specifičnije kurseve Saveta Evrope koji treba da uslede, kao što je napredni pravosudni kurs ili kao što su specijalizovani kursevi.

# Učesnicima se na početku kursa dele upitnici kako bi im se pružila prilika da navedu svoja pitanja i iskažu šta je to što ih brine, a eksperti će kasnije tokom kursa odgovoriti na sve te teme.

# To se odvija pre početka obuke uporedo sa anketom koja se sprovodi u vidu prethodnog testa (u trajanju od 10 minuta) koji će predavačima omogućiti da sagledaju koliko je znanje polaznika i da steknu predstavu o tome na koji način treba da im predoče svoju temu.

# Upitnik

Molimo da u okvirima upišete do tri pitanja kojima biste želeli da predavači posvete pažnju tokom kursa.

**Pitanje #1**

**Pitanje #2**

**Pitanje #3**

# Prethodna anketa – Pitanja

Molimo da odgovorite na sledeća pitanja (DA ili NE):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **DA** | **NE** |
| **1** | U računarskom sistemu *CPU* (centralni procesor) je mesto gde se čuvaju podaci |  |  |
| **2** | *Microsoft Office* je operativni sistem |  |  |
| **3** | 213.43.112.45 je *IP* adresa |  |  |
| **4** | Zaglavlje imejla može pružiti dokaz o poreklu poruke |  |  |
| **5** | Društvene mreže koristi više od 50% stanovnika sveta |  |  |
| **6** | Budimpeštanska konvencija je jedini međunarodni ugovor o visokotehnološkom kriminalu i elektronskim dokazima |  |  |
| **7** | U svetu je 40% zemalja koje su ili strane ugovornice ili potpisnice Budimpeštanske konvencije ili pozvane da joj pristupe |  |  |
| **8** | *DDoS* je zlonamerni softver koji se koristi za krađu digitalnih identiteta |  |  |
| **9** | Botnet je mreža kompromitovanih računara koji se koriste u zlonamerne svrhe |  |  |
| **10** | Promena sadržaja (*defacement*) jeste napad na veb-sajt kojim se menja vizuelni izgled sajta ili veb-stranice |  |  |
| **11** | Budimpeštanska konvencija inkriminiše onlajn seksualnu eksploataciju i zlostavljanje dece |  |  |
| **12** | Onlajn kleveta je krivično delo po Budimpeštanskoj konvenciji |  |  |
| **13** | Nezakonito očitavanje i kopiranje podataka sa kreditnih kartica (*skimming & shimming*) dva su oblika zlonamerno dizajniranog softvera (*malware*) |  |  |
| **14** | Sve usluge koje se mogu dobiti na *dark webu* (tamnoj mreži) su nezakonite |  |  |
| **15** | Elektronski dokaz je svaka informacija koja je proizvedena u računarskom sistemu, sačuvana ili preneta u digitalnom obliku, a koja kasnije može biti potrebna da bi se dokazima potkrepila ili osporila činjenica koja je predmet spora u pravnom postupku. |  |  |
| **16** | Teže je manipulisati elektronskim nego fizičkim dokazima |  |  |
| **17** | Svi elektronski uređaji mogu potencijalno biti izvori elektronskih dokaza |  |  |
| **18** | Budimpeštanska konvencija sadrži sredstva za postupanje sa elektronskim dokazima |  |  |
| **19** | Budimpeštanska konvencija ne sadrži odredbe koje bi se odnosile na međunarodnu krivičnopravnu saradnju u oblasti visokotehnološkog kriminala |  |  |
| **20** | Budimpeštanska konvencija biće zamenjena Drugim dodatnim protokolom |  |  |
| **21** | U kontekstu Budimpeštanske konvencije Fejsbuk treba smatrati pružaocem usluga |  |  |
| **22** | Podaci o saobraćaju su relevantni za sadržaj komunikacije |  |  |
| **23** | Presretanje podataka iz sadržaja nije dopušteno u krivičnoj istrazi |  |  |
| **24** | Delo iz oblasti visokotehnološkog kriminala uvek se izvršava u matičnoj zemlji žrtve |  |  |
| **25** | Mesto za kontakt 24/7 obavezno se uspostavlja u svim zemljama koje su strane ugovornice Budimpeštanske konvencije |  |  |

# Anketa pre početka obuke – odgovori

Molimo da odgovorite na sledeća pitanja (DA ili NE):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **DA** | **NE** |
| **1** | U računarskom sistemu je *CPU* (centralni procesor) mesto je gde se skladište podaci |  | X |
| **2** | *Microsoft Office* je operativni sistem |  | X |
| **3** | 213.43.112.45 je *IP* adresa | X |  |
| **4** | Zaglavlje imejla može pružiti dokaz o poreklu poruke | X |  |
| **5** | Društvene mreže koristi više od 50% stanovnika sveta | X |  |
| **6** | Budimpeštanska konvencija je jedini međunarodni ugovor o visokotehnološkom kriminalu i elektronskim dokazima | X |  |
| **7** | U svetu je 40% zemalja koje su ili strane ugovornice ili potpisnice Budimpeštanske konvencije ili pozvane da joj pristupe | X |  |
| **8** | *DDoS* je zlonamerni softver koji se koristi za krađu digitalnih identiteta |  | X |
| **9** | Botnet je mreža kompromitovanih računara koji se koriste u zlonamerne svrhe | X |  |
| **10** | Promena sadržaja (*defacement*) jeste napad na veb-sajt kojim se menja vizuelni izgled sajta ili veb-stranice | X |  |
| **11** | Budimpeštanska konvencija inkriminiše onlajn seksualnu eksploataciju i zlostavljanje dece | X |  |
| **12** | Onlajn kleveta je krivično delo po Budimpeštanskoj konvenciji |  | X |
| **13** | Nezakonito očitavanje i kopiranje podataka sa kreditnih kartica (*skimming & shimming*) dva su oblika zlonamernog softvera (*malware*) |  | X |
| **14** | Sve usluge koje se mogu dobiti na dark vebu (dark web – tamni internet) su nezakonite |  | X |
| **15** | Elektronski dokaz je svaka informacija koja je proizvedena u računarskom sistemu, sačuvana ili preneta u digitalnom obliku, a koja kasnije može biti potrebna da bi se dokazima potkrepila ili osporila činjenica koja je predmet spora u pravnom postupku | X |  |
| **16** | Teže je manipulisati elektronskim dokazima nego fizičkim dokazima |  | X |
| **17** | Svi elektronski uređaji mogu potencijalno biti izvori elektronskih dokaza | X |  |
| **18** | Budimpeštanska konvencija sadrži alate za postupanje sa elektronskim dokazima | X |  |
| **19** | Budimpeštanska konvencija ne sadrži odredbe koje bi se odnosile na međunarodnu krivičnopravnu saradnju u oblasti visokotehnološkog kriminala |  | X |
| **20** | Budimpeštanska konvencija biće zamenjena Drugim dodatnim protokolom |  | X |
| **21** | U okviru Budimpeštanske konvencije Fejsbuk (*Facebook)* treba smatrati pružaocem usluga | X |  |
| **22** | Podaci o saobraćaju su relevantni za sadržaj komunikacije |  | X |
| **23** | Presretanje podataka iz sadržaja nije dopušteno u krivičnoj istrazi |  | X |
| **24** | Delo iz oblasti visokotehnološkog kriminala uvek se izvršava u matičnoj zemlji žrtve |  | X |
| **25** | Mesto za kontakt 24/7 obavezno se uspostavlja u svakoj zemlji koja je strana ugovornica Budimpeštanske konvencije | X |  |