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|. PREFACE

This is the second report in MONEYVAL's fourth raliof mutual evaluations, following up the
recommendations made in the third round. This etaln follows the current version of the 2004
AML/CFT Methodology, but does not necessarily coa#irthe 40+9 FATF Recommendations
and Special Recommendations. MONEYVAL concluded the 4" round should be shorter and
more focused and primarily follow up the major neroendations made in thé®3ound. The
evaluation team, in line with procedural decisidgaken by MONEYVAL, have examined the
current effectiveness of implementation of all kayd core and some other important FATF
recommendationé.e. Recommendations 1, 3, 4, 5, 10, 13, 17, 8329, 30, 31, 35, 36 and
40, and SRI, SRII, SRIII, SRIV and SR\Wyhatever the rating achieved in tHerdund.

Additionally, the examiners have reassessed theplimnce with and effectiveness of
implementation of all those other FATF recommeratetiwhere the rating was N/C or P/C in the
3rd round. Furthermore, the report also covers $earate annex issues related to the Directive
2005/60/EC of the European Parliament and of then€ibof 26 October 2005 on the prevention
of the use of the financial system for the purpotenoney laundering and terrorist financing
(hereinafter the “The Third EU Directive”) and Diteve 2006/70/EC (the “implementing
Directive”). No ratings have been assigned to the assessmerthefe issues.

The evaluation was based on the laws, regulatiodsother materials supplied by Hungary, and
information obtained by the evaluation team duritsgon-site visit to Hungary from 18 to 23
January 2010, and subsequently. During the onvisie the evaluation team met with officials
and representatives of all relevant Hungarian gowent agencies and the private sector. A list of
the bodies met is set out in Annex | to the muavalluation report.

The evaluation was conducted by an assessment tshioh consisted of members of the
MONEYVAL Secretariat and MONEYVAL and FATF expeits criminal law, law enforcement
and regulatory issues and comprised: Ms Inga Melnfgeputy Director, Criminal Law
Department, Ministry of Justice, Latvia) who pagated as legal evaluator, Mr. Philipp Roeser
(Financial Market Authority, Liechtenstein) who peipated as financial evaluator and Mr. Paul
Pitnik (Federal Ministry of Finance, Austria) wharficipated as financial evaluator for the FATF
and Mr. Raul Vahtra (Chief Superintendent, Headth&f Financial Intelligence Unit, Central
Criminal Police, Estonia) who participated as a kaworcement evaluator and members of the
MONEYVAL Secretariat. The experts reviewed the institutional frameworke trelevant
AML/CFT laws, regulations, guidelines and otheruiegments, and the regulatory and other
systems in place to deter money laundering (ML) #dredfinancing of terrorism (FT) through
financial institutions and Designated Non-Finan&8akinesses and Professions (DNFBP), as well
as examining the capacity, the implementation hrceffectiveness of all these systems.

The structure of this report broadly follows theusture of MONEYVAL and FATF reports in the
3 round, and is split into the following sections:

General information

Legal system and related institutional measures

Preventive measures - financial institutions

Preventive measures — designated non financiahbssés and professions
Legal persons and arrangements and non-profit wa@ns

National and international cooperation

Statistics and resources

NogasrwpdhE

Appendices (relevant new laws and regulations)
6
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Annex (implementation of EU standards).

This 4th round report should be read in conjunctidgth the 3* round adopted mutual evaluation
report (as adopted at MONEYVAL'’s f7lenary meeting — 30 May to 3 June 2005), which is
published on MONEYVAL'’s website. FATF Recommendatidhat have been considered in this
report have been assigned a rating. For thosegsatitat have not been considered the rating from
the 3° round report continues to apply.

Where there have been no material changes frompdsition as described in th& 8ound report,
the text of the '8 round report remains appropriate and informatimsvided in that assessment
has not been repeated in this report. This appligtty to general and background information. It
also applies in respect of the ‘description andlyasiel section discussing individual FATF
Recommendations that are being reassessed irefiug and the effectiveness of implementation.
Again, only new developments and significant changee covered by this report. The
‘recommendations and comments’ in respect of indial Recommendations that have been re-
assessed in this report are entirely new and teflee position of the evaluators on the
effectiveness of implementation of the particul&c®mmendation currently, taking into account
all relevant information in respect of the essérdrad additional criteria which was available to
this team of examiners.

The ratings that have been reassessed in thistnegilact the position as at the on-site visit in
2010 or shortly thereafter.
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II. EXECUTIVE SUMMARY

Background information

1. This report summarises the major anti-money laundeand counter-terrorist financing measures
(AML/CFT) that were in place in Hungary at the tiroethe 4" on-site visit (18 to 23 January
2010) and immediately thereafter. It describes amdlyses these measures and offers
recommendations on how to strengthen certain aspéthe system. The MONEYVAL" &cycle
of assessments is a follow-up round, in which Gord Key (and some other important) FATF
Recommendations have been re-assessed, as wdlitlagsa for which Hungary received non-
compliant (NC) or partially compliant (PC) ratings its 3° round report. This report is not,
therefore, a full assessment against the FATF 4@Rmendations and 9 Special
Recommendations but is intended to update readersajor issues in the Hungarian AML/CFT
system.

Key findings

2. The core elements of Hungary’'s AML/CFT regime astablished in the Hungarian Criminal
Code (HCC), which contains the ML and TF offeng&s; CXXXVI of 2007 on the Prevention
and Combating of Money Laundering and TerroristaRiting (AML/CFT Act). A new
AML/CFT Act was introduced in 2007, when Hungaransposed the third EU AML/CFT
Directive, and it's Implementing Directive, intotranal law as well as introducing the financing
of terrorism into preventive legislation.

3. Hungary has continued to develop and strengthedNi&/CFT regime since the third round
report which was adopted in June 2005. There wgekier, still a very low level of prosecutions
for money laundering (ML)anhd of orders to confiscate asgets the view of the evaluators this
significantly undermines the effectiveness of tlyime. Furthermore, there appear to be
deficiencies regarding the HFIU’s operational inglegience and autonomy.

4. In terms of risk, as a consequence of Hungaryategic location in central Europe, a cash-based
economy, and a well-developed financial servicetustry, money laundering in Hungary is
related to a variety of criminal activities, inclag illicit narcotics-trafficking, prostitution,
trafficking in persons, fraud and organised cri@éher prevalent economic and financial crimes
include official corruption, tax evasion, real ¢st&raud, and identity theft. Although there is a
domestic terrorist organisation, the risk of thaurtoy being used as a base for terrorism or
financing of terrorism is estimated as being low.

Legal Systems and Related Institutional Measures

5. Although minor legislative improvements have takésce since the publication of th& Round
MER, it can be concluded that the ML criminal pmiwhs are largely in line with the material
elements of the Vienna and Palermo Conventions.

6. The shortcomings with regard to the Vienna anéa Conventions, such as lack of physical
element of conversion or transfer of property fa purpose of disguising the illicit origin of the
property (unclear) and for the purpose of helping person who is involved in committing the
predicate offence to evade the legal consequen€ekisoor her action and unnecessary
requirement of the purpose element for the actsooicealment and suppression (disguise) of
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7.

8.

9.

10.

11.

12.

location, disposition or ownership of or rights lwitespect to property, partial criminalisation of
self-laundering and practical problems of provihg intent of concealing, in the view of the
evaluators might have negative impact on the effecfight against money laundering by
precluding the practitioners from using the fulhge of the norms of Vienna and Palermo
Conventions.

The evaluators were concerned about the low numabetzonvictions for money laundering
offences compared to the large number of convistion proceeds generating offences (18 since
2006). Moreover, the evaluators have consideredusbtthe number of ML convictions but the
type and quality of ML cases being brought forwaftér 16 years of criminalisation of ML in
Hungary, against the background of proceeds gengratrimes in the country and the
comparative importance of the financial sectorutifothe Hungarian authorities were unable to
provide the evaluators with the information relgtio the types of ML convictions, almost all of
the investigations (9 out of 10) in 2009 were ediato self-laundering, which indicates that only
the simplest cases are being taken forward.

The evaluation team welcomed the amendments madet}XVIl of 2007 on the amendment
of the Criminal Code with regards to financing efrorism, making it possible to punish an
attempt to provide or collect funds for an indivaditerrorist to commit a terrorist act. However, a
number of shortcomings still prevent it from beindly in line with the requirements of SR II.
The Criminal Code does not provide for an offenteemrorist financing in the form of provision
or collection of funds with the unlawful intentiaghat they should be used or in the knowledge
that they are to be used by an individual terroiist any purpose, it is unclear whether the
financing of terrorist organisations’ day to daytiates are incriminated and provision or
collection of funds for terrorist organisationsyda day activities is not covered.

The evaluators are aware that there has been aaHanglomestic terrorist organisation and that
since 2005 there have been 18 convictions fortistroffences, however, the evaluators were not
able to assess the possible financial dimensiaiaxfe terrorist offences. Moreover, absence of
any investigation, prosecution or conviction fomreeist financing raises concerns regarding the
effectiveness and efficiency of the implementatbdsR 1.

While the legal framework for the confiscation magiis convincing in that it provides for a wide

range of confiscation, seizure and provisional mess with regard to property laundered,
proceedings from and instrumentalities used in gmehded for use in ML and TF or other

predicate offences, issues can be raised aboefféstiveness particularly as in the context of the
proceeds from proceeds generating crimes in thetoou

The Hungarian legal background for asset/fundszingerelated to terrorist financing has been
created by the Act CLXXX of 2007 on the Implemeitiat of Financial and Asset-related
Restrictive Measures ordered by the European Urgnd,on Respective Amendments of Other
Laws (FRM Act). The implementation of SR.III reliegpon the application of binding EU
legislation and overall coordination on dissemimatiof the lists is unclear and efficient
coordination seems to be lacking. Although the FR& provides for the HFIU to constantly
examine and monitor, on its own initiative, wheththe designated persons have funds or
economic resources which are subject to sanctibtieed=U and the UNSC in Hungary, the scope
of such powers and how they are used in practioetiglear. Furthermore, Apart from the HFSA,
there is no clear supervision by other regulatérsompliance with SR.III and no clear capacity
by them to sanction in the event of non-complianeeparticular, lack of awareness of the UN
and EU lists in the non-banking sector gives rsedncerns of effectiveness of implementation.

In 2007, the FIU functions were transferred frora Nhational Police Headquarters to the HCFG

which is an armed law enforcement and public adstiaiion body supervised by the Minister in

charge of tax policy. The HCFG is an agency ofdéetral body that has nationwide jurisdiction
9
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and operates and manages its finances independBethg a structural unit of the HCFG, there
appear to be deficiencies regarding the HFIU's ati@nal independence and autonomy.
Furthermore, legislation does not expressly profaddehe HFIU to have direct or indirect access,
on a timely basis, to information to properly urtdke its functions other than STR analysis. In
particular, the evaluators considered that the lawmber of case reports submitted to law
enforcement agencies for initiating open crimindl/@FT investigations brings into question the
effectiveness of the HFIU.

13. The current cross-border declaration system ingplla¢iungary is based on EU Regulation, hence

it only applies to the movements at the bordersvben Hungary and non-EU Member States.
Although the authorities stated that the HCFG earout in-depth inspections along the internal
and external borders of the EU by setting up mobtatrol units, there appears to be no
legislative basis that covers all the requiremenitsSR 1X on internal EU borders. In the
evaluators’ view this might have a negative impawctoverall effectiveness of the cash control
system. Furthermore, there is no administrativdityalto stop/restrain or seize in the case of
ML/FT and the sanctions available are not effectpreportionate or dissuasive.

Preventive Measures — Financial Institutions

14.

15.

Hungary has adopted and implemented a risk-basedoagh to AML/CFT, particularly in
relation to customer/beneficial owner identificatiand verification requirements. Pursuant to the
AML/CFT Act financial institutions are entitled &pecify the extent of customer due diligence
measures on a risk-sensitive basis. In this cortextAML/CFT Act specifies minimum and
maximum data sets for the identification of thetonger and of the beneficial owner as well as for
recording the details of the transaction orderhalgh, the Law does not explicitly require
enhanced monitoring in instances of enhanced digeuice.

Meetings with the private sector indicated a higlrel of awareness of the CDD requirements, and
all categories of financial institutions appeahswe developed a comprehensive understanding of
the CDD and record-keeping obligations under thev n®ML/CFT Act. The Hungarian
requirements on anonymous passbooks fall withind®gation of Article 6 of the EU's™3
AML/CFT Directive, this is, however, not sufficietd meet the requirements of essential criteria.
The definition of beneficial owner is not suffictgnbroad and it is unclear whether this covers
the ultimate beneficial owner and there is no e@iplrequirement to verify that a person
purporting to act on behalf of the customer issiharised.

16. The legislation on financial institution secrecypeprs to enable the authorities to access the

17.

information that they require in order to exerctbeir functions in the fight against money
laundering and terrorist financing and does notibibhthe implementation of the FATF
recommendations. Furthermore, no problems appdwave been experienced in practice.

Overall the record keeping requirements were ine liwith the requirements of the
Recommendations although, there is no provisioensure that the mandatory record-keeping
period may be extended in specific cases upon st@di¢he authorities and financial institutions
are not specifically required to maintain recortibusiness correspondence.

18.The wire transfer rules are clearly laid out untee AML/CFT Act where necessary. All

19.

representatives of providers of payment servicetsdmeng the on-site visit appeared to be aware
of their obligations when conducting transfersioids.

The reporting level from the financial sector appda be satisfactory although other institutions
and DNFBPs show a significantly low level of refpagtand only banks have submitted reports on
terrorist financing and the significant decreaseh@ number of STRs in 2009 gives a rise to
concerns over the effectiveness of the reportingtesy. There is no clear provision in the

10
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AML/CFT Act requiring reporting of predicate offezs (including tax matters) to the HFIU and
attempted transactions are not specifically covefbare are no specific guidance and indicators
in place for obliged entities on reporting terrbfisancing.

20.The HFSA is organised as a self-regulatory admatise body and has been established as the

single regulatory body in charge of banking, insgm securities and pension company
supervision. The MNB is responsible for the licegsand supervision of companies that provide
cash processing services in Hungary and has apendent supervisory authority. The HFSA
and MNB have broad powers to supervise the relesantice providers and are able to use all
their regulatory and prudential measures to comwatpliance with the AML/CFT requirements.
Furthermore, the “fit & proper” requirements ardyoapplicable to directors/executive officers
and not to the senior management of financialtutstins, with the exception of investment fund
management companies. It was also consideredhiaaainctioning regime was not broad enough
and that the sanctions available were not suffiiatissuasive.

Preventive Measures — Designated Non Financial Bussses and Professions (DNFBP)

21. Overall the meetings with the private sector dertratesd high awareness and good understanding

of the CDD and record-keeping obligations undez tML/CFT Act (apart from below
mentioned exemptions). They also showed high awaserfor sector specific and current
AML/CFT risks. In particular, the extensive ModellBs issued by the competent authorities
appear to provide a very useful basis for effectimplementation of CDD and record keeping
requirements. CDD as well as record-keeping remerdgs are integral parts of the inspection
program for supervisors. However, the evaluatord dote a weakness in the effective
implementation of CDD requirements regarding rethte agents and dealers in high value goods.

22. Although all sectors appeared to be aware of ttegiorting responsibilities, the low number of

STRs from the sector raises concerns about thetefaess of the implementation by DNFBPs.
In particular, there has been a significant decliméhe number of STRs received from lawyers
and notaries which appears to coincide with thdémpntation of new reporting arrangements.

Non-Profit Organisations

23.

It would appear that, since the 3rd round evaluat&port, insufficient steps had been taken to
bring the Hungarian system into conformity with 8R. A review of the sector has still not been
undertaken and there has been insufficient outremtiie NPO sector. Concerns remain about the
transparency of the sector and insufficient stepgelbeen taken to strengthen the legal basis for
supervision and oversight over NPO fundraising.

National and International Co-operation

24.The authorities have a variety of mechanisms irceléo facilitate cooperation and policy

25.

development. There are also effective mechanisnfacibtate cooperation between the agencies
involved in investigating ML and TF.

Hungary has ratified the Vienna and Palermo Cotiwes and the Terrorist Financing
Convention. The legislation has been amended irrotd implement the Conventions, but
existing legislation does not cover the full scopéhese Conventions. Furthermore, measures still
need to be taken in order to properly implement GRS 1267 and 1373, in particular, legal
persons do not appear to be liable for terrorigsaricing offences in practice and there is no
definition of “funds” in the Criminal Code.

26. Legal provisions for providing mutual legal assista are laid down in domestic law, bilateral and

multilateral treaties and apply both to ML and Fidathe possible forms of international
11
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cooperation cover a wide range of forms. Howevdr,thee time of the assessment, the
effectiveness of the system could not be estallidierause of a lack of comprehensive and
adequately detailed statistics on MLA requests.

27.The Hungarian authorities appear to have sufficgawers to enable them to provide different

forms of assistance, information and cooperatiothaut undue delay or hindrance. The
responses received to MONEYVAL's standard enquinylrternational Cooperation which was
sent to MONEYVAL and FATF members received gengrallpositive response. However, as
stated above, due to the lack of statistics it was possible to assess how effectively the
Hungarian authorities were responding to intermatioequests for cooperation.

Other Issues

28.

29.

Overall, all supervisors and law enforcement agenappeared to be adequately structured,
resourced and trained.

It was considered that insufficient attention haer applied to the maintenance of meaningful
statistics by the Hungarian authorities. This patérly applied in the areas of analysis of the
outcome of STRs, investigations, criminal procegsiinconvictions, provisional measures and
confiscations. As a result the evaluators were eored that the Hungarian authorities would not
be able to perform a regular overview of the effertess and efficiency of the AML/CFT system

based on statistical analysis. Similar concerndiegpo areas such as cross border declarations,
mutual legal assistance and international coopmarati

12
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[ll. MUTUAL EVALUATION REPORT

1. GENERAL

1.1 General Information on Hungary

1. As noted in the 8 round report, Hungary acceded to the EuropeanruUini®004. Hungary is
bordered by Austria, Slovenia, Romania and Slovakthin the EU, and has 3 external EU
borders, with Ukraine, Croatia and Serbia. Its pajen is 10,020,000 (as at August 2009).
The official currency of Hungary is the Forint.

2. The reader is referred to the third round mutualwation report for the details of the form of
government and principles of its legal system

Economy

3. Although Hungarian economy was hit exceptionallydhby the global economic crisis of
2008-2009, it continues to show moderate growtth@nperiod from 2006-2009, as reflected
in the table beneath. However, a significant downtn the economy was recorded in 2009.

Table 1: Economic indicators

2006 2007 2008 2009
GDP €bn. 89.89 101.11 105.64 93.00
GDP year 4.0 1.0 0.6 -6.3
growth in %
GDP per capita 8.925 10.054 10.524 9.280
€'000’'s
Inflation rate 3.9 8.0 6.1 4.2

Table 2: Overview of the Hungarian financial sectoiin terms of total assets

Assets (€ m) Structure (%) % of GDP | No. of Institutions

31 December 2008 2009| 2008| 2009| 2008{ 2009 2007| 2008| 2009
Monetary financial institutions 127051 128305 74 73 127 133 200 195 187
Banks 121093 122386 71 70 121 127 43 47 47
Credit cooperatives 5958 5919 3 3 6 6 157 148 140
Non-monetary financial institutions 43 988 47 651 26 27 44 50 536 535 545
Insurers 8331 8 821 5 5 8 9 76 75 73
Pension companies/funds 9887 12801 6 7 10 13 158 141 132
Investment funds 10373 12308 6 7 10 13 31 35 36
Leasing Companies 12728 11117 7 6 13 12 249 262 269
Brokerage companies, management companies 2 668 2603 2 1 3 3 21 24 27
Others 0 0 0 0
Total 171039| 175 956| 100| 100| 170| 177| 736| 730| 736

13
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1.2 General Situation of Money Laundering and Financingf Terrorism

Recorded criminal offences

4. As a consequence of Hungary's strategic locatiooeintral Europe, a cash-based economy,
and a well-developed financial services industrgnay laundering in Hungary is related to a
variety of criminal activities, including illicit arcotics-trafficking, prostitution, trafficking in
persons, and organised crime. Other prevalent egienand financial crimes include official
corruption, tax evasion, real estate fraud, andtitjetheft (copying/theft of bankcard§)he
Hungarian authorities provided the evaluators whin number of reported offences causing
damage the amounts of damage as well as amoumtgered from damages. The evaluators
were also provided with the number of convictiond-@TF designated categories of offences
as shown below:

Table 3: Number of convictions for FATF designatedategories of offences

FATF designated categories of offences Number of convictions

2006 2007 2008 2009
Participation in organised criminal group and 664 534 634 627
racketeering
Terrorism and terrorist financing 4 6 3 5
Trafficking in human beings and migrant smuggling 534 473 402 256
Sexual exploitation and sexual exploitation of 599 524 450 515
children
Illicit trafficking in narcotic drugs and psychopic 2,467 2,359 2,326 2,335
substances
lllicit arms trafficking 413 381 443 467
Illicit trafficking in stolen and other goods 3,072 2,230 1,878 1,76%
Corruption and bribery 431 3609 302 280
Fraud 6,833 6,639 7,103 7,492
Counterfeiting currency 13y 110 113 181
Counterfeiting and piracy of products 222 188 141 58 1
Environmental crimes 110 189 149 26(
Murder, grievous bodily injury 28,086 26,637 24,499 23,684
Kidnapping, illegal restraint and hostage-taking 362 513 504 589
Robbery or theft 27,377 24,267 23,820 24,443
Smuggling 1,400 849 644 425
Extortion (included under Kidnapping, etc. above
Forgery 13,618 12,340 12,243 12,180
Piracy 957 698 742 70(
Insider trading and market manipulation 0 0 2 7
Total number of all convictions 87,666 79,306 76,398 76,269

! United States Department of Sta&2809 International Narcotics Control Strateqy Re(IN€SR)
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Table 4: Criminal Damage investigated by all invesgating authorities

Year Total Reported Number of Damage caused Damage caused
Offences Reported Offences (HUF m) (€ m)
Causing Damage
2006 425,491 253,64)7 139,666 939
2007 426,914 266,55p 171,538 635
2008 408,409 251,298 167,889 6p1
2009 394,034 240,47p 144,689 536
Table 5: Crimes against property
Crimes against Damage caused Damage caused
All Crimes Property (HUEF m) (€ m)
2006 425,941 260,147 95,382 358
2007 426,914 276,193 117,08( 438
2008 408,407 265,755 100,911 374
2009 394,034 253,351 101,657 377
5. The main categories of offence that the Hungariamari€ial Intelligence Unit (hereinafter

referred to as HFIU) identified and disseminatedaa®sult of notifications received were
money laundering suspicions related to tax fratalyd, embezzlement and misappropriation
of funds. In addition, the HFIU also identified adisseminated reports relating to money
laundering concerning criminal bankruptcy, smugglifillicit trafficking), and illegal
trafficking of excise goods, misuse of narcotic giuunauthorised financial activity and
unlawful acquisition of economic advantage.

Due to the consequences of the global financiais;risome new risks have emerged.
According to the experience and findings of the ¢anman Financial Supervisory Authority
(hereinafter referred to as HFSA) gained duringenécsupervisory activities, savings co-
operatives which have lost a part of their capit@lye become vulnerable to investors who
invest through offshore companies using the capitaiease to conceal the origin of funds
arising from illegal activities and thus hide trdemtity of the ultimate beneficial owners.
These savings co-operatives are frequently coattdlly a new management, appointed as
representatives of these investors and are thuerable to being used for money laundering
and terrorist financing. This may facilitate weakmnitoring and filtering procedures and/or in
adequate analysis of the relationship of transastand client/related clients financial service
providers; this in turn could facilitate the turgiof illegal money into legal. The HFSA has
drawn the attention of financial institutions t@ thbove risks and vulnerabilities by addressing
the issue in its non-binding guidelines, recomménda and communiqués.

It appears from the data of the Unified Criminaattics of Investigation Authorities and
Prosecution Service that in criminal proceedingstituted for the crime of money laundering,
ML offence has been committed relating to the fsifmy proceeds:
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Table 6: Proceeds involved in money laundering offees

Year Proceeds Proceeds
(in HUF) (in EUR)*
2005 1,402,013,50 5,192,642
2006 10,189,038,200 37,737,179
2007 11,989,728,700 44,406,402
2008 3,584,307,10 13,275,211
1ot semester of 17,449,117 64,624

* Calculated on the exchange rate €1 = 270 HUF)

Suspicious transaction reports (STRs) from repgréntities

8. With respect to the reporting of suspicious tratieas, the situation has changed since the
last evaluation. Overall, the number of STRs hadimed, with a sharp decline in 2009. In
2003, there were 12,364 STRs and in 2004 there &0 STRs. The overall number of
STRs has decreased from 11,385 in 2005 to 10,0@D06 and to 9,480 in 2007. A slight
increase was recorded in 2008 as 9,940. Howewenumber of STRs significantly decreased
to 5,440 in 2009. While, 46,246 STRs were receifiegdhe period from 2005 to 2009, only
29 STRs (3 in 2005; 2 in 2006; 5 in 2007; 12 in&@dd 7 in 2009) were related to terrorist
financing cases including the reports made accgrttinthe Act CLXXX of 2007on the
Implementation of Financial and Asset-related Reste Measures ordered by the European
Union, and on Respective Amendments of Other [(hareinafter: FRM Act), the remaining
STRs were related to money laundering cases. Baanks been reporting the highest number
of STRs. Out of the total of 46,246 STRs; banksorem 37,092 STRs (80% of the total
number of STRs between 1 January 2005 and 31 Dexe2d09). 3 of the reports submitted
in 2009 were related to suspicions of terrorisaficing, a further 4 reports were submitted in
accordance with the provisions of the FRM Act whigare not related to the financing of
terrorism.

Cases disseminated to the competent authorities

9. Inthe period from 1 January 2005 to 31 Decemb&B2the HFIU forwarded 235 case reports
on suspicious transactions relating to money laungeffences to law enforcement agencies.
No cases have been forwarded regarding TF offed¢tesnumbers of notifications on money
laundering sent to the law enforcement authorfieage been fluctuated, as indicated below:

» 32 notifications in 2005;
> 51 notifications in 2006;
» 88 notifications in 2007;
» 6 notifications in 2008;

» 58 notifications in 2009.

10. The number of notifications on money launderingerdsetween 2005 and 2007 but
significantly declined in 2008, increasing again 2009. The Hungarian authorities only
provided details of the predicate offences relatedhe above notifications for 2009. The
predicate offences were mostly related to tax fr§8@ out of 58). Fraud, unauthorised
financial activity, embezzlement and acquisition esfonomic advantage were the other
predicate offences for the remaining notificatiohke implementation of the new AML/CFT
Act on 15 December 2007 removed certain restristion the dissemination of information
and allowed dissemination of notifications withadiéntifying the underlying criminality at
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the time of dissemination. However, the overall bemof notifications is considered to be
very low.

Terrorist activity in Hungary

11. There were only a limited number of criminal pradiegs instituted for acts of terrorism or
similar crimes committed in Hungary.

12. According to the Hungarian authorities, acts ofagsm investigated by the National Bureau
of Investigation Counter Terrorist and ExtremisipBgment include hostage taking situation
and similar attempts in prisons, banks with demamdgle on behalf of the perpetrators
against the state or state agencies. Terrorisnsfigations also include certain threats against
the government, state, political and jurisdictiastitutions or their high officials. Funding of
the costs of such crimes (including the costs ohads, letters, phone calls, knives or
handguns) are typically covered and provided byirttlevidual perpetrators.

13. The National Bureau of Investigation Counter Tagtoand Extremist Department started to
dismantle the first domestic terrorist organisatfblungarian Arrows Liberation Army) with
initial arrests performed in April 2009. Beyonddniet propaganda and blogging, the terrorist
group’s activities included Molotov cocktail attackhandgun shots at politicians’ properties,
preparing improvised explosive device (IEDs) amacatone triperoxide (TATP) based bombs
and also recruiting and training their members bijtary standards. The evaluators were
informed that financing of most of these activitias possible due to the donations of
members, friends and supporters. One of the leaderis own business (selling folk and
traditional items, clothes, etc.) and possibly sggppart of his profit. The authorities advised
that so far they have had no evidence of finansigbport received from domestic or
international political or criminal organisations sources arising from any criminal activity.
No assets have been frozen.

14. As at the date of the on-site visit, there hadlbesin any criminal investigations, prosecutions
or convictions for terrorist financing offencesHuingary.

1.3 Overview of the Financial Sector and Designated NBmancial Businesses and
Professions (DNFBP)

Financial Sector

15. As at 31 December 2009, the Hungarian financialesysvas comprised of 30 commercial
banks, 8 specialised credit institutiGnk39 saving co-operatives, 266 financial enteggtjs
25 investment companies, 38 investment funds (n&megt companies), 63 insurance
companies, 64 pension funds, 37 health care fubBsmutual funds and 2 payment
institutions. There are also 211 currency excharifiges. Currency exchange activities can
only be performed by licensed banks or their caté@agents.

16. The number of licensed institutions remained largethble compared to thé®3ound
report. However, a market consolidation has beaemied regarding the number of saving
co-operatives and mutual funds.

17. The majority of large financial institutions arebsidiaries of major foreign financial
groups. The only branches/subsidiaries of the Huagafinancial institutions are in
Slovakia, Croatia, Romania, and Bulgaria.

18. The banks are considered to be the driving forcéaénwhole financial sector, holding 70
percent of financial system assets, amounting fopgk2cent of the Hungarian GDP.

2 Licensed activities of specialised credit instiins are restricted to mortgage loans, home savingdoans, export credit.
development credits for SMEs, project financing.
3 Main services of financial providers are leasing #ans.
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19.

20.

21.

22.

23.

All financial institutions are licensed and supsed by the HFSA with the exception of
cash processors, which are licensed and supetistte National Bank of Hungary. As of
31 December 2009, 4 cash processors had beeningeratiungary.

Operations of investment service providers and codity dealers are now established
under Act CXXXVIII of 2007 on Investment Firms a@bmmodity Dealers instead of the
Capital Market Act.

The new AML Act was introduced in December 2007lementing the 8 EU AML/CFT
Directive, and extended its scope to the acceptaind delivering of domestic and
international postal money orders.

Act LXXXV of 2009 on the Pursuit of the BusinessRdiyment Services, in force since 1
November 2009 (implementing EU Directive 2007/64)EGntroduced “Payment
institutions” to the Hungarian Financial SystemeTdervices provided by those payment
service providers (money remittance and other payreervices) are covered within the
definition of “financial services” in Act CXIl of 996 on Credit Institutions and Financial
Enterprises (CIFE Act) respectively in the AML/CHkt. Apart from those services no
new categories of financial institutions have bgroduced since thé¥ound report.

Full details of the supervisory structure in Hungare set out in theround report. With
the coming into force of an amendment to the HFSA én 1 January 2010, there have
been some major changes regarding the organisksitvnature of the HFSA. Inter alia, the
HFSA became a self-regulatory administrative bamherated and managed independently
and funded through an independent chapter vestddebi?arliament in the central budget.
The Parliament has exclusive jurisdiction to revtee principal amounts of the Authority’s
expense and revenue accounts. In future, the Chaiwhthe HFSA will account for the
HFSA'’s activities directly to the Parliament. Th&$A'’s sanctioning regime has also been
strengthened.

Designated Non-Financial Businesses and ProfessiqiNFBP)

24.

25.

26.

Full details of the structure of DNFBPs in Hungarg set out in theround report. Since
the 3% round report was prepared, the scope of applicaticghe AML framework has been
expanded as a consequence of the implementatitred® EU AML/CFT Directive. The
new AML/CFT Act is also applicable to all naturallegal persons trading in goods by way
of business and which allow cash payments abovetmeunt of HUF 3.6 m (€13,333),
which goes beyond the FATF categories of dealerprétious metals and dealers in
precious stones. This new category of persons fersised by the Hungarian Trade
Licensing Office.

Moreover, “electronic casinos” have been introduesda new category of land-based
gaming units. The scope of the AML/CFT Act was exlied accordingly. However, such
type of game room had not commenced operation ilgaty at the time of the on-site visit.

Apart from these amendments there have been na wizggmges in the overall structure of
DNFBPs since the™8round report. Actual numbers of registered DNFBRS supervisory
bodies for each type of DNFBPs are shown below:
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Table 7: Designated non-financial businesses andgiessions

Type of business Supervisors No. of Registered
Institutions

Casinos (including internet Gaming Board Department of the Hungarian 5
casinos) Tax and Financial Control Administration
Real estate agents (HFIU)
Dealers in precious metals Hungarian Trade Licen6iffice 2,744
Dealers in precious stones N/A N/A
Notaries Regional chambers of notaries public 315
Lawyers Regional bar associations 11,545
Auditors Chamber of Hungarian Auditors 3,3D2
Tax advisers (HFIV) 1,754 (nat.pers.
Tax consultants (HFIV) 3,591 (nat. pers.
Certified tax consultants (HFIV) 152 (nat. pers.
Accountants & bookkeepers (HFIV) 58,464 (nat. pers.

1.4 Overview of Commercial Laws and Mechanisms GoveminLegal Persons and
Arrangements

27. There have been no major changes to the comméawialand mechanisms, governing legal
persons and arrangements as well as non-profin@ai@ons, since the third round mutual
evaluation report.

1.5 Overview of Strategy to Prevent Money Launderingdaherrorist Financing

a. AML/CFT Strategies and Priorities

28. The 3% round mutual evaluation report described and meadlythe AML/CFT measures in
place in Hungary at the beginning of 2005, and jole recommendations on how certain
aspects of the system could be strengthened. Afteadoption at the 7MONEYVAL
plenary meeting, the report was presented to the@ment of Hungary. On the basis of this
report, the Government of Hungary adopted an Aciten for the implementation of the
recommendations. It determined legislative taskgaict studies and training activities to be
conducted by relevant agencies and authoritiesorssiple for AML issues. Most of the
elements of the action plan as set out in theodind report appear to have been addressed and
overall progress has continued to be made sincadbption of % round mutual evaluation
report.

29. After the 3 report the overall policy objectives were to fertimprove the Hungarian legal
and institutional AML/CFT framework. Upon the adiopt of the 3 AML/CFT Directive by
the EU, Hungary considered the preparation of a ABMA/CFT law so as both to harmonise
its legislation with the "8 EU Directive and to improve its existing AML/CFledal
framework.

30. Hungary has implemented th& 2ML/CFT Directive by the Act CXXXVI of 2007 on the
Prevention and Combating of Money Laundering andorfist Financing (hereinafter referred
to as AML/CFT Act) which came into force on 15 Ded®er 2007. The text of the Act is set
out in Annex Il1.

31. The FIU functions have been transferred to the lduag Customs and Finance Guard
(hereinafter referred to as HCFG) from the Natidpalice Headquarters (hereinafter referred
to as NPHQ). The new FIU was set up simultaneowgly the entering into force of the new
AML/CFT Act on 15 December 2007. The Hungarian atitles explained that this transfer
of responsibilities took place for efficiency angdesative reasons. The new AML/CFT Act
introduced an electronic reporting system. Althotlgjls new electronic reporting system has
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led to a decrease in the number of STRs sincentteduction, the authorities believe that
since the introduction of the new system the STésived are of a higher quality.

32. After the entering into force of the new AML/CFT tAthe Hungarian authorities have
initiated a broad range of training activities nier to facilitate the implementation of the new
provisions of the AML/CFT Act as well as the FRMtAModel rules have been published in
order to help service providers establish their avwernal AML/CFT rules.

b. The institutional framework for combating omey laundering and terrorist financing

33. As there have been significant changes in thetutgmal and legal framework since the
adoption of & round mutual evaluation report, it is necessargabout the responsibilities
and roles of main bodies and authorities in thiore The following are the main bodies and
authorities involved in combating money laundemndinancing of terrorism:

Ministry of Finance

34. The Ministry of Finance (MoF) has the primary rasgibility for forming the regulatory
framework concerning the fight against money lawimde and terrorist financing. The
Ministry of Finance is also responsible for natioraad international communications
concerning AML/CFT related issues. The Minister Bhance chairs the Anti-Money
Laundering Inter-Ministerial Committee.

Ministry of Foreign Affairs

35. The Ministry of Foreign Affairs (MFA) is responsébfor the monitoring of compliance with
the counter terrorism resolutions and regulatiomd far coordinating the implementation of
the sanctions imposed by the EU and the UN SecGotyncil.

Ministry of Justice and Law Enforcement

36. The Ministry of Justice and Law Enforcement (heaétier referred to as MoJLE) is
responsible for the preparation of criminal lavated legislation and the legislation related to
the judicial, legal or constitutional system of kgany. The MoJLE is responsible for receiving
foreign mutual legal assistance (MLA) requests a#l as sending MLA requests from the
Hungarian courts or prosecutor’s offices to foretgunterparts. Furthermore, the Minister of
Justice and Law Enforcement chairs the Inter-Mamiat Working Group Against Terrorism.

Hungarian Financial Supervisory Authority

37. The HFSA plays the primary role in preventing andhbating ML and TF in Hungary. The
HFSA is the authority responsible for licensing amaidential supervision of financial
institutions. It has power to impose sanctionse@infor violations of relevant legislation.
Under the new AML/CFT Act the HFSA, as the supamjdody for financial institutions and
enterprises, ensures the fulfilment of AML/CFT regments within the financial sector.

Law enforcement agencies investigating ML aRd T

38. The implementation of the new AML/CFT Act amendkd televant provisions of the Act on
Criminal Proceedings. As a result the main invesiig competence for money laundering
now falls within the competence of the Hungariarstdms and Finance Guard. However, if
money laundering is committed by persons havingllagmunity based on public legal status
(MP’s, judges of the Constitutional Court, ombudaiaresident and the deputies of the State
Audit Office, judges, prosecutors), or internatiblegal status, or by a clerk or secretary or
executive of the court or the prosecutor’s offiag, inspector at the prosecutor’s office, an
independent bailiff, a county court bailiff or theespective deputies, a notary public, or a
sworn member of the police or the civil nationadws@ty services, or the HCFG, or financial
investigator, the investigation falls within thengpetence of the Prosecutorial Office for
Criminal Investigation. The Police have complemgnteompetence for investigating ML,
especially in cases where investigations were maityi launched on financial crimes other
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than ML (e.g. embezzlement or fraud, where thecBdhiave the investigative competence)
and where during the course of investigation tlatsfar circumstances emerge that imply the
commission of ML.

39. The HCFG has exclusive responsibility in preventing detecting cases of money laundering
involving cash movement checks at frontiers. Evampount of cash (or any equal financial
means, such as cheques) exceeding €10,000 hasdieclaeed by passengers and registered
by customs. Cases of suspicious of money laundérawg to be reported to the competent
authority (the HFIU) which is allocated within tHCFG.

40. The investigation of acts of terrorism (Section 282Act IV of 1978on the Criminal Code
hereinafter referred to as the Hungarian Criminatl€Cor the HCC) and terrorist financing
falls within the competence of the Police (NatioBateau of Investigation).

Specialised intelligence or security services

41. The National Security Office (NSQO), as it is definie@ Act CXXV of 19950n the National
Security Services of the Republic of Hungampnitors the activities of persons threatening
the economic and financial security of the Repubfiddungary with a view to prevention.

Similarly, it seeks to monitor and prevent the\atids of individuals aimed at the commission
of acts of terrorism.

42.In its work, the NSO may discover information refieg to money-laundering or terrorism-
financing activities. Should the data gathered iconfthe suspicion, the information is
immediately forwarded to the competent law-enforeeim authority. However, the
information is not forwarded if it violates higheational security interests.

Hungarian Financial Intelligence Unit (HFIU)

43. The HFIU is the national centre for receiving, &salg and disseminating suspicious
transaction reports (STRs) and other informatiogarding potential money laundering or
terrorist financing to the competent authoritiesorr the entry into force of the new
AML/CFT Act (15 December 2007) the HCFG has beepoaged as the'authority
operating as the national financial intelligenceitin According to the new AML/CFT Act
the HFIU has supervisory functions also over senpeoviders engaged in providing real
estate agency or brokering (and any related sesyvie well as service providers engaged in
providing accountancy (bookkeeping), tax consulsagvices or tax advisory activities.

DNFBP supervisory authorities
Hungarian Trade Licensing Office

44. The Hungarian Trade Licensing Office is responsfblethe supervision of precious metals
dealers and for the registration and supervisiommaafers with goods declaring to accept cash
payments exceeding 3.6 million HUF (€13,333).

Gaming Board Department of APEH (Hungarian Tax &irthncial Control Administration)

45. The Gaming Board is responsible for the licensind supervision of casinos and electronic
casinos operating in Hungary.

Regional chambers of notaries public

46. The five regional chambers with seats in Budapggty, Miskolc, Pécs and Szeged cover the
whole territory of the country and are responsiblethe supervision of notaries public and, as

self-regulatory organisation (SRO), they are respe for the forwarding of STRs to the
HFIU received from notaries public.
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Regional bar associations

47. The twenty regional bar associations (1 operatingpé capital, 19 in the counties of Hungary)
are responsible for the supervision of attorneys law offices, as well as for the forwarding
of STRs to the HFIU received from lawyers or lawiigefs.

Chamber of Hungarian Auditors (Magyar Kényvvizég&amara, MKVK)

48. The Chamber of Hungarian Auditotss countrywide competence for the supervision of
auditors.

The National Bank of Hungary (Magyar Nemzeti Bank)

49. The National Bank of Hungary (hereinafter refeneés MNB) exercises supervisory control
over cash-processing companies.

Committees and other bodies to co-ordinate AKIET action

50. The reader is referred to th& 8ound mutual evaluation report for the detailstid Anti-
Money Laundering Inter-Ministerial Committee ande tinter-Ministerial Working Group
Against Terrorism.

c. The approach concerning risk

51. No national (countrywide) analysis or assessmesudimg on potential ML/TF risks has been
carried out in Hungary. However, the authoritiepegred to be aware of the threats Hungary
currently faces from organised crime. They haveiedgthat while preparing and drafting the
new AML/CFT Act, which implements the so-calleckisased approach introduced by tffe 3
EU AML/CFT Directive, the relevant Hungarian autities relied on the experience of
supervisory and professional representative bodmsch as the Hungarian Banking
Federation) in respect of actual risks and vulniétiais. According to the authorities, it was
clearly and easily identifiable which professiotyges of transactions, activities, behaviours
or habits needed to be addressed by the new AML/GFET

52. The new AML/CFT Act, complying with the3EU AML/CFT Directive, expanded its scope
to natural or legal persons trading in goods by whiusiness and allowing cash payments
above the amount of 3.6 million HUF (€13,333) orrexdeyond this, and compared with the
coverage in the former AML/CFT Act, the scope isocaéxtended to other professions and
business, e.g. postal financial intermediation isesy postal money transfer, accepting and
delivering domestic and international postal mooeders.

53. The Hungarian authorities further argued that thaye received sufficient feedback from
service providers on actual problems and diffiegltiBased on this feedback and on their own
experiences, the Hungarian authorities have begurreview the current AML/CFT
regulations. The MoF, in cooperation with the HFS3W#e General Prosecutor’'s Office, the
HFIU, the NPHQ and the National Institute of Crimliogy, has also begun the preparation of
a comprehensive risk assessment on Hungary whieRpiscted to be finished in 2010. It is
believed by the authorities that this risk assessnegether with the revision of the current
legal regulations, could then serve as the basidafgng down new legal provisions on
AML/CFT.

54. The authorities deem the risk of financing of teem in Hungary to be very low, compared
with other European jurisdictions.

d. Progress since the last mutual evaluation
Developments in the legal framework

55. The main AML/CFT legislative enhancement has belea preparation, adoption and
implementation of a new AML/CFT Ac¢hat came into force on 15 December 2007. The new
AML/CFT Act has replaced the previous Act on thev@ntion of Money Laundering and was
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56.

57.

58.

59.

60.

61.

62.

intended to harmonise national law with the pransi of revised anti-money laundering legal
instruments.

The AML/CFT Act implemented the third EU AML/CFT i2ictive (Directive 2005/60/EC of
the European Parliament and of the Council of 2t 2005 on the prevention of the use
of the financial system for the purpose of moneyntering and terrorist financing) and the
implementing measures (Commission Directive 200&Z0of 1 August 2006 laying down
implementing measures for Directive 2005/60/EC laé European Parliament and of the
Council) as regards the definition of a ‘politigaktxposed person’ (PEP) and the technical
criteria for simplified customer due diligence pedares and for exemption on grounds of a
financial activity conducted on an occasional ayJanited basis). It also contains provisions
for the implementation of Regulation (EC) No. 178006 of the European Parliament and of
the Council of 15 November 2006 on information be payer accompanying transfers of
funds.

The legal basis for asset/funds freezing relategtirist financing has been created by the
FRM Act. The FRM Act lays down the procedures fee@ution of financial and asset-related
restrictive measures according to the relevantdgjislation.

The Hungarian Parliament adopted Act XLVIII of 2007 the enforcement of the Regulation
(EC) No 1889/2005 of the European Parliament anthefCouncil of 26 October 2005 on
controls of cash entering or leaving the Commuftigreinafter: Cash Control Act).

The Convention of the Council of Europe No. 198 laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and on Rimancing of Terrorism (hereinafter

Convention No. 198) was signed and ratified by Huggon 14 April 2009 and came into

force on 1 August 2009. Act LXIII of 2008 on theoRmlgation of the Council of Europe

Convention on Laundering, Search, Seizure and €catibn of the Proceeds from Crime and
on the Financing of Terrorism (16 May 2005, Warsamjered into force on the 8 November
2008. This Act implemented Articles 14 (postponetmaindomestic suspicious transaction)
and 47 (1) (international cooperation for the posgment of suspicious transaction) of the
Convention CETS No0.198 by amending the existing AMET Act.

Act XXVII of 2007 on the Amendment of Act IV of 187on the Criminal Code and Other
Criminal Law Related Acts introduced a new provisan financing of terrorism [Subsection
(4)-(5) of Section 261 of the HCC)]. The new prastisentered into force on 1 June 2007. The
aim of this amendment was to bring the terrorisiaficing offence into line with the
International Convention for the Suppression of #eancing of Terrorism from 1999
(ICSFT).

Act XXVII of 2007 has also amended Sections 303 20@8IA of the HCC so as to enlarge the
scope of the money laundering offence and to comjitly MONEYVAL's recommendations.
A further amendment is that Section 303/B HCC nugér criminalises the negligent non-
reporting of ML offences with respect to those wiave notification obligations under the
AML/CFT Act, though intentional failure to complyitlv reporting obligation prescribed by
the AML/CFT Act has remained as an offence in tl@CHSection 303/B).

Empowered by the AML/CFT Act, the Minister of Fire@nissued Ministerial Decree 35/2007
(XII. 29) on the Compulsory Elements of Internalléuunder Act CXXXVI of 2007 on the
Prevention and Combating of Money Laundering ordrist Financing. The Decree forms
the basis on which service providers prepare timé@rnal AML/CFT rules and gives an
exhaustive list of the elements and issues whicktroa incorporated and governed in the
internal rules of each service provider under tMLACFT Act.

23



Report on fourth assessment visit of Hungary — 30 September 2010

Institutional Developments

63.

64.

65.

66.

67.

The most significant change with respect to thdititgonal framework was that the FIU

functions were transferred from the NPHQ to the BCR new department named the HFIU
was set up under the HCFG Central Criminal Invesiogn Bureau (CCIB) and has been
working since 15 December 2007 in the HCFG. ThelHH the authority for receiving,

analysing and disseminating STRs.

At the beginning of 2006 the HFSA established a rdmpartment specialising in the
prevention and combating of money laundering améncial crime. This department is
responsible for the coordination of supervisonksaand duties against money laundering and
terrorist financing and cooperation with the otdepartments of the HFSA competent in on-
site and off-site inspections including the evabrafof internal regulations according to the
requirements of AML/CFT.

On 11 February, 2008, the HFSA established a Stgrsiuib-Committee on the Prevention of
Financial Abuses replacing the ad-hoc AML/CFT WogkiGroup (established on 14 March
2007). The members of the Standing Sub-Committe¢har representatives of:

» the departments of the HFSA (Financial Forensic,aBd International Affairs, Prudential
Supervision, Legal, IT and Regulatory Departments);

the Hungarian Banking Association;

the Hungarian Insurance Association;

the Associations of Saving Cooperatives;

Compliance officers of systemically important baaksl insurance companies.

VVYVYY

The Standing Sub-Committee on the Prevention chriiial Abuses has continued its work
with discussions on the practical issues arisingifthe application of the new AML/CFT Act
and Model Rules. The Working Group has carried termiork: studied the options of the
Directive and, after thorough consultation with tharket participants, elaborated the position
of HFSA towards the new requirements of the AML/CAX.

As of 1 July 2009, a new department responsibleafset recovery has been set up within
NPHQ. The Asset Recovery Office is subordinatedhto National Bureau of Investigation

within the NPHQ and its main task is to detect,doyert investigations, assets originating
from criminal acts and those possessed by orgacrméhal groups and to freeze such assets.
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2.

LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

2.1 Criminalisation of Money Laundering (R.1)

2.1.1 Description and analysis

Recommendation 1 (rated LC in thé"3ound report)

68. Hungary has signed and ratified the 1988 Unitedddat(UN) Convention on lllicit Drugs
and Psychotropic Substances (Vienna Convention) thad2000 UN Convention against
Transnational Organised Crime (Palermo Conventiohg offence of money laundering has
been criminalised in the Hungarian Criminal Cod€(J since 1994. Since that time several
modifications have been introduced resulting in ghesent legislation, that is now largely in
compliance with international standards. The lagtsgantial and structural amendment was
made on 1 June 2007 by the Act XXVII of 2007 wilte tintention of bringing the money
laundering offence fully into line with the Vienr@@onvention and the Palermo Convention.
The new text has enlarged the scope of the offeaa@s to cover the transfer of proceeds to a
third party even if it is carried out through a Ammnking or non-financial transaction, and
covers the disguise or concealment of the origin.

69. The money laundering offence is defined in Sect@0% and 303/A of the HCC as:

Section 303
(1) Any person who, in order to conceal the origfra thing obtained from criminal activities
committed by others, that is punishable by impmisent:
a) converts or transfers the thing in questionuses in his economaxctivities;
b) conceals or suppresses any right attached tothirey or any changes in this right, or
conceals or suppresses the place where thing cdauel;
c¢) performs any financial transaction or receivasg/dinancial service in connection with the
thing
is guilty of felony punishable by imprisonment pfto five years.
(2) The punishment in accordance with Subsectipist{all also be imposed upon any person
who, in connection with a thing obtained from cnali activities, that is punishable by
imprisonment, committed by others:
a) obtains the thing for himself or for a third gen;
b) safeguards, handles, uses or consumes the thirahtains other financial assets by way of
or in exchange of the thing, or by using the comsition received for the thing
if being aware of the true origin of the thing hettime of commission.
(3) The punishment in accordance with Subsectipst{all also be imposed upon any person
who, in order to conceal the origin of a thing thweds obtained from his/her criminal activities
that is punishable by imprisonment:
a) uses the thing in his economic activities;
b) performs any financial transaction or receives/dinancial service in connection with the
thing.
(4) The punishment shall be imprisonment betweerntdveight years if the money laundering
specified under Subsections (1)-(3):
a) is committed in businesslike manner;
b) involves a substantial or greater amount of nypne
c) is committed by an officer or employee of a rfaial institution, investment firm,
commodities broker, investment fund manager, ventapital fund manager, exchange
market, clearing house, central depository, bod§ingcas a central counterparty, insurance
company, reinsurance company, voluntary mutualrarsce fund, private pension fund or an
institution for occupational retirement provisioor, an organisation engaged in the operation
of gambling activities;
d) is committed by a public official in an officiepacity;
e) is committed by an attorney-at-law.
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(5) Any person who agrees on perpetration of motendering as specified under
Subsections (1)-(4) is guilty of misdemeanour fhatite by imprisonment of up to two years.
(6) The person who voluntarily reports to the auities or initiates such a report shall not be
liable for prosecution for money laundering as sfie@d under Subsections (1)-(5), provided
that the act has not yet been revealed, or it lnlrevealed only partially

Section 303/A
(1) Any person who, in connection with a thing aid from criminal activities, that is
punishable by imprisonment, committed by others:
a) uses the thing in his economic activities;
b) performs any financial transaction or receivesg/dinancial service in connection with the
thing,
and is negligently unaware of the this origin o thing is guilty of misdemeanour punishable
by imprisonment of up to two years, community serwiork, or a fine.
(2) The punishment shall be imprisonment for misgaraur for up to three years if the act
defined in Subsection (1):
a) involves a substantial or greater amount of nyone
b) is committed by an officer or employee of a rfiral institution, investment firm,
commodities broker, investment fund manager, ventapital fund manager, exchange
market, clearing house, central depository, bodgingcas a central counterparty, insurance
company, reinsurance company, voluntary mutualrarsce fund, private pension fund or an
institution for occupational retirement provisioor, an organisation engaged in the operation
of gambling activities;
¢) is committed by a public official in an officiedpacity.
(3) The person who voluntarily reports to the auities or initiates such a report shall not be
liable for prosecution for money laundering as sfied under Subsections (1) and (2),
provided that the act has not yet been revealed,ltas been revealed only partially.

70. These Sections criminalise laundering of proceedm fcrimes committed by others, self
laundering, the aggravated form of money launderafience and negligent money
laundering. Although the physical and material edata of these money laundering offences
do not strictly follow the definitions of Vienna @rPalermo Conventions, they are largely in
line with the elements listed in Article 3(1)(b) &) and Article 6(1) of these Conventions
respectively. However, some uncertainties and sborings still appear to remain.

71. Article 1 (a) (i) of the Palermo Convention and iélg 1 (b) (i) of the Vienna Convention
require the incrimination of conversion or transiéproperty for the purpose of concealimg
disquisingthe illicit origin of the property or of helpingny person who is involved in the
commission of such an offence or offences to euvhdelegal consequences of his actions.
“Conversion or transfer” is regulated in subsect{@h of Section 303 of the HCC. This
Section incriminates “conversion or transfer” objperty _onlyfor the purpose of concealing
the origin of a thing obtained from criminal actigs, but it does not cover the physical
element of conversion or transfer of property fag purpose odlisguising the illicit origin of
the property. The Hungarian authorities have indicated thatviloed “leplez” means both
“disguise” and “conceal” in the Hungarian languag@&he purpose of concealing or
disguising” may be broadly covered. There are almlip subtle differences between terms
“concealing” and “disguising”. Nevertheless, sinae case law was been provided, the
evaluators were unable to interpret with certaiity extent of the term as indicated by the
authorities. Furthermore, the evaluators have aedttbat this ternfleplez)was translated into
English as “conceal” in theBround MER and other international repdris. addition, the
Hungarian legislator used the terms “conceals apgress” in paragraph (b) of subsection (1)
that appear to correspond to the terms “conceabamlise” used in the Palermo and Vienna

4 See “Hungary: Phase 2 Report on the ApplicatiothefConvention on Combating Bribery Of Foreign PuBiificials in
International Business Transactions and the 1997omewndation on Combating Bribery in International iBess
Transactions, approved and adopted by the Workirauon Bribery in International Business Transadion 6 May
2005, page 52.
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72.

73.

74.

75.

76.

7.

78.

Conventions. This option indicates that the legislaccepted the subtle difference between
conceal and disguise in this paragraph.

Section 303 of the HCC does not cover the elemEnbversion or transfer of property for
the purpose of helping any person who is involvedcommitting the predicate offence to
evade the legal consequences of his or her acGonversely, the authorities argue that
‘helping’ could be covered by Section 244 of the GHCHarbouring a criminal”
(misdemeanour punishable by imprisonment for umrte year), which provides that any
person who cooperates in securing the advantagétingsfrom the crime is punishable by
imprisonment. In the view of the evaluators thisiig sufficient and should constitute a ML
offence.

Subsection (1) (b) of Section 303 of the HCC presidhat any person who. .. conceals or
suppresses any right attached to the thing or Aapges in this right, or conceals the place
where the thing can be found is guilty of felonynjalable by imprisonment. However,
Article 1(b)(ii) of the Vienna Convention and Atec6 1(a)(ii) of the Palermo Convention
require the incrimination of the concealment ormgdise of the true origin, source, location,
disposition, movement or ownership of or rightshwigéspect to property, knowing that such
property is the proceeds of crime. It seems unchdaather the wording of subsection (1) (b)
of Section 303 of the HCC covers the concealmendisguise oftrue nature, source or
movement The authorities stated that the broad expresstoedet” used in the said article
covers “nature” and “source”, moreover, “movemeisttovered by the words “conceals the
place where the thing can be found”; however, th@luators were not convinced by this
interpretation.

Moreover, subsection (1)(a) of Section 303 of theCHrequires that, to constitute a ML
offence, “purpose of concealing the origin of tiéng” for the acts of concealment and
suppression (disguise) of location, dispositionomrnership of or rights with respect to
property. Whereas Article 1(b)(ii) of the Vienna rention and Article 6 1(a)(ii) of the
Palermo Convention allows and requires such a perpslement only for the acts of
conversion and transfer of property. In additiomiler subsection (2)(b) does not rightly
require any purpose element for general use ofopeapty, such an element is sought under
subsection (1)(a) of Section 303 for the act ok“irshis economic activities”.

The Vienna and Palermo Conventions require thenmication of committing the acts of
“conversion or transfer” and “concealment or disgliwith special knowledge of the fact that
such property is the proceeds of crime. Article 3faes not make any reference to the
knowledge of the defendant. However, the expli@huneferral to “knowledge” was not
regarded as an obstacle to the “knowledge” eletmgttie evaluators.

Subsection 2 of Section 303 provides thtae“punishment ... shall also be imposed upon any
person who, ... a) obtains the thing for himselfard third person; b) safeguards, handles,
uses or consumes the thing, or obtains other figh@ssets by way of or in exchange of the
thing, or by using the consideration received foe thing.” Whilst “acquisition or use of
property” appears to be covered more clearly ia giovision, “possession” does not appear
to be clearly covered. However, the valuators Hsen convinced that the terms "safeguards,
handles, uses or consumes" does cel@mentgusus, fructus and abususf) possession

As the evaluators were not provided with any jutisiznce, they have had doubts as to
whether the Hungarian money laundering offence be&en criminalised fully in line with
Article 3(1)(b) of the Vienna Convention and Argdb(1)(ii) of the Palermo Convention.

The HCC provides several instances for freeingrageefrom criminal liability. Subsection 6
of Section 303 and subsection 3 of Section 303A/igeothat the person who voluntarily
reports to the authorities or initiates such a remnot liable for prosecution for money
laundering, provided that the act has not yet bemealed, or it has been revealed only
partially. The authorities are of the opinion thhé public interest pursued through these
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79.

80.

81.

82.

83.

84.

provisions is to recover money laundered, whiclesafiriority over the interest to punish the
offender. Recovering the money laundered (whictallginas not been recovered) may help
to trace and to investigate the predicate offefhtmvever, the authorities were not able to
provide information on any concrete cases whergetipeovisions were used.

Section 303 and 303A refers to the term “thing’téasl of property. This term has not been
defined in Hungarian law. However, there appearbemo limitations in the law as to the
nature and the value of the property constituthrg groceeds of crime. Moreover, there is an
interpretative provision (Section 303C) in the HD@&t is applicable to Section 303 and 303A.
This change was made by the Act XCI of 2005 oratihendment of the HCC on 1 September
2005 to eliminate the imprecision of referencesictvhvas pointed out in thé“3ound MER.
This provision now states “the term ‘thing’ shall also cover instruments emjang rights to
some financial means and dematerialised securitiest, allows access to the value stored in
such instrument in itself to the bearer, or to Hwder of the securities account in respect of
dematerialised securitiesFurthermore, it should be noted that under SectiéB of the
HCC, forfeiture is possible in Hungary for any im#al gain or advantage resulting from
criminal activities, obtained by the offender i thourse of or in connection with, a criminal
act. Thus it appears that according to current ipimvs, the money laundering offence
extends to any type of property, regardless ofatae, that directly or indirectly represetite
proceeds of crime.

The term “criminal activities that is punishable ibyprisonment” used in Section 303 of the
HCC makes it clear that the conviction of the offenof the predicate offence is not required
as a pre-condition when proving that property ephoceeds of crime. This provision enables
the authorities to prosecute someone for moneydietiimy even if the person charged with the
predicate offence is actually not punishable fasons which exclude his/her culpability, i.e.
when the perpetrator absconded, passed away,founsl mentally unfit to stand trial. The
evaluation team were assured that this appliesyastage of the proceedings, including when
a decision is being made whether to initiate prdoegs. At the same time the authorities
noted that it is easier to prosecute and convgmraon for money laundering when there is a
prior conviction for the predicate offence. As aui¢ it will have to be proven that the conduct
amounted to a predicate offence and the types sdt@ithat originated from the predicate
offence, which is a rather high standard of préafthe time of the on-site visit the evaluators
were not aware of the court jurisprudence on prasat of the persons solely for money
laundering. Thus, in practice, the evaluators cowidestablish the level of proof required for
the link between property and predicate offence.

According to the HCC the predicate offence of moteyndering could be any criminal
activity which is punishable by imprisonment. Aérous offences covered by the HCC are
punishable by imprisonment.

Hungary does not apply any other condition for pinedicate offence of money laundering
than the criteria of “criminal activities that isiishable by imprisonment”. The range of
predicate offences set out in Hungarian Law inclati@equired categories of offence in the
Glossary to the FATF Recommendations except fimgnaf terrorism (in all forms as
required under the FATF Recommendations). (See Alhe

ML offences are punishable under Hungarian lavspeetive of the place where the predicate
offence was committed. The HCC does not requir¢ the latter offence be committed
domestically, provided it would constitute a crimiroffence under the HCC, punishable by
imprisonment. That means by the term “activitiesiphiable by imprisonment” extraterritorial
crimes are also covered to the extent dual crintinekists.

Self-laundering is criminalised in Hungary as pdad by subsection 3 of Section 303 of the
HCC, but in limited scope, i.e. the liability isstacted to any personsvho, in order to
conceal the true origin of a thing that was obtairfeom criminal activities that is punishable
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by imprisonment, who uses the thing in his econantwities or performs any financial
transaction or receives any financial service imgection with the thing”In other words, the
acts of conversion or transfer of proceeds, theealment or disguise of the illicit origin of
the proceeds and the acquisition or use of propertthe meaning of subsection 1 and 2 of
Section 303, are not punishable for self-laundef@ne authorities explained this limitation by
referring to a fundamental principle of Hungariasnestic law which is the prohibition of
double assessment. They argued that simple usarmfér of a thing obtained from criminal
activities would be assessed as post-offence belwaand a person cannot be held liable
twice for the post-offence behaviour that relatethe proceeds of his/her crime if he/she has
been convicted of the predicate offence. At theesaime the authorities argued that the
elements for incrimination for self-launderers atdferent because there are different
endangered objects of the crime.

85. Section 315, interpretative provision, clarifie® tterm economic activities used in Section
303. According to that Sectioffor the purpose of Chapter VIl (comprises of SextP87 to
315) the term “economic activities’ shall mean aities in the fields of manufacture, trade or
service performed at one’s own risk, on a regulasib in order to originate income, or in a
way which originates income’However, the Hungarian authorities stated tha term has
not yet been tested or interpreted by the courts.

86. After the on-site visit, the Hungarian authoritippovided the evaluation team with the
translation of the official Ministerial Interpreta¢ Note that was issued together with the 2001
amending law in which the legislator grounded esido of some acts, such as using,
acquiring and selling, committed by the perpetratiothe predicate offence, on the principle
of prohibition of double assessment, by explainingt the same act or conduct cannot be
prescribed as constituting an alternative, differenminal offence at the same time.
Moreover, the Hungarian authorities provided deaisiof the Supreme Court. One of the
decisions (decision for unity for the law) notdhe perpetrator of fraud who alienated real
estate unlawfully does not commit another offemeaengly another fraud) if he sells the real
estate to a bona fide person without the purposebtéining additional unlawful financial
gain because this act (selling the alienated resthie) is an unpunishable post-activity so as
to secure the profit resulting from fraud. Howeviéithe perpetrator sells the real estate for
additional financial gain (he/she sells the progetd more than one bona fide third parties),
he can be prosecuted for both for fraud (as theljpage offence whereby he obtained the real
estate) and also for fraud committed to the injofghe bona fide person who bought the real
estate firsf,

87. The evaluators are aware of the fact that “douleletencing” is one of the fundamental
principles of a civil-law system. Thus, this priplg as such might impede the incrimination of
mere act of acquisition of proceeds by self-lauaeder However, it is the view of the
evaluators in any event, that criminalising selfddering only when “things” are used in
economic activities or by performing financial tsactions, but excluding conversion or
transfer of things by other means or using sucimgthi should not be justifiable by
fundamental principles of law, because these amtstitute an offence that is distinct from
and goes beyond the underlying predicate offence.

88. Snce the & round report no changes in the HCC have been mttierelation to ancillary
offences, including attempt, preparation, aiding abetting, facilitating, and counselling the
commission. However, the evaluators of this roumds@er that further analysis is needed in
this report.

89. Ancillary offences are defined in the General Rdithe HCC (Chapter II) and, in principle,
apply to all offences, including money laundering.

51/2005.BPJE.szam (28 November 2005)
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Section 16 of the HCC makes attempt punishableoiteg to this Section, any person who
commences the perpetration of a premeditated chitejoes not finish it, shall be punishable
for attempt. The general rule is that the sentdiocethe attempt is the same as for the
consummated offence, but in particular circumstarnael down in Section 17.

Abetting is defined in Section 21 as a person whentionally persuades another person to
commit a crime. According to the same Section, angdize is a person who knowingly and
voluntarily helps another person to commit a criffieerefore, there is no doubt that aiding
and abetting is applicable for money launderingoées. Facilitating and counselling of the
commission of money laundering offence in the sefidéenna and Palermo Conventions are
also criminalised as parts of aiding.

The Vienna and Palermo Conventions (Article 3(Xig)and Article 6(1)(b)(ii), respectively,
as well as FATF Methodology require the establighineé an offence either for conspiracy or
association, subject to the constitutional/basitcepts of the jurisdiction’s legal system.

Although Hungary has a civil-law based criminaltsys, it has adopted “conspiracy” in its
criminal law in the sense generally known in comnf@an systems. Section 137 states that
“criminal conspiracy shall mean when two or moregmns are engaged in criminal activities
under arrangement, or they conspire to do so anengbt to commit a criminal act at least
once, however, it is not considered a criminal grigation.” Economic crimes are regulated
under Chapter VIl (comprising Sections 287 to 3d6)he HCC. For many of those crimes,
such as profiteering (Section 301), counterfeitiignoney (Section 304), counterfeiting of
stamps (Section 307), illegal importation (SectB#?), cash-substitute payment instrument
fraud (Section 313C)egulated under this Chapter which includes the eyolaundering
offence, punishment is increased when the offescedmmitted as part of a criminal
conspiracy. Application of conspiracy as an agdiagafactor is not only limited to Chapter
VII, it is also applicable for most of the desigediserious offencester alia, theft (Section
316), embezzlement (Section 317), fraud (Sectio),3lobbery (Section 321), extortion
(Section 323). As there has been no explicit piorisn Sections 303 and 303A, evaluators
have concluded that the penalty is not increaseshwihe ML offence is committed as part of
a criminal conspiracy. However, a special form afigpiracy is regulated in Article 303 of the
HCC. Subsection (5) of Section 303 of the HCC piesithat any person who agrees on
perpetration of money laundering guilty of misdemeanour punishable by imprisontman
up to two years. Hence, in the Hungarian legalesyseven if a ML offence is not committed
as part of a criminal conspiracy, mere agreemeroommitting a ML offence is punishable.

According to the general practice of the Hungaanrts the knowledge standard for any
crime includes the concept that knowledge may bierned from objective factual
circumstances. However, interviewed law enforcenaarthorities and prosecutors indicated
that the required standard of proof for the intein& person to “conceal the origin of a thing
obtained from criminal activities” constitutes ookthe most difficult elements to prove. In
the view of the evaluators, the unclear coverag¢hefphysical elements of conversion or
transfer of property for the purpose disguising the illicit origin of the property and non-
coverage for the purpose bélping any person who is involved in committing the poadie
offence to evade the legal consequences of hisroadtion constitutes an important limitation
in the law in this regard. In addition, unnecessarguirement of the purpose element of
concealing the origin of the thing for the actscohcealment and suppression (disguise) of
location, disposition or ownership of or rights lwrespect to property as well as for the act of
“use in his economic activities” constitute anotheritation on the enforcement of ML cases.
These limitations appear to create an additioneddiuon practitioners by requiring the proof
of the intent of “concealing”.

There were no changes made in relation to monegydkring offence in cases when the
predicate offence was committed in another countrgre this act is not an offence, but it is
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an offence and punishable by imprisonment undeH®BE. In accordance with Section 3(1)
of the HCC the money laundering offence can bebéisteed.

Recommendation 32 (money laundering investigatipm'secution data)

96. Section 29 of the AML/CFT Act requires the HFIU t@intain statistics by virtue of which
the effectiveness of the system for combating tlomey laundering can be controlled. The
statistics kept by the HFIU coventer alia, the number of cases investigated and prosecuted,
the number of suspects and the number of persasequted, the number of court verdicts
and the number of persons convicted. In additidns tsection requires the General
Prosecutor’s Office to supply information to theldRelating to those statistics kept by the
FIU as regards to the investigations and prosecsittoy 1 July of each calendar year as
pertaining to the previous calendar year. Besideddgal obligation of the HFIU to maintain
statistics on prosecutions and investigations, @aneral Prosecutor's Office also keeps
statistics on investigations and prosecutions df agenumber of prosecuted and convicted
persons for money laundering offences.

Table 8: Number of ML cases in 2005-2009

ML cases —total | ML investigations ML prosecutions ML Convictions
(initiated)* (indictments) (final)
Cases Persons Cases Persops Cases Perons

2005 32 39 3 10 1 1
2006 79 32 2 2 N/A N/A
2007 89 131 10 9 10 19
2008 27 48 2 2 6 7
2009 4 15 10 5 4 2

*For 2008 & 2009, the statistics only includes istigations initiated by HCFG; no data was
available from the National Police.

97. As seen above, for the period 2005-2009 there W@raew money laundering prosecutions
initiated and they were at various stages in tlsguutorial process.

» In 2005, there were 3 new indictments for monewdswing;
» In 2006, there were 2 new indictments for monewdsring;
» In 2007, there were 10 new indictments for monewdiering;
» In 2008, there were 2 new indictments for monewdkaring.
» In 2009, there were 10 new indictments for monewydgering.

98. In the period 2006-2009, there were 20 convictidime evaluators were not provided with the
information on how many of those convictions in 2€&D09 were related to self laundering
and how many of them were related to third partytkering offences. However, as Hungary
has started to keep more detailed statistics m régard from January 2009, the evaluators
were advised after the on-site visit that whileu® af 10 cases prosecuted in 2009 were related
to self laundering offence, remaining 1 case whkseaé to third party laundering offence.

99. The authorities were not able to specify the raaferiminal sanctions applied in and the
underlying predicate offences of the above mentdieconvictions.

100. Notwithstanding the legal requirement of the HFtJkeep statistics the evaluation team
received diverse data at different times on ML stigations and the amounts of value secured
by coercive measures in accordance with the ACRB.eMaluation team is of the opinion that
coordination on gathering of statistics is lacking.

Effectiveness and efficiency

101.  Although minor legislative improvements have takéace since the publication of th& 3
Round MER, the evaluators consider that the HuagaiCriminal Code is not in full
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compliance with the Vienna and Palermo Conventard legal uncertainties within the HCC
still exist. At the same time it can be concludeat the ML criminal provisions are largely in
line with the material elements of the Vienna aateffno Conventions.

102. As seen above the shortcomings with regard to ibana and Palermo Conventions, such
as lack of physical element of conversion or transf property for the purpose of disguising
the illicit origin of the property (unclear) andrfthe purpose of helping any person who is
involved in committing the predicate offence to @wahe legal consequences of his or her
action and unnecessary requirement of purpose atdioresome above mentioned acts, partial
criminalisation of self-laundering and practicablplems of proving the intent of concealing,
in the view of the evaluators might have negatimpact on the effective fight against money
laundering by precluding the practitioners fromngsthe full range of the norms of Vienna
and Palermo Conventions.

103. Moreover, the abovementioned legal inconsistengigsn the Hungarian Criminal Code
may preclude the authorities from further developiad the Hungarian system against money
laundering. The evaluators are of the view thdisties could be possible signal of necessity
of further improving the system. The authoritiesypded that while there were 10 convictions
in 2007, there were only 6 in 2008 and 1 in 200Bha@ugh the progress from thé& 3ound
evaluation is considerable (in the period of tH& rBund evaluation there were only 2
convictions), given the high number of convictioftg proceed generating offences, the
number of ML convictions cannot be considered &cgent. The total number of convictions
on proceed generating offences was 79,306 in 206,898 in 2008 and 76,269 in 2009.
Moreover, in 2009, the number of convictions: foeft was 22,294, for fraud was 7,492; and
for drug trafficking was 2,335. (For further detadlee Table 3 above) Moreover, the evaluators
have considered not just the number of ML conviddibut the type and quality of ML cases
being brought forward after 16 years of crimindlma of ML in Hungary, against the
background of proceeds generating crimes in thetcpwand the comparative importance of
the financial sector. The authorities did not pdevihe evaluators with detailed statistics or
data as to the type of the convictions since 2@@%-{aundering or third-party laundering);
such information was only provided regarding theestigations conducted by the police in
2009. Almost all of the prosecutions (9 out of 1re related to self-laundering, which
indicates that only the simplest cases are beikgntdorward. From this the evaluators
consider that there is still a real need to stepthgp effectiveness of ML incrimination in
practice through more emphasis on investigatiorts @osecutions of autonomous or third
party money laundering offences.

104. Even if this situation is not the result of a defnt legislative framework, but rather of the
hesitant attitude of the practitioners in respettttee proof of the predicate offence, it
negatively affects the effectiveness of the system.

105. In accordance with the ACP, the Metropolitan cowttjch is a second instance court, has
jurisdiction to adjudicate cases of money laundgsn a first instance, which provides a good
basis for adjudicating the ML/TF cases. It is, hegre apparent that ML cases are generally
pursued only in circumstances where there is ovelming evidence of the money laundering
offence. The members of the judiciary interviewedimg the on-site visit indicated that in
cases brought before the court only a small nundoetained accusations for the money
laundering offence, notwithstanding the fact ti@ré were constituent elements of the money
laundering seen by the judiciary. Moreover, themiewed prosecutors indicated that 96.4%
of cases brought before the court resulted in avicbon. The evaluators are of the opinion
that this constitutes an obstacle for developingtgoarisprudence especially of ML cases.

106. The court judges interviewed stated that theretsnsive training provided for judges on
money laundering in Hungary, as well judges paéite in seminars and conferences abroad.
However, there is a clear need for more trainingldav enforcement authorities, particularly
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for police and prosecutors on the way in which nyolaeindering cases should be efficiently
investigated and prosecuted.

2.1.2 Recommendations and comments

107. Hungary should criminalise self-laundering fully lime with the Vienna and Palermo
Conventions.

108. The Hungarian authorities should make legislatilanges to the money laundering
offence to bring legislation into full compliancetiwthe Vienna and Palermo Conventions.

109. The offence of financing terrorism should be widkrie cover all relevant issues as
predicate offences to money laundering by incrimmirga the financing of an individual
terrorist for any purpose and making the incrimmrabf the provision or collection of funds
for a terrorist organisation’s day-to-day acti\stigearer.

110. The Hungarian Authorities should consider morentraj for law enforcement authorities,
particularly for police and prosecutors on the wayhich money laundering cases should be
efficiently investigated and prosecuted.

111. Case law should be established on autonomous Mésdasorder to clarify the level of
proof required where there has been no convictiothie predicate offence.

112. The Hungarian authorities should pursue more inyasbns and prosecutions of third
party laundering.

2.1.3 Compliance with Recommendation 1 and 2

Rating Summary of factors underlying rating

* The physical elements of money laundering offence ndt fully
correspond to the Vienna and Palermo Conventions:

» Conversion or transfer for the purpose of helpirgspn who ig
involved in the commission of money laundering twade
consequences is not covered by Hungarian legistatio

» Conversion or transfer for the purpose of disggighre illicit origin
of property is unclear,;

* Unnecessary requirement of purpose element of atingethe true
origin of the thing for the acts of concealment aswppress
(disguise) of location, disposition or ownership @f rights with
respect to property as well as for the act of “isd@is economig
activities”.

« Concealment or disguise of the true nature, scamdemovement is
not covered (Palermo A.6(1)(a)(ii)).

« Self laundering is only partly covered.

 Not all designated categories of offences are fullyvered as
predicates, as incrimination of the financing ofiadividual terrorist
for any purpose is not covered and the collectiofuimds for a terroris
organisation’ day-to-day activities is not clear.

* Autonomous investigation and prosecution of the eyofaundering
offence still constitute a challenge for the poliael prosecutors. Givgn
the level of proceeds generating offences in Hungad the type an
quality of the cases being brought (mainly selildering) the overal
effectiveness of money laundering incriminationll stieeds to be
enhanced

R.1 PC

=N
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2.2 Criminalisation of Terrorist Financing (SR.II)

2.2.1 Description and analysis

Special Recommendation (rated PC in th& Bund report)

113. No changes were made since tffer8und Mutual Evaluation with regard to the act of
terrorism provided by subsections (1) and (9) oftia 261 of the HCC. The reader is,
therefore, referred to thé3ound report for a detailed analysis of what cdegs a terrorist
and terrorist act.

114. The evaluation team welcomed the amendments madacbyxXVII of 2007 on the
amendment of the Criminal Code with regards torfaiiag of terrorism, making it possible to
punish an attempt to provide or collect funds foridividual terrorist to commit a terrorist
act. The new provision entered into force on tieJune 2007. However, a number of
shortcomings still prevent it from being fully imé with the requirements of SR Il. The
terrorist financing offence of Hungary does noic#liy follow the wording of Article 1 of the
UN International Convention for the Suppressiothef Financing of Terrorism.

115. Terrorist financing is criminalised separately ubsection 4 of Section 261 of the HCC,
which was provided at the time of the on-site yisihich reads as followsahy person who
instigates, suggests, offers, joins or collaboratethe commission of any of the criminal acts
defined under Subsections (1) and (2) or any pewsba is involved in aiding and abetting
such criminal conduct by providing any of the memtanded for use in such activities or by
providing or raising funds to finance the activities guilty of felony punishable by
imprisonment between two to eight yeaws further translation of this text was providetl
the pre-meeting, which the Hungarian authoritiessater to be a more accurate translation. It
reads any person who instigates, suggests, offers, uakiest to participate in the
commission, or agrees on joint perpetration of asfythe criminal acts defined under
Subsection (1) or (2), or in order to promote th@menission of the offence ensures the
conditions required therefore or facilitating thaty provides or collects funds to promote the
commission of the offence is guilty of felony phaldide by imprisonment from two to eight
years" In the view of evaluators, this provision only imsinates the financing of terrorist
acts. This interpretation was supported by thetji@ers interviewed during the on-site visit.

116. Subsection (5) as submitted in the MEQ reads d@wsl “Any person who is engaged in
the conduct referred to in subsection (4) or in dwnmission of any of the criminal acts
defined under subsections (1) and (2piterrorist group or supports_the terrorist grougn
any other formis guilty of felony punishable by imprisonmentwesn five to ten years.”
However, the following translation of subsection {&as provided by the authorities during
the pre-meeting‘He/she who commits the acts described under ii4)he interest of the
crimes described under (1) or (2) in a terroristogp and/orsupports the activity of the
terrorist group in other wayscommits a crime and is punishable with lossludry between
5to 10 years.”

117. “Terrorist group” is defined in subsection (9) ofclon 261 asd group consisting of
three or more persons operating in accord for ateeded period of time whose aim is to
commit the crimes defined in subsections (1)-(2)

118. There was no unanimity among the practitionersvwgeved during the on-site visit as to
whether financing of terrorist organisations eunding of terrorist organisations’ day-to-day
activities such as recruitment or training actestis penalised in Hungarian law or not. The
authorities argue thathe support of a terrorist group in any other fofncomprises any
objectively useful, supportive act, and therefdss all types of provision of funds referred to
under the TF Convention. However, the evaluatorgsehaot been persuaded by this
interpretation.
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119. Subsection (5) does not define the meaning of e t'support”. From the wording of
this subsection, it is clear that the HCC reguldébesaggravated form of terrorism in general
i.e. the subsection imposes a heavier penalty osetivho engage in specific terrorist acts
mentioned Subsection (1) and (2) and terroristno#s including financing of terrorist acts
mentioned in subsection (4) a terrorist group. It may be interpreted that, if somebody
commits the acts mentioned in subsection (5) bydeaomewhere in the structure of a
terrorist group he/she can be penalised with imopngent of between five to ten years. On the
other hand, if somebody commits the same acts orediin Subsection (5) while not in the
structure of a terrorist group he/she will be piseal, according to Subsection (4), by
imprisonment between two to eight years. Givensiiguence of Subsection (5) made by the
legislator and the severity of penalty determinib@, evaluators have drawn the conclusion
that “the support of the terrorist group in any otherrfdrmeans or could mean the support of
the terrorist group in any other form rather thh@ &ctivities mentioned in subsection £4)
being somewhere in the structure of the terrorgug. In addition, even if provision of funds
might be regarded as support of a terrorist grougny other form, mere act of collection of
funds that is required to be incriminated under IBRannot be regarded as support of a
terrorist organisation.

120. Therefore, the evaluators conclude that the crihsaion of the financing of terrorist
organisations’ day-to-day activities is not madeaclenough within the meaning of FATF
Methodology. As there have not been any prosecsitimmconvictions for the offence of
financing of a terrorist group in Hungary, the npieetation of subsection (5) has not yet been
tested. The Hungarian authorities provided theuatals with the legislative reasoning of
Section 261 of the HCC. The reasoning provides thatAct (HCC) does not amend the
content of Subsection 5 of Article 261, the next te for the better understanding and clear
structure - does not repeat the behaviours in &itios 4 only makes references to these
provisions and maintains the criminalisation of &owym of support to activities of a terrorist
group.However, in the view of evaluators, the reasoniongsdnot clearly show the intention
of legislative authority to criminalise the fundingf terrorist organisations’ day-to-day
activities.

121. Moreover, Hungary does not fully criminalise thedincing of individual terrorists (except
for committing the acts covered in subsectionsafij (2)) in accordance with the Essential
Criterion 11.1.

122. The HCC does not provide a definition of “funds”dathe interviewed authorities
acknowledged that such a definition is left for gwrts to interpret. At the same time the
authorities referred to Section 261A of the HCCpasviding for the criminalisation of
violation of international economic restrictionsarP6 of Section 261A provides definition of
“funds, other financial assets and economic resxlroy referring it to point 2 of Article 1 of
Council Regulation (EC) No. 2580/2001 of 27 DecemB€01 on specific restrictive
measures directed against certain persons andesntifth a view to combating terrorism.
However, this Regulation is clearly insufficientr fowo reasons. Firstly, Section 261A
explicitly states that the definitions made in 8ection are applicable only for the purposes of
this Section, unless otherwise prescribed by leggllation promulgating an obligation or
restriction under international law. Secondly, teference made to the Regulation is not only
the term “funds” but it is for the terms “fundshet financial assets and economic resources”.
Therefore it is difficult for the evaluators to danine whether the courts in Hungary would
consider that the financing of terrorism offencelags to the wide definition of “funds” in the
UN Financing of Terrorism Convention.

123. Essential criterion I.1(c) requires that terrofisancing offences should not require that
the funds: i) were actually used to carry out ¢erapt a terrorist act(s); or (ii) be linked to a
specific terrorist act(s). The wording and sequeafceubsection (4) and reference made to
subsections (1) and (2) makes clear that providmmising ¢ollecting-“gyijt” in Hungarian)
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of funds should be linked with specific terroristtsa The interviewed authorities supported
such an interpretation.

124. Subsection (3) of Section 261 of the HCC ensuresptissibility of commutation of the
punishment if a person abandons the commissioneohtts mentioned in subsections (4) and
(5) before serious consequences of it could ocoulr @o-operates with the investigative
authorities in order to mitigate the consequenckghe offence, or to find other co-
perpetrators of it. Under subsection (6) of Sec6d of the HCC the person who confesses
the act to the authorities before they become awhiieand reveals the circumstances of the
criminal act shall not be liable for prosecutionccArding to this provision the interest to
disclose and prevent terrorist acts takes priavisr the interest of punishing the offender.

125. Attempt is criminalised for all offences includitgyrorist financing according to general
criminal law principles in Hungary as set forthSections 16-17 of the HCC. The common
ancillary offences (see above for money launderiag) also applicable in the terrorism
financing context.

126. According to the provisions of the HCC, the prethBaaffence of money laundering can be
any crime which is punishable by imprisonment. 8ifunding of terrorist organisations and
individual terrorists is not criminalised under Hyamian law in line with international
standards, only the offence of funding of terroastivities is a predicate offence for money
laundering.

127. Terrorist financing offences are applicable regasdlof the location of the terrorist group
or irrespective of the place where the terrorisigor is planned to be committed.

128. Criminal legislation does not contain any expligitovision covering whether the
intentional element of a criminal offence, incluglifinancing of terrorism, may be inferred
from objective factual circumstances. The internaevauthorities indicated that according to
the general principles of Hungarian criminal law thtentional and other subjective elements
of the offence may be inferred from objective fattcircumstances. In order to support their
approach authorities only made following quotafiamm literature” Drawing the conclusions
concerning the subjective elements of the crimpossible only from the objective factual
circumstances, therefore the statement in conneatith the culpability is always based on
conclusion” (“Criminal law — general part’by Béard, Gellér, Ligeti, Margitan, Wiener; page
72). The & round, report referring to the money launderinfprde, noted that according to
the general practice of the Hungarian courts, rttens reafor any crime is as such that
knowledge may be inferred from objective factualceimstances. Moreover, authorities
provided the evaluators with case law that showh possibility in practice.

129. Hungarian law applies criminal liability for legaérsons. Act CIV of 200&n the criminal
measures applicable against legal persdangs down the conditions for application of the
measures to legal persons, procedure to be foll@tedSince terrorist financing offence is an
intentional criminal offence, if all the statutogonditions set out in Section 2 of the
mentioned act are met, the relevant measures cappléed to legal persons for terrorist
financing offence. While legal persons in Hungarizaminal law can formally be held
responsible, the prosecutors interviewed during dhesite visit admitted that the Act is
difficult to implement in practice, thus measures @arely applied to legal entities. Moreover,
authorities argued that one of the obstacles tdicgipn of the corporate liability law is the
requirement to punish the natural person as theralgperson responsible cannot always be
identified. At the same time the authorities paihteit that the Section 7 of Act CIV of 2001
provides that, if no criminal proceedings have biestituted or the criminal proceedings have
been terminated because of the perpetrator’'s adedathmunity due to mental iliness or if the
criminal proceedings have been suspended as tipetpor's mental iliness occurred after
the commission of the act, the proceedings shaltdrginued against the legal entity in
accordance with the provisions of this Act.
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130. Moreover, according to the Section 2 of Act CIV20001, the measures can be applied to a
legal person, if the perpetration of an intentiooféénce including a terrorist financing offence
was aimed at or has resulted in the legal entiipigg benefit and was committed by the
persons determined in the same Section. SubseztfrSection 2 sets out the responsibility
of legal persons, even in the event that the offlemas committed by other persons listed in
the first subsection, in so far as the commissibthe act resulted in the legal entity gaining
benefit. In any case, in order to apply measurdsdawn in Act CIV of 2001to a legal person
for an intentional offence, the offence should bmmitted for the benefit of the legal person.
Contrary to the corruption offences including mo@yndering offences, terrorist financing
offences are not in general committed for gainingtarial benefit. Therefore, taking into
account the general problems practitioners facepplying the Act, the requirement of
“benefit” would, in the view of evaluators, makesttmplementation of the measures to legal
persons impossible for terrorist financing offences

131. In relation to sanctions, subsection (1) of Sec6@ of the HCC provides punishment of
imprisonment between ten to twenty years or lifrisonment for persons who commit
terrorism. Subsection (4) of Section 261 providesighment of imprisonment between two to
eight years for funding terrorist activities. Catesiing the sanctions for similar acts (seizure of
aircraft, means of railway, water or road transportany means of freight transport -
imprisonment between five to ten years; violatioh imternational economic restrictions
imprisonment up to five years), the sanctions éorarism and financing of terrorism seem to
be effective, proportionate and dissuasive.

132. The measures applied to legal persons for inteatiarffences, including terrorist
financing offences, are the winding up of the legatity, limiting the activity of the legal
entity or imposing a fine (Section 3 of the Act C8¥ 2001). The sanctions are considered
effective, proportionate and dissuasive.

133. The offence as set out in subsection (9) Sectidh &6he HCC does not fully comply
with international requirements; in particular, esf€es provided in the Convention for the
Suppression of Unlawful Acts against the SafetyCofil Aviation, especially Section 1(c),
which requires Parties to criminalise the intersiloact of placing or causing to be placed on
an aircraft in service, [...] a device or substand¢ectv is likely to destroy that aircraft, or to
cause damage to it which renders it incapablegtitfl or to cause damage to it which is likely
to endanger its safety in flight. In the view oéthvaluators the only relevant offence in the
HCC is that coming from Section 263 of HCC makimderence to illegal possession of
explosives or other destructive devices and notubage of explosives. The Hungarian
authorities argue that relevant act is punishabbeccordance with the Section 184 of the HCC
“Crimes against transportation safety”, which pd®d that any person who endangers the
safety of railway, air, water or public road traffty damaging or destroying a traffic route or
corridor, a vehicle, traffic control equipment dretappurtenances thereof, by creating an
obstacle, removing or changing a traffic sign, allistg a misleading sign, using violence or
threats against the driver of a vehicle in trafic,by any other similar manner is guilty of a
felony punishable by imprisonment for up to threang. In the evaluator’s view, however, the
act of placing a device or substance on an aireraith is likely to destroy that aircraft is not
covered by the Section 184 and should be madecixpli

Recommendation 32 (terrorist financing investigatiprosecution data)

134. The HFIU and the General Prosecutor’s Office maingsatistics on the number of cases
and the number of persons prosecuted, the numlmauof verdicts and the number of persons
convicted. (See above for money laundering)

135. At the time of the on-site visit, there were noestigations, prosecutions and convictions
for terrorist financing offence in Hungary. Forghieason, the existing legislative framework
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has not yet been tested before the judiciary. Hewet/the situation occurs, there is no reason
for doubt that an effective system of statisticaldde created.

Effectiveness and efficiency

136. The evaluators are aware that there has been aaHanglomestic terrorist organisation
and that since 2005 there have been 18 convictmmterrorist offences. As the authorities
could not provide information on those convictioegaluators were not able to assess the
possible financial dimension of these terrorist enffes. Moreover, absence of any
investigation, prosecution or conviction for tersbrfinancing raises concerns regarding the
effectiveness and efficiency of the implementatidiER Il. The authorities provided that due
to specific nature of the “terrorist cases” undereistigation in Hungary, for example, taking
hostage in supermarket asking for the governmenglemse a person from prison, could not
be linked with terrorist financing.

137. Although the offence of financing of terrorism Egulated in the Criminal Code, it does
not fully reflect the SR.II requirements since fieang of an individual terrorist is not covered
and there is ambiguity with regard to the crimisation of providing funds to terrorist
organisations’ day-to-day activities. Furthermdiee definition of “funds” is lacking and is
open for court interpretation. The lack of full collance of the HCC to the international
standards might have impact on effectiveness.

138. The abovementioned deficiencies and imperfectionghé law may limit or adversely
affect the capacity to investigate, prosecute aodvict terrorist financing offenders in
Hungary. They might also prevent Hungary from pdawy certain forms of international
cooperation where dual criminality is required adl\as having a consequential impact on the
reporting of suspicious transactions related totesm.

2.2.2 Recommendations and comments

139. The financing of individual terrorists’ day-to-daactivities should be criminalised as
required by Essential Criterion II.1

140. The incrimination of the financing of terrorist argjsations’ day-to-day activities should
be clarified by further legislative change and Isguing appropriate guidance to law
enforcement agencies and the collection of fundstdororist organisations’ day to day
activities should be criminalised.

141. “Funds” should be defined.

142. Act CIV of 2001 needs to be revised to clarify thegal persons are liable in practice for
terrorist financing offences.

143. The HCC should be revised to ensure proper crinsi@@dn of financing of the acts
arising from the Convention for the Suppressiotdofawful Acts against the Safety of Civil
Aviation for placing or causing to place on an @dftin service a device or substance which is
likely to destroy that aircraft.

2.2.3 Compliance with Special Recommendation Il

Rating Summary of factors underlying rating

SR PC e« The Criminal Code does not provide for an offendetesrorist
financing in the form of provision or collection &finds with the
unlawful intention that they should be used orhea knowledge that
they are to be used by an individual terroristafioy purpose.

e It is unclear whether the financing of terrorisganisations’ day to
day activities are incriminated, and collectionfofds for terrorist
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organisations’ day-to-day activities is not covered

* No definition of “funds” as defined in the UN Terist Financing
Convention.

—

* No explicit coverage of direct or indirect collaxgtiof funds/usage i
full or in part, without the funds being used mkiéd to a specifi¢
terrorist act.

e The financing of certain aspects of the Conventian the
Suppression of Unlawful Acts against the safetyCofil Aviation
have not been criminalised.

2.3 Confiscation, Freezing and Seizing of Proceeds oin@ (R.3)
2.3.1 Description and analysis

Recommendation 3 (rated LC in thé"3ound report)

144. Act XIX of 1998 on Criminal Proceedings providesr feeizure, sequestration and
precautionary measures. The legislation has nat laeeended since thé?3ound mutual
evaluation. Provisional measures are laid downeictiSns 151,152, 159 and 160 of the ACP
(See Annex V). Sections 77, 77A, 77B and 77C ofHXC regulate confiscation (See Annex
IV). There has been an amendment to the HCC onnk 2007 which included under
confiscation objects which were used for the transpion of the object in connection with
the criminal act after the fact.

145. The comments given in thé°Zound MER as to the confiscation regime of Hungary
remain apt. Essential criterion 3.1, 3.1.1, 3.3, 3.5 and 3.6 are met. In connection with
assessing the effectiveness of the confiscatioime=gnd following up the recommendations
of 3° round MER the evaluators further analyse herengiséeriterion 3.4 (adequate powers
for the authorities to identify and trace property)

146. Hungary was rated largely compliant for R.3 in 8feround mutual evaluation on the
basis that a very limited number and amount ofuseiz and confiscations took place. The
following actions were recommended:

1) Consideration should be given to providing thelW with statutory authorisation to
freeze assets and suspend transactions;

2) Consideration should be given to creating aesystf administrative freezing, granting
the FlU/police/prosecutor a reasonable period mktto check the facts of the case in
detail, without immediately having to open a crialimvestigation;

3) Much more consideration should be given to glaway the proceeds of crime. The
number and amounts of seizures and confiscationsldhincrease noticeably having
regard to the high number of prosecutions for enta@rime. Operational practice should
more consistently and systematically link seizwefiscation with investigations.

147. Hungarian criminal procedural law is based on thecple of legality, which makes law
enforcement authorities and courts responsibleirftiating a criminal proceeding if the
statutory conditions set out in the ACP are metokding to Section 6 of the ACP, criminal
proceedings may only be initiated by the law erdarent authorities upon the suspicion of a

® Act CLXIII of 2009 on the Amendment of Act IV 0BZ8 on the Criminal Code introduced a new provision o
forfeiture of property [Subsection (1)(e) of Sentid7/B of the HCC] The new provision entered into éoon 1
April 2010. According to this amendment forfeituertends to not only the property embodying the ettbpf
given financial gain but to the property embodythg subject opromised financial gain.
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criminal offence and only against the person realsiynsuspected of having committed a
criminal offence. This principle also applies te identification and tracing of property that is
subject to confiscation or suspected of being tloegqeds of crime. In such cases, the police
may take the necessary provisional measures (s¢izurorder to secure the property, and
prosecutors may make applications to the courtséauestration orders. Furthermore, the
criminal investigative authorities have a compredim range of investigative techniques at
their disposal for ascertaining the origin and oshig of property that could be subject to
confiscation or forfeiturevhich are ordered in ex-parte proceedings. Theereizdreferred to
pages 45-50 of the®round MER for more detailed information on thoseeistigative tools
available to law enforcement authorities. In additispecial provisions exist to empower the
investigating authorities and the HFIU to accedsrmation on bank accounts and bank
operations in the Act of 1996 on Credit Instituscand Financial Enterprises (Sections 49 and
51).

148. Section 24 of the AML/CFT Act obliges service pmbetiis to suspend the execution of a
transaction order if any information, fact or cintstance indicating money laundering or
terrorist financing in connection with the transactorder is found, and if the HFIU notifies
the service provider of such information, fact mcemstance in connection with a transaction
order. In these cases service providers should isubneport without delay to the HFIU in
order to investigate the circumstances of the tefddre transaction may be suspended in
Hungary for onlyone working day after the report is submitted in the case of ddimes
transaction orders artdvo working days after the report is submitted in the case of fprei
transaction orders. The Hungarian authorities pdimut in the questionnaire that there is no
legal limitation preventing the suspension of trensaction more than once in accordance
with the Section 24/2 of the AML/CFT Act. If the HF notifies the service provider of the
fact that no action was taken pursuant to the ACRifter the expiry of those specified time
limits in the absence of any notification by the lHFthe service provider is entitled to
execute the suspended transaction order. The agdysfor the extension of this period is the
action which can be taken sequestration (Sectid®), 1geizure (151-158) or precautionary
measures (Section 160) in accordance with the AoRever, for sequestration a court order
is necessary, while the seizure can be undertakethd court, prosecutor, investigating
authority, the precautionary measure can be urigerthy the prosecutor or the investigating
authority.

149. The authorities interviewed during the on-sitetviisiormed the evaluation team that such
time limits are adequate to enable them to make ribeessary checks. However, the
evaluation team consider that, although under tNL/EFT Act the HFIU is able to make
necessary checks, the time limits could be an olestm the ultimate confiscation of the
proceeds of crime, as the authorities may not kaffecient time to check the facts of the case
in detail, without immediately having to open awinal investigation.

150. The evaluators welcome the establishment of assetvery office, as of 1 July 2009,
within the National Bureau of Investigations, Ecomo Crime Division to deal with the cases
concerning identification of assets.

151. Hungarian law does not provide for the forfeitureconfiscation of the whole assets of a
criminal organisation whose principal functiondaspterform or to assist in the performance of
illegal activities; forfeiture of property is ordet only for the property which originates from a
criminal offence and which is hidden by the orgathén (see Section 77/B HCC).

152. With regards to non-conviction based confiscatithe, ACP (Subsection (1) of Section
569) provides that the court decides on confispatiorfeiture of property or the transfer of
any seized items into the ownership of the stagpenuthe motion of the prosecutor, if no
criminal proceedings have been instituted againgb@e or the criminal proceedings have
been terminated or suspended due to the unknowatidacor mental disease of the defendant.
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153. Under Section 77/B (4) of the HCC, forfeiture exterto all property obtained by the

perpetrator during his/her participation in a crali organisation until proven otherwise.

Moreover, Section 77/B (5) provides that forfeitfeproperty shall not be ordered for the

property which was obtained by bona fide third ypamd against consideration. In this case
the forfeiture of property shall be ordered agaiths perpetrator by indicating a certain

amount of money.

Recommendation 32 (provisional measures and corstsm)
154. Notwithstanding that Section 29 of the AML/CFT Adttliges the HFIU to keep statistics

on the number of cases and the amounts/value gfepxofrozen, seized and confiscated

relating to ML/TF offences based on informationypded by General Prosecutor’s Office, the

coordination of accurate statistics is lacking. Taga on proceeds confiscated for 2008 and
2009 is not available, which prevents the auttesifrom making a comprehensive review of

the effectiveness of the system on combating mém@ydering and terrorist financing.

155. The following statistics were provided to the ewaturs:

Table 9: Provisional measures and confiscation®nly for money laundering cases)

Year Proceeds frozen Proceeds seized Proceeds confiscated

amount amount amount

cases cases cases
€ € €

2005 1 13,181,000+ 4 234,934 0 0

1 vehicle
2006 79 1,400,000 0 0 79 1,400,000
2007 89 4,226,803 89 1,626,082 89 6,000,000
2008 8 8,390,572 8 1,718,578 N/A N/A
2009 1 2,287,773 1 1,118,178 N/A N/A

156. A number of discrepancies in these statistics weteed by the evaluation team. In 2006,

157.

there were 79 cases where proceeds were frozesnlyu® prosecutions without any available
conviction in 2006 (see under 2.1 above), 89 ingatbns but 10 prosecutions with 10
convictions in 2007 according to the table 8. Buitthis table there are 79 cases where
proceeds frozen in 2006, but at the same time Bgscavhere proceeds confiscated. The
authorities explained that the data on the casé@svektigations is in constant movement, the
data gathering between the police and the prosechtve been combined in 2008, as well as
the fact that the court does not keep separatastgiat Moreover, the authorities
acknowledged that there are loopholes on the ddteegng, which need to be closed.

The authorities advised that with regard to all motaundering related investigations
conducted by the criminal service of the HCFG @@m 1 January 2008):

a) the total amount of value secured by relevant ¢eermeasures of the ACP
(seizures, precautionary measures, initiated sé@tiess) enforced by
investigating authorities was 3,545,107,240 HUR3(£320,026);

b) With regard to the 12 investigations which weredily for money laundering
the total amount of value secured by relevant ¢ceermeasures of the ACP
(seizures, precautionary measures, initiated sé@tiesns) enforced by
investigating authorities: 1,099,704,700 HUF (€2,980);

¢) Inthe 18 cases where the legal ground to ordémagstigation was based on a
predicate offence, the total amount of value seturg relevant coercive
measures of the ACP (seizures, precautionary megsutnitiated
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sequestrations) enforced by investigating autlesiti2,445,402,540 HUF
(€9,057,046).

158. The following tables set out the aggregate confiisoaand provisional measures applied
for all crimes for the period 2006-2009.

Table 10: The number of seizures and sequestrations orderedidng the investigative phase of
the criminal procedure (with regard to all cash-gerrating crimes)

Year Total Seizure Sequestration Seizure & Amount Amount
Sequestration Recovered | Recovered
(HUF 'Ms) (€'Ms)
2006 18,172 17,824 241 10¢7 8,278 30
2007 17,181 16,862 16 308 25,004 D2
2008 15,832 15,609 49 174 13,621 50
2009 12,859 12,667 77 116 9,107 34

Table 11: Number of confiscations and forfeituresn 2008-2009

Number of confiscation and forfeiture in 2008-2009
2008 2009
Ancillary punishments applied independently 14 20
Confiscation Ancillary punishments in addition to a punishment 329 816
total 946 836
Ancillary punishments applied independently 8 5
Forfeiture* Ancillary punishments in addition to a punishment 046 1,026
total 612 1,031

*There was no civil forfeiture regime at the timettod 3° round evaluation.

159. As noted above there are inconsistencies in the plalvided to the evaluation team. It is
the opinion of the evaluation team that such iniste@scy is based on the fact that the
National Police and the HCFG keep separate staisti

Effectiveness and efficiency

160. While the legal framework for the confiscation magiis convincing in that it provides for
a wide range of confiscation, seizure and proveianeasures with regard to property
laundered, proceedings from and instrumentalitsedun and intended for use in ML and
TF or other predicate offences, issues can bedailseut its effectiveness.

161.The evaluators were encouraged to learn that theetARecovery Office has been
established. Based on the available statisticegesinJuly 2009, the Asset Recovery Office
has been active on processing national and foregunests on identification of assets,
which is very positive. In less than a year the eAdRecovery Office has processed 91
foreign requests and 27 national requests.

162. Law enforcement agencies are provided with sufficiegal means on application of
provisional measures and seizure. The authoritigdamed that with regard to the
identification of assets arising from money laumlgand terrorism financing offences the
HFIU could be consulted; for other offences theeh$ecovery Office could be involved.
However, law enforcement agencies are not providél specialised and continuing
training on the topic of the identification of afsse

163. Authorities provided for statistics on the numbérconfiscation and forfeiture for 2008
and 2009 (see table 11 above). While the numbeasds where assets were confiscated in
2008 was 946, it was 836 in 2009. The number a<adere forfeiture applied was 612 in
2008 and 1,031 in 2009. Compared with the numbecasks where coercive measures

42



Report on fourth assessment visit of Hungary — 30 September 2010

(seizure and sequestration) were applied (12,982008, 11,390 in 2009), the levels of
confiscation appear to be very low. However, #tifi not clear whether these statistics are
related to the cases of property confiscated rgjath ML or criminal proceeds. Therefore,
in the absence of detailed and consistent stajsiicis not possible to assess the
effectiveness of the overall confiscation regimeHuangary. Furthermore, the authorities
were unable to demonstrate whether the provisielased to third party confiscation, value
confiscation and confiscation of indirect proceeflsrime have been applied effectively or
ever been applied.

164. There is an overall lack of coordination on thehgaihg of statistics on amounts frozen,

1

1

seized and confiscated. It was noted by evaluatéam that the MoJLE, Prosecutor’s
Office and the HFIU are involved in gathering ditstics; however the coordination seems
to be lacking.

65. Overall, the authorities could not demonstrate twetother law enforcement bodies
follow the proceeds effectively.

2.3.2 Recommendations and comments

66. Precise statistics on amounts restrained and ceatdéd in each instance should be
maintained so as to be able to establish an owemighe efficiency of the system.

167. Consideration should be given to administrativepeasion of transactions, granting the

FIU a reasonable period of time to check the fauftsthe case in details, without
immediately having to open a criminal investigation

2.3.3 Compliance with Recommendation 3

Rating Summary of factors underlying rating

R.3

LC » Lack of detailed and meaningful statistics on appects of confiscation
negatively affects the assessment of effectiveokedse system.

24

Freezing of Funds Used for Terrorist Financing (SH)
2.4.1 Description and analysis

Special Recommendation Il (rated PC in thé*’3ound report)
168. As a member of the EU, Hungary freezes funds aséta®f terrorists on the basis of EC

Regulations and complementary domestic legislatiiSCRs 1267 (1999), 1390 (2002), and
1455 (2003) are implemented by Council Regulation 881/2002 of 27 May 2002, whereas,

the most important part of S/IRES 1373/2001, is @nmnted by Council Regulation No.
2580/2001 of 27 December 2001. The Council Reguriatare directly applicable in Hungary.

169. Separate sanctions regimes are applicable for ibbdSed entities or non-EU residents

or citizens listed as terrorists (EU externals) &ordso called EU-internals. EU internals are
not covered by Council Regulation No. 2580/2001 tluehe scope of the EU Common
Foreign and Security Policy. Thus the EU adopted ®@ouncil Common Positions, No.

2001/930/CFSP and No. 2001/931/CFSP on the figlinay terrorism, which are also

applicable to persons, groups and entities basedsatent within the EU (EU-internals), but
their implementation, required subsequent enactiwfemational legislation. Hungary does not
independently list EU terrorists to supplementBEheRegulations.

" The last amendments to EC Regulation No 881/200®sing certain specific restrictive measures digetgainst certain
persons and entities associated with Usama binri,atle Al-Qaida network and the Taliban were made&® September
2010 by the EC Regulation No 851/2010.
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170. The evaluation team welcomed the introduction effRM Act which came into force on
1 February 2008. The act provides an obligatiorpfasons and organisations being subject to
the AML/CFT Act and authorities operating assetigegtions to report to the HFIU if there
are funds or economic resources in the territoryhef Republic of Hungary covered by the
financial and asset-related restrictive measuresthérmore, the FRM Act provides a
procedure for the HFIU to examine and monitor camdy whether the individual or
organisation subject to restrictive measures hadsfwr economic resources covered by the
measures within the territory of the Republic ofngary as well as providing for the
necessary actions to be taken by the HFIU andrbeedure for the competent court to decide
upon execution of freezing.

171. Moreover, Section 261/A of the HCC establishes dhe of violation of international
economic restrictions as a criminal offence. Sutimecl of this section provides that any
person who violates:

a) the obligation for freezing liquid assets, otHerancial interests and economic
resources;

b) an economic, commercial or financial restriction

c) import or export prohibitions imposed on theibasf an obligation to which the

Republic of Hungary is committed under internatiotzav, or ordered in regulations

adopted under Article 60 of the Treaty establishihg European Community, or in

regulations and decisions adopted by authorisaifdhese regulations, or ordered in the
Council's common position adopted under Article dbthe Treaty on the European
Union,

is guilty of a felony punishable by imprisonment fp to five years. It should be noted that
the authority after adoption of the Lisbon Treatpuld need to change the reference to
Community law.

172. According to the FRM Act (Section 3), within 30 dagfter entering into force of the
Community legal act on ordering financial and assktted restrictive measures, the HFIU
examines whether the persons and entities subge@conomic and financial restrictive
measures have funds or economic resources in Hungéter this examination, within the
period of financial and asset-related restrictiveasures in force, the HFIU constantly
monitors whether they have funds or economic ressuwithin the territory of Hungary. The
authorities explained that when the Regulationdspted, after receiving the lists from the
Ministry of Foreign Affairs, the HFIU makes necegsahecks whether there are funds or
economic resources within the territory of Hungawpreover, interviews with HFIU officials
revealed that after the initial checks rather tilzmex officio examination and monitoring
stipulated in Section 3 of the FRM Act; the pragetis based on the performance of reporting
obligation by the service providers and authoritipsrating asset registrations.

173. Under Section 10 of the FRM Act the persons andmsgtions subject to the AML/CFT
Act and authorities operating asset registratioesadbliged to report to the HFIU, without
delay, any data, fact or circumstance indicatirgg the individual or organisation subject to
financial and asset-related restrictive measurssfimads or economic resources covered by
the financial and asset-related restrictive measuréne territory of Hungary.

174. If the HFIU decides that the individual or entiligted on the electronic list of persons and
entities subject to financial sanctions imposedtti®y EU, has funds or economic resources
covered by the restrictive measures within thatteyr of Hungary or gains advantage from a
transaction, it has to inform the competent autiegrisuch as the county court, registry court
and minister responsible for tax policy (i.e. thenigter of Finance, the governmental
organisation keeping the wealth registry). The cet@pt county court is authorised to issue a
freezing order. The FRM Act does not allow the pnetification of the designated persons
involved before freezing.
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175. At the time of the visit there were no funds frozerHungary pursuant to UNSCRs 1267
and 1373 or transactions prohibited pursuant td-fR&! Act. Furthermore, so far, no proposal
for EU- or UN-listing has been put forward by HungaThe authorities reported only one
case where procedures under the provisions of R Act were conducted, however, due to
the circumstances of the case, no freezing obtigativere ordered by the competent court;
however a prohibition order was issued.

176. The AML/CFT Act and the FRM Act provide that, inetltase of a suspicion of terrorist
financing, the persons and organisation being stilie@ AML/CFT Act and authorities
operating asset registrations should suspend ttierpmnce of the transfers and immediately
report the transaction to the HFIU.

177. In the case of a domestic transaction, the fundsred to be transferred are blocked for
one day, in the case of an international moneysteairthe funds are blocked for two days. The
one working day or two working days period doesinolude the day of receipt of the report.
As provided by the authorities the HFIU has to aandserious checks within the afore-
mentioned period, however it could be questionatitether such time limits are effective
especially in cases when there is a need to redefeemation from foreign counterparts.
Hungarian authorities pointed out in the questinendhat there is no legal limitation
preventing the suspension of the transaction ntwaa bnce in accordance with the Section
24/2 of the AML/CFT Act.

178. With regards to the implementation of UNSCR 13730&mning persons, groups and
entities based or residents within the EuropearotJEU-internals) which meet the criteria
set by Article 1 (c) of the Resolution, these axeleded from the directly applicable
requirements for the freezing of assets envisagetthdr EC Regulation 2580. These persons
are listed in an Annex to the Common Position 2081/CFSP. As a result with regards to
applicable requirements the relevant freezing nmeafur funds and other financial assets or
economic resources related to EU internals areimgiss

179. With regard to listed persons and entities desaghédr freezing purposes through the EU
Regulations, Hungary has a full legal capacityreefe funds in accordance with UNSCRs
1267 and 1373 directly through the EU regulatiorcha@isms. However, for persons and
entities that do not appear on any EU list, butviich Hungary receives a direct freezing
request from other jurisdictions, Hungary has acgattbased mechanism for seizure and
confiscation of terrorist funds, which has not peen tested in practice. In such cases seizure
and confiscation of terrorist funds can be appkedording to the criminal procedures as
mentioned by Recommendation 3 in case nationalegdiogs would be initiated under the
HCC or mutual legal assistance mentioned by Recordai®n 36. It is unclear, however,
whether under this judicial-based mechanism Hunganyid be able to freeze at the request of
other jurisdictions “without delay”, particularlyaking into account that such mechanism
would require the prosecutor to collect some degfeevidence to substantiate the suspicion
for a court order to be issued.

180. The assets subject to freezing are defined by th&e&gulations in line with c.l11.4.

181. The Council and the European Commission make Regn$ and Decisions public
through the Official Journal of the European Uniahjch can be accessed by anyone on the
website of the European Union. Information for fingl institutions on restrictive measures is
also available on the websites of the HFSA andHR¢U. The authorities consider that
publications on the EU’s official journal and oretlwebsites of the HFSA and HFIU are
sufficient notifications to all for whom the legision creates obligations and rights.

182. Notwithstanding the fact that EC Regulations aredlly applicable, it seems that there is
a general lack of appropriate coordination on tisseinination of the lists, which stem from
the UNSCR and EC Regulations. While the represestabf banks and notaries interviewed
during the on-site visit were aware of the listane sectors such as real estate agents, customs
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officials and lawyers interviewed were not awardhase lists at all. Taking into account the
fact that major banks in Hungary are subsidiariesnfbig European banks, the lists are
sometimes received from parent companies rather fioan the Hungarian authorities. With
regard to notaries, lawyers and auditors, the quieaand model rules have reference to the
relevant EU website, which should be checked, ptaged above. The authorities explained
that the HFIU, the HFSA and the Ministry of Forei§§fiairs provide an up-to-date list of the
Regulations on each website, as well as explarsmtibthe necessary measures to be taken by
the relevant authorities. Moreover, the Ministry Fafreign Affairs plays the main role on
disseminating the lists to the HFIU and the HFSA. the same time the interviewed

authorities indicated that there is a plan to examthe system of coordination and
dissemination in the near future.

183. The HFIU operates a public internet webiten this website the Consolidated EU List
and its recent changes are availabldée authorities argued that since the EU requiathave
direct applicability to service providers, the cande and publications of the EU are the
primary source of the information but national auitres (such as the MoF, the HFIU and the

HFSA) also provide detailed sanctions related imfion on their websites and on individual
request.

184. The HFIU reported that when the FRM Act entered fiorce (February 1, 2008) the HFIU
informed authorities, such as National Bank of Hamg Supreme Court of Republic of
Hungary, Hungarian Bar Association about the famireover, the HFIU and HFSA provide
continuing training to the authorities, includingetfreezing mechanism. At the same time
authorities indicated that due to the fact that lises do not include the persons with
Hungarian nationality, less attention is broughthi® service providers.

185. Relevant EU regulations do not provide for a natlomutonomous decision for
considering de-listing requests and unfreezing athale. As such any freezing remains in
effect until otherwise decided by the EU. Commomitkan 2001/931/CFSP of the European
Union implements S/RES 1373 (2001) and providesafoegular review of the sanctions list
which it has established. Moreover, listed indidduand entities are informed about the
listing, its reasons and legal consequences. IEthenaintains the person or entity on its list,
the latter can lodge an appeal before the Eurofeamt of First Instance on order to contest

the listing decision. Delisting from the EC regidas may only be pursued before the EU
courts.

186. As at the time of the on-site visit, there had Ibe¢n any cases in Hungary requesting de-
listing. If a petitioner should opt to submit itsquest for de-listing through the State, he/she
would have to address the MFA. The MFA and thetipegr through the International
Organisations and Human Rights Department notiffess Representative in the relevant
UN/EU body and sends the request for de-listinghi® UN Sanctions Committee or the
European Commission whichever is concerned. Howetves practice is not set out in
legislation.

187. According to Section 4 of the FRM Act, the compétepurt shall order the freezing in a
non-trial legal procedure on the basis of the motiom the HFIU. This ‘non-trial procedure’
provided for freezing cases might allow a fast sieci by the court, however it does not
provide any effective and publicly-known procedtoe unfreezing, in a timely manner, the
funds or other assets of persons or entities iméehvity affected by a freezing mechanism
upon verification that the person or entity is reotdesignated person. However, the
Hungarian authorities argue that, on the natioeatl|, the competent court responsible for
freezing according to the FRM Act shall also deamdeunfreezing upon a request in a non-
trial procedure. According to subsection 4 of SettP04/A of this Act_the court shall

8 www.vam.gov.hu/pio
9 http://www.vam.gov.hu/pio/pages/hun/pio_hun_6 _rBilht
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terminate the enforcement order if the conditiamsordering the freezing of assets no longer
apply under Community law,

188. Notwithstanding the abovementioned, the authoritidécated that special regulations on
freezing by the court were inserted into Act LIfIZ®94 on Judicial Enforcement. Section 10
of this Act provides that the enforcement ordethis order for the freezing of assets in
connection with the implementation of restrictiveasures imposed by the European Union
in relation to liquid assets and other financiakiests. This enforcement order could be
appealed based on the general rules, namely S&ii®of the Act. However, it is explicitly
mentioned in the second subsection that an appleal &gainst the ruling defined in
subsection (1) shall have no suspensory effecteraimg the enforcement procedure. The
evaluators are therefore of the opinion that tténary appeal process is not an appropriate
mechanism to remedin a timely manner, the situation of such persons or entities affected
by a freezing mechanism upon verification that fleeson or entity is not a designated
person. Moreover, any other speedy appeal proaedsaeerage time for regular appeal
process were not made known to the evaluation team.

189. UNSCR 1267, as amended by UNSCR 1452, is implerdeinte¢he EU through a new
Article 2a in EC Regulation 881/2002. This provisiauthorises the use of funds that are
frozen for basic expenses, certain fees, or foraexdinary expenses. The HFIU is the
designated authority to receive requests from adtepersons for exemptions.

190. Section 6 of the FRM Act contains provisions foe texemption procedure. If the
Community act imposing financial restrictions alkbexemption from the financial restrictive
measure, the exemption procedure is conducted dingoio that section. The application for
exemption addressed to the court is submitted éoHRIU. The HFIU informs the Minister
responsible for tax policy on the submitted appiwa Section 6 of the FRM Act provides
that if the financial restriction imposed by the EUbased on an UNSCR, the HFIU initiates
and conducts the required consultation proceduth thie UNSC’'s Sanctions Committee
pursuant to the given UNSCR. The HFIU shall aldorim the competent Hungarian court on
the result of the consultation procedure and tranm submitted petition for exempting. In a
‘non-trial procedure’, the competent court shallivi its decision on the exemption, with
regard to its decision on ordering sequestratidthinvthe period of 60 days after receiving
the petition. The competent court shall deliver decision to the HFIU and the Minister
responsible for tax policy. Based on the court'sislen, the Minister responsible for tax
policy shall notify the EU institutions and memtstates on granting specific authorisation
according to the Community acts.

191. Freezing mechanisms envisaged by the relevant B@atons can be challenged at the
Courts of the European Community. Any natural graleperson directly and individually
affected by a restrictive regulation/decision cdralienge it under the general principle
established by Article 263 of the Treaty on thecfioning of the European Union. The
legality of freezing measure can also be challermyeblona fide third parties before the Courts
of the European Community.

192. In addition, the freezing decision taken under Ef&M Act can be challenged at the
competent national court on grounds that the datigias taken on false information and in
breach of the respective EC regulation. Acceskdaburts in Hungary to challenge aspects of
a freezing measure that adversely affects a peosoentity is guaranteed under general
principles of Hungarian administrative law.

193. Hungary’s legislation on confiscation, seizure dirzing is of general application, and
therefore it could apply to assets involved in ¢bexmission of TF offences through ordinary
judicial means (as contemplated under R.3) beytiodet targeted by UNSCRs 1267 and
1373. However this is somewhat limited in scope tuthe limited scope of the TF offence
itself as elaborated above.
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194. The Hungarian authorities argued during the on-sitgt that the assessment of
compliance with freezing obligations is an integcapart of the supervision procedure of the
authorities. For the financial sector, supervisioagied out by the HFSA include procedures
to verify if the bank is in compliance with all pieions with respect to TF. They further
argued that the supervisory authorities have thesipdity to impose fines for failure to
comply with the freezing obligations or any othenrcompliance with AML/CFT obligations.
The authorities explained that in accordance withHHFSA Act (Section 41 and 47) there is
general obligation for the HFSA to assess the campé, including the reporting obligation
based on the FRM Act and by imposing sanctionshAigh general provisions exist for
monitoring compliance with general professionaligdtions, including compliance with
applicable laws, there are no specific measuregymes to monitor compliance of other
reporting entities under the supervision of othgresvisory authorities with SR Ill. Therefore,
the evaluators are concerned that the MNB, theeSiatx Authority, the Chamber of
Hungarian Auditors, regional bar associations, aegi notary chambers, trade licensing
authority and the HFIU have no statutory powersntanitor effectively the compliance of
relevant reporting entities with relevant legisiatigoverning SR Ill and to impose civil,
administrative or criminal sanctions for their tm@¢ to comply with such legislation.
Authorities further argued that Subsection (2)dBpection 32 of the AML/CFT Act provides
for the appropriate legal basis of supervisory cetapce concerning obligations regarding
freezing orders in stating that: “Service providars required to ensure that their employees
are aware of the provisions of the Act on the Esdarent of the Economic and Financial
Restrictive Measures Adopted by the European Uftlom FRM Act), so that they are able to
proceed in accordance with the provisions contaihedein. It is obvious that in order to
discharge this obligation service providers areuireg to ensure the participation of their
relevant employees in special training program<ofding to the Hungarian authorities this
link between the AML/CFT Act and the FRM Act makitspossible for all supervisory
authorities to assess compliance the service peawigvith the FRM Act as it is in the
supervisory practice. However, the obligation & thML/CFT Act for the service providers
to ensure that the employees are aware of the giooviof the FRM Act considered to be
insufficient in this respect. It is, however, notiddt under Section 261/A of the HCC the
violation of international economic restrictions @ offence punishable with a term of
imprisonment of up to five years. No sanctions hlagen imposed so far for non-compliance
to this provision.

195. In addition, several inconsistencies were iderdify the evaluation team in the sample
rules. Sample rules for service providers perfograommodity trading activities and entitled
to accept cash payments in an amount reaching ogeding three million six hundred
thousand forints makes reference to the Officialrdal of the European Union website and
the sanction lists of the Office of Foreign Assgétmtrol — OFAC. Sample rules for insurance
companies, insurance intermediaries and emploympenision service providers for the
drafting of Rules on the prevention of money lauirdgand terrorist financing only refer to
the general obligation of the insurance sectoefmrt based on the Regulation 881/2002/EC
and Regulation 2580/2001/EC, furthermore, some Bamjfes only refer to the website of the
HCFG. Additionally, some sample rules refer to ofitdate legislation. For example, the
Sample Rules for service providers performing coufityotrading activities and entitled to
accept cash payments in an amount reaching or @xcethree million six hundred thousand
forints refers to outdate provision of the HCC errdrist financing.

Recommendation 32 (terrorist financing freezing @at

196. The HFIU received 12 reports on the basis of Secti® of the FRM Act in 2008 and 4
reports were received in 2009 to 30 June 2009. Ndrteem were reports on the basis of
2580/2001 and 881/2002 EC Regulations.
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197. Section 29 of the AML/CFT Act is also applicabletlwiregard to collecting terrorist
financing freezing data.

198. The Hungarian authorities indicated that they Heylemented all of the measures set out
in the Best Practices Paper for SR Il by way & BUU and domestic legislation described
earlier in this section and that they fully cooperaith foreign jurisdictions. Communication
and co-operation with foreign governments and i@gonal institutions is realised at the EU-
level. Communication with the private sector islis=sl by the EU (e.g. database with
designated persons and entities, EU Best Practmeg)by the national authorities (e.qg.
websites, telephone hotlines, case-by-case coungaliformation leaflets, circulars)

199. For the procedures to authorise access to fundther assets that were frozen pursuant to
S/RES/1373(2001), please see comments above.

Effectiveness and efficiency

200. The Hungarian legal background for asset/fundszingerelated to terrorist financing has
been created by the FRM Act. The implementatiorSBflll relies upon the application of
binding EU legislation and overall coordination dissemination of the lists is unclear. The
authorities indicated that the MFA is responsibler foverall coordination on the
implementation of the asset-related restrictive sueas ordered by the EU and the UNSC,;
however, in practice, the evaluation team was ef dpinion that several authorities are
involved, such as Ministry of Justice, the HFIU atiie HFSA. Therefore, efficient
coordination seems to be lacking.

201. The adoption of the FRM Act is welcomed. Althougle FRM Act provides for the HFIU
to constantly examine and monitor, on its own @tivie, whether the designated persons have
funds or economic resources which are subject tatigms of the EU and the UNSC in
Hungary, the scope of such powers and how theysed in practice is not clear. The practice
is based on examination carried out upon receip ofport from service providers or the
authorities operating asset registrations.

202. In the view of evaluators, the deadline for susjremtransactions (assets) by the persons
and organisation being subject to AML/CFT is refaly short and should be extended
(especially in the case of international transaisjan order to enable the HFIU to perform
comprehensive checks and for the court to issuezifng orders, so as to comply with the
FATF criteria. Therefore, it appears that this isignificant gap in the system in terms of
having effective procedures to freeze terroristiiwithout delay (c. 111.1).

203. Some of the model rules or guidance addressingcegpvoviders are vague or lacking key
elements and could be improved.

204. Some of the interviewed financial institutions doNFBPs were aware of the existence of
such freezing obligations. However, some indicdlted more awareness raising activities are
necessary to understand the necessity of idemgifpiossible connection to the EU or the
UNSC lists. Taking into account the general prengiZiew of the interviewed authorities that
terrorist financing is quite unlikely to occur inuHgary, additional steps should be taken to
raise the awareness.

2.4.2 Recommendations and comments

205. The Hungarian authorities should provide more guigato the private sector, especially
the non banking financial industry and DNFBPs, lo& freezing obligations stemming from
the international standards. The mechanism on missgion of the lists should also be
improved. In particular, the proposed plan to exsmthe system of coordination and
dissemination of lists should be implemented as ssopossible.

206. The sample rules should be reviewed and broughi-date on a regular basis.
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207. The competence of all supervisory authorities omitoong effectively the compliance of
reporting entities with the FRM Act and imposingilciadministrative or criminal sanctions
for failure to comply with the Act should be madear in the AML/CFT Act.

208. The Hungarian authorities should provide a procedor making possible freezing of
funds and assets held by EU-internals in all instarset forth by SR.III.

209. The Hungarian authorities should provide an effectand publicly known national
procedure for the purpose of delisting.

210. The effective national procedure for the purposardgfeezing requests in a timely manner
upon verification that the person or entity is aatesignated person should be established.

211. The deadline for freezing transactions (assetghbyservice providers is relatively short
and should be extended (especially in the caset@fiational transactions) in order to be able
to perform necessary checks.

2.4.3 Compliance with Special Recommendation SR.III
Rating Summary of factors underlying rating
SR PC * Lack of awareness in the non-banking sector ofuUhkeand EU lists

gives rise to concerns of effectiveness of impletausm.

* Within the context of UNSCR 1373, there is no naglomechanism
for evaluation of requests to freeze the funds Wfilternals (citizens
or residents).

* Hungary does not have an effective and publicly vkmonational
procedure for the purpose of delisting.

* Hungary does not have effective national procetlurenfreezing, in g
timely manner, requests upon verification that peeson or entity i$
not designated person.

» The scheme for communication of actions taken unideezing
mechanisms appears to be fragmented and may naite@fectively.

* Apart from the HFSA, there is no clear supervidigrother regulators
of compliance with SR IIl and no clear capacitytbgm to sanction if
the event of non-compliance.

72

* The deadline for freezing transactions (assetsheyservice provider
is relatively short and that this is a significaydp in the system i
terms of having effective procedures to freezeotet funds without
delay.

-
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2.5 The Financial Intelligence Unit and its functionsR.26)

2.5.1 Description and analysis

Recommendation 26 (rated LC in thé'3ound report)

212. The most significant change since ttfer8und report was that, in 2007, the FIU functions
were transferred from the National Police Headeguario the HCFG. Due to the promulgation
of the new AML/CFT Act and with the Government Deeon the organisation of the HCFG
(Government Decree No. 314/2006), the FIU’'s actsitwere transferred to the HCFG
Central Criminal Investigation Bureau (hereinaft€CIB). The legal status, duties and
functions of the HCFG have been stipulated in theXdX of 2004 on the HCFG (hereinafter
referred to as: Act on the HCFG. (See Annex XIX)e HCFG is armed law enforcement and
public administration body supervised by the Mimisin charge of tax policy, and is an
agency of the central body that has nationwidesgliction and operates and manages its
finances independently. The HCFG has customs adtration powers, administrative
powers, crime detection and investigative authgoyers, enforcement and administration
powers, powers on international cooperation issunesother powers laid down in subsection
6 of Section 2 of the Act on the HCFG. In additi@gction 36 (1) of the ACP provides that
the Police (NPHQ) shall be the general investigagaoithority, but subsection (2) thereof
defines the scope of crimes, including ML, where HCFG has authority. The higher-level
unit of the HCFG is the Directorate General of HHEFG (hereinafter: the Directorate
General). The Head of the HCFG is the Commissiomkg, is the superior officer for the staff
of the HCFG. (Section 1(3) of the Act on the HCFG)e Commissioner is independent in
and responsible for managing the Directorate Géndirgcting and controlling the middle-
level and lower-level units within the frameworktbe effective laws and other legal tools of
government control. The CCIB is the central midélel unit of the HCFG's law
enforcement activity. The tasks and scope of coempet of the CCIB are laid down in the
Government Decree 314/2006 (XI1.23) on the orgditisaof the HCFG and on the selection
of the proceeding organs (See Annex XVI). Perforceanf the responsibilities defined under
the AML/CFT Act and the FRM Act for the authoritycting as the FIU are two of
responsibilities of the CCIB (For other respongile of the CCIB see Section 7 of the Gov.
Decree 314/2006).

213.The new FIU was set up and has been operatione¢ sib December 2007 within the
organisation of the CCIE. The department consists of three units: the ArgllyUnit, the
International Unit and the Administration Unit. fie time of its establishment the HFIU had
staff of 12, although no staff from the previou&JFbined the new HFIU. The previous FIU
later became the Asset Recovery Office in the NPHQ@rder to familiarise themselves with
the AML/CFT system, the investigators of HCFG, wiaal experiences in investigating ML
crimes, shared their expertise with new staff ofitHFTraining was also provided by the
prosecutors, criminal law experts of the Universibg by the previous FIU. Furthermore, the
head of new HFIU, who had been familiar with AMIsuies (having previously worked in the
Ministry of Finance), provided training for the Fiiaff and as well as for reporting parties
(including the manner of reporting).

0 The Central Criminal Investigation Bureau, under It of the Commander of CCIB, consists of differespgadtments
such as the Hungarian Financial Intelligence Uh#, Coordination Department, the Department of Serkinancial Crimes
I, the Department of Serious Financial Crimes |k fBusiness Support and IT Department, the Legal Athtnation

Department, the Department for Serious Crime, theatenent for Human Resources, and the Departmeimtilligence.
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Table 12: Organisational structure of the HCFG

Organizational Structure of the HCFG

Directorate for Directorate for
Enforcement Supervision of
Detection

CentrakHungarian Reg. Inv. Office - Budapest.
Southern-Flain Re g. Irv. Office - Kecskems
Mothern-Plain Reg. Inv. Office - Myirsgyhaza
‘Martherr-Hungarian Reg. Inv, Ofice - Eger
MWestern-Transdanubian Reg. Inv. Office -
Gyor

Southern-Transdanubian Reg, Inv, Office -
Pécs

Centrak Transdanubian Reg. . Office -
Szekasfehérvar

214. The tasks/competences and procedures of the HFUhat down by the following laws
and regulations: the AML/CFT Act, the FRM Act, Aoh the HCFG), the Gov. Decree
314/2006 and the Council Decision 2000/642/JHAtKia context of EU FIUs); and by the
following internal rules: the Order of the Commisser of the HCFG and the General
Methodology Guidance (that determines the detaitgdrnal rules of handling an STR,
carrying out the analytical work, disseminatingoimhation, etc.), Statistical Methodological
Guidance and the Methodological Guidance on Fisftéstrictive Measures.

215. According to subsection (1) of Section 3 of the AKIET Act, the authority operating as
the financial intelligence unit is a departmenttioé HCFG appointed under specific other
legislation and functioning as the national finahantelligence unit.

216. The tasks and competences of the HCFG CCIB, amongrsy are to fulfil the tasks
determined in the AML/CFT Act of the financial illigence unit and to perform the tasks
ordered in the FRM Act (Subsection (e) and (f) ekct®n 7 of the Government decree
314/2006). The HFIU was appointed as a departnietiteoHCFG CCIB by the Order of the
Commissioner of the Directorate General of the HGB@erform the tasks of the authority
acting as a financial intelligence unit.

217. The HFIU is the national centre for receiving, gsalg and disseminating disclosures of
STRs and other relevant information concerning sctggl ML and TF activities. The
obligation to report STRs is always linked to thEIH both for financial and non-financial
institutions.

218. According to the AML/CFT Act, the HFIU is authoriéo disseminate information to law
enforcement authorities, the public prosecutorionat security service and foreign FIUs for
the purposes of prevention and combating moneydiexiing and terrorist financing, and for
the purpose of detecting 8 offences (criminal afeenof terrorist act, unauthorised financial
activities, money laundering, failure to comply lwthe reporting obligation related to money
laundering, tax fraud/tax evasion, embezzlemeatdror misappropriation of funds).

219. The method of reporting is stated in subsectiorf $extion 23 of the AML/CFT Act.
Section 23 (3) statesService provider shall forward the report to thetaarity that operates
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as the financial intelligence unit in the form ofpeotected electronic messageabout the
arrival of which the authority that operates as fir@ancial intelligence unit in the form of an
electronic message shall notify without delay #rise provider that forwarded the repdrt

220. In regard to providing the service providers withidance regarding the manner of
reporting, the Hungarian AML/CFT regime is a twafadystem. The supervisory authorities
are obliged to release model rules that lay dovpolbgies on unusual transactions and the
HFIU releases a semi-annual report which servegudance in order to improve the
reporting mechanisms of service providers. As fag@dance for electronic reporting system
is concerned, written detailed technical guidareeriovided for reporting entities on the
HFIU's website and designated members of the HFHdvide an oral helpdesk for
representatives of reporting entities.

221. The HFIU has a link on the HCFG’s webéitand this link contains easily accessible
information (AML/CFT, Financial Restrictive Meassre Cash Control, and FATF
Recommendations etc.), reports and downloadablendects. Typologies and statistics are
included in the reports published by the HFIU. Thedel rules for service providers being
subject to supervision of the HFIU are also avédain this website. Other information such
as information on the protected electronic repgrgstem, the legal background, financial
restriction measures and useful links are alsdatvaion the website.

222. There are model rules issued for every reportirtijyesector. The HFSA has issued model
rules for financial sector, insurance sector, itwest service providers, funds, money
changers and pawnbrokers. The HFIU has issued molgsl for accountants, tax advisors,
tax consultants and the real estate sector. Otngergisory bodies (for auditors, traders,
gambling etc.) have issued similar model ruleslieir sectors. The model rules also contain
the following annexes: typology of unusual tranged, reporting form, identification form,
contact details of the HFIU, reporting form for tmeasures to freeze assets, etc.

223. The 3 round MER recommended that an electronic STR tgpsystem was put in place
which system has now been implemented. Howeveingluhe on-site visit the evaluators
were concerned that the new electronic reportirsgesy might be a barrier on the reporting
of STRs by DNFBPs, particularly lawyers and notgrieoncerns were also expressed by
representatives of the banking sector over thetiumality of electronic reporting, stating
that the system seem to be created for the indisdather then meeting the needs for larger
legal entities. Furthermore, concerns were expdesdmout the user-friendliness of the
electronic reporting system.

224. The evaluators were advised by the Hungarian atig®rthat the electronic reporting
system required no IT developments from reportingties; a single internet access is
required exclusively. From that point of view tha&roduced electronic reporting system
assists smaller reporting entities such as DNFBRs.Hungarian authorities pointed out that
the introduction of the electronic reporting systésna step forward in improving the
effectiveness of HFIU since the information sentrégorting entities is stored automatically
in the STR database and no human resources is céedmpy the STR data from paper
format to the STR database. The HCFG has proviadedthear option for larger reporting
entities: the general form with reduced contenetbgr with the relevant XML file. This
option provides more user-friendly reporting coiadis (technically speaking), but requires
certain IT developments. This issue is further etated under R.13 in this report.

225. The authorities indicated that the HFIU has diesttess to the following databases:

» the STR (FIU) database (only available for thefsiththe HFIU and the Commander
and Deputy Commander of the HCFG CCIB);

1 www.vam.hu/pio
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A\

the national criminal record database (which costéiie criminal records, if there are
any, of all Hungarian citizens and foreigners isesaof a legally binding penalty
being given by a criminal court acting in the temy of Hungary, and immigration

data);

the customs investigating database and IT casegearent system (which contains
all ongoing investigations concerning criminal offes or contraventions investigated
by the HCFG);

the database of stolen vehicles and documentsegdgetrsons;

personal data and home address registry (contipsraonal information including
date of birth, mother’'s name, pictures, numbeDo€ard, passport etc.);

company register (which contains all relevant infation of companies such as seat,
members, business activity, financial data;

land register;
motor vehicles register;
custom records (databases):

» NCTS: The New Computerised Transit System is a Europgde system,
based upon electronic declarations and proceskhiig.designed to provide
better management and control of Community and Comnransit;

= CDPS:(Custom Data Processing System) contains the ekppdrt customs
clearance of the legal entities and individualsritto the thirds country;

= AFIS: Member state authorities may also exchange infoomatirectly, by
using the AFIS mailing system operated by the Ol(BEropean Anti Fraud
Office);

= CIS: the CIS developed by the Commission is to prombé&disclosure of
irregularities and frauds related to customs adfagriculture and illegal drug
precursors;

= CEN: CEN is an internet database, operated by the WE€@ontains the
general, statistics data and arrest of cigaretlesgs etc. CEN does not
contain personal data;

= ARUREG Database of the transferred goods

= ETR ETR system contains the licence of the legal estiand individuals
who have custom registration number;

» GTR GTR system contains the detailed data of the legdities and
individuals who have custom registration number

= D&B: international company register;

» Raban contains the registration of the unusual exploret (cigarettes, drugs
dat3;

» HUFO Systemcontaining cash declaration forms with regardash control.

The authorities further indicated that the HFIU &iaso restricted direct access to the police
database (which contains all ongoing investigatiamcerning criminal offences or
contraventions investigated by the Hungarian Policthe HFIU identifies any match in the
Police database during its analytical work, the WFan obtain more information (e.g.
statements of the individuals, etc), by referemcthé police via phone or officially in written
form. The head of HFIU is authorised to sign suekcuest. In addition, the evaluators were
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advised that the HFIU has indirect access (upona®t) to records on bank accounts, CDD
and transaction history which are stored by repgréntities upon request to them and to tax
administration data upon request to the HungarenAuthority.

226. The customs information that is exploited by thelBHBuring its analytical work and in
international information exchange is regularly armh the basis of received feedbacks—
successfully shared with foreign FIUs (upon reguEke only precondition for requesting
financial information stored by reporting entitissthe emergence of any information, fact or
circumstance indicating money laundering or testdiinancing. It has to be pointed out that
the emergence of such information, fact or circamsés can take place on the side of the
HFIU or on the side of a foreign FIU (if it is iredited and grounded in its request). The same
mechanism is applicable for information held by aahorities.

227. Comparing the former legislation with the presesgidlation it is visible that having
access to customs and tax information by the Fl& new element of the present legislation.
Hungarian authorities expressed that they havefibethdérom these new provisions and both
the tax and customs information have supportedifgigntly the HFIU’s (and the foreign
FIUs’) analytical work and had a direct positivepaat on effectiveness.

228. Although the HFIU has direct access to most of thlevant databases, they would,
however, benefit from unrestricted direct onlineess to all police databases. This restricted
access was developed in the first half of 2008 a@pyulying this tool became a compulsory
element of the data conciliation process (as Iaid down by the General Methodological
Guide). The Hungarian authorities indicated thag tieasons for currently having only
restricted online direct access to the police degabs due to the strict data protection regime
in force. Data processing is only legitimate fospecific well defined purpose. Taking into
consideration the very short period for suspendiagsactions (1 working day in the case of
domestic transaction and 2 working days in caseastefnational transactions (see sections
2.3 & 2.4 above), then the indirect access to eeiepolice information might become an
issue regarding the performance of the HFIU's aiwlfunctions (although so far, according
to the Hungarian authorities, this has not creatgdproblems). (The number of STRs where
transaction have been suspended by service previdas 33 in 2008 and 20 in 2009)
Furthermore, the HFIU does not have direct acaegsformation on law enforcement covert
investigations (due to the data protection andestatrecy provisions). The above mentioned
safeguards, together with the fact that currertére is no electronically accessible database
containing information and data gathered as igiefice (in the course of covert investigation)
disables the HFIU to have direct access to sudrnmdtion. However the HFIU is authorised
to have indirect access if its request is legallyharised, justified and explained, however,
they indicated that such information is rarely rested.

229. The powers to request information, in the evenbbfaining any information, fact or
circumstance indicating ML or TF, from the tax astoms authorities are set out in Section
23 (7) of the AML/CFT Act. However, this Sectionpaars to only authorise the HFIU for
indirect access to information from tax and cust@uthorities in order to undertake its STR
analysis function. The authorities indicated thet aiccess to tax and customs secrecy are
granted in both the sector-specific and AML/CFT dawvhilst the access to the information
not protected by tax and customs secrecy held hgroauthorities (administrative, law
enforcement) are regulated in the Article 34 anadBthe Act on HCFG. This also applies in
the cases of foreign requests. The evaluators ribsgdSection 35 of the same Act provides
the HCFG with the possibility to access persontad gaocessed by other bodies — as specified
by law —and to request data, in order to perfosnciime detection and enforcement tasks,
from:-

» the bodies that register personal data and addresse
» the basic national registers of vehicles and dsiver
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» the registers on persons subject to measuresctagiriheir travels to abroad and the
registers concerning passports,

» the criminal register system as defined in sepdeateand the register of criminal
and enforcement biometric data,

regardless of the limitations of general work sclesl as well as from the register of persons
held in penalty institutions by taking into accotim¢ general work schedule. The evaluators
also note that in the Methodological Guide conaggrihe tasks relating to the reports lodged
by service providers in accordance with the AML/CKGt indicates ways in which the staff
of the HFIU will request information from the rebaw authorities such as the HSFA, the
Court of Registry, the Immigration and Citizenskffice, the land offices, the cadastre etc.
when the completion of an analytical task so rexuiil herefore, it can be inferred from those
provisions that the HFIU has indirect access to enams domestic authorities in order to
undertake its STR analysis functions.

230. It should be noted that the essential criterior3 28quires that the FIU should have access,

directly or indirectly, ora timely basisto the financial, administrative and law enforceine
information that it requires to properly undertatsefunctions, including the analysis of STRs.
Access to the information is considered timely reaponse from another agency is provided
in a time frame that does not impede the analypcatess. There are no provisions on time
frame of how rapidly the information should be pdmd to the HFIU. Considering the very
short timeline in which the analysis process hasetaindertaken, especially in cases where a
transaction has been suspended (see sections 2.3 &bove), the evaluators had serious
concerns about whether the indirect access to gadhéormation is an impediment to
undertaking its analytical function effectively.tAbugh the Hungarian authorities explained
that the absence of clear provisions does noteraay problems in practice and that the
inquiries to the police are answered on a timelsidyghe evaluators were not provided with
any statistics illustrating the average response tfrom police authorities. Therefore the
effectiveness of these processes could not be atealu

231. According to subsection 6 of Section 23 of the AMET Act, in the event of obtaining

any information, fact or circumstance indicating ML TF, the HFIU, acting either under its
own initiative or in order to fulfil the requestsade by an authority operating as a foreign
financial intelligence unit, is authorised to makeequest to service providers for data and
information that are considered to be bank secpatgnent secrets, etc. as well as additional
information, the release of which the service pdevs may not deny. The wording of Section
23 (6) of the AML/CFT also covers the situationsanhsubjected entities have not submitted
an STR previously. The Hungarian authorities ditl maintain statistics on the number of
requests sent to service providers according tesemilon 6 of Section 23 although they
roughly estimate that the HFIU sends a requestésiguto reporting entity/entities in
approximately every second or third STR received.

232.There are, however, no clear provisions in lawegutation to ensure that such information

is obtained in a timely fashion. Considering theyvshort timeline in which the analysis
process has to be undertaken, especially in caseanaaction has been suspended, the
evaluators had serious concerns about whether ienae of such provisions might not
become an impediment for undertaking its analyfigattion.

233.According to Section 26 of the AML/CFT Act the HFIId authorised to disseminate

financial information obtained under this Act tdhet investigating authorities, the public
prosecutor, the national security service or ahaity operating as foreign FIU. The former
AML Act was rather restrictive from the aspect idsggmination since the information could
be used only for anti-money laundering purposesvéver, the new AML/CFT Act (Section

26) gives the legal authorisation to disseminageitifiormation for the purpose of prevention
and combating money laundering and terrorist filramcand for the purposes of the detection
of acts of terrorism, unauthorized financial a¢tes, money laundering, failure to comply
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with the reporting obligation related to money ldarng, tax fraud, embezzlement, fraud and
misappropriation of funds. The procedures for digeation are described in the General
Methodological Guide (prepared by the HFIU itsétfithe AML/CFT Act. The decision for
dissemination to the HCFG is taken by the commafaledeputy commander) of the HCFG
CCIB upon the proposal of the head of the HFIU. ey, the decision on dissemination for
supporting criminal investigation handled by thédigeis taken by the head of HFIU.

234.The HFIU is authorised to disseminate informatiartiee basis of the Section 26 paragraph 1
of AML/CFT Act. The dissemination STRs are allochie five categories:

1. Initiating covert investigation: the HFIU serttle analysed case to the law enforcement
authorities in order to commence a covert invetiigaon the basis of the collected and
analysed information. (In 2008 — 55 STRs; In 20894)

2. Supporting covert investigation: the HFIU seride case to the law enforcement
authorities in order to support an ongoing covevestigation. (In 2008 — 1345 STRs, in
2009 — 545 STRs)

3. Initiating open criminal investigation: the HFI&kend the analysed case to the law
enforcement authorities in order to commence am @pieninal investigation on the basis
of the collected and analysed information. (In 20A8 cases with 30 STRs, including 6
money laundering cases: in 2009 — 24 cases witBiTéSs)

4. Supporting open criminal investigation: the HE&hds the case to the law enforcement
authorities in order to support an ongoing criminakstigation. (In 2008 - 109 cases with
190 STRs; in 2009 — 61 cases with 281 STRs)

5. Sending information to foreign FIUs: the HFIUrmes out spontaneous information
exchange and responses to requests.

235. Nevertheless, comparing the data on disseminatic®T&s in 2008 and 2009 it can be
concluded that the proactive side of the HFIU hassierably improved. Improvement is
visible in initiating open criminal investigatiobut the changes in the figures of initiating
covert investigations are more considerable. 8266 STRs were disseminated for initiating
covert investigations, whilst 354 STRs in 2009. Therease of these figures accompanied
with the decrease of the figures of supporting cowevestigations. According to these
statistical data it might be concluded that the leaggs has been moving from the reactive side
to the proactive side, i.e. the law enforcement@auties carrying out covert investigations are
more relying on the cases analysed and dissemitgtélde HFIU, instead of using the STR
database by them as a source of possible informatio

236. The authorities also indicated that the dominatbmeactive dissemination in 2008 might
have been the result of the structural changesUnfictions, as a completely new FIU has
been set up in a new legal environment (new AML/@¥€T), with new functions.

237. The HFIU could provide the evaluation team withtistecs on results of disseminated
STRs only about the year 2009. The tables belowvhe result of STRs disseminated for the
purpose of initiating and supporting covert invgations (first table) and for the purpose of
initiating and supporting open criminal investigati(second table) in 2009 broken down by
their procedural status in July 2010.
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Table 13: STRs disseminated by the HFIU for initiaihg/supporting covert investigation in 2009

Ongoing open
Closed or no cover] Ongoing covert criminal
investigation investigation investigation Total
STRs STRs STRs STRs
Tax fraud 326 64 431
Tax fraud and money laundering 27 137 99 263
Tax fraud, fraud and money laundering 24 93 117
lllegal trafficking of excise goods,
smuggling and money laundering 3 3
Tax fraud, smuggling and money
laundering 85 85
Total 490 341 899

Table 14: STRs disseminated by the HFIU for initiaihg/supporting open criminal investigation
in 2009

No open criminal
investigation

Ongoing open criminal
investigation

Closed criminal
investigation

Proposal for
indictment

Total

STRs

Cases

STRs

Cases

STRs Cases

STRs

Cases STRs

Cases

Tax fraud

27

7

220

28

19 5

3

3 269

43

Tax fraud and money
laundering

31

6

5

3 36

Fraud

33

12

4

4 40

18

Fraud and money
laundering

3

3

Money laundering

Tax fraud and fraud

Unauthorised financial
activity

Embezzlement

Misappropriation of fundg

Tax fraud and unlawful
acquisition of economic
advantage

Bribery and money
laundering

Criminal bankruptcy and
money laundering

Total

41

15

296

54

19 5

13

11 369

85

238.

239.

The current HFIU has been operating since th® D&cember 2007. Accordingly, its
operation and effectiveness can be evaluated obdbes of the years 2008 and 2009. The
overall number of STRs disseminated is satisfactblgwever, tables 12 & 13 show a
preponderance of tax related information. The nunob&€ommon crime and organized crime
related ML cases is disproportionably low. Thisates the impression that not enough effort
is made to detect and fight serious common crirtaga@ ML, which is the primary goal of an
AML/TF regime.

As the HFIU is one of the CCIB’s structural unité, conducts neither covert
investigations nor open criminal investigationseTHFIU performs analytical works within
the field of criminal prevention. Regarding its éions, the HFIU shall be considered as an
administrative type of FIU, however, regardingsitsictural allocation within the organisation
of the HCFG, as it is one of the units of a bodyiha investigative competence, the HFIU
shall be considered as a law-enforcement type 0Of Rlccording to this duality, there are
certain subjects in which decision-making is defeddo the Commander of the HCFG CCIB
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and, in this respect, the Commander (or Deputy Cangar) shall be considered as the Head
of the HFIU, however, the Commander is the leadéne@whole HCFG CCIB. In other cases,
the head of the Unit (HFIU) is empowered to brirgidions.

240. The appointment procedure of head of the HFIU #evis. As a first step, the candidate
shall take part in an interview conducted by a Bpaf which the Commander is a member.
The candidate shall meet certain criteria e.g.dfedidate must have (1) several years of
professional experience in AML/CFT matters, (2)efgn language proficiency (English is a
must, other languages are advantageous), (3) megtalification (i.e. law degree, police
collage degree, degree in economics), (4) goodopalsskills and abilities (e.g. written and
oral communication skills, creativity, reliabilitynanagement skills, etc.), (5) concrete views
and opinion on the tasks of the HFIU. After a sestd interview, the candidate shall be
subject to a security examination carried out ke Mational Security Office of the Republic
of Hungary. After a successful security examingtithe candidate shall be appointed by the
Commander. The appointment procedure for the Corderars similar to the procedure
explained at head of the HFIU with the followingdfeliences. The Commander is interviewed
by a temporary board which is led by the Commissiaof the HCFG. The candidate must
meet a broader criteria list and the security eration is stricter. The Commander is
appointed by the Commissioner of the HCFG. Theneoire-determined time frame for a
term of office for either the Commissioner of th€H5, the Commander of HCFG CCIB or
the head of the HFIU. Furthermore, there are negsedrds in place to prevent the unilateral
dismissal of the head of the HFIU, the Commissi@mfahe HCFG, or the Commander of the
HCFG CCIB. The head of the HFIU and the HCFG CCH de replaced, dismissed or
reappointed to another position by the Commissiafieghe HCFG. This is also valid for the
other staff of the HFIU. The Commissioner of the&; who is appointed by the Minister of
Finance, can also be dismissed by the same minidterefore, it could be concluded that the
HFIU is not completely protected from the undudueahce or interference.

241. Being the structural unit of the HCFG CCIB, thengpear to be some deficiencies
regarding its operational independence and autondimgre appears to be no clear provision
in legislation or internal regulations of the HCHEf&ting that the HFIU or the CCIB are
independent units. The HFIU does not have its inddpnt or allocated budget, neither has
the head of the HFIU any overview of the budgebaated for the HFIU. However, the
Hungarian authorities indicated that the head efHFIU has a right to make proposals to the
head of CCIB regarding the need for resources laacthe absence of independent budget has
created no issues so far. As was mentioned alioxe,heads (The Commander / deputy
Commander of CCIB and the Head of the HFHU@ responsible for the HFIU. The Head of
the HFIU is liable for the professional activityxéeution of the AML/CFT tasks laid down by
the Hungarian AML/CFT Act and the internationalngtards, direction and management of
the Unit) of the HFIU, therefore, all decisionsdrgding to this subject are made by the head
of the HFIU. The Head of the HFIU is required tpod to the Commander of the CCIB on
the professional work and performance of the HHlke Commander of the CCIB also makes
decisions on the issues related to recruitment#smdissal of the staff of the HFIU, however,
the head of the HFIU is in a position to make pesgh® related to those matters. The staff of
the HFIU can be repositioned by the Commander olBC& Commissioner of the HCFG.
The evaluators were advised that such situatione keken place in practice, however, the
HFIU has benefitted from this as the additionalffsteave been allocated to their unit
(especially in the starting phase of the HFIU). Badaries of the head of the HFIU and the
staff are stipulated by the law. However there ame flexibility based on performance
indicators etc, and in those cases the CommanddedfiCFG CCIB is in a position to take
the relevant decisions. The salaries of the stath® HFIU are considered to be at the same
level to other staff of the HCFG, depending on thak, performance, work experience,
language skills etc. The evaluators were not pexvmdith any evidence indicating the average
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salaries of the staff of the HFIU in comparisonhnthe other staff of the HCFG, law
enforcement agencies or financial sector.

242. The STR database is available for the staff ofHR#U and the Commander and Deputy
Commander of the HCFG CCIB. Regarding disseminagfanformation, head of the HFIU is
empowered to disseminate information to foreign &lahd to the police for supporting
criminal investigations. In any other cases, sugldiasemination to the HCFG, or initiating
covert or open criminal investigation by police, dissemination to prosecutors or national
security office, etc., the decision is made by @@mmander of the HCFG CCIB. When
analysing a report, if the HFIU finds out that het investigationcovert investigationpy
another authorityis needed, the head of the HFIU makes a propos#hisoeffect to the
Commander of the HCFG CCIB. To support this, ttepoasible officer prepares two separate
memos, one for the head of the HFIU, proposingttatFIU should suspend the procedure,
the other one for the Commander of the HCFG CCI&ppsing the transfer of the issue to
another relevant authority (either to other departmof the HCFG or to any Police
Department). The head of the HFIU is in the positm make decision upon the case: either to
propose the case to the Commander for disseminatido refuse it. If the Commander of
HCFG CCIB approves the proposal, it is disseminaiéds procedure applies in cases where
there is a match or correlation with any criminalvastigation handled by any other
organisational unit of the HCFG CCIB or the politee general investigation authority). In
order to transfer the report in such cases theoapprof the Commander of the CCIB is
needed. The procedure is the same while transfertire information to any other
organisational unit of the HCFG CCIB, the Regiolmestigation Office of the HCFG, any
other investigation authority, prosecutor or thetiamal security service for criminal
investigation of 8 offences including ML and TF.€Tlkvaluators were concerned that the
Commander of the HCFG CCIB, who is also the headeoftral investigation unit of the
HCFG, is making both decisions — regarding theeatiissation and also, regarding the further
status of disseminated case (whether to startvasiigation or not).

243. The Hungarian authorities were not able to proads statistics demonstrating how many
cases (if any) the Commander of the HCFG CCIB exfus disseminate the case or refused to
start an investigation. Furthermore, there are noggquures in place for the head of the HFIU
to challenge a decision not to investigate or dissate a case.

244. In human resources matters and IT and other bagkgrssues giving technical or other
kind of assistance to the HFIU, the head of thelHR&s only initiative roles and powers.
Final decisions are taken by the Commander of {tGEGI CCIB.

245. According to the structure of the HCFG the CrimiDalectorate (as a high level organ of
the HCFG) carries out supervision above the crimingestigation service of the HCFG
including the CCIB and 7 regional investigatingicdk. Hence, the HFIU itself is also under
the general supervision of the Criminal Directorathout having the latter access to the STR
database and information processed and possesstgtk byFIU. The Criminal Directorate
examines the work of the HFIU from the followingimpioof view: (1) regarding compliance
with the applicable domestic and EU legislation) ¢@ncerning the effectiveness and
efficiency (e.g. how many investigations were atiéd or supported by STRs) of the HFIU.
However, no results of any such examination wersatestrated to the evaluators.

246. Therefore it appeared to the evaluators that tlzel lné the HFIU is not in a position to
individually take all important decisions regarditite operations of the HFIU (powers of
decision-makings explained above, human recoutsgdgetary issues etc). Moreover, the
legal framework does not provide clear terms amtgss for dismissal the head of HFIU.

247. Rules on security of information are set out int®ec26 of the AML/CFT Act. The HFIU
is subject to the provisions on prohibition of disure. Thus, the HFIU is obliged to handle
STR data as confidential information. This protdcieformation can exclusively leave the
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HFIU on the basis of the Section 26 of AML/CFT Alet.order to ensure the secure process of
dissemination, the HFIU uses the couriers of thd=BCThe case materials are placed in a
sealed envelope, handed over personally and tlegptfor handing over the case is required
from the receiving party. For securing the datairem or disseminated from/to foreign FIUs,
the HFIU uses the Egmont Secure Web and appliessémee security standards and
procedures as for domestic information. In addjtasnoted above, the STR database is only
available to the staff of the HFIU and the Commaratel Deputy Commander of the CCIB.
To ensure that staff is suitable for the positio @o not pose a security risk, all personnel
undergo a security check undertaken by the Sec8etyice (repeated after every 5 years).
The evaluators were informed that no incidentseatisity breach have been indentified so far.
The staff of the HFIU are also required to recéraeing on data protection. The maintenance
of the IT network and database of the HFIU is piedi by the IT department of the HCFG.
This includes audits and security checks. Howewemesults of such audits were provided to
the evaluators. The Hungarian Authorities indicateat the information stored by the STR
database (HFIU database) is not seen — in compliaitt the prohibition of disclosure — in
any form by the IT Department of the HCFG. The a#fi of the Criminal Directorate of
HCFG, who performs the IT expert and webmasterstasintrols the STR database logs
(checking log-infaccess permissions, time and ledsinquiries, types of document
generations, etc.) in respect of the HFIU's stéfé/she carries out the controls upon the
request of the head of the HFIU, but he has nosactethe content of STRs except from the
database logs.

248. The evaluators were given the opportunity to wis& premises of the FIU during on-site
visit to have a general overview concerning the gabtection resources. Several measures
have been adopted for the objective of data priotect

a) the CCIB is located on a separated part of theling|

b) the electronic locks of doors can only be opendth wards of employees and
superior officers;

c) all computers in the HFIU are accessible only bpgipersonal passwords;

d) computers are protected with firewalls and insthlléth antivirus software;

e) queues to the STR database are logged. The evalwetoe told that the head
of the HFIU and heads of groups check the queuesregular basis in order to
identify possible misuse of the system. No sucladiies have been identified.

249. Subsection 5 Section 29 of AML/CFT Act requires tHEIU to publish designated
statistics on its official website annually.

250. The AML/CFT Act does not explicitly require the @aking of periodic or annual reports.
However, subsection 10 of Section 23 of the AML/CA&Gt requires that information on the
efficiency of the reports and its proposals in ofteimprove efficiency shall be published on
its web site semi-annually, and subsection 5 ofi&e@9 of the AML/CFT Act lays down the
obligation of publishing statistics which have te mmaintained by the HFIU on its official
web-site annually.

251. Accordingly, the HFIU releases annual reports amashriual reports. Both reports cover,
inter alia, statistics, typologies, updated gengfarmation.

252. The last biannual report released in August 2008isted of the following chapters:

Summary of the AML System and the HFIU;
Statistics;

The Reduction of the Number of STRs;
Deficiencies in CDD on the basis of STRs;
Confidentiality in the Procedures of the HFIU;
Feedback for Service Providers;

Protected Electronic Reporting System;
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» STR-Typology;
» Supervisory tasks of the HFIU.

However, due to the lack of constant feedback filoenlaw enforcement authorities the HFIU
does not keep, and was therefore unable to pubfisdijstics on the results of STRs
disseminated for supporting or initiating covenastigations or supporting ongoing criminal
investigations. However, for the purpose of thisleation, the HFIU collected statistics on
the result of disseminated STRs in 2009. The dstaditatistics are broken down by the
purpose of dissemination (criminal offences) aredgrocedural status.

253. Pursuant to the legal changes in the FIU functibae,former FIU was disconnected from

the Egmont Secured Web since it stopped functioaggn FIU. At the beginning of 2008 the
HFIU applied for membership in the Egmont Groupe THFIU as a new unit has been a
member of the Egmont Group of Financial Intelligendnits since the Working Group
Meetings of Egmont Group held in Santiago de ChildMarch 2008. It has access to the
Egmont Secured Web and the Commissioner of the HElf@d the Commitment Letter of
the Charter of the Egmont Group. The HFIU receiaed sends requests via the Egmont
Secured Web and it also takes part in the work@Bgmont Working Groups.

254. Regarding international information exchange, ttt@UHis exclusively authorised to send

data and information acquired on the basis of tNLACFT Act to foreign FIUs that are able
to guarantee equivalent or better protection fahsdata or information than the protection
afforded under Hungarian law.

255. There are no further restrictions on exchangingrinmation with other FIUs. It is positive

that the HFIU has an ability of sharing financiaformation with foreign FIUs even without
formal rogatory letter. The HFIU can provide othéiJs with any data and information,
including banking and law enforcement informatitm2008 the HFIU received requests in
142 cases from foreign FIUs via ESW and sent spewtas information exchange/requests in
336 cases. In 2009 the HFIU received spontaneocimsmation exchange/requests from
foreign FIUs in 234 cases and sent spontaneousmation exchange/requests to foreign
FIUs in 368 cases. The HFIU gave its prior con$anthe foreign FIU in order to disseminate
the information sent previously in 84 cases in20@9. (This figure is not available in the year
2008.). The HFIU does not disseminate any inforomateceived from foreign FIUs without
having its prior consent.

256. In the last quarter of 2008 the HFIU received lue=q from INTERPOL, 2 requests from

257.

Recom

258.

the police and 1 request from the other bodieshef HCFG. (The HFIU has only been

collecting statistics on these figures since Oat@®®8). In the period of 1 January 2009 — 30
June 2009 the HFIU received 9 requests from INTERP@ requests from the police and 8
requests from the other bodies of the HCFG. ThelHfesponse to the requests from the
police and HCFG are considered as disseminatioimfofmation (in accordance with the

Section 26 of the AML/CFT Law) in order to suppopen criminal investigations. However,

no statistics were kept on average response tildeigher does the HFIU use a special
feedback form in order to receive feedback on thefulness of the information. Therefore
there is no information available whether thoseelsinations resulted in any prosecution or
conviction.

The provision of international information excharage laid down by the AML/CFT Act,
the Council Decision 2000/642/JHA (in the contekEt FIUs), the Order no. 123/2007 of
the Commissioner of HCFG, the Charter of the Egntardup and the General Methodology
Guidance (that determines the detailed internasraf handling an STR, carrying out the
analytical work, disseminating information, etc.).

mendation 30 (FIU)

The HFIU appears to be adequately staffed. As wationed in the general description
under Recommendation 26, the HFIU has three diifegroups which is a suitable
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organisational structure to assure fulfilment o¢fital legal duties. In the 2008, the number of
HFIU's staff was gradually grown. As no staff fratime previous (police) FIU joined the
HFIU, in order to make the HFIU operational, cussowfficers were commanded as
secondments from other departments of the HCFG nlingber of seconded employees was 4
and total number of HFIU staff was at this time 22008 the total number of staff reached
to 28 (of which 2 officers were commanded). In 28@9 number of budgeted positions in the
HFIU was 33 of which 31 were filled (all of the Btdeing permanent). 26 persons are
responsible for analytical work, 8 of them alsofpen supervisory tasks and 7 are also
responsible for international information exchanggersons are exclusively responsible for
administrative work. Members of the HFIU have vdrigackgrounds and skills (lawyers,
economists, accounting experts, officers with neidel education). Some of them are customs
officers with investigative or administrative bactignd, some of them came from the central
administration or other authorities, new entrangseralso hired.

259. The Hungarian authorities mentioned several adgastas a result of the transfer of the
FIU function from police to the HCFG. Although imdiately after the transfer there was a
clear setback in regards of the competence of ttf& shey now consider that the staff has
reached sound professional standards. In compavigitnthe previous NPHQ FIU, which
also performed an investigative function, the Higlhes not and therefore can concentrate on
its analytical work. Furthermore, the authoritiee af the opinion that the HFIU is able to
provide more comprehensive statistics (though treuators have some reservation in this
regards) and international cooperation is consttieméhave been improved. Moreover, as the
HFIU now has supervisory tasks it was considered ttis has had a positive impact on the
AML/CFT system. However, in the view of the evaluat to date the supervisory functions
have not had a significant positive impact on tbenbers of STRs received from the sectors
under HFIU supervision.

260. The HFIU appears to be adequately funded and pedvidith sufficient technical and
other resources to fully and effectively perform functions. In spite of not having its
independent budget, the representatives of the Hikdi¢ated that they are currently able to
undertake all functions with the current resourddse HFIU received 5,433 STRs in 2009
and has 26 analytical staff. Considering the flaat &ll STRs are being analysed the workload
for each analyst per year is approximately 200. FIR&J is situated in a modern building and
has good working conditions and IT equipment. Ambers of the HFIU have their own
computer and have access to the STR databaselardiotectly available databases.

261. All members of the HFIU seem to have appropriatacational skills required for its
position; nevertheless, some of them also atteglenieducational institutions or universities
in order to obtain a second diploma. According hie internal decrees of the HCFG all
commissioned officers are required to start thenimg School of the HCFG within 3 years of
the starting date of service. This provision orde3smployees to start the special training of
HCFG.

262. The HFIU regularly (at least once each two weekgpwoises training for its staff with
regards to the fact that the educational componéiihe staff is relatively diversified and
there are experts on all important areas in thd & combating money laundering such as
lawyers, tax consultants, economists etc. Furthegntbe staff of the HFIU has patrticipated
in numerous domestic and international trainingisans relevant for performing AML/CFT
and supervisory tasks. Nevertheless, taking intasiceration the relatively short working
experience of the staff of HFIU in AML/CFT fieldhé Hungarian authorities should assure
that the constant training for the staff of HFIUIWie further provided.

263. It is welcomed by the evaluators that, accordingsubsection 3 of Section 35 of the
AML/CFT Act, the HFIU has the possibility to usestproceeds from fines, imposed by the
supervisory bodies mentioned under Paragraphgfjcand (g) of Section 5, for additional
training of staff in the knowledge required in cention with this Act.
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Recommendation 32 (FIU)

264. According to the AML/CFT Act the HFIU is required tmaintain comprehensive
statistics, by virtue of which the effectivenesstiogé system for the combating of money
laundering and terrorist financing can be contrblle

265. According to Section 29 of the AML/CFT Act, the cprehensive statistics specified shall
cover:

» the number of suspicious transaction reports mau® the number of cases where
information was provided under Section 23;

» the number of transaction orders suspended undtn8e4;

» the number of cases for the freezing of assetsmm&ction with terrorist financing under
the FRM Act which implements the restrictive measurndopted by the EU and the
number of cases for the freezing of assets by ayddr, and the forint value of the funds
and economic resources frozen by court order;

» the number of suspicious transaction reports maderSection 23 upon which the HFIU
took any action, and the number of cases investigand prosecuted;

» the number of cases investigated for suspicionafay laundering and acts of terrorism,
and the number of suspects;

» the number of cases and the number of personsquitesk

» the number of court verdicts and the number of @esconvicted, the number of cases
where any property has been frozen, seized orsmatéd, the value of property seized or
confiscated, and how much property has been frem@red or confiscated.

266. The Statistic Methodology Guidance determines tiged of the HFIU’s staff in respect
of preparing statistics.

267. 9,940 STRs were received in 2008. In addition, the HF#deived 142 requests from
foreign FIUs. It has to be noted that the numbeBS®Rs received in 2008 includes reports
sent by the border customs offices and the regerison the basis of the FRM Act.

268. In the period from 1 January 2005 to 31 Decemb&92the HFIU forwarded 235 case
reports on suspicious transactions relating to mdaendering offences to law enforcement
agencies. No cases have been forwarded regardirggfdces. The numbers of notifications
on money laundering sent to the law enforcemerntaities have been variable, as indicated

below:
> 32 notifications in 2005;
» 51 notifications in 2006;
> 88 notifications in 2007;
» 6 notifications in 2008;
» 58 notifications in 2009.

269. In 2008 the HFIU disseminated information for thiiation of criminal investigations in
30 cases and supported criminal investigationOh dases. 55 STRs were disseminated for
further intelligence (initiating covert investiga) and 1,345 STRs were disseminated for the
support of intelligence (supporting covert inveatign).

270. Based on Section 24 of the AML/CFT Act transactiorese suspended in 33 cases and
reported to the HFIU. Out of this number, in 32esathe transaction was suspended by the
reporting entity (bank) and in 1 case the HFIU susled the transaction. Concerning the
suspended transactions, in 5 cases the HFIU dissggni information for the initiation of
criminal investigations and in 5 cases the HFIUpsufed criminal investigations.
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271. The total number of STRs received in 2009 was 5,8&Rlitionally, 94 requests were
received by the HFIU from other authorities. Thygufie 5,683 covers (1) STRs in ML and FT
sent by service providers, (2) reports sent onbties of the FRM Act, (3) requests sent by
foreign FIUs, (4) reports sent by border customthearties, and (5) information sent by
supervisory bodies (Section 25 of AML/CFT Act).

272. In 2009, the HFIU disseminated information for thigiation of criminal investigations in
24 cases with 88 STRs and supported criminal irgegsdns in 61 cases with 281 STRs. 354
STRs were disseminated for intelligence purposeisiafing covert investigation) and 545
STRs were disseminated for the support of intetiige(supporting covert investigation).

273. Based on Section 24 of the AML/CFT Act the transactvas suspended in 20 cases and
reported to the HFIU. Concerning the suspendedsa@tions, in 1 case the disseminated
information was for the initiation of criminal ingggations.

Table 15: Disseminated STRs by the former HungariaflU (2005, 2006, and 2007) and the
current Hungarian FIU (2008, 2009)

2005*

2006*

2007*

2008

2009

Number of STRs

11382

9 999

9475

9928

5433

Disseminated STRs to
law enforcement

N/A

N/A

N/A

1620

1268

% thereof

N/A

N/A

N/A

16,32%

23,34%

Disseminated for
initiating covert
investigation

N/A

N/A

N/A

55

354

Disseminated for
supporting covert
investigation

N/A

N/A

N/A

1345

545

Initiating open criminal
investigation

N/A

N/A

N/A

30

88

Supporting open
criminal investigation

N/A

N/A

N/A

190

281

Disseminated STR®
law enforcement for the
purpose of detection
ML (current HFIU)

N/A

N/A

N/A

N/A

514

% thereof

N/A

N/A

N/A

N/A

9,46%

Disseminated casés
law enforcement (1) for
AML purposes (former
HFIU) or (2) for the
purpose of detection
ML(current HFIU)

32

51

88

58

* Due to the transfer of responsibilities from the NP to the HCFG the statistics were not made
available to the evaluators

274. Notwithstanding the legal requirement of the HFtlJkeep statistics some of it was not
provided to the evaluation team. Specifically, daga about underlying predicate offences was
not provided. Moreover, the HFIU had no statistregarding the outcome of STRs
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disseminated for supporting ongoing investigatidos further intelligence or for supporting
intelligence. Although the statistics was evengugifovided, the evaluators noted, that this
was collected for the evaluation purposes only rmotdas a standard procedure for evaluating
the overall effectiveness of the AML/CFT system.

275. Since the 1 January 2008 in accordance with subsection 1 ctic®e26 of the AML/CFT
Act, 5 money laundering, and 20 tax fraud invesiige (4 cases were forwarded to the
prosecutor with proposals for filing an indictmemtgre directly triggered by STRs (where
disclosures of STRs served as the key informatmriotmulate the suspicion of money
laundering necessary to initiate a criminal procefluThe Hungarian authorities were
nevertheless unable to provide statistics on SHRiimg to attempted transactions and on
STRs resulting in investigation, prosecution anaviction 2005-2009.

Effectiveness and efficiency

276. The HFIU is required according to AML/CFT Act, taimtain statistics by virtue of which
the effectiveness of the system for the combatinganey laundering and terrorist financing
can be controlled. The FIU posts these statistimsually on its website. However, the
evaluation team is of the opinion that coordinatimtacking on gathering of statistics which
prevents the authorities from making a comprehenseview of the effectiveness of the
system on combating money laundering and terrfinighcing.

277. Furthermore, it remains unclear whether the Humagaruthorities perform a regular
overview of the effectiveness and efficiency of #BIL/CFT regime based on statistical
analysis. Although AML/CFT issues are being disedss the Anti-Money Laundering Inter-
Ministerial Committee the evaluators were not pded with any material demonstrating the
effectiveness and efficiency of the statisticak pt/AML/CFT system.

278. The HFIU lacks feedback from law enforcement autiesr regarding the STRs
disseminated for supporting ongoing investigatiofws, initiating covert investigation or
supporting covert investigation. Although the stids was eventually provided, the
evaluators noted, that this was collected for treugation purposes only and not as a standard
procedure for evaluating the overall effectivenekthe AML/CFT system. Evaluators urge
Hungarian Authorities to make a collection of sstdtistics as a standard procedure in order
to be able to evaluate the effectiveness and effiyi of the HFIU and law enforcement
authorities.

2.5.2 Recommendations and comments

Recommendation 26

279. The limited direct access to the police and lawosr@ment criminal intelligence
information might undermine the analysis functidrihe HFIU (illustrated by the low number
of STRs disseminated to the police related to comiawad organised crime). Therefore, in
evaluators view, the HFIU should be provided bylthe direct (or timely indirect) access to
all law enforcement information, including inteltigce information as this would significantly
improve its effectiveness to undertake its anadyticnction.

280. The very short timeframe in cases where transactoa suspended (1 or 2 working days)
and lack of any statutory timeframe for indirect@ss to information might become obstacles
for being able to effectively undertake its analgti functions. Therefore the Hungarian
authorities should consider increasing the suspansriod and should introduce a timeframe
to ensure that the HFIU has indirect access, oimaly basis to the relevant financial,
administrative and law enforcement information thatjuires to properly undertake its,
functions, including the analysis of STR.

281. Although the overall number of disseminated ST&Rsatisfactory, the relatively low number
of STRs disseminated for initiating open criminavestigation gives the ground to
recommend, that the FIU should carry out a mordepth analysis of the reports, aimed at
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adding value to the STRs received, with the vievingdroving the quality of the information

it disseminates. The evaluators are therefore efotiinion that an enhanced analysis of the
STRs aimed at selecting those worth investigatitdyat improving the quality of information
that is disseminated to law enforcement for initigjdinew criminal investigations would make
AML/CFT systems more effective. In particular, thigproach has the advantage of making a
more effective use of law enforcement resourcespmodiding a more robust buffer between
the reporting and investigation stages.

282. Being the structural unit of the HCFG CCIB, thereems to be some deficiencies
regarding its operational independence and autonofhe HFIU does not have its
independent budget. The head of the HFIU is ngbdsition to take autonomous decision
upon dissemination of STRs. Additionally, there moeprocedures in place for the head of the
HFIU to challenge a decision not to investigatedmseminate the crime. In respect to
employment, the Commander of the CCIB is in chafggeciding on human resources issues.
Moreover, the legal framework does not provide rcleafeguards for preventing undue
dismissal of the head of the HFIU. The Hungariathauties should adopt clear legal
provisions in order to assure the operational irddpnce and autonomy of the HFIU and
grant the head of the HFIU with powers to decidelissemination of STRs.

Recommendation 30

283. As stated above, the HFIU is well structured, resedi and professional. Nevertheless,
taking into consideration the relatively short wiatk experience of the staff of the HFIU in
AML/CFT field, the Hungarian authorities should @gsthat the constant training on ML/TF
matters for the staff of the HFIU will continuelte provided.

Recommendation 32

284. The evaluation team is of the opinion that coortiamaon gathering of statistics is lacking
which prevents the authorities from carrying ouaprehensive review of the effectiveness
of the system on combating money laundering andrist financing. Moreover, it is unclear
whether the Hungarian authorities perform the raguverview of the effectiveness and
efficiency of the AML/CFT regime based on statigti@nalysis. Although the AML/CFT
issues have been discussed during the meetingheofAnti-Money Laundering Inter-
Ministerial Committee the evaluators were not pded with any material demonstrating the
effectiveness and efficiency of the statistical tpaf AML/CFT system. Therefore the
evaluators urge Hungarian authorities to maintaimentomprehensive statistics in order to be
able to evaluate the effectiveness and efficieridh@ AML/CFT system.

285. Notwithstanding the legal requirement of the HFIW Keep statistics, the HFIU lacks
feedback from law enforcement authorities regardivey STRs disseminated for supporting
ongoing investigations, for initiating covert intigation or supporting covert investigation.
Although the statistics were eventually providebe tevaluators noted that these were
collected solely for the purposes of the evaluationd not as a standard procedure for
evaluating the overall effectiveness of the AML/CEYstem. The evaluators urge the
Hungarian authorities to make a collection of sgtdtistics as a standard procedure in order
to be able to evaluate the effectiveness and effoyi of the HFIU and law enforcement
authorities.

286. Furthermore, the HFIU was unable to provide siatisegarding attempted transactions. It
is recommended that the Hungarian authorities wetiee system of collection of statistics.
Moreover, the commissioners of police, the HCFG thedHFIU should take steps in order to
make sure that the HFIU receives relevant feedbadke STRs disseminated.
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2.5.3 _Compliance with Recommendation 26
Rating Summary of factors underlying rating
R.26 PC » There exist some deficiencies regarding the operaktiindependence

and autonomy of the HFIU.

(=

» The absence of a timeframe in legislation for iedir access t
information _on a timely basim order to enable the HFIU to prope
undertake its functions, including the analysiS®R could underming
its operational effectiveness.

y

Y%

n

* The low number of case reports submitted to lavereeiment agencie
for initiating common and organised crime related. Mrings into
guestion the effectiveness of the HFIU as well las &bsence df
indictments arising from the dissemination of STRs.

2.6 Cross Border Declaration or Disclosure (SR.IX)

2.6.1 Description and analysis

Special Recommendation IX (rated PC in th& Bound report)

287.

Hungary was rated partially compliant in tH&®und MER and it was recommended that
the HCFG should be given the authority to stopestrain cash to ascertain whether evidence
may be found for ML/TF. It was further recommendeédt the sanctions should be more
effective and dissuasive, and immediate seizuraildhbe available in the cases of cash
related ML/TF. It should be noted that at the tiofehird round evaluation Hungary had a
domestic declaration system that was set out itide€ of the previous AML Act. The new
AML/CFT Act does not contain such provisions foogs-border declaration or disclosure,
since the domestic declaration system is regulatedseparate legal act (Act XLVIII of 2007)
in conjunction with Regulation (EC) No 1889/2005thé European Parliament and of the
Council. While the previous system applied to atlvements between Hungary and EU and
non-EU countries, the current statutory declarasigstem only applies to movements between
Hungary and non-EU countries. That said, the aittesrstate that according to subsection (4)
(e) of Section 2 of the Act XIX of 2004 on the HCF&cting within its enforcement and
administration powers, the HCFG carries out in-depispections along the internal and
external borders of the EU by setting up mobiletirunits. The mobile units reportedly
conduct random checks continuously as their primesk, which refers to complex
controlling tasks (including cash control compliepgnplemented domestically.

288. Hungary applies EC Regulation No 1889/2005 of theopean Parliament and of the

Council of 26 October 2005 on controls of cash rmgeor leaving the Community which is
directly applicable in Hungary as an EU Member éhmafter: Cash Control Regulation) to
cross-border transportation of currency and beaegotiable instruments at its borders with
non-EU countries. In order to enhance the enforoémkthe EU legislation, Act XLVIII of
2007 on the Implementation of Regulation (EC) N8¥2005 of the European Parliament
and of the Council of 26 October 2005 on contrélsash entering or leaving the Community
(hereinafter: Cash Control Act) was adopted by thmgarian Parliament. The evaluators
regarded the EU Cash Control Regulation and thé Casitrol Act as the legal basis for the
cross-border declaration system in Hungary. Thegssed the compliance of both the EU
Cash Control Regulation and the Cash Control Ath wie FATF standards as well as their
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implementation in Hungary with an increased focusfiectiveness. Evaluators also checked
whether Hungary applies national controls on mov#mef cash at internal EU borders, since
it is stressed in the preamble of the EU Regulatian harmonisation aimed by the Regulation
should not affect the possibility for Member Statesapply, in accordance with the existing
provisions of the Treaty establishing the Europg&aommunity, national controls on
movements of cash within the Commurfty

289. Article 3 of the Cash Control Regulation establsslam obligation to declare cash of a
value of €10,000 or more when entering or leavimg EU space. This obligation meets the
prescribed threshold in the essential criteria Wwigannot exceed €15,000. The Regulation
provides that an incorrect or incomplete declamatimes not fulfil the obligation. The
declarations contain requirements which follow &di 3 paragraph 2 of the Cash Control
Regulation (which are compatible with FATF standardubsection (1) of Section 2 of the
Cash Control Act states that the obligation to aexlas laid down in Article 3 of the Cash
Control Regulation, must be made in a written form.

290. The authorities indicated that the obligation taldee applies also in the case of shipment
and mailing. The border customs offices provide thEIU with information on cash
movements and the HFIU is entitled to request m&dron on cash declarations from the
customs offices.

291. Article 2 of the Cash Control Regulation definestcas including currency and bearer
negotiable instruments including monetary instruraein bearer form (such as travellers
cheques), negotiable instruments that are eithé&earer form, endorsed without restriction,
made out to a fictitious payee, or otherwise inhsacform that title thereto passes upon
delivery as well as incomplete instruments (suchpmamsnissory notes and money orders)
signed but with the payee’s name omitted.

292. It is left to the Member States to lay down peeasltiwhich under Article 9 of the Cash
Control Regulation have to be effective, proporii@nand dissuasive. Though the maximum
amount of the fine has been tripled from the pnesiamount by the Hungarian Government
Decree No. 32/2007 (which amended the Governmeatdaeon certain minor offences) non-
compliance with the obligation to declare has beemalised as an administrative offence and
a fine amounting to 150,000 HUF (c. €550) may bedsed. However, in the view of
evaluators the fine for failure to make a declaratiloes not appear suitably effective and
dissuasive.

293. The Hungarian authorities argue that the measuaies down by the Cash Control
Regulation are introduced into everyday practicelbgustoms staff in a comprehensive and
strict manner. To accommodate obligations of tlavel to declare cross-border cash
movement Hungary uses the so-called Common Deidarkbrm that was elaborated within
the Cash Control Working Group of the European Casion, which, at the same time, is
used by the rest of the EU Member States in tlespective languages.

294. The Hungarian authorities state that this form &denpublicly available at every border.
They further indicate that a clearly formulatedicetis provided for the travellers on the
publicly available official website of the HCEG But it appears that arriving air passengers
are not supplied with a declaration form prioraading, and are not otherwise advised prior
to arrival of their obligation to make a declaratid-urthermore at Terminal 2/B at the
Budapest Ferihegy International Airport there iporéedly a considerable size installation
prepared by DG TAXUD of the EU for Member Statedlech “cash control suitcase”

12 EATF agreed in February 2009 that a supra-natiapptoach could be applied for EU countries, howeaethe time of
the on-site visit no decision was taken as to HuvEU will be assessed supranationally. Nonethétesmeasures Hungary
has in place that relate to the supranational @mrbave been taken into account to the extenttibgtare relevant.

13 http://www.vam.gov.hu/loadBinaryContent.do?binary28884
69



Report on fourth assessment visit of Hungary — 30 September 2010

presenting the most important information for tirs. However, the evaluators were not

advised or confirmed of whether posters, signstandhures are deployed at all borders apart
from the mentioned Airport. Similarly, the autha#t could not demonstrate if travellers are

automatically required to present a declaratiomfatong with their travel documents when

passing through the first entry points.

295. Hungary applies for its entire internal border Bld and Schengen acquis, which means
there are no physical borders or formal border rotston Schengen and EU borders. Cash
controls as described in this part forms an integast of the procedures effective at external
borders of the EU as regulated by Regulation (E€LBB9/2005.

296. In order to strengthen the protection of the bardegular checks are made by the customs
inside the borders also in connection with intefi®idl borders. Subsection (4) e) of Section 2
of the Act XIX of 2004 on the HCFG states “actinghin its enforcement and administration
powers, the Customs and Finance Guard carrieqalgpth inspections along the internal and
external borders of the European Union by settipgnobile control units”. The Hungarian
authorities report that the mobile units condueinpked random checks continuously as their
primary task, which refers to complex controlliraghs (including cash control compliance)
implemented domestically. However, in the evalugtaiew it is questionable whether
customs officers can use competences laid downru®RelX in internal EU borders in the
absence of clear and direct legal basis for sucmpetences. Moreover, no detailed
information or statistics was made available to #waluation team as to the practical
implementation and outcomes of those random checks.

297. Relating to the detailed implementation of EU awothdstic legislation at the HCFG, an
internal direction has been issued (Nr. is 45/2@87amended by 92/2008.).

298. The evaluators were informed that in 2009 there aasview of the current practices
regarding cross-border transportation of curremay laearer negotiable instruments including
the regulatory side and the authorities involvedhia execution. The review concluded that
there are still constitutional concerns regardimg introduction of an administrative decision
which would allow Customs to detain currency andrbe negotiable instruments without a
suspicion according the ACP. The Hungarian autiegrindicated that this, however, does not
prevent the authorities from withholding currentyhiere is a suspicion of money laundering
or terrorist financing as described below. Withire tcontrol procedure carried out at the
border the HFIU can be contacted directly for fartmformation to support any suspicion.

299. Article 4 of the Cash Control Regulation requiresnpetent authorities to be empowered,
in accordance with the conditions laid down undatiamal legislation, to carry out controls.
The national authorisation for further scrutiny dgustoms officer is laid dowmter alia, in
Section 5 of Act XIX of 2004 on the HCFG. In orderdetect the extent of violations of the
law and to secure evidence in cases of detectisgspecting any violation, they may question
persons suspected of having violated legislationrdgpect of customs duties and non-
community taxes and witnesses, may withhold anséae things that serve as evidence or are
subject to confiscation. The questioning procespassengers wholly or partially failing to
comply with the obligation to declare personallyrieal cross-border cash to customs is
exercised within the customs administration juadn of the HCFG.

300.Based on the result of the inquiry the customsaathorised to impose a fine on the carrier.
If available other relevant information with rega the origin of the currency or bearer
negotiable instruments and their intended use eaolbained through the Risk Information
Form (hereinafter referred to as RIF system). Isecaf emergence of any substantiated
incidental evidence the customs authorities musidh an investigation.

301. There is still no legal basis for the administratability to stop or restrain currency or
bearer negotiable instruments for a reasonable ineeder to ascertain whether evidence of
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ML or TF may be found, where there is a suspicibmoney laundering or terrorist financing
or if there is a false declaration or disclosure.

302. The provisions and measures laid down by the Camsitr@ Act are applied generally,
extensively and consequently in everyday work Bycastoms officers. Those who want to
cross the EU external borders via Hungary are pgealiwith a Common Declaration Form,
which was prepared by the Cash Control Working @rofithe European Commission and
which is used in national languages by all EU mansi@es’ customs administrations, at the
border crossing points for facilitating the fulfiégmt of the obligation to declare. In respect to
the cash entering or leaving the Community, thegdare conducted by the Customs offices
at the Hungarian external borders of the EU islsetl889/2005 EC Regulation and a
domestic act on the enforcement of the afore-refeEC Regulation. Any recorded cases of
cash controls at border Customs offices, be itrderty record of a declared amount or a case
of false declaration/undeclared cash detected,retlain at the disposal of the Customs and
the HFIU for possible future reference normally foyears (Article 5 of 1889/2005/EC Cash
Control Regulation and Section 4 of Act XLVIII 00Q7).

303. On the basis of Section 29 of the AML/CFT Act thé-lH maintains statistics of
suspicious transaction reports made by the Custmosiding all relevant information
according to the essential criterion 1X. 4. Howevaccording to the statistics provided in
MEQ and as explained on-site by the Customs officeo far no ML/FT investigations have
been triggered from cross-border cash declaratldosiever, some covert investigations have
been initiated based on cash declarations.

304. In line with the provisions of Articles 6-7 of tiigash Control Regulation, under Section 5
of the Cash Control Act the records on declaratiomsy be transmitted to competent
authorities in other Member States and third states

305. As an EU member Hungary also applies the EC Ragul&tl5/97 on mutual assistance in
customs matters.

306. By access to a designated IT system, that is setouptore data of the Common
Declaration Form, the HFIU is directly linked inthe chain of information on every
declaration input into the system by border custaffisials carrying out cash controls. In
cases of suspicion of ML or TF the HFIU is notifiedout suspicious cross border
transportation incidents.

307. The Inter-ministerial AML/CFT Committee meets remily to discuss all current
regulatory and implementation related issues. Iditach the HFSA has concluded a MoU
with the NPHQ and the HCFG in respect of the resiiilities enacted by the new AML/CFT
Act.

308. The HCFG is a major government agency involved lme tso-called Integrated
Management Centre that focuses a multi-agency apprim one single unit of management
level officials from police, the Immigration Authty, the Labour Office and the customs
itself. Within the Integrated Management Centre maanagement level there is the
Management Board represented by the primary ornsleeg director of the participating
authorities. The Board meets once or twice a year any case when they rule it is necessary.
The Commanding Unit, which meets in every monthcasposed of designated liaison
officers of each participating authorities. Thigperation is primarily aimed at immigration
issues; however, this could be expanded to anyatksinforcement area that inevitably
includes AML/CFT. The evaluators believe that inngdary, at the domestic level, there are
adequate co-ordination mechanisms in place amoapms, immigration and other related
authorities on issues related to the implementaifddR 1X.

309. Within the EU, law enforcement sensitive informatie shared between Customs both via
formal and informal channels (bearing in mind tingetfactor in the latter case). An important
element of exchanging cash control related infolonais the Cash Control Working Group
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set up by the EU Commission with participants o$toms officials of every EU Member
State. The Group convenes on a regular basis. TheyRtem is accessible to all EU Member
States’ customs authorities thus ensuring the Vinagld prompt access to all cash control
related suspicious cases and trends.

310. Information on suspicious cash movement are recodted stored in the RIF system
which is accessible to all customs services througithe EU. In case of third countries,
information can be exchanged on request by compatehorities of either third countries or
their Hungarian counterpart if rules of professiotenfidentiality, bilateral agreements and
data protection so allow.

311. Besides the rules of Act LIV of 2002 on Internatbi€o-operation of Law Enforcement
Agencies, Hungary has concluded inter-governmecdalperation agreements and mutual
assistance in customs matter with neighbouring trms) most of the EU countries and some
non-EU countries (Kyrgyz Republic, Argentina, Ras®lorway, China, Ukraine and US).

312. Non-compliance on the obligation to declare hasljgmnalised as a petty offence and a
fine amounting to 150,000 HUF (€550) can be impogednoted, the evaluators consider the
sanction should be more effective and dissuasive.

313. On the basis of the HCC and the ACP whenever tteemausible, justified and well
grounded reason to suspect that partial or completrecompliance with the obligation to
declare cross-border cash movement is connectell teitrorist financing or money
laundering a criminal investigation is launched taking the suspect into custody and
securing evidence on the spot. Persons who argimgriout a physical cross-border
transportation of currency or bearer negotiabl&unsents that are related to TF or ML can be
held responsible under the Criminal Law.

314. However, the evaluators were not provided with skegtistics illustrating the extent of
practical enforcement of these measures. For iostano statistics was provided regarding the
administrative penalties applied for persons makiniglse declaration under SR.IX (cross-
border cash declaration), either on criminal inigedions started for physical cross-border
transportation of currency or bearer negotiablgunsents that were suspected to be related to
TF/ML.

315. Concerning detections, statistics are only avadlaiyl the number of cases regarding the
failure to comply with the obligation to declare.

Table 16: number of cases regarding the failure toomply with the obligation to declare

Failure to comply with the obligation to declare
Year Number of Cases
2005 76
2006 136
2007 30
2008 24
2009 8

316. If it is established that currency or bearer nedié instruments are proceeds from,
instrumentalities used in or instrumentalities ited for use in the commission of any money
laundering, terrorist financing or other predicatfences Act XIX of 1998 on ACP applies.
As a result sufficient evidence should be availdole initiating criminal proceedings. It
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should be noted that issues on confiscation, fnrgeand seizing of proceeds related to ML or
TF discussed under Recommendation 3 apply accdydimgituations involving cases related
to SR IX.

317. Obligations under UNSCR 1267 and UNSCR 13d8d directly applicable EU
Regulations implementing the freezing requiremasit§unds related to terrorist financing
also apply in situations covered by SR IX. Procedulaid dawn in the FRM Act apply
accordingly. Hungarian authorities stated thatwesans officers have internet connection at
the borders, they also have access to thoseNlstgertheless, this is not a standard procedure
and those lists are checked only in case of suBpici

318. Hungarian authorities stated that customs clearahpeecious metals and precious stones
is undertaken in a designated customs office ingdtyymeaning that there is always active
professional attention paid to such cross-bordevem@nts as laid down by subsection 5 of
the Annex to Gov. Decree 314/2006 (XII. 23). Inesasf detected undeclared items general
rules of criminal procedures apply. However, thaleators were not provided with statistics
or examples illustrating the information exchangehis regard with the Customs Service or
other competent authorities of foreign countriegmehthese items originated from

Table 17: Statistics concerning unlawful activitiesn connection with the illegal trade of
precious metals and stones

Investigations in Investigations in Customs contraventions in

connection with the
illegal trade of
precious metals

connection with the
illegal trade of
precious stones

connection with the illegal
trade of precious metals

2006 47 2 34
2007 30 1 64
2008 27 1 51
2009 8 0 60

319. There seem to be strict safeguards in place toremsoper use of the data that is reported
and recorded. The safeguards do not impede infa@maharing within the EU Member
States (Article 6 of the Cash Control Regulation).

320. Cash control related training, data collection,oecément and targeting methods are all
part of the customs officers’ basic training coutdangarian authorities reported that in 2008
and 2009 the Criminal Directorate of the HCFG pded awareness raising and training
activities for customs rummage teams operatinghattorder check points on the issues
related to implementation of the Cash Control Ratiph and the Cash Control Act

321. In cases of requests from third countries, inforomais shared via ad-hoc conventional
means of communication as needed. Information exgdhavithin the EU is regulated by the
Cash Control Regulation, as mentioned above.

322. Hungarian customs has several means to detectllifetransported cash, including
technical devices and intelligence. Technical sitihe detection is boosted with baggage and
vehicle X-ray systems, the latest advancement tafctien technology that speeds up controls
and makes them easier to execute. In case of amlyt,dtechnical support is available to
customs offices to detect counterfeit cash in tbenf of UV devices and, for further
assurance, by requesting expertise. Intelligenddangeting also constitute a substantial basis
in cash control — background knowledge of individaastoms officers and information
received from other customs services largely cbute to detections.
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323. The IT system used in Hungary to record and stata thcluded in the cash declaration

form is called the HUFO system. This system alldatws information collected under the
declaration/disclosure system to be used for ngldip intelligence for AML/CFT.

Recommendation 30 (Customs authorities)
324. The HCFG seem to be adequately structured anddedwvith sufficient technical and

other resources.
Table 18: Structure of the HCFG

Structure of the Hungarian Customs and Finance Guard

Directorate General of the HC&FG
(Central Organisation Headquarters)

Mid-level organs without authoritive jurisdiction

Customs Schoal
Sacial, Health and Cultural Centre
Centre for Economic Affairs
System Development Centre
IT Operation Centre

Mid-level organs with authoritive jurisdiction

Southern Plain RD Directorate

bl BD. Regional
MNorthern Hungarian RD m AL,

Central Hungarian Regional Central Law
{ Directorate Enforcement

Southern Transdanubian RD o
Central RD

Westemn Transdanubian RD
Central Airport Directorate

Central Control

rectorate
Institute for Chemical Analysis|
‘Central Patrol
Service

Low-level organs

Customs and Finance 5
Guard o Maobile Control Units

T,
Centres
Customs Warchouse

325. The HFIU is structured within customs itself, whigmsures close cooperation with

customs offices realising the monitoring and retwydof cross-border cash movement.

Individual customs officers are expressly and ¢yeabliged to undertake all necessary and
legally required measures to carry out customs kshea cross-border cash movement and,
whenever necessary, initiate every respective piiree The structure and modus operandi of
Hungarian customs exclude any involvement or isterice of levels other than the one in the
basic procedure in individual cases related to casltrol, which evidently involves increased

responsibility of the customs officer carrying ¢l cash control itself.

326. Appropriate training includes basic training antlege education. All customs officials go

through thorough training spanning over severaltimofor college level it is 3 years). When
adapting a person into the customs’ ranks he/stezjisred to take an oath containing specific
provisions of professional confidentiality.

327. Personal integrity is ensured and monitored in ghecess of evaluating a request to

become a customs official and throughout his/hezeraby multiple means.

328. General curricula of training courses cover crirhilagv, criminal procedure and public

administration procedures. Additional training opesaific subjects (including special
investigation techniques for an instance) is orggohiregularly or as required. Within the
general curricula the specialisations include AMEICrelated topics. In 2008 and 2009 the
Criminal Directorate of the HCFG provided awarengésing trainings for customs rummage
teams operating at the border check points conuygtimary and secondary checks.

Recommendation 32

329. Separate quarterly statistics on cross border patetion of currency are registered.
Statistics on Cash Control form are also part efi#rIU’s semi-annual statistics on reported

suspicious transactions.
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330. Recorded data on cash control in the so called HY¥&Pem allows the linking of such
data to other AML/CFT related data processed byHR#U to build up intelligence for

AML/CFT.
Table 19: Cash Control Recordings (2008-2009)
Declaration | Declaration Cash
Quarter |/ Disclosure| / Disclosure| Disclosure | Control Totaé:sum

on entering | on leaving recordings (€)
2008 I. 171 27 6 198 *11,614,342
2008 II. 0 0 8 283 *12,357,000
2008 II. 144 26 3 170 6,757,541
2008 IV. 146 22 5 168 11,342,138
2009 I. 95 11 2 106 5,923,036
20009 II. 112 19 0 131 6,399,996

*Exchange rates are calculated on the exchangeapipdisable on 25 October 2009 and not on the day
of each individual declaration/disclosure.

331. However, the evaluators were not provided withistias illustrating the number of
administrative penalties applied for persons makinfalse declaration under SR.IX and
statistics on criminal investigations started fdnygical cross-border transportation of
currency or bearer negotiable instruments that wespected to be related to ML/TF. The
lack of detailed statistics therefore underminesatsessment of effectiveness.

Effectiveness and efficiency

332. Although the Hungarian authorities seem to compithwsome of the criteria under the
SR.IX, some deficiencies remain as noted aboveth&wmore, there are no ML/TF
investigations triggered from cross-border cashadations. The lack of detailed statistics
regarding the sanctions applied undermines thessisgnt of effectiveness.

333. The current cross-border declaration system ineplacHungary is based on EU Cash
Control Regulation; hence it only applies to thevaraents at the borders between Hungary
and non-EU Member States. Although the authorgiesed that the HCFG carries out in-
depth inspections along the internal and exterwoatldrs of the EU by setting up mobile
control units, there appears to be no legislatagdthat covers all the requirements of SR IX.
In the evaluators’ view this might have a negatipact on overall effectiveness of the cash
control system.

2.6.2 Recommendations and comments

334. The evaluators of this round are still of the opimithat the majority of deficiencies
mentioned in the 3rd round evaluation remain apt.

335. The HCFG should be given the administrative authdd immediately stop/restrain cash
to ascertain whether evidence may be found for ML/F

336. The penalties for non-compliance with the obligatio declare are relatively low (€550).
Therefore, sanctions should be more effective asgldsive.

337. Hungarian authorities should take steps to heighten awareness of arriving and
departing travellers by making the signage at pofrtsntry and exit alerting travellers to the
requirements much more visible (and perhaps inipteltanguages).

338. In order to be able to evaluate the overall effestess of the system, the Hungarian
authorities should maintain more detailed stagsto administrative penalties applied for
persons making a false declaration under SR IXis&ts on criminal investigations initiated
for physical cross-border transportation of curgeoicbearer negotiable instruments that were
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suspected to be related to ML/TF and statisticsirdarmation exchange with foreign

counterparts regarding SR IX.

339. The EU Regulation does not affect the possibility Mlember States to apply controls on

EU internal borders, in accordance with the exgspnovisions of the Treaty establishing the
European Community. In order to comply with SR Byngary should consider developing
an appropriate domestic legal mechanism for castralaat the EU internal borders.

340. Specialised training activities related to SR IX L(Mand TF related cross-border

2.6.3 Compliance with Special Recommendation IX

Rating

Summary of factors underlying rating

SR.IX

PC

No administrative ability to stop/restrain or seize the case o
ML/FT.

Sanctions available are not effective, proportieratdissuasive.

Deficiencies in the implementation of SR.IIl maywhaan impact o
the effectiveness of the regime.

Lack of available statistics meant that the auttesricould not fully|
demonstrate the effectiveness of the declaratistesy.

The system is limited to movements beyond the Efg¢ggveness
issue)

transportation of cash and bearer negotiable im&nis) for the staff of the HCFG should be
continued.

f
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PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

341. Customers due diligence (CDD) and record keepiagirements have been in place in
Hungary for several years. As an EU member Stateghry was required to implement the
Third EU AML/CFT Directive (Directive 2005/60/EC)nd the implementing Directive
(Directive 2006/70/EC) into its national legislatioHungary was amongst the first EU
Member States complying with this requirement, wkies new AML/CFT Act entered into
force on 15 December 2007. The AML/CFT Act requifggncial institutions to adopt
preventive measures adjusted to risks, and prdeideariable levels of CDD, depending on
the risk of money laundering and terrorist finagcithe new AML/CFT Act introduces more
specific and detailed provisions relating to thenification of the customer and of any
beneficial owner and the verification of their itign

Customer Due Diligence and Record Keeping

3.1 Risk of money laundering/financing of terrorism

342. Hungary has adopted and implemented a risk-bagadagh to AML/CFT, particularly in
relation to customer/beneficial owner identificatiand verification requirements. Pursuant to
the AML/CFT Act financial institutions are entitletd specify the extent of customer due
diligence measures on a risk-sensitive basis. is ¢bhntext the AML/CFT Act specifies
minimum and maximum data sets for the identificatid the customer and of the beneficial
owner as well as for recording the details of t@saction order. The Law does not explicitly
require enhanced monitoring in instances of enldhdae diligence.

343. Enhanced CDUDs required by law for non face-to-face businetationships, cross-border
correspondent banking and PEPs. Those three erthaiskecategories are modelled on the
risk-based approach set out in the third EU AML/OPifective and are not the result of a
specific risk assessment of the Hungarian finansgator. In addition to the enhanced risk
categories provided in the third EU AML/CFT Dire&j money exchange has been assessed
as exhibiting domestically a higher level of ML/IFi§ks. As bureaux de change by law may
only be operated by credit institutions and agenoiecredit institutions there is a kind of
“double supervision” in the sense that both theraioey credit institution/agency and the
bureau de change itself are supervised with retgamtbney exchange activities.

344. In addition financial institutions are requireddetermine further individual scenarios for
enhanced due diligence based on their specifimbasj clients and products in their internal
rules, which have to be approved by the HFSA. Adicgy to the HFSA Recommendation
such cases for enhanced CDD could include largesloehanging of exotic currencies and
unit-linked insurance contracts with high amountfie HFSA Recommendation further
mentions portfolio management agreements and ttdoeaorders with high amounts in
relation to the daily practice of the financialtingion as instances representing a high risk of
ML and/or TF. Financial institutions are requiredassess whether these examples apply to
their business activities and take them into actadmen drawing up their internal rules.

345. Based on the instances provided by the third EU ABHT Directive Hungarian Law
allows for simplified CDDwhere the customer is a financial institution whmonducts its
activities within the territory of the EU or in ditd country that imposes equivalent
AML/CFT requirements, where the customer is a camgdested on an EU regulated market
or a company from a third country that imposesldgae requirements consistent with EU
standards or where a customer is a specific domestU authority or agency (see ¢.5.8 for
further details).

346. Hungary has further chosen two of the four produmtsvided in the third EU AML/CFT
Directive as examples for simplified due diligencehe options chosen comprise life
insurance policies with annual premiums below HUWD,200 (€960) or a single premium
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below HUF 650,000 (€2,400) and insurance policiess gension schemes if there is no
surrender clause and the policy cannot be usedleteral. In addition to the examples
provided by the Directive Hungary limited the CDBquirements with regard to group
insurances. In this case CDD is only required speet of the contracting party. Financial
institutions are not allowed to apply simplified edwliligence in other cases than those
stipulated in the Act.

347. The authorities are aware of the threats Hungargsdrom organised crime, although the
TF risk is considered to be low. The nature of Hengarian financial sector is mainly
characterised by retail services and only minovgteé banking activities. There is no
possibility to issue shares in bearer form. Howgermen-resident customers and customers that
are personal assets holding vehicles appear tegepr potential risks to the Hungarian
financial sector as in other countries. The autleariconfirmed the need for a comprehensive
risk assessment to properly judge the adequachefctrrent approach. The Ministry of
Finance envisages the preparation of such an assessn Hungary which is expected to be
launched in 2010.

Legal framework

348. All persons and entities that are in the territofyHungary engaged in financial activities
listed in the FATF Glossary are subject to AML/CReasures. The Hungarian AML/CFT
measures applicable to the financial sector arsealbut in the AML/CFT Act, which reflects
the provisions of the third EU AML/CFT Directivee&ion 6 of the AML/CFT Act stipulates
the instances where CDD has to be carried out.ewdeltailed rules on CDD measures are
contained in Sections 7-11 of the Act. Simplifiedi'anhanced CDD as well as the acceptance
of the outcome of CDD measures carried out by thady service providers are contained in
Sections 12-21.

349. Furthermore financial institutions are obliged &vé internal rules. The HFSA approves
the internal rules, if they contain the compulselgments set out in the AML/CFT Act and in
the Ministerial Decree 35/2007 of the Minister afid&ce, and if they are not contrary to any
legal provision (Section 33 of the AML/CFT Act). @ HFSA has the power to take the action
and exceptional measures, and may impose sandtorsy non-compliance with statutory
provisions governing the operations of financiatitutions set out in their own internal rules
(Section 47 (1) (c) of the HFSA Act).

350. In order to provide guidance to the financial gibons when drawing up their internal
rules the HFSA has issued Model Rules, in collammawith the HFIU and in agreement
with the Minister of Finance. Those Model Ruleshtight in particular how CDD, record
keeping and reporting obligations resulting frora &AML/CFT Act shall be implemented into
the internal rules. While not binding as such, #SA can indirectlyenforce compliance due
to the abovementioned approval requirement regarditernal rules Approval is given upon
compliance with the Model Rules of the HFSA, thusddl Rules do acquire binding force
and are enforceablr this way.

351. The supervisor for the financial sector, the HFS#d the MNB as regards cash-
processing activities) issued a non-bindikecommendation (Recommendation No. 3/2008 of
the Board of the HFSA on the Prevention and Combadf ML and FT) in order to ensure
the uniform implementation of the obligation argiinom the changes in AML/TF regulation.

It sets the expectations of the HFSA in particwiah regard to CDD obligations. An annex to
the Recommendation contains typologies of unustasactions. Compliance with this
recommendation is examined in the course of itsqutores.
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3.2

Customer due diligence, including enhanced or re@dcmeasures (R.5)

3.2.1 Description and analysis

Recommendation 5 (rated LC in thé"3ound report)

352.

As described in the "Bround report, Hungary was rated “Largely Compliafur
Recommendation 5. The underlying factor for thisntawas a weakness identified in the
legislation, as compared to customer identificafiewer particulars have to be collected for
beneficial owner identification. Nevertheless,hrstassessment round Recommendation 5 was
reviewed again according to all the criteria of kihethodology.

Prohibition of Anonymous Accounts

353. Hungary has never permitted the opening of anongnwunumbered current accounts,

while the use of bearer savings deposit passhoalsswidespread until their prohibition in
2001 since which time the opening of new accouats leen prohibited although existing
passbooks are still in circulation (see Table 20wge The use of these savings instruments
was practically limited to placing a deposit withetsavings bank of the country and to
withdrawing it, without any transfer opportunityvén transfer between the branches of the
same bank was severely restricted.

354. According to Section 1 (1) of the LDSD “savings dsif means a sum of money placed

in a credit institution under a saving deposit cacit and recorded in a savings account
passbook or some other document. According to &e&i(2) all savings deposit accounts
must be registered under the holder's name (Setti@) of the LDSD). The credit institution
must indicate on the document (savings passboekpéposit holder's and the beneficiary’s
surname and forename, and place and date of birth.

355. Funds from an unrestricted or restricted beareingavdeposit may only be released to a

person who first presents the document to the ngsugredit institution and if the credit
institution has completed the customer due diligepocedures specified in the AML/CFT
Act (described under criterion 5.2) in respect loé tustomer. The credit institution must
register such savings deposit under the name aldpesit holder at the time of completion of
the said customer due diligence measures.

356. According to the authorities, through these tramsfdion processes of anonymous

deposits, the value of anonymous (and thus imnsdu)i savings deposits has decreased
significantly from approx. €11.7 bn. as of Janudfp2 to approx. €46 m as of June 2009
(approx. 99.6% decrease). The number of anonymepasits decreased at a slower pace from
5.2 million to 2.3 million accounts in the sameipdrof time (see charts below). However the
average balance of the remaining anonymous depdsitgist over €20. The HFSA
continuously monitors the trend of the remaininggktof anonymous savings passbooks.
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Table 20: Anonymous savings passbooks

Value of amonymous savings passbooks in Number of ancrymous savings passbooks in
Humgary from January 2002 to June 2009 in EUR Hungary from January 2002 to June 2009
million) e

357. In addition to the above mentioned LDSD and AML/CREt provisions, the MNB
Decree No. 18/2009 on payment services activiteggliires payment service providers to
identify the payment accounts they carry by theueiaccount identification number assigned
to each account, and the full or abbreviated nacoepfrate name) of the account holder
(Section 3 (1) MNB Decree).

When CDD is required

358. According to Section 6 of the AML/CFT Act financialstitutions are required to apply
customer due diligence procedures:

a)when establishing a business relationship;

b)when executing (single or in effect linked) trartgatorders amounting to three HUF 3.6
million or more (around €13,333); (for a money eaope transaction a lower threshold of
HUF 500,000; around €1,850 applies)

c)when there is any information, fact or circumstagogng rise to suspicion of money
laundering or terrorist financing, where the dudigdhce measures referred to in
Paragraphs a)-b) have not been carried out yet;

d)when there are doubts about the veracity or adgqoBpreviously obtained customer
identification data.

359. Pursuant to Regulation (EC) No 1781/2006 (transmpssR VII), which is directly
applicable in all EU member states, financial tsitons in Hungary must also identify the
customer and ensure that complete originator indgion is included in cross-border wire
transfers (see write-up under SR VII for more dg}ai

360. The HFSA issued model rules and guidelines whiattaio references to the obligations
under Regulation (EC) No 1781/2006. These are gyldvailable together with the Common
Understanding of the obligations imposed by Reguiat(EC) No 1781/2006 on the
information on the payer accompanying of fund tfarssto payment service providers of the
payees issued by AMLTF, the AML/CFT task force bét3L3 EU Committees, at the
HFSA’s homepage in the anti-money laundering sectio

Identification measures and verification sources

361. Customer identificatiomules are specified in Section 7 and 8 of the AGET Act. In the
cases where CDD is obligatory financial instituiare required to identify the customer, the
proxy, the authorised signatory and the represgatatnd to verify their identity.

362. With regard to_natural persgnBnancial institutions are required to recordledst the
surname and forename (birth name), address, natyorigpe and number of identification
document, place of abode in Hungary (with respeébteign nationals).
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363. With regard to_legal persons or organisations rantig a legal personalityfinancial
institutions are required to record at least tHeand abbreviated name, address of registered
office or address of their branch office in Hungéry case of foreign-registered enterprises),
company registration number (if applicable) or dtiner entities the number of the resolution
of their foundation (registration, incorporatiom)tbeir registration number.

364. In addition the financial institutions may recorttetfollowing details on a risk-sensitive
basis: place and date of birth and mother’s naratifal persons) and principal activity, name
and position of authorised representatives, ideatibn data of agent for service of process
(legal persons or organisations not having a Ipgedonality).

365. For the purposes of verificatioof identity of natural personsservice providers are
required to require the following documents to bespnted:,

a)for Hungarian nationals, an official certificateitable for the proof of identity and an
official certificate for the proof of address

b) for foreign nationals, a passport or personaltitienard, if it embodies an authorisation
to reside in Hungary, or a document evidencingitg of residence or a valid residence
permit.

366. According to the HFSA Model Rules an official ckcate suitable for personal
identification shall mean a personal identificatamtificate, a passport or a driving license in
card format.

367. For the purposes of verification of identity, firtéad institutions are required to check the
validity of identification documents presented.

Identification of Legal Persons or Other Arrangensen

368. As regards_legal persons or organisations not hawinegal personalitythe natural
persons who are authorised to act in their namésartheir behalf have to be identified with
the documents required for natural persons (s&e3§. In addition financial institutions are
required to require a document issued within ttdidys to date, to verify:

a) that it has been registered by the court of regfisin (for domestic economic operator)
or the existence of a private entrepreneur’s liedfs private entrepreneur);

b) the fact of registration by an authority or the tdtor domestic legal persons subject to
registration);

c) the fact of registration under the law of the cowynh which it is established (for
foreign-registered legal persons or organisati@ihaving a legal personality)

d) the articles of incorporation, if the submissioraof application for registration is yet to
be made.

369. According to the HFSA Model Rules (for Financial ni8ee Providers), financial
institutions are required to specify in their Imak Rules, on a risk-sensitive basis, the cases
where they will require certified translations difetregistration documents or certificates
required for identification.

370. Customer identification and verification requirenteedescribed under ¢.5.3 and c.5.4 also
have to be applied to any proxy, authorised signadod the representative (Section 7 (1)).
However there is no explicit requirement to vetifiat person purporting to act on behalf of
the customer is so authorised. Section 5 (6) of RRgment Services Act requires credit
institutions to take all reasonable measures tarrenthe proper identification of authorised
signatories so as to accept instructions only femch signatories. However, this obligation
neither covers the full range of financial instibuis nor all types of financial services.
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Identification of Beneficial Owners

371. In all cases mentioned under ¢.5.2 where CDD isdatmy the customer is required to
provide a written statement as to whether he im@dh his own name or in the name or on
behalf of the beneficial owner. In the latter cdke written statement shall contain the
surname and forename (birth name), address asas/éiie nationality of the beneficial owner
(Section 8 (2) of the AML/CTF Act)The minimum set of data to be recorded with regard
the beneficial owner has been extended since #ieaksessment. However it still contains
fewer particulars than the minimum set of datadadrorded with regard to the customer, for
whom the type and number of identification documand the place of abode (for foreign
nationals) have to be recorded in addition. Reasmpsstify such difference in the amount of
the collected information could not be established.

372. However in addition to the abovementioned minimw@nhadd data, the financial institution
may request the customer to supply the followingigaars of the beneficial owner on a risk-
sensitive basis: type and number of identificatimeument, place of abode (with respect to
foreign nationals), place and date of birth andh@os name. Hungarian authorities point to
the fact that collection of this maximum set oftjmadars of the beneficial owner is strongly
recommended in Par. 2.8 of Annex No. 1 to HFSA Reunendation No. 3/2008

373. Where there is any doubt concerning the identityhef beneficial owner, the financial
institution shall request the customer to makeepdated) written statement concerning the
beneficial owner (Section 8 (4) of the AML/CFT Act)

374. Where there is any doubt concerning the identitythef beneficial owner, the service
provider is required to take the necessary measaresder to check the beneficial owner’s
identification data in registers available accogdio the legal provisions for this purpose or in
registers which are openly accessible to the pul@ection 8 (5) of the AML/CFT Act).
According to the authorities this obligation hash® fulfilled only if the abovementioned
repeated written statement of the customer doesemobve existing doubts. This procedure
appears to contradict Section 11 (1) AML/CFT Achose wording suggests — in accordance

with the Standard - that the beneficial owner ltabéd verified in every cas@respective of
any doubts.

375. Modelled on the definition set out by the third BML/CFT Directive the term beneficial
owner is defined in Section 3 of the AML/CFT Act as

a)the natural person, who owns or controls at leastty-five per cent of the shares or
voting rights in a legal person or in an organgatiot having a legal personality, if that
legal person or organisation not having a legasqeality is not a registered company
on the regulated market to which publication regents consistent with Community
legislation or equivalent international requirenseapply;

b)the natural person, who has a dominant influen@el@gal person or an organisation not
having a legal personality (as determined in theilCode’);

c¢) the natural person, on whose behalf a transactiber ds executed.

376. According to the Civil Code a dominant influences laanatural person who is a member or
a shareholder of a legal entity or legal arrangeraed entitled to elect or recall the majority
of the members of senior management or of the sigoey board, or who has sole disposal

rights over more than 50% of the votes on the bafsen agreement with other members or
other shareholders.

377. The definition of beneficial owner contained in &t 3 (r) of the AML/CFT Act does
not refer to _ultimateownership or control. The legal definition neitheses the term
“ultimately” (official Hungarian translation: “vég%) nor “indirect ownership” (official
Hungarian translation: “k6zvetett tulajdon”). Fbid reason evaluators had concerns whether
indirect ownership and control is covered by théniden of beneficial owner contained in
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the AML/CFT Act. However Hungarian authorities agsl evaluators that the common
understanding of the word “tényleges tulajdonogefieficial owner”) does cover the ultimate
owner respectively indirectwnership.

378. Furthermore, the definition of beneficial owner egps not to comprise necessarily the
mind and management of a company as suggested FARF Methodology.

379. As regards foundations, the beneficial owner isngef in Section 3 of the AML/CFT Act
as the natural person

a) who is the beneficiary of at least twenty-fiver gent of the property of the foundation,
if the future beneficiaries have already been deitezd;

b) in whose main interest the foundation is essaklil or operates, if the beneficiaries have
yet to be determined; or

¢) who is a member of the managing organisaticdh@foundation, or who has a dominant
influence over at least twenty-five per cent of pneperty of the foundation, or who acts
on behalf of the foundation.

380. The founder, the trustee and the beneficiarieswigent from the documents required by
law for the identification of foundations (see &)5

381. The exemption for companies registered on the atgdl market to which publication
requirements consistent with Community legislatimrequivalent international requirements
is compatible with the standard.

382. In addition to the abovementioned identificationd awmerification requirements the
Guidelines to AML/CFT Recommendation of the HFSA plasise that the financial
institutions must know the ownership structuredhir legal entity customers inclusive of
their beneficial owners who may only be naturalspes and must know their executive
managers with decision making powers and the peraathorised to act in the name of the
customer vis-a-vis the financial institution in vgaggreed with the financial institution (Par.
2.6. Guidelines to AML/CFT Recommendation of theSA¥.

383. According to the definition of “beneficial owneri iSection 3 of the AML/CFT Act, the
beneficial owner always has to be a natural perslonvever the Model Rules issued by the
HFSA contain a sample template for the declaratiobeneficial ownership which has to be
completed by the customer. According to this temeptalegal person or legal arrangement is
allowed to provide the declaration of beneficialn@nship on its own behalf. In such a case
the declaration would not contain data with regard natural person but only with regard to a
legal person or legal arrangement.

Information on Purpose and Nature of Business Relahip

384. Financial institutions are required to obtain imhation on the purpose and planned
nature of business relationships and transactidarsr(Section 9 of the AML/CFT Act). To
this purpose they shall record at least the foltmadetails (minimum data set):

» The contract type, subject matter and term forrmss relationships;
» The subject matter and period for transaction arder

385. In addition to the above, financial institutionsynaso record the following details
(maximum data set) on a risk-sensitive basis:

» The circumstances (place, date and time, methoebyexution.

386. The legal obligation is further specified in paiggn 2.6 of the Guidelines to AML/CFT
Recommendation of the HFSA. Accordingly the finahaastitutions should understand to the
greatest possible extent the substance of theiteegivf their customers, the nature of their
business relationships, their circle of partnensarfcial habits, domestic and international
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market practices, as well as the origins, curreneied usual magnitudes of their executed
debits and credits.

387. The AML/CFT Recommendation of the HFSA emphasikas financial institutions shall
generate customer profiles on the basis of thestorner due diligence measures and having
gotten to know their customers with due care, baseda systematic analysis of their
customers’ financial and payment practices ancherbasis of appropriate record-keeping of
their customers’ contacts and cash flows. The l@®fthus generated should ensure the
transparency and the lucidity of their customersingactions and contacts at all times.
(Section Il of the AML/CFT Recommendation of th&&iA).

Ongoing Due Diligence on Business Relationship

388. Financial institutions are required to conduct angomonitoring of the business
relationship including the analysis of the transacbrders executed during the existence of
that business relationship in order to establiskthér a given transaction order is consistent
with the information available to the financial tibgtion on the customer in accordance with
the relevant provisions (Section 10 (1) of the AKIET Act).

389. The AML/CFT Recommendation of the HFSA emphasidest financial institutions
should examine whether or not issued transactidersrare consistent with the information
and knowledge available on their customers andheir business and risk characteristics,

including their sources of funds if necessary (®ectil of the AML/CFT Recommendation
of the HFSA).

390. Financial institutions are required to ensure ttheg data and information as well as
documents held in connection with business relahigps are kept up-to-date. During the
existence of the business relationship, the cugstoimerequired to notify the financial
institution any change in the data and informatsoipplied in the course of customer due
diligence or any change concerning the benefisaler within five working days.

391. Financial institutions are required to draw theatibn of their customers concerning their
obligation to report any and all changes in theirtipulars. Where there is no assignment
made, either debiting or crediting, to an accouaintained by the financial institution, apart
from transaction orders that take several yeampdture, the service provider is obliged to
request the customer in writing, within 30 daysrothe next account statement, to report the
changes in his particulars that may have occurtethg the aforementioned period (Section
10 (2)-(5) AML/CFT Act).

Risk - Enhanced Due Diligence for Higher Risk Congrs

392. The AML/CFT Act calls for enhanced due diligence four cases: non face-to-face
customers (Section 14), correspondent bankingioakttips with non-EEA countries (Section
15), politically exposed persons (Section 16) armhe@y exchange in the amount of HUF
500,000 (€1,850) or above (Section 17). Other astances which are listed as examples of
higher risk transactions or relationships by thedB&ommittee in its CDD paper, in particular
non-resident customers or customers that are paraesets holding vehicles are not explicitly
categorised as mandatory higher risk transactionslationships in Hungary.

393. In addition to above mentioned four mandatory caB®senhanced customer due
diligence, financial institutions have to determiwéhin their internal rules other products,
services and transactiomgth greater exposures to money laundering owotistr financing,

mandating the application of enhanced customerdiligence measuresn a risk-sensitive
basis.

394. According to the HFSA recommendation, high-risk ibass relationships may for
instance include transaction orders with high anmuim relation to the daily practice of the
financial institutions, most credit relationshigsid unit-linked insurance contracts with high
amounts in the case of insurance products, orgartihanagement agreements in the case of
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investment services. For such cases service pmevidiall record the maximum set of data for
the identification of the customer, for the ideication of the beneficial owner and for the
business relationship and for the transaction order

395. Except for the PEP, non-face-to face, corresponanking relationships and money
exchange in the amount of HUF 500,000 (€1,850)owra the law only requires the collection
of the maximum data set with regard to customertamficial ownership identification.

396. Further details regarding the risk-based approggiied in Hungary can be found in
section 3.1.

Risk — Application of Simplified/Reduced CDD Measurhen appropriate

397. The AML/CFT Act allows for the application of sinifiédd customer due diligence
measures for certain customers and transactiomsseming a low risk of money laundering
and terrorist financing. With simplified customeweddiligence the customer due diligence
measures are to be carried out only if some datds for circumstances emerge that indicate
money laundering or terrorist financing. Nevertlssle financial institutions are always
required to perform continuous monitoring of theibess relationship.

398. Simplified due diligence may be applied to thedwling customers:

a)a financial institution if it conducts its active8 within the territory of the European
Union or if it has its registered office in a nob+Eountry which imposes requirements
equivalent to those laid down in the AML/CFT Actdasupervised for compliance with
those requirements;

b)a company whose securities have been introducttetregulated market in one or more
EU member states, or is a company from a non-Elhtepiuthat imposes disclosure
requirements consistent with EU standards;

c) a customer that qualifies as a supervisory agamtlys application of the AML/CFT Act,
like the Hungarian Financial Supervisory Authoritye National Bank of Hungary;

d)a central state administrative agency, a local gowent, or an agency of the European
Community, the European Economic and Social Coremitthe Committee of the
Regions, the European Central Bank and the Europeastment Bank.

399. As regards equivalence of non-EU countries Sectl8n(1) of the AML/CFT Act
empowers the Minister of Finance to publish - byywé a decree — a list of third countries
which impose requirements equivalent to those twodn in the AML/CFT Act. The list
provided in the Decree corresponds to what wasedgupon between the EU Member States
in June 2008 (currently including Argentina, AubraBrazil, Canada, Hong Kong, Japan,
Mexico, New Zealand, Russian Federation, Singap8seitzerland, South Africa, USA,
certain French and Dutch overseas territories antisIB crown dependencies). The list has
been drawn upon information available amongst EUmbler States on whether those
countries adequately apply the FATF Recommendations

400. According to the AML/CFT Act DNFBPs are required toform the respective
supervisory body if a third country meets the ctiads for equivalence. The supervisory body
is required to forward that information to the Mitdr without delay. The Minister hereafter
informs the European Commission and the MembereStat cases where a third country
meets the equivalence requirements (Section 18fy)Authorities state that it is not at the
discretion of DNFBPs to decide whether there arthéu equivalent third countries in addition
to the compulsory list published by the MinisteroWding information to the European
Commission and the Member States through the réspesupervisory body (and the
Minister) about the equivalence of another thirdrdoy serves only for the purpose of review
of the EU list

401. Simplified due diligence may also be applied toftliwing products:
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a)insurance policies within the field of life assutarunder Schedule No. 2 to the Insurance
Act, where the annual premium is no more than HWB,@00 (€960) or the single
premium is ho more than HUF 650,000 (€2,400);

b)insurance policies for pension schemes if theradssurrender clause and the funds
payable to the insured person cannot be used dateral for any credit or loan
arrangement.

402. With regard to group insurances, CDD measures abtg m@quired in respect of the
contracting party.

403. The HFSA Recommendation emphasises that finanoititutions shall, in all cases,
verify the required form of the due diligence oblign applicable to the specific customer. If
the details of the respective customer on its faeeld result in simplified due diligence, but
the service provider has doubts as to the justifingor the procedure on the basis of the data,
then the service provider should carry out normardhanced due diligence measures. Hence
the abovementioned cases for simplified due ditgesho not create a blanket exemption from
the normal CDD obligations, but are only applicableere the risk of money laundering is
low. This requires a certain level of prior risksassment in all cases.

Risk — Simplification/Reduction of CDD Measurestiah to overseas residents

404. The abovementioned circumstances stipulated iAME/CFT Act where simplified due
diligence is applicable are exhaustive. SimplifiedD is therefore not an option in situations
other than those explicitly mentioned in the AML/CRAct. The mere fact that customers
reside abroad does not justify simplified CDD.

Risk — Simplified/Reduced CDD measures Not to Aphbbn Suspicions of ML/FT or other high risk
scenarios exist

405. The AML/CFT Act clearly stipulates that CDD has lbe applied when there is any
information, fact or circumstance giving rise tegieion of ML/FT, where the CDD measures
have not been carried out yet (Section 6 (1) (Ehs obligation is not exempted under the
simplified CDD regime (Section 12-13). Equally tdedel Rules of the HFSA emphasise that
under the regime of simplified due diligence custoue diligence measures are to be carried
out if some data, facts or circumstances emergeitdicate money laundering or terrorist
financing.

Risk Based Application of CDD to be Consistent Witlidelines

406. According to the AML/CFT Act financial institutioresre required to prepare internal rules
(Section 33). The internal rules must provide fog tases, listed by the financial institution,
where the financial institution will apply enhancdde diligence (and therefore record the
maximum data set) and where they will apply singdifdue diligence (and therefore only
apply CDD in case of ML/FT suspicion but ongoingnitoring)

407. The internal rules have to be approved by the HFroval is given if the internal rules
contain the mandatory contents set out in the ANHT@G\ct and in the Ministerial Decree on
the compulsory elements of internal rules. Therirgerules also have to be consistent with the
model rules for the financial sector, which provideamples for enhanced due diligence
instances.

Timing of Verification of Identity — General Rule

408. Except for the cases described below financialtingins are required to carry out the
verification of the identity of the customer ance theneficial owner beforestablishing a
business relationship or executing a transactideror

409. Financial institutions may carry out the verificatiof the identity of the customer and the
beneficial owner during the establishmefta business relationship, if it is necessargriter
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to avoid the interruption of normal conduct of mesis and where there is little risk of money
laundering and terrorist financing occurring. Irtisicases the verification of identity shall be
completed before the first transaction order iscated (Section 11 (1)-(2) of the AML/CFT
Act).

Timing of Verification of Identity — Treatment ofdéptional Circumstances

410. Insurance service providers, in connection withuiaace policies within the field of life
assurance, may carry out the verification of trenidy of the beneficiary under the policy and
any other person entitled to receive services efitisurer/insurance provider even after the
establishmenof the business relation, if they were not knownha time of signature of the
contract. In that case, verification of identityaltake place at or before the time of payout or
at or before the time the entitled person enforiséhér rights originating from the contract

(policy).
411. Financial institutions entitled to open bank acdsumay open a bank account provided
they ensure that transactions are not executechéyctstomer, the proxy, the authorised

signatory or the representative until the compietnd the verification of the identity of the
customer and the beneficial owner.

412. Financial institutions operating as a voluntary maliinsurance fund may open a personal
account governed under the VMIF Act provided theysuge that the customer and the
beneficiary will not get any service until the cdetipn of verification of the identity of the
customer and the beneficial owner.

Failure to Complete CDD before commencing the BessnRelationship and after commencing the
Business Relationship

413. Where the financial institution is unable to caoryt the customer due diligence measures,
the financial institution may not carry out a tracson through a bank account, establish a
business relationship or execute a transactionr@dés required to terminate the business
relationship with the customer in question (Secfi@r(6) of the AML/CFT Act).

414. There is no explicit requirement to consider malargTR in such cases.
Existing Customers — CDD Requirements

415. For business relationships established before ffeetiwe date of the AML/CFT Act (15
December 2007) restrictive provisions apply. Aslafanuary 2009 financial institutions are
required refuse to carry out transaction ordersct@tomers if the business relationship with
the customer was and if the customer or his/heesgmtative has failed to physically show up
in person in front of the financial institution ftwe due diligence measures to be carried out,
and if the due diligence results as specified by MML/CFT Act are not fully available
(Section 42 of the AML/CFT Act). Therefore finariciastitutions were constrained to apply
the revised CDD requirements in time to existingtomers in order to guarantee smooth
business operations. Financial institutions meedtthat these processes have been completed
to the greatest extent.

Existing Anonymous-account Customers — CDD Regem&n

416. As outlined under c. 5.1, remaining funds from simieted or restricted bearer savings
passbooks may only be released to a person wtiopfiesents the document to the issuing
credit institution and if the credit institution fyacompleted the customer due diligence
procedures specified in the AML/CFT Act in respetthe customer. The credit institution
must register such bearer savings passbooks umeleame of the passbook holder at the time
of completion of the said customer due diligencasnees (Sec. 18 and 19 of the LDSD). In
addition the obligation described under ¢.5.17 iggpl
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Effectiveness and efficiency

417. Meetings with the private sector indicated a higivel of awareness of the CDD
requirements, and all categories of financial fnStins appear to have developed a
comprehensive understanding of the CDD and receggpikg obligations under the new
AML/CFT Act.

418. As outlined under c¢.5.18 the new AML/CFT Act thaime into force in December 2007
obliged financial institutions to update all CDD talaby January 2009. According to
authorities and financial institutions millions patural persons and tens of thousands legal
person or legal arrangement customers had to hdengified applying the new CDD
requirements, including the provision of the oraideeds of foundation, licences etc. or their
equivalents. According to the reports of the creaftitutions there were very few foreign
customers who did not provide their account keepstis their respective documents. The
accounts of these customers have been blockedandence with the law.

419. Financial institutions mostly use highly detailedegtionnaires to collect information
which are filled out either by the relationship ragar or by the customer. Financial
institutions perform risk classification of custarm@&nd have customer acceptance policies in
place.

420. Financial institutions report, that they usuallguge the maximum data set and further
information from every client (at least in the cask legal persons or arrangements)
irrespective of his risk classification and therefgo beyond the legal requirements. Usually
the tax number, notarised specimen signatures apy of articles of association (also for
already registered companies) are also requireadition to the legal requirements. The
HFSA promotes IT systems that do not allow opeing@ccount or approving the transaction
in case of absence of required data or informai®a best practice.

421. Financial institutions try to obtain a copy of Iaiments from every client, but report
that Hungarian Data Protection Law imposes an olesta these efforts, as written consent of
the customer is required. Such consent is ofteriedewhich imposes difficulties in the
verification and fraud prevention process.

422. Client and beneficial owner data is regularly cleetkagainst public official and
commercial databases (including as well PEP anerriational sanctions lists). Financial
institutions stated that adequate databases tdyvieeneficial ownership information are
available. As far as Hungarian companies are caoecethe Business Associations Act
requires private and public limited companies tegka register of shareholders (Sections 202
and 285 of the Business Associations Act).

423. As regards foundations, financial institutions eththat they are able to ascertain the
natural persons who are the beneficial owners dougrto the new definition in the
AML/CFT Act (including persons who have a dominanfluence).

424. In addition to the mandatory instances for enhartgel diligence stipulated in the law
financial institutions typically determine the f@ling country, customer and product risks as
requiring enhanced CDD: currency exchange actiitesset management services, activities
in oil and natural gas exploitation and processinggde in raw materials, trade in arms,
gambling, construction industry, waste collectiowd arade, companies registered in offshore
jurisdictions, non-transparent ownership structu@scount opening through persons not
authorised as per company documents, non-profiaresgtions. However according to
analysis conducted by the HFSA cases remain, wherdetermination of high risk categories
and institution specific typology still has to megroved.

425. The Hungarian risk-based approach focuses very nwclthe amount of data to be
collected in the identification and verificationopess. Except for the PEP, non-face-to face
and correspondent banking relationships neithelathienor the Model Rules explicitly require
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further controls for high risk business relatiopshior transactions. They are left to a
significant extent to the discretion of the finaldhnstitutions. Independently from the legal
obligations, financial institutions seem to have@uhte additional controls in place such as
the approval of enhanced due diligence relatiosstipough head compliance officers,
increased monitoring of transactions as well agemsed frequency of reviews of such
relationships.

426. All banks have implemented screening systems ferntionitoring of transactions risks.
According to the HFSA in some cases the final systare under development.

427. Reliance on third party CDD is widely-used in theurance sector (reliance on insurance
intermediaries) but less common for other finandiatitutions except for intra-group
relationships.

428. The internal regulation, procedures and competenitie CDD measures set up by all
financial institutions generally comply with regtitmm and supervisory requirements. The
financial institutions are already engaged in time tuning of systems and procedures. The
identified deficiencies mainly come from misundamstings and neglected execution. As
many financial institutions have head offices imest EU countries, many of them have
adopted the internal regulation, procedures andiigh regarding CDD measures of their
parent companies as far as reconcilable with thegduan legal framework. They also
frequently rely on common centralised monitoringtems, compliance and internal audit
structures.

429. The inspection program carried out by the HFSA (dmel MNB for cash processors)
regularly focuses on the adequacy of CDD measum@grocedures and the consistency of the
risk based approach. Identified deficiencies in Cpidcedures are careless execution, poor
knowledge of identification documents and gapsignature checking. In many cases it was
established that criminals build on the deficieacief identification and verification,
deliberately select the institution or its brandfice or agent. Authorities further established
significant differences in the quality of AML/CFElated training — in particular with regard
to agents.

430. Financial institutions considered the training perg provided by the HFSA to be
adequate. Some institutions see need for guidaitber@gard to the interpretation provisions
relating to beneficial owners.

3.2.2 Recommendations and comments

431. It is noted that the Hungarian provisions on anooysnpassbooks require that the owners
and beneficiaries of existing anonymous accountar@nymous passbooks be made the
subject of CDD measures as soon as possible arhyinevent before such accounts or
passbooks are used in any way. This is, howevérsufficient to meet the requirements of
essential criterion 5.1*, which requires - with@mace periods - that financial institutions
should not be permitted to keep anonymous accqantording to the glossary in the FATF
Methodology “References to “accounts” should bedraa including other similar business
relationships between financial institutions angititustomers”). It is therefore recommended
that all anonymous passbooks, regardless of tlebalon the respective account, should be
closed or converted to nominative accounts at #réest opportunity and not later than 1
January 2013.

432. A domestic ML/TF risk assessment should be condurteluding an assessment of the
adequacy of mandatory instances for enhanced tgertie.

433. It remains unclear whether the definition of beciafiowner comprises indirect ownership
and control and the mind and management of a coynpiais therefore recommended that
these definitions be reviewed and clarified. Itakso recommended that the minimum
identification requirements for beneficial ownetsogld be aligned with those for other
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customers and that the sample template for theuddimin of beneficial ownership declaration
be clarified.

434. An explicit requirement for financial institutions consider making a STR where they are
unable to carry out the customer due diligence oreasshould be implemented.

435. An explicit requirement to verify that the persoorgorting to act on behalf of the
customer is so authorised should be implemented.

436. In addition to the collection of the maximum setidéntification data further enhanced
due diligence measures should be required for highk categories of customers, business
relationships or transactions (e.g. referring tenowrcial electronic databases, enhanced
ongoing monitoring).

437. The extent to which the Data Protection Law is astacle to effective CDD measures
should be assessed.

3.2.3 Compliance with Recommendation 5

Rating Summary of factors underlying rating

R.5 LC * Anonymous savings passbooks issued before thehnilption in 2001
are still in circulation.

» The definition of beneficial owner is not sufficthnbroad as it appears
not to comprise the mind and management of a lpgedon and it i$
unclear whether it covers the ultimabeneficial owner (respectively
indirectownership and control).

» The legal provisions for the procedure to be appiae the verification
of the beneficial owner are not clear.

» Apart from the collection of the maximum set ofalab enhanced due
diligence measures are required for higher riskgaties of customers
business relationships or transactions.

* No explicit requirement to verify that person putptg to act on behallie
of the customer is so authorized (except for ses/rovided under th
Payment Services Act)

* No explicit requirement to consider making a STRerehthe financia
institution is unable to carry out the customer diligence measures.
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3.3 Financial institution secrecy or confidentiality (R)

3.3.1 Description and analysis
Recommendation 4 (rated C in tH& ®und report)

438. Since the ' round MER there have been no major changes matettegislation with
relation to access to information at financial itasions. Therefore, for more detailed
information the reader is referred to that repAg.noted in the '8 round MER there is no
obstacle for the competent authorities to have sscee information of financial institutions
and implement AML/CFT measures.

439. Section 23 of the new AML/CFT Act provides the lefasis for the HFIU to request
information and data that are considered bank seseurities secret, insurance secret, fund
employer pension secret and business secret. MareSection 71 of the ACP provides the
court, the prosecutor and the investigating authaevith the right to request information, data
or documents from business organisations duringical proceedings.

440. With regards to banking sector Section 50 of theECAct provides the definition of bank
secrets, namely, all facts, information, know-how date in the financial institution’s
possession on customers relating to the person, filancial standing, business activities,
management, ownership and business relationshipsvedls as the balance and money
movements on the account of a customer maintainiutie financial institution as well as to
his contracts entered into with the financial iogion.

441. As a basic rule the obligation of confidentiality eegards business, banking, securities,
insurance and funds secrets shall not apply t&iiFeA and the MNB investigating authorities
and the public prosecutor (Section 49 (3)—(4) ahd2 of the CIFE Act, Section 117 (2) and
118 (3) of the Capital Markets Act, Section 1574yl 163 (1) of the Insurance Act.

442. According to the sector specific laws (Section BlLdf the CIFE Act, Section 369 (3) of
the Capital Market Act referring to Article 117 tbfe Investment Services Act, Section 157/A
of the Insurance Act, Section 40/B (8) of the VMIEt) the obligation of confidentiality shall
not apply to:

» the financial institution’s compliance with the mation of reporting prescribed in
AML/CTF Act

» when the Hungarian law enforcement agency or th&JHF

a)makes a written request for information - that engidered banking, securities,
insurance or funds secret - from a financial iofth, acting within its powers
conferred under the AML/CTF Act or

b)in order to fulfil the written requests made byoaeign financial intelligence unit, or a
foreign law enforcement agency pursuant to annatégwnal agreement - if the request
contains a confidentiality clause signed by theifpm FIU.

443. Section 41 of the HFSA Act empowers the HFSA todemh on-site inspections of all
financial institutions and enables the HFSA to asc any data and information of these
institutions.

444. While there are no explicit exemptions from bankirsgcurities, insurance or funds
secrecy as regards information exchange requireRégommendation 7 (correspondent
banking), Recommendation 9 (third party and intasas) and SR.VII (wire transfers), secrecy
rules are not considered as an obstacle to suohmafion exchange. In practice, financial
institutions appear not to have difficulties instihegard.
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Effectiveness and efficiency

445. During on-site visit the evaluation team did notegté any problems with effectiveness and
efficiency.

3.3.2 Recommendations and comments

446. Overall the legislation on financial institutioncsecy appears to enable the authorities to
access the information that they require in ordegxercise their functions in the fight against
money laundering and terrorist financing and dagsmhibit the implementation of the FATF
recommendations. Furthermore, no problems have éq@rienced in practice.

3.3.3 Compliance with Recommendation 4

Rating Summary of factors underlying rating

R4 | C

3.4 Record Keeping and Wire Transfer Rules (R.10 and. @R

3.4.1Description and analysis

Recommendation 10 (rated C in th&'3ound report)

447.  Although Recommendation 10 was rated “Compliantthie 3° round report it needs to be
reassessed in accordance with the requirementsutdiainevaluation procedure for this
assessment round.

Record-Keeping & Reconstruction of Transaction Rés& Record-Keeping for Identification Data,
Files and Correspondence

448. The Accounting Act, the AML/CFT Act and Model Rules well as guidelines of the
HFSA contain detailed rules on record keeping mespoents.

449. As regards transaction records, all companiesereired to keep all transaction records
for a minimum of 8 years (Section 169 (2) of thecdunting Act). This retention period
commences with the completion of the transacticeciin 166 (3) of the Accounting Act).
According to the sector specific laws, financiaktitutions are required to keep all the
transaction records for a minimum of 5 years (8acti3/C (6) (f) of the Banking Act, Section
12 of the Investment Services Act).

450. The above-mentioned provisions apply as a genelg| lout when it comes to information
related to AML/CFT the requirements of the AML/CFAct prevail. In all instances of
mandatory CDD, financial institutions are requitedecord the following information (Sec 9
(1) AML/CFT Act):

a) regarding business relationships, the type, subjetter and the term of the contract;
b) regarding transaction orders, the subject mattgtlaa value of the transaction.

451. Essential Criterion 10.1.1 requires transactionoms to be sufficient to permit
reconstruction of individual transactions so as pimvide, if necessary, evidence for
prosecution of criminal activity. While the generatord-keeping requirements stipulated in
Section 166 of the Accounting Act fulfil the reqeinents of this criterion, according to the
AML/CFT Act particulars of the performance of artsaction (place, time and mode) only
have to be recorded in the cases specified acgptdithe internal rules applying a risk-based
approach (Section 9 (2) of the AML/CFT Act). Thidnsistency appears to be problematic
and might have a negative impact on the propeigifn of record-keeping rules.

92



Report on fourth assessment visit of Hungary — 30 September 2010

452. According to the AML/CFT Act, financial institutienare required to maintain records of
data obtained while carrying out CDD measures faxiied above) as well as documents
evidencing reporting activities or data suppliedreguest from the Authority acting as the
Financial Intelligence Unit, as well as documentglencing the suspension of transactions
and to keep such data for at least eight yearswollg the recording or from the date of
reporting (suspension). The time limit for keepdaja obtained when establishing a business
relationship shall commence upon the time of teatiom of the business relationship (Section
28 (1)).

453. There is no provision to ensure that the mandatxeygrd-keeping period may be extended
in specific cases upon request of the authorifidse authorities stress the fact that the
retention period of 8 years so far has proved tsufgcient.

454. Financial institutions are not specifically requirdo maintain records of business
correspondencas required under the essential criterion 10.2*.

Availability of Records to Competent Authoritiesiifimely Manner

455. All financial institutions are required to satisfyritten requests of investigating
authorities, the national security service and plblic prosecutor’'s office_without delay
concerning any client account and the transact@mnsuch account if it is alleged that the
account or the transaction is associated with @imeluding money laundering, terrorism and
others (Section 52 of the CIFE Act, Section 119 ¢i)the Investment Services Act and
Section 157 (5) of the Insurance Act, Section 40)Bf the VMIF Act). Authorities argue that
the reason why the HSFA is not covered by this igion is that the HFSA as supervisory
authority of financial service providers simply neskuse of its power to carry out on-site
inspections with or without preliminary notice.

456. In addition to inspection powers, the HFSA Act auibes the HFSA to request the ad hoc
supply of specific data on the supervised bodias @ersons, where an emergency situation
arises which potentially jeopardises the stabiliy the financial intermediation system
(Section 41 (3) of the HFSA Act). Sector specifisvé require financial institutions to install
data storage systems capable of frequent retriefvabcords specified by law to provide
sufficient facilities to ensure that archived matisrthat they can be retrieved and restored at
any time (e.g. Section 13/C (6) (f) of the CIFE A@.g. See Section 13/B and 13/C (6) (f) of
the CIFE Act, Section 101 of the Capital Marketg,/Rec. 12 of the Investment Services Act,
Section 40/C of VMIF Act, Section 77/A of the Mamolyy Pension Funds Act, Section 65 b)-
c) of the Insurance Act).

457. The ACP empowers the court, the prosecutor andnthestigating authorities to contact
business companies (which includes financial imstihs), to request the supply or
transmission of information, data or documents, aray prescribe a time limit for fulfilling
such request ranging between a minimum of eightnaaximum of thirty days (Section 71).

Effectiveness and efficiency

458. According to Ministerial Decree No. 35/2007 on @empulsory Elements of Internal
AML/CFT Rules, internal rules have to comprise, aggi others, the rules regarding data
processing and data storage obtained during CDDaatekcription of the internal controlling
and information system which supports the carryingof record keeping obligations. In this
respect the HFSA Model Rules provide detailed guidao the financial institutions. Internal
controls for record keeping are subject to HFSAit#fanalysis, as each internal rule has to be
approved by the HFSA.

459. The HFSA also reviews the effectiveness of theriivatiecontrols regarding record-keeping,
as part of its on-site inspections for financiatitutions that are conducted at least every two
years. Such inspections have also been confirmeéinbycial institutions met during the
assessment. The authorities informed the evaluétatsas far as record keeping obligations
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are concerned, no relevant implementation deficésnovere observed during on-site
inspections. None of the competent authoritiesrhastioned delays in obtaining all relevant
data and information from financial institutions.

460. Full electronic access, authorising investigatiotharities to get all requested information
about the clients of financial institutions notvmitten but in electronic form, is in its planning
phase.

SR.VII (rated C in the 5 round report)

461. Requirements under SR VII have been implementetinvihe EU through Regulation
(EC) No. 1781/2006, in force since 1 January 200¥s Regulation is directly applicable
throughout the EU membership, including Hungary.

462. According to Article 3 of the EU Regulation, it dms to transfers of funds, in any
currency, which are sent or received by a paymemice provider established in the EU. The
Regulation does not apply to:

» transfers of funds carried out using a credit doitdeard under specific conditions (Article
3, paragraph 2), electronic money up to a thresbib&1.000 (Article 3(3));

» transfers of funds carried out by means of a mabiilene or similar device (Article 3,
paragraphs 4 and 5);

» cash withdrawals, transfers related to certain tdéhinsfer authorisations, truncated
cheques, transfers to public authorities for tafiegs, or other levies within a member
state;

» transfers, where both the payer and the payee ammgnt service providers acting on
their own behalf (Article 3, paragraph 7).

463. According to Article 5 of the Regulation, providesisall ensure that transfers of funds are
accompanied by complete information on the payhrs Tomplete information on the payer
includes name, address and account number of gteroar (Article 4).

464. The payment service provider of the payer shalipreetransferring the funds, verify the
complete information on the payer on the basisamfuchents, data or information obtained
from a reliable and independent source (Article2}.(In the case of transfers of funds not
made from an account, the payment service provitidre payer shall verify the information
on the payer only where the amount exceeds €110l6ss the transaction is carried out in
several operations that appear to be linked anetheg exceed €1,000 (Article 5 (4) of the
Regulation).

465. However, the EU Regulation also provides for somenwgtions of the verification
requirements if:

» a payer’s identity has been verified in connectioth the opening of the account and the
information obtained by this verification has betored in accordance with the obligations
set out in the '8 EU AML/CFT Directive; or

» the payer is an existing customer whose identitytbée verified at an appropriate time as
described under Article 9(6) of th& U AML/CFT Directive.

466. According to the FATF Methodology, for the purposéshe assessment of SR VII, while
transfers between Hungary and other EU member deardre considered as domestic, wire
transfers between Hungary and non-EU member sia¢esonsidered as cross-border.

467. Therefore, according to Article 7 (1) of the Regila, transfers where the payment
service provider of the payee is situated outdidedrea of the EU shall be accompanied by
complete information on the payer. In cases offbatansfers, it is not necessary to attach the
complete information to each individual wire traergprovided that the batch file contains that
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information and that the individual transfers catrg account number of the payer or a unique
identifier.

468. In cases where both the payment service providehefpayer and the payment service
provider of the payee are situated in the Commuiignsfers of funds shall be required to be
accompanied only by the account number of the paye unique identifier allowing the
transaction to be traced back to the payer. Ifesuested by the payment service provider of
the payee, the payment service provider of the mpalall make available to the payment
service provider of the payee complete informatarthe payer, within three working days of
receiving that request (Article 6 of the Regulafion

469. According to Article 14 of the Regulation, paymeetvice providers shall respond fully
and without delay to enquiries from the competertharities concerning the information on
the payer accompanying transfers of funds and spaor@ling records, in accordance with the
procedural requirements established in the natiamabf the Member State in which they are
situated. For the purpose of the EU Regulationctirepetent authorities in Hungary are the
HFSA and the HFIU (Section 22 (1) of the AML/CFT tpAcService providers are obliged to
hand over to them the complete information on tagep if requested (Section 22 (2) of the
AML/CFT Act).

470. Article 12 of the Regulation stipulates that intediary payment service providers shall
ensure that all information received on the paiat accompanies a transfer of funds is kept
with the transfer. In cases of technical limitaoto a payment system, an intermediary
payment service provider situated within the EU hieep records of all information received
for five years (article 13 (5) of the Regulation).

471. As stipulated in Article 8 of the Regulation, thayment service provider of the payee
shall detect whether, in the messaging or paymedt settlement system used to affect a
transfer of funds, the fields relating to the imh@ation on the payer have been completed.
Providers shall have effective procedures in placerder to detect whether the following
information on the payer is missing:

» for transfers of funds where the payment servio®iger of the payer is situated in the EU,
the information required under Article 6;

» for transfers of funds where the payment serviawigder of the payer is situated outside
the Community, complete information on the payerwbere applicable, the information
required under Article 13; and

» for batch file transfers where the payment serpicider of the payer is situated outside
the Community, complete information on the payethia batch file transfer only, but not
in the individual transfers bundled therein.

472. If the payment service provider of the payee becaweare, when receiving transfers of
funds, that information on the payer required urilesr Regulation is missing or incomplete, it
shall either reject the transfer or ask for complaformation on the payer.

473. Where a payment service provider regularly failsupply the required information on the
payer, the payment service provider of the payed sike steps, which may initially include
the issuing of warnings and setting of deadline$ote either rejecting any future transfers of
funds from that payment service provider or degdiinether or not to restrict or terminate its
business relationship with that payment serviceiges. The payment service provider of the
payee shall report that fact to the authoritiepeasible for combating money laundering or
terrorist financing (Article 9 of the Regulation).

474. Pursuant to Article 10 of the Regulation, the payteervice provider of the payee shall
consider missing or incomplete information on tlaggr as a factor in assessing whether the
transfer of funds, or any related transactionpuigpgcious, and whether it must be reported, in
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accordance with the reporting obligations set autthe ¥ EU AML/CFT Directive
(implemented through Section 23 of the AML/CFT Adb the authorities responsible for
combating money laundering or terrorist financing.

475. Additional guidance to the application of the EUgRlation is provided by the HFSA
through the “Guidelines” to the model rules for fireancial sector as well as through the
“Recommendation On the Prevention and Combatinglohey Laundering and Terrorist
Financing (Rec. No. 3/2008)” and the “Guideline&keEcommendation No. 3/2008".

476. In implementing Article 15 (2) and (3) of the Reafibn, Hungary has determined the
HFSA as the competent authority to supervise thmicgtion of the EU Regulation (Section
22 (3) of the AML/CFT Act) and to penalise non-cdiapce of the providers (Section 22 (5)
of the AML/CFT Act). The one exception is that, gases where the MNB conducts wire
transfers, the competent supervisory authoritiesHFIU.

477. The sanctioning system for non-compliance with ghavisions of the EU Regulation is
based on Section 35 (1) of the AML/CFT Act. In amah to the measures mentioned in
Section 35 (1) of the AML/CFT Act, the HFSA may piloit the service provider from
engaging in money transmission services. Howewbaaed on the sanctions stipulated in the
AML/CFT Act, the deficiencies mentioned in relatianth this Act under the write-up to R.
17 are also valid in context with the implementatid SR. VII.

Additional elements

478. For transfers of funds where the payment serviowiger of the payer is situated outside
the EU (incoming cross-border wire transfers),ghgment service provider of the payee shall
have effective procedures in place in order todetdether the complete information on the
payer as referred to in Article 4 (complete infotima on the payer) is missing (Article 8 (b)
of the Regulation). If this is not the case, thgmeant service provider has to follow the
procedures described above, regardless of anyhtticexemptions in context with batch file
transfers are elaborated above).

479. For transfers of funds where the payment serviogiger of the payee is situated outside
the area of the EU (outgoing cross-border wire siens), the transfer shall always being
accompanied by complete information on the paygamdless of the threshold (Article 7 of
the Regulation; exemptions in context with batth tiiansfers are elaborated above).

Effectiveness and efficiency

480. The requirements of SR VIl are clearly stated et Regulation, respectively under the
AML/CFT Act where necessary. All representativespodviders of payment services met
during the on-site visit appeared to be aware @i thbligations when conducting transfers of
funds. The HFSA is the responsible authority toesuge compliance with the provisions set
out in the EU Regulation and has therefore putiapemphasis on this issue within their
inspection programme. Despite some deficiencighafanctioning regime of the AML/CFT
Act, there was no evidence during the on-site Misét the supervisory system of wire
transfers in Hungary does not work properly andaife.

3.4.2Recommendation and comments

Recommendation 10

481. A legal power for competent authorities to ensurat tthe mandatory record-keeping
period may be extended in specific cases upon stgheuld be implemented.

482. The obligation in the AML/CFT Act should be alignedth the record keeping obligation
of the Accounting Act (i.e. the obligation to reddhe particulars of performance (place, time
and mode) should be mandatory in all cases andeaotstricted to cases specified according
to the internal rules applying a risk-based appmpac
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483. Financial institutions should be specifically regai to maintain records of the business
correspondence.

Special Recommendation VII
484. Special Recommendation VIl is fully observed.

3.4.3 Compliance with Recommendation 10 and Special Rewmmdation VII

Rating Summary of factors underlying rating

R.10 LC » No provision to ensure that the mandatory recoepkeg period may b
extended in specific cases upon request of the eanpauthorities

D

* No requirement to maintain records of businessespwndence.

SR.VII C

3.5 Suspicious Transaction Reports and Other Reportifiy 13 and SR.1V)

3.5.1Description and analysfs
Recommendation 13 (rated PC in th& 8ound MER)

485. Hungary was rated PC in th& Bound MER as it needed to improve the quality 5RS
and its legislation did not cover terrorist finamgiand attempted transactions in its STR
regime. It was recommended that Hungary shouldbksitaa clear legal basis for the
obligation to report suspicious transactions relate terrorist financing and should take
further measures to improve the capabilities ofiserproviders to detect STRs related to ML
and terrorist financing, for example, by conductirajning for the service providers. It was
further recommended that reporting of suspicioasgaction should be in electronic format.

486. Section 23 (1) of the AML/CFT Act imposes the ohbtign of reporting in the event of
“noticing any information, fact or circumstanaedicating money laundering or terrorist
financing”. Recommendation 13 however, requires that a tdpofiled where the financial
institution suspects or has reasonable groundsigpsct that théunds are the proceeds of a
criminal activity”; at a minimum the reporting obligation should Bpfpo predicate offences
under Recommendation 1. However, the reportinggabibn is tied to the definition of ML
and TF offences in the HCC. Section 303 of the Hié@nes money laundering on the basis
of ‘a thing obtained from criminal activities’ ... ahis punishable by imprisonment. This
means that Section 23 captures all criminal a@withat are punishable by imprisonment.
Therefore, it could be concluded that it is a mamgaobligation to report predicate offences
under Recommendation 1. However deficiencies inMheoffence, as discussed under 2.1
and 2.2 above, might have a negative impact orstl@e of reporting obligation. It should
also be noted that partial incrimination of seliddering might be a barrier for reporting of
proceeds of predicate offences in some instances.

487. By the adoption of the new AML/CFT Act terrorish@incing is now covered in suspicious
transaction reporting. The AML/CFT Act does notdfieally require reporting where there
are reasonable grounds to suspect or they arectadpe be linked or related to, or to be used
for terrorism, terrorist acts or by terrorist orgations or those who finance terrorism. Instead
it links the obligation with the TF offence that defined in the HCC. Nevertheless, as

14 The description of the system for reporting stispis transactions in s.3.7 is integrally linkedhwihe description of the
FIU in s.2.5, and the two texts need to be compigarg and not duplicative.
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described above under SR Il deficiencies in thenmoation of TF offences (see 2.2 above)
might limit the reporting of TF offences.

488. The reporting obligation is a direct mandatory iegment. Intentional failure to report is
considered an offence and is punishable pursua®éttion 303/B (1) of the HCC (up to two
years of imprisonment). Moreover, non-reportingase penalised under Section 35 of the
AML/CFT Act as well as under several sector-speddivs.

489. Criterion 13.3 requires that all suspicious tratisas, including attempted transactions,
should be reported regardless of the amount oftrémesaction. Furthermore, as this is an
asterisked criterion the need for attempted suspéciransactions to be reported should be
explicitly provided for in either law or other eméeable means. The situation remains
unchanged since thé°3ound MER. Moreover, since there is no explicintien in Section
23 and the model rules, the reporting obligatioresddaot appear to cover attempted
transactions; however, the authorities claimed that HFIU is receiving such STRs in
practice, although this could not be demonstrateel @ the absence of relevant statistics.
There is no threshold determined in Section 23hsaeporting obligation applies irrespective
of any threshold. This is also made clear in thelehoules for service providers issued by the
HFSA. However, since there is no explicit mentionSection 23 and the model rules, the
reporting obligation does not appear to cover gitethtransactions; however, the authorities
claimed that the HFIU is receiving such STRs ircpica.

490. Tax fraud and employment related tax fraud arerdeghas criminal activities that are
punishable by imprisonment in Sections 310 and 816 the HCC. Therefore, they are
predicate offences for ML. Hungarian legislatioresmot provide for any exception for STR
reporting requirement by reason of tax related ensit

491. Progress has been made since theaBind MER in regards of the form of reporting. On
15" of December 2007, after transferring the FIU fiomg of the NPHQ to the HCFG, the
database of STRs from the previous FIU was migrettgéether with the information regarding
ongoing cases. Following the transference of fomstito the HCFG, a new electronic
reporting system was implemented. According to eatien 3 of Section 23 of AML/CFT Act
service providers shall forward the report to tHelWHonly in the form of a secure electronic
message. Following a registration process at théJHEhe reporting entities are granted
access to this electronic reporting system. Howeter evaluators were concerned that the
new electronic reporting system might be a baroerthe reporting of STRs by DNFBPSs,
particularly lawyers and notaries (as not all DNEBfave direct access to the reporting
system and have to use their SROs for reporting))cerns were also expressed by
representatives of the banking sector over thetikumality of the electronic reporting system.
The evaluators were also concerned that not atirtieyg entities have access to the internet
and therefore the absence of such access mightrigeao obstacle to reporting. Moreover, the
Hungarian authorities admit, that the reportingteasysshould be made more user friendly.
However, they believe that new electronic reportgygtem has improved the quality of
reports.

492. Efforts have been made since tfer8und evaluation in order to improve the capabiit
of financial institutions for detection of STRsatdd to ML and TF. The STR reporting level
from financial institutions, especially banks, apfeto be generally good. AML guidance is
in place for all of the sectors.

493. The Hungarian authorities indicated that the HFH$ lundertaken research on the issues
related to the decreased number of STRs and tkasens are explained in its biannual report
from 2009. It states that the dramatic change énvilume of reports is a consequence of a
variety of factors although the reasons behind #ris still unclear. The output of this
reduction is rather positive as regards to theyaimbhnd evaluation work of the HFIU. The
reduction of the number of reports, the noticeabiprovement of the quality and the
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implementation of the electronic reporting systemavenh jointly contributed to the
rationalisation of the report controlling processl anore timely processing of the received

information.

494. A table of STRs received for the period of 20022089 is set out below. Despite sound
overall awareness, training and supervision, thecBIRs show an extremely low level of
reporting. It has to be noted that the number ®R$ih 2008-2009 includes reports sent by the
border customs offices and reports sent on thes ldsihne FRM Act. The requests sent by
foreign FIUs and the information sent by superwsauthorities are not covered in these
figures. In order to assess the effectivenesseSihR regime, this table should be considered
in conjunction with Table 15 in Section 2.5.1 above

Table 21: Breakdown of STR received by the HFIU

reports reports reports reports
- resl?gtsic?gl?:t about about about about
Monitoring tran SF; ctions suspicious | suspicious | suspicious | suspicious
entities, e.g. transactions | transactions | transactions | transactions
ML FT | ML FT | ML FT | ML FT | ML FT
2005 2006 2007 2008 2009

Commercial banks 9,964 3 7,191 2 7,675 5 7,730 12 | 4,497 7
Savings banks 350 129
Other credit institutions 85 8
Currency exchange 1,036 1,607 1,207 981 416
Insurance companies 142 185 180 83 134
Broker companies 1 7 51 28
Pension funds 7 3
Other financial service providers
Post 2 1
Lawyers 26 38 35 3 3
Notaries 61 40 40 4
Securities' registrars 67 41 370 166
Accountants/auditors 25 2 2 10 11
Tax experts 1
Company service providers 578 56
Casinos
Traders in goods 3
Customs offices 248 37
Others 60 304 280
Total 11,382 3 | 9,999 2 |9475| 5 |9,928] 12 | 5433] 7

Additional Elements
495,

The same deficiencies described under essenttariori 13.1 remain apt regarding the

requirement to report suspicious transactions okggrfunds that are the proceeds of all

crimes or would constitute a predicate offencaMardomestically.

Special Recommendation IV (rated NC in th& 8ound MER)

496.

obligation for reporting of suspicious transactioakted to terrorist financing.
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497. As noted above, by the adoption of the new AML/CAGt terrorist financing is now
covered in suspicious transaction reporting.

498. Section 23 of the AML/CFT Act, requires the obligetities to inform the HFIU if they
notice any information, fact or circumstance intliwg terrorist financing. Intentional failure
to report TF is penalised by the HCC (Section 3p3#anctions for non-reporting are also set
out in Section 35 of the AML/CFT Act as well in se@l laws. Moreover, Subsection 8 of
Section 261 of HCC foresees that any person, wisgpbaitive knowledge concerning plans
for a terrorist act and fails to promptly reporatho the authorities, is guilty of a felony
punishable by imprisonment for up to three yeare €kaluators are concerned regarding the
applicability of reporting obligation to serviceguiders when they suspect or have reasonable
grounds to suspect that funds are linked or relaiedr to be used for terrorism, terrorist acts
or by terrorist organisations or those who finateeorism due to the absence of such a
linking provision in the AML/CFT Law. In additionas noted in section 2.2 above, the
definition of “funds” is not set out in the HCC tre AML/CFT Act, and is subject to court
interpretation. The evaluators are also concernat] éven if the usage of the definition of TF
(in the HCC) can arguably be acceptable in the ex@nbf the reporting obligation,
deficiencies identified with regard to the crimisation of TF (See Section 2.2 above) could
have a potential negative impact on the reportirguepicious of TF.

499. As set out under R.13 above, since there is noiaxphention in Section 23 and the
model rules, the reporting obligation does not iexth} cover attempted transactions when
reasons for suspicion of TF exists.

500. As demonstrated by the data set our in the Tabtereggbfew STRs regarding terrorist
financing have been reported and then, only by ®ank

501. Although the HFIU has published an Egmont Groupepag TF sanitised cases on its
webpage, there is still no appropriate sector bgséthnce on CTF measures.

Recommendation 32

502. The statistics regarding STRs on ML and TF is otéld under R.26. However, the FIU
does not keep statistics on STRs regarding atteirtpa@sactions. Therefore it is impossible
to evaluate whether such transactions have beenteepat all.

Effectiveness and efficiency (R.13 & SR.IV)

503. As stated, the reporting level from financial se@ppears to be satisfactory. However, the
significant decrease in the number of STRs in 200&s a rise to concerns over the
effectiveness of the reporting system. Furthermahere are no specific guidance and
indicators in place for obliged entities on repaytiTF.

504. There is a sharp decrease in number STRs in 20@gQpbwhile it was 9,940 in 2008,
9,480 in 2007, 10,001 in 2006, 11,385 in 2005, 2@,In 2004, 12,364 in 2003, 6,271 in
2002). The Hungarian authorities stated that thve electronic system has had positive impact
on the quality of reports and although the numiie3TRs received in 2009 was dramatically
decreased comparing to 2008, the quality was ceregicko be improving.

505. In order to evaluate the possible increase in thality of the STR, the number of
incoming STRs was compared with the number of digsated STRs. In 2008 the HFIU
received 9,928 STRs and disseminated 1,400 (1492009 HFIU received 5,433 STRs and
disseminated 957 (17%). Although the percentagdisfeminated reports compared to the
number of incoming reports has increased, the dvarmber of disseminated reports in 2009
was 32% less. Therefore, those figures might neé gin objective overview about the
possible improvement in the quality of reports ttuthe many dependant factors (resources of
the HFIU, access to information and analytical télitg thereof, etc). Nevertheless, the
decrease in the numbers of reports received alseages the amount of financial intelligence
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available to the FIU and affects negatively therallenumber of disseminations (-32 % in
2009 comparing to 2008).

506. Statistics show that when the FIU responsibilittested with the NPHQ there were
indictments and convictions as a result of STR$fiadt However, from 2008 there do not
appear to be any indictments or convictions resgllfrom notifications. In 2009, however,
there were 13 STRs resulted in proposal for indécits.

507. The evaluators were concerned that the new electreporting system might be a barrier
on the reporting of STRs by DNFBPs, particulariyyars and notaries; concerns were also
expressed by representatives of the banking semter the functionality of electronic
reporting.

3.5.2 Recommendations and comments

Recommendation 13

508. There is no clear provision in the AML/CFT Act rédpg reporting of predicate offences
(including tax matters) to the HFIU. The evaluatoosisider that a clear provision requiring
reporting for all predicate offences or a link e tpreventive law to the definition of money
laundering and terrorist financing would make theerall provisions in the Hungarian
legislation more comprehensive.

509. There is no explicit mention in Section 23 of thMIACFT Act and model rules that the
reporting obligation also covers attempted trangast The situation, therefore, remains
unchanged from the 3rd round evaluation of Hungaryhis regard, the Hungarian authorities
are invited to adopt such explicit provisions.

510. The Hungarian authorities are invited to review tieav electronic reporting system in
order to make sure it is not an obstacle for mativa reporting and make it more user-
friendly in cooperation with reporting entities.rthermore, as not all reporting entities might
have an internet access (which could become amabdor fulfilling reporting obligations),
the Hungarian authorities should implement altéveateporting options for such situations.

Special Recommendation 1V
511. The same deficiencies described under Recommendiialso apply to the SR.IV.

512. The small number of STRs related to terrorist foiag raises concerns about effective
implementation. More outreach and guidance to temprsector is necessary in order to
increase the number of STRs related to TF.

513. Not all designated categories of offences are fotlyered as predicates, as incrimination
of the financing of an individual terrorist or terist organisation is ndully covered. The
Hungarian authorities should take legislative measin order to ensure that there is a clear
obligation to report to the FIU when a financiadtitution suspects or has reasonable grounds
to suspect that funds are linked or related tapdoe used for terrorism, terrorist acts or by
terrorist organisations or those who finance tésnor

3.5.3 Compliance with Recommendation 13 and Special Resamdation SR.IV

Rating Summary of factors underlying rating
R.13 PC » Deficiencies in the incrimination of money launderiand terroris
financing could have an impact on the reporting sofspicious
transactions.

* No clear reporting obligation covering funds suspédo be linked or
related to, or to be used for terrorism, terrodsts or by terrorist
organisations.
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Attempted transactions are not explicitly covered.

Declining number of STRs give rise to general congeover the
effectiveness of the system.

SR.IV PC .

No clear reporting obligation covering funds suseedo be linked or
related to, or to be used for terrorism, terrodsts or by terrorist
organisations.

Deficiencies in the criminalisation of terroristndincing limit the
reporting obligation.

Attempted transactions are not explicitly covered.

Low number of STRs gives rise to concerns overcéffeness of
implementation.

Requlation, supervision, gquidance, monitoring andrgtions

3.6 The Supervisory and Oversight System - CompetentthAdties and SROs / Role,

Functions, Duties and

Powers (Including Sanctiond}. 23, 29 and 17)

3.6.1 Description and analysis

Authorities/SROs roles and duties & Structure amsburces

Table 22: Chart of financial institution supervision for AML/CFT purposes

Financial Institutions

Type of business

Supervisor No. of Registered Institutions

the public

1. Acceptance of deposits and
other repayable funds from

179
HFSA

2. Lending

HFSA 400

3. Financial leasing

HFSA 162

4. The transfer of money or
value

HFSA 163

5. Issuing and managing mear
of payment (e.g. credit and
debit cards, cheques,
traveller's cheques, money
orders and bankers' drafts,
electronic money)

SHFSA

161

6. Financial guarantees and
commitments

HFSA

156

7. Trading in:

(a) money market
instruments (cheques,
bills, CDs, derivatives
etc.);

(b) foreign exchange;

(c) exchange, interest rate
and index instruments;

(d) transferable securities

(e) commodity futures
trading

HFSA

34

8. Participation in securities

issues and the provision of

HFSA

27
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financial services related to

such issues

9. Individual and collective HFSA 34
portfolio management

10. Safekeeping and HFSA 34

administration of cash or
liquid securities on behalf of
other persons

11. Otherwise investing, HFSA 38
administering or managing
funds or money on behalf of
other persons

12. Underwriting and placement HFSA Life insurance companies: 22
of life insurance and other (21 joint-stock insurance
investment related insurance companies, 1 association)

13. Money and currency HFSA 338
changing

Recommendation 23 (23.1, 23.2) (rated LC in tH&rgport)

514. The AML/CFT Act sets out the necessary regulatory supervisory powers. Further rules
are contained in the HFSA Act, the Ministerial DexB5/2007 on the compulsory elements of
internal rules, the sector-specific laws, and irSlAFMModel Rules and guidelines.

515. According to Sections 5 (a) and 34 (1) of the AMEACAct, the HFSA is the responsible
authority to supervise compliance with the provisioof the AML/CFT Act by service
providers, which cover all financial activities dabed by the FATF definition for financial
institutions, engaged in:

providing financial services or activities auxiljao financial services;

providing investment services or activities auxilito investment services;

providing insurance services, insurance intermgdiservices or employer pension
services;

providing commodity exchange services;

accepting and delivering domestic and internatipostal money orders; and

operating as voluntary mutual insurance fund.

VVV VYVV

516. Cash processing operations of activities auxili@nfinancial services are supervised by
the MNB.

517. All these service providers (except service prorgdengaged in accepting and delivering
domestic and international postal money orders)ehty be authorised by the HFSA
(respectively by the MNB for cash processing openat and clearing operations) prior to
commencing their business (Section 3 (3), (4) &)df the CIFE Act, Act on the Pursuit of
the Business of Payment Services (rules for payrsentice providers in addition to those
established in the CIFA Act), Section 8 (1) and(1)lof the Investment Act, Section 5 (1) of
the Insurance Act, Section 230 of the Capital Market (Investment fund management
companies), Section 9 (1) of the Act of Voluntarytial Insurance Funds).

518. Financial services and activities auxiliary to fic&l services are defined under Section 3
(1) and (2) of the CIFE Act. Investment serviced antivities auxiliary to investment service
are cited under Section 5 (1) and (2) of the Inmesit Act and Section 229 of the Capital
Market Act, commodity exchange services under 8ecdi of the Investment Act. Insurance
services and insurance intermediary services aerrdimed under Section 4, 5 and 33 of the
Insurance Act.

519. To obtain the authorisation to conduct above meetioservices, all service providers
have to set up their own AML/CFT - internal rulecarding to Sections 33 and 45 of the
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AML/CFT Act and theMinisterial Decree 35/2007 on the compulsory eleisai internal
rules These internal rules are based on the specifaehmules of the HFSA (or MNB) and
have to be approved by the HFSA (respectively thdBMas a condition for granting
authorisation. Compliance with the internal rulssthereafter supervised by the HFSA (or

MNB); non-compliance with the internal rules is samned under Section 47 (c) of the HFSA
Act.

520. The HFSA is organised as a self-regulatory admtise body consequent to an
amendment of the HFSA Act which came into forcdl@lanuary 2010. The HFSA is operated
and managed independently and is not bound byratyuctions. The HFSA reports directly
to the Hungarian Parliament via its chairman, antuhded through an independent chapter
vested by the Parliament in the central budget. Fadiament has exclusive jurisdiction to
revise the principal amounts of the Authority’s eRpe and revenue accounts. The HFSA'’s
tasks and duties are prescribed on the strengém afct or other legal regulation adopted by
authorisation of an Act. The HFSA has concluded [lalith the HCFG (FIU), the Police and
the MNB as well as with tax authorities.

521. The HFSA was established as the single regulatody lin charge of banking, insurance,
securities and pension company supervision (Sedtiah the HFSA Act). It regulates and
supervises all persons and entities that condecfitiancial activities listed under the FATF
definition of financial institutions, with the exg#on of cash processing and clearing
activities, which are licensed and supervised leyMiNB.

522. The HFSA is lead by a chairman, who is elected h®y President of the State and is
responsible for managing the entire operationshefHFSA. The chairman is supported by
two vice-chairman, each of them responsible fotaieroperational directorates of the HFSA.
Overall, there are 6 such directorates, divided itihe following areas: Supervisory
Directorate, Supervisory Policies and Analyses ®@oete, Licensing and Enforcement
Directorate, Consumer Protection Directorate, MaBpervision Directorate (with the main
responsibility for AML/CFT issues) as well as thiedhces and Economics Directorate, which
directly report to the chairman. Further bodies tbé HFSA are the Human Politics
Department, the Communications Department and tditADepartment, which also directly
report to the chairman as well as the chairmarbned.

523. The MNB, responsible for licensing and supervismihcompanies that provide cash
processing services in Hungary, has an indepenrsigpérvisory authority granted by the
AML/CFT Act and the Act on the Hungarian Nationari. In the MNB the supervisors of
the Payment and securities - settlements deparfpeefdrm on-site and off-site supervision. 3
full time employees take part in the supervisiont, énly part-time; they spend 10% of their
working time on the supervision of the companieslidg with cash processing activity
(currently: 4 such companies). From 2009 the MNtBoiduced a risk-based methodology for
the AML/CTF-supervision of cash processing provsgdevhere the size of the company, the
number of its customers, the past experienceseoMiNB examinations and the timing of the
previous supervision are taken into account. On hhseis of laws, the MNB performs
examinations independently without influence. Thpesvisors have the right to examine all
relevant documentation in keeping with confideitfafules. There are enough technical
resources available to perform supervisory tasks.

Recommendation 30 (Resources supervisors)

524. The HFSA is a self-regulatory administrative bottyreports directly to the Hungarian
Parliament, which is also in charge of the HFSAUsIdet. The HFSA's tasks and duties are
prescribed on the strength of an act or other leggiilation adopted by authorisation of an
Act. The decisions of HFSA cannot be reversed ertavned under supervisory competence,
and the HFSA cannot be compelled to conduct cesaggific proceedings.
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525. In March 2006, the HFSA established the FinanciateRsic Department which is

responsible for the AML/CFT aspects of the finahsigervision. The staff was increased in
2007. The main tasks are the coordination and ¢ioecof the AML/CFT activities of the
HFSA, prevention of financial crimes in the supsed institutions and daily contact with the
investigative and other competent authorities. Fimancial Forensic Department was recently
promoted to a higher level in the organisatiorhef HFSA.

526. The Financial Forensic Department works in closepeoation with prudential, licensing,

market control and international departments, tiyeeports to Deputy Director General of
market supervision. Its staff consists of 7 prdfesss and 2 external experts. The staff
members are professionals in financial, jurisdiwdip criminal, banking and internet banking
security and supervisory practice as well as eateemperts. All prudential and legislative
departments have a contact person to co-operate Ritancial Forensic Department in
AML/CFT matters.

527. The HFSA established a Standing Sub-Committee erPtevention of Financial Abuses

in the form of which the previously ad-hoc AML/CRVorking Group continues its work as a
standing working group. The members of the AML/CRVorking Group are the
representatives of:

» departments of the HFSA (Financial Forensic, EU kmernational Affairs, Prudential
Supervision, Legal, IT and Regulatory Departments)

» the Hungarian Banking Association,

» the Hungarian Insurance Association,

» the Associations of Saving Cooperatives,

» compliance officers of systemically important baaksl insurance companies.

528. The most recent work of the AML/CFT Working Grouptlee HFSA involved discussions

529.

530.

on the practical issues arising from the applicatd the new AML/CFT Act and Model
Rules. At the end of this process, the HFSA eldbdrdts position towards the new
requirements of the AML/CFT Act.

In 2008, the HFSA established its Training and Mdtilogy Centre for the training of the
staff of the HFSA, other authorities and finandiadtitutions as well as for research. The
curriculum contains both AML/CFT and financial cenissues. The following are some
examples of training activities organised by theSiARor its staff:

» training for compliance officers, internal audit@msd supervisors on AML model rules on
the base of the AML/CFT Act in February 2008 (5@&ipgants);

» an internal training for supervisors on the aimgyegiences and methods of the HFSA
regarding the elimination and prevention of finaharime against financial institutions
and their clients in November 2008 (150 participgnt

» an internal training for supervisors on the expwés of AML/CFT supervision and
inspections of banking groups in September 2000-(1AD participants).

The HFSA also organised several events jointly withPolice Academy, e.g. about “New
challenges in the financial sector, common measarethe prevention of financial abuse”
(2008), “Implementation of the®3EU AML/CFT Directive and on the fight against firaal
abuse (2007, 2008) or a “Training by the expertthefPolice Academy for Supervisor on the
applicable and proposed interview techniques dusimgervisory inspections”. Additionally,
the HFSA participated and gave presentations iaraéwational and international conferences
and workshops in 2008 and 20089.
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Table 23: Training activities for HFSA employees (amber of participants)

2006 2007 | 2008 | 2009
In-house training 45 160 190 250
Joint training with the Hungarian Police Academy 40 | 45 50 49
Participation at MONEYVAL trainings 1 1
Conferences 1 3 2 1

531. The HFSA and the MNB have concluded an MOU whiclabdées them for the full
exchange of data and internal documents, which szt the HFSA gets any information
regarding the few fields which are supervised &/ MNB. As additional feature, the HFSA,
the MNB and the MoF have created a Financial Stal@louncil, which is responsible for the
highest level of coordination.

532. According to the AML/CFT Act, the MNB supervises ngganies that provide cash
processing services in Hungary (CIT companies h@adransit Companies). The reason for
that regulatory solution is that the MNB is respbles for licensing the cash processing
activity and has a sound knowledge of this pardicalctivity. In the MNB the supervisors of
the Payment and securities - settlements departrperform both on-site and off-site
supervision. 3 full time employees take part in slipervision, but only on part-time basis;
they spend 10% of their working time on the supmovi of the companies dealing with cash
processing activity. Taking into account that innigary there are only 4 such companies
operating and the staff was and is able to condgpections including on-site visits at all CIT
companies every year, the allocated resourceseaMtiB appeared to be sufficient in the
opinion of the assessors.

533. The independent supervisory right of the MNB isnged by the AML/CFT Act and the
Act on the Hungarian National Bank (Art. 29 of td&lB Act). On the basis of these laws the
MNB performs examinations independently withoutuefice. The supervisors have the right
to examine all relevant documentation needed, wened by any confidentiality rules.
Enough technical resources are available to perfbese supervisory tasks.

534. From 2009 the MNB introduced a risk-based methoglpin the AML/CTF-supervision
of cash processing providers, where the size o€tfiecompany, the number of its customers,
the past experiences of the MNB examinations aedithing of the previous supervision are
taken into account.

535. In addition, another employee is responsible for LA®FT matters, who occasionally
participate in the meetings of the AML Inter-mimisal Committee. This person elaborates
the Model Rules of the CIT companies in cooperatidih the supervisors and discusses all
emerging issues with the supervisors, and if necgssgith the CIT companies

Authorities’ powers and sanctions

Recommendation 29 (rated C in th&'3ound report)

Power for Supervisors to monitor AML/CFT Requirem&rAuthority to conduct AML/CFT on-site
inspections (c. 29.1 & 29.2)

536. The HFSA is the responsible authority for ensuremnpliance with the AML/CFT
provisions of service providers (except providersash processing operations) according to
Section 4 of the HFSA Act and Section 34 (1) andaf®l Section 5 (a) of the AML/CFT Act.
The supervisory powers are carried out in accorelavith the APS Act and the HFSA Act,
supplemented by provisions in the sector-speafiesl

537. For the purposes of monitoring compliance, Sectigo) and (d) of the HFSA Act entitles
the HFSA to monitor the systems of information dypnd oversee the data disclosure as
well as supervise and control the operations atidiées of the bodies and persons described
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under Section 4 of the HFSA Act in terms of compdi@ with the statutory provisions within

the HFSA’s competence, and oversee the implementafithe HFSA'’s resolutions. As there

is a cross-reference to the AML/CFT Act in Sectband all other relevant sectoral laws, this
definition includes all the service providers men&d under paragrafis.

538. According to Section 41 of the HFSA Act, the HFS@nducts inspections to monitor
compliance with the statutory provisions pertainilogthe operation and activities of the
bodies and persons referred to in Section 4, andh® purposes of enforcement of the
resolutions it has adopted. This so called “sugeryi control” (Section 41 (1) of the HFSA
Act) comprises the verification of data suppliedhivi the framework of regular disclosures
specified by law, as well as inspections condutigthe HFSA. The HFSA may impose the
obligation for the ad hoc supply of specific datatbe bodies and persons described under
Section 4, where an emergency situation which piatgn jeopardises the stability of the
financial intermediation system arises.

539. As stipulated in Section 41, the supervisory cdnpooceedings of the HFSA are
comprised of comprehensive inspections as welirastdnquiries at the financial institutions
in connection with a specific problem or, if thersaproblem arises at several bodies or
persons, a general inquiry. The HFSA may condust mspections and is allowed to request
information concerning compliance with its resaat. Comprehensive inspection procedures
conducted by the HFSA also comprise on-site inpest

540. The HFSA is assisted by the MNB in the comprehengigpection of bodies providing
clearing or settlement services and the centrabslepy regarding operation reliability and
system risks.

541. According to Section 41 of the HFSA Act, “comprebige inspection procedures” at
banks, specialised credit institutions, insuranoenganies and reinsurance companies are
conducted at least every three years, at cooperatedit institutions, financial enterprises,
investment firms, commodity dealers, venture cépifiand management companies,
investment fund management companies, private @erignds, voluntary mutual insurance
funds and institutions for occupational retiremgir@vision at least every five years.

542. Section 5 (b) of the AML/CFT Act stipulates thaetRINB is the responsible authority to
ensure compliance with the AML/CFT provisions widlgard to companies that provide cash
processing services. The independent supervisghy af the MNB is granted by the Act on
the National Bank of Hungary (Section 1(2)), thepeswisory powers are carried out in
accordance with the Act on the National Bank of gany (Section (29)), the APS Act and the
AML/CFT Act. On the basis of these laws, the MNBrfpams (on-site and offsite)
examinations independently without any influenclee Bupervisors have the right to examine
all relevant documentation needed, unhindered kycanfidentiality rules.

Power for Supervisors to compel production of Résdc.29.3 & 29.3.1)

543. As noted above data has to be supplied to the HWBAN the framework of regular
disclosures specified by law (Section 41 (2) of iHf&FA Act). According to Section 41 (5),
the HFSA may (additionally) request information ceming compliance with its resolutions.

544. The HFSA may impose the obligation for the ad hagpty of specific data on financial
institutions, where an emergency situation, whickeptially jeopardises the stability of the
financial intermediation system, arises (Sectior§3)lof the HFSA Act).

545. The sector-specific laws provide the HFSA with soauditional powers to compel
production of or obtain access to records:

» CIFE Act: According to Section 143 and 144 finahaistitutions and other legal entities
engaged in activities auxiliary to financial seescshall supply data to the MNB and the
HFSA regularly and with the content, in the manaed form as described by legal
regulation. Furthermore, the HFSA may instruct firancial institution to supply
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546.
MNB Act.

547.
order.

(extraordinary) information - for a specific periofitime - with the content and regularity
determined thereby as it deems necessary for theopes of the performance of its
supervisory powers and responsibilities. Sectioh 4¥bws the HFSA to request interim
reports, statements in a prescribed form and sexstiand audit reports by financial
institutions and other legal entities not qualifyias financial institutions engaged in
activities auxiliary to financial services, andthermore, may request information from a
financial institution and its organisations onddltheir business affairs.

Investment Services Act: In the event of any breaclhe provisions of the Investment
Services Act, the HFSA may order an investment fiommmodity dealer or a market
operator to disclose specific data or informatiSadtion 164 (1) (q)).

Insurance Act: According to Section 171 of the hasiwe Companies Act, insurance
companies, independent insurance intermediariesirerulance consultants shall supply
the HFSA with data and information on a regularidbasd in special cases by virtue of
law or a resolution by the HFSA. Additionally, imance companies provide the HFSA
with a quarterly report concerning the key chandsties of their operations, including

large exposures and large losses, and the estitfigibees for the solvency margin, equity
capital and technical provisions (Section 172).

Capital Market Act: According to Section 230(8),etlaccounting, registration and
information systems of investment fund managememipanies must have sufficient
facilities to provide information on their finantisituation on a daily basis; to provide
information at any given time concerning the batanf investment instruments, liquid
assets, - exchange-traded instruments and redk gutaperties held under the various
funds and portfolios; to continuously monitor corapte with legal provisions and with
their own internal regulations, and to keep recafd$ata disclosed as prescribed by law.

Further competencies of the MNB to access datastablished under Section 29 of the

None of the above mentioned options to receiverdscor information require a court

Power of Enforcement & Sanction (c. 29.4)

548.
they are foreseen under Section 47/A of the HFSA(Aupervisory fines”) and in the Acts
quoted under Section 4 of this Act (i.e. sectopecsic laws, AML/CFT Act) for:

>
>
>

549.
the HFSA Act, take measures under the AML/CFT Acunder the sector specific laws to
sanction non-compliance with AML/CFT provisions pestively non-compliance with the
AML/CFT internal rules.

550.
provider itself (but not executive officers or s@mmanagement).

551.
persons referred to in Section 4 of the HFSA Act.

552.
applied to executive officers or senior manageriresbme cases.

According Section 47 of the HFSA Act, the HFSA ltlas power to impose sanctions as

non-compliance with these Acts,

non-compliance with HFSA's resolutions and

non-compliance with internal regulations of the ilegcand persons referred to in Section 4
HFSA Act.

As a result, the HFSA may impose supervisory fimeaccordance with Section 47/A of

Under the AML/CFT Act, the HFSA has several oppoities to sanction the service
Section 47/A of the HFSA Act enables the HFSA tpase fines on the bodies and

Under the sector-specific laws, the range of sanstis generally broader and can also be
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553. For the detailed analysis of the sanctions regimduding sanctions by the HFSA, see
Recommendation 17 below.

Effectiveness and efficiency (R.23&29)

554. The HFSA (and the MNB within its competence) haealdr powers to supervise the
relevant service providers and is able to usetsllregulatory and prudential measures to
control compliance with the AML/CFT requirementheTHFSA is in a position to obtain all
the information and data needed for this purposangttime. Supervisory inspections are
conducted as comprehensive, targeted, themed lowfalp inspections and may comprise
off-site and/or on-site visits. To improve the peniance regarding the disclosing of financial
crimes, in 2006 the HFSA established a speciahfiigd forensic department comprised of
staff members who are professionals in financialsgictional, criminal, banking and internet
banking security and supervisory practice as welleaternal experts, specialised on the
prevention and combating of money laundering anarftial crime.

555. The representatives of the banks met by the assedsong the on-site visit gave the
impression that they are very well aware of théifgations under the AML/CFT Act as well
as the competencies of the HFSA in this particataa. The requirement for every institution
to set up its own internal AML/CFT rules suppodssing the awareness to a large extend.

556. From 2005 to 2009, the number of inspections byHR&A including an assessment of
AML/CFT compliance (from 169 to 231) and the numbgtargeted inspections conducted by
the financial forensic department (from 4 to 2&ra@ases from year to year. The frequency
and the extent of inspections appear to be adeqgunatelation to the total number of
institutions which are under supervision (in 20095 institutions). The MNB usually
conducts inspections to all (4) money processingigers every year, including on-site visits.

557. As the operative supervisory system generally seerhs well developed and working the
partly limited range of sanctions available, the lamount of the fines effectively issued for
non-compliance with AML/CFT requirements definitdlave a weakening influence on its
effectiveness. It is noted that revisions to theSAFAct, which came into effect on 1 January
2010, has significantly increased the level of diffep to HUF 2bn (€7.4m) available to the
HFSA.

Recommendation 17 (rated LC in th&"3ound report)

558. The HFSA is entitled to address non-compliance wh#h AML/CFT provisions through
administrative sanctions or other measures estaulidy the sanctioning regimes of the
AML/CFT Act and the sector-specific laws (Section df the HFSA Act) and supervisory
fines according to Section 47/A of the HFSA Act.

559. Measures and fines under the AML/CFT Act are stifed under Section 35 and
comprise:

» calling upon the service provider to take the messmecessary for compliance with the
provisions of this Act, and to eliminate the dediaties;

» advising the service provider:

* to ensure the participation of their relevant empls (executive officers) in
special training programs, or to hire employeese¢ative officers) with the
appropriate professional skills required for thasavities;

» to recondition the internal rules according to #pecriteria within a prescribed
deadline;

» issuing a warning to the service provider;

» ordering the service provider to cease the unlaaedualduct;
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» imposing a fine of minimum two hundred thousand4@7and maximum five million
HUF (€18,500) upon the service providers.

560. In the view of the evaluators, the range of meastokbowing the AML/CFT Act per se
are not broad or proportionate enough accordintheoFATF standards and may only be
imposed to the service provider itself, and notit® directors or senior management.
Furthermore, the level of maximum fines is very I®000.000 HUF are around €18,500).

561. The measures under the CIFE Act which are relewacdises of non-compliance with the
AML/CFT Act are the following (Sections 151 (1) ah83 of the CIFE Act):

The HFSA may

« call upon the financial institution within the frawork of negotiations held with an
executive officer to take the necessary steps deroto eliminate the revealed
deficiencies to comply with the regulations of tAist and the provisions of legal
regulations on prudent operation,

* advise or oblige the financial institution
- to provide further training to its employees (mae®) or to hire employees

(managers) with the appropriate professional skills

- to change its business management concept;

» stipulate the fulfilment of obligation for extradndry supply of data;

» oblige the financial institution to draw up and exge an action plan;

* issue a disciplinary warning to the executive effiof the financial institution;

 adopt a resolution to declare the fact of infringam) and shall order the cessation of
the infringement or prohibit any further infringeneg

* require the credit institution to take measures ftire reinforcement of the
arrangements, processes, mechanisms and strategjaag to its internal control
mechanism, corporate governance functions, risk agament procedures and
internal models for the assessment of capital adegu

* delegate - one or more - on-site inspectors tditi@ncial institution;

« oblige the financial institution
- to adopt internal rules and regulations, or to atamd apply these regulations

according to specific criteria,

- to conduct an investigation in the interest of deiaing responsibilities for the
damages caused and to initiate proceedings ag#iestesponsible person,

- to convene the board of directors or the superyidmard and advise these bodies
to discuss specific items on the agenda and tonduessity of making specific
decisions,

- to elect another auditor;

* it may prohibit, limit or make subject to conditgon
- performing certain financial service activities activities auxiliary to financial

services,

- opening new branches, starting new financial s&wias well as starting up new
activities (business lines) within a financial seex

562. In addition to these measures, the HFSA may impalk®ving fines on credit institutions
or their executive officers (169-171 of the CIFEt)Ac

» Credit institutions: fine between 0.1 to 2 per cehthe mandatory minimum subscribed
capital;

» Executive officers: ten to fifty percent of his netome earned through the office in the
previous year, or if no such income is availabletween 100.000 HUF (€370) and
1.000.000 HUF (€3,700).
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563. Penalties imposed on financial enterprises andradbiusiness associations other than
financial institutions engaged in activities awxili to financial services may be between
200.000 HUF (€770) and 2.000.000 HUF (up to arcgind00).

564. In addition, the new Section 47/A of the HFSA Atforce since 1 January 2010) enables
the HFSA to impose supervisory fines on the bodrespersons referred to in Section 4 of the
HFSA Act (except executive officers). The fines detween 100.000 HUF (€385) and 2
billion HUF (€7.7m). The ceiling of the supervisdige may be up to two hundred per cent of
the annual supervision fee payable by these baxhéspersons, if this is higher than two
billion forints. For executive employees, the fem@ounts to between ten to eighty per cent of
the income earned through the office during theiptes year. If no such income is available,
the income of other persons employed by the gimstitution in the same or similar jobs shall
be taken into account, or the amount of the superyifine shall be between 100.000 (c.
€4,000) and 10.000.000 HUF (c. € 40.000).

565. The range of measures and sanctions is very broatljding the power to impose
disciplinary and financial sanctions and restie financial institutions’ operations. However,
it does not seem sufficiently proportionate to sleeerity of different situations, as there are
neither powers to remove or ban executives or dthgrstaff from employment within the
industry (according to Section 157 of the CIFE Astecutive officers can only be removed
“in lieu of bankruptcy proceedings”) nor powers dospend or withdraw a licence to do
business. Whereas executive officers are coverdthdoganctioning system, the penalisation
of senior management is not included. However, HSA has the powers to advise to
conduct further training for employees and senianagement.

566. With regard to payment service providers (Sectionf2zhe Act on the Pursuit of the
Business of Payment Services), the provisions ef ®FE Act and the HFSA Act are
applicable, since payment service providers areditcranstitutions, specialised credit
institutions issuing electronic money or other fio@l institutions (e.g. Payment Institutions
according to Section 6/A of the CIFE Act).

567. The Investment Act enables the HFSA to impose adlieviing fines upon any investment
firm or commodity dealer, and upon their executoféicers and other employees for any
violation, circumvention, evasion, non-fulfilmentlate fulfilment of the obligations set out in
the AML/CFT Act (Sections 166 (1)(a) and 167 of theestment Act):

» For investment firms or commodity dealers: betw&60,000 HUF (€370) and 500,000
HUF (€1,850) for any violation of the obligatiorst ®ut in the MLT (Section 167 (2) d));

» For executive officers and other employees: betw&60,000 HUF (€1,850) and
20,000,000 HUF (€74,000) (Section 167 (4)).

568. Furthermore, the HFSA has the power to impose sigmy fines according to Section
47/A of the HFSA Act (as noted above under pardytg).

569. The range of sanctions only include pecuniary samgf supervisory measures are not
foreseen in the Investment Act for non-compliandth WWML/CFT requirements (in contrast
to Section 166 (1) (a), Section 164 (1) does noiube explicitly a reference to the “MLT"-
Act). Interestingly, according to the Investmentt,Atbe upper limit for fines for investment
firms is very low (500,000 HUF are about €1,850) &me upper level of fines for executive
officers and employees (20,000,000 forints, abord4,@00) is much higher than for the
investment firms they are working for. However,gbédimits have been abolished in 2010 by
the possibility to impose supervisory fines undect®n 47/A of the HFSA Act.

570. The sanctions mentioned above cover companies xaxltve officers (Section 167 of
the Investment Act, Section 47/A of the HFSA Aa)veell as employees (only Section 167 of
the Investment Act). Thus, the FATF requirements easily met in this regard. They also
appear to be dissuasive taking into account thgpeulevels after the introduction of Section
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47/A of the HFSA Act. Nevertheless, it has to bghhighted again that supervisory measures
are not foreseen.

571. According to Section 195 of the Insurance Act, ase& of non-compliance with the
AML/CFT Act, the HFSA has (inter alia) the poweos t

» issue a warrant in which to demand proper actionmadet the requirements prescribed in
this Insurance Act, in other legal regulation omsurance activities within a specific
timeframe;

convene the general meeting (members' meeting)sttuss the issues defined by the
Commission;

impose a disciplinary fine Sections 196-198 oflttmurance Act;

request the dismissal of the executive officelsepmembers of the management body or
the auditors of insurance companies, or discipfiation against employees;

remove an insurance intermediary from the register;

delegate a supervisory commissioner in an emerggteation;

prohibit the outsourcing of an activity;

interview the chief executive officer of an insucarcompany or the director of operations
of an independent insurance intermediary or coastjlt

partially or completely suspend its authorisationdperations;

withdraw its authorisation for operations;

withdraw its foundation permit.

VVV VVVY VV V

572. Additionally, the HFSA may impose the following &s for non-compliance with
AML/CFT requirements:

» for insurance companies: 100,000 HUF (€370) andaximum of 20,000,000 HUF
(€74,000);

» for insurance intermediaries and insurance consslshall be a minimum of 40,000 HUF
(€150) and a maximum of 5,000,000 HUF (€18,500);

» for managing directors of insurance companies ahddipectors of operations of
independent insurance intermediaries and insuranosultants shall be a minimum of
40,000 HUF (€£150) and a maximum of 1,000,000 HUF;{€0).

573. The range of measures is very broad and enableHB®A to use appropriate and
proportionate sanctions for any possible situatitmployees other than (managing) directors
cannot directly be sanctioned by the HFSA, butdheithe possibility to request the insurance
company to take disciplinary action against empdgygwhich would include senior
management). The upper level of fines for insuracm®mpanies seems to be adequate, and
taking into account the supervisory fines establishinder Section 47/A of the HFSA Act,
introduced on 1 January 2010, fines are now alsguate regarding managing directors.

574. With regard to Investment fund management comparestion 400 of the Capital
Market Act provides the HFSA with the power toginalia:

» issue an official warning to issuers and the orggtions under its control, to their
executive officers and employees, and to persogsiideg a qualifying holding in the
event of any infringement of the relevant statujenyvisions, internal regulations and the
authorisation concerning the offering of securjtiesompliance with disclosure
requirements, investment fund management actiyitmsstodian services, exchange
market operations, clearing and settlement aasjtcentral depository operations, and
activities associated with the acquisition of hog#i in public limited companies for
compliance with the said provisions, or - if neeegs shall order compliance within the
prescribed deadline;

» prohibit the conduct of unauthorised investmentdfunanagement activities, venture
capital fund management services, exchange opesaticlearing and settlement
operations, and central depository services;
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» demand reimbursement of the costs and expensesrddcin connection with the
activities of an expert or a regulatory commissiatelegated by the Authority;

» initiate the dismissal of an executive employeethe auditor of an investment fund
management company, venture capital fund managecoempany, the exchange, a body
providing clearing and settlement services or #&ral depository, or initiate disciplinary
action against an employee of such bodies;

» order the management body of an investment fundagement company, a venture
capital fund management company, the exchange, dy Ipooviding clearing and
settlement services or the central depository licaceextraordinary general meeting, and
may specify the mandatory agenda for such sessions;

» order an issuer, offeror, a shareholder with aigpdting interest of five per cent or more
in a public limited company, an investment fund aggment company, a venture capital
fund management company, the exchange, a bodydimgviclearing and settlement
services or the central depository to discloseifipetata or information;

» order the suspension of all or part of investmemdf management activities, exchange
market operations for a fixed period of time;

» order the suspension of trading in a specific sactof an exchange or all trading
operations on the entire exchange for a specifiog®f time;

» revoke the authorisation of an investment fund rgangnt company, a venture capital
fund management company, the exchange, a bodydimgviclearing and settlement
services or the central depository;

» order an investment fund management company omgunes capital fund management
company to transfer its pending contractual commiitts to another service provider;

» appoint a regulatory commissioner to an investriamd management company, a venture
capital fund management company, the exchange, dy Ipooviding clearing and
settlement services or to the central depository;

» impose fines in the cases and in the measure fiveddry law;

» suspend the offering and subscription of securdi@the trading of financial instruments,
and the procedure in connection with the acquisitib participating interests in a public
limited liability company by way of public offer;

» if a shareholder is banned from exercising his mastop rights in a limited company by
virtue of law, the Authority shall so stipulate it a resolution and shall suspend
ownership rights if necessary;

» initiate procedures with other competent superyisarthorities;

» ban, restrict or impose conditions on investmemidfimanagement companies, venture
capital fund management companies, the exchangdiesbqroviding clearing and
settlement services and the central depositongrins of

1. their payment of dividends;

2. any payment made to an executive officer;

3. their owners to raise loans from the said oggtions or that these organisations
provide any services to them that involve any degfeexposure;

4. their providing any loan or credit to, or anyngar transaction with, companies in
which their owners or executive officers have antgriest;

5. the extension (prolongation) of deadlines sjpatiin loan or credit agreements;

6. their opening of any new branches, introduciegyy services and new operations;

» order investment fund management companies, ventaggtal fund management
companies, the exchange, bodies providing cleasind settlement services and the
central depository:

1. to draw up new internal regulations, or to revss apply the existing regulations
along specific guidelines;

2. to provide further training to employees (exems), or to hire employees
(executives) with adequate professional experianckexpertise;

3. to reduce operating expenses;
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4. to set aside adequate reserves;

» prohibit the exchange from continuing any unlavdativity, order the exchange to draw

up new regulations or adopt a new resolution;

» in the event of any failure to comply with the galtion of public disclosure as prescribed
in this Act, the Authority shall publish the infoation to which the failure pertains in
accordance with Section 40 at the expense of tfailieg party.

575.

Monetary fines for senior management are not feredy law.

Table 24: Statistical tables on measures/sanctiomaposed by the HFSA

Credit institutions (Banks+savings/credit associatg)

The range of sanctions seems to be broad and piepate (reaching from warning letters
to revoking licenses), and taking into accountfthes introduced by the new Section 47/A of
the HFSA Act the upper level of fines is sufficidot the companies as well as their executive
officers. Regarding executive officers, besidesdinwarning letters and dismissals are
available. Infringements of employees (thus alsusemanagement) can be addressed by
warning letters, additional trainings for employems be ordered as well by the HFSA.

2003-2004
for
comparison

2005
for
comparison

2006

2007

2008

2009

(il
08.2009)

Number of  AML/CFT
violations identified by thq
supervisor

10

11

Type of measure/sanction

Written warnings

Fines

Removal of
manager/compliance officer

Withdrawal of license

Denunciations (FIU/LEA)

Other**

11

Total amount of fines (in
EUR; HUF 260 = €1))

2.070

42.500

Number of sanctions taken
the court (where applicable)

Number of final court orders

Average time for finalising 4

court order

** Public resolution in writing, in which HFSA foes service provider to take corrective measures.
Fines can be put on in public resolutions.

Financial institutions

2003-2004| 2005 2006 2007 2008 20
for for (il
comparison| comparison 082009)
Number of AML/CFT
violations identified by the 7 1 3 1 1 8

supervisor

Type of measure/sanction
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Written warnings

Fines

Removal of
manager/compliance officer

Withdrawal of license

Denunciations (FIU/LEA)

Other**

Total amount of fines (EUR
HUF 260 = €1)

7.700

11.400

Number of sanctions taken
the court (where applicable)

Number of final court orders

Average time for finalising a

court order

** Pyblic resolution in writing, in which HFSA foes service provider to take corrective measures.
Fines can be put on in public resolutions.

Funds
2003-2004| 2005 2006 2007 2008 2008
ey iy (il
comparison| comparison 08.2009)
Number of AML/CFT
violations identified by thq 0 4 3 1 0 0
supervisor
Type of measure/sanction*
Written warnings
Fines JFrx 2% 0 0
Removal of
manager/compliance officer
Withdrawal of license 1
Denunciations (FIU/LEA)
Other** 4 3 1
Total amount of fines
(TEUR, HUF 260 = €1) 0.660 1.438
Number of sanctions taken {o 0 0 0 0

the court (where applicable)

Number of final court orders

Average time for finalising 4

court order

**: Public resolution in writing, in which HFSA faes service provider to take corrective measures.
Fines can be put on in public resolutions.

Insurance companies and intermediaries

2003-2004| 2005 2006 2007 2008 e
for for (il
comparison| comparison 08.2009)
Number of AML/CFT
violations identified by thq 7 4 6 6 6 0

supervisor
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Type of measure/sanction

Written warnings 7 1
Fines 2 2 3 0
Removal of

manager/compliance officer

Withdrawal of license

Other** 4 5 6 6

Total amount of fineq

(TEUR, HUF 260 = €1) 10.760 26.900 17.300 0 0

Number of sanctions taken {o
the court (where applicable)

Number of final court orders

Average time for finalising 4
court order

** Pyblic resolution in writing, in which HFSA foes service provider to take corrective measures.
Fines can be put on in public resolutions.

Investment Companies

2003-2004| 2005 2006 2007 2008 2

for for

. . till
comparisonf comparison (

08.2009)

Number of  AML/CFT
violations identified by thq 6 6 0 3 0 0
supervisor

Type of measure/sanction

Written warnings 6

Fines 4 3 0

Removal of
manager/compliance officer

Withdrawal of license

Other** 6 3

Total amount of fines (EUR,
HUF 260 = €1) 29.952 0 4.997 0 0

Number of sanctions taken {o
the court (where applicable)

Number of final court orders

Average time for finalising 4
court order

** Pyblic resolution in writing, in which HFSA foes service provider to take corrective measures.
Fines can be put on in public resolutions.

576. According to the statistical tables above, the nemdf measures taken or fines imposed
by the HFSA is very low. In addition, the low amowf fines in many instances (before the
introduction of Section 47/A of the HFSA Act in deany 2010) and the low amount of fines
effectively issued lessens further the dissuasimpact of the system of administrative
sanctions imposed by the HFSA.

577. Supplementary to the administrative sanctions aasuees by the HFSA, Section 303/B of
the HCC provides sanctions for intentional non-chamge with the reporting obligations
prescribed by the AML/CFT Act. Such a misdemeansyunishable by imprisonment up to
two years. This provision was amended in 2008 gteoto provide a criminal sanction for
non-reporting with the aim of eliminating the neglnt failure to report offence and
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eliminating “defensive reporting” in order to avaiarges of negligent failure to report. The
authorities provided that in 2006 there were 2 stigations initiated for non-compliance and
1 conviction; in 2007 there were no investigatidmg 1 conviction; in 2008 there was 1
investigation; in 2009 there was 1 investigationoiming 6 persons covering over 900
incidents which was initiated. Since the amendmean2008, no convictions have been
pronounced by Hungarian Courts. Because of the higbree of guilt to be proved,

investigations and sanctions according to SectiOB/BB HCC are very rarely applied.

Therefore, Section 303/B HCC per se does not peoait effective tool for the sanctioning of
non-reporting and can only be seen as additiomsheht to the administrative sanctions for
non-reporting in cases of extreme severity of tHigrigement.

578. It seems to be difficult to separate the provissd®ection 303/B of the HCC Act from the
other money laundering provisions of the HCC Ast{tze intentional non-reporting of a STR
may become indistinct in relation to the actuahldering of money as an accessory. This may
also be a reason why no proof could be providethbyHungarian Authorities that sanctions
according to Section 303/B have ever been impofied the amendment of the provision in
the year 2008. Section 303/B of the HCC is appledb natural persons as well as legal
entities, if the perpetration was aimed at or lessiited in the legal entity gaining benefit (Act
on Measures applicable to Legal Entities under @amLaw). Measures to be taken against
legal entities include winding up the legal entiiypiting the activity of the legal entity or
imposing a fine up to three times the financial atage gained or intended to be gained
through the criminal act, at least 500,000 HUF §560).

579. Besides Section 303/B of the HCC and the other ureasanctions elaborated above,
Criminal Courts can also apply the HCC sanctiomimyisions related to criminal offences of
money laundering or financing terrorism (Sectio84,2303, 303/A of the HCC). These are
applicable to natural and legal persons undertdtatsry conditions described above.

Market entry
Recommendation 23

(23.3, 23.5, 23.7jcensing/registration elements only

580. The CIFE Act contains the regulatory and superyisoeasures for financial institutions
(in terms of the CIFE Act, including payment seeviproviders) that apply for prudential
purposes and which are also relevant to money &gl

581. As a general provision, Section 11 of the CIFE Aetlares that any person holding a
gualifying interest in a financial institution musstisfy the following requirements:

» be independent of any influences which may endatigeffinancial institution’s sound,
diligent and reliable (hereinafter referred to ectively as “prudent”) operation, and have
the capacity to provide reliable and diligent guice and control of the financial
institution, furthermore;

» transparency in business connections and ownesstigture so as to allow the competent
authority to exercise effective supervision over fimancial institution.

582. Pursuant to Section 14 of the CIFE Act, the foultlabf all credit institutions and
financial enterprises (both are “financial institms” in terms of the CIFE Act) is subject to
prior authorisation by the HFSA. Before makingr#solution — in the case of the foundation
of a bank or a specialised credit institution —It##eSA solicits the prior opinion of the MNB.

583. The CIFE Act sets up a number of conditions whiatiehto be met before the HFSA may
issue the permission for the foundation of a fima@nostitution. Pursuant to Section 17 (2) of
the CIFE Act, any person who wishesatmuire a qualifying interest in a financial instibn
in the process of foundation has to provide the AllkSthe founding application with, inter
alia
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> a certificate of no criminal record;

» evidence concerning the legitimacy of the finanei@ans for acquiring the qualifying
interest;

» documents issued within thirty days to date tofyesf having no outstanding debts owed
to the competent tax authority, customs authorityoothe social security system of the
applicant’s country of origin;

» proof that other holdings and business activitieshe applicant are not harmful to the
prudent management of the financial institution;

» if the acquirer is a legal person, additionally

A\ 4

a detailed description of the applicant’s ownerstipcture;

» the complete text of the applicant’s charter doaunss amended to date, a certificate
issued within thirty days to date in proof that #pplicant was established (registered) in
compliance with the relevant national regulationsl & not adjudicated in bankruptcy,
liquidation or dissolution proceedings, and its@aiteve employees are not subject to any
disqualifying factors.

584. If there are financial institutions, insurance iigions or investment associations
domiciled abroad that wish to acquire a qualifiafluence among the founders, then the
applicant shall also submit with the applicatiom &uthorisation a certificate or declaration
issued by the competent supervisory authority efdbuntry of its registered address stating
that the enterprise operates in compliance withrahess for prudent operations (Section 17 (3)
of the CIFE Act); Similar additional requirementgpdy in the case of the foundation of a
financial institution operating as a branch offi{&ection 17/A of the CIFE Act).

585. Regarding financial service providers authorisedh®yMNB (cash processing activities,
clearing operations), no such provisions for owrdrg qualifying interest exist (Section 19/A
to 19/C).

586. For the acquisition of a qualifying interest of amisting financial institution or the
acquisition of an additional qualifying interedtetapplicant has to obtain permission by the
HFSA for this transaction prior to its executiore¢Bon 37 of the CIFE Act). The conditions
for the permissions are the same as set out inoBet? (2) of the CIFE Act. Furthermore,
contracts regarding ownership rights, voting riglatsd similar advantages of such rights as
well as contracts for the acquisition of majoritywreership in an enterprise which holds a
qualifying interest in a financial institution hatebe approved by the HFSA.

587. After receiving the application, the HFSA conduats investigation within 60 working
days to examine whether compliance with the releymavisions of the CIFE Act can be
ascertained. The authorisation is (inter alia) setuif the applicant’s (or its owner’'s or
executive officer’s) activities or influence on tfieancial institution endangers the prudential
management for effective, reliable and independpatations of the financial institution.

588. The election of an executive officer needs pridhatsation by the HFSA (Section 44 of
the CIFE Act). Reasons for rejection of the elattis a executive officer are

a. having (or having had) a qualifying interest inbaing (or having been) the executive
officer of a financial institution:

— in the case of which insolvency can only be avoitbydextraordinary
measures taken by the HFSA,

— which was liquidated due to its operating permihbeevoked,

and whose personal responsibility for the develognad this situation has been
established in a definitive decree;

118



Report on fourth assessment visit of Hungary — 30 September 2010

b. persons who have seriously or systematically waldahe provisions of the CIFE Act
or another legal regulation pertaining the bankimgthe management of financial
institutions and such has been determined by theAjianother authority or a court
in a final resolution dated within the previousefiyears;

c. having a criminal record.

589. Section 44/A of the CIFE Act stipulates similar diions for service providers engaged
in cash processing activities as mentioned abowmd {acludes employees in the scope as
well).

590. Members of the supervisory board are also includ@t the definition of “executive
officer” according to the CIFE Act.

591. For investment firms, similar requirements as elatsal above are in place concerning the
acquisition of a qualifying interest (Sections 8739 of the Investment Act). According to
Section 22 of the Investment Act, the operating agans must not have any criminal records.
Members of the supervisory board are not includekinvthese provisions.

592. The foundation of an Insurance Company, whichui§et to authorisation by the HFSA,
requires the submission of information concernimg shareholders, whether they are natural
or legal persons, on persons holding a qualifyimgrest and the extent of the qualifying
interest to the HFSA (Section 58 of the Insurance).A-urther requirements (especially for
the acquisition of a qualifying interest of an éixig Insurance Company), are stipulated under
Section 60 and Section 111 to 114/A of the Insuzahd.

593. Regarding executive employees (and other managepwsitions), the Insurance Act
prohibits any criminal records (Sections 83 to 91he Insurance Act). According to Section 3
(1) 71) of the Insurance Act and the Authorisati@uoidelines for the insurance market,
August 2006, supervisory board members are aldoded by these provisions.

594. In the area of investment fund management compareescutive employees (this
definition includes members of the supervisory dpand persons employed for portfolio
management and for trading in investment instrumantd exchange-traded instruments must
have no prior criminal record (Section 260 and 8ale No. 11 of Capital Market Act). As
condition for the acquisition of a qualifying inést no such provisions exist with regard to
investment fund management companies.

595. Fit and properness requirements are set out ifCtR& Act, the Investment Act and the
Insurance Act. Additionally, Recommendation 4 oD2Q31 October) of the Board of the
HFSA on the assessment of the fithess and proprietyanfagers, directors and owners of
financial organisationgontains relevant rules on evaluation of directord managers.

596. Section 44 (5) of the CIFE Act stipulates that éxecutive officer of a credit institution
must satisfy the following criteria:

» have at least three years of experience in barkifgisiness management, or in financial
or economic management in government administration

> shall not act as auditor for another financialitongbn;

» shall not hold another office or position which ntagder performance of his professional
duties.

597. Section 22 of the Investment Act obliges execubffecers of Investment firms to have
professional experience in the field of three yeSextion 24 of the Investment Act elaborates
on this issue in more detalil.

598. Section 83 of the Insurance Act instructs executifieers to

» have the appropriate professional qualificatiors agood business reputation;
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» have at least five years of experience in the félshsurance, business management, or as
an insurance executive in the government sectdhénfield of finance (the end of the
prescribed period of professional experience dhallithin ten years of the date of filing
the application for registration);

» have a degree in higher education;
» not be in the employ of an insurance company ircépacity of auditor.

Depending on the concrete position, there are akWerther requirements executives have
to fulfil when working for an insurance company ¢sens 84 to 91 of the Insurance Act).

599. Schedule No. 11 to the Capital Market Act demandsative offices of investment fund
management companies to have at least 5 yearsfafsgional experience, persons employed
for portfolio management and for trading in investi instruments and exchange-traded
instruments to have at least two years of profassiexperience. Point 4 of Schedule no. 11
elaborates further the meaning of “professionakexmce”.

600. The appointment of all executive officers mentioradabve has to be confirmed by the
HFSA which means that the executives have to ptbhee personal qualifications prior to
commencing work. It has to be noted that fit angppr criteria are not required by the above
mentioned laws for senior management positions exaegarding investment fund
management companies).

601. Recommendation 4 of 2007 (31 October) of the Boafdhe Hungarian Financial
Supervisory Authorityon the assessment of the fitness and proprietyaofagers, directors
and owners of financial organisatiom®ntains additional relevant rules on the evatuaof
directors, managers and owners of institutions le¢gd by (inter alia) the CIFE Act or the
Insurance Act. According to the Recommendatioreaors, managers and owners should be
evaluated on their fitness & properness by theiplegers, even if there are no such
requirements foreseen in the sector-specific ldwsthermore, details are set out on what
gualifications should be expected and which infdaromashould be obtained by the employers
when conducting fit & proper tests. To complete Recommendation, the role of the HFSA
in context with the supervision of fithess & propess is elaborated. The Recommendation
provides a lot of additional information which igtncovered by legal provisions and is
therefore certainly a very useful and comprehengiiidance paper for financial institutions.

602. Money transfer services are defined as financiatiges (included in the definition of
“payment services”) under Section 3 (1) d) of tHEECAct. According to Section 3 (3) of the
CIFE Act, such services can only be provided updor @uthorisation by the HFSA. Pursuant
to Section 1 (1) (a) and 5 (a) of the AML/CFT Attte HFSA is also the responsible authority
to supervise and ensure compliance with the AML/@&quirements. All measures relating to
licensing and prudential supervision (Section #hefHFSA Act, the CIFE Act) apply to such
businesses. Post offices, which are able to aereptieliver domestic and international postal
money orders are not licensed by the HFSA but aisi to do so directly by the Postal Act
In any case, the performance of postal money olideggpervised by the HFSA, according to
Section 1 (1) (e) and Section 5 of the AML/CFT Athe new Act on the Pursuit of the
Business of Payment Services, in force since 1 Miee 2009, stipulates that payment
services can only be conducted by (besides thetutish operating the Postal Clearing
Centre, the MNB and the Treasury) credit institosiospecialised credit institutions issuing
electronic money or financial institutions, e.gypeent institutions according to Section 6/A
of the CIFE Act (Section 2 no. 22 of the Act on tRersuit of the Business of Payment
Services). All measures relating to licensing amddpntial supervision (Section 4 of the
HFSA Act, the CIFE Act) apply to such businesses.

603. Money changing services are defined as activitiesliary to financial services according
to Section 3 (2) (a) of the CIFE Act. Thus, suchvises can only be provided upon prior
authorisation by the HFSA by a credit instituti®ursuant to Section 1 (1) (a), Section 5 (a)
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of the AML/CFT Act, and Section 4 of the HFSA Athe HFSA is also the responsible
authority to supervise and ensure compliance wighAML/CFT requirements.

604. The CIFE Act provides for several categories of nagerespectively intermediaries
(“intermediation of financial services” as stat@dSection 3 (1) (h) of the CIFE Act). Those
intermediaries do not conduct financial servicestbeir own behalf, but always under
contract concluded with a financial institution fmofessional services facilitating the pursuit
of providing financial services and/or activitiasxdiary to financial services in the name of
the financial institution, for it and on its behalhe full responsibility for compliance with the
AML/CFT framework therefore stays with the finariciastitution. Additionally, as the
“intermediation of financial services” is one ottfinancial services determined under Section
3 (1) of the CIFE Act, providers of such services supervised their selves by the HFSA for
compliance with the AML/CFT Act (Section 1(1) (d)tbe AML/CFT Act).

On-going supervision and monitoring

Recommendation 23&32
(23.4, 23.6, 23.7) - supervision/oversight elementg) & 32.2d

605. The HFSA is the competent authority to authorisgesvise and sanction all service
providers under the FATF-Methodology, including ragntransfer services and currency
exchange services. The powers of the HFSA regarttirgsupervision of the AML/CFT
requirements are established under the HFSA AetAML/CFT Act and sector-specific laws
and include as well all prudential measures (se@ atite-up to R. 29). For service providers
only engaged in cash processing activities, the MidBthe responsible authority for
authorising, supervising and sanctioning.

606. Section 7 of the HFSA Act entitles the HFSA to ntonithe systems of information
supply and oversee the data disclosure as welusngse and control the operations and
activities of the bodies and persons described @boterms of compliance with the statutory
provisions within the HFSA’s competence. The HFS®ms proceedings in the event of any
infringement of the provisions within the HFSA'snapetence, including the taking of action
and exceptional measures, and imposing fines.

607. In the course of supervision, the HFSA receivescamn require data by the service
providers without any restrictions on a regular am-hoc basis as well as conducting
inspections both on-site and off-site. The inspedi are organised as comprehensive,
targeted, themed, follow-up inspections whereagttemination of CDD procedures is part of
all supervisory comprehensive inspections, inclgdine inspection of CDD documentation
and transactions.

608. The focus of the HFSA's AML/CFT inspection prograocuses on the Risk Based
Approach (consistency of application); compliance group level; adequacy of CDD
measures and procedures, KYC principles; identifyihbeneficial owner; treatment of PEPs
and correspondent banking relationships; transactionitoring and filtering of suspicious
clients and unusual transactions, using sanctigts, lIQuality of STRs, tipping off; record
keeping, supervisory reports; obligations imposed HJ Regulation 1781/2006 on the
information on the payer accompanying transfersfurids; tasks and responsibilities of
compliance officer; integrity and the efficiency tfe built-in controls in the operational
flows; the quality of obligatory training for themployees and the efficiency in the daily
practice.

609. According to the information received during the-site visit, the regular supervisory
reporting system of the HFSA includes the quarterlyannual reporting of the number and
amount by financial institutions of:

» Anonymous deposits;
» Clients with missing data;
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CDD, ECDD, SCDD procedures;

CDD procedures of PEPs;

STRs (and top 5 STRs by amount);

STRs by agents;

STRs related to currency exchange and pawn agtivity
Suspended transactions;

Funds seized by court;

STRs related to TF;

Seized assets related to TF.

VVVVVVVYY

610. As noted above relevant data can also be requestedcasional basis.

611. According to Section 41 of the HFSA Act “comprehgasinspection procedures” at
banks, specialised credit institutions, insuranoeganies and reinsurance companies are
conducted at least every three years, at cooperatizdit institutions, financial enterprises,
investment firms, commodity dealers, venture cépifiand management companies,
investment fund management companies, private @erfands, voluntary mutual insurance
funds and institutions for occupational retiremgirvision at least every five years.

612. During the last five years, the HFSA conducted 18W%pections, which all have been
AML/CFT related to that extend that all supervisanspections always comprise the
examination of compliance with and adequacy of CDBasures. In the same timeframe,
there have been 76 AML/CFT targeted inspectionsratpd by the Financial Forensic
Department of the HFSA.

Table 25: Number of AML/CFT related on-site and off-site inspgections
(including targeted inspections) conducted by the HSA

Year Total on-site AML/CFT targeted on-site inspections
visits (conducted by the Financial Forensic Department athe HESA)
2005 169 4
2006 284 13
2007 469 12
2008 198 21
2009 231 26

613. The MNB is responsible for licensing, the supensisand sanctioning of service providers
only engaged in cash processing activities. Thepetemcies and the procedures of the MNB
are provided under the APS Act and the Act on tla¢iddal Bank of Hungary. The MNB
usually conducts inspections, including on-sitetsjgo every cash processing provider every
year. As there are currently only four providerswoth kind, the usual number of on-site visits
lies between 3 and 4 per year. According to therin&tion received during the on-site visit,
the MNB is able to receive any information and dstany time.

614. In case of an infringement of the AML/CFT-provissprthe MNB is the responsible
authority to take measures against the cash pioggssoviders according to Section 35 of the
AML/CFT Act.

Effectiveness and efficiency

615. The conditions for market entry for financial itgtions are comprehensively described in
the different sector-specific laws and cover theagponding FATF - requirements to a very
large extend. As all financial institutions accoglito the FATF-methodology are obliged to
apply for authorisation at the HFSA prior to comiiag their business, market entry
requirements are checked in all instances.

616. Moreover, the HFSA requires the presentation afrival AML/CFT rules of the future
supervised financial service providers when liceggr issuing permissions to the foundation,
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operation, starting of activities or agency aciggt The approval of the internal AML/CFT
rules is a precondition to obtain the license. ritheo to support the preparation of the internal
AML/CFT regulations the HFSA issued 6 types of atler] Model Rules taking into account
the different types of activities and specialittéghe financial service providers and provides
furthermore unlimited consultation opportunities.

Table 26: The number of approved internal AML/CFT rules

v Money and capital | Insurance undertakings and
ear .
market pension funds
2006 110 59
2007 136 56
2008 110 76
2009(f" half) 77 36

617. When the draft AML/CFT internal regulation submitt® the HFSA is not compliant with
supervisory requirements, the HFSA instructs theifitation of the draft rules. Among the
money and capital market providers the rejectidie feas been about 50-60% upon first
submission. In the field of insurance undertakingd pension funds this rate has been 15-
20%. The rejection rates demonstrate that the fal®thAML/CFT-internal rules are assessed
with due care by the HFSA and that the approvathes$e rules is not just a formal act.

618. Therefore, the mechanisms in place and their malctapplication of the measures
available convinced the assessors of a very efeend efficient control system for entry to
the financial market in Hungary. In particular tleguirement to set up extensive internal rules
for AML/CFT purposes which have to be approved by HFSA before starting business
appears to be a pretty effectual tool to raise emess of the different institutions for
AML/CFT issues even before they actually entemtiaeket.

Recommendation 32

619. The HFSA maintains sufficient statistics on measuresanctions imposed in case of non-
compliance with AML/CFT-requirements. Regardingpestions, the evaluators have been
provided with general numbers of AML/CFT relatedgnctions conducted every year as well
as the number of targeted inspections which haes lwenducted by the financial forensic
department of the HFSA.

3.6.2 Recommendations and comments

Recommendation 23
620. The authorities should

» Introduce requirements and procedures to prevemir@als from becoming members of
the supervisory board of investment firms;

» Introduce requirements and procedures to preventirals from holding a qualifying
interest in investment fund management companies;

» Extend binding “fit and proper” requirements to isenmanagement of all financial
institutions  (besides investment fund managementmpemies), not only to
directors/executive officers.

Recommendation 17
621. The authorities should
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» Include senior management in the sanctioning regintke CIFE Act;

» Extend the range of sanctions available for intitiis covered by the Investment Act and
include suspension of license and removal fronceffn the range of sanctions available
with regard to the CIFE Act;

» Use the existing sanctioning regime to a broadeFrekrespectively consider applying the
full range of sanctions (including higher fines amanoval of licences) with regard to
identified breaches to increase the effectivenedsdéssuasiveness of the system.

Recommendation 29
622. Recommendation 29 is fully observed
Recommendation 30
623. Recommendation 30 is fully observed.
Recommendation 32
624. Recommendation 32 is fully observed.
3.6.3 Compliance with Recommendations 23, 29 & 17

Rating Summary of factors underlying rating

R.17 PC e Senior management not included in the sanctioreggme of the
CIFE Act.

« Range of sanctions under the Investment Act andCiR& Act
not broad enough.

* Limited effectiveness.

R.23 LC * No assessment of criminal records regarding membgerthe
supervisory board of investment firms.

* No assessment of criminal records of persons hgplda
qualifying interest in investment fund managemeamhpganies.

« “fit & proper” requirements only applicable to diters/executive
officers and not to the senior management of firsmestitutions
(with the exception of investment fund managementanies).

R.29 C
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4, PREVENTIVE MEASURES - DESIGNATED NON FINANCIAL
BUSINESSES AND PROFESSIONS
Generally
625. A description of the DNFBPs operating in Hungargés out in section 1.3 of th& 8ound
report.

626. In Hungary, all DNFBPs are covered by the AML/CF&tAnd are therefore subject to the
same CDD and record-keeping requirements as figlamcstitutions. CDD measures have
generally been in force since the implementationDakctive 2001/97/EC (2 EU AML
Directive) adapting Directive 91/308/EEC *(1EU AML Directive). Following the
implementation of Directive 2005/60/EC{EU AML/CFT Directive) a new AML/CFT Act
has been brought into effect on 15th December 200he new AML/CFT Act CDD measures
have been refined and extended to new DNFBPs r@téctcasinos, persons trading in goods
allowing cash payments above the amount of HUFl®n (€13,333)).

627. As for financial institutions, the obligations stipted in the AML/CFT Act are further
specified in Model Rules, specifically designed thg competent supervisory body for each
DNFBP category. They play an important role, esgilydn the case of DNFBPs, to interpret and
implement the provisions of the AML/CFT Act in ptiae.

628. Some sectoral acts contain provisions linked toothigations under the AML/CFT Act, in
particular as regards the procedure on superviionthis reason those sectoral acts have been
modified following the implementation of the thiEU AML/CFT Directive. Thus, the last
amendments made to tiet Xl of 1998 on Attorneys at Lawelating to the procedure on
supervision, became effective on the 15th Decerb@v¥. The amendments of Act LXXV of
2007 on the Chamber of Hungarian Auditors, the Actigitef Auditors, and on the Public
Oversight of Auditorentered into force on T8December 2007 and related to the procedure
on supervision and violation of the confidentialigguirements.

629. The 35/2007 Ministerial Decree determines the cdsapy elements in accordance with the
requirements of the AML/CFT Act that the internales shall contain e.g. measures and
procedures on the identification and verificatiéthe customer, the beneficial owner, and on the
record keeping.

630. As the AML/CFT Act contains general provisions, theponsible supervisory bodies (HFIU,
HTLO, State Tax Authority, Chamber of Hungarian Aoib, Regional Bar Association,
Regional Civil Law Notaries Chamber) play an impaottrole in the implementation of the those
provisions. They are responsible for the interpitaof provisions in the daily business
environment of DNFBPs due to the differences oésypf business, for providing model rules,
guidance, best practices which are built upon tMLIEFT Act, as well as for creating the
opportunities of consultations. In accordance witction 33 of the AML/CFT Act, the
supervisory bodies mentioned shall approve thenaterules, if they contain the mandatory
contents set out in the AML/CFT Act. For the pugmo®f drawing up the internal rules, the
supervisory bodies shall, in collaboration with tHEIU and in agreement with the Minister of
Finance (in case of attorneys, the Minister of idejt provide sample rules as non-binding
recommendations. Model rules are available on #iesite of the different supervisory bodies.
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4.1 Customer due diligence and record-keeping (R.12p#ying R.5 to R.10)

Recommendation 12 (rated PC in tfiér8und report)

4.1.1 Description and analysis

Applying Recommendation 5 to 10

631. As laid out above DNFBPs are subject to the samB @bd record-keeping requirement as
financial institutions. Therefore the same concénrthe implementation of Recommendations 5
and 10 apply equally to DNFBPs. For details seeae8 of the Report. The following remarks
only refer to topics that differ from the descrptiand analysis made in section 3.

632. Apart from bank —administered escrow accounts hglhwyers and notaries public, none
of the DNFBPs are allowed to operate accounts balbef their clients. According to Section
3 (1) (a) of the CIFE Act only credit institutiomse entitled to conduct deposit-taking (and
consequently to keep deposit accounts for theientd). Credit, financial and payment
institutions may keep payment accounts, becauseofieeation of payment accounts are
payment services according to Annex 2 point 9 Jathat may be provided only with the
licence of the HFSA. Subsequently, DNFBPs are howvad to keepanonymous accountor
accounts in fictitious namégs.5.1 and c¢.5.18)

Applying Recommendation 5

a) Casinos (including internet casinos)

Land-based casinos

633. Gambling operations are regulated by Act XXXIV &1 on Gambling Operations and the
Decree No. 32/2005 (X. 21.) PM on the Implementatai Regulations Concerning the
Authorisation, Organisation and Control of Gamblifgtivities. All operations of gambling
activities must be authorised by the state taxasityh

634. Casinos are divided into different licensing catexgpdepending on the number of tables and
gaming devices operated (Class | and Class Il agsiblpon authorisation a Class | game room
may be operated under the title of “electronic reasiwhich is also a land-based gaming unit
offering only electronic gaming devices. As a gaown their operations are subject to a stricter
and wider range of conditions. This latter casirbegory was introduced when the new
AML/CFT Act was implemented. However, such typegafme room did not exist at the time of
the on-site evaluatiof.

15 Certain categories of gambling operations undestiope of the Hungarian Gambling Act are exempteah the scope of
application of the AML/CFT Act: Class | game roomsiethare not qualified as electronic casino and Cllagame rooms.

Hungarian authorities believe that game rooms dogualify as casinos in the sense of the FATF teotoigy due to
following characteristics of game rooms (as detagdiby Section 26 Gambling Act): in game rooms ardin-activated
(cash-activated) gaming devices may be operatedkefurertain strict and restrictive range of coiwdis), no other gambling
may be pursued, the stakes are limited in so fénesvinnings may not exceed the stake wagerealvby 200 times (Class
1) respectivley 25 times (Class Il); of approximgteD,000 game rooms more than 90 % are categoaigedlass Il game
room, where no more than two Class Il coin-activageaining devices may be operated. Authorities eniphabat
considering the above mentioned facts the turniovargame room is not significant compared to @asin

While in practice the winnings in game rooms mayubaally low, there is no provision that safeguatts the financial
transactions in such game rooms remain below tieshiold of USD/EUR 3,000 as set out in c. 12.1.driigular, as regards
Class | game rooms, there is no limit regardingniagimum amount of stake to be played.

Authorities stress that exclusively casinos aréazed to use gambling chips. However, certifisad& winnings may be
requested for winnings at game rooms (Art. 1 (8nBling Act). Authorities state that according teithknowledge no such
certificates have been issued for winnings at gesoens in the past. Nevertheless under the curegat framework game
rooms could be misused for money laundering purpose
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635. Transactions that can take place in land basedasaare purchase of chips in cash or credit
card (in domestic or foreign currencies), payouvioiings in cash or issuance of certification of
winning. A certification of winning may be suppliatl the request of a player who is entitled to
winnings, on any winnings in a foreign currencytted equivalent of HUF 2 million (€7,400) or
more, indicating a description of the game andetkeect amount of the prize. The certificate of
winning shall contain the identification data of thambling operator and the player, the date and
place when and where the game was held and thenginm@s collected and the serial number of
the coin-activated gaming device if applicable. i@aperators have to implement adequate
measures (in particular surveillance systems) tafyvéhe truthfulness of such certificates.
Authorities and casino operators met stated theht easino only issues around 10-20 certificates
per year.

636. The CDD and record keeping obligations stipulatethe AML/CFT Act (described under
Rec. 5) are further specified by the HTFCA ModeleéRufor Gambling Organising Business

Associations, which assist the respective servigeigers in drawing up their mandatory internal
rules.

637. CDD procedures have to be applied at the entrahd¢beocasino (Section 3 (vc) of the
AML/CFT Act). Authorities and casino operators ragted that CDD is applied irrespective of
whether the customer will engage in financial teations, regardless of the amount of gambling
chips purchased (c.5.2.). The identification andfigation requirement at the entrance of the
casino consists in the presentation of a documbithvweomplies with the requirements described
under Recommendation 5. The casinos mainly havagrent customers who own a badge with
photo on it. Customer identification does not hawée repeated, if the costumer was already
identified at a previous entry by the service pieviand the service provider is ensured of the
costumer’s identity by means of the customer ba@gde.3).

638. The players can take part in casino games onlyeimn bwn names. This rule was involved in
the internal game plans of the casinos and playelss, which are public for the players and
must be accepted before starting to play. With pingision it is presumed that the customer
always plays in his own name, and therefore arstaieregarding the identification data of the
beneficial owner is not required in practice (¢)5.5

639. The casino operator has to draw the customer'sitatteto his obligation to inform the
service provider about any changes in the prewougiven data in a well visible
prospectus/appeal placed at the reception. The WAMI@del Rules advise calling the customer's
attention to this fact also in the players’ rulesagell. When issuing a certificate of winning, the
service provider is required to check and recoshial changes in the costumer’s personal data.

640. Except for PEP customers the mandatory cases rigliBed or enhanced costumer due
diligence stipulated in the AML/CFT Act are not satered relevant for casino customers. As far
as PEPs are concerned non-resident customersgaiieeteto make a written statement for the
casino as described under Rec. 5. However casmaostdappear to have access to databases in
order to verify such statements. Authorities staéted in the examined period there were no such
PEP statements in the Hungarian casinos. No enthaheediligence is applied to other higher
risk categories of customers, such as non-resastomers. (c.5.8 — 5.12).

Internet Casinos

641. Internet casinos are not allowed in Hungary. Acicmydo the Gambling Act, casinos cannot
be operated through communications equipment afmebries. Casinos shall not be authorised to
offer any contests of chance via communicationgpeaent and networks (Section 27 (3) of the
Gambling Act). According to the scope of applicatiof the Act on Gambling Operations this
prohibition covers all casino activities providedrh the territory of the Republic of Hungary
(Section 1 (4) of the Gambling Act). Authoritiesatsid that internet activities are regularly
examined for possible activities organised by Huagasubjects or provided via servers located
in Hungary.
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b) Real estate agents

642. Persons engaged in providing real estate agenbyokering and any related services when
they are involved in transactions for a client @ynigg the buying and selling of real estate, are
under the scope of the AML/CFT Act. There are nihfer sector specific provisions on real
estate agents in the AML/CFT Act. Model rules amigémal rules are important for the sector
specific interpretation and application of the fs@mns in practice.

643. The AML/CFT Act defines “real estate agency or lerakg” as the business of mediation of
the transfer or lease of real estate propertiegjding the preparation of transaction orders, real
estate appraisal, real estate investment andsteabalevelopment (Section 3 (h)).

644. The AML/CFT Act specifies that in the context ohrestate agents a “business relationship”
has to be understood as a long-term contractiaeship based on a written agreement between
a customer and a real estate agent pertaining teettvices mentioned above (Section 3 (va)). As
real estate agents and customers always entdsusboess relationships, the term “transaction” is
not further interpreted (c.5.2.).

645. The AML/CFT Act does not precisely state if realaés agents should comply with CDD
requirements with respect to both the purchasettandendor of the property (c.5.3 — ¢.5.5).

646. Real estate agents have to apply enhanced CDD RodeBtomers and non-face-to-face
business relationships as described under Rec.tler @nandatory cases for simplified or
enhanced costumer due diligence stipulated in tie/&FT Act are not considered relevant for
real estate agents. Legal obligations are furimecied in the HFIU Model Rules (c.5.8 — 5.12).

c) Dealers in precious metals or articles maderefcpus metals

647. Service providers trading with precious metalsrticlas made of precious metals are under
the scope of the AML/CFT Act (as they were undergsbope of the previous AML Act). Due to
the potential risk of ML/TF as well as the expecermf supervisors the scope of the AML/CFT
Act was extended to these service providers disdegathe threshold provided by the standard
(cash transactions equal to or above USD/€15,000).

648. Service providers trading with precious metals rticlas made of precious metals have to
apply enhanced CDD to PEP customers and non-fafee¢obusiness relationships as described
under Rec. 5. Other mandatory cases for simplifteehhanced costumer due diligence stipulated
in the AML/CFT Act are not of practical relevancer fdealers in precious metals. Legal
obligations are further specified in the HTLO MogRelles. No enhanced due diligence is applied
to other higher risk customers, such as non-reswestomers. (c.5.8 — 5.12).

d) Dealers in goods accepting cash payments abalfe 316 m

649. The scope of the AML/CFT Act has been extendedradets in goods accepting cash
payments above HUF 3.6 million (€13,333) duringrtbeeryday business. “Trading in goods” is
defined as the sale of goods by way of businebsiyers, traders or processors (subsection (i) of
Section 3 of the AML/CFT Act). This category alsovers persons that fall into the FATF
category of dealers in precious stones.

650. If the service provider decides to accept caslr ebove the given amount in the everyday of
business at or after the new AML/CFT Act came #ffect, it has to register with the appointed
trading authority. The trading authority is respblas for the supervision of preventing and
countering ML and TF, and for keeping the registerto-date. Other activities of the trading
authority are separated from the supervision déteahin the AML/CFT Act.

651. Only registered service providers engaged in ttadingoods are authorised to accept cash
payments of HUF 3.6 million (€13,333) or more. $s\providers engaged in trading in goods
but not listed in the register, have been alloweédcept cash payments of HUF 3.6 million
(€13,333) or more only until 15 March 2008.
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652. The HTLO Model Rules for traders in goods specinsaction orders as execution of a
transaction order in an amount reaching or excgeditF 3.6 million (€13,333), including
multiple, effectively interdependent transactiodess, i.e. payments or payment orders based on
instalment purchases, if their aggregate sum readd 3.6 million (€13,333).

653. Further the above description and analysis foetsadith precious metals or articles made of
precious metals applies analogously for tradegoous.

e) Lawyers and notaries public

654. The Notaries Act confers public authenticity onamigis public, so that they may provide
disinterested legal service to the parties, in otdeavoid legal disputes. The notary public is
entitled to prepare public documents about corgrantl facts of legal significance, keep legal
documents, accept money, valuables and securitibe @rder of the parties in order to deliver
them to the obligee, to help the parties with tker@se of their rights and the fulfilment of their
obligations by counselling, while assuring equaarunities for all parties. He is further entitled
to conduct probate action and other out-of-cowteedings assigned to his powers.

655. An attorney provides legal service if he represaiglient, provides the defence in criminal
cases, provides legal counsel, prepares contpatitpns and other documents, holds valuables
deposited with him in connection with the actistimentioned.

656. According to Sec 36 (1)-(2) both lawyers and netare subject to the CDD and reporting
obligations prescribed in the AML/CFT Act, if :

» they hold money or valuables in custody (as regaxegers)
» if they provide custody services (as regards regaor

» if they provide legal/ notary services in connattwith the preparation and execution of the
following transactions in accordance with the Laksy&ct/ Notaries Act:

a) buying or selling any participation (share) in aibess association or other economic
operator;

b) buying or selling real estate;
c¢) founding, operating or dissolving a business aatioai or other economic operator.

657. As an exception to the above mentioned rule Se@&(B) of the AML/CFT Act stipulates
that the obligations determined in this Ashall not apply to attorneys if the data, fact or

circumstance indicating money laundering or finagaf terrorism become known in connection
with

a) providing the defence in criminal proceedings galeepresentation before a court, other

than the court of registration, during any stageuwth defence or representation or at any
time thereafter;

b)the defence or legal representation referred tBaragraph a) or while providing legal
advice relating to the questions for the opening pfoceeding.

The evaluators consider that the wording of thisngation is too broad in that the exemption
relating to legal privilege as set out in Recomnagiod 16 merely relates to the reporting of
suspicious transactions. The current wording ofi@e86 (3) could be construed to extend to the
obligation to conduct CDD where monies are beinld bg attorneys as part of conducting the
defence in criminal proceedings or legal representdefore a court.

658. For notaries a similar exception is stipulatedag 36 (4) of the AML/CFT Act. According to
this provisionthe obligations determined in this Asttall not apply to notaries public if
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a)the data, fact or circumstance indicating moneydadng or financing of terrorism
become known while providing legal advice relatiaghe questions for the opening of a
proceeding;

b) the notary public conducts a non-litigious procegd
The same concerns with regard to legal privilegesed out above, apply to notaries.

659. Interpreting the above mentioned exemptions (fayéas and notaries) literally, none of the
provisions of the AML/CFT Act are applicable whém tegal privilege applies. This exemption
seems not to be restricted to the reporting oltigads allowed by the Standard. Authorities
argued that in those cases the provisions in they&is Act and the Notaries Act apply instead.
However, it has not been clearly established tlmativalent CDD requirements (including
beneficial ownership identification/verificatiom@oing monitoring) are stipulated in the Lawyers
Act and the Notaries Act.

660. Lawyers and notaries public are not allowed to kasgunts other than bank-administered
escrow accounts to pay third party money. The Bmogiation indicated bank loans and deposits
to be the most typical case where lawyer holdsicimoney in custody. The prohibition and
restrictions as regards anonymous or accountgtitidius names apply as well to lawyers and
notaries public. (c.5.1 and ¢.5.18).

661. With the abovementioned exception (legal privilelge)yers and notaries public are required
to apply CDD measures as described under Rec.e6CDD procedures for notaries public and
lawyers are further specified in their sector dpedilodel Rules. However these rules could not
be fully assessed as an English version was ndabba (c.5.2 — ¢.5.7).

662. Lawyers and notaries public have to apply enhar€Bd to PEP and non-face-to-face
business relationships as described under Reconatiemds. Other mandatory cases for
simplified or enhanced costumer due diligence Ettpd in the AML/CFT Act are not considered
relevant. No enhanced due diligence is appliedherdigher risk categories of customers, such
as non-resident customers. (¢.5.8 — 5.12).

f) Auditors, accountants, and tax advisors, taxstiiants

663. In Hungary most of the service providers are endjaggoroviding auditing activities and in
providing accountancy (bookkeeping) activities &l Yone person or within the same company).

664. The legal CDD and record-keeping obligations arthéu specified in the Model Rules of the
Hungarian Chamber of Auditors and the Model Ruletsxo advisors and consultants. Based on
the Model Rules each service provider has to drawinternal rules. Even if auditors and
accountants work within the same company they rhase their own internal rules, one as
operating as accountant, one as operating as aydi®2 — c.5.7).

665. Authorities further argued that enhanced CDD pionis regarding PEP are not considered
applicable, as the customers of auditors and ataoisnare always legal persons or organisations
not having a legal personality. The Model Rulesdiaditors and accountants do not refer to PEP
obligations either. This seems to ignore the fhat the beneficial owner always has to be a
natural person and therefore could be a PEP age\&B — 5.17).

g) Trust and company service providers

666. According to the authorities this kind of serviege not provided in Hungary. Therefore, the
AML/CFT Act does not determine respective requiretse

667. Criterion 12.2 refers to Recommendation 6 and Resendations 8-11. Recommendation
6 was rated as “Largely compliant” and Recommepdat8 to 11 were rated as “Compliant”
in the 3 round MER. As these Recommendations neither datestikey or core
Recommendations, they have not been re-assesséty dhe 4th round evaluation. In
accordance with the considerations in the notestessors in MONEYVAL's 4th Cycle of
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Evaluations the evaluators of this round reliedtlom information existing in the™3round
report so far as possible. As the legal framewark this Recommendation has changed
following the implementation of the™3EU AML/CFT Directive, the new framework is
described and respective recommendations and cotsmenmade hereafter, but are not taken
into consideration in the rating for Recommendafi@n

Applying Recommendation 6
PEPs
Foreign PEPs — Requirement to Identify

668. All DNFBPs are covered by the provisions of the AKIET Act regarding PEPs. PEPs are
considered to be natural persons residing outsigebrywho are or have been entrusted with
prominent public functions within one year befdine carrying out of costumer due diligence
measures, and immediate family members, or persoosn to be close associates, of such
persons (Section 4 (1) of the AML/CFT Act). Theidiion is modelled on the one set out in
the Third EU AML/CFT Directive, which differs sligly from the FATF standard.

669. “Immediate family members” are considered to b&usges, next of kin, adopted persons,
stepchildren, foster children, adoptive parenteparents, foster parents, brothers, and sisters;
relatives, furthermore, domestic partners, spowdethe next of kin, fiancées; next of kin,
brothers, and sisters of a spouse; and spousestbels and sisters. (Sec 685 (b) Civil Code).
The term “persons known to be close associatesilss further specified in line with the
definition of the Third EU AML/CFT Directive (Sectn 4 (4) of the AML/CFT Act).

670. The AML/CFT Act requires customers residing outsidengary to provide a written
statement for the DNPBP declaring whether theyctassified as politically exposed persons
according to the law of their country (Section 1§ ¢f the AML/CFT Act}®. DNFBPs are
responsible for informing the customer properlytbis duty. If a customer residing outside
Hungary is classified as a politically exposed parghe aforementioned statement shall also
indicate into which category of PEPs they fall.

671. The different PEP categories are defined in data$ection 4 (8) of the AML/CFT Act
and are largely in line with the definition of PERs the Glossary to the FATF
Recommendations:

» heads of the State, heads of the government, migjstieputy ministers, secretaries of
state;

» members of parliaments;

» members of supreme courts, of constitutional coartsf other high-level judicial bodies
whose decisions are not subject to further appeal;

» heads of courts of auditors, members of courtstarsdior of the boards of central banks;

» ambassadors, chargés d'affaires and high-rankifigec in the armed forces, with the
ranks of chief officer or general officer;

» members of the administrative, management or sigmeyw bodies of State-owned
enterprises of majority control.

672. The Hungarian definition of PEPs does not fully eéovsenior politicians”, “senior
government officials” (for example non-political dus of ministries, etc.) and “important
political party officials” who are listed as an exagle under the standard (see definition of
PEPs in the Glossary to the FATF RecommendatidAeyever, it is noted that “senior
politicians” and important political party officell are usually captured due to their

18It is noted that authorities expect DNFBPs to abBEP declarations also from customers holding ditiaenships.
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participation in either government or Parliamenunbarian authorities emphasize that non-
political heads of ministries are partially covel®dthe term “secretaries of state”.

673. Where there is any doubt concerning the veracitythef abovementioned customer
statement, the DNFBP is required to take the nacgssieasures to verify the statement
submitted by the customer via access to databagsegisters that are openly accessible to the
public (Section 16 (2) of the AML/CFT Act). The pisility of DNFBPs to verify such
statements is usually limited to publicly accessilhternet websites (e.g. government
websites). Only a few DNFBPs appear to have adoessmmercial databases.

674. The AML/CFT Act requires foreign customers to deelavhether they are classified as
politically exposed persons according to the tdheir country(Section 16 (1)). However the
form presented to the customer to provide his emitstatement refers to the Hungarian PEP
definition (as foreseen by the Model Rules). By thieans all PEPs should be captured even if
the PEP definition in the country of residence #thaliffer from the Hungarian definition.

675. The Hungarian PEP definition refers to personsdinegi outside Hungary whereas the
standard refers to persons entrusted with promipebtic functions in a foreign country
irrespective of the residence. As a result the lduag PEP definition excludes people
residing in Hungary and entrusted with prominerljpufunctions abroad. Furthermore only
persons that are or have been entrusted with pesthpublic functions within one year before
the carrying out of CDD measures are to be consitles PEPs (as foreseen in tfeE
AML/CFT Directive). The standard does not provided$uch a time limit.

Foreign PEPs — Risk Management

676. Inthe case of a foreign PEP, the establishmetiteobusiness relationship or the execution
of a transaction order may take place only afterapproval of the executive officer specified
in the organisational and operational rules of Ei¢FBP (Section 16 (3) of the AML/CFT
Act).

677. Accordingly, for a customer that becomes a PEméndourse of a business relationship
approval by the executive officer is required agnsas the execution of a transaction for this
customer is intended, which implies as well thae texecutive officer approves the
continuation of the business relationship.

Requirement to Determine Source of Wealth and F&rdregoing monitoring

678. DNFBPs are required to record the type and sulbjetter and the term of the contract of
the business relationship for any customer (Sed@i¢h) (a) of the AML/CFT Act). However
there seems to be no explicit requirement to teksanable measures to establish the source
of wealth and the source of funds of customerskeme:ficial owners identified as PEPs.

679. DNFBPs are required to conduct ongoing monitoringacbusiness relationship (Section
10 (1) of the AML/CFT Act) for any customer. Howeyéhere is no explicit requirement to
conduct enhanced ongoing monitoring on a PEP cuéstom

Domestic PEPs — Requirements Ratification of theddeConvention

680. The Hungarian PEP regime only covers natural pers@siding outside Hungary.
Domestic PEPs are not covered (except for PEPs$ngoldreign and Hungarian citizenships).
There is no PEP list on national PEPs.

Ratification of the Merida Convention

681. The 2003 UN Convention against Corruption has bratfied in September 2004 by the
Decision of the Parliament 73/2004. The 2003 UN veamtion against Corruption was
promulgated by the Act CXXXIV of 2005. Act IV of 8 on the Criminal Code and Act XIX
of 1998 on the Criminal Proceedings implement theper 1l of the Convention; Act
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XXXVIII of 1996 on international legal assistaneedriminal matters and Act LIV of 2002 on
International Co-operation of Law Enforcement Ageaémplement Chapter IV that of.

Recommendations 8-11
Applying Recommendation 8
Misuse of New Technology for ML/FT (c.8.1) & RisNon-face-to-face Business Relationships

682. As regards non-face-to-face business relationsgdlp®NFBPs are required to record the
maximum data set as specified for customer dugetiite. In order to enable the verification
of personal identity the customer is required tbnsii to the DNFBP certified copies of
documents prescribed for CDD measures. The regaimesrio be met by the certified copies
are further stipulated in the Law (Section 14 @& AML/CFT Act). The rules on non-face-to-
face business relationships are only applicable few DNFBPs; in practice, namely real
estate agents, lawyers, notaries public as weleakers in precious metals and goods.

683. There is no explicit requirement anywhere in thisteng legislation that requires DNFBPs
to have policies in place or to take measures ®vent the misuse of technological

developments in ML or TF schemes.

Applying Recommendation 9

684. All of the service providers under the scope of AML/CFT Act are entitled to accept the
outcome of the CDD measures carried out by findseievice providers within the territory of
Hungary, another EU member state or a third coutitagy meets equivalent requirements.
Service providers carrying on money transmissiod aorrency exchange activities are
exempted from the abovementioned financial serproeiders that can be relied on (Section
18 (1)-(2) of the AML/CFT Act). Casinos, real estatgents, traders in precious metals and
traders in goods can never qualify as reliablaltparties.

685. Auditors, accountants, tax consultants, tax adsisootaries and lawyers are allowed to
accept the outcome of CDD of other auditors, actanig, tax consultants, tax advisors,
notaries and lawyers within the territory of Hungaanother EU member state of or a third
country that meets equivalent requirements (Sedi®(8)-(4) of the AML/CFT Act).

686. In addition to the abovementioned conditions tipiatty CDD may only be accepted if the
third party is included in the mandatory profesasiomegister and applies CDD and
recordkeeping measures equivalent to those laidndowthe AML/CFT Act, and their
supervision is executed in accordance with equniatequirements, or the registered office in
a third country applies equivalent requirementscti®n 18 (6) of the AML/CFT Act).

Requirement to Immediately Obtain Certain CDD eletsiérom Third Parties
687. There is no explicit requirement for DNFBPs to abtammediately the necessary

information from the third party. Section 19 (2) thle AML/CFT Act only stipulates an
authorisation for the third party to make copiesikable.

Availability of Identification Data from Third Pads

688. The availability of identification and verificatiodata to the DNFBP accepting the
outcome of third party CDD procedure is subjedhi prior consent of the customer affected.
The authorities confirmed to the evaluators thattparty reliance is not permissible if such
consent is not given by the customer (Section )-92)lof the AML/CFT Act).

Regulation and Supervision of Third Party

689. As outlined above, only financial service providexsditors, accountants, tax consultants,
tax advisors, notaries and lawyers, which are edently regulated and supervised can be
relied on for the outcome of costumer due diligefdtgs implies that DNFBPs are required to
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satisfy themselves that these requirements andiddlivhen relying on a third party, in order
to comply with the AML/CFT Act.

Adequacy of Application of FATF Recommendations

690. As mentioned in Section 3.2.1 above, third part@s only be based in the territory of
Hungary, another EU member state or a non-EU cguhat meets equivalent requirements.
The non-EU countries which impose requirements vadgit to those laid down in the
AML/CFT Act are determined by a Decree publishedtiy Ministry of Finance. The list
corresponds to what was agreed upon between thddthber States in June 2008.

Ultimate Responsibility for CDD

691. The AML/CFT Act stipulates explicitly that DNFBPag¢cepting the outcome of the CDD
procedures carried out by another service provitear ultimate responsibility for CDD
compliance.

Applying Recommendation 10

692. Like financial institutions all DNFBPs are requiréal maintain records of data obtained
while carrying out CDD. This includes in particutéata and documents regarding customer and
beneficial owner identification/ verification, naguof business relationship, data on transaction
orders and monitoring information. They also havenaintain documents evidencing reporting
activities or data supplied on request from the WHFks well as documents evidencing the
suspension of transactions. Such data has to heféemt least eight years following the
recording or from the date of reporting (suspersidhe time limit for keeping data obtained
when establishing a business relationship shallneenee upon the time of termination of the
business relationship (Section 28 (1) of the AMLTGkct).

693Criterion 10.1.1 requires transaction record to dodficient to permit reconstruction of
individual transactions so as to provide, if neaggsevidence for prosecution of criminal
activity. In this regard (beyond the requiremerftSection 28 (1) of the AML/CFT Act) the
Hungarian authorities refer to the general recaeéping requirements stipulated in Section
166 of the Accounting Act (see write up to c. 10.for financial institutions). Furthermore
regarding private entrepreneurs who are not suliedhe Accounting Act, the relevant
record-keeping regulations are stipulated in theodkcPersonal Income Tax

694. In addition to the above mentioned Acts, Section(28of the AML/CFT Act requires
DNFBPs to keep records of all executed cash traéiosasrders transacted in an amount of, or
exceeding HUF 3.6 million (€13,333). However, thealaators could not establish why
casinos and dealers in precious metals and gooelsexempted from this obligation.
Authorities maintain that the latter have to keb&p same records based on the above-
mentioned Accounting Act. However, this raises thestion why all the other DNFBPs,
which fall as well under the scope of the Accoumtict, do have to comply with the Section
28 (2) AML/CFT Act. These inconsistencies may havenegative impact on the proper
application of record-keeping requirements by DNEBP

Applying Recommendation 11

Special Attention to Complex, Unusual Large Tratieas & Examination of Complex & Unusual
Transactions & Record-Keeping of Findings of Exaations

695. According to the Ministerial Decree on the CompuysBlements of Internal Rules those
rules shall contain aspects that are to be borngnd when considering any information, fact
or circumstance indicating ML or TF for each prasfiea which can be used in the everyday of
business. Model Rules provided for each DNFBP categontain examples for such aspects,
which include inter alia unusual transactions fache specific sector. Except for a reporting
obligation there is no specific obligation stipelateither in the law or in the Model Rules to
pay special attention and to examine as far asilpesthe background and purpose of all
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complex or unusual large transactions. Furthermibrere are no requirements to set forth
their findings in writing and to keep such findingsailable for competent authorities and
auditors for at least five years.

Effectiveness and efficiency

696. Overall, the meetings with the private sector destrated high awareness and good
understanding of the CDD and record-keeping olitigat under the AML/CFT Act (apart
from below mentioned exemptions). They also sholigt awareness for sector specific and
current AML/CFT risks.

697. The extensive Model Rules issued by the competgttiogaties appear to provide a very
useful basis for effective implementation of CDDdaecord keeping requirements. Based on
these Model Rules the vast majority of DNFBPs haawd up internal rules further
specifying,inter alia, the internal measures that shall be applied ie<a$ simplified, normal
and enhanced CDD situations, internal procedurese@ards third parties and introduced
business as well as record-keeping.

698. CDD (including PEP requirements, non-face-to-faositess relationships, third parties
and introduced business) as well as record-keepqgirements are integral parts of the
inspection program.

699. As regards dealers in goods and real estate afentompetent authorities and industry
representatives confirmed that consciousness fol AMdligations and AML risks are not
evenly established within these DNFBP sectors. ddrapetent authority focused on raising
awareness amongst market participants throughgacéipaigns (seminars and trainings).

700. As dealers in goods only recently became subje@Mat requirements (following the
introduction of the new AML/CFT Act) resources bketcompetent authority appear to have
been absorbed to a great extent by identifyingragdstering dealers falling under the scope
of the law. The authority indicated the need farisk-analysis to assess which traders are
worthwhile to focus examinations. The authority testla that the results of the recent
examinations show improvement in the CDD applicattmmpared to major deficiencies
observed during first on-site inspections. Howevtbe, implementation needs to be further
strengthened. The quantity of inspections appéddrsosbe low in relation to the number of
market participants.

701. Awareness amongst large parts of the real estaatsagector also appears to be low.
Significant efforts have been made to reach ouhéoestate agent sector and the competent
authority, the HFIU, has provided several trainirgel seminars which are conducted on a
continuing basis. In spite of that, industry repreatives expressed concern about whether those
measures reach all of the market participants. Rgistration data with regard to the number of
effectively active real estate agents impedes iefficinformation campaigns. Implementation
needs to be further strengthened to ensure thastalle agents are aware of their obligations and
there appears to be need for more on-site inspsctio

702. Implementation levels with respect to CDD and rdd@eping requirements of other DNFBP
appear to be more advanced. Nevertheless, indregrgsentatives of most DNFBP sectors
expressed need for an update of the typologiesicaat in their sector specific Model Rules and
guidance with regard to the implementation of pnive measures should be tailored still more
to their specific business environment. The trgjrmanogram provided by competent authorities
was widely judged as supportive and adequate.

4.1.2 Recommendations and comments
703. With regard to all DNFBPs the Hungarian authorisiesuld:

» Apply recommendations and comments made under Reeodation 5 and 10 to all
DNFBPs;
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> Review the relationship between record keepinggabbn according to Accounting Act and
respective obligations under the AML/CFT Act;

» Review the PEP definition as the scope differdiijgrom the FATF standard;

» Require DNFBPs explicitly to take reasonable messsteo establish the source of wealth and
the source of funds of customers and beneficiakosvidentified as PEPs;

» Require DNFBPs explicitly to conduct enhanced amgononitoring on a PEP customer;

» Require DNFBPs explicitly to have policies in plaoeto take measures to prevent the
misuse of technological developments in money latnd or terrorist financing schemes

» Require DNFBPs to obtain immediately the necedsémymation from the third party;

» Require DNFBPs to pay special attention and to @ams far as possible the background
and purpose of all complex and unusual transagtions

» Require DNFBPs to set forth their findings in wiitiand to keep such findings available for
competent authorities and auditors for at least yiwars.

704. With regard to lawyers and notaries public the Huiizgn authorities should:
» Clarify the scope of the legal privilege for lawg@nd notaries.
705. With regard to casinos the Hungarian authoritiesikh

» Limit the possible winnings at game rooms in oitdeensure that customers may not engage
in financial transactions equal to or above EURO0G,&nd abolish the possibility of
“certificates of winnings” being issued for winnsgt game rooms.

706. With regard to real estate agents the Hungaridrosties should:

» Clarify that CDD measures have to be applied wétspect to both the purchaser and the
vendor of the property.

» Strengthen effective implementation of CDD requieers.

707. With regard to dealers in goods accepting cash patsrabove HUF 3.6 m the Hungarian
authorities should:

» Strengthen effective implementation of CDD requieets.

708. With regard to auditors, accountants, and tax adsvjstax consultants the Hungarian
authorities should:

» Clarify that the provisions regarding PEPs alsceh@avbe applied by auditors, accountants,
and tax advisors/ consultants in cases where aRB®e beneficial owner of a legal entity.

4.1.3 Compliance with Recommendation 12

Rating Summary of factors underlying rating

R.12 LcY e The same concerns in the implementation of Recordatams
5 and 10 apply equally to DNFBPs.

»  Scope of the legal privilege for lawyers and nesuwinclear.

+  Weakness in effective implementation of CDD requieats in
particular as regards real estate agents and déalgoods.

" The review of Recommendation 12 has taken intowuatciose Recommendations that are rated in thisrrep
In addition it has also taken into account theifigd from the % round report on Recommendations 9 and 11.
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- The activities of game rooms are not adequatelitdoiin order
to allow for a distinction from casinos and theref@xclude
them from the scope of the AML/CFT Act.

4.2 Suspicious transaction reporting (R. 16)

(Applying R.13 to 15 and 21)
Recommendation 16 (rated PC in th& Bound report)
4.2.1 Description and analysis

Applying Recommendations13-15

709. The STR reporting regime has already been descrilvetbr section 3.5 above. The
weaknesses that applied to the financial sectoragply to DNFBPs.

710. Casinos (including internet casinos), real estaents, dealers in precious metals and
dealers in precious stones, also traders in godus agcept cash reaching or exceeding 3,6
million HUF (€13,333), are under the same reportoidigation as financial institutions.
According to Section 23 of the AML/CFT Act, all mgping entities are obliged to submit a
report to the HFIU when noticing any informatioacf or circumstances indicating money
laundering or terrorist financing, through a deaiga person, without a delay. The reporting
obligation is suspicion based and applied irrespecof any threshold. Additionally,
accountants, auditors, tax consultants and taxsatviare obliged to submit a report directly
(through a designated person) to the HFIU whencmgii any information, fact or
circumstance indicating money laundering or testdinancing, or having reasonable grounds
to suspect that ML or TF has been committed. Modlels which include some interpretation
of the requirements of the AML/CFT Act, typolog@s unusual facts and circumstance which
might be indicated as a suspicion of ML/TF and phecess and requirement of reporting in
compliance with the AML/CFT Act have been issued thne respective supervisory
authorities.

Lawyers, notaries and other independent legal msifnals

711. According to Section 36 (2) (c) of the AML/CFT Aatptaries public and attorneys are
obliged to submit a report if they provide servigesconnection with the preparation and
execution of founding, operating or dissolving asihess association or other economic
operator. This covers the notion of ‘creation, agien or management of legal persons or
arrangements’. Concerning the notion ‘managing arfilkh savings or securities accounts’,
notaries public only provide safe custody serviedsch can be considered as a form of
securities accounts. However, the reporting olibigagxists, if they provide such safe custody
services. Referring to ‘managing of bank, savingsecurities accounts’, attorneys do not
manage bank, savings or securities accounts, leythbld money or valuables in custody.
Nevertheless, the reporting obligation shall algpply to them, if they provide custody
services.

712. Attorneys and notaries public, when performing éfotions described in Section 36 of
AML/CFT Act, shall submit the report prescribedSection 23 of the AML/CFT Act via the
regional bar association or regional chamber oames public, respectively. The employees
of attorneys and notaries public (including assistatorneys) shall submit the report with the
attorney or notary public who exercises employagits. Employees of law firms shall report
to the person designated by the members’ meetihg,skall forward the report without delay
via the bar association with which the law firmrégistered. The presidents of regional bar
associations and regional chambers of notariesiquiilall designate a person to be
responsible for forwarding without delay the repadceived from lawyers to the HFIU.
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713. Lawyers, notaries, other independent legal prodessare not required to report suspicious
transactions, if the data, fact or circumstanceicatthg ML or TF become known in
circumstances where they are subject to legal gsadaal privilege or legal professional
secrecy.

Effectiveness

714. There has been progress in Hungary. Due to theriexpe of the supervisory bodies of
the DNFBPs so far, it can be stated that the aveasewithin service providers has grown,
open conversations and consultations have beenisegh although more are still needed, and
supervision has become more effective. Moreovedehules have been modified containing
more profession specific provisions and interpietaiof requirements of the Act in each
sector, the number of consultations, conferences geown in this field. The cooperation of
the HFIU and the different supervisory bodies adl a® self-regulatory bodies has become
more intensive, a common reasoning and intelligénasestarted. Section 32 of the AML/CFT
Act determines compulsory training requirements;luding national and international
standards in the AML/CFT. Due to this progress Whias started, the authorities anticipate
the improvement of awareness, the quality of STiRkthe normalisation of the quantity of
STRs.

715. According to subsection 10 of Section 23 of the AMET Act the HFIU publishes
information about the efficiency of the reports atsdproposals to improve the efficiency on
its official website semi-annually (for professipnghe meetings with representatives of
DNFBPs on the whole indicated a good awarenesseoSTR regime. However, the overall
number of STRs sent by the DNFBPs is low. The Huagaauthorities explained that the
situation has occurred by necessity of more trgirind the lack of international guidelines,
best practices on the basis of experience as vgeltha low number of investigations,
prosecutions and convictions at an internationatllevhich could be the basis of processes,
measures and best practices regarding DNFBPs. Tdrergrofessions with a small size
supposing that it is easy to detect the reportiegsgn. As most of DNFBPs’ business
relationship presumes trust and reliance, thenrdouyp to the explanations given to the
evaluators, the possible conflict between violatidrconfidentiality principle and reporting
obligation might be one reason for low number giors.

716. The evaluators welcome the steps taken by the Hiamgauthorities; however, the low
number of STRs from the sector raises concernstabeweffectiveness of the implementation
by DNFBPs.

Table 27: Suspicious Transaction Reports Received

Monitori reports about | reports about| reports about| reports about| reports about
ng suspicious suspicious suspicious suspicious suspicious

rifES transactions transactions transactions transactions transactions
e.g. ML FT ML FT ML FT ML FT ML FT

2005 2006 2007 2008 2009*

Financial

Institutio

ns 11,143 3 8,994 2 9,062 5 9,289 1p 5,216 7

DNFBPs 179 0 699 0 133 0 391 0 180 a

Customs

and

others 60 0 304 0 280 0 248 0 37 0

Total 11,382 3 9,999 2 9,476 5 9,928 12 2,490 4
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717. There has been a significant decline in the nunabeé3TRs received from lawyers and
notaries which appears to coincide with reportifgtiie SROs. The local chambers claimed
to receive no feedback from the HFIU regardingipaldr cases. On the other hand, with the
introduction of the secure electronic message Bysihen receiving an STR the HFIU shall,
without delay, send a confirmation to the servicevmler forwarding the report in a form of a
secure electronic message. Furthermore, the HFIbligmes information on STRs for
professions under the AML/CFT Act on its websitéh@ugh information on specific cases
under investigation cannot be reported back tocseproviders.

718. The cooperation between the regional chamberstenHFEIU is governed by Section V of
the Model Rule for notaries. According to this MbBeile, regional chambers forward reports
electronically to the HFIU. The regional chambend &ungarian National Chamber of Civil
Law Notaries have good professional relationshith whe HFIU. The HFIU also cooperates
in the training of notaries and the professionalff st the regional chambers.

719. Nevertheless, during the on-site visit, it was nor@d by several representatives of
DNFBPs and SROs, that more training or feedbackutabmodern ML trends and about
practical case examples would be needed. Overateavess of AML/CFT requirements in
the real estate sector seems to be very low. Tpeegentatives of Hungarian Real Estate
Association stated that many agents have ever hefa®ML/CFT regulations. The small
number of reports from DNFBPs confirms the releeaocawareness rising and trainings.

Recommendation 14

720. According to subsection (9) of Section 23 of the IAMFT Act, executive officers,
employees of service providers and their contmgutfamily members as well as the
designated person, in the case of good faith, stoedlbe held liable if the report ultimately
proves to be unsubstantiated. As STRs shall beafol®d to the HFIU through the designated
person, the reporting persons are kept confidential

721. DNFBPs are not allowed to disclose information teustomer or a third person. The
reporting persons and the HFIU shall not providerimation to the customer concerned or to
other third persons on the fact that report has bessmitted to HFIU, on the contents of the
report, or on the fact that the transaction ordes been suspended due to Section 24 of the
AML/CFT Act, on the name of the reporting persooispon whether a money laundering or
terrorist financing investigation is being or maydarried out on the customer, and is required
to ensure that the filing of the report, the cotdethereof, and the identity of the reporting
persons remain confidential. (Section 27 of the AGET Act)

722. Subsection (2)-(5) of Section 27 of the AML/CFT Asdts out the exceptions to disclose
information taking into consideration the deterndimenditions.

Other enforceable means on Rec. 14, 15, 21

Recommendation 15

723. According to Section 31 of the AML/CFT Act servipeoviders including DNFBPs are
required to establish adequate and appropriatmaidteontrol and information systems for the
procedures of CDD, reporting and record keepingriter to prevent business relationships
and transaction orders through which ML and TF eslised or possible. In addition,
Ministerial Decree 35/2007 on the compulsory eletsef internal rules requires that internal
rules shall contain requirements on the compuls@aining and on the organisation of special
training of national and international standardsAML/CFT; procedures and norms for
employees how to act and behave when meeting thimroar and carrying out CDD; and
description of the internal controlling and infortisa system which supports the carrying out
of customer due diligence, reporting and recordpkege Model rules, too, contain
recommendations on internal system and policy
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724. Section 32 of the AML/CFT Act requires service pders to ensure that their employees
are aware of the provisions in force relating to shd TF including the provisions of the
FRM Act and to ensure that they are able to resgghiisiness relationships and transaction
orders through which ML or TF may be or is realisadd to instruct them as to how to
proceed in line with the AML/CFT Act in case a ddct or circumstance indicates ML or
TF. It also requires service providers to ensueepdrticipation of their relevant employees in
special training programmes.

Recommendation 21

725. The HFSA and the HCFG usually publishes on theibsites those FATF statements
which recommend and support enhanced CDD and eaflapmcedures against certain
countries which fail to provide effective legal kgmound on AML/CFT or Public Statement
under Step VI of MONEYVAL’s Compliance EnhancingpPedures

726. Besides the available website and information enténrorist lists accepted by the EU, the
model rule for auditors indicates the most impdriaififirshore locations requiring particular
attention. These are: Anguilla, Bahamas, Belizeyn@a Islands, Cook Islands, Marshall
Islands, Mauritius, Montenegro, Vanuatu, Panamaclssles, Netherlands Antilles, Niue,
Samoa, Saint Vincent & Grenadine, St. Kitts andiblelurks and Caicos.

Additional elements

727. Service providers engaged in providing auditingvites; and service providers engaged
in providing auditing, accountancy (bookkeepingx ttonsulting services whether or not
certified, or tax advisory activities under agelncyservice contract are under the scope of the
Act and are required to submit a report to HFIlbtlgh the designated person without delay
or as soon as it is possible (if the executiorhefttansaction order cannot be prevented, or the
filing of the report before the execution of thartsaction order is likely to jeopardise efforts
to trace the beneficial owner, or the recognitidntransaction happens after in case of
bookkeeping).

728. Service providers are not obliged to report wheticirgy the suspicion of any predicate
offence of ML.

4.2.2 Recommendations and comments

729. Overall, during the on-site visit, DNFBPs appeat@de aware of their responsibilities.
The view was expressed that there was a low risMbfTF through DNFBPs. The real
concern remains with the decline in STRs from lavgyand notaries which seem to coincide
with the reporting obligation through an SRO. ThElbl and SROs should, in cooperation
with the HFIU, review the reasons for the significa@ecrease in reports from lawyers and
notaries. Furthermore, the Hungarian authoritiesukh take continued and enhanced
measures (especially through improved feedback fiteenHFIU and trainings) in order to
increase the number of STRs submitted.

4.2.3 Compliance with Recommendation 16

Rating Summary of factors underlying rating

R.16 pC'® « Low number of STRs from DNFBPs (effectiveness iysue

« The same shortcomings as identified under Recomatiemdl13
and Special Recommendation IV apply.

18 The review of Recommendation 16 has taken intowatdose Recommendations that are rated in thiztrdp addition
it has also taken into account the findings from3hd round report on Recommendations 14, 15 and 21.
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5. LEGAL PERSONS AND ARRANGEMENTS AND NON-PROFIT
ORGANISATIONS

5.1 Non-profit organisations (SR.VIII) (rated PC ithe 3° round report)

5.1.1 Description and analysis

730. The 3" round evaluation report noted that the Hungariahaities had not yet
undertaken a review of the vulnerabilities of theNsector although one was planned. It was
recommended that, while reviewing the system, theddrian authorities to look at increasing
the transparency in the sector, strengtheningethal basis for supervision and oversight over
NPO fundraising. It was also recommended that aitith® should consult widely with the
sector on ways of improving transparency and ramgprt

731. According to the Hungarian legal system the rang®®Os covers non-profit oriented
organisations operating under different complexaldgameworks like associations, limited
liability companies, private and public foundatipraaxd non-profit business associations.
Section 2 of Act CLVI of 1997 on Non-Profit Orgaai®ns states that the following
Hungarian-registered entities may qualify as nasfiplorganisations: a) non-governmental
organisations, not including insurance associafigrditical parties and employers’ and
employees’ advocate associations; b) foundationpublic foundations diBlank in law)e)
public corporations, if so permitted by the law the establishment of such; f) national
associations of specific sports; g) non-profit hess association; h) the Hungarian Board of
Accreditation for Higher Education, the Higher Edtion and Research Council and the
Hungarian Rectors’ Conference; i) European groupirgf territorial cooperation; j)
institutions of higher learning not financed frohe tcentral budget; k) engaged in activities for
the benefit of the public. Moreover, the entitiesntioned in a)-e) may also have non-profit
status.

732. Based on a publication of the Central Statistiofice from 2009 about Non-profit
Organisations in HungaryKSH, Non-profit szervezetek Magyarorszagon 200¥daBest
2009)it is estimated that the total number of NPOs @2 was 62,407, out of which over
23,000 are established as foundations.

733. Over 53% of all NPOs are registered as “non-profganisations” in the sense of Act
CLVI of 1997 on Non-Profit Organisations which gévéhe organisations a public benefit
status. According to the statistics provided by théhorities, 86% of the NPOs were
registered for money movement, 5% were only invblivecollecting funds and more than 6%
of the registered entities did not have any finalhactivity.

734. In 2007, the total income of the sector reached @6bn HUF (€3.5 bn). Funds from
public sources account for 41% of the total. 45%heforganisations have an average annual
income below 500,000 HUF (around €1,850). Stasistiter 2007 were not made available by
the authorities.

Table 28: Statistics on the number of NPOs betweek®99 and 2007

Number of
LGt infatggztii?\rlie el
total
1999 19,754 48,171
2000 19,700 47,144
2003 21,216 53,022
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2004 21,817 55,197
2005 22,255 56,694
2006 22,464 58,242
2007 23,732 62,407

KSH, Nonprofit szervezetek Magyarorszagon 2007apest 2009

735. The basic legal principles for NPOs are laid downAct IV of 2006 on Business
Associations and in Act CLVI of 1997 on Non-Prdiitganisations, Civil Code and Act Il of
1989 on Associations. The amendments of Act IV@&on Business Associations stipulate
that from 1 July 2007 as a separate form of compenipublic benefit organisation’ can be
established (registered). From 30 June 2009 ontypmofit organisations registered as non-
profit business associations are allowed to efsttion 4 of Act IV of 2006 on Business
Associations sets out the requirements for nonigoakiness associations.

736. For foundations the general rules are regulateseictions 74/A — 74/G of the Civil Code
currently in effect (Act IV from 1959). The authties stated that the new Civil Code will
provide new rules on foundations. During the omp-sisit the authorities anticipated that the
new law will come into force in spring 2010, howewvdue to a decision of the Constitutional
Court of 26 April 2010 the date of entry into foroé the new Civil Code has become
uncertain.

737. Associations are subject to the provisions of Acf 11989 on the Freedom of Association.
This Act provides for judicial supervisory competerof the public prosecutor's office. As
noted in the % round MER, the general supervisory powers of theme®al Prosecutor’s
Office still do not include access to bank recoatsl therefore do not provide a basis for
tracing financial flows through the organisatioravittver, the General Prosecutor’s office has
powers of making general inspections of foundatiassociations and other civil society
organisations on regular basis to investigate aladul functioning of NPOs. For example, in
2009 the General Prosecutor’s Office made 453 oigpes of foundations, 87 inspections of
public foundations, 2,314 inspections of assodiatiand 40 inspections of non-profit business
associations. Moreover, measures taken were 400 complaints sjpvh 873 objections
(felszolalas) 29 notices (figyelmeztetés)and 1,010 warnings(jelzé€s) In addition,
prosecution was initiated in 28 cases.

Table 29: Responsibility for supervision on AML/CFT controls

Non-Profit organisations
Type of business Supervisor No. of Registered
Institutions

Please set out different types (general supervision) Total : 62,407 (in
NPO below 2007)
Foundation Chief Prosecutor’s Office 22,0[75
Public Foundation Chief Prosecutor’s Office 1,657
Non-profit Institution Chief Prosecutor’s Office 43
Association Chief Prosecutor’s Office 32,6[0
Employees’ Interest Groups Chief Prosecutor’s @ffic 1,128
Employers’ Interest Groups Chief Prosecutor’s @ffic 2,521
Public Benefit Organisation Chief Prosecutor’s CHfi 1,690
Society Chief Prosecutor’s Office 138
Public Corporation General Prosecutor’s Office 854

192009 Report of the Public Prosecutor Office tokthagarian Parliament
142



Report on fourth assessment visit of Hungary — 30 September 2010

Reviews of the domestic non-profit sector

738. The authorities noted that bearing in mind the dewxify of the NPO sector and the
different legal frameworks under which NPOs openatdungary, the related legal provisions
are under constant review. They further advised ffdicy initiatives include a more
transparent and coherent regulation of the sestensisaged by the amendments of Act IV of
2006 (as stated above) or the new provisions camgerfoundations regulated in the new
Civil Code?®

739. However, the evaluation team did not receive anpswntial information which
demonstrates that since th& ®und evaluation; Hungary has reviewed the adeqo#dts
domestic laws and regulations that relate to narfitpprganisations as a whole and has
conducted any periodic re-assessment by reviewsgmginformation on the sector’s potential
vulnerabilities to terrorist activities.

Protecting the NPO sector from terrorist financitimough outreach and effective oversight

740. Hungary has not undertaken any outreach to the BEU@r to raise its awareness about
the risks of terrorist abuse and promote transggreintegrity and public confidence in the
administration and management of all NPOs witheawtio protecting the sector from terrorist
financing. Notwithstanding the recent and modespsiof the Ministry of Foreign Affairs in
this regard, the absence of effective outreachht NPO sector was confirmed by the
interviewed representatives of the sector.

741. The authorities indicated that there are no spedifiersight rules for NPOs, given the
different legal frameworks applicable. At the satimae, partial oversight is ensured via
registration by the competent county courts, regfisin in certain cases with tax authorities as
well as the exercise of the supervisory functidnthe prosecutor.

742. The standard also requires that countries shouldbbe to demonstrate that steps have
been taken to promote effective supervision or mooimg of those NPOs that account for a
significant portion of the financial resources untle control of the sector and a substantial
share of the sector’s international activities.these cases NPOs should maintain publicly
available information on the purpose and objectwktheir stated activities, and identity of
persons who own, control or direct their activititswas unclear to the evaluators whether
those particular parts of the NPO sector have bsmecifically identified for effective
supervision or monitoring. The Hungarian authcsiti@dvised generally that information
relating to NPOs’ stated activities or the identifypersons who own, control or direct their
activities (including senior officers, board mentand trustees) is held in accordance with
the rules for the relevant type of structure andhim relevant registries administered by the
court of registry (competent county court at thatsef the organisation). All non-profit
organisations in accordance with Act CLVI of 1997 Mon-Profit Organisations prepare a
report on public welfare activities simultaneousfyon approval of the annual report, which
available to public.

743. Foundations and public foundations are set up lbgdaration of establishment, which
documents the legal intent of the founder to dddicassets for a specific purpose in
accordance with the Civil Code. The founding deegsinmdicate the fund’s name, objective,
assets and the manner in which they are to besediland the registered address. Regulation
on public corporations and national sport assamiatiis provided in the Act Il of 1989 on

2 The evaluators were informed after the on-sitét it for the transparency and supervision of iba-profit sector, a
new law has been introduced on th&March 2010. Act XVI of 2010 (in force from thé' January 2011) provides for the
electronic registration of foundations and for tipen access to this database for all relevant dtiéso(Section 5 of the
Act). They were further advised by the authoritdter the on-site visit that on 15 February 2010 X¥| of 2010 on the
Electronic Registration of Foundations and Data D&gae from the Registration was adopted. This Atitemter into force
on 1 January 2011. The aim of this Act is to hdwedata of foundations be registered in a natignalic, authentic and
electronic register
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Associations, as well as Civil Code. Non-profit imess associations are regulated by Act IV
of 2006 on Business Associations, as well as Adf 2006 on Public company information,
company registration and winding-up proceedinggh\kégards to the other organisations as
provided by Act CLVI of 1997 on Non-Profit Organikes, such as the Hungarian Board of
Accreditation for Higher Education, the Higher Edtion and Research Council and the
Hungarian Rectors’ Conference; European groupirigerdatorial cooperation; institutions of
higher learning and social cooperatives engageatiiities for the benefit of the public the
authorities provided that only few work in specishnsparency, their registration and
functioning is regulated under separate legal regim

744. The evaluators were advised during the on-sitet Wiwt the registers, which include
information on the purpose and objectives of thited activities and the identity of person(s)
who own, control or direct their activities, inclnd senior officers, board members and
trustees, kept by the court of registry are notliplybavailable in practice, with exception of
foundations and non profit associations.

745. Legal provisions for each organisational form of Q#Prequire the registration of the
organisation/company. Registries are held by thenpmient county courts. Relevant
information is also collected and stored by the petant tax authorities. According to the
authorities inter-authority exchange of informatisrensured. Nevertheless, representatives of
the NPO sector expressed that there is a nheeddoherent database and existing databases
are sometimes outdated. They mentioned the Goverrsnbecree of 2007 which requires
central registration of NPOs for the whole coun®yt the authorities indicated that, due to
the development of the new Civil Code, the prepamabdf the Act on central registration
changed, thus only the registration rules of thenétation were reformed in Act XVI of 2010
on the Electronic Registration of Foundations arataDDisclosure from the Registration,
which will enter into force on 1 January 2011.

746. Registration with tax authorities is limited to N®@ctive in sectors that are eligible to tax
relief on membership fees or qualify donors for takef. Those NPOs must be able, at all
times, to justify their eligibility to tax reliefon the basis on information on activities etc.
Other NPOs are generally taxable and must also kesgrds for the assessment of the tax
authorities as any other taxable entity.

747. Sanctions under the various laws controlling compassociation or other NPOs are
applied including the termination of an organisatlyy the competent court. Administrative
penalties do not preclude the use of criminal sanst

748. The Public Prosecutor's Office has, in accordanite thie relevant regulations, judicial
supervisory competence over the most organisaitiss NPO sector. The public prosecutor
is entitled to file for court action if the legitamy of an organisation’s activities cannot be
otherwise ensured. However, the interviewed NPQessmtatives indicated that supervision
by the Public Prosecutor’s Office as insufficientlaarely applied.

749. Reporting and book-keeping obligations for all emoit entities, which also includes
non-governmental organisations (Section 3 of theofiating Act), are laid down in the
Accounting Act.

750. According to Section 169 of the Accounting Act:

(1) The economic entity shall be required to reiaia legible form the annual report on the
financial year, along with the inventory, valuatjdhe ledger statement and the general
ledger and other registers satisfying the requireteeof this Act in support of the
annual account, for a period of at least 10 years.

(2) The accounting documents for direct or indirextpport of bookkeeping records
(including ledger accounts, analytical records arebisters) shall be retained for
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minimum 8 years, shall be readable and access¥leokde of reference indicated in the
bookkeeping records.

751. Auditing of accounts is compulsory at public foutidias and at the other non-profit
organisations that run undertakings, if their ygaelvenues reach a particular amount, as laid
down in the Government Decree 224/2000.

752. According to Act CLVI of 1997 special record keepiand publication (transparency)
requirements apply for organisations having a “fusénefit status”.

Targeting and attacking terrorist abuse of NPOs otigh effective information gathering,
investigation
753. The investigative powers of Hungarian law enforcetvaithorities as set out in the ACP

are also applicable to the NPO sector. Relatednmdtion is accessible for all investigation
authorities.

754. No specific provisions apply to permit domestic ge@tion and information sharing
outside the usual criminal investigation framewaenkd the general rules of the Act on
Administrative Proceedings which may allow competuthorities to request information in
all their proceedings.

755. Full access to information on the administratiod amanagement of a particular NPO can
be obtained during the course of an investigatamsoon as there is a legal basis for the
information to be recorded. The legal frameworksas out above allows for information
sharing at investigation level as well as at adstiative level.

Responding to international requests for informatadbout an NPO of concern

756. Responding to foreign authorities involves intahge, police and the judiciary. There is
no reason to doubt good cooperation by these dtiéisois any different in this area. There are
no reasons to doubt that the same would apply esetissues.

Effectiveness and efficiency

757. The evaluation team believe that, since tfer@ind report, insufficient steps had been
taken to bring the Hungarian system into conformitth SR.VIII. In the & round MER it
was recommended that Hungary to conduct a reviewthefsector in order to be fully
compliant with the FATF Recommendations. Moreovierwas recommended that the
examination should look at increasing the trangparén the sector, strengthening the legal
basis for supervision, and oversight over NPO faisiing. It was also advised that the
authorities to consult widely with the sector onysvaf improving transparency and reporting.

758. The evaluators did not receive any information fribie authorities to indicate that review
of the adequacy of domestic laws and regulatioasriiate to NPO sector was conducted and
that would be done periodically. Moreover, the espntatives of the NPO sector stressed that
the awareness of NPO sector on the risks of tetrahiuse is lacking, as well as supervision of
the prosecutors is more of the formal character.

5.1.2 Recommendations and comments

759. The recommendation from th& 8ound MER to conduct a review of the sector ineori
be fully compliant with the FATF Recommendationsdd be implemented.

760. The authorities should provide clear legal prowsi®o require and maintain information
on NPOs’ purposes, activities and the identity efspn(s) who own, control or direct their
activities.

761. Steps should be taken to raise awareness in the $¢r about the risks of terrorist
abuse. In particular, the active steps should kent#o clearly identify those parts of the NPO
sector that account for a significant portion o financial resources of the sector and a
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substantial share of the sector’s internationavigiets, and ensure at a minimum in these areas
that:

» Publicly accessible information is available on theposes and objectives of their stated
activities, and on those who own, control or ditbeir activities;

» Promotion of effective oversight measures (supsmwisnd monitoring) of these parts of
the sector should be undertaken;

» Appropriate measures are in place to sanctiontaoia of oversight measures.

5.1.3 Compliance with Special Recommendation VIII

Rating Summary of factors underlying rating

SR.VIII NC * No special review of the risks in the NPO sectatartaken.

* Insufficient outreach to the NPO sector on FT risKsere is
no formalised and efficient system in place thatufes on
potential vulnerabilities.

* No clear legal provisions in place to require andintain
information on NPOs purposes and objectives intiozlato
their activities.

* No clear identification of those NPOs that accotomt a
significant portion of financial resources undee ttontrol of
the sector and a substantial share of the sedtd€mational
activities.

* No specific meaningful measures or sanctioning loipafor
the most vulnerable parts of the sector.
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6. NATIONAL AND INTERNATIONAL CO-OPERATION
6.1 National co-operation and co-ordination (R. 31)

6.1.1 Description and analysis

Recommendation 31 (rated C in th& 8ound report)

762. Hungary was rated compliant in th® Bund MER for national cooperation. As noted in
this report Hungary has established various foruvhere competent authorities exchange
information and views on AML/CFT issues and cooadintheir activities.

763. The Anti-money Laundering Inter-ministerial Comreét, under the chairmanship of the
Minister of Finance, and the Inter-ministerial Wioik Group against Terrorism, chaired by a
representative of the Ministry of Justice and Lawidecement have continued their functions
since the third round.

764. The Anti-money Laundering Inter-ministerial Comreétwhich is headed by a Deputy
State Secretary of the Minister of Finance meet&east three or four times a year. The
evaluators were informed that the Committee haslfhaimes since February 2006. As noted
in the 3" round MER, though not a decision making bodyrritn responsibility is to discuss
AML/CFT issues, including legislation relevant toMA and measures necessary to address
international requirements. However, the evaluabdrthis round were not provided with any
minutes of meetings or evidence of processes towolip on issues raised during national
coordination efforts. The Hungarian authoritiesorted that at the Committee’s meetings a
broad range of issues have been discussed. Fanaestafter the entering into force of the
new AML/CFT Act, discussions (with the involvemeoft chambers of auditors, notaries,
lawyers, etc.) were made on how to ensure a urégupeoach to elaborate sample rules by
supervisory authorities, and continuous updatesiiodmation were provided on the newly
introduced electronic STR reporting system. Prapmarafor the 4th round evaluation and
review of the 8 round Action Plan were also coordinated at the @iitee’s meetings. The
Committee appears to be an effective forum for argle of information and coordination on
AML/CFT matters.

765. Though the Anti-money Laundering Inter-minister@dmmittee might be regarded as a
suitable forum for domestic co-operation and cdration, not all AML/CFT supervisory
authorities seem to be included in the work of timger-ministerial Committee such as
Chamber of Hungarian Auditors, Regional ChambersNotaries Public, Regional Bar
Associations, Hungarian Trade Licensing office) d@nere seem to be no other forum that
would bring all relevant supervisory, regulatorygA, HFIU and prosecutorial authorities
together. It is noted that other relevant supersisare invited to attend meetings of the
committee to discuss relevant issues.

766. The aim of the Inter-ministerial Working Group augt Terrorism is to identify the
possible legal and/or capacity obstacles as reghesiational implementation of the EU
policy of fight against terrorism and the natiomalunter-terrorism machinery in general.
Since October 2003.

21 Composed of representatives of the Ministry ofidasand Law Enforcement, the Ministry of Finandee MNB, the
HFSA, Gaming Board Department of the Tax and Fir@n&ontrol Administration, the HCFG, National Police
Headquarters, the Ministry of Foreign Affairs, 8eneral Prosecutor’s Office, National Judicial CalyiTax and Financial
Control Administration, National Security Office anther representatives from the field. On a cabaals, subject always
to the agenda, there had been other stakeholdétsdrio the meetings of the Committee, such adHiinegarian Banking
Association, the Association of Hungarian Insura@empanies, the Hungarian Trade Licensing Office, @namber of
Hungarian Auditors, the Hungarian Bar Associatitie, Chamber of Public Notaries..
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767. The evaluators were informed of the formation dfFaancial Stability Board”, since 1
January 2010, which is composed of the MinisteFioince, the Head of the HFSA and the
Chairman of the MNB. It holds monthly meetings amdhaired on a rotational basis (under
the chairmanship of the Minister of Finance in 20Ithe Board has been conceived as a
decision making mechanism on a high level and eraipve manner on the issues including —
among others — AML/CFT matters.

768. The HFSA has concluded an MoU with the NPHQ arel HFIU in respect of the
responsibilities enacted by the new AML/CFT Act. eTTHFSA provides permanent
professional support for the investigative authesibind keeps the daily relationship regarding
the reported cases and required assistance. inbdgied the existing MoU with the MNB
which allows closer co-operation between the tvatiations.

769. Although the HFSA and HFIU seem to have a soundtiasco-operation as supervisory
authorities there does not appear to be much forpabrdination (in terms of formal
agreements, sharing of information etc) betweenthal supervisory bodies mentioned in
Section 5 of the AML/CFT Law. The co-operation amdordination between all supervisory
authorities does not appear to be formally strectur

770. General rules for mutual assistance between atigesdre laid down in Act CXL of 2004
on the General Rules of Administrative Proceedanys Services. Sections 26 covers the basic
principles of national and international co-opematflegal assistance).

771. The national and international information exchanggh regard to the HFIU is based on
the provisions of the AML/CFT Act (Section 26).

772. The criminal service of the HCFG, cooperating wahd collecting the necessary
information from other competent authorities in thielligence phase as well as in a criminal
investigation, is legally covered by the ACP and &t the HCFG.

773. According to Section 71 of the ACP, the court, fr@secutor and the investigating
authority may contact central and local governmagéncies, authorities, public bodies,
business organisations, foundations, public endawsnand public organisations to request
the supply or transmission of information, datadocuments. Furthermore, on the basis of
Section 178/A, if deemed necessary owing to theireadf the case, the prosecutor or the
investigating authority may request data — accgrdinthe rules of official requests — on the
suspect (the person against whom the complaintfiteds the potentially suspected offender)
from the tax authority, organisations providing coumication services, organisations
managing medical and related data, as well as &nganisations managing data classified as
bank secret, securities secret, fund secret onbssisecret, in order to uncover the facts of the
case.

774. In order to prevent crime, the ACP (Section 63//Akes it possible for the prosecutor and
the investigating authority to forward indicatiots the relevant authority of the central
administration and the local government competentthe prevention of certain acts of
criminality if deemed necessary or soon afternisties the procedure it conducts. The signal
contains the facts and circumstances identifiethduhe criminal procedure.

775. If the prosecutor or the investigating authoritgntlfies a fact or detects circumstances
which would generate a judicial, administrative ather type of procedure ex officio, it
informs the competent authority in order to ingiar conduct the necessary procedure.

776. Section 40 of the Act on the HCFG states that tivestigating bodies of the HCFG and
the competent authorities of the NPHQ are obligedd-operate when acting within their
competence, and are bound to assist each other edsznising their crime prevention and
crime detection tasks. Evaluators were told thabperation between the HCFG and the
competent authorities of the NPHQ in cross-bordenes (like drug trafficking) takes place
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regularly. Authorities of the NPHQ and the HCFG ingearterly to discuss co-operation
aspects and investigation matters.

777. In order to enhance the effectiveness of the lafereeament activities, a working group,
established by the Hungarian law enforcement ailitber elaborated a procedural
recommendation which serves as a basis for the &iiarginvestigating authorities in their
procedures focusing on assessing the enrichmertditzoms connected either to suspected
single perpetrators or possible criminal groups.

778. The investigating authorities of the HCFG have rimgponsibility to analyse, in an active
criminal investigation, whether the possibility tmllect unpaid revenues (taxes, customs
duties, est.) is executable in a customs or inxaathministrative procedure or not. If their
analysis results in a finding clearly confirminggtenrichment of the suspected perpetrator as
not being in compliance with his/her income sitoatiwhich aspect is also analysed) the
relevant law enforcement authority of the HCFG irdiately gets in contact with the
territorial competent authorities of the Hungariax and Financial Control Administration in
order to provide the Tax Authority with data/infaation on legal entities or natural persons
having a clear connection to companies inspectetidgriminal service.

779. Regarding co-ordination between investigating auties, the relevant legal dispositions
include that:

» upon the agreement of their heads and the condeahiegprosecutor, the investigating
authorities may set up a joint task force to inigegé a specific case or a specific group of
cases [subsection (3) of Section 37 of the ACP];

» in the event of a conflict of competence among itheestigating authorities, and if an
offence falling within the competence of the pratiag investigating authorities is
combined with an offence beyond the competenchefiven investigating authority and
the procedure cannot be practicably separatedadtieg investigating authority shall be
designated by the competent prosecutor. The prasecay also designate as the acting
investigating authority an investigating authorityhich would not otherwise be
competent in the investigation of the offence [galisn (2) of Section 37 of the ACP].

780. However, the evaluators were informed by the NPH@harities, that no joint
investigative teams with the HCFG have so far lstablished.

Additional Elements

781. National co-operation mainly includes joint confeze between participation of the
different authorities and other (sector specificdgentations concerning AML/CFT related
issues which are part of the informal informatiornl @xperience exchange between authorities
(and service providers).

782. On an ad-hoc basis the Inter-ministerial CommifteeAnti-money Laundering held its
meetings with the participation of representativedibs from the financial sector (e.qg.
Hungarian Banking Association) and other key staldgrs or affected authorities.

783. Nevertheless, there seem to be no other formal amésim in place for consultation
between the competent authorities, the financieloseand other sectors (including DNFBP)
that are subject to AML/CFT Laws, regulations glirges or other measures.

Effectiveness and efficiency

784. The authorities have a variety of mechanisms ineta facilitate co-operation and policy
development. There are also effective mechanismfadiitate co-operation between the
agencies involved in investigating ML and TF.

149



Report on fourth assessment visit of Hungary — 30 September 2010

6.1.2 Recommendations and Comments

785.  Although co-operation between the relevant bodjgsears to be working effectively in
practice, there are insufficient formal co-ordinatagreements in place (relating to sharing of
information etc.) between all supervisory bodies.ifiprove the national co-operation in the
AML/CFT area, all supervisory authorities shouldnsioler devising a formal agreement
through an MOU or other means for co-operation @idrdination on supervisory matters or
make sure that the co-operation is co-ordinatethéninter-ministerial Committee for Anti-
money Laundering.

6.1.3 Compliance with Recommendation 31

Rating Summary of factors underlying rating

R.31 C

6.2 The Conventions and United Nations Special Resaus (R. 35 and SR.I)

6.2.1 Description and analysis
Recommendation 35 (rated PC in th& Bund report)

786. Hungary signed the Convention against lllicit Tiafh Narcotic Drugs and Psychotropic
Substances (Vienna Convention) in 1989 and ratiftedh 1996. The United Nations
Convention against Transnational Organised Crima#e(fo Convention) was signed by
Hungary in 2000 and ratified on 6 December 200@& T899 International Convention for the
Suppression of the Financing of Terrorism (Tertdfimancing Convention) was also signed
by Hungary in 2001 and ratified in 2002.

787. The HCC criminalises money laundering offencesdirin line with the elements listed
in the Vienna and Palermo Conventions. Howevenated in sections 2.1 and 2.2 above, the
following uncertainties and shortcomings appeanist:

» Conversion or transfer for the purpose of helpingpeason who is involved in the
commission of money laundering to evade conseqserx@ot covered by Hungarian
legislation;

» Conversion or transfer for the purpose of disggjsie illicit origin of property is unclear;

» Unnecessary requirement of the purpose elemerdrafealing the true origin of the thing
for the acts of concealment and suppression (disyuof location, disposition or
ownership of or rights with respect to propertyvesll as for the act of “use in his
economic activities”.

» Concealment or disguise of the true nature, scamcdemovement is not covered (Palermo
A.6(1)(a)(ii)).
» Self-laundering is only partly covered.

788. The trafficking in narcotics and other drug relatdtences are criminalised by virtue of
the HCC. The HCC provides for the confiscation obgeeds derived from drug related
offences and narcotics and instrumentalities ingdrelated cases and associated money
laundering. Legislation also provides extraditiamr fll offences and MLA is available.
Controlled delivery is available as an investigatiechnique by the LEA under the ACP.

789. Participation in an organised criminal group isoas offence under the HCC as required
by the Palermo Convention (affiliation with OrgagdsCrime - Section 263C of the HCC).
MLA to foreign countries is available in the legisbn for the purposes of confiscation.
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However, MLA is subject to unreasonable restrictiosuch as dual criminality to all
procedural measures. There are no specific rulés nespect to the disposal of confiscated
assets, as required by paragraph 2 of Article thePalermo Convention.

790. Extradition for all offences is possible on theibasf the 1996 Act (Chapter II) unless
otherwise provided for under an international tyeatagreement (Section 3 1996 Act). LEAs
have a range of investigative techniques at thispasal. These include searches for evidence,

guestioning of suspects and witnesses, and heafiegperts, inspections of sites, searches,
frisk searches and seizure.

Special Recommendation | (rated PC in th& gound report)

791. Hungary has criminalised the financing of terrorigynvirtue of subsections (4) and (5) of
Section 261 of the HCC. These offences can be ctigdrby both natural and legal persons.
For the terrorism offence, the penalty is impriseninbetween 10 to 15 years, or life
imprisonment. For the activities stipulated in @di®on (4) of Section 261, the penalty is
imprisonment between 2 to 8 years. Moreover, fatividies specified in subsection 5
committing a terrorist activity in a terrorist gqwor supporting the terrorist group in any other
form the penalty is imprisonment between 5 to 18rgeHowever, there are still following
matters that need to be addressed with respebettull implementation of the UN Terrorist
Financing Convention:

» The legislation does not provide a definition ofirffls”, which is open for the courts to
evaluate.

» Act CIV of 2001 provides that measures are appited legal person, if the perpetration
of an intentional offence was aimed at or has teduh the legal entity gaining benefit.
Since the terrorist financing offence in generallgonot result in a legal person gaining
benefit, the punishment of legal person would ndwerpossible. The requirement of
“benefit” seems to go beyond the requirement of Téixrorist Financing Convention.

» While evaluating the criminalisation of terroristmetteam came across the lack of full
criminalisation of the Convention for the Suppressbf Unlawful Acts against the Safety
of Civil Aviation at the annex of UN Terrorist Fineing Convention. The evaluators
believe that the financing of the acts of placingausing to place on an aircraft in service
a device or substance which is likely to destrogt thircraft, as provided by the

Convention for the Suppression of Unlawful Acts iaghthe Safety of Civil Aviation is
missing.

792. Mutual legal assistance is rewarded on the bastcbXXXVIII of 1996 on international
legal assistance in criminal matters. The discussidhe efficiency of mutual legal assistance
guestions discussed under Recommendation 36 ig@kseant here. It should be noted that
inconsistencies in implementing the UN Terroristdficing Convention have a consequential
impact on the rendering of mutual legal assistaespecially in cases when double criminality
is checked in all cases, which could be considaseain unreasonable restriction.

793. Hungary can extradite a person to a foreign couming the legal framework for
extradition is set out in Chapter Il of Act XXXVIbf 1996. This includes terrorist financing
offences. A person may be extradited for conductimgiinal proceedings or for enforcing a

sentence of imprisonment or a measure involvingidaton of liberty. Dual criminality is
required.

794. The UNSCRs 1267 and 1373 relating to the preverai@hsuppression of the financing of
terrorism are implemented in Hungary within the Emework by means of Council
Regulations and Common Positions, as well as undgonal legislation through the FRM
Act. However, as noted above, Hungary's nationathmaism for giving effect to UNSCRs
1267 and 1373 needs further development.
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795. Hungary signed the 1990 Council of Europe Conventio Laundering, Search, Seizure
and Confiscation of Proceeds of Crime in 1997 atiied it in 2000. Hungary also signed
and ratified the Council of Europe Convention onuhdering, Search, Seizure and
Confiscation of the Proceeds from Crime and orFihancing of Terrorism on 14 April 2009.
Act LXIII of 2008 on the Promulgation of the Couhof Europe Convention on Laundering,
Search, Seizure and Confiscation of the Proceeat® f€rime and on the Financing of
Terrorism, and on the Amendment of Act CXXXVI of@®0on the Prevention and Combating
of Money Laundering and Terrorist Financing entergd force on 8 November 2008.

6.2.2 Recommendations and comments

796. Hungary has ratified the Vienna and Palermo Cornweestand the Terrorist Financing
Convention. The legislation has been amended ierai@ implement the Conventions, but
existing legislation does not cover the full scafpehese Conventions as stated above and in
the individual discussion on R. 1 and SR II. Therefit is recommended that Hungary amend
its Criminal Code to fully cover ML and TF offencaad thus fully implement the Vienna,
Palermo and Terrorist Financing Convention.

797. Measures still need to be taken in order to prgpenplement UNSCRs 1267 and 1373.
The Hungarian authorities should particularly idwoe a procedure for making possible the
freezing of funds and assets held by EU-intermakdliinstances set forth by SR.III.

6.2.3 Compliance with Recommendation 35 and Special Regamdation |

Rating Summary of factors underlying rating

R.35 PC * Reservations about certain aspects of the implatientof the Vienna
Convention, Palermo Convention and the TF Convantio

o Effectiveness of the implementing the standardseiation to ML
and TF give rise to doubts.

* There is no definition of “funds” in the CriminalGe.

» The financing of certain aspects of the Conventrthe Suppressio
of Unlawful Acts against the Safety of Civil Aviati have not bee
criminalised.

-5 =

* Legal persons do not appear to be liable in pradoc TF offences as
required by UN TF Convention.

SR.I PC * Implementation of UNSCRs 1373 is not yet sufficient
* There is no definition of “funds” in the CriminaloGe.

» The financing of certain aspects of the Conventrthe Suppressio
of Unlawful Acts against the Safety of Civil Aviati have not bee
criminalised.

-5 =

* Legal persons do not appear to be liable in pradoc TF offences as
required by UN TF Convention.
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6.3 Mutual legal assistance (R. 36, SR.V)

6.3.1 Description and analysis

Recommendation 36 (rated C in th& 8ound report)

798. As set out in the8round MER Hungary is a party to international agnents, such as the
1959 European Convention on Mutual Legal AssistairceCriminal Matters and its
Additional Protocol and the 1990 Strasbourg ConeentHungary has signed the Convention
on Mutual Assistance in Criminal Matters betwees Member States of the European Union
and its Protocol providing direct channels for naliegal assistance. The Act CXXX of 2003
on the cooperation with the Member States of theofean Union in criminal matters
provides specific legal regime for extradition amaitual legal assistance between the EU
member states. Furthermore, Hungary signed anfiedcathe Council of Europe Convention
on Laundering, Search, Seizure and ConfiscatiothefProceeds from Crime and on the
Financing of Terrorism in 2009. Legal provisions foviding mutual legal assistance are
laid down in domestic law, bilateral and multilatietreaties and apply both to ML and FT.
According to Act XXXVIII of 1996 on internationakfal assistance in criminal matters, the
Hungarian judicial authorities are able to co-openaithout concluding a treaty, since the
national legislation allows co-operation on theidas reciprocity, and in the absence of it.

799. The possible forms of international cooperationez@/wide range of forms, including:
a) extradition;
b) surrender and acceptance of criminal proceedings;

c) acceptance and surrender of the enforcement oérsesg of imprisonment and
measures involving deprivation of liberty;

d) acceptance and surrender of the enforcement ofscatibn or forfeiture or of
a penalty or measure having equivalent effect;

e) procedural legal assistance (including investigatactivities, searches for
evidence, questioning of suspects and witnessasinkeof experts, inspections
of sites, searches, frisk searches, seizure, trtimsiugh Hungary, forwarding
of documents and objects related to criminal prdoegs, service of
documents, provision of personal and other informnmain criminal records on
Hungarian citizens subject to criminal proceedingsForeign States and
temporary surrender of such) and laying of infoiorabefore a foreign state.

800. Central authorities for judicial assistance and floe purpose of the administrative
transmission and reception of the requests fromEidmimember states, as well as for all other
official correspondence relating thereto are théefCRublic Prosecutor and the Minister of
Justice and Law Enforcement.

801. The Act XXXVIII of 1996 does not provide procedumddadlines for execution of MLA
requests. However, the authorities indicated thatACP applies to the execution of requests.
Furthermore, since it is the responsibility of tipeosecuting authority’ to decide on the
applicability of an MLA request, the criminal ses®iof the HCFG must always follow the
instructions and orders of the prosecutor when #kegthe forwarded request.

802. At the same time, the evaluation team were not tbéstablish effectiveness of practices
with regards to time periods given to central atities, namely, the General Prosecutor’s
Office and the MoJLE, to evaluate and send theestgior execution, because the Act does
not provide procedural deadlines for such exanonati

153



Report on fourth assessment visit of Hungary — 30 September 2010

803. Section 2 of Act XXXVIII of 1996 states that MLA geests may not be performed nor
submitted if they would prejudice the sovereigrstycurity or public order of the Republic of
Hungary. Section 5 defines that requests for leggaistance may only be performed or
submitted, on the condition thatthe act is punishable according to both Hungariaw and
the law of the Foreign Stat®) the legal assistance is not related to politioliences or other
closely related offences, nor to military offendds.ground for refusal for offences involving
fiscal matters is regulated in Hungary. Sectionr@vigles that the Act is applicable unless
otherwise provided in an international treaty areagnent.

804. Moreover, Section 7 provides that the Minister udtite or the General Public Prosecutor
may make the performance of requests for legalstassie subject to the provision of
appropriate assurances; if the required assuraaesot furnished, the Minister or the
General Public Prosecutor may refuse the executidhe request where there is reason to
believe that the proceedings to be conducted infaheign state, the penalty likely to be
imposed, or the enforcement thereof are not camisivith the human rights protection
provisions and principles of the Constitution oirgérnational law.

805. Taking into account the fact that the Act XXXVIIf 996 is applicable if otherwise is not
provided in the international treaty or agreemén, evaluation team was of opinion that the
Act provides such grounds for refusal that are wagud indecisive, which could hamper
effective international cooperation with those estahat are not part of any international treaty
or agreement.

806. In relation to dual the criminality requirement,c8en 5 of Act XXXVIII of 1996
provides that unless otherwise provided for byAkt MLA requests may only be performed
or submitted on the condition that the act is poalide according to both Hungarian law and
the law of the requesting foreign state. Additibnabection 62 stipulates that the request for
procedural assistance may also be granted if théaliminality requirement is not fulfilled,
due to guaranteed reciprocity in this respect.

807. The dual criminality requirement is applicable tth procedural actions, which is a
substantial restriction to the effective cooperatwith other states. It should be noted that
Hungary, being a party to the 1959 European Coimendtn mutual legal assistance in
criminal matters, has made declarations to Artidesand 5 of the Convention. In the
reservation made to Article 2 it has reserved iflet to afford assistance only in procedures
instituted in respect of such offences, which dse aunishable under Hungarian law. It has
also reserved the right to execute the rogatotgrieiccording to Article 5 of the Convention
if they are in consistent with the law of Hungary.

808. Moreover, it is not clear which procedure is apghie for the achievement of the
requirement of reciprocity. At the same time, sd@tretionary power could hamper timely
execution of the requests with those countries, reshidere is no such understanding.
Additionally, it was not clear what is the practi@pplicability of such cases, as well as
whether there are such requirements is achievedoaise-by-case basis or is a constant factor.

809. Although the evaluators of thé”3ound mutual evaluation concluded that, since loth
ML and TF, the FATF states are obliged to crimisalihese activities, this should in practice
pose no problem in this field. However, practic@ne case revealed that the dual criminality
requirement sought by the Hungarian law impededeffective international cooperation of
procedural requests. In addition, during the om@git the evaluators were told that one of the
common grounds for refusal of MLA is the lack ofatlgriminality especially in case of ML
cases. In one ML case, Country A requested fromgdonto take the testimony of a person
who has been prosecuted by Country A for a selidaung offence and who had been
extradited from Country B to Hungary for other sas offences. In this case, the Hungarian
authorities declined the MLA request on the bas& Country B does not criminalise self-
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laundering in its domestic law. Evaluators were poivided with any information as to
whether Hungary has tried to achieve the requir¢miereciprocity in this case.

810. The shortcomings of the HCC with regards to TFraffss and imperfections on the ML
offence may also negatively impact MLA based onl duaninality.

811. The powers of competent authorities are availatni@i$e in response to requests for MLA.
Section 10 of the Act states that unless otherwigerided in the Act, the ACP shall be
applied accordingly in international MLA. The intggtion authority possesses the same
procedural powers compared to a national crimimagstigation.

812. With relation to clear and efficient processes toe execution of MLA requests in a
timely way and without undue delays the authoritieficated that in general the time limits
are dependent on the content of the specific regudhe requested information could only
be obtained from specific institutions or orgarimat, the competent investigating authority
under Section 71 of the ACP makes a request wikiohld be fulfilled within a minimum of
eight and a maximum of thirty days. It should beedothat interviewed investigation
authorities stated that financial institutions iengral use the maximum provided time,
notwithstanding the requirements of investigatintharity.

813. Section 51 (2) of the CIFE Act applies for caseemvibank secrets may be disclosed,
namely, to investigating authorities and the pulpliosecutor’s office, acting in a pending
criminal procedure and seeking additional evidera®;well as courts acting in criminal
proceedings. However, it is not clear whether thiEECAct also covers foreign requests for
MLA, since reference to “foreign law enforcemeneagy” could limit the foreign authorities
to police and prosecutors.

814. House search or seizure can be ordered and exewittdd days. The HCFG also has
direct access to various public records/databaseshe requested information falling within
the accessing possibilities of the HCFG could gdssl provided. However, the ACP does not
provide specific time limits for execution, excdpt obtaining the information from specific
institutions or organisations.

815. Section 71 of the ACP provides that the court, finesecutor and the investigating
authority may contact central and local governmagéncies, authorities, public bodies,
business organisations, foundations, public endawsnand public organisations to request
the supply or transmission of information, datadocuments and may prescribe a time limit
for fulfilling such request ranging between an miom of eight and maximum of thirty days.
Since the ACP is applicable for the execution ofcpdural actions requested by MLA
requests, the same principles apply to bank secrets

816. There is no mechanism in Hungary for determining thest venue for prosecution.
Hungary is not party to the CoE Convention on Tianef Criminal Proceedings. However,
Hungary applies the requirements of the Act. Sacsio of the Act provides the possibility of
transfer of proceedings to another state wherseakpedient that they be conducted in another
state. Additionally, criminal proceedings conductedore the judicial authority of a foreign
state may be accepted upon the request where filedd@t is a Hungarian national or a non-
Hungarian national having immigrated to Hungarye Tduthorities informed the evaluators
that the MoJLE did not receive any requests fondfer of proceedings during the period
covered by the evaluation; however, the Prosec@eneral’'s Office receives and sends
approximately 10-15 requests a year.

817. As an EU member, Hungary applies instruments offbe Eurojustmay be involved in
the process if member states concerned cannot agrlew to resolve a case of conflicts of
jurisdiction. Eurojustcan be asked to issue a non-binding opinion orcéise. Moreover, EU
Framework Decision 2009/948/JHA on settlement offlecis of jurisdiction in criminal
proceedings, adopted on 30 November 2009, havee tomplemented by the EU member
states by 15 June 2012.
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818. The 1996 Act does not provide the possibility oedt contacts. However, between the EU
member states there is closer co-operation basdtieoU instruments, which enable the
usage of direct contacts.

Special Recommendation V (rated C in th€ Bund report)

819. The provisions described above apply equally tdfitii@ against terrorism and financing
of terrorism. It should be noted, however, that dieficiencies described under SR Il impact
Hungary’s ability to provide MLA due to the precatnoh of dual criminality.

820. The commentaries with regards to dual criminallig\ge also apply to this section.

821. Surrender or acceptance of the execution of farfeitof assets, confiscation or other
punishment or measure of the same effect is ongpefs of legal assistance that Hungary
provides. Notwithstanding the fact that Hungarynist a Party to the 1970 European
Convention of Criminal Validity of Judgments, Secti6 of Act XXXVIII of 1996 provides
that surrender or acceptance of the execution riéifore of assets or confiscation may take
place in compliance with obligations undertakennternational treaties, such as the 1990
Council of Europe Convention on Laundering, Searshizure and Confiscation of the
Proceeds From Crime. Requests for provisional nteasare only accepted if the Hungarian
legal system regulates such or similar measures.

822. Enforceable sentences of foreign courts as to ®ezution of forfeiture of assets or
confiscation are accepted pursuant to an existitgynational treaty or agreement (Section
60/B of the 1996 Act).

823. Hungary does not have a mechanism for sharing ofismated assets with other states,
except for EU member states. Hungary implementedl Gouncil Framework Decision
2006/783/JHA on the application of the principlenwitual recognition to confiscation orders,
which provides a mechanism for sharing of confisdaassets. Moreover, based on the
Council Decision 2007/845/JHA of 6 December 200ioceoning cooperation between Asset
Recovery Offices of the Member States in the figldracing and identification of proceeds
from, or other property related to crime, whichldea exchange of information within the EU
an asset recovery office was established, whiehwelcomed development.

824. There have been no changes made to the extradifiesm since the$mutual evaluation.
Extradition can be provided for by internationa&aties, by the Act XXXVIII of 1996. Section
3 of the Act XXXVIII of 1996 provides that internahal MLA shall be applied unless
otherwise stated by treaties. Persons found in Biynmay be extradited for the purpose of
criminal proceedings if the offence is punishabtder both Hungarian and the foreign law by
imprisonment of at least one year. Extradition ainfarian national citizens is not possible,
except in the case when a person is also a citbteanother state and has no residence in
Hungary. The requests for extradition shall be ixexkby the MoJLE, which forward them to
the court. In cases of refusal, the MoJLE sendumeats to the Prosecutor General for
consideration of initiation of criminal proceedings other measures. Within the EU, the
European Arrest Warrant is applicable, based on ithplementation of the Council
Framework Decision 2002/584/JHA on European amestant and surrender procedures to
the national law.

Recommendation 30 (Resources — Central authorityr feending/receiving mutual legal
assistance/extradition requests)

825. The MoJLE acts as the central authority for a widege of MLA/extradition requests
(transfer of proceedings during trial, recognitioh the validity of foreign judgments,
surrender of the enforcement of sentences of impnent and measures involving
deprivation of liberty or of confiscations or foitigres). There are 14 persons dealing with
MLA cases at the MoJLE.
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826. The General Prosecutor’s Office is acting as thep=dent/central authority (transfer of
proceedings — before the bill of indictment) andréhare 23 prosecutors dealing with the
MLA requests.

Recommendation 32

827. No comprehensive and adequately detailed statisitcsMLA and other forms of
international cooperation are kept and maintaingdthe Hungarian authorities, either in
general terms or specifically on ML/TF offences.ckauthority such as the MoJLE, the
General Prosecutor’s Office, district prosecutdices, courts and the HCFG maintains its
own statistics relating to MLA on separate databasel thus, there is no any central database
for this purpose.

828. The MoJLE and the General Prosecutor’'s Office uddgrXXXVIIl of 1996 are the two
central authorities which are responsible for rdogi and sending the requests for
international cooperation. This function also s&teesponsibility of keeping statistics. The
authorities have informed the evaluators that Hangeceived 1,505 MLA requests including
extradition requests in 2007, 1,581 in 2008 an®2 jh 2009. However, the evaluators were
not informed of how many of these requests weratirg] to each type of international
cooperation, how many of those were refused, erdcat pending or how long it took to
respond. With relation to outgoing requests autiesrinformed that in 2007 there were 384
requests; in 2008 — 508; in 2009 — 647. At the same the evaluators were advised that the
General Prosecutor’s Office, being aware of theegsity of improvement of data collection in
this field, has been working on the issue as atithe of on-site visit.

Effectiveness and efficiency

829. Inthe 3 round MER it was recommended that more detailebpsacise statistics must be
kept to track ML/TF cases. The evaluators belidxa the authorities have not taken steps to
set up a comprehensive mechanism for maintainiagssts. Moreover, at the time of the
current assessment, the effectiveness of the systeid not be established because of a lack
of comprehensive and adequately detailed statistiddLA requests.

830. Imperfections of the criminalisation of money laendg and terrorist financing offences
might provide an obstacle to effective co-operatidth foreign states, especially due to the
full applicability of dual criminality for all proedural actions (with the exception of
reciprocity).

831. Since the 8 round MER, the authorities do not appear to havergany consideration to
the establishment of an asset sharing mechanigmmait-EU countries, which is still lacking.

832. The International Co-operation Act does not provide clear time limits for decision
taking by the central authorities. The Hungariatharties argued that MLA requests are
normally dealt with quickly; however, no statistibeve been provided to support this
contention, although the responses received by MONE. to the inquiry on international
co-operation described the quality of responsemad and raised no specific problems.

6.3.2 Recommendations and comments

833. The Hungarian authorities should put in place aesgsenabling them to monitor the
guality and speed of executing requests.

834. The Hungarian authorities should maintain comprsivenannual statistics on all MLA
and extradition requests - including requests irejato freezing, seizing and confiscation -
that are sent or received, relating to ML, the wa@ offences and TF, including the nature of
the request, whether it was granted or refusedtantime required to respond.

835. Consideration should be given for review of theumds for refusal, as to clarify its
applicability.
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836. Hungary should clarify whether the application agticriminality may limit its ability to
provide assistance in certain situations, partityle the context of identified deficiencies

with respect to the ML and TF offences as outlineder Recommendation 1 and Special

Recommendation II.

837. Hungary should consider clear time limits for thenttal authorities to evaluate and
forward the MLA requests for execution.

838. Consideration should be given to the adoption sktisharing provisions with non-EU
countries.

6.3.3 Compliance with Recommendations 36 and Special lRemndation V

Rating Summary of factors underlying rating
R.36 LC* « No formal timeframes which would enable to deteenivhether
requests are being dealt with timely, construcyiveind
effectively.

 The application of dual criminality may negativelynpact
Hungary’'s ability to provide assistance due to &lwmings
identified in respect to the scope of the ML andoffences.

« [Effectiveness cannot be demonstrated due to thenabsof
statistics on MLA requests relating to ML, predeaiffences

and TF.

SR.V LC* * No formal timeframes which would enable to detemmivhether
requests are being dealt with timely, constructiveind
effectively.

» _The application of dual criminality may negativelynpact
Hungary's ability to provide assistance due to &wmings
identified in respect to the scope of the TF offsnc

« [Effectiveness cannot be demonstrated due to thenabsof
statistics on MLA requests relating to ML, predeaiffences
and TF.

22 The review of Recommendation 36 has taken intowatdhose Recommendations that are rated in thrtreln addition,
it has also taken into account the findings from3A round report on Recommendation 28.
2 The review of Special Recommendation V has takém account those Recommendations that are rateisineport. In
addition, it has also taken into account the figdifrom the % round report on Recommendation 37, 38 and 39.
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6.4 Other Forms of International Co-operation (R. 40 @SR.V)

6.4.1 Description and analysis

Recommendation 40 (rated C in th& 8ound report)
Power to provide widest range of international cexgiion

Law enforcement

839. The competent authorities of Hungary are able twige the widest range of international
cooperation with their foreign counterparts on basis of the relevant legislation (as set
below) and international mutual agreements.

840. Hungary is a member of all relevant global andaegi police co-operation organisations
and initiatives:

» INTERPOL,

» signatory to the Schengen Agreement,

» European Union law enforcement Agency (Europol),
>

the SECI Centre (The Southeast Europe Cooperatiteative Regional Centre for
Combating Trans-border Crime) which is an operafiaegional organisation bringing
together police and customs authorities from 13 beroountries in Southeast Europe.

841. Act LIV of 2002 on International Co-operation ofwd&nforcement Agencies (Act LIV of
2002) lays down the basis for co-operation of thundiirian law enforcement agencies with
foreign authorities within the framework of theirine prevention and law enforcement
activities in order to improve the efficiency ofroe detection. This Act applies to the NPHQ,
the crime prevention and law enforcement unitshef HCFG, the Protective Service of Law
Enforcement Agencies, and any other agency audtbliy law to perform crime prevention
and law enforcement activities, and to engage termational cooperation. Section 7 of Act
XIX of 2004 on the HCFG also gives power to the KBCt© co-operate with foreign and
international enforcement bodies.

842. According to Section 8 of Act LIV of 2002 the cooatiton may take the following forms:

a) direct exchange of information,

b) exchange of information with the law enforcemagncy of an EU Member State,
c¢) controlled transport operation,

d) establishment of a joint crime investigatiomtea

e) involvement of persons cooperating with the éafiorcement agency,

f) employment of undercover agents,

g) cross-border surveillance,

h) hot pursuit,

i) employment of liaison officers,

j) covert information gathering based on internaiccooperation,

k) application of the Witness Protection Prograntrased on international cooperation.

It should be noted that the Act may only be appifeah international agreement regulating
the co-operation forms specified in Section 8 exiBut the Act provides that the Hungarian
law enforcement agencies may co-operate with thmiaped agencies of the EU member
states in compliance with the provisions of thig filovided Community legislation requiring
implementation by the member states exists.
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The HFIU

843. International cooperation by the HFIU has beeiingefin Sections 23 (8) and 26 (1) of
the AML/CFT Act, and Section 16 of Act LIV of 200According to Section 16 of the Act
LIV of 2002 various organisational units of a Huriga law enforcement agency set up on the
basis of the international commitment of the laioezement agency concerned and fulfilling
the specific crime prevention tasks stipulatedhis tommitment may exchange information
and cooperate with the respective units of theidorstate directly, on their own. Whilst
Section 26 (1) of the AML/CFT Act authorises the lHRo disseminate the information
obtained under this Act for the purpose of prewntand combating ML and TF to an
authority operating as a foreign FIU, Section 2Bg@thorises it to make a request to the tax
authority or the customs authority for data or infation that are considered tax secrets or
customs secrets in order to fulfil the request ntada foreign FIU.

844. According to the Hungarian legal provisions the BIFdoes not require an MoU for
information exchange with foreign FIUs. Neverths|lesome countries require MoU, therefore
signing MoU is expected. During the activity of tH&IU no MoU has been signed but the
HFIU started negotiations with 8 countries (Turk@ganada, U.A.E., “The former Yugoslav
Republic of Macedonia”, Ukraine, Serbia, Georgia omania).

Supervisory authorities (The MNB, The State Takénty, Hungarian Trade Licensing Office

845. All supervisory authorities carry out their supseory functions according to the
provisions of the AML/CFT Act with special regard Sections 34-35 on supervision and
supervisory measures. According to Section 34 & AML/CFT Act all supervisory
authorities under Article 5 of the Act, except theamber of Hungarian Auditors, competent
regional bar association and regional chambersufaler the scope of Act CXL of 2004 on
the General Rules of Administrative Proceedings &ad/ices (APS Act). The APS Act (in
conjunction with sector specific regulations on thpervisory bodié§ lays down the legal
framework for carrying out their respective supgovy functions including conditions on
international cooperation.

846. International MLA requests are dealt with undertl®ec27 of the APS Act providing for
the principle of reciprocity under which all comget authorities may contact a foreign
authority to request legal assistance.

The HFSA

847. According to Section 3 of the Act on the HFSA, faghority may enter into collaboration
agreements and exchange information with foreigarfcial supervisory authorities so as to
improve facilities to carry out its duties, to esise supervision on a consolidated basis and
supplementary supervision, and to promote anditi@gil integration programs. The HFSA
concluded agreements (on bilateral and multilatéesel) with more than 100 foreign
supervisory authorities for information exchangdscl include the possibility to exchange
information on AML/CFT related matters.

The Chamber of Auditors

848. Act LXXV of 2007 on Auditors authorises the ChamioérAuditors, which monitors the
compliance of the registered statutory auditors aundit firms with the AML/CFT standards,
to co-operate with the competent authorities ofeotbountries in connection with issues
falling within its competence. Sections 180-183\of LXXV of 2007 on Auditors gives clear
powers to the Chamber for supplying any data amdrmmation required by a competent
authority of an EU member state, on request andowttundue delay and for conducting an
investigation where so requested by a competehvstyt. The Chamber is also authorised to
co-operate with the competent authorities partteigain the public oversight of a third-

24 See e.g. Section 3 of the Act on HFSA.
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country auditors -to the extent necessary to drgehaheir vested duties and in due
observation of the relevant provisions of this Aod specific other legislation- solely under
an agreement concluded with the competent autbegiiti questions based on reciprocity. The
Chamber in its capacity has the powers to contagcicampetent authority to request data and
information, or to initiate an investigation.

Regional Chambers of Notaries - Regional Bar Asgimris

849. Act Xl of 1998 on Attorneys applies for the intetioaal co-operation by bar associations.
According to Section 89/0 of the Act XI of 1998 any and all matters that arise in
connection with the legal practice of a EC juriste Hungarian Bar Association and the
regional bar associations shall co-operate andigoassistance to foreign counterparts.
However, this competence seems to be more relatashtters that arise in connection with
the legal practice of an EC jurist rather than supery activities of regional bar associations.
There does not appear to exist any legal basisefponal bar associations, in their capacity of
supervisory authority, to co-operate with relevianeign bodies competent for the prevention
of ML and TF while monitoring the compliance of kgevs public with AML/CFT standards,

850. Such alegal capacity does not exist for regiohahtbers of notaries as well.

851. Requests for co-operation issued by Hungarian lafareement agencies are forwarded to
the foreign authorities by the International Criali€o-operation Centre (hereinafter referred
to as NEBEK). Requests for co-operation issueddogi§n authorities are received also by
NEBEK. NEBEK acting and operating as a Central @owating Unit is - by the design of the
legislator on the basis of the “one-stop-shop” idean other terms the “single point of
contact” principle -a standard and general (unadr<oordinating body between the
Hungarian law enforcement authorities and theieifpr counterparts. A permanent customs
officer is stationed at NEBEK as a liaison offic&presenting the HCFG. NEBEK has
different bureaus, including the Europol desk, bhirpol national central bureau and the
bilateral/EU co-operation desk, as well as the Sippntary Information Request at the
National Level (SIRENE) desk.

852. According to the ACP, international co-operation driminal investigations are ‘co-
ordinated’ by the Hungarian General Prosecutorsfic®f Requests should directly be
forwarded to the judicial authorities on the badi®MLA in criminal matters.

853. Direct co-operation between relevant enforcemergnei@s is possible outside the
competency of a criminal procedure, and in formgulated by Act LIV of 2002, which
basically covers secret information gathering fa prevention and detection of the relevant
offences.

854. With regard to co-operation and information excleangth the central and national offices
of the INTERPOL and the central and national uoitdthe EUROPOL and the Schengen
Information System (SIS) as well as with Regionawl Enforcement Organisations
established by bi- or multilateral internationaaties, the HCFG is only authorised to receive
or forward personal and law enforcement data (tlioly data and information collected in
confidential intelligence gathering) in connectianith the criminal offences within its
investigating competence in compliance with the petancy of the above mentioned
international law enforcement organisations.

855. Act LIV of 2002 specifies that requests must be glied with by the deadline requested
by the foreign authority. If it is obvious upon egat of the request that it cannot be met within
the time limit set out in it and the delay wouldpardise the success of the procedure taken by
the foreign authority, NEBEK or the Hungarian lamf@cement agency shall immediately
communicate information in the period of time regdifor compliance with the request.

856. The HFIU makes efforts to provide rapid, constnetand effective answers for the
requests. In the case of an urgent request bastiee anformation in question, the HFIU aims
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to provide its answer within a few days. Should itifermation need further inquiry such as
transaction history, bank account identification. ¢te timeframe can vary. From the answers
provided by the MONEYVAL member states it was ustieod that generally HFIU is able to
provide answers within deadlines.

857. According to the statistics of the STR databas200B the HFIU received 3 requests from
international law enforcement agencies (Interpal Baropol), 2 requests from the NPHQ, 1
request from other investigative offices of the HECFThis database has been run since
October 2008 in respect of this data. Accordinthestatistics of the STR database of the first
half of 2009 the HFIU received 11 requests frormerinational law enforcement agencies
(Interpol and Europol), 14 requests from the NPH{@ & requests from other investigative
offices of the HCFG.

858. Council Decision 2000/642/JHA of 17 October 2000a@ning arrangements for co-
operation between FIUs of the EU member statesxémanging information provides for
standards which are accordingly implemented in tdoyg

859. According to Sections 16/A-16/B of Act LIV of 200 formation exchange requests
(incoming and outgoing) with the Law EnforcementeAgy of Member States of the EU
should generally be executed within 14 days, ireptional cases (covering ML as well) the
request should be fulfilled within 7 days, whilegent requests must be answered within 8
hours (Sections 16/A-16/B).

The HFIU

860. The HFIU has been reaccepted as the member of gmeoi® Group of Financial
Intelligence Units since 2008. It follows the Egrhd?rinciples for Information Exchange
between financial intelligence units for ML casesl aherefore, replies to all foreign requests
within 1 month after the receipt of the requeste HFIU receives and sends requests via the
Egmont Secured Web and it also takes part in thé aiothe Egmont Working Groups. As at
the time of the on-site visit, the HFIU was in pregp of joining the FIU.NET.

861. The HFIU only uses the ESW for information excharigecase of technical problems or
difficulties, based on prior agreements, fax cancbmesidered as a safe way of information

exchange.

The HESA

862. The HFSA signed MoU with more than 100 countriesdimss border co-operations as
described abov€. Moreover, in mid 2006 the Committee of Europeamkag Supervisors
has developed the use of supervisory colleges fioogean national regulators to collaborate
and share information for the cross-border supenvief the EU's 17 largest banks. Hungary
is also party to the EU Supervisory arrangemenBHQ®S, CESR, CEBS, ECB).

Law enforcement authorities

863. According to Act LIV of 2002, the cooperation okthungarian LEA with foreign LEAs
is possible in order to improve the efficiency afree detection. For this purpose a request for
co-operation (including direct exchange of inforimal may be submitted and/or complied
with for the purpose of prevention and intelligerafecriminal offences to be punished by
imprisonment (Section 4). All relevant criminal efices are punishable by imprisonment,
therefore, fall under the scope of this provision.

% A list of agreements concluded (on bilateral andtitateral basis) between the HFSA (or its predeoes) and the foreign
counterpart authorities can be found at the auiberi homepage:
http://www.pszaf.hu/en/topmenu/about_us/memorandiinunderstanding
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864. As noted above, the national and internationalrmfidion exchange of the HFIU is based
on Section 26 of the AML/CFT Act. This provisionaals both spontaneous and upon request
information exchange, but only if it is relatedth@ offences mentioned in the said Section.

865. The criminal service of the HCFG receives requérsis foreign counterparts connected
to ML mainly by way of MLA through judicial authdies. The MLA is executed according to
intergovernmental and mutual agreements implementtee Hungarian legal system.

866. In connection with the MLA concerning ML receivaoiih abroad the Prosecution’s office
designates the HFCG to execute the procedure ahdstregulated by Act XXXVIII of 1996.

867. The Hungarian authorities reposted that, accordondhe experience of the Counter
Terrorism and Extremism Department (Criminal Inigegions Division) of the National
Bureau of Investigation (NPHQ NBI CTED), no obse&sclin the flow of information in
domestic and international exchanges regardingoriem financing (law enforcement
agencies directly, Police Working Group on Termmji®ccurred.

868. For the Hungarian Police, information exchangelss assured through EUROPOL both
of open and covert investigations. In concrete £ade Hungarian Police carries out
exchanges according the provisions of the ACP amtarning the legal assistance on the
basis of the rules of the Act CXXX of 2003 on thein@inal Co-operation between the
Member States of the European Union and Act LIN2@®2 on the International Co-operation
between the Law Enforcement Authorities.

869. The content of the MLA has to meet with the minimoaguirements and standards in
order to performance.

Public Prosecutor

870. Exchanges of information and also the executiomegfuests on the basis of a formal
request for judicial assistance are available infamnity with the European Convention on
Mutual Legal Assistance in Criminal Matters of 2@rA 1959, promulgated in Hungary by
the Act XIX of 1994, and under the dispositionstltd Convention on Mutual Assistance in
Criminal Matters between the Member States of theopean Union of 29 May 2000,
promulgated in Hungary by the Act CXVI of 2005 &scribed above.

871. Section 10 of the Act XXXVIII of 1996 on Internatial Legal Assistance in Criminal
Matters states that unless otherwise providedignAht, the ACP shall be applied accordingly
in international legal assistance. Section 2 of @&XX of 2003 confirms this provision.

872. The forms of cooperation used in criminal procedunecluding the issuing of an official
request for information (Sections 71 and 178/Ahef ACP) as well as the questioning of the
witness (Title Il of the ACP - Testimony of the néss) and the defendant (Title VII of the
ACP- Testimony of the defendant), considering #erictions specified under 36.2, are fully
allowed within the frame of mutual legal (judiciedssistance. The procedural rights and
obligations of the participants of the criminal pedure should always be guaranteed. In
accordance with the Hungarian legal system theigaimservice of the HCFG as a law
enforcement authority is authorised to particigatéulfilling an MLA request forwarded by
the prosecutor.

873. According to Act LIV of 2002, (Section 15) direckahange of information may be
intended, in particular, for:

the search for a person with special skills;

the supply of data registered in criminal records;

the supply of data defined in subsection (1) ofti8a®8 of the Police Act;

in case of motor vehicles, the supply of individigantification data (registration number,
chassis number, engine number);

the establishment of the operator of vehiclesangport means;

YV VYVVV
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the establishment of or search for the identitgrobperator of a road, water or air vehicle;
the examination of the existence, validity or rietitbns of a driver’'s licence, sea-pass or
flight permit;

the examination of the existence, validity or rie§tins of a licence for carrying firearms;
the establishment or certification of identity,idesice and address;

the establishment of the identity of the owner,ssuniber or user of a telecommunications
device;

the inquiry about things and samples.

V VVV VYV

874. The HFIU is authorised to make inquiries on bebéfbreign counterparts against its own
databases, including information related to suepgitransaction reports and to other
databases to which it has direct and indirect ac¢gsluding criminal records, customs
investigating database, police database, datalfasmlen vehicles, documents and wanted
persons, personal data and home address registmpany register, vehicles register, customs
record, land register). Data from tax authoritiesl @ervice providers can be obtained via a
request according to Section 23 of the AML/CFT Athe HFIU is authorised to send a
request to any other Hungarian authority in casmegkssity. The purpose of the request has
to be indicated in the narrative. The informatioavided is considered to be confidential.

875. As described above, Act XXXVIII of 1996 on mutuaghl assistance regulates co-
operation with other States in the field of crininaatters. Act CXXX of 2003 states that this
Act shall be applied in the co-operation with thg Ehember states in the field of criminal
matters. The Hungarian judicial authorities shatrform and submit MLA requests in
criminal matters and are authorised to conduct dtigations on behalf of foreign
counterparts. More specifically, the prosecutomaighorised to perform and submit MLA
requests at the investigative stage; therefors,tite responsibility of the prosecutor to decide
on the applicability of a MLA request. The crimirsdrvice of the HCFG must always follow
the instructions and orders of the prosecutor whdinectly fulfilling the forwarded request.

876. The Hungarian law enforcement authorities are aighd to conduct investigations on
behalf of foreign counterparts. In the case of itpreperpetrator and crimes committed in
foreign jurisdictions, the General Prosecutor’si€ffdecides on the execution among the law
enforcement authorities.

877. No information or legal provision was made avaiatyl the evaluators as to whether the
HFSA, the MNB, The Chamber of Auditors ChamberdNofaries, the Bar Associations, the
HTLO and the State Tax Authority are authoriseddaduct inquiries on behalf of foreign
counterparts.

878. Exchanges of information by the law enforcemenhauities, the HFIU and the financial
sector supervisory authorities are not subject igprdportionate or unduly restrictive
conditions.

879. Section 4 of Act LIV of 2002 states that with theception of requests asking for
information exchange between Law Enforcement Agenof EU member states, a request for
co-operation may not be complied with and may mostbmitted if it:

» is contrary to the provisions of Hungarian legguiations;
> jeopardises the security and violates the publieoof the Republic of Hungary; or
» relates to political or military crimes.

880. Unless otherwise provided for in the Act, a requestco-operation may be submitted
and/or complied with for the purpose of prevenima intelligence of criminal offences to be
punished by imprisonment.

881. An offence shall not be considered a political erinfi —taking into account all its
circumstances, including the objective wished toabhieved by the crime, its motive, the
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modus operandi and the instruments used or platmdoe used- its characteristics are
predominantly criminal as opposed to political.

882. No restrictions on co-operation, other than thesoaescribed above, apply in Hungarian
law. Therefore, requests for co-operation are efatsed on the sole ground that the request is
also considered to involve fiscal matters. Authesittonfirmed that these conditions apply for
all authorities including the HFIU and the HFSA.

883. If the fulfilment of a MLA request requires thatnéincial institutions give detailed
information in line with the ACP, no requests atised because of bank secrecy laws.

884. Requests are refused in case of the HFIU if noindhoffence is indicated or if the HFIU
has no competency for the indicted criminal offeaceording to Section 26 of the AML/CFT
Act.

885. There are no provisions in the ACP related to sgcoe confidentiality requirements on
financial institutions or DNFBP which could be dpstacle to cooperation.

886. Hungarian authorities have controls and safeguarddace to ensure that information
received by competent authorities is used onlyniaathorised manner.

887. Personal data protection is based on the Act L&fIL992 on the Protection of Personal
Data and the Disclosure of Information of Publitehest.

888. According to subsection (8) of Section 23 of the IAMIFT Act the HFIU may hand over
data or information on the basis of subsectiong{b}Yo an authority operating as a foreign
FIU, if it is able to guarantee equivalent or belégal protection of such data and information
than the protection afforded under Hungarian law.

889. The legal processes ensure the protection of parsiate. Mutual legal assistance requests
are disseminated to the competent judicial autlesriind, if the request meets with the legal
requirements, the General Prosecutor’'s Office oEuh cases the competent Prosecutor’s
Office appoints the Prosecutor responsible forplgormance of the request. The Prosecutor
then appoints a law enforcement (investigatinghauity to fulfil the request.

890. Other than the measures described above, protagtipersonal data is also based on other
relevant legislation: such as the Act LXIII of 198ad the ACP.

891. Section 63 of the ACP states that:

“(1) Personal data of individuals participating in theopeedings may only be inspected
and managed by the court, the prosecutor, the trgasg authority, the expert, and the

authority consulted by the court or the prosecutarprder to perform their respective

duties set forth herein. The scope of personal détdne defendant for criminal records

and the rules for managing personal data are stifed by a separate law.

(2) The personal data of individuals participatingtime criminal proceedings shall only
be recorded in the minutes to the required extent.”

892. Subsection (1) of Section 35 of the Act on the HGt&es that personal and special data
(for definitions see Act LXIII of 1992) collectednd stored by the HCFG for criminal
prosecution (crime prevention and crime fighting)rgoses shall only be used for law
enforcement or criminal prosecution purposes urtlessaw provides otherwise.

893. Subsection (2) specifies that HCFG shall be entitle have access to personal data
handled by other organisations for the purposesuharging its criminal prosecution tasks in
accordance with the law, provided that the datalstained shall not be used for a purpose
other than criminal prosecution. The above mentiacréeria apply also for all data received
in the process of legal assistance by foreign aitide
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894. In Hungary, the law enforcement authorities arevadid to obtain the information from
competent authorities in cases of determined ciomditlaid down in the ACP. These
conditions are controls and safeguards simultaigoubich are consistent with national
provisions on privacy and data protection. Thegwaethe data protection are regulated in the
ACP and the CIFE Act.

895. Hungarian MLA requests, which are addressed tadnreountries, contain a statement
declaring that the information which shall be obéal by the execution of the request shall be
used by the Hungarian authorities exclusively foe purpose of the concerned criminal
proceedings.

896. Section 52 (2) of Act CXXXV of 2007 on the HFSA piges that any data and
information supplied or received under co-operati®iween the competent supervisory
authorities may not be disclosed to third partiethaut the prior written consent of the
relevant financial supervisory authority, being floeirce of such data or information, and if all
other requirements for data processing are satisfie

Additional elements

897. According to the Hungarian legislation, informatiaman be exchanged with non-
counterparts on the basis of rules set out in {68 A

898. In order to prevent crime, Section 63/A of the A@RBkes it possible for the prosecutor
and the investigating authority to forward a sigt@lthe relevant authority of the central
administration and the local government competenttfhie prevention of certain acts of
criminality if deemed necessary or soon afterritsfies the procedure it conducts. The signal
contains the facts and circumstances identifiethduhe criminal procedure.

899. If the prosecutor or the investigating authoritgntifies a fact or detects circumstances
which would generate a judicial, administrative ather type of procedure ex officio, it
informs the competent authority in order to ingiadr conduct the necessary procedure in
place.

900. The HFIU is only allowed to exchange informatiorfasas it is regulated in Section 26 of
the AML/CFT Act. The HFIU exchanges informationeitly only with Hungarian competent
authorities and foreign FIUs. Indirect exchanganbbrmation at the investigation phase is
possible as described earlier.

901. The Council Decision 2000/642/JHA applies for imhation exchange between the HFIU
and the FIUs of EU member states.

902. The requesting authority is required to give afbsigmmary on the state of facts. The
HFIU can even send its reply in the absence ofrigairiformation on the predicate offence.
However, when the requesting FIU intends to forwtiael data received from the HFIU, the
HFIU gives its prior consent only if the requestiily states the purpose of the dissemination
and the target authority, and the purpose andatyet authority are in compliance with the
Section 26 of the AML/CFT Act.

903. In lack of determination of the criminal offencéetHFIU is not authorised to give a
response. If the criminal offence mentioned inrdguest is not among the list of the criminal
offences detailed in Section 26 of AML/CFT Act bitiis not connected to ML, the HFIU is
not in the position to provide an answer.

904. Requests by the Hungarian law enforcement autbsriticlude the determination of the
committed offence, the purpose of the requestreate to the criminal rules and the deadline
for the requested authority in every case. Besi=sd, in cases of MLA, the requested
authority has to be informed about the circumstarmafdlaunching of an investigation and a
short description of the case.
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905.

As noted above the HFIU can obtain relevant infaromefrom other competent authorities

or other persons that are requested by a foreigntegoart FIU. (Subsections 6-8 of Section

23 of the AML/CFT Act)
Special Recommendation V
906.

to requests relating to terrorist financing.

Recommendation 32 (Statistics — other requests madereceived by the FIU, spontaneous
referrals, requests made or received by supervisors

907.

As stated above the ability to provide other foohsiternational co-operation also applies

According to the statistics of the STR databas200B, the HFIU received 3 requests from

international law enforcement agencies (INTERPOU BWROPOL), 2 requests from NPHQ,

1 request from other investigative offices of thERG. This database has been run since
October 2008 in respect of this data. Foreign HEst requests in 142 cases. In 2008, the
HFIU sent requests to foreign FIUs in 336 cases.

908.

In the first half of 2009 the HFIU received 11 reqts from international law enforcement

agencies (INTERPOL and EUROPOL), 14 requests frdPH® and 7 requests from other
investigative offices of the HCFG. In 2009, the HRceived requests from foreign FIUs in
234 cases, whilst the HFIU sent requests to for€igrs in 105 cases. It is further reported
that in 2009, the HFIU made spontaneous informagiarhange requests to foreign FIUs in 88
cases and responded foreign requests in 175 cases.

909.

enforcement agencies were sent indirectly via goré&ilUs.

910.

maintained by the EUROPOL National Bureau of thdBEEK (located within the NPHQ):
Table 30: Formal requests relating to ML

Sent Received
2005 21 29
2006 70 69
2007 220 259
2008 138 178
2009 (' half) 23 34

Table 31: MLA requests received

No requests were refused, nevertheless, the ansiwersmses of international law

Following are the statistics on the formal (sentl aaceived) requests relating to ML

Requesting the prosecutor to apg
MLA as well as receiving foreign
MLA requests from the
prosecutor/other international
requests for co-operation
concerning the criminal service o

the HCFG with regard to ML
related investigations
Proposals for initiating MLA
requests submitted to the

MLA requests received from the
prosecutor:

Requests submitted on the groun
of international cooperation
between LEAs (through NEBEK)

prosecutor

1 (US) 3 (DE)
4 (AT) 2 (CH)
1 (L) 4 (ND)
1(LU) 1 (D)
2 (DE) 1 (PL)
2 (UK) 1 (RO)
1 (EE)

1(LT)
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1(LV)

2 (UA)

2 (RU)

2 (PL)

1(C2)

4 (SK)

1(BY)

2 (RO)

1(CS)

1(SC)

1 (HR)
Overall: 31 projected to 12 cases Overall: 12 Overall: 48 projected to 11 cases

Effectiveness and efficiency
6.4.2 Recommendation and comments

911. The Hungarian authorities appear to have sufficgwers to enable them to provide
different forms of assistance, information and pefation without undue delay or hindrance.

912. The responses received to MONEYVAL’s standard eyqoin international co-operation
which was sent to MONEYVAL and FATF members recdigenerally a positive response.

913. Due to the lack of statistics it was not possilleassess how effectively the Hungarian
authorities were responding to international retpiés co-operation and it is recommended
that procedures are put in place to centrally e@rd monitor all international requests for
co-operation on matters related to ML and TF.

6.4.3 Compliance with Recommendation 40 and SR.V

Rating Summary of factors underlying rating
R.40 LC * Lack of detailed statistics undermines the assassofeffectiveness
SR.V LC * Lack of detailed statistics undermines the assassofeffectiveness

168



Report on fourth assessment visit of Hungary — 30 September 2010

OTHER ISSUES

7.1 Resources and Statistics

7.1.1 Description and analysis

Recommendation 30 (rated C in th& 8ound report)

HFIU

914. Overall the level of resources applied in the HFB2 staff) appeared to be adequate. The

HFIU is well structured, professional and appearkd operating generally effectively. Out of
32 staff 9 employees are dealing with supervisasis (1 person exclusively and 8 next to the
analytical work). For further details see Sectidh a&ove.

Prosecution service and judiciary

915. The prosecution service is headed by the GeneoskButor’'s Office. The other levels are

the regional appellate prosecutors, the countyguuaters and the local prosecutors. Within the
General Prosecutor's Office a Deputy Prosecutore@Gens responsible for the criminal law
division. This division counts amongst others aatBpent for supervision of investigations
and a department for special cases. This Departmastset up on 1 July 2001. It supervises
economic crimes, including ML. By a decision of tBeneral Prosecutor certain cases can be
closely watched and monitored by this departmdat, gxample terrorist cases). The county
prosecution offices have an office for criminal éstigations, a division for supervising
investigations and a division for court proceedings

916. The total number of prosecutors in Hungary as bfay 2010 is 1,680, among which 103

prosecutors deal with economic crimes.

917. The total number of judges in Hungary as of 31 Ddwer 2009 was 2,890. From among

HESA

those judges who deal with criminal matters, tiveeee 348 judges employed at the Supreme
Court, the courts of appeal as well as the couatyts, respectively, while 716 judges were
employed at local courts; the total number of jugddealing with criminal matters is 1,064.
However, there is no data available on how manggsdare dealing mainly with economic
crimes.

918. In March 2006, the HFSA established the FinanciateRsic Department which is

responsible for the AML/CFT aspects of financiapetvision. The department increased its
staff in 2007. The main tasks are the co-ordinatind execution of the AML/CFT activities
of the HFSA, prevention of financial crimes in thgpervised institutions and daily contact
with the investigative and other competent autiexitThe Financial Forensic Department was
promoted to a higher level in the organisationhef HFSA. The HFSA established a Standing
Sub-Committee on the Prevention of Financial Abusdke form of which the previously ad-
hoc AML/CFT working group continues its work as tamsling working group. The
department works in close co-operation with pru@énticensing, market control and
international departments, and directly reports Oieputy Director General of market
supervision. The departmental staff consists ofrafgssionals and 2 external experts. All
prudential and legislative departments have a com@rson to co-operate with the Financial
Forensic Department in AML/CFT matters. For furtbetails see Section 3.6 above

Notaries

919.

Regional chambers and the Hungarian National Chawib€ivil Law Notaries are well

equipped both technically and as regards stafffexively perform the tasks resulting from
the AML/CFT Act and the Model Rules for notaries.dach of the 5 regional chambers of
notaries public there are 2 persons involved in AGHET supervision. The number of
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supervised notaries is 315. Therefore the numbereeburces allocated for AML/CFT
supervision is satisfactory.

Chamber of Auditors

920. The Chamber of Auditors’ Quality Control Committé€ommittee”) is responsible for
monitoring the activities of registered statutondiéors and audit firms for compliance with
the provisions relating to the detection and préeenof money laundering or terrorist
financing.

921. There are 5,689 registered statutory auditors a€hwv,306 are suspending auditors. The
Chamber has a staff of 130 people of which 74 dgakith supervision and quality control.
Every year at least 2 training seminars are halddipervisors about AML issues and findings
of controls. In 2008 — 458 (169 — non complian®l @am 2009 — 370 (106 — non compliance)
controls were performed. The Committee shall phbbs call for applications containing
evidences on professional qualification and prat&xperiences to appoint quality controllers
to carry out investigations as a regulatory prooeedin 2008, the investigations were
conducted by 72 quality controllers. Sanctions haeen applied as a result of findings from
supervisory investigations.

922. The regulatory investigations are carried out wille help of software developed
specifically for this purpose.

923. The Committee functions as an internal body of @amber. It concluded that a
registered statutory auditor had failed to meetohikgations specified in the AML Act or in
its regulation on the implementation of said AddeTCommittee in its Resolution called upon
the statutory auditor to act in compliance with lms and the Regulation and to implement
any missing measures.

924. The financial conditions of the operation of then@oittee are ensured by a Quality
Control Fund (hereinafter referred to as “QCF”) amgped within the financial budget of the
Chamber. The QCF is independent and free of thistezgd statutory auditors and audit firms
and controlled by the Committee. The managemenh®fQCF is the responsibility of the
chair of the Committee.

925. The Auditors’ Public Oversight Committee monitordaevaluate the functioning of the
guality assurance system, including the investigatf the registered statutory auditors and
audit firms with a view to the prevention and coiiia of money laundering and terrorist
financing.

National Bank of Hungary

926. According to the AML/CFT Act the MNB supervises qoamies that provide cash
processing services in Hungary (CIT companies -@adhmansit Companies). (The reason for
that regulatory solution is that the MNB is resgbles for licensing the cash processing
activity and have a sound knowledge of that agtivitn the MNB the supervisors of the
payment and securities- settlements departmenornperthe on-site and off-site supervision.
Three (3) full time employees take part in the suig@on, but only in part-time. They spend
10% of their working time on the supervision of t@npanies dealing with cash processing
activity. But if we take into account that in Humgahere are only 4 CIT companies operating
the allocated resources appear to be enough. Tésserces were enough to supervise all CIT
companies every year. From 2009 the MNB introdudsk-based methodology in CIT
AML/CTF-supervision, where the size of the CIT canp, the number of its customers, the
past experiences of the MNB examinations and timngj of the previous supervision are
taken into account.

927. The independent supervisory competency of the Mdlgranted by the AML/CFT Act
and the Act on the MNB. On the basis of Acts theB/Adérforms examinations independently
without influence. The supervisors have the rightekamine all relevant documentation
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keeping with confidentiality rules. There are enougchnical resources available to perform
supervisory tasks.

928. In addition, another employee who is responsible AML/CFT matters for years
occasionally participates in the meetings of thelAlkter-ministerial Committee.

Regional bar associations

929. Regional bar associations have 11,545 members. |dde bar associations and the
Hungarian Bar Association are independent andggelérning bodies of lawyers based on
compulsory membership and financed only by theimimers. Neither the local bars nor the
Hungarian Bar Association receive additional fufagheir AML/CFT activities.

930. In each of the 20 bar associations there is onei@pedesignated person for supervision.
This makes in average 1 supervisor for 577 memiersvaluators view the number of staff
responsible for supervision is insufficient. ThedBpest Bar Association (which has the
largest membership) conducts AML/CFT inspectiongdnnection with 10 attorneys every
month in order to monitor the compliance of themiey with the requirements set out in the
AML/CFT Act. The other regional bar associationstiwsubstantially smaller membership)
order on-site inspections according to the numbénar members.

State Tax Authority

931. The Gambling Supervision Department of the Headc®fbf the State Tax Authority
carries out the official tasks related to gamblipgrations. Control of the casinos is separated
from other tasks and is carried out by the Depantraad this control is performed by persons
having significant professional experiences andemtshed character. Within the framework
of supervision the authority examines compliancghwihe regulations related to the
prevention of money laundering and terrorist firiagcin casinos under on-site, targeted,
overall and subsequent controls. During these proes it has the authority to review all
documents, require accounts, certifications, in@®idnspection materials and the videotapes
recorded by the video-controlled system. In theddfiparticular attention is paid to the control
of compliance with the rules related to the issiihe so called “certification of winnings”, as
a document with strict account requirements, whetba issue and use of certification of
winnings is a possible means of ML. In total afstdif7 persons is responsible for supervisory
activities.

Assay Authority of the Hungarian Trade Licensirfid®

932. The supervision of around 2,500 precious metalensads undertaken by the Assay
Authority of the Hungarian Trade Licensing Offiagsing can perform by redeployment of
their disposable resources. The Assay Authorityiesout official inspections relating to the
observance of the regulations on hallmarking otioues metal articles and the observance of
the regulations on trading of precious metal atiggursuant to the stipulations of Commercial
Law and the Government Decree on assaying and &dding of precious metal articles and
goods and certification of their precious metalteah Within this activity the four precious
metal supervisors perform the AML/CFT supervisiarivaty, and one supervisor conducts
the AML/CFT procedures.

933. The Assay Authority has not received any dedica¢sdurces for performing AML/CFT
supervision. As a result, the activity is limitem ¢ontrolling of the existence of the internal
Rules, as regards to approving the Internal Ruleww clients, and to control at the Service
Provider’s premises.
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Hungarian Trade Licensing Office, Trade and Mar8etveillance Authority

934. Registration of service providers engaged in trgdingoods involving the acceptance of
cash payments greater than 3,600,000 HUF (€13,3888) approval of the internal rules
containing compulsory elements as well as exegisupervisory functions are fulfilled by
the HTLO/TMSA Special Licensing Department. Thigpaement comprises three persons,
who are skilled, educated public servants with ersity degrees and who have experience in
monitoring enterprises carrying out on-site insjpad, for instance in next fields of activities.

935. Controlling drug precursors, i.e. substances fretiyaised in the illicit manufacture of
narcotic drugs and psychotropic substances in dad@revent diversion of drug precursors
from legal trade to illicit drug manufacture.

936. Registration of operators dealing with the placimgthe market organic solvents in certain
paints and varnishing products.

937. HTLO/TMSA is staffed and resourced to carry oypragimately 30 on-site controls per
year which are conducted in cooperation with thélUHF

938. In 2008 HTLO/TMSA did not carry out on-site insgeas. In 2009 enquiries were made
about the activities of about 200 registered serpividers who engaged in trading in goods
involving the acceptance of cash payments in theuamof 3,600,000 HUF (€13,333) or
more. 4 on-site inspections were undertaken. Thiagkity did not identify any infringement
of the provisions of the Regulation or non-compliarwith the obligations set out in the
Regulation so did not take the measures specifi¢ioel Regulation.

Hungarian Trade Licensing Office, Assay Authority

939. In 2008, the Hungarian Trade Licensing Office, Asgaithority performed 204 AML
checks and in 133 cases some irregularities wenedfoNo sanctions were applied. In 2009,
265 AML checks were performed, 157 irregularitiesrevidentified and 30 sanctions were
imposed. The number of supervisors is four.

940. In 2008 HTLO/TMSA did not carry out on-site insgeas. In 2009 about 200 registered
service providers were enquired about their a@iwiengaged in trading in goods involving
the acceptance of cash payments in the amoun60® 800 HUF (€13,333) or more and there
were carried out 4 on-site inspections. The Autkiattid not realise any infringement of the
provisions of the Regulation or non-compliance witk obligation set out in the Regulation
so did not take the measures specified in the Ré&gol

Gaming Board of the Hungarian Tax and Financial €@ohAuthority

941. There are 6 staff responsible for supervising aasifhey have the right to conduct on-
site inspections. There are approximately 10 tadyehecks per year, which also covers AML
arrangements. The Authority has conducted 11 dvanal 593 continuous on-site controls in
the 6 operating casino units (5 units sinc® $&ptember 2007), which expressly focused on
the control of the compliance with the AML Act. time course of these controls, the Gambling
Supervision Department identified 1 deficiency asc result of the control, it imposed a fine
of HUF 500,000 (€1,850) (in February 2008). In dmrse of these controls, the Gambling
Supervision Department identified 1 deficiency asda result of the control, it imposed a fine
of HUF 500,000 (€1,850) (in February 2008).

942. The Chamber of Hungarian Auditors developed andiged to its members model rules
for the prevention and combating of money laundgand terrorist financing, which are to be
used as a non-binding recommendation.

943. Furthermore, rules on “Investigating auditing aitiég for the prevention and combating
money laundering and terrorist financing by the i6bar” were developed for those carrying
out such investigation. The rules entered intodam 13 March 2008.
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» Adequately qualified quality controllers:

The professional competences of quality controllare ensured, because only such
auditors may be admitted to the register of qualaptrollers who are active members of
the Chamber and have at least six years’ professexperience in the field of audit, have
not received any disciplinary punishment or warninget the requirements of the last
quality control prior to their registration, andeaadequately qualified for carrying out
inspections.

» Independence of quality controllers:

The members of the Committee and the quality cdateo may not be each others’
relatives or the officers or committee members e Chamber (not including the
chairperson and members of the Quality Control Cdtes). The quality controller and
the inspected audit firm/auditor may not have aifmss relationship during the quality
control procedure and they may not be each otlubwse relatives. The quality controller
shall not be an executive officer or employee, itoeddebtor of the auditor or audit firm.
In order to maintain the independence of qualitytalers, the quality controller may not

accept any compensation or payment from the inegdeatditor (or the relative thereof) or
audit firm.

» Confidentiality obligation:

The quality controllers must treat as confidenglil qualified information, professional

secret and trade secret relating to audit engagsntiesit come to their knowledge during
the inspection.

National Bank of Hungary

944. The supervisors of the MNB have been working foe ttentral bank for years as
supervisors. All of them are appropriately skillede aware of the regulation as well as
modifications in the regulatory environment.

Tax authority

945. According to the requirements laid down in Act XXdf 1992 on the legal status of civil
servants, supervisors with a university or colldggree shall be employed at the Head Office
of the state tax authority. Furthermore, supergisame obliged to keep all information as a
service secret that come to their knowledge dutiegr inspections.

946. The majority of the supervisors have decennialrigeh experience in the field of casino
supervision. All of them are appropriately skilleate aware of the regulation as well as
modifications in the regulatory environment.

Trading Authority

947. According to Act XXIII of 1992 on the legal state$ civil servants, the conditions of
employment in a central public administrative adficuch the Hungarian Trade Licensing
Office, are the higher degree and the clean redoraccordance with it, those civil servants of
the Hungarian Trade Licensing Office who provides supervision duty of AML/CFT have
university or college decree, speaks one or moreigo languages and have professional
experiences in the control area. Moreover, all sipers should pass the national security
clearance, which guarantee the irreproachableri¢bs staff.

948. In addition, according to Act XXIII of 1992, theudi servants may not engage in any other
gainful activities with the exception of scientifiartistic, literary, educational and design
activities, which ensure their independence.

949. The Act CXL of 2004 on general rules of administratpublic authority prescribes the
obligation of the staff regarding the protectiondatta came to supervisors knowledge during
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their authority procedures. It means that the supers treat as official secret all information
that comes to their knowledge during the superwisictivity.

Attorneys

950. Every person involved in AML/CTF activities areatieys who are members of the local
bars and have expertise in disciplinary mattersiéedy a Disciplinary Commissioner of the
Bar. The admittance criteria to become an attoar&)a member of the bar are regulated by
law. The attorneys are legally bound by confiddityimbligation.

Adequate and relevant training
The FIU

951. The HFIU regularly organises trainings for its ftdfaving regarded the fact that the
educational compound of the staff is relatively edsified and there are experts on all
important areas in the field of combating moneyntéering such as lawyer, tax consultant,
economist etc. Lectures given by the members oHRRJ are frequent, but no mandatory
dates are determined. External experts are alsteihio share their knowledge with the staff
of the HFIU.

Prosecutors

952. The staff of the Prosecution Service of the RepubliHungary acquires expertise in on
all important areas in the field of combating MLdahF through participation in national and
international conferences which are held frequeniiyie Prosecution Service supports
advanced vocational training of its staff.

Courts

953. The requirement of assuring the appropriate trgingnafted in section 32 of Act LXVII,
is implemented within the frame of the central exdion of the Hungarian Judicial Academy.

954. The training with previously announced topics iaikable for judges, court secretaries and
judicial employees engaged in the given domain.

955. Besides this, judiciaries also organise local trgjs — first of all in the frame of
professional divisions — for discussing currentybems of the judiciaries.

Supervisors
HESA

956. The staff of the HFSA regularly participates iniiilags and seminars in relation of
AML/CFT. The HFSA regularly organises internal aegternal AML/CFT trainings and
presentations for its staff. The collaborators e Financial Forensic Department and the
European and International Affairs Department inopmration with other competent
authorities and organisations hold regular traisifag the HFSA staff. The staff of Financial
Forensic Department continuously improve their @ssfonal, IT and lingual skills. The
HFSA has its Supervisory and Coordination Centrelfe purpose of organising trainings for
the staff of the HFSA, other competent authoritesl financial institutions as well. The
curriculum of the Centre contains both AML/CFT dimdncial crime issues.

National Bank of Hungary

957. The employees of the MNB participated in several A®FT seminars and conferences
organised by European central banks and interratiorganisations etc. The supervisors
participated in the AML/CFT consultation of the H¥Sand they ordinary talk about
AML/CFT matters with the colleagues who participate the work of the AML Inter-
ministerial Committee.

Notaries
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958. Regional chambers and the Hungarian National Chawib€ivil Law Notaries regularly
organise trainings which are held by the staffhed Hungarian National Chamber of Civil
Law Notaries and the financial intelligence uniturthermore, notaries can obtain the
necessary information regarding AML/CFT from the déb Rules for notaries, from the
intranet and also, directly from the staff of therdarian National Chamber of Civil Law
Notaries.

Chamber of Auditors

959. Only those may be registered as quality controlgns have participated in the training
required for performing quality controller's actigis. The Committee provides a one-hour
training to prepare quality controllers for monit@y the prevention and combating of money
laundering and terrorist financing in the framewak a 2-day professional training. In
addition to providing information on the question§ the questionnaire developed for
investigating the prevention and combating of molaeydering and terrorist financing by the
Chamber, the training provided in 2008 covered ititerpretation of the questions and
demonstrating practical examples of compliance aowkcompliance. As part of their own
competences, the regional branches of the Chamigamnise lectures for auditors, which
provide opportunities to earn credit points (ag pacompulsory professional development).

Tax authority

960. Within the framework of preparation to targeted awerall controls, furthermore within
professional meetings twice a year, casino supavigartake current information about legal
changes and actual questions related AML/CFT.

Trading Authority

961. In 2008 the supervisors participated in an AML/C&@minar held by an expert with
international experiences. During the consultatibe international organisations and the
historical background of AML/CFT were introduced.

962. In 2008 and 2009 HTLO consulted about applicatibthe provisions of the Regulation
and experiences of inspections with the HFIU.

Attorneys

963. The training on AML/CTF is part of the curriculunfi the mandatory training for trainees
registered with the bar which is a mandatory céolito become an attorney. The local bars
are also organising training for members of the ®arAML/CTF. The Budapest Bar also
maintains specific AML/CTF section on its websitghanformation on the subject.

Additional elements

964. In accordance with the training scheme of the Huagaludicial Academy, the following
special trainings and educational programmes weyanised for judges and courts:

Two-day training on 7-8 May 2009 about substariaal and procedural law issues of
financial crimes;

One-day training on 7 October 2009 about officiad aorruption crimes for penal judges;
In the course of 2008-2010 (term-time) four threg-drainings were/are organised for
judges who confer economic crimes;

Two-day seminar on 13-14 May 2008 about Hungamtgejoining to Schengen;
Two-day seminar on 2-3 December 2008 for judgesiaime@asures of financial character
in penal laws. The next topics were debated: sejdteezing, attachment;

Two-day seminar organised for penal judges abaites bearing on national security
cases;

One-day conference on 16 April 2007 about foregusty guards;

Two-day seminar on 11-12 June 2007 for judges vamder crimes against property.

YVV VYV VV VYV V
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» The recourses of the supervision of DNFBPs seebe tadequate — need data on the staff
responsible for supervision of DNFBPs.

Recommendation 32

965. The text of the description, analysis and recomragods for improvement that relate to
Recommendations 30 and 32 is contained in all ¢levant sections of the report i.e. all of
section 2, parts of sections 3 and 4, and in se@&idl'here is a single rating for each of these
Recommendations, even though the Recommendatiensaaddressed in several sections.
Section 7.1 of the report contains only the boxwghg the ratings and the factors underlying
the rating.

966. According to the AML/CFT Act the HFIU is required tmaintain comprehensive
statistics, by virtue of which the effectivenesstiogé system for the combating of money
laundering and terrorist financing can be contbll@he HFIU is publishing aforesaid
statistics on its official website annually. Howevstatistics provided to the evaluators was
often contradictory or missing.

967. The General Prosecutor’s Office and the court shaply the relevant data (specified in
Section (3) of the AML/CFT Act) to the HFIU by 1lywf each calendar year in connection
with the previous calendar year.

968. Additionally, statistics on ML/TF cases are als@tkby the General Prosecutor’'s Office
and the competent courts.

969. The collection of data by the courts is managembitng to the Act XLVI of 1993 on
Statistics and the National Statistical Data Caibec Programme (OSAP). The Office of
National Council of Justice (OITH) provides the iidl data stipulated by law to the
Hungarian Central Statistical Office in every year.

970. In order to keep more comprehensive statisticad,daere was an important modification
in 2009 in relation to the unified criminal staitts system of the investigative authorities and
the prosecutor services. This system records that tygpical data concerning the committed
crime, the offender and the victim. It is alsodistin the system which organisation or person
in the course of action initiated the criminal prdare. From the 9 August 2009 onward it can
be recorded in this system if the procedure waiiad by HFIU.

971. Money laundering can be committed intentionallyvath negligence and all of these
categories have a separate statistical code, smthmitted crimes can be recorded exactly in
the unified criminal statistical system. (Also ttréme of failure to comply with the reporting
obligation related to money laundering can be medrwith its separate code there.) The
system also records the basic form of the crime,etkact manner of committing, as well as
the country where the crime was committed.

972. During its supervisory activity the HFIU complet2d6 on-site supervisions. Most of the
on-site inspections were based on a pre-notifinatimward the clients nevertheless from
September 2009 the HFIU completed ad hoc on-s#geittions in 24 cases. The supervisory
activity of the HFIU for 2009 is set out in thelfaling table.
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Table 32: Supervisory activity of HFIU in 2009

scheduled on-
month site
supervision completed Ad hoc Measures No measures
supervisions | supervisions - - fine Amount of taken
Obligation Notification proposal (cases) | fine (HUF)

January 12 12 0 11 0 8 0 0
February 5 5 0 5 0 3 0 0
March 14 12 0 5 0 2 2 200,000 5
April 37 31 0 20 0 16 0 0] 6
May 36 26 0 18 0 19 0 0] 0
June 0 0 0 0 0 0 0 0 0
July 21 13 0 11 11 9 1 100,000 1
August 21 18 0 12 10 13 0 0 2
September 38 35 6 30 26 18 0 0 4
October 19 18 8 15 0 12 2 300,000,
November 36 29 6 23 0 18 3 400,000 4
December 7 7 4 1 2 1 100,000 3
TOTAL: 246 206 24 151 49 118 9| 1100,000 25

Effectiveness and efficiency
Recommendation 30

973. Overall, all supervisors and law enforcement agencappeared to be adequately
structured, resourced and trained.

Recommendation 32

974. Although Section 29 of the AML/CFT Act requires thi#1U to maintain statistics by
virtue of which the effectiveness of the system dombating the money laundering can be
controlled, the evaluators were concerned thatfficgnt attention had been applied to the
maintenance of meaningful statistics by the Huragaauthorities. This particularly applied in
the areas of analysis of the outcome of STRs, tigafons, criminal proceedings,
convictions, provisional measures and confiscatiéissa result the evaluators were concerned
that the Hungarian authorities would not be ablep&form a regular overview of the
effectiveness and efficiency of the AML/CFT systdaised on statistical analysis. Similar
concerns applied to areas such as cross bordearatchs, MLA and international co-
operation.

7.1.2 Recommendations and comments

Recommendation 30

975. Overall the evaluators considered that adequateuress had been applied by the
Hungarian authorities to the AML/CFT regime.

Recommendation 32

976. The evaluation team is of the opinion that coortidmaon gathering of statistics is lacking
which prevents the authorities from carrying ouaprehensive review of the effectiveness
of the system on combating money laundering andrist financing. Moreover, it is unclear
whether the Hungarian authorities perform the raguverview of the effectiveness and
efficiency of the AML/CFT regime based on statigti@nalysis. Although the AML/CFT
issues have been discussed during the meetingheofAnti-Money Laundering Inter-
Ministerial Committee the evaluators were not pded with any material demonstrating the
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effectiveness and efficiency of the statistical tpaf AML/CFT system. Therefore the
evaluators urge Hungarian authorities to maintaimentomprehensive statistics in order to be
able to evaluate the effectiveness and efficieridh@ AML/CFT system.

977.

Notwithstanding the legal requirement of the HFIW Keep statistics, the HFIU lacks

feedback from law enforcement authorities regardimgy STRs disseminated for supporting
ongoing investigations, for initiating covert intigation or supporting covert investigation.
Although the statistics were eventually providebe tevaluators noted that these were
collected solely for the purposes of the evaluationd not as a standard procedure for
evaluating the overall effectiveness of the AML/CEYstem. The evaluators urge the
Hungarian authorities to make a collection of sgtdtistics as a standard procedure in order
to be able to evaluate the effectiveness and effoyi of the HFIU and law enforcement
authorities.

978.
is

Furthermore, the HFIU was unable to provide siatisegarding attempted transactions. It
recommended that the Hungarian authorities vevie system of collection of statistics.

Moreover, the commissioners of police, HCFG andUHEhould takes steps in order to make
sure that the HFIU receives relevant feedback ersfhRs disseminated

979.

As stated above, the evaluators were concernednthé#ficient attention had been applied

to the maintenance of meaningful statistics by khengarian authorities. It is therefore
recommended that:-

>

>

>

Comprehensive statistics should be maintained omestigations, prosecutions and
convictions relating to funds generating crimes;

Precise statistics on amounts restrained and oatdéid in each instance should be
maintained so as to be able to establish an owermvighe efficiency of the system;

Comprehensive statistics on STRs should be prepmadding details of predicate

offences, attempted transactions and the outcomeSTDRs disseminated to law

enforcement agencies. Moreover, the commissionfepelice, the HCFG and the HFIU

should take steps in order to make sure that thi&) Héceives relevant feedback on the
STRs disseminated ;

Statistics on administrative penalties applieddersons making a false declaration under
SR.IX, statistics on criminal investigations inied for physical cross-border
transportation of currency or bearer negotiabldrumsents that were suspected to be
related to ML/TF and statistics on information excbe with foreign counterparts
regarding SR.IX should be maintained;

Comprehensive annual statistics on all MLA andagktion requests - including requests
relating to freezing, seizing and confiscation atthre made or received, relating to ML,
the predicate offences and TF, including the natfithe request, whether it was granted
or refused and the time required to respond shoeilchaintained:;

Procedures should be put in place to centrallyrceand monitor all international requests
for co-operation on matters related to ML and TF.

980. Furthermore, it is recommended that all relevaatistics should be regularly reviewed by

the Hungarian authorities in order to assess tliectefeness and efficiency of the
AML/CFT system.

178



Report on fourth assessment visit of Hungary — 30 September 2010

7.1.3 Compliance with Recommendation 30 and 32

Rating Summary of factors underlying rating
R.30 C
R.32 PC Inadequate statistics on investigation and progamtuiof funds

* No statistics on other forms of international ce@tion.

generating crimes.

Coordination on gathering of statistics is lackiwgich prevents thg
authorities from undertaking a comprehensive revi@ek the
effectiveness of the system on combating ML and TF.

It is not clear whether the Hungarian authoritiesfgrm a regula
overview of the effectiveness and efficiency of tL/CFT system
based on statistical analysis.

No statistics on the outcome of STRs forwardedats &nforcemen
agencies.

No statistics maintained about on-site examinatioosducted by
DNFBP supervisors relating to or including AML/CFand any|
sanctions applied.

No detailed statistics related to MLA.

No statistics kept on MLA requests refused, groundsefusal, on the

time required to handle them and on predicate offienrelated tq
requests.

Statistics of MLA by MoJLE and the Prosecutor Galisroffice not
easily available.

t

7.2 Other Relevant AML/CFT Measures or Issues

981.

N/A

7.3 General Framework for AML/CFT System (see also sentl.1)

982.

N/A
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IV. TABLES

TABLE 1. RATINGS OF COMPLIANCE WITH FATF RECOMMENDA TIONS

The rating of compliance vis-a-vis the FATF 40+ &cBmmendations is made according to the four
levels of compliance mentioned in the AML/CFT assesnt Methodology 2004 (Compliant (C),
Largely Compliant (LC), Partially Compliant (PC)oRNCompliant (NC)), or could, in exceptional
cases, be marked as not applicable (N/A).

The following table sets out the ratings of Compdia with FATF Recommendations which apply to
Hungary. It includes ratings for FATF Recommendations fréva $° round evaluation report tha
were not considered during th& dssessment visit. These ratings are set outlinstand shaded.

—

Forty Recommendations Rating Summary of factors underlying rating™

Legal systems

» The physical elements of money laundering
offence do not fully correspond to the Vienna
and Palermo Conventions:
« Conversion or transfer for the purpose |of

helping person who is involved in the
commission of money laundering to evade
consequences is not covered by Hungarian
legislation;

e Conversion or transfer for the purpose |of
disguising the illicit origin of property i
unclear;

* Unnecessary requirement of purpose element
of concealing the true origin of the thing for
the acts of concealment and suppress
(disguise) of location, disposition or
ownership of or rights with respect fo
property as well as for the act of “use in his
economic activities”.

e Concealment or disguise of the true nature,
source and movement is not covered
(Palermo A.6(1)(a)(ii)).

» Self laundering is only partly covered.

* Not all designated categories of offences |are
fully covered as predicates, as incrimination| of
the financing of an individual terrorist for any
purpose is not covered, and the collection| of
funds for a terrorist organisation’ day-to-day
activities is not clear.

e Autonomous investigation and prosecution of the

money laundering offence still constitute | a

challenge for the police and prosecutors. Given

the level of proceeds generating offences| in

Hungary and the type and quality of the cases

1. Money laundering offence PC

UJ

% These factors are only required to be set out whemating is less than Compliant.
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being brought
overall effectiveness of money
incrimination still needs to be enhanced

(mainly self-laundering) tre
launderi

>

g

2. ML offence — mental eleme
and corporate liability

3.Confiscation and provisiona
measures

LC

Lack of detailed and meaningful statistics on|all

aspects of confiscation negatively affects
assessment of effectiveness of the system.

the

Preventive measures

4. Secrecy laws consistent with
the Recommendations

5. Customer due diligence

LC

Anonymous savings passbooks issued before

their prohibition in 2001 are still in circulation.

The definition of beneficial owner is n
sufficiently broad as it appears not to comp
the mind and management of a legal person

Dt
rise
and

it is unclear whether it covers the ultimate

beneficial owner (respectively indireatvnership

and control).

The legal provisions for the procedure to

applied for the verification of the beneficial

owner are not clear.

Apart from the collection of the maximum set

be

of

data no enhanced due diligence measureg are
required for higher risk categories of customers,

business relationships or transactions.

No explicit requirement to verify that pers

purporting to act on behalf of the customer ig so
authorized (except for services provided under

the Payment Services Act)

No explicit requirement to consider making| a

STR where the financial institution is unable
carry out the customer due diligence measure

[

6. Politically exposed persons

LC

A lack of explicit requirement
approval by senior management of continu
business relations with persons becoming P

regarding

ing
EPs

after the establishment of a business relationship

7. Correspondent banking

8. New technologies and
non face-to-face business

9. Third parties and introducers

181



Report on fourth assessment visit of Hungary — 30 September 2010

10. Record keeping

LC

* No provision to ensure that the mandatpry

record-keeping period may be extended| in
specific cases upon request of the compegtent
authorities

* No requirement to maintain records of business

correspondence.

11. Unusual transactions

12. DNFBP —R.5, 6, 8-f1

LC

e The same concerns in the implementation of

Recommendations 5 and 10 apply equally to
DNFBPs.

» Scope of the legal privilege for lawyers and

notaries unclear.

«  Weakness in effective implementation of CIDD

requirements in particular as regards real estate
agents and dealers in goods.

« The activities of game rooms are not adequately

limited in order to allow for a distinction from
casinos and therefore exclude them from |the
scope of the AML/CFT Act.

13. Suspicious transaction
reporting

PC

» Deficiencies in the incrimination of money

laundering and terrorist financing could have|an
impact on the reporting of suspicious
transactions.

* No clear reporting obligation covering fungs

suspected to be linked or related to, or to| be
used for terrorism, terrorist acts or by terrorist
organisations.

* Attempted transactions are not explicitly

covered.

* Declining number of STRs give rise to general

P

concerns over the effectiveness of the systen

14. Protection & no tipping-off

15. Internal controls,
compliance and audit

16. DNFBP — R.13-15 & *

PC

e Low number of STRs from DNFBPs

(effectiveness issue).

« The same shortcomings as identified under

Recommendation 13 and Spedial
Recommendation IV apply.

27 The review of Recommendation 12 has taken intolatidhose Recommendations that are rated in thistrep addition
it has also taken into account the findings from2H round report on Recommendations 9 and 11.
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17. Sanctions PC Senior management not included in the
sanctioning regime of the CIFE Act.
Range of sanctions under the Investment |Act
and the CIFE Act not broad enough.
Limited effectiveness.
18. Shell banks C
19. Other forms of reporting C
20. Other DNFBP & secur C
transaction techniques
21. Special attention for highe C
risk countries
22. Foreign branches an C
subsidiaries
23. Regulation, supervision and LC No assessment of criminal records regarding
monitoring members of the supervisory board of financial
institutions other than insurance companies.
No assessment of criminal records of persons
holding a qualifying interest in investment fund
management companies.
“fit & proper” requirements only applicable to
directors/executive officers and not to the senior
management of financial institutions (with the
exception of investment fund management
companies).
24. DNFBP - regulation LC Supervision of DNFPBs without state |or
supervision and monitoring professional supervision understaffed
25. Guidelines and Feedback LC No guidance on CFT for DNFBPs
Institutional and other
measures
26. The FIU PC There exist some deficiencies regarding [the

operational independence and autonomy of
HFIU.

The absence of a timeframe in legislation
indirect access to information on a timely basi

the

for

N

D

order to enable the HFIU to properly undertake

2 The review of Recommendation 16 has taken intmumicthose Recommendations that are rated in tiisrire In
addition it has also taken into account the findifrgm the %' round report on Recommendations 14, 15 and 21.
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its functions, including the analysis of STR could

undermine its operational effectiveness.

The low number of case reports submitted to Jaw
enforcement agencies for initiating common and
organised crime related ML brings into questjon
the effectiveness of the HFIU as well as the
absence of indictments arising from the

dissemination of STRs.

27. Law enforcement authoritie LC Insufficient focus on potential ML offenses and
relatively low number of prosecutions and
convictions

28. Powers of competent C

authorities

29. Supervisors C

30. Resources, integrity and C

training
31. National co-operation C
32. Statistic® PC Inadequate statistics on investigation &and

prosecution of funds generating crimes

Coordination on gathering of statistics is lack
which prevents the authorities from undertak

ng
ng

a comprehensive review of the effectiveness of
the system on combating money laundering fand

terrorist financing

It is not clear whether the Hungarian authorities
perform a regular overview of the effectiveness

and efficiency of the AML/CFT system based
statistical analysis.

No statistics on the outcome of STRs forwar
to law enforcement agencies.

No statistics maintained about on-s
examinations conducted by DNFBP supervig
relating to or including AML/CFT and an
sanctions applied.

No detailed statistics related to mutual le
assistance.

No statistics kept on MLA requests refus
grounds for refusal, on the time required
handle them and on predicate offences relate
requests.

on

led

ite

ors
y

dto

2 The review of Recommendation 32 has taken int@umicthose Recommendations that are rated in tiisrire In
addition it has also taken into account the findifrgm the %' round report on Recommendations 38 and 39.
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Statistics of MLA by MoJLE and the Prosecut
General’s office not easily available.

or

No statistics on other forms of international ¢o-

the
n,

ion

n

in

the

operation.
33. Legal persons — beneficial C
owners
34. Legal arrangements — N/A
beneficial owners
International Co-operation
35. Conventions PC Reservations about certain aspects of
implementation of the Vienna Conventic
Palermo Convention and the TF Convention.
Effectiveness of the implementing the standards
in relation to ML and TF give rise to doubts.
There is no definition of “funds” in the Crimina
Code.
Financing of certain aspects of the Convent
for the Suppression of Unlawful Acts against the
Safety of Civil Aviation have not bee
criminalised.
Legal persons do not appear to be liable
practice for TF offences as required by UN TF
Convention.
36. Mutual legal assistance LC No formal timeframes which would enable
(MLA) % determine whether requests are being dealt with
timely, constructively and effectively.
The application of dual criminality may
negatively impact Hungary’s ability to provide
assistance due to shortcomings identified
respect to the scope of the TF and ML offences.
Effectiveness cannot be demonstrated due tq
absence of statistics on MLA requests relating to
ML, predicate offences and TF.
37. Dual criminality C
38. MLA on confiscation and C
freezing
39. Extradition C

%0 The review of Recommendation 36 has taken intowatdhose Recommendations that are rated in thisre In addition
it has also taken into account the findings from2H round report on Recommendation 28.

185



Report on fourth assessment visit of Hungary — 30 September 2010

40. Other forms of co-operation

LC

Lack of detailed statistics undermines the

assessment of effectiveness

Nine Special
Recommendations

SR.I Implement UN instruments

D

PC

Implementation of UNSCRs 1373 is not yet

sufficient.

There is no definition of “funds” in the Crimin
Code.

Financing of certain aspects of the Convent
for the Suppression of Unlawful Acts against
Safety of Civil Aviation are not bee
criminalised..

Legal persons do not appear to be liable
practice for TF offences as required by UN
Convention.

=

ion
the

in
TF

SR.II Criminalise terrorist
financing

PC

The Criminal Code does not provide for
offence of terrorist financing in the form
provision or collection of funds with th
unlawful intention that they should be used o
the knowledge that they are to be used by
individual terrorist for any purpose.

It is unclear whether the financing of terror
organisations’ day to day activities 3
incriminated, and collection of funds for terror
organisations’ day to day activities is n
covered.

No definition of “funds” as defined in th
Terrorist Financing Convention.

No explicit coverage of direct or indire

collection of funds/usage in full or in par

without the funds being used or linked to
specific terrorist act.

The financing of certain aspects of t
Convention for the Suppression of Unlaw
Acts against the safety of Civil Aviation ha
not been criminalised.

SR.IIlL Freeze and confisca
terrorist assets

PC

Lack of awareness in the non-banking secto
the UN and EU lists gives rise to concerns
effectiveness of implementation.

Within the context of UNSCR 1373, there is
national mechanism for evaluation of request
freeze the funds of EU internals (citizens
residents).

an
Df
e

an
ist
re

st
ot

ct

—

he
ful
ve

r of
of

no
5 to
or

Hungary does not have an effective and publ
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known national procedure for the purpose| of
delisting.

e Hungary does not have effective national
procedure for unfreezing, in a timely manner,
requests upon verification that the person| or
entity is not designated person.

» The scheme for communication of actions taken
under freezing mechanisms appears to| be
fragmented and may not operate effectively.

 Apart from the HFSA, there is no clear
supervision by other regulators of compliance
with SR.IIl and no clear capacity by them |to
sanction in the event of non-compliance.

* The deadline for freezing transactions (assets)
by the service providers is relatively short and
that this is a significant gap in the system|in
terms of having effective procedures to fregze
terrorist funds without delay.

SR.IV Suspicious transactio PC * No clear reporting obligation covering fungds

reporting suspected to be linked or related to, or to be used
for terrorism, terrorist acts or by terrorist
organisations.

+ Deficiencies in the criminalisation of terrorist
financing limit the reporting obligation.

« Attempted transactions are not explicitly
covered.

e Low number of STRs gives rise to concerns gver
effectiveness of implementation.

SR.V. International LC * No formal timeframes which would enable |to
co-operatioft determine whether requests are being dealt with
timely, constructively and effectively.

e The application of dual criminality may
negatively impact Hungary's ability to provide
assistance due to shortcomings identified| in
respect to the scope of the TF offences.

» Effectiveness cannot be demonstrated due to the
absence of statistics on MLA requests relating to
ML, predicate offences and TF.

e Lack of detailed statistics undermines the
assessment of effectiveness

SR.VI. AML requirements for C

31 The review of Special Recommendation V has takemaccount those Recommendations that are ratesineport. In
addition it has also taken into account the findifrgm the %' round report on Recommendations 37, 38 and 39.
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money/value transfer services

SR.VII Wire transfer rules C

SR.VIII Non-profit organisations NC * No special review of the risks in the NPO segtor
undertaken.

e [Insufficient outreach to the NPO sector on [FT
risks. There is no formalised and efficient
system in place that focuses on potential
vulnerabilities.

* No clear legal provisions in place to require and
maintain information on NPOs purposes and
objectives in relation to their activities.

e No clear identification of those NPOs that
account for a significant portion of financial
resources under the control of the sector and a
substantial share of the sector’'s internatignal
activities.

* No specific meaningful measures or sanctiorjing
capability for the most vulnerable parts of the
sector.

SR.IX Cash Couriers PC * No administrative ability to stop/restrain or sejze
in the case of ML/FT.

« Sanctions available are not effective,
proportionate or dissuasive.

« Deficiencies in the implementation of SR.|II
may have an impact on the effectiveness of|the
regime.

 Lack of available statistics meant that the
authorities could not fully demonstrate the
effectiveness of the declaration system.

* The system is limited to movements beyond |the
EU.(effectiveness issue)
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TABLE 2: RECOMMENDED ACTION PLAN TO IMPROVE THE AML /CFT
SYSTEM

AML/CFT System Recommended Action (listed in order of priority)

1. General No text required

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money * Hungary should criminalise self-laundering fully iime
Laundering (R.1) with the Vienna and Palermo Conventions.

e The Hungarian authorities should make legislativenges
to the money laundering offence to bring legiskatiato
full compliance with the Vienna and Palermo Conians.

» The offence of financing terrorism should be widgre
cover all relevant issues as predicate offencemaoey
laundering by incriminating the financing of an ividual
terrorist for any purpose and making the incriniovatof
collection of funds for a terrorist organisationlay-to-day
activities clearer.

e The Hungarian Authorities should consider morentraj
for law enforcement authorities, particularly falipe and
prosecutors on the way in which money launderingesa
should be efficiently investigated and prosecuted.

» Case law should be established on autonomous Méscas
in order to clarify the level of proof required whethere
has been no conviction for the predicate offence.

e The Hungarian authorities should pursue more
investigations and prosecutions of third party enng.

2.2 Criminalisation of Terrorist » The financing of individual terrorists’ day-to-dagtivities
Financing (SR.II) should be criminalised as required by SR 1.

e The incrimination of the financing of terrorist
organisations’ day-to-day activities should be ifieat by
further legislative change and by issuing appraeria
guidance to law enforcement agencies and the tioleof
funds for terrorist organisations’ day to day atis
should be criminalised.

¢ “Funds” should be defined.

e Hungary should consider legislative changes to eend
legal persons liable for more effective prosecwion TF
offences in practice.

e The legislation should be revised to ensure proper
criminalisation of financing of the acts arisingrn the
Convention for the Suppression of Unlawful Acts iaggl
the Safety of Civil Aviation for placing or causing place
on an aircraft in service a device or substancechvig
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likely to destroy that aircraft.

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3)

Consideration should be given to administrativgpsuasion
of transactions, granting the FIU a reasonableodeaf
time to check the facts of the case in detailshout
immediately having to open a criminal investigation

2.4 Freezing of funds used for
terrorist financing (SR.III)

The Hungarian authorities should provide more guies
to the private sector, especially the non bankingrcial
industry and DNFBPs, on the freezing obligatic
stemming from the international standards. The meicim
on dissemination of the lists should also be impbvn
particular, the proposed plan to examine the sysbér
coordination and dissemination of lists should
implemented as soon as possible.

The sample rules should be reviewed and broughbu
date on a regular basis.

Apart from the HFSA, the competence of all supemyis
authorities on monitoring effectively the complianof
reporting entities with the FRM Act and imposingiki
administrative or criminal sanctions for failure comply
with the Act should be made clear in the AML/CFTtAc

The Hungarian authorities should provide a procedar
making possible freezing of funds and assets hgl&W-
internals in all instances set forth by SR.III.

The Hungarian authorities should provide an efiectind
publicly known national procedure for the purpose
delisting.

The effective national procedure for the purpose
unfreezing requests in a timely manner upon vetiioa
that the person or entity is not a designated pestould
be established.

The deadline for freezing transactions (assets)thsy
service providers is relatively short and shouldekended
(especially in the case of international transasjoin
order to be able to perform necessary checks.

ns

be

of

2.5 The Financial Intelligence Unit
and its functions (R.26)

The HFIU should be provided by the Law direct (oretly
indirect) access to all law enforcement informati
including intelligence information as this wou
significantly improve its effectiveness to undedaks
analytical function

The Hungarian authorities should consider increpsive
suspension period and should introduce a timefrémn
ensure that the HFIU has indirect access, on dytibesis,
to the relevant financial, administrative and |
enforcement information that requires to prope
undertake its, functions, including the analysiSoR.

on
Id

aw
2rly

The HFIU should carry out a more in depth analgsithe
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reports, aimed at adding value to the STRs recemét
the view of improving the quality of the informatiat
disseminates. An enhanced analysis of the STRsda@he
selecting those worth investigating and at imprgvthe
quality of information that is disseminated to law
enforcement for initiating new criminal investigats
would make AML/CFT systems more effective and would
therefore make a more effective use of law enfoesgm
resources and provide a more robust buffer betviben
reporting and investigation stages.

e« The Hungarian authorities should adopt clear Ilegal
provisions in order to assure the operational irdepnce
and autonomy of the HFIU and grant the head of HFIU
with powers to decide on dissemination of STRs.

2.6 Cross Border Declaration & * The HCFG should be given the administrative authdad
Disclosure (SR.IX) immediately stop/restrain cash to ascertain whether
evidence may be found for ML/FT.

e The penalties for non-compliance with the obligatim
declare are relatively low (€550). Therefore, siamst
should be more effective and dissuasive.

e Hungarian authorities should take steps to heiglthen
awareness of arriving and departing travellers taking
the signage at ports of entry and exit alertingeflars to
the requirements much more visible (and perhaps in
multiple languages).

* In order to be able to evaluate the overall effectess of
the system, the Hungarian authorities should mizimere
detailed statistics on administrative penaltiesliegpfor
persons making a false declaration under SR.IXistts
on criminal investigations initiated for physicatoss-
border transportation of currency or bearer neptia
instruments that were suspected to be related 6 Mand
statistics on information exchange with foreign
counterparts regarding SR.IX.

—

e The EU Regulation does not affect the possibility
member states to apply controls on EU internal déardn
accordance with the existing provisions of the Tyea
establishing the European Community. In order tomly
with SR IX, Hungary should consider developing |an
appropriate domestic legal mechanism for cash abatr
the EU internal borders.

e Specialised training activities related to SR.IXL(lsind TF
related cross-border transportation of cash andeb
negotiable instruments) for the staff of the HCH@wdd
be continued.

D
Q
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3. Preventive Measures —
Financial Institutions

3.1 Risk of money launderingor | « A domestic ML/TF risk assessment should be conducte
terrorist financing including an assessment of the adequacy of mandator
instances for enhanced due diligence.

3.2 Customer due diligence, * It is recommended that all anonymous passbooks,
including enhanced or reduced regardless of the balance on the respective accshiotld
measures (R.5) be closed or converted to nominative accounts at| th

earliest opportunity and not later than 1 Janu@32

* It remains unclear whether the definition of beciefi
owner comprises indirect ownership and control #mel
mind and management of a company, it is therefore
recommended that these definitions be reviewed [and
clarified. It is also recommended that the minimum
identification requirements for beneficial owner®sld be
aligned with those for other customers and thatstraple
template for the declaration of beneficial owngoshi
declaration be clarified.

« An explicit requirement for financial institutiongo
consider making a STR where they are unable ty cat
the customer due diligence measures should| be
implemented.

« An explicit requirement to verify that the persamrgorting
to act on behalf of the customer is so authorisenlsl be
implemented.

e In addition to the collection of the maximum set |of
identification data further enhanced due diligemsasures
should be required for higher risk categories aftomners,
business relationships or transactions (e.g. fiafgrto
commercial electronic databases, enhanced ongoing
monitoring, etc.).

* The extent to which the Data Protection Law is bstacle
to effective CDD measures should be assessed.

3.3 Financial institution secrecy or
confidentiality (R.4)

3.4 Record keeping and wire * A legal power for competent authorities to ensina the
transfer rules (R.10 & SR.VII) mandatory record-keeping period may be extended in
specific cases upon request should be implemented.

» The obligation in the AML/CFT Act should be align
with the record keeping obligation of the AccougtiAct
(i.e. the obligation to record the particulars effprmance
(place, time and mode) should be mandatory in adles|
and not be restricted to cases specified accorttinthe
internal rules applying a risk-based approach).

9%
o
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Financial institutions should be specifically regui to
maintain records of the business correspondence.

3.5 Suspicious transaction reports
and other reporting (R.13-14, 19, 1
& SR.IV)

PS5

There is no clear provision in the AML/CFT Act redug
reporting of predicate offences (including tax e} to
the HFIU. The evaluators consider that a clear ipron
requiring reporting for all predicate offences dm& in the
preventive law to the definition of money laundgriand
terrorist financing would make the overall provissan the
Hungarian legislation more comprehensive.

There is no explicit mention in Section 23 of the

AML/CFT Act and model rules that the reporti
obligation also covers attempted transactionsetbeg, the
Hungarian Authorities are invited to adopt such liekp
provisions.

The Hungarian Authorities are invited to review thew
electronic reporting system in order to make stiie not
an obstacle for more active reporting and make dten
user-friendliness in cooperation with reporting ites.
Furthermore, as not all reporting entities mightehan
internet access (which could became an obstacle
fulfilling reporting obligations), the Hungarian thorities
should implement alternative reporting options &urch
situations.

The small number of STRs related to terrorist faiag
raises concerns about effective implementation. &V
outreach and guidance to reporting sector is napgss
order to increase the number of STRs related to TF.

Not all designated categories of offences are fotlyered
as predicates, as incrimination of the financing aof
individual terrorist or terrorist organisation itnfully
covered. The Hungarian authorities should takeslative
measures in order to ensure that there is a cldiyation
to report to the FIU when a financial institutiamspects of
has reasonable grounds to suspect that fundsreedlior
related to, or to be used for terrorism, terrosists or by
terrorist organisations or those who finance tésrnor

g

for

lor

3.6 The supervisory and oversight
system - competent authorities an
SROs. Role, functions, duties and
powers (including sanctions) (R.23
29, 17)

D

With regard to Recommendation 23, the authorithesikd:

e Introduce requirements and procedures to pre
criminals from becoming members of the supervis
board of investment firms;

e Introduce requirements and procedures to pre
criminals from hold a qualifying interest in invesnt
fund management companies;

* Extend binding “fit and proper” requirements toiser
management of all financial institutions (besic
investment.

vent
ory

vent

les
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* With regard to Recommendation 17, the authoritiesikl:

Include senior management in the sanctioning regime

of the CIFE Act;

Extend the range of sanctions available for inttihs

covered by the Investment Act and include suspensio

of license and removal from office in the range
sanctions available with regard to the CIFE Act;

of

Use the existing sanctioning regime to a broader

extend respectively consider applying the full eod
sanctions (including higher fines and removal
licences) with regard to identified breaches toease

the effectiveness and dissuasiveness of the system.

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

* With regard to all DNFBPs the Hungarian authoriti
should:

» With regard to lawyers and notaries public the Hauian

of

es

Recommendations and comments made under
Recommendation 5 and 10 should also be applied to

all DNFBPs;

Review the relationship between record keeq
obligation according to Accounting Act and respeef
obligations under the AML/CFT Act;

Review the PEP definition as the scope differshilyg
from the FATF standard;

ng

Require DNFBPs explicitly to take reasonaple

measures to establish the source of wealth and

the

source of funds of customers and beneficial owners

identified as PEPs;

Require DNFBPs explicitly to conduct enhang
ongoing monitoring on a PEP customer;

ed

Require DNFBPs explicitly to have policies in place

or to take measures to prevent the misuse
technological developments in money laundering
terrorist financing schemes

of
or

Require DNFBPs to obtain immediately the necessary

information from the third party;

Require DNFBPs to pay special attention and
examine as far as possible the background and el
of all complex and unusual transactions;

Require DNFBPs to set forth their findings in wrdi
and to keep such findings available for compet
authorities and auditors for at least five years.
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authorities should:

e Clarify the scope of the legal privilege for lawygemd
notaries.

With regard to casinos the Hungarian authoritiesih

e Limit the possible winnings at game rooms in oriaer

ensure that customers may not engage in fina
transactions equal to or above EUR 3,000 and &b

the possibility of “certificates of winnings” being

issued for winnings at game rooms.

With regard to real estate agents the Hungariamoaties
should:

ncial
olis

e Clarify that CDD measures have to be applied with

respect to both the purchaser and the vendor o
property

[ the

e Strengthen effective implementation of CDD

requirements.

With regard to dealers in goods accepting cash pagsn

above HUF 3.6 m the Hungarian authorities should:

e Strengthen effective implementation of CDD

requirements.

With regard to auditors, accountants, tax advisord tax
consultants the Hungarian authorities should:

« Clarify that the provisions regarding PEPs alsoehiay
be applied by auditors, accountants, and tax acb/i

50

consultants in cases where a PEP is the beneficial

owner of a legal entity.

4.2 Suspicious transaction reportir
(R.16)

g.

The HFIU and SROs should, in cooperation with ttraUH
review the reasons for the significant decreasesports
from lawyers and notaries.

Furthermore, the Hungarian authorities should take
continued and enhanced measures (especially through

improved feedback from the HFIU and trainings) ndex
to increase the number of STRs submitted.

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Non-profit organisations
(SR.VII)

The recommendation from th& 8ound MER to conduct
review of the sector in order to be fully compliavith the
FATF Recommendations should be implemented.

The authorities should provide clear legal provisido
require and maintain information on NPOs purpo
activities and the identity of person(s) who owontrol or
direct their activities.

Steps should be taken to raise awareness in thedBPOr

5€S,
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about the risks of terrorist abuse. In particuthe active
steps should be taken to clearly identify thosdspaf the
NPO sector that account for a significant portidnttee
financial resources of the sector and a substasttiate of
the sector's international activities, and ensute a3
minimum in these areas that:

¢ Publicly accessible information is available on the
purposes and objectives of their stated activiaesl, on
those who own, control or direct their activities;

« Promotion of effective oversight measures (supemi
and monitoring) of these parts of the sector shangld
undertaken;

1°2)

e Appropriate measures are in place to sanction
violations of oversight measures.

6. National and International Co-
operation

6.1 National co-operation and
coordination (R.31)

6.2 The Conventions and UN « Hungary has ratified the Vienna and Palermo Cornoest
Special Resolutions (R.35 & SR.I)|  and the Terrorist Financing Convention. The legjistehas
been amended in order to implement the Conventiouns,
existing legislation does not cover the full scafehese
Conventions as stated above and in the individual
discussion on R. 1 and SR II. Therefore, it is neceended
that Hungary amend its Criminal Code to fully coél
and TF offences and thus fully implement the Vienna
Palermo and Terrorist Financing Convention.

» Measures still need to be taken in order to preperl
implement UNSCRs 1267 and 1373. The Hungarian
authorities should particularly introduce a proaedior
making possible the freezing of funds and asset Ine
EU-internals in all instances set forth by SR.III.

6.3 Mutual Legal Assistance (R.36

The Hungarian authorities should put in place aesys
& SR.V) g P P =y

enabling them to monitor the quality and speed| of
executing requests.

» The Hungarian authorities should maintain comprsiven
annual statistics on all mutual legal assistancel |an
extradition requests -including requests relatmfreezing,
seizing and confiscation- that are made or receireddting
to ML, the predicate offences and FT, including mtiag¢ure
of the request, whether it was granted or refuset the
time required to respond.

» Consideration should be given for review of theugas
for refusal, as to clarify its applicability.

* Hungary should clarify whether the application afad
criminality may limit its ability to provide assaice in
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certain situations, particularly in the contextidéntified
deficiencies with respect to the ML and TF offeras
outlined under Recommendation 1 and Special
Recommendation II.

* Hungary should consider clear time limits for thentral
authorities to evaluate and forward the MLA regsdst
execution.

» Consideration should be given to the adoption cfeis
sharing provisions with non-EU countries.

6.4 Other Forms of Co-operation
(R.40 & SR.V)

* Due to the lack of statistics it was not possilieassess

how effectively the Hungarian authorities were mespng
international requests for cooperation and it| is
recommended that procedures are put in place tiadign
record and monitor all international requests (for
cooperation on matters related to money laundexmbthe
financing of terrorism.

to

7. Other Issues

7.1 Resources and statistics (R.32

» It is recommended that:

Comprehensive statistics should be maintained on
investigations, prosecutions and convictions re¢pto
funds generating crimes;

Precise statistics on amounts restrained |and
confiscated in each instance should be maintaingd s
as to be able to establish an overview of the iefficy
of the system;

Comprehensive statistics on STRs should be prepared
including details of predicate offences, attempted
transactions and the outcome of STRs disseminated t
law  enforcement agencies. Moreover, the
commissioners of police, HCFG and HFIU should
takes steps in order to make sure that the HFIU
receives relevant feedback on the STRs disseminated

Statistics on administrative penalties applied |for
persons making a false declaration under SR.IX,
statistics on criminal investigations initiated for
physical cross-border transportation of currency| or
bearer negotiable instruments that were suspeotéd t
be related to ML/TF and statistics on information
exchange with foreign counterparts regarding SR.IX
should be maintained;

Comprehensive annual statistics on all mutual legal
assistance and extradition requests - includingasts
relating to freezing, seizing and confiscationatthre
made or received, relating to ML, the predicate
offences and FT, including the nature of the retjues
whether it was granted or refused and the time
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required to respond should be maintained,

» Procedures should be put in place to centrallyrceco
and monitor all international requests for cooperat
on matters related to money laundering and |the
financing of terrorism

« Furthermore, it is recommended that all relevaatisics
should be regularly reviewed by the Hungarian aitibe
in order to assess the effectiveness and efficiaicthe
AML/CFT system
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TABLE 3: AUTHORITIES’ RESPONSE TO THE EVALUATION

RELEVANT
SECTIONS AND
PARAGRAPHS

COUNTRY COMMENTS

Para 84-87, 107,
R.1 Rating box
(bullet point No.1)

Self-laundering

The criminalisation of self-laundering was introddc because of the
international standards and evaluations.

No legal change in criminalisation of self-laundgrivas made in comparison
to the ¥ round.

In the 3 evaluation report there was no critic and no revemdation of
changing the system.

The criminalisation of self-laundering is providedthe extent as the principles
of our criminal law make it possible. The crimirsaliion of self-laundering i
itself is a breakthrough of the principle of therdpibition of double
assessment®.

The breakthrough of the principle of the “prohibitiof double assessment” is|in
line with the FATF requirements and there is ndgattion to completely wipe
out unpunishable post-activities from our crimicalkde. General international
and national principles of criminal laws can not dleanged and should be
accepted also in evaluations.

Furthermore, the evaluations are incoherent inrtiager. In some countries the
evaluators accepted any fundamental principle efrthtional law (prohibitior
of double assessment) required the exemption afopsrwho had committed
the predicate offence, but in other countries idynot do so.

—

Para 118-120,
140,

SR. Il Rating box
(bullet point No.2)

The criminalisation of the financing of terroristganisations’ day-to-day
activities
The Hungarian authorities consider that there idig misunderstanding
regarding the legislative framework for criminatisa of the financing of
terrorists, especially the criminalisation of thénahcing of terrorist
organisations’ day-to-day activities
The criminalisation of the financing of terroristganisations’ day-to-day
activities is covered under Subsection (5) of $ect261 by the phrase of
“supporting the activity of the terrorist group ather ways”. This term was

drafted in a very general way so as to comprise supyportive act (e.g.
provision, collection of funds).

No legal change in criminalisation of the financiofyterrorist organisationg’
day-to-day activities was made in comparison to 3feound, because there
was ho critic of changing the system in this resp&oe Hungarian authoritigs
consider that the legislative reasoning of Sec#6h of the HCC supports their
explanation: “the Act maintains the criminalisatiohany form of supporting
the activities of a terrorist group”.

Furthermore, the conclusions drawn from the letisda framework are
confirmed neither by the text of the HCC (with nethrod of interpretation) nd
by the explanation of the Hungarian authorities amerefore highlight nc
actual deficiency (Para 119.). According to thet ixthe HCC regarding th
criminalisation of the financing of terrorists, tiperpetrator of financing g
terrorist is punishable regardless the fact whellgdshe is within the terrorigt

=

=~ (D
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group or he/she is outside.

Para 133, 143

SR. Il Rating box
(bullet point No.5)

The criminalisation of the acts arising from then@ention for the Suppressia
of Unlawful Acts against the Safety of Civil Aviafi for placing or causing t
place on an aircraft in service a device or sultstamhich is likely to destro
that aircraft

The Hungarian authorities are of the opinion tham@s against transportatid

safety [Section 184 of the HCC] covers the abovdimeed act. The crime can

be established if the act of the perpetrator vesddhe objects listed in Secti
184 and this act can endanger transportation safétyacing a device o
substance which is likely to destroy aircraft” ist xpressly mentioned in th
statutory definition; however the phrase “any perato endangers the safe
of air by any other similar manner” covers thisckof act.

n

O

n

bn
r
e

ty

R.26 Rating box

(bullet point No.2)
(bullet point No.3)

Indirect access to information on a timely basis

The HFIU has direct access to the two law enforcenuatabases: dire
(online) not restricted access to customs law eefoent database and dire
(online) restricted access to police law enforcendatabase.

As regards articulating the competence of Hungafastoms and Finang
Guard in the field of law enforcement (which is rimited to customs an
excise related offences), the value of having tioetine not restricted access
customs law enforcement database is not evaluatexh fthe aspect o
effectiveness by the examiners. At the same tineerdstricted feature of th
access to police law enforcement database is ed@sse negative peculiarit
which cannot be effectively supplemented with adirect unrestricted acce
that has no timeframe in procedural terms.

Hungarian authorities acknowledge the lack of tieweie as a deficiency, b
they believe that the level of this certain defiag is much less, than the ley
of benefit provided by the restricted direct accsgolice law enforcemer
database.

Low number of case reports

Hungarian authorities consider the issue presdmdtie last bullet point in th
rating box as not a Hungary specific subject, bphanomenon that applies
some of the jurisdictions of the region. A recomasion on enhancing th

dissemination of case reports for initiating comnama organised crime relate

money laundering would have been more appropriadecansistent.
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Para 15 of
Executive
Summary (p. 10)
Para 353-357, 431
CHAPTER V
Box No.2
Anonymous
accounts (p. 202)

Savings passbooks

The procedure applied for the transformation ofrgmaous savings passboo
into nominative ones was accepted by the FATF PRlenary in 2002 a
consistent with the relevant FATF Recommendatitmghat year 99,1 % of a
savings deposits were registered. The remainin@®i9 immobilized and ma
not be used in any way without full prior identdton and verification of th
holder of the passbook.

The Hungarian Financial Supervisory Authority opessa monitoring system (
this remaining stock and reports on it to every Bloral Plenary Meeting.

The European Union decided to transpose this aeraagt developed by th
Hungarian Authorities without modification into Ade 6 of the &' Directive as
the proper way for all EU Member States to dispafsthis traditional Europea

savings instrument! Member States shall in all cases require that thenere and
beneficiaries of existing anonymous accounts or gmmus passbooks be made the sub
of customer due diligence measures as soon as pessild in any event before su

ject
ch

accounts or passbooks are used in any way.”
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Para 333, 339,
SR.IX Rating box
(bullet point No.5)

Cross border declaration — supranational approactngé EU

The Hungarian authorities are of the opinion thiag trecognition of 3
supranational jurisdiction for the purposes of SR case of the EU by th
FATF is not entirely reflected in the report.

The critic that the limitation of cash movementsydral the EU is ar
effectiveness issue is not in line with the FATRmaelology. As highlighted ir
some of the FATF evaluations physical cross-bortfansportations o
currency/BNI within the borders of the EU are todmmsidered domestic whe
assessing SR.IX.

[¢%)

1
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Para 486, 503, 5071
R.13 Rating box

Impact on the reporting system

In our opinion the service providers should onlydweare of whether any dat
fact or circumstance is somehow connected to mdaeydering or terroris
financing, and not of that whether the transactionstitutes money launderin
or terrorist financing itself. It means that they mbt need to know precisely tf
statutory definitions of ML or TF set out in thei@mnal Code. Consequently
making a connection between the incrimination (afiaiencies in the
incrimination) of ML and TF and the reporting olatgpn might be misleadin
in our opinion.

Furthermore, the text of the English translatiohef AML/CFT Act could alsd
be misleading as it contains the word “indicatingtie Hungarian version of th
AML/CFT Act (which should be considered as the calighentic text) uses th
phrase “utal6” , which besides of‘indicating” also means‘implying”,

“referring” , “suggesting” in English, therefore it is obvious that the AMIFT
Act does not require noticing a concrete sign @ation) of ML or TF for
applying the reporting obligation, consequentlyréhes no need to know th
precise legal definitions in this way, as well).r Feporting (for having the
reporting obligation) it is enough to notice anyajdact or circumstance whig
somehow indicate, imply, refer or suggest that icrithacts (namely ML or TF
might have been committed. This does not requirgic providers or thei
employees to have sound knowledge of the CrimiradeCdefinitions of ML
and TF, therefore it is irrelevant whether theree afeficiencies in thg
incrimination of ML and TF or not. Despite the fattat there have bee
deficiencies identified under R.1 and SR.II by évaluators, those, according
the above, may not have any negative impact onopeifig the reporting
obligation.

g

Para 489, 509
R.13 Rating box

(bullet point No.3)
Para 499

SR.IV Rating box
(bullet point No.2)

Attempted transactions

The Hungarian authorities are of the opinion that teporting requirement fg
attempted transactions is covered under Secticof #8 Hungarian AML/CFT|
Act as it is prescribed under the criteria 13.3.t@mbasis of Subsection (1)
Section 23, all of the service providers under sbepe of the AML/CFT Ac
have to submit a report to the FIU “in the evenhaficing any information, fac
or circumstance indicating money laundering oraest financing”. (So this
obligation does not make difference between thewre and the attempte

=

of

t

2d

transactions, it covers both cases.) Furthermareghe basis of Subsection (
of Section 23 the service provider may not exetletransaction order un

A)
il

the suspicious transaction report is submittedunview these two subsectiopns

fully cover not only the executed transactions, k@aiso the attempte
transactions.

Actually the reporting obligation is not based drafisactions”, but on “facts,
data or circumstances”. The scope of this lattee @ broader than the
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transaction.

Subsection (4) of Section 23 is a new provisionth@ AML/CFT Act (which
entered into force at the end of 2007), so theaBdn does not remain
unchanged since thé'3ound evaluation and during the implementatiorcess
of the Third Directive the Hungarian authoritiegda into consideration th
relevant recommendation concerning attempted tcéioss of the ¥ round
MER.

This explanation is supported by the practice aé avel the HFIU is receiving
such STRs. However the HFIU does not collect siedison STRs related t
attempted transactions, but it is not an FATF nemuent to do so and it wou
not contribute to the effectiveness or to asses®tfectiveness of the reporting
regime.

[¢]

o O~

Para 491, 493,
504, 507, 223

R.13 Rating box
(bullet point No.4)

Declining number of STRs

The MER suggests that the introduction of the ed®it reporting system is the
primary reason of the declining number of STRs.

Hungary introduced the electronic reporting sysian2009 in line with the
recommendation set out by the Third Round MER.hi& ¢tourse of 2009 the
number of incoming STRs started to decrease. Ttaisstcal alteration was
recognised by the HFIU and as a consequence iucted a research in order to
identify the possible reasons behind this phenomeridhe output of the
research identified variety of reasons as possit@lasons such as the
improvement of STRs’ quality, one-off purificationf client-base at certain
service providers, new AML/CFT provisions, non-dnalisation of negligent
form of failure to comply with the reporting obligan, economic and financial
crisis and introduction of electronic reporting teys> The Hungariarn
authorities are of the opinion that suggesting that primary reason of the
declining number of STRs was the introduction @&c#lonic reporting system
without analysing the other (probable) contributifagtors is misleading. In
regard to justifying the overall effect of decligimumber of STRs Hungarian
authorities believe that direct link cannot be lelished between the change|in
volume of STRs and the effectiveness.

32 Extracts of the research document are availabiledBiannual Report of HFIUMvw.vam.gov.hu/pip
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V. COMPLIANCE WITH THE 3 "° EU AML/CFT DIRECTIVE

Hungary has been a member country of the EuropeaonUsince 2004. It has implemented
Directive 2005/60/EC of the European Parliament anaf the Council of 26 October 2005 on
the prevention of the use of the financial systenof the purpose of money laundering and
terrorist financing (hereinafter: “the Directive”) and tHeéommission Directive 2006/70/EQf

1 August 2006 laying down implementing measures for Directive 208/60/EC of the
European Parliament and of the Council as regardshe definition of ‘politically exposed
person’ and the technical criteria for simplified aistomer due diligence procedures and for
exemption on grounds of a financial activity conduted on an occasional or very limited
basis

The following sections describe the major diffeendetween the Directive and the relevant FATF
40 Recommendations plus 9 Special Recommendations.

1 Corporate Liability

Art. 39 of the Directive | Member States shall ensure that natural and lesgabps covered by the
Directive can be held liable for infringements bé tnational provision
adopted pursuant to this Directive.

[*2)

FATF R. 2 and 17 Criminal liability for money laundering should ertkto legal persons.
Where that is not possible (i.e. due to fundamegmiakiples of domestic
law), civil or administrative liability should appl

Key elements The Directive provides no exception for corporatability and
extends it beyond the ML offence even to infringaetsewhich are
based omational provisions adopted pursuant to the DivectiVhat is
the position in your jurisdiction?

Description and Natural and legal persons can be held liable féningements of the
Analysis national provision adopted pursuant to the ThirteEtive.

On 11 December 2001, the Act CIV of 2001 on CrirhiNeasures
Applicable against Legal Persons was adopted. @alhmheasures may
be taken if the legal person benefited from the eyolaundering, or i
the benefit was destined to the legal person.

According to Section 1 (1) 1 of the Act legal @estshall be understoqd
as any organisation or organisational units thevested with rights of
individual representation, which the governing sutd law recognise as
legal entities, as well as organisations that @Gasubject to conditions of
civil law in their own right and possess assetsirtis from that of thein
members, including companies active prior to regi&in pursuant to th
Act on Economic Associations.

D

n

The conditions for applying the criminal measurgaiast legal person
are: ‘The measures are applicable to legal entities ie #vent of
committing any intentional criminal act defined time Criminal Code
(HCC) if the perpetration of such an act was aimaédr has resulted in
the legal entity gaining benefit, and the crimiaat was committed by

a) the legal entity’s executive officer, memberearployee
entitled to represent it, its officer, its confidiah clerk, its
supervisory board member and/or their represengstjwvithin
the legal entity’s scope of activity,

b) its member or employee within the legal entigcepe of
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activity, and it could have been prevented by ttexetive officer
the confidential clerk or the supervisory board rbem by
fulfilling his supervisory or control obligations.

Other than the cases mentioned above the meashadisbe applicable
if committing the criminal act resulted in the légatity gaining benefit
and the legal entity’s executive officer, membeemployee entitled t

represent it, its officer, its confidential cleriks supervisory board

member, had a knowledge on the commission of tlmenal act.
The available measures are:

If the court has imposed punishment on the persomndtting the
criminal act defined in Section 2 or apply reprindaor probation

against this person, it may take the following nuees against the legal

entity:
a) winding up the legal entity,
b) limiting the activity of the legal entity,
¢) imposing a fine.
The above measures can be taken even if the ctiath&as caused th

legal entity to gain benefit, but the perpetraternot punishable due to

his mental illness or death or if the criminal pestlings has bee
suspended due to the perpetrator's metal illnessuwed after the
commission of the act.

In case of breach of the AML/CFT Act administratliability applies to
natural and legal persons.

Conclusion Criminal liability for money laundering extendslémal persons.
Recommendations and
Comments

2 Anonymous accounts

Art. 6 of the Directive

Member States shall prohibit their credit and ficiah institutions
from keeping anonymous accounts or anonymous paksbo

FATF R. 5

Financial institutions should not keep anonymousoants or
accounts in obviously fictitious names.

Key elements

Both prohibit anonymous accounts but allow numbeaedounts
The Directive allows accounts or passbooks on tificts namesg
butalways subject to full CDD measures. What is thsitpm in your
jurisdiction regarding passbooks or accounts atitibcis names?

Description
Analysis

and

Due to Law-Decree No. 2 of 1989 on Savings Depatlitsaving deposi
accounts must be registered under the holder's n@ee 1 LDSD),
Therefore is not only prohibited to open or keeprastmousaccount but
also to open or keep passbooks or accounts oriditti names In
addition all passbooks and accounts are subje€CDid measures (Sec
AML/CFT Act). Funds from existing bearer savingpdsit may only bg
released after CDD measures have been completeitheFwaescription
under c.5.1.

Conclusion

Hungarian Law neither allows for anonymopassbooks/ accounts n
for passbooks/ accounts on fictitious names

Recommendations
Comments

ar

d
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3

Threshold (CDD)

Art. 7 b) of the Directive

The institutions and persons covered by the Dwecghall apply
CDD measures when carrying out occasional trarmastamounting
to €15,000 or more.

FATF R. 5

Financial institutions should undertake CDD measwvlen carrying
out occasional transactions abdtie applicable designated threshold.

Key elements

Are transactions and linked transactions of €15 @®@&red?

Description
and Analysis

In Hungary CDD measures have to be applied whencutixg
transaction orders amounting to HUF 3.6(#13,333)or more, be it a
single transaction or individual transaction ordarked in effect (Sec 6
(1) (b) of the AML/CFT Act). CDD has to be carriedt at the time o
acceptance of the transaction order the executfowhich brings the
combined value of the linked transactions to thheghold of HUF 3.6 n
(Sec 6 (2) of the AML/CFT Act).

For money exchange transactions an even lower hbldsof HUF
500,000; (€1,850) applies (Sec 17 of the AML/CFT)Ac

Conclusion

Transactions and linked transactions of €15,00@Cavered.

Recommendations an
Comments

d

4

Beneficial Owner

Art. 3(6) of the Directive
(see Annex)

The definition of ‘Beneficial Owner’ establishes nimum criteria
(percentage shareholding) where a natural perstm i@ considered
as beneficial owner both in the case of legal pegsnd in the case of
legal arrangements

FATF R. 5 (Glossary)

‘Beneficial Owner’ refers to the natural persongho ultimately
owns or controls a customer and/or the person oaswlbehalf a
transaction is being conducted. It also incorparét@se persons who
exercise ultimate effective control over a legalrsp@ or legal
arrangement.

Key elements

Which approach does your country follow in its défon of
“beneficial owner’? Please specify whether theecid in the EU
definition of “beneficial owner” are covered in yoegislation.

Description and
Analysis

The definition of “beneficial owner” is stipulatéd Sec 3 (r) AML/CFT
Act and is largely modelled on the definition sat m the EU Directive
but also refers to the FATF definition.

While the EU Directive (Art. 3 (6) (a) (ii) of thBirective) refers to
persons, who ultimatelpwn or control a legal entity through direct jor
indirect ownership or control of more than 25%, the Huragadefinition
of beneficial owner in Sec (r) AML/CFT Act neitherses the term
“ultimately” (official Hungarian translation: “vé¢% nor “indirect
ownership” (official Hungarian translation: “kozett tulajdon”). For thig
reason evaluators had concerns whether indireceship and control is
covered by the definition of beneficial owner coméal in the AML/CFT
Act.

However Hungarian authorities assured evaluatoed the commor
understanding of the word “tényleges tulajdonodjefieficial owner”)
covers the ultimate owner respectively indirect erghip.
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The Directive further refers to natural persons vatoerwise exercis
control over management of a legal entity (Art. & (a) (i) of the
Directive) which corresponds to the FATF definitiotpersons who
exercise ultimate effective control”. Those persoagpear to be
adequately covered by Section 3 (rb) of the AML/G¥EE.

D

Section 3 (rb) of the AML/CFT Act covers any natyparson who is a
member or a shareholder of a legal entity or leahngement an
entitted to elect or recall the majority of the mmars of senio
management or of the supervisory boardwbo has sole disposal rights
over more than 50% of the votes on the basis @greement with othe
members or other shareholders (“dominant influehce”

|®N

=

Additionally the AML/CFT Act refers to “natural pgwn, on whose
behalf a transaction order is executed”, which ige@al implementation
of the FATF definition.

Conclusion

The legal definition of beneficial owner as incldda the AML/CFT Act
corresponds to the definition of beneficial owner the Third EU
Directive, but also refers partially to the FATFfidigion (person on
whose behalf a transaction is being conducted).

Recommendations and

Comments

5. Financial activity on occasional or very limited bais

Art. 2 (2) of the Member States may decide that legal and naturabperwho engage

Directive in a financial activity on an occasional or vemyilied basis and where
there is little risk of money laundering or finangi of terrorism
occurring do not fall within the scope of Art. 3(by (2) of the
Directive.
Art. 4 of Commission Directive 2006/70/EC furtheefides this
provision.

FATF R. concerning When a financial activity is carried out by a persmr entity on an

financial institutions

occasional or very limited basis (having regardgt@antitative and
absolute criteria) such that there is little risk money laundering
activity occurring, a country may decide that thpgplacation of anti-
money laundering measures is not necessary, ditligror partially
(2004 AML/CFT Methodology para 23; Glossary to B&TF 40 plus
9 Special Recs.).

Key elements

Does your country implement Art. 4 of Commissionregtive
2006/70/EC?

Description and| Hungary has not made use of the option given udder2 (2) of the

Analysis Directive. Therefore the Hungarian AML/CFT Act doest provide
exemptions for persons and entities who engagefimaacial activity on
an occasional or very limited basis and where tigeli¢tle risk of ML or
FT.

Conclusion Hungary does not provide exemptions for such awiviand therefore
does not need to implement Art. 4 of Commissiore&live.

Recommendations and

Comments

6 Simplified Customer Due Diligence (CDD)

Art. 11 of the Directive

By way of derogation from the relevant Article tHairective
establishes instances where institutions and perswealy not apply
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CDD measures. However the obligation to gatherigafit CDD
information remains.

FATF R. 5

Although the general rule is that customers shduddsubject to the

full range of CDD measures, there are instancesrevheduced or

simplified measures can be applied.

A1

Key elements

Is there any implementation and application of Arbf Commission
Directive 2006/70/EC which goes beyond the AML/C
Methodology 2004 criterion 5.9?

FT

Description and

Analysis

Section 12 (1) of the AML/CFT Act establishes imstas (specifid
customers and products) where financial institiion DNFBP are only
required to conduct ongoing monitoring and aredfoge not subject t
the other CDD requirements (further described undér9). Those
circumstances are in line with the examples giventhe FATF
Methodology 2004 to ¢.5.9.

In those instances the customer due diligence mesisuwe to be carrie
out only if some data, facts or circumstances emérngt indicate mone
laundering or terrorist financing. Neverthelessaficial institutions arg
always required to perform continuous monitoring tbe business
relationship.

Simplified due diligence may not be applied in thandatory cases fq
enhanced due diligence stipulated by the AML/CFT écn if custome
can be classified according to any of the categdioe simplified due
diligence under Section 12 of the AML/CFT Act.

The HFSA Recommendation emphasises that finamgstution shall in
all cases verify the required form of the due dilige obligation

applicable to the specific customer. If the detalsthe respective

customer on its face would result in simplified didiigence, but the
service provider has doubts as to the justificatarthe procedure on th

basis of the data, then the service provider shoaldy out normal of

enhanced due diligence measures.

Simplified due diligence can neither be appliechbtaries public as the
are required by Section 122 (5) of the Act on NetaPublic to alwayjs
check the full range of customer data which comedp to the maximun
set of data specified in the AML/CFT Act (Sec 7-10)

A=

<< o

=

<

Conclusion

The implementation of Art. 3 of the Commission Biree 2006/70/EG
does not go beyond tHeATF Methodology 2004 regarding criterid
5.9.

n

Recommendations
Comments

an

d

7

Politically Exposed Persons (PEPS)

Art. 3 (8), 13 (4) of thg
Directive
(see Annex)

The Directive defines PEPs broadly in line with FAZ0 (Art. 3(8)).
It applies enhanced CDD to PEPs residing in and#ember State o
third country (Art. 13(4)). Directive 2006/70/EC gwides a wider
definition of PEPs (Art. 2) and removal of PEPsafine year of thg
PEP ceasing to be entrusted with prominent puhlitctions (Art.

2(4)).

1Y%

FATF R. 6 and Glossar)

Definition similar to Directive but applies to indduals entruste
with prominent public functions in a foreign countr

Key elements

Does your country implement Art. 2 of Commissionrdative
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2006/70/EC, in particular Art. 2(4), and does iplgpArt. 13(4) of the
Directive?

Description
Analysis

and

The definition of PEP is to be found in Sec 4 AMEC Act and is
modelled on the definition set out in the EU Direet(further describec
under c.12.2.) Therefore, PEPs are defined asalgiarsons residing i
another member state or third countmpereas the standard refers
persons entrusted with prominent public functiomsaiforeign country
irrespective of the residence.

Hungary implemented Art. 2 of the Commission Dinext2006/70/EC

consequently only persons that are or have beeasted with prominent

public functions _within one year beforthe carrying out of CDO
measures are to be considered as PEPSs.

Art. 13 (4) of the Directive has been broadly inmpénted (Sec 1
AML/CFT Act). However there seems to be no explieiuirement tc
take reasonable measures to establish the soureeatth and the sourg
of funds of customers and beneficial owners idattifas PEPs and
explicit requirement to conduct enhanced ongoingnitoang on a PER
customer.

Furthermore the Hungarian definition of PEPs does fully cover
“senior politicians”, “senior government officialsand “important
political party officials” which are listed as arxample under thg
standard (see definition of PEPs in the Glossarythe FATF
Recommendations). However some of those personssaedly capturec
due to their participation in either governmentRarliament. Hungaria
authorities also emphasise that non-political heaflaninistries are
partially covered by the category “secretaries tateS contained in the
AML/CFT Act.

=
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Conclusion

Art 2 of Commission Directive 2006/70/EC has bemplemented. Art
13 (4) of the Directive is not fully implemented.

Recommendations

an

drhe authorities need to consider implementingeduirements set out i

]

Comments Art. 13 (4) of the Directive.

8. Correspondent banking
Art. 13 (3) of the For correspondent banking, Art. 13(3) limits theplegation of
Directive Enhanced Customer Due Diligence (ECDD) to corredpaohbanking

relationships with institutions from non-EU memigeuntries.

FATFR. 7 Recommendation 7 includes all jurisdictions.
Key elements Does your country apply Art. 13(3) of the Directve
Description and Art. 13 (3) of the Directive has been implementatt iISec 15 AML Act.
Analysis The details are further described under c.5.8.cboalance with Art 13

(3) the application of enhanced CDD is limited twrespondent bankin
relationships with respondent institutions from N&BA member
countries.

However, Sec 15 AML Act does not include all thguieements of the
Directive. Namely, there are no indications foradotigation to documen
the respective responsibilities of each institugsnwell as for obligation
concerning payable-through accounts.

D

[2)
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Conclusion

The requirements included in the AML/CFT Act are fudly in line with
the Article 13(3) of the Directive.

Recommendations andrhe authorities need to consider implementing &awil requirements it
Comments the AML/CFT Act.

9. Enhanced Customer Due Diligence (ECDD) and anonynyit
Art. 13 (6) of thg The Directive requires ECDD in case of ML or TFeats that may
Directive arise from producter transactionshat might favour anonymity.
FATF R. 8 Financial institutions should pay special attentimn any money

laundering threats that may arise from new or dgieh
technologieghat might favour anonymity [...].

Key elements

The scope of Art. 13(6) of the Directive is broatiean that of FATH
R. 8, because the Directive focuses on productdramsactiong
regardless of the use of technology. How are tliesges covered i
your legislation?

Description and

Analysis

According to the Ministerial Decree on the Compuys&lements of
Internal Rules those rules shall contain aspeas dhe to be borne i
mind when considering any information, fact or girstance indicatin
ML or TF for each profession which can be usedhe éveryday o
business. Model Rules provided for each specifiarfcial sector contai
examples for such aspects, which include inter aliaducts andg
transactions that might favour anonymity or thre&étsm new or
developing technologies. Furthermore, HFSA Reconudagon No.

3/2008 advises that internal regulations shouldcifpethe business
at

relationships, transactions, transaction ordersdymts and cases th
represent enhanced risks and may be suitable faeynkaundering an
terrorist financing, and which therefore requireeadpl consideration
while the same should also specify cases and prodéitow risk.”

However, there is no clear enforceable obligatimat requires financia
institutions_to pay special attentitmthose aspects.

D

Conclusion

The AML/CFT Act does not contain a provision thatjuires financia
institutions to pay special attention to any ML TF threats that ma
arise from products or transactions that might tevanonymity and tg
take measures, if needed, to prevent their usentorey laundering an
terrorist financing purposes.

Recommendations andrhe authorities need to consider implementing saiatequirement for
Comments financial institutions.
10. Third Party Reliance

Art. 15 of the Directive

The Directive permits reliance on professional, lifjea third parties
from EU Member States or third countries for thef@enance of
CDD, under certain conditions.

FATFR. 9

Allows reliance for CDD performance by third pastibut does not

specify particular obliged entities and professiartich can qualify
as third parties.

Key elements

What are the rules and procedures for reliance hord tparties?
Are there special conditions or categories of pegseho can qualify
as third parties?

Description and

Analysis

All service providersinder the scope of the AML/CFT Act are entitleg
accept the outcome of CDD procedures carried outabfinancial
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institution (with the exception of service providers carryiolg money
transmission and currency exchange activities)iwithe territory of the
Republic of Hungary, another EU member state drmira tcountry that
meets equivalent requirements to those stipulateitie AML/CFT Act
(Sec 18 (1)-(2)).

Auditors, accountants, tax consultants, tax adsisootaries and lawye
are entitled to accept the outcome of CDD procedwaaried out by
other auditors, accountants, tax consultants, thssars, notaries an
lawyers within the territory of the Republic of Hungarynather EU
member state or a third country that meets equivalequirements t(
those stipulated in the AML/CFT Act (Sec 18 (3)}(4)

In addition to the abovementioned conditions theeame of CDD
procedures may only be accepted (Sec 18 (6) AAlhe/CFT Act), if
the service provider relied on:

* isincluded in the mandatory professional regisied

» applies CDD procedures and record keeping requimesvaes laid
down or equivalent to those laid down in the AMLICKct and its
supervision is executed in accordance with equiniakquirements,
or the registered office in a third country appkegiivalent
requirements.

In all the above-mentioned cases of third partyanele the servicg
provider that has carried out the CDD measuresliisvad to make
available, at the written request of the servicevigler accepting th¢
outcome of CDD procedures, data and informatioraiabd for the
purposes of identification and verification of idignof the customer an
the beneficial owner, and copies of other relewdmdumentation on th
identity of the customer or the beneficial owneptber service provider
subject to the prior consent of the customer adgé¢Section 19 (2) o
the AML/CFT Act). Authorities confirmed to the ewvaltors that thirg
party reliance is not permissible if such conseninot given by the
customer. (Section 19 (1)-(2) of the AML/CFT Act).

Responsibility is always to be borne by the serpicvider accepting thg
outcome of the CDD procedures carried out by amatbevice provider
(Section 20 of the AML/CFT Act). Service providelike real estate
agents, casinos, traders in precious metals, sadgoods cannot
qualify as third parties at all. But they are al&mirto accept the results @
CDD of financial institutions with the exception sérvice providers
carrying on money transmission and currency exchaagjvities, as
mentioned above.

1%

U
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Conclusion

The AML/CFT Act permits reliance on professionaljatified third
parties from EU Member States or equivalent thindrdries for the
performance of CDD, under certain conditions

Recommendations an
Comments

d

11.

Auditors, accountants and tax advisors

Art. 2 (1)(3)(a) of the
Directive

CDD and record keeping obligations are applicalde auditors,
external accountants and tax advisors acting inettexcise of thei
professional activities.
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FATF R. 12

CDD and record keeping obligations

1. do not apply to auditors and tax advisors;

2. apply to accountants when they prepare for or caout
transactions for their client concerning the foliog/activities:

buying and selling of real estate;

managing of client money, securities or other asset

management of bank, savings or securities accounts;

organisation of contributions for the creation, m@en or

management of companies;

creation, operation or management of legal persong

arrangements, and buying and selling of businedtiesn

(2004 AML/CFT Methodology criterion 12.1(d)).

Key elements

The scope of the Directive is wider than that ¢f #ATF standard
but does not necessarily cover all the activitiésaccountants a
described by criterion 12.1(d). Please explaingkint of the scop
of CDD and reporting obligations for auditors, ertd accountant
and tax advisors.

Description and

Analysis

The scope of the AML/CFT Act covers auditors, tadvigors, tax
consultants and accountants (Section 1 (1) (g)(Bj)d They are subjeq
to the same CDD, record keeping and reporting rements like
financial institutions and other DNFBPs as describeder Rec. 5 an
10.

As regards the activities of accountants the scopeccounting
services covered by the AML/CFT Act is defined iacSon 150 of
the Accounting Act. Are to be considered as acaagnservices al
duties to be performed in _connectianth bookkeeping, accountin
and reporting obligations prescribed by the AccountAct and
related government decrees, and auditing activities

Authorities state that accountants do not prepareof carry out
transaction for their clients concerning the atig mentioned unde
criterion 12.1 (d).

Like all service providers under the scope of tHdLACFT Act they
are required to carry out CDD when entering intosibess
relationship, when executing a transaction or singknsactions
linked reaching and,600,000 HUF (€13,333Wwhen any data, fac
circumstance indicating money laundering or testorfinancing
occurs (where the due diligence measures have eeit barried ou
yet), or when there are doubts about the veracityadequacy o
previously obtained customer identification datadti®n 6 (1) of the
AML/CFT Act).

t

Conclusion

In line with the ¥ EU Directive the AML/CFT Act also covel

auditors, tax advisors and tax consultants in a@idito accountants.

CDD and reporting obligations are the same as forservice
providers under the scope of the AML/CFT Act.

Recommendations and

Comments

12. High Value Dealers

Art. 2(1)(3)e) of the The Directive applies to natural and legal perswading in goods

Directive

where payments are made in cash in an amount g0@1%®r more.
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FATF R. 12 The application is limited to those dealing in poes metals and
precious stones.

Key elements The scope of the Directive is broader. Is the beoagproach adopte
in your jurisdiction?

Description and The scope of the AML/CFT Act covers traders in pyas metals ot

Analysis articles made of precious metals (Section 1(1%$)well as dealers i
goods accepting cash payments above HUF 3.6 m glutheir
everyday business dealers (Section 1(1)(k)). Duiaeopotential risK
of ML/TF as well as the experience of supervistrs threshold fo
dealers in precious metals provided by the stan@mash transactio
with a customer equal to or above USD/€ 15,000)rttaseen mad
use of.

Conclusion The AML/CFT Act adopted the broader approach ofDirective.

Recommendations and

Comments

13. Casinos

Art. 10 of the Directive

Member States shall require that all casino custerbe identified
and their identity verified if they purchase or Bange gambling
chips with a value of €2,000 or more. This is required if they are
identified at entry.

FATF R. 16

The identity of a customer has to be establishetdvanified when heg
or she engages in financial transactions equal &dove €3,000.

Key elements

In what situations do customers of casinos havédoidentified?
What is the applicable transaction threshold inrypuisdiction for
identification of financial transactions by casitustomers?

Description and

Analysis

The AML/CFT Act specifies that as regards casirnosl@ctronic casinos
a business relationship is created when first eigethe casino o
electronic casino (Section 3 (vc) of the AML/CFTtAd-or this reasor
CDD procedures have to be applied at the entraricéhe casino
regardless of the amount of gambling chips puraha3diere is ng
transaction threshold. Authorities and casino dpesamet stated thg
CDD is applied irrespective of whether the customdt engage in

financial transactions. The identification does have to be repeated, |i

the costumer was already identified at a previousyeby the casing
provider (customer badge).

Conclusion

The AML/CFT Act requires CDD procedures to be agubliat the
entrance of the casino, regardless of the amoungamfbling chips
purchased.

Recommendations
Comments

ar]

d

14.

Reporting by accountants, auditors, tax advisors, otaries and other independent
legal professionals via a self-regulatory body tahe FIU

Art. 23 of the

Directive

(1)

This article provides an option for accountantsditmus and tax
advisors, and for notaries and other independ@at lerofessionals t
report through a self-regulatory body, which stHahward STRs tg
the FIU promptly and unfiltered.

FATF Recommendation

Criteria 16.2 states "Where countries allow lawyerstaries, othe
independent legal professionals and accountargend their STR tq
their appropriate self-regulatory organisations (§Rhere should b
appropriate forms of co-operation between thesearosgtions ang
the FIU. Each country should determine the detfilsow the SRG
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could co-operate with the FI{Amendment to the original remark
included in the MEQ template!)

Key elements

Does the country make use of the option as provfdedby Art. 23
(1) of the Directive?

Description and In Hungary notaries and attorneys are allowed tavdod STRs to the

Analysis HFIU through the self-regulatory bodies, in casdasfyers through the
regional bar association, in case of notaries gjnaegional chamber of
notaries public without delay (Section 37 of the WKAFT Act). The
designated person who is obliged to forward STRwtsallowed to get
to know the content of the STR sent.
Accountants, auditors, tax consultants and taxsadsiare required to
report directly to HFIU (fulfilled through the desiated person) when
noticing any information, fact or circumstance woating money
laundering or terrorist financing. (Section 23toé tAML/CFT Act).

Conclusion Compliant

Recommendations and

Comments

15 Reporting obligations

Arts. 22 and 24 of th
Directive

The Directiverequires reporting where an institution knows, sa$q or
has reasonable grounds to suspect money laundariegrorist financing
(Art. 22). Obliged persons should refrain from garg out a
transaction knowing or suspecting it to be relatethoney laundering
or terrorist financing and to report it to the FlWhich can stog
the transaction. |If to refrain is impossible or lkbufrustrate an
investigation, obliged persons are required to mepgo the FIU
immediately afterwards (Art. 24).

FATF R. 13

U

Imposes a reporting obligation where there is suigpithat funds aré
the proceeds of a criminal activity or relatedeodrist financing.

Key elements

What triggers a reporting obligation? Does the lleyjamework
addres®x antereporting (Art. 24 of the Directive)?

Description and

Analysis

According to Section 24 of the AML/CFT Act, the wee provider shal
suspend the execution of a transaction order,yifiaformation, fact or
circumstance indicating money laundering or testoriinancing in
connection with the transaction order is emergeatitha service provide
considers the immediate action of the authorityraipeg as the financig
intelligence unit to be necessary for checking tata, fact or
circumstance indicating money laundering or testofinancing. In thig
case the service provider is required to submépmnt without delay tg
the authority operating as the financial intelligerunit. The authority
operating as the financial intelligence unit sleathmine the report:

a) in the case of domestic transaction orders withia working day
after the report is submitted;

b) in the case of foreign transaction orders withuo working days
after the report is submitted.

—_— =

Conclusion

Compliant

Recommendations an

d

Comments
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16.

Tipping off (1)

Art. 27 of the Directive

Art. 27 povides for an obligation for Member States to ecot
employees of reporting institutions from being esgub to threats o
hostile actions.

=

FATF R. 14

No corresponding requirement (directors, officersd eemployees
shall be protected by legal provisions from crinhiad civil liability
for “tipping off”, which is reflected in Art. 26 afhe Directive)

Key elements

Is Art. 27 of the Directive implemented in yourigdiction?

Description and
Analysis

Section 23 (9) of the AML/CFT Act protects “repodi persons’
(“designated person” for reporting, executive d@fi, employees and
their contributing family members), in the casegobd faith from any
liability, if the report ultimately proves to be substantiated.
Additionally, Section 38 (4) of the AML/CFT Act ptilates that the
fulfilment of the reporting obligations by attorreeyand notaries publi
shall not constitute a violation of the confidelitya requirements
prescribed in specific other legislation.

(9]

Article 23 (2) of the AML/CFT Act requires servicproviders to
designate one ore more persons (“designated pgrsoforward STRs tq
the HFIU. Therefore, the name or other persona dathe person whp
initially noticed the suspicious information is kegnonym. In case ¢
notaries and lawyers, the system is similar: STiegransmitted throug
designated persons of the self-regulatory bodiegidnal chambers).
Information regarding the reporting lawyers or migm shall not be
disclosed to the HFIU.

D R—

In addition, the Hungarian Criminal Code (HCC) pd®s for with some
more general provisions which grant protection eospns. First, there is
Section 174 HCC (Coercion), which determines that person whd
compels another person by applying violence or sfute do, not to do,
or to endure something, and thereby causes a @vabid injury of
interest, is guilty of a felony punishable by ingamiment of up to threge
years, if there is no other criminal act involved.

SecondlyViolence against public officiakSection 229 of the HCC) and
Violence against a person performing public duiiection 230 of the
HCC) are applicable if the victim is a public offit (e. g. notary) or &
person performing public duties (e. g. employeeaopostal service
provider).

Moreover, there is Section 176/A (2) of the HOdafassment which

determines that any person who, for the purpogetiofidation:
a) conveys the threat of force or public endangatnigtended tq
inflict harm upon another person, or upon a retatif’this person, or
b) purports to make believe another person, orlaive of this
person to put that person in fear that any thieaid life or health, of
to the life or health of a relative of this persesrimminent, is guilty,
of a misdemeanour punishable by imprisonment faioup/o years.

Finally, Sections 62 to 64 on the Criminal Proced@ode (ACP
comprises provisions to protect witnesses (inclgdimeporting
employees) during criminal procedures. Such measuactude inter alig
keeping personal data (including the name) of wsges separately as
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well as permitting lawyers and other legal représtres of the obligec
institutions to bear witness on suspicious transastinstead of thg
reporting employee in order to protect his or ldentity.

Conclusion

Article 27 has been implemented by Section 23 ef AML/CFT Act,

Section 174, 176/A, 229 and 230 of the HCC andi@ss62 to 64 of the

Criminal Procedure Code.

Recommendations an
Comments

d

17.

Tipping off (2)

Art. 28 of the Directive

The prohibition on tipping off is extended to whege money
laundering or terrorist financing investigation bging or may be
carried out. The Directive lays down instances whte prohibition
is lifted.

FATF R. 14

The obligation under R. 14 covers the fact thatSarR or related
information is reported or provided to the FIU.

Key elements

Under what circumstances are the tipping off ohiayes applied?
Are there exceptions?

Description and

Analysis

According to Section 27 (1) of the AML/CFT Acthe reporting
persons and the authority operating as the finbhimtedligence unit shal
not provide informationto the customer concerned or to other t
persons on the fact that information has been rnétes] in accordanc
with Section 23, on the contents of such infornmation the fact that th
transaction order has been suspended under S&#joon the name Q
the reporting persons, or on whether a money laumgleor terrorist

financing investigation is being or may be carr@d on the customef

and is required to ensure that the filing of theorg the contents thereg
and the identity of the reporting persons remainfidential.

The provisions cover in a comprehensive way thairements of c. 14.2.

as well as the requirements of Article 28 of thesDiive.
The exceptions, which are established under Art(27to (7) of the
AML/CFT Act are in line with the exceptions of theective.

Conclusion

Article 28 of the Directive has been implementedSmction 27 of the

AML/CFT Act.

Recommendations an
Comments

d

)
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18. Branches and subsidiaries (1)
Art. 34 (2) of the The Directive requires credit and financial indtdns to communicats
Directive the relevant internal policies and procedures wiag@@icable on CDD

reporting, record keeping, internal control, rislssessment, ris
management, compliance management and communidatibnanches
and majority owned subsidiaries in third (non EQ)atries.

1%

FATF R. 15 and 22

The obligations under the FATF 40 require a broaaer higher standar]
but do not provide for the obligations contemplabgdArt. 34 (2) of the
EU Directive.

o

Key elements

Is there an obligation as provided for by Art. 23 ¢f the Directive?

Description and

Analysis

In line with Art. 34 (4) of the Directive financiahstitutions are require
to keep their branches and subsidiaries locatéuirith countries informed
concerning their internal control and informatigrstem and the conte
of internal rule (based on the recommendation$hefsupervisory bod

|®N

)
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and the requirements of the Ministerial Decree be tompulsory
elements of internal rules and the Ministerial [2econ the equivaler
third countries) (Sec 30 (2) AML/CFT Act)

—*

Conclusion

The obligation stipulated in Art. 34 (2) of the Bitive has bee
implemented into the AML/CFT Act.

Recommendations andrhe authorities need to consider implementing airement for financia

Comments institutions to take additional measures to effedyi handle such risks
19. Branches and subsidiaries (2)

Art.  31(3) of the The Directive requires that where legislation dhad country does ng

Directive permit the application of equivalent AML/CFT meassyr credit and

—

financial institutions should take additional measu to effectively
handle the risk of money laundering and terroisricing.

FATF R. 22 and 21

Requires financial institutions to inform their cpetent authorities in
such circumstances.

Key elements

What, if any, additional measures are your finanamstitutions
obliged to take in circumstances where the legamtabf a third
country does not permit the application of equinbdl&ML/CFT
measures by foreign branches of your financialtunsbns?

Description and Where the legislation of a third country does netnut application of

Analysis equivalent AML/CFT measures, financial institutioagse required tg
prepare a comprehensive assessment on their beaaadldesubsidiaries
located in third countries. Furthermore financratitutions are requireg
to inform the HFSA or the MNB with respect to caphocessing
operation, which shall forward that informationthe Minister of Finance
without delay (Sec 30 (3) AML/CFT Act).

Conclusion Compliant

Recommendations and

Comments

Supervisory Bodies

Art. 25 (1) of the The Directive imposes an obligation on supervidoogies to inform

Directive the FIU where, in the course of their work, theg@mter facts that
could contribute evidence afoney laundering or terrorist financing.

FATF R. No corresponding obligation.

Key elements Is Art. 25(1) of the Directive implemented in ygurisdiction?

Description and In line with the directive all supervisory bodiegtermined in the

Analysis AML/CFT Act are required to inform the HFIU withodelay, in case of
obtaining any information, fact or circumstance igating reporting
while carrying out supervision. (Art. 25 AML/CFT Ac

Conclusion Art. 25(1) of the Directive has been implemented.

Recommendations and

Comments

20. Systems to respond to competent authorities

Art. 32 of the Directive

The Directive requires credit and financial indtiians to have systems jn
place that enable them to respond fully and proptptenquires from the
FIU or other authorities as to whether they mamtar whether during
the previous five years they have maintained, @&nleas relationship with
a specified natural or legal person.

FATF R.

There is no explicit corresponding requirementdugh a requiremer
can be broadly inferred from Recommendations 232t 32.
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Key elements

Are credit and financial institutionsequired to have such systems
place and effectively applied?

Description and

Analysis

Sector specific laws require financial institutiolmsinstall data storag
system capable of frequent retrieval of recordscifipd by law to

provide sufficient facilities to ensure that aradvmaterials that they can

be retrieved and restored any time (e.g. Sectid@ (&) (f) of the CIFE
Act).

In addition the AML/CFT Act requires financial iitstions to have
adequate and appropriate internal control and niméition systems t
support CDD, record keeping and reporting. Furtlmeenaccording to th
Ministerial Decree on the Compulsory Elements derdnal AML/CFT
Rules internal rules have to comprise amongst sttier rules regardin
data processing and data storage obtained duririyy &1dl a descriptio
of the internal controlling and information systemhich supports the
carrying out of record keeping obligations. Datad aimformation
recorded when carrying out CDD or reporting by fihancial institution
has to be kedor 8 years (Section 28 of the AML/CFT Act).

O

D

- Q

Conclusion

Though credit and financial institutions are noeafcally required to
have such systems in place there is set of pradsio the law and othe
legislative acts that can be considered suffidienthis purpose.

=

Recommendations and
Comments
21. Extension to other professions and undertakings

Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States
extend its provisions to other professionals andegaries of
undertakings other than those referred to in Att) ®f the Directive,
which engage in activities which are particulaikely to be used for
money laundering or terrorist financing purposes.

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has your country implemented the mandatory requérgnmn Art. 4 of
the Directive to extend AML/CFT obligations to othgrofessionals
and categories of undertaking which are likely eoused for mone

laundering or terrorist financing purposes? Haislkaassessment been

undertaken in this regard?

Description and

Analysis

The provisions of the AML/CFT Act have been extehde other
professionals and categories of undertakings thaset referred to in
Article 2(1) of the Directive, namely persons:
providing commodity exchange services;
accepting and delivering domestic and internatigmagtal money
orders; (those services seem to be covered byetim@tobn “financial
institution and therefore included in Art. 2(1)tb& Directive);
persons engaged in trading with precious metalarticles made of
precious metals (no threshold);

operating as a voluntary mutual insurance fundniset® be covere
by the definition “insurance company” and therefor@uded in Art.
2(1) of the Directive).

The extension of the scope of the AML/CFT Act tmdb service
providers is due to the potential risk of ML/TF ambdsed on thg
experience of the different supervisory bodies. Eloav no formal risk
assessment has been carried out.

A1

Conclusion

The mandatory requirement in Art. 4 of the Direetihas been
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implemented. However, no formal risk assessmentbleas undertaken
in this regard.

Recommendations anddungarian authorities should consider undertakingfoamal risk
Comments assessment of the professionals and categoriesdefrtaking which arg
likely to be used for money laundering or terrofilsancing purposes.

D

22. Specific provisions concerning equivalent third contries?

Art. 11, 16(1)(b), The Directive provides specific provisions concegiicountries

28(4),(5) of the which impose requirements equivalent to those kadvn in the

Directive Directive (e.g. simplified CDD).

FATF R. There is no explicit corresponding provision in tRATF 40 plus
9 Recommendations.

Key elements How, if at all, does your country address the issuequivalent third
countries?

Description and| Based on Section 43 (1) of the AML/CFT Act the Mier of Finance i$

Analysis authorised to publish — by way of a decree — adfsthird countries

which impose equivalent requirements. The respedtlinisterial Decree
No. 28/2008 entered into force on 11th October 200 list provided
in the Decree corresponds to what was agreed upbmebn the EU
Member States in June 2008. The list has been dwgon information
available on whether those countries adequatelylyapipe FATF
Recommendations.

Conclusion The provisions in the AML/CFT Act on equivalent rthicountries|
(including the list of those countries) correspaadhe requirement
specified in the " Directive.

4

Recommendations and
Comments

APPENDIX |

Relevant EU texts

Excerpt from Directive 2005/60/EC of the European Brliament and of the Council, formally
adopted 20 September 2005, on the prevention of thuse of the financial system for the purpose
of money laundering and terrorist financing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC 3" Directive):

(6) "beneficial owner" means the natural persom(sp ultimately owns or controls the customer
and/or the natural person on whose behalf a tréiogaar activity is being conducted. The beneficial
owner shall at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentagehe shares or voting rights in that legal entity,
including through bearer share holdings, other thasompany listed on a regulated market that is
subject to disclosure requirements consistent Witmmunity legislation or subject to equivalent
international standards; a percentage of 25 % @hgsshare shall be deemed sufficient to meet this
criterion;

(ii) the natural person(s) who otherwise exercizedrol over the management of a legal entity:
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(b) in the case of legal entities, such as fouwdati and legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdearrangement or entity;

(i) where the individuals that benefit from thgé arrangement or entity have yet to be determined
the class of persons in whose main interest thed EEgangement or entity is set up or operates;

(iif) the natural person(s) who exercises contreero25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC (3 Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family nters, or persons known to be close associates,
of such persons;

Excerpt from Commission Directive 2006/70/EC of 1 Agust 2006 laying down implementing
measures for Directive 2005/60/EC of the Europeanafiament and of the Council as regards
the definition of ‘politically exposed person’ andthe technical criteria for simplified customer
due diligence procedures and for exemption on grouts of a financial activity conducted on an
occasional or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveO360/EC, "natural persons who are or have been
entrusted with prominent public functions" shatilirde the following:

(a) heads of State, heads of government, miniatedgeputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionairisoor of other high-level judicial bodies whose
decisions are not subject to further appeal, exicegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rgquakiicers in the armed forces;

(f) members of the administrative, management pestisory bodies of State-owned enterprises.
None of the categories set out in points (a) tooffthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offttet subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveO3060/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOB060/EC, "persons known to be close associates"
shall include the following:

(a) any natural person who is known to have joiahddicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;
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(b) any natural person who has sole beneficial osimp of a legal entity or legal arrangement which
is known to have been set up for the benefit dmfatthe person referred to in paragraph 1.

4. Without prejudice to the application, on a r&gasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entwitlted prominent public function within the
meaning of paragraph 1 of this Article for a perigidat least one year, institutions and persons

referred to in Article 2(1) of Directive 2005/60/E5Dall not be obliged to consider such a person as
politically exposed.

VI. ANNEXES

See MONEYVAL(2010)26 ANN
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