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I. PREFACE 

1. This is the fourth report in MONEYVALôs fourth round of mutual evaluations, following up 

the recommendations made in the last assessment report prepared by the International Monetary 

Fund (IMF). This evaluation follows the current version of the 2004 AML/CFT Methodology, 

but does not necessarily cover all the 40+9 FATF Recommendations and Special 

Recommendations. MONEYVAL concluded that the 4
th
 round should be shorter and more 

focused and primarily follow up the major recommendations made in the last assessment report 

prepared by the IMF. The evaluation team, in line with procedural decisions taken by 

MONEYVAL, have examined the current effectiveness of implementation of all key and core 

and some other important FATF recommendations (i.e. Recommendations 1, 3, 4, 5, 10, 13, 

17, 23, 26, 29, 30, 31, 32, 35, 36 and 40, and SRI, SRII, SRIII, SRIV and SRV), whatever 

the rating achieved in the previous assessment.  

2. Additionally, the examiners have reassessed the compliance with and effectiveness of 

implementation of all those other FATF recommendations where the rating was NC or PC in the 

previous assessment. In addition Recommendations 33 and 34 were reassessed. Furthermore, 

the report also covers in a separate annex issues related to the Directive 2005/60/EC of the 

European Parliament and of the Council of 26 October 2005 on the prevention of the use of the 

financial system for the purpose of money laundering and terrorist financing (hereinafter the 

ñThe Third EU Directiveò) and Directive 2006/70/EC (the ñimplementing Directiveò). No 

ratings have been assigned to the assessment of these issues. 

3. The evaluation was based on the laws, regulations and other materials supplied by the 

Bailiwick of Guernsey, and information obtained by the evaluation team during its on-site visit 

to Guernsey from 5 to 11 October 2014, and subsequently. During the on-site visit, the 

evaluation team met with officials and representatives of relevant government agencies and the 

private sector in Guernsey. A list of the bodies met is set out in Annex I to the mutual 

evaluation report.  

4. The evaluation was conducted by an assessment team, which consisted of members of the 

MONEYVAL Secretariat and MONEYVAL experts in criminal law, law enforcement and 

regulatory issues and comprised: Mr Lajos Korona (public prosecutor of the Metropolitan 

Prosecutorôs Office Budapest, Hungary) who participated as legal evaluator, Mr Philipp Rºser 

(Executive Officer, Legal and International Affairs, Financial Market Authority, Liechtenstein 

and Financial Scientific Expert to MONEYVAL) and Mr Radoslaw Obczynski (chief specialist, 

AML/CFT Unit, Banking, Payment Institutions and Cooperative Savings and Credit Unions 

Inspectionsô Department, Polish Financial Supervision Authority) who participated as financial 

evaluators, Mr Vladimir Nechaev (Deputy General Director, International Training and 

Methodology Centre for Financial Monitoring, Russian Federation)
1
 who participated as a law 

enforcement evaluator, Mr John Ringguth, (Executive Secretary to MONEYVAL) and Mr John 

Baker, Ms Irina Talianu and Ms Astghik Karamanukyan, members of the MONEYVAL 

Secretariat. The experts reviewed the institutional framework, the relevant AML/CFT laws, 

regulations, guidelines and other requirements, and the regulatory and other systems in place to 

deter money laundering (ML) and the financing of terrorism (FT) through financial institutions 

and Designated Non-Financial Businesses and Professions (DNFBPs), as well as examining the 

capacity, the implementation and the effectiveness of all these systems.   

5. The structure of this report broadly follows the structure of MONEYVAL and FATF reports in 

the 3
rd
 round, and is split into the following sections: 

1. General information 

                                                      
1
 After the on-site visit Vladimir Nechaev was nominated as an Executive Secretary of the Eurasian Group on 

Combating Money Laundering and Terrorist Financing.  
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2. Legal system and related institutional measures 

3. Preventive measures - financial institutions 

4. Preventive measures ï designated non-financial businesses and professions 

5. Legal persons and arrangements and non-profit organisations 

6. National and international cooperation 

7. Statistics and resources 

Annex (implementation of EU standards). 

Appendices (relevant new laws and regulations) 

6. This 4
th
 round report should be read in conjunction with the IMF report (as published by the 

IMF on its web-site in January 2011)
2
. FATF Recommendations that have been considered in 

this report have been assigned a rating. For those ratings that have not been considered the 

rating from the IMF report continues to apply. 

7. Where there have been no material changes from the position as described in the IMF report, 

the text of the IMF report remains appropriate and information provided in that assessment has 

not been repeated in this report. This applies firstly to general and background information. It 

also applies in respect of the ódescription and analysisô section discussing individual FATF 

Recommendations that are being reassessed in this report and the effectiveness of 

implementation. Again, only new developments and significant changes are covered by this 

report. The órecommendations and commentsô in respect of individual Recommendations that 

have been re-assessed in this report are entirely new and reflect the position of the evaluators on 

the effectiveness of implementation of the particular Recommendation currently, taking into 

account all relevant information in respect of the essential and additional criteria which was 

available to this team of examiners.  

8. The ratings that have been reassessed in this report reflect the position as at the on-site visit in 

2014 or shortly thereafter. 

9. References to Guernsey in this report should be taken to mean the Bailiwick of Guernsey 

unless otherwise stated.  

                                                      
2
 https://www.imf.org/external/pubs/ft/scr/2011/cr1112.pdf  

https://www.imf.org/external/pubs/ft/scr/2011/cr1112.pdf
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II. EXECUTIVE SUMMARY  
1. Background Information  

1.   This report summarises the major anti-money laundering and counter-terrorist financing 

measures (AML/CFT) that were in place in the United Kingdom Crown Dependency of 

Guernsey (ñGuernseyò or ñthe Bailiwickò) at the time of the 4
th
 round on-site visit (5 to 11 

October 2014) and immediately thereafter. It describes and analyses these measures and offers 

recommendations on how to strengthen certain aspects of the system. The MONEYVAL 4
th
 

cycle of evaluations is a follow-up round, in which Core and Key (and some other important) 

FATF Recommendations have been re-assessed, as well as all those for which Guernsey 

received partially compliant (PC) ratings in the last assessment report prepared by the 

International Monetary Fund (IMF). In addition Recommendations 33 and 34 were reassessed. 

This report is not, therefore, a full assessment against the FATF 40 Recommendations 2003 and 

9 Special Recommendations 2004, but is intended to update readers on major issues in the 

AML/CFT system of Guernsey.   

2. Key findings 

2.   Guernsey is a major international finance centre with a mature legal and regulatory 

system. The finance sector is the largest single contributor to GDP of the Bailiwick. While 

deposits taken by the banking sector have almost halved since its highest peak in 2008, the 

funds under management and administration by the collective investment fund sector have more 

than doubled during the same period and stood at GBP 220 billion at the end of 2014. Hence, 

Guernsey is globally one of the largest fund domiciles (especially private equity). 

Another significant amount of assets is managed and administered by the fiduciary sector. 

Guernsey is also the fourth largest captive insurance domicile in the world with premium 

written in excess of GBP 4.8 billion. 

3.   Though the legislative structure to prosecute ML cases remained as complex as it was at 

the time of the previous assessment it reflects the international standards and does not 

appear to have presented problems in practice. While the statistics show an undeniable 

increase in the number of ML investigations, prosecutions and convictions in the last four years, 

the figures are still disproportionately low.  

4.   The legal framework governing confiscation and provisional measures is comprehensive. 

The overall number of restraint and confiscation orders and particularly those made in relation 

to ML or other forms of economic crimes involving the financial industry is still relatively low. 

5.   The financing of terrorism offence now applies to the funding of terrorist organizations 

and individual terrorists in all cases.   

6.   Concerns remain with regard to the immediate communication of UN/EU designations to 

the obliged entities and about the practical applicability of criminal procedural rules to 

seize/freeze assets in the interim period between an UN and an EU freezing designation. 

7.   The FIS is a unit within the Financial Investigation Unit of the Guernsey Border Agency. 

Although the authorities are explicit in interpretation that the FIS has an adequate level of 

operational independence, no legal safeguards have been introduced in this regard.  

8.   The Bailiwick has substantially strengthened the AML/CFT preventive measures to 

which its financial institutions are subject. While the relevant Regulations and Rules 

generally provide a sound basis for determining the situations requiring enhanced due diligence 

and the methods for performing it, these requirements are not extended on a mandatory basis to 

non-resident customers, private banking, or legal persons and arrangements that are personal 

asset holding vehicles. A further concern is that the rules regarding simplified or reduced CDD 

provide for the discretion to refrain entirely from any of the mandatory CDD measures. The 

requirements for the DNFBPs for preventive measures are similar to those for financial services 
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businesses. In addition to the technical shortcomings identified above, the risk classifications 

applied by obliged entities do not always sufficiently take into account that the accumulation of 

risks (which appear to be relevant for a significant portion of the customer base of some 

financial institutions and DNFBPS) present overarching ML/TF risks. Furthermore, the CDD 

measures applied to certain customers do not appear adequate to mitigate their inherent risks.  

9.  The evaluation team remains concerned that due to the size and nature of the financial 

sector in the Bailiwick of Guernsey, the available maximum financial penalty for 

AML/CFT breaches for legal persons is not considered sufficiently dissuasive and 

proportionate. Furthermore, the use of financial penalties for legal persons cannot act as an 

effective deterrent for non-compliance. 

10.  The reporting level by financial institutions appears to be adequate. No explicit 

requirement to report attempted transactions is prescribed in the legislation although the 

reporting obligation refers to suspicious activity reports to ensure that reports can be 

made in situations where no actual transaction is involved. 

11. Information on  beneficial ownership of legal persons and legal arrangements is obtainable 

in the Bailiwick where licensed TCSPs are involved in the formation, management or 

administration of these entities. However, their involvement is not mandatory with few 

exceptions. Insufficient measures are in place where no licensed TCSP is involved. According 

to the authoritiesô estimates, the number of these legal persons amounts to 25% of all Bailiwick 

legal persons. No such estimates exist with respect to legal arrangements. Insufficient measures 

are also in place where financial institutions are allowed to undertake CDD on the intermediary 

(e.g. foreign bank acting on the account of the ultimate investor) rather than on the beneficial 

owner and underlying principal(s) for whom the intermediary is acting. This is of relevance in 

the area of authorised or registered open-ended or closed-ended investment companies or legal 

arrangements that are authorised or registered collective investment schemes. It is also a 

concern, that in the absence of a registration, reporting or a resident agent requirement, the 

Guernsey authorities have no precise indication of the total number of trusts and general 

partnerships governed under Guernsey law, which inhibits a proper risk assessment of this area.  

12. The Bailiwick has in place a range of measures to facilitate various forms of 

international cooperation. Some issues were identified with respect to FIS power to request 

information only in cases when there was an initial STR. That might be important in view of the 

international character of business in Guernsey. 

13. Cooperation and coordination between competent authorities on a domestic level appears 

to be conducted in an effective manner.  

3. Legal Systems and Related Institutional Measures  

14.  As at the time of the previous evaluation, the ML offence was criminalised by three different 

pieces of legislation, namely, the Criminal Justice (Proceeds of Crime) (Bailiwick of Guernsey) 

Law 1999 (POCL) the Drug Trafficking (Bailiwick of Guernsey) Law 2000 (DTL) and the 

Terrorism and Crime (Bailiwick of Guernsey) Law 2002 (TL) which equally apply to the whole 

Bailiwick. The scope of the different ML offences regarding the respective predicate crimes has 

not changed since the previous assessment. The POCL and the DTL operate in parallel, where 

the respective legal provisions are formulated in a generally identical manner in both Laws and 

therefore the scope and effect of the parallel provisions is the same in most of the cases. 

15.  The legislative structure to prosecute ML cases remained as complex as it was at the time of 

the previous assessment. Notwithstanding that, the current legal framework is fully in line with 

all the respective international standards and does not appear to have presented problems in 

practice. However, although the disparity between the number of investigations and that of 

prosecutions and convictions has reduced, some discrepancy in the statistics has remained. It 

was noted that in approximately half of the cases where the investigation did not result in a 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 12 

prosecution for ML, proceedings for other forms of criminality were pursued including drug 

trafficking cases, fraud, breaches of housing legislation, theft, and breach of the cash controls 

legislation; and some of these cases have reportedly resulted in significant confiscation orders.  

It is considered that, while the statistics show an undeniable increase in the number of ML 

investigations, prosecutions and convictions beyond drug-related ML criminality in the last four 

years, the figures are still disproportionately low both in terms of the property laundered and the 

restrained or confiscated assets, when compared with the dimensions and complexity of the 

financial sector and the volume of assets managed by or channelled through the industry also 

with regard to the use of complex corporate structures. 

16.  The offences by which FT is criminalised can be found in the TL. Since the previous 

assessment, the purposive element of the FT offences in the TL (ñpurposes of terrorismò) has 

been redefined so that it extends to the provision of support for any purpose to any individual or 

entity involved in terrorism. As a result, the funding of terrorist organisations and individual 

terrorists in all cases is now covered by the FT offences in the TL. The main FT offence (ñfund 

raisingò) covers the collection and provision of funds (money or other property) for the 

purposes of terrorism. While the provision of funds is expressly covered, the collection of funds 

is addressed through the criminalisation of its two components, that is the solicitation of money 

and other property (inviting another to provide) and the receipt of the same. The perpetrator 

must either intend that the property should be used, or know or have reasonable cause to 

suspect, that it may be used for the purposes of terrorism, which brings the offence in line with 

the material elements of the FT offence in the Terrorist Financing Convention. The main FT 

offence is supplemented by two other offences of criminalising the possession of funds with a 

view to their use for terrorist purposes, and the actual use of funds for the same purpose as well 

as the participation (entering and becoming concerned) in arrangements as a result of which 

funds are (to be) made available to another for the purposes of terrorism. The mental element 

for the possession of funds and for the participation in fund-raising arrangements is the same 

that applies for the main FT offence. There were no FT investigations, prosecutions or 

convictions in the period under review.  

17.  Guernsey already had a comprehensive regime of criminal confiscation and provisional 

measures at the time of the previous assessment. No significant changes have taken place. The 

law provides for confiscation of proceeds of crime and instrumentalities in general as well as a 

regime of provisional measures including restraint and charging orders both before and after 

proceedings have commenced.  

18.  The statistics on confiscation orders and related provisional measures demonstrate an increase 

in both in terms of the number of cases and the amounts restrained or confiscated. However, the 

overall number of restraint and confiscation orders and particularly those made in relation to 

ML or other forms of economic crimes involving the financial industry is still relatively low. 

19.  With regard to the freezing of assets of designated persons and entities new legislation was 

adopted in 2011 to give direct effect in Guernsey law to designations made by the European 

Union under Regulations that implement United Nations Security Council Resolutions 

(UNSCRs) 1267 and 1373. Apart from this legislative development, a number of measures have 

been taken to facilitate the effective implementation of the new legal framework including the 

establishment of a dedicated Sanctions Committee in 2010 to coordinate and ensure effective 

compliance with the UNSCRs and other sanctions measures. 

20.  The current regime of administrative freezing can only cover assets that belong to persons or 

entities that have already been designated by an EU Implementing Regulation but cannot be 

applied before such a designation is made. There does, therefore, remain a concern that for the 

time period between the UN and the EU designation, only the rules of criminal procedural law 

could be used to freeze or seize the assets of the designated person or entity. However, the rules 

of criminal procedure cannot be applied without initiating a formal criminal procedure, which 

requires a criminal offence subject to the jurisdiction of the Bailiwick. Also, during the on-site 
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visit, the assessment team was advised of a number of instances where representatives of the 

financial industry which were branches of companies overseas had been notified of the latest 

updates to these lists through their respective communication channels within the group of 

companies before receiving any official notification from the Policy Council via THEMIS or 

otherwise. In such cases, the delay was not reported to be significant but in urgent cases even 

hours count and the Bailiwick regime does not seem to be fully adapted to immediate action. 

21.   To date, no terrorist assets have been frozen in the Bailiwick in respect of any persons under 

the legislation implementing UNSCR 1267 and UNSCR 1373.  

22.  The functions of the Financial Intelligence Unit are entrusted to the Financial Intelligence 

Service (FIS) which is a division within the Financial Investigation Unit of the Guernsey Border 

Agency. Amendments authorising the FIS to request additional information from third parties if 

there was an initial disclosure were introduced in August 2014.  

23. Although the authorities are explicit in interpretation that the FIS has an adequate level of 

operational independence, no legal safeguards have been introduced in this regard. The 

evaluators were not aware of any indication that the operational independence of the FIS had 

been breached so far. However the lack of legal provisions or any statute of the FIS, including 

provisions on its structure and resources, together with its comparatively low status in the 

hierarchy of the GBA, raise concerns over its operational independence. 

24.  At the time of the on-site visit, the last annual report on the GBA website was for the year 

2011. No more reports were available. Furthermore, the FIS data included into the report only 

covered data on the numbers of STRs, with no information on trends or typologies. 

25.  All STRs are subject to analysis to establish the criminality, risk and priority. The FIS is the 

authority to postpone the execution of suspicious transactions.  

26.  With regard to dissemination of information, the FIS frequently receives positive feedback 

from other jurisdictions about the way in which the intelligence it provides has been used. 

However, while the FIS exchanges information freely, spontaneously and upon request with 

foreign FIUs, regardless of their status, it is necessary for the FIS to have received an initial 

disclosure in order to be able to request information from third parties (using otherwise round-

about ways). This has the potential to limit the possibilities for cooperation. 

4. Preventive Measures ï financial institutions  

27.  The Financial Services Businesses Regulations (FSB Regulations) impose basic requirements 

on financial services businesses (FSBs) to prevent money laundering and terrorist financing. 

These obligations include corporate governance, risk assessment, CDD, monitoring of 

transactions and activity, the reporting of suspicion, employee screening, training, and record 

keeping. Breaches are subject to criminal sanctions, including imprisonment not exceeding a 

term of five years or a fine or both.  

28.  The CDD requirements are broadly in line with the FATF requirements. However, the 

requirements for the application of enhanced CDD are not extended on a mandatory basis to 

non-resident customers, private banking, or legal persons and arrangements that are personal 

asset holding vehicles. Furthermore, the FSB Regulations and the FSB Handbook provide for 

the discretion to refrain entirely from the application of certain CDD measures in defined 

circumstances, whereas simplified CDD in terms of the FATF Recommendations only allows 

for adjusting the amount or type of each or all of the CDD measures in a way that is 

commensurate to the low risk identified.  

29.  The financial institutions met during the on-site visit clearly demonstrated that they are highly 

knowledgeable in respect of their AML/CFT obligations. The major concern with regard to 

effectiveness was that customer risk assessments do not sufficiently take into account that the 

accumulation of risks can present overarching ML/TF risks. Furthermore, the CDD measures 

applied to certain customers appeared not always sufficient to adequately mitigate their inherent 
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risks. For example, as for customers that are trusts the assessors noted that financial institutions 

do not always request sight of the entire trust deed and (if applicable) letter of wishes, including 

subsequent deeds of amendments. Also, documentary evidence with respect to the source of 

funds and wealth for high risk customers is requested rather infrequently.  

30. Although there is no law of financial institution secrecy in the Bailiwick, there is a Common 

Law principle of confidentiality that applies to financial institutions. Nonetheless, financial 

institutions did not report any concerns that they might be in breach of the Common Law 

principle of confidentiality by disclosing information to the FIS when filing a SAR. Although 

the sharing of information between financial institutions, where this is required by R.7 and R.9, 

is not clearly exempted from the Common Law principle of confidentiality this has not given 

rise to any problems in practice. 

31. The record keeping requirements are in line with the FATF standards. No issues came to the 

evaluatorsô attention with regard to the ability of financial institutions as to timely delivery of 

records when required by the Guernsey Financial Services Commission (GFSC), the FIS, or the 

law enforcement agencies. 

32. The reporting obligations require financial services businesses and prescribed businesses to 

report to the FIS any knowledge, suspicion or reasonable grounds for knowledge or suspicion in 

respect of money laundering or terrorist financing that has been acquired in the course of their  

business. At the time of the previous evaluation the reporting obligations were framed as 

criminal offences for failure to report. The requirement has been amended so that the reporting 

obligations are now framed as positive duties to report which are subject to criminal sanctions 

for breach, and they expressly now also extend to suspicion that certain property is or is derived 

from the proceeds of criminal conduct or terrorist property, as the case may be. However, the 

reporting of attempted transactions is not explicitly mandated in law or regulation; this has not 

in practice given rise to any problems from reporting entities. 

33. The number of reports submitted has largely remained consistent and is broadly in line with 

reporting levels in comparable jurisdictions.  

34. The GFSC is the designated supervisor for all financial services businesses and receives its 

general powers of supervision and sanctioning through the Financial Services Commission Law. 

In addition, the Proceeds of Crime Law provides for the GFSC to make rules, give instructions 

and issue guidance for the purposes of the FSB Regulations and sets out the powers of the 

GFSC to conduct on-site inspections, and to obtain information and documents during such 

inspections.  

35. The licensing powers are adequate to prevent criminals and their associates from holding 

positions or responsibility in, or otherwise controlling, financial institutions.  

36. It was the view of the evaluators that the GFSC has adequate powers and resources. GFSC 

Staff are experienced and are subject to a comprehensive training programme. The GFSC 

operates a risk based approach to supervision based on a model called PRISM.  Each licensed 

financial services business is allocated an impact rating based on various metrics including one 

for financial crime. The on-site visit plan is drafted as a result of risk rating assigned by the 

PRISM programme, although the GFSC can use discretion in planning additional ad-hoc visits. 

As a result of on-site visits sanctions were levied, or supervisory actions have been taken. 

37. The GFSC has a comprehensive range of sanctions that it can apply including fines and 

suspending and revoking licences. However, taking into account the nature and scale of 

business undertaken by financial institutions, it is considered that, with a maximum fine of 

£200,000 available, the financial sanctions are not dissuasive and proportionate for legal 

entities. Furthermore the use of financial penalties for legal persons cannot act as an effective 

deterrent to non-compliance and cases of non-reporting of STRs are rarely fined or in any other 

way sanctioned. 
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38. Under the Registration of Non-Regulated Financial Services Businesses Law a financial 

services business carrying on or holding itself out as carrying on business in or from within the 

Bailiwick must be registered by the GFSC. The same law provides some exemptions from the 

registration requirements. The evaluators were satisfied with the adequacy of the process to 

determine exemptions.  

5. Preventive Measures ï Designated Non-Financial Businesses and Professions  

39. In Guernsey, designated non-financial businesses and professions (DNFPBs) include the legal 

profession, accountants, real estate agents, dealers in precious metals and stones (DPMS). These 

businesses are designated as Prescribed Businesses (PB) and are subject to the Prescribed 

Business Regulations and PB Handbook. Trust and Company Service Providers (TCSP) and 

bullion dealers are subject to the same requirements as financial institutions (i.e. FSB 

Regulations and Handbook). Guernsey does not have land based casinos but an eGambling 

industry is present in Alderney. ECasinos are subject to preventive measures as outlined by the 

Alderney Gambling Law and eGambling Regulations. 

40. The Prescribed Business Regulations and PB Handbook requirements include obligations to 

conduct customer due diligence, monitor transactions, keep records, develop policies and 

procedures, screen employees, establish an audit function and train employees. Like the FSB 

Handbook, the PB Handbook sets out both, rules and guidance. The FSB and PB Handbook 

rules set out how the GFSC requires financial services businesses including TCSPS and bullion 

dealers as well as PBs to meet the requirements set out in the regulations. 

41. Persons acting in an individual capacity as a director of not more than six companies are not 

subject to the Fiduciaries Law and, as such are not licensed. Nevertheless, the activity is still 

subject to the AML/CFT requirements under the Proceeds of Crime Law. However, these 

individuals appear not to be effectively supervised and as a consequence not monitored to 

establish if they are effectively complying with the AML/CFT requirements. 

42. The requirements for preventive measures applicable to DNFBPs are very similar to those for 

financial institutions (for TCSPs they are the same). As such the concerns relating to the 

omission of certain high-risk categories for the application of enhanced due diligence measures 

and the concerns regarding the application of simplified due diligence measures also apply to 

the DNFBP sector. The effectiveness concerns largely reflect those identified for financial 

institutions. It is noted that the fiduciary services provided in Guernsey (i.e. primarily trust and 

company formation, management and administration) are still one of the key driver of business 

flows into the Guernsey financial sector. This sector is key from an AML/CFT perspective as 

the fiduciaries form, manage and administer the legal persons and arrangements that account for 

a significant share of the customer base of some Guernsey financial institutions. In their 

capacity as trustees, foundations councils or company directors, they frequently represent these 

customers vis-à-vis the financial institutions that are servicing these legal persons and 

arrangements. While the assessors recognize that many financial institutions have direct contact 

with the underlying principal and/or ultimate beneficial owners, many financial institutions 

appear still to be dependent on the information obtained by the representatives of the fiduciary 

sector when it comes to scrutinising transactions undertaken throughout the course of the 

business relationship as part of the on-going due diligence. This is due to the fact that contact 

with the underlying principal and/or beneficial owner is often maintained and managed by the 

fiduciaries rather than by the financial institutions. As a consequence, the TCSP sector often 

still has a direct impact on the quality of CDD measures applied by other financial businesses.  

43. It is therefore reassuring, that fiduciaries demonstrated a very good understanding of their 

AML/CFT obligations and a mature approach to applying customer due diligence measures 

arising from their longstanding and continuous involvement in the formation and administration 

of legal entitles and arrangements. Based on internal AML/CFT policies reviewed by the 

evaluators, there are however concerns that some fiduciaries are prepared to accept a significant 
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amount of risk rather than rejecting a business relationship. The assessors welcome that the 

GFSC attaches increasing importance to the drafting of clearly defined risk appetite statements 

by fiduciaries and other financial sectors that allow for an appropriate assessment of firmsô risk 

management resources. 

6. Legal Persons and Arrangements & Non-Profit Organisations  

Legal persons 

44. The range of legal persons available in the Bailiwick has been extended by the introduction of 

the Foundations (Guernsey) Law 2012
3
 and the Limited Liability Partnerships (Guernsey) Law 

2013.  

45. Basic information (company name, incorporation details, status, address, list of directors) for 

all Bailiwick legal persons is submitted by each individual legal person to the Guernsey and 

Alderney Registries and registered accordingly. Registered information is largely publicly 

available. Basic regulating powers are not publicly available for Guernsey LLPs and Guernsey 

Foundations. Information provided to the Registries is subject to an annual validation process. 

Legal persons are required to report any changes in respect of registered information to the 

Registry.  

46. The register of all shareholders or members is recorded by each individual legal person and 

kept at its registered office.
4
 For all legal persons (except for limited partnerships), information 

on their shareholders or members (which might be legal persons or nominee shareholders) can 

be accessed by third parties. Legal persons have to confirm to the Registry that the register of 

shareholders or members, which has to be kept at the registered office, is current as at the end of 

the year to which the annual validation relates.  

47. The beneficial ownership information of legal persons in the Bailiwick is obtainable where 

TCSPs are involved in the formation, management or administration of legal persons. Licensed 

TCSPs are subject to the AML/CFT requirements, including the obligation to identify and 

verify the beneficial owner of the respective company. It has to be stressed however, that their 

involvement is not mandatory after the incorporation stage.  

48. Insufficient measures are in place where no licensed TCSP is involved (according to the 

authoritiesô estimates, the number of these legal persons amount to 25% of all Bailiwick legal 

persons). Insufficient measures are also in place where financial institutions are allowed to 

undertake CDD on the intermediary (e.g. foreign bank acting on the account of the ultimate 

investor) rather than on the beneficial owner and underlying principal(s) for whom the 

intermediary is acting. This is of relevance in the area of authorised or registered open-ended or 

closed-ended investment companies.  

49. The authorities have timely access to registration details and basic ownership information 

available at the relevant Registries and the registers of shareholders or members held at the 

registered office of legal persons. Most information is electronically available. Any additional 

information that is not publicly available may be disclosed by the Registrar to the other 

authorities on request, without the need for a court order. 

Legal arrangements 

                                                      
3
 Pursuant to the Foundations (Guernsey) Law 2012, a foundation may only be established by being entered on 

the registry of foundations, and once established has legal personality separate from its founder. An application 

for registration may only be made by a TCSP, who must file with the Registrar the foundationôs charter, 

together with additional information including the names and addresses of the proposed councillors, the name 

and address of the proposed guardian and resident agent if any, and the address of the registered office in 

Guernsey. 

4
 In the absence of shareholders or members, this requirement is not applicable to Foundations. 
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50. As for legal persons, the availability of beneficial ownership information appears to be 

obtainable where a licensed TCSP is involved in the formation, management or administration 

of a legal arrangement. Like for legal persons, the involvement of a TCSP is not mandatory 

after the incorporation stage. Insufficient measures are in place where no licensed TCSP is 

involved.  

51. As for legal persons, the availability of beneficial ownership information appears to be 

warranted where a licensed TCSP is involved in the formation, management or administration 

of a legal arrangement. The involvement of a TCSP is not mandatory. Insufficient measures are 

in place where no licensed TCSP is involved.  

52. Trusts are governed by the Trusts (Guernsey) Law, 2007. There is no trust legislation in 

Alderney and Sark. Thus it is only possible to set up trusts there under customary law. Although 

formal documents are not essential for the establishment of a trust, in practice, where trusts are 

created within the professional and fiduciary sectors this is invariably done in writing to provide 

certainty, as the risk to a law firm or TCSP of creating a trust other than in writing would be 

unacceptable. 

53. Guernsey trusts are not subject to a system of registration and there is no requirement to file 

information with government authorities. The general information-gathering powers of the 

authorities under the supervisory and criminal justice frameworks in respect of legal persons 

apply equally in respect of all legal arrangements. 

54. It is a major concern, that in the absence of a registration, reporting or a resident agent 

requirement, Guernsey authorities have no precise knowledge of the total number of trusts and 

general partnerships governed under Guernsey law, which inhibits a proper risk assessment of 

this area. 

55. Given that the number of trusts and general partnerships with no link to a licensed TCSP cannot 

be ascertained, the number of legal arrangements for which beneficial ownership information is 

insufficient or unavailable, remains unknown.  

56. As for legal persons, insufficient measures are also in place where financial institutions are 

allowed to undertake CDD on the intermediary (e.g. foreign bank acting on the account of the 

ultimate investor) rather than on the beneficial owner and underlying principal(s) for whom the 

intermediary is acting. This is of relevance for legal arrangements that are authorised or 

registered collective investment schemes 

57. Non-profit organisations (NPOs) are required to register but only NPOs which have gross 

assets and funds of £10,000 or more, or a gross annual income of £5,000 or more, must apply to 

be placed on the Register and their registration must be renewed annually. Manumitted NPOs 

are still generally exempted from the registration requirements. Furthermore, there is no 

publicly available information on manumitted NPOs. 

58. The Advisory Committee as a whole has continued to consider the effectiveness of the NPO 

framework routinely at its meetings and a dedicated working group has been established to 

examine all aspects of the oversight of charities and NPOs. Two consultation documents have 

been issued; one relating to the proposed extension of the registration framework to manumitted 

organisations; and the other relating to some proposed minor changes to the existing framework.  

59. The Guernsey and Alderney Registrar of NPOs periodically reviews information on NPOs in 

order to identify those that require greater scrutiny. As the Charities and NPOs Registration Law 

permits the onward transmission of information to the law enforcement agencies, details of all 

applications that are considered high-risk or where adverse intelligence has been established are 

passed to the FIS. The FIS then reviews these details against law enforcement databases, and 

provides the Registry with any known relevant convictions or intelligence, including financial 

intelligence. The Registrar will then use this information to confirm the risk classification of any 

NPO, or confirm whether to proceed or suspend a registration/application. Although 
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administrative sanctions are in place for non-compliance with registration requirements, these 

are considered not to be effective or dissuasive. 

7. National and International Co-operation  

60. The formal national committee structure is headed by the AML/CFT Advisory Committee (or 

Financial Crime Advisory Committee), which is made up of senior representatives of different 

authorities and has a high-level, strategic role. Since the previous evaluation, the Sanctions 

Committee and the AntiïBribery and Corruption Committee have been created to ensure that 

the Bailiwick has a properly coordinated response to emerging areas of particular international 

concern. Cooperation and coordination at an operational level is achieved by both formal and 

supplementary meetings. The law enforcement agencies work closely with members of the 

prosecution team in the Attorney Generalôs Chambers in the preparation of particular cases, and 

the economic crime prosecutor has been actively involved in assisting the FIU in the review and 

preparation of cases on both a specific and a more general basis. There are also regular meetings 

to review cases between the GBA and the members of the Attorney Generalôs chambers who 

work on mutual legal assistance. In addition, there are regular meetings between the FIS and the 

GFSC at the Enforcement Case Review Committee. Overall, the systems in place for 

cooperation and coordination of the legal framework are considered to be effective and the 

systems in place for the review of the effectiveness of the Bailiwickôs AML/CFT systems are 

considered to operate well. 

61. The Bailiwick, as a dependency of the British Crown, cannot itself sign or ratify international 

Conventions on its own. As it is the government of the UK that acts, by longstanding 

constitutional convention, for the Bailiwick in any international matters, it is also the UK that 

can extend its ratification of international Conventions to the Bailiwick. The UKôs ratification 

of the Vienna Convention and the FT Convention had already been extended to the Bailiwick at 

the time of the last evaluation. This was not the case in respect of the Palermo Convention due 

to some outstanding issues that needed to be addressed in discussion with the UK. The Palermo 

Convention has subsequently been extended to Guernsey. The date of entry into force of the 

Convention for the Bailiwick was December 17 2014.   

62. There is no single piece of legislation to generally regulate the provision of mutual legal 

assistance (MLA) by the Bailiwick of Guernsey and therefore reliance is placed on the provision 

of a number of laws relevant in the field of criminal procedure. The wide range of investigatory 

powers under these Laws is not limited to domestic investigations and they may thus be, and are 

regularly used to provide MLA as appropriate. There is also secondary legislation in place 

(meaning a range of ordinances issued upon authorization by the aforementioned laws) 

specifically to permit the restraint and confiscation of assets and instrumentalities in criminal 

cases at the request of other jurisdictions. Overall, Guernseyôs legal framework for MLA was 

found to be comprehensive and addressing all criteria under the FATF standard at the time of 

the previous assessment, which is generally true for the present round of evaluation too. The 

provision of MLA is not subject to any unreasonable, disproportionate or unduly restrictive 

conditions and the statistics demonstrate the Bailiwickôs capability and activity in this field.  

63. The Bailiwick has in place a range of measures to facilitate various forms of international 

cooperation. The legal framework does not require reciprocity or MOUs before assistance can 

be provided (the Income Tax Law requires that there be an international agreement or 

arrangement governing the exchange of tax information in place). However, the practice is to 

sign MOUs if they are required or desired by a requesting state or an international instrument. 

The only area of concern is the limitation for the FIS to request information only in cases when 

there was an initial STR; this means that if the request refers to a subject in relation to whom 

there were no STRs the FIS has to find round-about ways to obtain information. This is 

considered of particular importance in view of the international character of business in 

Guernsey. 
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8. Resources and statistics  

64. Guernsey provided full and comprehensive statistics on matters relating to the criminalisation 

of money laundering, the financing of terrorism, the operation of the FIU (including receipt and 

dissemination of STRs), the supervision of financial institutions and DNFBP, as well as on 

national and international cooperation. It would appear that these statistics are routinely used to 

monitor the effectiveness of the AML/CFT systems in operation in Guernsey. 

65. All of the law enforcement and supervisory agencies appear to be adequately staffed with 

experienced and well-trained staff members. 
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III. Mutual Evaluation Report  

1. GENERAL  

1.1  General Information on the United Kingdom Crown Dependency of Guernsey 

1. The United Kingdom Crown Dependency of Guernsey (ñGuernseyò or ñthe Bailiwickò) is 

located in the English Channel, in the gulf of St. Malo off the north-west coast of France. The 

major ethnic groups comprise people of British and Norman descent.  The total population of 

the Bailiwick of Guernsey is 62,732. The Bailiwick of Guernsey comprises the three separate 

jurisdictions of Guernsey, Alderney and Sark. The islands of Herm, Jethou and Lihou are part of 

Guernsey and the island of Brecqhou is part of Sark.  

2. Although geographically the islands form part of the British Isles, politically they do not form 

part of the United Kingdom. Guernsey is a self-governing Crown Dependency. The United 

Kingdom is responsible for Guernseyôs international affairs and defence. The Bailiwickôs right 

to raise its own taxes is a long recognized constitutional principle. 

3. The Bailiwick is not represented in the UK Parliament. Acts of Parliament do not apply in the 

Bailiwick unless extended by Order in Council at the request of the island authorities. The 

extension to Guernsey of an Act of the Parliament by Order in Council is occasionally 

requested, but the usual practice is for the States of Deliberationô, which is legislatively 

independent from the United Kingdom with full competence to legislate for the Islandôs insular 

affairs, to enact its own legislation. 

4. Guernseyôs parliament is called óThe States of Deliberationô. The States of Deliberation 

consists of a Presiding Officer, who is ex officio the Bailiff (or in his absence the Deputy 

Bailiff, as Deputy Presiding Officer), the two Law Officers of the Crown: Her Majestyôs 

Procureur (Attorney-General) and Her Majestyôs Comptroller (Solicitor-General), 45 

democratically elected Guernsey members (Peopleôs Deputies) and two elected Alderney 

representatives. There are no political parties in Guernsey. The States of Deliberation elect the 

senior political office holder who is called the Chief Minister and chairs a Policy Council made 

up of the Deputies, called óMinistersô, who chair the 10 administrative committees, called 

óDepartmentsô.  

5. Alderney is self-governing, its constitutional legislation being the Government of Alderney 

Law. The island is governed by the States of Alderney, which consists of a President and 10 

States members, all elected by universal suffrage. Under a 1948 agreement Guernsey has 

responsibility for certain services in Alderney which extends, inter alia, to the airfield and 

breakwater, immigration, police, social services, health and education. The States of Alderney is 

responsible for initiating domestic legislation and the States of Deliberation (the Guernsey 

assembly) has the power to enact criminal legislation in Alderney.  

6. The government of Sark is administered by the Chief Pleas of Sark. The Chief Pleas is Sarkôs 

legislative body. It consists of 28 elected members (Conseillers). As with Alderney, Guernseyôs 

States of Deliberation has power to legislate for Sark in criminal matters without the agreement 

of Chief Pleas, but on any other matter with the agreement of the Chief Pleas. 

International relations 

7. Guernsey, in partnership with Jersey, established the Channel Islands Brussels Office in 2011.  

8. Guernseyôs relationship with the EU is governed by Protocol 3 to the 1973 Treaty of 

Accession when the UK joined the European Economic Community (EEC). The effect of the 

protocol is that the Bailiwick is within the Common Customs Area and the Common External 

Tariff (i.e. it enjoys access to EU countries of physical exports without tariff barriers). Other EU 

rules do not apply to the Bailiwick. 

Economy 

http://www.gov.sark.gg/
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9. Guernsey uses the British pound, although it produces its own notes and coins. The notes and 

coins issued by the Bank of England or by Jersey authorised body, can be used in the Bailiwick.   

10. Total GDP for 2013 in Guernsey was estimated at £2,186 million. Finance is the mainstay of 

the economy; of the approximately 31,000 people employed in the Island, around 6500 (21%) 

are employed in the finance sector itself, which at 37.3% is the largest contributor to GDP.  

11. Non-Guernsey income (and Guernsey bank interest) accruing to trusts that have no Guernsey 

beneficiary is not subject to Guernsey income tax and there is a zero rate for corporate entities. 

There is no withholding tax on dividends paid, no capital gains tax, no death duties or 

inheritance taxes or VAT.  

System of legal acts  

12. Laws are the equivalent of a UK Act of Parliament or a French loi. A draft Law passed by the 

States can have no legal effect until formally approved by Her Majesty.  

13. Ordinances (made by one or more of the Bailiwick parliaments) and Statutory instruments 

(regulations, orders or rules) are secondary legislation  and do not require the approval of the 

Queen in Council; unless there is some provision to the contrary they come into effect once they 

have been approved by the States. Ordinances are of two categories - they are made either under 

the authority of an enabling Law or under inherent customary powers.  

14. Some Laws or Ordinances give a States Department the power to make regulations, orders or 

rules which have the force of law. These are called Statutory Instruments. They deal with 

matters of detail relating to the operation of a Law (or Ordinance). 

15. Decisions of the UK Supreme Court are not binding on Guernsey courts, but again insofar as 

the Guernsey courts follow English decisions on the common law, decisions of the UK Supreme 

Court carry considerable weight. 

Transparency, good governance, ethics and measures against corruption 

16. The UN Convention against Corruption is extended to Guernsey. 

17. The Anti-Bribery and Corruption Committee was created in 2011 to reflect increased 

international focus in this area. 

18. Guernsey has signed 57 Tax Information Exchange Agreements (TIEAs) to date including 

with 21 EU countries and 16 G20 countries. 

19. To date Guernsey has signed 13 Double Taxation Agreements (DTAs) with the UK, 

Singapore, Malta, the Isle of Man, Jersey, Hong Kong, Monaco, Qatar, Luxembourg, Mauritius, 

Cyprus, Liechtenstein and the Seychelles. 

1.2 General Situation of Money Laundering and Financing of Terrorism 

Money laundering 

20. The Bailiwick is an international finance centre with no significant acquisitive domestic 

criminality other than drug trafficking, as demonstrated by the crime statistics under Table 1. As 

indicated by the authorities, the principal money laundering risks to the jurisdiction concern the 

proceeds of foreign predicate offences and of domestic drug-related offences.  

21. According to Guernsey authorities the provision of trust and company services and the private 

banking sector are considered to be the sectors with the greatest vulnerability to the laundering 

of foreign predicate offences because of the combination of: the cross border nature of the 

business; the geographical diversity of the customers; the perceived attractiveness of company 

and trust structures for money laundering purposes; the fact that wealth management structures 

with the use of trusts and companies in several jurisdictions can be more complex than business 

relationships in other sectors; the number and content of STRs; and the sectors covered by 

mutual legal assistance requests. Money laundering is most likely to occur in the form of 

http://en.wikipedia.org/wiki/Act_of_Parliament_in_the_UK
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layering or integration to maximise investment performance and to spread risk in the same way 

as legitimate investors. An analysis of STRs and mutual legal assistance requests conducted by 

the authorities indicates that the most likely predicate offences to be involved in this type of 

laundering are fraud, including tax evasion,  and corruption.  

22. Domestic drug traffickers typically do not use sophisticated financial arrangements or 

structures.  The community banking sector is considered to have the greatest vulnerability to the 

laundering of the proceeds of domestic drug trafficking, which commonly involves the placement 

of cash into current accounts by a series of small payments in an attempt to avoid arousing 

suspicion. 

23. As reported by the authorities during the last few years there has been an increase in the number 

of STRs and mutual legal requests made in relation to online gambling. The risks associated with 

the regulated online gambling sector have been reviewed by the Alderney Gambling Control 

Commission (AGCC), and are considered to be low to medium. 

24. A review of the grounds of suspicion for STRs for a period of 4 years indicated that the 

highest current trends for reporting were in relation to tax fraud, which constitutes 40% of the 

STRs filed.  

25. Table 1 provides statistics on domestic predicate offences: 

Table 1 

 
2010 2011 2012 2013 

Jan ï Jun 

2014 

 
Cases 

Person

s 
Cases 

Person

s 
Cases 

Person

s 
Cases 

Person

s 
Cases Persons 

Sexual 

exploitation, 

including 

sexual 

exploitation 

of children 

1 1 9 9 1

0 

1

0 

5 5 1

5 

8 

Illicit 

trafficking 

in narcotic 

drugs and 

psychotropic  

substances 

7

1 

7

4 

1

0

1 

1

0 

7

1 

8

2 

5

0 

5

3 

3

8 

41 

Illicit arms 

trafficking  

- -  1 1 - - - - - - 

Fraud 
2

0 

1

9 

15 1

5 

1

1 

1

1 

6 7 4 6 

Counterfeiti

ng and 

piracy of 

products 

- - - - - - 1 - - - 

Murder, 

grievous 

bodily 

injury  

8 6 7 9 5 6 1 1 2 2 

Robbery or 6 8 1 1 2 2 - - 1 1 
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theft 

 

26. Although the number of ML investigations, prosecutions and convictions increased during the 

period mentioned above, the overall level remains low and there is a discrepancy between the 

numbers of investigated ML cases and final convictions.   

27. To date, there have been 4 convictions involving autonomous laundering, 2 related to proceeds 

of frauds committed abroad and 2 related to drug trafficking. This does not seem to be 

proportionate to the Guernseyôs exposure to ML threats. 

Financing of Terrorism 

28. As at the last evaluation, there have been no identified cases of terrorist activity or terrorist 

financing within the Bailiwick.  

29. Since 2010 14 STRs related to TF were reported to the Guernsey FIU. However the submitted 

STRs have not resulted in a case being opened or a notification being sent to law enforcement 

agencies. No international requests for assistance relating to terrorist financing have been 

recorded during the last four years.  There have been no prosecutions or convictions in the 

period 2010-2014 related to TF.  

30. The authorities consider the risk of TF to be low for the following reasons. 

31. The Bailiwick comprises a number of politically stable small island communities with very 

low domestic crime rates and ethnically homogenous populations. It has no historical, 

geographical or business links to parts of the world that are considered to present a high risk of 

terrorist activity. Neither does it operate an independent foreign policy. There are no military or 

other installations such as major power stations that could be attractive for terrorist attacks. For 

these reasons the risk of the Bailiwick being a target for terrorist activity is extremely low. 

32. However the size and structure of the financial sector in the Bailiwick might unavoidably 

attract funds of various sources including those that belong to designated persons or entities and 

thus there is a potential vulnerability to the terrorist financing threat despite the lack of concrete 

cases. The lack of intelligence received and freezing orders, however, appears to be consistent 

with the opinion of the local authorities that the risk of TF has always been and remained 

remarkably low in the Bailiwick which can also be demonstrated by the absence of any MLA 

requests and the low numbers of STRs in relation to terrorist financing in the last four years.   

1.3 Overview of the Financial Sector and Designated Non-Financial Businesses and Professions 

(DNFBP) 

Financial Sector 

33. Guernsey has a mature legal and regulatory system, which has been enhanced over the years 

by the introduction of modern legislation covering all important aspects of the finance industry. 

Guernseyôs tax neutrality, its long history of financial and political stability, good banking and 

professional infrastructure, GMT time zone and proximity to the UK and Europe, have ensured 

that Guernsey remains a leading international financial centre.  

34. The finance sector itself, is the largest single contributor to GDP of the Bailiwick. It is 

generally considered that Guernsey has four distinct parts of its finance industry: Banking, 

Fiduciary, Insurance and Investment Funds. There are a multiplicity of variations within each 

sector with different business models, clients, and target markets. However those four sectors 

remain the core of Guernseyôs financial services business.  

35. While deposits taken by the banking sector have almost halved since its highest peak in 2008, 

the funds under management and administration by the collective investment fund sector has 

more than doubled during the same time period. The size of the fiduciary and insurance sector 
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has been largely stagnant during the past six years.  

 

Table 2: Types of financial institutions in the Bailiwick as at December 31, 2014:  

Type of institution 

and activities 

regulated for 

AML/CFT  

Financial activities 

Number 

regulated/ 

registered 

Size of sector 

Banks:ΟDeposit 

taking and lending  

Acceptance of deposits LendingΟTransfer of 

moneyΟIssuing and managing means of payment  

Financial guarantees and commitmentsΟMoney and 

currency changing  

31 
Deposits ï 

£83.7 billion 

Insurers, insurance 

managers and 

insurance 

intermediaries:  

  

Underwriting and placement of life insurance and 

other investment related insuranceΟUnderwriting 

and placement of non-life insurance  

797 insurers
5
 

20 insurance 

managersΟ 

46 insurance 

intermediaries 

Gross assets ï 

£23.66 billion 

Gross written 

premiums ï 

£4.94 billion  

Investment firms and 

funds  

Individual and collective portfolio management, 

investment advice and brokingΟParticipating in 

securities issues and provision of services relating to 

such issues  

622 licensed 

institutions  

812 Guernsey 

collective 

investment 

schemes  

1 stock exchange  

Assets under 

management or 

administration 

in Guernsey 

funds ï £220 

billion
6
 

Gross assets 

under 

management 

with asset 

managers and 

stockbrokers - 

£80 billion 

Registered non- 

regulated financial 

service businesses: 

Lending, financial 

leasing and other 

non- Core Principle 

activities  

Non-bank lending and leasing  

Money and currency changing, transfer of money 

(see also MSB below)  

Issuing and managing means of payment  

Providing financial guarantees or commitmentsΟ 

Trading in money market instruments, foreign 

exchange, exchange, interest rate or index 

instruments or negotiable instruments  

Participating in securities issues  

Providing advice on capital structures, industrial 

36 

5 

4 

7 

1 

4                 Total 

no figures 

available 

                                                      
5
 Including companies, PCCs (and cells) and ICCs (and cells). 

6
 In addition at 31 December 2014 there were 236  non-Guernsey investment schemes with combined assets 

under management of £44bn, to which Guernsey investment firms provided management, administration or 

custody services    

 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 25 

strategy, mergers or purchase of undertakings  

Money broking and money changingΟ 

Portfolio management services  

Safe custody services and safekeeping or 

administration of cash or liquid securities  

Accepting repayable funds, other than depositsΟ 

Investing, administering or managing funds or 

money  

Dealing in bullion or postage stamps 

1                   53 

2 

1 

9 

 

5 

7 

1 

Money service 

businesses 

 

Money and currency changing  

Transfer of money 

27 (22 included 

in figures for 

banks and 5 

included in 

registered non- 

regulated 

financial services 

businesses)  

no figures 

available 

Banks 

36. There are no domestically owned banks in Guernsey ï all Guernsey banks are subsidiaries or 

branches of banks from other jurisdictions. They represent a range of countries with 

concentrations of banks with head offices in the UK and Switzerland. Other banks are from for 

example Bahrain, Belgium, Bermuda, Canada, Cyprus, France, Germany, Netherlands, South 

Africa and the USA. The banking sector in Guernsey ï as in the other Crown Dependencies ï 

has materially reduced over the past 6 years, primarily due to higher liquidity requirements in 

home jurisdictions such as the UK against short term funding and due to globally low interest 

rates (which primarily affected the ñfiduciary depositsò from Switzerland). Total deposits have 

almost halved from £157 billion at its highest peak in 2008 to £83.7 billion in 2014. There is no 

data available on their total assets under management (i.e. the total value of assets managed or 

administered for their customers and themselves). The GFSC authorities state that the assets 

managed by the Guernsey banking sector are included in the figure of the net asset value of total 

funds under management and administration (at almost £219.4 billion at the end of 2014) and 

the gross assets under management in the area of asset management and stockbroking (£79.5 

billion). The financial crisis has accelerated a shift from retail deposit-taking towards private 

banking for high net worth individuals and tax-neutral services to international companies.  

Table 3 

Banks No Percentage 

of total 

Deposits 

in 

£ millions 

Financial Activity AML/CFT  

and 

Prudential 

Supervisor 

International 

Private Banks 

23 82.2% 66,274 Take deposits from high net worth 

individuals, trust and fiduciary companies 

and the liquid uninvested balances of fund 

administration companies 

GFSC 

Community 

Banks 

7 16.8% 13,618 Provide current accounts, overdrafts, 

saving deposits, mortgages and term 

lending to Guernsey residents and local 
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businesses. 

Deposit takers 1 1.0% 776 Raise funding from retail savers and 

institutional customers with liquid funds 

and as well as gather deposits from 

expatriate savers around the world. 

Total 31 100% 80,668  

37. There are 23 international private banks that take deposits from high net worth individuals, 

trust and fiduciary companies and the liquid uninvested balances of fund administration 

companies. These international private banks account for approximately 82% of all deposits 

with Guernsey banks. They also provide treasury services (specialised money market and 

foreign exchange services) as well as custody services (asset management has been a mainstay 

of Guernsey's banking sector). These services are provided to all other financial services sectors 

on the Island (Fiduciary, Insurance and Investment Funds). 

38. The banking sector is liability driven and not a big credit centre. Nevertheless, the Bailiwick is 

a major supplier of liquidity to other parts of groups ï this is sometimes described as up 

streaming. Lending is primarily Lombard lending secured against securities portfolios, cash 

backed lending or secured property lending. There is no proprietary trading and position taking. 

Hence, there are only very small dealing rooms, catering for private client instructions and 

employment of group liquidity portfolios. 

39. There are also 7 community banks (principally U.K. clearing banks), which provide current 

accounts, overdrafts, saving deposits, mortgages and term lending to Bailiwick residents and 

local businesses. Another deposit-taking bank raises funding from retail savers and institutional 

customers with liquid funds and gathers deposits from expatriate savers around the world. 

Insurance Sector 

Table 4 

Insurance Business No Financial Activity AML/CFT  

and 

Prudential 

Supervisor 

International 

Insurance Business  

344 

(including 69 

PCCs
7
 and 7 

ICCs) 

Writing captive and commercial insurance, or 

international life and employee benefits. 

GFSC 

Domestic Insurance 

Business 

8 Writing local insurance risks. 

Writing business within an EU Member State.
8
 

Insurance 

Intermediaries 

(insurance brokers 

and insurance 

agents) 

39 Advising others on their insurance requirements 

for direct or indirect reward. 

Total 391  

40. The majority of the international insurance companies have been established by UK based 

groups but 135 were established by non-UK based groups from a wide range of jurisdictions. 

                                                      
7 These PCCs comprised 414 cells.    

8
 Insurers who have a physical presence in the Bailiwick (owing to the existence of a branch office or through 

the 
presence of insurance agents in the Bailiwick). 
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41. The Bailiwick is the leading captive insurance domicile in Europe in terms of numbers of 

captives and is fourth in the world based on premiums, with premium written in excess of $5bn. 

The primary purpose of a captive is to insure the exposures of the parent company and its 

subsidiaries. Such captives are known as pure captives and these account for the majority of the 

Bailiwickôs captive market. There are also a number of small commercial insurers writing niche 

general insurance products for the international market (predominantly the UK).  

42. Specialist insurance management companies manage most of the international insurers. The 

GFSC requires such insurance managers to be licensed. 

43. As at 31 December 2013, of the 344 licensed international insurers there were 36 life and 

employee benefits insurers, including 8 PCCs and 12 ICCs licensed in respect of life business, 

operating in the Bailiwick. These provide insurance for non-residents, for example expatriate 

workers in overseas territories, many of them on short-term assignments, which mean that their 

careers might embrace employment in several overseas countries. The main products offered in 

the Bailiwick include pensions, group life and other group employee benefit plans for 

companies and single premium and other portfolio bonds. 

Investment Sector 

44. The most important sub-sector of the investment sector is the collective investment funds 

business, which has been the driver of significant growth in the Guernsey finance industry over 

the past decade. Guernsey is now the largest fund domicile in the Crown Dependencies. As the 

end of 2014, the total value of funds under management stood at almost £219.4 billion  

45. The geographical spread of clients is diverse. In the collective investment fund sector, the 

trend over the past decade has been towards establishing funds for high net worth individuals 

and institutions. Guernsey is one of the most important fund domiciles for private equity, which 

accounts for about £80bn of funds business. Other asset classes include funds of hedge funds as 

well as property and infrastructure. 

46. The majority of funds both by number and value are closed-ended funds
9
 (636 closed-ended 

investment schemes (of which 66 were umbrella schemes resulting in a total of 1234 pools of 

assets). A Guernsey closed-ended fund is not required to appoint a local custodian or a local 

manager or adviser. Unlike a closed-ended fund, every open-ended fund generally must appoint 

a Guernsey licensed custodian to hold its assets on trust. Both open-ended and closed-ended 

funds are required to appoint a locally licensed administrator. 

47. Amongst the open-ended schemes, so-called ñClass Bò schemes have proved to be the most 

popular because of their flexibility, and are utilised for various purposes, including hedge funds. 

The rules that govern Class B schemes are designed to be relatively flexible, with reliance 

placed on disclosure. The GFSC may derogate from any of the requirements of the Class B 

scheme rules if satisfied that investor protection will not be compromised.  

48. The POI Law further distinguishes between two categories of Guernsey fund: authorised 

collective investment schemes; and registered collective investment schemes. Both open-ended 

and closed-ended funds may be either authorised or registered schemes under the POI Law and 

funds may take the form of companies, limited partnerships, unit trusts or other entities. The 

most significant advantage that registered schemes have over authorised schemes is the fast- 

track three day approval process for the fund. There are no restrictions on who can invest in a 

registered fund and they are unlikely to be used as retail funds. 

                                                      
9
 Guernsey makes a fundamental distinction between open-ended funds and closed-ended funds. Open ended 

collective investment schemes are investment vehicles which offer for sale without limitation, or have 

outstanding securities which investors are entitled to redeem on demand, subject to any applicable notice 

period. A closed ended investment scheme is a scheme under which the investors are not entitled under the 

terms of the scheme to have their units redeemed or repurchased by, or out of funds provided by the scheme, or 

to sell their units on an investment exchange, at a price related to the value of the property to which they relate. 
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49. Authorised funds remain subject to the lengthier, traditional approval process. The relevant 

rules are not prescriptive concerning the features of the fund (for example, in relation to 

investment powers) but require full disclosure of all material matters and ongoing notification of 

specific events. 

Table 5 

Type  (as of 31 December 2014) 

Total number 

of investment 

schemes  

 

Total pools 

of assets 

(including 

cells of 

umbrellas 

schemes
10

)  

Registered 

holders of 

shares/units/ 

partnership 

interests 

Gross asset 

values (bn) 

Total of open-ended schemes  176 1293 128,514 £39,7 bn 

of which authorised schemes  164    

of which registered schemes 12    

of which qualified investor funds
11

  32    

Total of closed-ended schemes 636 1234 84,803 £135,8 bn 

of which authorised schemes 435    

of which registered schemes  201    

of which qualified investor funds
3
 151    

Total of Non-Guernsey schemes  236 573 84,780 £44,6 bn 

of which qualified investor funds  28    

50. Other activities provided by the investment sector include discretionary and non-discretionary 

asset management, stock broking, investment advice as well as investment performance 

monitoring. Clients of these licensees include local residents, overseas residents and local and 

overseas institutions and professional firms. 

Non-Regulated Financial Services Businesses 

51. The Registration of Non-Regulated Financial Services Businesses (Bailiwick of Guernsey) 

Law, 2008 and the Registration of Non-Regulated Financial Services Businesses (Bailiwick of 

Guernsey) Law, 2008 (Amendment) Ordinance, 2008 came into force on 30 July 2008.  

52. The law creates a public register of non-regulated financial services businesses. Applications 

for registration must be made to the GFSC, which will maintain the register on its website. The 

law states that, except in circumstances where the GFSC has notice of any grounds upon which 

it could refuse an application for, or revoke, registration of a financial services business, the 

                                                      
10

 Protected cell companies are used extensively in collective investment schemes structures with nearly all 

umbrella or multi-class corporate structures being established as such. Legal set up costs can be saved if a PCC 

is used because adding a cell to an existing PCC is more cost effective than forming a new legal entity. There 

might also be reduced operating costs because the company secretary, board of Directors and audit fees are 

shared across the PCC rather than having separate boards and company secretaries each time. 

11 
The QIF approval process is only available to qualifying investors who are professional investors, 

experienced investors and/or knowledgeable employees. An individual investor investing US$100,000 or more 

is automatically deemed to be a qualifying investor.  
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GFSC has no obligation to make any enquiries concerning an application for registration or the 

continued registration of any non-regulated financial services business. 

53. Non-regulated financial services businesses are mainly providing lending, financial leasing, 

financial guarantees or commitments, participating in securities issues and related financial 

services and other non-Core Principle activities (see table 2 for further details).  

54. Non-regulated financial services businesses are also permitted to provide money or value 

transmission services as well as currency exchange (bureau de change) and cheque cashing (see 

following paragraph).  

Independent Money Service Sector 

55. The independent (i.e. non-bank) money services sector in Guernsey is small.  There is only 

one substantial bureau de change and wire transfer provider outside the banking sector.  In all 

there are only five independent money service providers.  Some hotels offer limited exchange 

services and fall within the exemption for registration. Other than through banks, money 

transmission services are provided by three agents of MoneyGram. The large independent 

provider offers MoneyGram and Cash2Account services.  Outbound transmissions dominate, 

with a major portion of the business being remittances to Latvia, Poland and Madeira by 

nationals of those jurisdictions working in the Guernsey hospitality and building sectors.   

56. The above-mentioned 5 firms are registered and supervised for AML/CFT purposes by the 

GFSC under the Registration of Non-Regulated Financial Services Businesses (Bailiwick of 

Guernsey) Law.  

Designated Non-Financial Businesses and Professions (DNFBP) 

57. All the categories of DNFBPs determined as such in the FATF Recommendations are covered 

under the Bailiwick legislation. On the one hand, the Bailiwick DNFBP sector consists of trust 

and company service providers (TCSP) which are considered as financial services businesses 

and therefore subject to the Financial Services Businesses Regulations and Handbook. On the 

other hand, the DNFBP sector comprises entities referred to as prescribed businesses under the 

Bailiwick legislation which are listed in the Table 6. These sectors play an important role in the 

Guernsey economy. The fiduciary sector is a key driver of business flows into the Guernsey 

economy. Fiduciary business provides on-going benefits to all other sectors in the finance 

industry, creating demand for banking and investment advisory services. Lawyers and 

accountants provide support services to these activities. Guernsey has also taken a leadership 

role in the emerging eCasinos sector.  

Table 6: Number of DNFBPs operating in Guernsey 

Type of 

DNFBP 

No Type of Activity AML/CFT 

Supervisor 

Trust and 

Company 

Service 

Providers 

191 

(full and 

personal 

fiduciaries) 

¶ Trust and foundation formation, management and 

administration; 

¶ Company and partnership formation, management and 

administration;  

¶ The provision of company directors and foundation 

officials and; 

¶ The provision of executorship services. 

GFSC 

Legal 

Professionals  

22 ¶ The business of lawyer, notary or other independent legal 

professional, when they prepare for or carry out 

transactions for a client in relation to the following 

activities: 

¶ The acquisition or disposal of an interest in or in respect of 

real property; 

GFSC 
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¶ the management of client money, securities or other assets; 

¶ The management of bank, savings or securities accounts; 

¶ The organisation of contributions for the creation, 

operation, management or administration of companies; or  

¶ The creation, operation, management or administration of 

legal persons or arrangements, and the acquisition or 

disposal of business entities. 

Accountants 58 ¶ Business of auditor;  

¶ External accountant;  

¶ Insolvency practitioner or tax adviser. 

GFSC 

Real Estate 

Agents 

29 ¶ Acting, in the course of a business, on behalf of others in 

the acquisition or disposal of real property or any interest 

therein for the purpose of or with a view to effecting the 

introduction to the client of a third person who wishes to 

acquire or (as the case may be) dispose of such an interest; 

and after such an introduction has been effected in the 

course of that business, for the purpose of securing the 

disposal or (as the case may be) the acquisition of that 

interest. 

GFSC 

Dealers in 

Precious Metals 

and Precious 

Stones 

1 (bullion 

dealer) 

¶ Buying, selling or arranging the buying or selling of, or 

otherwise dealing in, bullion or buying or selling postage 

stamps. 

GFSC 

e-Casinos 38 ¶ The Category 1 eGambling licence - offering gambling, 

traditional bookmaking and betting exchanges as well as 

traditional casino games, bingo networks and poker rooms. 

¶ The Category 2 eGambling licence -providing approved 

games to customers, and effecting gambling transactions on 

behalf of the Category 1 eGambling licence, including 

striking the bet, housing and recording the outcome of the 

random element or gambling transaction, and operating the 

system of hardware and software upon which the gambling 

transaction is conducted.   

AGCC 

Trust and Company Service providers 

58. Guernsey was one of the first jurisdictions to introduce a licensing and supervision system in 

relation to trust and company service providers. The fiduciary services provided by this sector 

principally relate to trust and foundation formation, management and administration, company 

and partnership formation, management and administration, the provision of company directors 

and foundation officials and, to a much lesser degree, the provision of executorship services.  

59. The firms providing fiduciary services in the Bailiwick are varied and range from the bank and 

institutionally owned trust companies to a number of independently owned trust companies.  

There were 151 full fiduciaries and 37 personal fiduciaries on 31 December 2014 licensed by 

the GFSC under the Regulation of Fiduciaries Law. Full fiduciary licences are available to 

companies and partnerships. A personal fiduciary licence can be held by an individual and is 

restricted to acting as a director, trustee (except acting as a sole trustee), protector, or as 

executor or administrator of estates. The settlors and beneficiaries of trusts and the beneficial 

owners of companies come from all over the world.  

60. Trusts remain the core offering of the fiduciary sector. Succession and inheritance planning, 

often aimed at sidestepping forced heirship rules, is the most common reason for using 
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Guernsey trusts according to industry representatives, followed by asset protection. More 

recently foundations have been introduced as a new offering. As with trusts they are marketed 

for inheritance and tax planning, asset protection, philanthropy and investment fund structuring. 

61. The following Table 7 provides an estimate of the originating geographical location of the 

fiduciary licenseeôs client base as a percentage of the licenseeôs total fiduciary turnover 2014 

(based on annual reports submitted by the fiduciary sector). The GFSC maintains data on the 

value of assets under trusteeship and management by TCSPs. However, because of the wide 

range of types of assets (from easy to value cash and liquid assets, through to private company 

shares, commercial and private real estate, art, antiques and vehicles where the value fluctuates), 

in the authoritiesô view it is not possible to provide a meaningful overall figure. 

Table 7 

UK 37,2% 

Europe  20,7% 

Local 17,9% 

Middle East 5,3% 

South Africa 4,1% 

USA 3,2% 

Russia  2,9% 

Asia  2,4% 

Africa  1,6% 

Australia and New Zealand  0,7% 

Canada 0,5% 

South America  0,5% 

Bermuda, Caribbean and Latin America 0,4% 

China 0,3% 

 

Source ï Fiduciary Annual Return as at 30
th
 June 2014 

Legal Professionals 

62. Lawyers are regulated for AML/CFT purposes under the PB Regulations made under the 

Proceeds of Crime Law. Advocates of the Royal Courtðare the only lawyers with general 

rights of audience in their courts. Guernsey law firms offer a variety of legal services, including 

litigation, corporate and commercial law, real estate law, will and estate planning, and 

representation before the courts in criminal and civil cases. Some law firms are also licensed 

fiduciaries and carry out trust and company services. 

63. Guernsey advocates are the only people eligible to qualify as notaries. The position of notary 

in Guernsey is a very different position from that of notaries in civil law jurisdictions. Guernsey 

notaries do not prepare transaction documents or contracts, assist with contracts for the sale of 

land or manage conveyancing of real or personal property.   The Guernsey notary therefore does 

not ever take in, collect, transfer or administer any client money, administer transactions or give 

legal advice or opinions.  In essence, the main function of the notary in Guernsey is physically 

to authenticate documents and certify matters of fact. 

64. There are no notaries registered with the GFSC as their activities do not fall within the 

requirements of the PB Regulations (i.e. the duties undertaken by notaries do not fall within the 

FATFôs definition of DNFBPs). In all cases where a notary does not already know the person 

making an oath or signing a document he must satisfy himself as to the identity of that person. 

Identification is carried out by the presentation of that personôs passport when attending the 

notary's office and the passport number recorded, often in the document which is being signed 

or sworn and usually with a statement as to the method of identification in the fee note.   A 
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notary will rarely conduct work for private clients; most work is generated by persons or 

regulated financial services businesses known to the notary. 

Accountants 

65. The audit and accountancy sector is regulated for AML/CFT purposes under the PB 

Regulations made under the Proceeds of Crime Law. This includes work carried out by external 

accountants, tax advisors, auditors and insolvency. 

66. Some of the audit and accountancy firms in Guernsey carry out the activities detailed in the 

FATF standards but a large majority do not undertake these activities, which is the reason for 

the comparatively small number of registrations with the GFSC.  The majority of firms do not 

handle client monies or assets and are also not involved in any facilitation or arrangements 

involving their clients. 

Real Estate Agent 

67. The real estate market is controlled as follows: the controls work by splitting the Island's 

housing stock into two categories Open Market and Local Market; and the Housing Control 

Law governs which housing is Open Market. All Open Market housing is listed in the Housing 

Register. There are no controls on who can buy or own property in Guernsey, but there are 

controls on who can live in the Island's Local Market housing. Person not qualified as Resident 

or the holder of the right type of housing license (or an immediate family member of one of 

these), will be able to buy a Local Market property but will not be able to live in it. 

68. Only the larger firms are significantly involved in open market property sales and commercial 

business. All Open Market housing is listed in the Housing Register, and the Housing Register 

can be searched on-line.  Any housing not listed in the Housing Register is Local Market. 

69. The Real Property (Transfer Tax, Charging and Related Provisions) (Sark) Law, 2007 (the 

Real Property Sark Law) requires that relevant property transactions of an ownership interest in 

real property and a long leasehold interest (of 20 years or more) in real property be recorded in 

writing and that the document recording the transaction be registered by the Court. The property 

register is maintained in the Sark Greffe Office. Property transactions that are not classed as 

relevant property transactions have no statutory requirement to be placed before the Court or 

registered in the island records. The way in which sales take place in Sark is not governed by 

any legislation; sales are normally made by private treaty although there is nothing to prevent 

sales by auction or by share transfer. Estate agents and advocates do not have to attend the 

Court. 

Dealers in Precious Metals and Precious Stones 

70. Dealers in precious metals and stones other than bullion dealers are prohibited from 

conducting cash transactions above £10,000. Bullion dealers are considered as financial 

institutions and are therefore subject to the FSB Regulations and Handbook.  

Casinos 

71. There are no land-based casinos. Land-based casinos are prevented from being established in 

Guernsey under the Hotel Casino Concession (Guernsey) Law, where it is illegal to operate a 

casino unless a concession for a hotel and casino has been granted by the States of Guernsey. 

The general prohibition against gambling under the Gambling (Alderney) Law and the 

Gambling (Sark) Law prevents casinos from being established in those islands. 

72. Alderney e-casinos are permitted under the Alderney eGambling Ordinance, 2009 and 

eCasinos are permitted to locate their equipment in Guernsey under the eGambling (Operations 

in Guernsey) Ordinance. The AGCC is responsible for the regulation of eCasinos.  

73. There are two categories of eGambling licence in Alderney's online gambling sector: The 

Category 1 eGambling licence enables the holder to conduct operations associated with the 

http://openmarkethousingregister.gov.gg/
http://openmarkethousingregister.gov.gg/
http://www.gov.gg/qualifiedresident
http://openmarkethousingregister.gov.gg/
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organising or promoting of eGambling transactions, including customer registration, the 

management of customer funds and offering gambling. The types of gambling offered by 

Category 1 eGambling licensees include both traditional bookmaking and betting exchanges as 

well as traditional casino games, bingo networks and poker rooms. Only Category 1 

eGambling licensees are eCasinos. The Category 2 eGambling licensee or certificate holder 

acts as the gaming platform provider, providing approved games to customers, and effecting 

gambling transactions on behalf of the Category 1 eGambling licence. This includes striking the 

bet, housing and recording the outcome of the random element or gambling transaction, and 

operating the system of hardware and software upon which the gambling transaction is 

conducted.   

74. As at the end of the fourth quarter of 2013, combined net profits in the online gambling sector 

were £30.1 million.  The total number of active players (defined as a registered customer who 

has logged in to their account within the preceding 12 months) registered with eCasinos was 

approximately three million, with approximately 1.7 million being registered with the five 

largest eCasinos. In 2013, the number of active players registered with any one eCasino ranged 

from 1,000 to 500,000 active players. 

1.4 Overview of Commercial Laws and Mechanisms Governing Legal Persons and 

Arrangements  

75. As no major changes have been reported, the reader is referred to pages 38 to 40 of the IMF 

report (paragraphs 88-99) for more detail on this topic. 

76. In January 2013 the Foundations Law came into force and introduced a statutory framework 

for the establishment and operation of foundations in Guernsey, which have legal personality. 

The legislation provides for the creation of a Registrar of Foundations and that office is held by 

the Guernsey Registrar of Companies.  

77. The Limited Liability Partnerships Law came into force in May 2014. It provides that limited 

liability partnerships (LLP) are bodies corporate with legal personality separate from that of 

their members. The legislation provides for the creation of a Registrar of LLPs and that office is 

held by the Guernsey Registrar of Companies. 

78. The legal persons that may be formed in the Bailiwick are listed in the following chart: 

79. Guernsey companies can be established as cell companies (protected cell companies (PCC) or 

incorporated cell companies (ICC)). As at January 2015, out of the total of 17,894 companies 

431 are cellular companies, of which 161 are incorporated cell companies with a total of 253 

                                                      
12

 In those situations where persons are involved in the formation, management or administration of these legal 

persons by way of business, these persons must be licensed and supervised by the GFSC pursuant to the 

Regulation of Fiduciaries Law and must also comply with the AML/CFT requirements (see analysis under R. 

33 for details); 

13
 Unless foundation officials are Guernsey licensed fiduciaries or authorised persons. 

 

 Guernsey 

companies 

 

Alderney 

companies 

 

Limited 

partnerships 

with legal 

personality 

(Guernsey 

only) 

LLPs 

(Guernsey 

only)  

 

Foundations 

(Guernsey 

only) 

 

 Number as of end 2014 17ô952 434 400 12 22 

A Registration mandatory yes yes yes yes yes 

B 
TCSP mandatory after 

incorporation12 
no no no no yes 

C Resident agent mandatory yes yes no yes yes13 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 34 

incorporated cells. The 270 protected cell companies account for a total of 1822 protected cells. 

49% of these PCCs and 60% of these ICCs are either licensed insurers or Guernsey regulated 

funds. The remaining 51% of PCCs and 40% of ICCs are administered by TCSPs and are often 

used as vehicles to hold pensions or for multiple property developments. 

80. As illustrated in the table above, all Guernsey companies, limited partnerships, LLPs and 

foundations must be registered at the Guernsey Registry. All Alderney companies must be 

registered at the Alderney Registry.  

81. As a result of amendments to the Companies (Alderney) Law which came into force in 

January 2013, all Alderney companies (other than listed companies, closed or open ended 

investment companies or their subsidiaries) are obliged to appoint a resident agent. Only limited 

partnerships with legal personality are still not required to have a resident agent. 

82. The measures to prevent the unlawful use of legal persons in relation to money laundering and 

terrorist financing and the access by competent authorities to obtain or have access in a timely 

fashion to adequate, accurate and current information on the beneficial ownership and control of 

legal persons is analysed under Recommendation 33. 

83. At the time of the assessment about 18,000 companies were registered in Guernsey. 

84. Trusts, limited partnerships without legal personality and general partnerships are the only 

legal arrangements that can be created under the law of Guernsey, and there is no equivalent 

legislation in Alderney or Sark. 

Table 8 

 

 Trusts (Guernsey 

only) 

 

Limited 

Partnerships without 

legal personality 

(Guernsey only 

General 

partnerships 

(Guernsey only) 

 Current number not known 1229 not known 

A Registration mandatory no yes No 

B 
TCSP mandatory after 

incorporation14 
no no No 

C Resident agent mandatory no no No 

85. The measures to prevent the unlawful use of trusts and other legal arrangements in relation to 

money laundering and terrorist financing and the access by competent authorities to obtain or 

have access in a timely fashion to adequate, accurate and current information on the beneficial 

ownership and control of legal arrangements, and in particular the settlor, the trustee, and the 

beneficiaries of express trusts is analysed under Recommendation 34. 

Non-profit organisations 

86. At the time of the last evaluation, the only regime to govern this area was under the Charities 

and NPOs Registration Law
15

 the requirements of which only covered NPOs (that is to say, the 

more significant and non-manumitted NPOs) in the island of Guernsey, Herm and Jethou. In 

2011 the same legislation was amended to extend the registration obligations to NPOs located in 

the island of Alderney as well
16

. Since then the Guernsey and Alderney Registrar of NPOs has 

                                                      
14

 In those situations where persons are involved in the formation, management or administration of these legal 

arrangements by way of business, these persons must be licensed and supervised by the GFSC pursuant to the 

Regulation of Fiduciaries Law and must also comply with the AML/CFT (see analysis under R. 34 for details);  

15
 Charities and Non Profit Organizations (Registration) (Guernsey) Law, 2008 

16
 Charities and Non Profit Organisations (Registration) (Guernsey and Alderney) (Amendment) Law, 2010 
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administered the legal framework in relation to both islands. With effect from 30 June 2014, the 

office of Guernsey and Alderney Registrar of NPOs was transferred from the Director of 

Income Tax to the Guernsey Registrar of Companies. As for the island of Sark, a similar regime 

for NPOs was introduced in 2010 by the Sark Charities and NPOs Registration Law
17

 and this 

regime is administered by the Sark Registrar of NPOs.  

87. Under both the Guernsey-Alderney and the Sark regimes, the NPOs are defined by the 

aforementioned Laws as including charities and any other organisation established solely or 

principally for a non-financial benefit for social, fraternal, educational, cultural or religious 

purposes or for the carrying out of any other types of good works. 

88. Guernsey and Alderney legislation on NPOs provides an exemption from the requirement to 

register for any charity or NPO where gross annual income is less than £5,000 or whose gross 

assets and funds are less than £10,000.  

89. In Sark, all NPOs are required to be registered. 

90. Manumitted NPOs, that is, Guernsey or Alderney organizations administered, controlled or 

operated by a professional trustee licensed by the GFSC under its regulatory legislation whose 

dealings with the NPO are carried out in the course of his regulated activities and is subject to 

the full requirements of the regulatory and AML/CFT frameworks, are generally exempted from 

the registration requirements. 

1.5 Overview of Strategy to Prevent Money Laundering and Terrorist Financing 

a. AML/CFT Strategies and Priorities 

91. The strategy which was in place in 2010 for addressing money laundering and terrorist 

financing was set out in a document entitled ñBailiwick of Guernsey Financial Crime Strategyò. 

It identified seven strategic imperatives, as follows: 

1. to build knowledge and understanding about the cause and effects of financial crime on the 

economy of Guernsey; 

2. to increase the amount of criminal proceeds recovered and increase the proportion of cases in 

which they are pursued; 

3. to make innovative use of the criminal and civil forfeiture legislation; 

4. to continue to collaborate with international partners to ensure together the effective 

prosecution of  those responsible for financial crimes and/or recover the proceeds using criminal 

or civil law; 

5. to build upon the risk assessment culture which identifies the threats and vulnerabilities 

posed by financial crime. 

6. to maintain an appropriate overarching strategy to counter financial crime, involving all 

partners, which enable sustained confidence and growth in Guernseyôs economic future; and 

7. to support inter-agency working and value the contribution of partners concerned with 

mitigating the impact of financial crime within the Bailiwick. 

92. Work is under way to create an updated strategy which will address additional areas of 

concern such as proliferation financing and place greater emphasis on measuring outcomes by 

including key performance indicators. This work, which began after the publication of the new 

FATF Methodology in 2013, is at an advanced stage. Initially, the intention was to create the 

strategy around five pillars for dealing with financial crime, namely risk, legislation, prevention, 

repression and cooperation. This approach was revised in 2014 in order to make it easier to 

incorporate the outcomes for an effective AML/CFT framework in the FATF methodology 

directly into the strategy.   

                                                      
17

 Charities and Non Profit Organisations (Registration) (Sark) Law, 2010 
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93. The implementation of AML/CFT policy and systems are reviewed at a jurisdiction-wide level 

by the Advisory Committee and the committees and working groups that report to it. In 

addition, individual authorities review particular aspects for which they are responsible. 

94. A development in the setting and monitoring of AML/CFT policy objectives since the last 

evaluation is the increasingly active participation of government, and specifically the States of 

Guernsey Policy Council. 

AML/CFT committees 

95. The formal committee structure is headed by the AML/CFT Advisory Committee, which is 

made up of senior representatives of the different authorities and has a high-level, strategic role. 

Below it are a number of smaller committees and working groups which report to the Advisory 

Committee.  Some of these were in place at the last evaluation, but others such as the Sanctions 

Committee and the AntiïBribery and Corruption Committee have been created since then to 

ensure that the Bailiwick has a properly coordinated response to emerging areas of particular 

international concern. Whilst the smaller committees are essentially specialist bodies with 

distinct areas of responsibility, there is overlap in terms of membership and matters under 

consideration which facilitates a consistent approach across the jurisdiction.  

96. As well as committees that involve all of the AML/CFT authorities, there are structures in 

place which involve only some of them in areas where there is a shared responsibility. 

97. At a policy level, overall cooperation and coordination is achieved through the Bailiwick 

AML/CFT Advisory Committee. It is chaired by the Attorney General and its other members 

are the Director of Financial Crime Policy and International Regulatory Adviser to the Policy 

Council, the Director General of the GFSC, the Head of Law Enforcement, the Executive 

Director of the AGCC, the Director of Income Tax, the Guernsey and Alderney Registrar of 

NPOs (also present in his capacity as the Guernsey Registrar of Companies), the Sark Registrar 

of NPOs and the Alderney Company Registrar. Most of these representatives are supported at 

meetings by key members of their respective senior personnel.  

98. As indicated above, a number of other committees and working groups report directly to the 

AML/CFT Advisory Committee. These are the Financial Crime Working Group, the Sanctions 

Committee and the Anti-Bribery & Corruption Committee.  The Sanctions Committee also 

reports to the Policy Council.  The Financial Crime Working Group has responsibility for 

sharing and discussing appropriate tactical and operational information, ensuring that collective 

effort is joined up; identifying financial crime risks to the Bailiwick, together with the 

Bailiwickôs exposure to those risks; identifying and where possible resolving impediments to 

addressing financial crime risk at the tactical and operational levels. It is chaired by the head of 

the GBA FI Unit and its other members are representatives from law enforcement, the Attorney 

Generalôs Chambers, the GFSC and Income Tax. The group discusses current issues and cases, 

trends, and mutual co-operation and the identification of money laundering risks within the 

Bailiwick. Terrorist financing issues are also discussed as necessary. Representatives from other 

bodies whose responsibilities relate to AML/CFT issues such as the AGCC are invited to attend 

meetings of the Financial Crime Group, and the Terrorist Financing Team within it, when issues 

relevant to their areas of responsibility are to be discussed.  

99. The Sanctions Committee is chaired by the Director of Financial Crime Policy and 

International Regulatory Adviser to the Policy Council. Its other members comprise an 

additional Policy Council official and representatives from GBA, the Attorney Generalôs 

Chambers, the GFSC and the AGCC. Its objectives are to coordinate compliance with the UN 

sanctions and other relevant sanctions issued by supranational or international bodies, and to 

ensure effective compliance with UN and other relevant sanctions.  

100. The Anti-Bribery and Corruption Committee is chaired by the head of the Guernsey Border 

Agency Financial Investigation Unit (GBA FI Unit). Its other members comprise additional 

representatives from the GBA, together with representatives from the Policy Council, the 
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Attorney Generalôs Chambers and the GFSC. Its objectives are to oversee and coordinate 

compliance with relevant anti-bribery and corruption standards or recommendations issued or 

recommended by supranational or international bodies or, where appropriate, by governments or 

committees in the British Isles, and to ensure effective compliance with relevant anti-bribery 

and corruption standards and measures. It aims to achieve its objectives in a similar way to the 

sanctions committee, namely by actively assessing the threats and risks of bribery and 

corruption to the Bailiwick, monitoring international developments regarding bribery and 

corruption, ensuring an effective response to anti-bribery and corruption standards and 

recommendations issued by the UN, other relevant supranational and international bodies and, 

where appropriate, by governments or committees in the British Isles, and ensuring that 

information relating to anti-bribery and corruption which has effect is widely available to the 

public and that persons required to comply with the legislation are made aware of it. 

101. In addition, there is also a working group in place to deal with changes to the NPO regime. It 

is chaired by Guernsey and Alderney Registrar of NPOs and its other members are the Sark 

Registrar and representatives from the Policy Council, the GBA, the Attorney Generalôs 

Chambers and the GFSC. 

b. The institutional framework for combating money laundering and terrorist financing 

102. The institutional framework remains broadly as it was at the time of the last evaluation. The 

reader is referred to paragraphs 108 to 122 of the IMF report for more detail on this topic. 

103. The following are the main bodies and authorities involved in combating money laundering or 

financing of terrorism on the financial side:  

Political/Policy level 

104. Overall political responsibility for the AML/CFT framework remains with the States of 

Guernsey Policy Council. It has overall political responsibility for the Bailiwickôs AML/CFT 

strategy, with the assistance and advice of the Advisory Committee. 

The Public Prosecution Service 

105. There are two Law Officers of the Crown in the Bailiwick of Guernsey. They are appointed by 

the Crown. The senior Law Officer is Her Majestyôs Procureur (Attorney General) and the 

junior Law Officer, Her Majestyôs Comptroller (Solicitor General). 

106. All prosecutions are brought in the name of the Law Officers of the Crown, on behalf of the 

Crown, and the Law Officers (the Attorney General and the Solicitor General). The Attorney 

General is designated authority for dealing with the requests for MLA.  

Criminal justice/operational level 

107. The GBA and the Guernsey Police now have a single Chief Officer and the Police 

Commercial Fraud team has relocated to the GBAôs Financial Investigation Unit. The Police 

Commercial Fraud Department (PCFD) is responsible for investigations in respect of domestic 

financial crime. When the investigation uncovers criminal proceeds, they may deal with the 

money laundering angle and consider laying additional charges. 

Judiciary 

108. The judicature of the island of Guernsey is divided into three parts, namely, the Magistrateôs 

Court (which has limited jurisdiction), the Royal Court (which has unlimited criminal 

jurisdiction) and the Guernsey Court of Appeal. In Alderney, there is the Court of Alderney and 

in Sark the Court of the Seneschal. They have limited jurisdiction. More serious cases from 

these islands are tried in the Royal Court of Guernsey. Appeals lie from Alderney and Sark 

cases to the Royal Court of Guernsey. 

Financial Intelligence Unit (FIU) 
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109. The Financial Intelligence Service (FIS), which is jointly staffed by Guernsey Police and 

Guernsey Border Agency (GBA) staff is the central point of contact for the reporting of all 

STRs, receiving, (and as permitted, requesting), analysing and disseminating to the competent 

authorities, disclosures of financial information:  

i. Concerning suspected proceeds of crime and potential financing of terrorism, or  

ii. Required by national legislation or regulation, in order to combat money laundering and 

terrorism financing. 

GFSC 

110. Day to day responsibility for the regulation of the finance sector rests with the GFSC. 

111. In November 2012, the GFSC created the Anti-Money Laundering Unit (the AML Unit). In 

mid-2013, the GFSC underwent a further restructuring.  This included the transformation in July 

2013 of the AML Unit into the Financial Crime and Authorisations Division.  In June 2014, the 

Division was formally designated as a Supervision and Policy Division of the GFSC, renamed 

and assumed responsibility for the AML/CFT supervision of prescribed businesses.  

112. A dedicated Enforcement Division was created in the summer of 2013. The Division 

commenced its work in earnest at the beginning of September 2013. 

113. The GFSC conducts AML/CFT supervision and regulation of DNFBPs, except for e-casinos.  

AGCC 

114.   E-Casinos are regulated and supervised by the AGCC. 

Registrars 

115. The Companies Registrar in Guernsey is responsible for the registry of Guernsey companies. 

In Alderney, this function is performed by HM Greffier (senior court clerk). 

116. A Registrar of NPOs for Sark was appointed following the introduction of the Sark Charities 

and Non Profit Organisations Registration Law in 2010. The office of Registrar of NPOs for 

Guernsey and Alderney was transferred from the Director of Income Tax to the Guernsey 

Registrar of Companies with effect from 30 June 2014. 

c. The approach concerning risk 

117. Work at a collective level has been informed since the summer of 2013 by collating and 

analysing statistics from the aspects of the AML/CFT framework. In addition, the risks 

presented by NPOs are under consideration by the NPOs working group and a separate risk 

assessment of legal persons and legal arrangements is being done as part of an assessment of the 

wider issue of beneficial ownership information.  

118. Although at the time of the on-site visit no national risk assessment was conducted, the 

authorities provided the assessment team with an updated version of the 2010 risk assessment 

which includes information on NPOs and legal persons and legal arrangements, and a document 

comprising the reviews that have been taken of the effectiveness of mitigating measures. 

119. The GFSC does not differentiate between prudential regulation and AML/CFT regulation, as 

AML/CFT is viewed as part of the approach to risk management, corporate governance and 

internal controls by each business. The GFSC adopts a risk-based approach in the exercise of its 

supervisory functions. The risk based-approach is applied to the GFSCôs authorisation process, 

its ongoing supervisory activities, its on-site inspections and the Handbooks, Codes and 

Guidance that it has issued.  

120. As part of the focus on risk, the trust and company service provider and banking sectors (as 

well as other financial service businesses) received a letter from the GFSCôs Director of 

Financial Crime Supervision and Policy Division with additional guidance in relation to 
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understanding and mitigating risk.  This supplements changes to the GFSCôs Handbooks in 

2013.      

121. As advised by the authorities all businesses that are assessed as high impact are visited 

approximately once every 12 months.  

122. As advised by the authorities all eCasinos are subject to at least one annual on-site inspection 

where compliance with all AML/CFT issues is assessed. All eCasinos considered as high risk 

for AML/CFT purposes by the AGCC are inspected on-site twice at a minimum every year.  

d. Progress since the last mutual evaluation 

123. In 2011 new legislation was adopted giving direct effect in Guernsey law to designations made 

by the European Union (EU) under Regulations that implement United Nations Security 

Council Resolutions (UNSCRs) 1267 and 1373. The Charities and Non Profit (Registration) 

(Sark) (Amendment) Ordinance, 2011 introduced administrative penalties which can be 

imposed by the Sark Registrar in relation to Sark charities and non-profit organisations (NPO) 

identical to those for charities and NPOs in the islands of Guernsey and Alderney. 

124. In November 2012, GFSC created a dedicated unit responsible for conducting AML/CFT 

enforcement.    

125. As described above 2 new committees were created, the Anti-Bribery and Corruption 

Committee and the Sanctions Committee.   

126. In January 2013 the Companies (Alderney) (Amendment) Law and the Foundations 

(Guernsey) Law 2012 came into force.  The first law introduced a requirement for Alderney 

companies (subject to limited exemptions for listed companies and collective investment funds) 

to have a resident agent who is either an individual resident in Alderney, or a corporate service 

provider licensed by the GFSC. The second established a statutory framework for the 

establishment and operation of foundations in Guernsey.  The Limited Liability Partnerships 

Law came into force and established a statutory framework for the creation and operation of 

LLPs in the island of Guernsey. 
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2. LEGAL SYSTEM AND RELATED INSTITUTIO NAL MEASURES 

Laws and Regulations 

2.1 Criminalisation of Money Laundering (R.1)  

2.1.1 Description and analysis  

Recommendation 1 (rated LC in the IMF report) 

Summary of 2011 factors underlying the rating 

127. The IMF Detailed assessment report criticised the effective application of the ML provisions 

given the size of the Bailiwickôs financial sector and its status as an international financial 

centre.  

Legal Framework 

128. As at the time of the previous evaluation, the ML offence is criminalised by three different 

pieces of legislation, namely, the Criminal Justice (Proceeds of Crime) (Bailiwick of Guernsey) 

Law 1999 (POCL) the Drug Trafficking (Bailiwick of Guernsey) Law 2000 (DTL) and the 

Terrorism and Crime (Bailiwick of Guernsey) Law 2002 (TL) which equally apply to the whole 

Bailiwick. The scope of the different ML offences regarding the respective predicate crimes has 

not changed since the previous assessment. 

129. The ML offences in the POCL cover the concealing or transferring of, assisting another person 

to retain as well as the acquisition, possession or use of the proceeds of ñcriminal conductò. 

ñCriminal conductò as discussed below, refers to all indictable offences and hence the 

provisions of the POCL practically covers ML related to all potential predicate crimes, except 

for drug trafficking offences as provided in the DTL and elsewhere. The proceeds of drug 

trafficking are specifically provided for by equivalent ML offences in the DTL and there is a 

specific ML offence under the TL in respect of terrorist property including the proceeds of FT 

and other acts of terrorism.  

130. The relationship between the three Laws is as follows. Theoretically, the regimes provided 

under the POCL and the DTL are similar and separated, varying only in terms of scope 

depending on the respective predicate crime but not with respect to the material elements. In this 

field, the POCL and the DTL operate in parallel, where the respective legal provisions are 

formulated in a generally identical manner in both Laws and therefore the scope and effect of 

the parallel provisions is the same in most of the cases. It was already clarified in the previous 

evaluation round
18

 that a ML offense under the DTL would be applied only in cases that 

exclusively involve drug trafficking and that cases involving both drug trafficking and other 

criminal offences would be prosecuted under the POCL. Furthermore, the ML offences in the 

POCL can also be used in respect of the proceeds of drug trafficking in order to facilitate 

prosecution in cases where the precise nature of the predicate offence is uncertain. As for the 

laundering of FT and other acts of terrorism, it is primarily covered by the ML offence under the 

TL. Considering, however, that the FT offences under the TL all meet the criteria of ñcriminal 

conductò in the POCL they are all potential predicate offences for ML under both regimes. 

Criminalisation of money laundering (c.1.1 ï Physical and material elements of the offence) 

POCL and DTL 

131. Pursuant to Section 38(1) POCL (ñConcealing or transferring proceeds of criminal conductò) 

it is an offence for a person to conceal, disguise, convert, transfer or remove from the Bailiwick 

                                                      
18

 See paragraph 155 on page 53 of the IMF report.  
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any property which is, or in whole or in part directly or indirectly represents, his proceeds of 

criminal conduct. Section 38(2) POCL provides for a similar offence (concealment, disguise 

etc.) in respect of a third party, that is, a person who knows or suspects that the property is, or in 

whole or in part directly or indirectly represents, the proceeds of a criminal conduct committed 

by another person. In the context of these offences, reference to concealing or disguising any 

property includes references to concealing or disguising its nature, source, location, disposition, 

movement or ownership or any rights in respect of it (Section 38[3]). 

132. Acquisition, use and possession of proceeds are covered under Section 40 POCL 

(ñAcquisition, possession or use of proceeds of criminal conductò) according to which it is an 

offence knowingly to acquire, possess, or use property which is, or in whole or in part directly 

or indirectly represents the proceeds of criminal conduct. As explained by Section 40(6) POCL 

ñhaving possessionò of any property shall be taken to be doing an act in relation to it. 

133. Section 40(2) POCL, however, provides that it is a defence if the person charged acquired or 

used the property or had possession of it for ñadequate considerationò that is, the value of the 

consideration was not significantly less than that of the property acquired or the personôs use or 

possession of that property (Section 40[3]). The burden of proof for this defence lies on the 

defendant, and the provision of goods or services which assist another person in criminal 

conduct, or which the defendant knows or has reasonable grounds to believe may assist in 

criminal conduct, does not amount to consideration (Section 40[4]).   

134. As it was pointed out in the IMF report
 19

 this exception goes beyond the international standard 

as set forth in the Vienna and Palermo Conventions. Nonetheless, in the context of the Bailiwick 

the assessors of the previous round found sufficient safeguards in place to ensure that they 

cannot be abused for ML or FT purposes. As it was previously explained by Guernsey 

authorities, this defence would not pose an obstacle to the application of Section 40 considering 

the rather low threshold of having ñreasonable grounds to suspectò as quoted above and that the 

reference to ñcriminal conductò would not require that the commission of a certain predicate 

offense is established (see more in details in the IMF report). Evaluators of the present round 

were not made aware of any divergence from this practice since the previous assessment. 

135. The ML provisions discussed above are supplemented by a third offence in Section 39 of the 

POCL (ñAssisting another person to retain the proceeds of criminal conductò) according to 

which it is an offence to enter into an arrangement which assists another person to retain or 

control the proceeds of criminal conduct, or which permits those proceeds to be used to secure 

funds or acquire investments for that personôs benefit, knowing or suspecting that that person is 

or has been engaged in criminal conduct or has benefited from criminal conduct. As it was 

noted in the previous report
20

 this ML offence is targeting contractual arrangements with the 

predicate offender; for example, lawyers and TCSPs.  

136. Sections 57 to 59 of the DTL provide for identical ML offences in respect of the proceeds of 

drug trafficking that mirror those under Sections 38 to 40 of the POCL. 

TL  

137. Under section 11(1)  of the TL it is an offence to enter into or become concerned in an 

arrangement which facilitates the retention or control by or on behalf of another person of 

terrorist property (meaning proceeds of FT and acts of terrorism) by concealment, removal from 

the jurisdiction, transfer to nominees or in any other way. Under section 11(2) it is a defence for 

the person charged under section 11(1) to prove that he did not know and had no reasonable 

cause to suspect that the arrangement related to terrorist property. 

                                                      
19

 See paragraph 160-161 page 54. 

20
 See paragraph 162 page 54.  
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138. As it was discussed more in details in the IMF report
 21

 while this offence covers some of the 

material elements of the ML offences as defined in the respective international conventions, it 

also sets an evidentiary standard more demanding than what is required by the same 

conventions. It is necessary to prove, for example, the existence of an arrangement and that it 

facilitates the retention or control of anotherôs terrorist property which, together with further 

additional prerequisites, would not permit the application of the provision to the full range of 

situations required by the Conventions (examples for which can be found in the IMF report as 

referred above). Considering however that FT and other acts of terrorism are considered as 

criminal conduct under the POCL such situations would be covered by and could be prosecuted 

under the POCL as indicated above. 

The laundered property (c.1.2)  

139. No changes have taken place, either in legislation or practice, regarding the scope of the 

property that can be subject of ML. Both the general (POCL) and drugs-related (DTL) ML 

offences mentioned above equally apply to any property which is, or in whole or in part directly 

or indirectly represents proceeds of crime/drug trafficking. In this context, ñproceedsò refers to 

any property obtained (Section 4 POCL) or any payments or other rewards received (Section 4 

DTL) by a person at any time, as a result of or in connection with criminal conduct/drug 

trafficking carried on by him or another person  

140. The term ñpropertyò is then defined by both laws (Section 50 POCL and Section 68 DTL) to 

include ñmoney and all other property, real or personal, immovable or movable, including 

things in action and other intangible or incorporeal propertyò whether situated in the Bailiwick 

or elsewhere. As it was explained by the Guernsey authorities in the MEQ the concepts of 

intangible and incorporeal property are drawn from the property law of the UK which include 

interests in property and legal instruments and these types of assets are regularly included in 

confiscation orders made by the courts when applying Section 50 POCL.  

141. Terrorist property is defined by Section 7(1) TL as money or other property which is likely to 

be used for the purposes of terrorism, including any resources of a proscribed organization as 

well as proceeds of the commission of acts of terrorism or those carried out for the purposes of 

terrorism. As to the latter, Section 7(2) TL further provides that a reference to ñproceeds of an 

actò includes a reference to any property which wholly or partly, and directly or indirectly, 

represents the proceeds of the act (including payments or other rewards in connection with its 

commission) while reference to an ñorganisationôs resourcesò includes a reference to any money 

or other property which is applied or made available, or is to be applied or made available, for 

use by the organisation. The scope of ñpropertyò is defined by Section 79 TL roughly in line 

with Sections 50 POCL and 68 DTL discussed above.  

142. In addition, the concept of ñproceedsò clearly encompasses indirect proceeds of crime (or drug 

trafficking or terrorism) that is, any interest, dividend or other form of income or accrued value 

deriving directly, or indirectly, from the proceeds (see Section 2[3] POCL/DTL and Section 

7[2]a TL as amended).  

143. As explained in detail in the IMF report
 22

 whereas none of the aforementioned provisions 

expressly refer to legal documents or instruments evidencing title to, or interest in such assets, it 

had already been clarified in the previous evaluation round that the concept of ñintangibleò or 

ñincorporealò property would include interests in property and the concepts of tangible or 

moveable property would include legal instruments evidencing title to assets and property. Both 

concepts are generally accepted in the Bailiwick law and commentaries (examples referring to 

relevant provisions of the Trusts Law and the Property Law can be found in the IMF report as 
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 See paragraph 165 page 55. 

22
 See paragraph 171 page 56. 
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well as reference to a court case where insurance policies were confiscated as proceeds of drug 

trafficking based on the same argumentation
23

). 

Proving property is the proceeds of crime (c.1.2.1) 

144. As it was already noted in the IMF report, none of the three relevant statutes require a 

conviction for the predicate offence to prove that property constitutes proceeds of that crime
24

. 

The relevant term the POCL applies in this respect is ñproceeds of criminal conductò where 

ñcriminal conductò is defined as any conduct that constitutes an indictable offence under the 

laws of the Bailiwick or would constitute such an offence if committed in the Bailiwick (Section 

1 POCL) but the law does not require the offender of this criminal conduct to have actually been 

indicted or convicted. The drugs-related ML offence in Section 57 DTL contains equivalent 

provisions in respect of ñproceeds of drug traffickingò as the latter is defined by Section 1 of the 

same Law. The relevant term for the terrorism-related ML offence in Section 11 TL is ñterrorist 

propertyò which neither requires a conviction for any offence (see Section 7 TL). 

145. At the time of the previous assessment, the authorities argued that the standard of proof 

applicable to establish that property stems from an illegal source would be to establish beyond a 

reasonable doubt that the property stems from criminal conduct in general rather than from a 

specific predicate offense. This aspect of the ML provisions, however, had not yet been 

confirmed by the Royal Court due to a lack of any convictions for stand-alone ML offences and 

clarification on this matter was expected from judgments yet to be brought. In the meantime, a 

number of convictions have been achieved for autonomous (third-party) ML offences 

confirming that the absence of a conviction for a predicate offence would not pose an obstacle 

in practice, as it had already been foreseen by Guernsey authorities at the time of the previous 

assessment. 

The scope of the predicate offence (c.1.3; Threshold approach for predicate offences (c.1.4) 

146. All offences that are indictable under the law of the Bailiwick (including FT) as well as drug 

trafficking offences had already been considered as predicate offences at the time of the 

previous assessment and no changes have since taken place in this field.  

147. Due to the complexity of the legal provisions by which ML is criminalized in the Bailiwick, 

the scope of the predicate offences is defined, first, by applying the general threshold of 

indictability for all criminal offences including FT but excluding drug trafficking offences (in 

the POCL) and second, by listing certain offences as predicates separately, such as drug 

trafficking (only in the DTL) or FT and acts of terrorism (alternatively in the TL) thus predicate 

offences are defined by using a combination of a threshold and a list approach. 

148. Section 1(1) POCL provides that ñcriminal conductsò (the term used to denote predicate 

offences the proceeds of which can be subject of ML) extend to any conduct, other than drug 

trafficking ñwhich constitutes a criminal offence under the laws of the Bailiwick which may be 

tried on indictmentò or which would constitute such an offence had it been committed in the 

Bailiwick. An offence is indictable if it can be tried by the Royal Court on a prosecutorial 

indictment, in contrast to the procedure applicable to summary offences without the right to a 

trial before jurats (a panel of lay justices) on indictment. Offences triable both on indictment and 

summarily (which refers to most criminal offences in the law of the Bailiwick) are threatened 

with different ranges of punishment respectively (e.g. ML under Section 38 POCL can be 

punished, on summary conviction, to imprisonment for a term not exceeding 12 months, while 

on conviction on indictment, the maximum term for imprisonment is 14 years.) As previously 
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 Law Officers of the Crown vs. Naylor 2006 as quoted in paragraph 171. The insurance policy was 

considered as a legal instrument evidencing title to while the surrender value of the policy as an interest in 

proceeds of crime. 
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 See paragraph 172 page 56. 
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noted in the IMF report
 25

 and further explained by the Guernsey authorities during the on-site 

visit, all Bailiwick offences are triable, either exclusively or as an alternative to summary 

proceedings, on indictment except for those provided by the Summary Offences Law
26

 (which 

are mainly public order offences) and certain breaches of road traffic regulations
27

 which can 

only be tried summarily. In this context, the precondition of indictability serves as a threshold to 

exclude less serious offences from the range of predicates.  

149. Drug-related predicates are defined by a list approach in the DTL where Section 1(1) defines 

ñdrug traffickingò as actions that amount to specified offences under the DTL, the Misuse of 

Drugs Law
28

 or a corresponding law in another country as defined in Section 1(4) DTL and 

Section 31 of the Misuse of Drugs Law. The ML offence at Section 11 TL concerns the 

laundering of terrorist property including proceeds of FT or other acts of terrorism. 

150. The combination of the three ML offences had already covered, at the time of the previous 

assessment, all of the 20 designated categories of offences in the Glossary to the FATF 

Methodology and therefore the table indicating the categories and the corresponding criminal 

offences in the Bailiwick law (see in Annex 2) is practically identical to the one in the IMF 

report
 29

. Some of these are statutory offences (applicable, either initially or by extension, to all 

parts of the Bailiwick) while some are customary (common law) offences for which there is no 

actual legislation but case law applies.  

Extraterritorially committed predicate offences (c.1.5); Additional element ï If an act overseas 

which does not constitute an offence overseas but would be a predicate offence if occurred 

domestically leads to an offence of ML (c.1.8) 

151. Similarly to the previous assessment, all ML offences are punishable without respect to 

whether the predicate offence was committed in the Bailiwick or in another jurisdiction.  

152. The definition of ñcriminal conductò in subparagraph (b) of Section 1(1) POCL encompasses 

conducts committed outside the Bailiwick that would constitute an indictable offence if it were 

to take place in the Bailiwick. The Law does not require that the conduct that occurred overseas 

should also constitute an offence in the country of perpetration and therefore the dual 

criminality test does not apply.  

153. In the context of the FATF Methodology, the latter approach goes beyond the requirements of 

EC 1.5 and meets the criteria of Additional Element 1.8 referring to situations if an act overseas 

which does not constitute an offense overseas, but would be a predicate offense if occurred 

domestically, leads to an offense of ML. 

154. As far as ML cases involving tax evasion are concerned, the Guernsey authorities explained 

that while the laundering of tax-related proceeds would by all means constitute a ML offence 

the legal basis depends on whether the relevant activity was committed in the Bailiwick or 

elsewhere. A domestic prosecution for tax evasion may be brought on the basis of various 

offences under the Income Tax Law
30

 and these offences also constitute predicate offences for 

ML, because they are all indictable and so come within the definition of criminal conduct within 

the POCL. The language of these offences, however, makes them specific to breaches of the 

domestic taxation regime and therefore the Guernsey authorities take the view that they cannot 

be relied on as predicate offences for tax evasion in cases where the predicate offending 
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 See paragraph 176 page 58. 

26
 The Summary Offences (Bailiwick of Guernsey) Law, 1982 

27
 E.g. Sections 6 and 7 of the Road Traffic (Drink Driving) (Guernsey) Law, 1989  

28
 Misuse of Drugs (Bailiwick of Guernsey) Law, 1974 (also referred as òthe 1974 Lawò) 

29
 See on page 57. 

30
 Income Tax (Guernsey) Law, 1975. The tax evasion offences can be found under Section 204(4)(e) 

subparagraphs (i) to (iv), Section 201(5)(a) to (b) and Section 201A(2).  
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involves the evasion of tax in another jurisdiction. In those cases, the respective fraud offences 

are relied upon to meet the criminal conduct test under the POCL. Fraud offences are set out in 

the Theft Law
31

 as well as in the Fraud Law
32

 and the range of activity captured by the various 

fraud offences is sufficiently wide to cover all of the different ways in which tax evasion might 

have been committed (whether making a false declaration, failing to make a tax declaration at 

all, concealing income or assets or failing to pay tax properly assessed to be due).  

155. ñDrug traffickingò as the predicate offence to ML offences under the DTL is defined by 
Section 1(1) of the said Law to cover different types of conduct committed in the Bailiwick or 

elsewhere. The definition extends, by reference, to drug trafficking offences originally 

stipulated by the Misuse of Drugs Law. If such an offence is committed abroad, it can only be 

considered a drug trafficking offence in the sense of the DTL if, within the country where it 

occurs, that conduct is contrary to a ñcorresponding lawò pursuant to Section 31 of the Misuse 

of Drugs Law (meaning a law issued in the respective foreign country that provides for the 

control and regulation in that country of the production, supply, use, export and import of 

drugs). The dual criminality test thus applies for these offences but not for the other drug 

trafficking offences in Section 1(1) DTL that do not originate from the Misuse of Drugs Law 

(e.g. manufacturing or supplying a scheduled substance within the meaning of Section 38 DTL) 

which are subject to the same standard that applies to ñcriminal conductsò in the POCL (in line 

with Additional Element 1.8 as discussed above).   

156. The definition of ñterrorismò at Section 1(1) TL includes, by virtue of Section 1(4) acts carried 
out in another country. Furthermore, if a person does anything outside the Bailiwick that would 

have amounted to a FT offence under the TL had it occurred within the Bailiwick, that person is 

guilty of the offence by virtue of Section 62 TL (see more in details below under SR.II). 

157. Conspiracy to commit offences outside the Bailiwick is expressly covered by Section 8 of the 

Attempts Law. Finally, as it was noted in the IMF report
 33

 (and now in the MEQ) there are also 

no jurisdictional provisions that would require any connection between the Bailiwick and the 

perpetrator, such as British citizenship or residence in the Bailiwick.  

Laundering oneôs own illicit funds (c.1.6) 

158. The extent to which the laundering of oneôs own proceeds is covered by the criminal 
legislation of the Bailiwick has not changed since the previous assessment. Some of the ML 

offences in both the POCL and DTL expressly apply to the perpetrator of the predicate offence 

providing that it is an offence for a person to conceal, disguise, convert, transfer or remove from 

the Bailiwick any property that is or represents his proceeds of criminal conduct/drug trafficking 

(Section 38[1] POCL and Section 57[1] DTL).  

159. On the other hand, the acquisition, possession or use of oneôs own proceeds is only implicitly 
covered by the relevant legislation. Section 40 POCL and Section 59 DTL criminalize such acts 

in general terms, with no regard to whether the respective property is derived from the money 

laundererôs own criminal conduct or that of another person. The evaluators nonetheless learnt 

that there is adequate case law to cover this issue, namely the Domaille case
34

 where the 

defendant was convicted, among other things, for use or possession of the proceeds of his own 

drug trafficking contrary to Section 59 DTL. 

160. The wording of the terrorism-related ML offence (Section 11 TL) does not cover situations 

where the terrorist or terrorist financer himself conceals or transfers terrorist property in order to 

conceal the source of funds or to maintain control over it as this provision clearly refers to 
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 Theft (Bailiwick of Guernsey) Law, 1983. The fraud offences can be found under Sections 15, 16, 18 and 19. 
32

 Fraud (Bailiwick of Guernsey) Law, 2009. The relevant fraud offences can be found under Sections 2 and 3. 
33

 See paragraph 178 page 59. 
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 Law Officers of the Crown v Domaille (2012) 
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perpetrators who do so for or on behalf of another person. Nevertheless, such an act of self-

laundering could still be subsumed under the ML provisions of the POCL. 

Ancillary offences (c.1.7) 

161. Attempts to commit any of the ML offences under the POCL, DTL or TL are equally 

criminalized by Section 1 of the Attempts Law
35

 which applies to any offence which, if it were 

completed, would be triable in the Bailiwick as an indictable offence, while conspiracy to 

commit such an offence is provided for by Sections 7 and 8 of the same Law. 

162. As for the other ancillary offences mentioned in EC 1.7 the aiding, abetting, counselling or 

procuring the commission of any criminal offence by another person (regardless whether the 

offence is triable on indictment or summarily) are all covered by Section 1 of the Aiding and 

Abetting Law
36

. 

163. All these provisions apply to the ML offences set out in any of the three relevant Laws. 

Persons convicted of attempt or other ancillary offences under the provisions mentioned above 

are liable to the same penalties as could be imposed for the primary offence. 

164. In addition to these general provisions, the definition of ML in subparagraphs (a) and (b) of 

Section 41(7) POCL expressly includes attempt and other ancillary offences in relation to any 

ML offences stipulated in Sections 38 to 40. Similarly, subparagraphs (e) to (g) of Section 1(3) 

DTL provide for the same in relation to drugs-related ML offences in Sections 57 to 59. The 

range and scope of ancillary offences in these Laws is identical to that in the aforementioned 

general legislation.  

Recommendation 32 (money laundering investigation/prosecution data) 

165. The assessors were provided with comprehensive and detailed statistics on the number of ML 

investigations, prosecutions and convictions in the assessed period in the Bailiwick. These 

statistics are broken down by several relevant characteristics as discussed below, to the extent 

that they allow for a thorough analysis and drawing appropriate conclusions. 

166. Starting with the total number of ML cases in the Bailiwick, the first table shows the total 

number of ML investigations, prosecutions and convictions (where the figures for convictions 

and prosecutions include cases where the proceedings started in the preceding year).  

Table 9 

 Investigations Prosecutions Convictions 
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2010 9 11 2 2 0 0 

2011 15 21 3 3 3 3 

2012 17 24 2 4 3 4 

2013 10 11 1 2 1 1 

Jan-Jun 

2014 

2 2 1 2 1 1 

167. As opposed to that, the following table contains ML investigations launched in a given year, 

and then the number of prosecutions and convictions, with no regard when the relevant 
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 Criminal Justice (Attempts, Conspiracy and Jurisdiction) (Bailiwick of Guernsey) Law, 2006 
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 Criminal Justice (Aiding and Abetting etc.) (Bailiwick of Guernsey) Law, 2007 
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prosecution, confiscation etc. occurred (which in most cases was in a later year). While the 

numbers of investigations are final, the figures related to the subsequent stages of the respective 

proceedings and particularly those referring to 2013 and 2014 are still subject to changes 

according to the development of the respective cases. 

Table 10 

 Investigations Prosecutions Convictions 

(final) 
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2010 9 11 1 1 1 1 

2011 15 21 3 4 3 4 

2012 17 24 1 2 1 1 

2013 10 11 1 2 1 1 

Jan-

Jun 

2014 

2 2 - - - - 

168. The figures above demonstrate a general increase in the number of ML investigations and 

prosecutions in the last four and a half years as contrasted to the respective figures for the 

preceding years as indicated in the IMF report
 37

.  Apart from the more than 50 ML 

investigations initiated in this period, there were 8 prosecutions too, which led to the conviction 

of 8 persons in 7 cases. According to the Guernsey authorities, the decrease in ML 

investigations in 2013-2014 is attributable to the decision to prioritise two extremely large, 

complex and resource intensive ML investigations involving activity across a number of 

different jurisdictions
38

, which had an impact on the timeliness of investigating other, less 

serious ML cases.   

169. Further information can be inferred from the statistics on the number and other details of ML 

cases unrelated to suspicious transaction reports, that is, initiated without any prior input/SARs 

from the FIS. In the table below, one can find the number of such ML investigations 

commenced by law enforcement authorities in a given year, and then the number of 

prosecutions and convictions in respect of those investigations, irrespective of when the relevant 

prosecution or conviction occurred.  

Table 11 

   

ML/TF investigations by law 

enforcement carried out 

independently without prior SAR 

Prosecutions 

commenced 

Convictions (first 

instance) 

Convictions (final) 
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 See paragraph 199 page 63. 
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 One has since resulted in a successful money laundering prosecution, in which 2 defendants were convicted 

on a number of counts of both autonomous laundering and self-laundering. This case concerned a local 

corporate service provider who had been assisting in laundering the proceeds of a huge securities fraud in the 

United States. His role was in facilitating the placement of nominee directors and shareholders which disguised 

the true beneficial ownership of bank accounts connected to brokerage accounts for US stock. The US fraud 

concerned circa $90m and the prosecution included evidence obtained from 6 different jurisdictions. After a 5 

week trial he was convicted and sentenced to 7 years imprisonment. 
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Cases 

Natural 

persons 

Legal 

persons 

Cases  Natural 

persons 

Cases Natural 

persons 

Cases Natural 

persons 

2010 7 5 2 1 1 - - 1 1 

2011 10 9 2 2 2 - - 2 2 

2012 10 9 2 - - - - - - 

2013 4 3 2 1 2 - - - - 

Jan-

Jun 

2014 

2 2 - - - - - - - 

170. The majority of the ML cases have thus been initiated by the law enforcement without the 

involvement of the reporting regime and the FIS. There have been more than 30 ML 

investigations, unrelated to SARs, launched by the first half of 2014 that led to 4 ML 

prosecutions against 5 persons by the first half of 2014 and 3 of these prosecutions have already 

resulted in convictions. 

171. It can be known from other statistics provided by the Guernsey authorities that there were only 

2 ML cases (one in 2010 and another one in 2011) where the criminal investigation was 

initiated and restraint orders were obtained on the basis of information resulting from the 

reporting regime and the withholding of consent by the FIS in such cases. Nonetheless, the 

investigation was followed by a conviction and a confiscation order in both cases. In another 

case the withholding of consent was followed by account monitoring orders and production 

orders being served during an investigation which resulted in a money laundering conviction. 

172. A more profound analysis of the 8 ML convictions achieved in the relevant time period allows 

for drawing further conclusions.  

Table 12 

 Total number 

of ML 

convictions 

Number of 

convictions for 

self-laundering 

Number of 

convictions for 

third party 

laundering 

Number of 

convictions for 

laundering 

proceeds of 

crime committed 

abroad 

Number of 

convictions for 

fiscal predicate 

offences 

Number of 

convictions for 

non-fiscal 

predicate 

offences 

201139 3 1 2 1 - 3 

2012 4 1 3 1 1 3 

2013 1 1 - - - 1 

173. As it can be seen above, the majority of the cases (5) were related to third-party ML 

(laundering by a person other than the author of the offence) as opposed to those related to the 

laundering of own proceeds. The evaluators welcome the fact that convictions in autonomous 

ML cases (third party laundering case not tried together with the underlying offence) have been 

achieved in increasing numbers which appears adequate considering Guernseyôs position as an 

international finance centre where the only significant domestic predicate offending is drug-

related. Case practice has also proven that the absence of a conviction for a predicate offence is 

not an obstacle to a conviction for ML (what is more, a drug related self-laundering case was 

reported to have succeeded despite the absence of a conviction for a predicate offence, merely as 

a result of inferences drawn from the defendantôs conduct). 

174. The assessors noted with appreciation that foreign proceeds were the subject of laundering 

offences in 2 cases which proved that in practice, the predicate offending in another jurisdiction 

is not an obstacle to a conviction for ML. The same goes for the representation of fiscal proceeds 
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(i.e. those relating to offences in connection with taxes, duties, customs and exchange) among 

the cases ended up with a conviction, which confirms that, in practice, no distinction is drawn 

between fiscal and other types of offences. Further analysis of the convictions shows that all of 

the respective ML offences were related to drug trafficking and fraud offences where the 

aforementioned fiscal offences were involved in one of the fraud cases in 2012.  

175. To date, only natural persons have been prosecuted and convicted for ML. Every case ended 

with a conviction to date has involved a custodial sentence which was, in some cases, an overall 

sentence which also covered other offences. The length of sentence involved was consistent with 

the sentences generally imposed for other types of financial crime, ranging from 24 to 84 months 

of imprisonment in average (except for one case where a 2-months prison sentence was 

suspended as the amounts involved had been very small). Interestingly, the courts did not apply 

non-custodial sentences e.g. fines in either of the cases.     

Effectiveness and efficiency 

176. The legislative structure to prosecute ML cases remained as complex as it was at the time of 

the previous assessment. The evaluators understand that the current construction, which consists 

of ML provisions from three different pieces of legislation, would deserve future rationalisation 

particularly as regards the practically identical parallel regimes in the POCL and the DTL as 

well as the issue of terrorism-related ML which is addressed by two, partially overlapping sets 

of provisions under the POCL and the TL respectively.  

177. Notwithstanding that, the current legal framework is fully in line with all the respective 

international standards and do not appear to have presented problems in practice. As far as 

technical compliance with R.1 is concerned, the assessors will not thus make any critical 

comments or recommendations, similarly to the previous evaluation which did not result in such 

comments or recommendations either. 

178. On the other hand, the effective application of the criminal provisions was a concern in the 

IMF report. At that time, the Bailiwick had a relatively low number of investigations resulting 

in a prosecution and eventually a ML conviction. The discrepancy between the number of 

investigations and that of the prosecutions and convictions was then explained by the law 

enforcement authoritiesô practice to initiate an investigation for ML, on a regular basis, in most 

cases involving proceeds-generating offences conduct.  

179. As a result of the prosecutorial efforts foreseen in the IMF report
 40

 the disparity between the 

number of investigations and that of prosecutions and convictions was reduced but some 

discrepancy in the statistics has however remained. In this context, the Guernsey authorities 

emphasized that in approximately half of the cases where the investigation did not result in a 

prosecution for ML, proceedings for other forms of criminality were pursued including drug 

trafficking cases, fraud, breaches of housing legislation, theft, and breach of the cash controls 

legislation. Some of these cases have reportedly resulted in significant confiscation orders.  Of 

the remaining cases, one has been referred to the Income Tax authorities for investigation and 

three concern related investigations or proceedings in other jurisdictions in which the Bailiwick 

authorities are assisting.  

180. Having said that, the number of ML prosecutions and convictions appear to have been 

growing steadily since the last evaluation. There have been 8 convictions achieved in 7 cases 

since the previous round of assessment, which is a significant development considering that 

there had only been 2 convictions beforehand. Beyond the statistical figures, the evaluators also 

note an evolution of the prosecutorial approach beyond drugs-related ML to the pursuit of 

autonomous ML in more serious financial crimes. Whereas the 2 convictions before 2010 were 

self-laundering offences, the majority of the more recent convictions involve third-party 

                                                      
40

 See paragraph 202 page 64. 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 50 

laundering offences and the underlying predicates proportionally represent fraud and (at least in 

one case) related fiscal offences beside the traditionally predominant drug offences. Court 

practice has been developed in achieving convictions related to foreign proceeds as well as in 

relation to ML charges without a conviction for the predicate offence.  

181. More details of some of the most prominent convictions already mentioned in the preceding 

parts of this reports are provided below: 

Å Law Officers of the Crown v Taylor (2011) where a professional from the insurance sector 

was convicted for 9 counts of autonomous ML based on fraud predicates. A custodial sentence 

of two and half years was upheld on appeal and £68,000 was confiscated. (The first conviction 

in a major case of autonomous ML). 

Å Law Officers of the Crown v Ludden (2012) where a client wealth manager at a private bank 

was convicted of entering into an autonomous ML arrangement related to a tax evasion 

scheme being operated in the UK over a 7 year period.  He was given a custodial sentence of 5 

years and £550, 000 was confiscated. (The first conviction related to fiscal proceeds.)  

Å Law Officers of the Crown v Domaille: in 2012 a self-launderer was convicted of a number of 

counts of ML on the basis of inferences drawn from a series of financial transactions that he 

was unable to explain; he received a custodial order of 4 years for these offences.  (The case is 

significant because it involved a conviction for ML without a conviction for the predicate 

offence on an inferential basis.)  

182. The evaluators welcome that the courts are willing to accept inferences drawn from facts and 

circumstances to establish elements of the ML offences, following non-binding but persuasive 

English jurisprudence in this area. Other major ML cases with international dimensions 

requiring proactive MLA requests by the Guernsey authorities are in the prosecutorial or 

investigative stages, with significant assets under restraint (see statistics under R.3 below). One 

of the cases being investigated at the time of the on-site visit was related to autonomous ML 

involving an unlicensed corporate services provider who has been charged with several counts 

of autonomous laundering in respect of large scale proceeds of securities fraud committed in 

different jurisdictions by an individual who has been convicted in a foreign country but who 

was based in another country.
41

  

183. Considering the increase in statistical figures and the development of court practice in more 

sophisticated autonomous ML cases, as described above, in the context of Guernseyôs position 

as an international finance centre in the region and the significant volume of assets managed by 

or channelled through the financial system of the Bailiwick, the following general remarks can 

be made.  

184. The IMF report rated the Bailiwick as ñLargely Compliantò considering that while the 

statistics indicated a good number of ML investigations if compared to other countries with a 

similar GDP and population, a more profound analysis of the underlying cases demonstrated 

that the number of cases involving third party ML by a financial sector participant was 

disproportionate taking into account the size of the Bailiwickôs financial sector in comparison to 

other economic sectors coupled with its status as international financial centre
42

. Specifically, 

more emphasis was required on identifying financial crime within the domestic financial sector, 

including in cases where the predicate offense was committed abroad.  

185. Experience gained in ML cases since the last evaluation indicates that the Guernsey authorities 

have put dedicated effort into bringing the approach of law enforcement and prosecution more 

in line with the spirit of the recommendations above. With an overall increase in the number of 

investigations and prosecutions for ML, the evaluators also noted an increase in cases relating to 

predicates related to the domestic financing sector instead of the traditional domestic drug 
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trafficking scene. Gearing the AML regime towards the domestic financial sector resulted in the 

occurrence of autonomous ML cases and those originally based on SARs from reporting entities 

among the ML cases investigated and prosecuted. Cases mentioned above involve finance 

sector professionals and third party laundering in respect of foreign predicates, which is all 

appreciated by the evaluation team. 

186. As far as laundering of fiscal proceeds and particularly those of tax evasion are concerned, the 

aforementioned Ludden case is to be considered a definite step forward in establishing a sound 

basis of interpretation for future practice. According to the verdict, the money launderer 

(Ludden) arranged with the author of the predicate crime to obtain cash for his use by managing 

a bank nominee account in such a way that it would allow the author to introduce cash into the 

banking system which the launderer knew or suspected had not been declared to the UK 

authorities or elsewhere, arising from their business dealings.  By creating a false audit trail he 

was able to deliver cash to the author upon request for the benefit of both the author and others. 

This was therefore a classic third-party ML scheme in which no predicate offence was ever 

proved as the source of the amounts deposited in the Guernsey account but the court was asked 

to, and did, adopt the decisions in the English cases of  

(i) ñAnwoirò which supported the prosecution being able to prove its case on the basis there 

was an irresistible inference that the deposits represented money not being declared for tax 

purposes in the UK; and  

(ii)  ñR and IKò which establishes generally that tax evasion is capable of being criminal 
conduct.  

187. By the adoption of this interpretation the court thus accepted, by application of the POCL 

criminality standards (òéwhich is a crime here and in the UKéò) tax evasion as a criminal 

conduct for the purposes of ML. Even if, from the Guernsey perspective, fraud (and not tax 

evasion) was considered to be the predicate offence here, in line with the interpretation 

generally followed in ML cases involving proceeds of tax evasion committed in another 

jurisdiction.   

 2.1.2 Recommendations and comments 

Recommendation 1  

188. While the statistics show an undeniable increase in the number of ML investigations, 

prosecutions and convictions beyond drug-related ML criminality in the last four years, the 

figures are still disproportionately low (apart from a limited number of outstanding cases 

referred to above) both in terms of the laundered property and the restrained or confiscated 

assets, as opposed to the dimensions and complexity of the financial sector and the volume of 

assets managed by or channelled through the industry also with regard to the use of complex 

corporate structures. Whereas the convictions mentioned above are to be considered milestones 

in developing court practice and a broad interpretation of the underlying legislation for future 

cases, they should be followed by more and more high profile autonomous ML cases related 

especially to the proceeds of tax evasion and corruption committed abroad, which also requires 

a more effective cooperation with foreign counterpart authorities. The evaluators can therefore 

see more room for improvement as far as effective application of the ML criminal provisions is 

concerned and therefore they share the opinion of the previous assessment team in that the 

authorities should continue to focus their attention on identifying ML crimes within the 

domestic financial sector and take measures to overcome any identified obstacles in order to 

òprotect the name of this island as a reputable, international, financial centreò (quoted from the 

Ludden verdict). 

2.1.3 Compliance with Recommendations 1 and 2 

 Rating Summary of factors underlying rating 
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R.1 LC ¶ Given the size of the Bailiwickôs financial sector and its status as an 

international financial centre, the relatively limited number of cases 

involving third party ML by participants of the financial industry and the 

amounts of property laundered and confiscated, despite the increase in 

overall statistics, still indicates room for a more effective application of the 

ML provisions. 

2.2 Criminalisation of Terrorist Financing (SR.II)  

2.2.1 Description and analysis 

Special Recommendation II (rated C in the IMF report) 

Summary of 2011 factors underlying the rating  

189. Despite some minor technical issues discussed below, the Bailiwick of Guernsey was found 

Compliant with all criteria of SR.II when assessed by the IMF in 2011. Nonetheless, the legal 

provisions by which FT is criminalized have since been amended both for simplicityôs sake and 

to further increase compliance with the FATF standards.  

Legal framework 

190. Terrorist financing is dealt with under part III of the Terrorism Law. 

191. Ratification of the Terrorist Financing Convention was extended to the Bailiwick on 25 

September 2008.  

Criminalisation of financing of terrorism (c.II.1) 

192. The offences by which FT is criminalized can be found in Part III of the TL in Sections 8 to 

10. At the time of the previous IMF assessment, there was another piece of legislation to 

provide for FT offences, namely the Terrorism (United Nations Measures) (Channel Islands) 

Order 2001 which covered the financing of terrorist organizations and individual terrorists
43

. In 

the meantime, however, the purposive element of the FT offences in the TL (ñpurposes of 

terrorismò) has been redefined so that it extends to the provision of support for any purpose to 

any individual or entity involved in terrorism. As a result, the funding of terrorist organizations 

and individual terrorists in all cases is now covered by the FT offences in the TL whereas the 

aforementioned Order was repealed in its application to the Bailiwick in 2011
44

. 

193. Among the FT offences in the TL, as it is described more in details in the IMF report
 45

 the 

main FT offence (ñfund raisingò) is provided by Section 8 that covers, in a general sense, the 

collection and provision of funds (money or other property) for the purposes of terrorism. While 

the provision of funds is expressly covered, the collection of funds is addressed through the 

criminalization of its two components, that is the solicitation of money and other property 

(inviting another to provide) and the receipt of the same. The perpetrator must either intend that 

the property should be used, or know or have reasonable cause to suspect, that it may be used 

for the purposes of terrorism which brings the offence in line with the material elements of the 

FT offence in Article 2 of the Terrorist Financing Convention.  

194. Furthermore, the main FT offence is supplemented by two other offences in Sections 9 and 10 

which go beyond the mere wording of Article 2 of the said Convention by criminalizing the 

possession of funds with a view to their use for terrorist purposes, the actual use of funds for the 

same purpose as well as the participation (entering and becoming concerned) in arrangements as 

a result of which funds are (to be) made available to another for the purposes of terrorism. The 

mental standard for the possession of funds and for the participation in fund-raising 

                                                      
43

 See e.g. paragraphs 210-211 page 66 of the IMF report. 
44

 The said Order was replaced by the Terrorist Asset-Freezing (Bailiwick of Guernsey) Law 2011. 
45

 See paragraphs 206 to 208 page 65. 
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arrangements is the same that applies for the main FT offence (see above). The range of these 

offences is supported by the terrorism-related ML offence in Section 11 (which is not 

considered a ñFT offenceò under the FATF standards and therefore it was discussed among ML 

offences under Recommendation 1 above).  

195. In addition the TL also uses the collective term ñterrorist financingò which is defined by 
Section 79 and comprises, along with the aforementioned offences in Sections 8 to 10, not only 

the terrorism-related ML (Section 11) but also further offences provided by other pieces of 

legislation relating to the freezing of terrorist assets (e.g. the Terrorist Asset-Freezing Law 

2011) consisting of the contraventions of the respective regulations (e.g. the offence of making 

funds or financial services available to designated persons in Section 9 of the said Law) which 

cannot be considered FT offences in the sense of SR.II. Nonetheless, this broad definition of the 

term ñterrorist financingò is applied in the TL exclusively in the context of reporting 

(disclosure) obligations. Consequently, when it comes to the financing of terrorism, the present 

assessment (similarly to the IMF report) will only focus at the FT offences in Sections 8 to 10 

TL. 

196. As discussed below, a complex system of broad and flexible definitions of the respective 

terms and particularly that of the ñpurposes of terrorismò makes the aforementioned offences 

equally applicable to the financing of terrorist acts, terrorist organizations and individual 

terrorists.  

Financing of Terrorist Acts (EC II.1.a.i) 

197. The main purposive element of the FT offences (ñpurposes of terrorismò) is based on the term 
ñterrorismò which is defined at Section 1 TL in two parts, following the structure of Article 2 of 

the FT Convention.  

198. Under Section 1(1)a ñterrorismò is defined, in line with Article 2(1)a of the FT Convention, as 
the use or threat of action which ñinvolves the commission of an offence, or is an act, of a type 

described in any of the articles of the conventions or other instruments set out in Schedule 10ò 

which Schedule meticulously enumerates all treaty offences listed in the Annex to the FT 

Convention.  

199. Schedule 10 does not criminalize the treaty offences themselves and neither implements to any 

extent the respective international treaties and protocols. It is rather a collection of the terrorist 

offences provided by these treaties that serves for defining the scope of Section 1(1)a. This 

approach provides for the direct coverage of financing related to acts that constitute any of the 

treaty offences regardless whether and to what extent these treaties and protocols are actually 

implemented and the respective offences are criminalized by the domestic law in the Bailiwick. 

(In practice they are, since the laws by which these treaties had been implemented in the United 

Kingdom were subsequently extended to the Bailiwick of Guernsey. For example, the 

Convention on the Physical Protection of Nuclear Material [Vienna 1979] was implemented in 

the UK by the Nuclear Material [Offences] Act 1983 which was extended to the Bailiwick by 

the Nuclear Material [Offences] Act 1983 [Guernsey] Order 1991 and so on.) 

200. On the other hand, Section 1(1)b as amended by the 2014 amendment to the TL provides for 

the generic definition of ñterrorismò in accordance with Article 2(1)b of the FT Convention. 

ñTerrorismò is thus the use or threat of action which meets one of the following criteria (as 

listed by Section 1[2]) 

¶ it involves serious violence against a person, 

¶ or serious damage to property, 

¶ it endangers a personôs life (other than that of the person committing the action)  

¶ it creates a serious risk to the health or safety of the public or a section thereof, 

¶ or it is designed seriously to interfere with, or seriously to disrupt an electronic system 

provided that the use or threat of that action meets the following conjunctive criteria: 
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¶ it is designed to influence the government or an international organisation or to intimidate the 

public or a section thereof (except if the action involves the use of firearms or explosives in 

which case it constitutes terrorism anyway) and 

¶ it is made for the purpose of advancing a political, religious, racial or ideological cause. 

201. Before the latest amendment to the TL in 2014
46

 the treaty offences in Schedule 10 were 

subject to the same mental standards as the conducts that constitute the generic terrorist offence. 

It meant that any of the offences listed in Schedule 10 could only meet the criteria of 

ñterrorismò (so that their funding would establish a FT offence) if committed with the intent to 

influence the government etc. for the purpose of advancing a political, religious or other cause 

mentioned above. This resulted in a restrictive implementation of the FT Convention Article 

2(1)a of which requires countries to criminalise the financing of treaty offences without any 

extra purposive element and hence it is inconsistent with the Conventions to require proof that a 

particular treaty offence was done for any particular purpose. This deficiency was addressed by 

the latest amendment to the TL which modified the definition of ñterrorismò by removing the 

additional mental element in respect of the treaty offences in Schedule 10 thus bringing the 

definition more in line with the standards of the FT Convention. 

202. Application of a purposive element is, however, acceptable for the offences that cover the 

ñgenericò offence (see Article 2[1]b of the FT Convention) and therefore it cannot be objected 

in itself that the actions listed in Section 1(2) TL can only be considered acts of ñterrorismò if 

committed for specific purposes provided by the law. Notwithstanding that, as already noted by 

the assessors of the 2011 IMF evaluation
47

 the purposive element required by Section 1(1)b TL 

to establish the commission (and thus the financing) of ñterrorismò is more demanding than is 

permitted by the FT Convention. As discussed above, the required purpose consists of two 

conjunctive parts the first of which (Section 1[1]b subpara [i]) is largely in line with the wording 

of the Convention (considering that the notion of ñinfluencingò [i.e. a government etc.] is broad 

enough to cover the term ñcompel to do or to abstain from doing any actò) but the second part of 

the purposive element goes beyond the FT Convention.  

203. At the time of the previous evaluation, only acts undertaken or threats made with the intention 

of ñadvancing a political, religious or ideological causeò would have constituted terrorism, 

which approach added an extra purposive element not set forth in the FT Convention and thus 

restricted the potential applicability of the FT offences (particularly in cases where there is no 

evidence for any political, religious or ideological motivation behind the offence that otherwise 

meets the criteria of a terrorist act). While the evaluators of the previous round understood that 

this approach had been adopted to ensure the generic definition was not used in circumstances 

where it was not intended, they urged the authorities to assess its advantages in the domestic 

context to ensure that the Bailiwickôs ability to prosecute in factual settings contemplated by the 

Convention would not be negatively impacted.  

204. As a result of this assessment, the Bailiwickôs authorities decided not to abandon the extra 

purposive element but to widen it, by the latest amendment to the TL, to include a fourth 

ñcauseò namely the racial cause among the motives the advancing of which must be the purpose 

of the perpetrator so that his act or threat meets the criteria of ñterrorismò under Section 1(1)b 

subpara (ii). Certainly, the totality of political, religious, ideological and now also the racial 

causes appears to be wide enough to cover, from the aspect of the mental element, the vast 

majority of the potential acts of terrorism and thus provide for adequate compliance with the 

FATF standards too. Notwithstanding that, the assessors still harbour some concerns about the 

potential restrictiveness of this approach in cases with no readily definable political or other 

motivation behind the terrorist act and therefore reiterate the recommendations made in the IMF 

report in this field. 
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 Terrorism and Crime (Bailiwick of Guernsey) (Amendment) Ordinance, 2014 with effect from 30.07.2014 
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 See paragraph 216 page 66. 
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Financing of a Terrorist Organization (EC II.1.a.ii) 

205. Financing of terrorist organizations has traditionally been criminalized in the Bailiwick by 

making a distinction between ñproscribed organisationsò i.e. those listed under Schedule 1 to the 

TL and, on the other hand, those that have not been ñproscribedò by the State. At the time of the 

previous evaluation, the provisions of the TL were primarily and directly targeting the 

proscribed organizations with a rather implicit applicability to the others the financing of which 

was, however, addressed by the provisions of the Terrorism (United Nations Measures) 

(Channel Islands) Order also being in force at that time
48

. As it was mentioned above, the legal 

framework has since been amended and simplified, as a result of which the applicability of the 

FT offences in Sections 8 to 10 TL to the funding of terrorist organizations is provided for as 

follows.  

206. The provision and collection of funds for terrorist organisations that are proscribed under the 

TL is expressly dealt with as it was at the time of the previous evaluation. Schedule 1 to the TL 

remains the legal basis to proscribe terrorist organizations in the Bailiwick law pursuant to 

Section 3(1) TL according to which an organization is ñproscribedò if it is listed in the said 

Schedule or it operates under the same name as a listed organization (further rules governing the 

proscription and de-proscription of an organization as well as criminalizing membership in and 

non-financial support provided to such organizations can be found in Section 3). Financing of 

proscribed organizations is criminalized through the definition of ñpurposes of terrorismò in 

Section 1(5) TL which provides that any reference to actions taken for the purposes of terrorism 

ñincludes a reference to action taken for the benefit of a proscribed organizationò and therefore 

all three FT offences in Sections 8 to 10 apply to the provision or collection of funds for the 

benefit of proscribed terrorist organizations.  

207. By the repeal of the Terrorism (United Nations Measures) (Channel Islands) Order in its 

application to the Bailiwick, the TL remained the only legal basis to criminalize the financing of 

terrorist organizations regardless of whether or not they are proscribed in Schedule 1 to the TL. 

The latest amendment to the TL in 2014 inserted a new Section 1A into the definition of the 

ñpurposes of terrorismò extending it to the provision of support for any purpose to any person 

involved in terrorism (Section1A [1]). 

208. In this context a ñperson involved in terrorismò refers to ñany legal or natural person, body, 
group, organisation or entity, whether or not proscribed under the TLò who  

(i) commits, or attempts to commit, acts of terrorism by any means, directly or indirectly, 

unlawfully and wilfully,  

(ii)  participates as an accomplice in acts of terrorism,  

(iii)  organises or directs others to commit acts of terrorism, or  

(iv) contributes to the commission of acts of terrorism by a group of persons acting with a 

common purpose where the contribution is made intentionally and with the aim of 

furthering an act of terrorism or with the knowledge of the intention of the group to commit 

an act of terrorism,  

together with anybody or entity owned or controlled, directly or indirectly, by any of the 

persons or entities mentioned above as well as those acting on or behalf of, or at the 

direction of such persons or entities (Section 1A [2]). 

209. This definition is identical to the definition of ñterrorist organisationò in the Glossary to the 
2004 FATF Methodology and hence it is broad enough to cover any possible terrorist 

organizations (including the proscribed ones already dealt with by Section 1[5] TL) and thus 
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provides an adequate legal basis for the criminalisation of the provision or collection of funds 

for the benefit of such organizations.  

Financing of an Individual Terrorist (EC II.1.a.iii) 

210. At the time of the previous assessment, there was no legislation to expressly criminalize the 

financing of individual terrorists and therefore reliance had to be placed on the broad 

interpretation of Sections 8 to 10 TL as they extended to the collection or provision of funds 

having a reasonable cause to suspect that the money ñmay be used for terrorismò (considering 

that one who provides funds to an individual terrorist would be assumed to have reasonable 

cause to suspect that the money may be used for terrorism). This argumentation was debatable 

particularly as regards whether the provision of living and private expenses to an individual 

terrorist would have also been covered. As another option, as in the case of non-proscribed 

terrorist organizations, the provision of funds to such individuals could be considered a criminal 

offense under the Terrorism (United Nations Measures) (Channel Islands) Order. 

211. The repeal of the latter in its application to the Bailiwick, however, made it unavoidable to 

amend the TL so that it can expressly provide for the criminalization of funding individual 

terrorists for any purpose including living or other private expenses. This was achieved by the 

new Section 1A with its definition of ñpersons involved in terrorismò discussed more in details 

above which encompasses, among others, any natural person who meets any of the criteria 

listed in paragraph (2) and thus bringing this definition in line with that of the term ñterroristò in 

the Glossary to the 2004 FATF Methodology. 

212. Section 1A(3) TL provides that support to a person involved in terrorism (including, as 

discussed above, both terrorist organisations and individual terrorists) includes the provision of 

financial support ñfor any purposeò which necessarily covers all expenditures unrelated to 

terrorist activities including living or other private expenses. Therefore any form of financial 

support for whatever purpose to an individual terrorist or a terrorist organisation is criminalized.  

213. In addition, the legislation is compliant with EC II.1.c in not requiring that the funds were 

actually used to carry out or attempt a terrorist act or be linked to a specific terrorist act. This is 

underlined by the last phrase of Section 1A(1) which provides that the provision of support to a 

person involved in terrorism is to be criminalised ñwhether or not such support is provided in 

relation to a specific act of terrorismò. In other words, the test in Sections 8 to 10 TL is the 

purpose for which funds are solicited, collected, or provided, not the use to which they are 

subsequently put. It need only be established that the funds are intended to be used for the 

purposes of terrorism, or that there are reasonable grounds to suspect that the funds will or may 

be used for the purposes of terrorism.  

Definition of Funds (EC II.1.b) 

214. All the FT offences in the TL apply in respect of the collection or provision of money or other 

property where the term ñpropertyò is defined by Section 79 TL as including property wherever 

situated and whether real or personal, hereditable or moveable, and things in action or other 

intangible or incorporeal property. This broad definition is supplemented, for the purposes of 

the main FT offence at Section 8 TL that this offence equally applies to money or other property 

that is given, lent or otherwise made available, whether or not for consideration. 

215. This definition is almost in full compliance with the definition of ñfundsò as provided by the 
FT Convention apart from some minor divergences, which had adequately been discussed in the 

IMF report
 49

 and have since remained largely the same. First, the provision does not expressly 

refer to legal documents or instruments evidencing title to, or interest in such assets but the 

broad interpretation of intangible and immovable property in the Bailiwick law and 

commentaries, as it was discussed above under R.1 does actually extend to these types of 
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property. Second, the definition is silent on whether it equally covers funds from a legitimate or 

illegitimate source but it was already clarified in the previous evaluation round that the language 

of Section 79 TL is not limited to property that stems from illegitimate sources and therefore 

this apparent technical deficiency would not impede its applicability to property from illegal as 

well as legitimate sources.  

Attempt and Ancillary Offences (EC II.1.d and II.1.e) 

216. As discussed more in details under R.1 above, Section 1 of the Attempts Law criminalizes 

attempt to commit any offence which, if it were completed, would be triable in the Bailiwick as 

an indictable offence. This applies to any of the FT offences under the TL as well.  

217. Among the ancillary offences set out in Article 2(5) of the FT Convention, the offences of 

aiding and abetting, counselling and procuring the commission of an offence are provided by 

Section 1 of the Aiding and Abetting Law with an applicability to any offence. Finally, the 

conspiracy to commit an offense triable on indictment is covered by Sections 7 and 8 of the 

aforementioned Attempts Law.  

Predicate offence for money laundering (c.II.2) 

218. As noted above, all TF offences at Sections 8 to 10 TL are indictable by virtue of Section 17 

so fall within the definition of criminal conduct in Section 1 POCL and thus constitute predicate 

offences for the ML provisions under that law. 

219. In addition, the terrorism-related ML offence contained in Section 11 TL is applicable with 

respect to FT predicate offences in most cases. As discussed more in details under R.1 above, 

this ML offence applies in respect of ñterrorist propertyò defined by Section 7 TL as including 

money or other property that is likely to be used for the purposes of terrorism. This broad 

definition will obviously apply in almost every case to funds collected or provided with the 

intention or reasonable cause to suspect that they will be used for the purposes of terrorism. The 

definition of ñterrorist propertyò also includes proceeds of acts carried out for the purposes of 

terrorism. Considering that the FT offences prescribed in Sections 8 to 10 TL are by definition 

acts carried out for the purposes of terrorism, their proceeds will automatically be caught by the 

ML offence in Section 11.  

Jurisdiction for Terrorist financing offence (c.II.3) 

220. The TL and other related legislation equally provide for the criminalization of FT in a 

substantially international context where terrorist financing activities are rendered punishable 

regardless to whether they were committed within or outside the Bailiwick and whether or not 

the financing took place in the same country or a different country from the one in which the 

terrorist organisation or individual terrorist is located or the terrorist act occurred or will occur. 

221. This is achieved, first of all, by the broad definition of ñterrorismò in Section 1 TL mentioned 
above, where paragraph (4) expressly provides that within this definition  

¶ an ñactionò (a terrorist act to be financed) includes action taking place outside the Bailiwick, 

¶ a reference to any person or property is a reference to any person or property wherever 

situated, including those outside the Bailiwick, 

¶ a reference to the public includes a reference to the public of a country or territory other than 

the Bailiwick, and  

¶ ñthe governmentò does not only refer to the States of Guernsey and Alderney and the Chief 
Pleas of Sark but also to the government of any country or territory outside the Bailiwick.  

222. Neither can one find any territorial restriction in the other provisions by which the scope of the 

FT offences is defined. That is, when it comes to proscribed or other terrorist organizations, the 

TL does not provide for any restriction in respect of the location of that organization or the area 

in which it may be operating. Equally, the term ñperson involved in terrorismò is not confined to 

persons acting or located within the Bailiwick.  
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223. From another aspect, Section 62 TL provides that a person may be held criminally liable for 

any act committed abroad that would have constituted a FT offence had it been committed in the 

Bailiwick. As it was discussed above under R.1 neither are there jurisdictional provisions to 

require any connection between the Bailiwick and the perpetrator on the basis of citizenship or 

residence.  

The mental element of the FT (applying c.2.2 in R.2) 

224. All FT offences under the TL equally require that the perpetrator either knows or intends that 

the funds are being used for a terrorist act or has reasonable cause to suspect that they may be 

used for terrorism purposes, including for the benefit of proscribed terrorist organizations. The 

mental element of all of the FT offences can thus be established on the basis of reasonable 

grounds for suspicion, which is an entirely objective test and can be based on inferences from 

circumstantial evidence. As it was already noted in the IMF report and now confirmed by the 

Guernsey authorities, while the TL is silent on whether the intentional element required for the 

commission of the FT offence may be inferred from objective factual circumstances, it is a 

fundamental principle of Bailiwick law, derived from both customary law and the common law 

of England and Wales, that the requisite mental element of any offence (including FT, ML or 

predicate crimes) may be inferred from the circumstances surrounding the offence and any other 

evidence before the court
50

. 

Liability of legal persons (applying c.2.3 & c.2.4 in R.2) 

225. All of the FT offences in the TL make reference to acts committed by a ñpersonò without 
differentiating between natural and legal persons. Under Section 9 of the Interpretation Law

51
 a 

ñpersonò includes any corporate or unincorporated body (that is, both natural and legal persons) 

unless the contrary intention appears (but there is no contrary intention expressed in the 

Terrorism Law). 

226. As it was already noted in the IMF report
 52

 there is nothing in either the TL or the POCL or 

under general principles of the law in the Bailiwick to preclude parallel criminal civil or 

administrative proceedings against legal persons. Notwithstanding, no proceedings for FT have 

been initiated with respect to a legal entity. 

Sanctions for FT (applying c.2.5 in R.2) 

227. Similarly to the time of the previous evaluation, Section 17 TL sets out the criminal sanctions 

in respect of the FT offences at Sections 8 to 10 TL. Legal and natural persons if convicted on 

indictment are liable to an unlimited fine, and natural persons may also be sentenced to a 

maximum of 14 years imprisonment. On summary conviction the maximum fine is £10,000 and 

the maximum term of imprisonment is 6 months.  

228. This range of punishment is comparable to what applies to ML offences. Terrorism-related 

ML offence in Section 11 TL itself falls under the scope of Section 17 but ML offences under 

the POCL and DTL are equally threatened with very similar criminal sanctions. Furthermore, 

according to the information provided to the assessment team, these criminal sanctions are 

almost identical to those applied by the United Kingdom, the Isle of Man, and Jersey. 

229. In addition, the criminal court has the power under Section 1 of the Compensation Law
53

 to 

order a convicted terrorist financier, whether a legal or a natural person, to pay compensation to 
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 reference was made to the court case Taylor v Law Officers of the Crown (2007-08 GLR 207).   

51
 Interpretation (Guernsey) Law 1948. While the territorial scope of this Law is limited to Guernsey, its 

provisions expressly apply to any Bailiwick-wide criminal statute including the TL (Section 79[3]) as well as 

the POCL (Section 51[2]) and the DTL (Section 69[2]).  
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 See paragraph 233 page 70. 
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 Criminal Justice (Compensation) (Bailiwick of Guernsey) Law, 1990 
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a victim of any crime (which could thus be relevant in cases where a victim was able to 

demonstrate loss or damage attributable to any of the defendantôs FT activities). Administrative 

sanctions by both the GFSC and the AGCC are equally available
54

 but, as the authorities pointed 

out, criminal proceedings would take priority and there would be cooperation between the 

authorities to ensure that such proceedings were not prejudiced by regulatory action. Having 

said that, there has never been a conviction for FT in the Bailiwick and thus no sanctions have 

ever been imposed.  

Recommendation 32 (terrorist financing investigation/prosecution data) 

230. At the time of the on-site visit, there were no investigations or prosecutions for terrorist 

financing offences. 

Effectiveness and efficiency 

231. To date there have been no investigations, and therefore no prosecutions or convictions, in 

respect of FT offences, the effective applicability of which thus could not have been tested 

before the courts. The absence of FT cases is, however, consistent with the fact that there is no 

evidence of activity in relation to terrorist acts or funding within the Bailiwick and therefore the 

risk of terrorist financing is considered to be low.  

232. The Guernsey authorities expressed that as at the last evaluation there is no significant risk to 

the jurisdiction in this area. The Bailiwick comprises a number of small island communities 

with very low domestic crime rates and no ethnical, religious or racial issues within the rather 

homogenous populations. Neither historical, nor geographical or business links tie the Bailiwick 

to parts of the world that are considered to present a high risk of terrorist activity. As such it is 

unlikely to attract those who currently constitute the principal threat of terrorist activity in 

Europe or elsewhere.  

233. According to the authorities, this view is supported by the fact that the number of STRs and 

requests for assistance in relation to terrorism issues remains very low. The few STRs relating 

to FT that have been received since 2010 have all been analysed and in the majority of cases 

intelligence reports were spontaneously disseminated to other competent authorities which, 

however, did not lead to any follow-up requests for assistance.  

2.2.2 Recommendations and comments 

Special Recommendation II 

234. Although SR.II was rated as ñCompliantò in the previous round of assessment, it was 
nevertheless recommended to consider the impact of including in the FT offence the purposive 

element of ñintention of advancing a political, religious, or ideological causeò on the 

Bailiwickôs ability to successfully prosecute in the factual settings contemplated by the FT 

Convention.  

235. This recommendation and other findings of the previous assessment team have since been 

taken into consideration. Not only the purposive element was widened so as to address all 

potential motives of a terrorist act but, as noted above, the legal provisions by which FT is 

criminalized have generally been simplified and improved, which made the legal framework 

even more robust. The definition of ñterrorismò was amended in line with the IMF report 

concerning the removal of the additional mental element in respect of the ñtreaty offencesò and 

the modification of the purposive element of the TF offences so that it extends to the collection 

and provision of funds for any purpose (thus including living and other private expenses) and to 

any legal or natural person, group or entity involved in terrorism (thus extending to terrorist 

organisations and individual terrorists). 

2.2.3 Compliance with Special Recommendation II  
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 Rating Summary of factors underlying rating 

SR.II C  

2.3 Confiscation, freezing and seizing of proceeds of crime (R.3) 

2.3.1 Description and analysis 

Recommendation 3 (rated LC in the IMF report) 

Summary of 2011 factors underlying the rating  

236. The Bailiwick of Guernsey was rated Largely Compliant for Recommendation 3 in the IMF 

report. The IMF criticized that although the confiscation provisions were robust, and they were 

used routinely in all prosecutions where they can be applied, they had not been used in a fully 

effective manner because of the few cases instituted in proceeds-generating matters other than 

drug trafficking. 

Legal framework 

237. The statutory basis for the confiscation and provisional measures regime has not changed 

since the time of the last assessment. The description and analysis of the legal framework for the 

confiscation, freezing and seizure of the proceeds of crime, laundered property and 

instrumentalities, as it is provided in the IMF report (see references below) has thus remained 

valid for the purposes of the present assessment as well.  

Confiscation of property (c.3.1) 

238. As with the criminalization of ML (see above under R.1) it is the POCL that provides for the 

confiscation, restraint and realisation of proceeds derived from all indictable criminal offences, 

including terrorism and FT offences but excluding drug trafficking which, however, is covered 

by the technically equivalent provisions of the DTL that can be applied in respect of the 

proceeds of drug trafficking offences. In both laws, the powers of confiscation and realisation 

apply against a person who has been convicted of a criminal offence (as well as third persons, if 

applicable) while provisional measures (restraint and charging orders) are available already 

from the investigatory stage of the criminal proceedings.  

239. In addition to that, the TL contains a separate set of provisions applicable to confiscate (here: 

to forfeit) property in possession or under control of persons who have been convicted of the FT 

offences under Sections 8 to 11 of that Law or which is the subject of an arrangement under 

Sections 10 and 11. Restraint provisions are also available from the beginning of the 

investigation. 

240. Confiscation of the instrumentalities of all categories of criminal offences is dealt with in the 

Police Property and Forfeiture Law as well as other pieces of legislation in relation to particular 

categories of offences (e.g. the Misuse of Drugs Law or the Customs Law. 

Confiscation of proceeds of crime (EC 3.1.1.a) 

POCL 

241. Rules that govern the confiscation of proceeds from criminal offences in general (but not from 

drug trafficking) as well as the related provisional measures can be found in Part I of the POCL 

where Sections 2 to 12 provide specifically for the preconditions and legal effects of a 

confiscation order.  

242. Confiscation of proceeds is only possible in criminal cases tried by the Royal Court of 

Guernsey. In all criminal cases where a defendant appears before the Royal Court, the court 

may make a confiscation order at the written request of the Attorney General at sentencing 

where a person has been found guilty of a criminal offence (Section 2[2]). The court first has to 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 61 

determine, on the balance of probabilities, whether the defendant has benefited from criminal 

conduct i.e. he has directly or indirectly acquired or obtained property or pecuniary advantage as 

a result of, or in connection with his or any other personôs criminal conduct (Section 2[3]) and if 

so, it also determines the amount to be recovered (Section 2[4]) which shall be equal to the 

value of the defendantôs proceeds of criminal conduct (Section 5[1]). In case the defendant 

acquired a pecuniary advantage, he is to be treated as if he had obtained instead a sum of money 

equal to the value of the pecuniary advantage (Section 2[3]). The court then orders the 

defendant to pay the amount to be recovered (Section 2[5]). Confiscation of proceeds is thus 

mandatory but the court may also decide, as an alternative, not to make a confiscation order if 

satisfied that a victim of any relevant criminal conduct has instituted or intends to institute civil 

proceedings against the defendant in connection with that conduct (Section 2[6]).    

243. In determining whether the defendant has benefited and the value of his proceeds of criminal 

conduct, the court is required to assume that any property held by the defendant at the time of 

his conviction, or transferred to him within 6 years before the proceedings were instituted, was 

received as a result of his criminal conduct (i.e. it constitutes proceeds) and that any of his 

expenditures was also met out of such proceeds (Section 4[3]). The court, however, will not 

make such an assumption if it shows to be incorrect or if the court is satisfied that it would lead 

to a serious risk of injustice in the defendantôs case (Section 4[4]) which practically means that 

unless the defendant can establish the lawful origin of the relevant property or can demonstrate 

a serious risk of injustice, a confiscation order will be made upon conviction and it will cover all 

unexplained wealth as proceeds of crime (also including property unrelated to the criminal 

offence for which he was actually convicted). In this context ñpropertyò includes money and all 

other property, real or personal, immovable or movable, including things in action and other 

intangible or incorporeal property (Sections 50 POCL and 68 DTL). 

244. If a confiscation order is not satisfied, the court may order the defendant to be imprisoned for 

terms not exceeding the maximum periods specified in Section 9(2). In the same circumstances 

and upon the Attorney Generalôs application, the court also has the power to make a realisation 

order whereby the Sheriff as receiver may take possession of any realisable property and the 

court may order the transfer, grant or extinction of any interest in the property (Section 29). 

Realisable property is defined by Section 6(2) as any property held by the defendant or by any 

person to whom he has made a gift in the preceding 6 years.  

DTL 

245. Similar confiscation provisions can be found in the respective sections of the DTL as regards 

proceeds of drug trafficking. As it was highlighted in the IMF report
 55

 the main differences are 

that, first, the confiscation of proceeds can take place regardless whether it was requested by the 

Attorney General (Section 2[1]b) and that special provisions related to the compensation of 

victims are absent (as drug trafficking is a victimless crime).    

TL 

246. Although the proceeds of FT offences are covered, as noted above, by the confiscation regime 

of POCL, the TL also provides for criminal forfeiture in FT cases. Pursuant to Section 18 of the 

law, a forfeiture order may be made where a person is convicted of any of the FT offences under 

Sections 8 to 10 and the terrorism-related ML offence in Section 11. (As it was explained in the 

IMF report
 56

 the term ñforfeitureò is used here because the order relates to money and other 

property the defendant actually possesses or controls at the time of the offence, rather than 

relating to a sum equivalent to an illegal benefit.)  

247. The court may order the forfeiture of any money or other property that the defendant had in 

his possession or control at the time of the offence and which he intended should be used, knew 
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or had reasonable cause to suspect might be used, for the purposes of terrorism (Section 18[2] 

and [3]) as well as the property related to arrangements under Sections 10 and 11 (Section 18[4] 

and [5]). In addition, the court may order the forfeiture of any money or other property which 

wholly or in part and directly or indirectly is received as a payment or other reward in 

connection with the commission of a FT offence (Section 18[6]). These forfeiture orders, as 

opposed to confiscation orders under the POCL and DTL discussed above, may only be issued 

upon the discretion of the court and do not require any prosecutorial application.  

248. Further details regarding the implementation of the aforementioned provisions can be found in 

Schedule 2 to the TL including that the money or other property that is subject to a forfeiture 

order must be paid over to the Sheriff, and that the court may make further orders in respect of 

the sale of property, appointment of a receiver and the dispersal of money or any proceeds of 

sale etc.
57

 

Property that has been laundered 

249. As it was noted in the IMF report
 58

 the laundered property is considered to be subject to 

confiscation in all instances (including stand-alone ML cases) because of the breadth of the 

property that is recoverable upon conviction, the scope of which extends to all benefits of the 

criminal conduct including all property that is obtained ñas a result of, or in connection withò a 

criminal conduct committed by any person (Section 2 POCL). This provision would therefore 

cover situations where a stand-alone money launderer does not retain ownership of the property 

derived from someone elseôs criminal offence, that is, where funds have only passed through his 

bank account. 

250. At the time of the previous evaluation, the issue of recovery of laundered funds in a stand-

alone ML prosecution had not been tested before the court and therefore reliance was placed on 

UK case law based upon the same statutory language as the POCL (according to which this kind 

of property is treated as ñbenefitò as long as the defendant had operational control at any stage, 

even if the financial reward he is receiving is much less than the amount transferred). This 

interpretation has since been accepted and confirmed by case law in the Bailiwick as a result of 

third-party ML convictions achieved since the previous assessment (reference can be made to 

the Taylor and Ludden cases in this respect). 

Confiscation from a third party (EC 3.1.1.b) 

251. As discussed above and more in details in the IMF report
59

, the confiscation regimes under the 

relevant laws of the Bailiwick call for the full amount of proceeds to be recovered from any 

property of the defendant. In this context, the POCL and the DTL require the court to assess the 

extent to which a defendant has benefited from criminal conduct (or drug trafficking) 

irrespective of whether any property that represents such a benefit is in his hands or the hands of 

third party.  

252. Sections 6(2)b define ñrealisable propertyò as any property held by the defendant or any other 

person to whom the defendant has directly or indirectly made a gift caught by the respective 

law. A gift is caught by the law if it was made up to six years before the proceedings were 

instituted against the defendant, or a gift made at any time, consisting of property received by 

the defendant in connection with criminal conduct or representing in his hands property 

received in such a connection (Sections 8[1]). The concept of ñgiftò clearly includes sham 

transactions (property transferred for inadequate consideration) by virtue of Sections 8(2) 

according to which ñthe circumstances in which the defendant is to be treated as making a gift 

include those where he transfers property to another person directly or indirectly for a 
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consideration the value of which is significantly less than the value of the consideration 

provided by the defendantò. 

253. As a result, it will not matter whether the defendant or a third-party recipient of a gift is in 

possession of the proceeds or property of equivalent value. In case the defendant does not 

voluntarily pay the amount to be recovered, the court, as discussed above, may appoint the 

Sheriff as a receiver to take possession of any realisable property in order to satisfy the 

confiscation order. Since the concept of realisable property extends to any property held by the 

defendant or by any person to whom he has made a gift caught by the law, the appointed 

receiver can also seek to recover property, if so directed by the court, from a third-party 

recipient unless the latter can establish his bona fide purchaser status by demonstrating to the 

court that the property was transferred to him for an adequate consideration (see below under 

EC 3.5.)  

Confiscation of Instrumentalities 

254. As at the time of the previous assessment, the relevant legislation that allows, in a general 

sense, for the confiscation of instrumentalities of a crime is the Police Property and Forfeiture 

Law which provides that where a person is convicted of an offence, the court may make, upon 

its discretion, an order for the confiscation of any property which has been lawfully seized from 

the defendant or which was in his possession or control when he was apprehended, if the court 

is satisfied that the property was used or was intended to be used by him for the purposes of 

committing or facilitating the commission of any offence (Section 3).  

255. While this provision applies to all categories of criminal offences (including any sort of ML or 

FT offences) there are specific additional provisions for the confiscation of instrumentalities in 

respect of certain crimes (e.g. drug trafficking
60

). Equally, as noted above, Sections 18 TL 

provides for the forfeiture of money or other property in the possession or under the control of a 

defendant at the time of the offence who has been convicted of an FT offence which he 

intended, knew or had reasonable cause to suspect at the time of the offence would or might be 

used for the purposes of terrorism. 

Property of corresponding value 

256. As it was noted in the IMF report
 61 

the rather value-based than proceeds-based confiscation 

regime, as set forth in the POCL and DTL, does incorporate the concept of equivalent value. 

Confiscation orders under both laws require the payment of a sum that reflects the value of the 

proceeds that the convicted defendant has received. Such orders can be enforced against any 

assets (ñrealisable propertyò) of a defendant regardless whether or not that property can be 

related to the respective offence and thus the confiscation regime is clearly extended to assets 

that correspond in value to the actual proceeds of crime.  

257. Although the TL does not make specific provision for the forfeiture of assets of a 

corresponding value to the money or other property that may be forfeited under Section 18 (see 

the differentiation between ñconfiscationò and ñforfeitureò above) but as the FT offences come 

within the definition of criminal conduct in the POCL, such assets can be confiscated under the 

confiscation regime discussed above. In such a case, as it was explained in the MEQ, the 

required assumption of the court (by which any property the defendant possessed at the time of 

the offence is considered to have been received as a result of or in connection with his criminal 

conduct) could not be displaced either in case of funds received as payment for commission of 

the offence or in respect of any funds that he intended, knew or had reasonable cause to suspect 

would or might be used for the purposes of terrorism, even if the funds originated from a lawful 

source considering, that the receipt and possession of such funds is criminalized under the TL so 

the funds are necessarily ñconnected to his criminal conductò.  
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Confiscation of Property derived from Proceeds of Crime (EC 3.1.1 applying EC 3.1) 

258. By virtue of the 2010 amendments to the POCL and DTL, the concept of criminal proceeds 

that is, the property or pecuniary advantage (payment etc.) acquired or obtained as a result of or 

in connection with a criminal conduct expressly includes ñany interest, dividend or other form 

of income or accrued value deriving directly or indirectly from that propertyò (Section 2[3] in 

both laws). At the same time, TL was equally amended in an identical manner, as a result of 

which the scope of proceeds of an act carried out for the purpose of terrorism (Section 7[1]a) 

now clearly covers the same range of derived property. (However, as it was noted in the IMF 

report
 62

, interest, income and profits had already been assessed by the courts to be part of the 

benefit anyway, even before the said amendment to the relevant laws was adopted.) 

Provisional measures to prevent any dealing, transfer or disposal of property subject to confiscation 

(c.3.2) 

259. All three relevant laws provide for the same regime of provisional measures as it was 

described in details in the IMF report
 63

. Under the POCL and the DTL, the regime of measures 

to preserve assets subject to eventual confiscation consists of restraint orders, realty charging 

orders and personalty charging orders, which are all available at each stages of the criminal 

procedure namely (i) when court proceedings have been instituted against a defendant (ii) where 

the court is satisfied that a person is going to be charged with an offence (iii) even where a 

criminal investigation has been started with regard to criminal conduct and, in all these cases, 

there are reasonable grounds to believe that the alleged offender has benefited from his criminal 

conduct (Sections 25 [1] to [2A]). Restraint or charging orders can only be made upon an 

application by the Attorney General and the court may discharge or vary a restraint or a 

charging order at any time, in relation to any property (Sections 25 [5] and [6]).  

260. The restraint order is stipulated by Section 26 of both laws. Such a court order is to prohibit 

any person from dealing with any realisable property and it may equally apply to all realisable 

property held by a specified person as well as to realisable property transferred to a specified 

person after such an order has been made. Once the property is restrained, the Sheriff may be 

appointed by the court as a receiver to take possession of the property and to manage it 

(Sections 26[4]) and the laws also permit the seizure by the Sheriff or by a police officer of any 

realisable property to prevent its removal from the Bailiwick (Sections 26[6]).  

261. Realty charging orders can be made in respect of realisable property that consists of real 

property within the Bailiwick. Such an order secures payment of an amount to be paid under a 

confiscation order or of an amount equal to the full value of the real property charged if no 

confiscation has yet been made (Sections 27). Similarly, a personalty charging order is to secure 

the payment of any amount that has been or may be ordered to be paid by the defendant under a 

confiscation order (Section 28). This order may apply to specified categories of realisable 

property as listed under Sections 28(2) such as any interest in real property in the Bailiwick or 

any interest in various forms of state or corporate securities, collective investment scheme units 

or vessels registered in the Bailiwick.  

262. While the provisional measures available through the POCL can also be applied to terrorism-

related criminal conducts including FT offences, the TL contains specific powers to issue a 

restraint order to prohibit any person from dealing with any property that is liable to forfeiture. 

The latter is defined by paragraph 3(1) of Schedule 2 TL as any property in respect of which a 

forfeiture order has been made, or any property in the possession or under the control of a 

person against whom proceedings for a FT offence have been instituted or who is under 

investigation for such an offence. Further procedural rules are similar to those described above 

under the POCL and the DTL including those related to the discharge or variation of a restraint 
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order and the possibility for seizing any property subject to a restraint order to prevent it from 

being removed from the Bailiwick (paragraphs [4] and [5]).  

263. As it was noted in the IMF report
64

 the Police Powers and Criminal Evidence Law
65

 gives a 

general power to the police in the course of an authorized search to seize an item if there are 

reasonable grounds for believing that it has either been obtained in consequence of the 

commission of an offence or it is evidence in relation to an offence and if there is a necessity to 

seize it in order to prevent it being concealed, lost, damaged, altered or destroyed (Section 14). 

Criminal proceeds could fall under these categories inasmuch as the actual property items that 

constitute proceeds are concerned (while assets unrelated to the offence that only represent 

equivalent value of the proceeds can only be addressed through the POCL/DTL/TL mechanisms 

discussed above). 

Initial application of provisional measures ex-parte or without prior notice (c.3.3) 

264. The application to restrain and seize property in support of a confiscation/forfeiture order may 

be made on an ex parte basis under all three laws. Ex-parte applications without notice are 

expressly permitted under Section 25(5)b of both the POCL and DTL as well as by paragraph 

4(1)b of Schedule 2 to the TL. Such applications are made by, or on behalf of the Attorney 

General to the Bailiff in chambers. Once an order is made and in effect, it must be provided to 

any parties affected by it. 

Adequate powers to identify and trace property that is or may become subject to confiscation (c.3.4) 

265. All three relevant laws (the POCL, DTL and TL) provide for a wide and practically identical 

range of investigatory measures available to Police officers so as to obtain information and 

evidence by which the proceeds of crime (including drugs proceeds and terrorist property) as 

well as instrumentalities can be identified, traced and located so that they can be 

restrained/seized with a view to their subsequent confiscation. As it was noted by the Guernsey 

authorities, these powers also extend to Customs officers (that is GBA officers) under the 

interpretation provisions of all three laws
66

 and are thus available to the FIS that makes part of 

the GBA (and is jointly staffed by police officers too). 

266. The first of such measures is the production order, which requires a certain person to deliver 

up or provide access to specified material ñfor the purposes of an investigation into whether any 

person has engaged in or benefited from criminal conduct or into the extent or whereabouts of 

the proceeds of criminal conductò. The police may, with the consent of the Attorney General, 

make an ex parte application for such an order to the Bailiff (Sections 45 POCL and 63 DTL, 

paragraph 4 to 7 Schedule 5 TL).  

267. The Bailiff may also issue a warrant to enter and search specified premises and to seize 

material to be found there, if a previous production order has not been complied with or other 

conditions make it necessary to seize the particular materials instead of seeking for their 

production. Application for such a warrant is governed by rules similar to those mentioned 

above (Sections 46 POCL and 64 DTL, paragraph 1 to 3 Schedule 5 TL). Further, generally 

applicable powers of search and seizure can be found in Part II of the Police Powers Law
67

 

applicable to all serious arrestable offences (meaning all offences the commission of which 

involves actual or intended serious financial gain or loss to any person as well as which are 

likely to lead to a threat to the security and order of the public order or to cause death or serious 

injury to any person ï Section 90). 
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268. For the same purposes, the court may also make customer information orders upon the 

application of the Attorney General or by a police officer (with the consent of the former) which 

require either all or specified financial services businesses to provide specified information 

related to a particular customer including his assets (existence, number and balance of his 

accounts etc.) (Section 48A POCL and 67A DTL, Schedule 6 TL). Another measure is the 

account monitoring order that requires a specific financial business to provide, for the period 

stated in the order but not exceeding 90 days, ongoing account information for the police 

(Section 48H POCL and 67H DTL, Schedule 7 TL). Substantial value to the investigation and 

public interest standards must be met for both of the latter orders (e.g. Section 48C POCL). 

269. Both production orders and account monitoring orders were reported to have been sought and 

granted regularly in the time period relevant to the assessment: 

Table 13 

years production orders account monitoring orders 

2011 18 8 

2012 7 2 

2013 13 - 

2014 14 3 

270. In the cases referred to above, all applications for production or account monitoring orders 

were successful and a high proportion of such orders were obtained in ML cases (particularly in 

the Falla case, where 11 production orders and 3 account monitoring orders were obtained). 

271. In addition to these, as it was also noted in the IMF report
 68

 the Attorney General is vested 

with special investigatory powers without a court order in the case of investigations into serious 

fraud, insider dealing and market abuse (including ML cases where the relevant conduct 

constitutes both one or more of these offences and ML) by virtue of the Fraud Investigation 

Law
69

, Insider Dealing Law
70

 and the Protection of Investors Law
71

 respectively. The Attorney 

General may without a court order require the person under investigation or any other person 

whom he has reason to believe has relevant information to answer questions or to produce 

specified documents, and may also seek a warrant from the court authorizing search and seizure. 

As it was explained by the Guernsey authorities, there are some limits on what may be 

requested or seized and how it may be used, but essentially fiduciary or other duties of 

confidence would not override a request from the Attorney General except in the case of legal 

professional privilege. 

272. As far as legal professional privilege is concerned, however, the assessment team needs to 

note that the definition of ñitems subject to legal privilegeò (both in the POCL DTL and the TL 

see for example Section 46A) might appear too wide as it extends to ñitems enclosed with or 

referred to in communicationsò (i.e. communications between a professional legal adviser and 

his client and to communications made in connection with or in contemplation of legal 

proceedings and for the purposes of those proceedings which would be so protected) ñand made 

(i) in connection with the giving of legal advice, or (ii) in connection with or in contemplation 

of legal proceedings and for the purposes of such proceedings, when they are in the possession 

of a person who is entitled to possession of them.ò As a result, such items could be 
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reached neither by production orders nor by search warrants under the legislation in force (see 

Section 45 paragraph (4)(b)(ii) and (9)(a) as well as Section 46(5)).       

273. The Guernsey authorities are confident that the privilege to enclosed items is not aimed at 

things relevant to the commission of an offence itself or the concealment of assets (e.g. bank 

records) but at items such as a written analysis of legal issues or expert reports (e.g. accountancy 

evidence) commissioned by a defendant to assist his defence. In addition, Section 46A(4) of the 

POCL stipulates that the legal professional privilege exemption does not apply to items held 

with the intention of furthering a criminal purpose (e.g. documents created for the purposes of 

thwarting an investigation and/or to conceal the origin of funds).  

274. Section 46A, however, is not limited to matters related to the defence of a defendant in a 

criminal case as reference is made to ñlegal proceedingsò instead of ñcriminal proceedingsò. In 

fact, the definition of ñitems subject to legal privilegeò appears wide enough to extend to 

documentary or similar evidence on facts relevant to the commission of the crime or to the 

actual volume, source or location of the criminal proceeds e.g. in the form of records or notes 

written and held by the perpetrator who claims that these are held in contemplation of and for 

the purposes of legal proceedings. The preparation and possession of such documentary 

evidence would not in itself prove the intention of furthering a criminal purpose (Section 

46A[4]). Guernsey authorities added, however, that in the event of any dispute the perpetrator 

would have to satisfy the court that legal privilege was applicable. 

275. Consequently, even if this feature of the Bailiwick legislation has not yet been reported as 

having caused an actual obstacle to the effective application of any investigatory measures, the 

assessment team harbour some concerns that the breadth of this definition could potentially 

impede the effective identification and tracing of property subject to confiscation.    

Protection of bona fide third parties (c.3.5) 

276. As it was already noted in the IMF report, all the three relevant laws (POCL, DTL and TL) 

contain mechanisms to protect third party rights at each stage of the confiscation/forfeiture 

process.  

277. In the practically identical confiscation regimes under the POCL and DTL, the rights of 

creditors and other bona fide third parties are respected when assessing the value of realisable 

property by the court. Both the POCL and DTL define the amount that might be realised as the 

total value of property held by the defendant excluding the total amount payable in respect of 

any obligations having priority (Sections 6[1] and [4]). The latter includes, among others, any 

sum which, if the defendantôs affairs had been declared to be in a state of désastre, would be 

included among the ñpreferred debtsò within the meaning of Section 1 of the Preferred Debts 

Law
72

 (debts in respect of rent of immovable property, wages and salaries to be paid by the 

debtor and the related tax and social insurance obligations etc.) The value of that property is 

defined as its market value but the value of any third party interest in any realisable property 

(the amount required to discharge any encumbrance on that interest) must be deducted from 

that, which means that the value of third-party interests will not technically be included in the 

realisable property (Sections 7[1]). On the other hand, however, a gift caught by the POCL and 

DTL (see above) is not considered a valid third-party interest and thus it will be part of the 

realisable property.  

278. As for the procedural aspects, both laws require notice of a restraint or charging order to be 

given to persons affected by it, necessarily including bona fide third parties (Sections 25[5]c) 

who also have the right to apply for the discharge or variation of such orders (Sections 25[7]). 

Under Sections 29(8) the realisation powers of the POCL or DTL shall not be exercised unless a 

reasonable opportunity has been given for persons holding an interest in the property to make 

representations to the court. Both laws provide that assets remaining after the payment in full of 
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the confiscation order shall be distributed as the court directs among those who held property 

which has been realised, after giving such persons an opportunity to make representations to the 

court (Sections 30). In the case of realisable property held by a person to whom the defendant 

has made a gift caught by the law, powers of realisation shall be exercised with a view to 

realising no more than the value of the gift for the time being but, on the other hand, also to 

allowing any bona fide third parties to retain or recover the value of property held by the 

recipient of that gift (Sections 31 [3] and [4]). 

279. In the case of forfeiture of terrorist property under the TL, a forfeiture order under Section 18 

cannot be made without giving a third party who claims to be the owner or otherwise interested 

in the relevant property the right to be heard (Section 18[7]). Similarly to the POCL/DTL 

regime described above, persons affected by a restraint order issued pursuant to the TL 

(including bona fide third parties) have the right to be notified of such an order and to apply for 

the order to be discharged (Schedule 2 paragraph 4[1]c and 4[4]).  

280. The Police Property and Forfeiture Law protects third parties affected by the forfeiture of 

instrumentalities enabling persons who claim to be entitled to any instrumentality or other 

property in the possession of the Police to apply to the court for return of the property (Section 

1[1]).  

281. In addition, as it was expressed by the host authorities, the law of the Bailiwick provides for a 

general right for any third party who claims to be adversely and wrongly affected by the 

exercise of the powers of confiscation, forfeiture, restraint or realisation to apply for a relevant 

administrative decision to be judicially reviewed. The legal basis for judicial review of 

decisions taken by the authorities is case law, beginning with the Guernsey Court of Appeal 

decision in Bassington v HM Procureur (1998)
73

 which has since been followed and applied by 

the courts to review decisions taken in a wide range of circumstances.   

Power to void actions (c.3.6) 

282. As it was mentioned already in the IMF report
 74

 it is a common and customary law principle 

that applies in the Bailiwick that contracts can be set aside on the grounds that they are illegal or 

contrary to public policy, as it was raised in the case of Gaudion v Weardale Ltd. (1998) 

25.GLJ.61. 

283. Apart from that, the confiscation/forfeiture regimes in all three relevant laws, as discussed 

above, are capable to deal with most property that is the subject of contractual or other 

transactions, as a result of which the authorities would be prejudiced in their ability to recover 

property subject to confiscation. As it was explained by Guernsey authorities, such property 

would likely be treated both under the POCL and DTL as ñrealisable propertyò the concept of 

which is based on a wide definition of property (Section 50 POCL and Section 68 DTL) and, as 

noted above, includes any gifts made in six years prior to the commencement of the proceedings 

(Sections 8). On this basis, the court can effectively void the transaction in question, as it has 

the power to order any person holding an interest in realisable property to make a payment to 

the Sheriff in respect of the defendantôs beneficial interest or that of the recipient of a gift 

caught by the law, and can by order transfer, grant or extinguish any interest in the property 

(Sections 29[6]). (Under the forfeiture regime of the TL, as it was pointed out by the authorities, 

there is no need to set aside actions of this kind as Section 18 generally applies to property 

under the control of the defendant, irrespective of who possesses it.) 

284. As it was already noted in the IMF report
 75

 a transaction intended to hinder obtaining of a 

confiscation/forfeiture, restraint or realisation order would also itself constitute a ML or a FT 

                                                      
73

 This case concerned the successful challenge to a decision of the Attorney General to issue a Notice under 

the Fraud Investigation Law (see above).  
74

 See paragraph 293 page 80. 
75

 See paragraph 295 page 80. 
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offence or a related ancillary offence, so as to give rise to confiscation proceedings in respect of 

the property in question.  

Additional elements (c.3.7) 

Property of Organisations Primarily Criminal in Nature (Additional Element 3.7.a) 

285. Similarly to the time of the previous assessment, the property of organizations criminal in 

nature is subject to the general rules of criminal confiscation. That is, the confiscation 

provisions in the POCL, DTL and the TL as well as those in the Police Property Law are 

equally applicable to a legal person as well as to a natural person, so they could be used either 

through actions against criminal organizations that are legal persons or through actions against 

its individual members. For organizations that are not legal persons, the property would be 

accessed through civil or criminal proceedings against persons that are part of the organization. 

In addition, the civil forfeiture provisions discussed below could also be used in respect of the 

property of a criminal organisation that represents the proceeds of unlawful conduct or 

comprises terrorist cash. (See more in details in the IMF report.) 

Civil Forfeiture (Additional Element 3.7.b)  

286. Civil forfeiture is available under Section 13 of the Civil Forfeiture Law in respect of cash and 

funds in bank accounts of £1,000 or more (see also Section 60[1]) collectively referred to as 

ñmoneyò by virtue of Section 12. In this context, ñcashò includes notes and coins in any 

currency, cheques, postal orders, bankerôs drafts, bearerôs bonds and shares, and postage stamps 

from any jurisdiction (Section 3).  

287. The civil forfeiture regime applies to all money or other property that, in whole or in part, 

directly or indirectly represents the proceeds of unlawful conduct or is intended by any person 

for use in unlawful conduct (Section 59) where ñunlawful conductò refers to a conduct 

occurring anywhere in the Bailiwick which is unlawful under the criminal law of that place, and 

conduct occurring outside the Bailiwick which is unlawful under the criminal law in the country 

where it occurs and which had it occurred anywhere within the Bailiwick, would be unlawful 

under the criminal law of that place (Section 61) . 

288. The civil forfeiture regime is underpinned by provisional measures and investigatory powers. 

A Police or Customs officer may without a court order seize cash which he has reasonable 

grounds to suspect is the proceeds of unlawful conduct or is intended for use in unlawful 

conduct (Section 6) while the court may order the freezing of funds in bank accounts on the 

same grounds (Section 10). The prosecutorial application for the freezing of funds may be made 

ex parte and in chambers. Cash seized under Section 6 may be detained initially for 48 hours, 

and funds may be frozen under Section 10 for a maximum of 4 months, but these periods are 

extendable by court order for a further period of no more than 4 months, and thereafter on 

further order for up to a maximum of 2 years in total, unless the court orders otherwise in the 

interests of justice. Production orders, customer information orders, account monitoring orders 

and disclosure orders (which require a person to answer questions, provide information and to 

produce specified documents) are available in civil forfeiture investigations under sections 20, 

28, 35 and 41 of the law similarly to the respective measures applicable under the criminal 

procedures envisaged by the POCL, DTL or TL.  

289. There are also specific powers of civil forfeiture in the TL relating to ñterrorist cashò without 
any minimum threshold (Section 19) which term denotes cash that is intended to be used for the 

purposes of terrorism, consists of the resources of a proscribed organisation or is or represents 

property obtained through terrorism (while ñcashò itself is defined in Schedule 3 to TL roughly 

in line with the definition of the same term in the Civil Forfeiture Law). Rules that govern the 

seizure and forfeiture of terrorist cash under the same Schedule effectively mirror the respective 

provisions in the Civil Forfeiture Law. These provisions are underpinned by the investigatory 

powers in Schedules 5 to 7 to the TL. 
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Offender to Demonstrate Lawful Origin (Additional Element 3.7.c) 

290. It is a fundamental principle of the confiscation regime applicable in the Bailiwick and other 

common law jurisdictions that offenders who wish to escape a confiscation order on the grounds 

that the property in question has a lawful origin, must demonstrate the lawful origin of that 

property themselves under the confiscation provisions in the POCL and the DTL. As it was 

discussed above more in details, the confiscation regime thus has the effect of requiring a 

defendant to demonstrate the lawful origin of the respective property in order to displace the 

mandatory assumption of the court that assets held by the defendant in the six years preceding 

the institution of the proceedings represent the proceeds of crime.  

291. The same principle applies to civil forfeiture procedure. Under the Civil Forfeiture Law, a 

person has to demonstrate the lawful origin of the relevant property at a forfeiture hearing 

(Section 13) or on appeal against a forfeiture order (Section 14).  

Recommendation 32 (statistics) 

292. The Guernsey authorities provided the following statistics on the performance of the 

confiscation and provision measures regime specifically in ML cases.  

293. None of the tables below include information on property seized/confiscated on the basis of a 

MLA request as such statistics are provided below under R.36. All figures in the tables indicate 

property restrained/confiscated as proceeds of crime. Restraint orders are differentiated 

depending on whether the order was issued when a person had already been charged with an 

offence or before that, in the course of a criminal investigation where no charges had yet been 

brought. 

Table 14 
2010 

  Property restraint  

(Restraint when 

charged with an 

offence) 

Property restraint  

(Restraint during 

criminal 

investigation) 

ă From which: 

property 

confiscated 

(Confiscation order) 

ă From which:  

property 

recovered (paid)  

following 

conviction 

Cases Amount 

(Euro76) 

Cases Amoun

t 

(Euro) 

Amount 

(Euro) 

Year of 

confisc

ation 

Amount 

(Euro) 

ML cases 1 850,067   83,350 2012 83,350 

  1 988,618 667,450 2012 547,806 

 Underlying 

predicate 

offences 

1 × fraud 

1 × tax evasion 

 

2011 

  Property restraint  

(Restraint when 

charged with an 

offence) 

Property restraint  

(Restraint during 

criminal 

investigation) 

ă From which: 

property 

confiscated 

(Confiscation 

order) 

ă From which:  

property 

recovered (paid)  

following 

conviction 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

Amoun

t (Euro) 

Year of 

confisc

ation 

Amount 

(Euro) 

ML cases   1 8,817 7,003 2013 7,003 

                                                      
76

 
76

  Ã/ú rate at 1.21118 with rounding to 1ú. 
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 Underlying 

predicate 

offences 

1 × money laundering 

 

2012 

 Property restraint  

(Restraint when 

charged with an 

offence) 

Property restraint  

(Restraint during 

criminal 

investigation) 

ă From which: 

property 

confiscated 

(Confiscation 

order) 

ă From which:  

property 

recovered (paid)  

following 

conviction 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

Amoun

t (Euro) 

Year of 

confisc

ation 

Amount 

(Euro) 

ML cases 1 3,512,422   (Charged with ML and pending trial) 

 Underlying 

predicate 

offences 

1 × regulatory offences 

 

2013 

  Property restraint  

(Restraint when charged 

with an offence) 

Property restraint  

(Restraint during 

criminal 

investigation) 

ă From which: 

property 

confiscated 

(Confiscation order) 

ă From which:  

property recovered 

(paid) 

following conviction 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

ML cases (none)        

 

Jan-Jun 2014  

 Property restraint  

(Restraint when 

charged with an 

offence) 

Property restraint  

(Restraint during 

criminal 

investigation) 

ă From which: 

property 

confiscated 

(Confiscation 

order) 

ă From which:  

property 

recovered (paid)  

following 

conviction 

Cases Amount 

(Euro) 

Cases Amount 

(Euro) 

Amoun

t (Euro) 

Year of 

confisc

ation 

Amount 

(Euro) 

ML cases 1 96,894   (Charged with ML and pending trial) 

 Underlying 

predicate 

offences 

1 × drug trafficking 

294. The following table shows the total number of confiscation orders and funds recovered in ML 

cases in the period subject to assessment (including cases where the restraint had been made 

before 2010). Confiscated and recovered amounts are given as opposed to the total benefit 

obtained. 

Table 15 

ML convictions 

involving 

confiscation 

Benefit amount Property restraint 

(in genera) 

Property confiscated 

(Confiscation order) 

Property recovered 

(paid) following 

conviction 

Amount 

(Euro) 

Amount 

(Euro) 

Amount 

(Euro) 

Amount 

(Euro) 

2010 (none) - - - - 
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2011 (none) 
- - - - 

2012  

(2 cases) 
291,725 850,067 83,350 83,350 

1,786,422 988,618 667,450 547,806 

2013 

(3 cases) 
222,915 - 595 595 

 254,420    - 1,817 1,817 

34,919 8,817 7,003 7,003 

Jan-Jun 2014 

(none) 

- - 

 

 

- 
 

- 

295. The figures demonstrate that in ML cases, provisional measures and confiscation are applied 

in respect of proceeds derived from a variety of predicate offences (and thus not only drug 

trafficking that has traditionally been the most prevalent acquisitive crime in the Bailiwick). 

Restraint orders were also made in preliminary stages of the proceedings, in one of the cases 

where a restraint order was made prior to charge, the defendant was subsequently convicted of 

drug-related money laundering without a conviction for the predicate case and a confiscation 

order was made on that basis. (Further details on these cases can be found under R.1 above.) 

296. On the basis of the first set of tables above (demonstrating the performance of the provisional 

measures regime in ML cases per year and the outcome of the respective measures in further 

stages of the proceedings) it can be concluded that 41% of the assets restrained in 2010 were 

subsequently made the subject of a confiscation order in the respective cases and that 84% of 

the assets subject to confiscation were actually recovered. (The evaluators could see no room for 

a similar analysis for the following years as there had been no or only some low-scale ML-

related restraint made in 2011 and 2013 while the cases with restraints made in 2011 and 2014 

had not yet been concluded.) 

297. The last table further demonstrates that most of the confiscated assets have since been 

successfully recovered. On the other hand, it can also be seen that the amount of confiscated 

assets are significantly lower than that of the criminal benefit in the respective cases which 

raises questions about the effectiveness of the asset recovery measures taken by the authorities. 

298. The evaluators were also provided with statistics indicating the total figures for restraint and 

confiscation orders that have ever been applied in criminal cases in the Bailiwick including the 

aforementioned ML cases as well as those related to other criminal conducts. The cumulated 

figures are as follows: 

Table 16 

 

 

 

 

 

 

Table 17 

Year Number of Cases 

(of which: ML cases) 

Restrained Amount (ú) ă out of which:  

Restraints in ML Cases 

2010 7 (ML: 2) 2,005,069 1,838,685 

2011 5 (ML: 1) 20,737,554 8,817 

2012 6 (ML:1) 3,889,725 3,512,422 

2013 2 (ML: 0) 34,833 - 

2014 (Jan-Jun) 2 (ML: 1) 98,466 96,894 

Year Number of Cases 

(of which: ML cases) 

Confiscation Orders 

Amount (ú) 

ă out of which:  

Confisc. in ML Cases 

2010 5 (ML: 0) 339,756 - 

2011 8 (ML: 0) 79,607 - 

2012 7 (ML: 2) 803,375 750,800 

2013 18 (ML: 3) 88,586 9,415 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 73 

 

 

 

 

299. As far as provisional measures are concerned, the evaluators note that the restraints made in 

ML-related cases represent the vast majority of all restrained assets (except for 2011) despite the 

relatively low number of ML cases as opposed to the total figures. (The 2011 figures include 

one non-ML related restraint over 20 million ú constituting the largest restraint order made in 

the relevant period. The latter was a case of suspected fraud where there were related 

proceedings in another jurisdiction and discussions with that jurisdiction about the possible 

repatriation of the restrained assets were still ongoing at the time of the on-site visit.) 

300. Notwithstanding the volume of ML-related restraints, the cumulated figures on confiscated 

assets are less convincing. There have only been 5 cases where the court confiscated proceeds in 

ML cases: two took place in 2012 and three in 2013 while there are no records for the other 

years. 

301. As for the performance of the confiscation and provisional measures in general, the analysis of 

the respective cases (i.e. those in which a confiscation order had already been issued) showed 

that the ratio between, on the one hand, assets restrained and confiscated and, on the other, 

confiscated and recovered assets was roughly the same in ML cases and in those related to other 

criminal offences. 

302. Apart from the fact that the system is functional and that confiscation and restraint orders are 

applied on a regular basis, however, the statistics above do not allow for drawing further, more 

definite conclusions as to the effectiveness of these measures. Nonetheless, there appears an 

unexplainably sudden drop in the number and amount of restraint orders in 2013 as opposed to 

the preceding years. For the year 2013 and the first half of 2014 the statistics only indicate 4 

restraint orders, all issued in drug related cases (one with ML charges too) with amounts ranging 

from 1,572 ú to 96,894 ú as a result of a change in policy by law enforcement whereby a greater 

emphasis has been put on addressing drug trafficking by tackling it at source to better protect the 

Bailiwick Borders. This has had the effect of reducing the number of drug trafficking related 

money laundering cases, so as a result greater priority can be given to non-drug related financial 

crime, but parallel financial investigations continued to be run alongside drug trafficking 

investigations. As far as financial crime is concerned, as it was explained by Guernsey 

authorities and discussed under Recommendation 1 above, priority has been given to the 2 most 

significant ML cases, one of which involved a restraint order made in 2012.  

303. In addition, the evaluators learnt that the authorities frequently seize and forfeit, under the 

Police Property and Forfeiture Law, instrumentalities that have contributed directly or materially 

to the commission of the respective offence. Reference was also made to vehicles (cars, vessels, 

jet-skis) forfeited as instrumentalities under the Customs Law. Although this feature of the 

confiscation regime does not seem to have had much relevance in the context of ML 

investigations and prosecutions, one case was nonetheless mentioned from 2011 where cash was 

forfeited as an instrumentality of crime on the basis that it was intended to be used to purchase 

drugs, in circumstances where it could not be confiscated as the proceeds of crime.  

304. Finally, the Guernsey authorities provided statistics in relation to the civil forfeiture regime as 

follows: 

Table 18 

Year Number of 

cases 

Amount forfeited 

(Euro) 

2010 - - 

2014 (Jan-Jun) 3 (ML: 0) 13,573 - 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 74 

2011 3 9,649.33 

2012 - - 

2013 2 51,237.99 

Jan ï Jun 2014 1 11,383.11 

 

305. As it was explained by Guernsey authorities, all the cases involving the civil forfeiture process 

concerned cash suspected to be the proceeds of domestic criminality, which meant in the 

majority of the cases (4) drug crimes while the rest (2) were related to burglary. Although these 

do not appear high profile crimes and the sums involved have been relatively small, the cases 

nevertheless demonstrate that the legal framework is functional (as it had not yet been tested at 

the time of the previous assessment) and the authorities are able to use it proactively as a way to 

recover the proceeds of crime in circumstances where the criminal confiscation process cannot 

be used (see below for further analysis). 

Effectiveness and efficiency 

306. The Bailiwick had a comprehensive regime of criminal confiscation and provisional measures 

already at the time of the previous assessment in which area no significant changes have since 

taken place. This refers to the existence and technical compliance of provisions governing the 

confiscation of proceeds of crime and instrumentalities in general as well as the regime of 

provisional measures including restraint and charging orders both before and after proceedings 

have commenced. The substantially value-based confiscation system facilitates addressing the 

benefits of criminal activity even in absence of the actual proceeds and/or their respective 

substitute assets as the authorities can rely on any assets of the defendant, including those he has 

alienated, to recover the benefits of criminal activity.  

307. Examiners of the previous round found that while these provisions, including those related to 

the investigation, restraint and confiscation of proceeds and benefits appeared to work well in 

practice, the then limited number of cases did not allow for drawing larger conclusions as to 

their effective applicability. They pointed out that the effective use of the provisions in the 

preceding years, in terms of actual confiscation of assets in domestic criminal cases (i.e. those 

unrelated to foreign requests for MLA) had largely been limited to recovering benefits in drug 

trafficking matters. It was therefore recommended that the authorities increase efforts to use 

their robust framework in a more effective way to address criminal activity in the financial 

industry in addition to drug trafficking and use the confiscation provisions in such matters. In 

order to that, a more careful review of the activities of the financial sector was recommended so 

as to develop investigations and cases that are more consistent with the Bailiwickôs profile as a 

financial centre. 

308. As with the number of ML-related investigations, prosecutions and convictions in the last four 

years, the statistics on confiscation orders and related provisional measures demonstrate an 

increase in the same period, both in terms of the number of cases and the amounts restrained or 

confiscated. Whereas drug trafficking remains to be the most common form of proceeds-

generating crime prosecuted in the Bailiwick and therefore such cases are still predominant in 

these statistics as well, the restraints and confiscations are no longer confined exclusively to 

drugs cases. The increasing representation of non-drug related criminality in the statistics 

appears to confirm that there has actually been a change of emphasis in the approach of the 

Guernsey authorities with a greater focus on confiscating the proceeds of other forms of crime, 

and economic crime in particular. In this respect, reference was made to new policies and 

procedures governing the way in which all law enforcement (Police and GBA) cases are 

reviewed to establish whether criminal confiscation or civil forfeiture is appropriate. In addition, 

the evaluators were informed about plans to establish a dedicated asset recovery team be 

resourced by law enforcement officers, dedicated financial investigators and supported through 
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a dedicated lawyer with a mandate to assist the recovery of the proceeds of crime that have been 

identified within the Bailiwick, which is highly favourable. 

309. While the evaluators note and appreciate the aforementioned changes, they need to point out 

that everything that has so far been achieved in the Bailiwick can only be taken as the first steps 

towards a more effective confiscation regime. The overall number of restraint and confiscation 

orders and particularly those made in relation to ML or other forms of economic crimes 

involving the financial industry is still relatively low and the representation of the latter 

category of offences can only be considered remarkable if contrasted to their total absence at the 

time of the previous assessment. Whereas the overall figure for assets subject to restraint from 

2010 to 2013 in domestic cases was approximately 25 million ú the bulk of this sum related to a 

handful of cases involving outstanding restraints (where more than 20 million ú was attributable 

to a single non-ML related case) which are perfect examples for the functionality of the system 

but still cannot demonstrate a convincing trend, particularly in light of the unexplainable 

decrease in the number of cases and amounts in (and from) the year 2013. The rate of recovery 

following the making of confiscation orders is very high indeed, but the same cannot be said 

about the ratio between the restrained and confiscated assets. 

310. The effectiveness of the civil forfeiture legislation could not be assessed in the previous round 

as there were no cases at that time. However, there has been an increasing use of the Civil 

Forfeiture Law in the last four years, resulting in the forfeiture of more than 70,000 ú in respect 

of low level criminal conducts of drug trafficking and burglary. Despite the relatively modest 

amounts, the functionality of the civil forfeiture regime has successfully been demonstrated 

although it has not yet proved its effective applicability in targeting more significant amounts of 

funds derived from the proceeds of serious organized or economic crime. 

311. Turning to the development in case law, the occurrence of significant criminal cases involving 

convictions for autonomous ML by finance sector professionals is an unquestionable 

achievement and so is the acceptance and application of guidelines from UK case law by the 

court as a result of which successful restraint and confiscation orders in remarkable sums could 

be made in these cases. Certainly, it involved in most of the cases the application of production 

orders, customer identification or account monitoring orders or other measures to identify and 

trace property subject to confiscation. While these cases are appreciated by the evaluators as a 

demonstration of the overall applicability of the legislative framework and thus an appropriate 

response to the challenges identified by the previous assessment team in 2010, the evaluators of 

the present round have to pose the question whether and to what extent the current regime is 

capable to respond to other challenges resulting from some aspects of the rather complex 

company law of Guernsey and specifically the existence and increasing popularity of protected 

cell companies (PCC) (for details see the excursus on cellular companies in the analysis under 

R.33). The authorities explained that because the definition of realisable property in the 

legislation means that property in third party hands may be restrained or confiscated, it would 

not be possible to put assets beyond reach by transferring them to a cell in a cellular company 

although this has not yet been tested in practice.  

2.3.2 Recommendations and comments 

312. The confiscation and provisional measures regime is compliant with all technical aspects of 

R.3. Nonetheless, the results that the system has so far produced are not able to demonstrate that 

proceeds of serious economic or other crimes related to or committed by making use of the 

possibilities offered by the financial industry are adequately addressed. Taking into account the 

volume of assets managed or channelled through the financial sector of the Bailiwick every year 

and, specifically, the enormous sums involved in the relatively few ML cases so far prosecuted, 

it is not difficult to find an imbalance which implies that the actual volume of the proceeds 

laundered through the sector must be significantly higher than what has so far been identified 

(although it should be recognised that in some cases, significant assets which are not covered by 

domestic restraint and confiscation proceedings and so are not relevant for the purposes of R.3 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 76 

are nonetheless restrained and confiscated at the request of other jurisdictions under the mutual 

legal assistance process). The lack of more prosecutions, restraints and confiscations is thus 

likely to be found in the low performance of the authorities in applying measures to identify and 

trace property subject to confiscation (even if these measures are, again, technically accurate 

and widely applicable). The Guernsey authorities should therefore examine and analyse why the 

said measures have not been able to yield more results in tracing and identifying illicit proceeds 

being introduced into the financial industry of the Bailiwick and what measures can be taken, 

either by increasing and further training of the staff, or by enhancing international cooperation. 

Given that the Guernsey authorities have assured the evaluators that assets held in a separate 

cell of a PCC would be susceptible to confiscation the examiners only make a recommendation 

on this whole issue in respect to lack of enforceable guidance to clarify that the administrating 

FSB has to identify and to take reasonable measures to verify the identities of the beneficial 

owners of the cells. 

2.3.3 Compliance with Recommendation 3 

 Rating Summary of factors underlying rating 

R.3 
LC  Effectiveness  

 

¶ While the confiscation and provisional measures regime is technically 

compliant with R.3 and it is used with regularity in criminal procedures, it 

still has not been applied with full effectiveness in ML-related cases, given 

the dimensions and characteristics of the financial industry and the 

moderate number of cases involving proceeds-generating economic crimes 

(and other matters beyond drug trafficking). 

2.4 Freezing of funds used for terrorist financing (SR.III)  

2.4.1 Description and analysis 

Special Recommendation III (rated LC in the IMF report) 

Summary of 2011 factors underlying the rating  

313. The Bailiwick of Guernsey was rated Largely Compliant for Special Recommendation III  in 

the last Detailed Assessment Report compiled by the IMF based on the following conclusions: 

It was not explicit in the legal framework that a designated person is not to receive prior notice 

of a freeze action; convictions under Section 5 of the Terrorism Order may be difficult because 

of a lack of clarity regarding who might fall under the category of a person who commits or 

attempts to commit or participates or facilitates the commission of te

guidance to financial sector and other persons on the import of the lists and in what manner; on 

their obligation to locate and screen for funds; and on an obligation not to make funds available 

that is irrespective of the STR process was enhanced in the period just after the on-site visit, it 

was too soon to assess the effectiveness of the new measures. 

Legal framework 

314. With regard to the freezing of assets of designated persons and entities pursuant to SR.III the 

assessment team noted with appreciation that new legislation was adopted in 2011 to give direct 

effect in the Bailiwick law to designations made by the European Union under Regulations that 

implement United Nations Security Council Resolutions (UNSCRs) 1267 and 1373. 

315. The former regime, being effective in the Bailiwick of Guernsey until 2011, consisted of two 

Orders-in-Council made originally in the UK and then extended to the Channel Islands, namely 

the Al-Qaida and Taliban (United Nations Measures) (Channel Islands) Order 2002 (which 

implemented UNSCR 1267) and the Terrorism (United Nations Measures) (Channel Islands) 
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Order 2001 (for the implementation of UNSCR 1373). The legal basis for an asset freeze under 

this regime was an administrative freezing of funds notice issued by the Attorney General, to 

persons believed to be holding the assets of a designated person in the case of the UNSCR 1267 

measures and persons involved in or suspected of involvement in terrorism under the UNSCR 

1373 measures. Such a notice established an affirmative obligation on the holders to freeze the 

funds immediately and not to make them available to designated persons (or to those who fall 

under the sanctions regime of UNSC 1373). 

316. The strength of this regime was criticised by the previous assessment team for not imposing a 

general obligation to freeze in the absence of a specific freezing notice, as a result of which the 

obligation to freeze could only come into play once actual funds had already been identified and 

located in the Bailiwick and a specific administrative order had been issued. The system in 

Guernsey thus required an intermediate step of first locating specific funds and then issuing a 

targeted freezing notice, in contrast to the system applied in the European Union (including the 

UK) where the regulations by which UNSCR 1267 and 1373 were implemented generally 

required all persons and institutions to freeze funds of designated persons and entities. 

317. In line with this opinion, a new legal framework was introduced in 2011. As a result, UNSCR 

1267 (and the successor resolutions 1988 and 1989) are now implemented by a set of Al-Qaida 

(Restrictive Measures) and Afghanistan (Restrictive Measures) Ordinances of 2011 which give 

effect to the targeted asset freezes foreseen by the EU Regulations (EC) 881/2002 and (EU) 

753/2011 respectively. UNSCR 1373 is now implemented by the Terrorist Asset Freezing Law 

that gives direct effect to EU Regulation (EC) 2580/2001 as well as to autonomous designations 

made by the United Kingdom. In the current regime, the competent authority is the States of 

Guernsey Policy Council (and not the Attorney General) which is empowered to make its own 

designations apart from those on the aforementioned lists of designated entities (no domestic 

designation has yet been made). As opposed to the previous regime, the new legal framework 

gives immediate effect to targeted financial sanctions without the need for specific 

administrative actions within the jurisdiction. 

Freezing Assets under UNSCR 1267 and its Successor Resolutions (EC III.1)  

318. As noted above, UNSCR 1267 and its successor resolutions are now implemented by the 

Afghanistan Ordinances of 2011 and the AlïQaida Ordinances of 2013 which were introduced 

using the power to give effect to EU measures on a voluntary basis under the European 

Communities (Implementation) Law. These Ordinances were preceded by a single set of 

Ordinances enacted in 2011 to give direct effect to EU Regulation (EC) 881/2002, which 

implemented the targeted financial sanctions imposed under UNSCR 1267 in respect of both 

AlïQaida and the Taliban. Later that year, the Afghanistan Ordinances were introduced 

following the enactment of EU Regulation (EU) 753/2011 to implement Taliban-related 

designations (as a result of the UNôs separation of the regimes for AlïQaida and the Taliban by 

the introduction of UNSCRs 1988 and 1989 as successor Resolutions to UNSCR 1267) while 

the original Ordinances remained in place only to implement designations relating to AlïQaida. 

Because the latter Ordinances continued to refer to both AlïQaida and the Taliban, they were 

repealed in 2013 and replaced with the current AlïQaida Ordinances which clearly refer to Alï

Qaida only. 

319. The Afghanistan and the Al-Qaida Ordinances are practically uniform in their scope, structure 

and terminology. In each case, Section 1 of the respective Ordinance provides that the relevant 

Regulations are given effect within Guernsey (or Alderney or Sark, as the case may be) as if that 

island were, mutatis mutandis, a member state of the European Union. Direct applicability of 

the Regulations is provided through practical modifications to facilitate its domestic 

implementation by declaring that all references to a Member State are to be construed as 

including Guernsey (or Alderney or Sark) and by naming the Policy Council as the relevant 

competent authority in this context (Section 2). As a result, the requirement in the EU 

Regulations to freeze all funds and economic resources belonging to, owned, held or controlled 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 78 

by listed parties under the respective Regulation is immediately effective in the Bailiwick, as is 

the prohibition on making funds or economic resources available, directly or indirectly, to or for 

the benefit of a designated party. 

320. In the context of the Ordinances, the scope of listed/designated parties thus includes all natural 

and legal persons, groups and entities listed in Annex I to Regulation (EC) 881/2002 

(implementing UNSCR 1267 and 1989) and Annex I to Regulation (EU) 753/2011 

(implementing UNSCR 1988) on the basis of designations made by the UN Security Council or 

the Sanctions Committee in relation to the respective UNSCRs. Both Regulations provide that 

whenever the UNSC or the Sanctions Committee lists a natural or legal person or other entity, 

the Council/Committee shall include that on the list in Annex I. In this respect, Sections 9(2) of 

the Afghanistan Ordinances and Sections 10(2) of the AlïQaida Ordinances provide that any 

reference to the Regulation which they implement is a reference to that Regulation ñas from 

time to time amended, repealed and re-enacted (with or without modification) extended or 

appliedò meaning that whenever new parties are added to the lists of those subject to an asset 

freeze, these additions shall automatically (and, obviously, without prior notice to the listed 

parties involved) be effective under the Ordinances. 

Freezing Assets under UNSCR 1373 (EC III.2)  

321. UNSCR 1373 is now implemented by the Terrorist Asset Freezing Law which contains 

various asset freezing and related measures that apply to a designated person. According to 

Section 1 of the Law, a person may be designated in one of three ways including designations 

by  

¶ the Policy Council (autonomous domestic designation) on an interim or final basis under 

Sections 2-4 

¶ HM Treasury (autonomous UK designation) on an interim or final basis under the 

corresponding UK legislation (Terrorist Asset Freezing etc. Act 2010)  

¶ or by the EU under Article 2.3 of Council Regulation (EC) No 2580/2001 as it may be amended 

from time to time. The powers of designation of all three bodies apply to the categories of 

persons identified in UNSCR 1373. 

322. Part I of the Terrorist Asset Freezing Law is the legal framework that gives authorisation to 

and regulates the procedure for making domestic designations in the Bailiwick, in 

correspondence with the respective powers of the UK HM Treasury under the Terrorist Asset 

Freezing etc. Act. Pursuant to Section 2 of the Terrorist Asset Freezing Law, the Policy Council 

may make an interim designation (for maximum 30 days) in respect of a person whom it 

reasonably suspects to be or to have been involved in terrorist activity, to be owned or 

controlled directly or indirectly by such a person, or to be acting on behalf of or at the direction 

of such a person. The Policy Council must also consider that it is necessary for purposes 

connected with protecting members of the public from terrorism that financial restrictions 

should be applied in relation to the person. Subsequent to that, a final designation may also be 

made under Section 4 applying the same criteria, save that the Policy Council must have a belief 

(rather than a reasonable suspicion) that a person falls within one of the required categories. 

(Final designations are valid for maximum 12 months but are renewable.) Involvement in acts 

of terrorism for the purposes of both interim and final designations is defined at section 4 as the 

commission, preparation or instigation of acts of terrorism, conduct that facilitates or is intended 

to facilitate the commission, preparation or instigation of such acts, and the provision of support 

or assistance to persons who are known or believed by the person giving the support or 

assistance to be involved in such conduct.  

323. To date the Policy Council has not exercised its powers of designation but it has procedures in 

place to do this should the need arise. These procedures require the Policy Council to consult 

the UK and domestic authorities before making a designation save in urgent or otherwise 

exceptional cases.  
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324. Sections 9 to 13 of the Terrorist Asset Freezing Law impose an asset freeze and prohibitions 

on making funds, financial services or economic resources available to, or for the benefit of a 

designated person. These measures are immediately effective as soon as the Policy Council or 

HM Treasury makes a designation or the EU amends the list maintained under Article 2.3 of 

Council Regulation (EC) No 2580/2001. Immediateness means that, theoretically, there should 

be no delay in the process, and although under Section 6 the Policy Council has an obligation to 

notify a person that he has been designated, this only arises once a designation has already been 

made and therefore no prior notice is given. 

Freezing actions taken by other countries (c.III.3) 

325. The authorities expressed that the Policy Council may use its powers of designation under 

Sections 2 and 4 of the Terrorist Asset Freezing Law to consider and give effect to actions 

initiated under the freezing mechanisms of other jurisdictions. This fact would also be 

publicised on the appropriate sanctions page on the States of Guernsey website and the freezing 

powers provided under the Terrorist Asset Freezing Law would likewise be applicable to the 

person so designated.  

326. In such a case, all that is necessary is that the Policy Council reasonably suspects or believes 

(as the case may be) that the targeted person meets the criteria at Sections 2 or 4 mentioned 

above. The procedures for making designations, including the previous consultation with the 

UK authorities would mutatis mutandis apply but, as it was emphasised by the Guernsey 

authorities, there are no additional processes or procedures to be followed where a designation 

is made at the request of another jurisdiction and therefore it is possible to make a prompt 

determination of whether the relevant criteria are met. Notwithstanding that, the Guernsey 

authorities have not yet received, either directly or through the official UK channels, a foreign 

request of that kind. 

Extension of c.III.3 to funds or assets controlled by designated persons (c.III.4) 

327. The scope of the asset freezing regime under the various enactments is defined in broadly 

similar terms. In the Regulation (EC) No 881/2002 (Art. 2[1]) as implemented by the AlïQaida 

Ordinances, it applies to funds (financial assets and benefits of every kind) and economic 

resources ñbelonging to, owned or held by designated partiesò which is mirrored by Regulation 

(EU) 753/2011 (Art. 3[1]) as implemented by the Afghanistan Ordinances, with an additional 

reference to assets controlled by designated parties (which is missing from the former). The 

asset freeze in the Terrorist Asset Freezing Law likewise applies to funds or economic resources 

owned, held or controlled by a designated person (Section 9[1]). 

328. This wording remained silent on the issue of jointly owned or controlled assets. It was 

however explained by the Guernsey authorities that the legislation is interpreted in a 

conservative manner and in the absence of any wording to exclude jointly owned or controlled 

assets the authorities regard them as implicitly included in the sanctions regime. Whereas this 

issue has not yet arisen in the context of UNSCRs 1267 or 1373, the assessors made reference, 

both in this round of evaluation and the previous one to jurisprudence developed in respect of 

similarly-worded EU Regulations implementing other targeted financial sanctions regimes (e.g. 

in the case of Iran and Libya) the scope of which was clearly interpreted to include jointly 

owned or controlled assets. In those cases, the Policy Council made it clear to concerned parties 

that dealings with jointly owned or controlled assets is not permitted. (This approach is 

underlined by information on the States of Guernsey website
77

  which states that asset freezes 

apply to jointly owned or controlled assets.) The Guernsey authorities also made convincing 

reference to the approach taken in different but similar contexts by the courts, which have 

frequently granted restraint orders pursuant to the POCL and the DTL against property jointly 
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owned by a defendant and a third party regardless that these Laws are also silent on the issue of 

jointly owned or controlled property.  

329. The definition of ñfundsò in Articles 1 of each of the relevant EU Regulations implemented by 
the AlïQaida and the Afghanistan Ordinances as well as in Section 30 of the Terrorist Asset 

Freezing Law equally includes ñinterest, dividends or other income on or value accruing from or 

generated by assetsò. The guidance provided on the States of Guernsey website also confirms 

that asset freezes include a freeze on interest and other derived assets. 

Communication to the financial sector (c.III.5) 

330. At the time of the previous assessment, when specific notices were to be issued to those who 

held funds related to designated entities, the communication to the financial sector was limited 

to ensuring that the Attorney General provided the holding institution or person the notice 

immediately upon its issuance. The current regime is, however, based on the concept of general 

notices to all institutions or persons to freeze any funds related to designated entities and 

therefore notification of any changes to designations or other changes in respect of all sanctions 

measures applicable in the Bailiwick, including those under UNSCRs 1267 and 1373 is 

immediately provided by the FIS directly to all ML reporting officers, at the request of the 

Policy Council, by use of the online interface THEMIS and also by posting the notification on 

the GFSC website. This practice was demonstrated to the assessment team through a number of 

examples.  

331. If the Policy Council made any designations under the Terrorist Asset Freezing Law, it would 

also be communicated in the same way. Generally, when new measures are introduced they are 

posted on the States of Guernsey and GFSC websites and the Policy Council also issues a media 

release.  

332. In addition, the aforementioned websites of the States of Guernsey and of the GFSC provide 

links to the current lists under UNSCR 1267 and its successor resolutions, as well as to the 

consolidated list of asset freeze targets maintained by the United Kingdom HM Treasury which 

is kept up to date and which includes all persons designated under UNSCR 1267 or under the 

legislation implementing UNSCR 1373. The Guernsey authorities added that they had also 

publicised and encouraged financial and other businesses (e.g. in the GFSC Handbooks) to 

subscribe to a free financial sanctions update service offered by HM Treasury, which sends out 

prompt information about changes to listings and other relevant information in respect of all 

economic sanctions.  

Guidance to financial institutions and other persons or entities (c. III.6) 

333. General guidance on the effect of targeted financial sanctions and the obligations they give 

rise to is available on the States of Guernsey website and in the aforementioned GFSC 

Handbooks. Detailed high level information can also be found under the Sanctions section of 

the GFSC website (http://www.gfsc.gg/FCA/Pages/Sanctions.aspx) as was already the case at 

the time of the previous assessment. As it was stated by the Guernsey authorities that the 

Attorney General has also issued general guidance on the sanctions to the Guernsey Bar which 

includes information on asset freezes. Apart from that, the obligation to screen for the names of 

designated parties, to freeze assets and to refrain from making funds or economic resources 

available to designated persons is reiterated in every sanctions notice sent out to the Money 

Laundering Reporting Officers (MLRO) via THEMIS. 

334. In addition, the evaluators learnt that the availability/provision of materials mentioned above 

is supplemented by information on asset freezes provided in presentations given to industry by 

members of the Sanctions Committee.  

De-listing requests and unfreezing funds of de-listed persons (c.III.7) 

335. In respect of designations made by other designating authorities (meaning the UN Security 

Council, the European Union, the UK or other third countries) these designations cannot be 

http://www.gfsc.gg/FCA/Pages/Sanctions.aspx
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amended or revoked by the Policy Council but contact points are provided on the States of 

Guernsey website for anyone who wishes directly to challenge or seek a review of a designation 

by the UN Sanctions committee, the EU or HM Treasury. Those who wish governmental 

assistance to do so are invited, on the same website, to contact the Policy Council which would 

in such cases consult the UKôs Foreign and Commonwealth Office and rely on UK procedures 

(in line with the long-standing constitutional convention that the UK government acts for the 

Bailiwick in international affairs).  

336. There have so far been no requests to the Policy Council for de-listing. There is nonetheless a 

practical procedure in place which has not much changed since the previous round of 

evaluation. It is not necessary for the person concerned to go through any legal process or to 

provide information in any particular form as it is sufficient to contact the Policy Council and to 

provide such information as the person considers relevant to the de-listing request, together with 

such other information as the Policy Council may request. Requests are thus likely to be dealt 

with swiftly and once the matter is referred to the British government, the United Kingdomôs 

own procedures for de-listing will be relied upon.  

337. As regards domestic designations that might be made by the Policy Council under the 

Terrorist Asset Freezing Law, these may be varied or revoked at any time by the Policy Council 

(Section 7). The States of Guernsey website (http://www.gov.gg/sanctions) advises that anyone 

wishing to apply for a designation to be revoked or varied should contact the Policy Council and 

will be informed in writing on the decision made. Since the Policy Council has not yet made 

any designations it neither has received any applications for variation or de-listing, but 

procedures are there in place should the need arise. As with the procedures for making 

designations, the variation or revocation procedures involve consulting the UK and domestic 

authorities save in urgent or otherwise exceptional cases. The Guernsey authorities expressed 

that these procedures are likely to lead to timely considerations of applications as there are 

neither procedural nor formal obstacles (that is, no judicial or other formal process is necessary, 

and there is no requirement for information supporting an application for variation or revocation 

to be in a particular form).  

338. The assets of any de-listed person are to be unfrozen with immediate effect once the de-listing 

has taken place, without the need for any further action. Information on sanctions that is sent out 

through THEMIS includes updates about de-listings as well. 

Unfreezing procedures of funds of persons inadvertently affected by freezing mechanisms (c.III.8) 

339. Similarly to the case of handling de-listing requests, the Policy Council has procedures in 

place to unfreeze funds related to persons or entities inappropriately or inadvertently affected by 

the freezing mechanism. The procedure is published on the States of Guernsey website (see 

above).  

340. Upon receipt of the necessary verification that an affected person or entity is not a designated 

person, the Policy Council would inform any financial institution or other organisation within 

the jurisdiction that had frozen the relevant assets of that fact, and would confirm that the assets 

should be unfrozen with immediate effect (as discussed above under EC III.7). 

Access to frozen funds for expenses and other purposes (c.III.9/ Additional element III.15) 

341. The Policy Council may issue a licence authorising access to funds as required by UNSCR 

1452 by virtue of the respective provisions of the EU Regulations implemented and modified by 

the AlïQaida Ordinances and the Afghanistan Ordinances. In this context, reference can be 

made to Article 2a (1) of Regulation (EC) 881/2002 and Article 5 of Regulation (EU) 753/2011 

according to which the freezing mechanism shall not apply to funds or economic resources 

where the competent authority (here: the Policy Council) has determined, upon a request made 

by an interested natural or legal person, that these funds or resources are 

http://www.gov.gg/sanctions
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¶ necessary to cover basic expenses, including payments for foodstuffs, rent or mortgage, 

medicines and medical treatment, taxes, insurance premiums, and public utility charges 

¶ intended exclusively for payment of reasonable professional fees and reimbursement of 

incurred expenses associated with the provision of legal services; 

¶ or intended exclusively for payment of fees or service charges for the routine holding or 

maintenance of frozen funds or economic resources. 

342. The Policy Council is also empowered to authorise access to assets frozen pursuant to the 

Terrorist Asset Freezing Law. Section 15 provides that the prohibitions that stem from the 

freezing mechanism do not apply to anything done under the authority of a licence granted by 

the Policy Council in respect of a designated person. Such a licence granted under this section 

may be general or granted to a category of persons or to a particular person, must specify the 

acts authorised by it and may at any time be varied or revoked.  

343. A specific guidance document on licence applications under these and other sanctions regimes 

is available on the States of Guernsey website 

(www.gov.gg/CHttpHandler.ashx?id=90496&p=0). This guidance indicates that licences are 

generally at the discretion of the Policy Council the power of which to issue a licence under the 

Terrorist Asset Freezing Law is unlimited (as opposed to cases where an Ordinance gives effect 

to an EU Regulation, and the Policy Council is unable to issue a licence beyond the prescribed 

licensing grounds in the Regulations). Nonetheless, the guidance declares that the Policy 

Council will only provide access to the frozen funds, including those frozen pursuant to UNSCR 

1373 if it is necessary for one or other of certain specified reasons listed in the document, which 

are practically identical to the licensing grounds in the EU Regulations (and in UNSCR 1452) as 

outlined above. 

Review of freezing decisions (c.III.10) 

344. Similarly to the time of the previous assessment, the law in the Bailiwick has procedures in 

place for persons whose assets have been frozen as a sanction pursuant to a UNSCR to 

challenge the measure, by bringing an action for breach of contract or negligence as appropriate 

against the party responsible in the Bailiwick courts.  

345. Decisions of the Policy Council (i) to make or vary an interim or final designation of a person 

(ii) to renew a final designation of a person, or (iii) not to vary or revoke an interim or final 

designation of a person under the Terrorist Asset Freezing Law are subject to court review by 

virtue of Section 24. Any person aggrieved by such a decision has a right of appeal to the Royal 

Court of Guernsey on specific grounds listed in Section 24(1) including cases if the decision 

was ñultra viresò or otherwise erroneous, unreasonable, made in bad faith or in lack of 

proportionality, etc. The same Section provides for a detailed set of procedural rules. As a result 

of the appeal, the Court may either set the decision of the Policy Council aside (with an option 

to remit the matter to the Policy Council with such directions as the Court thinks fit) or confirm 

the decision, in whole or in part (Section [5]).  

346. A right of appeal to the Royal Court is provided against a decision not to grant access to 

frozen funds under Sections 3 of both the AlïQaida and the Afghanistan Ordinances practically 

in line with the aforementioned Section 24 of the Terrorist Asset Freezing Law.  

347. In addition, there is an ñexternalò right of appeal (i.e. beyond the jurisdiction of the Bailiwick) 
against designations made by the EU or the UK respectively. Whoever wishes to challenge an 

asset freeze based on a designation made by the EU can do so at the European Court of Justice 

which, as it was pointed out by the Guernsey authorities, applies even if the EU designation was 

made to give effect to a UN designation as it was recently demonstrated by the Kadi case. A 

person wishing to challenge an asset freeze based on a designation made by the HM Treasury 

under the Terrorist Asset Freezing etc. Act, 2010 has a right of appeal under Section 26 of that 

Act (which provides similarly to Section 24 of the Terrorist Asset Freezing Law as referred to 

above). 

http://www.gov.gg/CHttpHandler.ashx?id=90496&p=0
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Freezing, seizing and confiscation in other circumstances (applying c.3.1-3.4 and 3.6 in R.3, 

c.III.11) 

348. As it was discussed already in the IMF report the Bailiwick law provides for the freezing, 

seizure and confiscation of terrorist-related funds also in the general context of criminal law. As 

mentioned under R.1 and SR.II above, the FT and any other related offences in the TL, the 

Terrorist Asset Freezing Law as well as the AlïQaida and the Afghanistan Ordinances are 

indictable offences and therefore predicates for the purposes of freezing, seizure and 

confiscation under both the POCL (as regards proceeds) and the Police Property and Forfeiture 

Law (as regards instrumentalities). Terrorist related funds are also specifically covered by 

powers of freezing, seizure and forfeiture under the Terrorism Law and also constitute unlawful 

conduct for the purposes of the Civil Forfeiture Law. That is, the provisions that apply generally 

to (indictable) criminal offences in the Bailiwick apply equally to all terrorism-related criminal 

offences as outlined above. 

Protection of rights of third parties (c.III.12) 

349. As noted above, the rights of appeal under the Terrorist Asset Freezing Law as well as the Alï

Qaida and the Afghanistan Ordinances may be invoked by any ñaggrieved partyò and not just by 

a designated person. Third parties may thus have full access to court review if they believe their 

rights have been infringed. 

350. In a broader context, if the freezing of terrorist property is not related to a UNSCR but takes 

place in the course of an investigation of any terrorism-related offences under the provisions of 

the TL and its Schedules (in which case EC III.12 is to be examined as it applies to EC 

III.11and thus to R.3) the rights of bona fide third parties are protected by the following 

provisions: 

¶ any person affected by a restraint order may apply for the order to be discharged (Schedule 2 

paragraph 4[4]) and any person who claims that cash belonging to him has been detained under 

Section 19 may apply to the court for all or part of it to be released to him (Schedule 3 

paragraph 9) 

¶ compensation may also be awarded to any person (including bona fide third persons) who 

had an interest in the property affected by a restraint/forfeiture order in case the defendant has 

been acquitted (Schedule 2 paragraph 7) to owners of seized cash if no forfeiture order was 

made (Schedule 3 paragraph 10) also to those who has suffered loss in connection with the 

freezing order or its ancillary provisions (Schedule 4 paragraph 9). 

Enforcing obligations under SR.III (c.III.13) 

Monitoring compliance  

351. Measures to monitor compliance with the legislation, rules and regulations relevant to the UN 

sanctions regime has been improved since the previous round of assessment. The GFSC 

continues to oversee compliance with the legal framework in the exercise of its supervisory 

responsibilities but the scope and objectives of this exercise have been changed along with the 

changes to the underlying implementing legislation.  

352. As described by representatives of the GFSC in detail, their on-site visit methodology includes 

issuing a pre-visit questionnaire with questions about the policies, procedures and controls 

which the business has in place to mitigate the risk of taking-on of a customer who is or is 

controlled by a designated person as well as to ensure the timely identification of those 

established business relationships in which such parties or individuals are subsequently 

designated. There are also questions about the systems employed during due diligence reviews 

of new clients. Steps are taken by the teams during the on-site visit to test the controls which the 

business has identified in the questionnaire. This includes making enquiries with respect to the 

use of automated systems, the frequency of possible match identifications or ñhitsò, how those 

are managed and the approach taken to assess those possible matches.  
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353. The supervision teams also require that a test be undertaken of automated systems and manual 

controls when they are on-site in order to verify that they are fit for purpose. They look for 

confirmation that the business has reviewed notices disseminated from the GFSC and other 

authorities and that their controls are effective in the identification of listed parties. Businesses 

are provided with a selection of names of individuals who have been identified as designated 

persons on a sanctions list as at the time of the visit. They are then required to put the names in 

to their system and to provide the on-site team with a report of the outcome. This allows the 

teams to verify that both the calibration and scope of sources monitored by the automated 

system are appropriate and effective.  

354. In addition, oversight of compliance is supported by a reporting obligation in the Terrorist 

Asset Freezing Law as well as the AlïQaida and the Afghanistan Ordinances. This requires 

financial services businesses to inform the Policy Council as soon as practicable if they know or 

have reasonable cause to suspect, that a person is a designated person or has breached any of the 

prohibitions in the legislation, together with the information or other matter on which the 

knowledge or reasonable cause for suspicion is based. There is also an obligation to state the 

nature and amount or quantity of any funds or economic resources held by them for the 

customer at the time when they first had the necessary knowledge or suspicion. 

Sanctions 

355. Failure to comply with the requirements of the AlïQaida and the Afghanistan Ordinances (and 

eventually with that of the respective EU Regulations) is a criminal offence under Sections 1(2) 

of each of the Ordinances. The offence can be committed by anyone who infringes, or causes or 

permits any infringement of, any prohibition in, or requirement of, the respective EU 

Regulation. Similarly, Sections 9 to 13 of the Terrorist Asset Freezing Law provide for a range 

of criminal offences of the same kind, criminalising the contravention of prohibitions related to:  

¶ dealing with funds owned etc. by a designated entity (Section 9) 

¶ making funds or financial services available to or for benefit of designated persons (Section 

10-11) 

¶ making economic resources available to or for benefit of designated persons (Section 12-

13).  

356. All these offences carry prison sentences and fines which vary according to the severity of the 

offence. In addition, failure to comply with a freezing order issued under Section 20 TL is also a 

criminal offence, punishable with a maximum of 2 years imprisonment and an unlimited fine 

(paragraph 7[2] of Schedule 4 to TL). Furthermore, the Guernsey authorities confirmed that 

failure to comply with freezing orders could also be prosecuted, depending on the characteristics 

of the case, as a FT offence or an ancillary offence and so attract the penalties for those 

offences. 

357. Apart from criminal sanctions, the regulatory powers of the supervisory authorities (GFSC and 

AGCC) may also be used to impose sanctions for failing to comply with these measures. 

Similarly to the time of the previous assessment, the range of these sanctions includes the 

refusal to grant a licence, the revocation or suspension of a licence, and the imposition of 

financial penalties. 

Additional element ï Implementation of measures in Best Practices Paper for SR.III (c.III.14)  

358. The legislative framework and procedures in place in Guernsey, as outlined above, reflect a 

number of practices set out in the Best Practices Paper. This feature was already recognised in 

the previous assessment report where the evaluation team gave a detailed account of all 

characteristics of the system then in place which met one or more of the Best Practices.  

359. These features of the system have since remained largely the same. The Guernsey authorities 

made reference to a number of characteristics reflecting Best Practices such as the existence of 
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designated accountable and competent authorities with responsibility for the freezing of funds, 

and an effective framework for communication and cooperation among the various 

governmental departments and agencies (as in Best Practice 5) that the authorities regularly 

enter into mutual exchange of information about frozen funds with other jurisdictions (Best 

Practice 6) that information about designated persons is swiftly and effectively communicated 

to the private sector via THEMIS and that information on the obligations of financial 

institutions in freezing terrorist-related funds is readily available on the States of Guernsey and 

the GFSC website (Best Practice 7). The reporting regime and regulatory framework ensures 

compliance, controls and reporting in the private sector by use of measures referred to under 

Best Practice 8. Finally, the Bailiwick has designated law enforcement, intelligence and security 

authorities closely cooperating and coordinating among themselves and with the private sector 

(Best Practice 9). 

Implementation of procedures to access frozen funds (c.III.15) 

360. See under c.III.9 above. 

Effectiveness and efficiency 

361. To date, no terrorist assets have been frozen in the Bailiwick in respect of any persons under 

the legislation implementing UNSCR 1267 and UNSCR 1373. The lack of cases, however, 

appears to be consistent with the opinion of the local authorities that the risk of TF has always 

been and remained remarkably low in the Bailiwick which can also be demonstrated by the 

absence of any MLA requests and the low numbers of STRs in relation to terrorist financing in 

the last four years (none of the few TF STRs has resulted in a case being opened or a 

notification being sent to law enforcement agencies).  

362. Notwithstanding the lack of practice, the effective implementation of the legal framework can 

be assessed by reference to its application in other circumstances. With regard to the legislation 

implementing UNSCRs 1267 and 1373, the measures outlined above can be shown to have been 

successful in their application to other targeted financial sanctions regimes, for example in the 

case of Iran and Libya (both covered by similarly-worded EU Regulations). Therefore it is 

likely that if assets targeted under UNSCRs 1267 and 1373 were located within the Bailiwick, 

the measures that are in place to address this would be applicable with the same effectiveness, 

also making use of practical experience gained from the implementation of similar sanctioning 

regimes.  

363. Apart from the development in legislation, a number of measures have been taken to facilitate 

the effective implementation of the new legal framework including the establishment of a 

dedicated Sanctions Committee in 2010 to coordinate and ensure effective compliance with the 

UNSCRs and other sanctions measures. The committee is made up of representatives from the 

Policy Council, the Attorney Generalôs Chambers, the GFSC and the GBA, who discuss 

implementation of sanctions measures at a legislative, strategic and operational level. This has 

resulted in measures both to improve the systems in place for giving effect to and enforcing 

international sanctions within the jurisdiction, and to improve access to information from 

external sources that may assist domestic implementation. These measures apply to the 

implementation of UNSCRs 1267 and 1373 in the same way as to all other international 

sanctions.  

364. Within the jurisdiction, the process for introducing amendments to legislation has been 

reviewed and streamlined so that any changes can be implemented faster, while the process for 

providing guidance on the implementation of sanctions and the communication of changes in 

the legislation or the listings has also been improved (reference can be made to THEMIS that is 

used to send information directly to MLROs or to the dedicated sanctions section on the States 

of Guernsey website to provide comprehensive information on the different regimes in place). 

Adequate guidance and monitoring mechanisms are likewise provided for. Compliance is 

overseen by the supervisory authorities (GFSC and AGCC) including the on-site assessment of 
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the policies, procedures and controls that businesses have in place to meet the requirements of 

targeted financial sanctions. 

365. The assessment team was advised that the active steps the Sanctions Committee have taken to 

promote an increased understanding of the sanctions framework have had a marked effect. That 

is, the number of sanctions-related queries from businesses which the authorities receive has 

increased since the creation of the Sanctions Committee and, as it was added by representatives 

of the GFSC, their on-site inspections show that businesses have heightened levels of 

awareness, better procedures and a greater emphasis on providing training for staff in relation to 

sanctions. Indeed, the evaluators also experienced, in their meetings held during the on-site 

visit, a high degree of awareness of the issue among the various entities subject to the 

AML/CFT regime which has clearly increased the likelihood of businesses detecting the 

involvement of parties designated in respect of UNSCRs 1267 and 1373.  

366. The authorities of the Bailiwick have established contacts to obtain information from external 

sources to facilitate implementation of targeted financial sanctions. Reference was made, first of 

all, to the effective working relationship the Policy Council has developed with HM Treasury, 

the UKôs competent authority for asset freezing measures. As a result, the Policy Council is 

given indirect access to intelligence-based material and other sources of information for the 

purposes of verifying information provided in support of applications for licences and 

authorisations which would not otherwise be available to it. The Sanctions Committee has also 

liaised with the UKôs Foreign and Commonwealth Office in order to facilitate effective 

implementation in cases where cooperation between the two jurisdictions is required, for 

example in the context of de-listing requests.  

367. Links have also been established, in cooperation with the United Kingdom, with the European 

Commission, with the aim of raising awareness within the EU of the implementation of EU 

Regulations by the Bailiwick to promote information-sharing with other competent authorities 

as appropriate. In addition, practical contacts have also been made with authorities outside the 

EU such as the USAôs Office of Foreign Asset Control (OFAC) as a result of which the States 

of Guernsey sanctions website now provides information, for awareness raising purposes, on 

OFAC regulations (which however have not been given a direct effect in the Bailiwick). 

368. As noted above, appropriate communication of lists and any relevant changes is provided for 

under the current legislation and practices and the assessment team appreciates the 

comprehensiveness of the current regime by which designations are communicated to the 

industry. Notwithstanding that, the evaluators can see some room for improvement regarding, 

first, the apparent legal uncertainty concerning measures to be taken within the time gap 

between the designation of a person or entity by the UN and the making of the respective EU 

designation and, secondly, in terms of timeliness.  

369. As far as designations made by the UN Security Councilôs Al-Qaida and Taliban Committees 

are concerned, the Guernsey authorities (the Policy Council) receive direct notice of any 

changes via information feeds from the UN website. The respective updates to the EU lists are 

communicated to the Bailiwick via the Channel Islands Brussels Office (CIBO) (which provides 

advance notice) and the UK British and Commonwealth Office. The CIBO was established as a 

joint Guernsey and Jersey initiative in April 2011 to promote the interests of the Channel 

Islands in Europe, to represent their Governments and public authorities to the EU institutions 

and to advise them on EU policy issues. CIBO provides the Guernsey authorities with advance 

notice of forthcoming Decisions and Regulations, including Implementing Regulations dealing 

with changes to designations (both autonomous EU designations and designations that 

implement UN designations).  

370. The current regime of administrative freezing would only cover assets that belong to persons 

or entities that have already been designated by an EU Implementing Regulation but cannot be 

applied before such a designation is made. This leads to an unavoidable delay usually of 
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approximately 7 to 10 days. Because of this, as soon as the Guernsey authorities are notified of 

any update to the original UN lists, an immediate online notice would be issued to all MLROs 

alerting them to the UNôs changes, advising them that corresponding changes to the EU 

designations are expected imminently and warning them that if they release any relevant funds 

in the meantime that will be regarded by the authorities as the commission of a TF offence. 

(Examples of this form of notice were provided to the evaluators.)  

371. That is, for the time period between the UN and the EU designation, an administrative 

freezing order made by the Policy Council under section 20 of the Terrorism Law or the rules of 

criminal procedural law could only be used to freeze or seize the assets of the designated person 

or entity. An administrative freezing order could be made in the event that the designated person 

(who must be a resident of a country or territory outside of the Bailiwick) had threatened or was 

likely to threaten the economy of the Bailiwick, the life or property of UK nationals or the life 

or property of residents of the Bailiwick. This power could therefore be used if, for example, the 

designated person or entity in question was connected to kidnapping or hostage taking or other 

forms of terrorist activity such as cyber-attacks in a way that meet these criteria. The rules of 

criminal procedure cannot be applied without initiating a formal criminal investigation, either 

into the relevant assets themselves on an in rem basis under the Civil Forfeiture Law or the 

Terrorism Law, or into the commission of a criminal offence subject to the jurisdiction of the 

Bailiwick. Certainly, if an FSB or any other obliged entity releases funds which they know 

belongs to a designated person or entity, this act can be considered as a potential TF offence and 

the funds can be frozen on this basis. It is a question, however, whether the same legal basis 

could apply, in the same time period, to freeze or seize deposited funds without any attempt to 

release them (considering that the mere appearance of a name on any terrorist list does not 

necessarily constitute a domestic criminal offence.) Moreover once a criminal procedure is 

initiated, the freezing action would then depend on the outcome of the proceedings (which is not 

the case with the administrative freezing) and the evaluators cannot see how a criminal seizure 

or freezing could be converted to an administrative one once the EU designation has also been 

made. Nonetheless, there is no jurisprudence in this field: there have been no such procedures 

initiated so the applicability of criminal procedure for such cases is yet to be tested before the 

Court. 

372. During the on-site visit, the assessment team was advised of a number of instances where 

representatives of the financial industry which were branches of companies overseas had been 

notified of the latest updates to these lists through their respective communication channels 

within the group of companies before receiving any official notification from the Policy Council 

via THEMIS or otherwise. In such cases, the delay was not reported to be significant but in 

urgent cases even hours count and the Bailiwick regime does not seem to be fully adapted to 

immediate actions. The Bailiwick authorities advise that they aim to issue the online notices to 

the MLROs without any delay after they have been notified of any update to the UN or EU lists 

(from the UN website or via the CIBO, respectively). Nevertheless, the evaluators found more 

than one instances where it appears to have taken one or more working days for the authorities 

to issue the online notice. For example, UNSCR 1267 was updated on 23
rd
 September 2014 

which was communicated in an online sanctions notice to all MLROs on 24 September (1 day 

later). Again, the respective amendment to the EU list (by virtue of Reg. 1058/2014) was 

published on the EurLex website on 08
th
 October and only notified to MLROs by online 

sanctions notice on 10
th
 October (2 working days later).     

2.4.2 Recommendations and comments 

Special Recommendation III 

373. The size and structure of the financial sector in the Bailiwick might unavoidably attract funds 

of various sources including those that belong to designated persons or entities and thus there is 

a potential vulnerability to the terrorist financing threat despite the lack of concrete cases.  
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374. The immediateness of the freezing actions is therefore a key factor and the Guernsey 

authorities should strengthen their efforts to minimize delays in communicating UN and/or EU 

designations to the financial sector and other obliged entities so as to ensure the immediateness 

of the freezing actions. 

375. While the evaluators appreciate that the Guernsey authorities seek for solutions to reach 

terrorist-related funds even before the designation is made by the EU (i.e. in the interim period 

between the UN and the EU designation) they harbour concerns whether the rules of criminal 

procedure could be a sound legal basis for this purpose particularly as the conversion from 

criminal to administrative freezing is concerned. Uncertainty should ideally be eliminated by 

adopting legislation either to extend the scope of administrative freezing to assets belonging to 

persons or entities that had already been designated by the UN Security Council but their 

respective EU designation has not yet taken place (e.g. by means of an interim domestic 

designation) or to expressly provide for the applicability of criminal provisional measures for 

the same time period. 

2.4.3 Compliance with Special Recommendation III  

 Rating Summary of factors underlying rating 

SR.III  LC  ¶ Concerns about the practical applicability of criminal procedural rules to 

seize/freeze assets in the interim period between an UN and a EU 

designation; 

¶ Further efforts are required to ensure the immediate communication of 

UN/EU designations to the obliged entities and thus the effectiveness of 

the freezing actions. 

Authorities 

2.5 The Financial Intelligence Unit and its functions (R.26) 

2.5.1 Description and analysis 

Recommendation 26 (rated LC in the IMF report) 

Summary of 2011 factors underlying the rating  

376. In the 2011 Detailed Assessment Report R.26 was rated ñLargely Compliantò. The 

deficiencies were stated as limited effectiveness of the overall reporting system in terms of 

domestic law enforcement results in respect of money laundering, and lack of effectiveness due 

to a limited direct access to financial information. 

Legal framework 

¶ Disclosure Law (DL), 2007; 

¶ Terrorism and Crime Law (TL); 

¶ FIS Handbook; 

¶ Disclosure (Bailiwick of Guernsey) Regulations, 2007; 

¶ Terrorism and Crime (Bailiwick of Guernsey) Regulations, 2007; 

¶ FSB Handbook; 

¶ PB Handbook; 

377. The functions of the Financial Intelligence Unit are entrusted in the Bailiwick of Guernsey to 

the Financial Intelligence Service (FIS) which is a division within the Financial Investigation 
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Unit of the Guernsey Border Agency (GBA). For the sake of clarity in the analysis of this 

Recommendation, the acronym ñFIUò is used as defined by the FATF Methodology and the 

Guernsey Border Agency Financial Investigation Unit (which is a law enforcement agency in 

Guernsey but not the FIU as understood in the FATF Recommendations) is abbreviated as GBA 

FI Unit.  

378. Although reports of suspicion are referred to as STRs for the purposes of consistency with the 

language of the FATF Recommendations, the practice of the FIS is to refer to SARs, i.e. 

Suspicious Activity Reports, to ensure that reports are made in situations where no actual 

transaction is involved. References to STRs in this document should therefore be read with this 

in mind. 

379. The major legal change since the IMF evaluation relating to the FIS activities has been the 

introduction to the DL (since 28
th
 of May 2014) and the TL (since 30

th
 of July 2014) of 

amendments introducing the notion of ñany other personò into the power of authorities to 

prescribe the form and manner of provision of additional information. The necessary 

amendments authorizing the FIS to request additional information from third parties if there was 

an initial disclosure, were introduced into the Disclosure Regulations and Terrorism and Crime 

Regulations (Terrorism Regulations) and came into force on 7
th
 of August 2014.  

380. Since the last evaluation the FIS has introduced a computer facility known as THEMIS. As a 

result the manner in which an STR must be submitted to the FIS has been changed, and the 

Regulations now require reports using the prescribed form to be submitted through an online 

reporting facility (i.e. via THEMIS) unless consent to submit the form by alternative means has 

been given by an authorised officer. In practice virtually all STRs are now submitted via 

THEMIS. 

Establishment of an FIU as national centre (c.26.1) 

381.   The Guernsey FIU is the Financial Intelligence Service (FIS). The FIS was established in 2001 

as a joint service, headed by Police and Customs officers on a rotational basis. After several 

changes to the structure of law enforcement and names of units, the FIS sits now within the 

Financial Investigation Unit in the Guernsey Border Agency (GBA FI Unit) and is formed by 

police and customs officers.   

382. The FIS competences for receiving ML related STRs from the obliged entities are set out in 

Sections 1 (financial services business) and 3 (non-financial services business) of the Disclosure 

Law (DL), which provides the obligation to report to a ñnominated officerò or to a ñprescribed 

police officerò. The definition of a ñprescribed police officerò is stipulated in Section 17 of DL 

as a member of the Financial Intelligence Service.  

383. The role of the FIS is mentioned in the DL in Section 17 which introduced a definition as 

follows: ññFinancial Intelligence Serviceò means the division of the Financial Investigation 

Unit, comprising those police officers and other persons assigned to the division for the purpose 

of the receipt, analysis and dissemination within the Bailiwick, and elsewhere, of disclosures 

under Part 1, which are more commonly known or referred to as suspicious transaction reports 

or suspicious activity reportsò. The composition of the FIS organisational structure is not 

provided in any document but is left to the discretion of GBA. 

384. An identical definition is included in the TL in Section 79. Similar obligations are set for TF 

related STRs in the TL under Sections 15 (financial services business), 12 (non-financial 

services business) and Section 79 (the definitions of a ñòFinancial Intelligence Serviceò and 

ñprescribed police officerò). 

385.   The FIS itself was not established by law or regulation but its status is explicitly recognised 

and enshrined in legislation. It is mentioned in the DL and the TL as a division of the FI Unit 

and in the Disclosure Regulations and the Terrorism Law Regulations. All of these pieces of 
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legislation make it clear that STRs should be made to the FIS and that the FIS is responsible for 

receiving, analysing and disseminating STRs.   

386. Thus the FIS is the competent authority for receiving reports of suspicion, analysing these 

reports and disseminating the results of that analysis. The analysis is carried out at both an 

operational and a strategic level. The FIS also receives information from other sources that are 

relevant to money laundering, associated predicate offences and terrorist financing. In addition, 

it responds to requests for assistance from other domestic and international authorities. 

387. The primary objective of the FIS is to receive, develop and disseminate financial intelligence 

in association with other agencies, in order to combat crime and terrorist financing, both locally 

and internationally. 

388. The FIS is headed by a Senior Investigation Office and is subject to the ultimate oversight of 

the Head of Law Enforcement in Guernsey
78

 through reporting lines, as its head reports to the 

Head of the GBA FI Unit, who then reports to the Deputy Chief Officer of the GBA, who in 

turn reports to the Head of Law Enforcement.   

389. The FIS receives STRs from a wide range of businesses both within and outside the financial 

services sector. The FIS also receives reports from the Bailiwickôs two regulatory bodies. The 

GFSC makes reports relating to suspicions which have been identified during on-site visits or 

from information provided by the financial services businesses and prescribed businesses. The 

AGCC makes its own reports in relation to its licensees.    

390. Other than in exceptional cases where the consent of an authorised officer is required, the 

STRs have to be submitted to the FIS via the THEMIS portal. They are automatically 

acknowledged by THEMIS on receipt and given a generic reference number.  

Guidance to financial institutions and other reporting parties on reporting STRs (c.26.2) 

391. The Disclosure Regulations and the Terrorism Regulations prescribe the manner in which 

STRs must be made. Regulation 1(1) requires reports to be made using the online reporting 

facility. This involves the completion and submission of a prescribed form via THEMIS. The 

prescribed form requires the completion of a number of boxes covering a wide range of details, 

and it provides further information about relevant supporting documentation.  

392. The THEMIS can be accessed both from the FIS and from the GBA FI Unit webpages. The 

login is made based on credentials (name and password) given by the FIS to the reporting 

entities. After receiving each SAR an acknowledgement message is automatically sent to the 

originator. 

393. Detailed guidelines on how the electronic form should be submitted are available on-line: 

description of the reporting process, Frequently Asked Questions, ódistance learning packageô 

on THEMIS and best practice information for submitting STRs. 

394. THEMIS also has the facility to provide financial institutions and other reporting entities with 

specific notices which are sent via a generic email address to individual users. These notices are 

a mechanism through which the GBA FI Unit provides information to all THEMIS users or to 

specific ótargetedô distribution groups, dependent on the information or guidance that is being 

issued. Notices sent via THEMIS relevant to STRs include updates on changes to the legislative 

framework and news of forthcoming presentations or seminars.   

395. The FIS issued specific guidance on reporting attempted and proposed activity or transactions 

that has been placed on the FIS website. The GFSC has also issued information and guidance on 

reporting suspicion at Chapter 10 of the FSB Handbook and at chapter 8 of the PB Handbook. 

The guidance outlines the statutory provisions concerning the reporting and disclosing of 

                                                      
78 Head of the Law Enforcement post provides operational oversight of both the Police and the Guernsey Border Agency.  
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suspicion to the FIS relating to a transaction or activity including an attempted or proposed 

transaction or activity.  

Access to information on timely basis by the FIU (c.26.3) 

396. Although there is no specific legal provision regulating the FISôs direct or indirect access, on a 
timely basis to the financial, administrative and law enforcement information, the FIS is entitled 

to use the provisions of Section 6 of the DL to have access to such information from the public 

authorities, which stipulates that an ñauthorised personò
79

 may disclose to a police officer any 

information held by a government department if the disclosure is made for the purpose of: 

¶ any criminal investigation which is being or may be carried out, whether in the Bailiwick or 

elsewhere, 

¶ any criminal proceedings which have been or may be initiated, whether in the Bailiwick or 

elsewhere,  

¶ the initiation or bringing to an end of any such investigation or proceedings,  

¶ facilitating a determination of whether any such investigation or proceedings should be 

initiated or brought to an end; 

¶ any civil forfeiture investigations within the meaning of section 18 of the Forfeiture of Money, 

etc. in Civil Proceedings (Bailiwick of Guernsey) Law, 2007, 

¶ any proceedings under that Law or under corresponding legislation in force in a country 

designated under section 53 of that Law. 

397. However, the word ñmay discloseò is used. The language ñmay discloseò in the DL has been 

considered by the evaluation team. The provisions of Subsection (3) of Section 6 stipulate that 

no disclosure of information shall be made unless the ñauthorised personò is satisfied that the 

making of the disclosure is proportionate to what is thereby sought to be achieved. The language 

ñmay discloseò rather than ñmust discloseò is the common law approach to ensuring that issues 

such as confidentiality do not impede disclosure. The reason why disclosure of information by a 

government department under Section 6 of the DL is subject to the approval of an authorised 

person is to ensure that the disclosure of potentially sensitive government information is dealt 

with by a reasonably senior member of staff. It is, therefore, an operational measure codified in 

legislation. Information requested by the FIS from government departments has never been 

refused in practice. 

398. The provisions of Section 6 above do not cover any information in the possession of the 

Director of Income Tax. 

399. Disclosure of information by Director of Income Tax is regulated under Section 9 of the DL 

which lifts the obligation to confidentiality or other restriction on the disclosure of information 

imposed by statute to a police officer, in similar circumstances as in case of Section 6.  

400. In addition to the limitation described above, Section 9 contains the following restrictions: 

¶ the disclosure is subject to the Director of Income Tax approval; 

¶ the information obtained shall not be further disclosed by a police officer (or the Commission) 

except for a purpose mentioned in those subsections and with the consent of the Director of 

Income Tax; 

                                                      
79

 "authorised person" means: in Guernsey, a person employed in a department of the States of Guernsey who is authorised 

by the chief officer of the department, or in the event that the department has no chief officer, the Chief Executive of the 

States of Guernsey, to make disclosures under this Law; in Alderney, the Chief Executive of the States of Alderney, and in 

Sark, a person appointed by the Chief Pleas of Sark to make disclosures under this Law,  
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¶ nothing in this section authorises a disclosure, in contravention of any provisions of the Data 

Protection (Bailiwick of Guernsey) Law, 2001, of personal data which are not exempt from 

those provisions.  

401. These requirements are included in the Disclosure Law as safeguards against abuse, for 

example if a member of the FIS were seeking to obtain or disclose to a third party sensitive 

financial information about a person for purely personal reasons that did not relate to a 

legitimate enquiry. The form of safeguard that is set out under Guernsey's legal system does not 

impede the effectiveness of the FIS, and the Director of Income Tax has never refused a request 

from the FIS. 

402. According to the FIS Handbook, the FIS personnel have direct access to a number of law 

enforcement and open source/subscription databases in order to assist them with their 

investigations. Concretely, FIS has access to: 

¶ Guernsey Police Nominal (Linkworks); 

¶ GBA Immigration database; 

¶ THEMIS - Local GBA information; 

¶ Police National Computer (PNC) database ï criminal convictions within UK; 

¶ Income Tax enquiries (restricted only to the officers who have taken the Oath of Secrecy 

under the Income Tax Law and only to purely domestic matters but not to matters covered by 

the international exchange of information for tax purposes); 

¶ JARD (records all cash seizures, restraints and criminal and civil asset recovery cases in 

England and Wales); 

¶ Guernsey Registry (Local company information and registered charities/ NPOs) 

¶ States of Guernsey Cadastre; 

¶ Experian and Equifax; (Credit checks) 

¶ Guernsey vehicle registration and ownership details 

¶ Open sources (World Check, C6, Lexis Nexis) 

403. The FIS access to domestic financial and administrative information held by different 

authorities is further regulated through other legal gateways such as Section 21(2)(b) of the 

Financial Services Commission Law (for information held by GFSC); Paragraph 12(2)(c) of 

Schedule 1 of the Gambling (Alderney) Law (for information held by AGCC) and the MOU 

concluded between the FIS and the Income TaxOffice. Law enforcement has also signed MOUs 

with the GFSC and the AGCC that cover sharing of information. 

404. Information which the Attorney General has obtained under the Fraud Investigation Law may 

be disclosed under section 2 of that Law to any person or body for the purposes of the 

investigation of an offence or prosecution.  

405. Information held by the Registrar of Charities and NPOs may be disclosed under paragraph 

13(2) of the Schedule to the Charities and NPOs Registration Law for the purposes of the 

prevention or detection of crime or for the purposes of any criminal proceedings. Details of all 

applications of Guernsey and Sark Charities and NPOs are passed to the FIS. 

406. Information held by the Policy Council in relation to international sanctions, which includes 

UNSCR 1267 and UNSCR 1373 on terrorist financing, may be disclosed to the FIS to assist it 

in its functions under section 10A of the DL. 

407. The FIS may request ownership information on Guernsey companies, Alderney companies 

and limited liability partnerships from resident agents by way of service of a certificate from the 

Chief Officer of Police or the Chief Officer of Customs under section 490 of the Companies 
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Law, section 152H of the Companies (Alderney) Law and paragraph 7 of Schedule 2 to the 

Limited Liability Partnerships Law respectively. 

408. The FIS has access to the Joint Asset Recovery Database (JARD), which records all cash 

seizures, restraints and criminal and civil asset recovery cases in England and Wales. This tool 

identifies financial investigations and the results of any cases including those which result in an 

acquittal.  

409. The FIS also subscribes to a number of commercial databases which provide direct and 

immediate information including information on UK companies, worldwide media reports and 

credit history records for UK individuals i.e. Experian, Equifax, Lexis Nexus, Companies 

House, World Check, and C6.  

410. In addition to these resources, the FIS may obtain further information under court order which 

may be made on an urgent ex parte basis. The relevant orders are production orders (under 

section 45 of the Proceeds of Crime Law, section 63 of the Drug Trafficking Law and Schedule 

5 of the TL), customer information orders (under section 48A of the Proceeds of Crime Law, 

section 67A of the Drug Trafficking Law and Schedule 6 of the TL), and account monitoring 

orders (under section 48H of the Proceeds of Crime Law, section 67H of the Drug Trafficking 

Law and Schedule 7 of the TL). 

411. The relevant information from such databases is included into the disseminated files. 

Additional information from reporting parties (c.26.4) 

412. Under Regulation 2 of the Disclosure Regulations and the Terrorism Regulations, the FIS may 

serve a written notice on a person who has made an STR, requiring that person to provide such 

additional information relating to the STR. Ordinarily the information must be provided within 

7 days, but the FIS may extend the 7 day period and may also reduce it to a reasonable lesser 

period in urgent cases. Failure without reasonable excuse to comply with a notice in the 

specified time frame is a criminal offence. 

413. An amendment (Regulation 2A) to the Regulations came into force on 7 August 2014. Its 

effect is that if an STR has been made, the FIS can request information relating to that STR 

from a third party if it is satisfied that there are reasonable grounds to believe that the third party 

possesses such information, and also that there are reasonable grounds to believe that the 

information is necessary to the FIS for the proper discharge of its functions.  

414. According to the FIS Handbook, following a disclosure, FIS investigators will contact an 

MLRO for clarification of matters within the disclosure, and on occasion, ask for some more 

information.  

415. Where an MLRO feels unable to provide the requested information under Regulation 2 of the 

Disclosure Regulations, perhaps due to his belief that it would be a breach of his clientôs 

confidentiality, a formal requirement for the information can be considered. If it is decided to 

make such a requirement, it must be in writing to the person who made the disclosure. The 

statutory period within which the additional information must be provided is seven days, but in 

cases of urgency this can be reduced with the authority of a ñrelevant officerò, i.e. a Police 

Inspector or a GBA Senior Investigating Officer. 

416. It is to noted that the chapter of the FIS Handbook (for internal use) regulating the additional 

information requests made reference to the Guernsey AML Law from 1995 which was repealed 

in 2010, and the chapter concerning the new (widened) powers to request additional information 

was under construction. The Handbook was updated after the on-site visit.  
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417. At the time of the on-site visit the exercise of the widened powers was used in practice only 

once and thus the evaluators cannot confirm the effective application of the new provisions.
80

  

418. In addition to using the powers conferred by the Regulations, the FIS makes enquiries to 

reporting entities, often as a result of intelligence received from another jurisdiction. This will 

only be done after an assessment of proportionality has been carried out, in line with human 

rights principles. The reference to proportionality and human rights is aimed at exceptional 

situations, for example where a request from a foreign jurisdiction does not relate to prevention, 

detection or investigation of crime or the apprehension or prosecution of offenders, or where it 

purports to meet these criteria but appears in fact to be politically motivated rather than a 

legitimate enquiry. Information communicated by the FIS in the course of making an enquiry 

may result in the reporting entity in question making an STR, in line with the GFSC Handbook 

which stipulates that suspicion can arise from sources other than a transaction or activity within 

a business relationship. If so, the powers under Regulation 2 will then be engaged.  

419. However, this way of getting information depends on the suspicion of the reporting entities 

with regard to the requested information. For that they should form or have reasonable grounds 

for suspicion themselves otherwise they have the right to refuse to submit STR at the FISôs 

request. Another restriction in such case might be the second condition for making an SAR 

which says that the information or other matter must come to a person in the course of the 

business of the financial services business. But the authorities confirmed that queries made by 

the FIS to reporting entities are always made to the person concerned in his or her professional 

capacity, not on a private basis, and therefore the grounds for suspicion generated by an FIS 

query always come to that person in the course of a business (whether financial or otherwise) as 

required by the legislation. The FIS also has powers to obtain information on behalf of third 

parties under section 490 of the Company Law; this power has been used on behalf of third 

parties (and could use corresponding powers under section 152Hof the Alderney Company Law 

and schedule 2 paragraph 7 of the Limited Liability Partnerships Law in appropriate cases).  It is 

a matter of administrative convenience from the perspective of the FIS as to which legislative 

approach it uses.   

420. STRs may also be made following the issue by the FIS of a Financial Liaison Notice to 

registered users of THEMIS, requiring them to check all business records related to named 

individuals who are charged with or suspected of involvement in criminal offences. Again, in 

this case the powers at Regulation 2 will be used if the issue of the Notice results in an STR.  

Dissemination of information (c.26.5) 

421. There is no specific legal provision regulating the power of the FIS to disseminate financial 

information to domestic authorities for investigation or action. For dissemination, the authorities 

use the provision of the DL which in its Section 8 provides that information obtained by a 

ñpolice officerò under the DL or any other enactment, or in connection with the carrying out of 

any of the officerôs functions, may be disclosed to any other person if the disclosure is for any 

purposes set out in subsection (2). Subsection 2 define the purposes as:  

¶ the prevention, detection, investigation or prosecution of criminal offences, whether in the 

Bailiwick or elsewhere;  

¶ the prevention, detection or investigation of conduct for which penalties other than criminal 

penalties are provided under the law of any part of the Bailiwick or of any country or territory 

outside the Bailiwick;  

¶ the carrying out by the GFSC, or by a body in another country or territory which carries out 

any similar function to the Commission, of its functions; 

                                                      
80

 The widened powers have been exercised on three further occasions within the evaluation period. The 

answers were used by the FIS in its analysis 
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¶ the carrying out of any functions of any intelligence service; 

¶ the conduct of any civil forfeiture investigations within the meaning of section 18 of the 

Forfeiture of Money, etc. in Civil Proceedings (Bailiwick of Guernsey) Law 2007, or any 

proceedings under that Law or under corresponding legislation in force in a country designated 

under section 53 of that Law; 

¶ the carrying out of any function which appears to the Home Department to be a function of a 

public nature and which it designates as such by order. 

422. However, the disclosure is not authorised if: 

¶ Is in contravention of any provisions of the Data Protection (Bailiwick of Guernsey) Law, 

2001 of personal data which are not exempt from those provisions, 

¶ Is prohibited by Part I of the Regulation of Investigatory Powers (Bailiwick of Guernsey) 

Law, 2003, or  

¶ Contains tax information which does not have the approval for dissemination by the 

Director of Income Tax  

423. The definition of a ñpolice officerò is provided in Section 17 of the DL as a member of the 

salaried police force of the Island of Guernsey, a member of the special constabulary of the 

Island of Guernsey, a member of any police force which may be established by the States of 

Alderney, a member of the Alderney Special Constabulary and in Sark the Constable and the 

Vingtenier. A ñpolice officerò includes a customs officer. The authorisation to disseminate 

financial information to other domestic authorities under the Proceeds of Crime Law and the DL 

covers a wide range of purposes which cover investigation or action in respect of ML/FT. 

424. Section 43(1) of the Proceeds of Crime Law permits the disclosure of information for the 

purposes of the investigation of crime or criminal proceedings in the Bailiwick. There is 

equivalent provision for purposes outside the Bailiwick at section 44.  

425. Section 10 of the DL permits a Police officer of the rank of inspector or above and a Customs 

officer of the rank of senior investigation officer or above to disclose to the Director of Income 

Tax information which he/she reasonably believes may assist the Director to carry out his 

functions. 

426. Section 10A of the DL lifts any obligations of secrecy or confidence or others in case of 

disclosure of information relating to terrorist financing issues covered by UNSCR 1267 and 

UNSCR 1373 to the Policy Council and other authorities with responsibility for sanctions 

measures.  

427. Before dissemination, the intelligence from STRs is sanitised and evaluated. The THEMIS 

system creates a generic intelligence report which adopts evaluation as set out in the UK 

National 5x5x5 Intelligence Model and is marked óofficialô taking account of the latest 

government security classifications.   

428. By using the National Intelligence Model 5x5x5 system to grade the reliability of the 

intelligence and to place restrictions on its use, an initial assessment is made of the risks 

attached to sharing the intelligence with other parties. Where this grading system is not 

considered to be sufficient to convey the risks involved, taking into account the particular 

circumstances of any individual case, an additional risk assessment form must be completed. 

The identified risks should then be considered when deciding how to manage the intelligence 

report. 

429. The risk assessment process includes consideration of ethical, personal and operational risks in 

respect of the source, the information content, its use and dissemination. This process requires 
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justification for the decisions made and is subject to authorization at the appropriate internal 

authorization level. The person authorizing the intelligence report considers the proportionality, 

accountability and necessity for recording, retaining and disseminating the information. 

430. The dissemination process is not subject to specific procedures as to which beneficiary and in 

which circumstances a FIS analytical product will be sent. In practice, the main beneficiaries of 

the FISô work are foreign FIUs, the GBA, the Guernsey police, the GFSC and the States of 

Guernsey Income Tax Office. The decision is taken on a case by case basis. As an example, the 

evaluation team was advised on-site that the SARs containing suspicions that a financial 

institution (which is subject to the SAR, not the originator of the SAR) might be in AML/CFT 

compliance breach, are disseminated to the GFSC.  

431. The Intelligence Division of the GFSC has access to data on THEMIS and an officer from the 

GFSC conducts monthly reviews of all incoming STRs (sanitised) to obtain information that 

may assist the GFSC in the exercise of its functions. Access to THEMIS is available to 

nominated officers within the Income Tax Office and the FIS has access to the computer system 

of the Income Tax Office (having taken the oath of secrecy under the Income Tax Law), which 

is controlled under the provisions of the MoU between the two bodies. The records available to 

those FIS nominated officers exclude any records received for the purposes of the international 

exchange of information for tax purposes. 

432. The FIS can impose restrictions to the use of its information. In no case may the FIS report 

contain any reference or personal detail of the individual that has submitted the STR.   

433. The statistics provided show an increase of disseminations abroad while disseminations to 

local authorities decline. Local disseminations include reports being disseminated to Guernsey 

Law Enforcement (Police and Border), Law Officers, GFSC, States of Guernsey Income Tax, 

States Housing Authority and the Policy Council. 

434. According to the information received, 70% to 85% of all disclosures are disseminated, with 

more than two thirds of those being international disseminations. This indicates that the SARs 

refer mainly to activities abroad, which reflects the character of the business in Guernsey. The 

authorities confirmed that all domestic disseminations, which comprise the remaining 15% or 

so, are related to ML suspicion. Approximately 60% of these disseminations are made to law 

enforcement and 40% to other authorities. 

Operational independence and autonomy (c.26.6) 

435. The FIS is a Division of the FIU which in turn is a division of the GBA and as such the Head 

of the FIS reports to the Head of the GBA FI Unit who reports to the Deputy Chief Officer of 

the GBA, who in turn reports to the Head of Law Enforcement in Guernsey.   

436. The FIS has its own allocated budget (see Recommendation 30), from which payments are 

authorised by the Head of the FIU. 

437. While located within the GBA FI Unit the FIS made it clear during the discussion that they do 

not act under the orders or instructions of the Head of the GBA FI Unit in the exercise of their 

functions and that they enjoy complete independence in their work. The Head of the GBA FI 

Unit confirmed the operational independence of the FIS. The evaluation team saw no evidence 

to contradict this confirmation 

438. However the FIS is not established by law or regulation although its core functions and 

responsibilities are stated in the DL and TL. The FIS Handbook which was issued by the GBA 

FI Unit in 2002 and which should be updated on a regular basis sets the roles and functions of 

the FIS. The organizational structure of the FIS is left at the decision of the Head of the GBA FI 

Unit.  

439. The FIS is recognised and its role embodied explicitly in legislation and the authorities are 

explicit in interpretation that the FIS has an adequate level of operational independence. The 
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evaluators were not aware of any indication that the operational independence of the FIS had 

been breached so far. The FIS has equal status with the other teams within the law enforcement 

divisions. Financial and human resources of the FIS are ring-fenced against being deployed in 

other areas. These matters are well established as a matter of practice. Although the composition 

of the FIS organisational structure is within the discretion of the head of the FIU, he reports 

directly to the Deputy Chief Officer, who in turn reports to the Head of Law Enforcement, so 

any proposed changes that could undermine the position of the FIS would have to be justified to 

officials at the highest levels within the GBA. 

Protection of information held by the FIU (c.26.7) 

440. Information held by the FIS is subject to a wide range of physical, IT, procedural and legal 

protections. The Egmont security advice published in the document óSecuring a Financial 

Intelligence Unitô has been implemented.  

441. The FIS is situated within a secure building which is alarmed and connected to the Guernsey 

Police control room. There are procedures to control and limit access to specific areas within the 

FIS, including restricted access to secure storage areas limited to senior investigation officers, 

which are also monitored by close circuit television. No intelligence material can be removed 

from the FIS office without reference to a supervisor, and removal by any non-FIS staff must be 

recorded. No intelligence material is placed on laptops or other data storage media e.g. USB/CD 

without the express permission of a senior investigation officer and appropriate security 

protocols adopted. 

442. The personnel deployed within the FIS are predominantly law enforcement officers and are 

therefore fully trained in the handling of evidence, data and the data protection protocols. The 

officers working within the FIS are subject to enhanced security vetting upon recruitment into 

the GBA, which is valid for 10 years. Officers must sign a ñDeclaration of Secrecyò form and 

adhere to the codes of practice regarding confidentiality and integrity.  

443. The FIS disseminates intelligence to other competent authorities in various secure methods 

including: Egmont Secure Web (ESW), THEMIS, Police National Network (PNN) and FIN-

NET. The IT systems that are utilised by the FIS form part of the States of Guernsey IT system 

which is secure and meets requirements set out in the Data Protection legislation. The systems 

have a full audit facility and THEMIS has search justification process which requires officers to 

justify why they have undertaken a search. THEMIS also has a function which can restrict 

access to specific records/data sets including the facility to hide records which are deemed to be 

classified as restricted or secret. 

444. The FIS has policies and procedures in place for the handling, storage, dissemination, 

protection of, access to, and retention of information. The documents are sanitised to protect the 

source of the intelligence and a risk assessment is undertaken to ensure that the intelligence is 

not sent to an inappropriate destination, such as a high risk jurisdiction, where it could 

potentially cause harm or be disclosed to the subject of the report.  

445. In addition, the intelligence reports disseminated by the FIS are marked as óRestrictedô and 

each page contains the following text: ñThis document contains sensitive material which, if 

disclosed to the subject(s) might pose a real risk of prejudice to an important public interest and 

is therefore subject to the concept of public interest immunity. If this report has been 

disseminated outside the Bailiwick of Guernsey the recipient jurisdiction should apply their 

equivalent guidelines so as to ensure the protection of this material. In the event of a 

prosecution no part of this document should be disclosed to the defence without prior 

consultation with the originatorò. 

Publication of periodic reports (c.26.8) 

446. FIS produces statistics an annual basis which consist of quantitative data some of which is 

published both in the GBA and GBA FI Unit annual reports.   
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447. However, the last annual report on the GBA website is from 2011. No other reports are 

available. The FIS data included in the report is just data on the numbers of STRs.    

448. The FIS was publishing its annual reports on the website until 2009 (the last FIS report is for 

2008) which contained statistical data and analysis of STRs, together with sanitised case reports 

as well as an overview of other activities of the FIS. No further separate annual reports have 

been published since.  

449. Nevertheless, guidance, typologies and information on FIS activities have been released 

periodically, as well as the provision of feedback on trends, statistics and case studies. During 

2013 presentations to large audiences to industry practitioners were delivered by the FIS on its 

activities, AML/CFT awareness and the reporting of suspicion; written material was also 

provided. Further presentations were made in 2014. Amongst these, the FIS (together with the 

GFSC) undertook a number of flagship outreach events attended by 400 MLROs in May/June 

of 2014. In addition, a copy of the outreach presentation ñBest practices for SARs and New 

Changes to Legislationò was published on the FIS website. Further outreach material 

ñObligation to report suspicion of money laundering/update from the FIUò and ñTypologies: 

The Cash Controls (BoG) Law, 2007 and Non Convictions Based Forfeitureò were also 

published by the FIS during 2014. 

450. The FIS uses THEMIS to provide financial institutions and other reporting entities with 

notices which contain information on a range of matters including guidance and warnings on 

potential risks, new typologies, and changes to the legal framework.  

451. The FIS published on the website a document ñFeedback and Typologies 2008-2011ò which 

contains analysis of STR reporting during that period and examples of case studies (typologies) 

where STRs led to or assisted in law enforcement investigations and further convictions.  

Membership of Egmont Group & Egmont Principles of Exchange of Information among FIUs (c.26.9 

& 26.10) 

452. The Bailiwick has been an active member of the Egmont Group of FIUs since 1997; this was 

initially facilitated through the Joint Financial Crime Unit and from 2001 through the FIS. The 

FIS hosted the Egmont plenary meeting in 2004.  

453. In 2013 the FIS formally affirmed its commitment to the new Egmont Charter, i.e. its integral 

body of standards and its statement of purpose. 

454. Guernsey co-operates and exchanges information with other Egmont Group FIUs on the basis 

of reciprocity or mutual agreement and following the basic rules established in the Egmont 

principles. 

455. The FIS adheres to the EGMONT Group statement of purpose and principles and affirms its 

commitment to develop co-operation between and amongst other EGMONT members in the 

interest of combating money laundering and the financing of terrorism. 

456. The FIS also adheres to the EGMONT binding principles for information exchange between 

FIUs. Information received, processed or disseminated by the FIU is securely protected in 

accordance with agreed policies regarding data storage as detailed in criterion 26.7 above. 

457. The FIS exchanges information freely, spontaneously and upon request with foreign FIUs, 

regardless of their status. Guernsey does not require an MOU in order to exchange information, 

which can be achieved through its existing legal framework. It will nevertheless enter into 

agreements if required by other jurisdictions or organisations, and has currently signed MOUs 

with 23 different parties.  

458. Out of 557 spontaneous disseminations made during 2013 there were 473 international 

disseminations. 36% of these were to the UK. Other significant international disseminations 

include approximately 4% to TRACFIN (France), 3.5% to FINCEN (US), 3% to SEPBLAC 
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(Spain) and 2% to UIF (Italy). A total of 124 spontaneous information reports were received in 

2013. 89% of information received came from the UK (SOCA/NCA). 

Recommendation 30 (FIU) 

Adequacy of resources to FIU (c.30.1) 

459. The expenditure for the FIS covers salaries, overtime, vehicles, specialist assistance, forensic 

accountants, furniture and equipment and training. It is coordinated through the GBA FI Unit 

budget, and is planned and authorised by the GBA FI Unit management team, which includes 

the head of the FIS.   

460. The sums (in GBP) allocated for 2014 are as follows: 

TABLE 19: FIS financial resources  

Item GBA FI Unit  FIS TOTAL  

Staffing Costs £1,175,349.56 £405,681.68 £1,581,031.24 

Legal Assistance £15,000.00 - £15,000.00 

Publications £1,450.00 £1,450.00 £2,900.00 

Training  £3,262.50 £4,362.50 £7,625.00 

Travel £14,825.00 £7,000.00 £21,825.00 

Property £110,197.50 £110,197.50 £220,395.00 

TOTAL  £1,320,084.56 £528,691.68 £1,848,776.24 

461. The FIS is staffed by members of both the GBA and the Police. It currently has an 

establishment of 8 staff, comprising a Senior Investigation Officer, a Detective Sergeant, an 

Acting Detective Sergeant; one GBA Investigator, one Dedicated Financial Investigator, one 

(part-time) Financial Crime Analyst and two administrative staff (including a Part Time Process 

Manager). The FIS also draws upon other resources of the GBA and Police staff to assist with 

major cases as required. 

Integrity of FIU authorities (c.30.2) 

462. The FIS maintains a high level of professional standards both in respect of the initial selection 

of personnel and through continuous development. Investigative personnel are selected from the 

GBA and Police, including from the other teams within the FIU, subject to their investigative 

experience and aptitude for financial investigation. All GBA investigators selected for the role 

are subject to successfully completing basic investigative training. 

463. All posts within the FIS are subject to security clearance and all personnel are advised of the 

confidentiality requirements during the induction process, on-going training and office 

meetings. All personnel are required to sign both the Police and GBA IT User Policy 

agreements. All members of staff receive data protection training as well as instruction on the IT 

systems available to assist with intelligence development and analysis as well as security issues. 

464. All FIS personnel are subject to a one to one appraisal on a biannual basis. The appraisal 

includes a Personal Development Plan (PDP).   

465. In addition, to ensure that staff with a law enforcement background have a good understanding 

of the finance sector, some have completed (or are in the process of completing) a Certificate in 

Offshore Banking Practice as part of their 2014 PDP. The course is certified by the Chartered 

Banker Institute.  

Training of FIU staff (c.30.3) 
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466. Training is organised across the GBA FI Unit and training for the FIS comes within this. 

Training is planned on an annual basis, subject to departmental and individual staff needs.   

467. All personnel on joining undergo a period of induction and are required to attend a number of 

locally based courses run by the Guernsey Training Agency to provide an understanding of a 

number of the core financial structures e.g. companies and trusts. In addition, all staff members 

receive data protection training and ñcascadeò training in respect of all accessible databases. 

Update sessions are also arranged at regular intervals.  

468. The NCA Financial Investigation Training programme is central to training for investigators. 

All staff will attend the initial Financial Investigation/intelligence module, which includes a pre-

requisite course and completion of an examination based on course pre-reads.    

469. The Financial Crime Analysts have undertaken training that includes i2 analyst Notebook, 

advanced i2 analyst Notebook, Open Source Intelligence and Internet Investigations, ACPO 

Accredited Intelligence Analyst and NPIA Financial Investigator training courses, and also 

maintained their skills using the various analytical products.  

470. A combined Egmont Tactical and Strategic Analysis course was delivered by the Financial 

Crime Analyst to 30 Channel Island based staff in January 2014. This included 15 members of 

the GBA FI Unit. 

471. There is a dedicated terrorist finance officer who has attended the course run by the UK 

NTFIU and continues to obtain updates in national developments through attendance at 

conferences and regional meetings. Key issues and topics discussed during these meetings are 

cascaded to other officers by way of team meetings. There are also sessions involving outside 

speakers in respect of terrorist financing.   

Recommendation 32 (FIU) 

472. The FIS maintains comprehensive statistics on matters relevant to the effectiveness and 

efficiency of AML/CFT systems. These include a breakdown in respect of the type of 

organisations making the STR and a breakdown of STRs analysed and disseminated. Statistics 

are also kept in respect of the residence of the subject of STRs, the grounds for making STRs 

and STRs in respect of NPOs, PEPs and other exposed persons.  

Effectiveness and efficiency 

473. All STRs are subject to analysis to establish the criminality, risk and priority. The initial 

analysis is conducted two ways: by a priority matrix system incorporated in THEMIS and by an 

officer who will make a preliminary assessment of the suspected criminality and record the 

outcome accordingly.  The initial analysis process will determine a number of factors including: 

¶ the level of priority; 

¶ any risk to the jurisdiction; 

¶ whether there is a request for consent to a transaction; 

¶ whether the STR relates to an act which requires immediate attention i.e. successful fraudulent 

act; 

¶ whether the STR involves a current ML/FT investigation; 

¶ whether or not additional information is required from the disclosing institution.  

474. If the initial analysis of the STR indicates that it should be pursued, the STR is allocated to an 

officer for further analysis, to identify possible offences of money laundering or terrorist 

financing as appropriate.  

475. The second stage of the analysis process is to conduct open and closed source checks to 

establish if the subject of the STR is known to the law enforcement agencies or to determine 
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whether there are links to possible criminality. These checks are made against both domestic 

sources, i.e. the GBA, the Police, and other Bailiwick authorities, and commercial databases. 

The results of this initial stage are analysed, evaluated and recorded on the STRôs file as a ósnap 

shotô of what information has been collected and the inferences that have been drawn in respect 

of it. 

476. One important power of the FIS is the authority to postpone the execution of suspicious 

transactions. STRs are often accompanied by a request for the consent of FIS to a particular 

transaction, and if consent is granted this may amount to a defence for the reporting person to 

the money laundering offences under the Proceeds of Crime Law and the Drug Trafficking Law. 

Reporting entities are obliged to postpone transactions themselves when they send request for 

consent to the FIS. 

477. The FIS is expected to respond to requests for consent within 7 days save in exceptional 

circumstances. If it suspects that the proposed transaction involves the commission of a criminal 

offence, or it is awaiting the result of checks or enquiries that will assist in the negating of the 

relevant suspicion, it will refuse to consent to the transaction unless it is considered that a 

refusal may prejudice a law enforcement operation by alerting relevant parties.  

478. A refusal of consent must be authorised by a person at the level of senior investigation officer 

or above and is subject to regular review by a senior investigation officer as well as being 

reviewed at regular tasking and coordination meetings and also by the Head of the FIU. At the 

same time, the evaluators could only find in the Proceeds of Crime Law (Section 39(3)) that 

consent from the police officer is a defence for a reporting person. While the right of the 

reporting entities to request consent is fixed in the law and in the reporting form there is no 

obligation for the FIS to respond within a specified period. The 7 days are mentioned only in the 

GFSC Handbook issued for reporting entities and the FIS handbook but not in legal acts.
81

  

479. In cases involving the transfer of assets, the refusal of consent acts as an informal freezing of 

the assets involved because the service provider will not usually proceed with the activity for 

fear of committing a money laundering offence. In the 2012 case of Garnett v Chief Officer of 

Customs, which concerned an application for judicial review, the Guernsey Court of Appeal 

ruled that consent should only be given if the FIS considers it justified by reference to the 

interests of law enforcement, and in any case in which it has a suspicion that has not been 

dispelled, it is entitled to refuse consent whatever period of time has elapsed.  

480. Most cases where consent is requested do not give rise to suspicion and consent is granted. For 

example, in 2013, approximately 46% of initial STRs received by the FIS included a consent 

request, and consent was withheld in approximately 2% of these cases. It should be noted that 

the THEMIS disclosure form has a special field for filing request for consent with specification 

of the act or transaction for which consent is sought. 

481. At the time of the on-site visit, the FIS had recently been given the power to request additional 

information from the third parties than the one issuing the STRs. Before the new powers, in case 

of need, the FIS had to persuade the reporting entities to make a disclosure in order to have 

access to the additional information needed 

482. From the information received, 70% to 85% of all disclosures are disseminated, with more 

than two thirds of those being international disseminations. This indicates that the SARs refer 

mainly to activities abroad, which reflects the character of the business in Guernsey. Around 

60% of domestic disseminations (that is around 15% of all disclosures) are made to law 

enforcement and 40% to other authorities.   

                                                      
81 The Garnet case concerned the refusal of the FIS to grant consent to a transaction under section 39 of the Proceeds of 

Crime Law which, unlike the corresponding legislation in the UK, does not contain any time frames within which consent 

must ordinarily be granted. 
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483. The total number of disseminations made by the FIS is recorded in the table below. The 

evaluators were told that 2 convictions for autonomous ML and one conviction for self-

laundering resulted from investigations following STRs and a further autonomous ML 

conviction was obtained with the assistance of STR information. Generally, about 50% of the 

total domestic cases identified by the FIS which were disseminated to the FIU, were accepted 

for a money laundering investigation locally.  

TABLE 20: Disseminations by FIS 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

TABLE 20.1: SARs received with Politically Exposed Person (PEP) links 

 

TABLE 20.2: SARs with Non- Profit Organisation (NPO) or Charity Links 

 

 

 

 

 

 

 

 2010 2011 2012 2013 Jan ï Jun 

2014 

Total SARs received 680 1136 673 745 387 

Total number of SARs with 

disseminations 

572 822 412 483 231 

Total number of SARs with no 

disseminations 

108 314 261 262 156 

Total number of disseminations 689 966 483 557 280 

Total number of International 

disseminations 

411 840 390 473 245 

Total number of local disseminations 278 126 93 84 35 
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484. With regard to terrorist financing, 5 STRs were received under the Terrorism Law and 3 of 

these led to disseminations to 5 different competent authorities.  

485. In addition the FIS has carried out a review of the effectiveness of STR regime, in which STRs 

from the period 2007 ï 2012 were reviewed to identify resulting convictions, sentences and 

confiscations or other outcomes. The review involved consideration of open source material, 

feedback from other jurisdictions, and local results. The review findings are set out in the table 

below. 

Table 21 

486. Information provided by the FIS following an STR has also assisted in 2 cases of enforcement 

action under the Cash Controls Law. 

487. The following table identifies the number of STRs that have been disseminated to the GFSC: 

Table 22 

Year 

Number of 

Disseminations to 

GFSC 

2010 14 

2011 28 

2012 38 

2013 40 

488. These intelligence reports assist the GFSC by highlighting potential areas of weakness for 

specific licensees and this contributes to the GFSCôs overall Risk Assessments. Intelligence 

reports have also been of direct assistance where the GFSC has commenced enquiries on behalf 

of overseas regulatory bodies. 

Year Convictions Sentence 

(Years) 

Criminal 

Confiscations 

Other Funds 

Recovered 

Description 

2007 18 46.3 £341,928 £284,712,705 12,267,505 Fines 

272,405,200 Bonds 

40,000 Civil Recovery Pending 

2008 13 47.4 £551,074 £3,551,726 

240 hours 

Fines 

Community service 

2009 22 137.8 £1,227,373 5 years 

£585,589,984.94 

£1,901,898 

240 hours 

Director Ban 

Fines 

Restrained 

Community Service 

2010 28 55.9 £505,000 300 hours 

£1,568,980 

1 

500 million US$ 

ú24,789 

Community Service 

Restrained 

Disqualified Director 

Fine 

Fine 

2011 2 5  £19,913,473 Restrained 

2012 10 29.5 925,000  £8,800.00 

$150,000 

BD 40000 

£9,555.00 

2 

40,000 

Fines 

Fine  

Fine 

Benefit Overpayment  

Companies Struck off   

Compensation order 
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489. The FIS frequently receives positive feedback from other jurisdictions about the way in which 

the intelligence it provides has been used.  

490. A further effective measure implemented by the FIS is a strategic analysis of common 

trends/patterns associated with attempted frauds, some of which were identified through the 

STR regime. The FIS identified, through the analysis, that Phishing was a common trend 

utilised by fraudsters to make fraudulent transactions without the knowledge of the client. The 

FIS published ñwarning noticesò via THEMIS and raised awareness of the threat by publishing 

news feeds on the FIS and GFSC websites and the media.  

2.5.2 Recommendations and comments 

Recommendation 26 

491. Although the authorities are explicit in interpretation that the FIS has an adequate level of 

operational independence, no legal safeguards have been introduced in this regard. The 

evaluators were not aware of any indication that the operational independence of the FIS had 

been breached so far, but the lack of legal provisions or statute of the FIS or on the structure and 

resources of the FIS within the GBA, together with being placed at the lower level of the 

hierarchy of the GBA, gives concerns over its operational functioning. The GBA could in 

practice at any time draw from the FIS staff in case of need for other purposes. At the same time 

the head of the FIU reports directly to the Deputy Chief Officer, who in turn reports to the Head 

of Law Enforcement, so any proposed changes that could undermine the position of the FIS 

would have to be justified to officials at the highest levels within the GBA. The authorities 

should introduce terms of reference or other formal safeguards to ensure the FISôs operational 

functioning. 

492. The evaluation team recommends the Guernsey authorities to issue guidance on the procedure 

for information requests and to update the FIS Handbook regularly to reflect the legislation 

currently in force
82

.  

493. The FIS periodically provides feedback on trends, statistics and case studies to the industry 

practitioners. Similar information is also available on THEMIS. However sometimes this is 

available only to the reporting institutions and is not always publicly available. The last annual 

report on the GBA website is for the year 2011. No more reports are available. The FIS data 

included into the report is just data on the numbers of STRs. After the on-site visit but not 

within 2 months period after it, new reports on FIU statistics were placed on the FIU website 

with very limited statistics related to the FIS (Law Enforcement Reports). The authorities are 

recommended to periodically release reports on FIS activities, statistical data, guidance and 

typologies and trends.   

494. While the FIS exchanges information freely, spontaneously and upon request with foreign 

FIUs, regardless of their status, the need for the FIS to have received an initial disclosure in 

order to be able to request information from third parties limits possibilities of cooperation. 

Although in cases without an initial disclosure the FIS can use the provisions of the Company 

law and other similar laws (see paragraph 419) to request information from legal entities that 

information will be related to ownership only. All this raises concern in this section as well as 

under the section on international cooperation due to the international character of the financial 

business in Guernsey. The FIS should study the practice of the exchange of information and 

introduce the needed mechanisms to liquidate this impediment. 

2.5.3 Compliance with Recommendation 26 

 Rating Summary of factors relevant to s.2.5 underlying overall rating 

                                                      
82

 The Guidance was issued after the on-site mission. 
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R.26 LC 
¶ Lack of legal safeguards for operational ófunctioningò; 

¶ Insufficient information in public reports released. 

Effectiveness: 

¶ Lack of legal provisions for requesting additional information without 

an initial STR might limit the power of the FIS to render assistance to other 

FIUs. 
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3. PREVENTI VE MEASURES - FINANCIAL INSTITUTIONS  

Legal framework and developments since the previous evaluation 

Law, regulations and other enforceable means 

495. The primary legislative foundation for AML/CFT preventative measures in the Bailiwick is 

the Proceeds of Crime Law (POCL), which defines ˈmoney laundering, specifies which 

businesses are considered to be financial services businesses ("FSBs"), and provides the Policy 

Council with the mandate and powers to set out obligations and requirements to be complied 

with by FSBs to prevent money laundering and terrorist financing. In addition, Section 15 of the 

Disclosure Law (DL) also provides that the GFSC may implement rules and issue guidance for 

FSBs (and others) relating to the disclosure of information. It may also implement rules and 

provide guidance regarding money laundering generally. For the purposes of this assessment, 

both the POCL and the DL, having been adopted by the Bailiwickôs legislative body and 

sanctioned by the Privy Council, constitute primary legislation. 

496. Under Section 49 of the POCL, in December 2007, the Policy Council issued the FSB 

Regulations, which impose basic requirements on FSBs to prevent money laundering and 

terrorist financing. These obligations include corporate governance, risk assessment, CDD, 

monitoring of transactions and activity, the reporting of suspicion, employee screening, training, 

and record keeping. Pursuant to regulation 17 of the FSB Regulations, breaches are subject to 

criminal sanctions. Any person contravening any requirement of the FSB regulations is guilty of 

a criminal offense and liable (a) on conviction on indictment, to imprisonment not exceeding a 

term of five years or a fine or both, and (b) on summary conviction, to imprisonment for a term 

not exceeding six months or a fine not exceeding £10,000 or both. 

497. The FSB Regulations are secondary legislations and are considered ˈlaw or regulation - 

within the FATF definition for purposes of this assessment, as they were issued under a specific 

power granted in primary legislation, are approved by the States of Guernsey (as required by 

Guernsey law), and contain mandatory provisions which are enforceable and subject to the 

sanctions as set out in regulation 17 of the FSB Regulations. 

498. In addition to the POCL and the FSB Regulations, the third document that must be considered 

is the Handbook for Financial Services Businesses on Countering Financial Crime and Terrorist 

Financing (FSB Handbook), which was issued by the GFSC in December 2007 pursuant to 

Section 49(7) of the POCL, and was last updated in March and April 2013. The FSB Handbook 

contains two types of material applicable to FSBs with respect to the Regulations: Level One, 

which are referred to as rules and are set out in boxes with a shaded background, and Level 

Two, which are referred to as guidance. The assessors share the view taken by the IMF report 

that the rules contained in the Handbook (Rules) qualify as other enforceable means within the 

FATF definition. The analysis that underpins this approach is set out in detail in paragraphs 513 

to 517 of the IMF report. 

Proceeds of Crime Law (POCL) 

Law and Regulation 

 
Disclosure Law (DL) 

FSB Regulations 

FSB Handbook (Rules) Other enforceable means 

Scope 

499. The FSB Regulations apply to financial services businesses which are defined in Regulation 

19 of the FSB Regulations as being any business specified in Schedule 1 to Proceeds of Crime 

Law and includes, unless the context otherwise requires, a person carrying on such a business.  
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500. The FSB Regulations apply to ˈfinancial services businesses,ớ which are defined in 
regulation 19 of the FSB Regulations by reference to the businesses specified in Schedule 1 to 

the POCL and include, unless the context otherwise requires, a person carrying on such an 

activity by way of business for or on behalf of a customer. The list of businesses in Part I of 

Schedule 1 covers all the businesses included in the activities or operations set forth in the 

FATF definition of ˈfinancial institutionớ (and in some cases goes beyond the FATF 

definition). The list of businesses specified in Schedule 1 is listed in paragraph 510 of the IMF 

report. The list of businesses changed in March 2013 to remove general insurance, except life 

insurance business, from the application of the POCL. The revised schedule remains consistent 

with the FATFôs definition of a financial institution.    

501. There are some exceptions set forth in Part II of Schedule 1 to POCL but none apply to the 

provisions of financial services which comprise the four main sectors of the finance industry, 

and crucially not to where the transfer of money or value is made or facilitated. As explained by 

the authorities the exceptions are based on a consideration of the risk, including the effects of 

the exemption; the size of the affected sector or sub-sector; intelligence from STRs, mutual 

legal assistance requests, asset restraints, or other intelligence; the nature of the relationships 

and transactions in the sector or sub-sector; the size of the affected businesses; their customer 

bases; and whether there were any mitigating factors to offset any ML/TF risk.  

502. The evaluators agree that the exemptions are consistent with the FATF definition of 

financial institution and are satisfied with the adequacy of the process to determine low risk 

and the reasonableness of the conclusions. The assessors were also satisfied that these 

exemptions were periodically reviewed to ensure that the risks remain sufficiently unchanged at 

low risk to warrant continuation of the exemption. Some exemptions set forth in Part II of 

Schedule 1 to POCL are provided below: 

¶ Exemption for Actuaries providing a financial service identified in Part 1 of Schedule 1 which 

is incidental to the provision of actuarial advice or services. 

¶ The carrying on of any business in Part 1 by way of in-house legal, accountancy or actuarial 

advice or services for a supervised business or provision of these services to a client carrying 

on such a business.  

¶ Provision of dealing, advising and promotion for the purposes of Schedule 2 of the Protection 

of Investors Law by a non-Bailiwick entity. 

Customer Due Diligence and Record Keeping 

3.1 Risk of money laundering or terrorist financing 

503. As outlined in paragraph 627 seq. of this report the customer base of Guernsey financial 

institutions typically consist of non-resident customers which is one of the FATFôs examples of 

a high risk category of customer. A significant portion of customers of some financial 

institutions may also present additional high-risk characteristics which are considered by the 

FATF to be of higher risk. To address this generally elevated level of risk, the Bailiwick has 

substantially strengthened the AML/CFT preventive measures to which its financial institutions 

are subject. While the relevant Regulations and Rules generally provide a sound basis for 

determining the situations requiring enhanced due diligence and the methods for performing it, 

these requirements are not extended to non-resident customers, private banking, or legal persons 

and arrangements that are personal asset holding vehicles. These categories, which are included 

in the Methodology as potentially higher risk, make up part of the customer base of the 

Bailiwickôs financial institutions. The IMF therefore recommended in the 2011 report to expand 

the list of higher-risk categories of customers to which enhanced due diligence must be applied. 

This recommendation is reiterated by the MONEYVAL evaluation team. 
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3.2 Customer due diligence, including enhanced or reduced measures (R.5 to R.8) 

3.2.1 Description and analysis 

Recommendation 5 (rated LC in the IMF report) 

Summary of 2011 factors underlying the rating  

504. In the IMF report of 2011 Guernsey was rated as Largely Compliant with Recommendation 5. 

The IMF criticized the fact that the list of customers to which EDD must be applied omits 

higher-risk categories relevant to Guernsey. The IMF recommended that authorities should 

expand the list of higher-risk customers to which enhanced due diligence must be applied and 

consider including private banking and non-resident customers. 

Anonymous accounts and accounts in fictitious names (c.5.1) 

505. FSB Regulation 8 provides that a financial institution must, in relation to all customers, not set 

up anonymous accounts or accounts in fictitious names and must maintain accounts in a manner 

which facilitates the meeting of the requirements of the Regulations. 

506. FSB Regulation 4(1) provides that in relation to a business relationship established prior to the 

coming into force of the Regulations in December 2007, in respect of which there is maintained 

an anonymous account or an account in a fictitious name, the CDD requirements must be 

undertaken as soon as possible after the coming into force of the Regulations and in any event 

before such account is used again in any way.  

507. Additionally, the rules in chapter 8 of the FSB Handbook require financial institutions to have 

policies, procedures and controls in place in respect of existing customers that are appropriate 

and effective and which provide for its customers to be identified.  

508. The current provisions regarding c.5.1 are consistent with the requirements of the standard. 

Customer due diligence  

When CDD is required (c.5.2*) 

509. FSB Regulations 4(1) and 4(2) require financial institutions to undertake CDD when 

ñestablishing a business relationshipò. Pursuant to FSB Regulation 19(1) a ñbusiness 

relationshipò is defined as a ñbusiness, professional or commercial relationship between a 

financial services business and a customer which is expected by the financial services business, 

at the time when contact is established, to have an element of duration.ò 

5.2 (b) 

510. FSB Regulations 4(1) and 4(2) require Financial institutions to undertake CDD when 

ñcarrying out an occasional transactionò. Pursuant to FSB Regulation 19(1) ñoccasional 

transactionò is defined as ñany transaction involving more than Ã10,000 (é) where no business 

relationship has been proposed or established and includes such transactions carried out in a 

single operation or two or more operations that appear to be linked.ò  

5.2 (c) 

511. Section 2(5) of the Wire Transfer Ordinances of Guernsey, Alderney and Sark require that, 

ñwhere a transfer of funds is not made from an account, the payment service provider of the 

payer must verify the information on the payer where (a) the amount transferred exceeds 1000 

Euros, or (b) the transaction is carried out in two or more operations (i) that appear to the 

payment service provider of the payer to be linked, and which together exceed 1000 Euros.ò  

5.2 (d)  

512. FSB Regulations 4(1) and 4(2) require Financial institutions to undertake CDD ñwhere the 

financial institution knows or suspects or has reasonable grounds for knowing or suspecting (i) 
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that, notwithstanding any exemptions or thresholds pursuant to these Regulations, any party to 

a business relationship is engaged in money laundering or terrorist financing; or (ii) that it is 

carrying out a transaction on behalf of a person, including a beneficial owner or underlying 

principal, who is engaged in money laundering or terrorist financingò. 

5.2  (e) 

513. FSB Regulations 4(1) and 4(2) also require financial institutions to undertake CDD ñwhere the 
FSB has doubts about the veracity or adequacy of previously obtained customer identification 

data.ò 

514. The current legal provisions regarding c.5.2 are consistent with the requirements of the 

standard. 

Identification measures and verification sources (c.5.3*) 

515. FSB Regulations 4(1) and 4(3) require each customer to ñbe identified and his identity verified 
using identification dataò. FSB Regulation 19 defines identification data as ñdocuments which 

are from a reliable and independent sourceò.  

516. A customer is defined as a ñperson or legal arrangement who is seeking (a) to establish or has 

established, a business relationship with a financial institution, or (b) to carry out, or has carried 

out, an occasional transaction with a financial institution.ò 

517. The Regulations also explicitly state that where such a person or legal arrangement is an 

introducer, the customer is the person or legal arrangement on whose behalf the introducer is 

seeking to establish or has established the business relationship. 

518. The rules in section 4.4 of the FSB Handbook require a financial institution to collect relevant 

identification data on an individual, which includes legal name, any former names (such as 

maiden name) and any other names used, principal residential address, date and place of birth, 

nationality, any occupation, public position held and, where appropriate, the name of the 

employer; and an official personal identification number or other unique identifier contained in 

an unexpired official document (e.g. passport, identification card, residence permit, social 

security records, driving licence) that bears a photograph of the customer. 

519. Furthermore, financial institutions are required to verify the legal name, address, date and 

place of birth, nationality and official personal identification number of the individual.  

520. In order to verify the legal name, date and place of birth, nationality and official personal 

identification number of the individual, the following documents are considered ñto be the best 

possibleò, in descending order of acceptability: (1) current passport (providing photographic 

evidence of identity); (2) current national identity card (providing photographic evidence of 

identity), (3) armed forces identity card.  

521. As regards documents that are considered to be suitable to verify the residential address of 

individuals the Handbooks mentions inter alia, a bank/credit card statement or utility bill, 

correspondence from an independent source such as a central or local Government department 

or agency, commercial or electronic databases, and others. 

522. The current legal provisions regarding c.5.3 are consistent with the requirements of the 

standard. 

Identification of legal persons or other arrangements (c.5.4) 

5.4 (a) 

523. FSB Regulations 4(1) (a) and 4(3) (b) require that ñany person purporting to act on behalf of 

the customer shall be identified and his identity and his authority to so act shall be verifiedò. 

5.4. (b) 
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524. For customers that are legal persons or legal arrangements, a financial institution is required 

pursuant to Section 4.3 of the FSB Handbook to  

(i) verify the legal status of the legal person or legal arrangement; and  

(ii)  obtain information concerning the customerôs name, the names of trustees (for trusts), legal 

form, address, directors (for legal persons), foundation officials (for foundations) and 

provisions regulating the power to bind the legal person or arrangement. 

525. The FSB Handbook list various examples, which are considered suitable to verify the legal 

status of the legal body (e.g. a copy of the Certificate of Incorporation, a company registry 

search, a copy of the Memorandum and Articles of Association or equivalent constitutional 

documentation, a copy of the Directorsô/Shareholdersô registers, etc.) The Handbook does not 

specify how the legal status of the legal arrangements is expected to be verified.  

526. For customers, which are legal arrangements, the FSB Handbook (section 4.6.6) establishes 

that the identity of the trustees of the trust does not have to be verified if they are themselves 

subject either to the Handbook or are an Appendix C business
83

.  

527. The wording of this provision suggests that verification of the identity is not required at all. 

The FATF Recommendations do not permit refraining from any of the CDD measures (even 

when reduced or simplified CDD measures are permissible), but financial institutions may 

adjust the amount or type of each or all of the CDD measures in a way that is commensurate to 

the low risk identified. However, the assessors acknowledge that the customerôs identity de 

facto still needs to be verified based on reliable information by examining whether the business 

is in fact subject to the Handbook or regulated and supervised by an authority in Appendix C 

country or territory. This needs to be done by using reliable information (e.g. by examining the 

authoritiesô website information on regulated and supervised firms).  

528. The abovementioned provision also exempts financial institutions from the requirement to 

identify the beneficial owner of a corporate trustee. The authorities argue that in respect of a 

corporate trustee supervised by the GFSC or by a supervisory authority in a jurisdiction listed 

on Appendix C the corporate trustee will be subject to an AML/CFT regime that meets FATF 

Recommendation 23 in relation to market entry and therefore there will be fit and proper checks 

on controllers of the corporate trustee. As a consequence as the owners and controllers will be 

known to the relevant supervisory authority. 

529. The assessors take the view that it is essential for the financial institution to know who 

ultimately controls a certain trust property and to be aware of potential relations that might exist 

between this person and the settlor and beneficiaries of the trust. This is critical for a proper 

customer risk assessment. Furthermore, fit and proper checks would usually not prevent a PEP 

from being a beneficial owner of a corporate trustee. However, this information (regarding his 

PEP status) would remain unknown to the financial institution maintaining the business 

relationship. The assessors take the view that the exemption from identifying the beneficial 

owner of a corporate trustee is not in line with criterion 5.9. 

Identification and verification of the identity of the beneficial owner (c.5.5, c.5.5.1 and c.5.5.2) 

530. FSB Regulations 4(1)(a) and 4(3)(c) require financial institutions to identify the beneficial 

owner and underlying principal and take reasonable measures to verify such identity using 

identification data
84

 and such measures shall include, in the case of a legal person or legal 

arrangement, measures to understand the ownership and control structure of the customer. 

                                                      
83

 The term ñAppendix C businessò is explained in the analysis under c.5.10. 

84
 The term "identification data" is defined in FSB Regulation 19 as documents which are from a reliable and 

independent source. 
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Section 19 of the Regulations defines ñbeneficial ownerò to mean  

(a) the natural person who ultimately owns or controls the customer
85

, and  

(b) a person on whose behalf the business relationship or occasional transaction is to be or is 

being conducted, and  

(c) in the case of a foundation or trust or other legal arrangement, to mean  

(i) any beneficiary in whom an interest has vested
86

, and  

(ii)  any other person who benefits
87

 from that foundation or trust or other legal arrangement. 

Section 19 defines ñunderlying principalò
88

 to mean any person who is not a beneficial owner 

but who 

(a) is a settlor
89

, trustee, protector or enforcer of a trust, or a founder or foundation official of a 

foundation which is the customer or the beneficiaries of which are the beneficial owners, or 

(b) exercises ultimate effective control over the customer or exercises or is to exercise such 

control over the business relationship or occasional transaction.  

531.   It is important to highlight that pursuant to rule 139 of the Handbook, a financial institution 

entering a relationship with a customer which is a trust is not required to identify itself the 

identities of the underlying principals and beneficial owners (i.e.: the settlor(s); any protector(s) 

or trustee(s); and any beneficiary with a vested interest or any person who is the object of a 

power;). Instead, a financial institution is allowed to ñrelyò on the trustee of the trust to identify 

and notify it of their names. This reliance is not subject to the requirements for third party 

reliance set out in Section 4.10 of the FSB Handbook (paragraph 218) but subject to the 

requirements set out in section 6.5 of the Handbook (intermediary relationships; see paragraph 

569 of the report). However Rules 218 and 219 in Section 6.5 require a financial institution to 

risk assess the relationship and only where the risk is assessed as low can it apply Rule 139. 

Furthermore Rule 220 in Section 6.5 limits the financial institution to applying Rule 139 to trust 

relationships only where the trustee is licensed by the GFSC under the Regulation of Fiduciaries 

Law. This application of reduced due diligence appears to be consistent with 5.9 of the FATF 

Methodology as the identity of underlying principals and beneficial owners is still obtained by 

the financial institution and their identity still needs to be verified based on reliable information 

by examining whether the trustee is in fact licensed by the GFSC. This needs to be done by 

using reliable information (e.g. by examining the GFSCôs website information).        

                                                      
85

 Pursuant to Rule 113 of the Handbook financial institutions are required to identify and verify the 

individuals ultimately holding a 25% or more interest in the capital or net assets of the legal body.  
86

 A vested interest is an interest that, whether or not currently in possession, is not contingent or conditional 

on the occurrence of any event (Glossary to the FSB Handbook). 
87

 Prior to March 2013 the definition in the Regulation included ñany other person that is likely to benefitò and 

therefore appeared to include persons who are object of a power as mentioned in Rule 139 of the Handbook (a 

person who is object of a power is not expressly identified in the trust instrument or by law as a beneficiary, 

but could still benefit from the trust if the trustee were to exercise its power for this purpose). The new 

definition in the Regulation is inconsistent with the definition contained in the Handbook, as it is narrower. The 

new definition in section 19 of the Regulations does not necessarily cover any person, who is the object of a 

power and should be amended accordingly. 
88

 While these persons are not termed as ñbeneficial ownersò under the Bailiwick FSB Regulation and 

Handbook the due diligence obligations applicable to beneficial owners and ñunderlying principalsò are the 

same. The assessors take the view that this is sufficient to meet the FATF standard, and that it is not necessary 

to term these persons as ñbeneficial ownersò. The authorities also confirmed that information on the 

ñunderlying principalsò would also be provided to requesting foreign authorities, even if these authorities only 

referred to ñbeneficial ownership informationò in their request. 
89

 The authorities stated that the settlor/founder has to be identified and verified regardless of whether the 

trust/foundation is revocable or not. 
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532.   The rules in section 4.8 of the FSB Handbook require that where the product or service is a life 

or other investment linked insurance policy, the issuer, in order to meet the CDD requirements 

of the FSB Regulations, must also identify and verify the identity of any beneficiary.  

533.   Rule 143 establishes that when identifying and verifying the identity of trustees, beneficiaries 

and others, financial services businesses must act in accordance with the identification and 

verification requirements for customers who are individuals and legal bodies. The authorities 

stated that this means that in the case of a corporate trustee, corporate settlor or corporate 

beneficiary the identity of the individual person being the ultimate beneficial owner of the 

corporate trustee or corporate beneficiary has to be identified and verified. Given the central 

role of the settlor, it appears peculiar, that Rule 143 does not expressly mention the settlor but 

only contains a vague reference to ñothersò. This leaves a certain ambiguity in the FSB 

Handbook to the question whether the identity of the ultimate beneficial owner of a corporate 

settlor has to be identified. However in practice this appears to be done (as outlined in the 

assessment of financial institutionsô policies and procedures in paragraph 604). 

534. Regulations 4(1) (a) and 4(3) (d) require the FSB to make a determination as to whether the 

customer is acting on behalf of another person and, if the customer is so acting, take reasonable 

measures to obtain sufficient identification data to identify and verify the identity of that other 

person. 

535. The FSB Regulations and Handbook are also supported by section 7 of the GFSCôs guidance 
note on visit trends and observations. 

Information on purpose and nature of business relationship (c.5.6) 

536. FSB Regulation 4(3) (e) requires all FSB to obtain information on the purpose and intended 

nature of each business relationship. In addition, the Rules in Section 3.5 of the FSB Handbook 

require that Financial institutions, when assessing the risk of a proposed business relationship or 

occasional transaction, must take into consideration information on the purpose and intended 

nature of the business relationship or occasional transaction, including the possibility of legal 

persons and legal arrangements forming part of the business relationship or occasional 

transaction. (Paragraph 56) 

Ongoing due diligence on business relationship (c.5.7*, 5.7.1 & 5.7.2) 

537. FSB Regulation 11 requires a financial institution to perform on-going and effective 

monitoring of any existing business relationship, which includes (a) reviewing identification 

data to ensure it is kept up to date and relevant in particular for high-risk relationships or 

customers in respect of whom there is high risk, and (b) scrutiny of any transactions or other 

activity.  

538. Rules in Section 9.2 of the FSB Handbook require scrutiny of transactions and activity to be 

undertaken throughout the course of the business relationship to ensure that the transactions and 

activity being conducted are consistent with the FSBôs knowledge of the customer, their 

business, source of funds, and source of wealth (Paragraph 276).  

539. In addition, the Rules in Section 9.4 of the FSB Handbook require an FSB to conduct ongoing 

CDD to ensure they are aware of any changes in the development of the business relationship. 

The extent of the ongoing CDD measures must be determined on a risk-sensitive basis but a 

financial institution must bear in mind that, as the business relationship develops, the risk of 

money laundering or terrorist financing may change (Paragraph 286). 

540. FSB Regulation 11(c) also requires an FSB to ensure that the way in which identification data 

is recorded and stored is such as to facilitate the ongoing monitoring of each business 

relationship. Additionally, the extent of any monitoring carried out and the frequency at which it 

is carried out is to be determined on a risk-sensitive basis including whether or not the business 

relationship is a high-risk relationship. 
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Risk ï enhanced due diligence for higher risk customers (c.5.8) 

541. Regulation 5 of the FSB Regulations requires Financial institutions to conduct enhanced CDD 

in relation to: 

Å a business relationship or occasional transaction in which the customer or any beneficial 

owner or underlying principal is a politically exposed person;  

Å a business relationship which is a correspondent banking relationship or similar to such a 

relationship in that it involves the provision of services, which themselves amount to financial 

institution or facilitate the carrying on of such business, by one financial institution to another; 

Å a business relationship or an occasional transaction  

o where the customer is established or situated in a country or territory that does not apply or 

insufficiently applies the FATF Recommendations on Money Laundering;  

o which the financial institution considers to be a high risk relationship, taking into account any 

notices, instructions or warnings issued from time to time by the Commission; and  

Å a business relationship or an occasional transaction which has been assessed as a high risk 

relationship pursuant to the financial institutionsô business relationship risk assessment (see 

further below).  

Enhanced CDD requires additional steps to be taken in relation to identification and verification 

including: 

Å obtaining senior management approval for establishing a business relationship or undertaking 

an occasional transaction; 

Å obtaining senior management approval for, in the case of an existing business relationship 

with a PEP, continuing that relationship; 

Å taking reasonable measures to establish the source of any funds and of the wealth of the 

customer and beneficial owner and underlying principal; 

Å carrying out more frequent and more extensive on-going monitoring; and 

Å taking one or more of the following steps as would be appropriate to the particular business 

relationship or occasional transaction:  

o obtaining additional identification data; 

o verifying additional aspects of the customerôs identity; and 

o obtaining additional information to understand the purpose and intended nature of each 

business relationship. 

542. Business relationship risk assessment: FSB Regulation 3 (2) also requires the financial 

institutions - prior to the establishment of a business relationship or the carrying out of an 

occasional transaction - to undertake a risk assessment of that proposed business relationship or 

occasional transaction. Based on this assessment, the financial institution must decide whether 

or not to accept each business relationship, or any instructions to carry out any occasional 

transactions. This assessment must be regularly reviewed so as to keep it up to date and, where 

changes to that risk assessment are required, the financial institution must make those changes. 

The financial institution must ensure that its policies, procedures and controls on forestalling, 

preventing and detecting money laundering and terrorist financing are appropriate and effective, 

having regard to the assessed risk.  

543. Pursuant to FSB Regulation 3 (3) the financial institution must have regard to any relevant 

rules and guidance in the Handbook, and any notice or instruction issued by the Commission 

under the Law, in determining, for the purposes of these Regulations, what constitutes a high or 

low risk. 
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544. When assessing the risk of a proposed business relationship or occasional transaction a 

financial institution must ensure that all the relevant risk factors are considered before making a 

determination on the level of overall assessed risk. Information which must be taken into 

consideration when undertaking a relationship risk assessment includes but is not limited to the 

identity of the customer, beneficial owners and underlying principals, the associated geographic 

areas, the products/services being provided and the delivery channel, the purpose and intended 

nature of the business relationship or occasional transaction, including the possibility of legal 

persons and legal arrangements forming part of the business relationship or occasional 

transaction; and the type, volume and value of activity that can be expected within the business 

relationship. 

545. Where one or more aspects of the business relationship or occasional transaction indicates a 

high risk of money laundering or terrorist financing but the financial institution does not assess 

the overall risk as high because of strong and compelling mitigating factors, the financial 

institution must identify the mitigating factors and, along with the reasons for the decision, 

document them. 

546.  A financial institution must ensure that any proposed or existing business relationship or any 

proposed occasional transaction is designated as high risk if the customer or beneficial owner is 

a politically exposed person, the relationship is a correspondent banking relationship or a 

relationship which involves the provision of financial services or it is a relationship where the 

customer is established in or situated in countries or territories which do not apply or 

insufficiently apply the FATF recommendations or which is linked to notices, instructions or 

warnings issued by the GFSC. 

547. To conclude the analysis of c.5.8, the assessors refer to the IMFôs findings following the 
evaluation in 2011: While the above-outlined Regulation and Rules generally provide a sound 

basis for determining the situations requiring enhanced due diligence and the methods for 

performing it, these requirements are not extended to non-resident customers, private banking, 

or trusts that are personal asset holding vehicles. These categories, which are included in the 

Methodology as potentially higher risk, make up a significant part of the customer base of some 

of the Bailiwickôs financial institutions. The IMF therefore recommended in IMF report to 

expand the list of higher-risk categories of customers to which enhanced due diligence must be 

applied.  

Risk ï application of simplified/reduced CDD measures when appropriate (c.5.9) 

548. The general rule is that business relationships and occasional transactions are subject to the 

full range of CDD measures, including the requirement to identify and verify the identity of the 

customer, beneficial owners and any underlying principals. Only where a FSB has assessed a 

business relationship or occasional transaction as a low risk pursuant to Regulation 3 (2)(a), 

FSB Regulation 6 (1) permits the FSB to  

a) apply reduced or simplified customer due diligence measures (see Section A below), or 

b) treat an intermediary as if it were the customer (see Section B below). 

It is clearly emphasised in the FSB Handbook that a comprehensive relationship risk assessment 

must be conducted before a financial institution can determine that the above-mentioned 

measures can be applied. 

A. Simplified or reduced CDD 

549. Chapter 6 of the FSB Handbook sets outs the specific occasions when it may be appropriate 

for a financial institution to apply simplified or reduced CDD measures and includes general 

rules which require that: 

¶ a financial institution must ensure that when it becomes aware of circumstances which affect 

the assessed risk of the business relationship or occasional transaction, a review of the CDD 



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 115 

documentation and information held is undertaken to determine whether it remains appropriate 

to the revised risk of the business relationship or occasional transaction; 

¶ where a financial institution has taken a decision to apply reduced or simplified CDD 

measures, documentary evidence must be retained which reflects the reason for the decision; 

and  

¶ the financial institution recognises that the application of simplified or reduced CDD measures 

does not remove its responsibility for ensuring that the level of CDD required is proportionate 

to the risk.  

550. Where a financial institution has reason to believe that any aspect of the relationship or 

occasional transaction could be other than low, then simplified or reduced CDD measures must 

not be applied. 

551. As specified in Regulation 6(2), the discretion to apply reduced or simplified CDD measures 

may only be exercised in accordance with the requirements set out in chapter 6 of the FSB 

Handbook. The application of simplified or reduced CDD is limited to the circumstances 

provided for in Regulation 6 and chapter 6 of the FSB Handbook and include defined cases in 

relation to the identification and verification of a customer who is a Guernsey resident; legal 

bodies quoted on a regulated market; customers which are Appendix C businesses; non-

Guernsey collective investment schemes; and receipt of funds. 

552. Chapter 6 of the FSB Handbook lists the following five situations where reduced or simplified 

CDD may be applied (if the individual relationship has been assessed as low risk by the 

financial institution):  

553. Guernsey residents: Where establishing a business relationship with or undertaking an 

occasional transaction for an individual customer who is a Guernsey resident and the 

requirements for the application of simplified or reduced CDD measures, as set out above are 

met, a financial institution must obtain at a minimum the name, any former names (such as 

maiden name) and any other names used, principal residential address; date of birth; and 

nationality. The name and either the principal residential address or the date of birth of the 

individual must be verified. This provision appears to be in line with the FATF standard. 

554. Legal bodies quoted on a regulated market: The simplified/ reduced CDD measures in respect 

of listed legal bodies consist in the discretion to treat the legal body itself as the customer to be 

identified and verified (instead of the ultimate beneficial owners). In addition to the above-

mentioned general preconditions, the financial institution must obtain documentation which 

confirms that the legal body is quoted on a regulated market and must identify and verify 

authorised signatories who have authority to operate an account or to give the financial 

institution instructions concerning the use or transfer of funds or assets.  

555. This provision appears to be in line with the standard
90

 as the standard establishes that where 

the customer is a public company that is subject to regulatory disclosure requirements i.e. a 

public company listed on a recognised stock exchange, it is not necessary to seek to identify and 

verify the identity of the shareholders of that public company. 

556. Investment schemes: The simplified/reduced CDD measures in respect of investment schemes 

consist in the discretion to treat the collective investment scheme itself as the customer to be 

identified and verified (instead of the ultimate investors). In addition to the above-mentioned 

general preconditions, the financial institution must obtain documentation which confirms that 

the legal body is a collective investment scheme regulated by the GFSC and must identify and 

verify authorised signatories who have authority to operate an account or to give the financial 

institution instructions concerning the use or transfer of funds or assets.   

                                                      
90

 See ĂNote to assessorsñ on top of page 17 of the FATF Methodology. 
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557. In other words, financial institutions (for example custodian banks holding the assets of the 

collective investment scheme) are not required to identify and verify the identity of the ultimate 

beneficial owner on whose behalf the investment into the investment scheme is ultimately being 

conducted (even if they hold a major amount of the investment scheme assets).
91 

However, the 

FATF Methodology clearly establishes that ñthe general rule is that customers must be subject 

to the full range of CDD measures, including the requirement to identify the beneficial owner.ò 

Accordingly, simplified CDD (in terms of the FATF Recommendations) does not mean an 

exemption from any of the CDD measures, but financial institutions can adjust the amount or 

type of each or all of the CDD measures in a way that is commensurate to the low risk 

identified. In the case of beneficial ownership identification, this could consist for example in 

obtaining less detailed identification information. However, the assessors are fully aware, that 

the above-mentioned concessions made with respect to investment schemes reflect those made 

to the investment sector in many other countries.  

558. The Guernsey authorities argue that the above mentioned exemption from identifying and 

verifying the identity of the ultimate beneficial owner has to be seen in the light of the fact that a 

regulated scheme must have a Guernsey licensed fund administrator under section 8 of the 

Protection of Investors (Bailiwick of Guernsey) Law, 1987 (to whom a scheme would typically 

contract the function of applying AML/CFT measures), which is also subject to the FSB 

Regulations and Handbook. However, the fund administrator is allowed to make use of the 

intermediary provisions (in section 6.5 of the FSB Handbook
92

), if the investment into the 

collective investment scheme is made by a regulated financial institution on behalf of its 

clients
93

 (i.e. the discretionary or advisory investment manager or custodian). As a consequence, 

the investor who ultimately provided the funds for the investment would not be known to the 

fund administrator. 

559. Information on these ultimate beneficial owners is only held (in a fragmented and 

decentralised way) by intermediaries potentially located in various jurisdictions that subscribed 

for shares, interests or units (as relevant) in the collective investment scheme on behalf of their 

clients (the ultimate beneficial owners). As a consequence, the Bailiwick Financial Institution 

will not be able to establish whether there are hundreds of different beneficial owners investing 

into the CIS or if there are only very few of them (neither will the intermediaries be able to do 

so as they only hold a piece of the entire ownership information). The assessorsô would consider 

this information on the ownership structure as highly important for an adequate customer risk 

assessment. It must also be emphasised that there might be chains of intermediaries in different 

jurisdictions involved. This would make it particularly difficult (if not impossible) for law 

enforcement and other authorities to find out the ultimate beneficial owners, which makes this 

product vulnerable for the purpose of disguising the true ownership of funds. 

                                                      
91

 The Guernsey authorities argue that as the collective investment scheme will contract the provisions of 

scheme-specific activities to various specialist financial institutions, it is the scheme which is the financial 

institutionôs customer to identify and verify and not each of the underlying investors of the fund, unless part of 

that contract for services with the scheme includes the application of AML/CFT measures to the schemeôs 

investors. Within the Guernsey collective investment scheme sector it is invariably to the schemeôs 

administrator these AML/CFT measures are contracted. 
92

 The authorities stress that under rules in section 6.5 of the Handbook the financial institution (the fund 

administrator) has to establish that the intermediary meets the criteria in order to be treated as an intermediary 

and provides to the administrator written confirmation that it has appropriate risk grading procedures to 

differentiate between high and low risk relationships; an assurance that it has appropriate and effective CDD 

procedures, that the administrator is provided with sufficient information to understand the purposes and 

intended nature of the relationships and that the account will only be operated by the intermediary. It is 

questionable however, whether this confirmation is also useful in the case of chains of intermediaries. It has to 

be emphasised that the intermediary has to qualify as an Appendix C business (the term ñappendix C business 

is explained in the analysis under c.5.10) 
93

 This institution has to meet the criteria to qualify as an Appendix C business (the term ñappendix C business 

is explained in the analysis under c.5.10) 
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560. The Guernsey authorities argue that financial institutions which provide financial services to a 

Guernsey regulated collective investment scheme have to risk assess the relationship they will 

have with the scheme in accordance with Regulation 3. The GFSC stated that it has observed 

that such an assessment will include an assessment of the schemeôs intended client base 

(minimum subscription amounts are helpful indicators in the authoritiesô view), the types of 

investors
94

, how it will be marketed, the types of assets it will hold, its frequency of valuation 

and dealing, investment objective and strategy and control issues covering the schemeôs 

directors (if a company) and management. The Guernsey authorities also informed that all 

regulated CIS submit quarterly statistics to the GFSC which includes information on the 

numbers of investors subscribed on the share register. Statistics at the end of June 2015 show 

that approximately 300 regulated CIS each have more than 50 investors. Approximately 220 

regulated CIS have less than 10 investors but nearly half of these are private equity funds where 

the use of intermediary provisions is rare according to an industry representative. A further 10% 

of regulated CIS are listed on a regulated markets such as Guernsey or /UK. The assessors take 

the view that the above mentioned information items (which are the basis for the institutionsô 

risk assessment) are not useful in identifying cases where a collective investment scheme is in 

fact used as a personal assets holdings vehicle that is considered to be of higher risk according 

to the FATF methodology. The statistics provided also highlight that there is a considerable 

amount of regulated CIS with a very narrowly held ownership (less than 10 investors). The 

Guernsey authorities also argue that these arrangements are consistent with the Principles on 

Client Identification and Beneficial Ownership for the Securities Industry issued in May 2004 

and Anti-Money Laundering Guidance for Collective Investment Schemes issued in October 

2005 by the International Organization of Securities Commissions. However, the assessors point 

out that the IOSCO Guidance (2005) simply states that certain jurisdictions consider it low risk 

when a financial institution (e.g. a broker/dealer or bank), acting as an intermediary, submits 

bunched orders through an omnibus account to an open-end CIS where the financial institution: 

i) is based in a jurisdiction that the CIS is satisfied has appropriate anti-money laundering 

legislation; ii) has in place an anti-money laundering program; and iii) is supervised for 

compliance, and has measures in place to comply, with those requirements. 

561. Appendix C business
95

: When the customer has been identified as an Appendix C business, 

and the purpose and intended nature of the relationship is understood, verification of the identity 

of the Appendix C business is not required (Rule 208 of the FSB Handbook). The wording of 

this provision suggests that verification of the identity is not required at all. As mentioned 

previously, the FATF Recommendations do not permit refraining from any of the CDD 

measures (even when reduced or simplified CDD measures are permissible), but financial 

institutions may adjust the amount or type of each or all of the CDD measures in a way that is 

commensurate to the low risk identified.  

562. However, the assessors acknowledge that the customerôs identity de facto still needs to be 

verified based on reliable information by examining whether the business is in fact regulated 

and supervised by an authority in Appendix C country or territory. This needs to be done by 

using reliable information (e.g. by examining the authoritiesô website information on regulated 

and supervised firms). The authorities stated that Rule 208 of the FSB Handbook does not 

exempt the financial institution from identifying the beneficial owner of the Appendix C 

business. It is clarified in the Handbook that the discretion provided by Rule 208 does not apply 

if the Appendix C business is acting for underlying principals. The Handbook establishes that in 

such instances the underlying principals must be identified and their identity verified in 

accordance with the requirements of the Handbook. 

                                                      
94

 It remains unclear to which extent the type of investors is ascertainable without having identified the 

ultimate beneficial owners. 
95

 The term ñAppendix C businessò is explained in the analysis under c.5.10. 
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563. Non-Guernsey Collective Investment Funds: A Guernsey regulated financial institution which 

is providing services within the scope of a licence issued to it by the GFSC, to a collective 

investment fund established outside Guernsey may in certain circumstances refrain from 

undertaking CDD procedures on the investor and instead content itself with a contracted party, 

for instance the administrator or the transfer agent, of the fund having undertaken CDD 

procedures on the investor.  

564. Where the financial institution in Guernsey wishes to content itself with the administrator of 

the fund having undertaken CDD procedures on the investor, the financial institution must: 

¶ undertake CDD procedures in respect of the administrator to ensure that it is an Appendix C 

business and that it is regulated and supervised for investment business; and 

¶ require the administrator to provide a written confirmation which:  

o contains adequate assurance that the administrator conducts the necessary CDD procedures in 

respect of investors in the fund;  

o confirms that the administrator has appropriate risk-grading procedures in place to 

differentiate between the CDD requirements for high and low risk relationships; and  

o contains an assurance that the administrator will notify of any investor in the fund categorised 

as a PEP. 

565. In addition, the Guernsey financial institution must have a programme for testing and 

reviewing the CDD procedures of the administrator. 

566. First of all, it is important to stress, that the Guernsey regulated financial institution is not 

required to obtain any customer or beneficial owner information from the administrator or 

transfer agent. Therefore, these Handbook rules cannot be regarded as third party reliance in 

terms of FATF Recommendation 9. As mentioned above, simplified CDD (in terms of the 

FATF Recommendations) does not permit refraining from any of the CDD measures, but 

financial institutions can adjust the amount or type of each or all of the CDD measures in a way 

that is commensurate to the low risk identified. While the safeguards foreseen in the FSB 

Handbook (for compensating the fact that the ultimate beneficial owner does not have to be 

identified) appear to be well ahead of many other jurisdictions, the exemption provided is not 

consistent with the requirements of the standard. 

567. Irrespective of the overall deficiency identified, in relation to the safeguards in place it has to 

be stressed that the administrator is only required to notify any investor in the fund categorised 

as a PEP. The administrator does not have to notify any other types of higher risk investors. For 

example, the Guernsey financial institution would not be made aware of any investors resident 

in a country subject to the FATFôs Public Statement.
96

 Furthermore, it remains unclear whether 

the assurance that the administrator conducts the necessary CDD procedures in respect of the 

ñinvestorsò in the fund extends to the ultimate beneficial owner or only to the direct ñinvestorò 

(which might often be a financial institution investing on behalf of an ultimate beneficial 

owner).  

568. Section 6.4 of the FSB Handbook sets out that under certain circumstances the receipt of funds 

from an Appendix C business may provide satisfactory means of verifying the identity of the 

customer, beneficial owner and any underlying principal, provided that the relationship or 

occasional transaction is considered to be a low risk relationship. The financial institution ï 

inter alia ï must ensure that all initial and future funds are received from an Appendix C 

business; all transactions are to or from accounts in the customerôs name and there are no cash 

withdrawals unless these are face to face with the customer or underlying principal.  

                                                      
96

 However for the administrator to qualify as an Appendix C business it must be located in a jurisdiction listed 

in Appendix C and regulated and supervised to AML/CFT measures which are consistent with FATF 

standards. 
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B. Treating intermediary as customer 

569. Section 6.5 of the FSB Handbook sets out the criteria, which must be met for an intermediary 

relationship to be established. In such circumstances, it is not deemed necessary to undertake 

CDD procedures on the customers of the intermediary unless the FSB considers this course of 

action to be appropriate (paragraph 217 of the FSB Handbook). Before establishing an 

intermediary relationship, the financial institution undertake a risk assessment which will allow 

the financial institution to consider whether it is appropriate to consider the intermediary as its 

customer or whether the intermediary should be considered as an introducer and as such be 

subject to the requirements for third party reliance set out in Section 4.10 of the FSB Handbook 

(paragraph 218). 

570. CDD procedures must be undertaken on the intermediary to ensure that the intermediary is 

either 

Å an Appendix C business
97

, excluding a foreign trust and corporate service provider; 

Å a wholly owned nominee subsidiary vehicle of an Appendix C business, excluding a foreign 

trust and corporate service provider;  

Å a wholly owned pension trustee subsidiary vehicle of an Appendix C business, excluding a 

foreign trust and corporate service provider; or 

Å a firm of lawyers or estate agents operating in Guernsey, and the pooled funds are to be used 

for the purchase or sale of Guernsey real estate and have been received from a Guernsey bank 

or a bank operating from an Appendix C jurisdiction. 

In addition, the intermediary must provide a written confirmation that:  

Å appropriate risk-grading procedures are in place to differentiate between the CDD 

requirements for high and low risk relationships;  

Å contains adequate assurance that the intermediary conducts appropriate and effective CDD 

procedures in respect of its customers, including enhanced CDD measures for PEP and other 

high risk relationships;  

Å contains sufficient information to enable the financial institution to understand the purpose and 

intended nature of the business relationship; and  

Å confirms that the account will only be operated by the intermediary who has ultimate, 

effective control over the financial product or service. 

571. For an intermediary to be considered as the customer of the financial institution, a business 

relationship must be established to provide for one or more the products and services in the 

table below. Some additions to the list of the products and services were made in March and 

April 2013 (asterisked in the table below). 

Table 23 

Product/service Intermediaries who may be 

considered as the customer 

Investment of life insurance company funds to back the 

companyôs policyholder liabilities where the life company 

opens an account. If the account has a policy identifier then 

the bank must require an undertaking to be given by the life 

company that they are the legal and beneficial owner of the 

funds and that the policyholder has not been led to believe 

The life insurance company.  

                                                      
97

 The term ñAppendix C businessò is explained in the analysis under c.5.10. 
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that he has rights over a bank account in Guernsey.  

The offering of insurance products to another regulated 

financial institution by a Guernsey licensed insurer, as part 

of its relationship falling within the scope of the Insurance 

Law 

The regulated financial 

institution. 

Investments via discretionary or advisory investment 

managers or custodians of their customersô monies into a 

collective investment scheme either authorised or registered 

by the GFSC where the funds (and any income) may not be 

returned to a third party unless that third party was the 

source of funds.  

The regulated financial 

institution, i.e. the discretionary 

or advisory investment manager 

or custodian.  

Investments via discretionary or advisory investment 

managers of their customersô monies into a non-Guernsey 

scheme, where approval has been granted by the GFSC to a 

POI licensee to provide administration, and where the funds 

(and any income) may not be returned to a third party 

unless that third party was the source of funds.* 

The regulated financial 

institution, i.e. the discretionary 

or advisory investment manager.  

Undertaking various restricted activities by a POI licensee, 

within the scope of its licence as part of its relationship 

falling within the scope of the POI Law, with another 

regulated financial institution licence where the funds (and 

any income) may not be returned to a third party unless that 

third party was the source of funds.  

The regulated financial 

institution.  

Dealing in bullion (although not covered by FATF 

requirements this is a financial activity under the POCL to 

which AML/CFT measures must be applied by the bullion 

dealer) by a licensed bank, a POI licensee or a Guernsey 

licensed fiduciary as part of its relationship with another 

regulated financial institution, where:  

Å safe custody services are provided in relation to bullion;  

Å no physical bullion is received or delivered; and  

Å any funds may only be received from and/or returned to 

the intermediary.*   

The regulated financial 

institution  

The provision of nominee shareholder services* The nominee subsidiary vehicle  

The provision of pension trustee services to its parent 

company*  

The pension trustee subsidiary 

vehicle 

Client accounts held by banks in the name of a POI licensee 

e.g. a pooled client money account, where the funds are 

subject to the conduct of business rules.*   

The POI licensee 

Client accounts held by banks in the name of a Guernsey 

licensed fiduciary or a firm of lawyers or estate agents 

registered with the GFSC where the holding of funds in the 

client account is on a short-term basis and is necessary to 

The licensed fiduciary or firm of 

lawyers or estate agents 

operating in Guernsey. 
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facilitate a transaction 

Pooled accounts held by banks in the name of a Guernsey 

licensed fiduciary where the holding of funds in the pooled 

account is on a short-term basis and where the funds (and 

any income generated) will only be returned to the bank 

account from which the funds originated. Licensed 

fiduciaries should ensure that any such use is compatible 

with relevant trust deeds, and applicable legislation and 

Codes of Practice. 

The Guernsey licensed fiduciary 

572. As outlined above, Section 6.5 of the Handbook permits financial institutions to refrain from 

undertaking CDD procedures on the customers of the intermediary. In other words, the ultimate 

beneficial owner (on whose behalf a transaction is being conducted) does not have to be 

identified and verified in those instances. As mentioned previously, simplified CDD (in terms of 

the FATF Recommendations) does not permit refraining from any of the CDD measures, but 

financial institutions can adjust the amount or type of each or all of the CDD measures in a way 

that is commensurate to the low risk identified. When it comes to beneficial ownership 

identification, this could consist for example in obtaining less detailed identification 

information, but not refraining at all from identifying the ultimate beneficial owner.
98

  

573. While the safeguards foreseen in the FSB Handbook (for compensating the fact that the 

ultimate beneficial owner does not have to be identified) appear to be well ahead of many other 

jurisdictions, the exemption provided is not consistent with the requirements of the standard. 

The authorities stress that they considered guidance issued by IOSCO and the Basel Committee 

in drawing up these provisions.   

Risk ï simplification/ reduction of CDD measures relating to overseas residents (c.5.10) 

574. Criterion 5.10. requires that, where financial institutions are permitted to apply simplified or 

reduced CDD measures to customers resident in another country, this should be limited to 

countries that the original country (and not only the financial institution) is satisfied are in 

compliance with and have effectively implemented the FATF Recommendations. For this 

purpose the GFSC has drawn up Appendix C to the Handbook. Appendix C reflects those 

countries or territories which the GFSC considers require regulated FSB to have in place 

standards to combat money laundering and terrorist financing consistent with the FATF 

Recommendations and where such financial institutions are supervised for compliance with 

those requirements. It was also designed as a mechanism to recognise the geographic spread of 

the customers of the Guernsey finance sector and is reviewed periodically with countries or 

territories being added as appropriate.  

575. In accordance with the definition provided for in the Regulations an ñAppendix C businessò 

means:  

a) a financial institution supervised by the GFSC; or  

b) a business which is carried on from -  

(i) a country or territory listed in Appendix C to the Handbook
99

 and which would, if it were 

carried on in the Bailiwick, be a financial institution; or  

                                                      
98

 Rule 223 of the FSB Handbook requires that a financial institution should always consider whether it feels 

that the risks would be better managed if the financial services business undertook CDD on the beneficial 

owner and underlying principal(s) for whom the intermediary is acting rather than treating the intermediary as 

the customer. This wording suggests that the Guernsey authorities share the assessorsô view that the 

intermediary cannot be considered as the beneficial owner in any of the above-mentioned situations, even if the 

intermediary might qualify as legal owner of the clientôs funds in some of these instances (e.g. insurance 

company as legal owner of the insurance premiums). 

99
 At the time of the onsite visit the following countries were listed in Appendix C to the Handbook: Austria, 
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(ii)  the United Kingdom, the Bailiwick of Jersey, the Bailiwick of Guernsey or the Isle of Man 

by a lawyer or accountant;  

and, in either case is a business ï  

(A) which may only be carried on in that country or territory by a person regulated for that 

purpose under the law of that country or territory;  

(B) the conduct of which is subject to requirements to forestall, prevent and detect money 

laundering and terrorist financing that are consistent with those in the Financial Action Task 

Force Recommendations on Money Laundering in respect of such a business; and  

(C) the conduct of which is supervised for compliance with the requirements referred to in 

subparagraph (B), by the GFSC or an overseas regulatory authority.  

576. Regulation 6 of the FSB Regulations provides that the discretion set out in Regulation 6(1) to 

apply reduced or simplified CDD measure or treat an intermediary as if it were the customer, 

may only be exercised in accordance with the rules set out in chapter 6 of the FSB Handbook. 

The criteria for each of the designated categories of low risk customer specified under criterion 

5.9 above and which are included in chapter 6 of the Handbook link the application of reduced 

or simplified CDD measures in almost all cases either to Guernsey or a country listed in 

Appendix C. 

577. According to paragraph 206 (second bullet point) of the FSB Handbook, an FSB is allowed to 

consider a legal body quoted on a regulated market as the principal to be identified (as the listed 

entity will be subject to the relevant exchangeôs disclosure requirements). Thus, this application 

of simplified CDD is not restricted to a listed legal body that is domiciled in Guernsey or an 

Appendix C jurisdiction. However the listed legal body has to be quoted on a ñregulated 

marketò. This term is defined in the Insider Dealing (Securities and Regulated Markets) Order, 

1996 as amended. According to the Insider Dealing Order various major global stock exchanges 

qualify as regulated markets (which are explicitly mentioned in the Order). In addition, the term 

comprises ñany exchange, which is an ordinary, associate or affiliate member of IOSCO or any 

exchange which is regulated, or supervised by, such a memberò. In the assessorôs view IOSCO 

membership does not warrant for equivalent disclosure requirements, as the adequacy of these 

requirements are not assessed in the application process for membership. The authorities should 

therefore draw up a list of ñregulated marketsò that have been assessed as having adequate 

disclosure requirements.  

578. Furthermore, the discretion to treat an intermediary as if it were the customer may also be 

applied to an intermediary which is  

Å a wholly owned nominee subsidiary vehicle of an Appendix C business, excluding a foreign 

trust and corporate service provider;  

Å a wholly owned pension trustee subsidiary vehicle of an Appendix C business, excluding a 

foreign trust and corporate service provider; or 

Å a firm of lawyers or estate agents operating in Guernsey, and the pooled funds are to be used 

for the purchase or sale of Guernsey real estate and have been received from a Guernsey bank or 

a bank operating from an Appendix C jurisdiction. 

579. However, there is no requirement that these subsidiary vehicles are domiciled in Guernsey or 

an Appendix C jurisdiction. Given that subsidiary might be unable to observe the (equivalent) 

AML/CFT standards applied by the mother company because this is prohibited by local (i.e. 

host country) laws, regulations or other measures (compare FATF criterion 22.2), the discretion 

                                                                                                                                                                   
Australia, Belgium, Bulgaria, Canada, Cayman Islands, Cyprus, Denmark, Estonia, Finland, France, Germany, 
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to apply simplified due diligence should be limited to Guernsey and countries listed in 

Appendix C. 

Risk ï simplified / reduced CDD measures not to apply when suspicions of ML/FT or other risk 

scenarios exist (c.5.11) 

580. FSB Regulation 6 (3) prohibits the application of simplified or reduced CDD measures from 

being applied where the financial institution knows or suspects or has reasonable grounds for 

knowing or suspecting that any party to a business relationship or any beneficial owner or 

underlying principal is engaged in money laundering or terrorist financing, or in relation to 

business relationships or occasional transactions where the risk is other than low. In such cases 

it is also prohibited to treat an intermediary as if it were the customer. 

581. The rules in chapter 6 of the FSB Handbook require financial institutions to ensure that when 

they become aware of circumstances which affect the assessed risk of the business relationship 

or occasional transaction, a review of the CDD documentation and information held is 

undertaken to determine whether it remains appropriate to the revised risk of the business 

relationship or occasional transaction. Where a decision has been taken to apply reduced or 

simplified CDD measures, documentary evidence must be retained which reflects the reason for 

the decision. 

Risk Based application of CDD to be consistent with guidelines (c.5.12) 

582. Where financial institutions are permitted to determine the extent of the CDD measures on a 

risk sensitive basis, pursuant to FATF criterion 5.12 this should be consistent with guidelines 

issued by the competent authorities. 

583. Regulation 6(2) of the FSB Regulations provides that the application of simplified or reduced 

CDD measures may only be exercised in accordance with the requirements set out in chapter 6 

of the FSB Handbook. 

584. The rules and the guidance in chapter 6 of the FSB Handbook detailing the types of customers, 

transactions or products where the risk may be considered as low and where a financial 

institution may wish to apply the reduced or simplified CDD measures are set out fully in the 

response to criterion 5.9. 

585. As regards the application of enhanced due diligence, the assessors refer to the IMFôs findings 
following the evaluation in 2010: While the Regulation and Rules generally provide a sound 

basis for determining the situations requiring enhanced due diligence and the methods for 

performing it, these requirements are not extended to non-resident customers, private banking, 

or trusts that are personal asset holding vehicles. These categories, which are included in the 

Methodology as potentially higher risk, make up a significant part of the customer base of some 

Bailiwick financial institutions. The IMF therefore recommended to expand the list of higher-

risk customers to which enhanced due diligence must be applied accordingly. 

Timing of verification of identity ï general rule (c.5.13) 

586. Regulation 7 of the FSB Regulations provides that identification and verification of the 

identity of any person or legal arrangement must be carried out before or during the course of 

establishing a business relationship or before carrying out an occasional transaction. 

Timing of verification of identity ï treatment of exceptional circumstances (c.5.14 & 5.14.1) 

587. FSB Regulation 7(2) provides that verification of the identity of the customer and of any 

beneficial owners and underlying principals may be completed following the establishment of a 

business relationship provided that: it is completed as soon as reasonably practicable thereafter; 

the need to do so is essential not to interrupt the normal conduct of business, and appropriate; 

and effective policies, procedures and controls are in place which operate so as to manage risk. 
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588. In addition, section 4.13 of the FSB Handbook requires that when the circumstances are such 

that verification of identity of customers, beneficial owners and underlying principals may be 

completed following the establishment of the business relationship or after carrying out the 

occasional transaction, a financial institution must have appropriate and effective policies, 

procedures and controls in place so as to manage the risk which must include: 

Å establishing that it is not a high risk relationship; 

Å monitoring by senior management of these business relationships to ensure verification of 

identity is completed as soon as reasonably practicable;  

Å ensuring funds received are not passed to third parties; and 

Å establishing procedures to limit the number, types and/or amount of transactions that can be 

undertaken. 

Failure to satisfactorily complete CDD before commencing the business relationship (c.5.15) and 

after commencing the business relationship (c.5.16) 

589. FSB Regulation 9 requires that where a FSB cannot comply with the CDD requirements of the 

Regulations it must in the case of a proposed business relationship or occasional transaction, not 

enter into that business relationship or carry out that occasional transaction with the customer, 

and consider whether an STR must be made. 

590. Additionally, the rules in section 4.14 of the FSB Handbook require that when a financial 

institution has been unable, within a reasonable time frame, to complete CDD procedures in 

accordance with the requirements of the FSB Regulations and the FSB Handbook, it must assess 

the circumstances and ensure that the appropriate action is undertaken as required by Regulation 

9 (see above). A FSB is also required by the rules in section 4.14 to ensure that where funds 

have already been received they are returned to the source from which they came and not 

returned to a third party. 

Application of CDD requirements to existing customers ï (c.5.17) 

591. Regulation 4 of the FSB Regulations provides that the CDD requirements of the FSB 

Regulations must be carried out in relation to a business relationship established prior to the 

coming into force of the Regulations to the extent that such steps have not already been carried 

out, at appropriate times on a risk-sensitive basis. These Regulations came into force in 2007. 

592. Additionally, chapter 8 of the FSB Handbook provides rules and guidance in respect of the 

CDD measures to be undertaken in respect of business relationships, which were established 

with customers taken on before the coming into force of the FSB Regulations. The rules in 

chapter 8 include a requirement for a financial institution to ensure that its policies, procedures 

and controls in place in respect of existing customers are appropriate and effective and provide 

for: 

Å its customers to be identified; 

Å the assessment of risk of its customer base; 

Å the level of CDD to be appropriate to the assessed risk of the business relationship; 

Å the level of CDD, where the business relationship has been identified as a high risk 

relationship (for example, a PEP relationship), to be sufficient to allow the risk to be 

managed; 

Å the business relationship to be understood; and 

Å the application of such policies, procedures and controls to be based on materiality and risk. 
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593. In November 2009 the GFSC issued instruction number 6 for financial institutions. This 

instruction was made under section 49(7) of the Proceeds of Crime Law and is subject to 

sanctions for non-compliance. 

594. Instruction number 6 required that the Board of each financial institution must review the 

policies, procedures and controls in place in respect of existing customers to ensure that the 

requirements of Regulations 4 and 8 (relating to CDD and the setting up and maintenance of 

accounts respectively) of the FSB Regulations and each of the rules in chapter 8 of the FSB 

Handbook are met (information on Regulations 4 and 8 and the rules in chapter 8 is provided in 

the above paragraphs); and by the close of business on 31 March 2010 have taken any necessary 

action to remedy any identified deficiencies and satisfy itself that CDD information appropriate 

to the assessed risk is held in respect of each business relationship. 

Performance of CDD measures on existing customers (c.5.18) 

595. FSB Regulation 4(1)(b) requires a FSB to ensure that the full identification and verification 

requirements are carried out in relation to a business relationship established prior to the coming 

into force of these Regulations in respect of which there is maintained an anonymous account or 

an account which the financial institution knows, or has reasonable cause to suspect, is in a 

fictitious name, as soon as possible after the coming into force of these Regulations and in any 

event before such account is used again in any way. 

Effectiveness and efficiency 

596. Financial services businesses have been subject to AML/CFT obligations since 2000 (with 

some types of business such as banks subject to guidance long before that date). The FSB 

Regulations and FSB Handbook were first issued in 2007 as part of Guernseyôs approach to 

meeting the 2003 FATF Recommendations and 2004 Methodology. Financial institutions have 

therefore had many years to embed compliance with the AML/CFT requirements to which they 

are subject. The assessors take the view that the maturity of the regulatory framework in place, 

as well as the continuous political and policy attention paid to this area over those years, is a 

major factor to be taken into consideration when evaluating the overall effectiveness and 

efficiency of the customer due diligence measures. Substantial resources are dedicated from 

both the competent authorities as well as the financial institutions to put this framework into 

practice. Financial institutions clearly demonstrated that they are highly knowledgeable of their 

AML/CFT obligations. 

Effectiveness - Anonymous accounts and accounts in fictitious names (c.5.1) 

597. All internal procedures reviewed by the assessment team contained a clear prohibition 

regarding the set-up of anonymous accounts or accounts in fictitious names. The GFSC stated 

that every financial institution was visited by 2010 and no cases of anonymous or fictitious 

accounts have been identified. The GFSC continues to include a question in its onsite 

questionnaire as to whether a business maintains any anonymous or fictitious accounts in order 

to ensure that no such accounts are established.  

598. One bank has legacy accounts which are numbered accounts, which were opened prior to the 

introduction of the Handbook and had already been notified to the GFSC. The GFSC has 

established on each occasion that it has visited the bank that due diligence is held on these 

customers and is available to management and compliance staff. 

Effectiveness - Identification and verification of the identity of the customer and the beneficial owner 

(c.5.2, 5.3, 5.4 & 5.5)  

599. All financial institutions met have comprehensive customer take-on policies, procedures and 

controls in place. The financial institutions interviewed by the assessment team demonstrated 

good knowledge of the identification and verification requirements as set out in the Regulation 

and the Handbook. The documentation standards set out in the internal procedures reviewed by 

the assessors were in line with the requirements of the FSB Handbook. The compliance 
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functions of financial institutions appear to be adequately consulted by front-line staff, at least 

when it comes to the acceptance of high-risk customers. 

600. In the past, most financial institutions placed reliance on a domestic or foreign introducer (in 

particular fiduciaries and lawyers) to have verified the identity of the customer, beneficial owner 

and any underlying principals. Due to risk considerations and due to the increasingly 

burdensome requirements for third party reliance
100

 there appears to be a trend of abstaining 

from the option to rely on a third party or group introducer for the verification of the customer. 

Instead, more and more financial institutions conduct the verification of the introduced 

customers themselves, though still without having face-to-face contact with the beneficial owner 

and/or underlying principals for the majority of their customers.  

601. For the latter reason (i.e. lacking face-to-face contact) Guernsey financial institutions 

commonly have to rely on copy documentation which therefore has to be certified to guard 

against the risk that identification data provided does not correspond to the individual whose 

identity is to be verified. Guernsey financial institutions are required to consider the suitability 

of the certifier in conjunction with the assessed risk of the business relationship or occasional 

transaction together with the level of reliance being placed on the certified documents (Section 

4.5.2 of the FSB Handbook).
101

 It must also exercise caution when considering certified 

documents originating from high risk jurisdictions or unregulated entities. The rules also require 

an assessment that the financial institution is satisfied that the certifier is appropriate and not 

closely associated to the person whose identity is being certified, and requirements regarding 

what the certification must attest and must contain. All institutions must follow these 

requirements as a consequence. Some of the internal procedures reviewed by the assessors 

contained comprehensive policies to determine which kind of persons the company would 

regard as a ñsuitable certifierò while the policies and procedures of other institutions were silent 

on how they would determine that an individual would be suitable to certify documents. The 

authorities have recently reacted to this situation by publishing best practices on this matter in 

the FAQ section of the GFSC website, which is very welcomed by the assessment team.    

602. As far as the beneficial owner identification of legal persons are concerned, the GFSC stated 

that onsite visits indicate that there is now a discernible trend within industry to apply a 

significantly lower threshold than required by the FSB Handbook to identify and verify the 

individuals ultimately holding an interest in the capital or net assets of the legal body or legal 

arrangement. This is mainly because of US and UK tax reporting. Furthermore, given that the 

customer base of financial institutions in the Bailiwick may often involve trusts, assessors 

focused particularly on the effective compliance with the identification and verification 

measures in this context. In order to verify the identity/ existence of the trust and to identify and 

verify the beneficial owner and underlying principals, financial institutions typically require a 

certified copy or original extract of the trust deed showing settlors and where applicable the 

beneficiaries. Some financial institutions appear not to require copies of the relevant extracts of 

the trust deed but only want to have sight of these extracts from which they can record the 

pertinent details. The assessors consider this practice to be in line with 5.4(b) of the 

Methodology. Some financial institutions stated that they would not want to see or hold the 

entire trust deed, as they could, at a future date, be found liable as a constructive trustee for 

failing to notice that a professional trustee was acting outside the scope of the powers in the 

                                                      
100

 This refers in particular to the requirement to have a programme of testing to ensure that introducers are 

able to fulfil the requirement that certified copies or originals of the identification data will be provided upon 

request and without delay. 

101
 For the sake of completeness the authorities would like to point out that pursuant to Section 4.5. of the FSB 

Handbook financial institutions are also required to take adequate measures to manage and mitigate the 

specific risks of business relationships or occasional transactions with a non-resident individual customers. The 

measures mirror the examples of procedures applicable to non-face to face customers as mentioned under 

c.8.2.1 of the FATF Methodology. 
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constitutional documents. However, other institutions stated that they see no liability risk in 

holding a full copy of the Trust Deed.  

603. Only few internal procedures mentioned the requirement to obtain subsequent deeds of 

variation/amendment. Furthermore, financial institutions stated that they would not require to 

have sight of letter of wishes, which often accompany discretionary trusts, setting out the 

settlorôs wishes regarding how he desires the trustee to carry out his duties, who the trustee 

should accept instructions from, and who the beneficiaries should be (which may include the 

settlor himself). The internal procedures reviewed by the assessors did not contain any 

requirements either to ask for a potential letter of wishes, or alternatively, the trusteesô 

memorandum or file note of the settlorôs wishes. Financial institutions explained that they 

would not ask for such documents, as they are not legally binding. The authorities also pointed 

out that under the Trusts (Guernsey) Law a trustee is not obliged to disclose any letter of wishes 

except by order of the Royal Court. They also stress that wider knowledge about the settlorôs 

wishes outside the trustee increases the risk that an individual who might potentially benefit 

finds out inadvertently. However, from the assessorôs point of view, having sight of such 

documents is highly important to test whether there are persons who might otherwise benefit 

from the trust depending upon whether those with power to make such a determination, exercise 

those powers in their favour (the GFSC Handbook refers to ñperson who is the object of a 

powerò). The GFSC has however set out its expectation on the due diligence requirements on a 

person who is the ñobject of a powerò in an FAQ on its website which was issued in October 

2013. Under this trustees should notify the financial institution of any individuals who are 

ñobjects of a powerò. The information that licensed trustees provide to other financial 

institutions and the information that financial institutions receive from trustees is assessed as 

part of the GFSCôs onsite inspections.  

604. It is important to note that several internal procedures reviewed by the assessors set out that 

the underlying individual(s) have to be identified where a settlor(s) is a legal entity (corporate 

settlor). In addition, most of the internal procedures reviewed appear to confirm that the true (or 

economic) settlor (as opposed to a nominee settlor) has to be identified and verified. Most of the 

internal procedures also mentioned the need to identify and verify the identity of any person 

subsequently settling funds into the trust. However, in the interviews it was understood by the 

evaluation team that a few representative of the TCSP sector (which provides the financial 

institutions with the relevant beneficial owner information) would in exceptional cases ï while 

establishing the true or economic settlor - only record the details of a nominee settlor in the 

CDD files to have an additional layer of confidentiality. The GFSC stated that that this was a 

misunderstanding and that the TCSPs interviewed referred to a historic practice. According to 

the GFSC all TCSP are emphatic that this practice is not applied anymore. The GFSC 

emphasised that the findings from the GFSCôs onsite visits to these TCSPs supports their denial. 

In order to have legal certainty on this issue the assessors recommend clarifications to the FSB 

Handbook which applies to both financial institutions and DNFBPs.  

605. Where the trustee is a corporate entity, the internal procedures reviewed by the assessment 

team require the identification of the underlying individual persons and the confirmation that the 

corporate trustee is a licensed fiduciary. 

606. An issue of concern is that none of the internal procedures reviewed did contain any 

instructions with respect to how CDD measures have to be applied with respect to PCCs and 

ICCs. This raised concerns whether CDD is in fact applied with respect to each cell, in 

particular when it comes to the identification of the identity of the beneficial owner(s) (for 

details see the excursus on cellular companies in the analysis under R.33 (paragraph 1056 seq.). 

Following the onsite visit, the GFSC has obtained confirmation of the position from relevant 

industry associations confirming that CDD obligations are understood by their members to 

apply to the individual cells of cellular companies. These statements are acknowledged by the 
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evaluation team. However, in order to ensure enforceability the authorities should clarify this 

requirement in the FSB Handbook. 

607. Financial institutions met appeared to apply robust procedures to ensure that third parties are 

legally authorised to act for and on behalf of the customer. In addition, appropriate CDD 

measures appear to be undertaken on these third parties prior to accepting instructions from 

them. 

608. It is also worth to mention that the FSB Handbook establishes that all key CDD documents (or 

parts thereof) must be understood by an employee of the financial institution, and must be 

translated into English at the reasonable request of the FIS or the GFSC. GFSCôs onsite reviews 

have established that it is common practice for businesses to include in their procedures a 

requirement to ensure that all documents that are in a foreign language are translated. Data on 

non-compliance shows only three instances of a business failing to translate documentation that 

required remediation.   

Effectiveness - Information on purpose and nature of business relationship (c.5.6) 

609. Obtaining information on the nature and intended purpose of the business relationship means 

developing a more comprehensive picture of the customer and the beneficial owner. This 

ultimately allows for developing a customer risk profile and is also key to providing the 

financial institution with a solid basis for monitoring the business relationship. Obtaining 

information on the commercial rationale is an important element of this process, in particular for 

financial institutions servicing foreign customers.  

610. The importance of establishing the rationale is also reflected in the GFSC Handbook in Rule 

56 of the Handbook under which a financial institution must take into account when 

undertaking a relationship risk assessment ï inter alia ï the purpose and intended nature of the 

business relationship or occasional transaction. Under guidance in section 3.5.3 of the 

Handbook, financial institutions should consider as a high risk indicator, ñwhere a customer 

wants a product or service in one country or territory when there are very similar products or 

services in his home country or territory, and where there is no legitimate economic or other 

rationale for buying the product or service abroadò. It is also mentioned as a poor practice in the 

GFSCôs guidance note on visit trends of June 2014 if no record is maintained as to the 

customerôs rationale in selecting the Bailiwick to obtain the requested products and services. 

611. While some of the institutions interviewed showed awareness for this matter, the internal 

AML procedures reviewed by the assessors did not clearly demonstrate that all financial 

institutions are in fact establishing this rationale. The GFSC reported that in some instances, 

relevant information on the rationale appeared to be known to senior personnel or the 

group/parent office but information was not properly recorded in the client files. However poor 

records compromise (significantly if material) the quality and effectiveness of the customer risk 

assessment and the on-going monitoring of the business relationship if the information on 

rationale is not readily available.  

612. Some institutions reported that they are in the process of reviewing their existing customer 

relationships in order to identify and fill potential gaps in the documentation of the economic or 

other rationale for the structure and the business relationship (some of these reviews are related 

to the acquisitions of existing books of businesses). However, it appears that in some instances 

this review has only been applied to a limited portion of the customer base so far. The review of 

existing records should not be limited to high-risk customers, as medium or lower risk 

customers might not have been properly classified in the absence of meaningful information on 

file on the commercial rationale.  

613. The assessors also welcome that the GFSC has in fact emphasised the importance of verifying 

that the intended nature and purpose of each business relationship is recorded with the customer 

risk assessment in its above-mentioned guidance note on visit trends and observations and the 

letter to chief executive officers of financial institutions of May 2014. 
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614. On the positive side, it also has to be highlighted that some financial institutions reported that 

where the rationale of a business relationship is tax planning or tax mitigation, they would 

expect the customer to provide a copy of the tax opinion or advice to ascertain the compliance 

with relevant tax laws. The assessment team recommends that the GFSC should consider 

promoting this best practice. 

615. The assessors also welcome the regulatorôs initiative to raise the financial sector´s awareness 

with respect to potential risks in the area of tax planning by hosting a seminar in co-operation 

with industry representatives. A few financial institutions also reported internal training 

initiatives in this respect. The authorities and the private sector are encouraged to reinforce these 

measures to further strengthen their abilities to identify business relationships with illegitimate 

purposes. 

Effectiveness - On-going due diligence on business relationship (c.5.7) 

616. Some banks use automated monitoring systems implemented by the groups to which they 

belong. In a limited number of instances, the day-to-day monitoring function is delegated to the 

group. The bank remains responsible for complying with Guernsey requirements and must 

understand how the monitoring is undertaken, how the risk profile of its relationships informs 

the monitoring system, including the expected level of transactional activity so that anomalies 

can be identified in a timely and effective manner. Other banks use a combination of automated 

and manual measures, with the latter more commonly seen applied in relation to high-risk 

customers.   

617. Life insurance policies are normally of significant duration and monitoring is usually on a 

trigger event basis such as changes to sums insured. Early cancellation will always be treated as 

an unusual event and will result in additional due diligence. Life assurers use third party 

databases to monitor individuals starting from the time of take-on and then at any trigger event, 

which may occur thereafter. Captive insurance managers have an on-going, active face-to-face 

relationship with their customers and primarily undertake monitoring activities on a manual 

basis. Customers are subject to regular reviews, together with trigger event reviews e.g. a 

change of controller or a material change to risk underwritten. Use of third party databases for 

on-going monitoring and verification purposes is common. 

618. Like the banks, many investment businesses use automated monitoring systems implemented 

by the groups to which they belong. In the context of collective investment schemes, transfer 

agency functions performed in Guernsey require the monitoring of CDD in accordance with the 

terms of business and are subject to on-going monitoring by the administrator, who retains 

responsibility for ensuring that the requirements of the FSB Regulations and the FSB Handbook 

are met. Businesses are often made aware in advance of anticipated transactions as these are 

prescribed in accordance with the terms of the collective investment schemeôs prospectus (e.g. 

subscriptions and redemptions). This more readily facilitates the businessô ability to identify 

proposed transactions and parties seeking to undertake those transactions which fall outside the 

expected and permissible activity under the terms of the scheme, in a timely manner, prior to 

any processing of the transaction. 

619. Investment businesses apply controls to monitor both distributions and redemption payments 

to ensure that they are only made to nominated bank accounts which are in the investorôs name 

and suspend such payments until they are satisfied that the activity falls within that expected of 

the investors, given the known risk profile. Again, similar to the banks, investment licensees use 

a combination of automated and manual measures, with the latter more commonly seen applied 

in relation to high-risk investors and promoters. 
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620. Monitoring undertaken by the registered business sector
102

 generally incorporates both manual 

and automated measures. This will depend upon whether the business is administered by a 

fiduciary, in which case the monitoring measures of the administrator are applied, operates as a 

stand-alone business or forms part of a broader group for which automated measures are 

provided, such as where a registered business which undertakes lending forms part of a larger 

banking group. 

621. The GFCS stated that financial institutions tend to incorporate the requirements concerning the 

review of business relationship assessments with their monitoring programmes. This is designed 

to ensure that CDD remains up to date and that the risk profile of the relationship is current and 

understood.  

622. During on-site inspections the GFSC observed that some financial institutions tended to focus 

on transaction monitoring, particularly in the banking sector. Over the last 2 years, therefore, the 

GFSC has stressed the importance of ensuring that on-going monitoring processes incorporate 

possible changes of a non-transactional nature to a customerôs risk profile, including the 

assessment of events or life style changes that could impact a customerôs profile and result in a 

revised relationship risk. An example of this would be where an individual is elected to public 

office after being taken on as a customer. This has been a particular theme of the GFSCôs 

feedback over the last two years. The GFSC stated that it has observed a notable enhancement 

to the monitoring processes of the relevant businesses.  

623. As can be seen of the technical analysis of c.5.8 the requirement to take reasonable measures 

to establish the source of wealth and the source funds (of the customer, beneficial owner and 

any underlying principal) is articulated expressly with respect to high-risk relationships (FSB 

Regulation 5 (2) (a) (iii)). The wording in the General Introducer Certificate contained in 

Appendix A to the FSB Handbook suggests that the source of wealth and the source of funds is 

in practice established for PEP relationships and, only where appropriate, for other high-risk 

relationships.  

624. However, it is important to mention that some financial institutions appear to establish the 

source of wealth and the source of funds beyond the above outlined statutory requirements. 

They request such information itself for their medium risk relationships. In the assessorôs view 

this practice is to be commended as this information is also essential for a proper risk 

classification of the customer and understanding the legitimacy of a customerôs source of funds 

and wealth is key.  

625. The Handbook and Regulation do not prescribe the measures that must be taken by a financial 

institution to establish the source of wealth and the source of funds. The GFSC has described its 

expectation in this regard in the Q&A section of the GFSC´s website. Financial institutions 

appear to ascertain the source of funds and wealth mainly through responses from customers to 

enquiries about their source of funds and wealth. Most internal AML procedures reviewed by 

the assessors contained very comprehensive guidance on the details of information details to be 

obtained for each type of fund or wealth source.  

626. The internal AML procedures also mention examples of documentary evidences for each type 

of fund or wealth source. However, the internal procedures do not clearly specify in which 

instances it would be considered mandatory to obtain evidence with respect to the customersô 

responses regarding the source of funds and wealth. For example, one internal procedure 

establishes that requests for documentary evidence could be made in ñsome exceptional 

                                                      
102

 Under Guernsey's AML/CFT framework there are three broad types of registered businesses: (1) non-

regulated financial services businesses which are supervised for AML/CFT purposes only; (2) prescribed 

businesses which are supervised for AML/CFT purposes only; and (3) regulated financial services businesses 

carrying out money services business which are also required to register for AML/CFT purposes as money 

service providers. 
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circumstancesò. The authorities stress that firms often wish to retain discretion over when to 

require evidence and flexibility over what type of evidence is required. Based on the review of 

the internal procedures the assessors gained the view that such documentary evidence is 

requested rather infrequently.    

Effectiveness - Risk ï enhanced due diligence for higher risk customers (c.5.8) 

627. As outlined in section 3.1. of this report significant portions of the customer base of some 

Guernsey financial institutions may present multiple high-risk characteristics which are 

considered by the FATF to be of higher risk. First of all, the beneficial owners of more than 

90% of all business relationships are non-resident customers (or rather non-resident beneficial 

owners).  

628. For some business relationships Guernsey financial institutions may never have a face-to-face 

contact with the beneficial owner and/or underlying principals (in particular those settling funds 

into a trust).
103

 Guernsey financial institutions have certain measures in places (which are 

mentioned as examples in the FATF Methodology
104

) for mitigating the risks inherent to such 

non-face-to-face business relationships.  

629. However, it has to be taken in to account that some of these non-face-to-face business 

relationships of Guernsey financial institutions may have additional risk characteristics. These 

relationships might involve legal persons or arrangements that are personal asset-holding 

vehicles, which are listed in the FATF Methodology as another example of higher risk, as there 

is little on public record as to their commercial use and their activities.  

630. It should also be taken into account that under the terms of a discretionary trust (which is 

widely used in Guernsey) financial institutions with customers which are a legal arrangement 

might not have a reliable indication of who will benefit from the trust as the trust deed might 

contain a widely defined class of potential beneficiaries. Typically, the trustee is given wide 

discretionary powers as to when, how much and to which beneficiaries he should distribute the 

income and capital of the trust. In cases where there is a wide class of beneficiaries there is 

uncertainty about the final destination of funds which must be seen as an additional risk-layer 

from the financial institutionsô perspective.  

631. Guernsey trust law also provides for the possibility to establish non-charitable purpose trusts, 

which (from a Guernsey trust law point of view) do not have beneficiaries (see paragraph 1119 

seq. for details) As a consequence, any legal entity that is ultimately held by a non-charitable 

purpose trust becomes an ownerless or ñorphanò entity. This circumstance is in fact promoted 

by Guernsey TCSPs, emphasizing that such arrangements enhance the confidentiality of private 

asset holding vehicles and investment structures. Non-charitable purpose trusts are typically 

used as an orphan ownership vehicle for private trust companies (PTCs) and for securitisation 

and for structuring óoff-balance sheetô investments.
105
. In the assessorôs view these orphan 

entities pose a higher risk to financial institutions maintaining business relationships with such 

entities. 

                                                      
103

 The authorities emphasise that many financial institutions have direct clients with whom they establish 

contact.  Where they act for a legal person or legal arrangement the GFSC often finds that the firm does have 

contact - for example an investment manager presenting on its strategy for managing the assets will often 

include the beneficial owner or underlying principal. 

104
 The measures applied by Guernsey financial institutions include in particular: the certification of documents 

presented; reliance on third party introducers or requiring the first payment to be carried out through an 

account in the customerós name with another bank subject to similar customer due diligence standards. 

105
 Guernsey authorities stress however, that the same AML/CFT obligations apply in relation to undertaking 

CDD on the settlor, trustees and enforcer (protector) of the trust and establishing the intended purpose and 

rationale for the purpose trust. 
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632. It also has to be kept in mind that the structures of above mentioned personal asset-holding 

vehicles often include nominee shareholders (another example of high risk mentioned in the 

FATF Methodology).
106

 

633. There is an additional risk layer, which is related to wealth management, which is a feature of 

the Guernsey financial sector. The inherent risks are outlined in the FSB Handbook: Wealthy 

customers, private banking customers and powerful customers may be reluctant or unwilling to 

provide adequate documents, details and explanations. They might have multiple and complex 

accounts which might be in more than one jurisdiction, either within the same firm or group, or 

with different firms. Finally, the transmission of funds and other assets by this type of private 

customer often involve high value transactions, requiring rapid transfers to be made across 

accounts in different countries and regions of the world. 

634. The assessors welcome that Guernsey financial institutions apply enhanced due diligence to a 

wider range of customers than those required expressly in the FSB Handbook.
107

 However, the 

internal procedures reviewed by the assessment team reveal that business relationships 

presenting cumulatively the above-mentioned examples of characteristics would typically not be 

regarded as high-risk customers, unless there is another risk element (e.g. customer from 

country with significant corruption levels or company with bearer shares).       

635. The assessors acknowledge that Guernsey financial institutions qualify a significant share of 

their customer-base as high risk and apply enhanced due diligence accordingly. The evaluation 

team also takes into account that Guernsey financial institutions have developed a lot of 

experience and expertise with the category of business relationships described above. They are 

also highly knowledgeable as regards CDD in the area of wealth management and appear to be 

aware of the inherent risks. However, the assessors doubt that these aspects can be considered as 

sufficient mitigating factors to address the cumulative risk of business relationships with the 

multiple risk factors described above. In the light of these considerations the assessors have 

concerns whether financial institutions have categorized all their clients commensurate to the 

risk involved, or in other words, whether the risks inherent to customers currently categorized as 

standard risk customers are adequately mitigated. 

Business risk assessment 

636. As already outlined in the analysis of c.5.8 Guernsey financial institutions are required to carry 

out and document a suitable and sufficient money laundering and terrorist financing business 

risk assessment which is specific to the activities and relative to the size, nature and complexity 

of the firmôs business. Shortly after the introduction of the FSB Regulations and the FSB 

Handbook in December 2007, the GFSC required all banks and the forty TCSPs whose 

relationships posed the highest risk to provide it with business risk assessments for review. 

While the quality of some of the initial assessments appeared to be overly generic, the quality of 

risk assessments has improved since, according to the GFSC.  

637. The GFSC has further increased its supervisory focus on this obligation and has reviewed 225 

business risk assessments during the 18 months prior to the onsite visit. The evaluation team 
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 Guernsey authorities point to the mitigating factor that the provision of nominee services by way of 

business is a regulated activity for which a fiduciary licensce is required. Furthermore, locally licensed TCSPs, 

in addition to being the trustee, usually utilise one of their licensed subsidiaries to provide nominee services for 

any underlying company of a trust. For companies not owned by trusts, the licensed fiduciary will provide 

nominee shareholders as well as acting as director.  
107

 Pursuant to the internal AML procedures reviewed by the assessment team, most financial institutions 

consider companies with bearer shares in issue and customers conducting sensitive activities (e.g. gambling 

industry, money service businesses, etc.) as high-risk relationship. In addition, most financial institutions apply 

enhanced due diligence to a wider range of countries than required by FSB Regulation 5. For example, most 

financial institutions consider customers residing or domiciled in countries subject to sanctions or embargos as 

well as countries identified as having significant levels of corruption or other criminal activity as a high-risk 

relationships.   



                                                                  Report on fourth assessment visit of Guer nsey ð 15 September 2015  

 

 133 

had the opportunity to see a few business risk assessments. The assessments appeared to reflect 

well the specific activities of the business and the corresponding financial crimes risks. 

However, the business risk assessments appeared not yet to recognise sufficiently that the 

accumulation of risks (as described above) can present overarching ML/TF risks; 

638. The assessors consider it particularly positive that the GFSC has emphasized (most recently in 

the letter to chief executive officers in May 2014) the need for an overall risk appetite statement, 

driven by its business risk assessment, which informs the business activities. However, only few 

statements clearly defined where the financial institution would find it appropriate, based on an 

assessment of risk, to reject or terminate a business relationship.  

Client risk assessment 

639. Based on the policies and procedures provided by the financial institutions met, the assessors 

conclude that clear customer acceptance policies and procedures have been developed to 

identify the types of customer that in their view are likely to pose a higher risk of ML and FT. 

As required by the FSB Handbook, these policies and procedures are approved at Board level. 

The customer risk classification system is informed by the Regulations, the rules in the 

Handbook, guidance and the businessô own risk appetite, as informed by its business risk 

assessment. The respective policies and procedures examined by the evaluation team appeared 

sufficiently recorded and approved at Board level.  

640. However, as outlined under c.5.6 only few of the procedures and policies required the 

financial institution to take into account the customerôs rationale in selecting the Bailiwick to 

obtain the requested products and services. One of the client risk assessments reviewed by the 

evaluators did include the question whether there is a legitimate economic or other rationale for 

the structure (i.e. a purpose for the entity holding the investment) and the business relationship 

with the FSB concerned. It was noted however, that the procedure determined that, if there is no 

legitimate economic or other rationale, this customer would be considered as a ñhigh risk clientò 

but would not necessarily result in the declination of this business relationship. This suggests 

that some financial institutions are prepared to demonstrate an excessively high risk appetite. 

Effectiveness - Risk ï application of simplified/reduced CDD measures when appropriate (c.5.9 to 

5.12) 

641. The application of simplified or reduced CDD is permissible with respect to Guernsey 

residents, legal bodies; legal bodies quoted on a regulated market and Appendix C businesses 

acting on their own account. However, Guernsey financial institutions typically only have few 

customers meeting this qualification. The utilization of simplified or reduced CDD appears to 

be more relevant when it comes to Guernsey and Non-Guernsey (collective) investment 

schemes. Provided that the statutory preconditions are met financial institutions refrain from 

identifying and verifying the underlying investor in these instances. 

642. In circumstances where the discretion of ñintermediary relationshipsò (as described in the 
technical analysis of c.5.9) can be used it is not deemed necessary to undertake CDD procedures 

on the customers of the intermediary unless the FSB considers this course of action to be 

appropriate based upon an assessment that the ML and TF risks are low. The two most 

important circumstances in practice appear to be where a life insurance company opens an 

account with a bank to invest the life insurance company fund (in other words the policy holders 

funds) and with respect to discretionary or advisory investment managers or custodians 

investing their customerôs monies into a Guernsey or Non-Guernsey (collective) investment 

scheme. 

643. The discretion of ñintermediary relationshipsò is also applied to the provision of nominee 

shareholder services. This is in relation to shareholder services offered to investors by asset 

managers who utilise a wholly owned subsidiary to hold client monies as well as acting as the 

registered owner of securities. Authorities argue that the relationship is between the financial 
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institution and the asset manager as controller of the subsidiary nominee vehicle and not with 

the clients of the assessment manager whose investments the subsidiary vehicle holds.  

644. The discretion is also used where banks hold pooled accounts in the name of a Guernsey 

licensed fiduciary (on a short-term basis). The authorities stated that the majority of licensed 

fiduciaries have a pooled account to hold funds received in advance of the establishment of a 

trust or incorporation of a company. As soon as a bank account has been opened for the trust or 

company, funds will be transferred out of the pooled account into the account for the trust or the 

company. Under the prudential supervisory regime for licensed fiduciaries there is a 

requirement to ensure that funds of different trusts are kept separately from each other and from 

a licenseeôs own funds.  

645. Notwithstanding the concerns regarding the consistency of the rules regarding simplified CDD 

and intermediary relationships with the FATF Recommendations (as described in the technical 

analysis of c.5.9), it has to be stressed that financial institutions met demonstrated good 

awareness of their specific duties resulting from the FSB Regulation and the FSB Handbook. 

Most importantly, they appear to ensure that where the risk has been assessed as anything other 

than low that simplified or reduced CDD measures or the discretion of ñintermediary 

relationshipsò is not applied.  

Effectiveness - Timing of verification of identity ï general rule (c.5.13) & treatment of exceptional 

circumstances (c.5.14) 

646. The most relevant instance where financial institutions verify the identity of the customer and 

beneficial owner only after the establishment of the business relationship appears to be in the 

context of trust beneficiaries For example, where a beneficiary of a trust or foundation is not 

currently benefitting or has not previously benefitted from the trust or foundation, the identity of 

this beneficiary is often only identified and verified at or prior to the distribution of trust assets 

to (or on behalf of) that beneficiary.
108

 Financial institutions stated that this discretion is 

particularly relevant where the beneficiary is a minor or where the beneficiary should not be 

made aware of the existence of the trust, because for example they are a vulnerable person. 

647. According to the FSB Handbook, the verification of the identity of any beneficiaries must be 

undertaken immediately, if the relationship has been assessed as high-risk. However, in practice 

this appears not to be possible in many cases (e.g. in the case of ñdisenfranchised beneficiariesò 
who are not entitled to any information or in the case of ñpersons subject to a powerò, if the 

trustee hasnôt exercised this power yet). Accordingly, financial institutions simply document the 

reasons for not having verified the identity of the beneficiary or a person subject to a power, as 

permitted by the FSB Handbook. 

648. Financial institutions stated that the identity of a beneficiary or a person who is the object of a 

power is also verified prior to any distribution of trust assets to (or on behalf of) that 

beneficiary.  

649. Life insurance companies also stated that the verification of the beneficiary usually takes place 

after the business relationship with the policyholder is established, but is always conducted at or 

before the time of payout or the time when the beneficiary intends to exercise vested rights 

under the policy. 
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 The term ñdistributionò is not defined in the Regulations or the Handbook. According to the authorities it 

refers to any payment of income or capital from a trust to a beneficiary. A beneficiary may benefit in some 

other way such as from a loan from the trust or enjoyment of trust property or chattels. Whilst this is not 

considered as a distribution, the GFSC emphasises that such beneficiaries would still have to be identified and 

verified by the licensed fiduciary in accordance with rules 134. The authorities stated that the trustee of the 

trust would be required to inform the financial institution pursuant to Rule 139. The authorities also emphasize 

that 286 of the FSB Handbook (ongoing CDD) applies to all financial institutions. 


























































































































































































































































































































































































