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|. PREFACE

1. This is the first report in MONEYVAL’s fourth roundf assessment visits, following up the
recommendations made in the 3rd round. This evialudbllows the current version of the 2004
AML/CFT Methodology, but does not necessarily cover all the 40+9 FAREEommendations
and Special Recommendations. MONEYVAL concluded tha 4" round of assessment visits
should be shorter and more focused and primarilgvioup the major recommendations made in
the 3 round. The evaluation team, in line with procetidexisions taken by MONEYVAL, have
examined the current effectiveness of implementatid all key and core and some other
important FATF recommendatioise. Recommendations 1, 3, 4, 5, 10, 13, 17, 8329, 30,
3%, 35, 36 and 40, and SRI, SRII, SRIll, SRIV &RV), whatever the rating achieved in the
3“ round.

2. Additionally, the examiners have reassessed theplante with and effectiveness of
implementation of all those other FATF recommeratatiwhere the rating was NC or PC in the
3" round. Furthermore, the report also covers inpaisge annex, issues related to the Directive
2005/60/EC of the European Parliament and of thenCibof 26 October 2006n the prevention
of the use of the financial system for the purpasmoney laundering and terrorist financing
(hereinafter the “The Third EU Directive”) and Diteve 2006/70/EC (the “implementing
Directive”). No ratings have been assigned to the assessmenthafse issues

3. The evaluation was based on the laws, regulatindsother materials supplied by Slovenia, and
information obtained by the evaluation team duritsggon-site visit to Slovenia from 5 to 9
October 2009, and subsequently. During the onvidiié, the evaluation team met with officials
and representatives of all relevant Slovenian gowent agencies and the private sector. A list of
the bodies met is set out in Annex | to the muévaluation report.

4. The evaluation was conducted by an assessment tehioh consisted of members of the
MONEYVAL Secretariat and MONEYVAL and FATF expeits criminal law, law enforcement
and regulatory issues and comprised: Ms. Alina BatHead of Department, Legislation, Studies
and Documentation, Ministry of Justice Romania) wiasticipated as a legal evaluator, Mr.
Jeremy RawlingHead of Proceeds of Crime Delivery Unit, Crown Rmsgion Service, United
Kingdom) who participated as a legal evaluator ttee FATF, Ms. Daina Vasermane (Chief
Supervision Expert, Financial Integrity Divisionyggrvision Department, Financial and Capital
Market Commission, Latvia) who participated as raaficial evaluator, Mr. Pasquale Nuzzolo
(Bank of Italy) who participated as a financial kenador for the FATF, Mr. Ralph Sutter (Deputy
Director, Financial Intelligence Unit, Liechtenstgiwho participated as a law enforcement
evaluator and members of the MONEYVAL Secretarfdte experts reviewed the institutional
framework, the relevant AML/CFT laws, regulatiogsiidelines and other requirements, and the
regulatory and other systems in place to deter mdaendering (ML) and the financing of
terrorism (FT) through financial institutions andedignated Non-Financial Businesses and
Professions (DNFBP), as well as examining the dapadhe implementation and the
effectiveness of all these systems.

5. The structure of this report broadly follows theisture of MONEYVAL and FATF reports in the
3rd round, and is split into the following sections

! As updated in February 2009
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General information

Legal system and related institutional measures

Preventive measures - financial institutions

Preventive measures — designated non financiahesses and professions
Legal persons and arrangements and non-profit magons

National and international cooperation

N o o ke

Statistics and resources
Part V. Compliance with thé“EU AML/CFT Directive.

Annexes (relevant new laws and regulations and ogtevant background information)

This report should be read in conjunction with #feround adopted mutual evaluation report (as
adopted at MONEYVAL'’s 17 Plenary meeting — 30 May to 3 June 2005), whigtuislished on
MONEYVAL'’s website. FATF Recommendations that hdeen considered in this report have
been assigned a rating. For those ratings that hav been considered the rating from tffe 3
round report continues to apply.

Where there have been no material changes fromasiéon as described in the 3rd round report,
the text of the 3rd round report remains approgrétd information provided in that assessment
has not been repeated in this report. This apfifigyy to general and background information. It
also applies in respect of the ‘description andlyamisl section discussing individual FATF
Recommendations that are being reassessed ireffugt iland the effectiveness of implementation.
Again, only new developments and significant changee covered by this report. The
‘recommendations and comments’ in respect of iwnldial Recommendations that have been re-
assessed in this report are entirely new and tetlee position of the evaluators on the
effectiveness of implementation of the particul@cBmmendation currently, taking into account
all relevant information in respect of the esséraial additional criteria which was available to
this team of examiners.

The ratings that have been reassessed in thistregflact the position as at the on-site visit in
2009 or shortly thereafter.
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II. EXECUTIVE SUMMARY

Background information

1. This report summarises the major anti-money laundeand counter-terrorist financing measures
(AML/CFT) that were in place in Slovenia at the dirof the &' on-site visit (5 to 9 October 2009)
and immediately thereafter. It describes and amalylsese measures and offers recommendations
on how to strengthen certain aspects of the systém MONEYVAL 4" cycle of assessments is
a follow-up round, in which Core and Key (and soatieer important) FATF Recommendations
have been re-assessed, as well as all those fahv@iovenia received non-compliant (NC) or
partially compliant (PC) ratings in its“3round report. This report is not, therefore, d ful
assessment against the FATF 40 Recommendations9aBgecial Recommendations but is
intended to update readers on major issues inltveida AML/CFT system.

Key findings

2. Slovenia has introduced a number of measures entgears to strengthen its AML/CFT regime.
There is, however, a very low level of prosecutitsrssmoney laundering (ML) and of orders to
confiscate assets. In the view of the evaluatdssdignificantly undermines the effectiveness of
the regime.

3. In terms of risk, Slovenia is a small country asdnbt a major international financial centre.
Furthermore, the risk of the country being used aase for terrorism or financing of terrorism is
estimated as being low.

4. The core elements of Slovenia’s AML/CFT regime established in the Slovenian Criminal Code
(CC), which contains the ML and TF offences; the éi the Prevention of Money Laundering
and Financing of Terrorism (APMLTF); and the seepecific laws. The APMLTF was most
recently amended in June 2007 and came into fordamuary 2008, when Slovenia transposed
the third EU Money Laundering Directive, and itsplementing Directive, into national law as
well as introducing the financing of terrorism imgeventive legislation.

5. There is now a broadly sound legal structure icg@far the major preventive standards. No major
deficiencies were detected in the key preventiamdsrds. There were, however, concerns that
weak supervision and lack of guidance to certain-lb@nking sectors could impact on the
effectiveness of the AML/CFT regime.

Legal Systems and Related Institutional Measures

6. The national legislation is broadly in line withetlinternational standards. However, important
difficulties still occur mainly as a result of thperceptions as to what is required to prove the
money laundering offence. Only two convictions haeen obtained for money laundering since
1995 (one of which was for own proceeds launderiltg¥ apparent that money laundering cases
are generally pursued on the basis of self laundeim circumstances where there is clear
evidence of a specific offence committed on a gpedate. There have been no contested trials
for autonomous money laundering. Judicial practeems to favour high levels of proof of the
underlying predicate offence, which has made ifiaift to prosecute an autonomous money
laundering offence. There is a reluctance to dr#ferénces from facts and circumstances. It still
appears to be a prerequisite condition in pracattepugh not required by the law, to prove the
predicate offence. In the view of the evaluatthvere is an important and urgent need to bring an

9
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appropriate case to the Supreme Court to testruassumptions on the levels of proof required
with regard to the underlying offence in an autonasimoney laundering case

The seizure and confiscation regime under Sloveme is basically comprehensive and
well-balanced. It is firmly imbedded in law and eos all forms of criminal instrumentalities.
All eventualities are properly addressed, includimg situation where a conviction is not possible.
However, the small number of money laundering @&nibtist financing related confiscations, and
a lack of statistics on confiscation generally gspect of other major proceeds-generating
designated categories of offence, raise concemmst ébe effectiveness of the system.

With regard to the freezing of funds related to fihancing of terrorism, effectiveness remains a
concern: no bank accounts or other assets haveftzezem in Slovenia on the basis of the UN or
EU lists. Although Slovenia has assessed the ¢ingnof terrorism risk to be low, only the
banking sector showed any awareness of the liststeare is a lack of local rules or guidance as
to what should be done with an account once itdesh frozen and what procedures should be
followed to unfreeze it.

The Office for Money Laundering Prevention (OMLB)the designated FIU for Slovenia. The
OMLP is well structured and professional. It apgetar be operating effectively and to have a
good working relationship with the police and othedevant state agencies.

10.The law enforcement results relating to money lauing are quantitatively still quite low.

Furthermore, the evaluators were concerned thafficient priority is given by law enforcement,
prosecution and other competent authorities totassmvery and detection in investigations
relating to proceeds-generating crimes.

Preventive Measures — Financial Institutions

11. 1t was noted in the'8round evaluation report that the risk of terrofisancing was not always

taken into account as a separate issue from rigskasfey laundering. With the adoption of the
APMLTF, the Slovenian authorities have fully cowkréhis deficiency from the previous

evaluation round. There is a comprehensive legfhiten for terrorists and terrorist financing

and the obligation to conduct a risk analysis omeyolaundering and terrorist financing is
required in the law.

12. Slovenia assesses that internet gambling and gtrees of chance, when offered via the internet

or other telecommunications means are particulékBly to be used for money laundering or
terrorist financing purposes, however, althougtormal risk assessment has been undertaken in
this regard on the basis of experience and datidabl@through international organisations and
forums. Furthermore, obligations have been extendegveral other professionals and categories
of undertaking which are likely to be used for mpfreindering or terrorist financing purposes.

13. There is now a broadly sound legal structure ferrttajor preventive standards. However, there is

no clear requirement in the AML/CFT law to verityat a person acting on behalf of a client is
authorised to do so. Furthermore, the existing AMiw no longer contains a requirement for
financial institutions to determine whether thetooser is acting on behalf of another person, and
then to take reasonable steps to obtain suffi¢aenitification data to verify the identity of that
other person. Furthermore, there is still no spedéquirement anywhere in the existing
legislative acts requiring financial institutions have policies in place or take such measures as
may be needed to prevent the misuse of technolodmeelopments in money laundering or
terrorist financing schemes.

10
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14.The banks appear to have a good understandingedfAITF standards. However, other parts of

15.

the non-banking financial services sector, pardidylthe insurance sector, did not appear to have
developed a comprehensive preventive regime.

No deficiencies were identified relating to finaaldinstitution secrecy or confidentiality and wire

transfer rules. However, with regard to recordpkeg, there is no provision for data to be

retained for longer than five years when requedtgdthe relevant authorities and financial

institutions are not specifically required to maint records of the account files and business
correspondence.

16. With regard to suspicious transaction reporting, tbporting level compared to the market size

appears to be internationally above average. HomeSERs are mainly received from banks.
With regard to the reporting obligation, there aceexplicit requirements in law or regulation to
cover money laundering or terrorist financing i€ thuspicious transaction has been performed.
Furthermore, with regard to suspicions of terrofisancing, only “property” linked with a
transaction is covered by the reporting obligation.

17. Currently, the activity of the financial industry 8lovenia abroad is limited, thus the risks appear

low. The only concern that arose during the evauaatas the limitation of the Recommendation
22 requirements to subsidiaries and branches id tountries (e.g. non-EU) and the fact that
there is no specific distinction between third doi@s and countries which do not or insufficiently
apply the FATF Recommendations.

18. The supervisory and regulatory structure on AML/A8dues is broadly in place and is working,

however, understanding of the risks of money latingeand terrorist financing still need further
strengthening across the whole of the financialosecSupervision by the Insurance Supervision
Agency, howeverappears to the assessors to be particularly wedkheninsurance companies
need guidelines to help them implement the promsiof the law regarding risk assessment, the
CDD process and on-going monitoring.

19. With regard to sanctions, the number of administeaganctions imposed by financial supervisory

20.

bodies in the last two years is too low and thdacgdio start an offence procedure against the
offender only after the supervisory process is bated makes the proceedings protracted and
therefore doubts remain in relation to the issueffefctiveness of the sanctioning system.

Overall the system for regulating money or valuevise transactions appears to be operating
effectively and efficiently.

Preventive Measures — Designated Non Financial Busisses and Professions (DNFBP)

21.The legal coverage of DNFBP is comprehensive atichénwith international standards.

22.

Casinos appear to be both aware of and applyingAME/CFT rules in practice. There was,
however a general lack of awareness in other pattse DNFBP sector. This was particularly the
case with regard to the sector's awareness oftémelards in relation to politically exposed persons
(PEPs). There was a particularly notable lack ofLABFT awareness among estate agents. With
regard to lawyers, there is no AML/CFT supervisidrurthermore, the Bar Association does not
consider itself legally competent to perform thiedtion. Furthermore, for certain sectors (deafers
precious metals and stones; trust and companyceeproviders; accountants and tax advisory
services) there is no authority to perform inspedi  Sanctioning powers of the supervisory
authorities for DNFBPs seem to be present in titieg legislation, but have not yet been used in
practice.

11
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23.Discussions with the representatives of DNFBPslaisd a lack of guidance and practical

knowledge across the sector. Supervisory autheritienitoring DNFBPs for AML/CFT issues have
not provided comprehensive training and it is intgatrthat this is undertaken.

24.The evaluators considered that the guidance prdvideDNFBPs on suspicious transaction

reporting (including indicators) had improved sirtbe third round report. Lack of suspicious
transaction reports from the sector do, howeveiseraoncerns about the effectiveness of
implementation by DNFBPs.

Non-Profit Organisations

25. Although there has been clear progress since thd tbund report there is still a lack of

awareness of the TF risks within the NPO sectas.spcific risk assessment has been conducted
of those NPOs which are most vulnerable to TF &edetis a general lack of supervision for CFT
purposes.

National and International Co-operation

26.There are various mechanisms supporting inter-ggend multi-disciplinary cooperation and

coordination including Inter-Departmental workingpgps involving the FIU, police, prosecutors
etc.. Overall cooperation and co-ordination appéanige an important part of the system and is
performed on state level, inter ministerial lewdpert level and operational level.

27. Although Slovenia has ratified all of the relevanhventions, measures still need to be taken in

order to properly implement UNSCR 1267 and 1373tarehsure full implementation of relevant
provisions on confiscation and preventive meastneshe Palermo and Terrorist financing
Convention.

28. Although the legal provisions are in place, whidlova Slovenia to provide mutual legal

assistance and other forms of assistance, theoliadktailed statistics on co-operation in money
laundering, the financing of terrorism and predicatfences makes it difficult for the Slovenian
authorities to demonstrate effectiveness.

Other Issues

29. With regard to resources, the OMLP and the bankewjors supervisors appear to have adequate

resources devoted to AML/CFT activities. Furtherengolice and prosecutors appear to have
adequate resources although there are concerng #imuevel of resources devoted to the

investigation and prosecution of money laundering gerrorist financing offences and the level

of priority given to such cases. There are alsoceors about the level of overall resources
devoted to the non-banking sectors and this igetdftl in part in the relatively low level of STRs

received from these sectors.

30.With regard to statistics the OMLP and the finahsiector supervisors were able to provide

comprehensive statistics and appeared to be makagjical use of these. There was, however, a
lack of comprehensive statistics concerning ovemaiéstigations and prosecutions of proceeds-
generating crimes as well as provisional measppkeal and confiscations.

12
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lll. MUTUAL EVALUATION REPORT

1. GENERAL

1.1 General Information on Slovenia

1. Asnoted in the 3rd round report, Slovenia accaddtle European Union in 2004.

2. In March 2004, Slovenia became the first 2004 EeappUnion entrant to graduate from
borrower status to donor partner at the World Babk.1 January 2007 Slovenia became the
first 2004 European Union entrant to adopt the eblrdecember 2007, Slovenia was invited
to begin the accession process for joining the OECD

3. Slovenia’s economy continues to show moderate droag reflected in the tables beneath.

Table 1: Economic indicators

2006 2007 2008
GDP €bn. 35.9 38.3 36.4
GDP year growth in % 59 6.8 (4.9)
GDP per capita €'000'$ 17.9 19.1 19.7
Inflation rate 3.6% 5.7%

Table 2: Overview of the Slovenian financial sectoin terms of total asset$

Assets (€ million)| Structure (%) | % of GDP | No. of Institutions
2007 2008 | 2007 2008 2002008|2006 2007 2008
Monetary financial institutiorts 42,589 47,820 72.2 76.9/123.6 128.8) 25 27 21
Non-monetary financial institutions 16,388 14,354 27.8 23.1| 47.5 38.7
Insurer$ 5,035 5,189 8.5 8.3| 146 140 15 16 17
Pension companies/furids 1,001 1,039 1.7 1.7, 29 28 11 10 10
Investment funds 4,138 1,912 7.0 3.1/ 120 5.1 106 116 131
Leasing Companié3 5348 5348 9.1 86| 155 144 20 20 22
Brokerage companies,
management companies, otferls 867 867 1.5 1.4 25 23| - - -
Total 58,986 62,174 100 100|/171.1 167.5
Notes:

Figures for financial institutions that are not kaninsurers, pension companies or pension andtment funds are
obtained from the AJPES database of annual accounts

based on the SKD 2008 classification.

2 Sources: Bank of Slovenia — Financial Stability Rey May 2009 (http://www.bsi.si/en/publicationp@Mapald=78%
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1 Monetary financial institutions do not include thentral bank2 Figures for total assets of reinsurance comparie$or
the end of the third quarter of 20@Includes the First Pension FuddThe figures for the number of leasing companies
comprise the number of active members of the SL20@7, and the number of leasing companies beingtored by the
BAS'’s leasing committee in 2008.Total assets according to figures for the end0ff72

1.2

General Situation of Money Laundering and Financingof Terrorism

Recorded criminal offences

4.

In Slovenia the current money laundering situatsomore or less the same as at the time of the
3rd round evaluation, in 2005. The numbers of réedrcriminal offences increased at a regular
annual rate of about 10% until 2004. According ¢tige data for 2005, 2006, 2007, 2008 and
the first half of the 2009, the total number ofnanal offences decreased; for example, the
number of recorded criminal offences fell from &% 1lin 2007 to 81,917 in 2008 (a fall of
7.6%). In the same period, increases in numbersedfin criminal offences, such as tax
evasion (a 76% increase from 2007 to 2008), usB8p4( increase from 2007 to 2008),
production and trafficking with arms (24% incredsem 2007 to 2008) and business fraud
(66% increase from 2007 to 2008) were recorded eldher, there was a significant increase in
criminal offences of production and trafficking titlrugs and corruption in the first half of
2009. It can be seen from table 3 below that thebmar of criminal offences of production and
trafficking in arms in the first half of 2009 isnabst the same as recorded in the whole of 2008.
The number of criminal offences related to cormuptiecorded in the first half of 2009 is twice
as high as that recorded in 2008. Since 2006 uhg&ber of criminal offences against property
(robbery, theft) and the number of illegal immigpatoffences have declined while the number
of economic offences, which had grown in 2006, rieed generally at the same levels in 2007
and 2008.

Table 3: Recorded Criminal Offenced

2005 2006 2007 2008 2009 | 2005/08

CRIMINAL OFFENCES AGAINST

PROPERTY
Theft 28,331 31,639 29,005 27,652 12,789 -2.40%
Burglary 20,252 18,107 17,891 14,909 7,939 -26.38%
Fraud 3,136 3,081 3,541 2,982 1,729 -4.91%
Robbery 429 521 445 383 261| -10.72%
Theft of vehicles 8783 852 839 582 330| -33.33%
Concealment 1583 1,631 1,615 1,472 821 -7.01%
Other CO against property 9,0P8 9,447 9,243 7,939] 4,133 -12.06%

63,632 65,278 62,579 55,919 28,002 -12.12%

CRIMINAL OFFENCES of ECONOMIC

NATURE
Business fraud 982 1,412 993| 1,595 1,031 62.42%
Fraud 777 1,452 958 666 334| -14.29%
Issuing of an uncovered cheque,
misuse of a credit card 2,158 2,625 211 1,496 521| -30.68%
Tax evasion 111 194 213 375 261|237.84%

3 Annual police reports for 2005, 2006, 2007, 2008 first half of 2009

14



Report on fourth assessment visit of Slovenia — 17 March 2010

Forgery 441 529 976 816 277| 83.37%
Abuse of authority or rights 145 175 231 169 241| 16.55%
Embezzlement 512 1 1,022] 1,027 1,745|100.59%
Usury 14 17 39 71 0]407.14%
Abuse of Insider Information 0 0 0 0 0

Abuse of Financial Instruments

Market 0 0
Unauthorised Use of Another's

Mark or Model 0 2 1 3 4

Other CO of economic nature 971 1,065 1,443 1,241 776| 28.12%

6,115 7,472 6,087 7,459 5,190 21.98%

Approximate economic loss o
damage from c.o. of economi
nature €70m| €87 m| €107m| €113 m| €202 m 60%

OTHER CRIMINAL OFFENCES

Production and trafficking with

drugs 1,026 159 1429 1,434] 1,448 39.77%
lllegal migration 463 348 195 171 58| -63.07%
Production and trafficking with

arms 148 216 129 160 107] 8.11%
Falsification of money 1,439 1,823 211 2,103 1,161| 46.14%
Corruption 18 44 19 18 36| 0.00%
Extortion 383 403 375 344 186| -10.18%
Smuggling 31 28 31 25 1] -19.35%
Murder, Grievous bodily harm 80 97 66 51 29| -36,25%

Prohibited Crossing of State
Border or Territory, Trafficking i

Human Beings 464 351 197 180 64| -61,21%
Violation of Material Copyright 1y 6 7 10 4] -41,18%
Kidnapping, False Imprisonment 68 77 90 83 34| 22,06%
Burdening and Destruction pf

Environment 12 12 9 14 60| 16,67%

Unlawful Acquisition or Use of
Radioactive or Other Dangerous

Substances 10 14 9 29 5(190,00%
Pollution of Drinking Water 3 0 4 4 3| 33,33%
Tainting of Foodstuffs or Fodder 0 0 0 0 1

TOTAL 4,162 3,578 2,771 4,626] 3,197 11,15%
OTHER CRIMINAL

OFFENCES (NOT INCLUDED
ABOVE) against life and limh
human rights, honour, sexu

integrity, public health, etc. 10,470 14,026/ 16,760 13,913 9,150|120.19%
NUMBER OF ALL CRIMINAL
OFFENCES 84,379 90,354 88,197 81,917 45,539 -2.92%
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Approximate economic loss o
damage of all criminal offences | €174 m| €168 m| €265m| €174 m| €240 m 0.5%

5. The following criminal offences are the major s@asof criminal proceeds.

» Abuse of position and trust in business activifyrticle 240

* Tax evasion - Article 249

* Business fraud — Article 228

* Fraud — Article 211

* Embezzlement and unauthorised use of another gyopétrticle 209

* Unlawful manufacture and trade on narcotic drudbgiti substances in sport and
precursors to manufacture narcotic drugs - Artl&6

» Prohibited crossing of state border or territoArticle 308.
Suspicious transaction reports (STRs) from repgréntities

6. With respect to the reporting of money launderiagss, the situation has changed since the last
evaluation. In the period from 1 January 2005 to Rdy 2009, the Office for Money
Laundering Prevention (hereinafter: OMLP) recei821 STRs from reporting entities. The
number of STRs has risen significantly: from 11&@05 to 165 in 2006; from 192 in 2007 to
248 in 2008; and 100 STRs were reported in thersevenths to 31 July 2009. Banks have
been reporting the highest number of STRs and trasisaction reports (CTRs). Out of the
total of 821 STRs, banks reported 607 STRs (74%heftotal number of STRs between 1
January 2005 to 31 July 2009).

Cases disseminated to the competent authorities

7. In the period from 1 January 2005 to 31 July 2@068,0MLP forwarded to the Criminal Police
Directorate and/or State Prosecution Office 22% ga&ports on suspicious transactions. The
numbers of notifications on money laundering andter information notes in respect to other
serious offences sent to the Criminal Police Doete/State Prosecution have been on the rise,
as indicated below:

» 32 notifications on money laundering and 14 infaioranotes in 2005,
« 37 notifications on money laundering and 17 infaioranotes in 2006,
¢ 70 notifications on money laundering and 56 infaioranotes in 2007,

¢ 63 notifications on money laundering and 67 infaioranotes in 2008,

« 21 notifications on money laundering and 29 infaroranotes in the seven months to 31
July 2009.

8. The number of notifications on money laundering lded from 2006 to 2007 and stayed
almost the same in 2007 and 2008. The proportiodasfed cases among these natifications
was almost the same each year (the average prapardis 31%). The most frequently assumed
predicate offences among the notifications weresalmf position and trust in business activity
and or tax evasion (130), fraud (14), unlawful nfanture of and trade in narcotic drugs, illicit
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substances in sport and precursors to the manuéactfunarcotic drugs (4), theft (4) and
prohibited crossing of state border or territory: (1

The most common methods of money laundering igbehiif notifications sent to the Criminal Police
Directorate and/or State Prosecution Office

9.

In the 225 cases analysed by the OMLP and senheoCriminal Police Directorate/State
Prosecution Office in the period from 1 January 2@0 31 July 2009, the most common
methods through which money is laundered were roptess the same as noted in the previous
report.

10. As is evident from cases analysed by the OMLP, bark used more frequently for money

laundering than other financial and credit institng. In some cases, brokerage houses and
leasing companies were also used. Regarding tles typpgroups involved in money laundering
operations, groups from the neighbouring counti@sodtia and ltaly) are thought by the
Slovenian authorities to be involved in predicaienmal offences of abuse of position or trust
in business activity and tax fraud, and groups fidumgary, Romania, Bulgaria and Russia are
thought to be involved in predicate criminal offeemf abuse of position and trust in business
activity, fraud and theft.

Procedures, referring to crime reports submittedtbg OMLP to the Criminal Police Directorate
and/or State Prosecution Office

11.

12.

As noted, in the period from 1 January 2005 to @¥ 2009, the OMLP forwarded 225 case
reports on suspicious transactions to the Crimiaice Directorate and/or State Prosecution
Office. From the Criminal Police Directorate datacan be seen that competent police
directorates sent a total of 24 crime reports (2465, 4 in 2006, 2 in 2007, 6 in 2008 and 11 in
the period from 1 January 2005 to 31 July 2009)regdb7 natural and legal persons to the
competent State Prosecution Offices. These repante based on well-grounded suspicions of
the committing of the criminal offence of moneyrdering according to the Article 254 of the
Criminal Code. In the period from 1 January 20081oJuly 2009, 18 out of 24 (or 75%) of
these reports were based on information from thiicadions on suspicious cases made by the
OMLP. Criminal offences of money laundering wersdzaon the following predicate offences:

« Abuse of position and trust in business activity)(1
e Tax evasion (6)

¢ Fraud and business fraud (3)

* Theft (2)

* Manufacture and trade in harmful remedies (1)

» Unlawful manufacture and trade of narcotic druljgjtisubstances in sport and precursors
to manufacture narcotic drugs (1)

It can be seen from the above that “dirty moneys beginated mainly from economic crime
with the exception of one drug trafficking caseefighhas been a significant increase in the
number of tax-crime related money laundering cadeite the proceeds from corruption and
illegal migration have not appeared as predicaiencés in the police criminal reports, as was
the case in the last evaluation report.
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13. On the basis of the OMLP’s notifications and writtenformation, the police have also
submitted to the State Prosecution Office repontgh@ suspicion of other criminal offences
which are not money laundering. For example, inghgod from 2005 until 31 July 2009,
police filed criminal reports on other criminal effces on the basis of 36 OMLP notifications
and 17 pieces of written information from the OMURpst of these covered the criminal
offences of tax evasion, abuse of position and trususiness activities and fraud.

ML investigations, prosecutions, convictions

14. At the time of the adoption of the 3rd evaluatiepaort, there still had been no final conviction
for money laundering in Slovenia.

15. In the period from 1 January 2005 until 31 July 20e competent Slovenian authorities have
progressed 38 new money laundering cases throtfgiedit procedural stages. 2 cases (against
4 persons) ended convictions (1 in 2006 and 1 682Mased on the predicate offence of fraud
and theft. (See under 2.1.1 below for further infation}

16. Since 1995 there have been a total of 85 moneydkrimg related criminal cases, which are
ongoing (at various stages of proceedings or haes lzoncluded). Most of the filed criminal
charges are currently in the prosecution phasecéags) or at a final indictment stage (10
cases), while in 14 cases prosecutors have nategétled on whether to prosecute. At the time
of the on-site visit, prosecutors had decided fectecharges in 14 cases. The courts of the first
and second instance had by the end of July 2008ete23 cases in the following manner:

* in 8 cases proceedings were completed with actgjitta

1 case concluded with a first instance convictiolofved by the defendant's death;
subsequently appellate proceedings were ceased,

« 2 of the money laundering cases have so far coadlwdth a final conviction judgment,
» 4 cases were forwarded to foreign judicial autlesit

* in 8 cases trials were either dismissed by thetsauirthe indictment was withdrawn by the
prosecutors.

Property frozen, seized and confiscated

17. The total amount of temporarily frozen or seizedneo and other assets increased from
approximately €3,200,000 in 2005 to approximately0€0,000 in the seven months to 31 July
2009. In addition, proceeds amounting to €4,760,688e been frozen on the basis of
international legal assistance. For the time bemgecutors apply Article 498a of the Criminal
Procedure Act (Official Gazette of the Republic $ibvenia, No. 8/2006) by which it is
possible to confiscate money or property even whercase does not end in a conviction. This
is possible only for the criminal offence of morlayndering and criminal offences connected
with bribery and corruption. In one such case,ptesecutor was successful and property in the
amount of more than €1,000,000 was confiscated.e@tly there is still one case where money
has been confiscated (or the authorities are trymgonfiscate it) in relation to money

* In October 2009 there was a further conviction fwney laundering generated by the Police followéng
further investigation into a theft. On the basehi$ criminal complaint the prosecutor filed awlictment for
third party autonomous money laundering. The caselted in a conviction against one natural perfeon
money laundering from negligence.
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laundering and the aforementioned article has hesad by the panel in special rulings.
However, according to special rulings and otheingd of the higher courts, it is evident that in
the judicial process for money laundering, at leagiredicate offence must be proven and a
clear connection must exist between the assetdl#rate from a predicate offence and assets
that are “laundered”.

Financing of terrorism

18. Turning to terrorist financing, the situation ha#t changed over the last few years. Slovenia

1.3

still estimates its general vulnerability to intational terrorism to be low in comparison to that
of other countries in the European Union. As isvamdelow, the major improvement with
regard to the fight against financing of terrorisepresents a new AML/CFT law, which
imposed additional tasks related to counteringtest financing.

Overview of the Financial Sector and Designated NeRinancial Businesses and
Professions (DNFBP)

Financial Sector

19. At 31 July 2009, 19 commercial banks were operaim@lovenia, of which 8 worked with

majority foreign capital (i.e., more than 50%). Téevas one almost fully state owned bank
(98.7%).

20. The banks are considered to be the driving foralénwhole financial sector. The authorities

21.

provided table 2 under section 1.1 above showingvanview of the Slovenian financial sector
in terms of the total assets in relation to the GibBlovenia.

Full details of the supervisory structure in Sldeeare set out in the 3rd round evaluation
report. There have been no major changes in therggpry structure for financial institutions
in Slovenia since the 3rd round report was prepared

Designated Non-Financial Businesses and ProfesgioN$-BP)

22.

1.4

23.

15

24.

As stated above, full details of the supervisoryctrre in Slovenia are set out in the 3rd round
evaluation report. There have been no major chaimgegee supervisory structure for DNFBPs
in Slovenia since the 3rd round report was prepared

Overview of Commercial Laws and Mechanisms Governig Legal Persons and
Arrangements

There have been no major changes in the Commésaied and Mechanisms Governing Legal
Persons and Arrangements since the 3rd round mexahlation report.

Overview of Strategy to Prevent Money Laundering ad Terrorist Financing

The detailed assessment report on the third evaluaif the anti-money laundering and
combating the financing of terrorism regime of %loia described and analysed the AML/CFT
measures in place in Slovenia at the beginnindd662and provided recommendations on how
certain aspects of the system could be strengthéiest its adoption at the 17th MONEYVAL
plenary meeting, the report on Slovenia was presetd the Government of the Republic of
Slovenia, which at its governmental session of ¥dvaber 2005 adopted a comprehensive
Action Plan for Implementation of Recommendationade by the Select Committee of
19
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25.

26.

27.

Experts on the Evaluation of Anti-Money Launderidgasures (Action Plan). Further details
of the action plan are set out below.

Apart from the consideration of the 3rd round muteraluation report and a review of the

vulnerabilities of the NPO sector (see section,Heg evaluators were not aware of any formal
risk assessment undertaken to assess the arealm@fability to money laundering and terrorist

financing in Slovenia. Further information is set o Section 3.1 below.

AML/CFT Strategies and Priorities

The Action Plan covered the main content of reconmdadons and defined (i)
measures/tasks/actions planned to give effectd@abommendations; (ii) task performers; and
(i) indicative deadlines for implementation.

The AML/CFT activities of the Government of the Rbpc of Slovenia, have been mainly
focused in the following areas since 2005:

e In 2007 the Parliament adopted the Resolution an NKational Programme of the
Prevention and Fight against Criminality for thei®e 2007-2011 (Official Gazette of the
Republic of Slovenia No. 40/2007) on which bases Wational Programme on Prevention
and Suppression of Criminality for the Period fr@@07 until 2011 was prepared. This
national programme defines activities which havebt performed by separate state
authorities, independently or in co-operation wither bodies. Some significant activities
of this programme are:

« drawing up of a standardised methodology for reogrdriminality and establishment
of a network among the police, prosecutors andtsoagisters;

« extension of responsibilities for investigation etonomic criminality to other
supervisory authorities;

e setting up of a joint investigation unit, membefswdich will be representatives of
various institutions combating economic crimingléyd

» establishment of an interdepartmental working grampowered to co-ordinate
measures aimed at detection, temporary securingradeeds and confiscation of
illegally acquired property benefits.

For the direct supervision of the implementation tbfs national plan, a special
interdepartmental working group has been estaluigés has to report on its work to the
Government of the Republic of Slovenia once a year.

* Amendments to the Criminal Procedure Act were enfihocess of adoption at the time of
the on-site visit. Among other measures, its prafgoallow for the State Prosecutor, in
serious cases of economic crime, organised crinde earruption, to establish a special
investigative group with other state authoritied anmpetent institutions from the field of
customs, taxes, financial activities, securitiesytgction of competition, prevention of
money laundering, prevention of corruption andgéledrug trafficking. The purpose of
such co-operation would be to discover the crimoféénce and perpetrator or to collect
data needed for the decisions taken by the staseputor.

* In 2009, the Government began to plan for the weadf a national Asset Recovery
Office (ARO), which had been recommended by MONEYViA the 2° evaluation. By
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decree, it nominated a special interdepartmentakiwg group to study current practice
and to make proposals for the establishment of &O Aincluding its competencies,
organisation staff and financial structures.

» By the end of 2009, another new body was expecidxz testablished within the Ministry
of Interior. This was intended to be the Nationaldstigation Bureau (NIB), and it was
anticipated to start work on 1 January 2010will detect and investigaténter alia, the
most serious criminal offences in the field of ewmmic crime (including money
laundering), corruption, cyber crime, terrorismdaspecial forms of minor crime. A
special interdepartmental working group had bee¢abéished at the time of the on-site
visit to plan for implementation of the NIB.

* The Convention of the Council of Europe No. 198Lla@undering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter
Convention No. 198) was signed by Slovenia on 28cM2007. In early 2009 the OMLP
prepared the proposal for an Act on the ratifigatid Convention CETS 198 which was
expected to be submitted to the Parliament andiedhtin the first quarter of 2010.
®According to the proposal for ratification, thelésling bodies have been determined as
authorities competent for its implementation: thaistry of Justice, the Ministry of the
Interior, the Ministry of Finance or the OMLP as @onstitutive part.

» At EU level, in 2007 new rules concerning paymentiges were agreed with the adoption
of “Directive 2007/64/EC of the European Parliamantd of the Council on payment
services in the internal market. The aim of thediwe is to ensure that payments within
the EU — in particular credit transfer, direct debhd card payments — become as
straightforward and secure as domestic paymentsnvéin EU Member State by creating
the Single Euro Payments Area (SEPA). In orderulty ftranspose this directive into
Slovenian legislation amendments to the present AT law, inter alia, were also
planned to be adopted in early 2010.

b. The institutional framework for combating mondgundering and terrorist financing
28. There have been no major changes in the institidramework for combating money
laundering and terrorist financing since the timéhe 3rd round mutual evaluation report. The
reader is referred to the 3rd round mutual evabnateport for these details.
C. The approach concerning risk
29. Details of the current Slovenian approach concerrisk are set out in section 3.1 below.
d. Progress since the last mutual evaluation
30. The main AML/CFT legislative enhancement has béea preparation, adoption and

implementation of a new Act on the Prevention ofriép Laundering and Financing of
Terrorism (Official Gazette of the Republic of Séowa, No. 60/2007; hereinafter: APMLTF

® The Slovenian authorities confirmed that the NBnenenced operations on 1 January 2010. 85 posts hav
been established of which 27 have been filled.

® Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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31.

32.

33.

(See Annex Il1)). The law was passed by Parlianoen22 June 2007 and came into force on 21
July 2007. The new preventive law introduced som@nthanges concerning requirements on
obliged entities, and introduced financing of teilmm into the preventive legislation. The
previous AML law did not refer to financing of terrsm at all. The APMLTF was applied in
full on 21 January 2008, 6 months after its enforest.

The APMLTF has replaced the previous Law on the&rton of Money Laundering (Official
Gazette of the RS, Nos. 79/2001 and 59/2002; haftem LPML) and was intended to
harmonise national law with the provisions of redsanti-money laundering legal instruments,
as well as bringing Slovenian legislation in linghathe current standards on the countering of
terrorist financing.

In addition to the obligatory transposition of “Bative 2005/60/EC of the European Parliament
and of the Council of 26 October 2005 on the pragerof the use of the financial system for
the purpose of money laundering and terrorist fiirggi’ (hereinafter: Third EU Directive), and
the “Commission Directive 2006/70/EC of 1 AugustO80which provides implementing
measures for Directive 2005/60/EC of the Europeaidnent and of the Council particularly
in respect of the definition of “politically expateperson” and the technical criteria for
simplified customer due diligence procedure andeeemptions on the grounds of financial
activity conducted on an occasional or very limitbdsis” (hereinafter: Implementation
Directive). The preparation of the APMLTF was bagelly on the following international
documents:

e 40 FATF Recommendations on money laundering frone JR003

* 9 Special FATF Recommendations on Financing ofdresm from October, 2001 and
October, 2004 (Special FATF Recommendations)

« Council of Europe Convention on Laundering, SeaBgizure and Confiscation of the
Proceeds from Criminal Offences, including Finagaih Terrorism (K 198) from May,
2005

* Regulation (EC) No. 1781/2006 of the European &awint and Council from 15
November, 2006 on Data on Payer accompanying Teesef Funds

¢ Regulation of European Parliament and Council N&912005 from 26 October, 2005 on
cash control by entering or leaving EU

The new APMLTF provides legal authority for theussy of 12 bylaws, 8 of which are
obligatory and 4 optional. According to Article 160the APMLTF, the Minister of Finance is
required to issue all 8 obligatory bylaws not laten 6 months after the enforcement of the
law. On that basis the Minister of Finance issueel following 8 bylaws in January 2008
(Official Gazette of the Republic of Slovenia, N®/2008):

* Rules on Performing Internal Control, Authorisedd8e, Safekeeping and Protection of
Data and Keeping of Records of Organisations, Lasyyeaw Firms and Notaries

* Rules on the Method of Forwarding Information te @iffice for Money Laundering
Prevention of the Republic of Slovenia;

* Rules laying down conditions to be met by a petscect in the role of a third party
* Rules laying down how to determine and verify a@oeer’s identity using the
customer’s qualified digital certificate
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* Rules laying down the list of equivalent third ctrigs

* Rules laying down conditions under which a persay tve considered to be a customer
representing a low risk of money laundering ancbtést financing

* Rules laying down conditions under which theredbligation to report cash transaction
data for certain customers

* Rules on the Method of Communicating the Informabom Lawyers, Law Firms or
Notaries to the Office for Money Laundering Prevemibf the Republic of Slovenia.

34. In early 2008, Slovenia also passed a new Forexghdhge Act (Official Gazette of the
Republic of Slovenia, No. 16/2008), inter alia,irgplement Regulation No. 1889/2005 of the
European Parliament and of the Council (EC) of 2600er 2005 on control of cash entering or
leaving the Community (hereinafter: Regulation Y¥8895/EC). The new law determines the
competent authorities and sanctions for violatioh&egulation 1889/2005/EC and regulates
currency exchange operations. To improve existimgngements in respect of the control of
cash entering or leaving the EU and to modify tineency exchange operation regime, several
further amendments to the Foreign Exchange Act wdopted on 19 October 2009.

35. As already noted, Slovenia signed the Warsaw Cdiove(CETS 198) on 28 March 2007.

36. Following the recommended action plan from the Gaport, under SR Ill, the Ministry of
Foreign Affairs drew up a new law on restrictiveaseres. The Act Relating to Restrictive
Measures Introduced or Implemented in Complianch Wwegal Instruments and Decisions
Adopted within International Organisations (Offictaazette of the Republic of Slovenia, No.
127/2006) came into force at the end of 2006.

37. Several changes have taken place in the supervigndy sanctioning system. First, the
sanctioning system was amended in 2005 by the né@verMDffences Act. The OMLP and
other competent supervisors became directly resplenf®r rulings on administrative offences
under an expedited procedure. Since the entryfarte of additional amendments to the new
Minor Offences Act in May 2006, the OMLP no longamply launches proposals for the
initiation of administrative proceedings, but cootduthe proceedings itself. Secondly, with the
adoption of the new APMLTF in 2007, supervisoryp@ssibilities and related powers in
respect of designated non-financial businessespani@ssions (DNFBP) have been partially
moved from the OMLP to the Market Inspectorate emthe Chamber of Notaries and the Bar
Assaociation.

38. The two other legislative developments are notesl.dascribed beneath in the sections on
Recommendation 1 and Special Recommendation BwaC@riminal Code (Official Gazette of
the Republic of Slovenia, No. 55/2008) was passe@drliament on 20 May 2008 and came
into force on 1 November 2008. In addition, then@nial Liability of Legal Entities Act
(Official Gazette of the Republic of Slovenia N&/@8) was amended in 2008 to clarify certain
matters and to harmonise it with the Criminal Code.

39. In the chapter on criminal economic offences (whintludes the criminal offence of money
laundering) several changes, amendments and neunatioffences have been introduced. The
text of the criminal offence of money launderinferead to in Article 245 of the Criminal Code

’ Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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40.

41.

42.

43.

remains the same, except for Paragraph 1, whererithenal offence of money laundering now
directly refers to the provisions of the AML/CFTtac

In the chapter on criminal offences against huryanérrorism has been defined as a single
offence without any distinction between domestid arternational terrorism, as was the case in
the previous Criminal Code.

Furthermore other steps, mostly in relation tortfles and responsibilities of law enforcement
authorities, are planned.

Suggestions for the radical reform of criminal pdagre were made some time ago, as legal
experts considered that the administration of Si@rejustice is too slow. At the end of 2005,
the Minister of Justice established a group forgheparation of a new Criminal Procedure Act
(ZKP-1). By December 2007 the group drafted th& faart of the new Criminal Procedure Act,
namely (i) the general part; (ii) the procedureadpeffiling an indictment (investigating
procedure); and (iii) the part that relates torgulation of restrictive measures. According to
the suggested framework, the main new elementeftaft act on criminal procedure is the
abolition of “judicial investigation” and investiige judges. The main role in police
investigations into criminal offences will be filleby a state prosecutor who will direct and
supervise the work of the police in the investigatprocedure. The draft Act on Criminal
Procedure foresees only one stage of the init@atguure (investigative procedure), which will
replace the preliminary criminal procedure and giali investigation. The investigative
procedure will be led by a state prosecutor, whanalor through the police, will perform
investigative acts.

Plans were also under discussion at the time ebtitsite visit to give the Customs and Tax
Authorities new investigative powers in respectteinalia, of money laundering. The

commitment to accomplish such reforms to criminadcedure confirmed in 2007 when the
Slovenian Parliament adopted the Resolution onNtonal Program of the Prevention and
Fight against Criminality for the Period 2007-20{Qfficial Gazette of the Republic of

Slovenia No. 40/2007).
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Requlations

2.1 Criminalisation of Money Laundering (R.1)

2.1.1 Description and analysis

Recommendation 1 (rated LC in thé*3ound report)

44. The offence of money laundering has been crimiedli® the national Slovenian legislation

45.

since 1995. Since that time several legislative iffeadions have been introduced resulting in
the present legislation, which is now largely inmgdiance with international standards.

However, modifying the content of the offence othex years has had some impact on judicial
proceedings, as will be explained later in thigisec

In essence, the offence of money laundering wastantally modified in 1999 when the
legislator substantially changed the approach fadist of predicate offences to an “all crimes”
approach. Moreover, the precondition that the akesshould be committed through “the
performance of banking, financial or other econowperations” which existed in the 1995
language, which was an unnecessary complication n@ag been deleted. These two
problematic issues had to be taken into accourtheyudiciary while deciding several cases
on money laundering which were pending before thets since 1995 and these problems led
to some acquittals or dismissals.

46. Currently, the ML offence is defined in Article 245the Criminal Code as:

Money Laundering
Article 245

(1) Whoever accepts, exchanges, stores, disposes,iman economic activity or in any
other manner determined by the act governing thevemtion of money laundering,
conceals or attempts to conceal by laundering ttigiro of money or property that
was, to his knowledge, acquired through the comarissf a criminal offence, shall
be punished by imprisonment of up to five years.

(2) Whoever commits the offence under the preceatinggraph, and is simultaneously
the perpetrator of or participate in the criminaffence with which the money or
property under the preceding paragraph were acqliisghall be punished to the same
extent.

(3) If the money or property under paragraphs 2auf this Article is of high value, the
perpetrator shall be punished by imprisonment ofcugight years and by a fine.

(4) If an offence referred to in the above paradrapvas committed within a criminal
association for the commission of such criminakrndes, the perpetrator shall be
punished by imprisonment of one up to ten yearsogralfine.

(5) Whoever should and could have known that th@emoor property had been
acquired through a criminal offence, and who corsrttie offences from paragraphs
1 or 3 of this Article, shall be punished by imprisment of up to two years.
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47.

48.

49.

(6) The money and property referred to in the pdéng paragraphs shall be
confiscated.

As it was explained by a representative of the Migiof Justice during the on-site visit, the
wording in any other manner determined by the amtegning the prevention of money

laundering means, all the circumstances from Agtitparagraph 1 from the Act on prevention
of money laundering which states as follows:

1. conversion or any transfer of money or otherenty derived from criminal activity;

2. concealment or disguise of the true nature, inritpcation, movement, disposition,
ownership or rights with respect to money or otpesperty derived from criminal
activity.

As a general remark, it can be said that the o6feianoney laundering was maintained in this
new Code as it was regulated before, with the ambglification being that the wording used
before referring to “any other manner determinedhsy statute” was replaced by “any other
manner determined by the act governing the premendf money laundering”. The declared
aim of the national legislator was to clarify therding.

Thus, analysing the content of the ML offence sadhntirety the conclusions of the 3rd round
Report on meeting the essential criteria can lereged:

» the offence covers the elements contained in ar8i¢l)(b)&(c) of the Vienna Convention
and Article 6(1) of the Palermo Convention, witke thoral element not only tletention
but also thenegligencegparagraph 5 of the Article 245)

+ the offence extends tany type of propertyregardless of its value, that directly or
indirectly represents the proceeds of crime, dugh® general language used. The
language “money or property” is sufficiently bro&aol cover all types of properties,
regardless of its value, that directly or indirgaépresents the proceeds of crime. When
the Criminal Code wants to present a specific yperoperty, it has made it expressis
verbis (e.g. using terms like cultural propertytigle 102 or movable property- Article
204). But for the ML offence it uses the broadestminology to cover all hypotheses.
This conclusion is also found in the 2005 RepodZp being supported already at that
time by case-law;

e it is not necessarthat a person be convicteaf a predicate offence, when proving that
property is the proceeds of crime, but there wassiderable uncertainty among police
and prosecutors regarding the level of evidenceired to achieve an autonomous money
laundering prosecution. Indeed, the general prdg®t view during the period under
evaluation appeared to be that a concrete linkngasessary between the criminal offence
and the proceeds;

« the predicate offences for money laundering coatrserious offenceswhich are
designated categories of predicate offence, thdimgimcing of terrorism in all its forms
remains incompleteANNEX Il demonstrates how all theesignated categories of
offences based on the FATF Methodology are covgydtle national legislatign

< the offence of money launderingapplied to persongsho commit the predicate offence,
paragraph 2 of the Article 245 is relevant in tieigard;

26



Report on fourth assessment visit of Slovenia — 17 March 2010

« there are appropriatncillary offences to the offence of money laundering, sat¢he
provisions from the general part of the Criminald€care applicable to Article 245:
Article 34 - Attempt, Article 37 - Criminal Soli@tion, Article 38 - Criminal Support,
Article 39 - incrimination of those of Soliciting Gupporting a Criminal Attempt, Article
40 - Limits of incrimination of Accomplices, Artiel294 — Criminal Association, Article
295 — Criminal Conspiracy;

« predicate offences for money laundering are exténdeonduct that occurred another
country.

Additional elements

50.

51.

52.

The dual criminality principle applies (Article Paragraph 3 of the Criminal Code). There is
still a possibility to avoid having this principégplied, but only when the conditions mentioned
in Articles 11 or 14 (5) of the Criminal Code haveen fulfilled. Basically, it is possible to
apply the Criminal Code of Slovenia to any persdmowin a foreign country, commits a
criminal offence under Article 245 of this Crimin@bde or any other criminal offence, which
according to the international agreement has forbsecuted in all signatory states, irrespective
of the location where it was committed.

There is a special condition for prosecuting tHesds of cases; the permission of the Minister
of Justice must first be obtained and the offemcguestion should, according to the general
principles of law be recognised by the internati@mmmunity as constituting a criminal act at
the time it was committed.

Under these conditions, theoretically, where thecpeds of crime are derived from conduct
that occurred in another country, which is not #eree in that particular country but which
would have constituted a predicate offence haddtioed domestically, that would constitute a
money laundering offence in Slovenia.

Recommendation 32 (money laundering investigatiamgecution data)

53.

54.

Article 75 of the APMLTF obliges different statetharities to regularly provide statistics to
the OMLP.

For the period 2005 to 31 July 2009 there were &8 money laundering cases initiated and
they were at various stages in the pre-trial pr@¢esluding requests for a court investigation,
opened court investigations or indictments).

« In 2005-2006, there were 0 new indictments for ngdaandering;

* In 2006-2007, there was 1 new request for a cauvdstigation for money laundering;

¢ In 2007-2008, there were 3 new money launderingscél request for a court investigation
and 2 indictments);

* In 2008-2009, there were 6 new requests for a ¢ouvestigation.

* Inthe 7 months to 31 July 2009 there were 6 newayndaundering cases (4 opened court
investigations and 2 indictments).

The remaining cases are in different stages ofinghprocedures as set out in Table 20 below.
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55. In the period from 1 January 2005 until 31 July 20e competent Slovenian authorities have
progressed 38 new money laundering cases throtfginetit procedural stages. 2 cases (against

4 persons) ended convictions (1 in 2006 and 1 682Mased on the predicate offence of fraud
and theft.

» The first case was generated by the Police who weestigating several criminal offences
of fraud and additionally to that sent an initiatito the OMLP for investigation of criminal
offence of money laundering. The investigation ltesuin a final conviction for several
frauds, and conviction for self-laundering agaiRstatural persons and one legal person.
One natural person received a sentence of 3 yegmssonment and a fine of €8,300. The
second natural person received a sentence of & géanprisonment and a fine of €4,100.
The legal person received a punishment of canagilatThe final punishments of
imprisonment were higher since they also receivatighment for the predicate offences.
Predicate offences were several frauds committeitiénperiod 2000-2001 and generated
proceeds in the amount of approximately €210,00@006, the higher court confirmed the
conviction of the court of a first degree.

* The second case which ended with a conviction W&asgenerated by the Police as a result
of an investigation into an allegation of theftwias a third party autonomous conviction
for money laundering done by negligence while tegpptrators of predicate offence were
unknown. The predicate offence of theft generatetqeds in the amount of €7,580. The

punishment was a suspended sentence for 10 madwthsppeal was made against the
sentencé.

Effectiveness and efficiency

56. The national legislation is broadly in line withetinternational standards. However, important
difficulties still occur mainly as a result of tiperceptions as to what is required to prove the
money laundering offence. Following the third ewion report and the letter sent by
Moneyval to Slovenia, actions were taken, espsaciatl the level of Office of the State
Prosecutors General in order to bring more casesebthe courts.

57. Since 2005 there have been 275,410 recorded efengainst property, 35,221 recorded
economic crimes and 19,500 other funds-generatiilges in aggregate generating €1,021
million. (see Table 3 under section 1.2 above) ElMmv, the fact remains that only two
convictions have been obtained for money laundesinge 2005 (one of which was for own
proceeds laundering). It is apparent that monegdating cases are generally pursued by the
Slovenian authorities on the basis of self laumdgiin circumstances where there is clear

evidence of a specific offence committed on a gpedate. There have been no contested trials
for autonomous money laundering.

58. Judicial practice seems to favour high levels ajoprto establish the underlying predicate
offence, which has made it difficult, if not impdde, to prosecute an autonomous money
laundering offence. There is a reluctance to dmaf@rénces from facts and circumstances. It
still appears to be a prerequisite condition ircpica, although not required by the law, to prove

8 In October 2009 there was a further conviction fwney laundering generated by the Police followdng
further investigation into a theft. On the basehi$ criminal complaint the prosecutor filed awlictment for
third party autonomous money laundering. The caselted in a conviction against one natural perfeon
money laundering from negligence.
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the specific predicate offence (e.g. on a particadlay and place). Discussions held with
practitioners during the visit revealed differegpects of the problem:

« although legal remedies to challenge assumptionteais of evidence are available no
dismissals had been appealed on this particulacasy the prosecutor;

* police officers are reluctant to present to thespooitors cases where, in their view, the
predicate offence was not firmly established beeahgy consider that prosecutors are
reluctant to put forward these types of casesdges; and

« Supreme and Higher Court Judges, with whom the ®iacussed these issues, by contrast
stated that it is possible to establish that prypesis been derived from a criminal offence
by drawing inferences from the facts of the cageeyTindicated naturally that they could
not rule on money laundering, without being preséntith an appropriate case.

59. While efforts have been initiated to address thablam at the level of the national authorities
(including discussions among the main law enforadgmeuthorities) a sufficient level of
understanding has yet to be reached. Thus, impgdegal facilities, which already exist, such
as joint training seminars, the use of extraordiregpeals or seeking guidelines on points of
law from the Supreme Court (using Articles 109-f1the Courts Act of Slovenia) or the
request for the protection of legality (using Aldie 420 - 428 from the Criminal Procedure
Code) appear not to be utilised. It is noted thiiche 8 of the Slovenian Constitution stipulates
that a ratified treaty can be applied directly. rEfiere, following the ratification of the Council
of Europe Convention 198, the provisions on evidigsues in Article 9(6) could be invoked.

2.1.2 Recommendations and comments

60. There is an important and urgent need to ask thete Court to provide a general legal
opinion in the framework of unified jurisprudena& ftesting the current assumptions on the
levels of proof required with regard to the undexdy offence in an autonomous money
laundering case. Furthermore, consideration missi be given to utilising the existing
facilities to effectively implement the legislatiam money laundering by practitioners. These
include joint training seminars of all relevant tes (including the judiciary at all levels),
setting up an experts group to exchange experiemcenoney laundering investigation,
prosecution and proceedings, using extraordinapgalg for receiving guidelines on the points
of law from the Supreme Court.

61. Furthermore, it is recommended that the Councitrfope Convention on Laundering, Search,
Seizure and Confiscation of the Proceeds from Ceanteon the Financing of Terrorism (CETS
No. 198§ be ratified and applied quickly as its provisi@mmuld assist in the establishment of
the predicate offence in an autonomous money lainglease.

2.1.3 Compliance with Recommendations 1

Rating Summary of factors underlying rating
R.1 PC * Not all designated categories of offences are ftdlyered as predicategs
as incrimination of the financing of an individualrorist or terrorist

® Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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organisation is not covered.

» Given the level of proceeds generating offencedavenia and the low
level of convictions for money laundering, the alkeffectiveness of
money laundering criminalisation still needs tgpbbeved.

» Autonomous investigation and prosecution of the @ydaundering
offence still constitute a challenge for the judigi

2.2 Criminalisation of Terrorist Financing (SR.II)

2.2.1 Description and analysis

Special Recommendation Il (rated LC in th&'3ound report)

62. The new Criminal Code includes major progress is déinea. New offences substantially reflect
the requirements of the international conventiorthis area. The new CC now covers:
Article 108 — Terrorism
Article 109 — Financing of Terrorist Activities
Article 110 — Incitement and Public Glorificatiofi Terrorist Activities
Article 111- Conscripting and Training for Terrdrictivities
Article 134 — Kidnapping
Article 329 — Hijacking a Plane or a Ship
Article 330 — Putting Air Traffic in Jeopardy
Article 352 — Assassination of the President ofSkegte
Article 353 — Violence against the Highest Représtéres of the State

Article 354- Violence against the Representatiidsaseign Countries or
International Organisations

Article 356 - Diversion<

Article 359 - Incitement to Violent Change of therGtitutional Order
Article 371- Endangering Persons under InternatiBnetection
Article 373- Taking of Hostages

Article 306 - Manufacture and Acquisition of Weapamnd Instruments Intended for
the Commission of Criminal Offence

Article 307 - lllegal Manufacture of and TradeWeapons or Explosive Materials
Article 314 - Causing Public Danger
Article 318 - Damaging or Destroying Public Instaibns

Article 319 - Transporting or Carrying ExplosivedaDangerous Materials against
Regulation

Article 334 - Import and Export of Radioactive Starees
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Article 335 - Unlawful Acquisition or Use of Radidtéve or Other Dangerous
Substances

Article 336 - Pollution of Drinking Water

63. Article 108 Criminal Code regulates the offenceasforism (See Annex IV).

64. Comparing the offence as set out in Article 108 @Gfminal code with international
requirements, it can be observed that some aspiitiseed to be addressed in the legislation.
Namely, offences as set out in the 1988 Protoaothfie Suppression of Unlawful Acts against
the Safety of Fixed Platforms located on the Camtial Shelf need to be fully incriminated; the
only relevant offence in the Criminal Code is thatming from Article 108 of Criminal Code
making reference to whoever performs or threatenpetform a considerable destruction to
secured platforms in the continental shelf. Howgtlegre are also some other type of activities
which must be incriminated such as seizing or égierg control over a fixed platform by force
or threat thereof or any other form of intimidatiqguerforming an act of violence against a
person on board a fixed platform if that act i®likto endanger its safety; causing damage to it
which is likely to endanger its safety.

65. Article 109 Criminal Code regulates the offencdioncing of terrorism (See Annex V).

66. Analysing the offence of financing of terrorismetfollowing can be stated:

due to the broad language used, the offence ctiveractivity of any person who wilfully
provides or collectsunds by any means, directly or indirectgqually, it coverany
fundswhether from a legitimate or illegitimate sourcés previously stated, the 2005
Report(p.44), concluded that the term “money opprty” is sufficiently broad to cover
any kind of funding as determined by UN Convention;

the offence does not require that funds vemteially used to carry out or attemgt
terrorist act;

since the general provisions of the Criminal Codeapplicablethe attempto commit a
terrorist financing is also punishable, as welpagicipating as an accomplice, organising
or directing ordering to commit one of the offemekted to terrorism;

terrorist financing offences arpredicate offences for money launderingince the
approach of Article 245 on money laundering is aegal one;

the penaltyis sufficiently hightup to 10 years imprisonment, or 15 years depegnointhe
circumstances of the case) and ¢bafiscationof proceeds is mandatory;

criminal responsibility of legal persons covered by the 1999 Liability of Legal Entitie
Act, in which Article 25 make a reference to FTesf€e from Criminal Code. There is
also a misdemeanour responsibility for legal pessaswell as the civil one; and

predicate offences for terrorism financing is egfeshto conduct that occurr@d another
country, subject to accomplishing the dual criminalityteria in some cases — as it was
described while analysing the ML offence.

67. The law does not expressly state that the intent@mm be inferred from objective factual
circumstances. As noted earlier, the discussions/ati that there is no special framework to

31



Report on fourth assessment visit of Slovenia — 17 March 2010

68.

provide for this requirement in the national legigln, as the judicial authorities are free to
apply it during the implementation of general I&gfion regarding the criminal procedure. The
practice, however, is that this aspect is not céfi@ in the approach of the law enforcement
authorities in their inquiries in money launderioijences. The conclusion can be drawn that
the same approach could also be applied in cadesaating of terrorism offences.

There are, however, shortcomings which still neetld properly addressed in the legislation.
In particular, the financing of an individual terisi or an terrorist organisation is not separately
incriminated in the Criminal Code, despite the raotendations set out in the 3rd round report.
The explanation from the national authorities west & specific offence in this regard it is not
necessary since aiding and abiding rules are ggbcable and that the general incrimination
of criminal association and criminal support isikkde to cover those two situations. It is the
opinion of the evaluators that these two aspectstrha regulated separately so as to allow
national authorities to investigate these offereesiutonomous offences and to properly react
to a request for mutual legal assistance. The cartsrfeom the previous legal evaluator on
Criterion II.1. (a) ii) and iii) remain apt. Thefehce of terrorism defined in Article 108 of the
Slovenian Criminal Code has an overarching comdlitichile under UN Conventions, the
funding of the acts that constitute an offenceoidbé prohibited regardless of such condition
(see also the requirements of Article 2.1.a offtegorist Financing Convention). Therefore the
criminalisation of the terrorist financng act ig as broad as required by the convention.

Recommendation 32 (terrorist financing investigatifprosecution data)

69.

There were two cases of terrorist financing ingasgions by the police in the period 2005-July
2009. No crime reports have currently been subdhittethe prosecutors although one police
investigation is still in progress.

Additional elements

70.

The existing legislative framework has not yet btested before the judiciary (not even at the
level of prosecutors), but if the situation woulttor, there are sufficient grounds for believing
that an efficient system of statistics would beilakée.

Effectiveness and efficiency

71. Due to the absence of cases before the proseartts courts, it is not possible to assess the

221

effectiveness of the procedures. However, apam filee points made below, the legislative
base is largely in place.

Recommendations and comments

72. The Criminal Code should contain a financing ofdesm offence in line with Article 2.1.a

of the Terrorist Financing Convention as well gsasate incrimination of thénancing of an
individual terrorist or an terrorist organisatian

73. The legislation should be improved through the prdpcrimination of the acts arising from

the second Protocol for the Suppression of UnlawfulsAagainst the Safety of Fixed
Platforms Located on the Continental SHelf the following activities: seizing or exercigin

control over a fixed platform by force or threaetdof or any other form of intimidation,
performing an act of violence against a personaarda fixed platform if that act is likely to
endanger its safety; causing damage to it whitikesy to endanger its safety.
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2.2.2 Compliance with Special Recommendation I

Rating Summary of factors underlying rating

SR LC » Criminalisation of TF not yet fully in line with SR as it is not as

broad as required by the UN Convention and a separerimination
of the financing of an individual terrorist or terist organisation is
not covered

» Several aspects coming from the second Protocéh&Buppression
of Unlawful Acts against the Safety of Fixed Plathis Located on
the Continental Shelf must be incriminated.

2.3

Confiscation, Freezing and Seizing of Proceeds ofi@e (R.3)

2.3.1 Description and analysis

Recommendation 3 (rated LC in thé”3ound report)

74.

75.

76.

77.

Slovenia was given a largely compliant rating f@cBmmendation 3 in the 3rd round on the
basis that an absence of money laundering andrigrifmancing related confiscation was
negatively affecting the system. Three mattereweaised for comment, namely the absence of
a definition for “property benefits”; the concetmat Article 96(3) and (4)10 of the Criminal
Code might be considered redundant, or could bestnoed as exempting from confiscation
objects for which full value had been given evethd buyer knew their criminal origin; and a
recommendation that consideration be given to amgnithe law to provide a reverse burden
for some serious proceeds-generating offences.

The law relating to seizure and confiscation hashe@en amended and the law remains as set
out in the 3rd round MER. However, since the lagRa confiscation order has been made in
respect of a money laundering conviction of a retperson, who was sentenced to 10 months
in prison, which was suspended for a period of years and a confiscation order was imposed
in the sum of €430.

The Slovenian authorities rely upon Article 74(1)dfLlthe Criminal Code as providing the
definition of proceeds of crime, which states thabody shall retain the property gained
through or owing to the committing of a criminafexfce. It does not appear that the lack of a
definition of “property benefits” has been an isgueractice.

The 3rd round MER noted that Article 96(3) and ¢fithe Criminal Code had not presented a
problem in practice and this remains the case.

Additional elements

78.

Property of criminal organisations may be subjextcbnfiscation as criminal proceeds,
however, no examples of this have been provided.

1% Following a revision of the Criminal Code Artic36 is now Article 75
1 Formerly Article 95 (1)
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79. In 2008, a non-conviction based forfeiture ordeswieade to the value of €1,142,166 under
Article 498a of the Criminal Procedure Code.

80. Although there is no reverse burden of proof fatases proceeds-generating offences, Article
75 (4) of the Criminal Code provides a reverse baoraf proof for close relatives when
proceeds have been transferred to close relatiizéseoperpetrator of the criminal offence
(relations from Article 224 of this Criminal Code), when other property has been transferred
to such persons to avoid confiscation. In thesmipistances, the property shall be confiscated
from them unless they can demonstrate that theyifsaactual value.

Recommendation 32 (provisional measures and cordigms)
81. The following statistics were provided to the eaatus:

Table 4: Provisional measures and confiscations

Year Proceeds frozen Proceeds seized Proceeds confiscated
amount amount amount

cases € cases € cases €

2005 1 565,594 0 0 0 0

2006 1 102,000 1 2 real estates 0] 0

2 58,000
2007 1 4.760,058 0 0 0 0
1,700,000
2008 1 115,828 1 2 real estates 2 1,143,000
41 cars
2009* 1 8,000 2 817,000 0 0

Effectiveness and efficiency

82. The Recommended Action Plan for Recommendationlidwiimg the 3rd round evaluation
called for an increase in the results of crimingded recovery (by bringing as many money
laundering prosecutions as possible to create ar cjerisprudential framework). It
recommended that law enforcement should give moi@ify to asset detection and asset
recovery.

83. The inspector, who deals with the predicate offeats deals with any money laundering and
confiscation issues. Training has been providetithe examiners were told that a seminar was
being organised. Every regional directorate hdsast one police investigator responsible for
this work and in complicated cases, assistance &amntral unit is provided. Although there
are no available statistics on restraint and coafisn orders made by the courts in respect of
predicate offences, the Slovenian Police confirtined they undertake financial investigations
and that they regularly ask prosecutors to applyfre®ezing measures. Unfortunately, it is not
possible to confirm how many of their requeststaken forward by prosecutors. In 2005, the
Police made 22 requests for freezing measuresy 2006; 31 in 2007; 35 in 2008; and by the
end of July 2009, it is estimated that the numlbeequests had equalled the number for 2008.

84. The examiners were told that a National Bureaungéstigation would be set up in January
2010 that would include seven financial investigapmsts. The examiners were also
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encouraged to learn that consideration was beimgngio the creation of a dedicated asset
recovery unit, however, in the absence of statistic general confiscation and with only one
confiscation order made in respect of a money latind offence and one non-conviction

based forfeiture order, insufficient evidence wasvjgled to demonstrate that asset recovery
was being given a high priority.

2.3.2 Recommendations and comments

85. The 3rd round MER for Slovenia commented thhé seizure and confiscation regime under
Slovene law is basically comprehensive and webdte@d. It is firmly imbedded in law and
covers all forms of criminal instrumentalities. | Adventualities are properly addressed,
including the situation where a conviction is notpible.” This comment remains true. There
is, however, a clear need to improve the keepingstafistics on general asset recovery

performance; to give priority to asset detectiod asset recovery; and to continue to increase
the volume and value of criminal asset recoverg@anade.

2.3.3 _Compliance with Recommendation 3

Rating Summary of factors underlying rating

R.3 PC ¢ The small number of money laundering and terrdimsincing related
confiscations and a lack of statistics on confiscatgenerally
negatively affect the system.

2.4 Freezing of Funds Used for Terrorist Financing (SRII)

2.4.1 Description and analysis

Special Recommendation 1l (rated LC in thé*¥ound report)

86. As a member of the European Union, Slovenia is ddynthe EU freezing mechanism, which
provides a basic framework for the freezing ofdest assets. Slovenia directly implements the
relevant UNSC Resolutions 1267 (1999) and 1373XpaAd EU regulations on the freezing of
terrorist related assets by issuing regulationsyamt to Article 3(1) of the Act Relating to
Restricting Measures Introduced or Implemented am@liance with Legal Instruments and
Decisions adopted within International OrganisatiofOJ RS, No. 127/2006) (the
ZOUPAMO)12. The local regulations specify the typmplementation method and the
duration of restrictive measures, their supervisaoa sanctions for violation. The restrictive
measures automatically terminate or cease to appén the corresponding EU and UN legal
acts cease to apply. The local regulations ardighda in the Official Gazette and links are
provided to them and to the UN and EU websiteshenMinistry of Foreign Affairs website,

but no further local guidance is given to the raged sector or other persons as to their
obligations.

2 The ZOUPAMO replaced theRestrictive Measures Act (OJ RS, Nos. 35/2868i 59/2002) on the 22

December 2006, however, by virtue of Article 12tloé ZOUPAMQ regulations issued on the basis of the
previous Act remain in force.
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87. As UNSC Resolution 1373(2001) does not createt afipersons or entities to be frozen, a list
is drawn up by the European Council and is annégge@ommon Position 2001/931/CFSP.
The list is divided into two parts, namely thosditeas with an external link, which are
designated and have to be frozen; and Europeamatgewithout an external link, which are
subject to intensified police and judicial coopenat but not to freezing. The accounts of
European internals designated on UNSCRs are naoireefjto be frozen in Slovenia.

88. The definition of funds (deriving from the EU Regtibns) does not cover funds controlled by
a designated person or persons acting on theidfb@hat their direction (as it is required by
UNSCR 1267 and UNSCR 1373)

89. A Permanent Coordination Group (the Group) is distaéd under Article 7 of the ZOUPAMO
headed by a representative of the Ministry of Fpréiffairs and includes representatives from
other ministries and institutions It coordinates anonitors the effective implementation of
restrictive measures and other tasks under the ZBAM®P In cases where there is no
international obligation to introduce restrictiveeasures, the Group must provide its view on
the proposed measures. In this way, the Governmmepyt introduce restrictive measures in
respect of domestic terrorists or react to requiests other States, however, all measures that
are currently implemented in Slovenia are basethenUNSC and EU legal instruments and
there are no domestic sanctions in place.

90. Articles 57 and 68 of the APMLTF gives the OMLP faarity to temporarily suspend a
transaction on its own initiative or at the requafsh foreign jurisdiction for a maximum of 72
hours when the conditions specified by APMLTF art and the OMLP considers that there is
a reasonable suspicion of an offence of terroirsnicing contrary to Article 109 of the
Criminal Code. The OMLP informs the competent artles (the Police, the State
Prosecutor’s Office) of the suspicion and the impated measures. In cases of reasonable
suspicion of an offence of financing of terrorism $lovenia, the police and the State
Prosecutor take the lead on all further procedibefere the court in accordance with the
Criminal Procedure Act and this may include temppiseizure and confiscation. The foreign
jurisdiction’s competent authority, which requestbd freezing of funds or other assets of the
suspected person or entity in Slovenia, may withe72 hour period also institute proceedings
for seizure of funds and assets of suspected persprrequesting Mutual Legal Assistance
(MLA).14

91. Article 8 of the ZOUPAMO enables persons and esdito make application to the relevant
ministry in respect of matters arising from theulatjons made under the Act. The evaluators
were told that this would include third party applions and applications made in respect of
the exceptions allowed by the UN and EU in respéeiccess to funds for humanitarian needs.
Applications are dealt with according to the gehadministrative procedure. During the on-
site visit the evaluators were told that this pchoe could not be used for delisting requests, or
if a person or entity is wrongly identified as agmn or entity on the relevant UN or EU lists.
The Slovenian authorities have subsequently ineictttat it is now their view that Article 8 is

13 The EU Council document entitled “Guidelines orplementation and evaluation of restrictive measures
(sanctions) in the framework of the EU Common Fgmedand Security Policy”, a non-binding documentegi

an interpretation of these provisions which coviéroaithe cases required by international instruteeihis
interpretation is furthermore explicitly included the Council Regulation (EU) 1286/2009 of 22 Debem
2009, adopted after the review period.

14 please refer to sections 2.2.1 and 2.2.3 abovecatitk potential difficulty for MLA that could bmised as a
result of the shortcomings of the criminalisatidriesrorist financing.
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in fact wide enough to include such applicatiomswéver, no local guidance is provided to
assist in this process.

92. Article 10 of the ZOUPAMO provides that the supsiwn of the implementation of the Act
and regulations shall be carried out by public ausiriation bodies, other entities under public
law and the relevant responsible public authotiiyless otherwise specified by the directly
applicable EU legal act. Bodies carry out the svigem in accordance with sector-specific
legislation, however, their powers may also be@dtin the regulations in which they are
designated.

93. In addition to the obligatory freezing of funds aasbets of persons designated by UNSC or the
EU Council because of their involvement in terrpastivities and its financing, the Criminal
Procedure Act regulates the seizure and confistatiofunds and other assets which are
derived from, are used in or could be used to cdrimai activities described in Article 108 of
the Criminal Code.

Recommendation 32 (terrorist financing freezing dat
94. As there had been no instances of freezing ofristrininds there were no supporting statistics.
Effectiveness and efficiency
95. Effectiveness remains a concern: no bank accourdther assets have been frozen in Slovenia
on the basis of the UN or EU lists. Although Slaehas assessed the risk to be low, only the
banking sector showed any awareness of the listdhaere is a lack of local rules or guidance
as to what should be done with account once iteas frozen and what procedures should be

followed to unfreeze it.

2.4.2 Recommendations and comments

96. The Recommended Action Plan from the 3rd round Mlked for the administrative procedure
of freezing suspected terrorism related accoungsrasult of the relevant UN Resolutions to be
fully elaborated, including rules regarding unfiegzand the rights and obligations of the
financial institutions and account holders. Whilet ZOUPAMO has introduced a mechanism
for applications to be made to relevant ministiesrespect of matters arising from the
implementation of the UNSC Resolutions and the Eglulations, this recommendation has yet
to be fully addressed.

97. The Ministry of Foreign Affairs has conducted tiagnsessions attended by the banking sector
and some investment brokers, however, there iga cleed for further training and guidance
for the regulated sector as a whole.

2.4.3 Compliance with Special Recommendation SR.III
Rating Summary of factors underlying rating
SR.II PC * The freezing of terrorism related accounts and s$unahd related

procedures, have not been fully elaborated locatlg are not publicly
known. There is a lack of local guidance and tragni

» Slovenia does not have a fully elaborated publichown national
procedure for the purpose of delisting and unfreggziequests upc
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verification that the person or entity is not aigeated person.

» The accounts of EU internals designated on UNSCGRset required
to be frozen.

» Lack of awareness in the non-banking sector of Qi @&U lists.

Authorities

2.5 The Financial Intelligence Unit and its functions R.26)

2.5.1 Description and analysis

Recommendation 26 (rated LC in thé'3ound report)
98. The Office for Money Laundering Prevention (OMLRPhe designated FIU for Slovenia.

99. Article 53 paragraph 2 of APMLTF state3He Officé® shall receive, collect, analyse and
forward data, information and documentation obtairia accordance with the provisions of
this Act” After reorganisation of the Public Administrati and enforcement of the Public
Administration Act (Official Gazette of the Republdf Slovenia, No. 52/2002 and 26/2007)
and the Decree on Administrative Authorities withifinistries (Official Gazette of the
Republic of Slovenia, No. 58/2003), the OMLP rersarbody within Ministry of Finance.

100. Apart from transposing the relevant clauses in® APMLTF, there are no changes in the
functions and responsibilities from those set aube 3rd round report with regard to R.26.

101. Article 70 paragraph 3 of the APMLTF requires theMI®® draw up and issue
recommendations or guidelines for uniform impleraénh of the provisions of the APMLTF.

102. According to Article 100 of the APMLTF, the Ministeof Finance must issue all 8
obligatory bylaws not later than 6 months after éméorcement of the law. On that basis the
Minister of Finance issued the following bylaws January 2008 (Official Gazette of the
Republic of Slovenia, No. 10/2008). The relevaméofor reporting purposes are highlighted
in bold:

* Rules on Performing Internal Control, Authoriseddea, Safekeeping and Protection of
Data and Keeping of Records of Organisations, Lasyyeaw Firms and Notaries;

* Rules on the Method of Forwarding Information to the Office for Money Laundering
Prevention of the Republic of Slovenia;

* Rules laying down conditions to be met by a petscact in the role of a third party;

* Rules laying down how to determine and verify at@on®r’s identity using the customer’s
qualified digital certificate;

* Rules laying down the list of equivalent third cties;

* Rules laying down conditions under which a persay rne considered to be a customer
representing a low risk of money laundering ancbtést financing;

15 The OMLP is referred to as “the Office” in the ARTF.
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* Rules laying down conditions under which there is @ obligation to report cash
transaction data for certain customers; and

* Rules on the Method of Communicating the Informatiam on Lawyers, Law Firms or
Notaries to the Office for Money Laundering Prevenion of the Republic of Slovenia.

103. These eight Bylaws give overall guidance to alligdd entities. Guidelines for the gambling
sector were issued in November 2009 and for cledditers and leasers in December 2009.

104. OMLP has not yet provided sufficient guidance regag the manner of reporting, including
the specification of reporting forms and the praged that should be followed when reporting,
to Insurance companies, TCSP, Lawyers and NotaBesh additional guidance for the
Insurance sector, Lawyers/Notaries and trust antpeny service providers could increase the
effectiveness of the reporting system.

105. The OMLP does provide training to obligors and diee summarised in Table 5

Table 5: Training provided by the OPML

PARTICIPANTS/YEAR 2005 2006 2007 2008 | 31/07/2009
Banks 9 5 4 12 1
Auditors, accountants P 1
Exchange offices 7 5 3 3 2
Insurance Companies 2
Companies managing Investment Funds 8 7 5

Law Enforcement 3 4 3 2 2
Brokerage Companies 1 3

Casinos 1 1

Traders in precious metals 1
Judges 1 1

TOTAL 31 22 16 23 7

106. Article 56 paragraph 1 of the APMLTF sets out pavefrthe OMLP’s to request data.

107.0n the basis of above stated provision, The OML® digned agreements with certain state
authorities in order to provide the OMLP with dir@xcess to relevant databases, maintained
by these authorities. The OMLP has direct accefietéollowing databases:

» Police database (databases of criminal records);

« Database of the Ministry of Interior (populatiomjister, vehicle register, register of issued
identification documents, passports, etc.);

» Database of the Central Bank of Slovenia (regisfetransactions accounts, register of
banks and savings banks);

» Database of Health Insurance Institute of SlovefR@gister on compulsory health
insurance);

+ Database of Surveying and Mapping Authority (remistf real estate purchases and
selling);

e Land register;

» Database of Ministry of Justice (register of compsa)
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« Companies/Directors database;
» Companies annual financial reports; and
e Dun & Bradstreet.
108.Cases as set out below were forwarded to the OfficeMoney Laundering Prevention

provided that the police found elements of an aféef money laundering and terrorist
financing while conducting a pre-trial investigatiof another criminal offence.

Table 6: Number of initiatives forwarded to the OPM. (FIU) by police from 2005 to 31 July
2009

Year Number of initiatives forwarded to OMLP
2005 8
2006 14
2007 8
2008 9
7 Months to 31 July 2009 10

109. On their own initiative, the police lodged 6 crimeports relating to money laundering in the
abovementioned period (one each in 2005, 2006 @872and three in 2009). Other cases
involving suspicion of money laundering were clogkugh crime reports relating to other
criminal offences, reports pursuant to Art. 148&ap80 of the Criminal Procedure Act, or they
are still under investigation.

110.Under a written request, the OMLP has indirect ssc® all databases, information and
documentation kept by the following states autiesitor holders of public authority:
Ministries, Tax Administration, Customs, Superwisifgencies, Slovenian Intelligence and
Security Agency, etc. (See also below).

111. 1t is the view of the evaluators that there arechanges in the conclusions regarding access to
databases from those set out in the 3rd roundt.epor

112. Article 54 paragraphs 1 and 2 of the APMLTF setsthe powers of the OMLP to request
information. In the cases referred to in paragsafthand 2 of this Article, the relevant
organisation shall additionally be obliged to fordido the Office upon its request all other
necessary documentation (paragraph 3 of ArticlefShe APMLTF).

113. The organisation is required to forward the dat&rimation and documentation referred to in
the preceding paragraphs to the OMLP without delagl at the latest within 15 days of
receiving the request. Exceptionally, the OMLP nsay a shorter time limit for the request if
this is necessary to determine circumstances nelef@r issuing an order temporarily
suspending a transaction, or to forward the datdoteign authorities and international
organisations, and in other urgent cases when fteiessary to prevent the occurrence of
property damage (paragraph 4 of Article 54 of tiVA TF).

114.In cases of extensive documentation or due to gtmsdified reasons, the OMLP may, by
written notification, extend to the organisatioppua its written and reasoned initiative, the time
limit determined and it may, in such cases, insgket documentation in the organisation
(paragraph 5 of Article 54 of the APMLTF).
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115.With regards to requests to a lawyer, law firm atany for the submission of data on
suspicious transactions or persons the requirenaeatset out in Article 55 of the APMLTF.

116. Apart from transposing the relevant clauses in® APMLTF, there are no changes in the
reporting requirements from those set out in tleer8und report.

117.Under Articles 61 and 62 of the APMLTF, the OMLPaigthorised to disseminate financial
information to domestic authorities for investigati or action when there are grounds to
suspect money laundering or financing of terrorigvith respect to the nature of the suspicion
the OMLP may send to the competent authority raatifon of suspicions transactions related to
money laundering or information related to somesptiiminal offences.

118.The majority of criminal offences listed in Article61 and 62 will be, by adopting the
amendments to the APMLTF, replaced with new asigheaccordance with the new Criminal
Code that came in force on November 2008.

119. Submission of data to the court, prosecutor’s effic customs authorities is dealt with under
Article 71 of the APMLTF. Apart from transposingetielevant clauses into the APMLTF, the
provisions on dissemination appear to be uncharfggth the 3rd round report and are
effectively put into practice.

120.The OMLP is a constituent body of the Ministry ah&nce. It has its own decisive authority
stipulated by the APMLTF and it is, according ® self-assessment, not under undue influence
from the Ministry of Finance or other authoritide evaluators have satisfied themselves that:

« there is no interference (e.g. a requirement okgltations, review mechanisms prior
to taking actions) in operational activities andrespondence of OMLP;

« The OMLP carries out its analytical functions ofigsed on its own professional
resources;

« the notifications (disseminations of STR disclosyireo law enforcement are not
subject to review/approval of any other structurait/official within the Ministry;
and

* No other structural unit/official of the Ministrg uthorised to give instructions to the
OMLP relating to its operational activities.

121.Information held by the OMLP is securely protectsud all information provided to the
OMLP database is immediately classified as a “$&cilaformation may only be disseminated
in cases prescribed by the APMLTF.

122. Article 78 of the APMLTF sets out the approved afacquired data.

123. Paragraph 2 of Article 61 of the APMLTF, states @MdLP must not state information about
the employee and his/her respective organisatianhafirst forwarded the information unless
there are suspicions that the employee or orgammsdias been involved in criminality.
Furthermore, Article 76 of the APMLTF sets out am@ll prohibition on disclosure.

124. Apart from transposing the relevant clauses in® APMLTF, the provisions ensuring that
information held by the FIU should be securely petéd and disseminated only in accordance
with the law appear to be unchanged from the 3uhdoreport and are effectively put into
practice.
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125. Article 72 of the APMLTF requires thattie Office shall submit to the Government a
comprehensive report on its work at least once alifu Each year, after the adoption of the
OMLP’s Annual Report by the Government, the OMLPblghes on its website a summary
report that contains relevant statistics, typolsgiad information regarding its activities. The
OMLP also gives information on statistics, typoksjiand case studies in the framework of
seminars and professional training.

126.The OMLP is also statutorily obliged to provide dback to reporting entities, under Article
63 of the APMLTF. Apart from transposing the relev clauses into the APMLTF, the
provisions ensuring that OMLP should publicly releg@eriodic reports appear to be unchanged
from the 3rd round report and are effectively pubipractice.

127.The OMLP has been a member of the Egmont Groupe sif86, participates in its activities
and cooperates with the other Egmont Member FIW&en exchanging information with its
foreign counterparts (foreign FIUs) the OMLP followhe Egmont Principles for Information
Exchange between Financial Intelligence Units fdar &ahd FT Cases.

Recommendation 30

128. The number of employees and the budget of OMLP lwsreased since the year 2004. 18
working places have been planned for the OMLP enbidisis of the Act on Systematisation of
Places in the Ministry of Finance and its statutiooglies. Since 1 December 2008, the number
of OMLP staff has actually reached the number 1 &ducational structure of the employees
(see Table 7 below) and suitable organisationalcgire of the OMLP (2 departments and 3
services) assure fulfilment of all its legal duti®se OMLP is independent in its work as it has
also been an autonomous budgetary user. The arnbvesources provided to the OMLP has
so far been sufficient for carrying out its duties.

Table 7: The educational structure of the employeesf OPML

DATE Number of DEGREE OF EDUCATION
employees Master's University High Secondary
Degree School
31.12.2004 17 1 13 1 2
31.12.2005 17 2 13 2
31.12.2006 16 1 13 2
31.12.2007 17 1 14 2
31.12.2008 18 1 15 2
31.7.2009 18 2 14 2

129. During the on-site visit, the evaluators were dbleonfirm the situation described.

130.There is a general codification of requirements gablic servants on integrity standards,
which are applicable also to the OMLP’s employd&éss is the basic regulation. In addition to
this, the OMLP has adopted an internal policy #rat new employees must have a background
check performed by police, before they are emploged their integrity has to be assessed.
Moreover, according to the Law on Secret Data,GMLP employees undergo a special
procedure and are then allowed to access or wdtkdifferent confidential documents, based
on a license given to them by the Ministry of lider The procedure for gaining permission to
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access secret data can start after completed Bpediaraining for handling confidential
information.

131.The requirements regarding the professional backgtoand professional skills of the
employees of the OMLP are prescribed in an integintbf the Ministry of Finance (Regulation
on the Internal Organisation and Employment Systehi¢h contains a description of the basic
knowledge, education and skills requirements.

132.The relevant and regular training for combating syolaundering and financing of terrorism
of the staff is part of the normal working proceéshe OMLP. The employees of the OMLP
regularly participate in trainings held in Slovemiad abroad. This training involves all fields
important for the work of the OMLP. The most frequisssues at this training are: international
cooperation, new investigative methods, trendshenfteld of money laundering and terrorist
financing, seizure of the illegally derived assatsl novelties in the field of the information
technology. The employees of the OMLP also exchdhgeexperiences at working visits to
foreign counterparts and gain new knowledge by ingadp-to date literature. Since 2005
OMLP’s employees have attended 97 different seraiaad training sessions (see Annex X).

133.The employees of the OMLP also take an active (ak lecturers) at different training
seminars attended by the obliged entities (accgrdm APMLTF), state authorities and
organisations, which working field has been linkegth the detection and prevention of money
laundering and terrorist financing. Training seménavere most frequently arranged for the
employees of the banks, exchange offices, insureog®anies, casinos, brokerage companies,
supervisory institutions, State Prosecutor’s Offecel Police. In the year 2005, 65 hours of
training were provided for different participantsthe year 2006 42 hours, in the year 2007 23
hours, in the year 2008 62 hours and up to 31 2089 around 11 hours of training were
provided by the employees of the OMLP.

Additional elements

134.In 2005, Training for prosecutors, judges and tléicB was provided by the FIU. In the
following years, this Training was continuouslyesd to prosecutors and the Police.

Recommendation 32 (FIU, police, prosecutors, colirts

135. After the adoption of the 3rd round evaluation mepat the 17th MONEYVAL plenary
meeting, the report on Slovenia was presentededsibvernment of the Republic of Slovenia,
which at its governmental session of 3 Novembeb28d@opted a comprehensive Action Plan
for Implementation of Recommendations Made by teéee@ Committee of Experts on the
Evaluation of Anti-Money Laundering Measures (heatier: the Action Plan). The Action
Plan covered the main content of recommendatiors defined (i) measures/tasks/actions
planned to give effect to the recommendations; @3k performers; and (iii) indicative
deadlines for implementation.

136. In execution of the action plan mentioned above, AML/CFT activities of the Government
of the Republic of Slovenia, in particular minisgiand other state bodies, have been mainly
focused in the following areas since 2005:

1. In 2007 the Parliament adopted the Resolutiontte National Programme of the
Prevention and Fight against Criminality for thei®e 2007-2011 (Official Gazette of the
Republic of Slovenia No. 40/2007) on which bases Wational Programme on Prevention
and Suppression of Criminality for the Period fr@®07 until 2011 was prepared. This
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national programme defines activities which havebt performed by separate state
authorities, independently or in co-operation wither bodies. Some significant activities
of this programme are:

« drawing up of a standardised methodology for reogrdriminality and establishment
of a network among the police, prosecutors andtsgagisters;

* extension of responsibilities for investigation e€onomic criminality to other
supervisory authorities;

e setting up of a joint investigation unit, membefsadich will be representatives of
various institutions combating economic criminglity

e establishment of an interdepartmental working gramppowered to co-ordinate
measures aimed at detection, temporary securingradeeds and confiscation of
illegally acquired property benefits.

For the direct supervision of the implementation thfs national plan, a special
interdepartmental working group has been estalistigs has to report on its work to the
Government of the Republic of Slovenia once a year.

2. As already noted, a new Criminal Procedure Adhithe process of adoption. Among other
measures, it allows for the State Prosecutor, liose cases of economic crime, organised
crime and corruption, to establish a special ingasive group with other state authorities
and competent institutions from the field of custprtaxes, financial activities, securities,
protection of competition, prevention of money ldaring, prevention of corruption and
illegal drug trafficking. The purpose of this coesption is to identify the criminal offence
and perpetrator or to collect data needed for duisibns taken by the state prosecutor.

3. In 2009, the Government started the procedur@stablishing a national Asset Recovery
Office (ARO). By decree, it nominated the speamérdepartmental working group to study
the current situation in this field and to make gegjions on the establishment of the ARO
from the point of view of its competences, orgatiigg staff and financial activities.

4. By the end of 2009, a new body will be estalglistvithin the Ministry of Interior. This will
be the National Investigation Bureau (NIB), andilt start its activities on 1 January 2010.
It will detect and investigate the most seriousnanal offences in the field of economic
crime (including money laundering), corruption, eykcrime, terrorism, special forms of
minor crime and serious tortuous acts. A speciaritepartmental working group has been
established to prepare all necessities for thetI&art work'®

5. The Convention of the Council of Europe No. 188 Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRhmancing of Terrorism (hereinafter
Convention No. 198) was signed by Slovenia on 28k&007’. In the beginning of 2009
the OMLP prepared the proposal of the Act on thi§ication of Convention No. 198 which
is expected to be submitted to the Parliament atified in the first quarter of 2010.
According to the proposal for ratification, the lfaling bodies have been determined as
authorities competent for its implementation: thenistry of Justice, the Ministry of the
Interior, the Ministry of Finance or the OMLP as donstitutive part.

'8 The Slovenian authorities have confirmed that\hiB commenced operations on 1 January 2010.

" Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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6. On the EU level in 2007 new rules concerningnparyt services were agreed with the
adoption of “Directive 2007/64/EC of the EuropeaarlRment and of the Council on
payment services in the internal market amendingedives 97/7/EC, 2002/65/EC,
2005/60/EC and 2006/48/EC and repealing Directivs5/®C”. The aim of the directive is
to ensure that payments within the EU — in paréicaredit transfer, direct debit and card
payments — become as easy, efficient, and secudragstic payments within an EU
Member State, by providing the legal foundation the Single Euro Payments Area
(SEPA). In order to fully transpose this directiméo Slovenian legislation amendments to
the present AML/CFT law, inter alia, are planned¢oadopted by the end of 2009.

137.Essential Criteria 32.2 requires that competenharittes should maintain comprehensive
statistics on matters relevant to the effectivermsd efficiency of systems for combating
money laundering and terrorist financing.

138.In order to maintain statistics and to enable thatralisation and analysis of all data relating
to money laundering and financing of terrorism, toerts, prosecution offices and other state
authorities are obliged under Article 75 of the APWF to forward to the OMLP data on
criminal offences of money laundering and financofgterrorism. On the basis of received
statistical data the OMLP maintains comprehensiveual statistics on matters relevant to the
effectiveness and efficiency of AML/CFT system.

139. State authorities are obliged to forward reguladythe OMLP the following data: date of
filing the criminal charge, personal name, datbigh and address, or the name of the company
and registered office of the denounced personytstat definition of the criminal offence and
the place, time and manner of committing the actidrich has signs of a criminal offence,
statutory definition of the predicate offence ahd place, time and manner of committing the
action which has signs of a predicate offence.

140. Another tool for measuring the effectiveness of AML/CFT system is feedback from law
enforcement. Under paragraph 4 of Article 75 of ARMLTF the competent state authorities
(Criminal Police, Tax Administration, Customs, &aia Intelligence and Security Agency
and other state bodies) are obliged to reporteddNLP, once per year and at the latest by the
end of January of the current year for the previees, on its findings made on the basis of the
received notifications of suspicious transacti@msnformation on other criminal offences.

141. Among OMLP’s duties related to the prevention ofney laundering and terrorist financing
(Article 70 of the APMLTF) is also the obligation publish, at least once per year, statistical
data on money laundering and terrorist financimg,particular the number of suspicious
transactions submitted to the OMLP in accordandh wie APMLTF, the number of cases
handled annually, the number of persons subjeatinoinal prosecution, the number of persons
convicted of money laundering or terrorist finamgirand the scope of frozen, seized and
confiscated property.

142. The statistics kept by the OMLP are comprehenanaiiding:

* STRs received (differentiated according to the typeeporting entity);
* STRs analysed and disseminated,;

* STRs resulting in investigation, prosecution, omwgotions for money laundering,
financing of terrorism or an underlying predicatience;
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» CTRsreceived;

* money laundering and financing of terrorism invgatiions, prosecutions and convictions,
statistics on the predicate offences;

» property frozen, seized and confiscated, and

* mutual legal assistance requests and requeststéonational cooperation made or received
by the FIU.

Table 8: Number of money laundering cases opened ithne OMLP on the basis of STRs
received from reporting entities or professions andon the basis of initiatives received,
foreign FIU requests and cash transactions databagsom 2005 to 31 July 2009

Reporting entity 2005 2006 2007 2008 To 31.7.09

1. ORGANISATIONS

Article 38 of the APMLTF 81 127 164 193 83
70% 77% 85,5% 78% 83%

Commercial banks 75 123 157 175 77*

Saving banks 1 2 5 13 1

Post office 2 2 2 2

Brokerage companies

Leasing

Casinos

Insurance 1

Organisers offering sport wagers 3

Auditing-Accounting companies 2

2. PROFESSIONS

Article 49 of the APMLTF 1 2 1
0% 0% 0,5% 1% 1%

Lawyers 1

Notaries 2 1

3. INITIATORS, SUPERVISORS

Articles 60, 74, 89 of the APMLTF 14 18 10 16 9
12% 11% 5% 6% 9%

Police 6 10 5 8 7

Prosecutor 3 4 1

Courts

Customs 1 2 4 1

Commission for Corruption 2 1

Securities Market Agency 1

Tax authorities 1 2 3 2

Central bank 3

4. EXCLUDED BY THE OMLP FROM:

- CTRs DATABASE

- CROSS BORDER CASH TRANS. 10 8 6 27 3
8,6% 5% 3% 11% 3%
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5. FOREIGN FIU 11 12 11 10 4
9,5% 7% 6% 4% 4%
All 116 165 192 248 100

* Among STRs reported by banks in 2009 there haea beo reports which referred not only to ML bugato FT

143. According to the internal guidelines for proceedivgth STRs all 821 received STRs were
considered as Cases openéd All STRs received from reporting entities werkeetefore
analysed and not simply registered as reports in.PMdatabase.

144. Organisations, among them banks, have been regdtim highest number of STR reports.
Out of 821 STRs banks have reported 607 STRs s$ditbaverage share of banks in the total
amount of STRs in the period 2005-31 July 2009 7For example, the share of banks in the
total amount of STRs was 65% in 2005, 74% in 2@&5)% in 2007, 70% in 2008 and in the
first seven months of 2009 this share is 77%.

145.In the period from 2005 to 31 July 2009, 49 initias were forwarded to the OPML (FIU) by
the police (see Table 6 above). Cases were fordatmléhe OPML provided that the police
found elements of an offence of money launderingj tmrorist financing while conducting a
pre-trial investigation of another criminal offenda the same period the OMLP, on the basis
of 49 police initiatives, opened 36 cases; the rot® initiatives have been rejected by the
OMLP.

146.0n their own initiative, the police lodged 6 crimeports relating to money laundering in the
abovementioned period (one each in 2005, 2006 &8 2nd three in 2009). Other cases
involving suspicion of money laundering were clogkebugh crime reports relating to other
criminal offences, reports pursuant to Article 1g8ragraph 10 of the Criminal Procedure Act,
or they are still under investigation.

Break-down of STRs analysed and disseminated
147.In the period 2005 to 31 July 2009, 715 cases aeatysed and concluded in the OMLP. The
structure of all concluded cases in the years 22086, 2007, 2008 and 2009 can be seen in

Table 9 below.

Table 9: Concluded cases 2005 to 31 July 2009

Year Notification on | % Information % Concluded All

STRs to the CPD/Tax within

to the CPD* Authority/Customs** OMLP***
2005 32 31% 14 13% 58 104
2006 37 35% 17 16% 51 105
2007 70 38% 56 30% 59 185
2008 63 33% 67 35% 61 191
2009 23 18% 29 22% 78 123
All 225 31% 183 26% 307 715

*reports on suspicious transactions from OMLP te @riminal Police Directorate (CPD); Article 61 thfe APMLTF;
Reports contain all data and documentation on Mip&ion;

*written information contains only data and no dotentation and deals with serious criminal offeneesept ML; (see
Article 62 of the APMLTF);

***cases concluded within the OMLP because no stispiof ML or serious criminal offences was found;
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148.1t can be seen from Table 9 that in the last fiearg, the OMLP forwarded 225 reports on
suspicious transactions on money laundering tocthrepetent authorities (Criminal Police
Directorate/State Prosecution Office), in accoréanith Article 61 of the APMLTF as well as
183 written information on suspicion of other cnival offences, in accordance with Article 62
of the APMLTF. 307 cases, for which the initial gicson on the criminal offencef money
laundering or other serious criminal offences cawdtibe confirmed were concluded within the
Office asad acta (closed case)

149. The number of notifications on money laundering@ased from 37 in 2006 to 70 in 2007
(89%) and stayed almost the same in 2007 and 208 shares of these notifications of all
closed cases per year stayed almost the same gav@rare is 35%).

Table 10: Statistics on CTRs

Number of cash transactions*

Reporting entity 31 July
2005 2006 2007 2008 2009
Banks 38,621  46,019] 40,937 21,727 8,924
Post 1,282 1,734 2,028 1,195 542
Exchange Offices 849 782 5 1 -
Casinos 1,107 935 932 994 501
Gaming Houses 85 90 146 160 110
Savings Houses 216 388 547 290 155
Savings and credit Houses 9 6 8 4 -
Brokerage Houses - - 5 0 -
Precious metals and precious stones dealers - 9 2 0 -
Insurance Companies - 3 4 0 -
Real estate Agencies 1 - - 0 -
Bank of Slovenia - - 3 0 -
TOTAL 42,1700  49,966] 44,617 24,371 10,232

*Transactions in cash over app. €20,500 reportethe¢oOMLP in years 2005 to 2007 and over €30,000
reported in years 2008 to 31 July 2009

Number of reports on cash sent by Customs Authtwithe OMLP*

31 July
Year 2005 2006 2007 2008 2009
Number of reported transactions 863 1,368 1,327 754 214
Number of non-reported transactions 5 5 16 33 15
TOTAL 868 1,373 1,343 787 229

* Transactions in cash or bearer negotiable instntsover app. €12,500 from 2005 to 31 July 20Q¥ arer
€10,000 from August 2007 to 31 July 2009.

Information exchange

150. The OMLP has certain competences on the basis ofi@oof Europe Convention No. 193.
Namely, the OMLP shall be the central authoritypmssible for sending and answering

18 Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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requests, referring to the money laundering, seaeizure and confiscation of the proceeds
from crime and on the financing of terrorism, theeaition of such requests or their
transmission to the authorities competent for ter@cution.

151. On this basis, in the year 2004, the OMLP senig@ests to the foreign competent authorities
of 4 countries in 5 cases and received no foreeguests. In the year 2005, it sent 3 requests to
3 countries in 3 cases and received 3 foreign tguifeom 3 countries in 3 cases. In the year
2006, the OMLP sent 3 requests to 2 countries ¢gases and received no foreign requests. In
the year 2007, the OMLP sent 1 urgent letter rgfgrto the request sent to the foreign
authority already in the year 2006. In the year&Q@Be OMLP sent 1 request to the competent
foreign authority referring to the seized fundstbe bank accounts regarding the mutual legal
assistance request of the competent Slovenian réiytent to this country already in the year
2000. In the year 2009 (until 31 July 2009) the GMdent/received no mutual legal assistance
requests.

152.The OMLP also has certain competences on the bédtaragraph 2 of Article 515 of the
Criminal Procedure Act, which stipulates, thah ‘emergency cases and on condition of
reciprocity, requests for legal assistance may bet gshrough the ministry responsible for
internal affairs, or in instances of criminal offees of money laundering or criminal offences
connected to the criminal offence of money laumdgralso to the body responsible for the
prevention of money launderirig.

153.0On this basis, the OMLP received 1 request in the2is months to 31 July 2009 from the
competent authority of United Kingdom for obtainingormation and documents in relation to
a criminal investigation being conducted by Britiatv enforcement authorities.

154. The OMLP has made no spontaneous referrals toriésgh counterpartdand received 9 such
reports in the seven months to 31 July 2009 (zhenytear 2007 — from the Slovakian and
Norwegian FlUs; 3 in the year 2008 — from the Fd®Brazil, Hungary and Panama and 4 in
the year 2009 (until 31 July 2009) — from the Flbf Cyprus, Slovakia, Thailand and
Belgium).

155. With regard to international co-operation on theibaf Articles 65 and 66 of the APMLTF,
in 2005, the OMLP sent 190 requests in 47 casesuaterparts in 34 countries and received
89 requests in 70 cases from 23 countries. In 20@6OMLP sent 72 requests in 40 cases to
counterparts in 40 countries and received 74 réguesh5 cases from 24 countries. In 2007,
the OMLP sent 118 requests in 51 cases to coumtsrpa 31 countries and received 85
requests in 68 cases from 23 countries. With refgatide international cooperation on the basis
of the Articles 65 and 66 of APMLTF, the OMLP sémthe year 2008 163 requests in 54 cases
to counterparts in 36 countries and received 80est$ in 71 cases from 30 countries. In the
year 2009 (until 31 July 2009), the OMLP sent 18§uests in 67 cases to counterparts in 28
countries and received 108 requests in 86 cases3focountries.

Suspended Transactions
156. In the period 2005-2009 (until July 31, 2009) thdI® used its authority under Article 57 of

the APMLTF to suspend (to postpone) transactiotisi@s; twice in 2005, twice in 2007, twice
in 2008 and once in 2009. In all instances thetamitsuspension orders of the OMLP were

92 such referrals were sent to the FIUs of Ukrainé Germany in August 2009
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substituted with a court order for the amount d8.2@2 USD and 123.128 EUR. Altogether, in
the period from 1995 to 2009 the OMLP issued 3¢ension orders.

Police/Prosecutor’s Offices/Courts

157. Prosecutors’ offices and courts are obliged, uAdacle 75 of the APMLTF to forward twice
annually (mid and end of the year) to the OMLPftilwing information:

e personal name, date of birth and address, or timpany, address and registered office of
the denounced person or the person who lodgeduasetpr judicial protection within the
offence proceedings;

» stage of proceedings and the final verdict in eadlvidual stage;
e statutory designation of the criminal offence drastoffence;

e personal name, date of birth and address, or thgpany and registered office of the
person in respect of whom an order for temporaogaation of a request for forfeiture of
proceeds or temporary seizure has been issued;

» date of issue and duration of the order on temggrestection of the request for forfeiture
of proceeds or temporary seizure;

« amount of assets or value of the property whicthéssubject of the order on temporary
protection of the request for forfeiture of proceed temporary seizure;

« date of issuing the order on forfeiture of assefsroceeds; and

e amount of assets or value of the proceeds forfeited

158. With regard to OMLP, in the period 2005 — 2009 {uhily 31), the OMLP forwarded to the
Criminal Police Directorate and/or State Prosecutfice reports on suspicious transactions
in 225 cases. From the data of the Criminal Pdba®ectorate can be seen, that competent
Police directorates sent to the competent Stateeeuion Offices altogether 24 crime reports
against 57 natural and legal persons, due to tHegweinded suspicion of committing criminal
offence of money laundering according to the Aetizb4 of the Criminal Code. In the period
2005 — 31 July 2009, 18 out of 24 or 75% were thasethe information from the notifications
on suspicious cases of the OMLP. On the basis ofLB®M notifications and written
information criminal police submitted to the St&wosecution Office as well criminal reports
due to the suspicion on other criminal offencescivtdre not money laundering. For example,
in the period 2005 — 2008 police filled criminapoets on other criminal offences on the basis
of 36 OMLP’s notifications and 17 OMLP’s writtenfdammation, mostly for the criminal
offences of tax evasion, abuse of position and tnususiness activities and fraud.

159. In the period 1995 — 31 July 2009, out of 85 crimhireports (money laundering cases) 56 or
63% of them were based on the information fromrép®rts on suspicious cases of the OMLP.

160.With regard to statistics in general, the Office tbe Republic of Slovenia of Money
Laundering Prevention seems to report suspicioassé#ctions to the law enforcement
authorities and other state bodies in differentsvay

161.A basis for such reporting is Articles 61 and 62tbé APMLTF. Article 61 requires

notification of suspicious transactions where OMbélieves there exist reasons for suspicion
of money laundering or terrorism financing in coctien with a certain transaction or a person.
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Article requires information on other criminal aoffees where OMLP believes that there exist
reasons for suspicion of criminal offences in catio& with a certain transaction or a person.

162. Between 2005 and 31 July 2009, the following numlzémotifications or information letters
were received by the police from FIU in respecthef APMLTF provisions stated above:

Table 11: Notifications Under Article 61 of the ARMLTF

Year Number of notifications received by police
2005 32

2006 36

2007 70

2008 64
2009* 23

*until 31 July 2009 (exclusive amendments to notfions already received)

Table 12: Information Under Article 62 of the APMLTF

Year Number of information letters received by polce
2005 7
2006 11
2007 53
2008 54
2009* 25

*until 31 July 2009

163. Notifications of suspicious transactions and infation on other criminal offences forwarded
to the police by OMLP do not constitute a crimearegopinion of the Office of the State
Prosecutor General no. Ktr 356/05 HJ-mm (Tu 9/028June 2005).

164. Since Slovenia’s accession to the EU (1 May 20@#), number of Missing Trader Intra-
Community VAT Frauds has risen dramatically in gdoeintry. It should be noted that a lot of
the abovementioned notifications and informatidtets sent by the OMLP between 2005 and
2009 concerned cash withdrawals from transacti@owds of missing traders. In conformity
with guidelines from the prosecution service, amdtioe basis of investigations carried out
based on OMLP information, the police have mostyaklished the elements of criminal
offences committed as actsTdix Evasion, Abuse of Position or Trust in Busin&sgvity, or
as Embezzlement and Unauthorised Use of Anothedpdety. Accordingly, the tables below

show a dramatic increase in crime reports lodgedhiase criminal offences between 2005 and
31 July 2009 in comparison with the period befd»e4

Table 13: Crime reports lodged for the year 2002

number of crimes
Offence 5002
Embezzlement and Unauthorised Use of Another'séttgp 520
Abuse of Position or Trust in Business Activity 185
Tax Evasion 99
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Table 14: Crime reports lodged for the year 2003 2004

number of crimes increase/ Damage 2004
Offence decrease SIT
2003 2004 (%) (SITm)
Abuse of Position 10 Trust in Busineg 201 207 3.0 9,457.4
Activity
Embezzlement and Unauthorised Use 477 581 21.8 483.5
Another’s Property
Tax Evasion 83 87 4.8 2,225.7
Table 15: Crime reports lodged for the year 2005 2006
. increase/ damage increase/
number of crimes
Offence decrease (SIT m) decrease
2005 2006 (%) 2005 2006 (%)
ﬁbgs_e of Position or Trust in Busing 145 175 207| 3,318.5 4,216.1 270
ctivity
Embezzlement and Unauthorised 512| 1,000 953 1,100.3 1,408.7  28.0
of Another’s Property
Tax Evasion 111 194 74.8| 1,611.53,392.7 110.5
Table 16: Crime reports lodged for the year 2007 2008
”“”?ber of increase/decrease damage (€'000s) Increase
Offence crimes decrease
2007 | 2008 (%) 2007 | 2008 | (o)
Abuse of Position or Trust | 54591 169 .26.8/47,817.154,719.4  14.4
Business Activity
Embezzlement and Unauthorly ) o551 1 op7 0.5| 6,648.1 2,971.1 -553
Use of Another’s Property
Tax Evasion 213 375 76.1| 9,897.9/26,452.4 167.3

Table 17: Crime reports lodged for the 7 months t@1 July 2009

3

Offence number of crimes damage (€'000s)
Abuse of Position or Trust in Business Activity 241 36,057,8
Embezzlement and Unauthorised Use of Anott 1,749 2.535.1
Property

Tax Evasion 261 133,274.4

}

Table 18: pre-trial procedures for suspicions of moey laundering (on its own initiative or
based on FIU referrals) initiated by the Police bateen 2005 and 2009

Year | Number of | Number of crime | Number of crime | Number of Money
money reports* on reports on money| crime reports laundering
laundering | money laundering| laundering lodged| on money offences
investigations| lodged by police | by police based on laundering included in
opened by on their own OMLP lodged by crime reports*
police initiative notifications police
2005 14 1 / 1 4
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2006 18 1 3 4 5
2007 36 / 2 2 2
2008 20 1 5 6 8
2009 23 3 8 18 39

(until

31 July

2009)

ALL 111 6 18 24 58

* A crime report lodged may include more than on@eydaundering offence.

165. Table 6 above sets out the number of initiativesvéoded to the OMLP by the police from
2005 to 31 July 2009.

166. Cases were forwarded to the OMLP provided thapttiee found elements of an offence of
money laundering and terrorist financing while coctthg a pre-trial investigation of another
criminal offence.

167.In the period 2005 to 31 July 2009, the police Eti@4 crime reports relating to money
laundering (See Table 18). In addition, betweed8¢ 2009 and 31 December 2009.

168. There were two cases of terrorist financing ingasgions by the police in the period 2005 to
31 July 2009. No crime reports have currently beaommitted to the prosecutors although one
police investigation is still in progress, butthevere also 10 indicators of a suspicion of a
terrorist financing, some of them were forwardedrid with a view to identifying elements of
financing terrorism:

Table 19: Cases involving suspicion of FT

Year Terrorist financing Terrorist financing police cases forwarded to FIU —
indicators investigations financing terrorism

2005 4 1 /

2006 / / /

2007 1 / 1+

2008 3 / 3

2009* 2 1 0

* until 31 July 2009
** Before amendment of Prevention of Money laundgrand Terrorist Financing Act in July 2007, Fludhao legal
basis for exercising powers on grounds of the erainoffence Terrorist Financing.

169.In response to every case forwarded by police be?®09 the OMLP replied there were no
grounds for the suspicion of financing terrorisnefiefore cases were dropped. In one case
(2005) a report was submitted by the police to mpetent Office of District State Prosecutor.
Currently there are three investigations concerngugpicion of financing of terrorism
underway in the OMLFE°

170.In the period 2005 to 31 July 2009, 38 money ladndecases were initiated and are now in
the different stages of procedures:

Table 20: Status of money laundering cases from 20@o 31 July 2009

2 |n addition the OMLP received three initiativestwiegard to FT from the Slovene Intelligence aeduBity
Agency (in November and December 2009).
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Increase
2004 2005 2006 2007 2008 2009~ 2004-
Stage \ Period 2009*
St_at_e Prosecuto_r Office: 12 13 13 14 14 14 >
criminal report rejected
State Prosecutor Office:
decision has not been > 2 4 3 7 14 12
made yet
State Prosecutor Office:
request for coutt 2 4 6 5 11 11 9
investigation
Investlgatlve_ QUdgelz 9 7 6 8 9 13 4
opened court investigation
State Prosecutor
Office/Court: indictment 7 7 7 ° 8 10 3
Co_urt: final verdicts of nat 6 6 7 4 8 9 3
guilty
Cour_t: .flnal judgment of 0 0 1 1 > > >
conviction
State Prosecutor
Office/Court: W|thdrav_va 5 5 7 2 8 8 3
from the prosecution,
limitation, suspensidh
Cpurt: f[ransmlssmn of 4 4 4 4 4 4 0
criminal files abroad
TOTAL 47 48 55 58 71 85 38

*7 months to 31 July 2009
171.The breakdown of the 38 cases is as follows:-

e Self-laundering — 17

e Third party laundering — 11

e Self-laundering and third party laundering — 7

e Third party laundering and autonomous launderig -

172. Data received in the seven months to 31 July 2@@&uArticle 75 of the APMLTF from the
State Prosecution Offices and Courts shows, thaim8Bey laundering cases* were in the
following stages of procedures on July 31, 2009:

Table 21: Statistical data on procedures, referringto crime reports submitted to the
Criminal Police Directorate and/or State Prosecutia Office for the period 1995 — 31 July
2009

2 cases have been withdrawn from prosecution degecation of limitation periods or have been susigen
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Stage of Procedure Number of | Number of
cases persons
State Prosecutor Office: criminal report rejected 14 33
State Prosecutor Office: decision has not been mete 14 34
State Prosecutor Office: request for court invediom 11 24
Investigative Judge: opened court investigation 13 32
State Prosecutor Office/Court: indictment 10 17
Court: final verdicts of not guilty 9 19
Court: final judgment of conviction 2 4
State Prosecutor Office/Court: withdrawal from gegsecution, limitation,
suspension 8 4
Court: transmission of criminal files abroad 4 6
Total: 85 211

173.0ut of 85 cases submitted by the Police to theqmai®r, procedures were concluded in 37
cases, while in 48 cases the procedures are rabtylh. (Further information on the outcome of
these cases is provided in Section 1.2 above.)tekdabf effectiveness arising out of the
statistics as set out in tables 19 and 20 are shsclin detail under section 2.1 above.

Freezing/Seizing/Confiscations

174.In the period 2005-2009 (until July 31, 2009) cotepé courts ordered freezing, seizure or
temporary insurance of the claim for the seizurproteeds or confiscation in 13 cases, which
referred to the suspicion of committing the crinhiotience of money laundering. The amounts
in Euros for this period are seen from table 4 uisdetion 2.3.1 above:

175. Several changes occurred in the amount of insunedsf since in some cases later the courts
did not extend orders on the insurance of the seiafiproceeds and in some cases the funds
were returned to the rightful claimants on the $aséithe final decision of acquittal.

176.According to data per July 31, 2009 in Sloveniagdther €2,451,883.30, US$ 295,469.94,
CHF 60,854.90 (together approximately €2,700,00@) r@al estate and vehicles in the amount
of €2,417,553 owned by 20 natural and 2 legal perseere temporarily seized in 12 cases, due
to the grounded suspicions of committing the crahioffence of money laundering. In one of
the cases the funds in the amount of €87,500 waered abroad on the basis of requests from
Slovene Courts in the year 2000 under CE Converilion141. Moreover, in the Republic of
Slovenia €4,760,085 were seized, which belongethéoperson against whom the criminal
proceedings have taken place due to the crimini@noé of money laundering in another
country.

177. According to Article 498a of the Criminal Procede, it is possible to confiscate money or
property even when the case does not end with cbori That is possible only for the criminal
offence of money laundering and criminal offencesnected with bribe and corruption. In one
such case, the prosecutor has been successfusseis & the amount of more than €1,000,000
were confiscated.

178.1t can be seen from data above that on July 319 2p@roximately €11,000,000 was frozen,
seized or confiscated in Slovenia.
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179.The effectiveness of the system to combat monendewing and terrorist financing is
enhanced by regular feedback reports.

180.In Slovenia so far no assets have been frozen aarga or under U.N. Resolutions and EU
Lists relating to terrorist financing.

181. No statistics were available on STRs on internatienre transfers.

182. There was no breakdown of the number of casestandrhounts of property frozen, seized,
and confiscated relating to criminal proceeds.

183.From 1 January 2005 to 31 July 2009, the OMLP rexkill such incomplete requests (3 in
the year 2005, 1 in the year 2006, 4 in the ye&72Q in the year 2008, 2 in the year 2009
(until 31 July)) for which a partial answer was yided. In all of these cases, the answers of
OMLP were “negative” (no match was found in OMLEa&abases), which was most probably
the cause that the additional data asked by OML® e provided by the requesting FlUs.
The the number of such incomplete requests has riedstively low mostly as a consequence
of considering the EGMONT Group Best Practicedlie Exchange of Information by FIU.

184. When the OMLP receives a foreign request, a repblways provided. The OMLP has never
refused to answer a foreign request, but in casesva request does not contain all necessary
information on the case according to the EGMONT tBegactices for the Exchange of
Information between FIUs (involved natural and&gdl persons, short description of the case,
reasons for suspicion on ML/TF etc.), the OMLP ocihecks its own databases (STRs, CTRs
and transfers of cash cross EU borders) and conmhetatabases (such as the Register of
Companies) and gives the requesting FIU the paatiger. At the same time, the OMLP
requests from the foreign FIU all missing data dmncl basis a suspicious transaction case will
be opened within the OMLP and therefore the lattdr be able to request the additional
information (such as financial information, possilbhvolvement in criminal activities etc.)
from its obligors to finally give a foreign counpart a complete answer.

Additional elements

185.The State Prosecutors Offices keep the relevatistgta. Statistics on convictions for each
type of criminal offence, including the ML and Fffemce, are held by the Statistical Office.

186.In the first judgment (mentioned above under R.B&/Rere two natural and one legal person
were accused of committing money laundering, thledng sentences were imposed:

« 3 years of prison and fine of approximately €8,88€he first natural person; and

» 2 years of prison and fine of approximately €4,i®the second natural person.

187.In the second judgment, the natural person wagsead to 10 months in prison, which will
not be imposed if the defendant will not commit anier criminal offence in the probation
period of 2 years. At the same time, the amou®430 was confiscated.

188.The OMLP can, among others, also provide statigiitghe numbers of STRs resulting in
investigation, prosecution and convictions. Thetsistics refer to all cases referring to
criminal offence of money laundering (based on ORdLieéports or without them) and do cover
judicial cases where the FIU only contributed tsesawhich have been generated by other
bodies, e.g. the police. The statistics are keghbyOMLP on the basis of data received twice a
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year from the police, prosecutor offices and courider Article 75 of the APMLTF. In the
period 2005 to 2009 (until July 31, 2009) 648 STWR=re reported to the OMLP by the
organisations, 18 STRs out of 648 resulting infélewing manner:

* 9 cases pending at the State Prosecutor Offices
» 8 cases are in the stage of court investigation
* 1 case indicted

189.In the period 1995 to 31 July 2009, 38 cases weened and investigated on the basis of
OMLP’s notifications, Police criminal reports oitiated by prosecutor. In the same period 19
cases were opened and investigated on the basepoited STR from organisations. Out of
these 19 cases, 9 are pending in the Prosec@ffite, 1 is in the stage of indictment, in 5
cases prosecutor requested court investigatiord,cases court investigation has been opened
and 1 case is in the phase of indictment.

190. No statistics on other formal requests for asstgamade or received by law enforcement
authorities relating to ML or FT, including whethitre request was granted or refused. No
separate statistics on the number of cases andniweints of property frozen, seized, and
confiscated relating to underlying predicate offswhere applicable.

Effectiveness and efficiency

2.2.3 Recommendations and comments

Recommendation 26

191.The OMLP is well structured and professional. dp@ars to be operating effectively and to
have a good working relationship with the police ather relevant state agencies.

Recommendation 30
192. As stated above, the OMLP is well structured arafgssional. Slovenian authorities could
consider giving specific training on ML and FT oftes, and the seizure, freezing and
confiscation of property that is the proceeds @heror is to be used to finance terrorism to
judges and courts.
Recommendation 32
193. Slovenian authorities should consider introducitgfigtics on international wire transfers,
breaking down the number of cases and the amo@ipt®perty frozen, seized, and confiscated
relating to criminal proceeds.

2.5.3 Compliance with Recommendation 26

Rating Summary of factors underlying rating

R.26 C
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2.6 Law enforcement, prosecution and other competent dhorities — the framework

for the investigation and prosecution of offencesgnd for confiscation and freezing
(R.27)

2.6.1 Description and analysis

Recommendation 27(rated PC in th& 3ound report)

194.The Slovenian criminal procedure developed from #wecalled mixed (inquisitorial-
accusatorial) criminal procedure systems. The ite€&nminal Procedure Act (CPA) was
adopted by the National Assembly in September E@#has already been amended nine times

since then, mostly in the adversarial directiontr€utly new amendments have been prepared,
briefly described below.

195.Besides the Criminal Procedure Act, the most ingdrtlegal act containing criminal
procedure provisions is the Constitution, enshgninuman rights and liberties of the
individual. The Republic of Slovenia is also legdbound by international conventions, which
are implemented as internal law. If State laws dbaomply with international treaties, which
are binding on Slovenia, such treaties are direxjlied.

196. The substantive criminal law is contained in thér@ral Code (CC-1). Misdemeanours are
considered a part of penal legislation in broagems and therefore the Minor Offences Act
(official consolidated text - ZP-UPB4) (Official @ette of the Republic of Slovenia, No. 3/07)
is one of the statutes containing provisions ofgb@ature including the procedural provisions.
There are also criminal procedure provisions inGheinal Liability of Legal Entities Act.

197.The Police are an independent body, located witenMinistry of Interior. The Ministry of
the Interior establishes the developmental, orgaioisal, personnel policies and other basic
parameters of Police work, and is responsible @icP financing and investment. The Ministry
also co-ordinates and harmonises police informagioth telecommunication systems with the
systems of other state bodies. The Ministry of rintealso directs and monitors the
performance of police tasks.

198.The Police perform their tasks at three levels: 8iate, regional and local levels.
Organisationally, the Police comprise the GeneddicE Directorate, Police Directorates and
police stations. The Police headquarters are ibljgoa. The Police Service is headed by the
Director General of the Police, who also supervibesvork of the General Police Directorate.

199. Pursuant to the Law on the Police (official cordaled text - ZPol-UPB6) (Official Gazette of
the Republic of Slovenia, Nos. 107/06 and 42/088, Rolice Service tasks are carried out by

uniformed and criminal police officers and by sjédist police units organised within the
General Police Directorate, police directorates poltte stations.

200.Based on the Law on Police (effective from July 89%nd the Rules on Organisation and
Systematisation of the Police (which were adoptateaend of 1999 and became effective on 1
April 2000), there was created the Economic Crinecti®n under the General Police
Directorate, within the Criminal Investigation Rmli This section includes the Financial Crime
and Money Laundering Division, which is primarilgsponsible for conducting preliminary
investigations in money laundering cases as welhasther economic crimes. This division
centrally has four officers. The same organisatistracture exists at the regional level.
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201. Within the General Police Directorate an appoiraéficer co-ordinates the investigations of

money laundering cases by various Police unitsath the national and regional levels and co-
operates directly with the FIU. This coordinatorriin the Division for Financial Crime and
Money Laundering. Further officers are appointedegional levels, two in each of the eleven
Police Directorates, who are responsible for fimgngnvestigations (including money
laundering offences). All these officers underwearious specialised educational programmes,
seminars and courses focused on the area of fedangestigation.

202. The coordinator at the General Police Directorateives all the notifications of suspicions of

money laundering from the FIU. According to thecamstances, the investigation is initiated
in the central Financial Crime and Money Laundeiiigision, or sent for investigation to the
regional Financial Crime Unit.

203.0n January 1, 2009 a new investigation sectionimvithe Police Criminal Directorate was

launched with the operational part - Serious Ecdndbnime Section. There are 16 posts in the
section, one post for the head of department, oneadministrator and 14 for investigating
officers - higher criminal inspectors. The sectwas set up to investigate serious crimes in the
field of economic crime, corruption and money lagridg, in the whole area of Slovenia.

204.As regards financing of terrorism, there is the @eu Terrorism and Extreme Violence

Division in the Organised Crime Section, whichasponsible for the prevention, detection and
investigation of terrorist criminal offences (inding financing of terrorism). There are five
officers designated to deal with combating Coumerorism and Financing of terrorism. In
addition to conducting two FT investigations (searggraph 70), the Division is also
responsible for organising 2-3 days of trainingrgweear: In recent years, the officers from the
FIU were also part of the above-mentioned trairdhgriminal police officers. The role of the
CT Unit in the General Criminal Police Directori&geamong others:

* Conducting the CT & FT operative measures in thele/oountry

» co-operation with foreign and international seguriigencies/organizations (PWGT,
Interpol, Europol, SECI Center)

* co-operation with other relevant agencies or ogtions within Slovenia

» prevention (threat assessment every year and egemfnequently, exchanging information
with other state agencies and bodies dealing wdlimimistrative control, some projects
regarding public awareness, inquires regardingrieigfesisas and issuing of permits for
residence for foreigners, check controls regardinogne work permits within ports and
airports etc)

e proposals of new law amendments to relevant stiadkeparliament bodies for a further
procedure

« CT analysis for the state and region/Terroristahessessment.

205.There is also a specialised drugs unit within thené&al Police Directorate Ministry of

Interior, Organised Crime Section, which dealsatlyewith drug trafficking cases. On April 1,
2000, specialised anti-corruption units had beetabéished within the Police Criminal
Directorate as well as on a regional level.

206.As regards access of the police to information Kkbpt financial institutions (such as

transaction records, identification data obtaineeugh the CDD process, account files and
business correspondence) it may be obtained orpplication of the state prosecutor to the
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investigating judge. The Criminal Procedure Codgi¢fe 156) stipulates that the investigating
judge may, upon a properly reasoned proposal ofsthge prosecutor, order a bank, savings
bank or savings-credit service to disclose to mformation and send relevant documentation.
Disclosed documentation includes the depositserstant of account and account transactions
or other transactions by the suspect, the deferatahtother persons who may reasonably be
presumed to have been implicated in the financaigactions or deals of the suspect or the
defendant, if such data might represent evidenceiiminal proceedings or is necessary for the
seizure of objects, or the securing of a requesthi® seizure of property benefits, or the seizure
of property whose value is equivalent to the vatiproperty benefits. The relevant institution
is obliged to send the required data to the ingestig judge immediately and it must not
disclose this fact to their clients or third persoSuch applications can be made at any stage in
the investigative process.

207.The powers to search persons and premises or seiteobtain records, documents or
information are also realised via the investigajumpe and evidence obtained is admissible in
an investigation of both money laundering and foilag of terrorism cases.

208. Furthermore the Police are, of course, authorisethke witnesses’ statements for use in
investigations and prosecutions of money launderifiigancing of terrorism, and other
underlying predicate offences, or in related agion

209.The financial investigation is undertaken by thevestigator dealing with the
proceeds-generating crime and may be supportechbywark of financial experts.

210.In the area of combating money laundering the potic-operate very closely with the FIU.
There has been concluded the Agreement on Co-iperbetween these authorities. Co-
operation involves both regular meetings and dzlse-by-case co-operation.

211.Operational co-ordination is arranged especiallywben the FIU, Police and Public
Prosecution when more significant cases of monaydaring are dealt with. In many situations
other State bodies are also involved (e.g. Tax @i etc.).

212.In respect of terrorist financing investigation rihere five officers working in the Counter
Terrorist Unit in the Organised Crime Section deatgd to deal with this issue and a further 25
in the regions devoted to combating terrorism,udiig financing of terrorism and other most
violent crimes.

State Prosecutors/investigating judges

213.The State Prosecutors are competent for the prigecof perpetrators and also have the
authority to file a motion for conducting the intigation to the investigating judge.

214.The state prosecutor also directs and supervigepdtlice investigation, by giving proposals,
expert opinions and directions to the police. Thdsections are binding and have to be
executed by the police, This role of the state grotor is crucial especially in the most difficult
and complicated cases (e.g. ML and FT), when hesggmificantly affect the legality and
success of the police work.

215.The investigating judge of the court of jurisdictioconducts the investigation. The
investigating judge may entrust the execution ofate acts of investigation to the police. In
performing acts of investigation the police procaedording to provisions on investigative acts
determined by The Criminal Procedure Act.
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216.Based on Article 19 of the Criminal Procedure Abke state prosecutor is the authorised
prosecutor in cases involving offences liable tosprution ex officio. He is bound to institute
criminal prosecution if there is reasonable suspicthat a criminal offence liable to
prosecution ex officio has been committed, unleesided otherwise by the present Code.

217.ML and FT criminal offences incriminated in the &aian Criminal Code (CC-1) are
prosecuted ex officio (see explanations under Rahd SR 1.1, where the relevant articles of
the Criminal Code, which incriminate ML and FT, ared).

218.Overall, the evaluators were of the view that theges an improvement in the framework for
the investigation of ML, FT and other major econororimes since the 3rd round MER,
however, it was unclear whether additional res@ift@ve been made available to enable the
new powers to be used. Concerns remain that #terayis not being operated effectively and
that insufficient cases result in a final proseauiti The fact that the prosecution process can
take eight to ten years may be a contributory facto

219.1t is clear from statistics provided by law enfarent that the number of financial
investigations has increased since 2005 and tlddt fi@ancial investigation usually includes
more than one subject:-

* 47in 2005
» 35in 2006
» 70in 2007
+ 83in 2008

e 70 (estimated) to 31 July 2009

220.A further factor was highlighted in the 3rd roundER, namely that the police had an
essentially reactive stance on money launderingstigation, taking forward cases on the basis
of notification from the FIU and do not proactivgyirsue money laundering on their own
initiative in major proceeds generating cases.ufiéig provided to the evaluators suggest that
this is still a live issue: only six money launchgricases were generated by the police for
money laundering that had not resulted from a rafdéry the OMLP following the making of a
STR in the period 1 January 2005 to 31 July 200his must be seen in the context that the
recorded criminal offences figures for the peri@@2 to 31 July 2009 reveal that over 278,000
offences were committed against property and ove0d® economic crimes with an
approximate total economic loss or damage of ne&fB million Euros. In addition, 19,500
drug trafficking, illegal migration, the traffickgn of arms, counterfeit money, corruption,
extortion and smuggling offences were committedrduthe same period and when combined
with other criminal offences had a value of overbélion.

221.Capacity issues may also be inferred from thetfeaatt of the 225 referrals made by the OMLP
on the basis of money laundering, only 24 were ymrdsas money laundering (6 by the
prosecutor and 18 by the Police), whilst 37 resulte other criminal offences being taken
forward. Out of their own initiative or in respent® OMLP notifications, the police lodged 24
criminal reports reporting 58 criminal offences rabney laundering against 57 natural and
legal persons in the period between 1 January 20@&igh 31 July 2009. Between 31 July
2009 and 31 December 2009 the police lodged an8tkhaminal reports for money laundering
against 18 natural and legal persons.
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222.The police accepted that there was a reluctanceake forward money laundering

investigations when there was insufficient evidetwerove a specific predicate offence, as
they were of the view that such cases would nataken forward by the prosecutors and the
prosecutors in turn claimed that the courts regupeof of a specific predicate offence. This
is a cycle that can only be broken by sufficieniqgeoresources being targeted towards money
laundering investigations together with prosecutialséng cases forward that test the legal
boundaries of the money laundering offence andwatl® judiciary to make decisions that can
be appealed, if necessary. Prosecutors shouldsask guidance from the Supreme Court
under Article 109 of the Courts Act. The evaluatarere encouraged by comments made to
them by the judiciary that proof of a specific poade offence was not required and that the
judges would welcome the opportunity to give anglon this.

223.The Slovenian act on criminal procedure alreadyplesathe competent authorities (the police
and the state prosecutor) to postpone the polit@taes, in order to discover a major criminal
activity.

224. According to Article 159 of the Criminal Proceduket, the Police are authorised to postpone
the arrest of a suspect and the execution of etieasures provided by the Criminal Procedure
Act when investigating a criminal offence (inclugimmoney laundering and financing of
terrorism) with a view to discovering a major cniral activity but only if, and as long as, the
lives and health of third persons are not therebgaagered. Permission to postpone these
measures shall, upon a properly reasoned propgsiebinternal Affairs Agency, be granted
by the State Prosecutor with appropriate jurisdicti

Additional elements

225.When investigating criminal offences and proseguthe perpetrators of criminal offences, as
well as for tracing, seizing and confiscating threperty acquired through or owing to the
commission of criminal offences, a wide range afcspl investigative methods and means may
be used, such as secret surveillance, monitoring elefctronic and other kinds of
communications and undercover operations. The @ahirocedure Act (CPA) regulates these
special technigues. The relevant provisions wesngtd in 2004 with amendments of to the
CPA on special investigative methods and meansqusly defined in the Law on Police. The
Police keep statistics on the use of special inyatste techniques for internal purpose and for
Parliamentary scrutiny.

226. The regulation in the Criminal Procedure Act is @et in Article 149a (See Annex V) which
determines that if there are reasonable groundsstispecting that a certain person has
committed, is committing, is preparing to commiti®prganising the commission of any of the
criminal offences specified in the article (seeolgl and if it is reasonable to conclude that
police officers would be unable to uncover, prevanprove this offence using other measures,
or if these other measures would give rise to digprtionate difficulties, secret surveillance of
that person may be ordered.

227.The criminal offences for which secret surveillantay be ordered are set out in Article 149 a
(4). According to Article 149 a (6) Secret surlagice is permitted by the state prosecutor on
the basis of a written order and at the writteruest) of the police, except in subsequent cases,
when an order must be obtained from the investggtidge.

228. Article 150 allows the monitoring electronic comnations control of letters and other
parcels, control of the computer systems of bamids taping and recording of conversations
with the permission of at least one person pawdiig in the conversation. These measures can
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be applied to crimes specified in the Article. Heeond paragraph of Article 150 stipulates the
criminal offences in connection with which theseasiwes may be ordered. The Slovenian
authorities confirmed that these powers have b&bsed in money laundering investigations.

229. Article 151 further extends thee measures for gedategories of offences, including money
laundering.

230. The measures from Articles 150 and 151 of The CGraProcedure Act are ordered by means
of a written injunction by the investigating juddellowing the state prosecutor's written
proposal. By way of exception, if a written ordannot be obtained in due time and when there
is a danger of deferment, the investigating judgsy nfiollowing an oral proposal by the state
prosecutor, order the execution of the measurpslated in Article 150 by means of an oral
injunction. The investigating judge writes an afilcnote on the state prosecutor’'s oral
proposal. A written order must be issued no ld@nttwelve hours after the issuing of the
verbal order.

231.Article 155 defines that if it is possible to jisbly conclude that a particular person is
involved in criminal activities relating to crimihaffences from the second paragraph of
Article 150 of this Act, the state prosecutor mpyrsuant to a reasoned proposal from the
police, by written order permit measuredeifjned purchase, feigned acceptance or giving of
gifts or feigned acceptance or giving of bribes. T order from the state prosecutor may
only refer to one-off measuresProposals for each further measure against the pansen
must contain the reasons, which justify their iseghe implementation of these measures, the
police and their staff may not incite criminal adies. In determining whether the criminal
activity was incited, primary consideration must peren to whether the measure as
implemented led to the committing of a criminalesfte by a person who would otherwise not
have been prepared to commit this type of crimiridnce. If the criminal activity was incited,
this is a circumstance, which excludes the intiiatof criminal proceedings for criminal
offences committed in connection with the measures.

232. Article 156 (3) refers to prospective transactiansl states that the investigating judge may
also order a bank, savings bank or savings-creglivice to keep track of financial
transactions of the afore mentioned persons and tdisclose to him the confidential
information about the transactions or deals these grsons are carrying out or intend to
carry out at these institutions or servicesThis measure may be applied for a limited period
of three months (the term may for weighty reasammn request of the state prosecutor, be
extended to six months at most). The bank, saviraggk or savings-credit service may not
disclose to their clients or third persons that/thave sent, or will send, the information and
documents to the investigating judge. The Slovemiathorities confirmed that these powers
have been utilised in money laundering investigegio

233.Some special investigative measures (controlledetgl and undercover operation) regarding
the cooperation with EU member states in the ingason of international criminal activities
are also included in the Act on International Cesapion in Criminal Matters between the
Member States of the European Union (Official Gtazeif the Republic of Slovenia, No.
102/2007) (See Annex VI).

234. Overall, the evaluators were of the opinion that tirocedures for special investigative
techniques had been effectively put into practielwever, due to a small number of criminal
reports for ML and FT crimes, such measures amdyraised. There are reports of cases, when
these measures were applied in the investigatiexi@sive and organised criminal activities,
when the ML or FT crimes were suspected to be fimal part of criminal activity.
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235.The establishment of a temporary working grouphis tisual procedure when investigating
large and complex cases including investigating flheceeds of crime attached to money
laundering cases. Following the amendments ofSitage Prosecutor Act (ZDT) in 1999, a
“Group of state prosecutors for special affairs’sviaunded at the Supreme State Prosecutor's
Office for the prosecution of criminal offencestive sphere of organised crime. This group was
renamed with the amendment of 2006 “Group of sgatesecutors for the prosecution of
organised crime”. This group prosecutes organisiginal offences, terrorism, corruption and
other criminal offences that require special orgatibon and qualification - on the entire
territory of the Republic of Slovenia.

236. The Slovenian Criminal Procedure Act also reguldhes gathering of evidence and the
inquiring into material circumstances regarding freceeds of crime (Article 449). These
proceeds are determined in criminal proceedingdhéyourt and other agencies conducting the
proceedings.

237.In cases where criminal activities extend to sdve@untries, and therefore pre-trial
procedure, investigation or court proceedings fallkee in one or more countries, the Act on
International Co-operation in Criminal Matters beem the Member States of the European
Union and the Criminal Procedure Act provides thegibility to establish a joint investigation
team, which enables the police to cooperate wittpttiice staff of other countries. This team is
established with an agreement concluded on a casease basis by the State Prosecutor
General with the State Prosecution Office, cousticp or other competent authorities of other
state&’. Before signing such an agreement the State RruseBeneral must obtain the opinion
of the Director General of the Police.

238. In such cases the Slovenian police shall be didetie the state prosecutor, who may
cooperate with the state prosecutors of other cimsnt

239.The agreement on the establishment and operatigheofoint investigation team may also
include the participation of the representativesahpetent authorities of the European Union
(such as EUROPOL, EUROJUST and OLAF) in the jainestigation team.

240. Articles 55 and 56 of the Act on International Quecation in Criminal Matters between the
Member States of the European Union (See Annex (fig¢ Criminal Procedure Act has
identical provisions for non-member states in thiticke 160b (See Annex V)) set out the
provisions for establishing joint investigatingresa

242.The Police as such, do not review the money laumglend financing of terrorism methods,
techniques and trends. Nevertheless, they are gedwvith such information in the scope of
their contacts with the FIU, in particular in therhework of training activities organised in
collaboration with the FIU.

243.The Supreme State Prosecutor’'s Office regularlyeres trends regarding criminal offences
and reports about it annually to the National Adslgm({Report on the work of State
Prosecutor’'s Officés A special section of this report deals with Mtinonal offences. FT
criminal offences are not separately treated, sxdloey are very rare and were incriminated
only recently (2004).

221n accordance with the Council Framework Decigii3 June 2002 on joint investigation teams ohwiite
existing international treaty if the other coungyhot a member of the European Union.
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244.0verall the arrangements are unchanged since ter@®md report and appear to be
effectively put into practice.

Effectiveness and efficiency

245.The law enforcement results are quantitatively gtiite low. The recommendation in the last
report that Slovenia should create case law “byfrooting the courts with as many money
laundering prosecutions as possible and challengi@gresent jurisprudence on the evidential
requirements” does not seem to be implementede sinccases have been taken to appeal by
the Prosecutor despite several reasoned acquittals.

Recommendation 30 (law enforcement and prosecution)
Police

246.Based on the Law on Police (effective from July 89%nd the Rules on Organisation and
Systematisation of the Police (which were adoptateaend of 1999 and became effective on 1
April 2000), an Economic Crime Section was createder the General Police Directorate,
within the Criminal Investigation Police. This sect includes the Financial Crime and Money
Laundering Division, which is primarily responsilita conducting preliminary investigation in
money laundering cases as well as in other econorirites. This division centrally has four
officers. The same organisational structure exssthe regional level.

247.Within the General Police Directorate an appointéftter co-ordinates the investigations of
money laundering cases by various Police unitsath the national and regional levels and co-
operates directly with the FIU. This coordinatorriin the Division for Financial Crime and
Money Laundering. Further officers are appointedegional levels, two in each of the eleven
Police Directorates, who are responsible for fimgngnvestigations (including money
laundering offences). All these officers underwearious specialised educational programmes,
seminars and courses focused on the area of fedangestigation.

248.The coordinator at the General Police Directorateives all the notifications of suspicions of
money laundering from the FIU. According to thecamstances, the investigation is initiated
in the central Financial Crime and Money Laundeinigision, or sent for investigation to the
regional Financial Crime Unit.

249.0n January 1, 2009 a new investigation sectionimvithe Police Criminal Directorate was
launched with the operational part - Serious Ecdnd@nime Section. There are 16 posts in the
section, one post for the head of department, oneadministrator and 14 for investigating
officers - higher criminal inspectors. The sectwas set up to investigate serious crimes in the
field of economic crime, corruption and money lagrdg, on the whole area of Slovenia.

250.As regards financing of terrorism, there is the @eu Terrorism and Extreme Violence
Division in the Organised Crime Section, whichasponsible for the prevention, detection and
investigation of terrorist criminal offences (inding financing of terrorism). There are five
officers designated to deal with combating finagaif terrorism.

251.There is also a specialised drugs unit within then&al Police Directorate Ministry of
Interior, Organised Crime Section, which dealsdlyewith drug trafficking cases. On April 1,
2000, specialised anti-corruption units had beetabéished within the Police Criminal
Directorate as well as on a regional level.
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252. Additionally, and as noted, there are preparatiomderway for establishment of the National
Investigation Bureau (NPU or NIB, in early 2010)him the General Police Directorate. The
impact of this should be organisational and persbiimprovements in the investigation of
economic crime and also combating ML and FT.

253.The officers of the Financial Crime Division havestly economics or legal qualifications
and many of them came to the police from the bapkimsurance or securities sectors. They
underwent the common police training and, in additall investigators participate in an annual
seminar, organised by the Criminal Police Diredravhich among other topics focuses on the
issue of money laundering and financial investiati

254.The Police, as a body within the Ministry of Hom#als, is the budget consumer and as such
has the resources earmarked for its functioningrdls no special funding, which would be
provided exclusively to the field of money laundegriand terrorist financing, except for the
organisational, functional and educational purposes

State Prosecutors

255.The status of the state prosecutors in Slovenideigrmined by the Constitution of the
Republic of Slovenia and by the State Prosecutffice Act. The State Prosecutor’s Office is
an independent and autonomous state body (suiigen&ccording to the State Prosecutor’s
Act (Article 2) state prosecutors perform theirkeapursuant to the Constitution and the law.
The provisions of the Constitution and the StatesBcutor's Act ensure that the state
prosecutor, as a state official, performs his fiomg independently and autonomously.
According to Article 3 of the State Prosecutor'st,Aa state prosecutor, when appointed,
acquires the right to life tenure. A state prosecaannot be given instructions or orders for his
work in a specific criminal case. General instroci on the conduct of state prosecutors
relating to uniform application of the law at stgbeosecutor’'s offices and to ensuring
uniformity of prosecution policy are permitted; Bumstructions are issued by the State
Prosecutor General or by the head of a distrite giesecutor’s office. The independence of a
state prosecutor is safeguarded by the institutevotation (Article 65 and 66 of the State
Prosecutor’s Act). If a state prosecutor does mpee with the general instructions, he can
refuse to work on a specific case. The case canlibeassigned to another prosecutor or taken
over by a superior or higher state prosecutor.

256.Every prosecutor's office is an autonomous budget;uthe joint budget proposal is then
composed by the Office of the State Prosecutor aén€he budget of a state prosecutor's
office consists of the funds for the salaries & @mployees, the funds for small investments
and the funds for current expenses. In 2008, allitldividual state prosecutor's offices were
provided with sufficient funds, which ensured thegre able to effectively perform their
functions. The joint budget of all state prosecstoffices in 2008 was €18,404,318, while the
total expenses amounted to €18,375,168. In the B0G8et additional funds were guaranteed
for the relocation of several state prosecutorite$ and also the Office of the State Prosecutor
General.

257.The number of state prosecutors and their asssstargtate prosecutor's offices is determined
by the Minister of Justice at the proposal of tha&t&Prosecutor General and with the consent
of the Government of the Republic of Slovenia (@&il4 of the State Prosecutor Act).
Statistics of the year 2008 shows that 200 stategmutor’s posts were planned, out of which
174 posts were occupied. There were 40 planned fpaisassistant state prosecutors although
only 20 were occupied. In spite of smaller numbiestate prosecutors the state prosecutor’s
offices were able to carry out their functions adegly and without delays.
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258.In accordance with the State Prosecutor Act, theeea sufficient number of trainee posts in
state prosecutor’s offices for graduated lawyarghe year 2008 this number was increased by

the Minister of Justice to 51, therefore the sgtesecutor’s offices began the procedures for
the occupation of these posts (public tenders).

259.0ne of the departments organised within the Oftitghe State Prosecutor General is the
Expert centre. The Expert centre provides stategmators with expert assistance in other areas
of expertise (e.g. expert aid in the tax, finaneiadl accounting fields), prepares and carries out
education and training activities for state proseciand prepares expert groundwork for
international cooperation between state prosecutors

260. The legal information centre is responsible for deselopment, uniformity and operation of
IT support for state prosecutors' offices.

261.In the opinion of the evaluators the level of reses is adequate.
Professional standards, skills and integrity

Police

262.The officers of the Financial Crime Division havestly economics or legal qualifications
and many of them came to the police from the bapkimsurance or securities sectors. They
underwent the common police training and, in additall investigators participate in an annual
seminar, organised by the Criminal Police Diredmravhich among other topics focuses on the
issue of money laundering and financial investaati

263. High professional and integrity standards are eefdiby Articles 67 and 68 of the Police Act
(See Annex VII).

264.High standards concerning confidentiality are ecegdr by the “Rules on the police data
protection” based on Article 57 of the Police A8eé Annex VII).

State prosecutors

265. The professional standards and the confidentiafitstate prosecutors are regulated by Article
24 of the State Prosecutors Act, which states,dlsiaite prosecutor must always act in such a
manner to safeguard reputation and dignity of leivise, while exercising his rights and
freedoms. He may not obstruct the operation ofitegtrosecutor's office in order to exercise
his rights. A state prosecutor is also obliged esprve for himself everything that he learns
within the framework of performing his service abparties and legal and actual relationships
of theirs' and to protect the secrecy of all datbatcessible to the public.

266. If the state prosecutor does not act accordindiésed provisions, the State Prosecutors Act
provides the appropriate disciplinary measureschvhre:
1. Dismissal from the function of state prosecutor
2. The suspension of promation [rights];
3. The reduction in salary.

267.Based on the Article 67 of State Prosecutor Ad,dkpert supervision of the work of district
state prosecutor's offices and of the Group is weec by the Supreme State Prosecutor's
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Office. It is done by inspecting the files, registand other documentation, as well as through
other appropriate methods.

268.The Supreme State Prosecutor's Office also perf@mgneral supervisory review of the
operation of the district state prosecutor's offiaed of the Group, which is done at least once
every three years by the direct inspection of fitegisters and other documentation kept at the
district state prosecutor's office.

269.The state prosecutors, assistant state prosecamorgprosecutorial personnel at the district
state prosecutor's office and the Group whose tiparaas been inspected are notified about
the findings of the inspection and have the righsiibmit explanations to the Supreme State
Prosecutor's Office within fifteen days of recetyite report.

270.The final report on the general supervisory inspacts prepared after considering the
findings of the inspection and any eventual exgdiana, at a joint meeting of the prosecutors
who conducted the inspection, together with thes@eators of the state prosecutor's office or
the Group where the inspection was performed.

271.Additionally, a state prosecutor’s work in thorolyginspected every three years, within the
promotion procedure. If two consecutive inspectiooie to conclusion, that a state prosecutor
is not appropriate for this function then he lodsissfunction.

272.The OMLP has organised several training eventpifesecutors since 2005.

273.1n the view of the evaluators, high professionandirds, including standards concerning
confidentiality continue to be maintained, and fstadntinue to be of high integrity and
appropriately skilled.

Police

274.Relevant Criminal Police officers attended sevegcific seminars on the issue of money
laundering organised by Phare, Europol and INTERPUOiey also participated in specific
money laundering training. Some seminars on theeiss combating money laundering have
been organised in co-operation with the FIU. (kothtfer details see Annex Xl)

State prosecutors

275.1n 2008 the Office of the State Prosecutor Generghnised several types of continuing
education of prosecutors. Among these were semmegerding the new Criminal Code (CC-
1), which changed the relevant Articles incrimingtML and FT.

276.The traditional educational day of Slovenian prosecs (ITD), held in November 2008
included topics, which stressed the importanceooiperation with other bodies (e.g. customs
and tax authorities, Office for the Prevention afdy Laundering) in the cases of ML and FT.
The prosecutors also participated in lectures afioamcial aspects of criminal offences.

277. All State prosecutors were enabled to individuplyticipate in different seminars, according
to their professional interests, needs and withirirt professional specialisation in the
prosecutorial institution. These seminars were alganised by other institutions (e.g. Judicial
Training Centre at the Ministry of Justice, FacufyLaw in Ljubljana and Maribor).
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278.1n the year 2008, 30 state prosecutors participatedl7 forms of international professional
cooperation and education (EU, European CouncilCDEOVSE, UNICEF, etc.). With such
cooperation and education state prosecutors cactiekly fight international and organised
crime, namely corruption, human and drugs traffigkiillegal migrations, money laundering,
terrorism, etc. The same goal is achieved with eaaion in EUROJUST, GRECO, OLAF,
HELP, CARIN, SECI, SEEPAG and other similar orgatians.

279.1n the money laundering and financing terrorisnifistate prosecutors participated:

in activities connected with seizure and confismatf the proceeds of crime (ARO);
on strategic EUROJUST meetings connected withitie &gainst terrorism;

in activities connected with cross-border crimebl @ffice on drugs and crime);

in activities connected with money laundering (MONEAL); and

at the meetings of experts for joint investigatieams (JIT).

280. In the view of the evaluators the provisions fairing were adequate.

Additional elements

281.The additional elements to Recommendation 30 reqinat special training or educational
programmes are provided for judges and courts coimge ML and FT offences, and the
seizure, freezing and confiscation of property tkahe proceeds of crime or is to be used to
finance terrorism. In 2005, training for proseesiqudges and the Police was provided by the
FIU. In the following years, this training was ciontously offered to prosecutors and the
Police.

2.6.2 Recommendations and comments

Recommendation 27

282.The same uncertainties as described in the lasttrap to the evidential requirements in ML
cases remain and still may inhibit the commencermémprosecutions. Police and Prosecutors
need to select and prosecute an appropriate case Wiere is no direct evidence of a particular
criminal offence or type of criminal offence but &k there is good circumstantial evidence
from which a court could infer that the property swderived from a criminal offence. If
necessary the case should be taken to the highasdor a definitive ruling.

Recommendation 30

283. Slovenian authorities could consider giving spedifaining on ML and FT offences, and the
seizure, freezing and confiscation of property ihahe proceeds of crime or is to be used to
finance terrorism to judges and courts.

2.6.3 Compliance with FATF Recommendations

Rating Summary of factors underlying rating
R.27 PC » The law enforcement results on money launderingstigations are
increasing but are quantitatively still quite low.
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« Insufficient priority is given by law enforcemergencies, prosecution
and other competent authorities to asset recovetydatection in
investigations relating to funds-generating crimes.
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3. PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

284. Full details of the supervisory structure in Slageare set out in the 3rd round evaluation
report. There have been no major changes in thergigpry structure for financial institutions
in Slovenia since the 3rd round report was prepared

285.The basic APMLTF applies to the whole financialtse@s defined in Methodology including
as persons under obligations banks, payment serpicviders, investment fund management
companies, pension funds, brokerage companiesramsel companies, currency exchange
offices and electronic money undertakings (Arti&l&ersons under obligations").

286. The basic obligations under the APMLTF cover:

Customer due diligence;
Monitoring business activities;
Correspondent banking;
Politically exposed persons;
Record keeping;

-~ 0 2 0 T p

Monitoring transactions;

Reporting obligation.

«

Customer Due Diligence and Record Keeping

3.1 Risk of money laundering / financing of terrorism

287.1t was noted in the "8round evaluation report that the risk of terrofisiancing was not
always taken into account as a separate issue ffiskof money laundering. The 3rd round
report also contains information that the abserice geparate consideration and evaluation of
the risks of terrorist financing was a consequerfca decision taken by Slovenian authorities
to postpone the adoption of measures aimed atntpéeinentation of international standards
specifically dealing with the fight against tersari financing, until the enactment of the Third
EU Directive on AML/CFT.

288.With the adoption of the APMLTF, the Slovenian arities have fully covered this
deficiency from the 3rd round. There is a comprshendefinition for terrorists and terrorist
financing as well as the obligation to conductsk analysis on money laundering and terrorist
financing present in the law.

289. Slovenia has not conducted a formal risk assessofethe risk of the financial sector being
used for money laundering and terrorist financing..

3.2 Customer due diligence, including enhanced or reded measures (R.5, R.6 and
R.8)
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3.2.1 Description and analysis

Recommendation 5 (rated LC in thé*3ound report)

290.As described in the™Bround evaluation report Slovenia had received mydlg Compliant
rating for Recommendation 5. The deficiencies nwerai included lack of obligation to
perform customer due diligence when carrying owtasmnal transactions (wire transfers) in
line with a threshold foreseen in SR VII as wellask of obligations to conduct CDD in case
of suspicion of financing of terrorism. The evalratalso noted that there was no requirement
for financial institutions to conduct ongoing duiéigeence in law or secondary legislation and
that there was no coordinated guidance for the avfinhncial sector in terms of application of
the same standards. Nevertheless in this assetssouerd Recommendation 5 was reviewed
again according to all the criteria of the Methaxyyl..

Anonymous accounts and accounts in fictitious names

291. Article 35 of the APMLTF provides for the prohilmti of using anonymous accounts in
Slovenia. In addition Article 102 of the APMLTF gices that the owners of the existing
anonymous accounts (and similar products) are tadéstified upon the claiming of such
funds. Due diligence is required to be fulfilled respect to such person. Otherwise funds on
anonymous accounts held in a financial instituiomespect to similar products are blocked
until the first transaction.

292. As to the existing anonymous accounts, the autbsrirovided that at the time of the on-site
visit there were 2,966 such accounts held in séaerks with overall balance of €1,708,905 (in

general not more than €28,200 on accounts althoogé, account was reported as holding
€309,820Y3

Customer due diligence

When CDD is required

293. The obligation to apply customer due diligenceeisaut in the Article 8 of the APMLTF and
it is required in situations when establishing aibess relationship with a customer as well as
when carrying out a transaction amounting to €156,00 more, whether the transaction is
carried out in a single operation or in severalrapens which are evidently linked. This
obligation also applies in cases when there arébtdoabout the veracity and adequacy of
previously obtained customer or beneficial owneforimation and whenever there is a
suspicion of money laundering or terrorist finamcin respect of a transaction or customer.

294.Though the obligation applies for all transactigtgal to or above €15,000 the existing
legislative acts do not provide specific obligador occasional transactions in the meaning of
SR.VII (see Section 3.4 below). The Slovenian arities took the view that for these cases
“Regulation (EC) No. 1781/2006 of the European iRarént and Council of 15 November
2006 on Data on Payer Accompanying Transfers oti&uapplies.

Required CDD measures

2 The Slovenian authorities have subsequently agetake steps to close all anonymous accounts.
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295. Regarding the requirements for identification aedfication of the customers set in criterion
5.3, Slovenian legislation provides for customere ddiligence elements in Article 7,
identification and verification of natural persandArticle 13 and identification and verification
of legal persons in Articles 14 and 17 of the APNHLT

296. The elements for customer due diligence providetthénArticle 7 include identification of the
customer and verification of their identity relyiog an examination of the customer's personal
identification document. For the purposes of swehification only official document
containing data prescribed by the Article 83 camised.

297. Apart from the identification and verification ofpitions Article 7 obliges the persons obliged
by the law to identify the beneficial owner of tbestomer, obtain data on the purpose and
intended nature of the business relationship mistetion (as well as other data pursuant to the
Law) and provides for regular diligent monitorinfjtbe business activities undertaken by the
customer through the subject of the law.

298.The APMLTF does not contain a direct requiremenffiftancial institutions to verify that any

person purporting to act on behalf of the custoimen authorised. This requirement is fulfilled
indirectly through Article 16 requiring that theeiatity of such persons is verified by obtaining
a certified written authorisation (all such cegdiauthorisations must be authenticated by a
notary) issued by the statutory representative.ughot does not include specific provisions
requiring the verification of their authority to tait could be considered as sufficient for
fulfilling the criterion 5.4 (a)*. The Sloveniaruthorities assured the evaluators that under
Article 76 of the Code of Obligations (See Annex)\it is not possible to establish a business
relationship unless the person acting on behathefunderlying customer is authorised to do
S0.

299.The APMLTF does contain the required provisionstfar purposes of verification of the legal
status of the legal person or legal arrangementicldrl4 of the APMLTF prescribes the
obtaining of the relevant data from the documeis jpublic register proving the incorporation
or establishment or existence of the legal person.

300. The identification of the beneficial owner of a mmer and verification of their identity is
included in the APMLTF as one of the elements aftemer due diligence (Article 7). Articles
19 and 20 (1) of the APMLTF cover the necessityffioancial institutions to obtain data and
documentation from the customer in order to satisgmselves on knowing who the beneficial
owner is.

301. Understanding the ownership or control structuréheflegal entity is required by the Article
20 according to which the subject of the Law hasdofy the data to such an extent that it
understands the ownership and control structuré&tustomer and is satisfied that it knows
who the beneficial owner.isn order to get know the natural persons whamately own or
control the customer the APMLTF provides the déifimi of the beneficial owner which leads
to obligation toidentify the beneficial owner of a legal entity <imilar foreign law entity by
obtaining the data referred to in point 15 of paragh 1 of Article 83 heredfrticle 20).

302.The APMLTF obliges financial institutions to obtanformation on the purpose and intended
nature of the business relationship (Article 7)luding the details of the data to be obtained
(Article 21).

303.The Law also prescribes the conduct of ongoing diligence on all the customers as
prescribed in Article 7. Ongoing monitoring is soppd to be one of the four elements of
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customer due diligence. That includes monitoring) aerifying transaction compliance with the
regular scope of business (Article 22) and oblarafor annual review of foreign legal entities
(Article 23).

304. There are guidelines issued by the Bank of Sloviaridghe purposes of monitoring customer
activities aimed at ensuring the uniform impleménta of the Articles in the APMLTF
obliging all the subjects of the law to monitor imgss activities. Although it was reported in
the 2" progress report that the newly adopted APMLTF wadntain an obligation for sector-
specific guidelines and the law actually containghs a requirement (Article 90) for all
supervisory authorities referred to in Article 8Blowever, at the time of the on-site visit, not
all the authorities were able to provide the evialtsawith such guidelines in English.

Risk

305. As an addition to the obligations set forth in #hicle 7 of the APMLTF there are several
Articles providing requirements for enhanced cuspmue diligence applicable for relevant
customer categories. This applies to correspondaationship with the banks from third
countries, to customers that are politically explogersons and to the situations when customer
is not present for the identification and verifioatprocesses (non face to face situations).

306. Articles 30, 31 and 32 of the APMLTF provide detdilprocedures on enhanced CDD. The
sectoral guidelines issued in this respect shoutgtige more detailed information to financial
market participants the applicability of higherkrisituations. However, only the Bank of
Slovenia’'s guidelines for this purpose were pre=gnod the evaluators. It should be noted that
during the interviews on the on-site visit, theurace Supervision Agency representatives did
not show much knowledge of the applicability onhagrisk situations; the evaluators were
advised that the guidelines were still under prafgan at that time.

307. As regards simplified customer due diligence, tHRMATF provides for that in Article 33,
setting out the situations when it may be appliddi¢les 33, 34). In addition to this the
Minister of Finance has issued "Rules laying downditions under which a person may be
considered as a customer representing a low rigskasfey laundering and terrorist financing"
(January 2008).

308.The APMLTF also provides for an exemption from digigation to carry out customer due
diligence for certain products (Article 12). Sinfild customer due diligence for certain non-
resident customers mentioned in Art 33 of APMLTFynaly be applied in cases where
customer's country of origin is a Member state tivir@l country which Slovenia has recognised
to be in compliance with FATF Recommendations (qmiv&lent third country). Such list has
been provided in the "Rules laying down the listeguivalent third countries" (January 16,
2008) issued by the Minister of Finance. Custonagegories mentioned in the Art 33 equate to
those listed under essential criteria 5.9.

309. Article 33 (1) of the APMLTF allows the applicatiari simplified customer due diligence in
specified circumstances. This does not, howeyslyavhen there are reasons for suspicion of
money laundering or terrorist financing.

310.The APMLTF prescribes that all the subjects of thes prepare a risk analysis and
consequently a risk assessment for their custoAetisle 6). The interviews during the on-site
visit showed that not all the organisations haweppred such analysis. The sectoral guidelines
issued in this respect should provide more detaiémtmation on the applicability of higher
risk situations. Only Bank of Slovenia guidelines fthis purpose were presented to the
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evaluators and it should be noted that during tiberviews on-site the Insurance Supervision
Agency representatives did not show much knowlemtgeeerning this subject. Hence it could
be concluded that the obligation of the law wasfualdiled.

Timing of verification

311. Article 9 (1) of the APMLTF provides for the obligan for identification and verification of
the customer and the beneficial owner before dstdby business relationship. Article 9 (2)
does, however provide that an organisation maypgiaally apply these measures during the
establishment of relationship if this is necessargrder not to interrupt the normal conduct of
business. Furthermore, Article 9 (3) allows foe therification of the beneficiary of the
customer after the business relationship has bsgableshed in relation to life insurance
business although no payments or payouts undgrdiiey may be made until such verification
has been conducted.

Failure to satisfactorily complete CDD

312.The APMLTF prescribes that in cases when customer diligence obligations are not
completed subjects of the law are not allowed taldish a business relationship or effect a
transaction. The business relationship is requirede terminated in such cases with the
existing customers and subjects of the law aregetllto consider filing suspicious transaction
reports to OMLP (Article 11).

Existing customers

313. Concerning the requirement to perform full custohee diligence on existing customers this
is included set out in Article 101 of the APMLTHRhis article states thaOrganisations shall,
within one year following the entry into force bist Act, perform due diligence towards all
existing customers in respect of whom, based oglé of this Act, they establish that there
exist or may exist significant risks of money laanmhy or terrorist financing.”Furthermore, as
set out above, Articles 22 and 23 of the APMLTFuieg ongoing monitoring of transactions
and updating of information. TH&lovenian authorities also confirmed that if anaorigation
does not possess data on the beneficial ownereatuktomer, it has to obtain that data no later
than when the existing customer performs transaeimounting to €15,000 or more.

Recommendation 6 (rated NC in th&'3ound report)

314. Recommendation 6 was rated as "Non-compliant" duitie 3rd round mutual evaluation and
it was commented that Slovenian authorities intdntie implement measures on enhanced
customer due diligence in relation to PEPs follayime enactment of the 3rd EU Directive.

315. The definition of "Politically Exposed Person” (PEPR now provided in the APMLTF. The
definition recognises foreign PEPs and includeddhewing categories:
1. heads of state, prime ministers, ministers &edf deputies or assistants;
2. elected representatives in legislative bodies;

3. members of supreme and constitutional courts atihér high-level judicial authorities
against whose decisions there is no ordinary orraaxtlinary legal remedy, save in
exceptional cases;

4. members of courts of audit and boards of govarnbcentral banks;
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5. ambassadors, chargés d'affaire and high-rankifiigers of armed forces;

6. members of the management or supervisory bamfiesndertakings in majority state
ownership.

and follows the definition of the Third Directiveié the Implementation Directive (Article 31,
Paragraph 2). The definition provided in the Stoga AML Law is therefore not fully in line
with the PEP definition provided in the FATF Metlodohy, as it does not fully cover senior
politicians, senior government officials (for exadmpon-political heads of ministries, etc.) and
important political party officials. Such persomight have been covered if the list from the
implementing directive had said “including” rattiban “shall be”.

316.The APMLTF contains the requirement that for cusgtsrwho are identified as foreign PEPs
the enhanced customer due diligence procedure I tapplied when entering into business
relationship or executing a transaction equallmgrtbeing more that €15,000. However, it was
not clear what are the obligations of the entitie@scerning customers that become PEPs during
the business relationship. During interviews witte tfinancial market participants it was
obvious that in practice the existing customer has®t checked for these purposes and there
was not much knowledge shown in respect to possibéeking against any of existing data
basis.

317.Nevertheless it should be noted that banking sesttowwed more knowledge in this regard,
and they are in a better position by having guiadiof Bank of Slovenia for implementation
the measures for AML/CFT where the procedure isrtfedefined. This document also
contains procedures relating to representativekegdl persons and beneficial owners of a
customer being PEPs and includes procedure fossiagethe customers for these purposes at
the beginning of business relationship as wellnathe course of relationship. The enhanced
customer due diligence procedure is required te fa#ce in these situations.

318.The APMLTF provides for the obligation to obtainnge management approval prior to
beginning business relationship with PEPs (Artigle paragraph 6). The same paragraph of
Article 31 obliges the subjects of the law to obtdata on the source of wealth of the customer.
Information is to be obtained from a written soupcevided by the customer.

Additional elements

319.The APMLTF includes domestic persons as PEPs antases when they hold or have held
prominent public functions abroad.

320.The Republic of Slovenia has implemented the 200®ed Nations Convention against
Corruption with the Act Ratifying the United Nat®i©Convention Against Corruption , which
was published in the Official Gazette No 5/08 (admeants in OG No 13/09).

Recommendation 8 (rated PC in th& 3ound report)

321.Recommendation 8 was rated as "Partially complianthe 3rd round evaluation. The only
deficiency noted in the report concerned the uméteplementation of preventive measures for
other businesses performing operations with deft @edit cards. Additional information in
this regard was disclosed in both Progress Repaoidpted by Moneyval Plenary in 2006 and
2008. As reported in the progress reports afteBth®und evaluation "the risk associated with
debit and credit cards remains to be considered tawfurther guidelines (other than OMLP’s
written explanations on request) regarding busirgsecific ID procedures, indicators for
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recognising suspicious transactions or other requénts have been delivered to those
businesses.

322.There is no specific requirement anywhere in thstieg legislative acts that require financial
institutions to have policies in place or take suobasures as may be needed to prevent the
misuse of technological developments in money laudng or terrorist financing schemes.
Though Slovenian authorities are of opinion that ¢éxpected risk analysis of the subjects of
the APMLTF, as required in Article 6 of the APMLTWijll result in classifying the misuse of
new technologies in a high risk category requiapglying the enhanced due diligerite.

323.1t was pointed out by the Slovenian delegation tinatre exists legislation providing for
general requirements for the appropriate legal @agénisational risk management structures.
Thus for the banking sector, for instance, Artitteof the Regulation on Risk Management and
Implementation of the Internal Capital Adequacy ésssnent Process for Banks and Savings
Banks applies. This Article deals with significargks arising from a new product or system
and also creates the requirement to analyse thacingd the new product on the overall risk
management process.

324.The above-mentioned provision however cannot beidered as sufficient for the needs of
Recommendation 8 as it is too general and targeteg¢hieve prudential supervision needs in
terms of assessing capital adequacy. Recommendaii®m@ll about new technologies already
in use and financial institutions are supposed ¢oréady to prevent the misuse of such
technologies.

325. As concerns non-face to face situations the APMIpféscribes that direct contact with the
client still remains the fundamental rule in theeoipg of an account and establishing of a
business relation. The only possibility remains fatural persons, which are allowed to
establish a business relationship (but not opeacaount in a bank) using a qualified digital
certificate (a kind of electronic ID This applies &ll the residents of the EU (Article 13 (2)-
(5)

326. The Minister of Finance has issued Rules Laying B@wnditions to Determine and Verify
Customer’s Identity by Using Customer’s Qualifiedyital Certificate (Official Gazette of the
Republic of Slovenia, No. 10/08). The Rules spettiiy conditions, which have to be fulfilled
that an organisation within the framework of elentc commerce may determine and verify
the identity of a customer, which is either a naltperson or a sole proprietor or self-employed
person, by using the customer’s qualified digitattificate. For legal persons the use of a
qualified digital certificate and the electronicynaf establishing a business relationship has not
yet been permitted.

327.Measures for managing the risks for non-face te fatuations are laid out in Article 32 of the
APMLTF, which prescribes the procedure for suctesand obliges the financial institutions
to obtain additional documents, data or informati@eded for additional verification of the
identity of such customers.

Effectiveness and efficiency

24 An act amending the Prevention of Money Laundegnd Terrorist Financing Act (Official Gazette No/2@10) was
adopted on 3 March 2010 and will be valid from 2a@rbh 2010. This act introduced clauses that kiiegAPMLTF into
line with Recommendation 8.
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328.There is now a broadly sound legal structure ferrttajor preventive standards. The existing
AML Law no longer contains a requirement for finehdénstitutions to determine whether the
customer is acting on behalf of another person, theth take reasonable steps to obtain
sufficient identification data to verify the idetytiof that other persofi.

329. The banks appear to have a good understandinggdfAfF standards. However, other parts
of the non-banking financial services sector, patirly the insurance sector, did not appear to
have developed a comprehensive preventive regime.

3.2.2 Recommendations and comments

330. All anonymous accounts, regardless of the balantdhe account, should be closed or
converted to nominative accounts at the earliegbdpnity and not later than 1 January 2011.

331. A requirement for financial institutions to detenmiwhether the customer is acting on his
own behalf or on behalf of another person shoulguieack in the APMLTF.

332.The APMLTF should be amended to clarify the requigat to verify that any person
purporting to act on behalf of the customer is siharised.

333.The risk analysis prescribed in the APMLTF shouddpbbepared by all the obliged entities as
prescribed in the Law and it is advised that suipery authorities pay attention to the results of
such analysis.

334. The examples of politically exposed persons indtB1 (3) should be amended to include all
categories of senior government officials includisgnior politicians, senior government
officials and important political party officials..

335.The Slovenian authorities indicated that considerafforts have been put into introducing
the new standards on PEPs to the financial secttre years under evaluation. The financial
supervisors check compliance with the PEP standarsigpervision. There have been no STRs
submitted to the FIU so far involving foreign PER&ich the Slovenian authorities consider is
itself indicative that Slovenia is not attractiwefbreign PEPs.

336. The implementation of Recommendation 6 needs taduessed as it was not clear to the
financial market participants how to deal with tbbligations concerning customers that
become PEPs during the business relationship.

337. A clear requirement should be included in the lagjige acts for financial institutions to have
policies in place or take such measures as magéded to prevent the misuse of technological
developments in money laundering or terrorist foiag schemes.

3.2.3 Compliance with Recommendations 5, 6 and 8

Rating Summary of factors underlying rating

% An act amending the Prevention of Money Laundegnd Terrorist Financing Act (Official Gazette No/2@10) was
adopted on 3 March 2010 and will be valid from 2a@rbh 2010. This act introduced clauses that kiiegAPMLTF into
line with Essential Criteria 5.5.1*.
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« No obligation for financial institutions to estadili or discover if a
R.5 LC customer is acting on his behalf or on behalf afther person.

« General lack of awareness in the insurance semtes gse to concerns
over effectiveness of implementation.

¢ Slovenia does not fully meet essential criteriof. s there is no
requirement in the legislation to determine whethtieg beneficial
owner of a customer is a politically exposed person

* No clear obligations for financial institutions aamning customers that
R.6 LC become PEPs during the business relationship.

» Lack of application by some financial sector p@paats gives rise to
concerns over effectiveness of implementation.

* The definition of Politically Exposed Persons ig safficiently broad
to include all categories of senior governmenicats.

e There is still no specific requirement anywhere the existing
legislative acts that requires financial institngoto have policies in
place or take such measures as may be neededvemptbe misuse g
technological developments in money launderingearotist financing
schemes.

R.8 PC

=

3.3 Financial institution secrecy or confidentiality (R4)

3.3.1 Description and analysis

Recommendation 4 (rated C in the 3rd round report)

338.There is strong and clear language in the Articlés- 78 of the APMLTF for the non judicial
phase and Article 156 of the Criminal Procedure ésofbr the judicial phase of the inquiry,
according to which persons and authorities aregetlto reveal data to OMLP or to the judicial
body when required. These provisions are clearaisé no problems.

339. Moreover, applying the various provisions allowitlge sharing of information between
financial institutions when this is required by Besnendation 7 (correspondent banking),
Recommendation 9 (third party and introducers) 8RaVIl (wire transfers) institutions should
have no difficulties from the perspective of datatection.

Effectiveness and efficiency

3.2.4 Recommendations and comments

340.1t is undisputable, among the law enforcement dmal firivate sector that the APMLTF
legislation and the Criminal procedure code wouddlgin cases of requests through OMLP or
a court order (both for national or MLA cases) ¥arious data. No problems were experienced
in practice.
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3.3.2 Compliance with Recommendation 4
Rating Summary of factors underlying rating
R.4 C

3.4 Record Keeping and Wire Transfer Rules (R.10 and SRVII)

3.4.1

Description and analysis

Recommendation 10 (rated C in th& 3ound report)

341

342

.Although Recommendation 10 was rated "Compliantthia 3rd round report it needs to be
rerated in accordance with the requirements of aligualuation procedure for this assessment
round.

.The requirement to maintain all necessary recordstransactions, both domestic and
international, for at least five years followingnepletion of the transaction (or longer if
requested by a competent authority in specific £as®l upon proper authority) is partially
present in Article 79 of the APMLTF. The APMLTF przibes that the relevant data be kept

for ten years, which is longer than internationabguired. Nevertheless the evaluators are of
the opinion that, in spite of a requirement to kdbp data for longer than the FATF

requirement there should also be a specific remérg to retain the data for a longer period

when requested by relevant authorities.

343

. Slovenian authorities are of the opinion in thispect that the time limit of ten years is long
enough based on the fact that the legal perioéhufation of criminal prosecution for money
laundering offences is normally 10 years; such isiom would even be contrary to Slovenian
legal order, according to which the retention tioa® only be determined by a law and not
arbitrarily by an individual authority. Article 79n combination with Article 83 (Content of
records), applies to practically all the data atedi during the CDD process and includes both
domestic and international transactions althougtio#s not specifically distinguish between
them. It is the view of the evaluators that thiguieement does not fully meet the requirement
under essential criteria 10.1* to maintain recofds a longer period if required by the
authorities.

344. Financial institutions are not specifically reqair® maintain records of the account files and

business correspondence. The Slovenian authocbesider that this is covered by the
requirements of Article 79 of the APMLTF in conjtion with Article 83. The requirements of
Article 79, however, largely relate to documentlatexl to identification and verification of
customers, etc and do not appear to contain anytionef account files and business
correspondence. Article 83 is specific about thelements required to be retained without
ever referring to account files and business cpmedence. It is, therefore, the view of the
evaluators that the requirement does not fully mbetrequirement under essential criteria
10.2* to maintain records of the account files bodiness correspondence.

345.The necessity for transaction records to be sefiicin order to permit reconstruction of

individual transactions is provided in the Arti@8 of the APMLTF. This Article provides for
the necessary components of such transaction e¢bad include customer's name, address,
registered office and registration number of thgaleentity, date and place of birth, and tax
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number of the natural persons, as well as the per@md intended nature of the business
relationship, date and time of the transaction, mearf executing transaction and information
about the source of property involved in transactidrticle 83 does not, however, specifically
provide for the data to be maintained in such armaaas to permit reconstruction of individual
transactions. This requirements is set oufiticle 8 of theRules on Performing Internal
Control, Authorised Person, Safekeeping and Prioteaf Data and Keeping of Records of
Organisations, Lawyers, Law firms and NotariesisHhnticle requires thaiThe obliged person
shall keep the data and the corresponding docuntientaelating to the implementation of the
Act in chronological order and in a manner that bfes access in an entire periods is the
safekeeping thereof prescribed in accordance viighXct.”

346.In order to ensure that all customer and transagggords and information are available on a
timely basis to domestic competent authorities upppropriate authority, Article 54 of the
APMLTF prescribes the availability of such inforrieet to FIU. As to the other competent
authorities, it should be noted that supervisokehhe power to obtain data and documentation
on timely basis on the basis of their sector-spedégislation. However, under provision of
sector specific legislation financial supervisoraynobtain relevant data for the purposes of
supervision which according to Slovenian authaiti@pinion also applies for AML/CFT
purposes. As to other competent authorities krtl&6 of the Criminal Procedure Act applies
obliging financial institutions to disclose inforti@n upon request of the investigating judge.

SR.VII (rated NC in the & round report)

347.The APMLTF does not include any provisions refegrito wire transfers since the EU

Regulation 1781/2006 applies fully in all EU Memi@&tates, including Slovenia. National
implementation is therefore limited to establishargappropriate monitoring, enforcement and
penalties regime and to applying certain derogatailowed for in the EU Regulation. Besides,
the Bank of Slovenia’s Guidelines include a sectelated to the implementation of adequate
controlling procedures in order to meet to the nexpents of the EU Regulation. Guidelines
also consider the Committee of European Banking eBigors’ document“Common
understanding of the obligations imposed by Europdegulation 1781/2006 on the
information on the payer accompanying funds trandte payment service providers of
payees’

348.In particular, Section 4.5 of the Bank of Sloveni&uidelines recommends the control of
outflows in order to ensure the information abolé toriginator at wire transfers which
exceeded €1,000.

349.In terms of obtaining and verifying information eeding an originator, banks and savings
banks have introduced different procedures wittam@go whether such transfer is provided
from an account of the bank's client or it is @rout by an occasional customer.

350. For a transfer of funds from the account of a tsmoként, a bank must ensure that originator's
information from existing records accompanies anpayt order. When funds are transferred by
an occasional customer, a bank must identify amifiyvan originator, whenever the amount of
a transfer exceeds €1,000. Information on an axiginis verified based on official and valid
personal identification documents.

351.Slovenian banks took a common decision to providmpiete information regarding an
originator, regardless of whether the transferupidk is domestic (within EU) or cross border.
According to banks this approach simplifies proceduand also eliminates the need for
subsequently requests to complete information, lwhight require additional manual work.
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352. Section 4.3 and 4.4 of the Bank of Slovenia’s Glings for the Implementation of Measures
Regarding the Prevention of Money Laundering andorist Financing for the Banking Sector
(Banking guidelines) (see Annex IX) defines thetodnof inflows where banks and savings
banks are obliged to detect whether the informatibout the originator is missing on the
received wire transfers which exceeded €1.000. & henstrols include procedures for:

» the detection of missing information regarding ggra

» determining the meaningfulness of information grager during the processing of orders
or based on post-event random sampling;

e action taken by a bank in the event of missingrimiation regarding a payer during the
processing of orders and during post-event randonpbng.

353.With the Decree on the implementation of the EU Regulatisayed in December 2007,
Slovenia determined effective, proportional andvpregable penalties in the cases of violation
of the provisions of the Regulation (ES) 1781/2086¢d competent bodies in charge of the
supervision of the implementation of the regulatm of deciding on administrative offences.
In particular, according to article 2 of this Degrdhe Bank of Slovenia is identified as
competent authority for the implementation of th& Regulation and for deciding on
infringement of these rules.

354.The scope of AML/TF supervision, which is conductadthe Bank of Slovenia, includes
adequate controlling procedures in order to find lmaw banks and savings banks fulfil the
requirements from EU Regulation 1781/2006. Thistrding procedure involves review of
banks internal policies, procedures and checkisgnaple of wire transfers.

355. According to the national Decree on the impleméotabf the EU Regulation fines are
divides into two groups:

e article 3 deals with most serious offences whees@ibed fine is:
- between €12,000 and €120,000 for legal persons,
- between €800 and €4,000 for responsible napaaons.

* article 4 deals with serious offences where prbesdriine is:
- between €6,000 and €60,000 for legal persons,
- between €400 and €2,000 for responsible nateraigqms.

356. Although the level of fines appears to be propodie and dissuasive the lack of sanctions
applied does give rise to concerns over effectissmd application.

Additional elements

357. Section 4.3 of the banking guidelines recommendtetl & recipient bank consistently apply
appropriate (automated and/or manual) controleterchine the meaningfulness of information
regarding a payer, at a minimum for inflows thateed € 1,000.

Effectiveness and efficiency

358.The concerns of the evaluators concerning recaeehtien are set out below. Apart from
these deficiencies the evaluators were not awarangf problems relating to the effective
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application of these requirements and the indioatisom the FIU and Police were that full
documentation was available when required.

359. With regard to wire transfers, since the APMLTF vea®pted, the Bank of Slovenia has not
detected any violations of the provisions of the Re€gulation and its guidelines in the
inspections conducted. Furthermore, there areasescreported of Slovenian banks regularly
failing to provide information regarding a payer.

3.4.2 Recommendation and comments

Recommendation 10

360.In spite of requirement to keep the data for lontdpan five years there should also be a
provision for data to be retained for a longer wheguested by the relevant authorities. Though
it could be understood from the APMLTF that recaeging requirements apply to both
domestic and international transactions Sloveniathaities may wish to specify these
requirements in the law.

361.There should be clear requirements for financiatitations in law or regulation to keep
records of the account files and business correspue.

Special Recommendation VII

362.The overall implementation of the relevant wirensfers rules is quite comprehensive and
compliant with the international standards.

3.4.3 Compliance with Recommendation 10 and Special Reaw@mdation VII

Rating Summary of factors underlying rating

R.10 LC « There is no provision for data to be retained &rger than five years
when requested by the relevant authorities.

» Financial institutions are not specifically requireo maintain record
of the account files and business correspondence.

12

SR.VII C
3.5 Suspicious Transaction Reports and Other ReportingR. 13 and SR.IV)

3.5.1 Description and analysis

Recommendation 13 (rated PC in th& Bound report)

363.By the adoption of the new AML/CFT law terrorishdincing is now covered in suspicious
transactions reporting. Article 38 (2) of the APMETincludes provisions that impose the
obligation of reporting any transaction suspectebeing related to either money laundering or
the financing of terrorism, regardless of the antafnthe transactiomprior to effecting the
transaction. There is therefore a concern that the reportiaguirement does not cover
transactions where the suspicion arigéisr the transaction has been effected. In particular
there is a concern that suspicions that come td Bg a result of concerns over subsequent
transactions or a periodic review (under Esser@igleria 5.7.1) may not be reported. In
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discussions with obligors during the on-site \iisWwas clear that this was not considered to be a

barrier and it was confirmed by both obligors ame& ©OPML that STRs were regularly
submitted after transactions had been effected.

364. Article 38 (4) extends the obligation to make apstisus transaction report to attempted
transactions.

365. Article 38 of the APMLTF provides for reporting adition and deadlines for filing reports
and sending the data to the Office on cash traiosescequal or over €30,000 as well as on any

transaction suspected of being related to eithereaypdaundering or the financing of terrorism,
regardless of the amount of the transaction.

366. The mentioned reporting obligation is a direct ma&ndy requirement. Failure to report are

considered a serious offence in the APMLTF andsarectionable in accordance with Article
91, part 1, points 19-23.

under section 2.5.

367.STRs received for the period 2005 to 31 July 20@9s&t out in items 1 and 2 of Table 8
Likewise, a table of reportsoagh transactions above the reporting
threshold is set out in Table 10 in the same sectio

368.In the view of the evaluators the underlying legaduirements are adequate although a
concern about effectiveness remains due to théwellalow level of reporting from the non-
banking sector.

369.By the adoption of the APMLTF in 2007, terrorishdincing is now covered in suspicious
transactions reporting. The APMLTF provides for egs provisions that impose the obligation
of reporting any transaction suspected of beingtedl to either money laundering or the

financing of terrorism, regardless of the amountha transaction. The obligation to make a
suspicious transaction report also applies to gttechtransactions.

370.The reporting obligation concerning the transaciosferred to above shall also apply to an
intended transaction, irrespective of whether piesformed at a later date or not (Paragraph 4
of Article 38 of the APMLTF).

371.The offence of money laundering relates to allrfgnial activity” which would include tax
evasion which is criminalised under Article 249tlé Criminal Code.The reporting entities
are thereforeequired to report suspicious transactions regasdbf whether they are thought to

involve tax matters or any other crime.

Additional Elements

372. Apart from requirements in the Criminal Proceduret £ report all crimes committed, the

evaluators have not been able to find other suatbéigation in any law, any regulation or any
other enforceable means of Slovenia.

Special Recommendation IV (rated NC in th& 8ound report)
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373. By the adoption of the APMLTF in Slovenia terrorfidancing is now covered for the
purposes of suspicious transaction reporting. Mais one of the deficiencies included in tffe 3
round evaluation report.

374. Concerning STRs related to a suspicion of finan@hderrorism, Article 38 requires the
obliged entities to provide data in relation to tbestomer and transaction regarded as
suspicious to the Office within the same timefraaseeporting transactions related to possible
money laundering (i.eprior to effecting the transaction, .... Such repody also be submitted
by telephone; however, the written report shalkkat to the office the next working day at the
lates). This obligation applies in the case wheasons for suspicion of money laundering or
terrorist financing exist in connection with thestmmer or transactian

375. The reporting obligation concerning the transadigvhenreasons for suspicion of money
laundering or terrorist financing exist in connewti with the customer or transacticaso
appliesto an intended transaction, irrespective of whethes effected at a later date or not

376. The requirement to report transactions wheasons for suspicion of money laundering or
terrorist financing exist in connection with thestomer or transactiomvould be insufficient in
the context of SR IV as it refers only to actiofishe client or a party involved in a transaction
but not to “funds” in general linked or related ¢w,to be used for terrorism, terrorist acts or by
terrorist organisations or those who finance tésror The Slovenian authorities consider that
the definition of a “transaction” as defined in gk 3.19 of the APMLTF A transaction shall
mean any receipt, handover, exchange, safekeegisgpsal, or other handling of monies or
other property by a person liailes sufficiently broad to cover “funds” as set autSR.IV

377. This requirement seems to be covered by the deinfor Terrorist financingprovided in
Article 2 part 2 of the APMLTF that includelirect or indirect provision or collection of funds
or other property of legal or illegal origin, or t@mpted provision or collection of such funds or
other property, with the intent that they be usethdhe knowledge that they are to be used in
full or in part by a terrorist ...or terrorist orgasation.

378. Article 3 part 1 defineproperty asassets of every kind, whether corporeal or incogady
tangible or intangible, moveable or immoveable, d@ghl documents or instruments in any
form, including electronic or digital, evidencinigjé to or interest in such assets

379. Thus it seems that all kind of “funds” as defingdthe Terrorist Financing Convention are
covered. However, the APMLTF requires that assate o be linked with a transaction and
therefore there is e.g. no obligation to reporetséegardless how this term is defined) linked
with financing terrorism, which are simply depoditn a bank account.

380. In practice, no reports with a suspicion of tebifinancing were sent to the Office. The
evaluators also got the impression that the firniistitutions were of the opinion that
Slovenia is not very exposed to terrorist threats ia consequence that it would be unlikely to
detect a transaction related to financing of tésror In 2009 the OMLP has received two
reports from banks in which not only a suspicionMin was indicated but also a suspicion on
TF (in the same report). One case was sent todlieePas some reasons for suspicion on other
criminal offences than ML or FT were identifiedh& second has been forwarded to the Police
because of ML suspicions.

Effectiveness and efficiency (R.13 & SR.1V)
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381.As stated under below, the reporting level compaeedhe market size appears to be
internationally above average. However, STRs amiy coming from banks. Other financial
institutions and the DNFBPs show a significanthywéo level of reporting. Furthermore, there is
no specific additional Guidance on reporting foe tinsurance sector, Lawyers/Notaries and
trust and company service providers in place.

3.5.2 Recommendations and comments

Recommendation 13

382.The reporting level compared to the market sizeeappto be internationally above average
(Assets under management in the banking sector, B#fl®n in 2008; assets under
management by Asset Managers €2.2 Billion in 2@@8ss life insurance premiums written in
2008, €534.1 Million, against the number of STRsfr2005 to 31 July 2009 of 821). All 821
STRs received by the Office between January 1, 20@b September 30, 2009, have been
analysed and 408 out of the 821 STRs were forwai@#ue police as case reports. 306 of these
cases reported are still under investigation bypibiece. 102 of these case reports have been
forwarded for prosecution, 77 being still undertimstion and 25 terminated without any
criminal complaint being filed. The 77 prosecutiorsulted in 24 cases being taken to court.
The police autonomously generated 6 case repohigshwhave been taken forward to court
prosecutors. Prosecutors initiated 8 prosecutiarisnamously, all of them being taken to
court.

383.STRs are mainly received from banks. Other findnaistitutions and the DNFBPs show a
significantly lower level of reporting. There is specific additional guidance on reporting for
the Insurance sector, Lawyers and Notaries and S@Splace.

384. Article 38 (2) of the APMLTF limits the requiremetat report to suspicions that arigeor to
effecting the transaction There is therefore a concern that the reportaoglirement does not
cover transactions where the suspicion ardges the transaction has been effected.

385. Since supervisory authorities have not yet reacbet (except for general training) to
insurance companies, TCSPs and lawyers and not&li@genian authorities should consider
giving specific guidance on reporting to all finaldnstitutions who have not yet received
specific guidance and reaching out to those sedfuitse financial industry which have not yet
been thoroughly trained in order to potentiallyrgase the efficiency of the reporting system.

Special Recommendation IV

386. The reporting obligation in relation to a suspicadmoney laundering does not refer to funds.
APMLTF is silent on reporting obligation for tram$imns already executed, i.e., when
suspicious character of a transaction is discoviten. The reporting requirement should be
clarified to ensure that “funds” as well as “tractians” are covered.

387.The total lack of any STRs related to financingtefrorism raises concerns of effective
implementation. More outreach and guidance to fir@ninstitutions is necessary to better
explain them their reporting obligations under ARMLTF.

3.5.3 Compliance with Recommendations 13 and Special lRemndation SR.IV
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Rating Summary of factors underlying rating

R.13 LC « Low numbers of STRs from outside the banking segiges rise to
concerns over effectiveness of implementation.

* Insurance companies were not sufficiently awarguélance regarding
the manner of reporting, including the specificatiaf reporting forms
and the procedures that should be followed whenortiey.
(Effectiveness issue)

SR.IV LC *  Only “property” linked with a transaction is covdrdy the reporting
obligation.

* Insurance companies were not sufficiently awarguélance regarding
the manner of reporting, including the specificatiaf reporting forms
and the procedures that should be followed whenortiew.
(Effectiveness issue)

Internal controls and other measures

3.6 Foreign Branches (R. 22)

388. At the time of the on-site visit, 19 commercial kawere operating in Slovenia, of which 8
worked with majority foreign capital (i.e., moreath 50% of capital from foreign sources).
There was one almost fully state owned bank (98.7%)

389. Currently, the activity of the financial industry 8lovenia abroad is limited, thus the risks
appear low. At the time of the on-site visit to\&lnia only one bank with its head office in the
Republic of Slovenia had branches and majority-alveabsidiaries abroad. This financial
group consists of branches and majority-owned didrsés in EU/EEA countries (Austria,
Bulgaria, Czech Republic, Germany, Italy, Slovakied Switzerland) and in third countries
(Bosnia and Herzegovina, Serbia, Montenegro, “timér Yugoslav Republic of Macedonia”,
Kosovo and Ukraine). There are several branchesabsidiaries abroad owned by Slovenian
insurance industry and securities market parti¢dgpand a list of these is set out in Annex XIII.

3.6.1 Description and analysis

Recommendation 22 (rated PC in th& 8ound report)

390. Previously rated as "Partially compliant” in thel 3ound, Recommendation 22 needs to be
addressed in this assessment round as well. Thowgimparison with the situation at the time
of the 3rd round evaluation there is some progreade in regard to foreign branches and
subsidiaries of financial institutions there ardél steficiencies in place that have not been
addressed.

391.Financial institutions in Slovenia are required d@nsure that their foreign branches and
subsidiaries located in third countries apply theasures for detecting and preventing money
laundering and terrorist financing stipulated bg &PMLTF to the extent that local (i.e. host
country) laws and regulations permit (Article 38Bhe term "Third countries” refers to countries
that are not EU Member States countries or equivakerd countries. There is no specific
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distinction between third countries and countriésclv do not or insufficiently apply the FATF
Recommendations.

392.There is no such requirement in respect of branahdssubsidiaries of the institution located
in EU Member States. Slovenian authorities exphliitieat it is presumed that AML/CFT
obligations in EU Member States are equivalenthtzsé existing in Slovenia due to the fact
that all EU Member States are obliged to implemtet third AML/CFT Directive, hence
branches and subsidiaries of Slovenian are corsidir be also obliged entities under the
relevant AML/CTF legislation of other EU Member &% Nevertheless, such obligation
should be applied also to branches and subsidiar@her EU Member States.

393. Article 39 (1) requires that branches and majooityned subsidiaries located in third countries
apply the measures for detecting and preventingemdaundering and terrorist financing
stipulated by the APMLTF to the same extent, unéegsicitly contrary to the legislation of the
third country. There is, however, no requiremengpply the “higher standard” as required in
essential criteria 22.1.2. Once again this requérens limited to “third countries”.

394. Financial institutions in Slovenia are requiredrtfiorm their home country supervisor when a
foreign branch or subsidiary in a third countryuisable to observe appropriate AML/CFT
measures because this is prohibited by local ficest country) laws, regulations or other
measures (Article 39, paragraph 2).

Additional elements

395. Financial institutions in Slovenia are not subjéstthe Core Principles as they are not
specifically required to apply consistent CDD measiat the group level, taking into account
the activity of the customer with the various btae® and majority owned subsidiaries
worldwide. Though it was noted by the Sloveniarhatities that at the moment there is just
one bank with foreign branches and subsidiarieSlavenia this requirement still needs to be
addressed.

Effectiveness and efficiency
396. The limitation of this requirement to subsidiaraexl branches in third countries (e.g. non-EU)
significantly limits its scope. Overall this has naaterial impact on the effectiveness of

Recommendation 22 on branches and subsidiarieatopgputside of Slovenia.

3.6.2 Recommendation and comments

Recommendation 22

397.1t is recommended that distinction between thirdimtdes and countries which do not or
insufficiently apply the FATF Recommendations isadluced.

398. A requirement should be introduced to ensure olrsgr®ML/CFT measures in respect of
branches and subsidiaries of the institution lat&teEU Member States.

399.A requirement should be introduced to the effedt tivhere the minimum AML/CFT
requirements of the home and host countries diffemches and subsidiaries in host countries
should be required to apply the higher standarthécextent that local (i.e. host country) laws
and regulations permit.
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400. Financial institutions in Slovenia should be subjecthe Core Principles and be specifically
required to apply consistent CDD measures at thamlevel, taking into account the activity
of the customer with the various branches and rnitgjowned subsidiaries worldwide.

3.6.3 Compliance with Recommendation 22

Rating

Summary of factors underlying rating

R.22

LC

No requirement to apply the higher standard whegeirements differ.

Requirement to ensure observing AML/CFT measuresdpect of
branches and subsidiaries of is limited to ingtng located in "third
countries”.

Reqgulation, supervision, guidance, monitoring andrgtions

3.7 The Supervisory and Oversight System - Competent Ahorities and SROs / Role,
Functions, Duties and Powers (Including SanctiongR. 23, 29 and 17)

3.7.1 Description and analysis

Authorities/SROs roles and duties & Structure agsburces

Recommendation 23 (23.1, 23.2) (rated LC in tHérdund report)

The Central Bank

401. As described in the 3rd Round Report, the CentealkBacts as banking sector supervisor. It
has all common supervisory powers and respongdsiliin line with international standards
(including licensing, off-site, on-site, enforcerauthorities and access to all documents). In
general the provisions of the Banking Act as weltlee provisions of the Payment Services and
Systems Act define the competence of Bank of Slavemconduct prudential supervision but
the same provisions should be used also for theogerof AML/CFT supervision.

402. Specific AML/CTF supervision competences of the IBari Slovenia are defined in the
APMLTF. Pursuant to paragraph 1 of Article 87 abtlaw the Bank of Slovenia is competent
to conduct AML/CFT supervision of the following &incial institutions:

banks, branches of banks from third countries aminbkr State banks which establish
branches in the Republic of Slovenia or which artharised to directly perform banking
services in the Republic of Slovenia,

savings banks,

electronic money undertakings, branches of eleromoney undertakings from third
countries, and electronic money undertakings fronemier States which establish
branches in the Republic of Slovenia or which artherised to provide electronic money
services directly in the Republic of Slovenia,
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« companies providing certain payment transactiovises, including money transmissiéh,

» currency exchange offices.

403. All financial institutions that are mentioned abaeguire a licence from Bank of Slovenia in
order to provide banking or other financial sergicexcept banks and electronic money
undertakings from Member States which provide bagldr financial services in the territory
of the Republic of Slovenia (via branches or disgct

The Insurance Supervision Agency (ISA)

404. According to the Insurance Act, the ISA is respioliesfor supervision of the insurance sector. Its
main responsibility is supervising insurance uradéngs, insurance agencies, insurance brokerage
companies and insurance agents and brokers. ThecAgdso conduct supervision of legal
persons related to the insurance undertaking, desesary for the purpose of supervising the
insurance undertaking's operation, as well as mxidit control of the insurance undertaking within
an insurance group, insurance holding company @nthjenture insurance holding company. In
2000, according to the Pension and Invalidity lasae Act, the Agency became responsible for
issuing authorisations to pension companies ansufoervising their operations.

405. The Insurance Act attributes to the ISA the powergmanting authorisations, monitoring,
collecting and verifying reports and notificatiofy insurance undertakings, carrying out
examinations of operations of insurance undertakengd determining measures of supervision.
The provisions of the Insurance Act also applyupesvision of the AML/CFT activities in life
insurance undertakings and pension companies.

406. Specific AML/CTF supervision competences of theuhasice Supervision Agency are defined
in the APMLTF. Pursuant to paragraph 3 of Articled this law ISA is competent to conduct
AML/CFT supervision of the following financial irgitions:

» founders and managers of mutual pension funds ensign companies;

¢ insurance companies authorised to pursue life &amag business and insurance companies
from Member States which establish branches inRbpublic of Slovenia or which are
authorised to pursue life insurance business tirecthe Republic of Slovenia;

* legal entities and natural persons conducting legsimelated to insurance agency services
and insurance intermediaries for the purpose ofloging life insurance contracts.

The Securities Market Agency (SMA)

407.The Securities Market Agency was established asdependent authority by the Securities
Market Act, which entered into force in 1994. Tharkkt in Financial Instruments Act, which
entered into force in 2007, transposed major Eldctives in the securities field and ensured
that the Agency continued to function. The basissioin of the SMA is to maintain a safe,
transparent and efficient market in financial iostents. By exercising control over the
brokerage companies, banks engaged in investmansactions and services, management
companies, investment funds, mutual pension funushlic companies, public-limited

%6 |n accordance with the Payment Services and Sgséat) which came into force on 1st November 2G0®|
consequent amendments to the APMLTF, the Bank @feBlia will be also competent to licence and superv
payment institutions (including the supervisionAdIL/CFT).
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companies governed by the Takeovers Act and penfigriother regulatory tasks, it creates a
level playing field for efficient operation of magkin financial instruments.

408. The Agency grants authorisations and conducts sigi@n by monitoring reports and notices
that the supervised person are obliged to subnthigddgency, by means of inspection of their
operations and imposing of supervisory measures.

409. Specific AML/CFT supervision competences of theusigies Market Agency are defined in
the APMLTF. Pursuant to paragraph 2 of Article 8%his law SMA is competent to conduct
AML/CFT supervision of the following financial irigitions:

* management companies of investment funds, branohesanagement companies of
investment funds from third countries, managemempanies of investment funds from
Member States which establish branches in the RigpobSlovenia or are authorised to
provide services of investment fund managemenhéRepublic of Slovenia, and other
persons who may provide particular services owiiets of managing investment funds
pursuant to the Act governing investment fund manaent;

» founders and managers of mutual pension funds
e pension companies;

* brokerage companies, branches of brokerage congpémim third countries, brokerage
companies from Member States which establish besohthe Republic of Slovenia or are
authorised to provide services relating to seasitlirectly in the Republic of Slovenia, and
other persons who may provide particular servietsting to securities pursuant to the Act
governing the securities market or the Act govegrthre financial instruments market.

The Market Inspectorate

410. The Market Inspectorate is an independent pakeofMinistry of Economy with its own financial
department and human resources. The basic miskitwe dlarket Inspectorate is monitoring the
implementation of several legislative acts and legns. The main areas of activity are the
following: consumer protection, product safety,d&a craft, catering and tourism, unfair
competition, protection of copyrights and industgeoperty rights, unfair business-to-consumer
commercial practices, credit agreement for conssigred sale of real estate.

411. Specific AML/CFT supervision competences of the kéarinspectorate are defined in the
APMLTF. In accordance with paragraph 6 of Articlé 8f this law the Market Inspectorate
shall exercise supervision over implementation loé provisions of the APMLTF with
pawnbroker shops and legal entities and naturatoper conducting business related to:
granting credits or loans, also including consuroexdits, mortgage credits, factoring and
financing of commercial transactions, includingféiting, financial leasing and mediation in the
conclusion of loan and credit transactions.

Recommendation 30 (Resources supervisors)
The Central Bank
412.The Banking Supervision Department as a departméhin the Bank of Slovenia has many

tasks. It was established on 1 July 1992 and itpe®s four separate sections: licensing,
regulation, systemic analysis and on-site supemisi
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413. Within the on-site supervision section there aupgs of experts for Credit risk, Financial risk
and Operational risk. Regarding AML/CFT issue thare three experts within the on-site
supervision section; one of them is an expert fper@tional risk and the other two are experts
for Credit risk.

414.0ne of the persons mentioned above is respongiblallfkind of activities in the AML/CFT
area (e.g. cooperation with the FIU, cooperatiod anrrespondence with banks, off-site
analysis, on-site supervision, preparing AML/CFTidglines, participating in amending the
AML/CFT legislation, participating in an annual AMtonference which is organised by the
Banking Association, etc.). The same person algwvesents the Bank of Slovenia in the
following groups/committees:

* Permanent Coordination Group for coordinating andnitoring of effective
implementation of restrictive measures and othglt tander the Act Relating to Restricting
Measures Introduced or Implemented in Compliandh Wwegal Instruments and Decisions
adopted within International Organisations;

* AML Task Force (CEBS),
* delegation to MONEYVAL.

The other two persons deal with AML/CFT occasionatiainly for the purpose of on-site
supervision.

415. Regarding independence and autonomy it should beegobout that Article 31 of the Act of
the Bank of Slovenia defines that the GoverningrBadecides on all matters for which the
Bank of Slovenia is competent. Therefore the GawngriBoard has to approve the AML/CFT
guidelines and the results of on-site supervisiblwsvever the Governing Board also has power
to take decisions other than those proposed bgxaminers.

416.At the moment all three experts who are dealinghwAML/CFT issue are examiners
(advisors) and they have more than 7 years of expss of on-site examination of credit
institutions.

417.Regarding confidential data it is noted that Agi@28 of the Banking Act defines that Bank
of Slovenia's employees, who act under the authofithe Bank of Slovenia, have to safeguard
all information obtained during the performancesapervision and other transactions for the
Bank of Slovenia as confidential. The obligationsafeguard confidential information also
applies to the information obtained by the BankStdvenia in the exchange of information
with other supervisory authorities.

418.In order to implement this legal requirement thenlBaf Slovenia has prepared a special
internal act and declaration. For each employeae handatory to sign both documents as a
proof that he/she is aware of this requirementthad he/she will respect it. Furthermore the
provisions regarding safeguarding confidential infation are also included in contracts of
employment.

419.In the last five years, two persons from the Cémemk attended seminars focused on issues
related to AML/CFT; the seminars were organisedh®yBanking Association (Slovenia), The
Joint Vienna Institute (Austria) and the Office@dmptroller of the Currency (USA). In 2009
one person attended a seminar on "Fight agairsbdial delinquency and money laundering”
organised by the Banque de France (4 days) and gamsons attended a study visit in order to
exchange AML/CFT experience with Central Bank opf@s (3 days).
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420.Apart from the training specified above it shoule fointed out that one person who is a
member of Slovenia’s delegation to MONEYVAL alséeated MONEYVAL's training for
evaluators in October 2008 in Strasbourg.

The Insurance Supervision Agency (ISA)

421.The ISA was established in 2000 as an independgrgrgisory authority and it comprises
three separate sections: actuarial department tdegra for financial and accounting analysis
and a department for on-site supervision.

422.Within the department for on-site inspection, thare inspectors — employees of the ISA,
skilled for detecting ML/FT activities and they clementioned activities on every on-site
examination.

423.1n addition to inspectors, ISA appointed one pers@mployee lawyer, who is responsible for
all kinds of activities in the AML/CFT area (e.goaperation with the OMLP, cooperation and
correspondence with insurance companies, off-git@lyais, participating in amending the
AML/CFT legislation, etc.).

424.Regarding the independence and autonomy of theilS# noted that Article 256 of the
Insurance Act determines that the Council of Expeecides on most matters for which the
ISA is authorised and competent. The Council onefspneither approves nor proposes
changes to findings of on-site inspections. Onltasis of such findings the ISA issues orders
which may be challenged. Objections by insuraraapanies are handled by the Council of
Experts which may take relevant arguments into @wetcand issue a decision which may differ
from the findings of the on-site inspection. Lepedtection against decisions of the Council of
Experts is provided with the Supreme Court of tlepdblic of Slovenia. The ISA is financed
from fees as laid down in the Tariff on fees, arfigas and lump-sum fees, adopted by the ISA
and approved by the Government of the Republidafedia.

425.The ISA has 28 employees: 15 with a university degand 8 with a master's degree (6 in
economy, 1 in economic informatics and 1 in languiFemployees also have the licence of a
certified actuary and four the licence of a cestifauditor.

426.With regards to the confidentiality of data it slibbe pointed out that Article 260 of the
Insurance Act prescribes that the members anddamisiof the Council of Experts and the
employees of the ISA shall be obliged to protetadelating to entities supervised by the ISA,
and other data relating to facts and circumstangits which they became familiar in
performing their work, excluding that data whiclurguant to the provisions of the Insurance
Act, is public. The above obligation also exist®athe expiry of their function or employment.

The Securities Market Agency

427.The Agency is independent in implementing its tagkd responsibilities. It makes annual
reports to the National Assembly of the RepubliStfvenia on the situation and conditions on
the market in financial instruments.

428.The funds for the work of the Agency are providedtdéxes charged for issuing decisions in
individual matters and fees for exercising contiidle amount of taxes and fees is determined
by the tariff issued by the Agency in agreementhvilie Government of the Republic of
Slovenia. The Government of the Republic of Slozeaiso gives approval for the annual
statement of account and financial plan of the Agen
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429. The Supervision Department, among other thingslémpnts the competences of the Agency
in the area of money laundering prevention andnfiiveg of terrorism. The Supervision
Department has 12 employees of whom 8 are insggector

430.Regarding confidential data it is noted that Adiel88 of the Act on Market in Financial
Instruments prescribes that the Members of the é&gesrcouncil, the Director of the Agency,
employees, auditors and other experts workingHerAgency must protect as confidential all
information they obtained in conducting their fuont supervision tasks and other services or
tasks for the Agency with the exception of inforimatthat is publicly available. Furthermore,
the provisions regarding safeguarding the confidéninformation are also included in
contracts of employment.

431.In the last years 3 employees of the Agency atralseminar organised by the OMLP.
Internal seminars are under preparation.

Authorities powers and sanctions

Recommendation 29 (rated C in th& 3ound report)

432.Based on Articles 85, 86 and 87 of the APMLTF, thepervisors are competent for
performing the supervision of all obliged entiti@acluding financial institutions) for the
purpose of prevention of money laundering and tetréinancing. Supervisors are competent
to perform the following actions according to paegap 2 of Article 85 of the APMLTF in the
case of violations of its provisions: order measuceremedy the irregularities and deficiencies
within the time limit as specified by it; carry optoceedings in accordance with the law
regulating offences; propose the adoption of apjeitgomeasures to the competent authority;
order other measures and perform acts for whihatithorised by law or any other regulation.

433.Based on Article 223 of the Banking Act, the BarikStovenia has the power to issue the
following measures:
* recommendation and warning,
» order to eliminate a violation,
» additional measures for implementing risk managemeas,
« withdrawal of licence,
* appointment of special administration,
« institution of liquidation,

» decision on grounds for bankruptcy.

434. In general all these measures are used for th@geigf the prudential supervision but they may
also be used for the purpose of AML/CFT supervision

435. In accordance with Article 178 of the Insurance, ASA can impose the following measures of
supervision:

» the ordering of the elimination of violation;

» the imposition of additional measures;
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» the withdrawal of the authorisation;

» the extraordinary administration;

« the compulsory liquidation of the insurance undentg

» the adoption of decisions on the reasons for th&rog@tcy of an insurance undertaking.
436. All mentioned measures of supervision can also e uo prevent money laundering and

terrorist financing in insurance and pension urad@anys.

437. All of the range of supervisory measures are avigildor SMA: recommendation, warning,
public warning, decree on violation's suppressing.

438. Financial supervisors have inspection competerfidesBank of Slovenia undertakes two kinds
of on-site examination relating AML/CFT issues:

* regular on-site examination according to the anmplah; in such cases AML/CFT
examination can be a part of full scope examinatioit can be an independent AML/CFT
examination;

« extraordinary examination based on gathered infoomdrom different sources.

439. Regarding the scope of AML/CFT on-site examinatipnthe Bank of Slovenia, it usually
involves the following activities:

1) reviewing the AML/CFT system in the bank:
« the role of AML compliance officer an his positiafithin the organisational structure;
¢ internal policies and procedures;
e training of staff;
* internal audit;
2) sample testing of customers files regarding CDDrawgew of customer's activities:
* new customers;
« customers with high turnover on the account;
* customers that represent higher risk (for exampde:resident accounts);

3) risk assessment;
4) review of banking payment system in respect of Effukation 1781/2006;

5) IT support:
* segmentation of customers regarding risk profile;
e on-going monitoring of client's activities;
« filtering of transactions regarding EU and UN ganclists.

440. The planning of inspections is based on data abd& and CTR which have been reported to
the FIU and any other relevant data (for exampsjghation of a new AML compliance officer
in a bank). The duration of the inspections isv@egks.
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441. In accordance with Article 173 of the Insurance,Ale Insurance Supervision Agency (ISA)
conducts supervision of financial institutions with

monitoring, collecting and verifying reports andtifications by insurance undertakings
and other entities which are obliged to submit repto the ISA or notify it of individual
facts and circumstances;

carrying out examinations of operation of insuranodertakings;

determining measures of supervision and compliarnttethe Insurance Act.

442. Within the scope of on-site inspections, the ISAmeines the following activities as regards the
scope of AML/CFT:

the AML/CFT system in the insurance undertaking fible of the AML compliance officer
and his position within the organisational struefumternal policies and procedures,
training of staff, internal audit);

risk assessment procedures;

IT support.

443. The planning of inspections is fixed schedule. Tepections don't include the analysis of
samples of customers’ files.

444, The Securities Market Agency (SMA) conducts supssi by:

monitoring, collecting and verifying the reportsdamotifications of supervised entities and
other persons obliged to report to the Agency olinform it of individual facts and
circumstances;

inspecting the operations of the supervised opesafeither on-site or by verifying
documentation on the premises of the Agency);

imposing supervisory measures in the process offyireg reports and inspecting
operations.

445, The Agency performs the following inspections oéxgtions:

regular inspections (specified in the annual acgilam of the SMA);
systematic inspections of operations;

extraordinary inspections of operations in the aafsmvestor complaints and complaints
by other persons;

extraordinary inspections of operations in case ithinecessary on the basis of the findings
and analyses of reports and notifications;

regular and extraordinary inspections in co-operatvith the Bank of Slovenia and the
ISA.

446. At least once a year, the ISA verifies and assefsesorganisational structure, strategies,
processes and mechanisms set up by the superyiszdtays. On-site examinations usually
involve the analysis of the books of account apdnts of the company. Within the scope of on-
site inspections, the SMA reviews the policies trainternal controls of the supervised entities;
it doesn’t analyse samples of customers’ filesepkavhen there are some complaints.
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447. Articles 76 and 84 of the APMLTF define the acoefssupervisory bodies to specific data and
documentation such as STR, temporarily suspendaddctions, data about customers for whom
FIU require the ongoing monitoring of their busmeperations and data about customers for
whom an investigation has been or is likely todaenthed. Article 74 allows access to data if the
data is required by the supervisory body for theestision of implementation of the provisions of
the APMLTF and the ensuing regulations, conducteinvits competencies. Article 84 of the
AML/CFT Act also provides for the duty of organisat to keep the evidence about such cases
when supervisory body actually access to these adatfidential. Moreover each organisation is
also obliged to inform the OMLP about such cases.

Effectiveness and efficiency (R.23&29)

448. All financial supervisory bodies have now beguncteck compliance with the APMLTF.
However, only the Bank of Slovenia has performegpéations focused on AML/CFT issues and
is the only supervisory authority to put in placepecific manual on how to conduct money
laundering on-site inspections. Revealed violat@maot appear to be systemic.

449. The Insurance Supervision Agency has not yet isguéklines to help market participants to
implement the provisions of the APMLTF. Furthermdiee list of indicators for the insurance
sector is outdated.

450. The Market Inspectorate has not yet conductedtenrsipections on supervised entities.

Table 22: Table of inspections conducted by the fancial supervisory authorities

Bank of _ _ Insuran_c_e Securities
Year : Type of inspections Supervision Market
Slovenia
Agency Agency
Regular AML/TF inspection
3 (part of control)
3 Follow-up inspection
2005 14
Extraordinary examination
1 (request by foreign supervisor
body)
Regular AML/TF inspection
2 (independent)
2006
. i 9
1 Follow-up inspection
2007 ) Follow-up inspection .
Informative AML/TF
inspection in order to get
information
7 about bank's activities
regarding new legal
2008 requirements 5 4
Regular AML/TF inspection
1 (independent)
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Regular AML/TF inspection
2009 2 (independent) 6 44

Recommendation 17 (rated LC in thé'3ound report)

451. Penalty provisions or provisions on APMLTF violaisoor their sanctions have been defined in
Chapter IX of the APMLTF, which divides the violatis according to their level into three
categories: most serious offences (Article 91 ef APMLTF), serious offences (Article 92 of the
APMLTF) and minor offences (Article 93 of the APME). For all violations, a fine shall be
imposed to the legal person and its responsibleopeiThe sanctions for the sole proprietor or a
self-employed person have been prescribed as well.

Table 23: Fines for violation of the APMLTF

Persons subject | Most Serious Offences Serious Offences Minor Offences
to fines Article 91 Article 92 Article 93
€ € €

Maximum | Minimum | Maximum | Minimum | Maximum | Minimum

Legal entity
120,000 12,000 60,000 6,000 30,000 3,00p

Responsible
person of a legal
entity, sole 4,000 800 2,000 400 1,000 200
proprietor or self-
employed person
Sole proprietor or
self-employed 40,000 4,000 20,000 2,000 10,00( 1,000
person

452. The evaluators were concerned that, taken on dkaeir the level of fines for legal persons may
not be sufficient as to be regarded as effectiraggotionate or dissuasive. It was, however, noted
that the level of fines is significantly higher thin many of the surrounding countries (of
Slovenia’s immediate neighbours only Italy applegher levels of fines for legal persons).
Findings from the supervision and related discigrynsanctions are not made public.

453. Breach of the APMLTF does, however, also trigger ctbmpetence of financial supervisors to
adopt enforcement measures as provided for in #HrkiBg Act, Insurance Act and Financial
Instruments Market Act. As already noted, accordmthe provisions stipulated by Article 85 of
the APMLTF, all supervising bodies, in exercisimgearvision, have the right and duty to:

» order measures to remedy the irregularities andcidaties within the time limit as
specified by it;

» carry out proceedings in accordance with the layulaing offences;

» propose the adoption of appropriate measures todimpetent authority;

e order other measures and perform acts for whidk @uthorised by law or any other
regulation.
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454. The financial supervisory authorities have notiggiosed administrative sanctions. At the time
of on-site visit, ISA and SMA hadn’t detected anglations of the APMLTF in their AML/CFT-
specific inspections. In cases of violation of &RMLTF, the supervisory authorities are obliged
to issue supervisory measures based on sectomispegislation and administrative sanctions

based on APMLTF.

Table 24: Enforcement measures imposed by the Ceat Bank

f

Year | Number of Type of inspections Number of measures
inspections
3 Regular AML/TF inspectiony 19 recommendations
(part of control) 1 order to eliminate
2005 violations
3 Follow-up inspection 1 order to eliminate
violations
1 order relating conditional
prohibition of certain
business activity
regular reporting to Bank o
Slovenia on quarterly basig
1 Extraordinary examination | 1 order to eliminate
(request by foreign violations
supervisory body)
2 Regular AML/TF inspection 1 order to eliminate
2006 (independent) violations
15 recommendations
1 Follow-up inspection
2007 1 Follow-up inspection
7 Informative AML/TF No measures
2008 inspection in order to get
information
about bank's activities
regarding new legal
requirements
1 Regular AML/TF inspection 2 warnings
(independent) 6 recommendations
2009* 2 Regular AML/TF inspection 7 warnings
(independent) 6 recommendations
*To 31 July 2009

455. Since 2005 the OMLP has dealt and concluded thenfiolg administrative sanctions:
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Table 25: Administrative sanctions concluded by OMIP

2005 2006  [2006 (sinc| 2007 | 2008 7 months
for (until 22 Junq 22 June to 31 July
comparisonf  2006) 2006) 2009
Number of AML/CFT
violations identified by th¢ 9 4 12 17 11 10
supervisor
Type of measure/sanctiop
\Written warnings / 5 4 5 5
Fines 4 3 3 1 /
Removal of
manager/compliance / / / / / /
officer
\Withdrawal of license / / / / / /
Other

Explanation of table 25 on Administrative Sanctiooacluded by OMLP

1. 7 months to 31 July 2009 — all procedures on tlleviing administrative offences started on
the basis of the activities of OMLP:

- 7 administrative offences due to delay in reportiigash transactions by the banks

- 3 administrative offences due to the delay in répgrof cash transactions by casinos or
gaming halls

2. year 2008 — all procedures on administrative offenstarted on the basis of the activities of
OMLP. Ten administrative offences were dealt by Mlas for one the initiative for the
inspection supervision was given to the primaryesuor, that concluded the procedure.
Administrative offences were as follows:

- 6 of them referred to the delay in reporting ofrcikansactions by the banks

- 1 administrative offence referred to the delaygparting of cash transactions by the post

- 4 administrative offences referred to the delayeiporting of cash transactions by casinos
or gaming halls

3. year 2007 — all procedures started on the badiseoactivities of OMLP except one, initiated
by the primary supervisor. Administrative offeneeare as follows:

- 8 administrative offences referred to the delayéporting of cash transactions by the
banks

- 5 administrative offences referred to the delayejporting of cash transactions by casinos
and gaming halls

- 2 administrative offences referred to non-sendihg tnternal acts (book of rules,
appointment of a compliance officer, internal cohtetc) and list of indicators by the
companies, offering accounting services and taisady, even though the OMLP asked for
those documents

- 3 administrative offences referred to the deficien€ data gathered by the bank at the
identification of the legal person
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4. year 2006 gince 22 June 2006when the OMLP namely became the administrativthaaity
and as such competent for taking decisions on dmeirgstrative offences) — administrative
procedures began on the basis of the activitie®MLP. Administrative offences were as
follows:

- 5 administrative offences referred to the delayraporting of cash transactions by the
banks

- 2 administrative offences referred to the exceedintpe prescribed time limit for sending
the information to OMLP by real estate agency amttiing construction company

- 5 administrative offences referred to the delayaporting of cash transactions by the
exchange offices.

456.Both kind of actions (supervisory measures and agdimative sanctions) can be taken by
financial supervisors although, these are dealt séparately within different departments of the
supervisory bodies and by different persons. Eefoent measures are decided in accordance
with the provisions of the laws that fall under twnpetence of the financial supervisors while
the decisions on administrative sanctions are baselde provisions of the Minor Offences Act in
the misdemeanour procedures.

457. The sanctioning system changed in May 2006 wittetitey into force of the amendments to the
Minor Offences Act. According to the provisions thfs law, the OMLP and other competent
supervisors took charge of rulings on administeatiffences under an expedited procedure, so
called “fast procedure”. The aim of such a procedsifast and simple establishment of facts and
gaining of the proofs needed for the decisionshenadministrative offence. The administrative
offence procedure can start according to the affaity or by giving the written proposal for the
beginning of the procedure of one of the propoerpaired person, state prosecutor, other state
authority, holders of public authority, autonomdosal community). For that reason financial
supervisory authorities can themselves start amdlede the administrative offence procedure
taking into consideration the OMLP as the secondanyervisor according to the APMLTF.
Under the latter, all supervisory authorities askged to inform the OMLP on their measures, so
that OMLP will have an overview of the type of afées according to the particular group of
obliged entities, imposed fines and other sancti@isce 2006 the courts have been taking
decisions on the subject only in the case of tmeptaint of the violator against the decision of the
OMLP or other supervisory authorities.

458. The Minor Offences Act provides for several typdssanctions: a fine, an admonition,
deportation in case of an alien, seizure of itents@rrectional measures (Article 4 of the Minor
Offences Act). Due to the nature of activity of epyisory authorities in the field of the prevention
of money laundering, most of the sanctions aresfame admonitions. Instead of imposing a fine
the supervisory authorities can also pronouncewtaing, but only when the administrative
offence is insignificant and if according to théreation of the competent person, the warning has
been a sufficient measure.

459. Pursuant to the Minor Offences Act, the procedoreah offence may be opened against the
offender in a period of two years after the offemegs committed (prosecuting period). The
prosecuting period is prolonged if the prosecuéiatihority executes any kind of action against the
offender in the prosecuting period (i.e. the isgui the supervisory measures). However, the
prosecution is absolutely prohibited after fourrgesince the offence is committed.

460. In the last 4 years (2006 to 31 July 2009), the ®GNiaposed 19 written warnings and 7 fines.
The administrative offences were mostly related to:
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a) the delay in reporting of cash transactionsb@mks, exchange offices, casinos, post);
b) the deficiency of data gathered by a bank feidlentification of a legal person;

¢) the non-sending the internal acts (book of ridppointment of a compliance officer, internal
control, etc.) and the list of indicators by thenpanies offering accounting and tax advising
services, even though the OMLP asked for thoserdents.

Since 2007 the duration of the proceedings has tegkreing (from 2 years to 1 year).

461.In the case of violation of the APMLTF, as well ather regulations which fall under its

competence, the Bank of Slovenia carries out thgersisory process, in order to impose
enforcement measures (warnings and recommendatiensiter only for underperformances and
inconsistencies which do not have the characisisfi violation of regulations) and also to gather
facts and circumstances which constitute the offeand are the basis for opening the
administrative procedure for the offence againstafiender. According to its internal policy, the
Bank of Slovenia can open an offence procedurensgtie offender only after the supervisory
process is concluded and all relevant circumstaméethe case are established (including
measures performed by the offender to remedy thiatidin). Here it should be highlighted that
both activities (imposing supervisory measures iamgbsing administrative sanctions) are taken
by the Bank of Slovenia although these are depliragely within different department and by
different persons.

462. The Bank of Slovenia has conducted three on-sjiersisions regarding AML/CFT issues since
the new legislation was adopted.

463. At the end of an inspection carried out in Noveni2@®8, the Bank of Slovenia imposed two
warnings for violations related to the lack of datmut the purpose and intended nature of the
business relationship and the deficiency in thegss of identifying the beneficial owner (both
the violations are defined as most serious offercethe APMLTF). The Bank of Slovenia
defined a deadline (30th June. 2009) for bank twdoice additional internal controls and to
improve the existing process of identifying the dfesial owner. At the time of the on-site visit,
the evaluators didn't obtain any information abiti& beginning of the administrative procedure
for these offences.

464. With regard to an inspection conducted in March®@8e Bank of Slovenia imposed seven
warnings for violations related to the lack of datsut the purpose and intended nature of the
business relationship, the deficiency in the precdsdentifying the beneficial owner, the lack of
enhanced CDD for correspondent relationship witfask from a third country, the provision of
simplified CDD for some customers which did noffifuhe criteria for simplified CDD and
deficiencies in the process of CDD via third pessddnly after the deadline (1st April 2010) to
remedy the irregularities, the Bank of Slovenial wihrt the administrative procedure for the
offences.

465. Financial supervisory authorities have not yet isggbadministrative sanctions. At the time of
the on-site visit, ISA and SMA hadn’t detected ginjations of the APMLTF in their inspections.
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Market entry
Recommendation 23 (rated LC in thé'3ound report)
(23.3, 23.5, 23.7jcensing/registration elements only

466. As described in the 3rd round Report, the licengiragedure and the ownership changes in the
banking, insurancend _securities marketre in line with the relevant European Union ragiahs.
Fit and proper tests for future managers are applighin the licensing procedures, including
checks on criminal records with the Ministry oftilzes

467.With regard to payment institutions, the Bank adv@hnia is required to assess the suitability
of the persons holding qualified holdings in payirastitutions and the good repute of persons
responsible for management in payment institutishen granting authorisation as a payment
institution as when performing payment servicegintumstances related to the suitability of
qualified holders or the repute of the managemeansgnnel changes, this could entail a
withdrawal of authorisation of the payment instaut

468. At the time of the on-site visit, the ability toguide money or value transfer services was
included within the licence for payment transactgamnvices in accordance with the Payment
Transaction Act. This license could be grantedaokis or other legal persons (acting as bank's
agents). Subsequently, a new act, the Paymenic8erand Systems Act was adopted in order
to implement the requirement from the Payment $erBirective (PSD). The Act came in
force on 1st November 2009 and fully replaced them&r Payment Transaction Act. The
ability to provide money or value transfer servicesncluded within the licence for payment
services in accordance with the ZdPursuant to the Payment Services and Systemshéct
license for payment services can be granted to fbamkother legal persons (payment
institutions.). In all cases the Bank of Slovesiaompetent to issue such licences.

469. With the exception of two banks, all banks haveeance for payment transaction services so
theoretically they are all allowed to provide monayvalue transfer services. However in
practise there are only four banks which providehsservices (two banks are members of
Western Union, and two banks are members of thegygnam system).

470.Regarding other legal persons, it is possible fignt to obtain a licence from the Bank of

Slovenia as payment institutions. On the other haede also exist legal persons which work
as bank's sub-contactors and they act on behalfeobank. Among these other legal persons
authorised to undertake certain types of paymemtsPast Offices. Post Offices act as a sub-
contractor of the Post Bank which is a bank licensed supervised by the Bank of Slovenia.
Post offices are supervised indirectly (through Bust Bank) by the Bank of Slovenia. Post
offices are also allowed to collect and make payoeters on their own (not on behalf of Post
Bank); for this activity alone they are superviggahe OMLP.

471.The Bank of Slovenia is also responsible for treuasice of authorisations to companies
(except for banks) and sole traders to performetiy exchange operations. The Foreign
Exchange Act prescribes the fit and proper requérgs to be fulfiled by owners and
managers.

2" The Payment Services and Systems Act authorisesem institutions and for this reason amendmentke

APMLTF have been prepared. It is expected that amemts to the APMLTF will be adopted in the begimni
of March 2010 and pursuant to these amendment meayinstitution is defined as an obliged entityl@inthe

APMLTF and is supervised by the Bank of Slovenia.
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On-going supervision and monitoring

Recommendation 23 & 32
(23.4, 23.6, 23.7) - supervision/oversight elementg) & 32.2d

472. All financial institutions that are subject to t6ere Principles are authorised and licensed (see
R. 23.3 and 23.5). The regulatory and supervisaggsures that apply for prudential purposes
are applied in a similar manner for anti money tering and combating terrorist financing
purposes.

473.In the field of on-going supervision and monitoriadl financial supervisors have the power to
compel production of or obtain access to recordsdmtuments without a Court order.

474.Besides the supervision of banking sector, the BahlSlovenia is also responsible for
conducting supervision of other legal persons agpayment institutions (direct supervision)
and bank's sub-contractors (indirect supervisioaugh the bank). Pursuant to the APMLTF
the Bank of Slovenia is also responsible for cotidgcsupervision of legal persons who
provide currency changing services ensuring compéavith AML/CFT requirements.

475.The Bank of Slovenia and contractual banks supetiéensed currency exchange operators.
The aforementioned Foreign Exchange Act is subjeobngoing legislative procedure, the
outcome of which will be the abolition of the curte@egime according to which each currency
exchange office also had to conclude a contradt wicommercial bank, which assisted the
Bank of Slovenia in licensing activities and suhssg supervision.

476.During the last five years (2005-2009), the BankStdvenia conducted 9 regular AML/CFT
inspections, 5 follow-up inspections, 1 extraordinaxamination (following a request by a
foreign supervisory body), and 7 informative AML/Cnspections (in 2008) in order to get
information about bank’s activities regarding neagdl requirements. In 2007 there were no
regular on-site examinations due to the adoptiah®hew act.

477.62 on-site inspections of exchanges offices wergechout in 2008 by the Bank of Slovenia.
The same number of inspections is expected to b@éedaout in 2009. Contractual banks
carried out 196 on-site inspections of exchangieasfin 2008.

478.During the last five years, the Insurance SupeswisiAgency conducted 39 on-site
examinations; all of these inspections includedctiecking of AML/CFT compliance.

479.1n 2008, 4 of 59 inspections of the operationshef supervised operators, carried out by the
Securities Market Agency, were related to moneyndiuing; In the year 2009, SMA
performed 157 on-site examinations, AML/CFT progeduvere reviewed in 51 of these.

Effectiveness and efficiency

480.The supervisory and regulatory structure on AML/CiE$ues is broadly in place and is
working. But perception of the risks of money laandg and terrorist financing still need
further strengthening across the whole of the fiigrsector.

481.The AML Law has created a shared and collectiveamsibility for supervision of AML/CFT
issues by a range of bodies. These arrangemehtptacision. The sectoral supervisors have
powers to supervise (including on-site visits iattlis within the range of their competencies)
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yet the system lacks a real lead authority with gote step in and conduct on-site inspections
if another supervisor fails to perform, or inadetgbiaperforms its supervisory functions.

482.The Bank of Slovenia has imposed some AML sanctibns only under the Banking Act.
There is the possibility for other financial supeors to use the procedure established by the
Minor Offences Act, and not the AML law. This reds the effectiveness and the dissuasive
power of the existing sanctioning regime in the Al and raises issues of consistency of
sanctioning practice. The evaluators noted thdimes have been imposed in the last 2 years
for violations defined in the AML law as “most saus offences”.

483.The supervision by ISA appears to the assessoisetparticularly weak. The insurance
companies need guidelines to help them implementptiovisions of the law regarding risk
assessment, the CDD process and on-going monitoriligis also necessary to compile
indicators to help insurance companies recognisgiGious transactions.

484.No AML/CFT targeted inspections have been perfornteddate by ISA and SMA.
Furthermore, in general inspections, these autbsritave limited their activity to a review of

policy and internal rules of the supervised erdjtigithout assessing the effectiveness of these
rules by analysing customers'’ files.

3.7.2 Recommendations and comments

Recommendation 23

485. The evaluators recommend the designation of aleadl authority with power to step in and
conduct on-site inspections if another supervisdls fto perform, or inadequately performs its
supervisory functions. The evaluators advise the fegal provisions on supervision be

revisited and in the meantime clearer arrangemeegsl to be developed within the existing
structures.

486. The AML/CFT supervision by ISA appears to the ea#dus to be very weak with little a lack
of focus on AML/CFT issues. It is recommended that ISA reviews its AML/CFT strategy
to ensure that it fulfils its obligations under kBMLTF.

487.There is a general prohibition in Slovenia agaicestrying out money remittance services
outside the regulated and supervised banking sed@iloere are few other legal persons,
authorised to do certain type of payments; theytrhage an agency contract with a bank and
are supervised indirectly by the Bank of Slovettispugh the agent banks. Foreign exchange
offices are monitored by the Central Bank and tekis with which they have contracts.

Recommendation 17

488.The AML/CFT law and the respective sectoral lawslggsh pecuniary and administrative
sanctions including withdrawing or suspending aafficial institution’s licence for not
observing AML/CFT obligations. The number of samas$ applied for infringements of
APMLTF is quite low in proportion to the number aftities subject to this law. In particular,
the policy of the Bank of Slovenia to commence @miaistrative procedure against the offender
only after the supervisory process is concluded ahdelevant circumstances of the case are
established (including measures performed by tfendér to remedy the violation) makes the
proceeding protracted and could reduce the effantiss of the sanctions regime. It is therefore
recommended that the effectiveness and efficiehttyecssanctioning regime is reassessed.
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489.1t is also recommended that the Slovenian autlegritistablish a consistent policy concerning
when and how to commence an administrative proeefiurall financial sectors

Recommendation 29

490. 1t is recommended that more efforts should be niadiee field of on-site supervision by ISA
and SMA. No inspections targeted on AML/CFT issirave been performed until now.
Furthermore, in their inspections, these autharitiave limited their activity to the review of
the policy and internal rules of the supervisedtiesst without assessing the effectiveness of
these regulations by making and analysing a saofpastomer’s files.

491.1t is recommended that the Market inspectorateushes a review of AML/CFT as part of its
on-site visits on a much more regular basis.

Recommendation 30
492. Financial supervisory authorities are adequatelyctired, funded and staffed. However, apart
from the Central Bank, more training is needed aMLACFT issues for other financial

supervisory bodies’ staff.

3.7.3 Compliance with Recommendations 23, 29, 17 & 25

Rating Summary of factors underlying rating

R.17 PC e The number of administrative sanctions imposed ibgnicial
supervisory bodies in the last two years is too. low

« The policy to start an offence procedure agairesiofifiender only
after the supervisory process is concluded makegptbceedings
protracted and therefore doubts remain in relatiothe issue o
effectiveness of sanctioning system.

R.23 LC * Inadequate AML/CFT supervisory framework for theurance
sector.
R.29 PC * No targeted on-site AML/CFT inspections by ISA &dA

* No inspection visits to financial institutions byet Market
Inspectorate.

« Although the supervisors have adequate powers for@@ment
and sanction these powers are not being fullysetli

3.8 Money or value transfer services (SR.VI)

3.8.1 Description and analysis

SR.VI (rated not applicable in the 3rd round repdrt
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493.The ability to provide money or value transfer gg#8 is included within the licence for

payment services in accordance with the Paymentic®srand Systems At The Act was
adopted in order to implement the requirement ftbenPayment Service Directive (PSD). The
Act came in force on 1st November 2009 and fullplaeed the former Payment Transaction
Act. Pursuant to the Payment Services and Systemthe license for payment services can be
granted to banks or other legal persons (paymaetitutions.). In all cases the Bank of Slovenia
is competent to issue such licences.

494. Regarding other legal persons, prior to the adapicthe Payment Services and Systems Act

the licence was limited to certain payment trarisacservices and an agency contract with a
bank was required.

495, Pursuant to the APMLTF, the Bank of Slovenia ioessible for conducting supervision of

all legal persons (not only banks) who provide pagmtransaction services ensuring
compliance with the requirements to combat monawgdaring and terrorist financing. Besides
the payment institutions which are licensed andestiged by the Bank of Slovenia there can
exist other legal persons which act as banks’ sutractors for certain payment transaction
services. In such cases these legal persons agevgul by the Bank of Slovenia, indirectly
through the banks.

496. Among these other legal persons authorised to dmaicetype of payments there are Post

offices. Post Offices act as a sub-contractor ef Bost Bank which is a bank licensed and
supervised by the Bank of Slovenia. Activities log tPost Offices should be divided into two
categories. The first category includes activitidsich are performed on behalf of the Post
Bank and the second category includes activitieistwhare performed on their own. Referring
to activities which are performed on behalf of B@st Bank these activities are supervised by
the Bank of Slovenia, indirectly through the PoanB. Among the other activities which Post
offices operates on their own (not on behalf oftBask) they are allowed to collect and make
payment orders both inside and outside Sloveniadinyg a network with Post Offices of other
countries. For this activity alone, Post offices supervised by the OMLP.

497.There are no cases reported of illegal money arevahnsfer services carried out in breach of

the general prohibition.

Effectiveness and efficiency

498. With the exception of two banks, all have banksehavicence to conduct payment transaction

services, so theoretically they are allowed to mevmoney or value transfer services.
However in practise there are only four banks whicbvide such services (two banks are
members of the Western Union and two banks are reendf the Moneygram system).

499. Overall the system for regulating money or valuevise transactions appears to be operating

effectively and efficiently.

3.8.2 Recommendations and comments

500.1t has not been possible for the evaluators toiobtile number of other legal persons

authorised to do certain type of payment transacavices.

2 The Payment Services and Systems Act authorisesem institutions and for this reason amendmentke

APMLTF have been prepared. It is expected that amemts to the APMLTF will be adopted in the begimni
of March 2010 and pursuant to these amendment meayinstitution is defined as an obliged entityl@inthe

APMLTF and is supervised by the Bank of Slovenia.
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501. All of the operators of the MVT sector are licensewl supervised (directly or indirectly) by
the Bank of Slovenia, which monitors the implemé&ota of the national requirements to
combat money laundering and terrorist financing éned~ATF Recommendations.

3.8.3 Compliance with Special Recommendation VI

Rating Summary of factors underlying rating
SR.VI C
4. PREVENTIVE MEASURES - DESIGNATED NON FINANCIAL

BUSINESSES AND PROFESSIONS

Generally

502. A description of the DNFBPs operating in Slovesiaeét out in section 1.3 and 4.1 of the 3rd
round report.

503. Although no formal risk assessment has been uriggrtan this regard on the basis of
experience and data available through internaticrganisations and forums Slovenia
assesses that internet gambling and other gamelsaote, when offered via the internet or
other telecommunications means are particularlglyiko be used for money laundering or
terrorist financing purposes. Furthermore, obim# have been extended to several other
professionals and categories of undertaking whiehlikely to be used for money laundering
or terrorist financing purposes:

» pawnbroker offices;
» organisers regularly offering sport wagers;

e organisers and concessionaires offering gamesavfoghvia the Internet or other
telecommunications means;

» traders in works of art;

e auctioneers.

4.1 Customer due diligence and record-keeping (R.12)
(Applying R.5 to R.10)

4.1.1 Description and analysis

Recommendation 12 (rated PC in the 3rd round report

504.The APMLTF applies to most of the designated noaicial businesses and professions, as
defined by FATF glossary. DNFBP categories underARMLTF include auditing firms and
independent auditors, concessionaires organisiegiapgaming in casinos or gaming halls,
organisers regularly offering sport wagers, orgaisisand concessionaires offering games of
chance via the Internet or other telecommunicatimesns, pawnbroker shops, legal entities
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and natural persons conducting business relatirgg¢ounting services, tax advisory services,
trust and company services, trade in precious sietadl precious stones and products made
from these materials, trade in works of art, orgation and execution of auctions, real property
transactions (Article 4, paragraph 1).

505. They are included in the group of so called “orgations” listed in paragraph 1 of Article 4 of
the APMLTF. Thus it can be concluded that the sanoeisions apply to financial institutions
and DNFBPs.

506. Article 4 (2) stipulates that “the measures foredéhg and preventing money laundering and
terrorist financing stipulated by the present Altls be applied by lawyers, law firms and
notaries as well”. Furthermore, Article 1 (3) g@esto include lawyers, law firms and notaries
within the collective term of “obliged persons” fadugh they are subject to specific
requirements under Chapter Il of the APMLTF.

507.Though the legislative base seems to be suffigreérms of preventing money laundering
and terrorist financing through DNFBP, the intewsewith the representatives of DNFBPs
disclosed a lack of guidance and a practical kndgdeacross the sector for online monitoring
the customer activities (real estate agents, de@beprecious metals and stones). Supervisory
authorities for DNFBPs for AML/CFT issues have podvided much comprehensive training
across the DNFBP sector. The guidelines for soromewere issued recently and, as such,
their implementation and effective application ireg/day business could not be evaluated.

508. Supervisory bodies for DNFBP have issued the fahgvguidance so far:

- Guidelines for the implementation of the APMLTF fegal entities and natural persons
conducting real property transactions (Office a&f &S for Money Laundering Prevention,
July 2009);

- Guidelines for the implementation of the APMLTF faades in precious metals and precious
stones and products made from these materialsc€Offi the RS for Money Laundering
Prevention, July 2009);

- Guidelines on customer due diligence and the datation of PEP for auditing firms and
certified auditors (Audit Council of the Slovenianditing Institute, November 2007);

- Guidance of the State Office for Gaming Supervis{bereinafter: SOGS), which is
responsible for supervision of (i) concessionaoeganising special gaming in casinos or
gaming halls, (ii) organisers regularly offeringodpwagers and (iii) organisers and
concessionaires offering games of chance via tieenet or other telecommunications means
(November 2009).

- Guidelines for the implementation of the APMLTF fegal entities and natural persons
conducting business relating to (i) granting ciedit loans, also including consumer
credits, mortgage credits, factoring and finanadigcommercial transactions, including
forfeiting, (ii) financial leasing and (iii) mediah in the conclusion of loan and credit
transactions (December 2009).

509. Recently the Chamber of Notaries and the Bar Assioci began, in collaboration with the
OMLP, began to draft guidelines for the implemenotatof the APMLTF by notaries and
lawyers.
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Applying Recommendation 5

510.General CDD obligations for the categories of DNF&®Rered by the APMLTF have the
same strengths and weaknesses as described ons@é@i Hence, for these categories there is
no clear requirement to verify that the personngcon behalf of the client is authorised to do
S0; no obligation to establish or discover if atooser is acting on his behalf or on behalf of
another person, but provision for verification bétbeneficial owner of the customer applies
only in cases with life insurance for beneficiandar policy.

511. Article 37 of the APMLTF limits the use of cash attivities organising or conducting
auctions, dealing in works of art, precious metalstones and other legal or natural persons
accepting payments for goods in cash. The saicclartf the APMLTF prohibits accepting
payments in cash exceeding €15,000 in such cabéslifitation applies also in cases where

the payment is effected by several linked cashs#eiions exceeding in total the amount of
€15,000.

Casinos

512.In addition to the general requirements to condfioD under Article 8, Article 18 of the

APMLTF stipulates that casinos are obliged to idgrand verify the identity of a customer at
the entrance to the casino or a gaming hall antl @ate the customer accesses the safe. In
casinos and gaming halls (entry is only allowegéosons who are at least 18 years old) they
are registered at the entrance. A special compartegram for record keeping is used. The
following information is recorded and stored: nandate of birth, place and country of
residence, address or the type and number of tgedticument, date and time entry and
photograph of the player.

513. The representatives of casinos explained in theniigw that in practise all the clients are
identified at the entrance to the casino and aditiCDD measures (identification, verification of
the identity) are in place at the cashier's desénathe winnings are paid out.

Real estate agents

514. Slovenian legislation does not provide specificumneaments for real estate agents for cases when
they are involved in transactions for a client @ning the buying and selling of real estate. There
is no obligation to carry out customer due diligent respect of both the purchasers and vendors
of the property.

515. Though it was noted by Slovenian authorities thatAPMLTF applies also to legal entities and
natural persons engaged in real property transectiarticle 4, paragraph 16, point "p"), such
obligation can be found in the APMLTF only concernitransactions with the real estate for
lawyers, law firms and notaries (Article 47).

516. The interviews showed that there is vague undatistgrin this business sector of the potential
risk of misuse of the products and services in mdsugndering and terrorist financing schemes.

Dealers in precious metals and dealers in precistoses
517. For dealers in precious metals and dealers inquedtones Article 37 of the APMLTF applies

(see above). The said Article of the APMLTF prolsitdccepting payments in cash exceeding
€15,000 for these professions.
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Lawyers, notaries and other independent legal msifsnals and accountants

518. Lawyers, law firms and notaries are obliged persdrtie APMLTF when assisting in planning
or executing transactions for a client concerningity or selling real property or a company,
managing client's money, securities or other assgisning or managing bank, savings or
securities accounts, raising funds required tdoskg operate or manage a company establishing,
operating or managing foundations, trusts, comgamiesimilar legal organisational forms as well
as conducting a financial or real estate transaafio behalf and for the account of the client
(Article 47).

519. Article 48 of the APMLTF provides customer dueggince requirements for lawyers, law firms
and notaries. That includes identification and figiion of the identity of a client, its
representative or authorised person as well addateemination of the beneficial owner of a client.

Trust and company service providers

520. Regarding trust and company service providers TRBIATF applies when they prepare for and
when they carry out transactions for a client ilatien to the following activities (Article 3,
paragraph 6):

» forming legal entities;

 acting as (or arranging for another person to sicaalirector or secretary of a company or
partner, where the person concerned does not lgcpgaform the management function or
does not undertake business risks concerning tapitéribution in the legal entity where
he/she is a partner;

» providing head office, business, correspondencadarinistrative address and other related
services for a legal entity;

* acting as or arranging for another person to adtussee of an institution, trust or similar
foreign law entity which receives, manages or ithgtes property funds for a particular
purpose; the definition excludes the provisiorro$tee services for investment funds, mutual
pension funds and pension companies; and

» acting as or arranging for another person to actoasinee shareholder for another person,
other than a company whose securities are adnitéading on a regulated market that is
subject to disclosure requirements in conformitghwEuropean Community legislation or
subject to equivalent international standards.

Applying Recommendation 6

521. The APMLTF applies to DNFBP the same way as tonfiral institutions and the concept of
PEPs is applicable across the sector, and the sammgths and weaknesses are present (see
section 3.2). The interviews of the representatioésdifferent DNFBP categories lead to
conclusion that in practice there is a greater Hchkwareness of this issue amongst DNFBP than
for the financial sector: several interviewees tblel evaluation team that it is not possible fenth
to identify whether a person is or is not a PERa(ply in casinos).

522. Regarding application of Recommendation 6 for DN&BBlovenian authorities provided
information that according to Guidelines on Customae Diligence and the Determination of
PEP, issued by Audit Council of the Slovenian Auditinstitute on 13th of November 2007,
auditing firms and/or certified auditors are reqdito pay attention to the country of residenca of
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customer and the manner, purpose and value of dassirelationship or transaction, when
establishing relationship with foreign private jers

Applying Recommendation 8

523. The situation as described above for financialtingins (see section 3.2 above) applies equally
for DNFBPs.

524. Concerning non face-to-face business, it shoulddbed that offering of gambling via the internet
is allowed in Slovenia. It is only possible to #ities, that have already acquired a concession f
a casino or the classic games, and who have nteeatbnditions laid down in Rules on Games of
Chance via the Internet or Other Telecommunicaliteans (Official Gazette of the RS, Nos.
42/08 and 103/08) and additional requirementserctincession contract.

525. As regards the regulation of sport bets and trebkstiment of a business relationship in respect
of games, which are organised through the inteaddijtional provisions apply: Regulation on
Detailed Conditions to be Met by Organiser whemigaently Offering Classic Games of Chance
(Official Gazette of the RS, Nos. 70/2000 and 38@0Article 10 of the regulation specifies that
the technological process shall be made in accoedaith the rules of the game and must specify
the procedures of identification of clients anchsactions in respect of which there are reasonable
grounds to suspect money laundering or terronsiniting and management of organiser.

526. The evaluation team was informed by the Slovenighagities that in the concession contracts
for classic game of chance it is defined that dsgae are subject to the APMLTF and that there is
a requirement to identify persons participatingrabe internet in those games (players must be
older than 18 years). When organising classic gdlite betting) via the Internet opening up the
gaming account, which is only possible on the bakihe identification of players, closure of a
gaming account were told to be possible in caseasyicion of money laundering.

Applying Recommendation 9

527. Slovenian AML/CFT law permits reliance on professilp qualified third parties from EU
Member States or equivalent third countries forglormance of CDD, under certain conditions.
Requirements under Recommendation 9 have beennmapted within Subchapter 2.2.3 of the
APMLTF, which is applicable to financial institutis and DNFBPs. (See Article 24 - 27).

528. On the basis of Article 25 of the APMLTF and foe fburposes of application the requirements of
the APMLTF the Minister of Finance has issued tegutations:

* Rules laying down the list of equivalent third cties (Official Gazette of the Republic of
Slovenia, No. 10/2008):

* Rules laying down conditions to be met by a petsaact in the role of a third party (Official
Gazette of the Republic of Slovenia, No. 10/2008).

Applying Recommendation 10

529. In general, the same situation as described almmeeming financial institutions applies also for
DNFBP with regard to their record keeping obligatigsee section 3.4)
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Effectiveness and efficiency

530. The coverage of DNFBP is comprehensive and iniitie international standards. It comprises
inter alia casinos; auditing firms and independertitors; accounting and tax consulting, dealers
in real estate; notaries, attorney and other Isg@alices; activities related to trading with wodts
fine arts; processing and trading with preciousafseind stones. Additionally Slovenia has added
other categories (which are not required by int@wnal norms) to the obliged entities: e.g.
auctioneers.

531. Casinos appear to be both aware of and applyind\iie/CFT rules in practice. There was,
however a general lack of awareness in other sethan in the financial sector. This was
particularly the case with regard to PEPs. There waarticularly notable lack of awareness
among estate agents.

532. With regard to lawyers, there is no AML/CFT supsiw. Furthermore, the Bar Association
does not consider itself legally competent to penfthis function.

533. For certain sectors (dealers in precious metalsstmtes; trust and company service providers;
accountants and tax advisory services) there &itfoority to perform inspections.

534. The Market Inspectorate accepted that there wagd for supervisor training with regard to the
AML/CFT issues and no inspections have been capigon real estate agents so far.

535. Sanctioning powers of the supervisory authorittedfNFBPs seem to be present in the existing
legislation, but have not yet been used in practice

536. Discussions with the representatives of DNFBPslatied a lack of guidance and practical
knowledge across the sector. Supervisory auth®nitienitoring DNFBPs for AML/CFT issues
have not provided comprehensive training andiibortant that this is undertaken.

537. The weaknesses with regard to Recommendations&,a6d 10 which applied to the financial
sector also applied among DNFBPs.

4.1.2 Recommendations and comments

538. An agreement between the Bar Association and OMLUiecessary to define how and by whom
the AML/CFT supervisory functions are performed.

539. Authority to perform inspections for AML/CFT purpssneeds to be granted to the supervisors
for dealers in precious metals and stones, trustampany service providers and accountants and
tax advisory services.

540. Training on AML/CFT matters needs to be supplietheoMarket Inspectorate.

541. As the APMLTF applies to DNFBP the same way as it@nicial institutions the same
weaknesses are present in regard to Recommend&ti®)s8 and 10 (see section 3.2 and 3.4
above). There was a general lack of awareness amspmgsentatives of DNFBPs met by the
evaluators and it is recommended that specificayd is produced for each sector as well as
outreach and training in order to raise awareness.
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4.1.3 Compliance with Recommendation 12

Rating Summary of factors underlying rating
R.12 PC?® * The same concerns in the implementation of Recordaiems
5, 6, 8 and 10 apply equally to DNFBP (see secHoof the
report).

* Lower level of awareness of requirements relatiog PEPS
amongst DNFBP than in the financial sector.

4.2 Suspicious transaction reporting (R. 16)
(Applying R.13 to 15 and 21)

4.1.4 Description and analysis

Recommendation 16 (rated PC in the 3rd round report

Applying Recommendation 13

542. The STR reporting regime has already been descubddr section 3.5 above. The weaknesses
that applied to the financial sector also applpiFBPs.

Casinos

543. Casinos (including internet casinos), Real estgémta, dealers in precious metals and dealers in
precious stones, Trust and company service praided accountants are under the same
reporting obligation as financial institutions. Tisecond paragraph of Article 38 APMLTF
imposes to all obliged entities, listed in paragramf Article 4 of the APMLTF, the obligation to
forward the relevant data to the OMLP where readgonssuspicion of money laundering or
terrorist financing exist in connection with thestamer or transaction. Additionally auditing firms,
independent auditors, legal entities and naturesqms performing accounting or tax advisory
services are obliged to report to the OMLP all sasbere the customer seeks advice for money
laundering or terrorist financing purposes (panalgia of Article 38 of the APMLTF).

Lawyers, notaries and other independent legal msifsnals and accountants

544. Article 47 of the APMLTF sets out the basic tasksl @bligations of lawyers, law firms and
notaries.

545. Article 49 of the APMLTF sets out the reporting ightion with regard to their clients and
transactions in respect of which reasonable growadsuspect money laundering or terrorist
financing exist.

% The review of Recommendation 12 has taken intmatcthose Recommendations that are rated in this
report. In addition it has also taken into accahmetfindings from the 3rd round report on Recomdagions 9
and 11.
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546. According to Article 50 of the APMLTF, lawyers, lafirms and notaries are not required to
report suspicious transactions under specifieducigtances. In the view of the evaluators, the
requirements have been improved by the issuanspeaific guidanceaince the 3rd round report
but there is still a lack of effectiveness in apgtion.

547. Slovenia does not allow lawyers, notaries, othéefrendent legal professionals and accountants
to send their STR to their appropriate self-reguiabrganisations (SRO).

Recommendation 14

548. With regards to the application of Recommendatiéridl DNFBPs, Article 76 of the APMLTF
contains prohibition on disclosure.

549. Article 77 of the APMLTF does, however set out egéions from the principle of classification.

Recommendation 15

550. According to Article 40 of the APMLTF, organisat®mre obliged to appoint an authorised
person and one or more deputies for the specifikstaf detecting and preventing money
laundering and terrorist financing stipulated bg WPMLTF and the ensuing regulations. The
provisions on the competences and duties of thboaséd person and obligations of an
organisation in that respect are provided for itiches 41 to 43 of the APMLTF.

551. Article 44 of the APMLTF also requires organisasiga provide regular professional training and

education for all employees carrying out tasks tfoe prevention and detection of money
laundering and terrorist financing.

552. Article 45 of the APMLTF requires that organisasoshall ensure regular internal control over
the performance of AML/CFT tasks. In that regare Binister of Finance has issued Rules on
Performing Internal Control, Authorised Person,egaéping and Protection of Data and Keeping
of Records of Organisations, Lawyers, Law firms Biadaries (Official Gazette of the Republic of
Slovenia, No. 10/2008).

553. According to Article 40 of the APMLTF organisation$ fewer than four employees are not
required to appoint an authorised person and comatecnal control pursuant to the APMLTF. In
addition the "Rules on Performing Internal Contréluthorised Person, Safekeeping and
Protection of Data and Keeping of Records of Omgiuns, Lawyers, Law firms and Notaries"
issued by the Ministry of Finance also provide ttia obliged person shall ensure regular control
of implementation of the Act’s provisions, unleskas less than four employees” (Article 2 of the
Rules). It is understandable that this exemptidnomdy applies to those legal or natural persons
that have four or less employees but also to tidse consequently, have no employees at all.
Thus it fully exempts small entities, and possiije professionals, from appointing an authorised
person and from conducting and implementing intesaatrols in accordance with the law.

554. 1t should be noted that although the FATF Recomratimas state that the requirements for
Recommendation 15 should “be appropriate havingrdetp the risk of money laundering and
terrorist financing and the size of the businegstioes not necessarily mean full exemption of
small entities from this requirement. Most DNFBPpear to normally employ few staff. Hence it
follows that a number of DNFBPs could be excludeanf appointing an authorised person and
from conducting internal control.
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Recommendation 21

555. Article 51 (1) of the APMLTF requires that orgartieas, lawyers, law firms and notaries
“shall be required to compile a list of indicatorer fthe recognition of customers and
transactions in respect of which reasonable groutmdsuspect money laundering or terrorist
financing exist Each entity is required to continually adapt tis¢ of indicators to new forms
of money laundering or financing of terrorism whiemerge over time. The list of indicators
for recognising suspicious transactions is basetivanmain principles: know your customer
and know his operations. Among the indicators coming a customer is also the circumstance
that a customer comes from a country which doessspect standards in the area of the
prevention and detection of money laundering dmiswn for production of drugs or as a tax
haven (see the list of indicators for the bankieciar).

556. Under paragraph 4 of Article 51 of the APMLTF thénister of finance may even prescribe
obligatory inclusion of individual indicators onehist of indicators for the identification of
customers and transactions in respect of whichoredde grounds to suspect money
laundering or terrorist financing exist. Moreoven, the basis of Article 52 of the APMLTF the
OMLP and other supervisors bodies are expectedatticjpate in drawing up the list of
indicators referred to above. In that regard theL®Mn addition to the cooperation in drafting
the lists of indicators, in March 2006 issued dethlists of countries which, according to the
data of international organisations and other cdergeinternational bodies, don’t respect
standards in the area of the prevention and detecfi money laundering or are known for
production of drugs or as tax havens (in line viitiernational developments, the list has been
reviewed currently) September 2009. Furthermore, @MLP regularly publishes on its
website communications by which it informs entitiebliged to carry out AML/CFT duties,
about the FATF and MONEYVAL statements. The OMLRscall those entities to pay special
attention to clients or transactions linked witke tountries subject to the statements and to
apply, in accordance with the AML/CFT law, enhancedgtomer due diligence in regard of
those clients or transactions (see also R 5.8skmagsessments).

Additional elements

557.The reporting requirement is extended to the rethe professional activities of accountants,
including auditing. (see Article 4 para 1 numberofthe APMLTF).

558. Apart from requirements in the Criminal Proceduret £ report all crimes committed, the
evaluators have not been able to find other suabbéigation in any law, any regulation or any
other enforceable means of Slovenia.

Effectiveness and efficiency

559. Overall the evaluators considered that the requrémmon DNFBPs had improved since the
3rd round report. Lack of STRs from the sector However, raise concerns about the
effectiveness of implementation by DNFBPs.

4.1.5 Recommendations and comments

560.STRs are mainly coming from banks. Other finanaiatitutions and the DNFBPs show a
significantly lower level of reporting. There is Bpecific additional Guidance for the Insurance
sector, Lawyers/Notaries and TCSP in place.
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561. Since supervisory authorities have not yet reachgdexcept for general training) to TCSP,
and Lawyers and Notaries Slovenian authorities Ishoansider giving specific guidance on
reporting to all DNFBPs who have not yet receivedctic guidance and reaching out to those
sectors of the non-financial industry which have yet been thoroughly trained in order to
potentially increase the efficiency of the repagtsystem.

4.1.6 Compliance with Recommendation 16

Rating Summary of factors underlying rating

R.16 Lc* » Supervisory authorities have not yet reached owtefet for
general training) to TCSP and Lawyers and Notaries.

» The low level of STRs from the sector give riseetmcerns ovef
effectiveness of implementation.

 TCSPs, Lawyers and Notaries were not sufficientyar@ of
guidance regarding the manner of reporting, inclgdithe
specification of reporting forms and the proceduhes should be
followed when reporting. (Effectiveness issue)

5. NON-PROFIT ORGANISATIONS
5.1 Non-profit organisations (SR.VIII)

5.1.1 Description and analysis

Special Recommendation VIII (rated PC in the 3rdund report)

562. The third evaluation report noted that there haehlbm®o special review of the risks, from the
point of view of terrorist financing inherent inetegistration and creation of associations or of
foundations, or any risk-based review of the tlweshich may be posed by other non-profit
organisations, which do not have the legal charaties of associations or foundations. Since
the adoption of the 3rd round report, work has lamme to put in place the building blocks for
greater transparency in the non-profit sector. Slmvenian authorities have emphasised that
they consider Slovenia to be a low risk countryarms of financing of terrorism. Therefore,
this issue has not been the highest priority in AGHET terms for the Slovenian authorities. It
was clear to the evaluators that while tighter leggulations have been put in place for both
foundations and associations generally since sieelaluation, there was no real awareness (so
far the authorities with whom the evaluators disedssthis issue) of the numbers and types of
NPO that control significant portions of the resms of the sector and a substantial share of the
sector’s international activities. The extent loé tsector that enjoys tax advantages was also
unclear.

30 The review of Recommendation 16 has taken into wwicthose Recommendations that are rated in this
report. In addition it has also taken into accabietfindings from the 3rd round report on Recomdagions 14,
15 and 21.
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563.Most NPOs are associations or foundations. Greggasparency has been achieved through
modifications to the Foundation Act (in 2005) ahd Association Act (in 2006 and amended in
July 2009). However, there are also other legaitiestwhich correspond to the functional
FATF definition of NPO, such as religiously-recaggd communities, humanitarian
organisations, institutes or etc., on which no rcleformation has been provided. In October
2009 there were 21,534 registered associationdrdriches of foreign associations and 185
foundations in Slovenia.

Reviews of the domestic non-profit sector

564. A Risk Analysis was prepared after the last evadmaby the Slovenian authorities in 2006
regarding the abuse of the non-profit sector ferdfog terrorism, which revealed at that time
important areas for improvement.

565. The Risk Analysis was followed by a report. Althbutpis report was not formally approved
by the Government, some of the measures proposeslagtioned including the promotion of
publicly available Registers.

566. The Report concluded that there was a need tore@bmideficiencies in respect of financial
controls on the activities of religious commurstand to set up a Central Public Register.

567.There were, however, some other aspects includehdeirRisk Analysis which have not yet
been tackled by the Slovenian authorities. An gx{anof this is the failure to designate an
authority which systematically deals with monitgriand regulation in the non-profit sector.

568. From the discussions with the Slovenian authoritiesclear that the 2006 Risk Analysis was
a good starting point and will be built upon inure reviews.

569. Relevant provisions set out in both the Associati@md Foundations Acts for increased
transparency and accountability are:

» associations and foundations are considered legaedops subject to public order
requirements forbidding the establishment of NPOsose purpose, objectives or
activities involve offences encouraging racial adligious inequality and fuelling
nationalism;

» there are different Registers publicly availabl®r(fexample, Central Register of
Associations, Foundations Registers, the Regidtéffdiates of Foreign Associations)
containing data on personnel, address, legal reptative, etc.;

» all the legal preconditions to register an assmmabr a foundation are verified by the
relevant authorities;

« all material changes must be registered withinnzitéid time (30 days) at the same
competent authorities;

» the rules on associations are applicafletatis mutandigo foreign associations, with
certain specific provisions added such us: prodafuisition of legal status for the legal
person founding the association, detailed ideriifos data on the founders, as well as of
the representative of the foreign association @Republic of Slovenia;

» generally all associations are required to mainfim@ncial records under a double entry
accounting system although there are exceptionsdore associations (e.g. when annual
income for the preceding year was less than €30.669). An independent audit is
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required for those associations whose income oerifure exceeded 1 million € in the
preceding fiscal year. The foundations follows tieneral rules regarding keeping of
books and the supervision done by the competentlicpuiibdies or authorised
organisations;

» associations and foundations can receive and &lofiaancial resources only via
transaction accounts; and

* associations and foundations must present annpaftseand audited financial statements
to the Slovenian Agency for Public Legal Recordd &elated Services which collects,
processes and publishes them.

570. All associations and foundations must observe #reeral rules for record retention of at least
5 years and all of them must be able to demonstoatiee tax inspectors, the compatibility of
the money spent with the purpose of the legalentit

Protecting the NPO sector from terrorist financitigough outreach and effective oversight

571.1t was noted that a Permanent inter-ministerialkivioy group on coordination issues in the
cooperation of Slovenian Government with NGOs wasited in 2008. The tasks of this
working group are:

* Preparation of a Strategy of the Republic of Sléavéor Cooperation with NGOs for
the period 2009 — 2012;

¢ monitoring and coordinating the implementationto$ tstrategy,
« coordination of the annual action plans of propp$ad development NGOs; and

e considering the outstanding issues and prepariogosals to address the cooperation
of the Slovenian Government with NGOs.

572.Rather vague information about this group was mteskat the time of the on-site visit. Only
one NGO representative is part of this group aedgbues it has considered so far are unclear.
It is known that a good representation of civilisbcin Slovenia and the NGOs appeared to be
acting based mainly on self governing rules, egflgcin the area of fund-raising campaigns.
However, it is clear that the authorities had rmtducted any outreach to NPOs in respect of
the risk of them being used for the purposes @frfaing of terrorism.

573.As a result of discussions with both the authasiaed the private sector it was clear that no
regular dialogue between public and the NPO seastoonducted on the topic of financing of
terrorism.

574.No guidance was provided to designated non-finhnqmiafessions with regard to CDD and
STR reporting when a client is an NPO (despiterdfiection on this in the 2005 MONEYVAL
Report).

575. The supervisionof NPO compliance with the legal provisions is docted, in the case of
associations and foundations by different bodies:

3 Decision on the establishment, tasks and compositf a permanent inter-ministerial working group o
coordination the cooperation of Slovenian Governmeéth NGOs.
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« the body competent for the specific foundationhvéitgeneral competence of supervising
the compliance with the provisions of the enting laArticle 30a Foundation Act,

« the Inspectorate of Internal Affairs (for aspeaistsas not registering the changes in due
time, distributing assets between members or noigube surplus income to fulfil the
objectives of the association)

» the Tax Administration (for all financial aspects)

e The Agency for Public Records and Agencies (APR#&) observing the obligation to
submit the annual report

576.There is no permanent cooperation between supenvaithorities and those maintaining the
records. There are no statistics showing how thasinies exercise their competencies in the
area of supervision, with the exception of the [gliryi of Interior, which imposed 59 sanctions
in the period 2005 to 31 July 2009 related to Viotes of provisions in the Associations Act,
mainly related to the content of the charter (Aeti@ paragraph 1 of the Act) and the obligation
to register changes (Article 20 of the Act).

577.The Tax Administration is the only authority comgrattto verify the content of annual reports
presented by associations, as well as the monitafirthe scope of the legal entity through its
activity over the years. This analysis is conductelden fiscal monitoring controls are
performed. While performing controls, the tax inspes verify compliance with several laws
including the Tax Procedure Act, Tax Administratibot, Value Added Act, Assaociations Act
and Foundations Act. It was stated that the tagdotors are trained to detect and notify other
competent authorities (especially the police) whémer types of irregularities are observed.
Tax Authority also address market irregularitiés. practice, it appears that the inspectors are
aware of their role and do bear in mind CFT isduetheir work, including sanctioning. The
statistics available cover all the irregularitietetted by tax inspectors as, in the period 2005 to
30 September 2009, there were 408 inspections wtodeluded with 765 violations found.
More specifically, in the period January 2007 to Sptember 2009 the Tax Administration
conducted 214 audits of non-governmental orgamwisafi however, it appears that they are
conducting separate procedure concerning the igoladf the provisions regulated in the
Associations and Foundations Acts, however, noistitf were available to support this
assertion.

578.0ne issue that was mentioned twice by the Sloveaiathorities in the answers to the
Questionnaire, and confirmed to be unsolved bytithe of the on-site visit, is the fact that, due
to the inadequacy of the legislation (e.g. the Awtancy Act, the Foundation Act, Offence
Act, etc.), “the detection of an offence is notgibke” and therefore the Inspectorate of Internal
Affairs has “no possibility to impose fines” on fadations when discovering offences related
to maintenance of financial records .

579. Moreover it seems that only tax inspectors can dmcerform on-site controls. The other
authorities (Internal Affairs Inspectorate or tHev@&nian Agency for Public Legal Records and
Related Services (SAPLRS)) cannot perform on-sitetrols, and their work is performed
entirely offsite.

580. The observation made in the 3rd round report thexietis still no real oversight, in particularly
in respect of programme verification which addressey potential threat to this sector from the
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point of view of terrorist financing, is still aptThe only authority with such oversight is the
Tax Authority, and, as noted, the effectivenestheir activity in the AML/CFT area is unclear.

Targeting and attacking terrorist abuse of NPOSs otilgh effective information gathering,
investigation

581.The operational coordination where law enforcembodies (criminal police, national
intelligence, OMLP, customs) are involved seembdownell developed. Thus, there are task-
forces which regularly exchange information on gtisps of terrorism.

582.The information contained in different Registersailso available to the authorities for
exercising their specific competencies. There agall bases (Criminal procedure code as well
as special legislation on preventing money laumgednd financing of terrorism) and the
necessary tools to allow full access of the autiesrio information/data regarding a particular
NPO.

583. However, it still needs to be demonstrated thatfigeal/financial authorities, especially the
Tax Authority, are sufficiently involved. Much ralice is placed on the external auditors for
NPOs and it is important that they are sensitigedssues arising from SR.VIII and current
trends and typologies in financing of terrorism.

Responding to international requests for informatadbout an NPO of concern

584.Responding to foreign authorities involves intadhge, police, and judiciary. There is no
reason to doubt good international cooperationhlege authorities is any different in this area.
There are no reasons to doubt that the same weouplg an these issues. The national contact
point is the OMLP and the procedures (regulatediriicle 64 - 66 of the APMLTF) are in
place to respond to international requests forrmédion regarding particular NPOs suspected
of terrorist financing or other forms of terrorsstpport.

Effectiveness and efficiency
585. Although there has been clear progress since ther@ind report there is still a lack of
awareness of the FT risks within the NPO sectoro dgecific risk assessment has been
conducted of those NPOs which are most vulnerabl&T and there is a general lack of
supervision for CFT purposes.

5.1.2 Recommendations and comments

586. Since the 3rd round report, several steps have tadem in line with the action points under
SR.VIIl. However, more actions are needed for prbp tackling all of the SR.VIII
requirements.

587.1t is still necessary to identify the numbers apges of NPO that control significant portions
of the resources of the sector and a substantaé sbf the sector’s international activities, and
conduct a specific risk assessment in these ariglaswiew to promoting effective supervision
or monitoring of those NPOs.

588. Awareness-raising measures need to be adoptedhgetat the NPO sector on the risk of
terrorist abuse and the available measures to gqirtle sector against such abuse. It is
recommended that a public campaign is neededamgte this issue, particularly in the parts
of the sector that control the most resources aubatantial share of the international activity.
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589.The system of supervising or monitoring NPOs whagmtrol significant portions of the
financial resources under control of the sector autbstantial shares of the sector’s
international activities still needs to be develkbpEhere is no clear supervisory power over the
activity of NPOs, with the exception of audits cantéd by tax authorities, as well as no
specific focus on the donations’ regime. No evidem@s presented showing that vulnerable
NPOs have appropriate controls in place to enswae all funds are fully accounted for and
spent according to their purpose and objectivas.thé context of programme verification,

NPOs should be in a position to know and verifyt thads have been spent as advertised. This
should be addressed.

590. There is still a need to get a clear picture of hmmany forms of legal entities exist beyond
associations and foundations, and what are the mukech govern them if they are likely to
present AML/CFT risks. The process which was sthwih the 2006 Risk Analysis needs to
be pursued.

5.1.3 Compliance with Special Recommendation VIII

Rating Summary of factors underlying rating

SR.VIII PC * Unclear whether there is a coordination betweendifierent
governmental actors including those from law-erdament
side, in assessing the current risk in the sector.

¢ No fully comprehensive review of domestic NPOs idav to
obtain a clear picture of all the legal entitieattiperform as
NPOs, especially ones of potential high risk ascideed in
criteria VIIL.3.

« No comprehensive outreach through awareness raising
campaigns in the NPO sector, particularly with rdg#o
potentially vulnerable NPOs

* No “know your beneficiary and associate” rulesNOs.

« Insufficient supervision or monitoring of NPOs whicontrol
significant portions of the financial resourcedtud sector and
substantial shares of the sector’'s internatioc@bities.
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6. NATIONAL AND INTERNATIONAL CO-OPERATION
6.1 National co-operation and co-ordination (R. 31)
591. There are various mechanisms supporting inter-ggand multi-disciplinary cooperation and
coordination including an Inter-Departmental wotkigroup, a Working Group for the Fight
against International Threats, multidisciplinary rking groups under the law (160a of the

Criminal procedure Code) involving the FIU, polipepsecutors etc.

6.1.1 Description and analysis

Recommendation 31 (rated C in thé&'3ound report)

592. Neither the APMLTF nor any other law provides fosgecific co-ordination body that would
cover the area of AML/CFT. Co-ordination is nevetéiss an important part of the system and
is performed on state level, inter ministerial leexpert level and operational level.

593. With regard to operational cooperation, co-ordiratis arranged on the operational level,
especially among OMLP, Police and Public Proseoutiben more significant cases of money
laundering are dealt with. In many situations altter State bodies are involved (for ex.: Tax
Authority, SOVA (=SISA), Customs, etc.).

594.In the area of combating money laundering the pobio-operates very closely with the
OMLP. An Agreement on Co-operation between thedboaiies has been concluded. Co-
operation involves both regular meetings and dzlse-by-case co-operation.

595. Another provision enables the OMLP to overlook &ML/CFT situation and the power to
ensure the coordination of statistical data amdwegverrious anti-money-laundering authorities
is vested with the OMLP. To enable centralisatiod analysis of all data related to money
laundering, the Bank of Slovenia, the courts, thateSProsecutor's Office and other state
authorities have to forward to the OMLP, under éei75 of the APMLTF, all data on
administrative offences (non-compliance) as welbasriminal offences of money laundering
including all data on persons against whom a rdqims initiating proceedings for an
administrative offence has been placed, the sthgaah proceedings and the final decision in
each individual stage of proceedings.

596. With regard to policy, in 2001, the National Asséyntif the Republic of Slovenia adopted the
Resolution on the National Security Strategy of Republic of Slovenia (Official Gazette No.
56-2957/2001), which defines the foundations of tlagional security, the national security
policy and the national security system. A govemtralvisory and coordinating body — the
National Security Council (NSC) — was establishethwhe Decree on the Establishment and
Tasks of the National Security Council (Official Z&éte No. 6/2001). The NSC is responsible
for the coordination of the national security pglias well as of the activities undertaken to
ensure the implementation of the national secumigrests and goals.

597. The OMLP submits a report on its work to the Gowmeent once a year. This report contains
an analysis of the whole AML/CFT system and propdsethe Government measures in this
context to improve the system. In the past fourryes least once per year (following the
OMLP annual report), the Government issues a detigiat contained various instructions or
tasks for different bodies. The OMLP was authorisedhform those bodies of this decision
and act a co-coordinator. On this basis OMLP ircfra coordinates and keeps relevant state
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and judicial bodies informed of the money laundgsituation, open issues and problems, new
developments, international legal and operatiamghbtives and even training possibilities.

598. Since 1997 the Government of Slovenia has beenemmghting a special strategy for the
prevention and detection of economic crimes, inmgvall Government agencies and in
particular the Ministry of the Interior. The strgyeaims at the prevention of economic crime
through detection, crime analysis and standardiseestigation measures, special training of
law enforcement personnel and enhanced co-operatith other agencies, including
co-operation with foreign law enforcement bodies.

599.1n 2007 the Parliament adopted the Resolution erNi#itional Program of the Prevention and
Fight against Criminality for the period 2007-20{Qfficial Gazette of the Republic of
Slovenia No. 40/2007) on which basis the NatiorragRamme on Prevention and Suppression
of Criminality for the period from 2007 until 20Mas prepared. This national programme
defines activities, which have to be performed &yasate state authorities, independently or in
cooperation with other bodies.

600. Currently, the employees of the OMLP participatehia following inter ministerial working
groups established by the governmental decree:
* Interdepartmental Working Group for the Cooperatiéth OLAF-AFCOS
» Permanent Coordination Group for Restrictive Meesur
* Anti-Terrorist Working Group

* Interdepartmental Working Group for the Adjustmesit the Opened Questions and
Preparation of the Suitable Protocol for the Accesshe Databases in Administrative
Internal Matters and Police

» Interdepartmental Working Group for the Establishtnef the National Asset Recovery
Office (ARO)

* Interdepartmental Working Group for the realisatimihthe project of establishing the
National Investigation Office (NI1O)

» Special Group for the Realisation of the Task 4X1~ »Composition of the Unified
Methodology of Recording« - within the Resolution Brevention and Suppression of
Criminality

* Drug Commission

Additional elements

601. Evaluators have not been able to find such a méstmaim any law, any regulation or any
other enforceable means of Slovenia place for daign between competent authorities, the
financial sector and other sectors (including DNFBRat are subject to AML/CFT laws,
regulations, guidelines or other measures. Evengindghere are no such provisions in place,
the Slovenian authorities have confirmed that tlemsaltation between the competent
authorities, financial sector and other sectorslditing DNFBP) has been present whenever
the need arises to exchange views and experien¢esolve any kind of problems with regard
to AML/CFT issues.
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Recommendation 32
602. See section 2.5.
Recommendation 30 (Resources — Policy makers)
603. Overall sufficient resources appear to be devaiathtional and international co-operation.

6.1.2. Recommendations and Comments

Effectiveness and efficiency
604.In the view of the evaluators, notional cooperatém coordination has improved since the
3rd round report. Overall cooperation and co-ation appears to be an important part of the
system and is performed on state level, inter n@ni level, expert level and operational level.

6.1.3. Compliance with Recommendations 31 and 32 (criteBi®.1 only)

Rating Summary of factors underlying rating

R.31 C

6.2 The Conventions and United Nations Special Resolains (R. 35 and SR.I)

6.2.1 Description and analysis

Recommendation 35 (rated C in th& 3ound report)

605. Slovenia notified succession to the 1988 UN Corigardgainst lllicit Traffic in Narcotic
Drugs and Psychotropic Substances (the Vienna @oiovg in 1992 and ratified the 2000
UN Convention against Transnational Organised Crithe Palermo Convention) in 2004.
The 1999 United Nations International Convention tfte Suppression of the Financing of
Terrorism was also ratified in 2004. On the Pater@onvention, most of the relevant
obligations have been fully implemented. Howevke, lack of a strong confiscation regime
appear (See under Section 2.3 above) gives rigetmcern that Article 12 of the Convention
has not been effectively implemented. Similar conse arise over the effective
implementation of the regulatory and supervisorgime for bodies other than financial
institutions particularly susceptible to money ldaring (such as DNFBP- see Article 7 of the
Palermo Convention).

Special Recommendation | (rated C in th& 8ound report)

606. Although Slovenia has ratified the Terrorist FinagcConvention and implements UNSCR
1267 and 1373 there are deficiencies in the imphtaten of both. As noted in section 2.4
above, Slovenia’s national mechanisms for givirfgafto UNSCR 1267 and 1373 need further
development. So far as implementation of the Tetrd-inancing Convention is concerned,
while criminalisation of financing of terrorism tgoadly in line with the Convention (if not
SR.Ill as a whole) not all of the CDD requiremestt out in Article 18 of the Terrorist
Financing Convention in respect of DNFBP are filhplemented.
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Additional elements

607. Slovenia has ratified a series of relevant Eurogeahinternational instruments in the area, as
follows:

1990 Council of Europe Convention on Launderin@r8le, Seizure and Confiscation of
the Proceeds from Crime

European Convention on the Suppression of Terrorism
Convention on CyberCrime

Additional Protocol to the Convention on cybercrjroencerning the criminalisation of acts
of a racist and xenophobic nature committed thraxgyhputer systems

Protocol amending the European Convention on tippi@ssion of Terrorism

The UN Convention on the Prevention and Punishioe@rimes against Internationally
Protected Persons, including Diplomatic Agents

International Convention against the Taking of ldgsts

International Convention for the Suppression ofr@iest Bombings

Convention on Offences and Certain Other Acts Cdiechion Board Aircraft
Convention for the Suppression of Unlawful Seizofrdircraft

Convention for the Suppression of Unlawful Actsiaghthe Safety of Civil Aviation

Protocol on the Suppression of Unlawful Acts of I¢iece at Airport Serving International
Civil Aviation supplementary to the Convention the Suppression of Unlawful Acts
against the Safety of Civil Aviation

Convention on the Marking of Plastic Explosivestfue Purpose of Detection
Convention on the Physical Protection of Nucleatévial
Convention for the Suppression of Unlawful Actsiagathe Safety of Maritime Navigation

Protocol of 2005 to the Convention for the Suppogsef Unlawful Acts Against the Safety
of Maritime Navigation

Protocol for the Suppression of Unlawful Acts agaihe Safety of Fixed Platforms Located
on the Continental Shelf

Council of Europe Convention on the Prevention efrdrism

Amendments to the Convention on the Physical Ptioteof Nuclear Material.

The following treaty is currently in the ratificati procedure:

The Convention of the Council of Europe No. 198 anndering, Search, Seizure and
Confiscation of the Proceeds from Crime and orFihancing of Terrorisni?

%2 Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)
on 4 March 2010.
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6.2.2 Recommendations and comments

608. Measures still need to be taken in order to prggerplement UNSCR 1267 and 1373 and to
ensure full implementation of relevant provisioms apnfiscation and preventive measures in
the Palermo and Terrorist financing Convention. colmparison should be undertaken against
domestic legislation and amendments made as negessabring it into line with the
conventions.

6.2.3 Compliance with Recommendation 35 and Special Rewemdation |

Rating Summary of factors underlying rating

R.35 LC » Confiscation provisions, especially from the Paler@onvention bu
also from the Vienna Conventions are not fully iempented in order to
have a strong confiscation regime.

» Reservations about full implementation of the ratpdy and
supervisory regime for bodies other than financiaktitutions
susceptible to money laundering under the Palerorovéntion.

SR. LC * Implementation of UNSCR 1267 and 1373 is not yéficsent.

* Not all CDD requirements in the Terrorist Financi@gnvention are
fully implemented for DNFBP.

6.3 Mutual legal assistance (R. 36 and SR.V)

6.3.1 Description and analysis

Recommendation 3@rated C in the &' round report)and Special Recommendatiovi (rated C in
the 3% round report)

609. As set out in the 3rd round MER, Slovenia is ayp#ostinternational agreements, such as the
1959 European Convention on Mutual Legal Assistanceriminal Matters and its Additional
Protocol and the 1990 Strasbourg Convention. H garty to several bilateral mutual legal
assistance agreements.

610. Mutual Legal Assistance (MLA) in criminal mattergntinues to be regulated by the Criminal
Procedure Code (CPC) (Chapter XXX) and where the&C G® silent, Article 8 of the
Constitution provides that a ratified conventioketaprecedence over national law.

611.The Act on Cooperation in Criminal Matters with thEeuropean Member States
(ACCMEUMS) has replaced the European Arrest Waraant Surrender Procedure Act and the
relevant provisions of the CPC relating to MLA, tinensfer of proceedings and the transfer of
the execution of sentences between member statke &U.

612. Apart from the issues raised in section 2.2 abeganding the incomplete criminalisation of
terrorist financing, the MLA framework in money tadering and terrorism financing cases is
comprehensive and meets the requirements of thaddelogy. In practice, the incomplete
criminalisation of terrorist financing has not beenissue.
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613. The competence for the execution of mutual legsistence requests is divided between the
district courts and state prosecutors. The ro@Ministry of Justice is merely administrative,
since it only forwards requests to the competeov&ie authorities or to the competent central
authorities of other countries. Usually requesis taansmitted the same day, especially in
urgent cases, however no later than within a wemk feception.

Recommendation 32

614.The lack of detailed statistics on cooperationtmegato the financing of terrorism, money
laundering or predicate offences undermines thesassent of effectiveness.

Table 26: Statistics on mutual legal assistance 206 2009:

Year Pending New All cases Closed | Pending cases| % solved/all
cases from| cases cases on on 31.12. cases
previous 31.12.
year
2007 2,650 5,610 8,260 5,612 2,648 67.9
2008 2,648 4,740 7,388 5,080 2,308 68.8
2009 2,308 5,618 7,926 5,557 2,369 70.1

615. As regards the statistics relating to the crimoféénces of money laundering and financing of
terrorism: there were three requests for mutualllagsistance regarding the money laundering
and no requests regarding the offence of finanafrigrrorism.

Effectiveness and efficiency

616. The Slovenian authorities maintained that MLA resiseare normally complied within one to
three months and are dealt with more quickly ireatgcases. No statistics have been provided
to support this contention, however, the responsesived by MONEYVAL to the inquiry on

international cooperation described the qualityresponses as good and raised no specific
problems.

617.The absence of statistics, however, impacts oralfigy of the evaluators to comment fully
on effectiveness and efficiency.

6.3.2 Recommendations and comments

618. The 3rd round MER commented that there was stillrdéo improve statistics by making them
more specific and detailed, especially in respdcthe MLA requests related to money
laundering and predicate offences and that thdadtai statistics did not indicate how many
requests were executed or refused. This recomrtiendamains outstanding.
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6.3.3 Compliance with Recommendations 36 and Special lRewndation V

Rating Summary of factors underlying rating

R.36 LC™® » The lack of detailed statistics on cooperationtiigdpto the financing o
terrorism, money laundering or predicate offenceslesmines the
assessment of effectiveness.

SR.V Lc* « The incomplete criminalisation of terrorist finamgi as set out in
section 2.2 above could be an issue when responalifogeign request
for MLA based on dual criminality.

|2

* The lack of statistics on cooperation in money tmrmg and the
financing of terrorism cases undermines the assggsMOf
effectiveness.

6.4 Other Forms of International Co-operation (R. 40 ad SR.V)

6.1.2 Description and analysis

Recommendation 4Qrated LC in the &' round report)

619. International co-operation by the OMLP has beennédf in the Article 64 (2) of the
APMLTF, which stipulates that prior to forwardingengonal data to the authority of the
Member State or third country responsible for thevpntion of money laundering and terrorist
financing, the OMLP obtains assurances that theaaity of the country to which the data is
being forwarded has a regulated system of perstatalprotection, and that the authority of the
Member State or third country may use the datalysdt the purposes stipulated by the
APMLTF.

620. The requirements for the Bank of Slovenia are setrothe Banking Act.

621. Co-operation of the Securities Market Agency (SM#ijh other competent authorities has
been defined in the Articles 304-309 of the Maiketinancial Instruments Law, Chapter 10 of
the Investments Funds and Management Companies Adwle 231, Paragraph 3 of the
Banking Act (ZBan-1), CESR MMOU and signed bilatev&U, and Articles 42-43 of the
Agency's Rules of Procedure.

622. The State Office for Gaming Supervision (SOGS) caoperate with other bodies competent
for the prevention of money laundering and finagadfi terrorism on the basis of the provisions
stipulated by the Gaming Act.

% The review of Recommendation 36 has taken int@@muicthose Recommendations that are rated in this
report. In addition it has also taken into accdbetfindings from the 3rd round report on Recomdagion 28.

3 The review of Special Recommendation V has takém account those Recommendations that are rated in

this report. In addition it has also taken intoaatt the findings from the 3rd round report on Reoeendations
37, 38 and 39.
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623. The Slovenian Auditing Institute (SAI): APOA hagpawer and obligation to cooperate with
other foreign counterparts in EU and in other coasaton the basis of the Article 26 of the
Auditing Act — International cooperation.

Power to provide the widest range of internatiooabperation

624. The competent authorities of the Republic of Sleaeare able to provide the widest range of
international cooperation with their foreign coupgats on the basis of the relevant legislation
as set out below.

625. According to Article 66 of the APMLTF, OMLP can suli data, information and
documentation on customers or transactions in céggevhich there are grounds for suspicion
of money laundering or terrorist financing on ttesils of the request of a foreign counterpart.

626. The OMLP may refuse to reply to a foreign requiést,considers that:

1) there are no grounds for suspicion of money laundear terrorist financing
2) the submission of data jeopardises the coursdanfr@l proceedings in Slovenia
3) areply might in any other way prejudice the ins¢éseof these proceedings.

In case of refusal, the OMLP shall notify the regiirey FIU on its decision stating the reasons.

627.As stipulated in Article 67 of the APMLTF, the OMLRay also submit data and information
on customers or transactions in respect of whiehetlare grounds to suspect money laundering
or terrorist financing to the authority of the Meenltate or third country responsible for the
prevention of money laundering and terrorist finagc upon its own initiative under the
condition of effective reciprocity.

628.0n the basis of Article 68 of the APMLTF, the OMbRy issue a written order temporarily
suspending a transaction for a maximum of 72 houarshe basis of a reasoned and written
request by the authority of a Member State or tbodntry responsible for the prevention of
money laundering and terrorist financing, and infdhe competent authorities thereof.

629.The OMLP may refuse to respond to the request dorisiders there are no reasonable
grounds to suspect money laundering or terronsnicing. The OMLP is required to inform
the initiator of the request in writing, statingetreasons for refusal.

630. The State Office for Gaming Supervision (SOGS) dhealt with cases referring to acquiring
information on prevention of money laundering thlglbbuthe Gaming Regulators European
Forum (GREF).

631. Supervisory authoritiechave been able to exchange information accordintpedegislation
relevant for the supervision of financial instituts.

632.Regarding the exchange of information about spedML/CFT matters, Article 88 of the
APMLTF defines that the supervisory authorities wdetected an offence shall also inform
other supervisory bodies of the findings and/or &mlure in compliance, if relevant for their
work.

633.The Bank of Slovenia as a bank supervisor can geovinformation to counter money
laundering or terrorist financing according to Akt 227 of the Banking Act, as the authority
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competent to collect and process information alfeats and circumstances important for
performing its tasks and responsibilities. Thegéiqdarly include the following information:

(a)authorisations to perform banking services andraglhorisations and permissions issued
by the Bank of Slovenia in accordance with this; Act

(b)members of the management boards and supervisargs$of banks, their organisation and
operation of their internal audit departments;

(c) branches or direct provision of banking servicebagks in Member States and branches or
direct provision of banking services by Member &tadnks in the Republic of Slovenia;

(d)bank branches in third countries and third-courtignk branches in the Republic of
Slovenia;

(e)financial position and operation of banks and othersons whom it is competent and
responsible to supervise;

(f) holders of qualifying holdings;

(g)supervision measures adopted by the Bank of Slavaraccordance with this Act;

(h)information obtained from other supervisory auttiesi of the Republic of Slovenia,
Member States or third countries within the framegaf exchange of information.

634. Article 101 of the Insurance Act prescribes that thsurance Supervision Agency (ISA), as
one of the competent supervisors, is obliged ttecbhnd process data with regard to the facts
and circumstances relevant to its tasks and regplitnss. In particular the following data may
be provided:

» authorisations to perform insurance business, #metr authorisations granted by the ISA,

» members of the board of directors and supervisoards of insurance undertakings, their
organisation, and the operation of internal audits,

» branches or direct insurance business by insunamdertakings in the member states, and
branches or direct insurance business by memhkesstesurance undertakings in the R of
Slovenia,

» branches of insurance undertakings in foreign etesand branches of foreign insurance
undertakings in the R of Slovenia,

» compliance with the provisions on risk managemerd the regulations issued on the
basis thereof;

» the reports on risk measurement,

» the holders of qualifying holdings,

» the audited annual reports,

» the implemented supervisory measures,

« information acquired by ISA through the exchangdnébrmation with the responsible
supervisory authorities of member states.

635. Article 101 of the Insurance Act also determineat ttfBA is allowed to submit the data
referred above to:

» domestic supervisory authorities within the framewaf cooperation under Article 100 of
the Insurance Act,
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» the responsible authorities of member states,isfithnecessary for their work as regards
the supervision of insurance operations and if éhasthorities are obliged to protect
confidential data to the extent laid down in therth paragraph of Article 100 of the
Insurance Act,

» the competent supervisory authorities of foreigantges, if this is necessary for their
work as regards the supervision of insurance ojpaiabn conditions of reciprocity, and if
those authorities are obliged to protect confidgmtata to the extent laid down in the
fourth paragraph of Article 100 of the Insurance,Ac

» the court of justice, if this is necessary for bapkcy proceedings,

» the Slovenian Institute of Auditors, if this is essary for the supervision of the auditing
house by which the financial statements of thererste undertaking in question were
audited.

* The Slovenian Auditing Institute, if this is necagsfor the supervision of the auditing
house by which the financial statements of thererste undertaking in question were
audited.

Providing assistance in a rapid, constructive affé&ive manner

636. When exchanging information with its foreign couptets (foreign FIUs) the OMLP follows
the Egmont Principles for Information Exchange hew Financial Intelligence Units for
Money Laundering Cases and therefore replies tioedign requests within 1 month after the
receipt of the request. If the results of the engsiare still not all available within this period
of time, the OMLP provides the requesting FIU théoimation gathered until that time and
gives an indication when a complete answer willpbevided. The OMLP gives priority to
urgent requests.

Clear and effective gateways

637.The OMLP exchanges data on the basis of the efectciprocity in accordance with the
provisions of the APMLTF. Data submitted by OMLPnche disclosed to the competent
authorities of the requesting FIU only on the basighe prior consent of OMLP.

638.The OMLP can also forward data received from farempunterparts to the competent
Slovenian law enforcement authorities for the pagpof detection and prevention of money
laundering or terrorist financing and related pratk criminal offences only on the basis of
received prior consent.

639.The OMLP has also been encouraging and improviegettthange of information between
foreign counterparts by signing informal Memorawnd@nderstanding (MOUSs), which is not a
condition to exchange the information with the OMIF® far, OMLP has concluded 33 MOUs
with its counterparts from the USA, Belgium, Itdlyith the Ufficio Italiano dei Cambi and the
Guardia di Finanza), Croatia, the Czech Republiom&nia, Slovakia, Cyprus, Bulgaria,
Latvia, “the former Yugoslav Republic of Macedoni®lonaco, Albania, Poland, Australia,
Ukraine, Serbia, Estonia, Israel, Russia, Monteme@eorgia, Canada, Chile, Bosnia and
Herzegovina, San Marino, the Netherlands Antilds|davia, Malta, Kosovo and Aruba. The
MOU with the FIU of Kosovo was signed in October020and the MOU with the FIU of
Aruba in November 2009. Additionally, OMLP has alaken the initiative to sign a MOU with
its counterparts from Panama, Singapore, Malaysih @uatemala, their replies still being
expected.
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640. Since the last evaluation, the following MOUs haeen signed
* In the year 2005, the OMLP signed 4 MOUs (with [iigs from Georgia, Canada, Chile
and Federation of Bosnia and Herzegovina);
* inthe year 2006 1 MOU with the FIU from San Matino
e inthe year 2007 1 MOU with the Netherlands Ansijle

e in the year 2008 1 MOU with the FIU from Moldovadauantil 31 August 2009 1 MOU
with the Maltese FIU;

* in the year 2009, the OMLP has given the initiatiwesign a MOU with the counterparts
from Panama, Singapore, Malaysia, Guatemala, AartthKosovo, where the MOU is
the condition for the exchange of the informatiothworeign FIUs. Within two months
after the on-site visit, MOUs with the FIU of Kosoand with the FIU of Aruba have
been signed, as the replies of the other 4 FIUsxpected by the end of 2009.

641.The exchange of information with FIUs takes plateisecure way, mostly via the Egmont
Secure Web or FIU.NET where appropriate.

642. Supervisory authorities also encourage the exchasfgenformation with their foreign
counterparts with concluded Memoranda of Understan@OUSs), for example:

* The Insurance Supervision Agency (ISA) concludedWd®ith the insurance and pension
supervisory authorities from Bosnia and Herzegoviantenegro, Croatia, Kosovo, “the
former Yugoslav Republic of Macedonia” and has bieehe process of concluding MOU
also with its Serbian counterpart.

* The Securities Market Agency concluded several M®@lith the supervisory authorities
from the following countries:
¢ Greece and Portugal (in 2000)
e Czech Republic, Austria, Bosnia and Herzegovin2061)

« “the former Yugoslav Republic of Macedonia”, Pola#dbania, Italy, Luxembourg
(in 2003)

* EU (Committee of European Securities Regulators(i04)
« Croatia and I0OSCO (on 2009)

* The Bank of Slovenia has signed several Memorahtiinderstanding :

« Bilateral MoU between the Bank of Slovenia and pswpervisory authorities (12)

e Multilateral MoU between the Bank of Slovenia andnte, host supervisory
authorities within the specific banking groups (6).

* In addition, the Bank of Slovenia (as home supervisf Nova Ljubjanska Banka, the
largest Slovenian bank) has organised a supervismiyge in 2008 and 2009 with foreign
supervisors.
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Spontaneous exchanges of information

643. The exchange of information of the OMLP with itsdign counterparts has been defined by
the provisions of the APMLTF unless otherwise daped by international agreement (see
above). Rules and procedures for the exchangefafmation of supervisory authorities have
been precisely framed in the relevant financiatmdegislation.

644.The Republic of Slovenia is a member of all relévglobal and regional police cooperation
organisations and initiatives:

* INTERPOL
» of the Schengen Area
» the agency of the European Union Europol (Eurofdite Office)

« the SECI Center (The Southeast Europe Cooperatiiteative Regional Center for
Combating Trans-border Crime) which is an operaticegional organization bringing
together police and customs authorities from 13 beroountries in Southeast Europe.

The central unit responsible for international pelicooperation of the slovene police is
International Police Cooperation Division (INTERP(ection, SIRENE Section, Europol
Section) within the Criminal Police Directorate thfe General Police Directorate of the
Ministry of the Interior of Republic of SloveniaDetails of Police and customs cooperation
agreements and arrangements of Republic of Sloweitliaforeign states are set out in Annex
XVI

Conducting enquiries on behalf of foreign counterpa

645.The relevant legislation as set out above enalies QMLP and the financial sector
supervisors to conduct inquiries on behalf of fonetounterparts.

646.The OMLPhas according to the relevant AML/CFT legislaticzeb authorised to exchange
all the information to which it has a direct or ittt (via request) access with its foreign
counterparts. The databases to which the OMLPahesss are set out in Section 2.5 above.
The OMLP can also gain following data upon its esju

» data on bank accounts, transactions, businessoredhips with the banks (deposits, safes,
credits, Western Union payment System etc.) ofi lagd natural persons;
» data on taxes for natural and legal persons; and

» data on the ownership of securities.
Authority to conduct investigations on behalf a&fgn counterparts

647. Slovenia is a party to international agreemenistirgy to mutual legal assistance, such as the
1959 European Convention on Mutual Legal Assistandgriminal Matters and its Additional
Protocol, and the 1990 Strasbourg Convention. H {garty to several bilateral mutual legal
assistance agreements.

648. For non-EU countries, mutual legal assistance imioal matters is regulated in the Code of
Criminal Procedure (Chapter XXX). Where the CCPsitent, there is the constitutional
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principle (Article 8 of the Constitution) that rfid conventions take precedence over national
law. The CCP explicitly states that the assistasceegulated by the CCP provisions unless
international agreements say otherwise (principlubsidiarity of the national legislation).

649. Since 2007, mutual legal assistance in criminaltenatith competent bodies of EU member
states is regulated in the Law on Cooperation imital Matters with the EU Member States.
The law supports the conventions and covers dhefrelevant framework decisions and also
mutual legal assistance in criminal and misdemeamatiters.

650. The legal framework allows the judicial authoritiesgive the widest possible assistance in
money laundering and terrorism financing casegudieg coercive measures and execution of
foreign seizure or confiscation orders relatedatmbered property, proceeds, instrumentalities
and equivalent value assets. Basically the duaticglity principle applies, which is deemed
satisfied if Slovenia also criminalises the conduetierlying the offence, irrespective of how
the offence is qualified. Assistance is howeveo glgssible in the absence of dual criminality,
even when necessitating coercive measures, oraglie of Article 516 (3) and (4) CCP, which
in those cases provides for a court decision irsgbation with the Ministry of Justice. This
also applies to direct requests from foreign altitiest

Absence of disproportionate or unduly restrictieaditions.

651. Exchanges of information of the OMLP and the finahsector supervisors are not subject to
restrictive conditions. With regard to the Bank $fovenia, Article 230 and 230a of the
Banking Act defines cooperation between the BankStfvenia and other supervisory
authorities from the Republic of Slovenia and fretd Member States as well. Furthermore,
Article 231 of the Banking Act defines cases wham Bank of Slovenia is allowed to disclose
confidential data to other persons from the Republi Slovenia or EU Member States.
Pursuant to paragraph 3 of the same article Bai${afenia is allowed to disclose confidential
data also to persons from third countries if car@nditions are fulfilled. The only restriction
is that shared or disclosed information should sedyust for the purpose of supervision and
adequately treated as confident data.

Cooperation involving fiscal matters

652. The grounds for OMLP refusing to answer a foreigquest for the information are set out
above. In the case of a refusal, the OMLP shdifynthe requesting FIU stating the reasons for
its decision.

653. The Securities Market Agency (SMA) can refuse #guest for assistance and cooperation on
the basis of the legally justified conditions (suzh Article 308 of the Market in Financial
Services Act).

Secrecy or confidentiality requirements on finahgiatitutions or DNFBP

654.The grounds for OMLP and the financial sector suvigers refusing cooperation are set out
above.

655. With regard to DNFBPs, the Slovenian Auditing Ihgg (SAI) APOA may deny a request for
information exchange in the following cases:

» if the provision of the data could adversely affée sovereignty, security or public order
of the Republic of Slovenia;
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« if judicial proceedings related to the same act$ against the same certified auditors and
audit companies have been initiated in the Repuwfi®lovenia; and

« if the competent authorities in the Republic of v®lsia have ruled against the same
statutory auditors or audit companies for the sants.

Controls and safeguards to ensure that informatieceived by competent authorities is used only in
an authorised manner

656. The control’'s and safeguards relating to the OMtd s&t out above.

657. With regard to other supervisors, the requiremangsset out in the Personal Data Protection
Act and relevant MOUs. The Personal Data Protection(adopted in 2004 and amended in
the years 2005 and 2007) determines the rightponssbilities, principles and measures to
prevent unconstitutional, unlawful and unjustifiesicroachments on the privacy and dignity of
an individual in the processing of personal datais Tct, inter alia, stipulates organisational,
technical and logical-technical procedures and oreaso protect personal data, and to prevent
accidental or deliberate unauthorised destructimogification or loss of data, and unauthorised
processing of such data (by protecting premisestepting software applications used to
process personal data, preventing unauthorisedssdoe personal data during transmission
thereof, ensuring effective methods of blockingstduction, deletion or anonymisation of
personal data etc.). Functionaries, employees #ret individuals performing work or tasks at
persons that process personal data shall be bauprbtect the secrecy of personal data with
which they become familiar in performing their ftioas, work and tasks. The duty to protect
the secrecy of personal data shall also be bindinghem after termination of their function,
work or tasks, or the performance of contractuatpssing services.

658. With regard to the Slovenian Auditing Institute (EAmembers of APOA’s bodies and its
employees shall apply the provisions of the Artigk of Auditing Act about protection of
confidentiality (Article 28 of the Auditing Act).flthe Agency obtains data from other
competent authorities, it may only use this dataeidorm its own work pursuant to the law and
within the scope of related administrative and gialiprocedures (Article 34 of the Auditing
Act).

Additional elements

659.The mechanisms described above also allow a praanpt constructive exchange of
information with non-counterparts in appropriategmstances.

660. Paragraph 10 of Article 87 of the APMLFT requirbattsupervisory bodies shall forward to
any other supervisory body, upon its request, atessary information needed by that
supervisory body for exercising its supervisornksas Furthermore, Paragraph 3 of Article 88
determines that the supervisory body which dete@edoffence shall also inform other
supervisory bodies of its findings and/or any inptiamce, if relevant for their work.

661.Paragraph 1 of Article 231 of the Banking Act alfothe Bank of Slovenia to exchange
confidential information with certain designatedrauities which include financial supervisors.
Similar provisions for the Insurance SupervisioneAgy are set out in Paragraph 3 of Article
101 of the Insurance Act.

662.When sending/receiving a request to or from OMLU#® ktter should always contain the
reason and purpose of the request namely the @etectd prevention of money laundering and
terrorist financing and related predicate crimioi@énces.
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663. With regard to the Securities Market Agency (SMiAsiobligatory to disclose a purpose of a
request for information (in detail, including ledahmework of a request, potential breach of
law and sanctioning by requesting authority) ad a®lthe fact that a request is made on behalf
of another authority.

664.OMLP has the power to obtain the relevant infororatiequested by a foreign counterpart
from other competent authorities or other persbnthere exist reasonable grounds to suspect
money laundering or financing of terrorism and adow to other provisions stipulated by
APMLTF(Article 65 in connection with article 54 &5).

Special Recommendation V

665. As stated above the ability to provide other fowhsénternational cooperation also applies to
requests relating to the financing of terrorism.

Recommendation 32 (Statistics — other requests madereceived by the FIU, spontaneous
referrals, requests made or received by supervisors

666. The only statistics provided to the evaluatorsteglao mutual legal assistance and requests
for information and other forms of cooperation se€out in section 2.5 and 6.3 above.

Effectiveness and efficiency

6.1.3 Recommendation and comments

667.The Slovenian authorities appear to have sufficgowers to enable them to provide other
forms of assistance, information and cooperatichauit undue delay or hindrance.

668.The responses received to MONEYVAL’s standard erngon International Cooperation
which was sent to MONEYVAL and FATF members reeéia positive response with no
indications of a failure to cooperate on a timedgis.

669.Due to the lack of statistics it was not possildeassess how effectively the Slovenian
authorities were responding to international retpus cooperation and it is recommended that
procedures are put in place to centrally record ammhitor all international requests for
cooperation on matters related to money laundentthe financing of terrorism.

6.1.4 Compliance with Recommendation 40 and SR.V

Rating Summary of factors underlying rating
R.40 LC « Lack of detailed statistics undermines effectivenes
SR.V LC « Lack of detailed statistics undermines effectivenes
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7. OTHER ISSUES
7.1 Resources and Statistics

7.1.1Description and analysis

Recommendation 30 (rated LC in th&3ound report)

670. Overall the level of resources applied in the OMdgpeared to be adequate. The OMLP is
well structured and professional and it appeatsetoperating effectively.

671. Although police and prosecutors appeared to beusdely resourced and trained there were
concerns about the level of resources devotedddnbestigation and prosecution of money
laundering and terrorist financing offences andléwel of priority given to such cases. This
was reflected in the relatively low number of sissfal money laundering convictions as well
as the low level of application of provisional maa&s and confiscations. See section 2.6 for
further detalils.

672.With regard to the financial sector supervisorsg thanking and securities supervisors
appeared to be adequately resourced although itemsidered that more training was needed
for the securities sector supervisors. It was aeosidered that the Market Inspectorate
required further resources and training. There wssicular concerns about the insurance
sector supervisors and whether they had sufficiesburces and training to adequately
supervise the insurance sector. Further detaglgigen in sections 3.2 and 3.7 above.

673. With regard to DNFBPs it was considered that them¥e no resources applied to the
supervision of lawyers. With regard to dealerspimecious metals and stones, trust and
company service providers and accountants anddeisay services there is no authority to
perform inspections. The Market Inspectorate asoepted that there was a need for
supervisor training with regard to the AML/CFT issuand no inspections have been carried
out on real estate agents so far . Overall, texea lack of guidance and practical knowledge
across the sector. Further details are givendtise4.1 above.

674. Supervision of the NPO sector appeared to be fratgdewith insufficient resources being
devoted to risk assessment, supervision and olitréacther details are given in section 5.1
above.

675. With regard to national and international cooperatit would appear that this is seen as a
priority and that there is an adequate level obuesing applied. Further details are given in
section 6 above.

Recommendation 32 (rated LC in thé'3ound report)

676.With regard to the investigation and prosecutionnaney laundering and financing of
terrorism the statistics provided were inadequai failed to address the underlying reasons
for lack of successful convictions. There was ®al rlink to investigations into funds-
generating crimes and an inadequate breakdown wtngethe underlying predicate offences
and whether the ML investigation was linked to $¢a&lfindering or an autonomous offence.
Furthermore, no statistics were provided on provial measures applied and confiscations
relating to all predicate offences. Further detaiks given in sections 2. 1 to 2.4 above.
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677. Overall the OMLP provided comprehensive statistomcerning their activities including
statistics on cash reports and STRs.

678. No statistics were available on international viiemsfers. Further details are given in section
2.6 above.

679.The financial sector supervisors provided comprelvenstatistics on inspection visits and
administrative procedures relating to AML/CFT cofgr

680. At the time of the on-site visit no statistics wenailable on mutual legal assistance or other
forms of international co-operation. Further detaite given in section 6 above.

681. The OMLP and the banking sectors supervisors deapp have adequate resources devoted
to AML/CFT activities. Furthermore police and peogtors appear to have adequate resources
although there are concerns about the level ofuress devoted to the investigation and
prosecution of money laundering and terrorist feiag offences and the level of priority given
to such cases.

682. There are, however, concerns about the level ofativeesources devoted to the non-banking
sectors and this is reflected in part in the reddyi low level of STRs received from these
sectors.

683. With regard to statistics the OMLP and the finahsictor supervisors were able to provide
comprehensive statistics and appeared to be makaugical use of these.

684. There was, however, a lack of comprehensive dtatisbncerning overall investigations and
prosecutions of funds-generating crimes as well pasvisional measures applied and
confiscations.

7.1.2 Recommendation and comments

Recommendation 30

685. Slovenian authorities could give more specificrtisgg on ML and FT offences, and the
seizure, freezing and confiscation of property ikahe proceeds of crime or is to be used to
finance terrorism to police, prosecutors, judgeasthe courts.

686. More resources, including detailed training needsa given to non-financial supervisors.
687. An effective AML/CFT supervisory regime needs tods¢ablished for lawyers and notaries.

688. Supervisors responsible for the supervision ofedean precious metals and stones, trust and
company service providers and accountants andd@gay services must be provided with the
authority to perform inspections.

689. An effective AML/CFT supervisory regime needs todstablished for NPOs.

Recommendation 32

690. Comprehensive statistics should be prepared anelwed with regard to the investigation and
prosecution of money laundering and financing afdigsm. These statistics should be
analysed to identify the underlying reasons fok laicsuccessful convictions.
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691. Comprehensive statistics should be prepared aridwed on provisional measures applied
and confiscations relating to all predicate offenceAs above, these statistics should be
analysed on a regular basis to determine areaswh@re resources are required.

692. Slovenian authorities should consider introducitgfigics on international wire transfers,
breaking down the number of cases and the amo@ipt®perty frozen, seized, and confiscated
relating to criminal proceeds, and breaking dowa iimber of requests made or received by
the FIU, whether the request was granted or refused

693. Statistics should also be prepared on mutual eggiktance or other forms of international co-
operation.

7.1.3 Compliance with Recommendation 30

Rating Summary of factors underlying rating

R.30 PC « Insufficient resources and priority given to thevastigation and
prosecution of money laundering and terrorist foiag cases.

« Insufficient resources have been applied to AML/Gipervision in
the non-banking sectors

R.32 LC® * Inadequate statistics on investigation and progmtunf funds
generating crimes.

» No statistics on provisional measures applied amdigcations relating
to all predicate offences.

* No statistics on wire transfers.
» No MLA statistics have been provided to the evaltst

 Statistics are not kept indicating the number @abming and outgoing
requests in respect of money laundering or thenfimay of terrorism,
the time taken to respond to each request and wehetlrequest is
granted or refused.

* No statistics on mutual legal assistance or othen$ of international
co-operation.

7.2 Other Relevant AML/CFT Measures or Issues
694. N/A
7.3 General Framework for AML/CFT System (see also seiin 1.1)

695. N/A

% The review of Recommendation 32 has taken intmatcthose Recommendations that are rated in this
report. In addition it has also taken into accabhetfindings from the 3rd round report on Recomdagions 38
and 39.
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IV. TABLES

8. TABLE 1. RATINGS OF COMPLIANCE  WITH FATF
RECOMMENDATIONS

The rating of compliance vis-a-vis the FATF 40+ 8cBmmendations is made according to the four
levels of compliance mentioned in the AML/CFT assesnt Methodology 2004 (Compliant (C),
Largely Compliant (LC), Partially Compliant (PC)pR-Compliant (NC)), or could, in exceptional
cases, be marked as not applicable (N/A).

—

The following table sets out the ratings of Compdia with FATF Recommendations which apply to
Slovenia. It includes ratings for FATF Recommendations fréve $ round evaluation report tha

were not considered during th& dssessment visit. These ratings are set ouliostand shaded.

—

Forty Recommendations Rating Summary of factors underlying rating®®

Legal systems

1. Money laundering offence PC » Not all designated categories of offences |are
fully covered as predicates as incrimination| of
the financing of an individual terrorist or terrstr
organisation is not covered.

» Given the level of proceeds generating offences
in Slovenia and the low level of convictions for
money laundering, the overall effectiveness| of
money laundering criminalisation still needs|to
be proved.

» Autonomous investigation and prosecution of the
money laundering offence still constitute | a
challenge for the judiciary.

2. ML offence — mental elemg Compliant
and corporate liability

3.Confiscation and provisional PC e The small number of money laundering gnd

measures terrorist financing related confiscations and a
lack of statistics on confiscation generally
negatively affect the system.

Preventive measures

4. Secrecy laws consistent with C
the Recommendations

% These factors are only required to be set out whemating is less than Compliant.
141



Report on fourth assessment visit of Slovenia — 17 March 2010

5. Customer due diligence

LC

* No obligation for financial institutions tp
establish or discover if a customer is acting|on
his behalf or on behalf of another person.

» General lack of awareness in the insurance sector
gives rise to concerns over effectiveness| of
implementation.

6. Politically exposed persons

LC

» Slovenia does not fully meet essential criterjon
6.1. as there is no requirement in the legislation
to determine whether the beneficial owner of a
customer is a politically exposed person.

* No clear obligations for financial institutions
concerning customers that become PEPs ddyring
the business relationship.

» Lack of application by some financial sector
participants gives rise to concerns oyer
effectiveness of implementation.

» The definition of Politically Exposed Persons| is
not sufficiently broad to include all categories|of
senior government officials.

7. Correspondent banking

Largely
compliant

0 Relationships with foreign banks and |D

procedures applied are same as for any other
foreign legal persons. Criteria 18.2 not met.

8. New technologies an
non face-to-face business

PC

» There is still no specific requirement anywhere in
the existing legislative acts that requires finahgi
institutions to have policies in place or take such
measures as may be needed to prevent the misuse
of technological developments in money
laundering or terrorist financing schemes.

9. Third parties and introducers

Compliant

10. Record keeping

LC

» Financial institutions are not specifically requir
to maintain records of the account files and
business correspondence.

[97]
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Largely 0 Recommendation as such not transposed |into

11. Unusual transactions : ;
compliant national laws.

12. DNFBP - R.5, 6, 8-f1 PC « The same concerns in the implementation| of
Recommendations 5, 6, 8 and 10 apply equally to
DNFBP (see section 3 of the report).

* Lower level of awareness of requiremepnts
relating to PEPs amongst DNFBP than in the
financial sector.

13.  Suspicious transactign LC * Low numbers of STRs from outside the bankjng
reporting sector gives rise to concerns over effectivenegs of
implementation.

» Insurance companies were not sufficiently aware
of guidance regarding the manner of reporting,
including the specification of reporting forms and
the procedures that should be followed when
reporting. (Effectiveness issue)

14. Protection & no tipping-off Largely o “Safe harbour” provisions should clearly cover

compliant criminal liability.
s nemal - conwolsy (SO0 0 ion. Of the. complante.
compliance and audit P s . P
officer's powers and role required.
16. DNFBP — R.13-15 & 7% LC « Supervisory authorities have not yet reached|out

(except for general training) to TCSP and
Lawyers and Notaries.

* The low level of STRs from the sector give r|se
to concerns over effectiveness of
implementation.

« TCSPs, Lawyers and Notaries were not
sufficiently aware of guidance regarding the
manner of reporting, including the specification
of reporting forms and the procedures that should
be followed when reporting. (Effectiveness
issue)

17. Sanctions PC » The number of administrative sanctions imposed
by financial supervisory bodies in the last two
years is too low.

3" The review of Recommendation 12 has taken intmamicthose Recommendations that are rated in this
report. In addition it has also taken into accabetfindings from the "3 round report on Recommendations 9
and 11.

38 The review of Recommendation 16 has taken intoatt those Recommendations that are rated
in this report. In addition it has also taken irdocount the findings from the™3round report on
Recommendations 14, 15 and 21.
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The policy to start an offence procedure agajinst
the offender only after the supervisory process is

concluded makes the proceedings protracted| and
therefore doubts remain in relation to the issue of
effectiveness of sanctioning system.
18. Shell banks Largel_y No explicit provision to meet Criteria 18.3.
compliant
19. Other forms of reporting Gt
20, Other DNEBP & secur Ic:srrr?elliémt gr?tg::;rizgzlof;”y met; insufficient information
transaction techniques P -
21. Special attention for highg Gt
risk countries
22. Foreign branches and LC No requirement to apply the higher standprd
subsidiaries where requirements differ.
Requirement to ensure observing AML/CFT
measures in respect of branches and subsidiaries
of is limited to institutions located in "third
countries”.
23. Regulation, supervision and LC Inadequate AML/CFT supervisory framewark
monitoring for the insurance sector.
24. DNFBP - regulation| S0 | Co Eo e Tor monioring and ensuring
SUgSSIE) Bl e e compliance by DNFBPs, given tiny number| of
STRs and size of sector.
o5 Guidelines and Eeedback Largel_y Mo_re _sector—specmc guidelines required anhd
compliant guidelines on TF.
Institutional and other
measures
26. The FIU C
27. Law enforcement authorities  PC The law enforcement results on money
laundering investigations are increasing but |are
quantitatively still quite low.
Insufficient priority is given by law enforcemept
agencies, prosecution and other competent
authorities to asset recovery and detection in
investigations relating to funds-generating
crimes.
28. Powers of compete| Compliant
authorities
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29. Supervisors PC * No targeted on-site AML/CFT inspections by
ISA and SMA

* No inspection visits to financial institutions by
the Market Inspectorate.

» Although the supervisors have adequate powers
of enforcement and sanction these powers are¢ not
being fully utilised.

30. Resources, integrity and PC * Insufficient resources and priority given to the
training investigation and prosecution of money
laundering and terrorist financing cases.

» Insufficient resources have been applied| to
AML/CFT supervision in the non-banking
sectors.

31. National co-operation C

32. Statistic¥ LC * Inadequate statistics on investigation &and
prosecution of funds generating crimes.

* No statistics on provisional measures applied jand
confiscations relating to all predicate offences.

* No statistics on wire transfers.

* No MLA statistics have been provided to the
evaluators.

+ Statistics are not kept indicating the number of
incoming and outgoing requests in respect of
money laundering or the financing of terrorism,
the time taken to respond to each request |and
whether a request is granted or refused.

» No statistics on mutual legal assistance or other
forms of international co-operation.

33. Legal persons — benefici

OWNErs Compliant
34. Legal arrangements Not
applicable

— beneficial owners

3 The review of Recommendation 32 has taken intoatt those Recommendations that are rated

in this report. In addition it has also taken irdocount the findings from the™3round report on
Recommendations 38 and 39.
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International Co-operation

35. Conventions LC Confiscation provisions of both Palermo and
Vienna Conventions not fully implemented.
Reservations about full effective implementatjon
of the regulatory and supervisory regime for
bodies other than financial institutions
susceptible to money laundering under the
Palermo Convention.

36. Mutual legal assistange LC The lack of statistics on cooperation in money

(MLA) 40 laundering and the financing of terrorism cases

undermines the assessment of effectiveness.

37. Dual criminality Clompili

38 MLA on confiscation an Iggrrr?ellént No asset forfeiture fund is being considered.

freezing P

39. Extradition Compliant

40. Other forms of co-operation LC Lack of detailed statistics underminges
effectiveness

Nine Special

Recommendations

SR.lImplement UN instruments LC Implementation of UNSCR 1267 and 1373 is not
yet sufficient.
Not all CDD requirements in the Terrorist
Financing Convention are fully implemented for
DNFBP.

SRl Criminalise terrorist LC Criminalisation of TF not yet fully in line with

financing

SR.ll as it is not as broad as required by
United Nations Convention and a sepa
incrimination of the financing of an individu

terrorist or terrorist organisation is not covered.

Several aspects coming from the second Prot
for the Suppression of Unlawful Acts against
Safety of Fixed Platforms Located on t
Continental Shelf must be incriminated.

the
ate

ocol
the
he

40

The review of Recommendation 36 has taken intmact those Recommendations that are rated in

this report. In addition it has also taken into@mt the findings from the®round report on Recommendation

28.
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SR.III Freeze and confisca PC » The freezing of terrorism related accounts and
terrorist assets funds, and related procedures, have not been
fully elaborated locally and are not publigly
known. There is a lack of local guidance and
training.

» Slovenia does not have a fully elaborated
publicly known national procedure for the
purpose of delisting and unfreezing requests
upon verification that the person or entity is aot
designated person.

» The accounts of EU internals designated |on
UNSCRs are not required to be frozen.

» Lack of awareness in the non-banking sector of
UN and EU lists.

SR.IV  Suspicious transactig LC » Only “property” linked with a transaction |s
reporting covered by the reporting obligation.

* Insurance companies were not sufficiently aware
of guidance regarding the manner of reporting,
including the specification of reporting forms and
the procedures that should be followed when
reporting. (Effectiveness issue)

SR.V Internationa LC * The incomplete criminalisation of terrorist
co-operatioﬁl financing as set out in section 2.2 above could be
an issue when responding to foreign requests for
MLA based on dual criminality.

» The lack of statistics on cooperation in money
laundering and the financing of terrorism cases
undermines the assessment of effectiveness.

SR.VI  AML requirements for C
money/value transfer services

SR.VII Wire transfer rules C

SR.VIII Non-profit organisations PC » Unclear whether there is a coordination betwgen
the different governmental actors including thpse
from law-enforcement side, in assessing [the
current risk in the sector.

“1 The review of Special Recommendation V has takemaccount those Recommendations that are rated i
this report. In addition it has also taken intocamt the findings from the 3 round report on
Recommendations 37, 38 and 39.
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* No fully comprehensive review of domes

VIII.3.

with regard to potentially vulnerable NPOs

* No “know your beneficiary and associate” ru
for NPOs.

which control significant portions of the financi

the sector’'s international activities.

SR.IX Cash Couriers

Compliant

9. TABLE 2: RECOMMENDED ACTION PLAN TO IMPROVE THE

AML/CFT SYSTEM

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No text required

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

There is an important and urgent need to bring

* Insufficient supervision or monitoring of NPQs

ic

NPOs in order to obtain a clear picture of all the
legal entities that perform as NPOs, especiglly
ones of potential high risk as described in créteri

* No comprehensive outreach through awaremess
raising campaigns in the NPO sector, particularly

es

al

resources of the sector and substantial shares of

an

appropriate case to the Supreme Court to test riurre

assumptions on the levels of proof required witljard to

the underlying offence in an autonomous mopey

laundering case.

Consideration must also be given to utilising thesting
facilities to effectively implement the legislatiam money
laundering by practitioners. These include guitksi to
assist judicial authorities, joint training semisiasetting up

an experts group to discuss and exchange expermmce

money laundering investigation, prosecution and

proceedings, using extraordinary appeals for reogiv

guidelines on the points of law from the SupremerCo

It is recommended that the Council of Europe Cotigar
on Laundering, Search, Seizure and Confiscatiorhef
Proceeds from Crime and on the Financing of Tesnoyr
CETS No.: 198 be ratified and applied quickly &s
provisions should assist in the establishment of
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predicate offence in an autonomous money launde
case®

2ring

2.2 Criminalisation of Terrorist
Financing (SR.I)

The Criminal Code should contain a financing ofdgsm
offence in line with Article 2.1.a of the Terrorisinancing
Convention as well as separate incrimination of
financing of an individual terrorist or an terrdr
organisation.

the

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3)

Priority should be given to asset detection andetg
recovery

Priority should be given to increasing the volumd aalue
of criminal asset recovery orders made

SS

2.4 Freezing of funds used for
terrorist financing (SR.III)

The administrative procedure of freezing suspe
terrorism related accounts as a result of the aslieWN
Resolutions, including rules regarding unfreezimg ¢he
rights and obligations of the financial instituteorand
account holders, should be fully elaborated.

A comprehensive training regime together with
production of relevant guidance for the regulatedtar
should be undertaken to ensure that all personsrt
obligation are aware of their responsibilities undiee
sanctions regime.

cted

the

nd

2.5 The Financial Intelligence Unit
and its functions (R.26)

Specific additional Guidance on reporting needsbé&
developed for the Insurance sector, Lawyers/Nataaied
TCSPs.

2.6 Law enforcement, prosecution
and other competent authorities
(R.27 & 28)

Police and Prosecutors need to select and prosecu
appropriate case where there is no direct eviderica
particular criminal offence or type of criminal effce but
where there is good circumstantial evidence fronicvia
court could infer that the property was derivednira
criminal offence. If necessary the case shouldakert to
the higher courts for a definitive ruling.

Slovenian authorities could consider
training on ML and FT offences, and the seizureging
and confiscation of property that is the proceeidsrione
or is to be used to finance terrorism to judges@ndts.

giving spedi

te

3. Preventive Measures —
Financial Institutions

3.1 Risk of money laundering or

A formal risk assessment should be undertaken tess

“2 Slovenia ratified the Convention of the Council Bfirope No. 198 on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorism (hereinafter Convention N88)

on 4 March 2010.
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terrorist financing

the areas of vulnerability tomey laundering and terrorist

financing in Slovenia.

3.2 Customer due diligence,
including enhanced or reduced
measures (R.5, R.6 & R.8)

All anonymous accounts, regardless of the balamcéhe

account, should be closed or converted to nomiaativ

accounts at the earliest opportunity and not ldtan 1
January 2011.

A requirement for financial institutions to detenai
whether the customer is acting on his own behalbmof
behalf of another person should be introduced alwitiy a
requirement to verify the authority of
purporting to act on behalf of the customer.

The implementation of Recommendation 6 needs t¢

any person

be

addressed as it was not clear to the financial atark

participants how to deal with the obligations canagg
customers that become PEPs during
relationship.  Furthermore the definitions need ke
amended to come into line with the FATF definitiaofs
PEP.

A clear requirement should be included in the lagise
acts for financial institutions to have policies ptace or
take such measures as may be needed to preventsinge
of technological developments in money laundering
terrorist financing schemes.

3.3 Financial institution secrecy or
confidentiality (R.4)

3.4 Record keeping and wire
transfer rules (R.10 & SR.VII)

A provision for data to be retained for a longerewh
requested by the relevant authorities should bedoted
into legislation.

There should be clear requirements for
institutions in law or regulation to keep records tbe
account files and business correspondence.

Availability of customer and transaction data omdly

the business

financial

basis not only to FIU but possibly to other reldvan

competent authorities should be prescribed in law
regulation.

3.5 Suspicious transaction reports
and other reporting (R.13-14, 19&
SR.IV)

The reporting requirements should be extended cludie
all suspicions concerning transactions irrespedaivehen
the suspicion arises.

There needs to be a constant raising of awarerfes®e
reporting requirements in the non —banking secoi in
particular, specific additional guidance on repgrineeds
to be developed for the for the insurance sectwyérs
and notaries and TCSPs.

1=
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The reporting requirement should be clarified tewga that
“funds” as well as “transactions” are covered.

3.6 Foreign branches (R. 22)

A distinction should be introduced between thirdirnies
and countries which do not or insufficiently applye
FATF Recommendations.

A requirement should be introduced to ensure olisgf
AML/CFT measures in respect of branches
subsidiaries of the institution located in EU MemBéates.

A requirement should be introduced to apply thehéig
standard where the minimum AML/CFT requirements
the home and host countries differ.

<

and

of

3.7 The supervisory and oversight
system - competent authorities an
SROs. Role, functions, duties and
powers (including sanctions) (R.23
29& 17)

The ISA should review its AML/CFT strategy to eres

that it fulfils its obligations under the APMLTF @n

introduce additional resources as appropriate. B
should conduct regular on-site inspections revigwine
effectiveness of AML/CFT controls.

A lead authority should be designated with powestép in
and conduct on-site inspections if another superviails
to perform, or inadequately performs its superyis
functions.

the effectiveness and efficiency of the sanctioniegime
should be reassessed and more proportionate ssubdige
fines introduced and applied effectively and eéfitly.
Furthermore, the Slovenian authorities should déstala
consistent policy concerning when and how to conueg
an administrative procedure for all financial sesto

or

2N

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

A supervisory authority should be designated todcen
AML/CFT supervision of lawyers and notaries.

Authority to perform inspections for AML/CFT purpess
needs to be granted to the supervisors for dealgnecious
metals and stones, trust and company service @evahd
accountants and tax advisory services.

Outreach, including targeted inspection visits, isans and
training needs to be undertaken in order to raisgeness o
the importance of AML/CFT controls across the wiadléhe
DNFBP sector.

4.2 Suspicious transaction reportir]
(R.16)

9

Specific additional Guidance needs to be develdpethe
insurance sector, lawyers and notaries and TCSPs.

f
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5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Non-profit organisations
(SR.VIII)

The numbers and types of NPO that control signitig
portions of the resources of the sector and a antiat
share of the sector’s international activities dtiobe
identified. A specific risk assessment in thegaarshould
be undertaken with a view to promoting effect
supervision or monitoring of those NPOs.

The system of supervising or monitoring NPOs wh
control significant portions of the financial resoes unde
control of the sector and substantial shares ofsdwtor's
international activities still needs to be deveblhpeThere
should be clear responsibility for supervising t8&T
controls of those NPOs which have been identifredhie
risk assessment and a clear plan for carrying big
supervision.

Awareness-raising measures need to be adoptethgetat
the NPO sector on the risk of terrorist abuse amel
available measures to protect the sector agaichktaiuse.

a

ve

ich

6. National and International
Co-operation

6.1 National co-operation and
coordination (R.31)

6.2 The Conventions and UN
Special Resolutions (R.35 & SR.I)

Need to be taken in order to properly implement @RS
1267 and 1373 and to ensure full implementation
relevant provisions on confiscation and preven
measures in the Palermo and Terrorist
Convention. A comparison should be undertakennag
domestic legislation and amendments made as negees
bring it into line with the conventions.

finan¢

of
tive
ng

6.3 Mutual Legal Assistance (R.36
38 & SR.V)

¢

Statistics on mutual legal assistance related toen
laundering and predicate offencelould be maintainec
These statistics should include details of the remdf
MLA requests received and sent, the time takers$paond,
how many requests were executed or refused anthei
latter case, the grounds for refusal.

|=)

6.4 Other Forms of Co-operation
(R.40 & SR.V)

Statistics should be maintained on internationajuests
for cooperation received related to money laundeend
the financing of terrorism. These statistics sHdaklude
the nature of the request, the time taken to respdrow
many requests were executed or refused and, itattes
case, the grounds for refusal.
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7. Other Issues

7.1 Resources and statistics (R.
& 32)

80 Recommendations on resources are set out in tbeardl

sections above (notably, 2.6, 3.7, 4.1 and 5.1).

Comprehensive statistics should be prepared anewedu
with regard to the investigation and prosecutiormainey
laundering and financing of terrorism. These stas
should be analysed to identify the underlying reasfor
lack of successful convictions.

Comprehensive statistics should be prepared anewed
on provisional measures applied and confiscatieteting
to all predicate offences. As above, these sizishould
be analysed on a regular basis to determine arbase
more resources are required.
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10. TABLE 3: AUTHORITIES' RESPONSE TO THE EVALUATION (I F
NECESSARY)

RELEVANT COUNTRY COMMENTS
SECTIONS AND
PARAGRAPHS
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V. COMPLIANCE WITH THE 3 "° EU AML/CFT DIRECTIVE

Slovenia has been a member country of the Europaan since 2004. It has implemented
Directive 2005/60/EC of the European Parliament anadf the Council of 26 October 2005 on
the prevention of the use of the financial systenof the purpose of money laundering and
terrorist financing (hereinafter: “the Directive”) and th@ommission Directive 2006/70/E®f

1 August 2006 laying down implementing measures for Directive 208/60/EC of the
European Parliament and of the Council as regardshe definition of ‘politically exposed
person’ and the technical criteria for simplified austomer due diligence procedures and for
exemption on grounds of a financial activity conduted on an occasional or very limited
basis

The following sections describe the major diffeendetween the Directive and the relevant FATF
40 Recommendations plus 9 Special Recommendations.

1. Corporate Liability

Art. 39 of the Directive | Member States shall ensure that natural and legyabps covered by the
Directive can be held liable for infringements bétnational provisions
adopted pursuant to this Directive.

U,

FATF R. 2 and 17 Criminal liability for money laundering should extk to legal persons.
Where that is not possible (i.e. due to fundamemiakiples of domestic
law), civil or administrative liability should appl

Key elements The Directive provides no exception for corporatability and
extends it beyond the ML offence even to infringatsewhich are
based omational provisions adopted pursuant to the DivectiVhat is
the position in your jurisdiction?

Description and Natural and legal persons can be held liable f@iingements of the
Analysis national provisions adopted pursuant to the Thinckdive (that is the
APMLTF), be it for a criminal offence or a misdemeanor.

If a legal person is held liable for a criminaleaite the provisions of the
Criminal Liability of Legal Entities Act are apphble.

If a legal person is held liable for a misdemegmarsuant to the Minof
Offences Act, the sanctions for legal persons, salters and responsibje
persons of a legal person are explicitly set outuinact defining the
relevant infringement (in the relevant case th&ésAPMLTF).

Articles 13, 14 and 15 of the Minor Offences Acff{€al Gazette of the
Republic of Slovenia, No. 3/07) set out the relevprovisions. (See
Annex VIII)

Conclusion Criminal liability for money laundering extendslegal persons

Recommendations and
Comments
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2.

Anonymous accounts

Art. 6 of the Directive

Member States shall prohibit their credit and ficiah institutions
from keeping anonymous accounts or anonymous paksbo

FATFR.5

Financial institutions should not keep anonymousoaats or
accounts in obviously fictitious names.

Key elements

Both prohibit anonymous accounts but allow numbeagedounts
The Directive allows accounts or passbooks on tiiets nameg
butalways subject to full CDD measures. What is thgitpm in your
jurisdiction regarding passbooks or accounts aitibas names?

Description and

Analysis

Slovenian legislative acts prohibit opening andpkeg of anonymous

D

accounts, passbooks and bearer passbooks, anddriolthis prohibition
also other products enabling, directly or indirectly,etttoncealment g
the customer’s identit¢Article 35 of the APMLTF). Article 102 of th
APMLTF in addition provides obligation to carry dutl CDD in respect
of the existing anonymous products.

Conclusion

Article 35 of the APMLTF provides for the prohildti of using
anonymous accounts in Slovenia. In addition Artkd@ of the APMLTF
requires that the owners of the existing anonynamesunts (and simild
products) are to be identified upon the claimingsoth funds. Dug
diligence is required to be fulfilled in respectdoch person. Otherwis
funds on anonymous accounts held in a financiaititi®n in respect tg
similar products are blocked until the first tractgan.

Although there are controls in place to preventrtiisuse of the existin
anonymous accounts, the authorities provided #ighe time of the on
site visit, there were 2,966 anonymous accountd imeteven banks wit
overall balance of €1,708,905 (in general not mibr@n €28,200 or
accounts although, one account was reported asgad309,820).

Recommendations
Comments

ar

dAll anonymous accounts, regardless of the balandé® account, shoul
be closed at the earliest opportunity.

11

-0 1

=)

=

3. Threshold (CDD)

Art. 7 b) of the Directive

The institutions and persons covered by the Divectghall apply
CDD measures when carrying out occasional trarmaciamounting
to EUR 15 000 or more.

FATFR.5

Financial institutions should undertake CDD measwvhen carrying
out occasional transactions abdkie applicable designated thresho

Key elements

Are transactions and linked transactions of EURQAB covered?

d.
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Description and

Analysis

The obligation to apply customer due diligenceeisait in the APMLTH
(Article 8) and it is required in situations whestablishing a busineg
relationship with a customer as well as when cagyout a transactio
amounting to €15,000 or more, whether the transacdti carried out in ¢
single operation or in several operations whicheaidently linked.

0

Conclusion

Transactions and linked transactions of EUR 15d&@0covered.

Recommendations
Comments

ar

d

4. Beneficial Owner

Art. 3(6) of the Directive

(see Annex)

The definition of ‘Beneficial Owner’ establishes mithum criteria
(percentage shareholding) where a natural persém li® considere
as beneficial owner both in the case of legal pesssnd in the case

legal arrangements

FATF R. 5 (Glossary)

‘Beneficial Owner’ refers to the natural person(gho ultimately
owns or controls a customer and/or the person ooswltbehalf g
transaction is being conducted. It also incorparét@se persons wh
exercise ultimate effective control over a legalrspa or legal
arrangement.

A

Key elements

Which approach does your country follow in its défon of
“beneficial owner’? Please specify whether theecidt in the EU
definition of “beneficial owner” are covered in ydegislation.

Description and

Analysis

Slovenian legislation covershe criteria in the EU definition @
“beneficial owner” and thufollows the EU approach.

The definition of "beneficial owner" as included tine APMLTF is ag
follows: For the purposes of this Act, the term beneficiaher shall
include the following:

a_natural person who ultimately owns or supervises
otherwise exercises control over a customer (pealithe party is a legé
entity or other similar legal subject), or

a natural person on whose behalf a transactioceisied out or
services performed (provided the customer is arahperson).

In addition to that Article 19 of the APMLTF statdsat Pursuant to thig
Act, the beneficial owner of a corporate entitylsha:

3. any natural person who owns through direct odiiect
ownership at least 25% of the business shastocks or voting or othe
rights, on the basis of which he/she participatethe management or i
the capital of the legal entity with at least 25%are or has the
controlling position in the management of the legatity’s funds;

4, any natural person who indirectly provides or psoviding
funds to a legal entity and is on such groumglgen the possibility of

=

5
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exercising control, guiding or otherwise substantiainfluencing the
decisions of the management or other administrativedy of the legal
entity concerning financing and business operations

Conclusion

The legal definition of beneficial owner as inclddan the APMLTF
corresponds to the definition of beneficial ownettie Third Directive.

Recommendations and

Comments

5.  Financial activity on occasional or very limited bais

Art. 2 (2) of the Member States may decide that legal and naturalopsrwho engag

Directive in a financial activity on an occasional or venmyilied basis and wher
there is little risk of money laundering or finangi of terrorism
occurring do not fall within the scope of Art. 3(dy (2) of the
Directive.
Art. 4 of Commission Directive 2006/70/EC furtheefides this
provision.

FATF R. concerning When a financial activity is carried out by a perswr entity on arj

financial institutions

occasional or very limited basis (having regardgt@ntitative and
absolute criteria) such that there is little risk money laundering
activity occurring, a country may decide that thpplecation of anti-
money laundering measures is not necessary, ditligror partially
(2004 AML/CFT Methodology para 23; Glossary to E#&TF 40 plus
9 Special Recs.).

Key elements

Does your country implement Art.4 of Commissionrdative
2006/70/EC?

Description
Analysis

and

Slovenia has included the mentioned provision iicke 4 of the
APMLTF, namely:(4) The Government of the Republic of Slove
may determine the conditions under which the ohibgato apply the
measures under the present Act shall not applyegall entities on
natural persons referred to in paragraph 1 of tiigicle who only
pursue activity occasionally or in limited scopedanho are expose
to a low risk of money laundering or terrorist fimang. When
determining terms and conditions, the Governmerih@fRepublic o

Slovenia shall take account of the technical crétesdopted by the

European Commission pursuant to Article 40 of Disex
2005/60/EC and the related findings of the officel essupervisory
bodies referred to in Article 85 hereof.

However, Slovenian authorities informed evaluatotbat the
government has not issued such regulation so far.

e

2nia

f

174

Conclusion

Article 4 of Commission Directive 2006/70/EC is ilamented in
Slovenian legislation.
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Recommendations an
Comments

d

6. Simplified Customer Due Diligence (CDD)

Art. 11 of the Directive

By way of derogation from the relevant Article tHairective
establishes instances where institutions and psresoay not apply
CDD measures. However the obligation to gatherigafit CDD
information remains.

FATFR.5

Although the general rule is that customers shdddsubject to the
full range of CDD measures, there are instancesrevheduced of
simplified measures can be applied.

Key elements

Is there any implementation and application of Brof Commission
Directive 2006/70/EC which goes beyond the AML/CFT
Methodology 2004 criterion 5.97?

Description and
Analysis

The APMLFT in Articles 33 and 34 sets out the ditwes when the
simplified due diligence may be applied (Article3, 34). In addition tq
this the Minister of Finance has issued "Rulesngyidlown conditiong
under which a person may be considered as a cust@presenting a
low risk of money laundering and terrorist finargtifJanuary 2008).

The APMLFT also provides for an exemption from thigligation to
carry out customer due diligence for certain prdaslufArticle 12).
Simplified customer due diligence for certain nesident customer
mentioned in Art 33 of APMLTF may only be applied ¢ases wher
customer's country of origin is a Member state d¢hiad country which
Slovenia has recognised to be in compliance with TFA
Recommendations (an equivalent third country). Siish has beern
provided in the "Rules laying down the list of egalent third countries’
(January 16, 2008) issued by the Minister of Fiean€ustomel
categories mentioned in Art 33 equate to thosedisinder criteria 5.9 of
the AML/CFT Methodology.

The APMLFT does not allow to apply simplified custer due diligence
in cases when there are reasons for suspicion oeyntaundering of
terrorist financing (Article 33, part 1).

[2)

11

Conclusion

The articles of the APMLTF are broadly in line withe Article 3 of
Commission Directive 2006/70/EC. Howevirhas not adopted a fu|
simplified CDD approach as defined under the El&&live.

Recommendations an
Comments

drhe country may wish to consider further applicataf the simplified
risk based approach in accordance with the EU Duex
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7.

Politically Exposed Persons (PEPS)

Art. 3 (8), 13 (4) of thg
Directive

(see Annex)

The Directive defines PEPs broadly in line with FAZ0 (Art. 3(8)).
It applies enhanced CDD to PEPs residing in anditeenber State of
third country (Art. 13(4)). Directive 2006/70/EC gptides a widef
definition of PEPs (Art. 2) and removal of PEPsafine year of thg
PEP ceasing to be entrusted with prominent puhlizctions (Art.

2(4)).

1%

FATF R. 6 and Glossary

Definition similar to Directive but applies to indduals entrusted
with prominent public functions in a foreign countr

Key elements

Does your country implement Art. 2 of Commissionrdotive
2006/70/EC, in particular Art. 2(4), and does ipgpArt. 13(4) of the
Directive?

Description and

Analysis

The definition of "Politically Exposed Person" (PEB provided in the
APMLTF (Article 31, paragraph 2) and follows thefidéion of the
Third Directive and the Implementation Directive.

The APMLTF contains the requirement that for custsnwho are
identified as foreign PEPs the enhanced customes diligence
procedure is to be applied when entering into assinrelationship o
executing a transaction equalling to or being ntlbat €15,000.

=

Conclusion

Slovenia has implementedrticle 2(4) of Commission Directivg
2006/70/EC, and it applies Article 13(4) of the éitive as well.

1%

Recommendations and
Comments
8. Correspondent banking
Art. 13 (3) of theg For correspondent banking, Art. 13(3) limits theplagation of
Directive Enhanced Customer Due Diligence (ECDD) to corredpahbanking
relationships with institutions from non-EU memloceuntries.
FATF R. 7 Recommendation 7 includes all jurisdictions.

Key elements

Does your country apply Art. 13(3) of the Directive

Description and

Analysis

Slovenia has applied Article 13(3) of the Directivgh Article 30 of
the APMLTF (Corresponding banking relationships with credit
institutions from third countrigs and limits the application df
enhanced CDD to correspondent banking relationshypish
institutions from third countries (a European Uniton-member statg
or a non-signatory state to the European Economéa Agreement).
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However, Article 30 does not include all the requients of the
Directive. Namely, there are no indications for ahligation to
document the respective responsibilities of easthitirtion as well as
for obligations concerning payable-through accounts

Conclusion

The requirements included in the APMLTF are nolyfir line with the
Article 13(3) of the Directive.

Recommendations arn

Comments

drhe authorities need to consider additional requéngts to be put in the
Law or other legislative acts of Slovenia.

9. Enhanced Customer Due Diligence (ECDD) and anonynyit

Art. 13 (6) of thg The Directive requires ECDD in case of ML or TFdats that may
Directive arise from producter transactionshat might favour anonymity.
FATF R. 8 Financial institutions should pay special attentitin any money

laundering threats that may arise from new or dgiab
technologieghat might favour anonymity [...].

Key elements

The scope of Art. 13(6) of the Directive is broattean that of FATH
R. 8, because the Directive focuses on productdramsactions
regardless of the use of technology. How are tliesees covered in
your legislation?

Description
Analysis

and

Broadly speaking, Article 35 of the APMLTF (as nbtabove in the
section on anonymous accounts) prohibits opengsgimg or keeping
of anonymous accounts, passbooks or bearer passbookother
products enabling, directly or indirectly, the ceabment of the
customer’s identity.

In addition, Articles 6 and 29 of the APMLTF indityy apply the EU
provision by introducing a risk assessment, whichsaat identifying
cases where the risk is high. The organizatiordgired to carry ouf
a risk analysis and to establish a risk assessfaeiridividual groups
or customers, business relationships, productsrarsactions with
respect to their potential misuse for money laumggeor terrorist
financing. The procedure to establish risk assessisesupposed t
reflect the specific features of the organisatiod #s operations (e.g.
its size and composition, scope and structure alinass, types g
customers doing business with the organisation,typels of products
offered by the organisation).

|

—

Where the organisation assesses that there istarlik of money
laundering or terrorist financing due to the natofethe busines
relationship, form or manner of executing the teanti®n, busines
profile of the customer, or other circumstancesatie) to the
customer, it shall apply enhanced CDD.

)
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It should be noted in addition that the provisiansplace are no
sufficient to meet the requirements of Recommepda8 as there i
no specific requirement for financial institutiotts have policies in
place or take such measures as may be neededvienptbe misusg
of technological developments in money laundering terrorist
financing schemes.

t

Uy

Conclusion

Although Article 13(6) of Directive to some exteaipears to be applig
by requirement fothe risk assessment, which aims at identifying €
where the risk is high and it is required to cay a risk analysis an

to establish a risk assessment for individual gsoop customers,

business relationships, products or transactioris wspect to thei
potential misuse for money laundering or terrofistancing, the
provisions in place are not sufficient

o

nse

o

Recommendations ar
Comments

dSlovenian authorities should provide a clear regquent in the legislativ

acts for financial institutions to have policies jtace or take suc
measures as may be needed to prevent the misusechuiological
developments in money laundering or terrorist foiag schemes

1%

=

10. Third Party Reliance

Art. 15 of the Directive

The Directive permits reliance on professional,lifjed third parties
from EU Member States or third countries for thef@enance of
CDD, under certain conditions.

FATFR. 9

Allows reliance for CDD performance by third pastibut does no
specify particular obliged entities and professi@rgch can qualify,
as third parties.

t

Key elements

What are the rules and procedures for reliance hord tparties?
Are there special conditions or categories of pgsswho can qualify
as third parties?

Description and
Analysis

Article 25 of the APMLTF (see Annex) defines “thipdrties”.

Thus the EU approach and provisions as providethbyAML/CFT
legislation corresponds to provisions on third parliance in the
Third Directive.

Third party reliance is regulated by Articles 246, 27 of the
APMLTF.

On the basis of Article 25 of the APMLTF the mimistof finance
issued two implementing regulations:

- Rules laying down the list of equivalent thirduodries
(Official Gazette of the Republic of Slovenia, N®/2008):

- Rules laying down conditions to be met by a pert®oact in
the role of a third party (Official Gazette of tRepublic of Slovenia
No. 10/2008).
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Conclusion

Slovenian legislative acts permit reliance on pseienal, qualified
third parties from EU Member States or third coigstrfor the
performance of CDD, under certain conditions.

Recommendations
Comments

ar

d

11. Auditors, accountants and tax advisors

Art. 2 (1)(3)(a) of the

CDD and record keeping obligations are applicalde auditors,

Directive external accountants and tax advisors acting inettexcise of thei
professional activities.
FATF R. 12 CDD and record keeping obligations

1. do not apply to auditors and tax advisors;

2. apply to accountants when they prepare for or caowy
transactions for their client concerning the foliogvactivities:

¢ buying and selling of real estate;
e managing of client money, securities or other asset
¢« management of bank, savings or securities accounts;

e organisation of contributions for the creation, @i@®n or
management of companies;

e creation, operation or management of legal persons
arrangements, and buying and selling of busineg#iesn
(2004 AML/CFT Methodology criterion 12.1(d)).

Key elements

The scope of the Directive is wider than that &f tPATF standard
but does not necessarily cover all the activitiésaccountants a
described by criterion 12.1(d). Please explaingkint of the scop
of CDD and reporting obligations for auditors, ere accountant
and tax advisors.

ur—( O U

Description
Analysis

and

The APMLTF includes auditors and tax advisors dgjobs.

As to the CDD and record keeping obligations foditng firms,
independent auditors, and legal entities and nhatyrersons
performing accounting or tax advisory services thsythe same as (o
all other organisations under the APMLTF. They cowdl the
obligation of the mentioned person categories.

According to the second paragraph of Article 3&8h&f APMLTF, the
reporting obligation concerning CTRs does not apfyauditing
firms, independent auditors, and legal entities aatural person

Uy
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performing accounting or tax advisory services.
(See also MER on Rec. 5 and Rec. 10)

Conclusion

The obligations for auditors, external accountamd tax advisors ar
the same as for financial institutions and otheyaoisations referre
to in the first paragraph of Article 4 of the APMETexcept regardin
reporting obligations.

‘Samonyc)

The extent of the scope of CDD and record keepioligations for
auditors, external accountants and tax advisors acoeered in
accordance with the Third Directive.

Recommendations and

Comments

12. High Value Dealers

Art. 2(1)(3)e) of theg The Directive applies to natural and legal perswading in goods

Directive where payments are made in cash in an amount of E3JBO0 or
more.

FATF R. 12 The application is limited to those dealing in poeis metals and

precious stones.

Key elements

o

The scope of the Directive is broader. Is the beoapproach adopte
in your jurisdiction?

Description and

Analysis

According to the APMLTF, traders in precious metaigl precious
stones and products made from these materialsrsaad works of ar
as well as auctioneers are the obliged entitiesth&t same time
Slovenian APMLTF prohibits accepting cash paymeexseeding
EUR 15,000 for these persons. Hence in terms diicgtyility of the
law Slovenia follows the broader approach whilea¢hare restrictions
as to cash payments (Article 37).

Conclusion

Slovenia has adopted the broader approach as taphiecability of the
AML Law.

Recommendations
Comments

ar

d

13. Casinos

Art. 10 of the Directive

Member States shall require that all casino custerbe identified
and their identity verified if they purchase or bange gambling
chips with a value of EUR 2 000 or more. This is$ reguired if they
are identified at entry.
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FATF R. 16

The identity of a customer has to be establishetvanified when he
or she engages in financial transactions equal &ove EUR 3 000.

Key elements

In what situations do customers of casinos havddoidentified?
What is the applicable transaction threshold inryjmisdiction for
identification of financial transactions by casicustomers?

Description and

Analysis

In Slovenia customers of casinos and gaming haflsequired to bg
identified and verified at entry (the first paraginaof Article 18 of the
APMLTF).

In addition to that, in transactions amounting tb©00 or more,
concessionaire offering games of chance in a casingaming hall
verifies the identity of the customer carrying the transaction agai
and obtains the required information when the taatisn is effected
at the cashier's desk (the third paragraph of Aketi@ of the
APMLTF).

)

Conclusion

The identity of all customers is required to belelshed and verified upo
each entry to a casino. The obligation to cartyomstomer due diligenc
also applies to casinos when a transaction amautai€15,000 or more i
carried out in a single operation or several obsliplinked operations. I
such cases it is required that identification aedfication of the custome
will also take place at the cashier's desk at tlenemt of transactio
(Article 8, part 3). This is not to be fully in &nwith the criterion 12.1. (8
requiring casinos to comply with all the requiretsesf Recommendation
when their customers engage in financial transastiequal to or abov
USD/€ 3,000.

Recommendations
Comments

ar

dSlovenian authorities may wish to lower the thrédHor identification
of customers engaging financial transactions ifincasfrom €15,000 t¢
€3,000.

14. Reporting by accountants, auditors, tax advisors, otaries and other independent
legal professionals via a self-regulatory body tdie FIU

Art. 23
Directive

of the

1)

This article provides an option for accountantsditmus and tax
advisors, and for notaries and other independeyal lgrofessionals t
report through a self-regulatory body, which sHaliward STRs tg
the FIU promptly and unfiltered.

FATF Recommendatior]

The FATF Recommendations do not provide for sucbion.

Key elements

Does the country make use of the option as providedyy Art. 23
(1) of the Directive?

Description and

Analysis

According to the APMLTF all organizations are oklijto report tg
the Office. That also includes accountants, auslitéax advisors
notaries and other independent legal professionals.
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Conclusion

Slovenia has not made use of the option as proviolebly Art. 23 (1)
of the Directive. All reports are forwarded dirgctlo the Office
(Slovenian FIU).

Recommendations an

Blovenian authorities may wish to alloaccountants, auditors, tax

—

Comments advisors, notaries and other independent legalepsddnals repor
through a self-regulatory body, which shall forw&®@Rs to the FIU
promptly and unfiltered.

15. Reporting obligations

Arts. 22 and 24 of th
Directive

The Directiverequires reporting where an institution knows, satg or
has reasonable grounds to suspect money laundariegrorist financing
(Art. 22). Obliged persons should refrain from garg out a
transaction knowing or suspecting it to be reldatethoney laundering
or terrorist financing and to report it to the FlWhich can stog
the transaction. If to refrain is impossible or kbufrustrate an
investigation, obliged persons are required to mepgo the FIU
immediately afterwards (Art. 24).

FATF R. 13

v

Imposes a reporting obligation where there is siigpithat funds are
the proceeds of a criminal activity or relatedeodrist financing.

Key elements

What triggers a reporting obligation? Does the llefyamework
addres®x antereporting (Art. 24 of the Directive)?

Description and

Analysis

Pursuant to the third paragraph of Article 38 oé thPMLTF, the
organisation is obliged to report to the FIU wheaeasons fol
suspicion of money laundering or terrorist finamgcirexist in
connection with the customer or transaction. It twalse done prior to
effecting the transaction stating the time limiwhich the transactio
is to be carried out.

Conclusion

Though an obligation to report to the FIU wheresmees for suspicion
of money laundering or terrorist financing existcionnection with the
customer or transaction is included in the APMLTHg obligation ta
refrain from a transaction knowing or suspectingoitbe related to
money laundering or terrorist financing and to mpbto the FIU,
which can stop the transaction, is not addressethén Sloveniar
APMLTF. This obligation cannot be found in any athkegal
documents.

Recommendations
Comments

an

dSlovenian authorities should consider includindegislative acts the
obligation to refrain from carrying out transactsowhich they know
or suspect to be related to money laundering ootist financing
according to Art 24 of EU Directive.
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16. Tipping off (1)

Art. 27 of the Directive

Art. 27 povides for an obligation for Member States to ecb
employees of reporting institutions from being esgu to threats g
hostile actions.

=

FATF R. 14

No corresponding requirement (directors, officersd e&mployees
shall be protected by legal provisions from crinhiaad civil liability
for “tipping off”, which is reflected in Art. 26 aothe Directive)

Key elements

Is Art. 27 of the Directive implemented in yourigdiction?

Description and

Analysis

Article 61 of APMLTF does not allow the FIU to disse information
on the employee and/or the respective organisdtiah has filed a
report or provided any other information requedbgdihe FIU. The
article provides for exemptions for such disclosuiecluding the
cases when such data are required by the competerit

It should be noted that in addition to that, Aicl35 of Criminal
Code (Official Gazette of the Republic of Sloverims. 55/08, 66/08
and 39/09; CC-1) provides for the general provisiornrespect of
threatening the security of another person, undectwa person could
be punished by a fine or sentenced to imprisonrfegntot more thar
one year.

Conclusion

Article 27 of the Third Directive has been implerteshby the second
paragraph of Article 61 of the APMLTF in combinatiavith the
Article 135 of Criminal Code.

Recommendations
Comments

ar

d

17. Tipping off (2)

Art. 28 of the Directive

The prohibition on tipping off is extended to whege money,
laundering or terrorist financing investigation bging or may be
carried out. The Directive lays down instances whie prohibition
is lifted.

FATF R. 14

The obligation under R. 14 covers the fact that SR or relateg
information is reported or provided to the FIU.

Key elements

Under what circumstances are the tipping off obiayes applied?

Are there exceptions?

Description and

Analysis

The tipping off obligations are applied under Algic76 of the
APMLTF and include a provision for not disclosing the customer
or any other third person that the data or infoiomgt or
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documentation about the customer has been forwaodéa FIU.

The above mentioned article also provides for sibtna when this
prohibition can be lifted including the necessity disclose facts in
criminal proceedings, requirements by the competanirt, when
required by the supervisory body for supervisoryppsges as well as
in the situations when a lawyer, law firm, notagydit company
independent auditor, legal entity or natural persoerforming
accountancy services or tax advisory services seeklissuade th
client from engaging in illegal activity.

11

Conclusion

The provisions of the APMLTF correspond to thetfiessd second
paragraph of Article 28 of the Third Directive. Eextions as provide
for in the third to fifth paragraph of Article 28 the Third Directive
are not implemented in Slovenian AML/CFT legislatio

Recommendations
Comments

ar

Blovenian authorities may wish to consider inclgdithe exception
provided in the Article 28 of the Third Directiven ithe Slovenian
AML/CFT legislation.

18. Branches and subsidiaries (1)

Art. 34
Directive

of

2

the

14

The Directive requires credit and financial indtdns to communicate
the relevant internal policies and procedures wiagngicable on CDD
reporting, record keeping, internal control, rislss@ssment, ris
management, compliance management and communidatibnanches
and majority owned subsidiaries in third (non E0Watries.

FATF R. 15 and 22

The obligations under the FATF 40 require a broaahel higher standard
but do not provide for the obligations contemplabgdArt. 34 (2) of the
EU Directive.

Key elements

Is there an obligation as provided for by Art. 24 ¢f the Directive?

Description
Analysis

and

Article 39 of the APMLTF provides for the obligatioto apply
measures in third countries which is in line witle {provisions of the
Third Directive. The mentioned article obliges argations to ensur
that the measures for detecting and preventing gntmexdering ang
terrorist financing are applied in the branches amajority-owned
subsidiaries located in third countries to the saxtent as in the
Slovenian APMLTF, unless explicitly contrary to thegislation of
the third country.

Conclusion

The obligation as provided in the Article 34 (2)tbé Third Directive
is in place in Slovenia. Article 39 of the APMLTHRtioduces such
obligation.

Recommendations
Comments

ar

d
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19.

Branches and subsidiaries (2)

Art.  31(3)
Directive

of

the

—F

The Directive requires that where legislation dhimd country does ng
permit the application of equivalent AML/CFT meassir credit ang
financial institutions should take additional measuto effectively
handle the risk of money laundering and terrorsricing.

FATF R. 22 and 21

Requires financial institutions to inform their cpetent authorities in
such circumstances.

Key elements

What, if any, additional measures are your finanamstitutions
obliged to take in circumstances where the ledmstaof a third
country does not permit the application of equidal&ML/CFT
measures by foreign branches of your financiaitintsbns?

Description
Analysis

and

The second paragraph of Article 39 of the APMLTRuiees that if
the legislation of a third country does not allawy the application of
measures for detecting and preventing money laimgler terrorist
financing to the same extent as stipulated by tHMATF, the
organisation is obliged to inform the FIU thereafldake appropriat
measures to eliminate the risk of money launderimgterrorist
financing.

11

For the time being, no financial institution haspaoded such
circumstances to the FIU and it has not been defipet what
measures shall be considered as appropriate

Conclusion

Slovenian legislation requires financial institutsoto inform the FIU
about situations where the legislation of the tttodintry does not alloy
application of equivalent AML/CFT measures as d#frd by Sloveniar
APMLTF. Although Article 39 of the APMLTF includean obligation
for applying additional measures it is not quiteaclfrom the text of th
APMLTF to what extent and what measures shouldppdiedd under the
circumstances.

=

11

No specific additional measures are set forth foe financial
institutions to be applied in circumstances whém legislation of a
third country does not permit the application ofiisalent AML/CFT
measures by foreign branches of Slovenian finamesitutions.

Recommendations
Comments

ar

Blovenian legislation should provide for specifaddional measures far

the financial institutions to be applied for theuations described above

20. Supervisory Bodies

Art. 25 (1)
Directive

of

the

The Directive imposes an obligation on supervidoogies to inform
the FIU where, in the course of their work, theg@mmter facts that
could contribute evidence afoney laundering or terrorist financing.
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FATF R.

No corresponding obligation.

Key elements

Is Art. 25(1) of the Directive implemented in ygurisdiction?

Description and| Article 89 of the APMLTF provides for the obligatiofor the

Analysis supervisory bodies to notify the FIU if in the cearof their work
they "discover facts that indicate money launderimg terrorist
financing".

Conclusion Art. 25(1) of the Directive is implemented in Slova&. Obligation is

imposed by the first paragraph of Article 89 of kieMLTF.

Recommendations and
Comments
21. Systems to respond to competent authorities

Art. 32 of the Directive

The Directive requires credit and financial indtitns to have systems
place that enable them to respond fully and proyrptienquires from thg
FIU or other authorities as to whether they mamtair whether during
the previous five years they have maintained, @nss relationship with
a specified natural or legal person.

=
\U:

FATF R.

There is no explicit corresponding requirementsudh a requiremern
can be broadly inferred from Recommendations 232ntb 32.

—

Key elements

Are credit and financial institutionsequired to have such systems
place and effectively applied?

n

Description and

Analysis

There is no direct requirement in the AML/CFT lalat credit and
financial institutions have systems in place topogsl fully and
promptly to enquiries from the FIU.

Article 54 of the APMLTF does, however, prescribeatt the
organisation shall respond to enquires from the without delay and
at the latest within 15 days of receiving the enguivhich means thg
organisations have to ensure adequate tools (takity account
nature or scope of business or the number of emeplyto be able t
response in due time. Exceptionally, the FIU maly aseshorter of
extended time limit for the request.

In addition, Article 8 of the “Rules on Performimgternal Control,
Authorized Person, Safekeeping and Protection dé@ad Keeping
of Records of Organizations, Lawyers, Law firms &ataries” sets
forth the obligation keep the data and the corredpw
documentation relating to the implementation of ®WeMLTF in
chronological order and in a manner that enablegsacin an entir
period.

O
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Conclusion

Though credit and financial institutions are noedfically required tg
have such systems in place there is set of progsio the law and othe
legislative acts that can be considered suffidienthis purpose.

-

Recommendations and
Comments
22. Extension to other professions and undertakings

Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States
extend its provisions to other professionals andegmies of
undertakings other than those referred to in A.2{fl)he Directive,

which engage in activities which are particulaikely to be used for

money laundering or terrorist financing purposes.

to

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has your country implemented the mandatory requérgnm Art. 4 of
the Directive to extend AML/CFT obligations to othgrofessionalg
and categories of undertaking which are likely éoused for mone
laundering or terrorist financing purposes? Haislkaassessment beg
undertaken in this regard?

Description
Analysis

and

Provisions under Slovenian law AML/CFT extend th@igations to
several other professionals and categories of takiag, namely:
pawnbroker offices

organisers regularly offering sport wagers;

organisers and concessionaires offering games arficghvia the
Internet or other telecommunications means

traders in precious metals and precious stonegeotlicts made
from these materials;

trader in works of art;

auctioneers.

However, no formal risk assessment has been uheertan this

regard. Nevertheless, on the basis of experiendedata available

through international organizations and forums 8loa consider
internet gambling and other games of chance, whfareadl via the
Internet or other telecommunications means, ascpéatly likely to
be used for money laundering or terrorist finangugposes.

A4

Conclusion

Slovenia has implemented the mandatory requirerme{rt. 4 of the
Directive to extend AML/CFT obligations to otheropgssionals an
categories of undertaking which are likely to beedisfor money
laundering or terrorist financing purposes. Howewveo formal risk
assessment has been undertaken in this regard.

)

Recommendations
Comments

an

drhe Slovenian authorities should consider undemntakh formal risk
assessment of the professionals and categoriesdgfrtaking which arg
likely to be used for money laundering or terrofisancing purposes.

%
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23. Specific provisions concerning equivalent third contries

Art. 11, 16(1)(b), The Directive provides specific provisions concegiicountries
28(4),(5) of the which impose requirements equivalent to those kddvn in the
Directive Directive (e.g. simplified CDD).

FATF R. There is no explicit corresponding provision in tRATF 40 plus

9 Recommendations.

Key elements

How, if at all, does the country address the issluequivalent third
countries?

Description
Analysis

and

Taking into account the EU approach, the fifth gaaph of Article
25 of the APMLTF authorizes the minister of finarioedraw up a list
of equivalent third countries that impose and cgmywith money
laundering and terrorist financing standards asnddfby the Third
Directive.

On that basis the Rules laying down the list of iegjent third
countries (Official Gazette of the Republic of Sdoia, No. 10/2008)

issued in January 2008, are in force. If or whew m@cumstances

arise, this implementing regulation can quicklyslject to changes

The APMLTF sets a presumption of equivalence betwiancial
institutions subject to Slovenian AML/CFT obligat® and majo
financial institutions located in EU/EEA countrieshich reflects in
specific provisions concerning countries which irs@aequirement
equivalent to those laid down in the Third Direetigsimplified CDD
and when relying on the third parties).

Conclusion

Slovenian AML/CFT provisions on equivalent third uocries
(including the list of those countries) correspaodhose in the Thirg
Directive.

Recommendations
Comments

an

d

["2)

)
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APPENDIX |

Relevant EU texts

Excerpt from Directive 2005/60/EC of the European Brliament and of the Council, formally
adopted 20 September 2005, on the prevention of tluse of the financial system for the purpose
of money laundering and terrorist financing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC @ Directive):

(6) "beneficial owner" means the natural persomfgp ultimately owns or controls the customer
and/or the natural person on whose behalf a tréinsaor activity is being conducted. The beneficial
owner shall at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns ontrols a legal entity through direct or indirect
ownership or control over a sufficient percentag¢he shares or voting rights in that legal entity,
including through bearer share holdings, other thasompany listed on a regulated market that is
subject to disclosure requirements consistent Wittmmunity legislation or subject to equivalent
international standards; a percentage of 25 % @hesshare shall be deemed sufficient to meet this
criterion;

(ii) the natural person(s) who otherwise exercigedrol over the management of a legal entity:

(b) in the case of legal entities, such as fouwndati and legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdlearrangement or entity;

(ii) where the individuals that benefit from thg# arrangement or entity have yet to be determined
the class of persons in whose main interest thed Bgangement or entity is set up or operates;

(iii) the natural person(s) who exercises contreero25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3rd Directive):

(8) "politically exposed persons” means naturalspes who are or have been entrusted with
prominent public functions and immediate family niEms, or persons known to be close associates,
of such persons;

Excerpt from Commission directive 2006/70/EC of 1 Agust 2006 laying down implementing
measures for Directive 2005/60/EC of the Europeanafiament and of the Council as regards
the definition of ‘politically exposed person’ andthe technical criteria for simplified customer
due diligence procedures and for exemption on grows of a financial activity conducted on an
occasional or very limited basis.

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOBISO/EC, "natural persons who are or have been
entrusted with prominent public functions” shattlirde the following:
(a) heads of State, heads of government, miniatetsleputy or assistant ministers;

173



Report on fourth assessment visit of Slovenia — 17 March 2010

(b) members of parliaments;

(c) members of supreme courts, of constitutionalrtsoor of other high-level judicial bodies whose
decisions are not subject to further appeal, excegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rguaifiters in the armed forces;

(f) members of the administrative, management pesusory bodies of State-owned enterprises.
None of the categories set out in points (a) tooffthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offttet subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOBI60/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edeit to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOBI60/EC, "persons known to be close associates”
shall include the following:

(a) any natural person who is known to have joiemdficial ownership of legal entities or legal
arrangements, or any other close business relatitisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial oship of a legal entity or legal arrangement which
is known to have been set up for the benefit dmfatthe person referred to in paragraph 1.

4. Without prejudice to the application, on a rigasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entwitited prominent public function within the
meaning of paragraph 1 of this Article for a perimidat least one year, institutions and persons

referred to in Article 2(1) of Directive 2005/60/EsBall not be obliged to consider such a person as
politically exposed.

VI. LIST OF ANNEXES

See MONEYVAL(2010)7ANN
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