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ANNEX I: DETAILS OF ALL BODIES MET ON THE ON-SITE M ISSION -
MINISTRIES, OTHER GOVERNMENT AUTHORITIES OR BODIES, PRIVATE
SECTOR REPRESENTATIVES AND OTHERS

Association of Hungarian Insurance Companies
Chamber of Hungarian Auditors

Chamber of Publics Notaries

Civil Society Development Foundation
European Center for Not- For- Profit- Law
Gaming Board Department of the Tax and Financialtf@b Administration
General Prosecutor’s Office

Hungarian Bar Association

Hungarian Banking Association

Hungarian Customs and Finance Guard
Hungarian Financial Supervisory Authority
Hungarian Post

Hungarian Real Estate Association

Hungarian Trade Licensing Office

Casino representatives

Metropolitan Court

Ministry of Finance

Ministry of Foreign Affairs

Ministry of Justice and Law Enforcement
National Association of Hungarian Jewellers
National Bank of Hungary

National Police Headquaters

Representatives of two banks

State Secretary, Member of the Anti Money Laundgrinter-ministerial Committee
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ANNEX II: DESIGNATED CATEGORIES OF OFFENCES BASED O N THE FATF
METHODOLOGY

Designated categories of offences
based on the FATF Methodology

Offence in domestic legislation

Participation in an organised criminal group andSection 98 HCC — Crimes Committed as an

racketeering;

Activity of Organized CrimgA hinszervezetben
tortéry elkbvetésre vonatkozo rendelkezések)
Section 263/C HCC - Affiliation with
Organized CriméBiinszervezetben részvétel)
Section 323 HCC- Extortion(Zsarolas)
Section 174 HCC- CoercionKényszerités)

Terrorism, including terrorist financing

Section 261 HCC - Acts of Terrorism
(Terrorcselekmény)

Trafficking in human beings and migranté Section 175/B HCC - Trafficking in Human
smuggling; Beings(Emberkereskedelem)
e Section 218 HCC - Smuggling of Human
Sexual exploitation, including sexual Beings(Embercsempészés)
exploitation of children;
» Section 197 HCC- RapgErdszakos ktzdosulés
» Section 198 HCC- Sexual Assaul(Szemérem
elleni edszak)
 Section 207 HCC- PanderingKerités)
» Section 205 HCC- Promotion of Prostitution
(Uzletszefi kéjelgés elsegitése)
» Section 204 HCC — Crimes with lllegal
Pornographic  Material (Tiltott  pornograf
felvétellel visszaélés)
» Section 201 HCC- Sexual Abuse of Children
(Megrontas)
llicit trafficking in narcotic drugs ande Sections 282-283 HCC- Misuse of Narcotig

psychotropic substances;

Drugs(Ké&bitoszerrel visszaélés)
Section 283/A HCC- lllegal Possession of Dru
PrecursorgVisszaélés kabitdészer-prekurzorral
Section 286/A HCC - Interpretative Provision
(Ertelme? rendelkezés)

lllicit arms trafficking .

Section 261/A HCC- Violation of Internationa
Economic Restrictions(Nemzetk6zi gazdaséapgi
tilalom megszegése)
Section 263/A HCC - lllegal Possession of
Firearms or AmmunitiorfVisszaélésdfegyverrel
vagy bszerrel)

Section 263/B HCC — Criminal Misuse of
Military Items and Services, and Dual-Use Items
and Technology (Visszaélés haditechnika
termékkel és szolgdltatassal, ifletg ketts
felhasznélasu termékkel)
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Section 264/C HCC- Crimes with Weapon
Prohibited by International  Conventid
(Visszaélés nemzetkdzi szelés altal tiltott
fegyverrel)

lllicit trafficking in stolen and other goods

Section 244 HCC — Harboring a Criminal

(Biinpartolas)

Section 326 HCC- Receiving of Stolen Gooc
(Orgazdasag)

Section 311/A HCC - lllegal Trafficking of
Excise GoodgJovedéki orgazdasag)

Corruption and bribery

Sections  250-255/A° HCC -  Bribery
(Vesztegetés)

Section 255/B HCC - Misprision of Bribery
(Vesztegetés feljelentésének elmulasztasa)
Section 256 HCC - Influence Peddling
(Befolyassal Gizérkedés)

Sections 258/B-258/D HCC — Bribery in
International RelationgVesztegetés nemzetk
kapcsolatban)

Section 258/E HCC - Influence Peddling ir
International Relations(Befolyassal Uzérkedé
nemzetkdzi kapcsolatban)

)

HZi

2S

Fraud

Section 318 HCC- Fraud(Csalas)

Section 297/A HCC- Credit FraudHitelezési
csalas)

Section 299/B HCC- Capital Investment Frau
(Tokebefektetési csalas)

Section 310 HCC- Tax FraudqAdocsalas)
Section 310 HCC- Employment Related T3
Fraud (Munk@ltatassal 6sszefliggésben elkdve
adocsalas)

X
ptett

Counterfeiting currency

Section 304 HCC- Counterfeiting of Money
(Pénzhamisités)

Sections 304/A-305 HCC - Aiding in
Counterfeiting Operations (Pénzhamisita
eldsegitése)

Section 306 HCC -Disbursement of Counterfei

Money(Hamis pénz kiadasa)

1"}

Counterfeiting and piracy of products

Section 292-294 HCC - Marketing of
Substandard ProductRossz mifségi termeék
forgalomba hozatala)

Section 296 HCC- False Marking of Good
(Aru hamis megjelolése)

Section 328 HCC — Defrauding Consumef
(Vasarlok megkarositasa)

Section 329 HCC- Plagiarisn{Bitorlas)

[72)

Environmental crime

Section 280 of HCC — Damaging of the

EnvironmentKérnyezetkarositas)
Section 281 HCC - Damaging the Natura
EnvironmentTermészetkarositas)

Section 281/A HCC - Violation of Waste

al
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Management Regulations (A
hulladékgazdalkodas rendjének megsértése)

Murder, grievous bodily injury

Section 166 HCC- Homicide(Emberdlés)
Section 167 HCC - Voluntary Manslaughte
(Erds felindulasban elkdvetett emberdlés)
Section 168 HCC- Aiding and Abetting Suicid
(Ongyilkossagban kozrefkodés)

Section 169 HCC- Abortion(Magzatelhajtas)
Section 170 HCC- Battery(Testi sértés)
Section 171 HCC- Malpractice (Foglalkozas
korében elkdvetett veszélyeztetés)

Section 184 HCC Crimes Agains
Transportation SafetyA kozlekedés biztonsag
elleni kincselekmény)

Section 185 HCC- Endangerment of Railwa
Air or Water TransportatiorfVasuti, 1€gi vagy
vizi kozlekedés veszélyeztetése)

Section 186 HCC - Causing Danger on th
Highways(K6zuti veszélyeztetés)

Section 187 HCC - Causing a Public Roa
Accident(Kozuti baleset okozésa)

Section 188 HCC- Driving Under the Influenc
of Alcohol or Other Psychoactive Substan
(Jarmivezetés ittas vagy bodult allapotban)

=

D

ja

-~

e

1%}

C

Ces

Kidnapping, illegal restraint and hostage-takir

4

Section  175/A HCC Kidnapping
(Emberrablas)

Section 175 HCC - Violation of Personal

Freedom(Személyi szabadsag megsértése)
Section 174 HCC- CoercionKényszerités)

Section 228 HCC — Unlawful Detention
(Jogellenes fogvatartas)

Section 321 HCC- RobberyRablas)

Robbery or theft; « Section 322 HCG- PlunderingKifosztas)
» Section 325 HCC — Unlawful Appropriation
(Jogtalan elsajatitas)
» Section 316 HCC- Theft(Lopés)
Smuggling » Section 218 HCC — Smuggling of Humai
Beings(Embercsempészés)
e Section 312 HCC - |lllegal Importation
(Csempészet)
Extortion » Section 174 HCC- CoercionKényszerités)
» Section 323 HCC- Extortion(Zsarolas)
Forgery e Section 274 HCC - Forgery of Publig

DocumentgKozokirat-hamisitas)
Section 276 HCC - Forgery of Private
DocumentgMagénokirat-hamisitas)
Section 277/A HCC — Counterfeiting of
Individual  Identification  Marks (Egyedi
azonosito jel meghamisitasa)

%4

Section 329/C HCC- Falsifying Data Related to
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Copyright Management (Jogkezelési ads
meghamisitasa)

Piracy;

» Section 329/A HCC - Infringement of
Copyright and Certain Rights Related
Copyright (Szerdi vagy szerd@ jogokhoz
kapcsolddé jogok megsértése)

1.Section 329/B HCC - Compromising o
Defrauding the Integrity of Technologic
Measures for the Protection of Copyright 3
Certain Rights Related to CopyrigliEzerdi
vagy szerd joghoz kapcsolédo jogok védeln
biztosito niszaki intézkedés kijatszasa)

2.Section 329/D HCC- Violation of Industrial
Design Rights  (Iparjogvédelmi jogok
megsértése)

Insider trading and market manipulation

3.Section 296/B HCC- Agreement in Restraint (
Competition in  Public Procurement a
Concession ProceduregVersenyt korlatoz(

megallapodas kozbeszerzési és konces
eljarasban)
4.Section 299/A HCC - Insider Trading

(Bennfentes kereskedelem)
5.Section 300/F HCC- Interpretative Provision

)
nd
)
57i0S

(Ertelme? rendelkezések)
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ANNEX I1II: ACT CXXXVI OF 2007 ON THE PREVENTION AND COMBATING OF
MONEY LAUNDERING AND TERRORIST FINANCING

Act CXXXVI of 2007
On the Prevention and Combating of Money Launderingand Terrorist Financing

The objective of this Act is to effectively enfortiee provisions on combating money laundering
and terrorist financing with a view to preventitng taundering of money and other financial means
derived from the commitment of criminal acts thrbube financial system, the capital markets and
other areas exposed to potential money laundepegations, as well as to help combat the flow of
funds and other financial means used in finanangtism.

In order to achieve the above objectives the Radid# has adopted the following Act:

Scope of the Act
Section 1

(1) With the exceptions set out in Subsections($3)this Act shall apply to persons who, in the
territory of the Republic of Hungary are:

a) engaged in providing financial services or itivéiges auxiliary to financial services;

b) engaged in providing investment services orciiviies auxiliary to investment services;

¢) engaged in providing insurance services, inagadntermediary services or employer pension
services;

d) engaged in providing commodity exchange seryices

e) engaged in accepting and delivering domestidratechational postal money orders;

f) engaged in providing real estate agency or bingeand any related services;

g) engaged in providing auditing activities;

h) engaged in providing accountancy (bookkeepirigy, consulting services whether or not
certified, or tax advisory activities under agewncyservice contract;

i) operating a casino or electronic casino;

J) engaged in trading with precious metals or &tiecnade of precious metals;

k) engaged in trading in goods involving the acaepé of cash payments in the amount of three
million six hundred thousand forints or more;

) operating as a voluntary mutual insurance fund,

m) acting as lawyers or notaries public.

(2) This Act shall apply to:
a) customers of service providers;
b) executive officers, employees of service prorgdnd their contributing family members.

(3) Service providers engaged in trading in goods mot, within the scope of these activities,
accept any cash payment in the amount of threéom#iix hundred thousand forints or more, unless
they undertake to discharge the obligations coaeferapon service providers by this Act in
accordance with Subsection (4) of Section 33.

(4) This Act shall not apply to:

a) the activities of agents described in Point 12.Zh#pter | of Schedule No. 2 to Act CXII of
1996 on Credit Institutions and Financial Entegsighereinafter referred to as the ‘CIFE Act’);

b) the dependant insurance intermediaries describ&llosection (4) of Section 33 of Act LX of
2003 on Insurance Institutions and Insurance Bssir{bereinafter referred to as the ‘Insurance
Act’);

10
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¢) the independent insurance intermediaries describe8ubsection (4) of Section 33 of the
Insurance Act as regards their activities relatimghe field of non-life insurance under Part A of
Schedule No. 1 to the Insurance Act;

d) the insurance companies, if authorized to pursilietbe activities relating to the field of non-life
insurance under Part A of Schedule No. 1 to Therrbrce Act, and the insurance companies
authorized to engage in activities in the fielcthoh-life insurance under Part A of Schedule Na 1 t
the Insurance Act and at the same time in act&vitighe field of life assurance under Schedule No.
2 to the Insurance Act, as regards their activitidating to the field of non-life insurance.

(5) This Act shall not apply to the activity defthen Paragrapla) of Subsection (1), if carried out
by the Central Bank of Hungary (hereinafter refén® as ‘MNB’), with the exception of providing
money transmission services under the provisior&eofions 2 and 22.

Section 2

Section 22 shall apply to the service providerspwh

a) are engaged in the activities referred to in Paglysa)-b) ande) of Subsection (1) of Section 1
of this Act; and

b) provide money transmission services within theitay of the Republic of Hungary under Point
7 of Article 2 of Regulation (EC) No. 1781/2006tbé European Parliament and of the Council of
15 November 2006 on information on the payer ac@mymg transfers of funds (hereinafter
referred to as the ‘Regulation’).

Interpretative provisions
Section 3

For the purposes of this Act:

a) ‘tax adviser, tax consultant, certified tax coliant’ shall mean any person, who has the
gualifications described under specific other lediien, is authorized to engage in such activities,
and is registered in the registry of tax advisees, consultants and certified tax consultants
described under specific other legislation;

b) ‘identification’ shall mean the recording in writing of the datac#iped in Subsections (2)-(3) of
Section 7, and in Subsections (2)-(3) of Section 8;

c) ‘European Union'shall mean the European Union and the Europeandfucrirea;

d) ‘Member State of the European Uniainall mean any Member State of the European Union
and other States who are parties to the AgreenmetiteoEuropean Economic Area,;

e) ‘shell bank’shall mean a service provider engaged in the &ctoefined in Paragraph) of
Subsection (1) of Section 1, incorporated in asgligtion in which it has no physical presence, and
to which supervision on a consolidated basis st@lbapply;

f) ‘network’ shall mean the larger structure to which the seryividers engaged in the activity
defined in Paragraplty-h) andm) of Subsection (1) of Section 1 belong and whiclrehaommon
ownership, management and compliance control;

g) ‘third country’ shall mean any state that is not member of the gaao Union;

h) ‘real estate agency or brokeringhall mean the business of mediation of the trarmféecase of
real estate properties, including the preparatfanamsaction orders, real estate appraisal, iate
investment and real estate development;

i) ‘trading in goods’ shall mean the sale of goods by way of businesbutgers, traders or
processors;

j) ‘accounting servicesshall mean the activities defined in SubsectiofgZ) of Section 150 of Act

C of 2000 on Accounting;

11
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k) ‘correspondent banking servicestiall mean the keeping of an account by a cresiitirtion for

an other credit institution for the purpose of perfing orders of financial transaction servicegfor
performing financial or investment services;

[) ‘authority operating as the financial intelligea unit’ shall mean the department of the customs
authority appointed under specific other legiskatiand functioning as the national financial
intelligence unit;

m) ‘official certificate suitable for the proof aflentity’ shall mean the personal identity card,
passport, or driver's license in a card format;

n) ‘verification of identity (verification)'shall mean the procedure to verify the identitytlod
customer, the proxy, the authorized signatory amel rtepresentative, in accordance with the
provisions of Subsections (4)-(6) of Section 7, emderify the identity of the beneficial owner in
accordance with the provisions of Subsection (Seaxtion 8;

0) ‘service provider'shall mean the person or organization engagederttivity referred to in
Subsection (1) of Section 1,

p) ‘executive officer of a service providshall mean any natural person, who is entitlegprasent

a service provider whether being a legal persoanoorganization not having a legal personality, to
exercise the power of taking decisions on behalthié service provider, and to exercise the
controlling power within this service provider;

g) 'individual transaction orders linked in effeshall mean:

ga) the transactions for which the customer placesrdarowithin a period of one year under the
same legal title, for the same subject matter;

gb) in the case of service providers engaged in cuyrerchange activities, transactions for which
the customer places an order within a period ofweeek;

gc) as regards the service providers engaged in thataceferred to Paragrapk) of Subsection (1)

of Section 1, instalment payments and payment srgerformed on the basis of instalment
purchase;

r) ‘beneficial owner’shall mean:

ra) the natural person, who owns or controls at leaenty-five per cent of the shares or voting
rights in a legal person or in an organisation lenting a legal personality, if that legal person or
organisation not having a legal personality is agegistered company on the regulated market to
which publication requirements consistent with Camity legislation or equivalent international
requirements apply;

rb) the natural person, who has a dominant influen@elegal person or an organisation not having
a legal personality as determined in Subsectiof{&ection 685/B of Act IV of 1959 on the Civil
Code (hereinafter referred to as the ‘Civil Code”);

rc) the natural person, on whose behalf a transactiber és executed; and

rd) in the case of foundations, the natural person:

1. who is the beneficiary of at least twenty-fiver gent of the property of the foundation, if the
future beneficiaries have already been determined,;

2. in whose main interest the foundation is esshblil or operates, if the beneficiaries have ybeto
determined; or

3. who is a member of the managing organisatiorthef foundation, or who has a dominant
influence over at least twenty-five per cent of gneperty of the foundation, or who acts on behalf
of the foundation;

s) ‘customer’shall mean any person signing a written contrath tie service provider for the use
of services within the meaning of the activitiesa&ed in Subsection (1) of Section 1, or who
places a transaction order for the service proyider

t) 'customer due diligence proceduresiall mean, in the cases referred to in Sectigheb¢carrying
out of the customer due diligence measures speaifider sections 7-10;

12
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u) ‘transaction order’ shall mean the occasional contractual relationdtdgsed on a written
agreement between a customer and a service propihtaiining to the services of the service
provider falling within its professional activities

V) ’business relationshighall mean:

va) a long-term contractual relationship based on dtewiagreement between a customer and a
service provider pertaining to the services ofdbrvice provider within the meaning of the actesti
described in Subsection (1) of Section 1,

vb) the activities of a notary public concerning thegadure specified under Subsection (2) of
Section 36; or

vC) as regards the service provider engaged in theitgateferred to in Paragraph of Subsection
(1) of Section 1, the long-term contractual relagioip created when first entering the casino or
electronic casino.

Section 4

(1) For the purposes of this Act, ‘politically exgaml persons’ shall mean natural persons residing in
another Member State or in a third country who@réave been entrusted with prominent public

functions within one year before the carrying ot customer due diligence measures, and

immediate family members, or persons known to bsechssociates, of such persons.

(2) For the purposes of Subsection (1), ‘naturasqes entrusted with prominent public functions’
shall include the following:

a) heads of the State, heads of the government, misjgddeputy ministers, secretaries of state;

b) members of parliaments;

¢) members of supreme courts, of constitutional comrtsf other high-level judicial bodies whose

decisions are not subject to further appeal;

d) heads of courts of auditors, members of courtstargior of the boards of central banks;

e) ambassadors, chargés d'affaires and high-rankifigeas in the armed forces, with the ranks of
chief officer or general officer;

f) members of the administrative, management or sigmybodies of State-owned enterprises of
majority control.

(3) For the purposes of Subsection (1), closeivelahall have the meaning set out in Paragtgph
of Section 685 of the Civil Code, including domegiartners.

(4) For the purposes of Subsection (1), personsvikro be close associates of politically exposed
persons shall include the following:

a) any natural person who is known to have joint biersfownership of a legal person or an
organization not having a legal personality, or atlyer close business relations, with a person
referred to in Subsection (2);

b) any natural person who has sole beneficial owngrehia legal person or an organization not
having a legal personality which is known to haeib established for the benefit of the person
referred to in Subsection (2).

Section 5

For the purposes of this Act, ‘supervisory bodyalsmean:

a) with respect to the service providers engagedaratttivities referred to in Paragra)se)andl)

of Subsection (1) of Section 1, with the exceptien out in Paragrap), the Hungarian Financial
Supervisory Authority (hereinafter referred to e Authority’);

b) with respect to the service providers engaged s grocessing operations of activities auxiliary
to financial services referred to in Paragrapbf Subsection (1) of Section 1, the MNB;

13
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c) with respect to the service providers engaged @ attivities referred to in Paragraphof
Subsection (1) of Section 1, the state tax autyorit

d) with respect to the service providers engaged @ dbtivity referred to in Paragram) of
Subsection (1) of Section 1, the Chamber of Hulagafiuditors;

e) with respect to the service providers engaged @ dbtivity referred to in Paragraph) of
Subsection (1) of Section 1, in accordance withsihecial provisions set out in this Act pertaining
to independent lawyers and law offices (hereinakégrred to as ‘lawyers’) and notaries public:
ea)the competent regional bar association in whichidiager in question is registered (hereinafter
referred to as ‘regional bar association’);

eb)the competent regional chamber in which the ngbaylic in question is registered (hereinafter
referred to as ‘regional chamber’);

f) with respect to the service providers engagedeératttivities referred to in Paragraghandk) of
Subsection (1) of Section 1, the trade licensirtgarity;

g) with respect to the service providers engagedarathiivities referred to in Paragraghandh) of
Subsection (1) of Section 1, the authority opegatia the national financial intelligence unit.

The obligation of carrying out customer due diligelce procedures
Section 6

(1) Service providers are required to apply custothue diligence procedures:

a) when establishing a business relationship;

b) with the exception set out in Section 17, when atieg transaction orders amounting to three
million six hundred thousand forints or more;

¢) when there is any information, fact or circumstagiséng rise to suspicion of money laundering
or terrorist financing, where the due diligence swgas referred to in Paragrapdisb) have not
been carried out yet;

d) when there are doubts about the veracity or adggudcpreviously obtained customer
identification data.

(2) The obligation of carrying out the due diligenprocedures specified in Paragramphof
Subsection (1) shall also apply to individual tst®n orders linked in effect, if their combined
value reaches three million six hundred thousamniht® or more. In this case, due diligence
procedures shall be carried out at the time of @ecee of the transaction order the execution of
which brings the combined value of the linked teant®ns to the threshold of three million six
hundred thousand forints.

Customer due diligence measures
Section 7

(1) In the cases referred to in Subsection (1)eufti®n 6, service providers are required to idgntif
the customer, the proxy, the authorised signatodythe representative, and to verify their identity

(2) In the course of identification, service praaisl are required to record at least the following
particulars of customers:

a) in connection with natural persons:

aa) surname and forename (birth name);

ab)address;

ac) nationality;

ad) type and number of identification document;

ae)in respect of foreign nationals, the place of abnaddungary;

b) in connection with legal persons or organizatiooshaving a legal personality:

ba) full name and abbreviated name;
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bb) address of registered office or, in case of forewgistered enterprises, the address of their
branch office in Hungary;

bc) in the case of legal persons registered by thetamuregistration, the company registration
number; in the case of other legal persons, thebeunof the resolution of their foundation
(registration, incorporation) or their registrationmber.

(3) In addition to what is contained in Subsect(@), in the course of identification, service
providers may record the following particulars ostmmers where it is deemed necessary for the
identification of the customer, the business retethip or the transaction order, in the cases
specified according to the internal rules refetedh Section 33, based on the nature of the basine
relationship or on the type and value of the tratisa order and on the customer’s circumstances in
the interest of preventing and combating moneydatng and terrorist financing:

a) in connection with natural persons:

aa) place and date of birth;

ab) mother’'s name;

b) in connection with legal persons or organizatiooshaving a legal personality:

ba) principal activity;

bb) name and position of authorised representatives;

bc) identification data of agent for service of process

(4) For the purposes of verification of identitygrgce providers are required to require the
following documents to be presented:

a) in connection with natural persons:

aa) for Hungarian nationals, an official certificateitable for the proof of identity and an official
certificate for the proof of address;

ab) for foreign nationals, a passport or personal itlerdard, if it embodies an authorization to
reside in Hungary, or a document evidencing thiet rod residence or a valid residence permit;

ac) [no longer in effect]

b) for legal persons or organizations not having allegrsonality, in addition to the documents of
the persons described in Paragrapiwho are authorized to act in their names and oin biehalf, a
document issued within thirty days to date, tofyeri

ba)if a domestic economic operator, that it has begistered by the court of registration or that the
application for registration has been submitteda iprivate entrepreneur, that he has a private
entrepreneur’s license, or that the private engregur has submitted an application to the competent
regional notary for a private entrepreneur’s liggns

bb)in case of domestic legal persons whose existansahiject to registration by an authority or the
court, the fact that the registration has takenela

bc) in case of foreign-registered legal persons or ipgdions not having a legal personality, the
fact that the person or body has been registeretbruthe law of the country in which it is
established;

c) prior the submitting of an application for compamegistration to the court of registration, or an
application for registration by an authority or tbeurt to the competent authority or court, the
articles of incorporation (articles of associatiocharter document) of legal persons and
organizations not having a legal personality.

(5) In the application of Paragraphof Subsection (4), the legal person or organizatioithaving a
legal personality is required to produce documgreaidence of having been registered by the court
of registration, or the competent authority or ¢pwithin thirty days after the fact, and the seevi
provider is required to enter the company regismatumber or registration number into its records.

(6) For the purposes of verification of identitgrgce providers are required to check the validity
identification documents presented on the basButisection (4).
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Section 8

(1) In the cases referred to in Subsection (1) exdtiSn 6, the customer is required to provide a
written statement to the service provider as tothdrehe is acting in his own name or in the name
or on behalf of the beneficial owner.

(2) If the customer’s written statement indicatiestthe is acting in the name or on behalf of the
beneficial owner, the written statement shall contlae particulars of the beneficial owner spedifie
in Subparagraphsa)-ac)of Paragrapla) of Subsection (2) of Section 7.

(3) In addition to what is contained in Subsec{i@)) the service provider may request the customer
to supply the particulars of the beneficial owngedfied in Subparagraplasl)-ae)of Paragrapla)

of Subsection (2) and Paragragfof Subsection (3) of Section 7, where it is deemecessary for
the identification of the customer, the businedati@ship or the transaction order, in the cases
specified according to the internal rules refetgeth Section 33, based on the nature of the basine
relationship or on the type and value of the tratisa order and on the customer’s circumstances in
the interest of preventing and combating moneydatng and terrorist financing.

(4) Where there is any doubt concerning the idgmtitthe beneficial owner, the service provider
shall request the customer to make a (repeatettpwstatement concerning the beneficial owner.

(5) Where there is any doubt concerning the idgwfithe beneficial owner, the service provider is
required to take the necessary measures in ordgreitk the beneficial owner’s identification data
in registers available according to the legal pvris for this purpose or in registers which are
openly accessible to the public.

Section 9

(1) In the cases referred to in Subsection (1)eautiBn 6, the service provider is required to rdcor
the following information pertaining to the busiseslationship and the transaction order:

a) regarding business relationships, the type, subpatter and the term of the contract;

b) regarding transaction orders, the subject mattéittae value of the transaction.

(2) In addition to what is contained in Subsect{ay the service provider may also record the
particulars of performance (place, time, mode), elieis deemed necessary for the identification of
the customer, the business relationship or thesation order, in the cases specified according to
the internal rules referred to in Section 33, basethe nature of the business relationship ohen t
type and value of the transaction order and onciigomer’s circumstances in the interest of
preventing and combating money laundering andistrfiinancing.

Section 10

(1) In line with the legal provisions applicable tteeir activities, service providers are required t
conduct ongoing monitoring of the business relain including the analysis of the transaction
orders executed during the existence of that basimelationship in order to establish whether a
given transaction order is consistent with the rimfation available to the service provider on the
customer in accordance with the relevant provisions

(2) Service providers are required to ensure thawdaita and information as well as documents held
in connection with business relationships are kepto-date.

(3) During the existence of the business relatignghe customer is required to notify the service
provider any change in the data and informatiorpbeg in the course of customer due diligence or
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any change concerning the beneficial owner witliie fworking days of the day when taking
cognizance of such changes.

(4) In order to perform the obligation set out inbSection (3), service providers are required to
draw the attention of their customers concernirgjrtbbligation to report any and all changes in
their particulars.

(5) Where there is no assignment made, eitheridghit crediting, to an account maintained by a
service provider engaged in the activities refetoeth Paragrapha)-b), d) andl) of Subsection (1)

of Section 1, apart from transaction orders thke¢ tseveral years to mature, the service provider
shall request the customer in writing, within 3g/glar in the next account statement, to report the
changes in his particulars that may have occuroehgl the aforementioned period.

Section 11

(1) With the exception of Subsections (2)-(5) aBY $ervice providers are required to carry out the
verification of the identity of the customer ane theneficial owner before establishing a business
relationship or executing a transaction order.

(2) Service providers may carry out the verificataf the identity of the customer and the bendficia
owner during the establishment of a business osisthip, if it is necessary in order to avoid the
interruption of normal conduct of business and whiere is little risk of money laundering and
terrorist financing occurring. In such cases thefigation of identity shall be completed beforeth
first transaction order is executed.

(3) The service providers engaged in the activitierred to in Paragrapt) of Subsection (1) of
Section 1, in connection with insurance policieshimi the field of life assurance under Schedule
No. 2. to the Insurance Act, may carry out thefigaiion of the identity of the beneficiary undaet
policy and any other person entitled to receiveises of the insurer / insurance provider evenrafte
the establishment of the business relation, if tveye not known at the time of signature of the
contract. In that case, verification of identityafiliake place at or before the time of payouttarra
before the time the entitled person enforce hir fights originating from the contract (policy).

(4) The service providers engaged in the activetierred to in Paragrapd) of Subsection (1) of
Section 1 and entitled to open payment accountg,apan a payment account provided they ensure
that transactions are not executed by the custother,proxy, the authorised signatory or the
representative until the completion of the verifica of the identity of the customer and the
beneficial owner.

(5) The service providers engaged in the activitferred to in Paragraph of Subsection (1) of
Section 1, may open a personal account governedruhect XCVI of 1993 on Voluntary Mutual
Insurance Funds (hereinafter referred to as thelFVAkt'), provided they ensures that the customer
and the beneficiary will not get any service utité completion of verification of the identity dfet
customer and the beneficial owner.

(6) Where the service provider is unable to cartrytbe customer due diligence measures specified
in Sections 7-9, it may not carry out a transactlmough a payment account, establish a business
relationship or execute a transaction order, @ itequired to terminate the business relationship
with the customer in question.

17



Report on 4" assessment visit of Hungary —Annexes

(7) If the customer is a legal person or an orgdita not having a legal personality, following
completion of the due diligence procedures on #rsgn acting in its name and on its behalf, due
diligence procedures shall also be carried out eamieg the legal person or the organization not
having a legal personality.

(8) The customer due diligence measures specifiddruSections 7-9 shall not be repeated if:

a) the service provider has already completed theomest due diligence procedures specified under
Sections 7-9 relating to the customer, the prolg, duthorised signatory and the representative in
connection with previous transactions;

b) the service provider has already carried out thdieation of the identity of the customer, the
proxy, the authorized signatory and the represeetah connection with current transactions in
accordance with Subsections (4)-(7) of Sectiomd; a

c) no changes have taken place in the particularsdlisinder Subsection (2) of Section 7 and
Subsection (2) of Section 8.

Simplified customer due diligence procedures
Section 12

(1) In the cases referred to in Paragraphsb) and d) of Subsection (1) of Section 6, service
providers are required to carry out the customer diigence measures specified in Section 10
where the customer is:

a) a service provider engaged in the activities refiio in Paragrapley-e)andl) of Subsection (1)

of Section 1 within the territory of the Europeanith, or a service provider that is engaged in the
activities referred to in Paragraph$-e) and|) of Subsection (1) of Section 1 and that has its
registered office in a third country which

imposes requirements equivalent to those laid diovthis Act and supervised for compliance with
those requirement;

b) a listed company whose securities are admittedattirtg on a regulated market in one or more
Member States, or a listed company from a thirchtguthat is subject to disclosure requirements
consistent with Community legislation;

C) a supervisory body mentioned under Section 5;

d) a central government body or a local authority gjgetin Section 1 of Act LVII of 2006 on
Central Administration Authorities, and on the Le&satus of Members of the Government and
State Secretaries, other than those mentionedragRghc);

e) an institution of the European Community (the Ewap Parliament, the Council, the
Commission, the Court, the Court of Auditors), Eigopean Economic and Social Committee, the
Committee of the Regions, the European Central Banke European Investment Bank.

(2) Where a third country meets the conditions tod/n in Paragraphe)-b) of Subsection (1), the
service provider shall inform the competent sumemy body mentioned under Section 5, which is
to forward that information to the minister in charof the money, capital and insurance markets
(hereinafter referred to as ‘minister’) without alel

(3) The minister informs the Commission and the imenstates of cases where he considers that a
third country meets the conditions laid down indémaphsa)-b) of Subsection (1).

Section 13

(1) In the cases referred to in Paragraphsb) and d) of Subsection (1) of Section 6, service
providers are required to carry out only the cugtiodue diligence measures specified in Section 10
in respect of:
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a) insurance policies within the field of life assurarunder Schedule No. 2 to the Insurance Act,
where the annual premium is no more than two huhdred sixty thousand forints or the single
premium is no more than six hundred and fifty tleomgkforints;

b) insurance policies for pension schemes if thermisurrender clause and the funds payable to the
insured person cannot be used as collateral focedjt or loan arrangement.

(2) Where a party entering into a contract withresurance company purchases life insurance under
the same policy to the benefit of more than onsg@efgroup insurance), the insurance company in
this case is required to apply customer due diigemeasures only in respect of the contracting
party.

(3) The insurance company is not required to identhe customer, if an independent
insuranceintermediary, in the framework of its masice intermediating activity, has previously
already identified that customer.

Enhanced customer due diligence procedures
Section 14

(1) Service providers are required to record aladand particulars specified in Subsections (2)-(3)
of Section 7, where the customer has not been gdiliysipresent for identification purposes or for
the verification of his identity.

(2) For the purposes of verification of the identitf the customer, the customer is required to
submit to the service provider certified copiestioé documents specified in Subsection (4) of
Section 7 containing the data specified in Subsest(2)-(3) of Section 7.

(3) Certified copies of the documents referredricsubsection (2) shall only be accepted for the
identification and verification of the identity tfe customer, if:

a) it was prepared by a Hungarian consulate officex motary public, and certified accordingly; or

b) the Hungarian consulate officer or the notary pub#s provided an endorsement for the copy to
verify that the copy is identical to the originagpented; or

c) the copy was prepared by an authority of the cguwtiere it was issued, if such authority is
empowered to make certified copies and, unlessrwibe provided for by an international
agreement, the competent Hungarian consulate pffiae provided a confirmatory certification of
the signature and seal of the said authority.

Section 15

(1) Service providers engaged in the activity meférto in Paragraph) of Subsection (1) of Section

1 are required, before establishing correspondanikibg relationships with service providers
having their registered offices in a third countoy,

a) prepare a comprehensive assessment on the sereiidgr having its registered office in the
third country, for the purposes of assessing araluating its system of means applied against
money laundering and terrorist financing;

b) ascertain the fact that the service provider havisgegistered office in the third country has
carried out the verification of the identity of theustomer having a direct access to the
correspondence account, and performs ongoing morgtoon the direct access to the
correspondence account; and

c) ascertain the fact that the service provider haitmgegistered office in the third country is able
to provide the relevant customer due diligence dateequest.

(2) Establishing a correspondent banking relatignshth a service provider having its registered
office in a third country, can take place only attee approval of the executive officer specifiad i
the organisational and operational rules of theisemprovider engaged in the activity referredrto i
Paragrapla) of Subsection (1) of Section 1.
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(3) Service providers engaged in the activity meférto in Paragraph) of Subsection (1) of Section
1 are prohibited to establish or maintain a comwadgpnt banking relationship with a shell bank or
with a service provider that maintains a correspomtanking relationship with a shell bank.

Section 16

(1) Customers residing abroad are required to naakeitten statement for the service provider
declaring whether they are classified as politicatkposed persons according to the law of their
country. If a customer residing abroad is clasdifias a politically exposed person, the
aforementioned statement shall also indicate thiagpaph of Subsection (2) of Section 4 on the
basis of which he/she is classified as a politycakposed person.

(2) Where there is any doubt concerning the veradfithe abovementioned statement, the service
provider is required to take the necessary measurdbe interest of checking the statement
submitted under Subsection (1) in registers aviglazcording to the legal provisions for this
purpose or in registers that are openly acceskililee public.

(3) In case of a foreign politically exposed persithie establishment of the business relationship or
the execution of a transaction order may take ptadg after the approval of the executive officer
specified in the organisational and operationaswf the service provider.

Section 17

(1) In cases of exchanging money in the amounivef fiundred thousand forints or above, service
providers providing the currency exchange service r@quired to carry out the identification
procedure with respect to all of the data listedesrnSubsections (2)-(3) of Section 7 and to verify
the customer’s identity, furthermore they are resplito carry out the customer due diligence
measures specified under Sections 8-9.

(2) The transaction receipt shall indicate the datged in Subparagraphsa)-ab) and ad) of
Paragrapla) and Subparagraphs)-bc)of Paragraphp) of Subsection (2) of Section 7, and, in case
of foreign natural persons, the Hungarian placabaide, as well.

(3) The obligation of carrying out the customer dilegence measures specified in Subsection (1)
shall also apply to individual transaction orden&éd in effect, if their combined value reache=fi
hundred thousand forints. In this case due diligemeasures shall be carried out at the time of
acceptance of the transaction order the execufievhith brings the combined value of the linked
transactions to the threshold of five hundred thodgorints.

Customer due diligence measures carried out by othservice providers
Section 18

(1) Service providers are entitled to accept thieaue of the customer due diligence procedures
laid down in Sections 7-9, if the customer duegeiice measures were carried out by a service
provider that is engaged in the activities refeti@ah Paragrapha)-e) andl) of Subsection (1) of
Section 1 within the territory of the Republic ofikbary, with the exception of service providers
carrying on money transmission and currency exchauogvities.

(2) Service providers are entitled to accept thie@ue of customer due diligence procedures laid
down in Sections 7-9, if the customer due diligem@@asures were carried out by a service provider
that is engaged in the activities referred to irmBeaphsa)-e) andl) of Subsection (1) of Section 1,
with the exception of service providers carrying money transmission and currency exchange
activities:

a) within an other member state of the European Urion;

b) within a third country that meets the requiremdaits down in Subsection (6) and Section 19.

(3) Service providers engaged in the activitieenred to in Paragraplty-h) andm) of Subsection

(1) of Section 1 are entitled to accept the outcomeustomer due diligence procedures laid down
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in Sections 7-9, if the customer due diligence mezswere carried out by a service provider that is
engaged in the activities referred to in Paragrapty andm) of Subsection (1) of Section 1 within
the territory of the Republic of Hungary.

(4) Service providers engaged in the activitieenmed to in Paragrapltgy-h) andm) of Subsection

(1) of Section 1 are entitled to accept the outcomeustomer due diligence procedures laid down
in Sections 7-9, if the customer due diligence messwere carried out by a service provider that is
engaged in the activities referred to in Paragraptg andm) of Subsection (1) of Section 1:

a) within the territory an other member state of thedpean Union; or

b) within a third country that meets the requireméaits down in Subsection (6) and Section 19.

(5) The outcome of customer due diligence procedlapecified in Subsections (2) and (4) may be
accepted even if the documents or data on whigetheguirements have been based are different to
those determined in this Act.

(6) If the customer due diligence procedures waraed out by a service provider that is engaged in
the activities referred to in Paragrapdish), I) and m) of Subsection (1) of Section 1, with the
exception of service providers carrying on monepsmission and currency exchange activities, the
outcome of customer due diligence procedures magcbepted according to Subsections (2) and
(4), if the service provider:

a) is included in the mandatory professional regisiad

b) applies customer due diligence procedures and dekeeping requirements as laid down or
equivalent to those laid down in this Act and itgervision is executed in accordance with the
requirements laid down or equivalent to those thod/n in this Act, or its registered office is in a
third country, which applies equivalent requirenseistthose laid down in this Act.

(7) Service providers are required to inform thpeswisory body mentioned under Section 5 if a
third country meets the conditions laid down indgaaphb) of Subsection (6). The supervisory
body shall forward that information to the ministéthout delay.

(8) The minister shall inform the Commission ane Member States of cases where a third country
meets the conditions laid down in Paragrapbf Subsection (6).

Section 19

(1) In the cases referred to in Subsections (1p{4Hection 18, service providers shall be autteatiz
to make available to other service providers daid imformation obtained for the purposes of
carrying out due diligence procedures laid dowisattions 7-9 subject to the prior consent of the
customer affected.

(2) In the cases referred to in Subsections (1p{4ection 18, the service provider that has edrri
out the customer due diligence measures shall t@@zed to make available, at the written request
of the service provider accepting the outcome dftammer due diligence procedures, data and
information obtained for the purposes of identifica and verification of identity of the customer
and the beneficial owner, and copies of other seledocumentation on the identity of the customer
or the beneficial owner to other service providsubject to the prior consent of the customer
affected.

Section 20
In the cases specified in Subsections (1)-(4) ofti®e 18, as regards compliance with the
requirements set out in Section 7-9, the respditgibs to be borne by the service provider

accepting the outcome of the customer due diliggoroeedures carried out by an other service
provider.

Section 21
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Sections 18-20 shall not apply to outsourcing ageredationships where, on the basis of a
contractual arrangement, the outsourcing serviogiger or agent is to be regarded as part of the
service provider.

Information on the payer accompanying the transfersof funds
Section 22

(1) The Authority and the authority operating as fimancial intelligence unit shall function as the
“authorities responsible for combating money lauitdg or terrorist financing” as described in
Article 14 of the Regulation.

(2) For the purposes specified in Article 14 of fRegulation, upon the request of the authorities
referred to in Subsection (1) acting within thedmpetence, service providers are required to hand
over to them the information on the payer as sgtih Article 4 of the Regulation.

(3) The Authority shall function as the "authoritgsponsible for application” as described in
Paragraph (2) of Article 15 of the Regulation, asdthe "competent authority" as described in
Paragraph (3) thereof, while, in respect of the MNBe authority operating as the financial
intelligence unit shall have the same functions.

(4) As carrying on supervision the Authority shadlt in accordance with the provisions of the Act
on the General Rules of Administrative Proceedays Services, respecting the derogations set out
in Act CXXXV of 2007 on the Hungarian Financial Supisory Authority (hereinafter referred to
as the ‘HFSA Act’), furthermore, the authority oping as the financial intelligence unit shall iact
accordance with the APS Act.

(5) In the event of any infringement of the prooers of the Regulation or non-compliance with the
obligations set out in the Regulation, the Authgrdonsistent with the weight of the infringement,
shall take the measures specified under Paragt@pbsof Subsection (1) of Section 35 and may
also take the measures specified below:

a) call upon the service provider to introduce theassary measures to comply with the provisions
of the Regulation, and to eliminate the revealditigmcies;

b) prohibit the service provider from engaging in mpngansmission services before the
infringement is terminated.

(6) The fine referred to in Paragrapghof Subsection (1) of Section 35 may be imposed wpon
service provider which fails to meet the obligatiaf the Regulation and of the resolution of the
Authority, or meets them with delay or deficiency.

(7) In the event of any infringement of the prooers of the Regulation or non-compliance with the
obligations set out in the Regulation, the autlyodperating as the financial intelligence unit,
consistent with the weight of the infringement, Ishpply the measures specified under Paragraphs
c)-d) of Subsection (1) of Section 35 and may call upoa $ervice provider to introduce the
necessary measures to comply with the provisiortheRegulation, and to eliminate the revealed
deficiencies.

(8) In cases set out in Paragraph (4) of Articend in Paragraph (4) of Article 5 of the Regulation
when calculating the amount of the transferred manesuro, the official exchange rate published
by MNB on the day when the order for the moneydmaission was received shall apply; in cases of
currencies that are not included in the MNB Butidtr the conversion of currencies the exchange
rate translated into euro and included in the pakibn of MNB valid on the day when the order for
the money transmission was accepted has to besdppli

(9) The "national identification number" referraalib Paragraph (2) of Article 4 of the Regulation
shall be construed as the numbers specified in @agpaphad) of Paragrapha) and (9)
Subparagraphc) of Paragraplb) of Subsection (2) of Section 7.

(10) Service providers are not required to apply phovisions of the Regulation with respect to
money transmissions within the Republic of Hung&at are in compliance with the conditions set
to in Paragraph (6) of Article 3 of the Regulation.
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Reporting obligation
Section 23

(1) In the event of noticing any information, famt circumstance indicating money laundering or
terrorist financing, the person(s) defined in Peapg b) of Subsection (2) of Section 1 shall,
without delay, submit a report to the person ref@no in Subsection (2) of this Section. The report
shall contain:

a) the information and data the service provider easnded pursuant to Sections 7-9; and

b) a brief description of the information, fact or aimstance indicating money laundering or
terrorist financing.

(2) Service providers are required to designatpedeing on the structure of the organization, one
or more persons (hereinafter referred to as ‘deseghperson’), who shall forward without delay the
report received on the basis of Subsection (1) fthe person referred to in Paragraphof
Subsection (2) of Section 1 to the authority opegats the financial intelligence unit. Service
providers are required to notify the authority @tieng as the financial intelligence unit concerning
the name and the position of the designated peeswhany subsequent changes therein, within five
working days of the date of designation or theafée date of the change.

(3) Service providers shall forward the reporthe awthority operating as the financial intelligenc
unit in the form of a secure electronic messageahemeceipt of which the authority operating as th
financial intelligence unit shall, without delayersl a confirmation to the service provider
forwarding the report in a form of a secure elattonessage.

(4) The service provider may not execute the tretisaorder until the report is submitted as set ou
in Paragraph (2).

(5) The service provider shall submit the reportegrmined in Subsection (2) after executing the
transaction order, if the execution of the trarisactorder cannot be prevented according to
Subsection (4), or the filing of the report beftine execution of the transaction order is likely to
jeopardize efforts to trace the beneficial owner.

(6) In the event of emerging any information, factcircumstance indicating money laundering or
terrorist financing, the authority operating as fimancial intelligence unit, acting either undées i
own initiative or in order to fulfil the requestsade by an authority operating as a foreign findncia
intelligence unit, shall have powers to make a estjto service providers for data and information
that are considered bank secret, payment secririthes secret, insurance secret, fund employer
pension secret and, with respect to service providegaged in the activities referred to Paragraph
e) of Subsection (1) of Section 1, business secretrdlease of which the service providers may not
deny.

(7) In the event of emerging any information, factcircumstance indicating money laundering or
terrorist financing the authority operating as fimancial intelligence unit, acting either undes it
own initiative or in order to fulfil the requestsade by an authority operating as a foreign findncia
intelligence unit, shall have powers to make a estjto the tax authority or the customs authority
for data and information that are considered taxeis or customs secrets, the release of which the
tax authority or the customs authority may not deny

(8) Pursuant to Subsections (6)-(7), the authafigrating as the financial intelligence unit may
release data or information to an authority opegatis a foreign financial intelligence unit, if the
latter is able to guarantee equivalent or bettgallprotection of such data and information than th
protection afforded under Hungarian law.

(9) The person referred to in Paragréplof Subsection (2) of Section 1 and the designaezdgm
(hereinafter jointly referred to as ‘reporting p@is’), in the case of good faith, shall not be held
liable if the report ultimately proves to be undabsiated.

(10) The authority operating as the financial iigehce unit shall publish information about the
efficiency of the reports and its proposal to imyefficiency on its official website semi-annually

Section 24
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(1) The service provider shall suspend the exeouifoa transaction order, if any information, fact
or circumstance indicating money laundering or aiest financing in connection with the
transaction order is emerged and the service peowoansiders the immediate action of the authority
operating as the financial intelligence unit to becessary for checking the data, fact or
circumstance indicating money laundering or testdinhancing. In this case the service provider is
required to submit a report without delay to théatity operating as the financial intelligencetuni
in order to investigate the cogency of the report.

(2) In case the authority operating as the findrioklligence unit notifies, in a form of a secure
electronic message, the service provider any irdtion, fact or circumstance indicating money
laundering or terrorist financing in connection lwi transaction order, this notification shall be
considered as the immediate action of the authofigrating as the financial intelligence unit for
checking the data is necessary, unless, simultahewith the notification, otherwise instructed by
the financial intelligence unit.

(3) The service provider shall submit the reportth@ authority operating as the financial
intelligence unit in the form of a secured elecitamessage, on the receipt of which the authority
operating as the financial intelligence unit sisalhd a confirmation to the service provider filthg
report without delay in a form of a secured elettanessage.

(4) The authority operating as the financial ingglhce unit shall examine the report:

a) in the case of domestic transaction orders withia working day after the report is submitted;

b) in the case of foreign transaction orders withio torking days after the report is submitted.

(5) The authority operating as the financial ingglhce unit shall inform the reporting service
provider in writing:

a) on the actions taken in accordance with the AdEominal Procedures; or

b) on the fact that no action was taken pursuantedittt on Criminal Procedures.

in the course of the examination launched undes&ution (4).

(6) The service provider shall execute the suspbh@dmsaction order, if the authority operating as
the financial intelligence unit notifies it accandi to Paragraph) of Subsection (5), or after the
expiry of the time limits specified in Subsectiof) (in the absence of a notification from the
authority operating as the financial intelligencet.u

(7) The service provider and the authority opegpt@s the financial intelligence unit acting in
accordance with Subsection (2), in the case of daibld, shall not be held liable for the suspension
of the transaction order, if this latter can befqgened on the basis of what is contained in
Subsection (6).

Section 25

If the supervisory body mentioned under Sectiorbfins any information, fact or circumstance
during its regulatory supervision that is to beardégd according to Subsection (1) of Section 23, it
shall inform the authority operating as the finahantelligence unit without delay.

Section 26

(1) The authority operating as the financial ingglhce unit shall be authorized to use the
information obtained under this Act only for therposes of prevention and combating money
laundering and terrorist financing, and for thepmses of the investigation of acts of terrorism
[Section 261 of Act IV of 1978 on the Criminal Co@eereinafter referred to as the ‘Criminal

Code")], unauthorized financial activities (Secti2®8/D of the Criminal Code), money laundering
(Sections 303-303/A of the Criminal Code), failtoecomply with the reporting obligation related

to money laundering (Section 303/B of the Crimi@alde), tax fraud (Section 310 of the Criminal
Code), embezzlement (Section 317 of the Criminalg}ofraud (Section 318 of the Criminal Code)
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and misappropriation of funds (Section 319 of themihal Code), and to disseminate such
information to other investigating authorities, fgblic prosecutor, the national security service o
an authority operating as a foreign financial ingehce unit.

(2) The authority operating as the financial ingglhce unit is required to keep records on the
information disseminated according to Subsectign The aforesaid data transfer records shall be
retained for a period of five years from the tinfieissemination.

(3) The data transfer records shall contain:

a) the personal identification data of the naturakparaffected, or the information necessary for the
identification of the legal person or an organizatihot having a legal personality;

b) the data processor’s registration number;

c¢) the date and time of disclosure of information;

d) the purpose and legal grounds of disseminationttaméhformation supplied;

e)the name of the person or party requesting the data

Prohibition of disclosure
Section 27

(1) The reporting persons and the authority opagatis the financial intelligence unit shall not
provide information to the customer concerned astteer third persons on the fact that information
has been transmitted in accordance with Sectiom23he contents of such information, on the fact
that the transaction order has been suspended Sw#ion 24, on the name of the reporting
persons, or on whether a money laundering or fstrinancing investigation is being or may be
carried out on the customer, and is required tarenghat the filing of the report, the contents
thereof, and the identity of the reporting pers@main confidential.

(2) The prohibition laid down in Subsection (1) lsheot prevent provision of information to the
supervisory body mentioned under Section 5, indgdhe investigating authority conducting the
criminal procedure.

(3) In connection with supervision on a consolidatasis conducted under the CIFE Act, Act CXX
of 2001 on the Capital Market, and the Insurancé, Ac on supplementary supervision of a
financial conglomerate, the prohibition laid downSubsection (1) shall not prevent disclosure of
information between undertakings from Member Statesfrom third countries, which impose
requirements upon such undertakings equivalent twishe laid down in this Act, and are supervised
for compliance those requirements.

(4) The prohibition laid down in Subsection (1) kimat prevent disclosure of information between
service providers engaged in the activities reteteein Paragraphg)-h) andm) of Subsection (1)

of Section 1 from Member States, or from third doies which impose requirements equivalent to
those laid down in this Act, if the persons coneerperform their professional activities within the
same legal person or a network.

(5) Regarding service providers engaged in thevities referred to in Paragraphge) g)-h), I) and

m) of Subsection (1) of Section 1, the prohibitiordlalown in Subsection (1) shall not prevent
disclosure of information between the two or maevige providers involved, provided that:

a) the information refer to the same customer anc#mee transaction order;

b) of the two or more service providers involved,estdt one is engaged in activities defined by this
Act, while the other service providers are residard Member State, or in a third country which
imposes requirements equivalent to those laid dovtinis Act;

c) the service providers involved are engaged in #maesactivity referred to Subsection (1) of
Section 1; and

d) the service providers involved are subject to @liians as regards professional secrecy and
personal data protection equivalent to those laigirdin this Act.

(6) Where a third country meets the conditions Eagvn in Subsection (3)-(5) above, the service
providers engaged in the activities referred t@amagraphg)-e) g)-h), I) andm) of Subsection (1)

of Section 1 shall inform the supervisory body nmmd under Paragrapt®-b), d)-e) g) of
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Section 5. The supervisory body mentioned undead?aphsa)-b), d)-e), g) of Section 5 shall
forward that information to the minister withoutiae

(7) The minister shall inform the Commission and Member States of the cases referred to in
Subsection (6).

Record keeping and statistics
Section 28

(1) Service providers are required to keep ontfikedata and documents they have obtained in the
process of discharging their obligation prescribader Sections 7-10 and Section 17, or the copies
of such documents, the records of compliance wéhorting obligations and data transmitting
requirements specified in Section 23, and the decsncertifying the suspension of the execution
of transaction orders by virtue of Section 24,ler topies of such documents, for a period of eight
years from the time of recording or the time ofaring (suspension). The time limit for keeping the
data or documents, or their copies, obtained uRdeagrapta) of Subsection (1) of Section 6 shall
commence upon the time of termination of the bissnmelationship.

(2) The service providers engaged in activitiesemeid to in Paragrapha)-e) I) and m) of
Subsection (1) of Section 1 are required to keeprds of all executed cash transaction ordersdn th
amount of three million six hundred thousand farier more (whether in forints or any other
currency) in the register mentioned in Subsectigridr a period of eight years.

Section 29

(1) The authority operating as the financial ingglhce unit is required to maintain statistics by
virtue of which the effectiveness of the systemtf@ combating of money laundering and terrorist
financing can be controlled.

(2) The statistics specified in Subsection (1)Igdwver:

a) the number of suspicious transaction reports madetlae number of cases where information
was provided under Section 23;

b) the number of transaction orders suspended undépB&4;

c) the number of cases for the freezing of assetsmm&ction with terrorist financing under the Act
on the Enforcement of the Economic and FinanciatiRgive Measures Adopted by the European
Union and the number of cases for the freezingseét by court order, and the forint value of the
funds and economic resources frozen by court order;

d) the number of suspicious transaction reports makeruSection 23 upon which the authority
operating as the financial intelligence unit tooly action, and the number of cases investigated and
prosecuted,;

e) the number of cases investigated for suspicion afiey laundering (Sections 303-303/A of the
Criminal Code) and acts of terrorism (Section 261the Criminal Code), and the number of
suspects;

f) in the criminal proceedings referred to in Paralyp

fa) the number of cases and the number of personsqutese

fb) the number of court verdicts and the number of gey<onvicted, the number of cases where
any property has been frozen, seized or confiscéttedvalue of property seized or confiscated, and
how much property has been frozen, seized or awatésl.

(3) The General Prosecutor's Office shall supplforimation to the authority operating as the
financial intelligence unit relating to Subparadrdg) of Paragrapti) of Subsection (2), the number
of final court verdicts concerning the freezingasfsets under Paragraphof Subsection (2), the
forint value of the funds and economic resourcesein by court order along with the information
under Subparagragh) of ParagrapH) by 1 July of each calendar year as pertaining égotievious
calendar year.
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(4) Records of the data referred to in Paragraphd) of Subsection (2) shall be broken down
according to profession.

(5) The national financial intelligence unit shptst the aforesaid statistics on its official wédbsi
annually.

Measures in the case of branches and subsidiariexchted in third countries
Section 30

(1) The service providers engaged in the activitieferred to in Paragraphe)-e) and I) of
Subsection (1) of Section 1 are required to appltheir branches and subsidiaries located in third
countries measures at least equivalent to thodedtaivn under Sections 6-11, Section 28 and this
Section.

(2) The service providers engaged in the activitieferred to in Paragraphe)-e) and I) of
Subsection (1) of Section 1 shall keep their brascand subsidiaries located in third countries
informed concerning their internal control and mf@tion system (Section 31), and the contents of
their internal rules (Section 33).

(3) Where the legislation of the third country dasst permit application of such equivalent
measures as referred to in Subsection (1), théceepvoviders engaged in the activities referred to
in Paragraphs)-e) and ) of Subsection (1) of Section 1 shall so inform tHupervisory body
specified in Paragraphe)-b) of Section 5, which shall forward that informatiem the minister
without delay.

(4) The minister shall inform the Commission ané tither Member States of cases where the
legislation of the third country does not permitplgation of the measures required under
Subsection (1).

(5) Where the legislation of the third country dows permit application of the measures required
under Subsection (1), the service providers engag#ue activities referred to in Paragragt)se)
andl) of Subsection (1) of Section 1 are required to @re@ comprehensive assessment on their
branches and subsidiaries located in third cousntrie
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Internal control and information systems, special taining programs
Section 31

Service providers with employees participating anrging out the activities listed under Subsection
(1) of Section 1 are required to establish adeqaateappropriate internal control and information
systems for the procedures of customer due diligeneporting and record keeping in order to
prevent business relationships and transactionr®rtieough which money laundering or terrorist
financing is realized or possible.

Section 32

(1) Service providers are required to ensure thair tmployees participating in carrying out the
activities listed under Subsection (1) of Sectioaré aware of the provisions in force relating to
money laundering and terrorist financing, that they able to recognize business relationships and
transaction orders through which money launderintgworist financing may be or is realized and
to instruct them as to how to proceed in line wiitis Act in case a data, fact, circumstance ithis
that indicates money laundering or terrorist finagc

(2) Service providers are required to ensure thair tmployees participating in carrying out the
activities listed under Subsection (1) of Sectioaré aware of the provisions of the Act on the
Enforcement of the Economic and Financial RestrecMeasures Adopted by the European Union,
so that they are able to proceed in accordancethatiprovisions contained therein.

(3) In order to discharge the obligations set gutSubsections (1)-(2), service providers with
employees participating in carrying out the adegtlisted under Subsection (1) of Section 1 are
required to ensure the participation of their ral@vemployees in special training programs.

Internal rules
Section 33

(1) For performing their tasks related to the digns conferred in this Act, service providers are
required to prepare internal rules (hereinaftegref to as ‘internal rules’).

(2) The supervisory body mentioned under Sectishdl approve the internal rules, if they contain
the mandatory contents set out in this Act anchim decree implementing it, and if they are not
contrary to any legal provision.

(3) For the purposes of drawing up the internaésulthe supervisory bodies mentioned under
Section 5 shall, in collaboration with the authpdperating as the financial intelligence unit amd
agreement with the minister, provide sample rutesan-binding recommendations.

(4) Service providers engaged in trading in goody ondertake to discharge the obligations set out
in this Act by submission of their internal rulesthe trade licensing authority. The trade licegsin
authority, at the same time when it grants apprdealthe internal rules, shall also register the
service provider in question. Only registered sEr\providers engaged in trading in goods shall be
authorized to accept cash payments of three midliotundred thousand forints or more.

Supervision, measures
Section 34

(1) The supervisory bodies determined in Paragrapt®, f) and g) of Section 5 shall, in the
process of exercising supervisory functions, ensineecompliance of service providers with the
provisions of this Act.

(2) With the exceptions set out in this Act theexwfsory bodies determined in Paragraphg), f)
andg) of Section 5 shall carry out their respective suigery functions in accordance with the Act
on the General Rules of Administrative Proceedmgd Services; the supervisory body mentioned
under Paragrapa) of Section 5 shall carry out its supervisory fuans in accordance with the Act
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on the General Rules of Administrative Proceediagd Services and the HFSA Act; and the
supervisory body mentioned under Paragréphof Section 5 shall carry out its supervisory
functions in accordance with the Act on the Gené&tales of Administrative Proceedings and
Services and the Act LVIII of 2001 on the NatioBaink of Hungary.

(3) The supervisory body determined in Paragrdpbf Section 5 shall carry out its supervisory
required to ensure the participation of their ral@vemployees in special training programs.

Internal rules
Section 33

(1) For performing their tasks related to the dtigns conferred in this Act, service providers are
required to prepare internal rules (hereinaftezmrefd to as ‘internal rules’).

(2) The supervisory body mentioned under Sectishdl approve the internal rules, if they contain
the mandatory contents set out in this Act anchen decree implementing it, and if they are not
contrary to any legal provision.

(3) For the purposes of drawing up the internaésulthe supervisory bodies mentioned under
Section 5 shall, in collaboration with the authpoperating as the financial intelligence unit amd
agreement with the minister, provide sample rutesan-binding recommendations.

(4) Service providers engaged in trading in goody omdertake to discharge the obligations set out
in this Act by submission of their internal rulesthe trade licensing authority. The trade licegsin
authority, at the same time when it grants apprdealthe internal rules, shall also register the
service provider in question. Only registered sar\roviders engaged in trading in goods shall be
authorized to accept cash payments of three midliotundred thousand forints or more.

Supervision, measures
Section 34

(1) The supervisory bodies determined in Paragrapt®, f) and g) of Section 5 shall, in the
process of exercising supervisory functions, ensheecompliance of service providers with the
provisions of this Act.

(2) With the exceptions set out in this Act theeswsory bodies determined in Paragraphs), f)
andg) of Section 5 shall carry out their respective suigery functions in accordance with the Act
on the General Rules of Administrative Proceedigd Services; the supervisory body mentioned
under Paragraph) of Section 5 shall carry out its supervisory fuant in accordance with the Act
on the General Rules of Administrative Proceediagd Services and the HFSA Act; and the
supervisory body mentioned under Paragréphof Section 5 shall carry out its supervisory
functions in accordance with the Act on the Gené&tales of Administrative Proceedings and
Services and the Act LVIII of 2001 on the NatioBank of Hungary.

(3) The supervisory body determined in Paragrdpbf Section 5 shall carry out its supervisory
functions in accordance with Act LXXV of 2007 onetifChamber of Hungarian Auditors, the
Activities of Auditors, and on the Public Oversighit Auditors (hereinafter referred to as ‘the
Auditors Act’).

(4) The supervisory body determined in Subpardyges) of Paragrapte) of Section 5 shall carry
out its supervisory functions in accordance withh Xcof 1998 on Attorneys (hereinafter referred to
as the ‘Attorneys Act’), and the supervisory bodgntioned under Subparagragb) of Paragraph
e) of Section 5 shall carry out its supervisory fuoot in accordance with Act XLI of 1991 on
Notaries Public (hereinafter referred to as ‘NPA’).

Section 35
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(1) In the case of any infringement of the provisioof this Act or non-compliance with the
obligations set out in this Act, the supervisorylies mentioned under Paragraphs), f) andg) of
Section 5 shall take the following measures coestswith the weight of the infringement:

a) it may call upon the service provider to take theasures necessary for compliance with the
provisions of this Act, and to eliminate the deditties;

b) it may advise the service provider:

ba) to ensure the participation of their relevant empés (executive officers) carrying out the
activities listed under Subsection (1) of Sectioin $pecial training programs, or to hire employees
(executive officers) with the appropriate professiskills required for those activities;

bb) to recondition the internal rules according to #pecriteria within a prescribed deadline;

¢) it may issue a warning to the service provider;

d) it may order the service provider to cease thewillaconduct;

e) in addition to or independent of the measuresdigteParagrapha)-d), it may impose a fine of
minimum two hundred thousand and maximum five wnilliforints upon the service providers
engaged in the activities referred to in Paragrapkes andl) of Subsection (1) of Section 1, and a
fine of minimum one hundred thousand and maximumnillion forints upon the service providers
engaged in the activities referred to in Paragréping-i), j) andk) of Subsection (1) of Section 1.

(2) [no longer in effect]

(3) The proceeds from fines imposed by the superyibodies mentioned under Paragraphd)
andg) of Section 5 must be used exclusively for the felig purposes:

a) training of experts;

b) promoting the preparation and publication of stado® the supervisory activities mentioned
under in Paragraplg, f) andg) of Section 5;

¢) providing information for customers of service pders;

d) additional training of the staff of the authoritpeyating as the financial intelligence unit in the
special knowledge required in connection with s

(4) The measures defined under Subsection (1) bkalinposed upon a service provider where a
director of the service provider, if a legal persmna business association not having a legal
personality, has committed the infringement forltkeefit of that service provider.

(5) The measures defined under Subsection (1) bbalnposed upon a service provider where an
employee of the service provider, if a legal persora business association not having a legal
personality, has committed the infringement for Hemefit of that service provider, and it could
have been prevented by the appropriate supervigi@ontrol that is required of the director of the
service provider.

Special provisionsrelating to attorneys and notaries public
Section 36

(1) The obligation of customer due diligence anporéng prescribed in this Act shall apply to
attorneys, with the exception set out in Subsec{® if they hold any money or valuables in
custody or if they provide legal services in conimgcwith the preparation and execution of the
following transactions in accordance with Subsec(i of Section 5 of the Attorneys Act:

a) buying or selling any participation (share) in aibess association or other economic operator;
b) buying or selling real estate;

c¢) founding, operating or dissolving a business ass$ioci or other economic operator.

(2) The customer due diligence and reporting obbga prescribed in this Act shall apply to
notaries public, with the exception set out in Sdtien (4), if he provides safe custody serviceif or
he provides public notary services in connectiotinhe preparation and execution of the following
transactions in accordance with the NPA:

a) buying or selling any participation (share) in aibess association or other economic operator;
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b) buying or selling real estate;

c¢) founding, operating or dissolving a business as$ioti or other economic operator.

(3) The obligations determined in this Act shalt apply to attorneys, if:

a) the data, fact or circumstance indicating moneydauing or financing of terrorism become
known in connection with providing the defence hininal proceedings or legal representation
before a court, other than the court of registmatduring any stage of such defence or representati
or at any time thereafter;

b) the data, fact or circumstance indicating moneyndauing or financing of terrorism was become
known in connection with the defence or legal reprgation referred to in Paragraghor while
providing legal advice relating to the questionstfe opening of a proceeding.

(4) The obligation determined in this Act shall apply to notaries public if:

a) the data, fact or circumstance indicating moneyndauing or financing of terrorism become
known while providing legal advice relating to tipgestions for the opening of a proceeding;

b) the notary public conducts a non-litigious procegdi

Section 37

(1) Attorneys and notaries public shall submit thport prescribed in Section 23 with the regional
bar association or regional chamber of notariediguiespectively. The employees of attorneys and
notaries public (including assistant attorneys)liskisomit the report with the attorney or notary
public who exercises employer’s rights. The attgsner notaries public exercising employer’s
rights shall forward the report without delay te ttegional bar association or regional chamber of
notaries public, respectively. Employees of lavwnBrshall report to the person designated by the
members’ meeting, who shall forward the report withdelay to the bar association with which the
law firm is registered.

(2) The presidents of regional bar associations gional chambers of notaries public shall
designate a person to be responsible for forwardiitgout delay the reports received from the
persons referred to in Paragraphof Subsection (1) of Section 2 to the authorityragiag as the
financial intelligence unit. The regional bar asations and regional chambers of notaries public
are required to notify without delay the authomiyerating as the financial intelligence unit about
the designated person and also when the desigpetsdn is replaced.

(3) With regard to law firms, the members’ meetingy decide whether the obligations prescribed
in Subsection (1) of Section 23 and in Section83%re to be fulfilled by the law firm or by the
members.

Section 38

(1) In respect of discharging the responsibilitig®scribed in this Act, the Hungarian Bar
Association shall draw up uniform internal rulesifudividual lawyers and single-member law firms
that shall be treated as the internal rules ofviddal lawyers and single-member law firms in
conformity with Section 33. The aforesaid uniformteirnal rules shall be approved by the minister
responsible for justice.

(2) In respect of discharging the responsibilipesscribed in this Act, the law firms not mentioned
in Subsection (1) are required to draw up intemégs, and to present them for approval to the
competent regional bar association. The Hungar@nASsociation shall draw up standard rules in
compliance with Subsection (3) of Section 33, d@rshall be approved by the minister responsible
for justice.

(3) In respect of discharging the responsibilifesscribed in this Act, the Hungarian Chamber of
Notaries Public shall draw up guidelines for nasanmpublic that shall be treated as the internaisrul
of notaries public.

(4) Fulfilment of the reporting obligation by att@mys and notaries public shall not constitute a
violation of the confidentiality requirements prabed in specific other legislation.
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(5) In the application of this Act, notaries puldicall not be subject to the obligation laid down i
Subsection (2) of Section 3 of the NPA.

Closing and authorizing provisions
Section 39

() This Act, with the exception of Subsections(@), shall enter into force on 14 December 2007.
(2) [no longer in effect]

(3) Sections 1-38, Section 40, Sections 42-43,i@ect6-51, Sections 54-55, and Section 56 shall
enter into force on 15 December 2007.

(4) Subsection (10) shall enter into force on 18ddaber 2007.

(5) Subsection (12) and Section 52 shall enterfimtoe on 2 January 2008.

(6) Subsection (13) shall enter into force on 3uday 2008.

(7) Subsections (1)-(2) of Section 44 shall em&y force on 15 December 2008.

(8) Subsection (3) of Section 44 shall enter iot@é on 1 January 2009.

(9) Subsection (11) shall enter into force on 2uaay 2009.

(20)[no longer in effect]

(11)[no longer in effect]

(12)[no longer in effect]

(13)[no longer in effect]

Section 40
[no longer in effect]

Section 41
[no longer in effect]

Section 42

By way of derogation from Subsection (6) of Sectidn the service provider is required to refuse
the execution of a transaction order after 1 Janp@@9, if:

a) it has established a business relationship witlttiséomer prior to this Act entering into force;

b) the customer failed to appear at the service pesvigrsonally or by way of a representative for
the purpose of carrying out customer due diligggroeedures; and

c) regarding the customer, the outcome of the custatuerdiligence procedures specified under
Sections 7-10 is not fully available.

Section 43

(1) The minister is hereby authorized to publidhy-way of a decree - the list of third countries
which impose requirements equivalent to those dian in this Act, and to publish - by way of a

decree - the list of third countries whose natisrake not permitted to benefit from the simplified

customer due diligence procedures by virtue of Glmenmission decisions adopted according to
Paragraph (4) of Article 40 of Directive 2005/60/EC

(2) The minister is hereby authorized to lay downai decree the mandatory content of internal
rules.

Section 44

[no longer in effect]
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Section 45

(1) Following the entry of this Act into force, tisepervisory body mentioned under Section 5 shall
make available the model rules within forty-fiveydafter the time of this Act entering into force.
(2) Service providers already existing at the tiofiethis Act entering into force are required to
amend their internal rules within ninety days of time of this Act entering into force to comply
with the provisions of this Act.

(3) In addition to satisfy the requirements setiawtpecific other legislation that are to be nmeet
obtaining a license permit, the service providestedl under Paragrapbg-e) i) andl) of Subsection
(1) of Section 1 established after the time of #hit entering into force shall submit also their
internal rules for approval to the competent suigery body mentioned under Section 5 together
with the license application.

(4) The service providers commencing the activitedsrred to in Paragrap) of Subsection (1) of
Section 1, by providing payment services accordin§ubparagraph) of Point 9 of Chapter | of
Schedule No. ® the CIFE Act, as well as service providers comengy the activities referred to in
Paragraph$§)-h), j) andm) of Subsection (1) of Section 1 are required to dugwtheir internal rules
and submit it for approval to the supervisory batitermined in Section 5 within ninety days
following the commencement of operations.

(5) The Hungarian Bar Association shall draw urnnal rules for individual lawyers and single-
member law firms, and the Hungarian Chamber of NedaPublic shall draw internal rules for
notaries public within ninety days following thent of this Act entering into force.

(6) Service providers engaged in trading in goati:yot listed in the register referred to in
Subsection (4) of Section 33, may accept cash patgnef three million six hundred thousand
forints or more only until 15 March 2008.

Modified legal provisions

Section 46
[no longer in effect]

Section 47
[no longer in effect]

Section 48
[no longer in effect]

Section 49
[no longer in effect]

Section 50
[no longer in effect]

Section 51
[no longer in effect]

Section 52
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[no longer in effect]

Section 53
[no longer in effect]

Section 54
[no longer in effect]

Section 55

[no longer in effect]

Compliance with the legal provisions of the Europea Communities
Section 56

(1) This Act serves the purpose of conformity vtk following legislation of the Communities:

a) Directive 2005/60/EC of the European Parliament ainhe Council of 26 October 2005 on the

prevention of the use of the financial system twe purpose of money laundering and terrorist
financing;

b) Commission Directive 2006/70/EC of 1 August 200@irlg down implementing measures for

Directive 2005/60/EC of the European Parliament ahthe Council as regards the definition of

‘politically exposed person’ and the technical emita for simplified customer due diligence

procedures and for exemption on grounds of a filsactivity conducted on an occasional or very
limited basis.

(2) This Act contains provisions for the implemeittia of Regulation (EC) No. 1781/2006 of the

European Parliament and of the Council of 15 NowmB006 on information on the payer

accompanying transfers of funds.
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ANNEX IV: EXTRACTS FROM ACT IV OF 1978 ON THE CRIM INAL CODE

Act IV of 1978 on the Criminal Code
Title Il

Attempt and Preparation
Section 16

Any person who commences the perpetration of ag@déated crime, but does not finish it, shall be
punishable for attempt.
Section 17

(1) The sentence applicable to a consummated @ffeimall also be applied for attempt.

(2) The punishment may be reduced without limitatey dismissed altogether if the attempt has
been perpetrated on an unsuitable subject or witmauitable instrument or in an unsuitable way.
(3) Any person who voluntarily withdraws from theinginal activity before it is committed,
furthermore, the person who deliberately attemptgprevent the crime, shall not be liable for
prosecution for attempt.

(4) If in the case of Subsections (2) and (3), dttempt in itself constitutes another crime, the
perpetrator shall be liable for prosecution fotit ttréame.

Preparation
Section 18

() If it is expressly prescribed by law, any perseho provides for the perpetration of a crime the
conditions required therefore or facilitating thabo invites, offers for, undertakes its perpetnati

or agrees on joint perpetration, shall be punighédil preparation.

(2) Prosecution for preparation shall not applyilgiea person:

a) who voluntarily discontinues his participationtihe preparation before the act is committed;

b) who withdraws his invitation, offer, undertakingith the aim of the prevention of the
perpetration, or attempts to pursue other contiisuto withdraw from the criminal activity,
provided that the commencement of the perpetrati@s not take place for any reason whatsoever;
¢) who informs the authority about the preparation.

(3) In the cases of Subsection (2), if the prepamatonstitutes another crime in itself, the
perpetrator shall be liable for prosecution fott ttréme.

Title 11
The perpetrator
Section 19

Perpetrators are the perpetrator, the indirectgieator and the coprincipal perpetrators, the abett
and the accessory (accomplices).
Section 20

(1) Perpetrator is a person who realizes the legdd of a crime.

(2) Indirect perpetrator is a person who realizes legal facts of a malicious crime with using a
person who shall not be prosecuted for that criemgabse this person has not reached the age of
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fourteen at the time the act was committed, or dmmmitted the criminal act in a compromised
mental state, or has committed the act under coear duress or has been mistaken.

(3) Coprincipals are the persons who jointly remlithe legal facts of an intentional crime, in
awareness of each other’s activities.

Section 21

(1) Abettor is a person who intentionally persuaaasther person to perpetrate a crime.
(2) Accessory is, who intentionally grants assistafor the perpetration of a crime.
(3) The item of punishment established for the ggbors shall also be applied for the accomplices.
Confiscation
Section 77

(1) An object shall be confiscated:

a) which is actually used or intended to be usedramstrument for the commission of a criminal
act;

b) the possession of which constitutes an endaregdrta public safety or is illegal;

¢) which is created by way of a criminal act;

d) for which the criminal act was committed, ortthes used for the transportation of this object in
connection with the criminal act after the fact.

(2) Media products, in which a criminal act is izadl, shall be confiscated.

(3) In the cases defined under Paragraphs a) araf 8ubsection (1) confiscation shall not be
ordered if the object is not owned by the perpetratnless the owner was aware of the perpetration
of the criminal act, and unless confiscation isspribed mandatory by international convention.

(4) Confiscation shall be ordered, even if the pegior cannot be prosecuted due to being a minor
or to a mental disorder, or if the perpetrator badn reprimanded.

(5) No confiscation shall be ordered after the dap$ time of the statute of limitations for the
punishability of the act, but at least after fiveays.

(6) Confiscation of an object shall not be ordefetfalls within the scope of forfeiture of asset

(7) Confiscated objects shall devolve upon théeSialess otherwise prescribed by law.

Section 77/A

(1) In the cases under Paragraphs a) and d) ofeSuds (1) of Section 77, confiscation may be
foregone in exceptional cases, if it entailed areasonable burden to the perpetrator or the owner,
disproportionate to the gravity of the criminal ,aptovided the omission of confiscation is not
precluded by any international obligation.

(2) Subsection (1) shall not apply in connectiothverimes committed in a criminal organisation.

Forfeiture of property
Section 77/B

(1) The following shall be subject to forfeitureproperty:
a) any property resulting from criminal activitieshtained by the offender in the course of or in
connection with, a criminal act;
b) any property obtained by an offender duringh@sparticipation in a criminal organisation;
c) any property used to replace the property obthiby the offender in the course of or in
connection with, a criminal act;
d) any property that was supplied or intended tased in order to ensure the conditions required
for or facilitating the commission of a crime,
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e) any property which was the subject of a givetenia advantage.

(2) Property originating from a criminal offencetaimed in the course of or in relation to the

perpetration of a criminal act through which anotherson has enriched, shall also be forfeited. If
an economic association has enriched with such kindssets, forfeiture of property shall be

ordered against that economic association.

(3) In the event of death of the perpetrator orgleson profiteering as specified in Subsection (2)
or the economic operator was transformed, the prppas specified in Subsection (1) and

transferred by succession shall be forfeited froenduccessor in title.

(4) In the case referred to in Paragraph b) of &ctimn (1), all property obtained by the perpetrato

during his participation in a criminal organisatiamime shall be subject to forfeiture until proven

otherwise.

(5) The following property cannot be forfeited:

a) that is reserved to cover any civil claim awadrdaring the criminal proceeding;

b) that was obtained in good faith for considergtio

¢) in the case referred to in Paragraph b) of Sttlwse(1), if the property is proven to be legititma

Section 77/C

(1) Forfeiture of property shall be ordered f@pacific sum:

a) if the property is no longer accessible;

b) if the property subject to forfeiture under $@et77/B cannot be separated from other assets, or
would impose unreasonable difficulties;

¢) in the case defined in Paragraph b) of Subse¢fipof Section 77/B.

(2) Forfeiture of assets shall be ordered, evénafperpetrator cannot be prosecuted due to being a
minor or to a mental disorder, or if the perpetrdiad been reprimanded.

(3) Forfeited assets shall become the propertiioState unless otherwise prescribed by law.

(4) For the purposes of Sections 77/B and 77/C, pmjits, intangible assets, claims of any
monetary value and any material gain or advanthgk also be deemed as property.

Crimes against transportation safety
Section 184

(1) Any person who endangers the safety of railva@ry water or public road traffic by damaging or
destroying a traffic route or corridor, a vehicteaffic control equipment or the appurtenances
thereof, by creating an obstacle, removing or cheng traffic sign, installing a misleading sign,
using violence or threats against the driver othisle in traffic, or by any other similar mannsr i
guilty of a felony punishable by imprisonment fqr to three years.
(2)The punishment shall be:
a) imprisonment for up to five years if the crinesults in grievous bodily harm;
b) imprisonment between two to eight years if thime results in permanent physical disability or a
grave injury to health, or a mass catastrophe;
c) imprisonment between five to ten years if theerresults in death;
d) imprisonment between five to fifteen years i¢ tbrime results in a mass catastrophe causing
death.
(3) Any person who commits the crime defined insadtion (1) by way of negligence is guilty of a
misdemeanour punishable by imprisonment for umiyear in the cases defined in subsection (2),
or by imprisonment for up to two years, three yeéix® years or between two to eight years in
accordance with the distinction made there.
(4) The punishment may be reduced without limitatioor dismissed in cases deserving special
consideration - against any person who voluntdeiyninates the danger before any damage occurs
in consequence.

Acts of Terrorism
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Section 261

(1) Any person who commits a violent crime refertedin Subsection (9) against persons or
commits a crime that endangers the public or ire®lthe use of a firearm in order to:

a) coerce a government agency, another state amt@rmational body into doing, not doing or
countenancing something;

b) intimidate the general public;

c) conspire to change or disrupt the constitutioeabnomic or social order of another state, or to
disrupt the operation of an international orgamizgt

is guilty of a felony punishable by imprisonmentvieeen ten to twenty years, or life imprisonment.
(2) Any person who seizes considerable assetsopepy for the purpose defined in Paragraph a)
and makes demands to government agencies or namrgogntal organizations in exchange for
refraining from harming or injuring said assets gmabperty or for returning them shall be
punishable according to Subsection (1).

(3) The punishment of any person who:

a) abandons commission of the criminal act defuneder Subsections (1) and (2) before any grave
consequences are able to materialize; and

b) confesses his conduct to the authorities;

in such a manner as to cooperate with the autbstiti prevent or mitigate the consequences of such
criminal act, apprehend other coactors, and pregdmr criminal acts may be reduced without
limitation.

(4) Any person who instigates, suggests, offergletakes to participate in the commission, or
agrees on joint perpetration of any of the crimiaets defined under Subsection (1) or (2), or in
order to promote the commission of the offence e¥ssuhe conditions required therefore or
facilitating that, or provides or collects fundspgmmote the commission of the offence is guilty of
felony punishable by imprisonment from two to eigbars

(5) He/she who commits the acts described unden e interest of the crimes described under (1)
or (2) in a terrorist group and/or supports thevégtof the terrorist group in other ways, commats
crime and is punishable with loss of liberty betw&eo 10 years.

(6) The perpetrator of a criminal act defined inb&ection (4) or (5) shall not be liable for
prosecution if he confesses the act to the autbsitefore they become aware of it and reveals the
circumstances of the criminal act.

(7) Any person threatening to commit the crimescHgal in Subsections (1) and (2) is guilty of a
felony punishable by imprisonment between two gheyears.

(8) Any person who has positive knowledge conceypilans for a terrorist act and fails to promptly
report that to the authorities is guilty of a fefggunishable by imprisonment for up to three years.
(9) For the purposes of this Section:

a) 'violent crime against a person and crime oflipubndangerment that involves the use of
firearms' shall mean homicide [Subsections (1) @)af Section 166], battery [Subsections (1)-(5)
of Section 170], willful malpractice [Subsection (& Section 171], violation of personal freedom
(Section 175), kidnapping (Section 175/A), crimgaiast transportation safety [Subsections (1) and
(2) of Section 184], endangering railway, air orntevaraffic [Subsections (1) and (2) of Section
185], violence against public officials (Section922violence against persons performing public
duties (Section 230), violence against a persomgid public official (Section 231), violence
against a person under international protectioct{@®232), public endangerment [Subsections (1)-
(3) of Section 259], interference with public wor&ubsections (1)-(4) of Section 260], seizure of
an aircraft, any means of railway, water or roahsport or any means of freight transport (Section
262), criminal misuse of explosives or explosiveides (Section 263), criminal misuse of firearms
or ammunition [Subsections (1)-(3) of Section 23/&riminal misuse of military items and
services, and dual-use items and technology (Stibeed1)-(3) of Section 263/B), criminal misuse
of radioactive materials [Subsections (1)-(3) oft®a 264], criminal misuse of weapons prohibited
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by international convention [Subsections (1)-(3Bettion 264/C], crimes against computer systems
and computer data (Section 300/C), robbery (Se@ii), and vandalism (Section 324);

b) ‘terrorist group' shall mean a group consistihthree or more persons operating in accord for an
extended period of time whose aim is to commitdtm@es defined in Subsections (1)-(2).

Violation of International Economic Restrictions
Section 261/A

(1) Any person who violates:

a) the obligation for freezing liquid assets, otfiieancial interests and economic resources;

b) an economic, commercial or financial restriction

¢) import or export prohibitions

imposed on the basis of an obligation to which Republic of Hungary is committed under
international law, or ordered in regulations addpteder Article 60 of the Treaty establishing the
European Community, or in regulations and decisadpted by authorization of these regulations,
or ordered in the Council's common position adopiedier Article 15 of the Treaty on the European
Union, is guilty of a felony punishable by imprisonant for up to five years.

(2) The punishment shall be imprisonment betweeon tav eight years if the violation of
international economic restriction is committed:

a) with violence;

b) by a public official in an official capacity.

(3) The punishment shall be imprisonment between tib ten years if the violation of international
economic restriction is committed:

a) in connection with trafficking in fire arms, aramtion, explosives, destructive devices or an
apparatus serving for the utilization thereof, bawy product designed for military use;

b) by force of arms.

(4) Any person who engages in preparations for windation of any international economic
restriction shall be punishable for a felony by rmepnment of up to three years.

(5) The person who has positive knowledge of prj@rs being made for the violation of any
international economic restriction or that suclrime has been committed and is as yet undetected,
and fails to promptly report that to the authostiés guilty of a misdemeanor punishable by
imprisonment for up to two years. Relatives of ge@sons committing the offense of misprision
shall not be liable for prosecution.

(6) For the purposes of this Section, unless otiserprescribed by legal regulation promulgating an
obligation or restriction under international law:

a) ‘funds, other financial assets and economicuess’ shall mean the assets specified in Poiffit 1 o
Article 1 of Council Regulation (EC) No. 2580/2001.27 December 2001 on specific restrictive
measures directed against certain persons anteentith a view to combating terrorism;

b) ‘freezing of funds, other financial assets ambr®mic resources’ shall have the meaning
conveyed in Point 2 of Article 1 of Council Regidat (EC) No. 2580/2001 of 27 December 2001
on specific restrictive measures directed agaimstam persons and entities with a view to
combating terrorism.

¢) the prohibitions referred to in Paragraph cpaobsection (1) shall mean the prohibition of import
or export of the goods listed in Annex Il of CodriRegulation (EC) No. 1236/2005 of 27 June 2005
concerning trade in certain goods which could lexlder capital punishment, torture or other cruel,
inhuman or degrading treatment or punishment.

Money Laundering
Section 303
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(1) Any person who, in order to conceal the origiha thing obtained from criminal activities
committed by others, that is punishable by impnsent:

a) converts or transfers the thing in questionysa&s in his economic activities;

b) conceals or suppresses any right attached tthithg or any changes in this right, or conceals or
suppresses the place where thing can be found;

c¢) performs any financial transaction or receiveg fenancial service in connection with the thing

is guilty of felony punishable by imprisonment qf 1o five years.

(2) The punishment in accordance with Subsectidrsiiall also be imposed upon any person who,
in connection with a thing obtained from criminatigities, that is punishable by imprisonment,
committed by others:

a) obtains the thing for himself or for a third qam,;

b) safeguards, handles, uses or consumes the thidtains other financial assets by way of or in
exchange of the thing, or by using the considenatzeived for the thing

if being aware of the origin of the thing at thméi of commission.

(3) The punishment in accordance with Subsectidrsiiall also be imposed upon any person who,
in order to conceal the origin of a thing that vedained from his/her criminal activities that is
punishable by imprisonment:

a) uses the thing in his economic activities;

b) performs any financial transaction or receiveg ffnancial service in connection with the thing.
(4) The punishment shall be imprisonment between twv eight years if the money laundering
specified under Subsections (1)-(3):

a) is committed in businesslike manner;

b) involves a substantial or greater amount of ngpne

c¢) is committed by an officer or employee of a fio@l institution, investment firm, commodities
broker, investment fund manager, venture capitatl fnanager, exchange market, clearing house,
central depository, body acting as a central capatéy, insurance company, reinsurance company,
voluntary mutual insurance fund, private pensiomdfor an institution for occupational retirement
provision, or an organization engaged in the opmraif gambling activities;

d) is committed by a public official in an officiahpacity;

e) is committed by an attorney-at-law.

(5) Any person who agrees on perpetration of mdaegdering as specified under Subsections (1)-
(4) is guilty of misdemeanour punishable by impnis@nt of up to two years.

(6) The person who voluntarily reports to the adthes or initiates such a report shall not be lkab
for prosecution for money laundering as specifiades Subsections (1)-(5), provided that the act
has not yet been revealed, or it has been revealgdgartially.

Section 303/A

(1) Any person who, in connection with a thing ateal from criminal activities, that is punishable
by imprisonment, committed by others:

a) uses the thing in his economic activities;

b) performs any financial transaction or receivag ffnancial service in connection with the thing,
and is negligently unaware of the origin of thenthiis guilty of misdemeanour punishable by
imprisonment of up to two years, community serwvicek, or a fine.

(2) The punishment shall be imprisonment for misel@nour for up to three years if the act defined
in Subsection (1):

a) involves a substantial or greater amount of mpne

b) is committed by an officer or employee of a fioal institution, investment firm, commodities
broker, investment fund manager, venture capitatl fmanager, exchange market, clearing house,
central depository, body acting as a central capatéy, insurance company, reinsurance company,
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voluntary mutual insurance fund, private pensiomdfior an institution for occupational retirement
provision, or an organization engaged in the opmraif gambling activities;

c) is committed by a public official in an officiabpacity.

(3) The person who voluntarily reports to the adthes or initiates such a report shall not be lkab
for prosecution for money laundering as specifiadar Subsections (1) and (2), provided that the
act has not yet been revealed, or it has beenlezl/ealy partially.

Failure to Comply with the Reporting Obligation Related to Money Laundering
Section 303/B

Any person who fails to comply with the reportingpligation prescribed by the Act on the
Prevention and Combating of Money Laundering anddfist Financing is guilty of misdemeanor
punishable by imprisonment of up to two years.

Interpretative Provision
Section 303/C

(1) In the application of Sections 303 and 303Me term ‘thing’ shall also cover instruments

embodying rights to some financial means and demadifed securities, that allows access to the
value stored in such instrument in itself to tharkee or to the holder of the securities account in
respect of dematerialized securities.

(2) In the application of Sections 303 and 303/Aafcial activities and financial services shall

mean financial services and activities auxiliary fboancial services, investment services and
activities auxiliary to investment services, comiipdexchange services, investment fund

management services, venture capital managemenicesgr exchange services, clearing and
settlement services, central depository servichg activities of bodies acting as central

counterparties, insurance services, reinsuransgcesy and the activities of independent insurance
intermediaries, voluntary mutual insurance fundgygbe pension funds and institutions for

occupational retirement provision.

Interpretative Provision
Section 315

(2) For the purpose of Chapter VII (comprises aftlea 287 to 315) the term ‘economic activities’

shall mean activities in the fields of manufacturade or service performed at one’s own risk, on a
regular basis in order to originate income, or imay which originates income.
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ANNEX V: EXTRACTS FROM ACT XIX OF 1998 ON CRIMINAL PROCEEDINGS

Official requests for information
Section 71

(1) The court, the prosecutor and the investigatiuthority may contact central and local
government agencies, authorities, public bodiessiness organisations, foundations, public
endowments and public organisations to requesstipely or transmission of information, data or
documents, and may prescribe a time limit for ity such request ranging between a minimum of
eight and maximum of thirty days. Encrypted datd &formation made unrecognisable in any
other manner shall be restored in their originadditton by the supplier prior to communication or
delivery, or made cognisable to the requestor tiefBhe organisation contacted as detailed in
subsections (1) and (2) shall perform this dataplsup- including especially data processing,
recording the data in writing or electronically atiata transfer — free of charge. Unless stipulated
otherwise by law, the organisation contacted gh#ll the request within the prescribed deadlime o
state the reason for non-compliance therewith.

(2) The court, the prosecutor and the investigadintipority may also contact the local government
and other authorities for the supply of documents.

(3) Requests concerning the provision of persoatd ghall only extend to the amount and type of
data indispensable for the achievement of the tbgeof the request. The request shall precisely
state the purpose of the data supply and scopatafrequired.

(4) If the personal data coming to the notice &f tequestor as a result of the request are not
relevant for the achievement of the objective eftbquest, the data shall be deleted.

(5) If the personal data specified in subsectiop gre contained in the original copy of the
document, an abstract shall be made on the d&earelfor the achievement of the objective of the
request, and simultaneously the document shaktoerred to the sender.

(6) If the organisation contacted fails to fulfihet request within the prescribed deadline or
unlawfully refuses to fulfil the request, a disaigry penalty may be imposed. In the event of
unlawful refusal to comply with the request, theermive measures stipulated herein may also be
ordered in addition to imposing the disciplinarynpkty, provided that the conditions set forth by
law are met.

(7) If the organisation requested is unable talftiie request on account of being prohibited lwy, la
no further procedural action towards such orgaimisamay be taken to obtain the information
possessed by it.

(8) If the conditions set forth in the Act on thdmission and Stay of Foreign Citizens are otherwise
not fulfilled, the prosecutor and the court may makmotion to the immigration control authority to
issue a permission for the admission and stay effdheign citizen and — in consideration of this
foreign citizen — of his relative whose testimongyninold evidence which presumably would not be
available otherwise.

Seizure
Section 151

(1) Seizure means taking the property into custmdgnsuring the keeping of the property in some
other way by the court, the prosecutor or the ingasng authority in order to obtain evidence or
ensure confiscation or forfeiture of the property.

(2) The court, the prosecutor or the investigatinghority shall order the seizure of the property —
included the property made by the investigatindrauty by using its own tools; the property which
has been remoted of or from an object in such a thay it has no value or in itself it is
unserviceable; and the property which should besidened derelict — computer system or data
medium containing data recorded by such a systém if

a) constitutes a means of evidence,
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b) may be subject to confiscation or forfeiturgpadperty by law.

(3) Seizure of documents kept in the office of ganppublic, a law firm or a health institution and
containing any professional secret related to ttarg public’s or lawyer’s activity or health data
shall be ordered by the court.

(4) Seizure of mail and new communication not daldd to the addressee as yet, as well as of
documents of the editorial office of printed mattshall be ordered prior to filing the indictmemt b
the prosecutor, or thereafter by the court. Uhi decision is made, the consignment may only be
subject to retention.

(5) If seizure is ordered by the court or the pcoser, they may request the assistance of the
investigating authority for the execution of thel@r.

(6) If the prosecutor or the investigating author#t not entitled to order the seizure but immesiat
action is required, the property may be taken @utstody. In this case the order for seizure shall b
obtained subsequently, as early as possible frenpainty entitled to issue it. The property shall be
released from custody and returned to the holdseiure is not ordered by the party entitled to
issue such an order.

Section 152

(1) In order to effectuate the seizure, the holufethe property, computer system or data medium
containing data recorded by such system or the miatzager shall be demanded to surrender the
subject of the seizure or, when appropriate, mhkedaita recorded by a computer system available.
Failure to obey the above demand voluntarily maysbbject to disciplinary penalty, provided
however, that no disciplinary penalty may be imgobse the defendant, a person entitled to refuse
to testimony as a witness and persons who may eajuestioned as a witness. The refusal to
surrender the property shall not prevent obtairtimg property or data recorded by a computer
system by way of a search or body search. The paf§ected shall be warned of the above.

(2) Letters and other written communication betwdba defendant and the counsel for the
defendant, and the notes of the counsel for thendieint pertaining to the case may not be seized.
(3) Letters and other written communication betwgendefendant and a person who may refuse to
testify as a witness under Section 82 (1) may ratdized when they are kept by the latter person.
(4) Documents the contents of which may be subgetite refusal of a testimony may not be seized,
either, when they are kept by the person who mugeeto testify as a witness. This restriction lshal
also apply to the papers and properties kept abffiwal premises of a person who may refuse to
testify as a witness pursuant to Section 82 (1) c).

(5) The restrictions set forth in subsections (8) &) shall not apply if

a) the person entitled to refuse to testify as mess is suspected on reasonable grounds to be an
accomplice, an accessory, an abettor or a recigitbe case,

b) the property to be seized is the instrumenhefdriminal offence,

c) the person entitled to refuse to testify as tmegis voluntarily surrenders the property intentded
be seized, after being advised of the provisiorsubkections (3) and (4).

Sequestration
Section 159

(1) Sequestration means the suspension of theafgtisposal over sequestered assets and property

rights. Sequestration may be ordered by the court.

(2) If the proceedings are conducted on accourt ofiminal offence where forfeiture of property

may be applied, or if a civil claim is enforced aftitbre is reasonable ground to fear that its

satisfaction will be frustrated, sequestration rbayordered on the entire property of the defendant,

designated part thereof or certain assets in @aodensure coverage for the above. Sequestration may
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be ordered in respect of the property, property parndividual asset which may be subject to
forfeiture of property but which is not in the pession of the defendant. The registration of the
sequestration in authentic records shall be archfgewithout delay. In the absence of authentic
records as specified in a separate legal regulatioem business organisation affected by the
sequestration shall be naotified.
(3) Sequestration to secure a civil claim enforiegd private party shall be subject to the motibn o
the private party. In the course of the investmatisequestration may also be effected at the motio
of the victim. If the court ordered forfeiture ofgperty concerning a real property in its non-final
conclusive decision, it may order the sequestratibrthe real property until the procedure is
concluded finally, in order to ensure the above.
(4) The sequestration shall be released if
a) the cause for ordering it has ceased to efidhe investigation has been terminated or its
maximum period has expired, unless the claimarthefsequestered asset or the right of disposal
over property rights initiated civil proceedingsughold his claim within sixty days thereafter,
b) sequestration was ordered to secure coverage $pecific sum of money, and this amount has
been deposited,
c) the proceedings have been concluded withoutyeqgpforfeiture of property, or the civil claim
has been dismissed,
d) upon winning a civil claim, the private partyiléa to request distraint within thirty days
following the expiry of the agreed date of perfonoe,
e) after the civil claim has been referred to otbgal ways, the prosecutor or the private parilg fa
to prove the enforcement of their claim within gigiays.
(5) The deadline specified in subsections (4) g),add e) shall be calculated from the
communication of the decision on releasing the ssmation, terminating the investigation,
awarding the civil claim or referring the claimdther legal way.
(6) The order for the seizure of a real propertglishe executed in compliance with the rules of
sequestration.
(7) Sequestration may also be terminated by thegordgor until the indictment has been submitted.

Precautionary measure

Section 160

(1) Precautionary measure is taken to effect séxpies, with the aim to temporarily prevent the
defendant or other interested party from exercislimiy right of disposal over their movable or real
property, securities representing property righiads managed by a financial institution under a
contract or due share or ownership interest insniess organisation.

(2) The prosecutor or the investigating authorigymapply precautionary measure if probable cause
exists to believe that the conditions for sequéstigorevail and the defendant attempts or there is
reasonable cause to believe that the defendanatterspted to conceal the property specified in
subsection (1), to transfer, alienate or encuntierights of disposal thereover.

(3) As a precautionary measure, the investigatinthaity or the prosecutor shall seize the
properties specified in subsection (1), or requkstauthorities listed in Section 61 to take the
actions falling under their scope of competencee @hthorities shall take immediate action and
notify the investigating authority or the prosectteereof without delay.

(4) The investigating authority or the prosecutomymalso contact agencies and business
organisations other than those listed in Sectiom6drder to freeze the property of the defendant
and to register the precautionary measure. Thecaggenontacted shall forthwith register the request
to effect the precautionary measure, arrange #eziing of the property and notify the requesting
investigating authority or the prosecutor thereof.

(5) Precautionary measure may primarily be implae@mgainst a person whose right of disposal
would be suspended by the sequestration. Howevanay also be implemented against other
persons who maintain contact with, or there isopable cause to believe that would contact the
defendant in order to conceal the property ordodfer or alienate the rights of disposal thereover
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(6) After the registration of the precautionary s, the subject of the measure shall tolerate the
temporary suspension of his right of disposal.

(7) Following a precautionary measure, an ordersiguestration shall be motioned for without
delay with the notification of the person affectadl|ess this jeopardises the effectuation theieof.
the absence of a court order for sequestrationptbeautionary measure shall be annulled without
delay.

Procedure related to confiscation, forfeiture of poperty or disposal of items seized
Section 569

(1) Upon the motion of the prosecutor the courtlstecide upon confiscation, forfeiture of property
or the transfer of any seized items into the owhiprsef the state if no criminal proceedings have
been instituted against anyone or the criminal @edings have been terminated, or suspended due
to the unknown location or mental disease of tHerdtant.

(2) The procedure shall be conducted by the cawinly competence and jurisdiction to adjudicate
the criminal offence; or, if such a court cannotdesignated, the court at which the prosecutor has
filed the motion to this effect.

(3) The court decision shall not be subject to gpmeal, however, within eight days of the service of
the ruling, the prosecutor and those affected leydispositions in the decision may request that a
trial be held.

(4) The prosecutor and those interested owingdanthtion shall be notified of the trial. Should the
interested person be unknown or absconding otdasbmmand the Hungarian language, the court
shall appoint a representative to act on his behalf

(5) In respect of the trial, the provisions settidn Chapter XXVII shall be applied as appropriate
As regards bearing the costs of criminal proceeditite relevant general provisions (Sections 338
to 340) shall be applied as appropriate. The isteteperson may also appeal the ruling delivered at
the trial; such appeal shall have a delaying effect

(6) The tasks of the court specified in subsectidlsand (2) may also be performed by the court
secretary, without, however, being entitled to hektial.
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ANNEX VI: ACT CLXXX OF 2007 ON THE IMPLEMENTATION O F FINANCIAL
AND ASSET-RELATED RESTRICTIVE MEASURES ORDERED BY T HE
EUROPEAN UNION, AND ON RESPECTIVE AMENDMENTS OF OTH ER LAWS

Interpretative provisions

1. 8 For the purpose of this Act the following défons shall apply:

a) Community legal act shall mean regulations astbpinder Article 60 of the Treaty establishing
the European Community, or on the basis of reguiatdr decisions adopted under authorization by
these regulations;

b) dispensation (exemptions) shall mean the purposeed permission of exercising the right to
dispose of funds or economic resources coveredhbyfinancial and asset-related restrictive
measures on a case-by-case basis;

c) financial and asset-related restrictive measwstesl mean freezing of funds and economic
resources ordered by Community legal act, and ptengethe execution of a transaction from which
the subject of the financial and asset-relatedriotise measures would obtain any asset-related
benefit;

d) subject of the financial and asset-related ictste measures shall mean any natural or legal
person, group or entity designated by the Commuegsl act or the members thereof;

e) Asset registration shall mean the real estafister, register of companies, vehicle registeip sh
register, aircraft register and the cultural hgetaegister as defined by specific legal acts.

Scope of application

2. 8 When a community legal act orders a finananl asset-related restrictive measure, it shall be
executed in accordance with this Act and the Attdfl 1994 on Judicial Enforcement.
Execution of financial and asset-related restrictie measures

3. 8§ (1) Within 30 days after entering into fordettte Community legal act on ordering financial
and asset-related restrictive measures the authming responsible for the execution of financial
and asset-related restrictive measures (hereindtghority) examines whether the subject of the
financial and asset-related restrictive measuresfhads or economic resources covered by the
financial and asset-related restrictive measurdsmihe territory of the Republic of Hungary.
(2) After the examination laid down in Subsecti@hWithin the period of financial and asset-related
restrictive measures in force the Authority morstoconstantly whether the individual or
organisation subject to financial and asset-relagstrictive measures has funds or economic
resources covered by the financial and asset-telatgrictive measures within the territory of the
Republic of Hungary.
(3) If the individual or organisation subject tmdncial and asset-related restrictive measures has
funds or economic resources covered by the finhnestrictive measures within the territory of the
Republic of Hungary, or the individual or organisatsubject to financial restrictive measures gains
advantage from a transaction, the Authority refgyrio the applicable Community legal act, after
the examination has to inform — with sending trsults of the examination laid down in Subsection
(2)-(2) and Subsection (3)-(4) Section 10, and tlathdown in Subsection (4) — without delay

a) the County (Capital) Court being competent accardim the location of asset or

economic resources (hereinafter: Court);
b) the competent Company Registration Court;
¢) the minister being responsible for tax policy;
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d) if the individual or organisation subject to fingalcand asset-related restrictive
measures has economic resources registered insah r@gistration, the authority
operating the asset registration.

(4) The notice of the Authority according to thebSection (3) contains the personal data laid down
in Subsection (1) Section 7 and

a) according to the form of the organization deteeu by special Acts, the appropriate

identification data of the legal person or orgatiara without legal entity which has

entitlement to obstruct the execution of the finahand asset-related restrictive measure;

b) all necessary identification data of funds amdnemic recourses covered by the

financial and asset-related restrictive measures

4. § (1) The Court orders freezing in non-trialdegrocedure on the basis of the notice of the
Authority according to the Subsection (3) Sectiom3rder to execute the financial and asset-
related restrictive measures. The Court has tornmfe by means of electronic message having
enhanced secured electronic signature or fax Atitieority without delay about ordering freezing.
(2)When the court on the basis of the notice ofAbthority according to the Subsection (3) Section
3 concludes that the conditions of the freezingnabexist, it has to inform the authority by theywa
determined in the Subsection (1).

(3)The execution shall be ordered on funds and @o@anresources which are covered by financial
and asset-related restrictive measures.

5. 8 (1) The court bailiff has to inform within #e working days the Authority and the minister
being responsible for tax policy about the executid the financial and asset-related restrictive
measure, and about the end of the execution.

The Company Registration Court has to inform wittiree working days the Authority and the
minister being responsible for tax policy about thespension of the company according to the
article 85 section 1 point b of Act V of 2006 onbRa Company Information, Company
Registration and Winding-up Proceedings and aboaittérmination of operation of the company
according to the Article 85 Section 2 of Act V @6 on Public Company Information, Company
Registration and Winding-up Proceedings.

(2) The minister responsible for tax policy inforthe other Member States and Institutions of the
European Union on the executed measures and dtbemstances determined by the community
legal act ordering the financial and asset-relagsttictive measures.

Dispensation process

6. 8§ (1) If the Community legal act on orderingaiintial and asset-related restrictive measures
allows an exemption from the restrictive meastine, discharge is set in place according to this
Section.
(2) The application for discharge shall be shall dubmitted to the Authority but it shall be
addressed to the Court. The Authority:
a) informs the minister responsible for tax polabyout the application for discharge
b) shall commence and carry out the necessary ltatisn procedures with the
competent Sanctions Committee of the United Nat®esurity Council according to the
concerned decision without delay if the financiall aasset-related restrictive measure
ordered by the European Union is based on a Réxolaf the United Nations Security
Council
c¢) informs the Court without delay - following cofapon of the consultation process -
about the outcome and simultaneously sends the&capph as well.
(3) the Court shall take its decision on the dispadion in extrajudicial procedure within 60 days
from the filing of the application also taking intonsideration its freezing order issued earlier.
(4) the Court shall disclose its order to the Auifycand the minister responsible for tax policy.
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(5) the minister responsible for tax policy — actiog to the Community legal act — informs the
Member States and the Institutions of the Europgr@on.

Data processing and request

7. 8 (1) The Authority in order to determine whethlee individual or organisation subject to
financial and asset-related restrictive measuresfhiads or economic resources covered by the
financial and asset-related restrictive measurdisarerritory of the Republic of Hungary, is eletit
to handle personal data on

a) the birth name and married name, date of bind,place of birth, place of living or

residence, of the subject of financial and asdateé restrictive measures; furthermore

any other identification data published in the Camity legal act ordering financial and

asset-related restrictive measures

b) the birth name and the married name, date th,bplace of birth, place of living or

residence data of the natural person entitled strott the execution of the financial and

asset-related restrictive measure
(2) The Authority shall delete without delay theéadeollected during its process if the conditiofhs o
the freezing do not exist any more.
8. 8 (1) The Authority may request information framy administrative authority in order to fulfill
its task laid down in Section 3 if

a) such data or factual knowledge is necessarycancbe obtained from the register or

file of the requested administrative authority

b) a document or other evidence which exist or banobtained from the requested

administrative authority ( public or local admimégtve authority) is requested.
(2) In the request - according to the subsectiontlie purpose of the use of data, file or other
evidence shall be marked and it shall containtti@personal data will be obtained under this Act.
(3) The requested authority may refuse the reqoebt in case if it violates the law. If other
authority is entitled to fulfill the request, thequested authority shall forward the request - avith
delay and not later than within five days from ttade of reception of the request - to the competent
authority, and he shall inform the requesting autyat the same time.
(4) If legislation does not impose a shorter deeglthe request shall be fulfilled within eight day
(5) In case a Hungarian foreign representation aaifyhis requested, the deadline to fulfill the
request commences on the date of the receptionh@fréquest by the Hungarian foreign
representative authority.
9. § The Authority - in order to examine the datal [down in Section 3 subsection 4 and section 7
subsection 1; and in order to fulfil its task -e#titled to request data laid down Section 3 sulsec
4 and section 7 subsection 1 from the:

a) personal data and address register

b) register of persons disposing of work permit

C) register of companies

d) register of persons disposing of private enereeur’'s licence

e) real estate register

f) ship register

g) aircraft register

h) central alien policing register

i) public road transport register (vehicle and igvlicence register)

j) cultural heritage register.

(2) the authority responsible for the handling lué personal data and address register shall inform
the Authority about the

a) death occurred in Hungary or name change
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b) the termination or change of the announced eesiel
of the subject of the financial and asset-relagstrictive measures.

(3) If the subject of the financial and asset-edatestrictive measure does not fall under of the
scope of the act on registration of personal dathrasidence of citizens, the central alien paogjcin
authority shall inform the Authority about the clganof the announced residence of the subject of
financial and asset-related restrictive measures.

The obligations of service providers and authoritis operating asset registrations and the
applicable measures

10. 8 (1) The persons and organisations being sutgeAct on Prevention and Combating Money
Laundering and Terrorist Financing (hereinaftervise providers) and authorities operating asset
registrations are obliged to report —by sendingpdesonal data laid down in Subsection (1) Section
7 — to the Authority without delay any data, fagtcumstance indicating that the individual or
organisation subject to financial and asset-relagstrictive measures has funds or economic
resources covered by the financial and asset-celagstrictive measures in the territory of the
Republic of Hungary.
(2) The service providers and authorities operatisget registrations are obliged to report —by
sending the personal data laid down in Subsecfip®é¢ction 7 — to the Authority without delay any
data, fact, circumstance indicating that the irdlial or organisation subject to financial and asset
related restrictive measures gains advantage frisanaaction.
(3) The Authority examines the report sent by #wise providers in line with Subsection (1)-(2)

a) in the case of a domestic transaction withinweaking day

b) in the case of a non-domestic transaction withimworking days.

(4) The Authority examines the report sent by théharities operating asset registrations in line
with Subsection (1)-(2) within three working days.
(5) The Authority on the basis of the examinatiaid Idown in Subsection (3)-(4)
a) acts in accordance with Subsection (3)-(4) 8ec8, and informs — besides the
authorities determined by Subsection (3) Sectior- 3he service providers or the
authorities operating asset registrations, or
b) informs the service providers or the authoritgerating asset registrations that the
requirements laid down in Subsection (3)-(4) SecBare not met.

(6) The service provider after sending a repogdoordance with Subsection (1)-(2)
a) in the case of domestic transaction within onekimg day
b) in the case of non-domestic transaction withia torking days
is obliged to refrain from carrying out the trarsae that — on the basis of the report — is
involved into the funds or economic resources ceddyy the financial and asset-related
restrictive measures unless it was informed byAb#ority according to the Point b)
Subsection (5).

(7) The transaction shall be carried out — if ot@mditions exist-
a) in the case of domestic transaction on the sewamking day
b) in the case of non-domestic transaction ontird tvorking days
from the reception of the report except for thevise provider received notification laid
down in subsection 5 point a.

(8) The authority operating an asset registratiarstrmot carry out the request for registration or
request for registration of changes within threekivg days from the time when the report was sent
if data, fact, circumstance indicating that theuesj is connected to fund or economic resources
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covered by financial and asset-related restrigtieasures except for the authority operating art asse
registration received notification as laid dowrsirbsection 5 point a).

The request for registration or request for regigin of changes shall be carried out — if other

conditions exist - on the fourth working day fronetreception of the report except for the authority

operating an asset registration received notificalhid down in subsection 5 point a).

11-19.8

Compliance/harmonisation with the law of the Europan Union

20. 8. This act lays down provisions for the impéertation of the following, partially several times
amended Community legal acts:

a) COUNCIL REGULATION (EC) No 2580/2001 of 27 Dedeen 2001 on specific restrictive
measures directed against certain persons antesntith a view to combating terrorism

b) COUNCIL REGULATION (EC) No 881/2002 of 27 May imposing certain specific
restrictive measures directed against certain peraod entities associated with Usama bin Laden,
the Al-Qaida network and the Taliban, and repeal@amuncil Regulation (EC) No 467/2001
prohibiting the export of certain goods and sewiteAfghanistan, strengthening the flight ban and
extending the freeze of funds and other finan@aburces in respect of the Taliban of Afghanistan
¢) COUNCIL REGULATION (EC) No 1210/2003 of 7 July0@3 concerning certain specific
restrictions on economic and financial relationgwhiaq and repealing Regulation (EC) No 2465/96
d) COUNCIL REGULATION (EC) No 314/2004 of 19 Febry&2004 concerning certain restrictive
measures in respect of Zimbabwe

e) COUNCIL REGULATION (EC) No 872/2004 of 29 Apr@004 concerning further restrictive
measures in relation to Liberia

f) COUNCIL REGULATION (EC) No 1763/2004 of 11 Octeh2004 imposing certain restrictive
measures in support of effective implementationtted mandate of the International Criminal
Tribunal for the former Yugoslavia (ICTY)

g) COUNCIL REGULATION (EC) No 560/2005 of 12 AprR005 imposing certain specific
restrictive measures directed against certain psremd entities in view of the situation in Céte
d'lvoire

h) COUNCIL REGULATION (EC) No 1183/2005 of 18 JuBOO5 imposing certain specific
restrictive measures directed against personsgaitiiolation of the arms embargo with regard to
the Democratic Republic of the Congo

i) COUNCIL REGULATION (EC) No 1184/2005 of 18 Jul005 imposing certain specific
restrictive measures directed against certain psrsmpeding the peace process and breaking
international law in the conflict in the Darfur feg in Sudan

J) COUNCIL REGULATION (EC) No 305/2006 of 21 Febrya2006 imposing specific restrictive
measures against certain persons suspected of@meht in the assassination of former Lebanese
Prime Minister Rafiq Hariri

k) COUNCIL REGULATION (EC) No 765/2006 of 18 May @6 concerning restrictive measures
against President Lukashenko and certain officaBelarus

[) COUNCIL REGULATION (EC) No 817/2006 of 29 May @6 renewing the restrictive measures
in respect of Burma/Myanmar and repealing ReguigitC) No 798/2004

m) COUNCIL REGULATION (EC) No 329/2007 of 27 Marck007 concerning restrictive
measures against the Democratic People's Repiliiorea

n) COUNCIL REGULATION (EC) No 423/2007 of 19 Ap@I007 concerning restrictive measures
against Iran

Transitional and Final Provisions
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21. 8 (1) This act shall enter into force on thestfiday of the second month following the
proclamation. (date of proclamation: 29.12.2007ryeinmto force: 01.02.2008. )

(2)

(3)

(4)

(5) The government is herewith empowered to desggiiee Authority in a decree.

ANNEX VII: ACT CLVI OF 1997 ON NON-PROFIT ORGANIZAT IONS

In the interest of preserving the local traditioos non-governmental and non-profit oriented
organizations, to simplify control regarding thpirblic welfare activities and financial management,
to promote their public welfare activities and tovgrn better their relations with the state budget,
Parliament hereby passes the following Act:

Chapter |
GENERAL PROVISIONS
Purpose of this Act
Section 1

The purpose of this Act is to define the forms oh+profit organizations, the conditions for the
acquisition and termination of non-profit statuse rder of operation and financial management of
non-profit organizations, the regulations on resoehd reports, and the provisions on the legal
supervision of operations and asset management.

Forms of Non-Profit Organizations
Section 2

(1) The following Hungarian-registered entities nganalify as non-profit organizations:
a) non-governmental organizations, not includingumance associations, political parties and
employers’ and employees’ advocate associations,
b) foundations,
¢) public foundations,
d)
e) public corporations, if so permitted by the lamvthe establishment of such.
f) national associations of specific sports.
g) nonprofit business association.
h) the Hungarian Board of Accreditation for Higtedlucation, the Higher Education and Research
Council and the Hungarian Rectors’ Conference.
i) European groupings of territorial cooperation.
j) institutions of higher learning not financedrdhe central budget,
k) social cooperatives engaged in activities ferlenefit of the public.
(2) The organizations described in Paragraphs af-&ubsection (1) may also qualify as non-profit
organizations if simultaneously filing for non-prtoftatus in the application for registration as
required by the applicable legal regulations.

Chapter I
CONDITIONS FOR RECEIVING NON-PROFIT STATUS AND THE BENEFITS GRANTED
TO NON-PROFIT ORGANIZATIONS
Conditions for Receiving Non-Profit Status
Section 3
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An organization eligible to be qualified as a nooffp organization (hereinafter referred to as
"organization") shall be granted non-profit statpen being registered as a non-profit or prioribyn
profit organization (hereinafter referred to agisération under non-profit status").

Section 4

(1) For registration under non-profit status thgamization’s instrument of constitution shall irabéu

a) the list of public welfare activities, as spaifin this Act, conducted by the organization ahthe
organization has members, that it does not prechadttes other than its members from benefiting
from its public welfare services;

b) a clause stating that the organization condertieepreneurial activities solely in the interefsaind
without jeopardizing its public welfare objectives;

¢) a clause stating that the organization doeglistribute its business profits, but rather utdizeich
profits for the activities defined in its instrumexf constitution;

d) a clause stating that the organization is natlired in direct political activities, furthermorthat it

is independent from and does not provide finarako political parties.

(2) The instrument of constitution of a non-prafiganization must also satisfy other requiremeets s
forth in this Act (Section 7) in addition to thogeescribed in Subsection (1).

Section 5

For registration under priority non-profit statws) organization’s instrument of constitution shall
include the following, in addition to the provis®of Section 4:

a) a clause stating that the organization perfopublic duties which, by virtue of law or in
accordance with the provisions of other legal raggohs based on the authorization granted by law,
are to be provided by a state agency or by a pmadérnment, and furthermore

b) a statement that the organization publishesptheiple data and information on its activitieg se
forth in its instrument of constitution in a meghablication with local or national circulation.

Benefits Granted to Non-Profit Organizations, Suppders of Non-Profit Organizations and to
Users of the Services of Non-Profit Organizations
Section 6

(1) Pursuant to Act LXXXI of 1996 on Corporate Tawd Dividend Tax, Act CXVII of 1995 on
Personal Income Tax, Act XCIIl of 1990 of DutiesstAC of 1990 on Local Taxes and Act C of 1995
on Customs Law, Customs Proceedings and Customérisdration, as well as other applicable legal
regulations, the following entitlements, in theamtand under the conditions prescribed thereml] sh
be granted

a) to a non-profit organization:

. corporate tax exemption on the activities sghfin its instrument of constitution,

. corporate tax relief on its entrepreneuriahaiogs,

. allowances on local taxes,

. discount rates on duties,

. customs allowances,

. other benefits described in legal regulations,

b) personal tax exemption for the users of servigewvided by a non-profit organization as a
designated provision, in respect of the serviceivea,

c) corporate tax relief or personal tax reliefte supporters of non-profit organizations in respéc
contributions provided for the objective(s), asfeeth in its instrument of constitution, of a nprafit
organization (hereinafter referred to as "donajion”

d) special benefits, in respect of recurrent damati to the supporters described in Paragrapls ©f a
the second year of providing such donations.

)

OO, WNPE
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(3) A non-profit organization which has public dels described in the Act on the Rules of Taxation
shall not be eligible for the aforementioned eaititents.

Chapter Il
OPERATIONAL AND MANAGEMENT SYSTEM OF NON-PROFIT ORG ANIZATIONS
Regulations Pertaining to Public Welfare Oriented Rinctions
Section 7

(1) The meetings of the supreme body, or if notghme, the meetings of the administrative and
representative organ (hereinafter jointly refetieds “executive body”) shall be open to the public

(2) If the supreme body of the non-profit orgari@atis made up of several members (persons), the
instrument of constitution shall lay down the rules

a) on the intervals of meetings of the executivdybdo be held at least once a year, on the praeedu
of calling such meetings and notification of theeradga, on public access and quorum of the meetings
and the procedure of adopting resolutions,

b) on cases of conflict of interest of the non-firofganization’s executive officers,

c) on the establishment, jurisdiction and operatiba separate body, other than the executive bbdy,
such is required to be established or appointedip@rvise the operations and financial affairshef t
non-profit organization (hereinafter referred td'agpervisory body”), furthermore

d) on the manner of approval of the non-profit oigation’s annual report.

(3) The instrument of constitution or, by virtue abithorization granted therein, the internal
regulations of a hon-profit organization shall jprése

a) to have records maintained to identify the caistedate and scope of decisions passed by the
executive body, and the numerical ratio of thosel@iding names where possible) in support of or
against such decisions,

b) the manner of announcing or publishing the deassof the executive body to those concerned,

c) the order of review of documents related todperation of the non-profit organization, and

d) the operation of the non-profit organizatiore thethod of using the services and the publicaifon
its annual report.

(4) Where the supreme body consists of a single beerfperson), Subsection (1) of Section 168 of
the Companies Act shall apply with the exceptiat duch member (person) shall call a meeting prior
to adopting a decision so as to hear the opinich@&upervisory body and that of the administeativ
and representative body, if other than the supreody, or shall obtain their opinion in writing. 8ai
written opinions and the records of the aforememtbmeetings shall be open to the public.

(5) Where the supreme body consists of a singlebmeifperson), the instrument of constitution shall
govern

a) the manner of exercising the right of opinioeafped in Subsection (4),

b) the issues referred to in Paragraph a) of Stibse2), apart from the question of quorum, if the
aforementioned opinion is conveyed in a meeting, an

c) the issues referred to in Paragraphs b)-d) b&&etion (2) and in Subsection (3).

Section 8

(1) A person may not take part in an executive badplution, if, by virtue of such resolution, heao
close relative [Paragraph b) of Section 685 ofG@hal Code] or spouse (hereinafter jointly referited

as "relative") of his

a) is released from obligations or liabilities, or

b) receives any other benefit, or is otherwisergdted in the legal transaction. A non-pecuniary
service provided by a non-profit organization aeaignated provision which may be used by anyone
without restriction, or a designated provision pded, by virtue of membership, by a non-
governmental organization to its member in accardanith its instrument of constitution shall not be
construed as a benefit.
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(2) A person

a) who is the chairperson or member of the exeeutody,

b) who is in the employment of the non-profit orgation to perform work other than his official
duties or is in any other work-related legal relaship, unless otherwise provided for by law,

¢) who benefits from a designated provision of tiom-profit organization, not including a non-
pecuniary service provided to and used by anyorthowi restriction and a designated provision
provided, by virtue of membership, by a non-govesntal organization to its member in accordance
with its instrument of constitution, furthermore

d) who is a relative of any of the persons desdribéParagraphs a)-c)

may not be the chairperson or member, or audittiheSupervisory body.

Section 9

(1) A person who has been in a management posftorat least one year within two years prior to
the dissolution of a non-profit organization whikbhs any public debt according to the Act on the
Rules of Taxation, shall not be allowed to takecefin a management position of another non-profit
organization for two years following the aforemengd dissolution.

(2) A senior officer, or person nominated as sushall be required to notify all non-profit
organizations in advance if he is employed in thmes position at another non-profit organization at
the same time.

Section 9/A
Section 10

(1) If the annual revenues of a non-profit orgamiraexceed five million HUF, a supervisory body
shall be created, separately from the executivg meen if such obligation does not exist by virtiie
some other legal regulation.

(2) The supervisory body shall establish its owocpdural order.

Section 11

(1) The supervisory body shall oversee the oparatiand financial management of the non-profit
organization. In this function, it may request népdrom the senior officers and information frohe t
employees of the organization, furthermore it mayiew and audit the non-profit organization’'s
books and records.

(2) Members of the supervisory body may participgith the right of consultation in the meetings of
the non-profit organization’s executive body, oalslklo so if expressly stipulated by legal reguati

or in the instrument of constitution.

(3) The supervisory body shall notify, and requesheeting of the executive body with the power to
act in the event of finding

a) any legal violation in the course of operatidntiee organization or any other event (omission)
otherwise causing severe injury to the interesttheforganization, the termination or abatement of
which requires the decision of the executive bodj ¥he power to act;

b) any fact substantiating some degree of liabdita senior officer.

(4) The executive body with the power to act shallconvened at the initiative of the supervisory
body, within thirty days of the filing of such. the event of failure to convene such meeting within
the aforementioned deadline, convening such meedimgl fall within the jurisdiction of the
supervisory body.

(5) If the body with the power to act fails to iraplent the measures necessary to restore legal
operation, the supervisory body shall be requiecdtify the agency exercising legal supervision
without delay.
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Rules for Soliciting Charitable Donations
Section 12

(1) Solicitation of charitable donations in the naafieor on behalf of a non-profit organization may
not lead to any harassment of or nuisance to spemsmther persons, nor any violation of personal
rights and human dignity.

(2) Solicitation of charitable donations in the reanf or on behalf of a non-profit organization may
only be carried out in possession of a written atidation by the non-profit organization.

Section 13

Donations to a non-profit organization shall beistged at book value or, in the absence of such, a
customary market value.

General Provisions on Financial Management
Section 14

(1) Non-profit organizations shall not distributesimess profits, as such shall be applied for the
activities defined in the instrument of constitutio

(2) With the exception of normative subsidies, a-poofit organization may receive subsidies from
the subsystems of the state budget only on thes lmdisa written agreement. Such agreement shall
stipulate the conditions and methods of accourftinguch subsidies.

(3) The availability of the subsidies describe®irbsection (2), and the extent and conditions cifi,su
shall be made public through the media. The detégharovisions provided by a non-profit
organization shall be public information and acii#edy all parties.

(4) Non-profit organizations may not extend anyigiested provisions to management personnel and
to sponsors, or to the relatives of such persoith, the exception of services which may be used by
anyone without restriction and designated provsipnovided, by virtue of membership, by non-
governmental organizations.

Section 15

(1) A non-profit organization shall be entitled dward any of its designated provisions by way of
tender as per the rules set forth in its instrunm@nconstitution. In this case the tender may not
prescribe any conditions from which it is apparemnsidering all applicable circumstances of the
case, that the tender has already been decidétidfis tender).

(2) No designated provision may be awarded on #seshof fictitious tender.

Section 16

(1) Non-profit organizations may not issue billssathange or other debt securities.

(2) A non-profit organization, not including nonefit corporations,

a) may not borrow business loans, for improvemempgses, in an extent that may jeopardize its
public welfare activities;

b) may not pledge any subsidy received from thesystems of the state budget as collateral for a
loan, and may not apply such as a loan payment.

Section 17

Non-profit organizations engaged in investmentvéttds shall draw up their investment regulations,
which shall be approved by their supreme body.

Books and Records
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Section 18

(1) Non-profit organizations shall register theiverues and expenses derived from non-profit and
business activities separately.

(2) The following shall be deemed revenues of apmarfit organization:

a) contributions and donations received from itsnfiter, from the subsystems of the state budget or
from any other sponsor for its public welfare oki)Es or to cover operating expenses;

b) revenues generated by its non-profit activitiesevenues directly associated with such;

c) revenues generated by other designated acsidtieevenues directly associated with such;

d) revenues from investment of the organizatiossets;

e) membership fees;

f) other revenues defined by law;

g) revenues from entrepreneurial activities.

(3) The following shall be deemed expenditures nba-profit organization:

a) direct costs incurred in connection with pulliglfare activities (expenses, expenditures);

b) direct costs incurred in connection with othesignated activities (expenses, expenditures);

c) direct costs incurred in connection with bussnastivities (expenses, expenditures);

d) indirect costs incurred in connection with pablielfare activities and other business activities
(expenses, expenditures), which shall be dividgataportion to the respective revenues.

(4) As for other aspects, the relevant provisionsiocounting shall be observed regarding the books
and records of non-profit organizations.

Reporting Regulations
Section 19

(1) Non-profit organizations shall prepare a remmrtpublic welfare activities simultaneously upon
approval of the annual report.
(2) Approval of the report on public welfare adiies shall fall within the exclusive jurisdictiorf the
supreme body.
(3) Reports on public welfare activities shall @ntthe following:
a) the accounting report;
b) the utilization of budgetary subsidies;
c) a statement on the utilization of property asset
d) a statement on designated provisions;
e) the amounts of subsidies received from budgetagans, off-budget state funds, local
governments or associations of community local guwents, or from agencies of such;
f) the value or amount of any remuneration extenttedhe senior officers of the non-profit
organization;
g) a brief description of the public welfare adies.
(4) Reports on public welfare activities by non4firorganizations shall be available for reviewthg
public, and anyone may make copies of such atwisexpense.
(5) Nonprofit organizations shall publish their ogpon public welfare activities as referred to in
Subsection (2) on their official website by 30 J@oléowing the year to which it pertains, or in sem
other forum that is accessible by the general publi
(6) The provision set forth in Paragraph a) of ®ghien (3) shall not apply to the application of
accounting regulations pertaining to the obligatadnfiling, depositing and publication of annual
reports.

Section 20

Upon termination of its non-profit status, a nooffr organization shall be liable to settle all its
outstanding public debts and to perform its othmmtiactual obligations for public services for the
applicable period of time.

56



Report on 4" assessment visit of Hungary —Annexes

Chapter IV

SUPERVISION AND REGISTRATION OF NON-PROFIT ORGANIZA TIONS AND COURT
PROCEEDINGS PERTAINING TO NON-PROFIT ORGANIZATIONS

Supervision of Non-Profit Organizations
Section 21

Public benefit organizations shall be supervisethieystate tax authority for tax purposes, by ttateS
Audit Office for auditing the appropriation of bustgry subsidies, by the internal control body
described in specific other legislation for moriitgrthe appropriation of financial aid receivednfro
the central government or from local authoritiessfrom international sources, and, in accordance
with the applicable provisions, by the public pmsger's office - with regard to public benefit
operations - for judicial purposes.

Regulations Pertaining to Proceedings for the Redimtion, Re-categorization and Cancellation
from the Register of Non-Profit Organizations
Section 22

(1) Applications for registration under nonprofiats, for reassignment between nonprofit categorie
or for cancellation from the register shall be sitted to the court competent for registration,fahe
organization in question is to be registered byodybother than the court, submitted to this body
(hereinafter referred to collectively as “court”).

(2) Applicants shall indicate the requested norfipoategory in the application for registrationthre
register of non-profit organizations. Only one rmoofit category may be indicated in the application
(3) The court shall decide on the registrationcategorization and cancellation of a non-profit
organization in non-contentious proceedings, witbrjty, and shall send its resolution to the pabli
prosecutor’s office as well.

(4) A non-profit organization shall file a petitiofor cancellation of its non-profit status, or
reassignment to a lower non-profit category, withindays if it fails to satisfy the conditions fatth

in Sections 4-5 of this Act.

Section 23

The public prosecutor’s office may file to have then-profit status of a non-profit organization
canceled, or for reassignment to a lower non-poafiegory, with the court competent for registmatio
if the operation and asset management of such rait-prganization violates the provisions set fort
in this Act, in its instrument of constitution ar the internal regulations drawn up on the bassuch,
and if the organization in question fails to remdtg situation in spite of notification by public
prosecutor’s office.
Court Registration of Non-Profit Organizations
Section 24

(1) Upon registration in the register of non-prafiganizations, the dates of acquisition, alterabo
cancellation of non-profit status shall be addedh® data and information of the organization on
record.

(2) The information in the court register on nowfgrorganizations, as described in Subsection (1),
shall be available to the public.

Section 25

Data managed on the basis of this Act may be usesdtétistical purposes and may be disclosed for
statistical use in such a manner which precludestification of the person concerned.
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Chapter V
CLOSING PROVISIONS

Interpretative provisions
Section 26

For the purposes of this Act
a) "designated provision" means any pecuniary aod-pecuniary service provided within the
framework of the non-profit organization’s desigethtictivity;
b) "designated activity" means all activities ditp@ssociated with the achievement of the objectiv
set forth in the instrument of constitution;
c) "public welfare activities" means the followindesignated activities as set forth in the
organization’s instrument of constitution for thenkefit of society and for the common interests of
individuals:
. health preservation, disease prevention, thatapend medical rehabilitation activities,
. social activities, family counseling, care fbe telderly,
. scientific activities, research,
. school instruction and education, personaltgldévelopment, dissemination of knowledge,
. cultural activities,
. preservation of cultural heritage,
. preservation of historical monuments,
. hature preservation, animal protection,
. environmental protection,
10. children and juvenile protection, children gunknile advocate services,
11. promotion of equal opportunity within society tinderprivileged groups,
12. protection of human and civil rights,
13. activities in connection with ethnic minoritibging in Hungary and with Hungarian nationals
living outside of Hungary,
14. sports, not including sports activities invalyiprofessionals and those performed under contract
within the framework of a civil law relationship,
15. protection of public order and traffic safetypluntary fire fighting, rescue, and disaster
preparedness and response activities,
16. consumer protection,
17. rehabilitative employment,
18. promotion of employment and training for undefifeged groups in the labor market, including
placement by the hiring-out of workers, and asdediaervices,
19. promotion of the country’s Euro-Atlantic intagon,
20. services provided to and available solely fam-profit organizations;
21. activities associated with flood and water dgencontrol;
22. activities associated with the constructiomintenance and operation of roads, bridges and
tunnels;
d) "direct political activities" means political g functions, and delegation of nominees in
parliamentary, county and Budapest municipal ganemt elections;
e) "management personnel" means the persons dagciib the organization’s instrument of
constitution as officers in management positiootberwise vested with decision-making powers, and
persons authorized to represent the organizatidrt@adispose over its bank account by virtue of the
instrument of constitution or on the basis of atmt or a resolution by the supreme body of the
organization;
f) "supreme body" means the executive body (orgdiur) of a foundation or public foundation, the
supreme body of a non-governmental organizatiom,ntieeting of members for nonprofit unlimited
partnership and nonprofit limited partnerships, thembers' meeting for public companies, the
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general meeting of a nonprofit public limited liédyi company, and the sole member (shareholder) for
single-member nonprofit business associations;

g) "instrument of constitution" means the statutés® non-governmental organization, the deed of
foundation of a foundation or public foundationtides of association (statutes, deed of foundation
of a nonprofit business association;

h) "non-pecuniary contribution" means the permanenttemporary gratuitous conveyance or
endorsement, in full or in part, of a marketabieghor an intellectual product having pecuniaryuegl

or a right of pecuniary value in part or in fult, the provision of a service;

i) "tender" means an open or invitational annourex@nto describe the conditions for the comparison
of bidders, the designated provision to be awardddmajor requirements for evaluation and
assessment (including dates of submission and a&i@h) and those having powers to evaluate the
bids);

j) "contribution” means monetary and non-monetayations and grants;

k) "investment activity" means the activities inviolg the investment of the non-profit organizat®n’
own assets aimed for the acquisition of securitight of pecuniary value derived from membership
in a company, real property or some other progégty requiring long-term investment;

[) "entrepreneurial activity" means the businesBviies aimed for or resulting in the earning of
income and/or the acquisition of assets, not inolydiesignated activities which generate revenues
and contributions provided for public welfare aities;

m) "executive officer" means the trustee of a fatmh or public foundation, and the chairperson or
member of the supervisory body (organization) @& thanaging body of such, furthermore, if the
managing body (organization) of a foundation igpasate legal entity, unincorporated organization o
a state agency, the single leader of such mandmpdy (organization) or the member of its body
acting under such authority; the chairperson anchioee of the administrative and representative body
or supervisory body of a non-governmental orgaiimatthe managing partner of a nonprofit
unlimited partnership or a nonprofit limited pantstd@p; the managing director of a nonprofit private
limited liability company; the chairperson and memnlof supervisory board of a nonprofit public
limited liability company; and the person in themay of an organization registered under nonprofit
status or in any other work-related legal relatipsdefined in the instrument of constitution as
having exclusive powers;

n) "recurrent donation" means a monetary contidbyprovided on the basis of an agreement between
a non-profit organization and its sponsor (inclutlesconveyance of securities in respect of spensor
who are not private individuals), if such sponsgreas to provide the donation in the year when the
agreement is concluded (amended) and in at legest trears following thereafter at least once each
year, in the same or larger amount, without anysidmration, whereby it shall not construed
consideration if the non-profit organization cite name and/or activity of the sponsor in the seur
of providing public welfare services.

23. crime prevention and protection of victims;

Section 27

(1) This Act shall enter into force on 1 Januan®89An organization established for conducting
either of the public welfare activities listed iarBgraph c) of Section 26 which is already regestet
the time of this Act entering into force and habraiited its application for registration in the istgr

of non-profit organizations by 1 June 1998, shalblnthorized, as of 1 January 1998, to act unaer th
non-profit category indicated in the applicationtiuthe resolution described in Subsection (3) of
Section 22 becomes definitive, or until such resofuis rejected.

(2) Organizations founded after 1 January 1998 $leaéntitled to take advantage of the tax benefits
and exemptions granted to non-profit organizatiaasof the day of registration, if also registered
under non-profit status by the last day of the yalaen registered.

(3) An organization established using the asseisived from the subsystems of the state budget, or
receiving budgetary subsidies on a regular basisrdmg to its instrument of constitution, shalpbp
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for registration under non-profit status by the dlige described in Subsection (1). In the event of

failure to comply, the budgetary subsidies shalkbspended, and the dissolution of the organization
may also requested in accordance with the appéaagulations.

(4) The Government is hereby authorized to estalsiecial provisions on the conclusion of contracts

with non-profit organizations for the performandeservices falling under the scope of the Act on
Public Procurements.

60



Report on 4" assessment visit of Hungary —Annexes

ANNEX VIII: EXTRACTS FROM LAW-DECREE NO. 2 OF 1989 ON SAVINGS
DEPOSITS

Section 1

(1) 'Savings deposit' means a sum of money plagea ¢redit institution under a saving deposit
contract (Section 533 of the Civil Code) and reedrih a savings account passbook or some other
document (hereinafter referred to as 'document’).
(2) All savings deposit accounts must be registereder the holder's name. Savings deposits can be
placed by any natural person. The saving depositr@ct may stipulate a beneficiary other than the
depositor (hereinafter referred to as 'deposit éldif such person is otherwise entitled to place
savings deposit.
(3) Where the beneficiary is known, credit institus are required to apply the relevant provisiohs
Act CXXXVI of 2007 on the Prevention and Combatinf§f Money Laundering and Terrorist
Financing (hereinafter referred to as MLT) relatiogthe implementation of customer due diligence
measures in connection with the beneficiaries ds we
(4) The credit institution must indicate on the wlment [savings passbook] the deposit holder's and
the beneficiary's surname and forename, and plateate of birth.

Section 18

Funds from an unrestricted bearer savings deplait se released to a person who first presents the
document to the issuing credit institution anchi tredit institution has completed the customer du
diligence procedures specified in the MLT in respafcthe customer. The credit institution must
register such savings deposit under the name afapesit holder at the time of completion of thiel sa
customer due diligence measures.

Section 19

(1) Funds from a restricted bearer savings depbsill be released to a person who first presemts th
document to the issuing credit institution andssis the condition stipulated by the deposit holde
the savings deposit contract, and if the creditititgon has completed the customer due diligence
procedures specified in the MLT in respect of thetemer. The credit institution must register such
savings deposit under the name of the deposit haldthe time of completion of the said customer
due diligence measures.
(2) A password-operated savings deposit can bstezgd also if the deposit holder is unable tsBati
the prescribed condition, however, he is able tdyais right of ownership beyond doubt.
(3) Compliance with the specified condition is nequired for registration of an account made on the
basis of inheritance or final court ruling, or fomy payment made from the account that is subgect t
judicial execution.

Section 20

All credit institutions shall be required to cawut the customer due diligence measures spectiied i
the MLT in respect of the account-holder and theefieiary of any saving deposit contract concluded
before 19 December 2001, at the time the docunseifinst presented, and they shall indicate the data
specified in Subsection (4) of Section 1 on theudaent.
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ANNEX IX: ACT NO. 38 OF 1996 ON INTERNATIONAL MUTUA L ASSISTANCE IN
CRIMINAL MATTERS

Chapter |
GENERAL RULES
Section 1
The purpose of this Act is to regulate cooperatiith other states in criminal matters.
Section 2

(1) Requests for mutual assistance shall not beueéxd nor made if they impair the sovereignty,
endanger the security, or violate the public oaféhe Republic of Hungary.

(2) Examination of the conditions set out in sulisec(1) shall fall within the competence of the
minister responsible for justice (henceforth: thimister) or the Chief Public Prosecutor.

Section 3
This Act shall be applicable unless otherwise medlifor under an international treaty or agreement.
Section 4

(1) Forms of mutual assistance in criminal mattdall be the following: extradition, surrender and
acceptance of criminal proceedings, acceptandesarrender of the enforcement of sentences of
imprisonment and measures involving deprivation liberty, acceptance and surrender of the
enforcement of confiscation or forfeiture, or ofpanalty or measure having equivalent effect
(henceforth: confiscation or forfeiture), proceduegal assistance and laying of information befare
foreign state.

(2) Mutual assistance in criminal matters shalkkecuted and requested by the Minister or the Chief
Public Prosecutor.

Section 5

(1) Unless otherwise provided for under this Aefjuests for mutual assistance shall be executed or
made where

a) the act is punishable under both the law of ldmygnd the law of the foreign state;

b) mutual assistance is requested not in respeatpafitical offence or an offence connected with a
political offence or a military offence.

(2) For the purposes of subsection (1) an offemed sot be considered a political offence if ireth
course of its perpetration — taking into accouhtla circumstances, including the purpose, motive,
modus operandi and the instrumentalities used tended to be used — the ordinary criminal law
related aspects of the offence outweigh the palitioes.

(3) The ordinary criminal law related aspects ofnfmde or of an offence involving homicide shall
always outweigh the political ones.

Section 6

(1) The Minister may request a statement of recipydrom the foreign state and may, upon the
initiative of the foreign state, make such a stateinof reciprocity.

(2) In lack of reciprocity decision on the executiof requests for mutual assistance shall be mgde b
the Minister or the Chief Public Prosecutor, inesgnent with the minister responsible for foreign
affairs.

(3) Surrender and acceptance of the enforcemerrdiscation or forfeiture shall be effected on the
basis of an obligation undertaken in an internaiidreaty or agreement.

(4) If a request for mutual assistance in crimmakters is made by a foreign authority in respéeino
act which constitutes a criminal offence under |thve of its own state but only a regulatory offence
under Hungarian law, the central authority shatifpdhe requesting foreign authority thereof. if i

62



Report on 4" assessment visit of Hungary —Annexes

the statement given in reply to the notificatiore thoreign authority upholds the request for the
execution of the mutual assistance the executiothefrequest shall be governed by the Act on
regulatory offences.

Section 7

The Minister or the Chief Public Prosecutor may entlie execution of requests for mutual assistance
subject to the provision of appropriate assuranidesie required assurances are not furnished, the
Minister or the Chief Public Prosecutor may reftise execution of the request where there is reason
to believe that the proceedings to be conductékdrioreign state, the penalty likely to be impgsed

the enforcement thereof are not consistent withhtivean rights protection provisions and principles
of the Constitution or of international law.

Section 8

The Minister or the Chief Public Prosecutor mayentake in the name of the Republic of Hungary to
fulfil such conditions set by a foreign state ftietexecution of a Hungarian request for mutual
assistance which conditions may, under this Actséiefor the execution of a foreign request for
mutual assistance. In the interest of proper adination of justice the fulfilment of other reasblea
conditions not violating the provisions of Sectidrmay also be undertaken. Conditions set by the
foreign state for the execution of a request fotualiassistance and undertaken by the Republic of
Hungary shall be fulfilled.

Section 9

Where the request for mutual assistance is grambedassport, visa, foreign exchange, or customs
regulations shall hamper the entry or departugectons or the surrender and acceptance of articles

Section 10

Unless otherwise provided for under this Act, thevisions of the Criminal Code and of the Code of
Criminal Procedure shall be applietltatis mutandigo international mutual assistance in criminal
matters as well.

Chapter I
EXTRADITION
Title 1
Extradition from Hungary
Section 11

(1) A person staying in Hungary may, upon requéstforeign state, be extradited for the purposes o
conducting criminal proceedings against him oreoforcing against him a sentence of imprisonment
or a measure involving deprivation of liberty.

(2) Extradition for the purpose of conducting cmai proceedings shall be granted where the act for
which extradition is requested is punishable ungeth the law of Hungary and the law of the
Requesting State by imprisonment of at least orse; yextradition for the purposes of enforcing a
sentence of imprisonment or a measure involvingidajon of liberty shall be granted where at least
six months from the sentence or measure imposestiit® be served.

Section 12

Extradition shall be refused, where

a) the offence or penalty for which extraditiorrésjuested has become barred by lapse of time under
the law of either the Requesting State or Hungary,

b) the person claimed has been granted a pardammesty in respect of the offence or punishment,

c¢) in the Requesting State the private bill of ataient or other motion having equivalent effectihar
consent required for the institution of criminabpeedings has not been submitted or granted,
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d) a Hungarian court has already finally adjudidatee offence for which extradition is requested.

Section 13

(1) Extradition of a Hungarian national shall noe lgranted unless the person claimed is
simultaneously a national of another state andigasident in the Republic of Hungary.

(2) Irrespective of the provisions of subsectid), a Hungarian national whose extradition to
Hungary has been granted on the condition thatvialg the completion of the criminal proceedings
against him or the enforcement of the penalty iredasn him he will be re-extradited to a third state
with a view to executing the extradition requesthaft state, may be re-extradited without condgctin
the extradition proceedings.

Section 14

(1) The extradition of a refugee shall be refuseléss it is requested by a third country considersed
safe country under the Act on Asylum.

(2) Beneficiaries of temporary protection, persamsthorized to stay and foreigners seeking
recognition as refugee or beneficiary of tempoagtection shall not be extradited to the statenfro
which they have fled.

(3) If the person claimed applies for recogniti@raefugee or beneficiary of temporary protectian, o
asylum proceedings are under way the time limitHerextradition arrest under Section 22 subsection
(1) and for the provisional extradition arrest un@ection 23 subsection (3) shall — by taking into
account the final completion of the asylum procegsli— be extended in such manner that after the
refusal of the recognition as refugee or benefycadrtemporary protection the authorities havesast
forty days for taking decision on the matter ofradition and for surrendering the extradited person
The duration of the extradition arrest or the psmnal extradition arrest shall not, however, eiren
this case exceed twenty-four months from the sigudiate of the arrest.

Section 15

Where the offence for which extradition is requdsi® punishable by death under the law of the
Requesting State, extradition shall not be grahtethe Minister unless the Requesting State fugssh
sufficient assurances that the death penalty,pbised, shall not be executed.

Section 16

(1) Even where any other conditions are fulfilledradition shall not be granted unless it is endure
that

a) in the Requesting State the person claimed sioalbe criminally proceeded against or detained
with a view to carrying out against him a measuam®iving deprivation of liberty, or extradited, @-
extradited to a third state for an offence comrdiftgor to his extradition other than that for whnigis
extradition has been authorised,

b) after the completion of the criminal proceediagsinst him or of the enforcement of the penalty,
the extradited person may leave the territory efRlequesting State.

(2) Following the decision granting extradition thiénister may, upon the request of the Requesting
State, approve the removal of the restrictionsogein subsection (1) a), provided that the condgi

of extradition are fulfilled in that respect too.

Section 17

Where extradition is requested concurrently by ntbemn one state, the decision on the extradition
shall be made by taking into account, in particutae place of commission, the nationality of the
person claimed, the respective dates of the regjaest, if the requests pertain to different offance
the relative seriousness of the offences.

Section 18
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(1) Requests for extradition shall be receivedh®y Minister and shall immediately be forwarded by
him to the Budapest Regional Court, unless thadcetion is excluded under Section 2.

(2) Matters falling within court competence undbrs Title shall be adjudicated solely by the

Budapest Regional Court, sitting as a single juddiless appeal is excluded under this Act, its
decisions shall be subject to appeal which shalhdjadicated by the Budapest Court of Appeal at a
session in camera. Appeals shall not have suspEeafict.

Section 19

(1) Where the person claimed is staying at an wvknglace the Budapest Regional Court shall order
to search for the person claimed. If this meassirsuccessful the police shall take into custody the
person claimed and shall bring him before the BagaRegional Court. Extradition custody shall not
last longer than seventy-two hours.

(2) Where so requested by the Requesting Stad3ubdapest Regional Court shall order the police to
search for and seize the articles specified undesestion (1) of Section 30.

Section 20

(1) The Budapest Regional Court shall:

a) transmit to the public prosecutor the documealsted to the person claimed, with a view to
making motions,;

b) appoint a defence counsel for the person claimeere defence is mandatory in the proceedings
and the person claimed has no defence counset ofti choice,;

c¢) hold a hearing on the matter of extradition; rehdefence is mandatory no hearing shall be held
without the participation of the defence counsel;

d) notify the prosecutor and — where defence isdatory — summon the defence counsel; otherwise
the defence counsel shall only be notified,;

e) hear the person claimed, in particular on hesiity and nationality and on any other circumsésnc
affecting his extradition under this Act, if he @tes to make any statement thereon;

f)-9)

h) where the conditions of the extradition areifield it shall order the extradition arrest of fherson
claimed.

(2) If the person claimed is not staying in Hungaryhe measures taken in order to find him hawe no
been successful, this fact shall be communicatedetdinister who shall notify the Requesting State
thereof.

Section 21
Section 22

(1) Extradition arrest shall not exceed a periodinfmonths which can be extended by the Budapest
Regional Court on one occasion for up to an adaifi®ix months. If extradition is requested for the
purposes of enforcing a sentence of imprisonmerat oreasure involving deprivation of liberty the
duration of the extradition arrest may not excekd turation of the executable sentence of
imprisonment or measure involving deprivation bglity.

(2) Extradition arrest shall immediately be ternbétbby the Budapest Regional Court, where

a) extradition has been refused by the Minister,

b) the request for extradition has been revoked,

c¢) the extradited person has not been taken ovéndRequesting State within fifteen days from the
appointed date.

(3) In respect of persons in provisional extraditaorest the starting date of the extradition arsbkall

be the date on which the request for extraditioe@eived by the Minister. In such cases providiona
extradition arrest shall last until extraditionestris ordered.

(4) If at the moment of ordering the extraditiomegt or provisional extradition arrest the person
claimed is in detention on remand or serving aesa@ of imprisonment, or a measure involving
deprivation of liberty is being enforced againghhextradition arrest or provisional extraditiomesst
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shall be carried out from the moment when the deteron remand is terminated or the enforcement
of the sentence of imprisonment or measure invgldaprivation of liberty is completed.

Section 23

(1) If on the basis of the available data it canelséablished that the conditions of extradition are
fulfilled the Budapest Regional Court shall, whesuing the order for the provisional extradition
arrest, inform the person claimed that in case iliesgconsent to his extradition the provisions of
Section 16 and the relevant provisions of the m#gonal treaties and agreements shall not be
applicable and that the Minister may authoriseexgadition prior to the arrival of the request for
extradition; this warning and the statement givgrthe person claimed shall be recorded in minutes
(simplified extradition).

(2) The consent given under subsection (1) shalbagevocable.

(3) If the person claimed has consented to hisadition the final order on the provisional extraatit
arrest, together with the case file, shall be foded by the court to the Minister.

Section 24

(1) In case of urgency, especially if there is agda of escape, the Requesting State may, prior to
filing the request for extradition, request thepsmnal extradition arrest of the person in re$pec
whom it intends to file a request for extradition.

(2) Requests for provisional extradition arrest nadggo be filed through the International Criminal
Cooperation Centre (henceforth: NEBEK). NEBEK khake measures to ensure that the person
claimed is taken into custody and brought befoeeBhdapest Regional Court with a view to being
extradited. Custody shall not last longer than sgxevo hours.

Section 25

(1) Provisional extradition arrest shall be disamned if within a period of 40 days from the datet®
order the request for extradition is not receivethe request for extradition is subsequently sittea

the termination of the provisional extradition atrehall not prejudice the ordering of the extiadit
arrest under Section 20 subsection (1) h).

(2) The Minister shall immediately notify the stéi@ving requested for the measure of the provisiona
extradition arrest. The notification shall alsoigale the date on which the provisional extradition
arrest shall terminate pursuant to subsection (1).

Section 25/A

No forced measure restricting personal liberty othan provisional extradition arrest or extraditio
arrest shall be applied. No payment of bail shadl/pnt or terminate the provisional extraditioreatr
or the extradition arrest of the person claimed.

Section 26

(1) Decision on the matter of extradition shall ibade by the Minister. Where according to the
decision of the court the statutory conditions xitfa&dition are not fulfilled, the Minister shallftse
the extradition by making reference to the coutésision.

(2) The Minister shall notify the Requesting Foref§tate of his decision.

Section 27

(1) Surrender of the extradited person shall banged for by NEBEK, in cooperation with the police.
(2) If the extradited person could not be surreedefue to an unavoidable obstacle beyond the dontro
of the authorities acting in the case, the timatlohthe extradition arrest under Section 22 satiee

(1) and of the provisional extradition arrest un8ection 23 subsection (3) shall be extended ih suc
manner that at least twenty days are left, fromdai on which the unavoidable obstacle ceases to
exist, for the surrender of the extradited pershiter the expiry of this time limit the extradited
person shall immediately be set at liberty.
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Section 28

Where extradition is refused by the Minister or éxtradited person has not been taken over by the
Requesting State, the Minister shall forward theecdile to the Chief Public Prosecutor for
considering the institution of criminal proceedirgghe taking of other measures.

Section 29

(1) If in Hungary the extradited person is beinggaeded against or is serving a sentence of
imprisonment for a different offence, the Minist@ay defer the surrender of the person until the
completion of the proceedings or the full executibthe penalty.

(2) Where the surrender of the extradited persenldegen deferred by the Minister pursuant to the
provisions of subsection (1) the Minister may, upequest of the Requesting State, authorize the
provisional surrender of the person to the Regugs8tate with a view to carrying out an urgent
procedural act. The person claimed shall not bedtearily surrendered unless it is safeguarded that
he will be held in custody in the Requesting Statd will be returned within the stipulated peridd o
time.

Section 30

(1) In the extradition proceedings the Budapestiéteg Court may authorize the surrender to the
Requesting State of articles used as instrumeetlit the crime for which extradition is requested
acquired as a result of this offence, or obtaireedamsideration for articles acquired as a redtthis
offence, or which may serve as physical evidence.

(2) The surrender of such articles may be authdreseen if extradition has been granted but the
person claimed has not been surrendered.

(3) Where surrender of such articles is authorizad:ender

a) may be postponed as long as the articles atgreedfor official proceedings pending in Hungary,
or

b) may be made subject to the condition that thell e returned within the stipulated period of
time.

(4) Where the State requesting extradition substinthat the articles under subsection (1) areskat

of being hidden, destroyed or otherwise withheturfrthe proceedings by the person claimed or by
any other person, measures to prevent such conchastsbe taken under Sections 149 - 160 of the
Code of Criminal Procedure.

(5) The provisions of this Section shall not affeainership rights or any other rights acquireduohs
articles.

Title 2
Request to a Foreign State for Extradition
Section 31

Requests for extradition may be made to foreignestdor the purpose of conducting criminal
proceedings or enforcing sentences of imprisonmenteasures involving deprivation of liberty.

Section 32

(1) Where criminal proceedings are to be conduatginst a defendant staying abroad and subject to
extradition, the court shall issue an internaticaragst warrant and shall forward the documenthéo
Minister.

(2) Where a sentence of imprisonment imposed uadfénal decision is to be enforced against a
defendant staying abroad, the penitentiary judgdl Esue an international arrest warrant agaimst h

(3) The international arrest warrant and the fijpdgment shall be forwarded to the Minister.

(4) The international arrest warrant shall alsarb@smitted to the police station having jurisdioti
over the area in which the defendant has registgea of residence or, in lack of it, registeréatp

of stay or, if he has none of the above, in whiehgeat of the court having issued the warrant is.
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(5) The scope of the international arrest warrhatlcover the territory of the Republic of Hungay
well.

(6) The international arrest warrant shall be rexbls soon as the reason for its issue has ceased t
exist. The revocation order shall immediately bewBrded by the issuer to the Minister. The
revocation order shall also be transmitted to thkce station having jurisdiction over the area in
which the defendant has registered place of reselen in lack of it, registered place of stayibhe

has none of the above, in which the seat of thet t@ving issued the warrant is.

Section 33

Decision on the submission of the request for eiticmn shall be taken by the Minister; the Minister
shall notify the court having issued the internadicarrest warrant of his decision.

Section 34

(1) Where extradition is requested for the enforetof a sentence of imprisonment, if cumulative
sentence has been imposed and the Minister reqoeske foreign state grants extradition for the
enforcement of not the entire sentence period iegbdar all the offences, the first instance cobslls
determine the portion of sentence correspondintpecoffence for which extradition is requested by
the Minister or granted by the foreign state. Testh proceedings the special procedure rules of the
Code of Criminal Procedure shall be applicable tsitautandis.

(2) The portion of sentence under subsection (&) &le calculated on the basis of the proportion of
the maximum penalties imposable for the offencaswhich the cumulative sentence has been
imposed.

(3) Where the sentence of imprisonment for whiah Rhinister requests or the foreign state grants
extradition has been consolidated into a singlesclisiated sentence, the term of imprisonment
imposed in the original sentence for which extiadiis requested or granted shall be enforced. @her
in the original sentence cumulative sentence ham bimposed subsections (1) and (2) shall be
applicable mutatis mutandis.

(4) If extradition is requested or granted for #grdorcement of all the sentences of imprisonment
consolidated into a single consolidated senterfoe,térm of imprisonment imposed in the single
consolidated sentence shall be enforced.

Section 35

The provisions of Section 24 (1), Section 27, Sec9 (2), Section 30 (1) and (4) may also be
applied,mutatis mutandigto requests for extradition submitted by forestpies.

Section 36

Where a request for extradition is granted, theodeof detention served abroad shall be deducted
from the period of the penalty imposed by the court

Chapter Il

SURRENDER AND ACCEPTANCE OF CRIMINAL PROCEEDINGS; L AYING OF
INFORMATION BEFORE A FOREIGN STATE

Title 1
Surrender of Criminal Proceedings
Section 37

(1) Criminal proceedings may be surrendered g ixpedient that they be conducted by the authority
of another state.

(2) Surrender of the criminal proceedings shally-tdking into consideration the rightful interesfs

the injured party as well — especially expedienergh
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a) the defendant staying in Hungary is a natioriahe state to which the proceedings are being
surrendered, or has permanent or usual residenbatistate,

b) the defendant is staying in a foreign staterduthe proceedings and extradition is not possile,
has been refused, or has not been requested.

Section 37/A

Surrender of the criminal proceedings shall be ratorg if the Republic of Hungary has — under an
international treaty or agreement promulgated byeinof Parliament — waived her right to prosecute
a crime committed by a foreigner within the temjtof the Republic of Hungary, or on board of a
Hungarian ship or aircraft outside the borderstaf Republic of Hungary in cases falling within

Hungarian criminal jurisdiction (Criminal Code, $ieas 3-4).

Section 38

Surrender of the criminal proceedings shall beatgt prior to the preferment of the bill of indiant

by the public prosecutor before the Chief Publiodecutor, thereafter by the court before the
Minister. Decision on the surrender of the crimipabceedings shall be made by the Chief Public
Prosecutor or the Minister. The decision shall immunicated to the public prosecutor or the caourt a
the time when the request for the surrender ofctivainal proceedings is being made to the foreign
authority.

Section 39

If the proceedings are accepted by the foreign aaityhthe prosecutor or the court shall, upon
notification of the acceptance from the Chief Puldfirosecutor or the Minister, discontinue the
proceedings.

Section 40

(1) Simultaneously with the measure set forth ur@kmtion 39 the court may — prior to the preferment
of the bill of indictment upon the public proseatgomotion, thereafter ex officio — order the
defendant’s arrest for the purpose of surrenddtiegcriminal proceedings. Where the defendant is in
detention on remand the court shall order the afoeshe purpose of surrendering the proceedings b
discontinuing the detention on remand.

(2) The arrest for the purpose of surrenderingctirainal proceedings shall last until the Requested
State takes delivery of the defendant, but shallaxceed a period of three months. The foreign
authority shall be informed thereof.

Section 41
Surrender of the defendant shall be arranged fahdynterpol, in cooperation with the police.
Section 42

Where the Requested State fails to take delivethefdefendant within the time specified in Section
40 subsection (2), or the defendant escapes fomgiggecution, the proceedings discontinued under
Section 39 may be continued.

Title 2
Acceptance of Criminal Proceedings
Section 43

Criminal proceedings conducted before the judiaighority of a foreign state may be accepted upon
the request of this authority, where the defendaatHungarian national or a non-Hungarian nationa
having immigrated to Hungary.

Section 44
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(1) Decision on the acceptance of the criminal pealings shall be made by the Chief Public
Prosecutor.

(2) The decision terminating the proceedings tateeer by Hungary shall be communicated to the
requesting foreign authority by the Chief Publio$&cutor.

(3) If in the proceedings taken over by Hungary tourt imposes a penalty or a measure involving
deprivation of liberty, the period of detention mmmand served abroad shall be deducted from the
period of the penalty or measure imposed.

(4) Where under the Hungarian law the offence @s@cuted only upon a private bill of indictment
and such a private bill of indictment has been sttbthin the foreign proceedings in compliance with
the relevant laws, it shall be regarded as haveenlduly submitted in the proceedings taken over by
Hungary as well. If the absence of such a prividt@bindictment in the foreign proceedings is dioe

the fact that under the laws of the state of tlpuesting authority no private bill of indictment is
required, the person entitled to prefer such aapeiwill of indictment shall be invited to preféerThe
time limit for the preferment of the private bilf sndictment shall run from the service date of the
invitation for the preferment [Section 173 (3) bé&tCode of Criminal Procedure].

Title 3
Laying of Information before a Foreign State
Section 45

(1) Where proceedings are conducted against a dfénstaying abroad and extradition is not
possible or has been refused, and criminal prongediave not been surrendered and motion for trial
in absentia has not been filed by the public protec[Section 532 of the Code of Criminal
Procedure], the public prosecutor — prior to thefgmment of the bill of indictment, before the Ghie
Public Prosecutor — or the court — subsequentdgtleferment of the bill of indictment, before the
Minister — may initiate the laying of informatiorefore the foreign state having jurisdiction for the
adjudication of the case.

(2) Decision on the laying of information shall tnade by the Chief Public Prosecutor or the Minister
The public prosecutor or the court shall be nalifed the decision on the laying of information. Wpo
such notification proceedings shall be discontinmgthe prosecutor or the court.

(3) The discontinuation of the proceedings undéaseation (2) shall not prejudice their subsequent
continuation.

Chapter IV

VALIDITY OF FOREIGN JUDGMENTS; ACCEPTANCE AND SURRE NDER OF
THE ENFORCEMENT OF SENTENCES OF IMPRISONMENT AND ME ASURES
INVOLVING DEPRIVATION OF LIBERTY AND OF CONFISCATIO N OR
FORFEITURE

General Rules
Section 46

(1) Natifications serving as a basis for the reétgm of the validity of foreign judgments and fage
requests for the surrender of the enforcement mesees of imprisonment and measures involving
deprivation of liberty or of confiscations or foitiges shall be received and — unless execution is
excluded under Section 2 — forwarded to the coythb minister responsible for justice. Recognition
of the validity of foreign judgments and examinatiaf the fulfilment of the conditions set out irigh
Act for the enforcement of sentences of imprisonnagd measures involving deprivation of liberty or
of confiscations or forfeitures shall fall into thempetence and jurisdiction of the Budapest Region
Court.

(2) Unless otherwise provided for in this Act thengral rules of Chapter XXIX of the Code of
Criminal Procedure, governing Special Procedurball e applicable to the court's proceedings
mutatis mutandis.
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Title 1
Recognition of the Validity of Foreign Judgments
Section 47

(1) The final jJudgment of a foreign court shallregarded as having equal validity with the judgment
of a Hungarian court if the proceedings conductgairest the offender in the foreign state and the
penalty imposed or measure applied are not contoaitye Hungarian legal order.

(2) If the act of a person subject to Hungariamsgliction was adjudicated by a foreign court which
proceeded not upon information laid by a Hunga®dathority or due to surrender of the criminal
proceedings, decision on the institution of crinhippoceedings shall be made by the Chief Public
Prosecutor. In such cases the term of penaltyntieteon remand or house arrest enforced abroad
shall be deducted from the term of penalty impdsethe Hungarian court.

(3) If the validity of the foreign judgment has beeecognized by the Hungarian court the offence
shall be regarded as having been finally adjudéthtea Hungarian court.

(4) By “judgment of a foreign court” the final judgent of an international criminal court set up unde
an international treaty or agreement promulgatedabyAct of Parliament or under a mandatory
resolution of the United Nations’ Security Courghhll also be meant.

Section 48

(1) In adopting its decision the court shall bermbby the foreign court’s fact-findings.

(2) In the course of its proceedings the courtlsidantify the legal consequences attached to the
conviction under Hungarian law. If the penalty agasure imposed by the foreign court’s judgment is
not fully reconcilable with the penalty or measurgposable under Hungarian law the court shall, in
its decision, determine the penalty or measureetartposed under Hungarian law in such a manner
that it correspond to the greatest possible exterbe penalty or measure imposed by the foreign
court and — where the request is made for enforaemé¢he court shall order the enforcement of this
penalty or measure.

(3) The penalty or measure to be imposed shalelerained on the basis of the law as in force at th
time of the commission of the offence; if under Kganan law, as in force at the time of the
imposition of the penalty or measure, the act n@éo constitutes an offence or is subject to less
severe punishment, the new law shall be applicable.

(4) If in its judgment the foreign court imposedraulative sentence for several offences and one of
the acts adjudicated in the judgment does not itotestan offence or, for other reasons, cannot be
recognized under Hungarian law, the court shallitsndecision, determine the imposable penalty
according to the Criminal Code rules governing ithposition of penalties, by disregarding that act
and taking into consideration only those facts Wiserve as a basis for its judgment.

(5) If the prison regime or the duration of thetsee of imprisonment imposed by the foreign court
is incompatible with the Hungarian laws the coldlsdetermine the type and duration of the penalty
to be imposed on the basis of the rules goverregimposition of penalties — including the rules
pertaining to the imposition of prison regimes andditional release — within the limits of the pkya
allowed by the Hungarian Criminal Code for the pffe constituted by the facts which serve as a
basis for the conviction under Hungarian law. Whbeeterm of imprisonment imposed by the foreign
court is shorter than the term of imprisonment isgie — even in view of the Criminal Code rules on
the mitigation of sentences — under Hungarian I, court shall impose a term of imprisonment
equal in length to the term of imprisonment impobgdhe foreign court. The term of the penalty
imposed by the court cannot exceed the term opéimalty imposed by the foreign court.

(6) If the foreign court imposed a sentence of isggrment by ordering the enforcement of a part of
the sentence and suspending the enforcement gétha&ining part, the court shall recognize such a
sentence of imprisonment as if the sentenced pdradreen conditionally released from enforceable
imprisonment. In such cases the provisions of 8edti7 subsection (2) and — if the duration of the
conditional release specified under Section 48 extlm (1) of the Criminal Code exceeds the
duration of the suspension ordered in the foreigmrits judgment — Section 48 subsection (1) of the
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Criminal Code may be set aside in determining thetisg date of the conditional release. In such
cases the duration of the conditional release $lgaélqual to the duration of the suspension spgecifi
in the foreign court’s judgment, and the senterfal e regarded as having been served after the
expiry of the last day of the conditional releasastcalculated.
(7) The court shall notify the criminal recordsioéf of the recognition of the validity of the fogei
judgment.

Title 2

Acceptance of the Enforcement of a Sentence of Imigonment Imposed by a Foreign
Court

Section 49

(1) The enforcement of a sentence of enforceabfgismnment imposed by a foreign court may be
accepted if the sentenced person has consentédcial iat the reception date of the request for the
acceptance by the minister responsible for jugtieesentenced person has still to serve at le&st on
year imprisonment, or the penalty has been impdeedan indefinite period, provided that the
sentenced person is a Hungarian national permagnessident in Hungary, or a non-Hungarian
national immigrated to or settled in Hungary, aragnized as a refugee by the Republic of Hungary.
(2) The Hungarian national — or non-Hungarian matiommigrated to or settled in Hungary or
recognized as a refugee by the Republic of Hungasgntenced to enforceable imprisonment by a
foreign court and having returned to Hungary ptmthe enforcement of the penalty in the foreign
state, shall be regarded as having consented txteptance of the enforcement.

(3) Subsection (2) shall not be applicable to thendgérian national — or non-Hungarian national
immigrated to or settled in Hungary or recognizegaefugee by the Republic of Hungary — who was
convicted and sentenced by a foreign court to esfdsle imprisonment in absentia, or in respect of
whom the enforcement of an imprisonment suspended fprobationary period was ordered by the
foreign court on account of the fact that he hadrned to Hungary prior to the enforcement of the
penalty in the foreign state.

(4) After the decision refusing the acceptancénef@énforcement becomes final the court shall pbcee
according to the provisions specified in Section 28

Section 50

Enforcement shall not be accepted if the act orclwline foreign conviction is based was already
finally adjudicated by a Hungarian court.

Section 51

(1) The court shall — together with the requesttier enforcement of the sentence of imprisonmént, i
it is already known in the proceedings for the gggtion of the foreign judgment — examine the
foreign judgment and determine whether the comufitiset out in this Act for the enforcement of
penalties have been fulfilled. If the validity dfet foreign judgment was formerly recognised under a
final decision, the court shall be bound by thatiglen in the proceedings instituted for the acarpe

of the enforcement of the sentence of imprisonme&he decision accompanied by the relevant
documents shall be forwarded by the court to thastar responsible for justice.

(2) Decision on the acceptance of the enforcemérth® penalty shall be taken by the minister
responsible for justice. If, according to the cudecision, the conditions set out in this Act the
acceptance of the enforcement of penalties ardutfdted the minister responsible for justice dhal
refuse the request by referring to the court’s sleni

Section 52

(1) Where at the time of the receipt of the requdestacceptance of the enforcement of a foreign
judgment the sentenced person is being proceededsador the offence which serves as a basis for
the request, proceedings shall be suspended uetisidn is made on the acceptance of the
enforcement.
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(2) If the minister responsible for justice accepte enforcement of the penalty, the criminal
proceedings shall be discontinued.

(3) Decision on the suspension or discontinuatibthe proceedings shall be made by the public
prosecutor or the court before which the criminmalceedings are pending.

Section 53

(1) The minister responsible for justice shall fyothe Budapest Regional Court of the agreement on
the acceptance of the enforcement of the penaltyan@ements for the taking over of the sentenced
person shall be made by the Interpol, in cooperatiibh the police.

(2) The sentenced person taken over for the perpgid enforcing against him the sentence of
imprisonment imposed by the foreign court shalkiluhe completion of the proceedings governed
under Section 51, be detained in a penitentiaritini®n designated by the minister responsible for
the administration of the penitentiary system. @ht&ention of the sentenced person shall be governed
by the rules applicable to the enforcement of deieron remand.

(3) After the acceptance of the enforcement ofgéealty the court shall — upon the motion of the
public prosecutor, at a hearing, on the basis efftiieign judgment — determine the penalty to be
enforced in Hungary. The participation of the seaégl person, the public prosecutor, and the defence
counsel in the hearing shall be mandatory. Wher¢hen same case the court formerly already
recognized the validity of the foreign judgment utack of a request to that effect did not rutetbe
acceptance of the enforcement of the judgment;egbegnition of the validity of the foreign judgment
shall not be challenged in the appeal filed agaimstdecision determining the penalty to be enfibrce
in Hungary.

Section 54

The period of detention served abroad in connedtitim the case and the period of detention effected
under Section 53 subsection (2) shall be deducted the period of penalty imposed by the court.

Section 55

The enforcement of the foreign judgment orderethieydecision of the Budapest Regional Court shall
immediately be discontinued if the foreign judgmeefases to be enforceable or enforcement is
suspended or interrupted.

Title 3

Surrender of the Enforcement of a Sentence of Impsonment Imposed by a Hungarian
Court
Section 56

The enforcement of a sentence of imprisonment igdxy a Hungarian court under a final decision
may be surrendered to another state.

Section 57

(1) The enforcement of a sentence of imprisonmeayt be surrendered where

a) the foreign state undertakes to enforce thatgbdihe sentence which has not been enforced yet,

b) the sentenced person has consented to the derrefh the enforcement, if surrender of the
enforcement is accompanied by surrender of theeseat person.

(2) The enforcement of a sentence of imprisonmenosed on a Hungarian national shall not be
surrendered unless the sentenced person is pertiyameordinarily resident abroad.

(3) The consent given under subsection (1) b) stwdlbe revocable.

Section 58

(1) Requests for the surrender of the enforcemball ®e submitted to the foreign state by the
minister responsible for justice.

(2) If the enforcement of a sentence of imprisonniesurrendered, arrangements for the surrender of
the sentenced person shall be made by the Intenpaboperation with the police.
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Section 59

Where enforcement was taken over the enforcemetiteopenalty against the sentenced person shall
not be continued in Hungary unless he has escapiicement in the state which took over the
enforcement.

Section 60

Where after the surrender of the enforcement tdgment is reversed as a result of reopening or
review of the case, or enforcement cannot be coatirdue to amnesty, or the period of the penalty
has been reduced, the state having taken oventbecement shall be notified thereof.
Title 4
Acceptance of the Enforcement of a Measure InvolvipnDeprivation of Liberty Imposed
by a Foreign Court and Surrender of the Enforcemenbf a Measure Involving
Deprivation of Liberty Imposed by a Hungarian Court
Section 60/A

(1) Where the conditions set out under this Actfatlled, the enforcement of a measure involving
deprivation of liberty imposed by a foreign courtiynbe accepted, or the enforcement of such a
measure imposed by a Hungarian court may be sweredd
(2) The measure imposed by the foreign court stwlbe accepted unless identical or similar measure
or penalty exists under Hungarian law.
(3) The provisions of Titles 1 and 2 shall be agdiie mutatis mutandis to the acceptance and the
surrender of a measure.
Title 5
Acceptance of the Enforcement of Confiscation or Réeiture
Section 60/B
The enforcement of enforceable confiscation orgfitufe imposed by a foreign court shall be accepted
on the basis of an international treaty or agre¢mgron a request to that effect.

Section 60/C

(1) The court shall examine on the basis of thevait provisions of this Act and the international
treaties or agreements whether the conditionsigefioo the execution of a request for the accemanc
of the enforcement of confiscation or forfeituree dulfilled, and shall decide on the basis of its
findings on the recognition of the foreign judgmémposing confiscation or forfeiture and on the
acceptance of the enforcement thereof.
(2) The final decision shall be forwarded by theirtdo the minister responsible for justice with a
view to being communicated to the foreign court.eTdhecision shall be communicated to the
Requesting Foreign State by the minister respoméilvljustice.
(3) Enforcement ordered upon a foreign judgmentl shremediately be discontinued if the foreign
judgment has ceased to be enforceable.
Title 6
Surrender of the Enforcement of Confiscation or Fofeiture
Section 60/D
(1) The enforcement of confiscation or forfeiturelered by a Hungarian court under a final decision
may — where it is allowed under an internationehty or agreement — be surrendered to the foreign
state in whose territory the assets to be congscat the article to be forfeited are located.
(2) The request — meeting the conditions set otharrelevant international treaty or agreemerar— f
the enforcement in a foreign state of a final denigmposing confiscation or forfeiture shall be
transmitted by the court to the minister respoiesibl justice with a view to being forwarded to the
foreign state. The request for the surrender ofetifercement shall be submitted to the foreigrestat
by the minister responsible for justice.

Section 60/E
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Where after the surrender of the enforcement thfiendant has been acquitted as a result of
extraordinary legal remedy, or the proceedingsragaiim have been discontinued, or the decision
taken in pursuance thereof imposed no confiscatiorforfeiture — or imposed confiscation or
forfeiture to a lesser extent —, the state havoogpted the enforcement shall be notified thereof.

Chapter V
PROCEDURAL ASSISTANCE
Title 1
Provision of Procedural Assistance to a Foreign Atiority
Section 61

(1) Upon a foreign authority’s request the Hungagdathorities shall provide procedural assistance.
(2) Procedural assistance may, in particular, ohelthe execution of acts of investigation, searébies
means of evidence, hearing of defendants and wgiiseshearing of experts, on-site inspections,
searches, frisk searches, seizures, transit thréligigary, transmission of documents and articles
related to criminal proceedings, service of docusigorovision of information from criminal records
and records of criminal and biometric data on pesband other data related to Hungarian nationals
criminally proceeded against in a foreign state t@naporary surrender.

Section 62

Requests for procedural assistance may also betexiewhere the condition set out in Section 5 J1) a
is not fulfilled, provided that the Requesting Stguiarantees reciprocity in this respect as well.

Section 63

Requests for the service of documents shall noéXxeeuted unless the document to be served is
written in the Hungarian language or is accompabhied translation into the Hungarian language.

Section 64

(1) In executing the procedural assistance the Hitiag rules of criminal procedure shall be
applicable. Upon the Requesting State’s requestr gitocedural rules may also be applied provided
that they are not incompatible with the principbéshe Hungarian legal system.

(2) If so requested in the request for mutual &msi®, the Hungarian judicial authority executihg t
request shall, in due time, inform the foreign autly proceeding in the case of the time and plafce
the execution of the request. If the representativéhe proceeding foreign authority desires to be
present at the execution of the request his atteredand the attendance of any other person
participating in the criminal proceedings pendirgjdoe the foreign authority and designated by that
authority may be permitted by the court or the mupfosecutor executing the request. If in the seur
of the proceedings the representative of the fargigthority being present at the execution of the
request asks for the taking of additional evidebgesupplementing the original request, his request
shall, so far as possible, be complied with.

Section 65

Where the requesting authority desires the padtiitp in the execution of the request of a persba w
is held in detention on remand or is serving aesg® of imprisonment in the state of the requesting
authority, such a person may temporarily be takesr m order to execute the request; in Hungary he
shall be held in custody and following the exeauid the request he shall immediately be returoed t
the state of the requesting authority.

Section 66

Where the person summoned by a foreign authority afiness is held in detention on remand or is
serving a sentence of imprisonment in Hungary, g temporarily be surrendered to the requesting
authority if he gives consent to it, and if asseemnare furnished that he will be held in custadihe
state of the requesting authority and that he vglteturned after being heard.
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Section 67

Transmission of articles, original records, andeotbriginal documents to the requesting authority
upon request for mutual assistance may be madedutgy the condition that such items shall be
returned in their original condition. Transmissiohsuch articles shall not affect ownership rigbts
any other rights acquired in the articles.

Section 68

With a view to executingnutual assistance in criminal matters between doraitates the Minister
may authorize the transit, under police custodsqubh the territory of the Republic of Hungary of
non-Hungarian nationals or Hungarian nationalsdpsimultaneously nationals of other states as well
and being permanently or ordinarily resident abroad

Section 69

(1) Where air transit with no intermediate stofioieseen and an unscheduled landing takes place on
the territory of the Republic of Hungary, the perdmeing transited shall be held in custody by the
Hungarian police.

(2) Where transit is to take place with a landindgbp means other than air travel, in authorizing th
transit all conditions pertaining to it shall bepstated, especially the border crossing pointdédo
used.

Section 70

(1) Requests for procedural assistance shall vest by the Chief Public Prosecutor who shall — if
the conditions set out for the execution of theuesfj under this Act are fulfilled — make arrangetsen
for forwarding the request to the public prosecutssigned by him for executing the mutual
assistance.

(2) Where the foreign judicial authority expressiygjuests that the procedural assistance be executed
by a court, or where under Hungarian law procedasalstance is to be executed by a court, the Chief
Public Prosecutor shall forward the request foruauassistance to the Minister who shall sendrit fo
execution to the competent court.

(3) Following the execution of the request, orxéeution is prevented by insurmountable obstacles,
or if in the course of the execution circumstarenése as a result of which execution of the regfaest
procedural assistance becomes impossible undgrtivesions of this Act the documents, indicating
the obstacles, shall be transmitted by the publisgrutor to the Chief Public Prosecutor or by the
court to the Minister.

Section 71

The judicial authority having submitted the requiestprocedural assistance shall be notified of the
execution of the request by the Chief Public Proseoor the Minister. The Chief Public Prosecutor
or the Minister shall, by giving reasons, also fyothe above authority if execution has not been
possible or has been possible only partially.

Title 2
Request to a Foreign Authority for Procedural Assisance
Section 72

The provisions of Title 1 of this Chapter shall bpplicable mutatis mutandisto requests for
procedural assistance submitted to a foreign aityHmy a Hungarian court or public prosecutor.

Section 73

Requests addressed to foreign judicial authorisiesll, with a view to being communicated, be
forwarded by the court to the Minister, or by thiblic prosecutor to the Chief Public Prosecutor.
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Section 74

(1) Except for the case specified under subse¢8prwitnesses or experts appearing from abroad due
to procedural assistance, upon the summons of gafiam authority proceeding in criminal matters,
shall not be criminally proceeded against for arcammitted prior to their entry into the country.

(2) The immunity provided for under subsection ghall cease when the witness or expert, having
had for a period of 8 consecutive days from the déten his presence is no longer required by the
proceeding authorities an opportunity of leavings Inevertheless remained in the territory, or tgavin
left it, has returned voluntarily.

Section 75

Where the person staying abroad fails to appean tip® summons of the Hungarian court or public
prosecutor, the Criminal Procedure Code provisgmgerning failure to appear upon summons shall
not be applicable.

Chapter VI
RULES ON FORMALITIES AND EXPENSES

Section 76

(1) Requests for mutual assistance in criminal enstshall be made in writing and transmitted
through the diplomatic channel. The Minister or @i&ef Public Prosecutor may also accept requests
transmitted through non-diplomatic channels; theynmselves may also transmit requests in the same
way.

(2) Unless otherwise provided for under this Alog tequest shall contain:

a) the name of the requesting judicial authority,

b) the subject matter of the request,

c) a description of the offence forming the subjecatter of the proceedings and the legal
characterisation of the offence,

d) the personal particulars of the defendant ostheenced person, including nationality.

(3) Where the request originates from a foreigtesthe request and its annexes shall only be nexdjui

to be accompanied with a translation into the Huagalanguage if requests of identical nature
submitted in the Hungarian language are not acddptehe Requested State.

(4) Where the request is deficient to such an éxteat no opinion can be formed as to its
executability, or it cannot be executed properhe Chief Public Prosecutor or the Minister shall
invite the Requesting State to supplement the gcared to communicate the required additional data.
Such invitation shall not prejudice the taking oftagent measure requested by the foreign st#te if
measure can be taken on the basis of the requdsisaalowed under Hungarian law. Failure to
supplement or properly supplement the request masesas a ground for refusing its execution.

Section 77

Requests for extradition shall, in addition to tih@#a specified under Section 76 subsection (2),
contain:
a) the text of the statutory provisions applicabléhe offence for which extradition is requestad a
the statute of limitations applicable to the case,
b) for extradition requests received from abroadaksurances required under Sections 15, 16 (1) and
30 (3) b).

Section 78
(1) Requests for the surrender and acceptanceooéedings and for the laying of information before
a foreign authority shall, in addition to the dafsecified under Section 76 Subsection (2), contain
be accompanied by:

a) the original records or their certified copieslain the event of an offer, the text of the reletyv
Hungarian law governing the offence;
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b) specification of the evidence;

¢) information on the defendant’s place of resigeac probable place of residence and — if he is in
detention on remand — the starting date of thentiete and the closing date of the custody or the
detention on remand;

d) the private bill of indictment, in case of oftexs prosecuted upon a private bill of indictment;

e) the civil claims, if such claims have been sutadi

(2) Any information deemed by the authority to leessary to the proper adjudication of the case
may be annexed.

Section 79

(1) Requests for the surrender and acceptanceeddriforcement of penalties shall, in addition ® th
data specified under Section 76 subsection (2}agun

a) ,where the penalty has already been partialigreed, data pertaining thereto, especially precise
data on the time spent in detention;

b) the sentenced person’s statement of consent.

(2) The document containing the court's final deai®r a certified copy thereof shall be annexed.

Section 80

(1) Requests for procedural assistance shall, itiad to the data specified under Section 76
subsection (2), contain the data that may be napetsthe proper execution of the request.

(2) The request shall be signed and sealed byefiresentative of the requesting judicial authority.

(3) For requests for the service of documents$ale sufficient to state the subject matterhef t
request, the name and address of the addressestatis in the proceedings and the type of the
document.

(4) Requests for search, frisk search and seihaklse accompanied by the document containing the
authority’s order or a certified copy thereof. Irgent cases such requests may be submitted through
the Interpol as well.

Section 81

(1) Where under this Act the execution of a reqi@stnutual assistance in criminal matters is made
dependent on the provision of a statement of cansenh a statement shall be recorded in minutes
signed by the president of the court’s panel ardoirson giving the statement or his representafive
the person giving the statement is unable to gigally binding consent. The minutes shall be sealed
with the court’s seal.

(2) Where the person giving the statement is iem@in, the penitentiary judge with jurisdictioneov
the penitentiary institution in which the persoretained shall, in the manner specified in sulbmect
(1), record the statement in minutes and shall &oawhem to the court having proceeded at first
instance.

Section 82

Where the foreign state demands that the requéstsiannexes be accompanied by a translation, or i
is likely that in the absence of a translationh&f documents the request for mutual assistanceatill

be executed, the public prosecutor or the coult sleke arrangements for having the request and its
annexes translated from the Hungarian languagethatofficial language, or into one of the official
languages of the Requested State. Where translatiorthis language would pose disproportionate
difficulty or would incur disproportionate expensis® documents shall be translated into a lingua
franca used in the Requested State.

Section 83

(1) Expenses arising from extradition or temporsuyrender of persons [Section 29(2)], surrender of

criminal proceedings, surrender of the enforcemehtsentences of imprisonment or measures

involving deprivation of liberty, temporary surresrdand non-air transportation [Section 69 (2)] of

persons under arrest or serving a sentence of somprient with a view to being heard as witnesses
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(Section 66) shall be borne by the Requesting Bor8tate. Expenses arising from the transportation
to Hungary for the same purposes of persons stafingad, expenses arising from the application of
Section 82 and — in case of acceptance of the @fant of a sentence of imprisonment or a measure
involving deprivation of liberty imposed by a fogei court (Chapter 1V, Titles 1 and 3) — the cosgts o
translation into Hungarian of the foreign documdrassmitted by the foreign authority as well as th
fee of the appointed defence counsel shall be deresil as expenses in criminal matters.

(2) Further expenses arising from the provisioprocedural assistance shall be borne by the Republi
of Hungary, provided that reciprocity is guarantémdthis respect as well. However, where the
procedural assistance requested by the foreigrodmytlincurs significant expenses, the execution of
the request may be made subject to the conditairthie expenses shall be reimbursed fully or i par
(3) If the public prosecutor or the court summonsgiitness or an expert from abroad within the
framework of procedural assistance, advance moray loe paid to cover their travel and
accommodation costs in Hungary.

Chapter Vi
ENTRY INTO FORCE
Section 84

This Act shall enter into force on the 15th daytteg second month following the month in which it
has been promulgated.
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ANNEX X: EXTRACTS FROM THE ACT CXXX OF 2003 ON THE CO-OPERATION
WITH THE MEMBER STATES OF THE EUROPEAN UNION IN CRI MINAL
MATTERS

Chapter |
GENERAL PROVISIONS

Section 1

This Act shall be applied in the co-operation witle Member States of the European Union in the
field of criminal matters, and in the surrender geedings conducted under the European arrest
warrant.

Section 2

Unless otherwise provided by this Act, the Act atefnational Legal Assistance in Criminal Matters
and the Code of Criminal Procedure shall be appdiecordingly with the Member States of the
European Union (hereinafter: Member States) in sheender proceedings conducted under the
European arrest warrant and in legal assistancenmnal matters.

Chapter I
The European Arrest Warrant and the Surrender
Title 1
SURRENDER FROM HUNGARY

Section 3

(1) Under the European arrest warrant issued byjutieial authority of another Member State
(hereinafter: issuing judicial authority) a perssiaying in the territory of the Republic of Hungary
may be arrested and surrendered for the purposasndiicting a criminal prosecution or executing a
custodial sentence or detention order for actsgmafile by the law of the issuing Member State by a
custodial sentence or a detention order for a maxinperiod of at least 12 months or, where a
sentence has been passed or a detention ordeedrasnade, for sentences of at least four months.

(2) The requested person shall be surrendered dineldturopean arrest warrant without verification
of the double criminality of the act in respecttioé categories of offences defined in Annex | @ th
Act.

(3) In respect of the categories of offences defimeAnnex | of this Act, if they are punishabletire
issuing Member State by a custodial sentence @atention order for a maximum period of at least
three years, and as for the offences other thasethovered by Annex | surrender may be subject to
the condition that the acts for which the Europaarst warrant has been issued constitute an @fenc
under the law of the Republic of Hungary.

(4) Where the offences relate to taxes or dutiastoens and exchange, execution of the European
arrest warrant shall not be refused on the grotimaisthe Hungarian law does not impose the same
kind of tax of duty or does not contain the sanpetgf rules as regards taxes, duties and custodhs an
exchange regulations as the law of the issuing MerShate.
Chapter Il
PROCEDURAL LEGAL ASSISTANCE WITH THE MEMBER STATES OF THE
EUROPEAN UNION IN CRIMINAL CASES
Title 1
GENERAL RULES OF PROCEDURAL LEGAL ASSISTANCE

Section 36

80



Report on 4" assessment visit of Hungary —Annexes

(1) Unless this Act or an international treaty pdes otherwise, in co-operation with the Member
States of the European Union in criminal casedHimegarian judicial authorities can directly provide
procedural legal assistance upon an applicatidoviaig the start of the criminal proceeding.

(2) The provisions of the act on international ge@tion of the criminal investigation agencies tmus
be applied to the receipt and performance as wsefiraposal of procedural legal assistance sent by a
criminal investigation agency of a Member Stateemuested by a Hungarian criminal investigation
agency prior to the start of the criminal procegdili the criminal proceeding is launched in the
execution of a request submitted prior to the stérthe criminal proceeding, co-operation thereon
may be conducted only as the performance of theestgor procedural legal assistance specified in
this law.

(3) The provisions of this chapter must be applieléss an international treaty provides otherwise.

Section 37

The forms of procedural legal assistance inclugeaally:

a) direct information supply,

b) return of objects,

c) temporary transit of detained individuals,

d) interrogation via a private telecommunicatioasaork,

e) interrogation by phone,

f) establishment of a joint investigation team,

g) employment of an undercover detective,

h) controlled delivery and secret information calien not requiring a permission from the judge,
i) secret data collection subject to the permissioa judge.

Section 38

(1) Unless this Act provides otherwise, a requesipfocedural legal assistance forms presented by a
judicial authority of a Member State may be recéiand performed by that Hungarian judicial
authority in the territory of which the object rexptied to be returned is situated, the person rasglies
to be temporarily transited is detained, the petsdre interrogated resides or stays or the pdrsbe
interrogated is detained.

(2) Pursuant to an in international treaty, the ¢uran judicial authorities may also accept a rejue
for procedural legal assistance from, or may seradirectly to, such agencies, if the internal taw
the Member State permits the investigation agenteparticipate in legal assistance in criminal
matters.

(3) No request for procedural legal assistance bmayperformed or presented if it infringes the
sovereign rights, or imposes a risk on the safétthe Republic of Hungary or violates the public
order.

(4) The review of the conditions stated in Paralgsaf?) and (3) falls within the competence of the
general prosecutor until the indictment is presgntend into the competence of the Minister
subsequently.

Section 39

(1) The request may be submitted in writing, ofustified cases with some other suitable method
permitting the identification of the counterpanpyimarily by was of telefax or an information syste
and any request presented this way must be coesdidegular.

(2) If the performance of the request does not Wathin the competence or jurisdiction of the
Hungarian judicial authority, it shall immediatetyansfer the request to the Hungarian judicial
authority that is competent or has jurisdictioneTHungarian judicial authority ordering the tramsfe
notifies the judicial authority of the Member Staending the request on its transfer, specifying
exactly the applicable Hungarian judicial autharity

Title 2
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FORMS OF PROCEDURAL LEGAL ASSISTANCE
Direct Information Supply

Section 50

(1) A Hungarian judicial authority may supply infieation directly to, or may request information
directly from, a judicial authority of the Membeta& in relation to a criminal case, which is in
progress or has been completed.
(2) The Hungarian investigation authority or pragec may request information from or provide
information to, a judicial authority or criminalvastigation agency of a Member State directly in
relation to a criminal procedure in order to essdbthe identity or place of residence of the idlisal
suspected of the commitment of the crime or to gmévhe hiding of such individuals, or the
completion of the crime or the commitment of a nenme, or due to any imminent reason. The
Hungarian investigation authority notifies the mostor immediately of the information supply and is
contents.
Chapter IV
PROCEDURAL LEGAL ASSISTANCE IN THE EXECUTION OF ANY
RESOLUTION FOR THE PRESERVATION OF MEANS OF EVIDENC E, AND
OBJECTS AND ASSETS SUBJECT TO CONFISCATION
Title 1
EXECUTION OF RESOLUTIONS OF A JUDICIAL AUTHORITY OF A MEMBER
STATE FOR THE PRESERVATION OF MEANS OF EVIDENCE, OB JECTS AND
ASSETS SUBJECT TO CONFISCATION

Section 67/A

(1) Within the framework of co-operation on crimimagatters with the Member States of the European
Union, the judicial authority of the Republic of kiyary shall directly execute any decision issued by
a judicial authority of the Member State

a) for the detection, collection provision or u$en@ans of evidence, or

b) for ensuring confiscation,

if it was sent to the Hungarian judicial authoiitythe Hungarian language, with a certificate issoe

a form specified in Annex 3 of this Act (hereinaftéor the purpose of chapter certificate) and the
means of evidence and objects and assets subjeatfiscation are situated within the territorytioé
Republic of Hungary.

(2) The decision issued by a judicial authoritytbé Member State is executed by the Hungarian
judicial by the Hungarian judicial authority autissd to issue such decisions (ordering measures of
coercion) and making arrangements for their exenytursuant to the Hungarian legislation.

(3) If the judicial authorities of two or more MembStates issued decisions, for securing the same
means of evidence or objects and assets subjexinfiscation, then a choice must be made on the
execution of the decision issued by the judicidhartity of which Member State should be executed,
taking into account all conditions. The choice mbst made taking into account especially the
importance and place of commitment of the crime theddate of issue of the decision.

(4) The Hungarian judicial authority may execute tlecision sent by a judicial authority of a Member
State within the territory of which the means oidewce, the object or assets subject to configtagio
situated. If there are criminal proceedings in pesg in Hungary due to the crime based on which the
decision was issued, then that Hungarian judiai#th@ity may execute the decision, which conducts
the Hungarian criminal proceeding.

(5) If the Hungarian judicial authority is not coatpnt or has not jurisdiction for the executiortha
decision issued by a judicial authority of the M@&nBtate, then it shall immediately transfer ithe
Hungarian judicial authority that has competencd amisdiction and notifies the issuer about the
transfer.

Section 67/B
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(1) Any resolution issued by a judicial authoritiytbe Member State must be executed without any
consideration to the potential dual punishmentefdction in the case of types of crimes specified
Annex 1.

(2) If pursuant to the national legislation of tjuglicial authority of the Member State issuing the
decision the top limit of the punishment for thére with the regard to which the execution of the
decision is requested is lower than three yearsnpfisonment or a measure of incarceration, the
decision issued by a judicial authority of the M&@mnBtate may only be executed if the crime is dne o
the types of crimes specified in Annex 1 of thid.Ac

(3) In the case of types of crimes, not listed imA&x 1 a decision issued by a judicial authorityhef
Member State may be executed if the action, basedhach the execution of the decision is requested
is classified a crime pursuant to the Hungariaislation.

Section 67/C

(1) The execution of a decision issued by a jutlmighority of a Member State must be rejected if

a) in the case specified in Section 67/B (2)-(3 #ttion underlying the decision is not a crime
pursuant to the Hungarian law;

b) the statutory limitation period of the potentminishment or imposed punishment for the crime
underlying the decision is over according to thegrian legislation;

¢) a decision has already been adopted againscthesed for the action underlying the decisioman t
Republic of Hungary or in a Member State, andridbis the launch of criminal proceedings or based
on it the seizure confiscation or the equivalenmigliment or measure has already been executed, or
the execution is in progress or it cannot be exatpursuant to the legislation of the Member State
adopting the effective judgement;

d) the accused has already been effectively seedleimca third state for the same action, providing
that the seizure or confiscation or the equivapemtishment or measure has already been executed, or
the execution is in progress, or it cannot be eteztaccording to the legislation of the state aidgpt
the effective judgement, or the accused has alrbadyp effectively acquitted in a third state based
the same action;

e) the certificate sent by the judicial authoritiytbe Member State clearly does not relate to the
attached decision ordering the measure;

f) the deadline for correction and supplementatias passed without any result or the execution of
the decision supplemented pursuant to the provgsabrdection 67/D (2) is still not feasible;

g) the decision relates a means of evidence, atbbj asset subject to confiscation, possessed by
person enjoying immunity in relation to a publigvlaffice (Section 551 of the Criminal Proceedings
Act), or enjoying immunity based on internatiorell (Section 553 of the Criminal Proceedings Act)
and the immunity or immunity based on internatidaal has not been suspended;

h) the execution is excluded under the Hungarian la

(2) The execution of a decision issued by a juti@mighority of a Member State cannot be refused in
the case of crimes involving taxes, duties, custant foreign currency due to the fact that the same
taxes or duties do not exist under the Hungariamn ¢a it does not contain the same types of taky,du
customs and foreign currency provisions as thedbtlve Member State issuing the decision.
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ANNEX XI: EXTRACTS FROM ACT CXIl OF 1996 ON CREDIT INSTITUTIONS
AND FINANCIAL ENTERPRISES

Financial Services and Activities Auxiliary to Financial Services
Section 3

(1) Financial services shall mean the pursuit & tbllowing services of a financial nature on a
commercial scale, in Hungarian Forints and othereticies:

a) receiving deposits and other repayable funds fie public in excess of the equity capital;

b) credit and loan operations;

c) financial leasing;

d) payment services;

e) issuing electronic money, and issuing paperédasash-substitute payment instruments (for
example travelers’ checks and bills printed on paped the provision of the services related tleret
which are not recognized as payment services;

f) providing surety facilities and bank guaranteeswell as other banker’s obligations;

g) commercial activities in foreign currency, faeiexchange - other than currency exchange services
-, bills and checks on own account or as commisagents;

h) intermediation of financial services;

1)

J) safe custody services, safety deposit box sesyic

k) credit reference services;

)

m)
Section 5

(1) “Credit institution” means any financial insiiton that is engaged in all or part of the finahci
activities specified in Section 3, which must irdduthe acceptance of deposits and other repayable
funds from the general public (not including pulidend issues specified in specific other legisigtio

in credit and loan operations and in the issudetftenic money.

(2) Only credit institutions shall be entitled to

d) provide currency exchange services.

(3) Credit institutions may be banks, specializeedit institutions or cooperative credit institutg
(savings or credit unions).

Payment Institutions
Section 6/A

(1) ‘Payment institution’ means a legal person tiest been granted authorization in accordance with
this Act to provide and execute payment servicasd@raph d) of Subsection (1) of Section 3].

(2) Payment institutions shall be authorized toagegin credit and loan operations under Paragraph b
of Subsection (1) of Section 3 subject to the i&#tns set out in Section 6/B.

(3) Payment institutions may be authorized, in emtion with their payment services activities, for
providing safe custody services under Paragraph$ubsection (1) of Section 3 and for the operatio
of payment systems according to Paragraph b) oé&ion (2) of Section 3.

(4) In addition to what is contained in Subsectighabove, payment institutions shall be entitied t
provide ancillary services where they are connettetheir payment services activities, and other
operational and closely related ancillary servicegh as ensuring the execution of payment
transactions, foreign exchange services in cormedtith payment transactions and the storage and
processing of data.
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(5) Unless otherwise prescribed by law, paymentitinions shall be entitled to engage in other
business activities as well, with the exceptiort thase activities may not be other than the prowis
of payment services and ancillary services desgrib&ubsections (1)-(3).

Section 6/B

(1) Payment institutions may grant credit and loalated to the payment services referred to in
Paragraphs d), e) and g) of Point 9 of Chapter $dfedule No. 2 to their clients subject to the
following conditions:

a) the credit shall be provided from the paymestitution’s own funds and granted exclusively in

connection with the execution of a payment trangact

b) such credit shall not be granted from the fured®ived or held by the payment institution for the
purpose of executing a payment transaction;

¢) the credit shall be repaid within a maximum pérmf twelve months; and

d) the own funds of the payment institution shall &l times be appropriate in view of the

requirements set out in this Act.

(2) The provisions contained in Sections 201-214hall also apply to the granting of credit by
payment institutions.

Personnel and Material Requirements
Section 13

(1) Financial service activities may only be comoeghor performed if the requirements pertaining to
a) The accounting and records system, as presdripkv,

b) The internal rules and regulations in accordamte prudent operation,

¢) Personnel as defined in separate legal regakafmr providing financial services,

d) The technological, informatics, technical, amrdwsity background and the premises suitable for
carrying out the activities,

e) Controlling procedures and systems, as welh@gtoperty insurance

f) Information and control system for reducing @img risks, and a plan for handling extraordinary
situations

g) clear organizational structure

(hereinafter referred to collectively as "persoraned material requirements") are satisfied.

(2) Financial institutions - with the exception fafancial holding companies - may only operate in
places that meet the security requirements spdaifigpecific other legislation.

(3) The requirements specified in Subsections () @) shall also be satisfied in the case of any
changes in the registered address or businessolocatd when modifying the sphere of financial
service activities.

(4) For the duration specified in Section 16 of AxXXV of 1999 on Criminal Records and Police
Penal Certificates or until the conclusion of cnali proceedings, any person who has been convicted
for the crimes defined in Title 1l of Chapter X\f Act IV of 1978 on the Criminal Code (hereinafter
referred to as "Criminal Code"), false accusati@rirfinal Code, Section 233), misleading authorities
(Criminal Code, Section 237), perjury (Criminal @p&ection 238), subornation to perjury (Criminal
Code, Section 242), obstruction of justice (Crirhi@ode, Section 243), harboring a criminal
(Criminal Code, Section 244), the crimes defineditte VII of Chapter XV and any act of terrorism
(Criminal Code, Section 261), violation of interioatal economic restrictions (Criminal Code, Section
261/A), seizure of aircraft, any means of railwagter or road transport or any means of freight
transport (Criminal Code, Section 262), illegal gEssion of explosives or explosive devices
(Criminal Code, Section 263), illegal possessiofiirglarms or ammunition (Criminal Code, Section
263/A), criminal misuse of military items and sees, and dual-use items and technology (Criminal
Code, Section 263/B), crimes in connection withlearc energy (Criminal Code, Section 264/B),
crimes committed with weapons prohibited by intéoral convention (Criminal Code, Section
264/C), the crimes defined in Title 1l of Chapt&¥I, the crimes defined in Chapters XVII and
XVIII, or a felony offense committed in a criminafganization; or any person who has been indicted
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on any of these offenses cannot be appointed ateeleto an executive office with a currency
exchange service provider, cannot directly engagihé management of currency exchange services
and cannot directly engage in the provision ofency exchange services.

(5) The HFSA shall be entitled to check in the s&gi of convicted criminals and the register of
individuals indicted under criminal charges in arde enforce the employment criteria defined in
Subsection (4) before the employment contract rclcmled, or before the activity permit is issued or
extended, and also during the life of the employineentract.

Section 13/B

(1) Financial institutions are required to set upegulatory regime concerning the security of their
information systems used for providing financiatviees and financial mediation, and to provide
adequate protection for the information system ispeist with existing security risks. The regulatory
regime shall contain provisions concerning requéets of information technology, the assessment
and handling of security risks in the fields ofrplang, purchasing, operations and control.

(2) Financial institutions shall review and updatee security risk assessment profile of the
information system whenever necessary, or at Basly other year.

(3) The organizational and operating rules shaltlivn up in light of the security risks inheremt i
the use of information technology, as well as thkes governing responsibilities, records and the
disclosure of information, and the control proceduand regulations integrated into the system.

(4) Financial institutions shall install an infortitam technology control system to monitor the
information system for security considerations, andll keep this system operational at all times.

(5) Based on the findings of the security risk gsigl the following utilities shall be installed as
consistent with the existing security risks:

a) clear identification of major system constitige(ibols, processes, persons) and keeping logs and
records accordingly;

b) self-protect function of the information techogy security system, checks and procedures to
ensure the closure and complexity of the proteatioeritical components;

c) frequently monitored user administration sysiperating in a regulated, managed environment
(access levels, special entitlements and auth@mimgt powers and responsibilities, entry log,
extraordinary events);

d) a security platform designed to keep logs otesses which are deemed critical for the operation
of the information system and that is capable t@ss and evaluate these log entries regularly (and
automatically if possible), or is capable of manggiregular events;

e) modules to ensure the confidentiality, integaityl authenticity of data transfer;

f) modules for handling data carriers in a regulatad safe environment;

g) virus protection consistent with the securigks inherent in the system.

(6) Based on their security risk assessment prdifi@ncial institutions shall implement protection
measures to best accommodate their activities arkdep their records safe and current, and shall
have adopted the following:

a) instructions and specifications for using thé&iformation system, and plans for future
improvements;

b) all such documents which enable the users toatpéhe information system designed to support
business operations, whether directly or indirecthdependent of the status of the supplier or
developer of the system (whether existing or defunc

¢) an information system that is necessary to pigervices and equipment kept in reserve to ensure
that services can be provided without any intefamptor in the absence of such equipment, solutions
used in their stead to ensure the continuity df/giets and/or services;

d) an information system that allows running aglans to be safely separated from the environment
used for development and testing, as well as praperagement and monitoring of upgrades and
changes;

e) the software modules of the information systempplications, data, operating system and their
environment) with backup and save features (typkaokups, saving mode, reload and restore tests,
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procedure), to allow the system to be restoredimithe restoration time limit deemed critical imrtes

of the services provided. These backup files madtbred in a fireproof location separately acaaydi
to risk factors, and the protection of access endime levels as the source files must be provaied

f) a data storage system capable of frequent velrigf records specified by law to provide suffitie
facilities to ensure that archived materials aoeest for the period defined by legal regulationfar

at least five years, and that they can be retrievebrestored any time;

g) an emergency response plan for extraordinargtewehich are capable of causing any interruption
in services.

(7) Financial institutions shall have availablaktimes:

a) operating instructions and models for the in8pecof the structure and operation of the
information system they have developed themselvethai was developed by others on a contract
basis;

b) the syntactical rules and storage structureab& eh the information system they have developed
themselves or that was developed by others on@acbibasis;

c) the scheme of classification of information eystcomponents into categories defined by the
financial institution;

d) a description of the order of access to data;

e) the documents for the appointment of the datzager and the system host;

f) proof of purchase of the software used,;

g) complex and updated records of administratiod &nsiness software tools comprising the
information system.

(8) All software shall comprise an integrated syste

a) that is capable of keeping records of the dadbiaformation required for regular operations asd
prescribed by law;

b) that is capable of keeping reliable records ohays and securities;

¢) that has facilities to connect, directly or medily, to national information systems approprifate
the activities of the financial institution;

d) that is designed for the use of checking stoiad and information;

e) that has facilities for logic protection consigtwith security risks and for preventing tampegrin

(9) The internal regulations of the financial ihgdiion shall contain provisions concerning the
knowledge required in the field of information teckogy for filling certain positions.

Internal Control Mechanisms and Risk Management Proesses
Section 13/C

(1) Credit institutions are required to have sowgmVernance arrangements with respect to the
principle of proportionality, having regard in gadiar to the diversity in size and scale of opers
and to the range of activities, which shall include

a) the structural organization clearly documentethée internal policies;

b) well defined, transparent and consistent lifagsponsibility;

c) effective processes to identify, measure, managaitor and report the risks the credit instanti

is or might be exposed to, and

d) adequate internal control mechanisms, includmgnd administrative and accounting procedures in
compliance with the relevant statutory provisions.

(2) In accordance with Subsection (1):

a) the credit institution’s board of directors $regprove and periodically review the strategied an
policies for the segregation of duties in the oig@tion and the prevention of conflicts of interdet
taking up, managing, monitoring and mitigating tlss the credit institution is or might be exposed
to, including those posed by the macroeconomicrenment in which it operates in relation to the
status of the business cycle;

b) credit-granting shall be based on sound anddaedihed criteria fixed in the internal policies;

¢) administration and monitoring of the credit ington’s various credit risk-bearing portfoliosdin
exposures, including for identifying and managingpbtem credits for which adequate value
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adjustments and provisions are necessary, andvslioh adjustments and provisions shall be operated
through effective systems;

d) diversification of credit portfolios shall beeguate given the credit institution’s target maskaatd
overall credit strategy.

(3) Credit institutions shall have written policiasd procedures for:

a) the management of the risk that the recognizeditcrisk mitigation techniques the credit
institution uses prove less effective than expected

b) the management of concentration risk arisingifexposures to counterparties, groups of connected
counterparties, and counterparties in the sameoationsector, geographic region or from the same
activity, and from the application of credit risktigation techniques;

c¢) the measurement and management of all matedates and effects of market risks;

d) the evaluation, measurement and managemene afgk arising from potential changes in interest
rates as they affect a credit institution’s nording activities;

e) the evaluation and management of the exposuapéoational risk, including contingency and
business continuity plans to ensure a credit usdit’s ability to operate on an ongoing basis and
limit losses in the event of severe business dismp

f) the measurement and management of their liqubsition.

(4) With a view to compliance with Paragraph f) $dibsection (3), credit institutions shall have
alternative scenarios in place and the assumptiodsrpinning decisions concerning the net funding
position (consistent with existing assets and liéds, and maturity) shall be reviewed at leasteoa
year.

(5) Credit institutions that are subject to supsion on a consolidated basis shall also satisfy the
requirements relating to internal control mechasisgnd risk management jointly with any credit
institution or investment firm in which they havelaminant influence.

Section 17

(1) The application for foundation permit of a fiveéal institution shall include:

a) the deed of foundation which clearly defines tyyge and sphere of activities of the financial
institution to be established:;

b) the document which defines the territory propla®ebe served (nation-wide or limited to a specifi
region);

c) proof of deposit of fifty percent of the subberil capital defined in Section 9 for credit ingtdnos,

or the full amount of the subscribed capital dediime Section 9 for financial enterprises as paicdyp
the founders;

d) a description of the drafts for the organizadilcstructure, system of management, decision rgakin
and control mechanisms as well as the bylaws, ¢ghsare not contained in detail in the deed of
foundation;

e) in the case of applicants domiciled abroadatestent concerning the applicant's agent for servic
of process; such agent must be an attorney or ifewegistered in Hungary, or the applicant'stban
representative office in Hungary;

f) in the case of a financial enterprise, prootompliance with personnel and material requiresient
for providing financial services, as well as thedments listed in Paragraphs d)-f), h), k) andfl) o
Subsection (2) section 18.

g) in the case of credit institutions that are eabjto supervision on a consolidated basis or
supplementary supervision, a description of theaggips for the conveyance of information related to
supervision on a consolidated basis or supplememsigoervision and a statement from the persons
with close links to the credit institution guaragitey to provide the Commission with the data, facts
and information that are necessary for supervitiilegcredit institution on a consolidated basisaor f
supplementary supervision;

h) in the case of credit institutions that are eabjto supervision on a consolidated basis or
supplementary supervision, a statement from eatlwralaperson closely affiliated with the credit
institution containing his consent to have the peat data he has disclosed to the credit institutio
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processed and released for the purposes of suipands a consolidated basis or supplementary
supervision in accordance with this Act.
(2) If there is a person among the founders whdeggo acquire a qualifying interest in a financial
institution in the process of foundation, in additito the requirements set forth in Subsectiortt{&)
following shall also be attached to the applicafamauthorization:
a) the applicant’s identification data listed inapker | of Schedule No. 3;
b) evidence concerning the legitimacy of the finahmeans for acquiring the qualifying interest;
¢) documents issued within thirty days to date édfy of having no outstanding debts owed to the
competent tax authority, customs authority or ® $bcial security system of the applicant’s country
of origin;
d) proof that other holdings and business actiwitié the applicant are not harmful to the prudent
management of the financial institution;
e) for natural persons, a certificate of no crirhieeord issued within thirty days to date, or mitar
document that is deemed equivalent under the redtiaw of the applicant’s country of origin;
f) if other than a natural person, the completé téxhe applicant’s charter document as amended to
date, a certificate issued within thirty days taed&n proof that the applicant was established
(registered) in compliance with the relevant naglaiegulations and is not adjudicated in bankruptcy
liquidation or dissolution proceedings, and its@aiare employees are not subject to any disqualifyi
factors;
g) if other than a natural person, a detailed deson of the applicant’s ownership structure, aind
the applicant is subject to supervision on a codatdd basis a detailed description of these
circumstances, furthermore the consolidated anmyedrt of the credit institution or investment firm
for the previous year, if they are required to prepa consolidated annual report;
h) a declaration on any pending and future liabgidefined as such by the Accounting Act;
i) a statement of full probative force from the Bggnt in which to grant consent to having the
authenticity of the documents attached to the agfitin for authorization checked by the Commission
by way of the agencies it has contacted.
(3) If there is a foreign-registered financial ingion, insurance company or investment firm among
the founders who wishes to acquire a qualifyingnest, in addition to the requirements set forth in
Subsections (1) and (2), a statement from the ctenpsupervisory authority of the country of origin
stating that the enterprise conducts its activitesompliance with prudential regulations shadlcabe
attached to the application for authorization.
(4) Before a foundation permit can be issued tistant must be made to the effect that the financia
institution will be directed from the main office be established in Hungary.
(5) The application for authorization of a finaaddholding company must include:
a) the material specified in Paragraphs a) and oj-8ubsection (1),
b) a business plan for the first three years,
c¢) the material specified in Paragraphs f) andfl§ubsection (2) of Section 18,
d) a statement to the effect that the financiatitinsons belonging to the holding company will
provide the Commission with the necessary datds faeformation, and conclusions for supervising
it.
(6) Upon receipt of the foundation permit credistitutions may engage in activities related to
foundation of a bank.

Section 17/A

(1) In respect of the foundation of a financialtitigion operating as a branch office, the follogin
shall be attached to the application for foundapenmit in addition to the documents prescribed in
Subsection (1) of Section 17:

a) the foreign financial institution's instrumenmtconstitution,

b) the foreign financial institution's certificaté incorporation issued within three months to date
proof of the foreign financial institution beinggistered in the companies (business) register,

c) a copy of the authorization issued by the coemetupervisory authority of the country where the
foreign financial institution is registered,
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d) a certificate issued within the thirty daysdate proving that the foreign financial institution
participating in the foundation has no debts to tHre or customs authorities or the social security
administration in Hungary or the country in whithilhome office is located or registered,
e) a certificate from the competent supervisohaity of the country in which it is registeredttee
effect that the main office directing the finandiadtitution is in the country in which it is retgsed,
f) in respect of a credit institution or a finaaicenterprise, the audited and approved balanoet she
and the profit and loss statement of the foundetie previous three fiscal years or for the prasio
fiscal year, respectively,
g) a statement on the off-balance sheet lialslitiethe foreign financial institution,
h) a detailed description of the founder's own@rsitructure and of the circumstances under which
the founder is considered to be affiliated to augrof persons in partnership, furthermore the legdi
company's consolidated annual report for the previgear if the leading company is required to
prepare a consolidated annual report,
i) a statement of full probative force from thegmns indicated in the application in which to gran
consent to having the authenticity of the documeritached to the application for authorization
checked by the Commission by way of the agencieadtcontacted,
j) alist of the activities, described in Sect®rperformed by the applicant under authorizatiphe
supervisory authority of the country where estdiglds and the locations where such activities are
performed,
k) the scope of authority of the executive officérthe financial institution operating as a branch
office, and the applicant's bodies the approvalvbich is expressly required for passing certain
resolutions,
[) a statement of the competent supervisory authior evidence of having no grounds for exclusion
regarding the executive officer - of citizenshihet than Hungarian - filling and occupying such
office.
(2) The Commission shall grant a foundation peffaiita financial institution operating as a branch
office, above and beyond of having the conditioesctibed in Subsection (1) and in Subsection (1) of
Section 17 satisfied, if
a) there is a valid and effective international peration agreement, based on mutual recognition of
the supervisory authorities, which also covers $upervision of branch offices, between the
Commission and the supervisory authority of thentguwhere applying financial institution is
established,
b) the country where the applicant's registerdéceofis located has legal regulations on money
laundering that conform to the requirements cdibedy Hungarian law,
c¢) the applying financial institution has data ngeraent regulations which satisfies the requirements
of Hungarian legal regulations as well,
d) the applying financial institution has filed satement offering full guarantees concerning the
liabilities incurred by its branch office under d@srporate name,
e) the applying financial institution has submittibeé permit for the foundation of a branch office
issued by the supervisory authority of the counttyere the applicant is established, and/or its
declaration of approval or acknowledgment,
f) the legal regulations of the country in whidte tapplicant's registered office is located guaent
the prudent and safe operation of financial ingams.

Business Secrets

Section 49

(1) For the purposes of this Act, ‘business seatedlll have the meaning defined in the Civil Code.
(2) The owner of a financial institution, the persglanning to acquire a qualifying interest in the
financial institution as well as executive officensd employees of the financial institution shaéf
any business secrets made known to them in coonegith the operation of the financial institution
confidential without any time limitation.

(3) The obligation of confidentiality describedSubsection (2) shall not apply in respect of
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a) the Commission,
b) the National Deposit Insurance Fund, voluntagasit and institutional protection funds,
c) the NBH,
d) the national security service,
e) the State Audit Office,
f) the Economic Competition Office,
g) the internal oversight agency appointed by &wernment, which controls the legality and
propriety of the use of central budget funds,
h) property supervisors
acting as within the scope of their official capgci
(4) The obligation of confidentiality described 8Bubsection (2) shall not apply, concerning the
grounds for procedure, in respect of
a) investigating authorities and the public prosecacting within the scope of criminal procedures
progress and investigating charges,
b) the courts acting in criminal cases and civisesa connected with estate, or in bankruptcy and
liquidation procedures as well as of proceedingsadl! self-governments for settlement of debts
acting within the scope of their official capacity.
(5) Upon the investigating authority's "urgent tegt request, financial institutions shall disclose
data, whether or not deemed a business secret, theimfiles which are incidental to the case in
question even without the public prosecutor's aygdrprescribed in specific other legislation.
(6) The disclosure of information by the Commissarthe MNB to the minister in charge of public
finances and the minister in charge of the monapital and insurance markets on credit institutions
in a manner suitable for the identification of surcstitution:
a) for the purpose of analyzing national econonocedures and for planning the central budget; or
b) where an emergency situation arises which pialgnfjeopardizes the stability of the financial
intermediation system;
shall not be construed as a violation of businessess.

Section 51 (1)

(1) Bank secrets may only be disclosed to thirdigmyrif
a) so requested by the customer of the financsitirtion or his legitimate representative in a lpub
document or in a private document with full prokatforce that expressly indicates the bank secrets
relating to the customer that may be discloseds itot necessary to make the request in a public
document or in a private document with full probatforce if the customer provides a statement to
that extent as an integral part of the contradh Wit financial institution,
b) this Act grants an exemption from the obligatidiank secrecy,
¢) so facilitated by the financial institution'sdrests for selling its receivables due from thet@mer
or for enforcement of its outstanding receivables.
(2) Based on the provisions of Paragraph b) of &t (1), the obligation to keep bank secretd sha
not apply in respect of (...)
d) investigating authorities and the public prosecsi office, acting in a pending criminal proceslur
and seeking additional evidence,
e) courts acting in criminal proceedings, civiogeedings, bankruptcy proceedings, liquidation
proceedings, and local self-government debt set¢thdmprocedures, (...)

upon the written request of such agencies toittan€ial institution.

(7) Furthermore, the requirement of confidentiatipncerning banking secrets shall not apply: (...)

b) when the Hungarian law enforcement agency or ab#hority that functions as a financial
intelligence unit makes a written request for infiation - that is considered banking secret - from a
financial institution, acting within its powers demred under the MLT or in order to fulfill the vitén
requests made by a foreign financial intelligenci, wr a foreign law enforcement agency pursuant t
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an international agreement - if the request coatainconfidentiality clause signed by the foreign
financial intelligence unit.”

Annex 2, Section 12

The CIFE Act determines the conditions of perfognagency activities and the persons entitled to
perform such activities depending on whether versipor b) of agency activities is performed, and
whether they are performed for credit institutiondinancial enterprises.

Business associations and cooperatives vestedegéh personality, other than financial instituson
may also engage in the mediation of financial eewias defined in point a). [CIFE Act Section § (3)
Business associations, cooperatives and privategeheurs, other than financial institutions, may
also engage in the intermediation of financial & as defined in point b). [CIFE Act Section § (4

If an agent performs the agency activities defimedoint a) for a credit institution, both the agand
the credit institution must obtain authorizatioonr the HFSA: [CIFE Act Section 3 (1) a) and Section
14 (1) h)]

Annex 2 Definitions

9. ‘Payment service’ shall mean:

a) services enabling cash to be placed on a payateount as well as all the operations required for
operating a payment account,

b) services enabling cash withdrawals from a payraeoount as well as all the operations required
for operating a payment account,

c) execution of payment transactions between payawounts,

d) the payment transactions referred to in Pardgdpwhere the funds are covered by a credit line
for a payment service user,

e) issuing cash-substitute payment instrumentdudixg checks and electronic money instruments,

f) money remittance,

g) execution of payment transactions where thearanaf the payer to execute a payment transaction
is given by means of any telecommunication, digialT device and the payment is made to the
telecommunication, IT system or network operatating only as an intermediary between the
payment service user and the supplier of the gandsservices.

9.1. The following shall not be recognized as paynservices:

a) payment transactions made exclusively in bamerahd coins (hereinafter referred to as “cash”)
directly from the payer to the payee, without amgimediary intervention;

b) payment transactions from the payer to the pdjeeugh a commercial agent under service
contract, where the agent is authorized to negoéiatl to conclude the contract on behalf of thepay
or the payee;

c¢) professional physical transport of banknotesaoids;

d) non-professional cash collection and deliverthimi the framework of a non-profit or charitable
activity;

e) services where cash is provided by the payéeetpayer as part of a payment transaction follgwin
an explicit request by the payment service usdrhafore the execution of the payment transaction
through a payment for the purchase of goods oiicE\{cash-back service);

f) money exchange business, that is to say, cashgi operations, where the funds are not held on a
payment account;

g) payment transactions based on checks, drafer{mased vouchers, paper-based traveler’s checks
and paper-based postal money orders as defindtebyrtiversal Postal Union (UPU);

h) payment transactions carried out within a payman securities settlement system between
settlement agents, central counterparties, cledouges and/or central banks and other particigdnts
the system, and payment service providers;

i) payment transactions related to securities asggicing under the IRA;

j) services provided by technical service provigdersich support the provision of payment services,
without them entering at any time into possessiotih® funds to be transferred, including processing
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and storage of data, data and entity authenticatidormation technology (IT) and communication
network provision, provision and maintenance afiieals and devices used for payment services;
K) services based on instruments that can be wsadquire goods or services only in the premises
used by the issuer or under a commercial agreewigmthe issuer either within a limited network of
service providers or for a limited range of goodservices;
[) payment transactions executed by means of dagammunication, digital or IT device, where the
goods or services purchased are delivered to antbdre used through a telecommunication, digital
or IT device, provided that the telecommunicatidigital or IT operator does not act only as an
intermediary between the payment service usertandupplier of the goods and services;
m) payment transactions carried out between payrsentice providers, their intermediaries or
branches for their own account;
n) payment transactions between a parent compaytausubsidiary or between subsidiaries of the
same parent company, without any intermediary vetgion by a payment service provider other than
a company belonging to the same group;
0) services by providers to withdraw cash by mezrsutomated teller machines acting on behalf of
one or more card issuers, which are not a partyhéo framework contract with the customer
withdrawing money from a payment account, on conwlithat these providers do not conduct other
payment services as provided for in this Act.

Section 52

Financial institutions shall satisfy the writteruests of investigating authorities, the natiorealusity
service and the public prosecutor’s office withdatay concerning any customer’s bank account and
the transactions on such account if it is alleded the bank account or the transaction is assatiat
with:

a) illegal possession of narcotic drugs;

b) an act of terrorism;

c) illegal possession of explosives and destruatamdces;

d) illegal possession of firearms or ammunition;

€) money laundering;

f) any felony offense committed in criminal consygy or in a criminal organization;

g) insider dealing; or

h) market manipulation.
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ANNEX XlI: EXTRACTS FROM THE ACT LX OF 2003 ON INSU RANCE
INSTITUTIONS AND THE INSURANCE BUSINESS

Authorization of the Foundation of Insurance Compares
Section 58

The application for a foundation permit of an irswe company shall include:

a) the deed of foundation (charter), which cleatéfines the type and sphere of activities of the
insurance company to be established;

b) estimates of the costs of setting up the adtnatige services and the organization for securing
business; proof of the financial resources interidadeet those costs deposited in a credit institut

c¢) description of the drafts for the organizatiostlicture, system of management, decision making
and control mechanisms as well as the bylaws, ¢ghsare not contained in detail in the deed of
foundation;

d) in the case of applicants domiciled abroadagestent concerning the applicant's agent for servic
of process;

e) the applicant's statement in which it declahed it has provided the Commission with all of the
data and information required for the authorizggdwof activities under this Act;

f) in the case of limited insurance companies,rimi@tion concerning the shareholders, whether they
are natural or legal persons, on persons holdiggadifying interest and the extent of the qualifyin
interest;

g) in the case of insurance cooperatives, infoilonadin the members, whether they are natural of lega
persons, and on the face value of the member® skatificates.

h) in the case of insurance companies that areesulbp supervision on a consolidated basis or
supplementary supervision, a description of theaggips for the conveyance of information related to
supervision on a consolidated basis or supplememsigoervision and a statement from the persons
with a close link to the insurance company guaegintgto provide the Commission with the data,
facts and information that are necessary for sugieg/the insurance company on a consolidated basis
or for supplementary supervision;

i) a statement from each natural person closellisaffd with the insurance company containing his
consent to have the personal data he has disclos@ insurance company processed and released
for the purposes of supervision on a consolidatsisbor supplementary supervision in accordance
with this Act.

Section 59

With the exceptions laid down in Subsections (3) &4 of Section 64, an insurance company - other
than reinsurance companies - shall not be authbtizgprovide life assurance and non-life insurance
concurrently.

Section 60

If there is a person among the founders of a lihitesurance company who wishes to acquire a
qualifying interest in the insurance company urfdendation, the following must be attached to the
application for authorization in addition to whatdontained in Section 58:

a) proof of the requirements set out in Paragréptgy and i)-k) of Subsection (3) of Section 111,

b) proof of the requirements set out in Subsedfrof Section 111; and

c) proof of appropriate professional qualificati@msl a good business reputation (Section 91).

Section 60/A

The Commission shall request the opinion of the petent supervisory authorities of other Member
States of the European Union concerned prior tarigsa foundation permit to an insurance company,
if the insurance company requesting the permit:
a) is a subsidiary of an investment firm, creddtitution, insurance company or reinsurance company
established in another Member State of the Europisdon;
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b) is a subsidiary of the parent company of anstment firm, credit institution, insurance company
or reinsurance company established in another MeBia¢e of the European Union;

¢) has an owner, whether a natural or legal penstth,a dominant influence in an investment firm,
credit institution, insurance company or reinsueanompany that is established in another Member
State of the European Union.

Section 61

In possession of the foundation permit, the instceasompany may begin to make preparations for its
insurance activity and activities involved in costly related to insurance.

Section 62

The Commission shall refuse to grant authorizatorioundation if

a) any information provided by the applicant iséabr misleading,

b) the application fails to satisfy the requirensdiaid down in Section 58,

c) the organizational structure of the proposedirgisce company is not in compliance with the
requirements set out in this Act.

Authorization for the Commencement of Insurance Opgations
Section 63

(1) Upon receipt of the Commission's authorizatfon foundation, the insurance company shall
submit an application within 90 days for authori@atfor the commencement of insurance operations.
The Commission shall revoke the foundation pernoitif any insurance company that fails to submit
the above-specified application in due time. Then@uission shall have powers to conduct inspections
to check compliance with the requirements for ojpena.

(2) The application for authorization for the conmoement of insurance operations shall include:

a) proof of possession of the minimum security @dpi

b) the scheme of operations;

c) proof of compliance with personnel and mateeguirements;

d) a statement to indicate the proposed date éoctimmencement of operations;

e) a statement declaring the presence of sufficieaiities to comply with the data disclosure
obligations prescribed in or on the basis of leggjulations, as well as the results of tests of the
computer programs used for such disclosure of data;

f) the scheme of accounting policy and a detailmmbanting system;

g) the procedure to be applied in the event of mergency situation seriously jeopardizing the
liquidity or solvency of the insurance company;

h) the applicant's statement in which it declares it has provided the Commission with all of the
data and information required for the authorizgsdmwf activities under this Act;

i) if the application pertains to covering risksden motor vehicle liability, proof of appointment o
claims representatives in all Member States wheeh ssks are covered;

i) money laundering regulations as governed under XY/ of 2003 on the Prevention of Money
Laundering.

(3) The Commission shall not authorize the commerece of operations if

a) the applicant does not have the minimum secaaipjtal contained in Section 126 or the minimum
solvency margin to engage in the operations destiilothe scheme of operations;

b) the scheme of operations fails to satisfy tlgirements set out in Section 67, if it appearbeo
unrealistic, or the guarantees in offers are ingieffit from the standpoint of the policyholdersfais

as the fulfillment of commitments are concerned;

(...)

(4) The Commission shall also reject the applicafior authorization if it learns about any facts,
information or circumstance based on which itablé to be prevented from effectively exercisiryg it
supervisory functions, in particular if
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a) the activities of any direct or indirect owndrtbe insurance company or his influence on the
insurance company endangers its prudent managefoengffective, reliable and independent
operations;

b) the character of business activities and raiatiof any direct or indirect owner of the insurance
company or his direct or indirect ownership in otbempanies is structured in a manner that obstruct
supervisory activities;

c) the regulations of a third country in which ahsect or indirect owner of the insurance company i
domiciled is likely to prevent the effective exaeiof supervisory functions.

Section 65

The following requirements shall be satisfied fatherization for the commencement and pursuit of
insurance operations:

a) ownership title or the right to use or leasepEmises that are appropriate for providing the
customer service and claim administration for theurance operations defined in the scheme of
operations and

b) sufficient facilities for keeping records, dgieocessing and data disclosure, an information and
control system for reducing operating risks, amdba for handling extraordinary situations,

c) a filing system (manual or automated) with sint facilities for data protection.

Chapter Il

PROVISIONS CONCERNING THE EXECUTIVE EMPLOYEES AND O THER
DIRECTORS OF INSURANCE COMPANIES

Executive Employees
Section 83

(1) Prior to the election or appointment of an exee employee of an insurance company, the
candidate must be reported to the Commission twiviiyworking days before the proposed date of
election or appointment, and the person may be iamub in possession of the Commission's
authorization. The Commission shall adopt a resmiufor the authorization of the election or
appointment of an executive employee, or for tifiesad of such authorization.
(2) Authorization shall be construed granted if @@mmission fails to adopt a decision within twenty
two working days of receipt of the application equest.
(3) The executive employee of an insurance comgaayl
a) have no prior criminal record;
b) have the appropriate professional qualificatiand a good business reputation;
c) have at least five years of experience in teddfof insurance, business management, or as an
insurance executive in the government sector irfigte of finance (the end of the prescribed period
of professional experience shall be within ten geaf the date of filing the application for
registration);
d) have a degree in higher education;
e) not be in the employ of an insurance compartércapacity of auditor.
(4) As for the supervisory board members of anrasce company, the provisions of Paragraphs c)
and d) of Subsection (3) shall only apply to thaighan of the supervisory board.
(5) No person who has been indicted by the pubiicgcutor for any of the criminal acts specified in
Titles VII and VIII of Chapter XV and Chapters XVénd XVIII of Act IV of 1978 on the Criminal
Code or who has been indicted abroad for a propartgconomic crime that is punishable under
Hungarian law may be employed as an executive esffigntil the conclusion of the criminal
procedure, and such persons shall be suspended themperformance of such duties and
responsibilities.
(6) In justified cases, the Commission may move tfe discharge of an executive employee in
consideration of the gravity of the violation oftgu
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(7) Any person elected an executive employee tectffely direct the business of an insurance
holding company or a mixed financial holding companust satisfy the conditions set out in
Subsections (1)-(6).
The Managing Director
Section 84
(1) Any person to be appointed or elected as theagiag director of an insurance company shall
meet the general requirements set out in SectiopeBining to persons in executive positions and
shall be a paid employee of the insurance compacgype in the case contained in Subsection (2).
(2) Insurance associations with less than threétaahmillion forints in annual premium revenue may
procure the services of the managing director by efaontract.
(3) Authorization to sign on behalf of the compaimgluding disposal of bank accounts, and to
undertake any commitment related to insurance aalbef the insurance company shall be conferred
jointly upon two members of the board of directorswo managing directors in the case of insurance
companies operating as companies limited by shares cooperatives as well as in respect of the
branch offices of third-country insurance comparded insurance associations with three hundred
million forints or more in annual premium revenues.
(4) The authorization to sign on behalf of any masice association to which Subsection (3) does not
apply, including disposal of bank accounts, andridertake any commitment related to insurance on
behalf of the insurance company conferred upon neesnbf the board of directors or the managing
directors may be joint or single.
(5) The joint right to sign as specified in Subged (3) and (4) may be transferred as a joint or
independent authority to sign in accordance withbs®ations (3) and (4) and with the order of
procedure defined in the internal rules and regpriatapproved by the insurance company’s board of
directors. The internal rules and regulations teigpulate the authority to sign of the persons
undertaking commitments on behalf of the insurasm®pany must be presented when requested by
any of the insurance company’s customers.
(6) The chief executive officer of an insurance pamy must be designated from among the
company’s managing directors.
Other Executives
Section 85
(1) With the exception set out in Subsection (6gurance companies shall employ the following
executives in order to carry out insurance actsiti
a) senior insurance mathematician (actuary),
b) senior legal counsel,
c¢) chief accounting officer,
d) director of internal control (internal auditor),
e) chief medical officer if the risks covered unden-life insurance classes 1 and 2 and 18 of Mart
of Schedule No. 1 include sickness and accideiftemgaged in the business of life assurance under
Schedule No. 2 (hereinafter referred to as "exeeutianagers").
(2) Prior to the appointment of an executive manaipe candidate must be reported to the
Commission twenty-two working days before the psgzbdate of appointment, and the person may
be appointed in possession of the Commission'sodm#tion. The Commission shall adopt a
resolution for the authorization of the electionampointment of an executive employee, or for the
refusal of such authorization.
(3) Authorization shall be construed granted if @@mmmission fails to adopt a decision within twenty
two working days of receipt of the application equest.
(4) Executive managers shall be entitled to fittspositions in a maximum of two companies.
(5) The executive staff of insurance associatimmarming to the conditions set forth in Paragrajph
of Subsection (4) of Section 126 shall include aaggng director.
(6) Insurance associations with less than threelt@ahmillion forints in annual premium revenue may
procure the services of the executive manageraetkfn Paragraphs a)-c) of Subsection (1) by way of
contract or may hire an independent organizationredoder the same services, provided the
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organization employs persons who satisfy the requénts specified in Paragraphs a)-d) of Subsection
(1) of Section 86, Paragraphs a)-e) of Subsecfipof(Section 87, and Paragraphs a)-e) of Subsectio
(1) of Section 88; furthermore, such associatidradl 10t be required to employ an internal audibor.
the case of such associations, the executive mesagen insurance company providing reinsurance
to the association shall also be acceptable instbad of the executive managers referred to in
Paragraphs a)-c) of Subsection (1).
(7) The end of the period of professional expemespecified under Paragraph b) of Subsection (1) of
Section 86, Paragraph c) of Subsection (1) of 8ed@v, Paragraph c) of Subsection (1) of Section 88
and Paragraph b) of Subsection (2) of Section & sle within ten years of the date of filing the
application for registration.
(8) In justified cases, the Commission may move tfur discharge of an executive manager in
consideration of the gravity of the violation oftgu
(9) When terminating the employment of an executiv@nager referred to in Paragraphs a)-c) of
Subsection (1), the supervisory board shall bdiadtin advance.
(10) The executive managers referred to in Paragrap-d) of Subsection (1) must be invited to the
insurance company's general meeting in an advisapacity in matters that affect their respective
areas of responsibility.
(11) In respect of the Claims Security capital, thganization where such claims are administered
shall have the executive managers specified ingPaphs a)-c) of Subsection (1) placed in charge of
the fund.

Senior Insurance Mathematician (Actuary)

Section 86

(1) Senior mathematicians (actuaries) of insuraorepanies must satisfy the following conditions:
a) they shall have the appropriate university degaad training as an insurance mathematician
(actuary) as defined in specific other legislation;
b) they shall have at least five years professiaxaderience working as an mathematician at an
insurance company, the Commission, the trade arghon of insurance mathematicians (actuaries)
or insurance intermediaries, a business associatigaged in insurance mediation or at the audftor o
an insurance company as an insurance consultant;
c) they shall have no prior criminal record;
d) they shall have the appropriate professionalifigations and a good business reputation;
e) they shall be paid employees of the insuranogany.
(2) The signature of the insurance company's samathematician (actuary) shall be required to
verify
a) accuracy of the reserves contained in the anmepalt in terms of creation and size,
b) accuracy of the calculation of the solvency rirargquirement,
c) distribution of the return on investment in tifie assurance branch,
d) correctness of premium calculations,
e) authenticity of the reserves and the data pengito Paragraphs a)-d).
(3) Above and beyond the provisions of Subsect®)n the senior mathematician of the insurance
company shall verify that the data available ar#icsent, complete and consistent and that the
methods applied conform to the nature of the risks.
(4) The senior mathematician of the insurance comshall attach an actuary's report to the annual
report filed with the Commission.
(5) The content requirements for the actuary'sntegf@ll be decreed by the minister.

Senior Legal Counsel
Section 87

(1) Senior legal counsels of insurance companiest satisfy the following conditions:
a) they shall have a university degree in polits@énce and law;
b) they shall have passed the bar examinationfanihsurance law examination;
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c) they shall have at least five years of expesgeirc the field of insurance, or as an insurance
executive in the government sector in the fieldfiobnce, the trade organization of insurance
companies or insurance intermediaries, a busiressx@tion engaged in insurance mediation or at the
auditor of an insurance company as an insurancgutiant;
d) they have no prior criminal record;
e) they have the appropriate professional quatiboa and a good business reputation;
f) they shall be paid employees of the insurancepamy.
(2) The senior legal counsel of the insurance camdall check and verify (with his signature) that
the documents submitted to the Commission for Bo®n or as a reporting requirement are in
compliance with legal regulations.
Chief Accounting Officer
Section 88

(1) Chief accounting officers of insurance compamist satisfy the following conditions:

a) they shall have the appropriate university dlege degree;

b) they shall have a degree as a certified publioantant;

c) they shall have at least five of years experandhe field of accountancy in the governmentaec

in the field of finance, the trade organizationimgurance companies or insurance intermediaries, a
business association engaged in insurance mediatiahthe auditor of an insurance company as an
insurance consultant;

d) they shall have no prior criminal record,

e) they have the appropriate professional quatiioa and a good business reputation;

f) they shall be paid employees of the insurancepamy.

(2) The chief accounting officer of the insurancenpany shall check and verify (with his signature)

in conjunction with the insurance company's chiefogitive officer - that the assets record refeteed

in Section 143, the annual account specified usbamtions 146 and 172, the annual report and the
quarterly flash report submitted to the Commissiomtrue and correct.

Director of Internal Control (Internal Auditor)
Section 89

(1) Insurance companies limited by shares, ins@waooperatives and insurance associations whose
annual premium revenue is three hundred millionnteror more shall employ an internal auditor
subordinated to the supervisory board. Such insgr@ompanies, if they employ the same person as
internal auditor, shall agree in writing that theyl raise no objection against the mutual emplogine

of the internal auditor. This agreement shall beveged to the Commission within thirty days.

(2) Directors of internal control (internal aud#gprof insurance companies must satisfy the follgwin
conditions:

a) they shall have the appropriate university dlege degree,

b) they shall have at least five of years professi@experience in the government sector in the foél
finance, the trade organization of insurance congzamr insurance intermediaries, a business
association engaged in insurance mediation oreafitiditor of an insurance company as an insurance
consultant,

c) they shall have no prior criminal record,

d) they have the appropriate professional quatifics and a good business reputation,

e) they shall be paid employees of the insuranogany.

(3) The responsibilities of the director of intdrcantrol (internal auditor) of insurance companies
shall be limited to monitoring

a) the insurance company's operation in accordaitbénternal regulations, and

b) insurance activities in respect of legality, 8@y, transparency and expediency.
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(4) The director of internal control shall, in ailoih to what is contained in Subsection (3), chextk,
least quarterly, the accuracy and completenesBeotdntents of the submitted reports as well as the
data disclosed by the insurance company to the Gssion.

(5) The director of internal control (internal ated) shall send his reports to both the supervisory
board and the board of directors. The directomtdrinal control (internal auditor) shall prepare hi
reports in Hungarian and provide them to the ofcad the Commission when carrying out regulatory
inspections.

(6) The supervisory board shall, in particular, éadlre following responsibilities in connection with
overseeing the operations of the insurance company:

a) ascertaining that the insurance company hasrgrehensive control system affording suitable
facilities for effective operation;

b) directing the internal control body, including

1. approving the internal control body’s annuahpté inspections,

2. analyzing the reports prepared by internal cbmatrleast once every six months, and overseéiag t
implementation of the necessary measures,

3. appointing, if necessary, outside experts tsassthe work of the internal control unit,

4. making proposals regarding personnel changi®imternal control unit;

¢) filing recommendations and proposals based efitidings of internal control procedures.

(7) The chief executive officer shall directly esise employer’s rights over internal controllers.

Chief Medical Officer
Section 90

(1) Chief medical officers of insurance companiestsatisfy the following conditions:

a) they shall have a medical degree;

b) they shall have basic medical qualifications;

c) they shall have at least five of years of prasiexperience in the insurance industry;

d) they shall have no prior criminal record;

e) they shall be in the employ of the insurance aomy whether as a paid employee or in a self-
employed capacity.

(2) It is the chief medical officer's responsilyilib oversee

a) the medical aspects of insurance products andations,

b) the professional standards of the insurance aogip risk and loss assessment experts.

Professional Qualifications and Good Business Repation
Section 91

(1) The burden of proof for professional qualifioas and good business reputation shall lie with th
applicant.

(2) The applicant may provide proof of professiomgadlifications and good business reputation in any
manner he desires, but the Commission may presthdieother specific credentials (documents) be
provided.

(3) If the Commission refuses to accept the praootided to substantiate professional qualifications
and good business reputation, it shall be statedamitten decision.

(4) Professional qualifications and good businegsitation shall not apply to any person

a) who (that) is (has been) holding a qualifyintgiiast or is (has been) an executive employee or
executive manager of an insurance company, inseratermediary or a financial institution,

aa) that was able to avoid insolvency solely assalt of intervention by its supervisory body and
whose personal responsibility for this situatiorsvestablished by court ruling or regulatory decisio
or

ab) that had to be liquidated and whose respoitgiolr this situation was established by a finalit
ruling or regulatory decision; or
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b) that has seriously or repeatedly violated thevigions of this Act or another legal regulation
pertaining to insurance activities and has recetiiednmaximum fine for such offense by a final court
or regulatory decision within five years to datewdrose responsibility was established by final tour
ruling within five years to date.

(5) The Commission shall be entitled to contact tenpetent foreign authority as part of its
procedure to resolve a person's professional igatliins and good business reputation.

Section 111

(1) The prior permission of the Commission mustob&ained for the acquisition of an interest in a
limited insurance company that will provide a gfyatig interest or alter an existing qualifying irget
whereby the ownership interest or voting right wélach or exceed the twenty, thirty-three or figgr
cent limit. An agreement relating to ownership t&glvoting rights or to secure advantages in excess
of such rights may only be concluded in possessidhe Commission’s permission.

(2) The application for the above-specified autretion shall contain the name of the insurance
company, the percentage of the interest existingoobe acquired, taking also into account the
provisions of Points 5 and 38 of Subsection (15ettion 3 of this Act and Subsections (2)-(6) of
Section 37/A of the IRA.

(3) In addition to what is contained in Subsecti@), an application for the authorization of
acquisition shall also contain:

a) the identification data (Point 3 of Subsectibndf Section 3) of the applicant or any persording

a qualifying interest in the applicant company;

b) if the applicant is a natural person, a cedticof no criminal record issued within thirty dagps
date, or a similar document that is deemed equivaleder the national law of the applicant’s coyntr
of origin;

c) if the applicant is a natural person, and fotura persons holding a qualifying interest in the
applicant company, a statement to declare that hetisubject to any other disqualifying factors;

d) if the applicant is other than a natural persba,complete text of the applicant’s charter doenim
as amended to date, a certificate issued withirtytliays to date in proof that the applicant was
established (registered) in compliance with thewaht national regulations and is not adjudicated i
bankruptcy, liquidation or dissolution proceedingsid a statement declaring that its executive
employees are not subject to any disqualifyingdiat

e) documents issued within thirty days to dateedfy of having no outstanding debts owed to the
competent tax authority, customs authority or ® $bcial security system of the applicant’s country
of origin;

f) evidence concerning the legitimacy of the finahmeans for acquiring the qualifying interest;

g) as statement in proof that other holdings arginass activities of the applicant are not harrtdul
the prudent management of the financial institytinoluding a declaration on any pending and future
liabilities defined as such by the Accounting Act;

h) the contract proposal made for the acquisitibnownership or for an agreement to secure
substantial advantages attached to voting rights;

i) if the applicant is other than a natural persardetailed description of the applicant’'s owngrshi
structure;

J) the statements prescribed in Paragraphs h))asfdSection 58;

k) a statement of full probative force from the laggnt in which to grant consent to having the
authenticity of the documents attached to the agfitin for authorization checked by the Commission
by way of the agencies it has contacted.

(4) Authorization for acquisition shall be grantaad condition that the investor deposits the cash pa
of the capital necessary for the direct acquisitibthe interest in a credit institution establidhe any
Member State of the Community.
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(5) If the applicant is a third-country insuranaampany, reinsurance company, credit institution or
investment firm, the application shall have attachén addition to what is contained in Subsections
(3)-(4) - a statement from the supervisory autliasit the country where the applicant is established
verifying that the company operates in due obsemwatf the relevant regulations.

Section 111/A

(1) If the applicant:

a) is an investment firm, credit institution, inence company, reinsurance company or a management
company engaged in the management of UCITS thaamagistered office in another Member State
of the European Union, or

b) is the parent of either of the companies meetian Paragraph a), or

¢) is controlled by either of the companies mergtm Paragraph a),

the Commission shall request the opinion of the metent supervisory authority of the other Member
State where the investment firm, credit institufiovsurance company, reinsurance company or the
management company engaged in the management df8U€ kestablished.

(2) The Commission shall be entitled to contact ¢oenpetent authority for the place where the
applicant’s registered address or private residesdecated in order to verify or investigate the
conditions prescribed for authorization.

Section 111/B

(1) The Commission shall have sixty working daysrfrthe date of receipt of the application to check
and verify the documents and information availableonnection with the application (hereinafter
referred to as “administrative time limit”), and goant the authorization prescribed in Subsectign (
of Section 111.

(2) The Commission shall verify receipt of the aggtion and its enclosures - as well as the adtitio
information supplied according to Subsection (&) the applicant in writing within not more thanaw
working days. In the aforesaid certificate of retelhe Commission shall inform the applicant
concerning the expiry of the administrative tinmaiti

(3) The Commission may request the applicant t@lsupdditional information within fifty working
days from the date of receipt of the applicatiomidating the information specifically required for
completion of the evaluation process.

(4) The applicant shall have twenty working days cmmply with the request for additional
information.

(5) The time limit prescribed for the disclosure afy further information the Commission may
request in addition to the above shall be includeatie administrative time limit.

(6) The time limit for the disclosure of additionaformation shall be thirty days if:

a) the applicant is established in a third courdry,

b) the applicant is not subject to supervision adiog to the national laws of Member States on the
transposition of Council Directive 85/611/EEC, @tige 2002/83/EC of the European Parliament and
of the Council, Directive 2005/68/EC of the Eurapdarliament and of the Council and Directive
2006/48/EC of the European Parliament and of then€ib

(7
Section 112

(1) The Commission shall refuse to grant the aightion specified in Subsection (1) of Section 111
if:

a) the applicant has been previously convicted (itural person);

b) the applicant’s legal status and ownership stetuncertain or cannot be verified;

¢) the applicant’s financial and business statumissufficiently stable;

d) the applicant has seriously or repeatedly vealahe provisions of this Act or another legislatio
pertaining to insurance activities and has recethiedmaximum fine for such offense by a final court
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or regulatory decision within five years to datewdrose responsibility was established by final tour
ruling within five years to date;

e) the applicant does not have the appropriateepsadnal qualifications and a good business
reputation (if a natural person);

f) the applicant’s financial and economic positisrdeemed inadequate for the size of the ownership
interest he intends to acquire, or the applicaatrita been successful in business during the feae-
period before the application is submitted;

g) there are reasonable grounds to suspect thagninection with the proposed acquisition, money
laundering or terrorist financing is being or haseb committed or attempted, or that the proposed
acquisition could increase the risk thereof;

h) the applicant does not have an agent for seofipeocess, if established in another country.

(2) In the case of failure to apply for authoripati rejection of the application, failure to complith

the obligation of notification as prescribed, ofusal to provide information, the Commission may
prohibit the exercising of voting rights derivingbin an agreement for the acquisition of ownership
share or from other legal arrangement for secumth@ntages until the requirements stipulated by law
are fulfilled.

(3) If the Commission fails to deliver a decision the merits in due time, the applicant shall be
deemed to have completed the proposed acquisitiolgss the Commission exercises the right
referred to in Subsection (2).

(4) The applicant shall have six months for conicigdhe proposed acquisition as approved.

(5) Where two or more proposals to acquire or iaseequalifying interests in the same insurance
company have been notified to the Commission fertlrpose of authorization, the Commission shalll
treat the proposed acquirers in a non-discrimiryatzainner.

Section 113

(1) The person holding a qualifying interest in imited insurance company shall notify the
Commission within fifteen working days in advance:

a) if he would like to terminate his qualifying @nest completely, or

b) if he would like to alter or amend his ownershigerest, voting rights or contract securing an
advantage so that his ownership interest or vdiigigt is reduced below the twenty, thirty-three or
fifty per cent limit.

(2) The notification under Paragraph b) of Subsec(ll) shall contain an indication of the ownership
interest or voting right remaining or if the comraecuring a substantial advantage is amended.

Section 114

(1) The following shall be notified to the Commmsiin writing within thirty days of the contract
date:

a) acquisition of a qualifying interest in a lindteénsurance company;

b) termination of a qualifying interest in a lindt@surance company

¢) altering a qualifying interest in a limited imance company whereby:

ca) the ownership interest or voting right readhestwenty, thirty-three or fifty per cent limitr o

cb) the ownership interest or voting right dropkhethe twenty, thirty-three or fifty per cent limor

d) conclusion of a contract securing substantighathges in connection with an ownership interest o
voting right, or the amendment of such contract.

(2) A joint-stock insurance company shall notifg tGommission, in writing, within fifteen working
days if it receives any information concerning thequisition, alienation or modification of an
ownership interest or voting right of the percestagecified in Section 111.

(3) A joint-stock insurance company shall sendite Commission from its internal database the
names of shareholders with ownership interestearpercentages defined in Section 111 and the size
of the interest held by each such shareholder.

Section 114/A
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The provisions of this Chapter shall also applinsurance cooperatives.
Section 157

(1) The requirement of confidentiality concerningurance secrets shall not apply to:

a) the Commission when acting in an official capaci

b) investigating authorities and the public prosecs office, acting in a pending criminal procedur

c) a court of law in connection with criminal owiticases as well as bankruptcy and liquidation
proceedings, and the independent court bailifingcin a case of judicial enforcement;

d) notaries public in connection with probate cases

e) the tax authority in the cases referred to ibsgation (2);

f) the national security service when acting iroéicial capacity;

g) the Office of Economic Competition when actingthin its powers and authority to monitor
competition in the insurance industry includingurace companies, insurance intermediaries and
consultants, Hungarian representation offices @épendent insurance intermediaries and consultants
and the trade organizations of these;

h) guardian agencies acting in an official capacity

I) the health care authority defined in Subsec({@nof Section 108 of Act CLIV of 1997 on Health
Care;

j) the agencies authorized to use secret servi@nsand to conduct covert investigations if the
conditions prescribed in specific other legislataza provided for;

k) providers of reinsurance and co-insurance;

[) the bureau of insurance policy records maintagjrthe central policy records with respect to data
transmitted as governed in this Act;

m) the receiving insurance company with respeahsarance contracts conveyed under a portfolio
transfer;

n) with respect to the information required fortleebent and for the enforcement of compensation
claims, and also for the conveyance of these anum® another, the body operating the Claims
Security Account, the National Bureau, the corresiemt, the Information Center, the Claims
Organization, claims representatives and claimsgsaajent representatives, or the responsible plarty i
wishing to access - in exercising the right of skdfermination - the particulars of the other vihic
that was involved in the accident from the accidepbrt for the purpose of settlement;

0) the outsourcing service provider with respeddta supplied under outsourcing contracts;

p) third-country insurance companies, insuranceriédiaries and consultants in respect of their
branch offices, if they are able to satisfy theuregments prescribed by Hungarian law in connection
with the management of each datum and the coumtwhich the third-country insurance company is
established has legal regulations on data protedtiat conform to the requirements prescribed by
Hungarian law;

g) the ombudsman when acting in an official cagacit

r) the insurance company as regards the claimsrdeand the bonus-malus rating, in the cases
specified in Subsection (2) of Section 109/A

upon receipt of a written request from an agencpeyson referred to in Paragraphs a)-j), n) and r)
indicating the name of the client or the descriptd the insurance contract, the type of data retgae
and the purpose and grounds for requesting datia tkvé exception that the bodies or persons raferre
to in Paragraphs k), 1), m), p) and q) are requiredhdicate only the type of data requested aed th
purpose and grounds for requesting it. An indicatd the statutory provision granting authorization
for requesting data shall be treated as verificadiothe purpose and legal grounds.

(2) Pursuant to Paragraph e) of Subsection (1l)etrshall be no confidentiality obligation in
connection with tax matters where the insurancepemy is required by law to disclose specific
information to the tax authority upon request andéodisclose data concerning any payment made
under an insurance contract that is subject tdigaiity.
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(3) Insurance companies, insurance intermediamesiasurance consultants shall be authorized to
disclose the personal data of clients in the casésto the agencies indicated in Subsections (@) an
(5) of this Section and in Sections 156, 158 arfdl 15

(4) The confidentiality requirement shall apply toe employees of the agencies specified in
Subsection (1) beyond the framework of their officapacity.

(5) Insurance companies, insurance intermediannes iasurance consultants shall be required to
supply information forthwith where so requestedwrting by the investigative authorities, the
national security service or the public prosecifttrere is any suspicion that an insurance traitsac

is associated - pursuant to Act IV of 1978 on thien@hal Code - with:

a) illegal possession of narcotic drugs;

b) an act of terrorism;

c) illegal possession of explosives and destruatamces;

d) illegal possession of firearms or ammunition;

e) money laundering;

f) any felony offense committed in criminal consygy or in a criminal organization.

(6) Insurance companies, insurance intermediandsressurance consultants shall supply information
concerning insurance secrets on record to investggauthorities on the basis of an official reques
made in connection with a specific case and matkegent" even if there is no public prosecutor's
endorsement attached.

(7) The obligation to keep insurance secrets st@llapply where an insurance company, insurance
intermediary or an insurance consultant complidh wie obligation of notification prescribed in the
Act on the Implementation of Restrictive Measuragpdsed by the European Union Relating to
Liquid Assets and Other Financial Interests.

Section 157/A

The obligation to keep insurance secrets shalappty when a Hungarian law enforcement agency or
the National Police Headquarters makes a writtequast for information - that is considered
insurance secret - from a financial institutionragtwithin its powers conferred under Act XV of Z00
on the Prevention and Combating of Money Laundevinigp order to fulfill the written requests made
by a foreign law enforcement agency or a foreigmaticial intelligence unit pursuant to an
international agreement if the request containomidentiality clause signed by the foreign law
enforcement agency of financial intelligence unit.

Actions and Sanctions
Section 195

(1) In order to enforce the obligations of insummompanies, independent insurance intermediaries
and insurance consultants and/or to safeguard rterests of clients and in order to enforce
compliance with the provisions of this Act and ethelevant legal regulation on insurance activities
and the activities of independent insurance inteiarees, consultants and insurance representations,
and with the conditions of its resolutions; the @aigsion shall have powers to

a) issue a warrant in which to demand proper astiormeet the requirements prescribed in this Act,
in other legal regulation on insurance activitiesd athe activities of independent insurance
intermediaries, consultants and insurance reprasens$, and in the Commission's resolutions within
a specific timeframe;

b) convene the general meeting (members' meetrgjscuss the issues defined by the Commission;
c) impose a disciplinary fine (Sections 196-198);

d)

e) suspend payment of any dividend in respectiof-giock companies and cooperatives;

f) request the dismissal of the executive officerthier members of the management body or the
auditors of insurance companies, or disciplinatjoacagainst employees;

g) demand that a restoration plan, financial plaa financial recovery plan be submitted;

h) suspend marketing of a certain insurance product
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i) ban marketing of a certain insurance product;

j) limit, in part or in full, the insurance compdsyight of disposition over its technical provistoand
solvency margin;

k) prohibit any unauthorized insurance companygpahdent insurance intermediary, principal agent
or unregistered insurance consultant to furtheagadn insurance related activities;

[) remove an insurance intermediary from the regjst

m) compel an independent insurance intermediarynbss association to increase its capital to the
required minimum prescribed in this Act;

n) delegate a supervisory commissioner in an emeygsituation;

0) compel an insurance company to transfer itsrarste portfolio if there is another insurance
company willing to receive it;

p) prohibit the outsourcing of an activity;

q) interview the chief executive officer of an ingnce company or the director of operations of an
independent insurance intermediary or consultant;

r) partially or completely suspend its authorizatfor operations;

s) withdraw its authorization for operations;

t) withdraw its foundation permit.

)
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ANNEX XlII: EXTRACTS FROM ACT IV OF 2006 ON BUSINES S ASSOCIATIONS

Section 4

(1) Business associations may be established tgerig joint business operations for objectivegioth
than for making profit (nonprofit business assacigt Nonprofit business associations may be
established and operated in any corporate form.cbhgorate name of such business association shall
contain the designation “nonprofit” with the corpte form.

(2) A nonprofit business association may be esthbll also by decision of the supreme body of an
existing business association to continue operatitige form of a nonprofit business association.

(3) Nonprofit business associations may engageusiniess operations only in the form of ancillary
activities; the profit from these operations may be distributed among the members (shareholders)
since it shall be retained by the company.

(4) A nonprofit business association may be tramséal into another corporate form if it remains to
operate as a nonprofit organization, or it may reesith a nonprofit business association, or it may
split up to form several nonprofit business assamsia.

(5) The conditions for a nonprofit business asgsmriato gain the status of a public benefit
organization are laid down in specific other legfigin, along with the requirements to be satisfied.
The activities for the benefit of the public shb# laid down in the memorandum of association
(articles of association, charter document). Theigiation public benefit organization shall be
granted upon request - upon foundation or subsdiguerby the county (Budapest) court that
maintains the register of companies (hereinaftiarmed to as “court of registry”). Nonprofit buss®e
associations shall indicate their public benefitis in their corporate name.

(6) Where a nonprofit business association of taris of a public benefit organization is terminate
without succession, the assets remaining aftelesetht of all debts from the company’s own funds
available at the time of termination may be disttédd among the members (shareholders), not to
exceed the value of the share of members (shamisdlth the company’s capital at the time they
were provided. Assets in excess of this value dtmlbllocated by the court to objectives of public
interest according to the provisions set out inrtteenorandum of association (articles of association
charter document). In the absence of such prowsithe court of registry shall allocate the remaini
assets to objectives of public benefit within tlane or similar framework for which the defunct
nonprofit business association was originally d&héd.
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ANNEX XIV: ACT CIV OF 2001 ON MEASURES APPLICABLE T O LEGAL
ENTITIES UNDER CRIMINAL LAW

Chapter |
Criminal Law Provisions
Interpretative Provisions

Section 1
(1) For the purposes of this Act

1. Legal entities shall be understood as any orgdion or organizational units thereof vested with
rights of individual representation, which the gaeg rules of law recognize as legal entitiesya#

as organizations that can be subject to conditadngvil law in their own right and possess assets
distinct from that of their members, including caanges active prior to registration pursuant to the
Act on Economic Associations,

2. Benefit shall be understood as: any object; gipecuniary value, claim or preference irrespect

of whether they have been registered pursuantetdAtt on Accounting, as well as cases where the
legal entity is exempt from an obligation arisimgri a law or contract or from expenditure required
according to the rules of reasonable business neameagf.

(2) This act shall not apply to the State of Huggdoreign states, the institutions listed in the
Constitution of the Republic of Hungary, the Offioé the National Assembly, the Office of the
President of the Republic, the Office of the Omlmnels, and any bodies which are, according to the
law, responsible for tasks of governance, publimiadgstration and local government administration,
and international organizations established untterriational agreements

Conditions for Applying the Measures
Section 2

(1) The measures defined in the present act argcable to legal entities in the event of commigtin
any intentional criminal act defined in Act IV 0978 on the Criminal Code (HCC) if the perpetration
of such an act was aimed at or has resulted ifetied entity gaining benefit, and the criminal aets
committed by

a) the legal entity’'s executive officer, its membemployee, officer, managing clerk entitled to
represent it, its supervisory board member andheir representatives, within the legal entity’sseo
of activity,

b) its member or employee within the legal entist®pe of activity, and it could have been prewviénte
by the executive officer, the managing clerk or theervisory board by fulfilling his/her/its
supervisory or control obligations.

(2) Other than the cases defined in paragraphh@l)rteasures defined in this act shall be applicable
even if committing the criminal act resulted in fegal entity gaining benefit, and the legal erity
executive officer, its member, employee, officeramaging clerk entitled to represent it, its
supervisory board member, had a knowledge on timmission of the criminal act.

Measures to be Taken Against Legal Entities
Section 3
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(1) If the court has imposed punishment on theguec®mmitting the criminal act defined in Section
2 or apply reprimand or probation against this perd may take the following measures against the
legal entity:

a) winding up the legal entity,

b) limiting the activity of the legal entity,

¢) imposing a fine.

(2) The measures defined in paragraph (1) canKkentaven if the criminal act has caused the legal
entity to gain benefit, but the perpetrator is pohishable due to his mental illness or death tinef
criminal proceedings has been suspended due tpetpetrator's mental illness occurred after the
commission of the act.

(3) The measures defined in paragraph (1) poinara) only applicable individually, while those
defined in points b) and c) are applicable bothvidially and jointly.

Winding up the Legal Entity
Section 4

(1) The court shall wind up the legal entity ifigtnot running legal economic activity and

a) the legal entity was established for the purpdsmvering up a criminal act, or

b) the actual activity of the legal entity servies purpose of covering up a criminal act.

(2) The court may wind up the legal entity in tteses mentioned in paragraph (1) points a) and b)
even if, it is running legal economic activity.

(3) The legal entity shall not be wound up in thsecdefined in paragraph (2), if this would jeojaerd
the completion of state or local government taskshe legal entity

a) is a national utility company,

b) is considered to be of strategic importanceims of the national economy,

c) carries out national defense-related or othecisptasks or serves such purposes.

Limiting the Activity of the Legal Entity
Section 5

(1) The court may limit the activities of the legailtity for one to three years, in respect of drege of
sanctions defined in paragraph (2); the durati@ll &ie defined in years. Limitation may extendhe t
pursuit of all or some of the activities listed.

(2) For the duration of the prohibition, the legatity shall not

a) collect deposits based on a public invitation,

b) participate in public procurement procedures,

C) enter into concession contracts,

d) be classified as a public benefit organization,

e) receive funding from central or local governmiemtigets, earmarked state funds or targeted support
from foreign states, the European Community or rotiternational organizations,

f) pursue lobbying activities,

g) pursue any other activities, which have beemhiprted by the court.

(3) In case the activity is limited, the followirsdpall prevail on the date the court judgment become
final, subject to the provisions of the court:

a) the legal consequences of immediate rescis$ioarract concluded with legal entity under public

procurement procedure,
b) the legal consequences of immediate rescissioanzession contract concluded with legal entity,
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¢) the procedure involving classification as a pubgnefit organization is considered terminatew] a
the legal entity is considered deleted from théstegof public benefit organizations,

d) the procedure involving the granting of subsidiender paragraph (2) point e) is considered
terminated, and any subsidy received in conjunatriih the criminal act shall be repaid.

Fine
Section 6

(1) The highest fine that can be imposed on thal legtity shall be three times the financial adagst
gained or intended to be gained through the crihaiog but at least HUF 500,000.

(2) The Court may estimate the rate of the findnatlvantage if the financial advantage gained or
intended to be gained could only be establishethis#asonably high cost or not at all.

(3) If the benefit gained or intended to be gaitfedugh the criminal act is not financial advantage
the court imposes the fine considering the findnsitmation of the legal entity, but at least HUF
500,000.

(4) Unless it is paid the fine shall be recovenedaccordance with the rules of collection by court
order.
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ANNEX XV: EXTRACTS FROM THE ACT CXXXVIII OF 2007 ON INVESTMENT
FIRMS AND COMMODITY DEALERS, AND ON THE REGULATIONS
GOVERNING THEIR ACTIVITIES

Section 8

(1) Investment service activities may be carriedand ancillary services may be provided subject to
authorization by the Hungarian Financial Superwisdkuthority (hereinafter referred to as
“Authority™), in due observation of what is contahin Subsections (2)-(4).

(2) A non-resident investment firm - other than itheéestment firm mentioned in Subsection (3) - may
engage in investment service activities or prowdeillary services through a branch if authorizgd b
the competent supervisory authority of the countmgre established for the activities in question.

(3) An investment firm established in another EEAerivber State may engage in cross-border
activities or establish a branch in the territofytloe Republic of Hungary if authorized by the
competent supervisory authority for the activitygmestion and if the conditions set out in Subsecti
(5) of Section 27 and in Subsection (8) of Secfidrare satisfied.

(4) An authorization for providing ancillary sereg may not be granted in itself, without an
authorization to engage in investment service #igts; with the exception of clearing houses
governed by the CMA and central depositories.

(5) In addition to engaging in investment serviadivities and providing ancillary services, an
investment firm may only perform the following:

a) the services listed under Subsection (1) ofi@e&;

b) keeping registers of shareholders;

c¢) providing nominee shareholder services;

d) agency activities as defined in the CIFE by wéyuthorization granted under the CIFE for the
intermediation of financial services;

e) insurance mediation under the Insurance Adn@ets an agent;

f) securities lending and/or borrowing; and

g) supply of data and information relating to fioghinstruments for consideration.

Section 11
(1) Commodity exchange services may be providegestibo authorization by the Authority, in due
observation of what is contained in Subsection (2).
(2) A non-resident investment firm may provide coodlity exchange services through a branch if
authorized by the competent supervisory authofithe country where established for the activities
question.

IT Systems
Section 12

(1) Investment firms engaged in the investmentiseractivities specified under Paragraphs a)-d), f)
and g) of Subsection (1) of Section 5 and in priogdthe ancillary services specified under
Paragraphs a)-b) of Subsection (2) of Section 8,the commodity dealers engaged in the activities
defined in Subsection (1) of Section 9 are requiedet up a regulatory regime concerning the
security of their information systems used for juowg their respective services, and to provide
adequate protection for the information system isbeist with existing security risks.

(2) The regulatory regime referred to in Subsect{d) shall contain provisions concerning
requirements of information technology, and theesssient and handling of security risks in the &eld
of planning, purchasing, operations and control.
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(3) The investment firms and commodity dealersrretéto in Subsection (1) shall review and update
the security risk assessment profile of the infdiomasystem whenever necessary, or at least every
other year.

(4) The investment firms and commodity dealers rrete to in Subsection (1) shall draw up
organization and operation protocol in light of tecurity risks inherent in the use of information
technology, as well as the rules governing respdngs, records and the disclosure of information
and the control procedures and regulations intedrato the system.

(5) The investment firms and commodity dealers rrete to in Subsection (1) shall install an
information technology control system to monitoe thformation system for security considerations,
and shall keep this system operational at all times

(6) Based on the findings of the security risk gsigl the following utilities shall be installed as
consistent with the existing security risks:

a) clear identification of major system constitige(ibols, processes, persons) and keeping logs and
records accordingly;

b) self-protect function of the information techogy security system, checks and procedures to
ensure the closure and complexity of the proteatioeritical components;

c¢) frequently monitored user administration sysiperating in a regulated, managed environment
(access levels, special entitlements and auth@mimgt powers and responsibilities, entry log,
extraordinary events);

d) a security platform designed to keep logs otesses which are deemed critical for the operation
of the information system and that is capable otessing and evaluating these log entries regularly
(and automatically if possible), or is capable efrraging irregular events;

e) modules to ensure the confidentiality, integaityl authenticity of data transfer;

f) modules for handling data carriers in a regulatad safe environment;

g) virus protection consistent with the securigks inherent in the system.

(7) Based on their security risk assessment praofile investment firms and commodity dealers
referred to in Subsection (1) shall implement proéem measures to best accommodate their activities
and to keep their records safe and current, antirehae adopted the following:

a) instructions and specifications for using thé&iformation system, and plans for future
improvements;

b) all such documents which ensure the secure agdimg operation of the information system
designed to support business operations, whethextlyi or indirectly, independent of the statughuf
supplier or developer of the system (whether exgstir defunct);

¢) an information system that is necessary to pigervices and equipment kept in reserve to ensure
that services can be provided without any intefammptor in the absence of such equipment, solutions
used in their stead to ensure the continuity df/giets and/or services;

d) an information system that allows running aglans to be safely separated from the environment
used for development and testing, as well as prommeragement and monitoring of upgrades and
changes;

e) the software modules of the information systempplications, data, operating system and their
environment) with backup, save and archiving feztuitype of backups, saving mode, reload and
restore tests, procedure), to allow the systemetoelstored within the restoration time limit deemed
critical in terms of the services provided,

f) a data storage system capable of frequent velrigf records specified by law to provide suffidie
facilities to ensure that archived materials aceest for the period defined by legal regulationfar

at least five years, and that they can be retriewetrestored at any time; and

g) an emergency response plan for extraordinargtewehich are capable of causing any interruption
in services.

(8) The investment firms and commodity dealersrretkto in Subsection (1) shall maintain a safe and
fireproof place to store the back-up copies retemee in Paragraph e) of Subsection (7) separately
according to risk factors, and the protection afess at the same levels as the source files must be
provided for.
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(9) The investment firms and commodity dealersrreféto in Subsection (1) shall have available at
all times:

a) operating instructions and models for the in8pecof the structure and operation of the
information system they have developed themselvethad was developed by others on a contract
basis;

b) the syntactical rules and storage structureab& eh the information system they have developed
themselves or that was developed by others on@acbibasis;

c) the scheme of classification of information eystcomponents into categories defined by the
service provider or the bodies providing clearing aettlement services;

d) a description of the order of access to data;

e) the documents for the appointment of the datsager and the system administrator;

f) proof of purchase of the software used; and

g) comprehensive and updated records of adminimtraind business software tools comprising the
information system.

(10) All software referred to in Subsection (7)lkballectively comprise an integrated system:

a) that is capable of keeping records of the dadbiaformation required for regular operations asd
prescribed by law;

b) that is capable of keeping reliable recordsuofit and financial instruments;

¢) that has facilities - in the case of investnfams - to keep consolidated and up-to-date records
financial instruments and commaodities dealt onekehange market separately for each client;

d) that has facilities to connect directly or irmaitly to national information systems appropriaie f
the activities of investment firms;

e) that is designed for the use of checking stdegd and information; and

f) that has facilities for logic protection congist with security risks and for preventing tampgrin

(11) The internal policies of investment firms azmhmmodity dealers referred to in Subsection (1)
shall contain provisions concerning the knowledgguired in the field of information technology for
filling certain positions.

Section 22

(1) The investment firms incorporated as publidtéth companies shall be managed under contract of
employment by at least two officers with no prigiménal record, having three years of professional
experience in the field.
(2) The staff of executive employees of the Hurggatbranches of non-resident investment firms -
exclusive of the branches of investment firms distiabd in other EEA Member States - shall include
at least one Hungarian citizen who is consideredsalent according to foreign exchange laws and
who has had a permanent residence in Hungary feast one year.
(3) Investment firms shall appoint one of the etiseuemployees to the post of senior executive
officer to oversee operations.
(4) Any credit institution that is engaged in intraent service activities shall appoint a persortn i
prior criminal record, having three years of prefesal experience in the field, to manage investmen
service activities.

Acquisition of a Qualifying Interest in an Investment Firm

Section 37

(1) The Authority’s prior consent is required fdwret acquisition of a qualifying interest in an
investment firm.

(2) The application for the authorization referredin Subsection (1) shall have the following
enclosed:

a) the applicant’s natural identification data;

b) evidence concerning the legitimacy of the finahmeans for acquiring the qualifying interest;
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¢) documents issued within thirty days to date é¢dfy of having no outstanding debts owed to the
competent tax authority, customs authority or ® $bcial security system of the applicant’s country
of origin;

d) proof that other holdings and business actwitié the applicant are not harmful to the prudent
management of the financial institution;

e) for natural persons, a certificate of no crirhiezord issued within thirty days to date, or mitar
document that is deemed equivalent under the redtiaw of the applicant’s country of origin;

f) the applicant’s statement in which he declahes he meets the conditions set out in Subsec{®)ns
and (4);

g) if the applicant is other than a natural persba,complete text of the applicant’s charter doenim
as amended to date, a certificate issued withirtytliays to date in proof that the applicant was
established (registered) in compliance with thevaht national regulations and is not adjudicated i
bankruptcy, liquidation or dissolution proceedingsd its executive employees are not subject to any
disqualifying factors;

h) the applicant’s statement in which he declanes following the acquisition of a qualifying inest
the head office of the investment firm located he territory of the Republic of Hungary shall not
loose its function to direct operations;

i) if the applicant is other than a natural persardetailed description of the applicant’'s owngrshi
structure;

J) the statements prescribed in Paragraphs t) fintlSubsection (1) of Section 28;

k) the consent of a natural person with close lirtkthe investment firm as a result of the acqoisit

of a qualifying interest to have his personal datacessed for the purposes of supervision on a
consolidated basis or for supplementary supervjgiod

(3) A qualifying interest may be held in an investmfirm subject to the following conditions:

a) the activities of the holder or his influence tive investment firm shall not endanger the
independent, sound and prudent management oftestment firm;

b) the character of business activities and relatiaf the holder, or his direct or indirect owngvsh
other companies shall be structured in a mannas smt to obstruct supervisory activities;

c) the holder must have good business reputation.

(4) The conduct of the applicant or his influencetie investment firm shall be considered to
endanger the independent, sound and prudent maeagefrthe investment firm, if:

a) the competent supervisory authority has susgktigeapplicant’s voting rights within a period of
five years preceding the time of submission ofapplication;

b) the applicant is (has been) holding a qualifyimgrest or is (has been) an executive employee or
executive manager of an investment firm, finanicisiitution or insurance company,

ba) that was able to avoid insolvency solely assalt of intervention by its supervisory authoatyd
whose personal responsibility for this situatiorsvestablished by court ruling or regulatory decisio
or

bb) that had to be liquidated and whose respoitgilalr this situation was established by a finalit
ruling or regulatory decision;

c) the applicant has seriously or systematicallglated the provisions of this Act or another
legislation pertaining to the management of invesitrfirms, and it has been so established by the
competent supervisory authority, another authasitya court in a final resolution dated within the
previous five years.

(5) The Authority shall refuse to authorize the wsition of or increasing the extent of qualifying
interest if the applicant or the holder fails toahthe conditions set out in Subsections (1)-(4vab
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Section 37/A

(1) For the purposes of determining the extent wélifying interest, the voting rights shall be
calculated - irrespective of any provisions fortrieons on voting rights - on the basis of aleth
shares to which voting rights are attached, asigeovfor the investment firm’'s charter document.

(2) For the purposes of determining the extentuaflifying interest, apart from the applicant’'s ssr
the voting rights referred to in Subsections (3) &) shall also be taken into consideration.

(3) For the purposes of determining the extentuaflifying interest, the voting rights of:

a) any investment fund management company or mamagecompany engaged in the management
of UCITS, if the investment fund management companthe management company engaged in the
management of UCITS is controlled by the appliGard if able to exercise the voting rights attached
to the securities it manages,

b) any investment firm or credit institution, ifeticredit institution or investment firm is conteddl by

the applicant and if able to exercise the votights attached to the portfolio it manages

under direct or indirect instructions from the agght or another controlled company of the applican
or in any other way.

(4) For the purposes of determining the extentudlifying interest, voting rights attached to slsare
shall be recognized as the voting right of the igppt in any of the following cases, where the ngti
right:

a) is exercised by the applicant and a third parger an agreement, which permits the concerted
exercise of the voting rights for the parties te #yreement;

b) is exercised by the applicant under an agreepreniding for the temporary transfer of the voting
rights in question;

c) is exercised by the applicant, in the case d¢ihgorights attaching to shares which are lodged as
collateral, under an agreement which providesHeraxercise of such voting rights;

d) is exercised by the applicant under the righiesfeficial interest;

e) is exercised by the applicant’s controlled comypaithin the meaning of Paragraphs a)-d);

f) is exercised by the applicant, if functioningaasustodian, at its discretion in the absencgetific
instructions from the depositor;

g) is exercised by a third party in its own namebehalf of the applicant, under an agreement vii¢h t
applicant; or

h) is exercised by the applicant, if functioningaaproxy, at its discretion in the absence of $pmeci
instructions from the principal.

(5) For the purposes of determining the extent wdlifying interest, voting rights held by the
applicant’s controlled company shall not be taketo iaccount, if the applicant and the aforesaid
controlled company provides a statement at the timecquiring the share in question to the effect
that:

a) those rights are not exercised, or exercised tyrd party independently from the applicant &ad
controlled company, and that the shares will bpatisd of within one year of acquisition;

b) those rights are exercised by a third partydependently from the applicant and its controlled
company - according to specific instructions reedifrom the holders on paper or by way of
electronic means;

c) they are not involved in the decisions relatindhe appointment and removal of members for the
investment firm’s decision-making, management qesvisory bodies.

(6) In determining the extent of qualifying intetregoting rights held by any investment firm or dite
institution that is controlled by the applicant kimot be taken into account, if the investmentnfior
credit institution is authorized to provide porttoimanagement services, and it is permitted toctser
the voting rights attached to the portfolio it mges:

a) under instructions received on paper or by waglertronic means,

b) independently from the applicant.
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Section 37/B

(1) Where an applicant wishes to increase his hgldf qualifying interest so as to exceed the tyent
thirty-three or fifty per cent limit, an applicaticshall be submitted to the Authority containing th
information specified in Subsection (2).
(2) The application referred to in Subsection (i3glkindicate:
a) the percentage of qualifying interest at theetohnotification;
b) the extent of qualifying interest proposed tabgquired; and
c¢) the information referred to in Subsection (25efkction 37.
(3) The holder of qualifying interest shall lodgenatice to the Authority, containing the same
information as referred to in Subsection (2), ifking to reduce his existing qualifying interedole
either of the limits specified in Subsection (1)jthathe percentage of reduction indicated instefad o
the one mentioned in Paragraph b) of Subsection (2)
(4) The Authority shall verify receipt of the apgation specified in Subsections (1) and (3) iniwgit
within two working days (hereinafter referred to“asrtificate of receipt”), sent to the applicamttbe
holder of qualifying interest, and shall specifitie certificate the administrative time limit debed
in Subsection (1) of Section 38. This provisionlishso apply to insufficient information procedare
as described in Subsection (2) of Section 38.

Section 38

(1) The Authority shall conduct an investigatiorthin sixty working days of the date of issue of the
certificate of receipt (hereinafter referred to“administrative time limit”) as regards the propdse
acquisition of an interest, to examine as to wiretbenpliance with the relevant provisions of thist A
can be ascertained after the fact.

(2) If the information supplied according to Suligmt (2) of Section 37/B is found deficient, the
Authority may request - in writing - additional oxfnation or to have the deficiencies remedied withi
fifty working days from the date of the certificadé receipt, indicating the information specifigall
required for completion of the evaluation procdssr€inafter referred to as “insufficient informatio
procedure”).

(3) The time limit for compliance with the requést additional information is twenty working days.
(4) The time limit for compliance with the requést additional information shall be thirty working
days, if:

a) the applicant is established in a third courdry,

b) the applicant is not subject to supervision atiog to the national laws of Member States on the
transposition of Council Directives 85/611/EEC aB&/49/EEC, and Directives 2002/83/EC,
2005/68/EC and 2006/48/EC of the European Parliamen

(6) Following compliance with the insufficient infoation procedure the Authority shall be entitled t
request further information from the applicant. Hmer, the time limit prescribed for the disclosafe
such information shall be included in the admiaite time limit.

Section 38/A
If the applicant:
a) is an authorized investment firm establisheanym EEA Member State;
b) is an authorized credit institution establisireedny EEA Member State;
¢) is an authorized insurance company establishady EEA Member State;
d) is an authorized reinsurance company establishedy EEA Member State;
e) is an authorized management company engagdt imanagement of UCITS established in any
EEA Member State;
f) is the parent of either of the companies memibim Paragraphs a)-e);
g) is controlled by either of the companies mergtbm Paragraphs a)-e);
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the Authority shall consult in accordance with 8attl71 the competent supervisory authorities of
jurisdiction by reference to place where the inwestt firm, credit institution, insurance company,
reinsurance company and the management compangesthgathe management of UCITS is located.

Section 39

(1) If the Authority fails to refuse to grant iteresent within the administrative time limit speediin
Subsection (1) of Section 38 for the acquisitiomwiofor increasing the extent of qualifying intdréts
consent shall be considered as granted.

(2) If the acquisition of or increasing the extehgualifying interest is authorized, the applicahall
conclude the transaction within a period of six then

(3) If the requirements for authorization for thegaisition of a qualifying interest are no longer
satisfied, the Authority shall suspend the holderiing rights until the unlawful situation is
terminated or until new evidence is furnished conicg such requirements.

(4) The investment firm shall notify the Authorityithin two working days upon receipt of notice
concerning the identification data of the persoguaring a qualifying interest in the investmeniir
including the percentage of his share and any astigrein.

(5) Any person who has acquired a qualifying indeli@ an investment firm, or altered his existing
share according to Subsections (1) and (3) of @e@i7/B, shall notify the Authority within two
working days following the time of acquiring thealjfying interest.

Confidentiality Requirements
Section 117

(2) The obligation of confidentiality describedSabsection (1) shall not apply in respect of:

a) the Authority and supervisory authorities;

b) the Investor Protection Fund,;

c) the MNB,

d) the State Audit Office;

e) the state tax authority;

f) the Economic Competition Office;

g) the internal oversight agency appointed by treveBhment, which controls the legality and
propriety of the use of central budget funds;

h) the national security service;

i) the consumer protection authority;

acting within the scope of their official capaaitynferred by law.

(3) The obligation of confidentiality described Bubsection (1) shall not apply concerning the
grounds for procedure, in respect of:

a) investigating authorities acting within the seopf criminal procedures in progress and when
investigating charges, and the public prosecuttinga an official capacity;

b) the courts acting in criminal cases and civiéesaconnected with estate, or in bankruptcy and
liquidation procedures as well as in proceeding®cdl governments of communities for settlement
of debts;

c) the European Anti-Fraud Office (OLAF) monitoritige protection of the Community’s financial
interests;

d) the consumer protection authority.

(4) The disclosure of information provided in comapte with the obligation of notification under
Section 205 of the CMA shall not be construed afation of business secrets.

(5) Any information that is declared by specifibet legislation to be information of public intetres
public information and as such is rendered sultgedisclosure may not be withheld on the grounds of
being treated as a business secret.
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(6) Any document retrieved from the files of an@stment firm or a commodity dealer that has been
terminated without a successor, which documentatestany business secrets, may be used for
archive research projects after sixty years froendate when they were created.

Section 119

(1) Investment firms and commodity dealers shatisBa the written requests of investigating
authorities, the national security service andphblic prosecutor’s office without delay concerning
any client account and the transactions on sucluatcif it is alleged that the account or the
transaction is associated with:

a) illegal possession of narcotic drugs;

b) an act of terrorism;

c) illegal possession of explosives and destruatemces;

d) illegal possession of firearms or ammunition;

€) money laundering;

f) any felony offense committed in criminal congymy or in a criminal organization;

g) insider dealing;

h) market manipulation.

(2) When data is disclosed under Paragraphs @nah) of Subsection (3) of Section 118 and under
Subsection (1) of this Section, the client affeatead/ not be notified.

Section 164

(1) The Authority shall have powers to take thdoiwing measures in the event of any breach of the
obligations laid down in this Act:

a) issue an official warning to investment firmepunodity dealers, operators of multilateral trading
facilities, to executive employees and owners gégtiment firms, commodity dealers or operators of
multilateral trading facilities in the event of amfringement of or non-compliance with the relevan
statutory provisions, internal policies prescribied this Act and the Authority’s resolution for
compliance with the said provisions, or - if neeggs shall order compliance within the prescribed
deadline;

b) prohibit the conducting of the unauthorized jgmn of investment service activities and the
provision of ancillary services, and the unauthetiprovision of commodity exchange services;

¢) demand reimbursement of the costs and expensaged in connection with the activities of an
expert or a regulatory commissioner delegated eyAllithority;

d) initiate the dismissal of an executive emploge¢he auditor of an investment firm or commaodity
dealer, or initiate disciplinary action againsteanployee of such bodies;

e) order the management body of an investment dirmommodity dealer to call an extraordinary
general meeting, and may specify the mandatorydegtor such sessions;

f) instruct an investment firm or commodity deater draw up a reorganization plan within the
prescribed deadline, and submit it to the Authority

g) order an investment firm, commodity dealer omarket operator to disclose specific data or
information;

h) order the suspension of all or part of investmsgrvice activities, the provision of ancillary
services or the provision of commodity exchangeises for a fixed period of time;

i) withdraw the authorization of an investment firoommodity dealer or the operator of multilateral
trading facilities for investment service activitjghe provision of ancillary services and the miown

of commodity exchange services, respectively;

j) order an investment firm or commodity dealertransfer its pending contractual commitments to
another service provider;

k) appoint a regulatory commissioner to an invesiinfien or commodity dealer;

[) impose fines, subject to the provisions contdimeSection 167;
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m) initiate procedures with other competent authes;

n) suspend access to client accounts and secuaiti@sunts maintained by an investment firm or a
commodity dealer for a fixed period of time;

0) ban, restrict or impose conditions on investnfiemts and commodity dealers, in terms of:

0a) their payment of dividends;

ob) any payment made to an executive officer;

oc) the obtaining of loans by their owners from $lagl organizations or the provision of any sewice
to them by these organizations that involve anyekgf exposure;

od) their provision of any loan or credit to, oryasimilar transaction with, companies in which thei
owners or executive officers have any interest;

of) the extension (prolongation) of deadlines djiettiin loan or credit agreements;

0g) their opening of any new branches, introduciegy services and new operations;

p) order investment firms and commodity dealers:

pa) to draw up new internal policies, or to revime apply the existing policies along specific
guidelines;

pb) to provide further training to employees (exe®s), or to hire employees (executives) with
adequate professional experience and expertise;

pc) to reduce operating expenses;

pd) to set aside adequate reserves;

q) prohibit the outsourcing of investment servicgtivaties, ancillary services and commodity
exchange services;

r) order the suspension of operations of multiEteading facilities;

S) require the investment firm to take measuresherreinforcement of the arrangements, processes,
mechanisms and strategies relating to its intevoairol mechanism, risk management procedures and
internal models for the assessment of capital aaggaccording to Section 106;

t) order the investment firm to comply with the #iubchal capital requirement prescribed under
Subsection (5) of Section 105; however, the adufticapital requirement of the credit institutioaym
not be higher than double that of the capital nement specified in Subsection (2) of Section 105;
and

u) order the suspension of trading in certain farannstruments on a multilateral trading facility

(2) The Authority may impose the measure contaimedubparagraph oa) of Subsection (1) if
payment of any dividend is likely to jeopardize tmmpliance of the investment firm or commaodity
dealer in question with the capital requirementg@ioed in this Act.

(3) Upon taking the measures specified in Paragnath Subsection (1), the Authority shall forthkwit
notify the supervisory authorities of the Membeat&$ in which the investment firm affected by the
measure operates a branch or provides cross-begdéces.

Section 165

If there is a lawsuit filed for the review of theuthority’s decision contained in Paragraphs h) o),
and p) of Subsection (1) of Section 164, the cehdll rule on such cases in expedited proceedings.
The hearing shall be scheduled on or before thetleiday following the date on which charges are
filed at the court, if no other action is required.

Section 166
(1) The Authority shall have powers to impose & firpon any investment firm or commodity dealer,
and upon their executive officers and other empeye
a) for any violation, circumvention, evasion, naffiflment or late fulfilment of the obligationses
out in this Act or in specific other legislation@adled by authorization of this Act, in the MLT, time
resolution of the Authority and in its own intermatulations;
b) if the fine is proposed by the MNB accordingSiabsection (2) of this Section; or
c) if the fine is proposed by a foreign supervisanghority under Section 177.
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Section 167

(1) The amount of the fine shall be determined eing to the gravity of non-compliance with the
requirements laid down in this Act, in specific ethegislation and/or in Authority resolutions, iar
accordance with the weight of negligence and thanitial advantage received.

(2) The amount of the fine shall be:

a) between two million forints and twenty millioorints for the performance of investment service
activities or the provision of ancillary servicesada commodity exchange services without
authorization, also subject to what is containe8ubsection (5);

b) between two hundred thousand forints and fodliamiforints for any deviation from or non-
compliance with the requirements stipulated in dughorization for investment service activities,
ancillary services, and commodity exchange seryices

c) between two hundred thousand forints and tetomiforints for any infringement of regulations
governing the operation of investment firms and cmdity dealers, the performance of investment
service activities or the provision of ancillaryngees and commodity exchange services;

d) between one hundred thousand forints and fivediad thousand forints for any violation of the
obligations set out in the MLT,;

e) between five thousand forints and one milliominis for the obstruction of the Authority’s
inspection, and for non-compliance with any of ghehority’s warning on the part of the investment
firm, commodity dealer or operator of multilatetading facility.

(3) The fine for any violation of, negligence otdacompliance with, regulations not mentioned in
Subsection (2) shall be between fifty thousandhtsrand five million forints.

(4) The amount of fine to be levied upon an exeeutfficer or employee of an investment firm or
commodity dealer under Subsections (2)-(3) shallbbaveen five hundred thousand forints and
twenty million forints.

(5) The ceiling of the fine, if the income can Ipesfically established, shall be two hundred ptc
of the income obtained, by way of derogation froandgraph a) of Subsection (2).
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ANNEX XVI: EXTRACTS FROM THE ACT CXXXV OF 2007 ON T HE
HUNGARIAN FINANCIAL SUPERVISORY AUTHORITY

Section 4
Unless otherwise prescribed by law, the Authortiplsexercise supervision of the bodies, persons
and activities governed under:
a) Act XCVI of 1993 on Voluntary Mutual Insurancarif€ls;
b) Act XLII of 1994 on the Hungarian Export-Impdsank Corporation and the Hungarian Export
Credit Insurance Corporation;
c) Act CXIl of 1996 on Credit Institutions and Fi@al Enterprises (hereinafter referred to as
“CIFE");
d) Act CXIII of 1996 on Home Savings and Loan Asations;
e) Act XXX of 1997 on Mortgage Loan Companies andrfgage Bonds;
f) Act LXXXII of 1997 on Private Pensions and Priwd&ension Funds;
g) Act XX of 2001 on the Hungarian Development Baitkited Company;
h) Act CXX of 2001 on the Capital Market (hereimafteferred to as “CMA”);
I) Act LX of 2003 on Insurance Institutions and tmsurance Business (hereinafter referred to as
“Insurance Act”);
j) Act XXXV of 2004 on Specialized Credit Institotis Issuing Electronic Money Instruments;
k) Act XXV of 2005 on the Distance Marketing of Gamer Financial Services (hereinafter referred
to as “DMFC”);
[) Act CXVIl of 2007 on Occupational Retirement Ban and Institutions for Occupational
Retirement Provision (hereinafter referred to aRAQD);
m) Act CXXXVIII of 2007 on Investment Firms and Camdity Dealers, and on the Regulations
Governing their Activities (hereinafter referreda® “IRA”); and
n) Act CXXXVI of 2007 on the Prevention and Combagtiof Money Laundering and Terrorist
Financing (hereinafter referred to as “MLT");
0) Act CLIX of 2007 on Reinsurance.
p) Act LXXXV of 2009 on the Pursuit of the BusinesfsPayment Services.

Supervisory Control
Section 41

(1) The Authority shall conduct inspections to monicompliance with the statutory provisions
pertaining to the operation and activities of tloelies and persons referred to in Section 4, anthéor
purposes of enforcement of the resolutions it hdspted (hereinafter referred to as “supervisory
control”).” Supervisory control shall not apply toonitoring compliance with the provisions under
Paragraphs a) and b) of Section 48/A nor the ei@tuff the resolutions adopted in proceedings for
the protection of consumers’ interests.

(2) Supervisory control shall comprise the verifioa of data supplied within the framework of
regular disclosures specified by law, as well ap@ttions conducted by the Authority.

(3) The Authority may impose the obligation for the hoc supply of specific data on the bodies and
persons described under Section 4, where an enggrgénation arises which potentially jeopardizes
the stability of the financial intermediation syste

(4) The supervisory control proceedings of the Autly are comprised of comprehensive inspections
and direct inquiries at the bodies and persongregf¢o in Section 4 in connection with a specific
problem or, if the same problem arises at seveardids or persons, a general inquiry.

(5) The Authority may conduct post inspections @ymequest information concerning compliance
with its resolutions.

(6) The Authority shall conduct comprehensive im$jom procedures at banks, specialized credit
institutions, insurance companies and reinsuraongeanies at least every three years.
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(7) The Authority shall conduct comprehensive imsiom procedures at cooperative credit
institutions, financial enterprises, payment sarvizoviders, investment firms, commodity dealers,
venture capital fund management companies, invedgtmfiend management companies, private
pension funds, voluntary mutual insurance fundsiastitutions for occupational retirement provision
at least every five years.

(8) The comprehensive inspection procedures coaduay the Authority shall also comprise on-site
inspections.

(9) The Authority shall be assisted by the MNB lie tomprehensive inspection of bodies providing
clearing or settlement services and the centrabsitpy regarding operation reliability and system
risks.

(10) The Authority shall carry out inspections tiglg to printed securities in terms of compliance
with the provisions of specific other legislatido,the extent and in the manner specified theigin,
cooperation with the National Security Service.

Section 47

(1) Unless otherwise prescribed by law, the Autigoshall have powers to take the action and
exceptional measures specified in the acts listedeu Section 4, and impose supervisory fines,
(hereinafter referred to as “sanctions”) for anglaiion or circumvention of or non-compliance with

the provisions:

a) of the acts listed under Section 4, other leggiilations adopted by authorization of these actd,
other statutory provisions governing the operatioinfie bodies and persons referred to in Section 4

b) contained in the Authority’s resolutions;
c) set out in the own internal regulations of tledilbs and persons referred to in Section 4.

(2) The Authority may impose sanctions initiatedéyoreign financial supervisory authority on the
strength of law.

(3) The Authority may impose these sanctions reguihatand collectively.

(4) The Authority shall weigh the following circutasces when imposing a sanction:

a) the gravity of the infringement or negligence;

b) the impact the act has on the principle of prid®d sound management and on the market;

c) the impact the act has on the bodies and perséesed to in Section 4 and also on their members
and clients;

d) the impact the act has on other members ofritieedinancial system;

e) the risk caused by the infringement or negligertbhe extent of damage, and the perpetrator’s
willingness to provide retribution;

f) cooperation with the Authority on the part oéthersons responsible;

g) whether or not the person affected by the sandtas acted in good or bad faith, and the pecuniar
advantage obtained by that person through thenggment or negligence;

h) the suppression of the data, facts and infoomatn which the sanction is based, or the interttion
do so;

i) the recurrence or frequency of the infringement.
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(5) No sanction shall be imposed in connection aitly negligence or breach of duty past two years
from the time when the Authority has gained knowkedf the act, or past five years from the time it
was committed.

(6) Within the time limits referred to in Subsecti(b) a sanction may also be imposed even if the
natural person affected is no longer in the emplbthe bodies and persons referred to in Section 4,
their mandate has been terminated or they arengefoengaged in any of the activities governed by
the acts listed under Section 4.

Section 47/A

(1) The supervisory fine levied by the Authorityampthe bodies and persons referred to in Section 4
may be between one hundred thousand and two bithidmts:

a) for any infringement of the provisions laid doimrnthe regulations governing the operations of the
bodies and persons referred to in Section 4, andrfp breach of internal policies;

b) for any violation, circumvention, evasion, naififlment or late fulfilment of the obligationses
out in the resolution of the Authority.

(2) By way of derogation from Subsection (1) ababe, ceiling of the supervisory fine may be up to
two hundred per cent of the annual supervisior{demprising the minimum charge and the variable-
rate fee) payable by the bodies and persons rdféoren Section 4, if this is higher than two lafi
forints.

(3) The supervisory fine levied upon persons retzesghas executive employees by the acts listed
under Section 4 may be between ten to eighty pet ckthe income of the executive employee
affected earned through the office, whether undgsleyment or service contract. If no such income
is available, the income of other persons empldyethe given institution in the same or similargob
shall be taken into account, or the amount of tingesvisory fine shall be between one hundred
thousand and ten million forints. The supervisong flevied upon an executive employee may not be
paid by the bodies referred to in Section 4.

(4) In the event of any breach of the obligatiomespribed by law upon the bodies and persons
referred to in Section 4, a supervisory fine mayrbposed as of the date of default and computed by
multiplying the same by the number of days in ditfewith a maximum of one hundred days). The
supervisory fine for one day shall be one hundraftta per cent of the annual supervision fee
(comprising the minimum charge and the variable-faé) payable by the bodies and persons referred
to in Section 4. Moreover, this supervisory fineyntee imposed upon bodies and persons for non-
compliance with the provisions of the Authorityssplutions, and for partial or late compliance with
the said provisions.
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ANNEX XVII: EXTRACTS FROM THE ACT LXXXV OF 2009 ON THE PURSUIT
OF THE BUSINESS OF PAYMENT SERVICES

Section 1
(1) This Act applies to payment services providethi territory of the Republic of Hungary.

(2) This Act applies to the Magyar Nemzeti Bankedoin respect of the payment services it provides
outside the scope of implementing monetary poliog apart from carrying the single Treasury
account.

(3) As regards the current account specified irafaph b) of Subsection (1) of Section 15 of Act
LVIII of 2001 on the National Bank of Hungary (harafter referred to as “MNB Act”) carried by the
Magyar Nemzeti Bank, this Act shall apply only twetcredit transfers executed according to the
provisions of this Act pertaining to official trefies orders and credit transfers on the basis of a
remittance summons.

(4) As regards the payment services provided byl'teasury falling under the sphere of the Treasury
as defined by Act XXXVIII of 1992 on Public Finarec¢hereinafter referred to as “PFA”"), this Act
shall apply only to the credit transfers executecbeding to the provisions of this Act pertainimg t
official transfer orders and credit transfers oa ltlasis of a remittance summons.

Definitions
Section 2

For the purposes of this Act:

1. ‘transfer of funds’ shall mean a payment sendgagied out on behalf of a payee for debiting the
payer's payment account, where a payment transadionitiated by the payer, including official
transfer orders and credit transfers on the bdsigemittance summons;
2. ‘direct debit’ shall mean a payment service iedriout for debiting a payer's payment account,
where a payment transaction is initiated by theepayn the basis of the payer’s consent given to the
payee, to the payee’s payment service provides trd payer's own payment service provider;
3. ‘EEA Member State’ shall mean any Member Statdhe European Union and any State that is a
party to the Agreement on the European EconomiaAre
4. ‘unique identifier’ shall mean a combination letters, numbers or symbols specified to the
payment service user by the payment service prowdielentify unambiguously the payment account
for a payment transaction, or in the absence chyanent account, to identify the payment service
user;
5. ‘value date’ shall mean a reference time used ppyment service provider for the calculation of
interest on the funds debited from or credited pagment account;
6. ‘payment order’ means any instruction by a pagermayee to his payment service provider
requesting the execution of a payment transactiaiyding official transfer orders and remittance
summons;
7. ‘payment transaction’ shall mean an act, iretlaby the payer or by the payee, of placing,
transferring or withdrawing funds, irrespectiveasfy underlying obligations between the payer and
the payee, or an order initiated by an officer ewgred to issue an official transfer order or a
remittance summons;
8. ‘payment account’ shall mean an account helthénname of one or more payment service users
which is used for the execution of payment transast including bank accounts;
9. ‘payer’ shall mean a natural or legal person:
a) who holds a payment account and allows a payordet from that payment account, or
b) who gives a payment order where there is no paymccount, or
c) whose payment account is debited based on amabtiransfer order or credit transfer on the basi
of a remittance summons;
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10. ‘consumer’ shall have the meaning defined it &XIlI of 1996 on Credit Institutions and
Financial Enterprises (hereinafter referred toG¥-E");

11. *authentication’ shall mean a procedure whilkbmas the payment service provider to verify the
use of a specific cash-substitute payment instrignmeeiuding its personalized security features;

12. ‘payee’ shall mean a natural or legal persow ighthe intended recipient of funds which have
been the subject of a payment transaction;

13. ‘framework contract’ shall mean an agreemetw&en a payment service provider and a payment
service user for payment services which governsfiuh&e execution of individual and successive
payment transactions for a specific period and Wwldontains the material conditions for payment
transactions, including the setting up of a paynaecbunt;

14. ‘money remittance’ shall have the meaning defim the CIFE;

15. ‘cash-substitute payment instrument’ shall iaigemeaning defined in the CIFE;

16. ‘low value cash-substitute payment instrumshgll mean a cash-substitute payment instrument
that can be used only for payment transactionsei® than nine thousand forints, or on which value
units are made available or stored in the amoufurof-five thousand forints or less;

17. ‘micro-enterprise’ shall mean an enterprisecivhiat the time of conclusion of the framework
contract or single payment service contract, engpfeyver than 10 persons, and whose annual gross
earnings - during the financial year previous te time of conclusion of the contract - from sales
and/or balance sheet total does not exceed 2 midlioro or the forint equivalent of 2 million euro
translated by the official MNB exchange rate ireetfon the last day of the financial year;

18. ‘business day’ shall mean a day on which thenaat service provider of the payment service
user is open for business as required for the ¢xecaf a payment transaction;

19. ‘funds’ shall mean banknotes and coins, sa@btmoney and electronic money;

20. ‘current account’ shall mean a payment accaypdned or held by the account holder as
prescribed by law for the execution of payment geations within the framework of their regular
business activities;

21. ‘payment services’ shall have the meaning éeffin the CIFE,

22. ‘payment service provider’ shall mean credgtitations, specialized credit institutions issuing
electronic money, the institution operating the tBlo€learing Center, financial institutions, the
Magyar Nemzeti Bank and the Treasury, whose busimetudes the provision of payment services;
23. ‘reference exchange rate’ shall mean the exgehaste which is used as the basis to calculate any
currency exchange and which is made available byptyment service provider or comes from a
publicly available source;

24. ‘reference interest rate’ shall mean the irsterate which is used as the basis for calculaimg
interest to be applied and which comes from a plybéivailable source;

25. ‘queuing’ shall mean the non-performance (mgdih abeyance) of payment orders arriving at a
payment account carried by the payment serviceigeowwing to insufficient funds and placing the
order in a waiting line (queue) for future performa, not including the case where the payer reaches
an agreement with the payment service providemtaruing, for the purpose of planned payments,
and for the performance and scheduling of paymansactions;

26. ‘durable medium’ shall mean any instrument Wwhénables the payment service user to store
information addressed personally to him in a waseasible for future reference for a period of time
adequate to the purposes of the information andatwhilows the unchanged reproduction of the
information stored;

27. ‘means of distance communication’ refers to mm@ans which, without the simultaneous physical
presence of the parties, may be used for the csinclwf a framework contract and a single payment
services contract;

28. ‘payment service user’ shall mean a naturég@al person making use of a payment service in the
capacity of either payer or payee, or both;

29. ‘Company’ shall have the meaning defined inGifeE.
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ANNEX XVIII: EXTRACTS FROM THE ACT CXII OF 1996 ON CREDIT
INSTITUTIONS AND FINANCIAL ENTERPRISES

Section 44

(1) The executive officer of a financial institutionay be elected or appointed upon the prior
authorization of the Commission, as well as thecetiee employee directing the operations of a
financial holding company or a mixed financial Halgicompany.

(2) Authorization shall be construed granted if @@mmission does not reject it or does not suspend
the procedure within twenty-two working days of egt of the application. If there is a criminal
proceeding described in Subsection (6) pendingnagaihe person referred to in Subsection (1), the
Commission shall suspend its procedure for the iegn until conclusion of the criminal
proceeding.

(3) The Commission shall reject any applicationgothorization for the election or appointmentof
natural person if there is grounds for disqualifima under Subsections (4) and (5) with regarchto t
person proposed for appointment or election othéncase of an executive, if the nominated person
does not conform to the conditions specified inti®ad8.

(4) The persons described in the following maybwelected and appointed as a executive officer:

a) having (or having had) a qualifying interesbinbeing (or having been) the executive officeaof
financial institution:

1. in the case of which insolvency can only be d&di by extraordinary measures taken by the
Commission,

2. which was liquidated due to its operating peireing revoked,

and whose personal responsibility for the develogn@é this situation has been established in a
definitive decree;

b) persons who have seriously or systematicatiyjatéd the provisions of this Act or another legal
regulation pertaining to banking or the managenmntinancial institutions and such has been
determined by the Commission, another authoritya arourt in a final resolution dated within the
previous five years;

¢) having a criminal record.

(5) Above and beyond the provisions set forth its®ation (4), with the exception of supervisory
board members, the person to be executive offitaravedit institution or a clearing house for éred
institutions must satisfy the following criteria:

a) have at least three years of experience in hgnér business management, or in financial or
economic management in government administration;

b) shall not act as auditor for another finanaiatitution;
c¢) shall not hold another office or position whitly hinder performance of his professional duties.

(6) No person who has been indicted by the puisticecutor for any of the criminal acts specified i
Titles VII and VIII of Chapter XV and Chapters XVénd XVIII of Act IV of 1978 on the Criminal
Code or who has been indicted abroad for a propartgconomic crime that is punishable under
Hungarian law may be employed as an executive esffientil the conclusion of the criminal
procedure, and such persons shall be suspended tinemperformance of such duties and
responsibilities.
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(7) The bylaws of the credit institution that opesain the form of a public limited liability compa
may contain provisions to prescribe - by way ofod@tion from Subsection (2) of Section 295 of Act
IV of 2006 on Business Associations (hereinaftéemred to as “Companies Act”) - a larger majority
than a simple majority of the votes for the remosaimanagement board members, not to exceed
three-quarters majority of the votes.

Section 44/A

(1) The executive employees of companies engagethaney processing activities with legal
personality, and the persons placed in charge aiem@rocessing operations and all employees
directly involved in money processing activities:

a) must have a clean criminal record;

b) must have no prior record of any violation efaincial regulations or embezzlement within the two-
year period preceding the date when the applicatms submitted.

(2) The executive employees of companies engagedaney processing activities with legal

personality must have a degree in higher educatoul, the person placed in charge of money
processing operations or at least one employeeiswiioectly involved in money processing activities

must have a degree in higher education and attle@st years of previous experience.

(3) Within the context of Subsection (2) the cidesf experience may be satisfied by employment at
the NBH or a credit institution in the position aforominent administrator or higher, or in a positi
related to money processing, or by employment fataancial enterprise or a legal person engaged in
money processing in a position related to moneggssing.

Section 151

(1) The Commission must consider the need for areasif a financial institution, a non-financial
business association engaged in activities auxiliarfinancial services, or an executive officer or
owner thereof violates this Act; the legal providon effective, reliable and independent ownership
and prudent operation; as well as the provisiorte®@fegulations on financial transactions - othan

the MNB Decree on Money Transmission Transactipasd obviously conducts its activities without
due care; thus, for example,

a) their decision-making system and rules of pracedio not comply with regulations, or they fail to
observe them during their operation,

b) their accounting, recording and auditing sysfeits to meet the requirements of legal provisiiims
effect,

c) they fail to comply with their obligation to disse data, to report or to provide informatiorttie
Commission, the shareholders or the Fund by thecpled deadline,

d) the activity of their auditors is not in compi@e with legal regulations, or they inform the lwbaf
directors, the supervisory board or the Commissielayed and inaccurately about violations of law,
deficiencies and their other problems - endangettiejy prudent operation - found at the financial
institution,

e) their own funds fail to reach the capital regoients specified in Subsections (1)-(2) of Secti®n

f) they violate any of the regulations on exposu@s the determination, analysis, evaluation and
definition of exposures, on the management of exgss on the management and reduction of risks,

g) they fail to inform the general meeting abowt theasures of the Commission, and if a credit
institution
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h) fails to comply with regulations on ensuringuiidity and approximation of maturities of assetd an
liabilities,
i) fails to fulfil its obligation to create reserve

j) the financial institution does not fulfill thebligations stipulated in the Act on the Preventidn
Money Laundering.

(2) In the event that the provisions of this Atie tegal regulations pertaining to prudent openatio
the regulations on financial transactions - otHwant the MNB Decree on Money Transmission
Transactions - are violated, the Commission shelglwthe available data and information and take
the necessary measures - (Sections 153, 155 andfl&@inancial institution

a) performs any activities prohibited by law or ¥anich it is not authorized,

b) is unable to continuously satisfy the requiretadar authorization described in this Act duritg) i
operation,

c) has own funds that is less than seventy-five qet of the capital requirements specified in
Subsections (1)-(2) of Section 76,

d) wishes to pay or pays dividends in a situatideemvits own funds is below the capital requirements
specified in Subsections (1)-(2) of Section 76has failed to set aside general reserves during the
year,

e) does not have sufficient provisions and theatdn of its assets is inadequate, as a conseguénc
which its solvency margin must be reduced by thewrhof unaccounted accumulation of provisions
and adjustments,

f) regularly or severely violates regulations op@sures (such as to undertake any exposure without
due care and diligence),

g) employs an auditor whose activities are notomgliance with statutory provisions and who fails t

inform the board of directors and the supervisavgrid of the credit institution and the Commission
about any violation of law, deficiencies and othesblems found at the credit institution endanggrin
the prudent operation of the credit institution,

h) is unable to fulfil or - repeatedly - fails talfil by the deadline its obligation to disclosetalato
report or to provide information to the Commissithe NBH, its shareholders or the Fund,

i) hinders the Commission or the auditor in perfigrtheir tasks,

) operates without the stipulated and necessagylagons, records, information technology and
controlling systems,

k) fails to comply with supervisory measures takenrespect of its non-compliance with the
regulations,

l) repeatedly infringes the regulations specifiadSubsection (1) within two years of the operative
date of the measure taken by the Commission aretwution imposing a penalty,

m) can only comply with the relevant capital adsxyurequirement in such a way that it cannot repay
a junior subordinated loan on time.

(3) In the event of any serious infringement of phevisions of this Act, legal regulations pertami

to prudent operation, the regulations on financahsactions - other than the MNB Decree on Money
Transmission Transactions -, the Commission shk# the major sanctions and exceptional measures
necessary (Sections 157-160), if a financial ing8on

a) has own funds that is less than sixty per cétie capital requirements specified in Subsections
(2)-(2) of Section 76,
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b) wishes to pay or pays dividends in a situatidresg its own funds is below fifty per cent of the
capital requirements specified in Subsections Z1 ot Section 76,

c) fails to meet its obligation to create prowisoor the obligation of value adjustment, has
insufficient provisions and inadequate value adjesits, meaning that the evaluation of off-balance
sheet items and assets was incorrect, as a comsegakwhich its solvency ratio falls below four pe
cent because the solvency margin were reduced dyathount of unaccounted accumulation of
provisions and value adjustments,

d) by non-observance of the regulations for enguliifuidity and the approximation of maturities of
assets and liabilities, severely endangers theter@nce of the liquidity of the credit institution,

e) regularly or substantially violates the regulas on exposures and thus severely endangers the
credit institution's liquidity, solvency or abilitp produce income,

f) regularly performs activities prohibited by law for which it is not authorized,
g) is unable to satisfy the requirements for autlation described in this Act during its operation,

h) operates without the necessary accounting, nesnagt information or internal control system, or
these systems are inefficient to indicate the tigdfitution's actual financial position,

i) in the course of its resource collecting aciegt determines an interest value significantlyedihg
from the market value representing increased fk#he credit institution or the deposit-holders,

i) enters into illicit or bogus contracts in ordergain pecuniary benefits or to alter its balagkeet
result capital requirement,

k) employs an auditor who fails to inform the Cormesion, the board of directors and the supervisory
board of the financial institution about any seviefangement, deficiencies and other problems tbun
at the financial institution and endangering thedent operation of the financial institution,

[) repeatedly infringes the regulations specifiadSubsection (1) within five years of the operative
date of the measure taken by the Commission undbse8tion (2) or the resolution imposing a
penalty,

m) fails to fulfil the provisions of the supervigomeasures taken for any severe violation of
regulations.

(4) The Commission shall, in addition to the psiams set forth in Subsection (3), take the necgssa
regular or extraordinary measures (Sections 157560 if

a) the capital maintenance ratio of a branch ef@ita third-country credit institution falls belame-
hundred per cent,

b) a branch office of the foreign credit institutim another country has become insolvent.

(5) The Commission may also take measures if tiperyisory authority with jurisdiction over the
registered office of the third-country credit imstion has taken measures against or penalized the
given credit institution or one of its branch officoperating in any country for a reason that tffée

safe operation of the branch office.

(6) The Commission shall take the aforementionegomsanctions or exceptional measures fif,
according to the findings of the supervisory revevd evaluation carried out under Section 145/A:

a) the own funds held by credit institutions isuifficient to ensure sound management and coverage
of their risks; or

b) the credit institutions’ internal control mecisan, corporate governance functions and risk

management procedures, internal models for thessismat of capital adequacy, and management of
large exposures fail to comply with the requirersesett out in this Act and other legal regulations

implemented by authorization of this Act.
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(7) Prior to taking exceptional measures with respe a credit institution that is subject to
supervision on a consolidated basis, the Commisstiafi - with the exception set out in Subsection
(8) - consult the competent supervisory authoritghe Member State where a credit institution to
which supervision on a consolidated basis applreteuSubsection (2) of Section 90 jointly with the
credit institution in question is established.

(8) Before adopting a resolution for taking the eptional measures the Commission shall not be
required to consult with the competent supervisauthority of the other Member State, if the time

required for consultation may jeopardize the effectess of the decisions. In this case, the
Commission shall, without delay, inform the othempetent supervisory authority.

Section 152/A

If, according to the findings of the supervisoryiesv and evaluation, the economic value of a credit
institution (assets and liabilities, off-balanceeshitems, net cash flow at current value) declimgs
more than twenty per cent of its own funds as alred the change in interest rates as specified in
Paragraph h) of Subsection (2) of Section 145/kstike to its economic value calculated without the
effects of the interest rate changes, the Commmsshall take the measures necessary.

Measures
Section 153

(1) In the event if any violation of regulationsaeficiencies are established - if these do nogrsty
endanger the prudent operation of the financidltuteon -, the Commission shall take the following
measures:

a) it may call upon the financial institution withithe framework of negotiations held with an
executive officer to take the necessary steps

1) in order to eliminate the revealed deficiend@somply with the regulations of this Act and the
provisions of legal regulations on prudent operatio

2) to maintain or improve its financial position;

b) it may advise the financial institution

1) to provide further training to its employees (ragers) or to hire employees (managers) with the
appropriate professional skills,

2) to draw up its standard service agreement amat&nnal rules and regulations before the presdrib
deadline, or to adapt it according to specificeridt,

3) to change its business management concept;

c) it may stipulate the fulfillment of obligationif extraordinary supply of data;

d) it may oblige the financial institution to dray and execute an action plan;

e) issue a disciplinary warning to the executiffecer of the financial institution.

f) adopt a resolution to declare the fact of imjement, and shall order the cessation of the
infringement or prohibit any further infringement;

g) require the credit institution to take measudoeghe reinforcement of the arrangements, prosgsse
mechanisms and strategies relating to its intezoatrol mechanism, corporate governance functions,
risk management procedures and internal modekhéoassessment of capital adequacy.

(2) In the cases listed in Subsections (2) andofé$ection 151, the Commission shall apply the
following measures:

a) delegate - one or more - on-site inspectorkedihancial institution;

b) oblige the financial institution

1) to adopt internal rules and regulations, ordapd and apply these regulations according to ipeci
criteria,

2) to provide professional training for employees®fagers) or to hire employees (managers) with the
appropriate professional skills,
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3) to conduct an investigation in the interest efedmining responsibilities for the damages caused
and to initiate proceedings against the respongi@ison,

4) to reduce operating costs,

5) to accumulate sufficient reserves,

6) to convene the board of directors or the superyi board and advise these bodies to discuss
specific items on the agenda and to the necedsihaking specific decisions,

7) to draw up and implement a restoration plan,

8) to elect another auditor;

9) to comply with the additional capital requirerh@nescribed under Subsection (2) of Section 76,
however, the additional capital charge of the draustitution may not be higher than the capital
requirement specified in Subsection (1) of Sectién

¢) it may prohibit, limit or make subject to condits

1) payment of dividends,

2) payment of remuneration of executive officers,

3) raising of loans by the owners of financial itugtons, or rendering services to them by credit
institutions which involve any exposure,

4) extension of loans by financial institutionsetaterprises belonging to the sphere of interestheof
owners or executive officers,

5) extension (prolongation) of deadlines specifielban or credit agreements,

6) performing certain financial service activit@sactivities auxiliary to financial services,

7) opening new branches, starting new financialises as well as starting up new activities (bussne
lines) within a financial service.

(3) If the asset retention index of a credit itgitdn operating as a branch office falls below one
hundred per cent, the Commission shall order tmenpdoreign credit institution to bring the branch
office into compliance with the provisions on capihaintenance ratio.

Penalties
Section 169

(1) The Commission may impose fines and penditieany violation of the provisions stipulated in
the legal regulations pertaining to financial seegi and activities auxiliary to financial services.

(2)-(3)
Section 170
1)

(2) Penalties may be imposed on credit institutionexecutive officers failing to fulfil the provens
of this Act and of the Commission's resolution, dod partial or late compliance with the said
provisions.

(3) The amount of the penalty, which may be implose the credit institution in the cases described
in Section 151 or in the case of a fine which mayiraposed when taking the measures described in
Subsection (1) of Section 153, may vary from 0.1 fger cent of the mandatory minimum subscribed
capital prescribed for the type of credit instibui in this Act, and from 0.5 per cent to 2 pertgen

the case of penalties that may be imposed whengakie measures listed under Subsections (2) and
(3) of Section 153.

(4) The amount of the penalty, that may be impasethe credit institution when taking the measures
listed under Subsection (1) of Section 157 as waslin the case of a failure of fulfillment of the
obligations described in Subsection (1) of SecfibB8 may be between one and three per cent of the
mandatory minimum subscribed capital describedrfertype of credit institutions in this Act.

(5) In the cases described in Subsection (4) othen event of any infringement by the credit
institution, the Commission may impose a penaltygoted as of the date of default and multiplied
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by the number of days in default (with a maximunoog hundred days). The penalty shall be fifty
thousand forints per day.

Section 171

The penalties imposed on an executive officer lugiag the director of a bank representation office
may be from ten to fifty percent of his net incorearned through the office, whether under
employment or contract, in the previous year. Isooh income is available, the amount of the pgnalt
shall be between one hundred thousand and onemitrints.
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ANNEX XIX: EXTRACTS FROM THE ACT XIX OF 2004 ON THE CUSTOMS AND
FINANCE GUARD

In order to secure the European Union’s own ressjrthe budget of the Republic of Hungary, to
perform law enforcement, consumer and market ptiotedasks as well as the duties of Member
States and of the bodies of the Hungarian CustamdsFinance Guard, the Parliament adopts the
following Act:

Legal status of the Customs and Finance Guard
Article 1

(1) The Customs and Finance Guard is an armed fdarament and public administration body
supervised by the Minister in charge of tax poliapd is an agency of the central body that has
nationwide jurisdiction and operates and managdiinces independently.

(2) In order to implement his management poweresMimister in charge of tax policy:

a) supervises the imposing and collection of custalmties and non-community taxes and charges
within the customs authority’s powers for compliammurposes and checks the activities of customs
bodies,

b) determines the directions of developing the @ustand Finance Guard based on proposals from
the Commissioner,

¢) in order to check compliance and proficiencyguests reports on customs, tax and excise
procedures and other activities within the dutifthe Customs and Finance Guard from the Head of
the Customs and Finance Guard, and request infmmmand data to be provided out of the registers
managed by the Customs and Finance Guard for tihpope,

d) determines the annual requirements for perfagrttie tasks of the Customs and Finance Guard,
e) directs and checks budget management by the@sstnd Finance Guard,

f) may provide guidance and if necessary, giverimsions to the Head of the Customs and Finance
Guard in particular in respect of developing therating conditions for and the proficient operation
of customs and excise administration,

g) shall perform the tasks delegated to his custmnsinistration powers by the Act on that Minisser’
roles and responsibilities, whether to be perforindépendently or in agreement with the Minister in
charge of trade and/or — based on law — with thadtr in charge of foreign policy.

(3) The Customs and Finance Guard shall be includethe budgetary chapter of the Ministry
managed by the Minister in charge of tax policyaaseparate title including the budgets of high,
middle and low level bodies as well. For the pugso®f the right to dispose over budget
appropriations, medium level bodies are deemee toddlies with partial authority.

Duties of the Customs and Finance Guard
Avrticle 2

(1) Acting within its customs administration powetise Customs and Finance Guard shall perform
the following:

a) customs checking of goods and passengers magdngss the customs border, imposing and
collection of customs debts and non-community tae@sl charges associated with customs
procedures,

b) investigation of the identity of goods (classifion for tax purposes, quality and other requéets
defined by legislation) — within a defined scopéirectly or indirectly, and checking whether such
investigation has taken place,
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¢) checking, ensuring correction, registration,raggtion, processing and delivery of data contained
in customs documents for customs and statistiogiqaes,

d) the taxation, checking and ex post checkingedudiefined in customs, tax and other legislation,

e) ex post audits related to payments financedobuhe European Agricultural Guarantee Fund
(EAGF).

(2) Acting within its excise administration powethe Customs and Finance Guard performs tasks
related to:

a) excise audits defined in excise legislation,
b) excise tax matters defined in excise legislation

(3) Acting within its crime detection and investiga authority powers, the Customs and Finance
Guard shall prevent, detect and investigate critreassferred to its powers by Act XIX of 1998 on
criminal procedures (hereinafter: Criminal Proceguict).

(4) Acting within its enforcement and administratigpowers, the Customs and Finance Guard:
a) detects and evaluates irregularities delegatéd powers by separate law,

b) provide personal protection ordered by the itigasons authorities of the Customs and Finance
Guard within the framework of applicable legislatio

c) safeguard and escort material goods and valsialble defined scope,
d) guard and escort persons captured, arrestast) talcustody, and detained,

e) in-depth inspections along the internal and resieborders of the European Union (hereinafter:
EU) by setting up mobile control units,

f) enforcement tasks defined in separate law.

(5) The Customs and Finance Guard performs thewillg in the framework of its international
activities:

a) duties of Member States arising out of the dp®raand application of information systems based
on community as well as separate legislation onteratwithin the Customs and Finance Guard’s
roles,

b) tasks arising out of cooperation under inteometi conventions and bilateral agreements,

c) procedures related to support granted by thettat falls in the jurisdiction of the Customs and
Finance Guard,

d) the duties defined by separate law in connectigih cooperation and coordination with the
European Anti-fraud Office (OLAF).

(6) The Customs and Finance Guard performs theviiollg activities in the framework of its other
tasks:

a) checking the movement of products and technetogubject to international control s regulated by
separate law,

b) checking tasks related to the trade in precinetals and hallmarking,

c¢) handling of data falling within its roles andpensibilities created in the course of customsisex
irregularity and other procedures,

d) operation of road border crossings, implememradif the tasks for sustaining and developing such
border stations except for road border crossingsgaé border with a Member State of the European
Union the operation of which was handed over tgpiblece.
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Article 3
The Commissioner
Article 4

(1) The Head of the Customs and Finance Guarci€timmissioner, who is the superior officer for
the staff of the Customs and Finance Guard.

(2)-(4)

Rights and obligations of professional members ohe Customs and Finance Guard to take
measures and to serve
Article 5

(1) The persons who perform the tasks of the Custand Finance Guard to be performed at border
crossings, investigation, irregularity investigaticustoms and excise checking, security, statutory
executive procedure tasks and those who managervesp and check such activities (hereinafter
collectively: finance guards) perform enforcemedtivities and are entitled to wear uniforms and
service arms.

(2) Professional staff members of the Hungariant@uos and Finance Guard are in service, the
contents of that service relationship is reguldtgdeparate law.

(3) Members of the Customs and Finance Guard narébnm the tasks delegated to the Customs and
Finance Guard in legislation that specify taskstf@ Customs and Finance Guard as specified in
Article 2 and in separate legislation.

(4) In the course of performing tasks delegatethéoCustoms and Finance Guard, members of the
organisation who are in service shall be entitted t

a) check the identity of persons in the territofryhe Republic of Hungary in order to perform seevi
tasks,

b) checks the seals and symbols used to secures goatl excise products in transport, and that
customs clearance for goods imported in communiyoirt and from third countries has taken place.
They may investigate and check the identity ofdhgin of excise products, taxable objects and good
in transport, and for this purpose may stop persoms vehicles on public roads — by using the
indications specified in the legislation on theftcacode for public road transport -, may investig

the luggage of passengers staying at railway arsdskations, ship stations and airports and those
transported by railway, ship or public passengedrtransport while on the vehicle, en route or at
stations,

c) take the necessary measures to terminate wptatf law, detect the extent of violations of lamd

to secure evidence in case of detecting or suspeatiy violation of customs and excise legislation
and other legislation determining the duties of @ustoms and Finance Guard. For this purpose, they
may hear persons suspected of having violatedl&igis in respect of customs duties and non-
community taxes and witnesses, may withhold ans#ae things that serve as evidence or are subject
to confiscation. This right and obligation appltedinance guards who are not on duty if thererare
finance guards on duty present at the event orfihance guard on duty needs help in taking the
relevant measures,

d) in order to detect goods and/or untaxed excigemtiucts taken to a customs area without
authorisation or removed from customs supervistoer and perform a check in premises — based on
the resolution of the head of the competent custtisority — where data from identified and vedfie
sources establish the probability of mineral oile@cise products being held, stored and/or produced
in violation of the requirements of the Excise Amt goods are held, stored and/or produced in
violation of customs legislation. Entry into andetbheck in the premises must be performed in the
presence of two official withesses, with due respethe person checked, preferably during daytime.
The customs authority will record he measure inutda in which it shall record the facts established
in the course of proceeding and the data requaeléntifying the official witnesses,
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e) to arrest to the competent authority any persoat in the act of committing a crime or
misdemeanour that falls within the jurisdictiontbé Customs and Finance Guard and/or in respect of
whom there is good reason to suspect the perpetratisuch an act, as well as persons whose custody
was ordered, for the purpose of taking additionaasures and/or taking procedural acts. Arrests may
take no more than the time required for achievisgourpose but may not exceed eight hours. The
head of the customs body performing the arrest endgnd this period once, by four hours. The
person thus arrested must be informed about treometor the arrest verbally or in writing and a
certificate must be issued for him on the duratbarrest,

f) members of the professional staff of the Cust@nd Finance Guard shall be entitled to order a
urine test and a medical check-up of persons sutgjechecks with that person’s consent if there is
good reason to suspect that the person carrieptieg@r substances deemed to be narcotics in their
body or body cavity. If such consent is rejectdte head of the customs body shall submit an
application for authorisation to the competent muptosecution organisation. In such cases, theeuri
test and medical check may be ordered only wittpth®ic prosecutor’s authorisation. The duration of
stay and the medical check may not exceed eightshou

g) in the course of performing the customs andsexcihecks — in case of detecting or suspecting
violation of customs and excise legislation anceotegislation determining the duties of the Custom
and Finance Guard —, order that the goods sulmetiet check be immediately transported to official
premises if the conditions for the safe conductifighe check are not in place at the location ef th
check or conducting the check threatens the pelrsafiety and/or property of others. The person in
possession of the goods must abide by the ordemaydequest that his confirmed costs be refunded
if no suspicion arises in the course of the procedhat he has committed a violation of law.

(5) Persons subject to checks must forebear theunesof finance guards proceeding lawfully.

Handling of criminal data
Article 35

(1) Unless otherwise provided by law, personal spekial data collected and stored by the Customs
and Finance Guard for crime detection purposesbraysed only for crime detection purposes.

(2) The Customs and Finance Guard may access é¢aa processed by other bodies — as specified
by law — in order to perform its crime detectioek®, and may not use data obtained this way for any
purpose other than crime detection purposes anchiialyansfer such data.

(3) In order to perform its crime detection andoecement tasks, the Customs and Finance Guard
may request data from the bodies that registeiopatglata and addresses, the basic national negiste
of vehicles and drivers, the registers on persabgest to measures restricting their travels tamadr
and the registers concerning passports, the crimégister system as defined in separate law a@d th
register of criminal and enforcement biometric dedgardless of the limitations of general work
schedules, and from the register of persons helpemalty institutions by taking into account the
general work schedule. For enforcement purposéstaigpersonal identification data and addresses of
the persons detained may be requested. Data requast be performed also on the basis of deficient
and partial data.

(4) The head of the recipient customs body shalidsponsible for accepting data from the bodies
handling the data listed in section (3) and theliggof data use by the Customs and Finance Guard.
(5) The Customs and Finance Guard shall handlgradgbersonal identification and address data of
persons participating in procedures and identificatiata of the case for administration purposes,
from the time when the procedure starts up to ¢happing of the document that serves as the bésis o
the data.

(6) Data processed by the Customs and Finance Guaydbe used for statistical purposes in a
manner unfit for personal identification.

(7) The Minister in charge of tax policy, the Comssioner, the general director and/or the headeof th
investigation authority may refuse to publish datgpublic interest processed by the Customs and
Finance Guard for crime detection interests.
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Article 36

(1) In order to perform its crime detection tasgsafied by law, the Customs and Finance Guard may
handle or takeover from the register of bodies augkd to handle data the following:

a) characteristics of unsolved crimes importantdi@minalistic purposes until the perpetrator of th
crime is detected or, in the absence of that, tintilcrime lapses,

b) clues, remainders of materials, tools, scenjpesirecorded at the crime scene until the peroetra
of the crime is detected or, in the absence of thisl the crime lapses,

¢) the data, fingerprints, description, photogragsice and scent sample of persons heard due to an
established suspicion of having committed a wilitime, and data of the forensic investigations
performed, for twenty years starting from the dateen the crime lapses or, in case the person was
convicted, from the date when the person is clefm@d the disadvantages associated with having
previous criminal records,

d) characteristics of the acts of persons heardialdiee established suspicion of having committed a
wilful crime or convicted for the perpetration afich a crime that are important for criminalistic
purposes until the crime lapses or, in case theopewas convicted, until that person is clearethfro
the disadvantages associated with having previoosnal records,

e) data and characteristics of persons involvextia or legal facts implying organised crime aradrth
relationships important from criminalistic purpodes twenty years after the last piece of data was
generated concerning the person concerned,

f) data of persons against whom international crishe¢ection measures must be taken based on
international commitment, and data and characiesistf the relationships of such persons important
for criminalistic purposes until the crime lapsesfor the period specified in the international
commitment,

g) the data of persons included in documents aildateonnection with crime detection and evidence
for investigating individual crimes and their rédgiships, and/or data concerning their positiothen
procedure, as well as investigation data associatd them up until a final and enforceable
judgement is passed on the case or, if investigasiterminated, until the crime lapses,

h) data created in the course of collecting irgeltice for two years after intelligence collectisn i
closed if no criminal procedure is started,

i) the data of persons concerned by collectinglligemce — including persons cooperating with the
Customs and Finance Guard and under cover investiga and the outcome of application for
maximum two years after intelligence collectioncissed if no criminal proceedings are started, or
until the crime lapses if a criminal procedure aducted, or until the person is released from the
disadvantages associated with having previous wralmiecords in case of a conviction, or for
maximum 20 years, and in the case of cooperatingppe and under cover investigator, for 20 years
after the data when cooperation and/or under dovestigation is terminated.

(2) The data processing body of the Customs andnEi Guard may not provide information to the
person concerned about the data specified in se(t)oa)-f), and h)-i). This provision does nottries

the rights of persons participating in criminal ggedings.

(3) In order to perform its crime detection tasgedfied by law, the Customs and Finance Guard — if
the conditions for data protection are in placeay perform individual data processing by connecting
its crime detection and administrative systemshim ¢ourse of detecting and investigating a given
crime. New data created in the course of such agimmethat is not used in the criminal proceedings
must be deleted.

(4) In order to perform its crime detection taspedfied by law, the Customs and Finance Guard — if
the conditions for data protection are provided aynperform individual data processing by
connecting its crime detection data processingesystwith the data processing systems of other
enforcement bodies and/or other investigation aitiés in the course of detecting and investigaiing
given crime. New data created in the course of stmimection that is not used in the criminal
proceedings must be deleted.
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(5) In order to perform its crime detection task® Customs and Finance Guard may takeover data
from other data processing systems in the casemander specified by law. The fact of such taking
over of data must be documented by both the pastreshandover and who takeover data.
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ANNEX XX : ACT NO. XLVIII OF 2007 ON THE IMPLEMENTA TION OF
REGULATION (EC) NO. 1889/2005 OF THE EUROPEAN PARLIAMENT AND OF
THE COUNCIL OF 26 OCTOBER 2005 ON CONTROLS OF CASHENTERING OR

LEAVING THE COMMUNITY

In order to promote the implementation and apgbecabf the provisions of Regulation (EC) No.
1889/2005 of the European Parliament and of then€bwof 26 October 2005 on controls of cash
entering or leaving the Community, the Parliamdrtiangary has passed this Act:

1. 8 The Hungarian customs authority has got thepetence to implement the provisions of
Regulation (EC) No. 1889/2005 of the European &adint and of the Council of 26 October 2005 on
controls of cash entering or leaving the Commufiigreinafter called: the Regulation).

2. 8 (1) The obligation to declare stipulated irtidde 3 of the Regulations must be fulfilled in a
written form.

(2) Pursuant to Sub-paragraph b) of Paragraphf(&)twle 3 of the Regulation, the declaration $hal
contain the full name and address of the ownehefcash, pursuant to Sub-paragraph c), it shall als
contain the full name and address of the intendsipient of the cash, while pursuant to Sub-
paragraph g), it shall contain the means of trarspeluding the number plate, in the case of aano
vehicle.

(3) When converting the cash referred to in Paggfd) of Article 3 of the Regulation into EUR, the
official foreign exchange rates of the National Baof Hungary (hereinafter called: the NBH)
effective at the date of the border crossing gbalhpplied, while in the case of foreign currenciets
included in the official foreign exchange rate ¢haf the NBH, the foreign exchange rates
communicated in the official statement of the NBitbe foreign exchange rates to be applied for the
conversion of these foreign currencies into EUReative at the date of the border crossing shall be
applicable.

3. 8 In order to exercise control over the movenaémiash, following from its customs administration
competence, the customs authority shall be empalterearry out controls on natural persons, their
baggage and their means of transport in order &zlkcltompliance with the obligation to declare,
pursuant to the provisions of Article 3 of the Riagjon.

4. 8§ (1) Pursuant to Paragraph (1) of Article $hef Regulation, the customs authority shall re¢bed

information declared under Article 3 of the Regulatand obtained during the controls carried out
under 83 above, and shall process such informatimmally for 2 years, while in case such
information is communicated and/or transmitted theo competent authorities pursuant to the
provisions of Paragraphs (2)-(4) below, the custauthority shall process such information for a
further 5 years reckoned from the date of commuiticaand/or transmission of such information,
solely in order to ensure confirmation of the lalwéss of such communication and/or transmission.

(2) In order to ensure compliance with the obligatiaid down in Article 5 of the Regulation, the
customs authority shall make the information reedrdinder Paragraph (1) above to the authority
operating as Financial Information Unit at theiquest.

(3) Where it appears from the information declavedier Article 3 of the Regulation or obtained

during the controls carried out under 83 above thatmovement of cash may be associated with
money laundering or financing terrorism, the custoauthority shall be obliged to transmit such

information immediately to the authority operatasgFinancial Information Unit.

(4) During the implementation of the provisionsRaragraph (2) of Article 5 of the Regulations the
customs authority shall record the information juled for in Paragraph (2) of Article 5 of the
Regulation, shall process such information for argeeckoned from the date of recording, and shall
transmit such information as provided for in Paagdyr (3) above.
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(5) The customs authority shall maintain its resooth the transmission of such information for 5
years reckoned from the date of such transmisdibe. customs authority shall be empowered to
refuse to provide information on the contents efriécords on the information transmission at the
request of the person involved in order to supgwetfight against money laundering and financing
terrorism, as well as in order to support the daieof criminal acts such as acts of terrorismg(Baf

the Criminal Code), unauthorized financial actaesti (§8298/D of the Criminal Code), money
laundering (8303-303/A of the Criminal Code), nariprmance of reporting obligation in connection
with money laundering (8303/B of the Criminal Cod&gx fraud (8310 of the Criminal Code),
embezzlement (8317 of the Criminal Code), fraudl&8f the Criminal Code), fraudulent breach of
trust (8319 of the Criminal Code).

5. § In the cases included in Articles 6 and 7 i Regulation, the customs authority shall be
empowered to transmit the information included ardgraph (1) of 84 to the competent national
authorities of other member states and third cees)tas well as to the Commission at their request,
ex officio.

6. 8 (1) This Act shall enter into force on 15 J2087.
2
(3) This Act promotes the implementation of Regolat(EC) No. 1889/2005 of the European

Parliament and of the Council of 26 October 2005controls of cash entering or leaving the
Community.
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ANNEX XXI: EXTRACTS FROM THE ACT CXX OF 2001 ON THE CAPITAL
MARKET

Securities Secrets
Section 369

(1) All data and information that is at the disdaosfian investment fund management company, a
venture capital fund management company, the exehaa body providing clearing and settlement
services, the central depository or central coyaity concerning specific clients relating to their
personal information, financial standing, businggsrations and investments, ownership and business
relations, and their contracts and agreementsamghinvestment fund management company, venture
capital fund management company, the exchangedw r@viding clearing and settlement services,
the central depository or central counterparty smdhe balance and money movements on their
accounts shall be construed as securities secrets.

(2) For the purposes of legal provisions pertainiogsecurities secrets, any person who receives
services from an investment fund management compemgure capital fund management company,
the exchange, a body providing clearing and sediigénservices, the central depository or central
counterparty shall be considered a client.

(3) The organizations referred to in Subsectionafdgve shall be subject to the relevant provisafns
the IRA pertaining to securities secrets.
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ANNEX XXII : EXTRACTS FROM THE ACT OF 2000 ON ACCOU NTING

Accounting Documents
Section 166

(3) Accounting documents shall be prepared inHbegarian language, at the time or in the process
of the economic transaction or event to which thestain, or when the economic action in question is
taken or implemented. (Data and information on duents made out in Hungarian may also be
indicated in other language(s) as well.)

Retaining Documents
Section 169

(2) The accounting documents underlying the admogrrecords directly or indirectly (including
ledger accounts, analytical records and regissdrall be retained for minimum eight years, shall be
legible and retrievable by means of the code @resfce indicated in the accounting records.

142



Report on 4" assessment visit of Hungary —Annexes

ANNEX XXIII: EXTRACTS FROM THE ACT XCVI OF 1993 ON VOLUNTARY
MUTUAL INSURANCE FUNDS
Section 40/B
(1) The requirement of confidentiality concerningd secrets and business secrets shall not apply to
a) the Commission,
b) the State Audit Office,
c) the general prosecutor’s office in charge ofl#gal supervision of the funds,

d) investigating authorities and the district pmder's office acting within the framework of a
pending trial and supplementing the indictment,

e) organizations authorized to conduct covert itigagon operations under the conditions speciiied
specific other legislation,

f) notaries public involved in the execution of laibr the child custody service acting in an offici
capacity,

g) the national security agency, acting within swepe of its responsibility as defined in law, upon
special permission from the general director,

h) the court, within the framework of bankruptcyddiguidation proceedings, in criminal cases and
civil actions related to estates as well as inllse-government debt-servicing procedures,

i) the service provider keeping the books on fin@nmanagement to the extent required for such
records, the outsourcing service provider to theergxrequired for carrying out the outsourced
activities,

J) the tax authorities for the purpose of procegdito inspect compliance with tax liabilities ad t
enforce the executable document issued for theutirecof such debts, as well as in connection with
fund payment allowances,

k) the Economic Competition Office

) the body in charge of the implementation of nieitte measures imposed by the European Union
relating to liquid assets and other financial iests, if the conditions prescribed in specific othe
legislation are provided for

when acting in an official capacity, if the abowganizations request information from the fund in
writing.
(8) Furthermore, the requirement of confidentiatipncerning fund secrets shall not apply:

a) to the fund’s compliance with the obligationreporting prescribed in the Act on the Prevention
and Combating of Money Laundering and TerroriseRiting (hereinafter referred to as “MLT");

b) when the authority that functions as a finanaeélligence unit makes a written request for
information - that is considered fund secret - frariund, acting within its powers conferred under t
MLT or in order to fulfill the written requests mady a foreign financial intelligence unit - if the
request contains a confidentiality clause signethbyforeign financial intelligence unit.

Protection of Information Systems
Section 40/C.

(1) Funds are required to set up a regulatory regimncerning the security of their information
systems used for their activities, and to providiecuate protection for the information system
consistent with existing security risks, includimgks stemming from criminal activities. The

143



Report on 4" assessment visit of Hungary —Annexes

regulatory regime shall contain provisions conaggniequirements of information technology, the
assessment and handling of security risks in giddiof planning, purchasing, operations and cantro

(2) Funds shall review and update the security askessment profile of the information system
whenever necessary, or at least every other year.

(3) The organizational and operating rules shaltlizavn up in light of the security risks inheremt i
the use of information technology, as well as thies governing responsibilities, records and the
disclosure of information, and the control proceduand regulations integrated into the system.

(4) Funds shall install an information technologyirol system to monitor the information system for
security considerations, and shall keep this systeenational at all times.

(5) Based on the findings of the security risk gsigl the following utilities shall be installed as
consistent with the existing security risks:

a) clear identification of major system constitige(tbols, processes, persons) and keeping logs and
records accordingly;

b) self-protect function of the information techogy security system, checks and procedures to
ensure the closure and complexity of the proteatioeritical components;

c) frequently monitored user administration sysi@perating in a regulated, managed environment
(access levels, special entitlements and authaimat powers and responsibilities, entry log,
extraordinary events);

d) a security platform designed to keep logs otesses which are deemed critical for the operation
of the information system and that is capable tgss and evaluate these log entries regularly (and
automatically, if possible), or is capable of mangdrregular events;

e) modules to ensure the confidentiality, integdtyd authenticity of data transfer, and financial
transactions transacted exclusively by electroreams;

f) modules for handling data carriers in a regulatad safe environment;
g) virus protection consistent with the securigks inherent in the system.

(6) Based on their security risk assessment prdfileds shall implement protection measures to best
accommodate their activities and to keep their ndsxsafe and current, and shall have adopted the
following:

a) instructions and specifications for using thé&iformation system, and plans for future
improvements;

b) all such documents which enable the users toatpéhe information system designed to support
business operations, whether directly or indirecthdependent of the status of the supplier or
developer of the system (whether existing or defunc

¢) an information system that is necessary to pl@gervices and equipment kept in reserve to ensure
that services can be provided without any intefamptor in the absence of such equipment, solutions
used in their stead to ensure the continuity df/giets and/or services;

d) an information system that allows running amlins to be safely separated from the environment
used for development and testing, as well as propmragement and monitoring of upgrades and
changes;

e) the software modules of the information systepplications, data, operating system and their
environment) with backup and save features (typkeaokups, saving mode, reload and restore tests,
procedure), to allow the system to be restoredimvitie restoration time limit deemed critical imrtes

of the services provided. These backup files mastbred in a fireproof location separately aceaydi

to risk factors, and the protection of access endlime levels as the source files must be provaied
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f) a data storage system capable of frequent velria records specified by law to provide suffitie
facilities to ensure that archived materials aceest for the period defined by legal regulationfar

at least five years following termination of the mizership of the member to whom it pertains, and
that they can be retrieved and restored at any, tonataining safeguards to prevent the stored
contents from being manipulated or corrupted;

g) an emergency response plan for extraordinargitewghich are capable of causing any interruption
In services.

(7) Funds shall have available at all times:

a) operating instructions and models for the ingpecof the structure and operation of the
information system they have developed themselvethai was developed by others on a contract
basis;

b) the syntactical rules and storage structureatd ¢h the information system they have developed
themselves or that was developed by others on@actibasis;

c) the scheme of classification of information systcomponents into security categories defined by
the fund,

d) a description of the order of access to data,
e) the documents for the appointment of the dataager and the system host;
f) proof of purchase of the software used,;

g) complex and updated records of administratiod &nsiness software tools comprising the
information system.

(8) All software shall comprise an integrated syste

a) that is capable of keeping records of the dathirsformation required for regular operations asd
prescribed by law;

b) that is designed for the use of checking staegd and information;
¢) that has facilities for logic protection consist with security risks and for preventing tampegrin

(9) The internal regulations of the fund shall @mtprovisions concerning the knowledge required in
the field of information technology for filling cein positions.
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ANNEX XXIV: EXTRACTS FROM THE ACT LIl OF 1994 ON J UDICIAL
ENFORCEMENT

Enforcement Orders
Section 10

Judicial enforcement (hereinafter referred to addieement") shall be ordered by the issue of an
enforcement order. Enforcement orders are theviaiig:

a) certificate of enforcement issued by the court;
b) document with a writ of execution issued by d¢bart;

¢) a judicial order or restraint of enforcement,ooder of transfer, furthermore, a decree of direct
judicial notice;

d) judicial notice on a fine, on a fine imposedaasecondary punishment, on a penalty, on a fine for
contempt, on a verdict of confiscation of assets,aofine imposed in any Member State of the
European Union in criminal proceedings in connectiath the commission of a crime; and a notice

on the confiscation of property applied in theitery of a Member State in connection with pending
criminal proceedings;

e) judicial notice on the costs of a criminal prhees or the costs of arrest or escort, furthermore,
notice from the court administration office on aefifor contempt levied or costs of a criminal

procedure charged by the public prosecutor, oncttss of arrest or escort charged by the public
prosecutor or the investigating authority, and loé ¢osts established by the national parole baard i
mediation proceedings, that were advanced by tliergment subject to repayment,

f) writ of criminal attachment.

g) the order for the freezing of assets in conpactvith the implementation of restrictive measures
imposed by the European Union relating to liquisess and other financial interests.

Appeal in Connection with the Order of Enforcement
Section 213.

(1) If a court has ordered enforcement by way difleng, or adopted a ruling in confirmation of any
derogation in an enforcement order if issued irogation of the application therefor, the partieyyma
lodge an appeal against such rulings.

(2) An appeal filed against the ruling definedSaobsection (1) shall have no suspensory effect
concerning the enforcement procedure, howeveressnbtherwise prescribed in this Act - the things
seized may not be sold and the sums collected dgitiforcement procedure may not be remitted to
the claimant.

(3) The judgment creditor may lodge an appealrega ruling rejecting issuance of an enforcement
order.

(4) If enforcement is based on a direct judiciatice (Section 28) the parties may lodge an appeal
against the decision which contains the directtcoatice.
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ANNEX XXV: LAW-DECREE NO. 2 OF 1989 ON SAVINGS DEPOSITS

Section 1

(1) 'Savings deposit' means a sum of money placex credit institution under a saving deposit
contract (Section 533 of the Civil Code) and reedréh a savings account passbook or some other
document (hereinafter referred to as 'document’).

(2) All savings deposit accounts must be registerader the holder's name. Savings deposits can be
placed by any natural person. The saving depositr@ct may stipulate a beneficiary other than the
depositor (hereinafter referred to as 'deposit érldif such person is otherwise entitled to place
savings deposit.

(3) Where the beneficiary is known, credit institns are required to apply the relevant provisiohs
Act CXXXVI of 2007 on the Prevention and Combatin§ Money Laundering and Terrorist
Financing (hereinafter referred to as “MLT") rekggito the implementation of customer due diligence
measures in connection with the beneficiaries ds we

(4) The credit institution must indicate on the glment the deposit holder's and the beneficiary's
surname and forename, and place and date of birth.

Section 2

(1) Financial institutions, according to the intréerms and their general contract conditionsl|l sha
pay interest on savings deposits as contractedroe other form of return (hereinafter referred4o a
'interest’), or - in respect of a prize drawing @&p- pay the winnings, depending on the resdlth®
drawing.

(2) The President of the National Bank of Hungargynprescribe the highest rates of interest on
savings deposits fixed for a specific period ofdim

(3) The formula for the calculation of the prizesedor prize drawing deposits shall be determined b
the financial institution in accordance with théeirest rate thresholds defined in Subsection B¢ T
formula shall be laid down in the general conttanoins and conditions.
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ANNEX XXVI: GOVERNMENT DECREE 314/2006. (XII. 23.) ON THE
ORGANISATION OF THE HUNGARIAN CUSTOMS AND FINANCE G UARD AND
ON THE SELECTION OF THE PROCEEDING ORGANS

In its capacity as the primary law-maker provided ih Paragraph (2) of 835 of the Constitution,
acting in its competence under Paragraph (3) ofd4fe Constitution, as well as following from its
authorizations ensured by the provisions of potand b) of 842/A of the Act XIX of 2004 on the
Hungarian Customs and Finance Guard (hereinaftédcehe Act on the HCFG); of point c) of
Paragraph (1) of 8129 of Act CXXVII of 2003 on eseitaxes and the special regulations on the
distribution of excise goods (hereinafter calldte Excise Act); and of point g) of Paragraph (1) of
8342 of Act XLIII of 1996 on the service statusmbfessional members of the armed services, the
Government orders the following:

Part |
Organisation of the Hungarian Customs and Finance Gard
General Provisions

1. 8 (1) The Government designates the Hungariatotws and Finance Guard to act as the customs
authority.

(2) The Hungarian Customs and Finance Guard cavtiegts tasks stipulated in 82 of the Act on the
HCFG under the control of its head (hereinaftetecalthe Commissioner) pursuant to Paragraph (1)
of 84 of the Act on the HCFG, via its higher-leveliddle-level and lower-level units of the customs
organisation.

(3) The Hungarian Customs and Finance Guard is oeagof units having powers of an authority, as
well as units without powers of an authority.

(4) The units without powers of an authority hawe falfil the following tasks: furnishing the
Hungarian Customs and Finance Guard with techaigdlphysical means and requisites, ensuring the
security guarding, transport and other logistiévétads, carrying out systems integration, applicat
development and data provision activities, ensufingperation, financial and business management
tasks, providing training and development for ttadfsas well as organizing health, social anduralt
services for the Hungarian Customs and Financedsuar

®)
(6) The Commissioner is empowered to create umitsng powers of an authority, as well as units

without a status of budgetary legal entity withhre torganisation of the Hungarian Customs and
Finance Guard.

The Commissioner

2. 8§ (1) The Commissioner is independent in andaesible for managing the Directorate General,
directing and controlling the middle-level and lavievel units within the framework of the effective
laws and other legal tools of government control.

(2) The tasks of the Commissioner in connectiorhwlite management and control of the customs
organization must be defined in the organizati@ral operational rules and regulations approved by
the Minister of Finance. The appointment, legatustaand service relationship of the Commissioner
are regulated in separate laws and regulations.

(3) The Commissioner has powers of an authority actd as second instance for appeals lodged
against the decisions and orders made by the Dnaget General, and also exercises supervisory
powers in the case of decisions and orders madbédpirectorate General but not reviewed by the
court.
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Higher-Level Unit of the Hungarian Customs and Finaace Guard

3. 8 (1) The higher-level unit of the Hungarian ©uss and Finance Guard is the Directorate General
of the Hungarian Customs and Finance Guard (hdtemzalled: the Directorate General).

(2) The registered seat of the Directorate GengRlidapest.
(3) Tasks and scope of competence of the Direet@eaneral:

a) if not regulated otherwise in this Decree, theforate General acts as second instance folaégppe
lodged against the first instance decisions andrsrthade by middle-level units having powers of an
authority, and also exercises supervisory powers,

b) conducts the controls necessary to make asuét cédhe requests of any organization empowered
to do so by the community laws and regulations,

¢) ensures and co-ordinates the operation of therkievel and middle-level units of the Hungarian
Customs and Finance Guard, and further, managesrsses and controls the activities of these
units,

d) conducts the professional, organizational, servpersonnel, training, financial and other tasks
falling within its scope of responsibilities by thelevant laws,

e) participates in the preparation of laws and legns determining the tasks, scope of competence
and operation of the Hungarian Customs and Fin@uzed,

f) represents the Hungarian Customs and FinancadGuainternational matters, is involved in
maintaining international relations, with partiaumphasis on liaising with the organizations @& th
European Union,

g) carries out the tasks of co-operating and cdmatohg with the European Anti-Fraud Office
(OLAF) as defined in a separate law,

h) in relation to certain activities determinedsipecial laws and regulations, the Directorate Gener
carries out the preliminary controls under the mions of Act C of 2001 on the recognition of
foreign certificates and diplomas,

i) receives requests for anti-dumping drawbacktsarasmits them to the European Commission,

j) carries out the prevention, detection and irigasibn of the criminal action falling within its
competence under the relevant legislation, purstanthe provisions of the relevant laws and
regulations.

(4) Regarding its eligibility to dispose over thedget estimates, the Directorate General is a
budgetary unit having partial powers.

Middle-Level Units of the Hungarian Customs and Firance Guard Having Powers of an
Authority

4. § (1) The middle-level units of the Hungarians@ms and Finance Guard having powers of an
authority are as follows:

a) the South-Plain Regional Directorate of the Huian Customs and Finance Guard, having its
registered seat in Szeged,

b) the North-Plain Regional Directorate of the Harign Customs and Finance Guard, having its
registered seat in Debrecen,

c) the North-Hungary Regional Directorate of thengarian Customs and Finance Guard, having its
registered seat in Miskolc,
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d) the Middle-Transdanubia Regional Directoratetted Hungarian Customs and Finance Guard,
having its registered seat in Székesfehérvar,

e) the Middle-Hungary Regional Directorate of thengarian Customs and Finance Guard, having its
registered seat in Budapest,

f) the Western-Transdanubia Regional Directoratehef Hungarian Customs and Finance Guard,
having its registered seat in Szombathely,

g) the South-Transdanubia Regional Directoratd@fHungarian Customs and Finance Guard, having
its registered seat in Pécs,

h) the Central Airport Directorate of the Hungarfanstoms and Finance Guard, having its registered
seat in Budapest,

i) the Central Control Directorate of the Hungaramstoms and Finance Guard, having its registered
seat in Budapest,

j) the Central Criminal Investigation Directoratetibe Hungarian Customs and Finance Guard, having
its registered seat in Budapest,

k) the Central-Hungary Regional Investigation Gdffiof the Hungarian Customs and Finance Guard,
having its registered seat in Budapest,

[) the North-Hungary Regional Investigation Offioé the Hungarian Customs and Finance Guard,
having its registered seat in Eger,

m) the North-Plain Regional Investigation Office thie Hungarian Customs and Finance Guard,
having its registered seat in Nyiregyhaza,

n) the South-Plain Regional Investigation Office tbe Hungarian Customs and Finance Guard,
having its registered seat in Kecskemét,

0) the Central-Transdanubia Regional Investigatiffice of the Hungarian Customs and Finance
Guard, having its registered seat in Székesfehérvar

p) the Western-Transdanubia Regional Investiga@fiice of the Hungarian Customs and Finance
Guard, having its registered seat in6Gy

g) the South-Transdanubia Regional Investigatiofic®fof the Hungarian Customs and Finance
Guard, having its registered seat in Pécs,

r) the Central Patrol Service Directorate of thengrian Customs and Finance Guard, having its
registered seat in Budapest,

s) the Accounting Directorate of the Hungarian Got and Finance Guard, having its registered seat
in Budapest,

t) the Chemical Laboratory of the Hungarian Custamd Finance Guard, having its registered seat in
Budapest,

u) the Criminal Provisions Investigation Officetbe Hungarian Customs and Finance Guard, having
its registered seat in Budapest.

7. 8 The tasks and scope of competence of the &@e@timinal Investigation Directorate of the
Hungarian Customs and Finance Guard are as follows:

a) transfers the drugs, psychotropic materialsthed precursors seized by the Hungarian Customs
and Finance Guard to its Laboratory, and also guardi accompanies captured, arrested, detained,
imprisoned persons,

b) conducts the professional, organizational, setvpersonnel, disciplinary, training, financialdan
other tasks falling within its scope of respondieis by special laws and regulations,
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c) carries out the prevention, detection and ingason of the criminal actions falling within its
competence under the relevant legislation, purstanthe provisions of the relevant laws and
regulations,

d) with respect to customs warehouses, it carueshe tasks outlined in points b) and e) of Paxplyr
(1) of 85,

e) performs the tasks defined for the authorityngcas the financial information unit under the Aat
the prevention and combating of money launderirdyfarancing terrorism,

f) performs the tasks relating to taking measur@sed at the freezing of funds and economic
resources following from the Act on the implemeiatatof the measures aimed at the freezing of
funds and economic resources prescribed by thepEaroUnion.
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ANNEX XXVII: GUIDELINES TO SAMPLE REGULATIONS FOR P ROVIDERS OF
FINANCIAL SERVICES AND SUPPLEMENTARY FINANCIAL SERV ICES

Preparation of Regulations

The Hungarian Financial Supervision Authority (heagter the HFSA) provides credit institutions

and financial enterprises with Sample Regulatignza@ved by the Ministry of Finance and drawn up
with consideration to the remarks received from Eiheancial Intelligence Department of the Central
Law Enforcement Directorate of the Hungarian Cust@nd Finance Guard performing the roles of
the Financial Intelligence Unit (subsequently: gehority acting as the Financial Intelligence Qnit

Sections of the Sample Regulations printed in liallits contain mandatory sections that service
providers must develop with consideration to tlogn practices.

Sections printed in regular italics refer to righaed obligations that derive from Directive
2005/60/EC, from the recommendations of the HFS@ ianparticular the recommendations on the
prevention and deterrence of money laundering andrist financing and on internal safeguards, as
well as from international standards.

Sections printed in other font types may be adoptigtibut modification in drafting the regulations.

Newly established financial service providers spadipare their own internal regulations on thedasi
of the sample regulations and shall submit theerimal regulations together with their other lidags
documents.

Already licensed financial service providers shallise their regulations without delay within their
own competence on the basis of the sample regotatoy in line with the amendment of Act
CXXXVI of 2007 on the prevention and deterrencenabney laundering and terrorist financing
(hereinafter the MLA). Amended regulations of attgaactive financial service providers shall be
examined by the HFSA within the framework of aniaadd need not be submitted for authorisation.

Agents discussed under Subsection b) of Sectioof Part | of Annex No. 2 of Act CXIl of 1996 on
Credit Institutions and Financial Enterprises (fveafter the Credit Market Act — CMA) need not draft
regulations, because pursuant to Section a) ofgPash (4) of Article 1 of the MLA they are not
subject to that Act. The activities of Type b) atgeare to be considered as if conducted by the
financial service provider itself.

Institutions not providing or not using correspomcks banking services may delete the sections celate
to correspondence banking services.

There are separate dedicated sample regulatiomsdioey changers and pawnbrokers.
Due Diligence Obligation

Due diligence procedures are instruments for thetmal manifestation of anti money laundering and
counter terrorist financing activities. Throughdime procedure service providers should always
observe the principles of “Know your customer” 4Be Prudent with your Customer”.

The due diligence procedure is a complex seriem@dsures designed to enable financial service
providers to know accurately at all times with whtimay enter into a business relationship, for whom
they fulfil a transaction order.

When establishing a business relationship and welienuting transaction orders for an amount equal
to or exceeding three million six hundred thous&hwhgarian Forints, considering also several de-
facto related transaction orders, or if some di@ets or circumstances emerge that indicate money
laundering or terrorist financing and if the cusesmvas previously not subjected to due diligence
measures and if there are doubts as to the veraodyadequacy of previously obtained customer
identification data, service providers shall recandwriting the personal identity details of the
customer, of the person with disposal powers, ®fpitoxy, or of the representative and shall vehify
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personal identity of such persons, and shall adsord the personal identity details of the benalfici
owner and shall verify the personal identity ifh@re any doubts as to the personal identity ®f th
beneficial owner. Service providers shall also rdcthe details of business relationships and of
transaction orders and shall perform continuousitoong of the business relationship.

A new element in the procedure is the option allbviee service providers to set the scope of their
customer due diligence measures on a risk-senditises. The law specifies minimum and maximum
data sets. /Paragraphs (2)-(3) of Article 7 oftigd/. In the course of customer due diligence sesvi
providers may specify the number of data itemsewdzorded on the basis of the nature and amount
of the business relationship or of the transactioter, the circumstances of the customer (with
consideration to the cases specified in the interegulations) and assessing the risk of money
laundering and terrorist financing.

Service providers shall explicitly specify withihet sample regulations the cases where, on a risk-
sensitive basis the maximum data set must be redord

With regard to due diligence measures concerniadpémneficial owner the law specifies the obligation
to provide a written statement and specifies theraxof the data to be recorded. Financial service
providers must record the personal identity detaflshe beneficial owner, but shall only verify the
identity of the beneficial owner if there are daibtising as to the personal identity of the beredfi
owner. Financial service providers may also decidea risk-sensitive basis on the number of data
items to be recorded for the beneficial owner, they may choose between the minimum or
maximum data set. The provisions of the former Mie§uired only two data items (name, residence
address / registered seat) to be recorded so thenom set of data to be recorded with regard to the
beneficial owner has now been extended.

As a new legal instrument, simplified and enhamaestomer due diligence measures have been added
to the law. In line with the risk-based approadimpiified due diligence may be applied for custosner
and transactions that represent a low risk of molandering and terrorist financing. In the
application of simplified due diligence, due diligee measures are to be carried out only if soneg dat
facts or circumstances emerge that indicate moamaydering or terrorist financing (and are therefore
not mandatory when establishing a new businessiaeship, etc.). In addition to this, it is always
mandatory to perform continuous monitoring of tlhisihess relationship.

Enhanced customer due diligence is mandatory fetooters and transactions that represent a high
risk of money laundering or terrorist financing.the application of enhanced customer due diligence
all customer due diligence measures are mandaitery financial service providers are required to
record the maximum data set.

Financial Service providers must mandate the apipdic of enhanced customer due diligence
measures if a customer fails to show up in persoridentification, for cross-border correspondence
banking relationships conducted with institutiorani third countries and for business relationships
be established with politically exposed personglmeg in another member state or in a third country
and when changing money.

Thus, pursuant to this, financial service providare required to apply enhanced customer due
diligence in the four mentioned cases and may, amslasensitivity basis, specify within their
regulations other cases with greater exposuresoteeynlaundering or terrorist financing, mandating
the application of enhanced customer due diligeneasures.

Service providers may also opt to accept that tstoter has already been identified by another
service provider.

Customer Due Diligence Scenarios
Service providers must carry out customer due alilig measures when establishing a relationship
with a customer, regardless of the value threshold.
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Due diligence is also mandatory for transactioremdeaching or exceeding HUF 3.6 million, if isha
not yet occurred earlier. This also applies to atde related transaction orders, if a customeressu
transaction orders for amounts less than HUF 3Miomiand if those are related, whereas due
diligence is to be carried out upon the receipthef order by which the total estimated value of the
orders reaches HUF 3.6 million.

The due diligence threshold amount for changing ewas HUF 500,000. This means that customers
must be indentified only if the amount of the mobgnged reaches or exceeds HUF 500,000.

Furthermore, identification is also required if thervice provider has doubts as to the true ideaofit
the customer or suspects that the customer’s ddtaile changed, or that the customer has supplied
incorrect or false data earlier.

The last scenario is the emergence of data, factiraumstances that indicate money laundering or
terrorist financing, where due diligence is reqdiomly if the customer is entirely unknown.

Notice

Financial service providers shall display a notinethe premises where they normally receive
customers. We recommend the use of the followirgfte the notice:

“Pursuant to the provisions of Act CXXXVI of 200 dhe Prevention and Deterrence of Money

Laundering and Terrorist Financing customer dugelice is mandatory in the cases specified in the
law, and in particular when establishing a busiretationship with a customer and for cash-based
transactions for amounts reaching or exceeding Bl8Fnillion, as well as when changing money in

an amount exceeding HUF 500,000. Please have yewsomal identification documents ready to

facilitate the transaction. Thank you!”

Record keeping
Records may be kept electronically and, in exceplicases, on paper.

The requirements to maintain searchable and alelitabords derive from the provisions of the MLA
on the one part and serve to ensure mandatory@atating and external audits on the other part.

Internal Procedures for Due Diligence

The Internal Regulations must define process dasmns for the identification of customers, for the
verification of the personal identity of customefs, the identification of the beneficial owner afud

the verification of the personal identity of suéhihere are doubts as to the personal identityhef t
beneficial owner, and for the activity to reveak tipurpose and planned nature of business
relationships and for the continuous monitoringhed business relationship. The internal procedures
must also address the management of data obtairtbe icourse of customer due diligence measures
performed by the financial service provider andbhyer service providers.

In drawing up the internal procedures for custocher diligence, the service provider must speciéy th
form (contract, data sheet, computerised systerdjcaied form, etc.), location (customer file,
computerised system, etc.) and method (in alphediatirder, filed by customer or filed by date, etc.
for the storage of the data recorded in due dikgehe service provider must indicate the persons
that will have access to the data (authorised aidtraors, CEQO, client relationship officer, intatn
auditor, compliance manager, designated perso, etc

With regard to due diligence on the beneficial omrtbe Regulations must specify in what form,
where and how his/her declaration will be storelde Tnternal procedures must specify the Service
provider's responsible person and the means fdfyireg the personal identity details of beneficial
owners in records available for this purpose pursta legal statutes or in records accessible ¢o th
public, if there are doubts as to the personaltitjeof the beneficial owner.

Customer due diligence information may be indicatedhe contract or may be recorded on separate
(electronic) forms. Data may be recorded on bottephased and electronic identification forms (as
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set out in the annex), on signature cards, in tmeract or on other media that can be appendéukto t
customer file, or identification forms may be fileda separate registry (for paper-based documents)
The recording of the data may not be omitted if peeson conducting the transaction or the third
person that he/she represents are not custom#rs bhancial service provider.

The Regulations must provide for the cases whearesé¢hnvice provider will also record the maximum
data set. In this sense, the Service provider mpstify the transactions, cases, circumstances and
transaction amounts with heightened exposuresetoisk of money laundering and terrorist financing
that justify recording the maximum data set inititerest of prevention.

The financial service provider must continuouslynitar the business relationship and analyse the
transaction orders executed throughout the existehthe business relationship, and must develop a
customer profile in the process. Development of ¢ghstomer profile is indispensable in order to

determine whether or not a specific transactioreolid consistent with the data available on the

customer, i.e., whether or not it qualifies as walsThe Regulations must specify who should

perform the analysis.

In case the Service provider has already carrie¢dioe diligence measures on the customer and thus
the details are available, there is no need tordett@ data again.

If no transaction orders were debited or credite@n account associated with the customer over a
period of two calendar years, the financial sergiaavider shall call upon the customer within 3@<la

in writing or with the next regular balance statetrgent to the customer, to disclose any changss th
may have occurred in his/her details. The Regulatimust specify the procedures and the persons
responsible for such notifications. In other ca#®s customer must notify the financial service
provider of changes within five working days ofreiag of the change.

The Regulations must specify that due diligencesmess are to be carried out before the business
relationship is established or before the traneaas executed, and if the service provider is i
carry out the due diligence measures the estabdishof the business relationship and the execution
of the transaction order is to be refused, or astieg business relationship is to be terminated. |
exceptional cases due diligence measures may alsaried out concurrently with establishing the
business relationship, but even in such cases prity to the execution of the first transaction,
provided that this is necessary in order to avoithgerruption of regular business and if thera iew
probability of money laundering or terrorist finamg. Exceptional cases shall be monitored by the
designated person.

Internal Procedures for Simplified Customer Duéddgihce

The financial service provider may apply simplifiedstomer due diligence measures on customers
and transactions specified in Article 12 of the ANHat represent a low risk with regard to money
laundering or terrorist financing. In this case thistomer due diligence measures are to be camied
only if some facts, data or circumstances emergeitidicate money laundering or terrorist financing
The designated person must monitor cases subjstchpdified due diligence.

The Internal Regulations must specify who shoultfyyéhe HFSA and how, on third countries that
meet the requirements of simplified due diligence.

Internal Procedures for Enhanced Customer Due dbitig

For the following cases the Service provider muahdate the application of enhanced customer due
diligence measures, i.e., to record of the maxindata set when identifying the customer.

Due Diligence in the Absence of the Customer

The Regulations must specify where and how thentirzd service provider must store the certified
documents submitted for due diligence.

Cross-border correspondence banking relationshigbsimstitutions in third countries
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Orders issued in the framework of a correspondéacking relationship by service providers with
registered offices in third countries will only becepted if the financial service provider hasiedrr
out due diligence measures on the service proyider to establishing the correspondence banking
relationship and has analysed the service provmeeveal its system of anti money laundering and
counter terrorist financing instruments. In additim this, the financial service provider must have
satisfied itself that the service provider with liegjistered office in the third country has vedfite
identity of the customer with direct access to tmerespondence account and that it performs
continuous monitoring of the business relationskdpd can provide the relevant customer due
diligence information if requested.

The organisational regulations must specify the enafnthe manager responsible for approving the
establishment of correspondence banking relatipsshi

The Regulations must specify whose responsibility io examine, before establishing a relationship
whether or not the specific service provider or dmntry where it has its registered office are
included on the list of “non cooperative” or “naifficiently cooperative” countries as published by
the FATF and/or on the sanctions list of the Euappenion or on the sanctions list of the UNO.

The Regulations must specify whose responsibitiig to verify, if the affected correspondent bank
has its registered office in the territory of ther@ean Union or in a third country subject to lega
regulations equivalent to those in Hungary andig Bubject to supervision with regard to compti&n
with those statutes, and if the correspondent kiank corporation whose securities have been
introduced to a regulated market in one or more begrstates or is a corporation in a third country
subject to disclosure requirements consistent @othmunity law, because in such cases the financial
service provider will apply simplified due diligemeneasures.

The Regulations must specify who will inform the $#and how about third countries that meet the
mentioned conditions.

The internal regulations must set forth who an@ivat form will request the documents required for

customer due diligence before establishing a cpomdence banking relationship with a service
provider having its registered office in a thirduatry, and who and in what form will request the

correspondent bank to complete a risk evaluaticcuehent (such as the compliance questionnaire)
and the declaration of the beneficial owner, anattorn those signed using its corporate signature.

The designated person must investigate if the deatsireturned by the correspondent bank are well
founded and must take into consideration the feddbeceived from market players relevant to the
involved correspondent bank.

Due Diligence on Politically Exposed Persons wittsidence in another Member State or in a Third
Country

The Regulations must specify where and how theicgemprovider must store written declarations
provided by politically exposed persons with resmkein a foreign country. The service provider must
prepare foreign-language versions of the declaraégt with consideration to its clientele and téet

of the Directive.

The Regulations must provide for a responsible mando be specified in the organisational
regulations, to approve the establishment of bsgsimelationships and the execution of transactions
for politically exposed persons with residence for@ign country.

If the Service provider has doubts as to the vgradithe declaration, it must take measures tifyer
the declaration in records available for this psgpursuant to legal statutes or in records adaessi
to the public. Lists and records maintained byrma&onal service providers provide grounds for
taking such verification measures.

Money Changing
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The internal Regulations must specify in what fommere and how the financial service provider
must store the data collected in due diligenceveimat persons will have access to those.

Internal Procedures for Customer Due Diligence Me=s
Carried Out by Other Service Providers

When accepting the results of customer due diliganeasures carried out by other service providers,
liability rests with the financial service providdrat accepts the results of customer due diligence
measures carried out by the other service provideich however does not affect the liability of the
party providing the information.

The acceptance of the results of customer dueeditig measures carried out by another service
provider requires customer consent, thus the Regntamust provide for the format as well as fa th
storage location and the means of storage fortaffecustomers’ declarations of consent.

Where customer due diligence measures were caotiethy a service provider operating in a third
country, the Regulations must specify who will istigate and how (e.g., compliance by sending out a
questionnaire) whether or not the affected serpiowider is registered in a mandatory professional
registration and whether or not it applies custoahge diligence and registration requirements as
specified in the law or requirements equivalerthtwse, and whether or not it is subject to supemis
pursuant to equivalent requirements, or whethebit has its registered office in a third courttmgat
imposes requirements that are equivalent to tteadadbwn in this Act.

The Regulations must specify who should notify tHeSA and how, on third countries that meet the
mentioned requirements.

Customer due diligence measures carried out bytagérfinancial service providers shall not qualify
as customer due diligence measures carried ouhbther service provider, because pursuant to the
law agents are considered as parts of the finaseilice providers. The Regulations must specify
how the agent will hand over the data, who willéaeccess to those, and who will audit those.

Internal Procedures in Connection with Payer Infation Accompanying Transfers of Funds, for the
Identification of the Payer, for the Audit, Recdfdeping and Forwarding of Payer Information, and
for the Detection and Handling of Funds Transferseived with Incomplete or Missing Payer
Information

Pursuant to Regulation 1781/2006/EC of the Europ&hament and of the Council (hereinafter the
Regulation), when sending funds transfers finans@&akice providers shall ensure that transfers of
funds are accompanied by complete information enpayer. This information shall consist of the
name, address (or the address may be substitutdd thhe date and place of birth, customer
identification number or national identity numband account number (or the account number may be
substituted with a unique identifier where the paj@es not have an account number).

When receiving transfers of funds the financialvieer provider shall either reject funds transfers
received from a payment service provider that falsransfer the specified payment information, or
shall ask for complete information on the payer.ef¢ha payment service provider regularly fails to
supply the required information on the payer, thvise provider shall take steps. These may ihjtial
include the issuing of warnings and setting of diead, before either rejecting any future transfers
funds from that payment service provider or degdwhether or not to restrict or terminate its
business relationship with that payment serviceviges. The financial service provider shall report
the restriction of the business relationship toAbéhority acting as the Financial Intelligence tni

Pursuant to Paragraph (5) of Article 13 the intefizwg payment service provider shall for five years
keep records of all information received for thikdf@ing cases:
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Unless the intermediary payment service provideob®ws aware, when receiving a transfer of funds,
that information on the payer required under thégiation is missing or incomplete, it may use a
payment system with technical limitations to serahsfers of funds to the payment service provider
of the payee.

Where the intermediary payment service provideobess aware, when receiving a transfer of funds,
that information on the payer is missing or incostg] it shall only use a payment system with
technical limitations if it is able to inform theapment service provider of the payee of the faat th
information is missing.

Where both the payment service provider of the paye the payment service provider of the payee
are situated in the Community, transfers of furtdgd|only be required to be accompanied only by the
account number of the payer or a unique identdilowing the transaction to be traced back to the
payer.

The payment service provider of the payee shallrenthat all received information on the payer
accompanying transfers of funds is kept togethén thie transfer.

The payment service provider of the payee shalkicen missing or incomplete information on the
payer as a factor in assessing whether the tranbfeinds, or any related transaction, is suspgiou
and whether it must be reported to the Authorityngcas the Financial Intelligence Unit.

The Regulations must specify who should audit rexkitransfers and how, how transfers received
with incomplete information should be handled, arw should request the missing information and
how and setting what deadline.

Internal  Procedures for Reporting as defined in AcCLXXX of 2007
on the Implementation of Financial Restrictive Mgas and the Freezing of Assets
ordered by the European Union

The Regulations must provide for an employee of3bevice provider to be responsible for reporting
to the Authority acting as the Financial IntelligenUnit all data, facts and circumstances thatcatei
that the subject of the financial restrictive maasuor the freezing of assets has financial aggets
economic resources in the territory of the RepublicHungary that are subject to the financial
restrictive measures or the freezing of assets.

The service provider shall refrain from executingransaction that may involve financial assets or
economic resources subject to financial restrictheasures or the freezing of assets on the basis of
the data, facts or circumstances underlying thertew, for one working day following the reporting
for domestic transaction or for two working daydldwing the reporting for non domestic
transactions. The transaction may be executeckifS#rvice provider receives information within the
above deadline that the person concerned is ngedeld to financial restrictive measures or the
freezing of assets.

After reporting the transaction must be executdidiong one working day for a domestic transaction

or following two working days for a non domestiarisaction, except if the service provider receives
information within the mentioned deadline that therson concerned is subjected to financial
restrictive measures or the freezing of assets

The Regulations must specify that the Service pievapplies the general provisions of the MLA on
the reporting obligation, on the prohibition of dissure, on the screening system, on record-kegeping
on the obligation to retain documents and on tngini

Codes of Conduct for Employees

The Regulations must specify what employees shpaidattention to and how they should behave

when encountering something unusual, what they Idhoonsider in order to be able to decide

whether a transaction is regular or unusual. Engg#logonduct must be consistent with the Service

provider’s ethical standards. In cases associatéddata, facts or circumstances that indicate mone
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laundering or terrorist financing, customers shootd in any way suspect that the employee has
detected the circumstance and the employee musihgerto behave as normal. The employee must
decide on the basis of the information availabletiver or not the transaction is consistent with the
customer profile, whether or not it makes econosainse, and relying on his/her understanding — if
any — of the circumstances of the customer whetlienot the customer may conduct such a
transaction, whether or not the specific transactiepresents a sudden change to the customer’s
pawning history.

The Regulations must specify that employees, wineowntering a case associated with data, facts or
circumstances that indicate money laundering aotist financing, must verify whether or not the
customer has previously been subjected to dueeditig measures. If yes, the transaction may be
accepted from the customer. If the customer haspretiously been subjected to due diligence
measures, the employee must identify the custoniterraference to the statutory provisions on due
diligence, and must take a customer declaration.

Customers without a Residence Address

In order to ensure equal opportunities — pursuatite briefing by the Ministry of Finance dated Apr

2, 2004 — the Service provider may also provideises to homeless persons. However, special care
is required when dealing with customers withoutsidence. If a customer larger funds movements on
his/her account, or if the customer has a large baunof investments, or if some other unusual
circumstances emerge, the employee should consigleng a report.

Reporting Obligation

As compliance with the reporting obligation greatiftuences success in the efforts to combat money
laundering and terrorist financing, the Regulatiomgst highlight and must specify to the lowest
possible level of detail the responsibilities, ghtions and rights of employees, managers and
designated persons.

Designated Person

The Service provider must appoint a member oftaff s the designated person (and another as a
deputy) with the primary responsibility to forwardports (anti money laundering, counter terrorist
financing or related to the freezing of assetgh&Authority acting as the Financial Intelligendeit.

The designated person has responsibilities of kgyifeance to organise training and to lead the
efforts to combat money laundering and terrorrsarficing.

If possible, the designated person should be a reoflthe service provider's senior management or
a direct report to a top executive. In the casasmdll service providers the CEO should fulfil the
responsibilities of the designated person in tlevgmtion and deterrence of money laundering. Larger
service providers should appoint a duly qualifieetspn with several years of experience as the
designated person. If necessary, the designatedmpenay issue instructions to the department heads
of the organisational units in relation to moneyndering and terrorist financing, may overrule to
approve or disapprove transactions with risky ausis, may propose that contracts be terminated or
may prohibit those, and may issue instructionssts bf prohibitions to employees.

The designated person must provide or organiseirigabn the subject matter, ensure regular and ad-
hoc reporting to top management, ensure the mamitaf international lists, events and statutes and
must liaise with financial organisations with redj&o the subject matter.

The designated person must analyse the data aesl sai®ened during the monitoring activities of the
service provider, as the service provider must goerf continuous monitoring of the business
relationship — including the analysis of transacttaders executed throughout the existence of the
business relationship — in order to determine wdretih not any specific transaction order is coesist
with the data available to the service provideispant to legal statutes about the customer.

159



Report on 4" assessment visit of Hungary —Annexes

This statutory obligation must be segregated frbendbligation of the service provider to operate a
system of internal audit, pursuant to which theviser provider must operate an internal audit and
information system to facilitate customer due d@ifige, reporting and the maintenance of records in
order to deter business relationships and tramsaaiders that may enable or implement money
laundering or terrorist financing.

The designated person will receive information fritn@ following sources:
From front-office employees who detect unusualgfers and cash transactions;

From the computer network that screens transactiased on pre-defined criteria when the customer
issues orders electronically or otherwise to cohdiie transfers, transfers between accounts,harot
transactions;

Practically from any manager or employee in caseesdata, fact or circumstance indicates money
laundering or terrorist financing.

The designated person must analyse the informagicgived through these channels and must notify
the Authority acting as the Financial Intelligerideit if some data, facts or circumstances emerge th
indicate money laundering or terrorist financing.

In order to protect employees, sent reports comtaimformation on the employee that has made the
report. Only direct superiors or the designated@emay be informed of who has made a report.

Reporting must be based on cause for suspicionrendiespicion is not to be interpreted as the term
used in Act XIX of 1998 on Criminal Proceedingst bather as some data, fact or circumstance that
indicates money laundering or terrorist financimg.the opinion of the Authority acting as the
Financial Intelligence Unit, there have been magports received recently where the circumstances
were found not to indicate money laundering (suskha extension upon expiry of a deposit that was
collected over a longer period of time in a valustjreaching or exceeding the value threshold,
transfers made to authorities, reporting on entiregular transactions for certain industry segtors
reporting due to a value of three million six hugithousand Hungarian Forints on the grounds that
the value threshold is an “automatic” threshold,)ett is the responsibility of the designatedsoer

to provide or organise training to employees talifate, if possible, that reporting takes placdyah
data, facts or circumstances indeed indicate mtaydering or terrorist financing.

Furthermore, the designated person must strivangare that reports sent to the Authority acting as
the Financial Intelligence Unit contain the relagedl underlying information to an appropriate level
of detail.

The Regulations must specify the internal procesltwe reporting. These must specify the number of
copies of the reporting form to be completed byatministrators, to whom and how the forms should
be forwarded, and how the forms should be serttécAuthority acting as the Financial Intelligence

Unit. The designated person may not overrule thention of an employee to make a report, but may
mandate an employee to make a report and may ake reports himself or herself (such as on the
basis of the screening system among others).
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ANNEX XVI: SAMPLE REGULATIONS FOR PROVIDERS OF FINA NCIAL SERVICES
AND SUPPLEMENTARY FINANCIAL SERVICES FOR THE PREPAR ATION OF
REGULATIONS TO PREVENT AND DETER MONEY LAUNDERING A ND TERRORIST
FINANCING

I. PREPARATION OF REGULATIONS

Credit institutions, financial enterprises and legatities providing financial services and

supplementary financial services but not qualifyagyfinancial institutions (subsequently: Financial
Service Providers) are required to draw up interagulations pursuant to Act CXXXVI of 2007 on

Measures to Prevent and Deter Money LaunderingT@ncbrist Financing (subsequently: the Money
Laundering Act — MLA).

On the basis of the decree issued for the implestient of the MLA, with consideration to the
observations made by the Authority acting as tmamcial Intelligence Unit and with the approval of
the Ministry of Finance, the Hungarian Financiap&uwisory Authority places sample regulations at
the disposal of Financial Service Providers.

Within 90 days following the effective date of tAet Financial Service Providers shall adapt their
existing regulations, in order to enable all ofithemployees to comply with their obligations in
customer due diligence and reporting and to be tbfecognise unusual transactions aimed at using
the Service Provider to launder the proceeds dfingl activities and to provide financial suppat f
terrorism.

Act CLXXX of 2007 on the implementation of finantciastrictive measures and the freezing of assets
as ordered by the European Union and on the rekteshdment of certain Acts was added to the
legal environment relevant to the prevention anterdence of terrorist financing and is to be
considered in the preparation of the regulations.

The Hungarian Financial Supervisory Authority shafiprove internal regulations provided they
include the mandatory elements as described in¢iasece for the execution of the MLA and if they
are not in conflict with legal statutes.

Newly established Financial Service Providers shipare their internal regulations on the basis of
the sample regulations and shall submit their imatkeregulations together with their other licensing
documents. The amended regulations of alreadyeaEiivancial Service Providers shall be examined
by the HFSA within the framework of an audit an@d@ot be submitted for authorisation.

[ OBLIGATION TO RETAIN DOCUMENTS

Financial Service Providers shall retain for a @erof eight years following the termination of the
business relationship all data and documents, presothereof subject to the consent of their
customers, obtained while fulfilling their obligati to perform customer due diligence measures and
to solicit declarations of beneficial ownership.

Financial Service Providers shall retain documemts;opies thereof, that evidence their compliance
with their reporting obligations and the suspensbitransaction orders, for a period of eight years
from the date of such reporting or suspension lyplvgen made.

Financial Service Providers shall make recordsaidaction orders executed in cash (in Hungarian
Forint or in foreign currency) for values equalaohigher than three million six hundred thousand
Hungarian Forints and shall retain those recordsafperiod of eight years. Data is to be stored in
way that allows for search and retrieval. Shoulddhange over time due to changes or modifications
to data, then the historical data should be rethinea way to enable clear retrieval of historical,
ineffective data as well as the dates of any datdifiwations that have taken place at the Service
Provider.
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[l DEFINITIONS
European Union shall mean the European Union amé&timopean Economic Area.

Member State of the European Union shall mean abwestate of the European Union or any other
state that is party to the treaty on the Europeam&mic Area.

Third Country shall mean a country outside the Raem Union.

Customer shall mean any person pursuant to ArBcké the MLA who enters into a written contract
with the Service Provider or issues a transactimieroto the Service Provider for a service thdsfal
within the scope of activities listed under Parabrél) of Article 1.

Business Relationship shall mean a continuous legjationship created with a written contract
between the Customer and the Service Provideriuse of services that fall within the scope of
services provided by the Service Provider.

Transaction Order shall mean the occasional legjationship created between the Customer and the
Service Provider by a contract for the use of aiserthat falls within the scope of activities bt
Service Provider.

Several De-Facto Related Transaction Orders shedinntransaction orders given by the Customer
within a period of one year under the same titlé fam the same subject matter. For service prosider
engaged in money changing it shall mean transactiders given by the Customer within a period of
one week.

Customer Due Diligence shall mean measures takeoustomer due diligence as specified under
Articles 7-10 in the cases specified under ArtiBlePursuant to these, when establishing business
relationships and when executing transaction orfieran amount equal to or above three million six
hundred thousand Hungarian Forints, considering sdseral de-facto related transaction orderd, or i
some data, facts or circumstances emerge thatitedimoney laundering or terrorist financing and if
the customer was previously not subjected to dligedice measures and if there are doubts as to the
veracity and adequacy of previously obtained custoidentification data, Service Providers shall
record in writing the personal identity detailstbé customer, of the person with disposal powdtrs, o
the proxy, or of the representative and shall yahe personal identity of such persons, and stisdi
record the personal identification details of tmdficial owner and shall verify the personal idgnt

if there are any doubts as to the personal ideafithe beneficial owner. Financial Service Provéde
shall also record the details of the businessioelsthip and such transaction orders and shall parfo
continuous monitoring of the business relationshipnancial Service Providers shall record
identification details on electronic or paper-basetlia in a reliable manner that allows for retalev

Identification shall mean recording in writing tbetails specified under Paragraphs (2)-(3) of Agtic
7 and Paragraphs (2)-(4) of Article 8 of the MLA.

Authority-Issued Document Suitable for Personahtidieation shall mean a personal identification
certificate, a passport or a driving license irddarmat.

Verification of Personal Identity shall mean theifigation of the personal identity of the customelr
the proxy, of the person with disposal powers othef representative, using official documents as
specified under Paragraphs (4)-(6) of Article Zhaf MLA, or the verification of the personal idemnti

of the beneficial owner using records specifiedarrféaragraph (5) of Article 8.

Beneficial Owner shall mean the natural person bosg behalf a transaction order is executed.

Beneficial Owner shall also mean the natural pergba controls at least twenty-five percent of the
voting rights or the ownership shares of a legétyeor legal arrangement other than a compangdist

on a regulated market that is subject to disclosegeirements consistent with Community legislation
or subject to equivalent international standardsy natural person who is a member or a shareholder
of a legal entity or legal arrangement and entitieelect or recall the majority of the members of

162



Report on 4" assessment visit of Hungary —Annexes

senior management or of the supervisory board,hmr as sole disposal rights over more than fifty
percent of the votes on the basis of an agreemihtother members or other shareholders /Civil
Code Article 685/B Paragraph (2)/.

For foundations the beneficial owner is the natyatson who is the beneficiary of twenty-five
percent or more of the property of the foundatidmere the future beneficiaries have already been
determined, or the class of persons in whose nm@ndst the foundation is set up or operates where
the individuals that benefit from the foundatiorvéaet to be determined, or who is a member of the
foundation’s management organisation or exercisasirtant control over twenty-five percent or more
of the property of the foundation and acts inégresentation.

Politically Exposed Person shall mean natural peyseho are residents of a foreign country and are
or have been entrusted with a prominent public tioncwithin one year prior to the customer due
diligence measures being taken and their immedatély members or persons known to be close
associates of such persons. People entrusted vpitbnainent public function include heads of state,
heads of government, ministers, deputy or assistamisters, members of parliaments, members of
supreme courts, constitutional courts or of othighfevel judicial bodies whose decisions are not
subject to further appeal, chairmen and membersoafts of auditors or of the boards of central
banks, ambassadors, chargés d’affaires, high-rgmdofessional officers (flag officers or generaifs)
the armed forces, and members of the administratiamagement or supervisory bodies of enterprises
in majority state ownership.

Immediate family members include close relativesecified under Section b) of Article 685 of the
Civil Code and partners considered by nationaldavequivalent to the spouse.

Close associates of politically exposed personl ghelude natural persons who are known to have
joint beneficial ownership of legal entities or &@rrangements, or any other close businessarati
of the politically exposed person, or any natutispn who has sole beneficial ownership of a legal
entity or legal arrangement which is known to hdneen set up for the benefit de facto of the
politically exposed person.

Correspondent Banking Service shall mean a sewi@n a credit institution maintains an account for
another credit institution in order to execute osd®r payment services or to carry out investment
service activities.

Shell Bank shall mean a service provider engaggatomiding financial services and supplementary
financial services that conducts its activitiesinountry different from its country of registratiand
that is not subject to supervision on a consoliidétasis. Provisions related to shell banks shallyap
to correspondent banking relationships.

Authority Acting as the Financial Intelligence Umibhall mean an organisation unit of the customs
authority as specified in Government Decree No. 812006 (of December 23) that performs the
duties of the Financial Intelligence Unit. As anligétion specified under the MLA the Authority
Acting as the Financial Intelligence Unit receinaesl processes reports sent by the service proyiders
performs supervision functions in case a transadtiGcuspended, requests data from service pravider
and other authorities and pursuant to Act CLXXX 2807 performs the functions of the agency
responsible for the implementation of financialtrefve measures and the freezing of assets with
regard to financial restrictive measures and tbeZing of assets ordered by the European Union.

The duties of the Authority Acting as the Finandigglligence Unit are performed by the Central Law
Enforcement Directorate of the Hungarian Custont inance Guard, while the non-investigative
functions of the Authority Acting as the Financiatelligence Unit are performed by the Department
of Financial Intelligence (hereinafter the Authpicting as the Financial Intelligence Unit).

IV INFORMATION ON THE PAYER ACCOMPANYING TRANSFER®F FUNDS

Financial Service Providers shall apply the rulesd Idown in Regulation 1781/2006/EC on
information on the payer accompanying transferguofls. Member states shall directly apply this
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Regulation which is to be considered as part af th&tional law not requiring separate transpositio
into national law. The purpose of Article 22 of tNdLA is to enable the implementation of this
Regulation.

V PROVISIONS FOR BRANCH OFFICES AND SUBSIDIARIES IGATED IN THIRD
COUNTRIES

Financial Service Providers shall require theinstaoffices and subsidiaries located in third caast

to employ customer due diligence regulations edenteto those contained in the Act and to maintain
records, and shall inform the same of the inteanalit and information systems that they operate as
well as of the contents of their internal regulasio

Financial Service Providers shall inform the HFS$Ahie legal regulations of a third country do not
allow for the implementation of these measuressiral prepare a discovery analysis of their branch
office or subsidiary.

VI CUSTOMER DUE DILIGENCE OBLIGATIONS PRESCRIBED BYHE MLA

Financial Service Providers shall carry out custochge diligence measures when establishing a
business relationship. For customers with whomRim@ncial Service Provider has not established a
business relationship customer due diligence meassinall be carried out whenever the value of a
transaction order initiated, or the value of selvdmfacto related transaction orders reach or ekce
the value threshold of three million six hundredusand Hungarian Forints, or if the value of a
money changing transaction reaches or exceedsiinvdred thousand Hungarian Forints.

Financial Service Providers shall carry out custoohge diligence measures if some data, facts or
circumstances emerge that indicate money laundenirtgrrorist financing and if the customer was

not previously subjected to due diligence. FindnSiervice Providers shall also carry out customer
due diligence measures if there are doubts aseovéacity or adequacy of previously recorded

customer identification data.

Transaction orders for values exceeding three anilix hundred thousand Hungarian Forints shall
only be accepted from, and business relationstipi snly be initiated with customers who have
been subjected to customer due diligence measurie li-inancial Service Provider.

In the mentioned cases of mandatory customer digewice Financial Service Providers shall identify
the customer and shall verify his/her personaltiderand shall also identify the beneficial owraerd
verify the personal identity of the beneficial owifehere are doubts as to the personal idenfityhe
beneficial owner. In addition to the above, Finah8ervice Providers shall also record the detdils
the business relationship and the transaction aaddrshall perform continuous monitoring of the
business relationship.

Pursuant to the MLA the Financial Service Provigeentitled to specify the extent of customer due
diligence measures on a risk-sensitive basis. Ia tlontext the MLA specifies minimum and
maximum data sets for the identification of thetooser and of the beneficial owner as well as for
recording the details of the transaction ordersiamt to these, the financial service providerlshal
record at least the data specified under Parad@ptf Article 7 of the MLA to identify the custome

at least the data specified under Paragraph (Arixéle 8 of the MLA to identify the beneficial
owner, and at least the data specified under Paphg{l) of Article 9 of the MLA to identify the
business relationship and the transaction ordenifmim data set). In addition to the above, the
financial service provider may also record addiichata specified under Paragraph (3) of Articte 7
the MLA with regard to the customer, additionaladgpecified under Paragraph (3) of Article 8 of the
MLA with regard to the beneficial owner and additb data specified under Paragraph (3) of Article
8 of the MLA with regard to the business relatidpséind the transaction order (maximum data set).
The service provider shall record the maximum dataf the data is required for the identificatimi
the customer, the business relationship or theséaeion order on the basis of the nature or theuaimo
of the business relationship or transaction ordeyrothe basis of the circumstances of the customer
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or in order to prevent and deter money launderimdjtarrorist financing pursuant to the provisiofis o
the internal regulations. (Subsequently: customerdiligence on a risk-sensitive basis.)

The maximum data set prescribed by the MLA is idahtto the data set that was available to
Financial Service Providers about their existingtomers on the effective date of the Act. Thermois
retroactive effect concerning such existing custodeails and there is no obligation to delete .data
The customer due diligence measures shall be applieew customers.

Should the Financial Service Provider be unableatoy out the customer due diligence measures, it
shall refuse to carry out transactions using thktzaccount as ordered by the customer or to eshabli
a business relationship or to carry out transactioters for the respective customer and shall
terminate the business relationship with such.

The MLA prescribes the application of simplifiedstomer due diligence measures for certain
customers and transactions representing a lowofiskoney laundering and terrorist financing. With
simplified customer due diligence the customer diligence measures are to be carried out only if
some data, facts or circumstances emerge thataitedimoney laundering or terrorist financing.
Nevertheless, service providers shall always perfarontinuous monitoring of the business
relationship.

The MLA prescribes the application of enhanced aust due diligence measures for certain
customers and transactions representing a highofiskoney laundering and terrorist financing. With
enhanced customer due diligence the service pnoigdebliged to carry out all of the customer due
diligence measures specified in the MLA, and furtneasures are carried out in addition to those.

Apart from the continuous monitoring of the busmeslationship, customer due diligence measures
need not be repeated if the Financial Service Bervwas already carried out due diligence measures
on the customer, the proxy, the person with didppswaers or the representative in connection with
another transaction order, and if the FinanciaViSerProvider has determined the personal idenfity
the customer, the proxy, the person with disposalgrs or the representative in a procedure for the
verification of personal identity in connection kwithe affected transaction order, and has found tha
there were no changes to the details previouslyrded.

Following January 1, 2009, Financial Service Prexsdshall refuse to carry out transaction orders fo
customers if the business relationship with thedauer was established before the effective date of
the MLA (December 15, 2007) and if the customehisrher representative has failed to physically
show up in person in front of the service provifterthe due diligence measures to be carried owk, a
if the due diligence results as specified by theM\ire not fully available.

If no transaction orders were debited or credite@dn account maintained by the Financial Service
Provider over a period of two calendar years —uidiclg transactions that by nature have terms of
several years — the service provider shall calhupe customer within 30 days in writing or witketh
next regular balance statement sent to the custamdisclose any changes that may have occurred in
his/her details in the meantime. If a customersfadls specified, to inform the service provider in
writing of changes that have occurred in his/henithke the service provider shall record changes in
details when the customer physically show up irsqer

V1.1 Internal Procedures for Customer Due Diligence

The Regulations shall include process descriptimnsthe identification of the customer, for the
verification of the customer’s personal identityy the identification of the beneficiary owner dod

the verification of the personal identity of thenbé&cial owner if there are doubts as to the peabon
identity of the beneficial owner, as well as foe thctivity to reveal the purpose of the transaction
order and its planned nature, as well as for th#imoous monitoring of the business relationship.
These process descriptions must also address thagement of data obtained in the course of
customer due diligence measures performed by thenEial Service Provider and by other service
providers.
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The Regulations must provide for the cases, lifigdhe Financial Service Provider, where the
Financial Service Provider will record the maximdata set indicated under Paragraph (3) of Article
7, Paragraph (3) of Article 8 and Paragraph (2Amicle 9 of the MLA in addition to the minimum
data set prescribed under Paragraph (2) of Arficlearagraph (2) of Article 8 and Paragraph (1) of
Article 9 of the MLA.

With regard to the option of the financial servprevider pursuant to Article 12 of the MLA to apply
simplified customer due diligence measures for amsts representing a low risk of money
laundering and terrorist financing, and with regtrdhe obligation of the service provider pursuant
Articles 14 and 16 of the MLA to apply mandatoryhanced customer due diligence for customers
representing a high risk of money laundering ambtest financing, the Internal Regulations must
also include the internal procedures for simplifeadl enhanced customer due diligence.

Pursuant to the provisions of Paragraphs (1)-(2)(&(8) of Article 18 of the MLA the Regulations
must include provisions to define the range of pibrganisations whose completed customer due
diligence measures will be accepted and to defieeréange of organisations that will be provided,
with the consent of the customer, with data obthimgthe Financial Service Provider in the couifse o
its customer due diligence measures.

Provisions must be made for the internal data l@selable for carrying out the due diligence
measures and for the means of data access forntheidual administrators. There should be
provisions for the storage of and access to mediigaming due diligence data, as well as for the
related retention obligations.

In connection with information on the payer acconypag transfers of funds the Regulations shall
provide for procedures for the identification ofetlpayer, the verification, record-keeping and
forwarding of payer details, and for the detectamd treatment of funds transfers received with
missing or incomplete payer information.

In connection with the implementation of Act CLXXof 2007 on the implementation of financial
restrictive measures and the freezing of assetsdesed by the European Union and on the related
amendment of certain Acts, the Regulations must sgecify the internal procedures for the reporting
prescribed by the Act.

Customers shall inform Financial Service Provideanisations of any changes in the identity of the
beneficial owner within 5 working days of learning§ such changes. Financial Service Provider
organisations shall include this requirement inrttegms and conditions of contract.

V1.2 Specification of Procedural Standards and GaafeConduct for Front-Office Employees

In line with their special organisational attribsitEinancial Service Providers shall specify codes o
conduct for their employees to follow. This chaptexcommends the following points for
consideration:

What are the most important things that employddseoFinancial Service Provider must do in order
to know their customers better?

What should employees do, when deciding:
Whether a transaction is usual or unusual,
Whether the business activities of the customsifjuthe specific transaction;

Whether the appearance and the conduct of theroastis realistic and consistent with the specific
transaction;

Whether or not the specific transaction represasisdden change in the foregoing financial prastic
of the customer;
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Whether the customer is subject to financial retste measures or the freezing of assets, or veneth
the subject of the financial restrictive measunethe freezing of assets will draw pecuniary bdgefi
from the specific transaction.

What are the responsibilities of the employees avindporting data, facts or circumstances that
indicate money laundering and terrorist financitingt call for the definition of reporting routestie
followed by the employees of the Financial Sericevider?

What audit responsibilities arise from the relasioip between the activities to fight money launalgri
and terrorist financing and internal audit?

The employee carrying out the specific transactiod signing the contract shall be responsible for
recording the identification details, filling ing¢hdata forms and obtaining the declaration, as asll
filling in the reporting data sheet and sendindoitthe designated person. If some data, facts or
circumstances emerge that indicate money laundesingerrorist financing in relation to the
transaction on the basis of the criteria to be qareexl later or otherwise, then the employee shall
without delay send his/her completed data shettitperson designated for reporting.

V1.3 Customer Due Diligence for Natural Persons

When establishing a business relationship and welkenuting a transaction order for an amount equal
to or greater than three million six hundred thoas&lungarian Forints, also with consideration to
several de-facto related transaction orders, sorfie data, facts or circumstances emerge thatitedic
money laundering or terrorist financing and if thestomer was not previously subjected to due
diligence measures and if there are doubts asetoséhacity and adequacy of previously obtained
customer identification data, the Financial ServRr@vider shall identify and verify the personal
identity of the customer, of the proxy, of the persvith disposal powers or of the representative.

For natural persons Financial Service Providerdl seeord at least the following details in writing
(minimum data set):

Last name and first name (name at birth);
Citizenship;

Address (as shown in the personal identity ceaiéar in the authority-issued residence certiéicat
the text ,no address” if an address is not avaigbl

And the number(s) and type(s) of the customer’atifieation document(s).

For natural persons who are foreigners Financiali&e Providers shall document the above details
using their identification documents, as well asitplace of stay in Hungary (if available).

Financial Service Providers may decide, on a r@sts#ive basis, to record further details (maximum
data set) in addition to the minimum data set.

In such cases Financial Service Providers shailraésord the following details for natural persons:
Place and date of birth;
Mother’s maiden name.

In order to verify personal identities Financiahn8ee Providers shall demand that customers present
the following documents:

For natural persons:

For Hungarian citizens the authority-issued docunwntable for personal identification and the
authority-issued residence certificate;
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For natural persons who are foreigners a passpartpersonal identity certificate provided it eett
the holder to reside in Hungary, or a document iping proof of the right of the holder to reside in
Hungary or a document entitling the holder to residHungary;

For natural persons who have not yet reached 1¢ ydaage, the authority-issued certificate of the
personal identifier and the authority-issued residecertificate, or the passport and the authority-
issued residence certificate.

Financial Service Providers shall also verify tlaidity of identity documents presented.

Financial Service Providers shall obtain informatmn the purpose and planned nature of business
relationships and transaction orders. To this pgepiey shall record at least the following details
(minimum data set).

The contract type, subject matter and term forrimss relationships;
The subject matter and period for transaction arder

In addition to the above, Financial Service Proksdeay also record the following details (maximum
data set) on a risk-sensitive basis in order tosgore and deter money laundering and terrorist
financing:

The circumstances (place, date and time, methoeexution.

Business relationships shall be monitored contislyoin order to verify that specific transaction

orders are consistent with the details availableutibhe customer pursuant to statutes. Monitoring
shall also include the analysis of transaction irdexecuted during the life of the business
relationship.

V1.4 Customer Due Diligence for Legal Entities drebal Arrangements

For the purposes of identification Financial Sesvieroviders shall record at least the following
customer details (minimum data set):

Name and short name;

Address of the registered office and the addresthefbranch office in Hungary for enterprises
registered abroad,;

Corporate registration number or for other legaities the number of the resolution by which the
entity was created (registered, incorporated)soragistration number.

Financial Service Providers may decide, on a r@stsiive basis, to record further details (maximum
data set) in addition to the minimum data set devis:

Principal activity;
Names and positions of the authorised represeagtiv
Identification details of the agent for servicepobcess.

In addition to presenting the documents indicatedieu V.3 for persons authorised to act on behalf of
and in the name of legal entities or legal arrargy@s) Financial Service Providers shall require the
presentation of further documents not older thad&@ as proof of the following:

That a domestic business has been registered bgotlm¢ of registration or that the business has
submitted an application for registration, thatrizgie entrepreneur’s certificate has been issaeal t
private entrepreneur or that the private entreprer@s submitted an application for a private
entrepreneur’s certificate to the town clerk of tligrict centre.

That the entity has been entered into the recandghe case of other domestic legal entities whose
creation requires that an authority or court etitem into its records.
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That a foreign legal entity or legal arrangemers been registered or entered into records as extjuir
by the laws of its country.

If the submission of an application for the regison of a company, or to enter an entity into the
records of some authority or court is yet to be epale articles of association (charter of fouraigti
statutes) of such legal entity or legal arrangement

The identification of a foreign legal entity or Egarrangement shall require a certificate, noeold
than 30 days, of incorporation or of entry into teeords as required by the laws of its own country
Financial Service Providers shall specify in thHaternal Regulations, on a risk-sensitive basis, th
cases where they will require certified transladioof the registration documents or certificates
required for identification.

In the case specified under Section 4, the legttyeor legal arrangement shall provide official

documentary proof of its incorporation or entryointhe records within 30 days following its

incorporation or entry into the records of somehatty or court and the Financial Service Provider
shall record the corporate registration numbertloeroregistration number.

Following due diligence measures on a legal emtitiegal arrangement Financial Service Providers
shall also carry out due diligence measures ompénson acting in the name or on behalf of the legal
entity or legal arrangement.

When verifying personal identity the Financial SeevProvider shall also verify the validity of the
document presented as proof of identity.

If some detail is not shown in the accepted docuroeif the customer has no address card, then this
fact shall also be documented.

Financial Service Providers shall obtain informatmn the purpose and planned nature of business
relationships and transaction orders. To this dmel tshall record at least the following details
(minimum data set):

The contract type, subject matter and term forrimss relationships;
The subject matter and the amount for transactidars.

In addition to the above, Financial Service Proksdeay also record the following details (maximum
data set) on a risk-sensitive basis:

The circumstances (place, date and time, methoetaxfution.

Business relationships shall be monitored contislyoin order to verify that specific transaction

orders are consistent with the details availableualbhe customer pursuant to statutes. Monitoring
shall also include the analysis of transaction irdexecuted during the life of the business
relationship.

VL5 Identification and Verification of the Persddentity of the Beneficial Owner

In the course of their customer due diligence messkinancial Service Providers shall obtain wmitte
declarations from their customers on whether tretisa orders are executed on behalf of the
customer or on behalf of someone else.

If a customer declares to the service providertiiting that he/she is not acting on his own bebalf
in the name and on behalf of a beneficial owneentthe written declaration should contain the
following details for the beneficial owner (minimuhata set):

The name of the beneficial owner;
The address of the beneficial owner;
The citizenship of the beneficial owner.
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Financial Service Providers may request these thetals to be provided for the beneficial owneaof
legal entity or legal arrangement if the detailsraz be found in the documents presented.

Financial Service Providers may also record théovohg details (maximum data set) on a risk-
sensitive basis:

Type and number of the identity document;

Place of stay in Hungary for natural persons wileofareigners;
Place and date of birth;

Mother’'s maiden name.

The declaration may be part of the contract or b@ynade on a separate form, but it is a requirement
for the customer to make the declaration in fullenstanding of his/her liability under criminal law

If a customer refuses to make a declaration ooifigrehensive customer due diligence measures are
not possible, the Financial Service Provider shefilise to execute the transaction order, shall not
establish a business relationship with the custporeshall terminate the business relationship with
the customer.

If there are doubts as to the identity of the bier@fowner the Financial Service Provider shall ca
upon the customer to make a repeated declaratiamiiimg, and if there are doubts as to the persona
identity of the beneficial owner the Financial SeevProvider shall take measures in order to verify
the personal identity details of the beneficial ewm records available for this purpose pursuant t
legal statutes or in records accessible to theigubl

During the life of their contractual relationshipastomers shall inform Financial Service Provider
organisations of any changes in the identity oflieeficial owner within 5 working days of learning

of such changes. Financial Service Provider orgdioiss shall include this requirement in their term

and conditions of contract.

V1.6 Simplified Customer Due Diligence

Pursuant to Article 12 of the MLA, simplified custer due diligence measures may be applied for
customers representing a low risk of money laumdeor terrorist financing.

Under this regime financial service providers shaily monitor the business relationship, while
customer due diligence measures are to be carredmy if some data, facts or circumstances
emerge that indicate money laundering or terrdinsincing.

Financial Service Providers may apply simplifiecdtoumer due diligence measures if the customer is
engaged in providing financial services, supplemgntfinancial services, investment services,
supplementary services for investment servicesjramce, insurance brokerage and employer’s
pension services, services on the commodities exgehapostal currency brokerage, postal money
transfers, the receipt and delivery of domestic iaternational postal money orders or operating as
voluntary mutual insurance fund and if it conduitssactivities within the territory of the European
Union.

Financial Service Providers may also apply simgificustomer due diligence measures if the
customer qualifies as a service provider and isged in providing financial services, supplementary
financial services, investment services, suppleargnservices for investment services, insurance,
insurance brokerage and employer's pension serveeggices on the commodities exchange, postal
currency brokerage, postal money transfers, theipe@nd delivery of domestic and international

postal money orders or operating as a voluntaryaitunsurance fund, and has its registered offices

a third country that imposes requirements equivdtethose laid down in the MLA, and is subject to

supervision for the enforcement of those requirdmen
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Financial Service Providers may conduct a simglifikie diligence procedure if the customer is a
company whose securities have been introduceceteetiulated market in one or more member states,
or is a company from a third country that imposissldsure requirements consistent with community
standards. In addition, Financial Service Provide®y also conduct a simplified due diligence
procedure if the customer qualifies as a superyiagency in the application of the MLA, including
the Hungarian Financial Supervisory Authority, tNational Bank of Hungary, the Chamber of
Hungarian Auditors, the Tax and Financial Contraministration, the Hungarian Trade Licensing
Office, the Central Law Enforcement Directoratetted Hungarian Customs and Finance Guard, for
lawyers the bar association where the lawyer ismber and for notaries public the chamber where
the notary public is a member.

Financial Service Providers shall carry out sinigtifcustomer due diligence measures if the customer
is a central state administrative agency, a loogeghment, or an agency of the European Community,
the European Economic and Social Committee, theriltiee of the Regions, the European Central
Bank and the European Investment Bank.

V1.7 Enhanced Customer Due Diligence

Financial Service Providers shall employ an enhadcstomer due diligence procedure for customers
and transactions representing a high risk of mdaeydering or terrorist financing.

Financial Service Provider shall mandate the apptia of enhanced customer due diligence measures
in the following four cases:

If a customer is not physically present in persmmidentification;

Upon the establishment of a cross-border correspgrizhnking relationship with a service provider
having its registered office in a third country;

When establishing a business relationship with exelcuting a transaction order for a politically
exposed person with residence in another membigr atén a third country;

For service providers engaged in money changirigites.
1. Customer Due Diligence if the Customer is Nogditally Present in Person

In the course of identification Financial ServiceoWders shall record the maximum data set as
specified for customer due diligence if a customvéh either domestic or foreign residence is not
physically present in person.

In order to enable the verification of personalniity the customer shall also submit to the service
provider certified copies of documents prescribexddustomer due diligence measures. A certified
copy of a document is acceptable for identificatéord the verification of personal identity, if the
certified copy was prepared by a Hungarian consaffarer or a notary public who has also attached a
corresponding certification, or if the Hungariamsolar officer or the notary public has furnishied t
copy with a certification that certifies that itigdentical to the original. In the course of vardiion,
copies are also acceptable if prepared by an agautyrised to prepare certified copies in theestat
where the original document was issued, and if Hloegarian consular officer has legalised the
signature and the stamp of this agency on the copjess otherwise provided for by some
international treaty.

2. Customer Due Diligence Measures for CorrespanBemnking Relationships

Orders within the framework of a corresponding biagkelationship from service providers having
their registered offices in a third country shailyobe accepted by Financial Service Providerheifst
have carried out customer due diligence measurd¢leoservice provider from the third country prior
to having established the corresponding bankingticglship and if they have prepared a discovery
analysis of the instruments employed to combat mdenéndering and terrorist financing. In addition,
they shall have satisfied themselves that the @ergrovider with its registered office in the third
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country has verified the personal identity of thistomer who has direct access to the correspondence
account and performs continuous monitoring of thsitess relationship and can provide the relevant
customer due diligence details if requested.

Before establishing a correspondence banking oelstip financial service providers may examine
whether or not the specific service provider or¢bantry where it is registered is included onlibie

of “non-cooperative” or “not sufficiently coopera’ countries as published by the FATF, or on the
sanctions list of the European Union or on the sans list of the UNO.

It is not recommended for financial service providgo establish correspondence banking
relationships if the specific service provider ikluded on the list of “non cooperative” or “not
sufficiently cooperative” countries as published g FATF and/or on the sanctions list of the
European Union or on the sanctions list of the UNO.

Before establishing a correspondence banking oelstip with a service provider that has its
registered office in a third country, Financial Bee Providers shall request documents necessary to
carry out customer due diligence measures, andderdo prepare the discovery analysis they shall
request the correspondent bank to complete a gsksament document and a declaration of the
beneficial owner for the customer, and to retuoséhduly signed using their corporate signatures.

The establishment of correspondence banking rekttips shall require the approval of the Manager
designated in the organisational regulations oRihancial Service Provider organisation.

Financial Service Providers shall not establish ahdll not maintain correspondence banking
relationships with shell banks or with service pdews that maintain correspondence banking
relationships with shell banks.

3. Due Diligence Measures for Politically Exposexniddns Residing in a Foreign Country

A customer residing in a foreign country must iremyvcase provide a written declaration to the
Financial Service Provider whether he/she qualifies politically exposed person under the law of
his/her country of residence, and in what capatifgs.

The execution of transaction orders for politicadlyposed persons residing in foreign countried shal
require the approval of the Manager specified endtganisational regulations of the Financial Smrvi
Provider.

If a Financial Service Provider has doubts as ¢oviracity of the declaration, it shall take measuo
verify the declaration in records available forstiurpose pursuant to legal statutes or in records
accessible to the public.

Financial Service Providers shall carry out alltooser due diligence measures with regard to
politically exposed persons residing in a foreigardry, i.e., shall record the minimum data sebgsi
the identification document presented and may @ecd a risk-sensitive basis to record further
details, shall verify the personal identity of twstomer and shall identify the beneficial owned &
there are doubts as to the personal identity obtreficial owner they shall also verify the perdon
identity of the beneficial owner, shall record thegails of the business relationship and the ticimsa
order and shall perform continuous monitoring @& business relationship.

4. Due Diligence Measures when Changing Money

When changing money in an amount equal to or muwae five hundred thousand Hungarian Forints
Financial Service Providers shall identify theismmers using the maximum data set as specified in
the customer due diligence provisions, shall vetify personal identity of the customer, shall idgnt
the beneficial owner and shall verify the persadahtity of the beneficial owner and shall recdnd t
details of the transaction order. The customerdiligence obligation shall extend to several dadac
related transaction orders if the total value okthreaches five hundred thousand Hungarian Forints

The following shall be shown on transaction docutséor natural persons:
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Name;

Residence address;

Type and number of identification document;

Place of stay in Hungary for natural persons regith a foreign country.

The following shall be shown on transaction docutméor legal entities and legal arrangements:
Name;

Registered address;

Corporate registration number or for other legaities the number of the resolution by which the
entity was created (registered, incorporated)soragistration number.

V1.8 Customer Due Diligence Measures Carried OuDllyer Service Providers

The MLA allows Financial Service Providers to addiye results of customer due diligence measures
carried out by other service providers, but theeoesibility to comply with customer due diligence
requirements shall remain with the service provitiat accepts the results of customer due diligence
measures carried out by other service providers.

Financial Service Providers are entitled to acdbpt results of customer due diligence measures
carried out by service providers specified undestiBes a)-e) and I) of Paragraph (1) of Articlefl o
the MLA with the exception of service providers yiding cash transfer and money changing
services, if active in the territory of the Repuabbtf Hungary or in another member state of the
European Union or in a third country imposing custo due diligence and record-keeping
requirements as laid down in the Act or equivaterthose, and such results shall be acceptablefalso
the scope of the official documents and data ugohgrlthe requirements are not identical to those
specified by the MLA.

The results of customer due diligence measuresonmeed by other service providers shall be
acceptable subject to the consent of the custdmeeguse a service provider is only entitled to jpl@v
data required by another service provider for qustodue diligence if the affected customer provides
his/her consent.

If the customer due diligence measures were peddry a service provider active in a third country,
then such service provider must comply with requiats pursuant to Paragraph (6) of Article 18 of
the MLA, i.e., it must be listed in a trade registeéd must apply customer due diligence and record-
keeping requirements as laid down in the Act orivent to those, and must also be subject to
supervision according to the requirements specifiede MLA or equivalent to those, or its register
office must be located in a third country that ire@® requirements equivalent to those laid down in
this Act.

If a service provider active in a third countryfilgl the above requirements, the Financial Service
Provider shall inform the Hungarian Financial Swjsary Authority of this.

Customer due diligence measures carried out bytagéfrinancial Service Providers shall not qualify
as customer due diligence measures carried ouhbther service provider, because pursuant to the
law agents are considered as parts of the finaeeiaice providers. The activities of an agenthia t
course of customer due diligence measures shabhsdered as if carried out by the financial sarvi
provider itself

VIl REPORTING OBLIGATION

Pursuant to Paragraph (1) of Article 23 of the MlifAsome data, facts or circumstances emerge that
indicate money laundering or terrorist financirftg tnanager or the employee of the Financial Service
Provider organisation shall subject the customedue diligence measures regardless of the value
threshold, if not carried out already earlier, @hdll without delay report the emergence of the,dat
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fact or circumstance that indicates money laundeidn terrorist financing by completing and
forwarding the attached form. Designated persoal sbt refuse to forward such reports.

Financial Service Providers shall elect a desighgierson from among their employees, to be
responsible primarily for forwarding, without dejagports to the Authority Acting as the Financial
Intelligence Unit. In addition, the designated persshall participate in organising training for
employees and in leading the fight against monegdaring and terrorist financing.

If possible the designated person should be aiseniployee of the service provider.

The person designated in the internal procedurpllations for the reporting requirement, or his/her
deputy shall be available to the service providgjanisation’s employees at all times during work
hours and shall forward reports without delay te #uthority Acting as the Financial Intelligence
Unit.

Financial Service Provider organisations shall jmevinformation within five working days to the
Authority Acting as the Financial Intelligence Unif the identity of their designated employees and
of any changes thereto.

With consideration to the secrecy provisions of thgal statute governing Financial Service
Providers, designated persons shall forward repostencrypted electronic mail or through postal
delivery with return receipt or by facsimile, ortkere is a danger in delay, they shall providerpri
notification to the Financial Intelligence Unit thfe necessary details by telephone.

As of December 15, 2008, reports are to be forwhrdethe Authority Acting as the Financial
Intelligence Unit exclusively in the form of enctggd electronic mail.

The reports must in every case contain the detadsrded in the course of customer due diligence,
including the details of the customer and of thedfieial owner, the contract type, subject mattad a
term of the business relationship, the subjectenaihd the amount of the transaction order and the
place, date and method of execution if availabhel a presentation of the data that indicate money
laundering or terrorist financing and a descriptiéthe circumstances.

Financial Service Providers shall not execute tifiected transaction order prior to forwarding the
report, unless it is impossible to block the exmeubf the transaction order or if reporting priorthe
execution of the transaction order would endangeiability to trace the beneficial owner.

VII.1. Suspension of Transactions

Subject to Article 24 of the MLA financial servicgroviders shall suspend the execution of

transactions connected with data, facts or circantsls that indicate money laundering and terrorist
financing, if they believe an immediate action hg tAuthority acting as the Financial Intelligence

Unit is necessary in order to verify the data, $amt circumstances that indicate money laundering o
terrorist financing.

Concurrently with the suspension Financial Sercaviders shall notify the Authority acting as the
Financial Intelligence Unit. Designated personslistuaward reports of affected transactions via
encrypted electronic mail or through postal delyeith return receipt or by facsimile, or if thesea
danger in delay, they shall provide prior notifioatto the Financial Intelligence Unit of the nesay
details by telephone.

Financial Service Providers shall execute suspet@d@dactions if informed by the Authority acting
as the Financial Intelligence Unit that no measina@se been taken pursuant to the provisions of the
Act on criminal procedures, or if one working daashpassed following the reporting of a domestic
transaction or two working days have passed foligwthe reporting of a non domestic transaction
without any notification having been received frém Authority acting as the Financial Intelligence
Unit.
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VII.1 The Obligations, Rights and Responsibilitifsthe Financial Service Provider's Employees in
Activities for the Prevention and Deterrence of Mgihaundering and Terrorist Financing

VII.1.1 Front-Office Administrators and Those Whm&ess Payment Orders
Obligations:

To carry out due diligence measures, such as tordeientification details when identifying
customers, to fill in data sheets or to verify thexsonal identity of customers identified, to idignt
beneficial owners and if in doubt, to verify thergmnal identity of beneficial owners, to reveal the
purpose and planned nature of business relatiopshil to perform continuous monitoring of
business relationships;

To complete reporting data sheets if some datas faccircumstances emerge that indicate money
laundering or terrorist financing;

To provide detailed and accurate descriptions jponts of data, facts or circumstances that indicate
money laundering or terrorist financing;

To forward completed data sheets to the desigrseesbn without delay;
To maintain the secrecy of reporting and of theétsion vis-a-vis the customer.
Rights:

Right to anonymity, pursuant to which the namesraployees taking action shall not be included on
reports. Reporting sheets must indicate the braémahis the “case owner”. Designated persons shall
provide the personal details of employees init@tieporting to the authority only if specifically
requested by the Authority acting as the Finarloiglligence Unit.

Right to be free of the obligation of banking segra/hen initiating bona-fide reports regardless of
whether or not such reports are proven to be weihded, and the right not to be made responsible
due to such reporting.

VII.2.2. Designated Persons

Obligation:

To immediately forward received reports to the Awily Acting as the Financial Intelligence Unit.
Responsibilities:

To request clarification from the account manageunusual transactions of which information was
obtained by other means and to forward such infdoman the form of a report;

To organise training and continuing training forptoyees on a regular basis but at least once a year
with the exchange of up-to-date experience;

To liaise with the designated units of the Authpsicting as the Financial Intelligence Unit and if
properly requested to provide information on repdrtaccounts, customers and contractual
relationships and transactions not included inrgports (all requests for information must comply
with requirements set out in other statutes, sigcimaAct CXIl of 1996 on Credit Institutions and
Financial Enterprises or in Act XIX of 1998 on Ciiral Proceedings).

To develop the purpose, function, rules and reguwiat of audits related to the prevention and
deterrence of money laundering and terrorist fiiranc

VII.2.3. Compliance
Obligations:

To audit compliance — also by money changer agentsith the rules for the prevention and
deterrence of money laundering and terrorist firepon a regular basis but at least once a yedr, an
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within this with regard to the accurate conducto$tomer due diligence measures, and to examine
training activities and the screening system;

To inform the supervisory board (board of directafsthe audit findings.
Rights:

Right to access the data required for topical auditated to the prevention and deterrence of money
laundering and terrorist financing.

VIl.2.4. Internal Audit

If a financial service provider does not have aasai@ compliance function, then the rights and
obligations listed under Section VI1.2.3 shall re@h Internal Audit.

VII.2.5 Contents of Reporting (based on the foreg e annex):

Name and details of the reporting Financial Ser®ecevider, name, work address and telephone
number of the designated person;

Date of reporting;

Transaction date;

Personal details recorded while complying withdie diligence obligation;
Identification details determined for business aigations;

Transaction details, and in specific the type eftiiansaction — cash payment or receipt, wire teans
conversion, transfer between accounts, etc. -amf@unt involved, the currency, the persons involved
(payee, payer, accounts involved, etc.);

Detailed description of the data, fact or circums#that indicates money laundering or terrorist
financing, which shall not be exhausted by prowgdamly a description of the unusual transaction on
the level of typology, but should also include ibsgible an attachment with a detailed account
statement for the affected period, the experienitie the customer, the customer’s behaviour to date
and any other information that could help the Autlgoacting as the Financial Intelligence Unit to
fulfil its function.

Pursuant to the provisions of the MLA, reports kbhal sent to the Authority acting as the Financial
Intelligence Unit.

If some data, facts or circumstances emerge tlditdte money laundering or terrorist financing, the
Authority acting as the Financial Intelligence Unmitly request the Financial Service Provider or any
other service provider governed by the MLA to pdevadditional information. Service providers shall

comply with such requests for additional informatio

VII.3 Internal Procedural Regulations for Reporting
The following are to be specified:

The way in which completed data sheets are to beafdled by front-office administrators who
execute due diligence measures as well as verifly @ocess documents, by the managers and
employees who by virtue of their position can detita, facts and circumstances that indicate money
laundering or terrorist financing, and by employ@d® analyse transactions, as well as how they
should obtain confirmation of receipt from thoseeiging the data sheets;

The way in which reports sent to the Authority magtias the Financial Intelligence Unit are to be
acknowledged;

The record-keeping and secrecy rules for reporting;

The obligation for the retention of documents dmeldight years period prescribed in the law.
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VIIl. SECRECY RULES

Compliance with the reporting obligation shall & considered a breach of banking secrecy or a
breach of some other restriction on the supplyat&ar information, whether under some legislation
or pursuant to contract.

Banking secrets include all facts, information,usioins or data at the disposal of the financial
institution about the individual customer that teldo the customer’'s personal identity, details,
property situation, business and economic actg/it@vnership and business connections and the
balance of his/her account maintained at the filghrnstitution, as well as any information that
relates to the contracts concluded between themastand the financial institution.

All persons with any form of access to banking secrare subject to the obligation of banking
secrecy. A person subject to the obligation of lnalsecrecy who discloses a banking secret to an
unauthorised person for illegal gain or therebyseatharm to the property of another, or who without
authorisation obtains, makes use of, communicatestther or publicly discloses a business secret
for illegal gain or thereby causes harm to the ergpof another, is guilty of a felony and is
punishable with up to three years of imprisonment.

If some data, facts or circumstances emerge tlltate money laundering or terrorist financing, the
Authority acting as the Financial Intelligence Unilay request the Financial Service Provider to
provide data or information that represent bankiegrets, securities secrets or business secrdtd) wh
the Financial Service Provider shall not refuspriwvide.

A person who complies with the obligation to reptata, facts or circumstances that indicate money
laundering or terrorist financing or who initiatesch reporting, shall not be punishable for the
violation of either a business secret or a bankeuget, not even if the bona-fide reporting latewps

to be unfounded.

IX PROHIBITION OF DISCLOSURE

Pursuant to Paragraph (1) of Article 27 of the ME#fancial Service Providers shall not disclose to
the customer concerned or to other third persorgganisations the fact that a report has been made
or information has been transmitted in responserexuest or the contents of such information, dhat
transaction has been suspended, the identity ofgperting person, or whether or not a criminal
investigation has been initiated against the custofrurthermore, Financial Service Providers shall
ensure that the act of reporting, the contentd@fréport and the identity of the reporting pershall
remain secret.

This prohibition shall not extend to disclosuresdmao the Hungarian Financial Supervisory
Authority or to the investigating authority condagt the criminal investigation, if they request
information in order to fulfil their responsibilés under the law.

This prohibition shall not apply to data forwarded consolidated supervision or for supplementary
supervision of financial conglomerates as specifieder the Credit Market Act, to the disclosure of
information between institutions of member statesttord countries which impose requirements
equivalent to those laid down in this Act and whiake subject to supervision with regard to
compliance with these requirements.

For service providers providing financial servicesipplementary financial services, investment
services, supplementary services for investmenicgs, insurance services, insurance brokerage and
employer’s pension services, services relatedaa@tmmodities exchange, postal currency brokerage,
postal money transfers, the receipt and delivergiaphestic and international postal money orders or
operating as a voluntary mutual insurance fundpitwhibition shall not apply to the disclosure of
information between two or more involved serviceviders, subject to the following conditions:

The information should relate to the same custandrto the same transaction;
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Of the two or more Financial Service Providerfeast one should be engaged in activities subpect t
the MLA and the other service providers should bmidiled in another member state or in a third
country which imposes requirements equivalent ¢s¢Haid down in this Act;

The involved service providers should be engageddentical activities as specified under Paragraph
(1) of Article 1 of the MLA;

The service providers should be subject to reqerds equivalent to the domestic requirements with
regard to professional secrecy and the protecfigersonal data.

The financial service provider shall notify the Hamnian Financial Supervisory Authority if a third
country meets the conditions for equivalent requéets as specified in the Act. /Paragraphs (3p{5)
Article 27/

X SCREENING SYSTEM

In order to deter business relationships and tdimsaorders that may enable or implement money
laundering or terrorist financing, Financial Seevi®roviders shall operate internal audit and
information systems to assist in customer dueelilag, reporting and record-keeping.

This obligation under the law should be segreghtech the monitoring activities performed by the
financial service provider, an obligation of theancial service provider to perform continuous
monitoring of the business relationship includingahalyse the transaction orders executed while the
business relationship is active, in order to deteemvhether or not a transaction order is consisten
with the data legally available to the service julev about the customer.

In order to fully comply with their monitoring olgitions specified in the law, financial service
providers shall operate automatic screening systesimg) their existing IT resources, to screen their
account management systems for unusual transactindsto forward those for analysis to their
designated persons. Such systems shall analyse dutgoing and incoming transfers. Smaller
financial organisations without externally accetgsibccount management systems or with a low
number of transactions per day may use manual mettwocontrol and record unusual events. It is the
responsibility of the Designated Person to enduaie ¢ontrol mechanisms are created and operated to
ensure the application of monitoring. The Desigiderson shall analyse screened transactions and
shall immediately report those where data, factsciccumstances emerge that indicate money
laundering or terrorist financing.

Transaction screening criteria could include tH®¥ang:
Transaction received from or sent to off-shorgitunigons;
The amount of the transfer;

If a business relationship is unusual for an itgusector;
The frequency and the size of the transactions;
Type and number of target accounts;

Transactions between foreign accounts of busiogganisations with registered offices in a foreign
country, in values exceeding HUF 10 million (HUFr2dlion);

Lists compiled by the European Union, the Uniteatibhs and the authorities of other countries,
officially published in Hungary, as well as othgrqunds for suspicion”.
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XI IMPLEMENTATION OF FINANCIAL RESTRICTIVE MEASURESAND THE FREEZING OF
ASSETS AS ORDERED BY THE EUROPEAN UNION

Financial Service Providers shall proceed in coamae with the provisions of Act CLXXX of 2007
on the implementation of financial restrictive ma@s and the freezing of assets as ordered by the
European Union and on the related amendment alinekcts.

The purpose of the Act is to order the freeze efébonomic resources and financial assets of natura
persons and legal entities and other groups andndations involved in terrorism. This has
introduced a new legal institution for the seizafeassets in an administrative process independentl
from a criminal procedure. Freezing does not reprethe final confiscation of economic resources
and financial assets, but rather a suspensioregidlsibility to exercise the related rights.

A freeze regulated by the Act may not be orderedt®mwn, but relates to the implementation of
financial restrictive measures and the freezingasdets as ordered by the European Union. If the
community decree and the community resolution ghssethe basis of the authorisation contained in
the decree orders restrictive measures, then thespyns of this Act and the provisions of the Act
juridical enforcement are to be followed.

Pursuant to Article 10 of the Act Financial Servieeoviders shall without delay report to the
Authority acting as the Financial Intelligence Ueitery data, fact and circumstance that may inelicat
that the person subjected to financial restrictheasures or the freezing of assets has finan@atsas
or economic resources in Hungary which are sulfedhe financial restrictive measures or the
freezing of assets.

The Authority acting as the Financial Intelligendeit shall examine the report made by the Financial
Service Provider — also disclosing the personalildeas laid down in Paragraph (1) of Article 7thod
Act — within one working day for domestic transano8 and within two working days for non domestic
transactions from the date that the report was made

In the course of this examination the Financiatlligence Unit determines whether the person stibjec
to financial restrictive measures or the freezihgssets has financial assets or economic resoimces

the territory of the Republic of Hungary that atdbject to the financial restrictive measures arel th

freezing of assets, and whether the specific t@imsa provides an economic gain to the person
subject to the financial restrictive measures d&editeezing of assets.

In the course of the investigation the data coeghiim the report are evaluated as to whether they a
identical to the data included in the communityalegction providing for the financial restrictive
measures or the freezing of assets. On the basits dfivestigation the Authority acting as the
Financial Intelligence Unit initiates a freeze ohieh it also notifies the Financial Service Provide
that has made the report, or notifies the reporfimgncial Service Provider if the conditions fhet
initiation of a freeze are not met.

Financial Service Providers shall refrain from axew a transaction that may involve financial &sse
or economic resources subject to financial resteaneasures or the freezing of assets on the bhsis
the data, facts or circumstances underlying thertig, for one working day following the reporting
for domestic transaction or for two working daydldwing the reporting for non domestic
transactions, except if the Financial Service Rlevreceives information within the above deadline
from the Authority acting as the Financial Intedligce Unit that the person concerned is not sulgjecte
to financial restrictive measures or the freezihgssets.

Financial Service Providers may also execute ttestaiction within one working day following the
reporting of a domestic transaction or within tworling days following the reporting of a non
domestic transaction if they receive informatiohivi the above deadline that the person concemed i
not subject to financial restrictive measures erfteezing of assets.

Transaction shall be executed after one workingfdigwing the reporting of a domestic transaction
or after two working days following the reporting a non domestic transaction, except if the
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Financial Service Provider receives informatiorhivitthe above deadline that the person concerned is
subject to financial restrictive measures or teefing of assets

When implementing Act CLXXX of 2007 on the implenm&iion of financial restrictive measures and

the freezing of assets as ordered by the Europeanldnd on the related amendment of certain Acts,
Financial Service Providers shall apply, of thevigions of these regulations in connection with the
MLA, the rules for the reporting obligation, theopibition of disclosure, the screening system,

record-keeping and the obligation for the retentddrdocuments, and shall include the information

related to this Act in their training and contingiittaining curricula.

The procedure to be applied for persons and orgtmis included on lists for restrictive measures
ordered by the European Union shall be discussearately from the measures to be carried out for
persons or organisations included on lists prepbyettie UN or the USA.

The European Union Lists shall mean the lists $igecin the annexes to the Council Regulations
created in order to combat terrorist financing ardch are to be applied directly (881/2002/EC and
2580/2001/EC). Financial Service Providers shatiyaphe provisions of Act CLXXX of 2007 with
regard to persons or organisations included orethgts.

If in order to combat terrorist financing a Finaalcbervice Provider also screens against othes; list
then for persons and organisations included on Bsishthe Financial Service Provider shall conduct
reporting pursuant to Paragraph (2) of Article 28he MLA, i.e., if some data, facts or circumstasc
emerge that indicate money laundering or terrdirisincing, provided that the data is not identical
persons or organisations included on lists spetifiethe annexes to the Council Regulations created
in order to combat terrorist financing and which & be applied directly.

Xl RECORD KEEPING

Pursuant to Article 28 of the MLA Financial Servieeoviders shall maintain records of data obtained
while carrying out customer due diligence measares$ shall keep such data for at least eight years
following the termination of the business relatioipsor the execution of the transaction order.

Such records shall contain data and documentsnalotdiy Financial Service Providers in the course
of customer due diligence measures and copiesahersubject to customer consent —, as well as
documents evidencing reporting activities or dafgptied on request from the Authority acting as the
Financial Intelligence Unit, as well as documentiglencing the suspension of transactions or copies
thereof, which Financial Service Providers sha#kéor eight years from the date that the data was
recorded or from the date of reporting (suspension)

Records maintained by Financial Service Providbadl €ontain transaction orders transacted in cash
(in Hungarian Forints or in foreign currency) in amount of, or exceeding three million six hundred
thousand Hungarian Forints.

Financial Service Providers shall maintain sepasatgchable and verifiable records of the minimum
data set recorded during customer identificatiorspant to Paragraph (1) of Article 7 of the MLA and
of the maximum data set recorded pursuant to Paphgi3) of Article 7 of the MLA, as well as of
cases where enhanced customer due diligence meaatgreapplied with regard to customers and
transactions representing a high risk of moneydaung or terrorist financing, and where the servic
provider accepts the results of customer due diigemeasures performed by other organisations.
Where electronic screening systems do not alloveéparate data queries, Financial Service Providers
shall maintain separate data records for intemdlexternal audit purposes.

In order to fully comply with the data supply oldigon as specified in the Decree issued by the
Minister of Finance on the data set to be suppletthe HFSA and on the method of data supply, the
data sets specified in the decree shall be keptWway to enable separate queries for internal and
external audit purposes.

XIII' TRAINING AND CONTINUING TRAINING
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Financial Service Providers shall take appropra@asures to acquaint their employees, engaged in
activities pursuant to Paragraph (1) of Articlefiitee MLA, with the legislative provisions relatéal
money laundering and terrorist financing, to regsgriransaction orders that enable or implement
money laundering or terrorist financing and to bkedo proceed in compliance with this Act if some
data, facts or circumstances emerge that indicateegn laundering or terrorist financing. For this
purpose the designated person shall develop raedréining and continuing training wherein
appropriate measures shall be taken to train neplogies and to organise regular continuing training
for employees at least once every year, to recod document such training and to assess the
knowledge acquired. Continuing training may covepidlation related to the prevention and
deterrence of money laundering and terrorist firapanew emerging perpetration trends or changes
in the Regulations. Training should also cover tiadinition of money laundering and terrorist
financing, the internal procedures for identifioatiand reporting, as well as the typology of unusua
events. Within one year following the effective elatf the MLA, i.e., before December 15, 2008,
training shall always end with an examination usmgltiple choice questions to include concepts,
delimitations as well as practical examples. Otliwevonly new employees shall be required to pass
an examination, the results of which, and the ingithematic, the subject matter of the examination
as well as attendance shall be documented by igrndged person. In other cases Financial Service
Providers shall require attendance at continuiagnitng, with the designated person recording the
names, positions and job functions of the partitipa

XIV ANNEXES

Regulations shall contain the following Annexes:
Typology of Unusual Transactions

Identification Form

Reporting Form

Contact details for the Authority acting as thedficial Intelligence Unit (administrators, telephone
number, facsimile number) and the availability bé tinternational lists prepared by authorities of
other countries that are officially published inrtgary

Names, positions and telephone numbers of contasbps liaising with the Authority acting as the
Financial Intelligence Unit.

Reporting Form for Measures to Freeze Assets
Regulation 1781/2006/EC on Information of the Pa®rompanying Transfers of Funds
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Annex No. 1
UNUSUAL TRANSACTIONS

This annex contains the typology, organised intmiform structure, of unusual transactions observed
hitherto by the profession and affecting the openatof all service providers subject to the MLA.

1.) Money laundering using unusual cash transastion

If a natural person makes an unusually large caplogit or cash withdrawal, especially if it is ot
conformity with the customer’s profession. The pbgkpresence of the customer should not in itself
render the cash deposit suspicion-free. ExamplerirAinal will always have an orderly passport and
will always maintain an orderly appearance, becaegehe will not risk two things at the same time.

If there is a sudden significant increase in caspodits or withdrawals by either a private indiatu
or a company.

Customers with several relatively small depositsictv however are significant in total value.
Frequent exchange of cash into some other currency.
Significant movements of funds on an account tres previously inactive.

If customers arrive together and conduct high valgh transactions or foreign currency transactions
at the same time with the same bank.

Regular cash transactions just below the valuestinid for identification.

Withdrawal and deposit of cash on the same dayithia short time interval without the movement
of cash, with the transaction affecting the accewfitseveral customers.

2.) Money laundering using bank accounts

If a customer maintains several bank accounts aetbtmk without this being justified by his/her
business activities, and makes frequent transfetsden the bank accounts without reasonable cause.
Reasonable cause includes transfers performeditiaiee book-keeping.

If the movements of funds on bank accounts maiathifor natural persons or legal entities do not
indicate business activities, but significant ameuare credited or debited to the bank accountoutth
a clear purpose.

If general banking services are used in an unusagl such as if interest due on a large deposit
amount is disclaimed.

If several persons deposit regularly or large an®tmthe same account.

If several people transfer smaller amounts of mdoethe same account, which are then transferred
on to a third account that has no clear conneetitimthe given account.

If a large amount of cash is placed in deposit isnoffered as collateral by the owner of the bank
account.

3.) Suspicious transactions of businesses orgamsat

If there is a change in ownership of the compard/tae background or appearance of the new owners
(homeless, etc.) is inconsistent with the actigitid the company, or if the financial activitiestbé
company are suddenly transformed following the glkean ownership.

Companies with financial indicators noticeably €iffnt from those of other similar companies.

If the owner of a business makes several depasitiesame day in different branches of the bank.
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An account with transfers being conducted withotgasonable business purpose or inconsistent with
the company owning the account or with its histingoming and outgoing transfers, especially from
and to countries that qualify as tax havens).

An account that receives many incoming transfersnany small deposits, with the entire amount
subsequently being transferred, if the activitingonsistent with the customer company or its Injsto

If a company makes frequent large cash depositsranatains high balances but does not use other
services such as loans, letters of credit, wagepayor tax payment services, etc.

Financial transactions using substitutes for moneigh details missing or containing fictitious
beneficiaries, senders, etc.

Unusual funds transfers between connected accoontshe accounts of companies with clear
interlocking ownership in addition to businesstielaships.

If the extent of cash deposits and their placeraent frequency are inconsistent with the company’s
activities.

If a company is managed by a person — duly authdria represent the company — whose appearance
and abilities clearly make him/her unsuitable facts activities, especially if the account is colhia
by a person who is not employed by the company.

If the same person or group controls the accourgcopunts of several companies and if there are
regular funds movements on the accounts.

If transfers to the account are frequently returdiee to contracts not having been concluded otaue
erroneous transfers.

If a company established with the minimum requicaegdital conducts significant turnover or receives
a large loan from another bank.

If members provide frequent and unreasonable ltarte company and if the individual or total
amount of these loans is suspiciously high.

If a current account credit if provided for the dasansferred in a single amount between closed
companies related to each other in ownership afghiting without a real economic substance, and if
at the end of the day the amount returns to thé& laaoount of the company that has initiated the
transfer.

4.) Money laundering using transactions assochattdinvestments

If there is increased demand for investment sesvigbere the source of the allocated capital is not
clear or it is foreign to the business activitiéshe customer.

Cash purchase of securities in a high value, pseiaseveral instalments below the value threshold
for identification.

Purchase, sale or possession of securities witteagon or under unusual circumstances, such as
where the financial situation of the firm does justify a sale.

Purchase or sale of illiquid securities withoutemtablished market price or where it is not avétlab
from a public source or difficult to obtain, and evh the transaction or the series of transact®nst
consistent with the profile of the customer.

Instructions for derivative transactions where ¢hstomer continuously makes only profits or realise
only losses vis-a-vis the same group of customerth® other side.

If the customer initiates a complex transactioreetfhg many accounts and companies, inconsistent
with the profile of the customer, if the seriestrdnsactions includes transaction orders related to
securities.
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Regular instructions to carry out loss-making teentions, especially if the front-office employee
specifically points out this fact to the attentwiithe customer.

Instructions for high magnitude transactions itéthwith cash deposits.

Instructions for linked transactions to conductssrinked deals, initiated by several customers
(businesses in general) that can be associatedeadth other.

If the same customer maintains several securitesuats without reason, with no significant turnove
on either, but with a significant total investedamt.

If a customer holds physical securities in an uswaably high amount — volume — despite the
availability of electronic storage.

Withdrawal or transfer of the proceeds followingade, with a subsequent instruction for a similar o
even higher volume transaction following a new d#po

5.) Money laundering via credit transactions
If customers suddenly repay their troubled loans.

Application for a loan against collateral where tbregin of the collateral is unknown or if the
collateral is not consistent with the financialnstang of the customer.

Application for financing from a financial instiftoh where the source of the customer’s financial
contribution is not known.

Application for a loan when the customer has sigaift funds available on another account.
The use of funds from a loan that is inconsistdtit the declared purpose of the loan.

An application for loans to off-shore companiesanrapplication for a loan secured by a promissory
note from an off-shore bank.

If the purpose of the loan as declared by the ocostanakes no economic sense, or if the customer
offers to provide a cash collateral for the loahil@refusing to disclose its purpose.

If a customer purchases depository receipts ansltheen as collateral for a loan.
If a customer secures a loan with a cash deposit.

If a customer uses cash collateral deposited witbfshore financial institution in order to obitah
loan.

If funds originating from a loan are unexpectedhgcted to an off-shore territory.

If a customer unexpectedly repays a loan or a feigmt portion thereof without an economic
precedent visible to the bank.

If a loan is repaid by a person with whom the cotohad (has) no financial relationship.
6.) Money laundering using international activities
Contact with large amounts from companies regidtereountries associated with drug trading.

Holding of large balances inconsistent with thetaorer’'s usual business turnover with a subsequent
transfer to a foreign country.

If a customer, in the course of his/her foreigrdéractivities, regularly deviates from the payment
methods that are customary for the respective cesnt

A customer is suspicious if he/she conducts a fgmit flow of finds with countries associated with
the production of or trade in drugs, especiallth# customer’s business profits are inconsistetit wi
the economic and commercial structures of the rtsgecountries.
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Transactions affecting off-shore banks or shelldsamith names very similar to the name of a large
legal financial institution.

Frequent payment orders or payment orders for langeunts where the beneficiary or the obligor is
an off-shore institution and where this is incotesis with the known business of the customer.

If a customer sends and receives transfers (tdrandcountries qualifying as tax havens), espegiall
if such transactions have no visible business reaso if such transactions are inconsistent with th
business or the history of the customer. A typoeede would be for an off-shore reinsurer to trarsfe

larger amount identified as commissions to a pevadividual.

Regular repeated transfers from the bank accouwtp(ets) of a natural person to countries that
qualify as tax havens.

If a customer receives transfers or sends trantiatsare just below the value threshold for rapgrt
or affect a number of banks, but there is no wsitdlationship between the transactions and the
activities or history of the customer.

7.) Insufficient or suspicious information

If a business organisation is reluctant to provadenprehensive information about the business
purpose of the enterprise, its previous bankingtieiships, officers, directors or place of busines

If a customer refuses to provide information wh@ering an account, or purchases cash substitutes
above the specified threshold.

If a customer tries to open an account withoutregfees, a local address or personal identification
(passport, driving license or social security caod)refuses to provide any other information reeghi
by the bank for opening an account.

If a potential borrower is reluctant or refusespecify the purpose of a loan or the source of §ufod
repayment, or specifies a questionable purpos@asadirce of funds.

If a customer provides very minimal informationisformation that seems to be false, or information
that is difficult for the Bank to verify, especialvith regard to his/her personal identity.

If a potential customer is reluctant or refuseprtavide references, or the references cannot bifseker
or cannot be contacted.

If a person does not indicate his/her past or ptessmployment on the loan application.
8.) Unusual features or activities

If an account is maintained for a customer locatiea distant address from the location of the lmank
the branch, especially if another branch is avéalah closer proximity and there is no logical
explanation for choosing a more distant branch.

Accounts or customers with frequent large amouhtsash deposits that are bundled with currency
straps bearing the seals of other banks.

If the customer holding the account almost nevsitsithe financial institution but has a number of
couriers who deposit money onto his/her account.

If there are significant unexplained deviationsvirtsaditional banking practices.

If a customer’s willingness to take risks suddeirgreases, diverging from his/her customary
behaviour.

9.) Attempts to evade reporting or record-keepetguirements

If a customer attempts to enter into a financahgsaction for an amount above a certain thresbald,
retrieves a portion of the money when informedha tecord-keeping or reporting requirement, in
order to keep the transaction just below the sgetthreshold.
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If a person takes cash to the financial institutiord insists that the prescribed record-keeping or
reporting forms should not be completed.

If a customer makes many deposits in short suanessia single account, each below the threshold
for identification, or if he/she distributes largkeposits to several accounts in order to evade
mandatory reporting.

If a customer is reluctant to provide informatidratt is required for identification, or is reluct&not
carry on with the transaction when informed of tbguirement to identify him-/herself.

If a customer forces or attempts to force a bangleyee not to submit the required record-keeping or
reporting forms.

10.) Money laundering using life insurance

Sudden significant increase in extraordinary paysen withdrawals by either a private individual or
a legal entity.

A deposit of a significant amount for unit-linkedlel insurance not consistent with the customer
profile.

Regular transactions just below the value thresfwldlentification.
Payments and withdrawals not consistent with tistoroer profile.
Use of a service in a form different from the gaheractice.

If a business organisation is reluctant to provadenprehensive information about the business
purposes of its enterprise, about its previous inankelationships, officers, directors, or abouwt it
place of business activities.

If a customer refuses to provide information whateang into a contract.

If a customer intends to enter into a contract edthdisclosing his/her references, local address or
personal identity (using a passport, driving lieens social security card), or refuses to providg a
other information required by the insurance compargrder to enter into a contract.

If a customer provides very minimal informationiformation that seems to be false, or information
that is difficult for the insurance company to ¥erespecially with regard to his/her personal titgn

If there are unexplained significant deviation fronaitional insurance practices.

If a customer attempts to enter into a transaaiioam contract for an amount above a certain thitdsho
but withdraws from entering into the contract whaformed of the record-keeping or reporting
requirement, in order to keep the transactionhetw the specified threshold.

If a customer intends to make a cash payment asidtsnthat the prescribed record-keeping or
reporting forms should not be completed.

If a customer enters into many contracts belowlee threshold for identification.

If a customer is reluctant to provide the inforraatithat is required for identification or to caog
with the transaction when informed of the requirate identify him-/herself.

If a customer forces or attempts to force a bangleyee not to submit the required record-keeping or
reporting forms.

11.) Money laundering using the change of money

Possession of an unusually large sum if not cadistith the appearance or the behaviour of the
customer.

Regular change of large amounts of money.
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If customers arrive together and change large atsamfrmoney at the same time.
A series of transactions, each just below the viiteshold for identification.
Change of a large sum or regular change invohamgly used currencies

If a customer is reluctant to identify him-/herself

If a customer attempts to initiate a change abbeevalue threshold, but retrieves a portion of the
money when informed of the due diligence requiretmarorder to keep the transaction just below the
specified threshold.

Exchange of small denominations of currency intarger denomination or sale with a concurrent
purchase of a different currency.

12.) Money laundering via pawning
If customers suddenly repay their pawn loans.

If customers regularly pawn a large number of iteesch representing a smaller value individually
but a larger value in total, and if those are tgftycnot redeemed.

A customer whose appearance gives reason to belewehe/she is not the owner of the pawned
property.

If the customer is very nervous and his/her behavinay give rise to the suspicion that he/she may
have become involved in a money laundering trarmact

If the clothing and the behaviour of the customex imconsistent with the quality of the pawned
property.
If the customer rather withdraws from a transactiarhearing of identification.

If the purpose of the loan as declared by the ocustodoes not make economic sense or if the
customer refuses to disclose the purpose of the loa

If a customer purchases depository receipts anslteen as collateral for a loan

If the registered office or the residence of thetomer is located in one of the states listed ineXn
No. 4.

If a different person tries to redeem a pawned gmypof significant value without providing an
acceptable explanation.

13.) Transactions giving rise to the suspicioreofdrist financing

Terrorists usually maintain low profile behaviounsd lifestyles to avoid causing suspicion in their
environments, networks and financial practicess ltherefore impossible or difficult to specify the
types of unusual transactions in relation to testsr

Terrorists collect unlawful funds as well as furnidat typically seem lawful: in addition to protemxti
moneys, blackmail and trading in drugs and armg #ileo collect funds from lawfully operating
foundations as well as from not for profit orgatisias, and they also collect membership fees alhd se
publications.

It may be suspicious for instance, if a customeo vwghthe citizen of a foreign country applied fatn
only one or two bank cards, but several when omeam account. After opening the account a long
period — even several months — may pass beforanafér or cash payment is made to the account,
which would then be withdrawn in cash within a shg@riod of time from ATMs with the use of the
cards. Subsequently the account may be dormara fengthy period of time, and then the process
would be repeated.
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It may also be suspicious if several persons chetteheir life insurance policies and requested
payment to the same person.

Annex No. 2

DATA SHEET FOR IDENTIFICATION — TO BE COMPLETED EXQJSIVELY BY THE
SERVICE PROVIDER!
For compliance with the obligation prescribed unélgicle 7 of Act CXXXVI of 2007

Details for natural persons (please mark the gpm@te box with an Xitems in italic are optional

Family Name and Firgt
Name:

Name at Birth':

Citizenship: Hungaria | Other:
n:

Address:

Type of Identifica-tior] Personal Official

Document Identity Addr_gss Driving Pass- certificate of the
- Certificat -

Certificat e License port personal
e identifier

Other

Designation of th
Other Document

U

Number(s) in
Sequence:

Place and Date df Y M D
Birth:

Mother’s Maidern
Name:

1: Previous Name, Maiden Name

Details for legal entities or legal arrangementsg& be completed for entrepreneurs)

Name, Short Name:

Registered Office / Address of Brarch
Office in Hungary*

Registration / Resolution,
Record Number:

Primary Activity:

Name and Position of Authorisgd
Representative:

Identification Details for the
Agent for Service of Process:

1: Address of the branch office in Hungary for eptises registered in a foreign country:
Details recorded by:

Declaration by Customers residing in a Foreign @gun

| declare that | am not a Politically Exposed Per@@lease mark with X)

| declare that | am a Politically Exposed Persangethe appropriate category code from
the list below)
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Dr

nity

2a) | Heads of State, heads of government, miniatetsleputy or assistant ministers;

2b) | Members of parliament;

2c) | Members of supreme courts, of constitutionalrtsoor of other high-level judicial bodies
whose decisions are not subject to further appeal,

2d) | Chairmen and members of courts of auditord timeboards of central banks;

2e) | Ambassadors, chargés daffaires and high-rgnkirofessional officers (flag officers
generals) in the armed forces;

2f) | Members of the administrative, management @estisory bodies of enterprises in majo
state ownership;

3) Immediate family members of persons mentioneskntions 1), i.e., close relatives as specified
under Section b) of Article 685 of the Civil Codedapartners considered by national law as
equivalent to the spouse;

4a) | Any natural person who is known to have joiehdficial ownership of legal entities or legal
arrangements, or any other close business relatitisa person referred to in Sections 2);

4b) | Any natural person who has sole beneficial oalmp of a legal entity or legal arrangement
which is known to have been set up for the berdditfacto of the person referred to|i
paragraph (2).

Date:

Signature
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DECLARATION OF BENEFICIAL OWNERSHIP BY THE CUSTOMER (Article 8)
TO BE COMPLETED BY THE CUSTOMER!

[the undersigned ..........oooiiiiiiiiii e e , (as a dalythorised representative
Of )* hereby declare in full undstanding of my liability
under criminal law that:

1.) I act as a natural person on my own behalf.*

2.) | act as a natural person on behalf of th@¥falg person(s):*

3.) The legal entity or legal arrangement acts®own behalf.**

4.) The legal entity or legal arrangement acts emalf of the following person(s).**

11:

S Bl Edianl S50 R B IRl 1d I Lol [l Edianl 5o KSS0 Il Bl K504 1N o

Please underline the appropriate section orscong the section not needed.
**. For legal entities the declaration should bgnm&d using the corporate signature because the
declaration is made by the legal entity.

1: Family Name and First Name

2: Name at Birth, if different

3: Address

4: Citizenship

5: Hungarian— Mark with X and leave Box 6 empty!

6: Other (if the customer is not a Hungarian citizglease enter the citizenship):

7: Type of identification document

8: Number of identification document

9: Place of stay in Hungary (only for citizens dbaeign country)
10: Place and date of birth
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11: Mother’'s maiden name
Text in italic indicates the details pursuant tor&graph (3) of Article 8 of the MLA.

| am aware of my obligation to report to the seeaicovider within 5 (five) working days any changes
occurring to the above details or to my own detaitsd of my liability for any damages arising from
my failure to comply with this obligation.

Date:

Signature

Annex No. 3
Report on a circumstance that indicates a suspafiomoney laundering and terrorist financing

1. Name, address and direct telephone numbehefreporting credit institution / financial
enterprise<Corporate Name, Address and Telephone Number >

1.1. Name and address of the branch (unit) thateested the transaction (if not identical to ¥1”)
1.2. Names, addresses and telephone numbers obo#tmehes and units involved in the transaction;
1.3. Date and time of detection by the service ipley

1.4. Date and time of reporting by the service tex

1.5. Filing numbers and dates of previous repdrenfy) concerning the same matter (customer);
1.6. Name, (work) address and telephone numbdreoDesignated PersoaName, ZIP Code, Place-
name, Street, House Number and Telephone Number>

2. Identification details for the customer codtilig the transaction with the credit institution /
financial enterprise (details listed under Sectiahsand b) of Paragraph (2) and if available, under
Paragraph (3) of Article 7 of the MLA).

2.1. Are all identification details available fdret customer: Yes / No

2.2. Is another financial organisation involvedtire matter? If yes, the details of the financial
organisation are as follows:

Please also indicate here the person — if any wkam the transaction was carried out (if a foreign
bank was involved it should be properly identified)

3. Transaction Description (type, total amountbrrency, detailed description)

3.1. The type(s) and number(s) of the accountstlfef payee and the payer) involved in the
transaction;

3.2. The amount(s) involved in the transaction tuedr total (if several);

3.3. Description of the transaction(s) (deposinsfer, receipt of amount, cash withdrawal, etc.);

3.4. Description of the data, fact or circumstaiia indicates money laundering (suspicion of money
laundering).

<Please also describe here why the customer besaspéiious, why the transaction carried out by the
customer is unusual, why it was reported!>

4. Other circumstances that indicate money latind not presented above.

5. Measures taken by the financial service gi@vorganisation.
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If necessary, it is practical to attach the custohistories of the involved customers for at le@st
months (copies of account statements sent to te®mer during the past 6 months), copies of their
contracts with the service provider, copies of atgre cards, other detailed descriptions, comments
and notes if available to the service provider.

Annex No. 4

The Authority acting as the Financial Intelligencet:
Hungarian Customs and Finance Guard

Central Law Enforcement Directorate
Department of Financial Intelligence

Address: Hajnoczy utca 7-9, Budapest, H-1122, Hgnga
Telephone: +36-1-4568-111

Facsimile: +36-1-4568-154

Email: vpkbp.fiu@mail.vpop.hy fiu@mail.vpop.hu

Access detalils for lists relevant to the prevensind deterrence of terrorist financing:

The sanctions list of the European Union is actdssit the following address:
http://europa.eu.int/comm/external relations/cfapésions/list/version4/global/e ctlview.html

The sanctions lists of the United Nations Orgamisasire accessible at the following addresses:

Security Council Committee established purstangsolution 1591 (2005) concerning the Sudan:
http://www.un.org/sc/committees/1591

List of individuals and entities subject to theasures contained in paragraph 1 of Security Glounc
resolution 1532 (2004) concerning Liberia (the sse freeze list):
http://www.un.org/Docs/sc/committees/Liberia3/1582 htm

The new consolidated list of individuals anditgsg belonging to or associated with the Talibad a
Al-Qaida organisation as established and maintayetie 1267 committee:
http://www.un.org/Docs/sc/committees/1267/1267 LigiHtm

Security Council Committee established by resmu661 (1990) concerning the situation between
Iraq and Kuwait (Terminated pursuant to resoluid83 (2003) of 22 May 2003):
http://www.un.org/Docs/sc/committees/IragKuwaitf&anctionsCommEng.htm

The sanctions lists of the United States OfficEoreign Assets Control (OFAC) are accessible on
the following address:
http://www.ustreas.gov/offices/enforcement/ofac/
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Annex No. 5

The following are the designated person and hisdeeuty at<corporate name >Financial Service
Provider, responsible for reporting to the Authpdtting as the Financial Intelligence Unit:

Name: <Name> Deputy Name:<Name>
Position:  <Position> Position: <Position>
Telephone Number: <Direct Number> Telephone Number: <Direct Number>

The persons assigned as auditors:
Name: <Name>

Position: <Position>

Telephone Number: <Direct Number>

The person responsible for updating the Regulations
Name: <Name>

Position:  <Position>

Telephone Number: <Direct Number>

Annex No. 6
Reporting on the basis of financial restrictive sweas and the freezing of assets

Name, address and telephone number of the invadeedce provider organisation subject to the
reporting obligation:

Date and time of detection of the financial aseetsconomic resources:

Date and time of reporting:

Name, address, position and telephone number afdsignated person:

2. ldentification details of the subject of thedittial restrictive measures or the freezing oftasse
Customer Details

Family Name at Birth:

First Name at Birth:

Married Name:

Place of Birth:

Date of Birth:

Permanent Address:

Place of Stay:

Other identification details published by |a
community legal action imposing financial
restrictive measures or the freezing of assets:

3. Details of the natural person with title to tfeancial assets or economic resources subject to
financial restrictive measures or the freezingssfeds:
Details of the natural person with disposal powers

Family Name at Birth:

First Name at Birth:

Married Name:
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Place of Birth:

Date of Birth:

Permanent Address:

Place of Stay:

4. Details of the legal entity or legal arrangemsubject to financial restrictive measures or the

freezing of assets
Details of the business organisation

Name:

Registered Office:

Branch Office in Hungary:

5. All other data, facts or circumstances that dath# that the subject of the financial restrictive
measures or the freezing of assets draws pecuméasfits from the given transaction.

6. Description of the financial assets or econar@sources subject to financial restrictive measares

the freezing of assets:

Value of the Financial Assets:

Currency of the Financial Assets:

Placement Method of the Financial Assets:

Details of the Economic Resource:

- Subject Matter:

- Other details suitable for identification:
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