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ANNEX |

. DETAILS OF ALL BODIES MET ON THE ON-SITE MISSION -
MINISTRIES, OTHER GOVERNMENT AUTHORITIES OR BODIES,
PRIVATE SECTOR REPRESENTATIVES AND OTHERS

Agency for the Insurance Supervision

Agency for Public Legal Records and Related Sesvice
Agency for Public Oversight of Auditing

Association of Accountants

Association of Insurance companies

Association of the Management Companies of Investiiends
Association of the Members of the Stock Exchange
Bank of Slovenia

Bar association

Casino and Gaming Hall representatives

Chamber of Notaries

Committee for the Prevention of Money Launderingtla Bank association of Slovenia
(including compliance officers of the commerciahks)
Company Service Providers

Head of the Analysis Service

Head of IT Service

Head of Department for Prevention and Supervision
Head of Department for Suspicious Transactions
Head of the Service for International Cooperation
Market Inspectorate

Ministry of Finance

Ministry of Foreign Affairs

Ministry of Interior, Criminal Police Directorate
Ministry of Interior, Internal Affairs Administrabin
Ministry of Justice

Office for Money Laundering Prevention

Prevention of Money Laundering, Brokerage Company
Representatives from Auditing Firms

Representatives of estate agents

Representatives of precious metals and stonesdassa
State Agency for Gaming Supervision

State Prosecution Office

Securities Market Agency

Slovenian Intelligence and Security Agency

Slovene Institute of Auditors

Supreme Court



Report on fourth assessment visit of Slovenia — Annexes

ANNEX [l

II. DESIGNATED CATEGORIES OF OFFENCES BASED ON THE FATF
METHODOLOGY

Designated
categories of
bac;féilngr??he Offence in domestic legislation
FATF
Methodology
Participation in an Criminal Association
organised criminal Article 294
group and (1) Whoever participates in a criminal associatidrich has the purpose of committing
racketeering; criminal offences for which a punishment by impniseent of more than three years, or
a life sentence may be imposed, shall be punisiiechprisonment of three months up
to five years.
(2) Whoever establishes or leads an associatiomefgsred to in the preceding
paragraph, shall be punished by imprisonment ofreirths up to eight years.
(3) A perpetrator of a criminal offence from theepeding paragraphs who prevents
further commission of these offences or discloséarination which has a bearing on
the investigation and proving of criminal offendeat have already been committed,
may have his punishment for these offences mitiljateaccordance with Article 51 of
this Penal Code.
Criminal Conspiracy
Article 295
Whoever agrees to commit a criminal offence witlothar, for which a punishment
exceeding five years' imprisonment or a heavietese® may be imposed, shall be
sentenced to imprisonment for not more than one yea
Terrorism, Terrorism
including terrorist Article 108
financing (1) Whoever with the intention to destroy or selyejeopardise the constitutional,

social, or political foundations of the Republic Sfovenia or another country or

international organisation, to arouse fright amahg population or to force the

Government of the Republic of Slovenia or anothewuntry or international

organisation to perform or stop performing someghito perform or threaten to

perform one or more of the following actions:

- assault on life or body or human rights and fozes,

- taking hostages,

- considerable destruction of state or public bodd or representations of foreign
states, transport system, infrastructure, inforomatystem, secured platforms in
the continental shelf, public place or private @y,

- hijacking of an aircraft, ship or public transpor

- production, possession, purchase, transport,lguppse of weapons, explosives,
nuclear, biological or chemical weapons,

- research and development of nuclear, biologicahemical weapons,

- endangering security by releasing hazardous anbss$ or causing fires, floods or
explosions,



Report on fourth assessment visit of Slovenia — Annexes

- disturbance or termination of supply with watelectrical energy or other basic
natural resources, which could endanger human life,
shall be sentenced to imprisonment between thredifa@en years.
(2) Whoever wants to achieve the purpose referoeih tthe previous paragraph by
using or threatening to use nuclear or other ratiiva substance or device, by
damaging a nuclear facility by releasing radioa8ubstance or enabling its release, or
who by threatening or using force demands nucleaotber radioactive substance,
device or facility shall be sentenced to imprisontrad up to fifteen years.
(3) Whoever prepares or helps to prepare crimiffahoes referred to in the previous
paragraphs by illegally obtaining the required nseancommit these criminal offences
or by blackmailing prepares someone else to ppéieiin these criminal offences, or
whoever falsifies official or public documents régd to commit these criminal
offences shall be sentenced to imprisonment betweerand eight years.
(4) If the act under paragraphs 1 or 2 resultséatld of one or more persons, the
perpetrator shall be sentenced to imprisonmentderveight and fifteen years.
(5) If the perpetrator in committing offences ungaragraphs 1 or 2 of this Article
intentionally takes the life of one or more persohg shall be sentenced to
imprisonment of at least fifteen years.
(6) If the act under paragraphs 1 or 2 of this detiwas committed by a criminal
organisation or group, which has the intentiondmmit criminal offences (hereinafter,
terrorist organisation or group) specified in theseagraphs, it shall be sentenced to
imprisonment between eight and fifteen years.
(7) Whoever patrticipates in a terrorist organisato group, which has the intention to
commit criminal offences under paragraphs 1, 2,r4500f this Article, shall be
sentenced to imprisonment of no more than eightsyea
(8) Any person who establishes or leads the orgtiors referred to in the previous
paragraph shall be sentenced with imprisonment lefaat fifteen years.
Financing of Terrorist Activities
Article 109
(1) Whoever provides or collects money or propartgrder to partly or wholly finance
the committing of offences under Article 108 ofstiitenal Code shall be sentenced to
imprisonment between one and ten yeatrs.
(2) Whoever commits an offence from the precediagagraph shall be subject to the
same penalty even if the money or property provideaollected was not used for
committing the criminal offences specified in threqeding paragraph.
(3) If an offence from the preceding paragraphs wasimitted within a terrorist
organisation or group to commit terrorist acts, fegpetrator shall be sentenced to
imprisonment between three and fifteen years.
(4) Money and property from the preceding paragsagttall be seized.
Incitement and Public Glorification of Terrorist #h\gties
Article 110
(1) Whoever incites commitment of criminal offenagsder Article 108 of this Penal
Code and therefore propagates messages or makesatteélable to other persons in
some other manner with the intention to promoteotest criminal offences and thus
causes danger that one or more such criminal adffemould be committed, shall be
sentenced to imprisonment between one and ten.years
(2) Whoever directly or indirectly publicly glorés or advocates criminal offences
under Article 108 or the criminal offence refernedin the preceding paragraph by,
with the purpose under preceding paragraph, prdpagaessages or making them
available to the public and therefore cause dariggr one or more such criminal
offences would be committed, shall be punishetiénsame manner.
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Trafficking in

human beings and

migrant
smuggling;

Sexual
exploitation,
including sexual
exploitation of
children;

(3) Persecution for criminal offences under presggiaragraphs shall be initiated with
the permission by the Minister of Justice.
Conscripting and Training for Terrorist Activities

Article 111
(1) Whoever conscripts for terrorist activities drycouraging another person to commit
criminal offences under Article 108 of this Penate, or participate in the order of
such terrorist act, or joining a terrorist orgatima or group to commit terrorist acts,
which this criminal organisation or group commgball be sentenced to imprisonment
between one and ten years.
(2) Whoever trains others for criminal offences emdrticle 108 of this Penal Code by
providing instructions to manufacture and use esiphs, firearms or other weapons,
harmful or hazardous substances, trains them faerapecial methods or technology
to perform or participate in a terrorist act, stlpunished in the same manner.

Enslavement

Article 112
(1) Whoever, in violation of international law, bgs another person into slavery or a
similar condition, or keeps another person in saclendition, or buys, sells or delivers
another person to a third party, or brokers theirdgyyselling or delivery of another
person, or urges another person to sell his freedotime freedom of the person he
supports or looks after, shall be sentenced toisopment between one and ten years.
(2) Whoever transports persons held in the cormditibslavery or in similar condition
from one country to another, shall be sentencethpisonment between six months
and five years.
(3) Whoever commits the offence under paragraplos 2 of this Article against a
minor shall be sentenced to imprisonment betweesetand fifteen years.

Trafficking in Human Beings

Article 113
(1) Whoever purchases another person, takes pamsedthem, accommodates them,
transports them, sells them, delivers them or ts&® in any other way, or acts as a
broker in such operations, for the purpose of fitggin or another form of sexual
exploitation, forced labour, enslavement, servicgrafficking in organs, human tissue
or blood shall be given a prison sentence of batvee® and ten years.
(2) If an offence from the preceding paragraph e@smitted against a minor or with
force, threats, deception, kidnapping or explaitatof a subordinate or dependent
position, or in order to force a victim to beconregnant or be artificially inseminated,
shall be given a prison sentence of between thrédifieen years.
(3) Whoever carries out an offence from paragrdpasd 2 of this Article as a member
of a criminal organisation to commit such offencasif a large pecuniary benefit was
gained through committing the offence, the perpetrahall be subject to the same
punishment as specified in the preceding paragraph.

Rape

Article 170
(1) Whoever compels a person of the same or ompas®Ek to submit to sexual
intercourse with him by force or threat of imminettack on life or limb shall be
sentenced to imprisonment for not less than onenahchore than ten years.
(2) If the offence under the preceding paragraph leen committed in a cruel or
extremely humiliating manner or successively by esal perpetrators or against
offenders serving sentence or other persons whesomal freedom was taken away,
the perpetrator(s) shall be sentenced to imprisahro not less than three and not
more than fifteen years.
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(3) Whoever compels a person of the same or ompasEk to submit to sexual
intercourse by threatening him/her with large loproperty to him/her or to his/her
relatives or with the disclosure of any matter @ntg him/her or his/her relatives
which is capable of damaging his/her or his/heatigbs' honour and reputation shall be
sentenced to imprisonment for not less than sixthzoand not more than five years.
(4) If offences under paragraphs 1 or 3 of thiscdethave been committed against a
spouse or an extra-marital partner or partner refgéstered same-sex civil partnership,
the prosecution shall be initiated upon a complaint
Sexual Violence

Article 171
(1) Whoever uses force or threatens a person cfahmee or opposite sex with imminent
attack on life or limb thereby compelling that merso submit to any lewd act not
covered by the preceding Article or to perform sweh act shall be sentenced to
imprisonment for not less than six months and notenthan ten years.
(2) If the offence under the preceding paragraph een committed in a cruel or
extremely humiliating manner or successively by esal perpetrators or against
offenders serving sentence or other persons whersomal freedom was taken away,
the perpetrator(s) shall be sentenced to imprisobhrfoe not less than three and not
more than fifteen years.
(3) Whoever compels a person of the same or ogpssi to perform or submit to any
lewd act by threatening him/her with a large lobpmperty to him/her or to his/her
relatives or with the disclosure of any matter @nig him/her or his/her relatives
which is capable of damaging his/her or his/heatrets' honour and reputation shall be
sentenced to imprisonment for not more than fiverye
(4) If offences under paragraphs 1 or 3 of thiscdethave been committed against a
spouse or an extra-marital partner or partner refgestered same-sex civil partnership,
the prosecution shall be initiated upon a complaint

Sexual Abuse of Defenceless Person

Article 172
(1) Whoever has sexual intercourse or performsl@anyg act with a person of the same
or opposite sex by abusing the fact of his/her aledisease, temporary or graver
mental disorder or sickness or any other statengwd which that person is not
capable of resisting, shall be sentenced to impnemt for not less than one and not
more than eight years.
(2) Whoever, under circumstances under the pregeglimagraph, violates the sexual
integrity of another person in any other way sballsentenced to imprisonment for not
more than five years.

Sexual Assault on a Person Below Fifteen Yearsge A

Article 173
(1) Whoever has sexual intercourse or performsl@ng act with a person of the same
or opposite sex under the age of fifteen yeard $leakentenced to imprisonment for
not less than three and not more than eight years.
(2) Whoever commits the offence under the precedpagagraph against the
defenceless person under the age of fifteen ohisatening him/her with imminent
attack on life or limb shall be sentenced to imgmiment for not less than five and not
more than fifteen years.
(3) A teacher, educator, guardian, adoptive pangatent, priest, doctor or any other
person who through the abuse of his position hasasdéntercourse or performs any
lewd act with a person under the age of fifteen afdm he is entrusted to teach,
educate, protect or care for shall be sentencashpasonment for not less than three
and not more than ten years.
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(4) Whoever, under circumstances under paragrap@sot 3 of this Article, violates
the sexual integrity of the person under the agéfteen years shall be sentenced to
imprisonment for not more than five years.
Violation of Sexual Integrity by Abuse of Position

Article 174
(1) Whoever, by abusing his position, induces bisosdinate or a person of the same
or different sex who depends on him to have seixuatcourse with him or to perform
or submit to any lewd act shall be sentenced taisapment for not more than five
years.
(2) A teacher, educator, guardian, adoptive paneatent or any other person who
through the abuse of his position has sexual intese or performs any lewd act with a
person above the age of fifteen whom he is enwusteeach, educate, protect or care
for shall be sentenced to imprisonment for not tes& one and not more than eight
years.

Exploitation through Prostitution

Article 175
(1) Whoever participates for exploitative purposeshe prostitution of another or
instructs, obtains or encourages another to enigageostitution with force, threats or
deception shall be given a prison sentence of l@twleree months and five years.
(2) If an offence from the preceding paragraphaswmitted against a minor, against
more than one person or as part of a criminal asgéion, the perpetrator shall be
given a prison sentence of between one and tes.year

Presentation, Manufacture, Possession and Digwoibof Pornographic Material

Article 176
(1) Whoever sells, presents or publicly exhibiteuwlnents, pictures or audiovisual or
other items of a pornographic nature to a persateufifteen years of age, enables
them to gain access to these in any other way @vstthem a pornographic or other
sexual performance shall be given a fine or a printence of up to two years.
(2) Whoever abuses a minor in order to produceupastor audiovisual or other items
of a pornographic or other sexual nature, or usestin a pornographic or other sexual
performance or is knowingly present at such peréoroe, shall be given a prison
sentence of between six months and five years.
(3) Whoever produces, distributes, sells, impontsexports pornographic or other
sexual material depicting minors or their realigtiages, supplies it in any other way,
or possesses such material, or discloses the tigefta minor in such material shall be
subject to the same sentence as in the precediagrpah.
(4) If an offence from paragraphs 2 or 3 of thisicle was committed within a criminal
organisation for the committing of such criminafesfces, the perpetrator shall be
given a prison sentence of between one and eighsye
(5) Pornographic or other sexual material from geaphs 2, 3 or 4 of this Article shall
be seized or its use appropriately disabled.

Prohibited Crossing of State Border or Territory

Article 308
(1) Whoever crosses the border of the Republic lofeéhia by force, or enters its
territory illegally armed with weapons, shall bextemced to imprisonment for not less
than three months, and not more than three yedrpamshed by a fine.
(2) The same punishment shall be imposed on am alieo does not possess a
residence permit for the Republic of Slovenia, fohé stays in its territory in the
manner as referred to in the preceding paragrapiesests a legal removal therefrom.
(3) Whoever engages in the prohibited transit igfal, without leave to enter or remain
in the Republic of Slovenia, across the bordehefRepublic of Slovenia, or whoever
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lllicit trafficking

in narcotic drugs
and psychotropic

substances;

transits aliens or helps to conceal them, or whoevengaged in assisting a group of
two or more such aliens to cross the border otgtr@ory of the state against payment,
shall be punished by a term of up to five yearsmgrisonment and by a fine.
(4) An official who, by abusing his official posith or rights, enables an alien illegal
entry to the territory of the Republic of Slovewiaillegal stay therein, shall receive the
penalty referred to in the preceding paragraph.
(5) If a disproportionate property benefit has bgamed for himself or a third person
by the perpetrator committing offences referreihtparagraphs 3 or 4 of this Article,
or if he acquires a work force without rights, asps a threat to human life or health,
or commits such acts as a member of a criminalcegson, he shall be sentenced to
imprisonment for not less than one and not more #ight years and punished by a
fine.
(6) Whoever gains over or collects people withewof illegal transfer, provides them
with forged documents or transportation, or orgasifiegal transfer in any other way,
shall be sentenced to imprisonment for not mora five years and punished by a fine
(7) The above paragraph shall also apply to criteffances committed abroad, if the
country where such offences have been committedatlapted, like the Republic of
Slovenia, the common international legal obligatioh preventing such criminal
offences, regardless of where they are committed,res determined such acts in its
law in the same proper way as criminal offencesthd criminal offence has been
committed in the territory of the European Unianthe application of paragraphs 2, 3,
4 and 5 of this Article the citizens of its Meml&tates shall not be considered aliens.
Unlawful Manufacture and Trade of Narcotic Drugs,
lllicit Substances in Sport and Precursors
to Manufacture Narcotic Drugs
Article 186
(1) Whoever unlawfully manufactures, processeds sal offers for sale plants or
substances, which are classified as narcotic dougilicit substances in sport, or
whoever purchases, keeps or transports such drugisbstances with a view to resell
them, or the precursors, which are used to manumacharcotic drugs, shall be
sentenced to imprisonment for not less than onenahchore than ten years.
(2) Whoever sells, offers for sale or hands ouk fid charge narcotic drugs or
precursors to manufacture narcotic drugs to a mmentally disabled person, person
with a temporary mental disturbance, severe meatardation or person who is in the
rehabilitation, or if the offence is committed idueational institutions or in immediate
vicinity thereof, in prisons, military units, publiplaces or public events, or if the
offence under paragraph 1 is committed by a cesiVant, priest, doctor, social worker,
teacher or educator and thereby exploits his positr whoever in order to commit the
mentioned offence uses minors shall be sentencedposonment between three and
fifteen years.
(3) If an offence from paragraphs 1 or 2 was congditvithin a criminal organisation
for the committing of such criminal offences, ortife perpetrator of this offence
organised a network of resellers or agents, th@gbetor shall be sentenced to
imprisonment between five and fifteen years.
(4) Whoever without an authorisation manufactupgschases, possesses or furnishes
other persons with the equipment, substances ougsers, which are to his knowledge
intended for the manufacture of narcotic drugsllariti substances in sport, shall be
sentenced to imprisonment for not less than sixthwoand not more than five year.
(5) Narcotic drugs or illicit substances in spartiahe means of their manufacture and
means of transport with a specially adapted spaccthé transport and storage of drugs
or illicit substances in sport shall be seized.
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Illicit
trafficking

arms

Rendering Opportunity for Consumption of Narcotia@s or lllicit Substances in
Sport

Article 187
(1) Whoever solicits another person to use naratiigs or illegal doping substances
or provides a person with drugs to be used by hirbyoa third person, or whoever
provides a person with a place or other facility tiee use of narcotic drugs or illicit
substances in sport shall be sentenced to imprisonfar not less than six months and
not more than eight years.
(2) Whoever commits the offence under paragrappalnat several persons, a minor,
mentally disabled person, person with a temporaeytal disturbance, severe mental
retardation or person who is in the rehabilitation,if the offence is committed in
educational institutions or in immediate vicinitgeteof, in prisons, military units,
public places or public events, or if the offenceler paragraph 1 is committed by a
civil servant, priest, doctor, social worker, teacbr educator, and thereby exploits his
position, shall be sentenced to imprisonment betvoee and twelve years.
(3) Narcotic drugs, illicit substances in sport dhd tools for their consumption shall
be seized.

Manufacture and Acquisition of Weapons and Instnisiéntended for the
Commission of Criminal Offence

Article 306
(1) Whoever manufactures or acquires or keeps weapexplosive materials or
instruments for their manufacture, or poisons whiehknows to be intended for the
commission of a criminal offence, or whoever pre@gdnother person with access to
the same, shall be sentenced to imprisonment fomoee than three years.
(2) Whoever manufactures or offers to another, Isef&ey, lock-pick or any other
instrument of burglary, if he knows it to be inteddfor the commission of a criminal
offence, shall be sentenced to imprisonment fommate than one year.
(3) The punishment under the above paragraph Bhathposed on whoever possesses,
manufactures, sales, puts to use, imports, exportsnakes available in any other
manner, with the intention of committing a crimirdfence, instruments intended for
the breaking or illegal entry into the informatigystem.

lllegal Manufacture of and Trade in Weapons or Bsple Materials

Article 307
(1) Whoever unlawfully manufactures, acquires, ffaells, barters or imports into or
exports from the country firearms, chemical, biadajor nuclear weapon, ammunition
or explosive materials or military weapons and pment, trade in which is prohibited
to individuals or is restricted, or intermediatdserein, shall be sentenced to
imprisonment for not less than six months and notenthan five years.
(2) If the offence under the preceding paragraplolires a large quantity of or very
valuable or dangerous firearms, ammunition, exp®siubstances or other means of
combat, or if it poses threat, or if the act hagrbe€ommitted within a criminal
association, the perpetrator shall be sentencaohpasonment for not less than one
and not more than ten years.
(3) If the act under paragraph 1 of this Articlealves an individual firearm or a small
guantity of ammunition for such a firearm, the mdrator shall be punished by
imprisonment of up to one year.
(4) The same sentence as that referred to in #@eging paragraph shall be imposed
on a person who falsifies, or destroys, removeshanges without authorisation marks
on firearms.
(5) Whoever unlawfully manufactures, acquires, keeells, barters imports into or
exports from the country composite or spare pdrfir@arms, ammunition, explosive
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lllicit trafficking

in stolen and other

goods

Corruption
bribery

and

materials or military weapons and equipment, ataug® or ingredients of which he is
aware to be used for the manufacture or operafidheoitems referred to in preceding
paragraphs, or intermediates therein, shall beeseat to imprisonment for not more
than five years.

Concealment

Article 217
(1) Whoever purchases, takes as a pledge or o#eem@dgquires, conceals or disposes
either of movable or immovable property which heows to have been gained
unlawfully shall be sentenced to imprisonment fotr more than two years.
(2) Whoever commits the offence under the precegerggraph, and whoever should
and could have known that the property had beamedainlawfully, shall be punished
by a fine or sentenced to imprisonment for not nibam one year.
(3) If the offence referred to in paragraphs 1 @f 2his Article was committed by at
least two persons who colluded with the intentiércancealment, or if the property
referred to in paragraphs 1 or 2 of this Articleisigh value, or the property is either
of special cultural significance or a natural caitip, the perpetrator shall be sentenced
to imprisonment for not more than three years lier affence referred to in paragraph
1, and to imprisonment for not more than two yedarsthe offence referred to in
paragraph 2.

Unauthorised Acceptance of Gifts

Article 241
(1) Whoever, in the performance of an economicvigtirequests or agrees to accept
for himself or any third person an unauthorisedragift or other property benefit, or
a promise or offer for such benefit, in order tgleet the interests of his organisation
or other natural person or to cause damage toame svhen concluding or retaining a
contract or other unauthorised benefit, shall beeseed to imprisonment for not less
than six months and not more than five years.
(2) The perpetrator of the offence under the priecedaragraph of this Article, who
requests or agrees to accept an unauthorised agréirdr other property benefit, or a
promise or offer for such benefit, for himself anyathird person in exchange for
making or retaining a contract or other benefiglishe sentenced to imprisonment for
not less than three months and not more than teesy
(3) The perpetrator of the offence under paragrhmf this Article who requests or
agrees to accept an unauthorised award, gift ar @troperty benefit after the contract
is concluded or service performed, or other unautbed benefit is acquired for
himself or any third person, shall be sentenceidhfrisonment for not more than two
years.
(4) The accepted gift, award, or any other berstfi| be seized.

Unauthorised Giving of Gifts

Article 242
(1) Whoever promises, offers, or gives an unausedriaward, gift or any other
property benefit to a person performing an econoadttvity, intended for such a
person or any third person with a view to obtairamy unjustified benefit for himself
or any third person when concluding or retainingamtract or other unauthorised
benefit under paragraph 1 of Article 241, shallskatenced to imprisonment for not
less than six months and not more than five years.
(2) Whoever promises, offers, or gives an unauseoriaward, gift or any other
property benefit to a person performing an econoadttvity, intended for such a
person or any third person in exchange for makingetaining a contract or other
benefit, shall be sentenced to imprisonment fommate than three years.
(3) If the perpetrator under the previous paragsapho gave the unauthorised award,
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gift or any other property benefit upon request;laes the offence before it was
detected or he knew it had been detected, his Iponeist may be remitted.
(3) The given award, gift or other property benshall be seized, while in the case
under the preceding paragraph, the same may beeétto the person who gave it.
Acceptance of Bribes

Article 261
(1) An official or a public officer who requests agrees to accept for himself or any
third person an award, gift or other property béneft a promise or offer for such
benefit, in order to perform an official act withime scope of his official duties which
should not be performed, or not to perform an @ffiact which should or could be
performed, or make other abuse of his positionylooever serves as an agent for the
purpose of bribing an official, shall be sententetmprisonment for not less than one
and not more than eight years and punished byea fin
(2) An official or a public officer who requests agrees to accept for himself or any
third person an award, gift or other property bénefr a promise or offer for such
benefit, in order to perform an official act withime scope of his official duties which
should or could be performed, or not to performoéfitial act which should not be
performed, or make other use of his position, oosver intermediates in such a
bribery of the official, shall be sentenced to impnment for not less than one and not
more than five years.
(3) An official or a public officer who requests accepts an award, gift or other favour
with respect to the performance of the official actler preceding paragraphs after the
official act is actually performed or omitted, dhad punished by a fine or sentenced to
imprisonment for not more than three years.
(4) The accepted award, gift and other benefitl sfeabeized.

Giving Bribes

Article 262
(1) Whoever promises, offers or gives an award,aifother benefit to an official or a
public officer for him or any third person in order him either to perform an official
act within the scope of his official duties whichosild not be performed, or not to
perform an official act which should or could beafpaned, or makes other abuse of
his position, or whoever serves as an agent foptmpose of bribing an official, shall
be sentenced to imprisonment for not less thanasmkenot more than five years and
punished by a fine .
(2) Whoever promises, offers or gives an award,aifother benefit to an official or a
public officer for him or any third person in order him either to perform an official
act within the scope of his official duties whidhosild or could be performed, or not to
perform an official act which should not be perfedn or makes other use of his
position, shall be sentenced to imprisonment farless than six months and not more
than three years.
(3) If the perpetrator under the preceding pardmgapho gave the award, gift or other
benefit on request of an official or public offickiad declared such an offence before it
was detected or he knew it had been detecteduhisipment may be remitted.

Accepting Benefits for lllegal Intermediation

Article 263
(1) Whoever accepts an award, gift or any otheodawr promise or offer for such a
favour for himself or any third person, in orderuse his rank or real or presumptive
influence to intervene so that a certain officiat he or not be performed, shall be
sentenced to imprisonment for not more than thesgsy
(2) Whoever uses his rank or his real or presuragtifiuence to intervene either for
the performance of a certain official act which widonot be performed or for the non-
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performance of an official act which should or @bbk performed, shall be punished to
the same extent.
(3) If the perpetrator, prior to or after the inention, accepts any award, gift or other
favour for himself or any third person in exchargehis intervention referred to in the
preceding paragraph, he shall be sentenced todomprient for not less than one and
not more than five years.
(4) The accepted award, gift and other benefitl dfeabeized.
Giving of Gifts for lllegal Intervention
Article 264
(1) Whoever promises, offers or gives an award, @ifany other favour to another
person for himself or any third person, in ordeugse his rank or real or presumptive
influence to intervene so that a certain officiat be or not be performed, shall be
sentenced to imprisonment for not more than thesesy
(2) Whoever promises, offers or gives an award,agifiny other favour to other person
for himself or any third person, in order to use tank or real or presumptive influence
to intervene either for the performance of a certficial act which should not be
performed or for the non-performance of an officat which should or could be
performed, shall be sentenced to imprisonment ddless than one and not more than
five years.
(3) If the perpetrator under the preceding pardgapho gave the award, gift or other
benefit on request of the illegal intermediary, lhmtlared such an offence before it
was detected or he knew it had been detecteduhisipment may be remitted.
Fraud
Article 211
(1) Whoever, with the intention of acquiring unlaivproperty benefit for himself or a
third person by false representation, or by theosegsion of facts leads another person
into error or keeps him in error, thereby induchim to perform an act or to omit to
perform an act to the detriment of his or anothprgperty, shall be sentenced to
imprisonment for not more than three years.
(2) Whoever, with the intention as referred tohia preceding paragraph of this Article,
concludes an insurance contract by stating falderrimation, or suppresses any
important information, concludes a prohibited deuldhsurance, or concludes an
insurance contract after the insurance or loss tehene already taken place, or
misrepresents a harmful event, shall be senterw@ugrisonment for not more than
one year.
(3) If the fraud was committed by at least two passwho colluded with the intention
of fraud, or if the perpetrator committing the ofée referred to in paragraph 1 of this
Article caused large-scale property damage, theebextor shall be sentenced to
imprisonment for not less than one, and not masa #ight years.
(4) If the offence referred to in paragraphs 1 of gis Article was committed within a
criminal association, the perpetrator shall be eserd#d to imprisonment for not less
than one, and not more than ten years
(5) If a minor loss of property has been incurrgdh® committing of the offence under
paragraph 1 of this Article and if the perpetratantention was to acquire a minor
property benefit, he shall be punished by a finsamtenced to imprisonment for not
more than one year.
(4) Whoever, with the intention of causing damage ahother person by false
representation or the suppression of facts, leagsrson into error or keeps him in
error, thereby inducing him to perform an act orotoit to perform an act to the
detriment of his or another's property shall beighed by a fine or sentenced to
imprisonment for not more than one year.
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(5) The prosecution for the offences under pardggdpand 6 of this Article shall be
initiated upon a complaint.
Defrauding Creditors

Article 227
(1) Whoever, while engaging in economic activitiess,aware of himself or a third
person being insolvent and who, by payment of @ debtherwise, intentionally puts a
certain creditor in a preferential position, therelausing a large property loss to other
creditors, shall be sentenced to imprisonment émmore than five years.
(2) Whoever, knowing that he or a third persomiolvent, and with the intention of
defrauding or causing damage to creditors, concedéalse claim, drafts a false
contract or otherwise causes a large propertyttosseditors, shall be punished to the
same extent.

Business Fraud

Article 228
(1) Whoever, in the performance of an economicvigti when concluding or
implementing a contract or a service, defraudsterdby representing the obligations
as that they will be fulfilled, or by concealmerittbe fact that the obligations will not
be or will not be able to be fulfilled, gains a pesty benefit or causes loss of property
to a client or a third person on account of sucttigdaor complete non-fulfilment of
obligations, shall be sentenced to imprisonmenh&imore than five years.
(2) If the offence under the preceding paragraphribaulted in a large property benefit
acquired or a large loss of property, the perpetrsttall be sentenced to imprisonment
for not less than one and not more than ten years.
(3) If the act referred to in paragraph 1 of thididle resulted in a small property
benefit acquired or a small loss of property, teegpptrator shall be punished by a fine
or sentenced to imprisonment for not more thanyaae.

Fraud to the Detriment of European Communities

Article 229
(1) Whoever avoids expenses by way of using or ditibg false, incorrect, or
incomplete statements or documents, or does nealelata and thus misappropriates
or unlawfully withholds or uses inappropriately flsn of the general budget of
European Communities or of the budgets managed bppgan Communities or
managed on their behalf, shall be sentenced toisonqment for not less than three
months and not more than three years.
(2) Whoever acquires funds by means of offencesfiaonmd the budgets referred to in
the preceding paragraph shall be punished to tine sxtent.
(3) If the offence under the preceding paragrapas tesulted in a large property
benefit acquired or a large loss of property, tleepptrator shall be sentenced to
imprisonment for not less than one and not more #ight years.
(4) Punishments referred to in above paragraphthisf Article shall apply to the
managers of companies or other persons authorsddke decisions or carry out
control in enterprises, if they render possiblelemot prevent the criminal offences of
perpetrators referred to in above paragraphs tieasw@ordinated and act on behalf of
the company.

Fraud in Obtaining Loans or Benefits

Article 231
(1) Whoever, without having complied with the cdradis required for obtaining a
loan, investment assets, a subsidy or any othezfibémtended for the performance of
an economic activity, obtains such a loan or otierefit for himself or for any third
person by presenting to the lender or other perdwse job it is to approve such a loan
or benefit, false or incomplete data concerninghibkance of assets, balance sheets,
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profits, losses or any other fact relevant to fhgraval of the above mentioned loan or
other benefit, or suppresses any fact, shall basped by a fine or sentenced to
imprisonment for not more than three years.
(2) If the loan or any other benefit referred tahe preceding paragraph has been used
for purposes other than those agreed with the tendehe person competent for
granting such a benefit, the perpetrator shall meighed by a fine or sentenced to
imprisonment for not more than one year.
Fraud in SecuritiesTrading

Article 231
(1) Whoever, in trading stocks, other securitieotrer financial instruments, falsely
represents the balance of assets, data on prafitssees, or any other data in the
prospectus, when publishing an annual report, oramy other way which has
considerable influence on the value of the abovetimeed securities, thereby inducing
one or more persons to make a purchase or sate wfakes any other transaction with
such securities, shall be punished by a fine oreseed to imprisonment for not more
than two years.
(2) If the offence under the preceding paragraphcems securities or other financial
instruments of high value, the perpetrator shalkbetenced to imprisonment for not
less than five years.

Deception of Purchasers

Article 232
(1) Whoever, with the intention of deceiving pursbis, puts into circulation to a
considerable extent products labelled with faldermation about their content, type,
origin or quality; or products whose weight or diyaldoes not correspond to the
required standards applying to such products' viaiglguality; or products which are
not duly labelled so as to point out their contéype, origin, quality or use-by date,
shall be punished by a fine or sentenced to impnsant for not more than two years.
(2) Whoever makes contracts that contain falseadatibns regarding the terms of
supply or the mode of fulfilment of obligations, &l any such declaration is an
essential component of the contract, shall be pediso the same extent.
(3) Whoever, with the intention of deceiving purskis or consumers of services,
falsely declares a reduction in prices, sales athandise, or announces an impending
price increase, or uses any other deceptive adiegtishall be punished by a fine.

Counterfeiting Money

Article 243
(1) Whoever makes counterfeit money with the intenof putting it into circulation as
genuine, or alters genuine money with the samatiote, or puts such false money into
circulation, shall be sentenced to imprisonmentrfor less than six months and not
more than eight years.
(2) Whoever acquires counterfeit money with themtion of putting it into circulation
as genuine shall be punished to the same extent.
(3) If the offence under paragraphs 1 or 2 of thitcle involves a great quantity of
counterfeit money, the perpetrator shall be semigite imprisonment for not less than
one and not more than ten years.
(4) Whoever puts false money which he received @suige into circulation, or
whoever knows that money was counterfeited or qat ¢irculation and fails to declare
such offences, shall be punished by a fine or sertkto imprisonment for not more
than six months.
(5) Counterfeit money shall be seized.
(6) The money shall be coins or paper money whglpdt into circulation in the
Republic of Slovenia or other country on the basithe law.



Report on fourth assessment visit of Slovenia — Annexes

Counterfeiting
and piracy
products

of

Prevention of Printing and Transmission
Article 146
Whoever unlawfully prevents either the printingesar dissemination of a newspaper,
book or any other printed matter, or the transmissdf any radio or television
programme shall be sentenced to imprisonment fomuoe than one year.
Violation of Moral Copyright
Article 147
(1) Whoever publishes, presents, performs or trassthe work of another author
under his own name or the name of a third persowhoever gives permission for this
to be done shall be punished by a fine or sentet@dprisonment for not more than
one year.
(2) Whoever deforms, truncates or otherwise intedfevith the content of the work of
another person without his authorisation shall beighed by a fine or sentenced to
imprisonment for not more than six months.
(3) The prosecution shall be initiated upon a caximpl
Violation of Material Copyright
Article 148
(1) Whoever uses with the purpose to sell and withauthorisation one or more
copyrighted works or copies thereof of a high totarket value shall be given a prison
sentence of up to three years.
(2) If the market value of copyrighted works frohe toreceding paragraph is very high,
the perpetrator shall be given a prison sentenci ob five years.
(3) If a very large pecuniary benefit has beenwhidly gained through committing an
offence under paragraphs 1 or 2 of this Article #mel perpetrator’s intention was to
secure this pecuniary benefit for himself or anotberson, the perpetrator shall be
given a prison sentence of between one and eighsye
(4) Copies of copyrighted works and the equipmesgduto reproduce them shall be
seized.
Violation of Copyright and Related Rights
Article 149
(1) Whoever reproduces, makes available to theigudistributes or leases one or
more performances, phonograms, video recordingo r@nd television broadcasts or
databases of a high total market value and withattorisation shall be given a prison
sentence of up to three years.
(2) Whoever reproduces, makes available to theigudistributes or leases one or
more performances, phonograms, video recordingo 1@nd television broadcasts or
databases of a very high total market value antowit authorisation shall be given a
prison sentence of up to five years.
(3) If a very large pecuniary benefit has beenwhldly gained through committing an
offence under paragraphs 1 or 2 of this Article &mel perpetrator’s intention was to
secure this pecuniary benefit for himself or anotperson, the perpetrator shall be
given a prison sentence of between one and eiginsye
(4) Copies of performances, phonograms, video d#cgs, radio and television
broadcasts or databases and the equipment useprtaluce them shall be seized.
Unauthorised Use of Another’'s Mark or Model
Article 233
(1) Whoever, while engaging in economic activitieses another's trade name, brand,
geographical indication, or another's special gacatdemark or services trademark, or
whoever uses particular components of another'k imaris own trade name, brand, or
other mark of goods or services shall be sentetecedprisonment up to three years.
(2) Whoever, while engaging in economic activitiases another’'s model without due
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authorisation, shall be punished to the same extent

(3) Objects under paragraphs 1 and 2 of this Astiak well as tools and devices used

for their manufacture, shall be seized.

Unauthorised Use of Another’s Patent or Topography
Article 234

(1) Whoever, in performing business operationss useatent protected by another

person without due authorisation or additional @ctbn certificate, or a registered

topography of the circuit of a semiconductor, oneav plant variety, protected by a

plant variety right, shall be punished to impris@aminup to three years.

(2) Products manufactured on the basis of unawgbdriuse from the preceding

paragraph shall be seized.

Burdening and Destruction of Environment
Article 332

(1) Whoever endangers the life or health of a suttistl number of people, or causes,

in whole or in part, damage to, or the destructibrihe environment, or causes the

threat of such damage or destruction, by breaat@gglations

1) or by any other general dangerous action redease introduces dangerous
substances or ionizing radiation into the air, soilvater,

2) processes, including the removal, storage, p@msexport or import of waste,
dangerous waste or other dangerous substancesndmg these illegally for
profit,

3) manages a plant where a dangerous activity falkes or dangerous substances or
preparations are stored which results in a threttid area outside of the plant,

4) significantly degrades a protected habitat,

5) trades in or uses substances which cause oageedepletion,

6) causes an excessive pollution of environmentpaim the environment or
excessively exploits natural goods,

shall be sentenced to imprisonment for not mora fh& years.

(2) If the offence under the preceding paragraptoimmitted through negligence, the

perpetrator shall be punished by a fine or by gorisonment of up to two years.

(3) If the offence under paragraphs 1 or 2 of thiticle has as a consequence the

impairment of health of a substantial number ofgbecthe destruction, in whole or in

part, of flora or fauna, or reservoirs of drinkimgter, or any other damage to the
environment resulting in serious consequences,raois pollution at a critical level
or critical damage to the environment, the perpetrashall be punished by
imprisonment of up to eight years for the offenceler paragraph 1, while for the
offence under paragraph 2 he shall be punishethpgisonment of up to three years.

(4) If the offence under paragraphs 1 or 2 of thicle results as a consequence in

irreparable damage to, or destruction of the envivent or protected natural resources,

the perpetrator shall be punished by imprisonménipoto ten years for the offence
under paragraph 1, while for the offence under graigh 2 he shall be punished by
imprisonment of up to five years.

(5) If the offence under paragraphs 1 or 2 of thiicle entails the death of one or

more persons, the perpetrator shall be sentenceaptisonment for not less than one

and not more than twelve years for the offence updeagraph 1, while for the offence
under paragraph 2 he shall be sentenced to inmpnisot for not less than one and not
more than eight years.

(6) The same punishment as referred to in the gheggaragraph shall be imposed on

a perpetrator who committs the offences referrethtthe preceding paragraph as a

member of a criminal association for the commissibsuch criminal offences.

Pollution of Sea or Waters from Ships
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Article 333
(1) Whoever breaches regulations by releasing feonship or other vessel oil,
chemicals or other pollutants into the sea, lakewar waters, thus polluting the sea,
waters or shores, shall be sentenced to imprisonfoenot more than five years.
(2) If the offence under the preceding paragraptoimmitted through negligence, the
perpetrator shall be punished by an imprisonmenijpdb three years.
(3) If the offence under paragraphs 1 or 2 of thiicle causes the impairment of
human health, or irreparable damage to, or desruct waters or shoreline, animals
or plants, the perpetrator shall be punished byisopment for not less than one and
not more than ten years for the offence under paphgl, while for the offence under
paragraph 2 he shall be punished by imprisonmenbbfess than six months and not
more than five years.
(4) If the offence under paragraphs 1 or 2 of #hiicle entails the death of one or
more persons, the perpetrator shall be sentendegptisonment for not less than three
and not more than twelve years for the offence updeagraph 1, while for the offence
under paragraph 2 he shall be sentenced to inmpnisot for not less than one and not
more than eight years.

Import and Export of Radioactive Substances

Article 334
(1) Whoever, contrary to regulations, imports op@&xs nuclear or other dangerous
substances or waste to or from the country, skeafjunished by imprisonment of up to
five years.
(2) Whoever, by abuse of his office or authorigagioenables, contrary to regulations,
the import of the substances or waste in paragtaphthis Article into the country,
shall be punished by imprisonment of six monthsaugight years.
(3) If the offence referred to in paragraph 1 dktArticle was committed within a
criminal association for the commission of sucmanial offences, the perpetrator shall
be punished by imprisonment of one up to ten years.

Unlawful Acquisition or Use of Radioactive or OtH@angerous Substances

Article 335
(1) Whoever breaches regulations by producing, @Bw@s possessing, processing,
storing, using or transporting, dumping or disciveggadioactive or other substances
dangerous to human health and life and to the enwient, shall be sentenced to
imprisonment for not more than five years.
(2) If the offence under the preceding paragrapthisf Article entails grievous bodily
harm to one or more persons or substantial danagleet quality of air, soil, water,
animals, or plants, the perpetrator shall be seeteto imprisonment for not less than
six months and not more than eight years.
(3) If the offence under paragraph 1 of this Adi@ntails the death of one or more
persons, the perpetrator shall be sentenced tasompnent for not less than one and
not more than ten years.
(4) Whoever acquires nuclear substances by meanslaafeny, robbery,
misappropriation, fraud, threat or the use of fprwe other method of intimidation,
shall be sentenced to imprisonment for not less tme and not more than ten years.
(5) If the offence targeting or interfering withetloperation of a nuclear facility entails
grievous bodily harm or death of one or more pesson a substantial loss of property
or environmental damage, as a result of exposureadiation or the release of
radioactive substances, the perpetrator shall heseed to imprisonment for not less
than one and not more than fifteen years.
(6) The same punishment as referred to in the gdiheggaragraph shall be imposed on
a perpetrator who committed the offences referceinh the preceding paragraphs in a
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criminal association for the commission of suclnonial offences.
Pollution of Drinking Water

Article 336
(1) Whoever pollutes water used by people for dnigkvater with any noxious agent,
thereby causing danger to human life or healthl] sleapunished by imprisonment of
up to three years.
(2) If the offence under the preceding paragraptoimmitted through negligence, the
perpetrator shall be punished by a fine or by isgriment of up to three months.
(3) If the offence under paragraphs 1 or 2 of #aiicle has as a consequence serious
bodily injury to one or more persons, the perpetrashall be sentenced to
imprisonment of up to five years for the offencedemn paragraph 1, while for the
offence under paragraph 2 he shall be punishechpgisonment of up to three years.
(4) If the offence under paragraphs 1 or 2 of Aiiicle has as a consequence the death
of one or more persons, the perpetrator shall mespad by imprisonment of one to
twelve years for the offence under paragraph llexbi the offence under paragraph 2
he shall be punished by imprisonment of one totsjghrs.
(5) Whoever pollutes water intended for the watprof animals with any noxious
agent, thereby causing danger to life and healtmohals, shall be punished by a fine
or by imprisonment of up to one year.
(6) If the offence under paragraph 5 of this Aditlas as a consequence the death of
animals of substantial value or of a substantiahiner of animals, the perpetrator shall
be punished by imprisonment of up to three years.

Destruction of Plantations by a Noxious Agent

Article 339
Whoever causes the destruction of another’s pléinti,trees or other plantations by
means of a noxious agent, thereby causing substaatinage to such plantations, shall
be punished by a fine or by imprisonment of upato years.

Destroying of Forests

Article 340
(1) Whoever knowingly and contrary to regulationsaoders issued by competent
bodies, reduces to a substantial degree or cldarddorest or otherwise depletes a
forest, and where no elements of other criminabrufé are constituted, shall be
punished by imprisonment of up to one year.
(2) Whoever commits the offence under the precediagagraph in a specially
protected forest or in a forest of a specific pggahall be punished by imprisonment
of up to three years.

Torture of Animals

Article 341
(1) Whoever treats an animal cruelly or causesniegessary suffering, shall be
punished by a fine or by imprisonment of up toreinths.
(2) If the offence under the preceding paragrapiolires the torture of a number of
animals, or a permanent grievous mutilation ordtuel death of a tortured animal, the
perpetrator shall be punished by imprisonment atoupne year.

Game Poaching

Article 342
(1) Whoever, without permission or otherwise unatted, hunts and kills or wounds
a wild animal or traps it alive, shall be punishmsda fine or by imprisonment of up to
six months.
(2) If the offence under the preceding paragraphcammitted against game of
substantial value or of importance according totimgnregulations, during the closed
season or in a group, the perpetrator shall bespadiby a fine or by imprisonment of
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up to one year.

(3) Whoever hunts endangered or rarefied speciggaofe, the hunting of which is

prohibited, or whoever hunts specific game withbaving a special license to hunt

them, or whoever hunts in a manner or by meanstighagame is killed en masse, or
whoever hunts by use of a motor vehicle or a sginttlishall be punished by a fine or
by imprisonment of up to two years.
Fish Poaching
Article 343

Whoever fishes using an explosive, electricity,spai or narcotic agent, thereby

causing the death of fish, or fishes in a mannat ith harmful to their reproduction,

shall be punished by a fine or by imprisonmentptaione year.
Unlawful Handling of Protected Animals and Plants
Article 344

(1) Whoever illegally possesses, seizes, damagis, éxports, imports or trades in

protected wild animal or plant species, protectetnals or plants or their parts, or

products made therefrom, shall be punished by soprent of up to five years.

(2) If the object referred to in the precedingfisr@jor or exceptional nature protection

significance, or it the act referred to in the pdiog paragraph was committed within a

criminal association for the commission of sucmanial offences, the perpetrator shall

be punished by imprisonment
Manslaughter
Article 115

(1) Whoever takes the life of another human behmgl e sentenced to imprisonment

between five and fifteen years.

(2) If two or more persons, who joined in orderctammit manslaughter, commit the

offence under the preceding paragraph, the petpetrshall be sentenced to

imprisonment between ten and fifteen years.
Murder
Article 116

Whoever murders another human being by takingfeis |

1) in a cruel or perfidious manner;

2) due to taking action in official acts to protgmblic security, or in a pre-trial
criminal procedure, or due to decisions of statesgcutors, or due to the
proceeding and decisions of judges, or due to nahtdomplaint, or testimony in a
court proceeding;

3) because of violation of equality;

4) out of desire to murder, out of greed, in orttercommit or to conceal another
criminal offence, out of unscrupulous vengeancdtan other base motives;

5) with the act committed within a criminal orgaatisn to commit such offences,

shall be sentenced to imprisonment for not less fifi@en years.

Voluntary Manslaughter
Article 117
Whoever kills another person through no fault &f dhn under provocation of assault
or serious personal insult from that person shalséntenced to imprisonment for not
less than one and not more than ten years.
Negligent Homicide
Article 118
Whoever causes the death of another by negligdralel® sentenced to imprisonment
for not less than six months and not more thanyears.
Infanticide
Article 119
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A mother who takes her child's life during or imnaely after giving birth by reason
of mental disturbance provoked by giving birth shhal sentenced to imprisonment for
not more than three years.
Solicitation to and Assistance in Suicide

Article 120
(1) Whoever intentionally solicits another persorkill himself or assists him in doing
so, resulting in that person indeed committing igeic shall be sentenced to
imprisonment for not less than six months and notenthan five years.
(2) Whoever commits the offence under the precedarggraph against a minor above
fourteen years of age or against a person whosigyabiunderstand the meaning of his
act or to control his conduct was substantially idisihed shall be sentenced to
imprisonment for not less than one and not more tea years.
(3) In the event of the offence under paragraph the this Article being committed
against a minor under fourteen years of age omagaiperson who was not capable of
understanding the meaning of his act or of contrglhis conduct shall be punished
according to the prescription for murder.
(4) Whoever treats his subordinate or a person rdbpg on him in a cruel or
inhumane manner, resulting in this person's suictall be sentenced to imprisonment
for not less than six months and not more thanyeers.
(5) Whoever, under particularly mitigating circuarstes, assists another person to
commit suicide, and if that person indeed commitgide, shall be sentenced to
imprisonment for not more than three years.
(6) If, relating to a criminal offence under theoab paragraphs, the suicide has only
been attempted, the Court may reduce the punishofi¢ié perpetrator.

Actual Bodily Harm

Article122
(1) Whoever inflicts bodily harm on another persgesulting in the temporary
weakness or impairment of an organ or part of kidyb his temporary inability to
work, the impairment of his outlook on life or teanpry damage to his health shall be
punished by a fine or by imprisonment for not mitv@n one year.
(2) If the injury under the preceding paragraph baen inflicted by means of a
weapon, dangerous tool, or any other instrumergalzi@ of causing serious bodily
harm or grave damage to health, the perpetratdrishaentenced to imprisonment for
not more than three years.
(3) The Court may administer a judicial admonititm the perpetrator under the
preceding paragraph especially if his conduct was/gked by indecent or brutal
behaviour on the part of the injured person.
(4) The prosecution of the offence under paragragti this Article shall be initiated
upon a complaint.

Aggravated Bodily Harm

Article 123
(1) Whoever inflicts bodily harm on another perssndamages his health to such an
extent that this might place the life of the ingirperson in danger or cause the
destruction or permanent serious impairment of egaro or part of the body, the
temporary serious weakness of a vital part or ofathe body, the temporary loss of
his ability to work, the permanent or serious terapp diminution of his ability to
work, his temporary disfigurement, or serious terapp or less severe but permanent
damage to the health of the injured person shalidmenced to imprisonment for not
less than six months and not more than five years.
(2) If the injury under the preceding paragraphultesn the death of the injured person
the perpetrator shall be sentenced to imprisonrfentot less than one and not more
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than ten years.
(3) Whoever commits the offence under paragraphthis Article by negligence shall
be sentenced to imprisonment for not more tharvtears.
(4) The perpetrator, who commits the offence urpbragraphs 1 or 2 of this Article
through no fault of his own and in the sudden ldgtassion provoked by assault or
grave insult from the injured person shall be sered to imprisonment for not more
than three years.
Grievous Bodily Harm

Article 124
(1) Whoever inflicts bodily harm on another or dg®si his health so gravely that this
results in a risk to the life of the injured persdhe destruction or substantial
permanent impairment of any vital part or organtle# body, permanent loss of his
ability to work, or serious permanent damage to Heslth shall be sentenced to
imprisonment for not less than one and not more tha years.
(2) If the injury under the preceding paragraphultssin the death of the injured
person, the perpetrator shall be sentenced to soument between three and fifteen
years.
(3) Whoever commits the offence under paragraphthis Article by negligence shall
be sentenced to imprisonment for not more tharethears.
(4) The perpetrator, who commits the offence urgbgagraphs 1 or 2 of this Article
through no fault of his own and in a sudden heapaxsion provoked by assault or
grave insult from the injured person, shall be secéd to imprisonment for not less
than six months and not more than five years.

Exclusion of Criminal Offence in Bodily Harm
with the Consent of the Injured Person

Article 125
(1) Causing actual bodily harm (Article 122) shadit be illegal if the injured person
gave his consent. In this event, the consent ofptiteon representing the minor or
helpless person in accordance with the law andngafor their health shall be
considered.
(2) Intentional infliction of aggravated (Article2®) or grievous (Article 124) bodily
harm shall be illegal if the injured person gave ¢onsent and providing that interests
of another person were not affected or that a comiegal value was not endangered.
(3) Irrespective of the preceding paragraph, indead infliction of aggravated or
grievous bodily harm during medical treatment odioal activity shall not be illegal if
the consent was given in the form and under theitons stipulated by law.
(4) If the injured person recalls his consent dyrihe commitment of the criminal
offence of aggravated or grievous bodily harm,halks not affect the exclusion of
illegality of the acts under the preceding paragrap the cases under paragraph 2 of
this Article the perpetrator, who did not finisketimitiated act, shall not be punished for
the attempt thereof or for the finished act of athodily harm, included in the attempt
to commit an act of aggravated bodily harm.

Participation in Brawl

Article 126
Whoever participates in a brawl resulting in thatleof a person or in serious bodily
harm shall be, for the participation itself, seictshto imprisonment for not more than
one year.

Endangering Life by Means of Dangerous InstrumanBrawl or Quarrel

Article 127
(1) Whoever in taking part in a brawl or quarredaiees for weapons, dangerous tools
or any other instruments, capable of causing sermdily harm or damage to health,
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Kidnapping,

illegal restraint
and hostage-
taking

Robbery or theft;

shall be punished by a fine or sentenced to impnsmnt for not more than six months.
(2) The prosecution shall be initiated upon a caimpl
Criminal Coercion
Article 132
(1) Whoever, by means of force or serious thresraes another person to perform an
act or to omit performing an act or to suffer angrrh shall be sentenced to
imprisonment for not more than one year.
(2) The prosecution shall be initiated upon a caximpl
False Imprisonment
Article 133
(1) Whoever unlawfully incarcerates another personkeeps him incarcerated or
otherwise deprives him of the freedom of movemehalls be sentenced to
imprisonment for not more than one year.
(2) If the offence under the preceding paragrapioiemitted by an official through the
abuse of office or official authority, such an oféil shall be sentenced to imprisonment
for not more than three years.
(3) Any attempt to commit the offence under parpbrd of this Article shall be
punished.
(4) Whoever either deprives another person unldwfaf his liberty for a period
exceeding one week or acts so in an aggravated enastmll be sentenced to
imprisonment for not less than three months andmwt than five years.
Kidnapping
Article 134
(1) Whoever abducts another in order to compel dvirany other person to perform an
act or to omit to perform an act or to suffer angrrh shall be sentenced to
imprisonment for not less than six months and notenthan five years.
(2) Whoever commits the offence under the precegiaggraph against a minor or
threatens the kidnapped person with murder or getimdily harm shall be sentenced
to imprisonment for not less than one and not niwaa ten years.
(3) The perpetrator of any of the offences undeag@phs 1 or 2 of this Article, who
releases the kidnapped person before the paymentarisom, the extortion of which
was the motive of the kidnapping of that personyrba granted a reduction or
remission of his sentence.
Taking of Hostages
Article 373
(1) Whoever kidnaps a person and threatens takilarm him, or take him hostage
with the intention of forcing a state or an intdromal organisation to perform or omit
to perform a certain act which constitutes an esg#d or implied condition for the
release of the hostage, shall be punished by ioqment of not less than one and not
more than fifteen years.
(2) If the offence under the preceding paragraptailsnthe death of one or more
persons, the perpetrator shall be punished by sopment of not less than five and not
more than fifteen years.
(3) If the perpetrator, in the committing of thenzinal offence under paragraph 1 of
this Article, deliberately takes the lives of onenwore persons, he shall be punished by
imprisonment of at least fifteen years.
Larceny
Article 204
(1) Whoever takes another's movable property with intention of unlawfully
appropriating it shall be sentenced to imprisonnfi@nhot less than three years.
(2) If the stolen property is of low value andhietperpetrator intended to appropriate
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Smuggling

this property, he shall be punished by a fine oteseced to imprisonment for not more
than one year.
(3) The prosecution for the offence under the pieeparagraph of this Article shall
be initiated upon a complaint.
(4) If the perpetrator returned the stolen propéstyhe injured person before he came
to know of the initiation of the criminal proseauti his punishment may be remitted.
Grand Larceny
Article 205
(1) The perpetrator of larceny under paragraph hef preceding Article shall be
sentenced to imprisonment for not more than fiveryeif the offence was committed:
1) by entering into a closed building, room or dpgra strong-box, wardrobe, case or
other enclosure by way of burgling, breaking intosormounting other larger
obstacles;
2) by at least two persons who colluded with therition of committing larcenies;
3) in a particularly audacious manner;
4) with a weapon or dangerous tool which was in¢einfdr use in attack or defence;
5) during a fire, flood or similar environmentakastrophe;
6) by taking advantage of the helplessness or estiaf another person.
(2) The same punishment shall be imposed on theepator of larceny if the stolen
property is either of special cultural significan@® a natural curiosity, or of high
value, and if his intention was to appropriate spigperty or property of such value.
(3) If the offence referred to in paragraph 1 ad$ tArticle was committed in order to
acquire property of special cultural significaneeobhigh value and if the intention of
the perpetrator was to appropriate such propertgroperty of such value, or if the
offence referred to in paragraph 2 of this Artisl@s committed within a criminal
association, he shall be sentenced to imprisonfoentot less than one and not more
than eight years.
Robbery
Article 206
(1) Whoever takes another's movable property with intention of unlawfully
appropriating it by applying force against anotperson or by threatening another
person with imminent attack on life or limb shadl entenced to imprisonment for not
less than one and not more than ten years.
(2) If the robbery was committed by at least twaspas who colluded with the
intention of committing a robbery, or if the stolproperty is of high value and the
perpetrator's intention was to appropriate the @mypof such value, he shall be
sentenced to imprisonment for not less than thneenat more than fifteen years.
(3) If the offence referred to in paragraphs 1 of this Article was committed within a
criminal association, the perpetrator shall be essr#d to imprisonment for not less
than five and not more than fifteen years
Larceny in the Form of Robbery
Article 207
(1) Whoever, when caught stealing, applies forcaire another person or threatens
another person with imminent attack on life or limlorder to keep the stolen property
shall be sentenced to imprisonment for not less tme and not more than ten years.
(2) If the stolen property is of high value andthie perpetrator's intention was to
appropriate the property of such value, he shakdr@enced to imprisonment for not
less than three and not more than fifteen years.

Smuggling
Article 250
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Extortion

Forgery

(1) Whoever transports goods of high value acrbescustoms line of the European
Community, thereby avoiding customs control measuoe whoever transports such
goods by using force or threats to do so, shalsdr@enced to imprisonment for not
more than five years and punished by a fine.

(2) Whoever is engaged in the transportation ofdgoaf high property benefit into the
customs territory of the European Community, thegrelvoiding customs control
measures, or transports such goods through suitbritgr provides hiding places or
store places, offers or obtains the sale of sucbdgo shall be sentenced to
imprisonment for not less than one and not more tea years and punished by a fine.
(3) An official who, by abusing his official post or rights, enables the smuggling of
goods into the customs territory of the Europeam@anity or transport therein, shall
receive the punishment referred to in the precedarggraph.

(4) If a major property benefit has been gainedhonself or a third person by the
perpetrator committing offences referred to in gesphs 2 or 3 of this Article, or if he
poses a threat to human life or health, or offargpert to terrorist activities, or
commits such acts as a member of the criminal &gswt, he shall be sentenced to
imprisonment for not less than three and not mioaa fifteen years and punished by a
fine.

(5) Whoever acquires or collects smuggled goodshigh property benefit for
transportation into the customs territory of thedpean Community, provides forged
documents or transport in and through the custoersitdry of the European
Community, or organises in any other way the hidistgprage or sale of smuggled
goods, shall be sentenced to imprisonment for @t than three and not more than
twelve years and punished by a fine.

(6) The above paragraph shall also apply to crihdffences committed abroad if the
country where such offences have been committechtiagted, likewise the Republic
of Slovenia, a common international legal obligatiof preventing such criminal
offences, regardless of the place of their comimiiitad has determined such acts by its
law in the same proper way as criminal offences.

(7) Smuggled goods shall be seized.

Extortion and Blackmalil
Article 213

(1) Whoever, with the intention of unlawfully acqguig property for himself or a third
person, by use of force or serious threat coemethar person to perform an act or to
omit to perform one to the detriment of his or &mos property, shall be sentenced to
imprisonment for not more than five years.
(2) Whoever, with the intention of unlawfully acquiy property for himself or a third
person, threatens another person with disclosungfmatter concerning him or his
relatives which is capable of damaging his or taktives' honour or reputation,
thereby compelling that person to perform an actoobmit to perform one to the
detriment of his or another's property, shall beigled to the same extent.
(3) If the offences under paragraphs 1 or 2 of #riscle have been perpetrated by at
least two persons, or if it has been inflicted bgams of a weapon or a dangerous tool,
or in an especially cruel and humiliating mannke, perpetrators shall be sentenced to
imprisonment for not less than one and not more #ight years.
(4) If the offence referred to in the above parpgsawas committed within a criminal
association, the perpetrator shall be sentencaeohpasonment for not less than one
and not more than ten years.

Destruction or Forgery of Electoral Documents
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Article 154
(1) Whoever at an election or ballot destroys, dgsahides or forges any electoral or
voting document or any object serving as evidericéhe election results shall be
punished by a fine or sentenced to imprisonmenhddmore than one year.
(2) If the offence under the preceding paragrapioiemitted by an official through the
abuse of his function relating to the election @ildi, such an official shall be
sentenced to imprisonment for not more than twaosyea

Falsification of the Results of Election or Ballot

Article 155
An official who at an election or ballot alters thember of votes cast by adding or
taking away any voting bill or vote, or who pubkshthe results of the election or
ballot, which do not correspond to actual retusisll be sentenced to imprisonment
for not more than two years.

Forgery or Destruction of Business Documents

Article 235
(1) Whoever enters false information or fails tdeerany relevant information into
business books, documents or files which he isgedlito keep under the statute or
regulations derived therefrom and which are esaktttithe operation of business with
other legal or natural persons, or intended for ingaklecisions concerning economic
or financial activities, or whoever certifies suahbook, document or file containing
false information with his signature or rendersgioie the creation of such a book,
document or file, shall be sentenced to imprisonirf@mot more than two years.
(2) Whoever uses a false business book, documefiteoas truthful, or whoever
destroys or hides books, documents or files under preceding paragraph or
substantially damages or renders the same usshedkbe punished to the same extent.
(3) Any attempt to commit the offence under parpgsal and 2 of this Article shall be
punishable.

Fabrication and Use of Counterfeit Stamps of Valu8ecurities

Article 244
(1) Whoever fabricates counterfeit fiscal, postagether stamps of value, or alters any
of these stamps with the intention of using it eaugne or of conferring it on a third
person for his use, or whoever uses counterfaitgsaof value as genuine or acquires
them for such a purpose, shall be sentenced tasmpnent for not more than three
years.
(3) Whoever fabricates counterfeit securities teralany security with the intention of
using it as genuine or of conferring it to a thperson for his use, or whoever uses
counterfeit securities as genuine or acquires tfegrsuch a purpose, shall be sentenced
to imprisonment for not less than one and not ntiweia eight years.
(3) If the offence under the preceding paragrapislves a great quantity of stamps of
value or securities, the perpetrator shall be seetto imprisonment for not less than
one and not more than ten years.
(5) Whoever removes the official stamp by meansvbich stamps of value under
paragraph 1 of this Article are cancelled or othsewtries to make such stamps of
value appear to have been unused, or whoever agtieady used stamps of value or
sells them as valid, shall be punished by a finsemttenced to imprisonment for not
more than one year.
(6) Counterfeit stamps of value and securities| dfeakeized.
(6) Stamps of value under this Penal Code shatfldpsidered fiscal stamps and other
stamps of value issued and in circulation undetaheof the Republic of Slovenia, and
foreign stamps of value.
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Use of a Counterfeit Bank, Credit, or Other Card
Article 247

(1) Whoever installs on an automatic dispensenfoney or an apparatus for payment

by card a device for copying records of bank oditreards, or acquires the recognition

of such cards through a payment on the whole Iateor makes a forgery thereof in
any other way, or whoever uses such a counterégik lor credit card and thus gains
property benefit, shall be sentenced to imprisorirfa@mot more than five years.

(2) Whoever forges or uses a forged other cardhwli@ables the gaining of a property

benefit by means of technical devices for card gadwmn, shall be punished to the

same extent.

(3) If a major property benefit has been gainedugh the offence under paragraphs 1

or 2 of this Article, the perpetrator shall be seged to imprisonment for not less than

one and not more than eight years.
Fabrication, Acquisition and Disposal of Instrunseot Forgery
Article 248

(1) Whoever fabricates, acquires, or sells instmisdor forging money, stamps of

value or securities, or for copying records of banlcredit cards, or otherwise makes

such instruments available for use, shall be seeténo imprisonment for not more
than two years.

(2) The instruments of forgery shall be seized.

Forging Documents
Article 251

(1) Whoever forges a document, or alters a gendowment with the intention of

using such a document as genuine or whoever useggyed or altered document as

genuine, shall be punished by imprisonment of upvtoyears.

(2) An attempt shall be punishable.

(3) Whoever forges a public document, will, puldicofficial book, or any other book

which has to be kept under the terms of the stasilters a genuine document of this

kind, or stores such a forged or altered documdhi tive purpose of using it, or uses it
as genuine, shall be punished by imprisonment dbubree years.
Special Cases of Forging Documents
Article 252

(1) The punishments provided for forging of docutsemnder the preceding Article

shall apply to:

1) whoever without authority completes with anytesi@ent that is relevant to legal
relations to any writing, blank form or other docemh previously signed by
another person;

2) whoever misinforms another of the contents of a@ocument, inducing him
thereby to sign such a document when he believasdtii to be signing some other
document or other contents;

3) whoever issues any document either in the nafrenother person without his
authorisation or in the name of a non-existentgers

4) whoever, as an issuer of a document, adds teidwsture any position or title to
which he is not entitled and which has an essemtfdlence on the evidentiary
value of the issued document;

5) whoever draws up a document with the unauthduse of a valid seal or mark.

(2) Whoever compiles as market goods for anothesopea doctoral thesis, master’s

thesis, thesis, examination, maturity or semingrepaor draws up some other written

paper for another person necessary for obtainingattbn, or whoever uses such paper
as his own, shall be punished to the same extent
Certification of Untrue Contents
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Piracy;

Article 253
(1) Whoever deceives a competent body or a notagsdo certify any untrue matter in
a public document, record, book or business doctiwéich is intended to serve as
evidence in legal transactions, shall be punisheidiprisonment of up to three years.
(2) Whoever uses a public document, record, bookusiness document under the
preceding paragraph although he knows such docutmdrt false, shall be punished to
the same extent.

Issuance and Use of False Medical or Veterinaryii@ate

Article 255
(1) A physician who knowingly issues a false meddasatificate, shall be sentenced to
imprisonment for not more than three years.
(2) Whoever knowingly uses the medical certificateder the preceding paragraph,
shall be punished to the same extent.
(3) A veterinary surgeon who knowingly issues adaveterinary certificate, shall be
sentenced to imprisonment for not more than one yea
(4) Whoever knowingly uses the certificate undex preceding paragraph, shall be
punished to the same extent.

Fabricating of Counterfeit Marking Trademarks, Mgas and Weights

Article 256
(1) Whoever, with an intention to use them as gemuforges trademarks for the
marking of domestic or foreign commaodities, suctsaals, stamps or other labels, or
other prescribed marks for the marking of goldyesil livestock, timber or other
commodities, or whoever alters or removes the genlaibels or uses counterfeit labels
as genuine, shall be punished by a fine, or seatetwimprisonment for not more than
two years.
(2) Whoever fabricates measures or weights, or tis&® in measuring as genuine,
shall be punished to the same extent.
(3) Whoever, without authority, fabricates, acqgsirer sells instruments for the
fabrication of counterfeit-marking trademarks, meas or weights or makes them
available for use, shall be sentenced to imprisorifee not more than one year.
(4) Counterfeit labels, measures and weights akagehstruments for the fabrication
thereof shall be seized.

Forgery or Destruction of an Official Paper, BoBke or Historical Archives

Article 259
(1) An official who enters false information orl&to enter any relevant information in
an official paper, book, or file, or certifies suahpaper, book or file containing false
information with his signature or stamp, or rendbescreation of such a paper, book or
file possible, shall be sentenced to imprisonmenhbt more than three years.
(2) An official who uses a false official paper,dikoor file as genuine, or who destroys
or hides papers, books or files or substantialljpages or renders the same useless,
shall be punished to the same extent.
(3) Whoever unlawfully alienates, destroys, or @ais historical archives, or renders it
useless, shall be sentenced to imprisonment fdlesstthan three months and not more
than three years.

Piracy

Article 374
(1) Whoever, by force or serious threat of force, violation of the rules of
international law, takes over command of an aitcaaf of a sea vessel shall be
sentenced to imprisonment for not less one andnooe than ten years.
(2) The same sentence shall be imposed on the mevhbee crew of an aircraft or of
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Insider trading
and market
manipulation

a sea vessel who undertakes a mutiny and takesfevepmmand of the aircraft or sea

vessel.

(3) If the offence under paragraphs 1 or 2 of #iscle entails the death of one or

more persons or a substantial loss of property,pr@etrator shall be punished by

imprisonment of not less than five and not mora tlifkeen years.
Abuse of Insider Information
Article 238

(1) Whoever, in relation to the position he occsepigth the issuer of the security or

equity in the capital of the issuer of the secuflitiz employment, or when performing

activity, obtains insider information capable ofluencing the price of securities or
other financial instrument on the organised maikéhe Republic of Slovenia or in at
least one Member State of the European Union, oespect of which an application
has been lodged for such a placement, regardlesbether it is placed on this market
or not, using it for himself or any third persontltwia view to the direct or indirect
acquisition or disposal of such security or othiearicial instrument, shall be sentenced
to imprisonment for not more than three years.

(2) Whoever communicates insider information tauaauthorised person, or proposes

to the third person on the basis of such insiddorination a direct or indirect

acquisition or disposal of such security or othearicial instrument, shall be punished
to the same extent.

(3) Whoever acquires insider information withoutthenrisation and uses it for the

direct or indirect acquisition or disposal of swggturity or other financial instrument

for himself or any third person, shall be punishedhe same extent as laid down in

paragraph 1.

(4) If offences under the preceding paragraphs exwnsecurities or other financial

instruments of high value, the perpetrator shalsbetenced to imprisonment for not

less than five years.
Abuse of Financial Instruments Market
Article 239

(1) Whoever, with the intention of procuring an awful property benefit for himself

or for a third person, abuses the market in firgnaistruments by means of a

prohibited conduct, by:

1) concluding a business or issuing a trade cant@oviding market participants
with an incorrect or misleading idea of the offdéemand, or price of the financial
instrument, or providing one or more connected @es4o assure the price of one
or more financial instruments at an abnormal dficidl level:

2) using fictitious means or any other form of ftalent conduct when concluding
business or issuing a trade contract;

3) spreading incorrect or misleading informationforancial instruments, following
the same objective when spreading rumours, incoamred misleading information
via media, online, or in any other similar way,

shall be sentenced to imprisonment for not mora theee years.

(2) If the offence under the above paragraph hadtesl in a large property benefit or a

large loss of property and if the perpetrator idemhto cause such loss of property or to

gain such property benefit, he shall be sentencedprisonment for not more than
five years.
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ANNEX [II

I, PREVENTION OF MONEY LAUNDERING AND TERRORIST
FINANCING ACT (APMLTF)

(ZPPDFT, published in the Official Gazette of the Rpublic of Slovenia, No. 60 of 6 July
2007, page 8332)

(Unofficial translation)
CHAPTER |
GENERAL PROVISIONS
1.1 Contents of the Act
Article 1
(Contents of the Act and transposed EU directives)

(1) This Act shall stipulate measures, competehaities and procedures for detecting and
preventing money laundering and terrorist financing

(2) This Act shall transpose the following direetivof the European Communities into the
legislation of the Republic of Slovenia:

1. Directive 2005/60/EC of the European Parliamaamd of the Council of 26 October
2005 on the prevention of the use of the finansigtem for the purpose of money
laundering and terrorist financing (OJ L No. 309 26 November 2005, p. 15;
hereinafter: Directive 2005/60/EC);

2. Commission Directive 2006/70/EC of 1 August 2088ing down implementing
measures for Directive 2005/60/EC of the Europearidment and of the Council as
regards the definition of “politically exposed pmmn$ and the technical criteria for
simplified customer due diligence procedure andefe@mption on grounds of financial
activity conducted on an occasional or very limitembis (OJ L No. 214 of 4 August
2006, p.29).

1.2 Definitions and scope
Article 2
(Money laundering and terrorist financing)

(1) For the purposes of this Aechoney launderingshall mean any conduct for the purpose of
disguising the origin of money or other propertyastied by an offence and shall include:

1. conversion or any transfer of money or othepprty derived from criminal activity;

2. concealment or disguise of the true nature,imgrigcation, movement, disposition,
ownership or rights with respect to money or otpeoperty derived from criminal
activity.

(2) For the purposes of this Aderrorist financing shall mean direct or indirect provision or
collection of funds or other property of legal begal origin, or attempted provision or collection
of such funds or other property, with the interattthey be used or in the knowledge that they are
to be used in full or in part by a terrorist (headier: terrorist) or terrorist organisation.
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(3) For the purposes of this Act, offence shall maay offence defined in Article 2 of the Act
Ratifying the International Convention for the Stggsion of the Financing of Terrorism
(Official Gazette — MP, No. 21/04).

(4) For the purposes of this Act, a terrorist shadlan a natural person who:
- commits or intends to commit a terrorist act hy aeans;
- is involved in the commission of a terrorist astan accessory, instigator or aide;
- organises a terrorist act to be committed; or
- contributes to a terrorist act of a group of geaperating to achieve a common goal,

provided such contribution is intentional and witle purpose to perpetuate the terrorist activity,
or provided that he/she understands the groupesirib commit a terrorist act.

(5) For the purposes of this Act, a terrorist oigation shall mean any group of terrorists who:
- commit or intend to commit a terrorist act by angans;
- participate in committing a terrorist act;
- organise a terrorist act to be committed; or
- contribute to a terrorist act of a group of peopberating to achieve a common goal,

provided such contribution is intentional and witle purpose to perpetuate the terrorist activity,
or provided that they understand the group’s inter@ommit a terrorist act.

Article 3
(Definition of other terms)
For the purposes of this Act:

1. Property shall mean assets of every kind, wihetoeporeal or incorporeal, tangible or
intangible, moveable or immoveable, and legal damtshor instruments in any form, including
electronic or digital, evidencing title to or inést in such assets.

2. Assets shall mean financial assets and econoeniefits of every kind, including:
a) cash, cheques, claims on money, drafts, mormr®and other payment instruments;
b) deposits with organisations;

c¢) financial instruments stipulated by the law goweg financial instruments, namely
publicly- and privately-traded securities, incluglishares and stocks, certificates, debt
instruments, bonds, debentures, warrants and deavanancial instruments;

d) interest, dividends or other income from assets;
e) claims, loans and letters of credit;
f) other documents proving entitlement to assetstloer financial sources.
3. Office shall mean the Office for Money Laundgriprevention of the Republic of Slovenia.

4. Member State shall mean a Member State of tedean Union or a signatory state to the
European Economic Area Agreement (Official Gazétie, 59/05).

5. Third country shall mean a European Union nomatyer state or a non-signatory state to the
European Economic Area Agreement.
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6. Trust and company service provider shall meanratural person or legal entity which by
way of business provides any of the following seesito third parties:

a) forming legal entities;

b) acting as or arranging for another person t@adirector or secretary of a company or
partner (hereinafter: partner), where the persaorcemed does not actually perform the
management function or does not undertake busimeds concerning capital
contribution in the legal entity where he/she jm#ner;

c¢) providing head office, business, correspondercadministrative address and other
related services for a legal entity;

d) acting as or arranging for another person toasctrustee of an institution, trust or
similar foreign law entity which receives, managesdistributes property funds for a
particular purpose; the definition excludes theviion of trustee services for investment
funds, mutual pension funds and pension companies;

e) acting as or arranging for another person tcaachominee shareholder for another
person, other than a company whose securities dirgttad to trading on a regulated
market that is subject to disclosure requirememts conformity with European
Community legislation or subject to equivalent intgional standards.

7. Companies providing certain payment transactiervices, including money transmission,
shall mean persons providing the following finah@arvices: receiving cash, checks or other
stores of value at one location and — via a linkjoe, transfer or use of settlement network
enabling transfer of money or value — subsequeytnpat of the respective amount in cash or
other form to a beneficiary or recipient at anotlueation. Transactions effected through such
services may entail one or more intermediariesaafidal payment to a third party.

8. For the purposes of this Act, non-profit orgatigns shall mean societies, establishments,
institutions and religious communities predomimandngaged in non-profit activities and
established in accordance with the applicable liztis.

9. For the purposes of this Adther civil law entity shall mean an organised grofiindividuals
who pool or will pool assets or other property dguarticular purpose.

10. The terms electronic money and electronic dateer shall have the same meaning as in the
Act governing payment transactions.

11. The term credit institution shall have the san@&aning as in the Act governing banking.
12.For the purposes of this Act, the term bendfminer shall include the following:

- a natural person who ultimately owns or supes/iseotherwise exercises control over
a customer (provided the party is a legal entitgtbier similar legal subject), or

- a natural person on whose behalf a transactiaaiged out or services performed
(provided the customer is a natural person).

13.Business relationship shall mean a businesshar @ontractual relationship linked with the
organisation’s operations, concluded or enterembgta party within the organisation.

14.For the purposes of this Act, a corresponddatioaship shall mean a correspondent banking
relationship between a domestic and a respondeaigfo credit (or other similar) institution
established by opening the respondent’s accouhtavitomestic credit institution (opening a loro
account). A correspondent relationship shall algaman agreement concluded by a domestic
credit institution with a respondent foreign credit similar institution for the purpose of
conducting business abroad through the respondent.
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15. A shell bank shall mean a credit institutioraarinstitution engaged in equivalent activities,
registered in a jurisdiction in which it does netform its services and which is unaffiliated with
a supervised or otherwise regulated group.

16. Cash referred to in Article 38 hereof shall meates or coins in circulation as a means of
payment.

17.Cash referred to in Article 73 hereof shall have same meaning as in Regulation No.
1899/2005 of the European Parliament and the Cboh@6 October 2005 on control of cash
entering or leaving the Community (OJ L 309 of 2&/Bmber 2005, p. 9).

18. The term transaction account shall have theesasaning as in the Act governing payment
transactions.

19. A transaction shall mean any receipt, handosechange, safekeeping, disposal or other
handling of monies or other property by a persahlé.

20. Cash transaction shall mean any transactiomhioch a person liable receives physical cash
from the customer or hands over physical cashdatistomer in possession and disposition.

21. Factoring shall mean factoring with or withoetourse.

22. Forfeiting shall mean financing exports baseguarchase with discount and without recourse
of long-term outstanding receivables secured bgniomal instrument.

23. Official personal identification document shakkan any valid authentic instrument bearing a
photograph and issued by the competent authorittyeoMember State or third country.

24. The terms regulated market and stock exchangié lsave the same meaning as in the Act
governing the financial instruments market.

25. For the purposes of this Act, the term finanicistitution shall mean organisations referred to
in points 3, 5, 6, 7, 8, 10, 16(a) to (i) of pawgyr 1 of Article 4 hereof and for institutions of
Member States providing equivalent services.

26. For the purposes of this Act, life insurancallsimean insurance defined as life insurance by
the Act governing insurance business.

27. Personal name shall consist of a first namefamédy name, of which each may be composed
of several words that form a whole.

28. Information about the activity of a customeat(mal person) shall mean data on a customer’s
private, professional or other similar engagementgloyed, retired, student, unemployed, etc.)
or data on a customer’'s activities (in the field spiort, culture and art, scientific research,

education or other similar areas) that provide ppr@priate basis for establishing a business
relationship.

Article 4
(Persons under obligation)

(1) Measures for detecting and preventing monegdating and terrorist financing stipulated by
the present Act shall be carried out prior to athattime of receiving, handing over, exchanging,
safekeeping, disposing of or handling monies oreotproperty and in concluding business
relationships with:

1. banks, branches of banks from third countriesMamber State banks which establish
branches in the Republic of Slovenia or which artharised to directly perform banking
services in the Republic of Slovenia;
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2. savings banks;

3. companies providing certain payment transactservices, including money
transmission;

4. post;

5. management companies of investment funds, besnochmanagement companies of
investment funds from third countries, managementanies of investment funds from
Member States which establish branches in the RigpafbSlovenia or are authorised to
provide services of investment fund managemenhénRepublic of Slovenia, and other
persons who may provide particular services owveiets of managing investment funds
pursuant to the Act governing investment fund manaant;

6. founders and managers of mutual pension fundgansion companies;

7. brokerage companies, branches of brokerage cuegpdrom third countries,
brokerage companies from Member States which ésitabtanches in the Republic of
Slovenia or are authorised to provide servicesingdo securities directly in the
Republic of Slovenia, and other persons who mayigeoparticular services relating to
securities pursuant to the Act governing the séesrimarket or the Act governing the
financial instruments market;

8. insurance companies authorised to pursue ligairamce business and insurance
companies from Member States which establish besohthe Republic of Slovenia or

which are authorised to pursue life insurance lassindirectly in the Republic of

Slovenia;

9. electronic money undertakings, branches of et money undertakings from third
countries, and electronic money undertakings froramider States which establish
branches in the Republic of Slovenia or which atharised to provide electronic money
services directly in the Republic of Slovenia;

10. currency exchange offices;

11. auditing firms and independent auditors;

12. concessionaires organising special gamingsimoa or gaming halls;
13. organisers regularly offering sport wagers;

14. organisers and concessionaires offering garhehance via the Internet or other
telecommunications means;

15. pawnbroker shops;
16. legal entities and natural persons conductugjness relating to:

a) granting credits or loans, also including consurredits, mortgage credits,
factoring and financing of commercial transactiansluding forfeiting;

b) financial leasing;

c) issuing and management of payment instrumenish(ss credit cards and
travellers’ cheques);

d) issuing of guarantees and other commitments;
e) portfolio management services to third partres r@elated advice;

f) safe custody services;
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g) mediation in the conclusion of loan and credihsactions;

h) insurance agency services for the purpose otledimg life insurance
contracts;

i) insurance intermediaries in concluding life irmuce contracts;
j) accounting services;

k) tax advisory services;

) trust and company services;

m) trade in precious metals and precious stonespamdiicts made from these
materials;

n) trade in works of art;

0) organisation and execution of auctions;
p) real property transactions

(hereinafter: organisations).

(2) Pursuant to the provisions of Chapter Il herehe measures for detecting and preventing
money laundering and terrorist financing stipulated the present Act shall be applied by
lawyers, law firms and notaries as well.

(3) For the purposes of this Act, the teoirliged personshall refer collectively to organisations,
lawyers, law firms and notaries.

(4) The Government of the Republic of Slovenia rdajermine the conditions under which the
obligation to apply the measures under the pre&enshall not apply to legal entities or natural
persons referred to in paragraph 1 of this Artisleo only pursue activity occasionally or in

limited scope and who are exposed to a low risgkoffiey laundering or terrorist financing. When
determining terms and conditions, the Governmenh®fRepublic of Slovenia shall take account
of the technical criteria adopted by the Europeamgission pursuant to Article 40 of Directive

2005/60/EC and the related findings of the offind aupervisory bodies referred to in Article 85
hereof.

CHAPTER I
DUTIES AND OBLIGATIONS OF ORGANISATIONS
2.1 General provisions
Article 5
(Duties and obligations of organisations)

(1) For the purpose of detecting and preventing eyolaundering and terrorist financing,
organisations shall carry out tasks stipulatedHhsy gresent Act and regulations adopted on the
basis thereof in the course of their business.

(2) The tasks referred to in the preceding pardysiall comprise:

1. applying measures to acquire knowledge aboutuk®mmer (hereinafter: customer due
diligence) under the terms and conditions and éntianner provided by the present Act;

2. reporting prescribed and requisite data and #&tibgy evidence to the office in
accordance with the provisions of the present Act;
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3. appointing an authorised person and assistatitodsed person and ensuring
conditions for their work;

4. providing regular professional training and eation for workers and ensuring regular
internal control over the performance of dutiesarrttlis Act;

5. preparing a list of indicators for identificatiof customers and transactions in respect
of which reasonable grounds to suspect money laingder terrorist financing exist;

6. ensuring protection and retention of data andagament of records required by this
Act;

7. applying measures for detecting and preventirapney laundering and terrorist
financing in branches and majority-owned subsidmltocated in third countries;

8. performing other tasks and duties under thisakct the ensuing regulations.
Article 6
(Risk of money laundering and terrorist financing)

(1) Risk of money laundering or terrorist financisigall mean the risk that the customer would
misuse the financial system for money laundering #arrorist financing or that a business
relationship, transaction or product would be usiectly or indirectly, for money laundering or

terrorist financing.

(2) An organisation shall prepare a risk analysid astablish a risk assessment for individual
groups or customers, business relationships, ptsedoc transactions with respect to their
potential misuse for money laundering or terrdirgincing.

(3) An organisation shall draw up the risk analysiferred to in the preceding paragraph in
accordance with guidelines issued by and withinpbweers of the competent supervisory body
referred to in Article 85 of this Act.

(4) In respect of point 4 of paragraph 1 of Arti8& of this Act, only persons meeting the criteria
set in the rules issued by the minister responsibléinance may be treated by an organisation as
customers assessed as representing a low risk eéyrlaundering or terrorist financing. The
minister shall take account of the technical ciateadopted by the European Commission
pursuant to Article 40 of Directive 2005/60/EC anethted data from the office and supervisory
bodies.

(5) The risk analysis or the procedure to estabiish assessment referred to in paragraph 2 of
this Article shall reflect the specific featurestbe organisation and its operations (e.g. its size
and composition, scope and structure of busingggstof customers doing business with the
organisation, and types of products offered byotfganisation).

2.2 Customer due diligence
2.2.1 General provisions
Article 7
(Customer due diligence elements)
(1) If not otherwise provided by this Act, custondele diligence shall comprise:

1. establishing the customer’s identity and venifythe customer’s identity on the basis
of authentic, independent and objective sources;

2. identifying the beneficial owner of the customer
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3. obtaining data on the purpose and intended aatfirthe business relationship or
transaction, as well as other data pursuant toAittis

4. regular diligent monitoring of business actedtiundertaken by the customer through
the organisation.

(2) The organisation shall define procedures ferithplementation of the measures referred to in
paragraph 1 of this Article in its internal regitats.

Article 8
(Obligation to carry out customer due diligence)

(1) An organisation shall apply customer due diigee in accordance with the terms and
conditions provided by the present Act in the faillog cases:

1. when establishing a business relationship withstomer;

2. when carrying out a transaction amounting to ELB000 or more, whether the
transaction is carried out in a single operatiomaeveral operations which are evidently
linked,;

3. when there are doubts about the veracity andjuzdy of previously obtained
customer or beneficial owner information;

4. whenever there is a suspicion of money laundeasimterrorist financing in respect of a
transaction or customer, regardless of the traissaamount.

(2) When transactions referred to in point 2 ofagaaph 1 of this Article are carried out on

the basis of or within a previously establishedimess relationship, the organisation shall only
obtain the missing data referred to in paragraphAticle 21.

(3) In transactions referred to in point 2 of pasgdp 1 of this Article, a concessionaire offering
games of chance in a casino or gaming hall shaityvihe identity of the customer carrying out
the transaction and obtain the required informatidmen the transaction is effected at the
cashier’s desk.

(4) For the purposes of this Act, the customergisteation for participation in a system of
organising games of chance with organisers andessanaires who offer games of chance via
the Internet or other telecommunications means| dbal deemed an established business
relationship. Pursuant to this Act, the customecsession to the fund rules of a mutual fund
managed by a management company shall be deemad astablished business relationship
between the customer and the management compamgsgion to the fund rules of another
mutual fund managed by same management comparlynshdle deemed as an established new
business relationship between the customer anchdmagement company.

Article 9
(Customer due diligence in the establishment of ausiness relationship)

(1) When establishing a business relationship medeto in point 1 of paragraph 1 of Article 8 of
this Act, an organisation shall apply the measpresided for in points 1, 2 and 3 of paragraph 7
of this Article before the business relationshipstablished.

(2) Notwithstanding the provisions of the preceddagagraph, an organisation may exceptionally
apply measures from points 1 and 2 of paragraph Article 7 during the establishment of a
business relationship with the customer if thinésessary not to interrupt the normal conduct of
the organisation’s business and where in accordastbeArticle 6 of this Act there is little risk
of money laundering or terrorist financing.
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(3) Notwithstanding the provisions of paragraphfhis Article, an organisation referred to in
point 8 of paragraph 1 of Article 4 hereof may réation to life insurance business, verify the
identity of the beneficiary under the policy aftee business relationship has been established but
not later than at or before the time of payout toorabefore the time the beneficiary intends to
exercise his/her rights vested under the policy.

Article 10
(Customer due diligence in carrying out transactios)

When effecting transactions referred to in poinbf2paragraph 1 of Article 8 hereof, an
organisation shall apply the measures providedhfoints 1, 2 and 3 of paragraph 1 of Article 7
hereof before the transaction is carried out.

Article 11
(Non-performance of customer due diligence obligatin)

An organisation that cannot apply the measuresresfdo in points 1, 2 and 3 of paragraph 1 of
Article 7 hereof in accordance with the provisiasfsthis Act shall not establish a business
relationship or effect a transaction, or shall teate the business relationship if already
established, and shall consider reporting datahencustomer or transaction to the office in
accordance with paragraph 3 of Article 38 hereof.

Article 12
(Exemption from the obligation to carry out custome due diligence for certain
products)

(1) Insurance companies authorised to pursue iderance business and insurance companies
from third countries authorised to pursue life i@ce business, insurance companies of Member
States which establish branches in the RepubliSlo¥enia or are authorised to pursue life
insurance business directly in the Republic of 8toa, founders and managers of mutual pension
funds, pension companies, and legal entities atgaralgoersons conducting business relating to
life insurance agency or brokerage business inngellfe insurance policies need not apply
customer due diligence measures in the followirsgsa

1. when arranging life insurance contracts where $ingle premium or multiple
premiums to be paid in a year do not exceed EUROLd@) where the single premium
does not exceed EUR 2,500;

2. in arranging pension insurance contracts, pemlitiat:

a) such insurance policies contain no surrendarselaand cannot be used as
security for a loan; or

b) the collective insurance contract is entered within a pension or other

similar scheme guaranteeing the right to pensiotmeéoemployees and provided
the premiums are paid through salary deductiongl@mdcheme rules contain no
surrender clause.

(2) Electronic money undertakings, electronic momeyertakings from Member States and
branches of electronic money undertakings fromdtltountries need not apply customer due
diligence measures in the following cases:

1. when issuing electronic money, provided the amadfi deposit made for the issue of
electronic money stored in a non-rechargeable ded@oes not exceed EUR 150;
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2. when issuing electronic money and in transastioia e-money, provided that the
maximum amount for its issue in respect of the daation stored in a rechargeable
device does not exceed EUR 2,500 in a calendar g&aept when an amount of EUR
1,000 or more is redeemed in that same calendatbydhe bearer.

(3) The minister responsible for finance may alpusate in the rules that an organisation need
not apply customer due diligence measures in réspécother products or transactions

representing a low risk of money laundering ordsst financing. When determining the types of
products and related transactions not requiringoousr due diligence, the minister shall take
account of the technical criteria adopted by theogean Commission pursuant to Article 40 of
Directive 2005/60/EC and the data from the offioe aupervisory bodies referred to in Article

85 hereof.

(4) Notwithstanding the provisions of paragraphs2land 3 of this Article, the omission of
customer due diligence shall not be permitted wieasons for suspicion of money laundering or
terrorist financing exist in connection with thestamer or transaction.

2.2.2 Application of customer due diligence measuse
2.2.2.1 Determining and verifying customer identity
Article 13

(Determining and verifying the identity of a natural person or his/her statutory
representative, sole proprietor, or self-employed @rson)

(1) In respect of a customer, namely:
1. a natural person or his/her statutory repretigatéhereinafter: representative),
2. a sole proprietor, or
3. a self-employed person,

an organisation shall determine and verify theamst’s identity and obtain the data referred to
in point 4 of paragraph 1 of Article 83 of this Amy examining the customer’s official personal

identification document in the customer’'s presendéhen all the required data cannot be
obtained from the mentioned document, the missatg ghall be obtained from another authentic
document submitted by the customer or directly ftbmcustomer.

(2) Notwithstanding the preceding paragraph andestilto the terms and conditions prescribed
by the minister responsible for finance in the suken organisation may determine and verify the
identity of a customer (natural person or his/legresentative, sole proprietor, or self-employed
person) based on:

1. a qualified digital certificate issued by a deration authority situated in the Republic
of Slovenia in accordance with the Act governingctionic commerce and electronic
signature;

2. the customer’s qualified digital certificateussl by a certification authority situated in
a European Union Member State or in a third coustttyject to conditions stipulated by
the Act governing electronic commerce and electrasignature, and provided that
technological possibilities for such purpose aralable.

(3) When determining and verifying the identitytbé customer pursuant to paragraph 2 of this
Article, an organisation shall obtain the requidada on the customer referred to in point 4 of
paragraph 1 of Article 83 hereof from the qualifididital certificate. Data not available on the
mentioned certificate shall be obtained from thpycof the official personal document sent by
the customer to the organisation in paper or digagem. When all required data cannot be
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obtained in the manner described above, the migs$atg shall be obtained directly from the
customer.

(4) The certification authority referred to in pgraph 2 of this Article which issued a qualified

digital certificate to the customer shall forthwihbmit data on the manner of determining and
verifying the identity of the customer-bearer te tbrganisation upon its request. The data
obtained shall be kept by the organisation in at@moce with the provisions of the present Act
and the Act regulating protection and retentiodatf.

(5) Notwithstanding paragraphs 2 and 3 of thisdti determining and verifying the identity of
the customer by using a qualified digital certifecahall be prohibited in the following cases:

1. when opening an account with the organisatia@iermred to in points 1 and 2 of
paragraph 1 of Article 4 hereof, except when opgrirprovisional deposit account for
payments of start-up capital; or

2. when there is a suspicion that a qualified digiertificate may be misused or an
organisation establishes that circumstances sutatanaffecting the validity of a
certificate have changed but the issuing certificafuthority has not yet revoked it.

(6) When the customer is a sole proprietor or eeifsloyed person, an organisation shall obtain
the data referred to in point 5 of paragraph 1 dfcke 83 hereof by applying Article 14 of this
Act mutatis mutandis.

(7) If, in determining and verifying the identity the customer pursuant to the provisions of this
Article, the organisation doubts the reliabilityvaracity of documents and other business records
from which the data have been obtained, it shab alemand a written statement from the
customer.

(8) When an organisation entering a business oglsiip determines and verifies the identity of
the customer on the basis of paragraph 2 of thigléy it shall be obliged to act in accordance
with paragraph 3 of Article 32 hereof.

Article 14
(Determining and verifying the identity of a legalentity)

(1) An organisation shall determine and verify tbentity of the customer (legal entity) and
obtain the data referred to in point 1 of paragrami Article 83 hereof by inspecting the original
or certified documentation from the court register other public register submitted to the
organisation by the statutory representative othbisauthorised person on behalf of the legal
entity.

(2) The submitted documentation referred to ingheceding paragraph shall not be older than
three months.

(3) An organisation may determine and verify theniity of a legal entity and obtain the data
referred to in point 1 of paragraph 1 of Article &3his Act by inspecting a court or other public
register. The extract from the register used dbedr a remark by the organisation to indicate the
date and time of access and the personal nameegbdtson who inspected the register. The
extract from the register shall be kept by the piggtion in accordance with the provisions of the
present Act and the Act regulating protection aetdmtion of data.

(4) An organisation shall obtain other data fromrageaph 1 of Article 83 hereof, with the

exception of data on a beneficial owner, by indpgcbriginal or certified documents and other
business documentation. When all the data refeadd paragraph 1 of Article 83 hereof cannot
be obtained from such documents and documentdlienmissing data, with the exception of data
on the beneficial owner, shall be obtained fromdiautory representative or authorised person.
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(5) If, in determining and verifying the identityf a legal entity, an organisation doubts the
reliability of submitted data or veracity of documie and other business records from which the
data have been obtained, it shall require a wrgtatement from the statutory representative or
authorised person prior to entering into a businelsgionship or effecting a transaction.

(6) When determining and verifying the identitytbé customer pursuant to paragraphs 1 and 3
of this Article, an organisation shall beforehan@raine the nature of the register from which
data for the verification of identity shall be oipied.

(7) When the customer is a foreign legal entityspimg an activity in the Republic of Slovenia
through its branch, an organisation shall deternaing verify the identity of the foreign legal
entity and its branch.

Article 15
(Determining and verifying the identity of a legalentity’s statutory representative)

(1) An organisation shall determine and verify ithentity of a statutory representative and obtain
the data referred to in point 2 of paragraph 1 aiche 83 of this Act by examining the statutory
representative’s official personal identificatioacdment in the representative’s presence. When
all required data cannot be obtained from the roeeti document, the missing data shall be
obtained from another authentic document submiitethe statutory representative.

(2) An organisation may determine and verify theniity of the statutory representative of a
legal entity in some other manner if so stipulatethe rules issued by the minister responsible
for finance.

(3) If, in determining and verifying the identityf @ statutory representative, an organisation
doubts the reliability of submitted data, it shelfjuest a written statement.

Article 16
(Determining and verifying the identity of an authaised person)

(1) An organisation shall determine and verify ithentity of an authorised person concluding a
business relationship in place of a statutory rgmtative on behalf of a legal entity and shall
obtain the data referred to in point 2 of paragrapdf Article 83 of this Act by examining the
authorised person’s official personal identificatidocument in his/her presence. When all
required data cannot be obtained from the mentictheclment, the missing data shall be
obtained from another authentic document submitedhe authorised person or directly from
the authorised person. An organisation shall oktteéndata referred to in point 2 of paragraph 1
of Article 83 hereof about a statutory represemeatin whose behalf an authorised person acts
from the certified written authorisation issuedtbg statutory representative.

(2) If a transaction referred to in point 2 of ggaph 1 of Article 8 hereof is effected on behdif o
the customer by his/her authorised person, an maon shall determine and verify the
authorised person’s identity and obtain the dat@ired in point 3 of paragraph 1 of Article 83
hereof as set forth in paragraph 1 of this ArtitMhen an authorised person acts on behalf of a
customer (natural person or sole proprietor oreelployed person), an organisation shall obtain
the data referred to in point 4 of paragraph 1 dfcke 83 hereof from the customer’s written
authorisation

(3) If, in determining and verifying the identitf an authorised person, an organisation doubts
the reliability of submitted data, it shall requttst authorised person’s written statement.

Article 17

(Determining and verifying the identity of other cwil law entities)
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(1) When the customer is a civil law entity referte in point 9 of Article 3 hereof which is not a
natural person or legal entity, the organisaticallsh

1. determine and verify the identity of the perseith powers of representation
(hereinafter: agent);

2. obtain certified written powers of representatio
3. obtain the data referred to in points 2 andfligacagraph 1 of Article 83 of this Act.

(2) The organisation shall determine and verifyithntity of the agent referred to in paragraph 1
of this Article and obtain the data referred t@aint 2 of paragraph 1 of Article 83 of this Act by
examining the agent’s official personal identifioatdocument in the agent’s presence. When all
required data cannot be obtained from the menticthecliment, the missing data shall be
obtained from another authentic document submiitethe agent or directly from the agent.

(3) The organisation shall obtain the data refetaedh point 16 of paragraph 1 of Article 83
hereof about a person who belongs to a civil latityereferred to in paragraph 1 of this Article
from the certified written powers of representatearbmitted to the organisation by the agent.
When all the data referred to in point 16 of paaprl of Article 83 hereof cannot be obtained
from such document, the missing data shall be néthdirectly from the agent.

(4) If, in determining and verifying the identityf a person referred to in paragraph 1 of this
Article, the organisation doubts the reliability eiibmitted data or veracity of documents from
which the data have been obtained, it shall recaiveritten statement from the agent prior to
entering into a business relationship or effectirigansaction.

Article 18
(Specific cases concerning determination and verdfation of the identity of a customer)

(1) Subject to the provisions of Article 8 of thisct, the customer’s identity shall also be
determined and/or verified in the following cases:

1. upon the customer’s entry into a casino or ggrhatl;
2. each time the customer accesses the safe.

(2) In determining and verifying the identity ofetttcustomer pursuant to paragraph 1 of this
Article, a concessionaire offering games of chanca casino or gaming hall or an organisation
providing safekeeping services shall obtain the detjuired under points 6 and 8 of paragraph 1
of Article 83 of this Act.

(3) Provisions of this Act concerning the obligatitm verify the identity of the customer when
accessing the safe shall apply to each personlgcagaessing the safe, regardless of whether or
not the person concerned is a party to the safakgepontract or the party’s statutory
representative or authorised person.

2.2.2.2 ldentifying the beneficial owner of the cusmer
Article 19
(Beneficial owner of a customer)
(1) Pursuant to this Act, the beneficial owner abaporate entity shall be:

1. any natural person who owns through direct dir@ct ownership at least 25% of the
business share, stocks or voting or other rightghe basis of which he/she participates
in the management or in the capital of the legéibyewith at least 25% share or has the
controlling position in the management of the legy#ity’s funds;
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2. any natural person who indirectly provides gorisviding funds to a legal entity and is
on such grounds given the possibility of exercisicantrol, guiding or otherwise
substantially influencing the decisions of the ngimaent or other administrative body of
the legal entity concerning financing and busiraserations.

(2) For the purposes of this Act, the beneficiahewof other legal entities, such as foundations
and similar foreign law entities which accept, adister or distribute funds for particular
purposes, shall mean:

1. any natural person who is the beneficiary of entitan 25% of the proceeds of
property under management, where the future beaeés have already been determined
or can be determined;

2. a person or a group of persons in whose madmest the legal entity or similar foreign
law entity is set up and operates, where the iddafs that benefit from the legal entity
or similar foreign law entity have yet to be detared,;

3. any natural person exercising direct or indireghtrol over 25% or more of the
property of a legal entity or similar foreign lawtiy.

Article 20
(Identifying the beneficial owner of a legal entityor similar foreign law entity)

(1) The organisation shall identify the benefiaianer of a legal entity or similar foreign law
entity by obtaining the data referred to in poi&taf paragraph 1 of Article 83 hereof

(2) The organisation shall obtain the data refetceth paragraph 1 of this Article by inspecting

the original or certified documentation from theidaegister or other public register, which shall
not be older than three months. The organisatioyn obéain such data by direct inspection of the
court or other public register. In this regard, trganisation shall follow the provisions of

paragraphs 3 and 5 of Article 14 of this Act.

(3) If all the data on the beneficial owner of &tcumer cannot be obtained from the court or any
other public register, the organisation shall abthie missing data by inspecting the original or
certified documents and business records submiiyethe statutory representative or his/her
authorised person. When the organisation due tectitag reasons cannot obtain the missing data
in the manner described in this Article, it shddtain it from the written statement of the statutor
representative or his/her authorised person.

(4) The organisation shall obtain data on the @tarbeneficial owner of a legal entity or similar
foreign law entity. With regard to the risk of mgrlaundering or terrorist financing to which the
organisation is exposed in conducting business sutth customer, the organisation shall verify
the data to such an extent that it understandswhmership and control structure of its customer
and is satisfied that it knows who the beneficiaher is.

2.2.2.3 Obtaining data on the purpose and intendegature of the business relationship or
transaction, as well as other data pursuant to thig\ct

Article 21
(Set of data)

(1) Within the customer due diligence referredriqopint 1 of paragraph 1 of Article 8 of this
Act, the organisation shall obtain the data fronmi®1, 2, 4, 5, 7, 8 and 15 of paragraph 1 of
Article 83 of this Act.
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(2) Within the customer due diligence referredrigbint 2 of paragraph 1 of Article 8 of this
Act, the organisation shall obtain the data fronnf®1, 2, 3, 4, 5, 9, 10, 11, 12 and 15 of
paragraph 1 of Article 83 of this Act.

(3) Within the customer due diligence referredrt@oints 3 and 4 of paragraph 1 of Article 8 of
this Act, the organisation shall obtain the daterfparagraph 1 of Article 83 of this Act.

2.2.2.4 Monitoring business activities
Article 22
(Due diligence in monitoring business activities)

(1) The organisation shall diligently monitor busss activities undertaken by the customer
through the organisation with due diligence andtisure knowledge of the customer, including
the origin of assets used in business operatiogithting business activities undertaken by the
customer through the organisation shall include:

1. verification of the customer’s business operaigompliance with the purpose and
intended nature of the business relationship d@stedal between the customer and the
organisation;

2. monitoring and verification of the customer’'ssimess operations compliance with
his/her regular scope of business;

3. checking and updating obtained documents and dat the customer, including
undertaking annual review of the customer in casksred to in Article 23 of this Act.

(2) The organisation shall ensure the scope ampiércy of measures referred to in paragraph 1
of this Article appropriate to the risk of monewtalering or terrorist financing to which it is
exposed in carrying out individual transactionsimrbusiness operations with an individual
customer. The organisation shall assess such urgugnt to Article 6 of this Act.

Article 23
(Annual review of a foreign legal entity)

(1) When a foreign legal entity carries out tratisas referred to in paragraph 1 of Article 8 of
this Act, the organisation shall, in addition te ttasks referred to in Article 22 of this Act, garr
out regular repeated review of the foreign legditgmt least once a year and not later than one
year after the last review of the foreign legaltgnt

(2) Notwithstanding the preceding paragraph, thgaoisation shall carry out review when a
customer carrying out transactions from paragraph Article 8 of this Act is a legal entity with
its head office in the Republic of Slovenia andniore than 25% ownership of:

1. a foreign legal entity which is not or may net éngaged in trade, manufacturing or
other activity in the country of registration;

2. fiduciary or other similar foreign law companigith unknown or hidden owners or
managers.

(3) The annual review of the customer referredni@aragraphs 1 and 2 of this Article shall
include:

1. obtaining or verifying data on the firm, addressl legal entity’s head office referred
to in paragraph 1 or 2 of this Article;

2. obtaining data on the personal name and perrhané@mporary residence of the legal
entity’s statutory representative referred to iragaaph 1 or 2 of this Article;
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3. obtaining data on the legal entity’s benefic@ainer referred to in paragraph 1 or 2 of
this Article;

4. obtaining the new authorisation referred toanagraph 2 of Article 16 of this Act.

(4) When the transactions referred to in paragramti Article 8 of this Act are carried out on
behalf and for the account of a foreign legal grtiy its branch, the organisation shall obtain, in
addition to the data referred to in paragraph tisf Article, the following data within the annual
review of a foreign legal entity:

1. data on the address and head office of thediodeigal entity’s branch;

2. data on personal name and permanent residertbe ébreign legal entity’s statutory
representative.

(5) The organisation shall obtain the data refetoeth points 1, 2 and 3 of paragraph 3 of this
Article by inspecting the original or certified douentation from the court or other public

register, which shall not be older than three mgnti by direct inspection of the court or other
public register. When the required data cannot btioed in the described manner, the
organisation shall obtain the missing data fromadkhginal or certified documents and business
records submitted by the legal entity referredntparagraph 1 or 2 of this Article. When due to
objective reasons the organisation cannot obtanntissing data in the prescribed manner, it
shall obtain it directly from the written statemefithe statutory representative of the legal gntit

referred to in paragraph 1 or 2 of this Article.

(6) The organisation shall not effect transactibriisdoes not or cannot undertake annual review
of the customer in accordance with this Article.

(7) Notwithstanding the provisions of paragraphf this Article, the annual review of a foreign
legal entity shall not be required if the foreigggdl entity is the organisation referred to in
paragraph 1 of Article 33.

2.2.3 Customer due diligence via third parties
Article 24
(Due diligence relying on third parties)

(1) Under the conditions stipulated by this Acte tbrganisation entering into a business
relationship may rely on a third party to apply theasures referred to in points 1, 2 and 3 of
paragraph 1 of Article 7 of this Act.

(2) The organisation shall verify in advance whettiee third party entrusted to carry out
customer due diligence meets all the conditionmuktted by this Act.

(3) Customer due diligence performed for the orggiimn by a third party can not be accepted as
appropriate if, within this procedure, the thirdrtgadetermined and verified the identity of a
customer in his/her absence.

(4) The organisation which relies on a third partyrespect of customer due diligence shall
remain responsible for the proper customer dugetilte procedure under this Act.

Article 25
(Third parties)
() The third party referred to in paragraph 1 dfidde 24 of this Act shall be the following:

1. the organisation referred to in points 1, 25,46, 7 or 8 of paragraph 1 of Article 4 of
this Act;
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2. a bank of a Member State or a branch of a Slandmank in a Member State;

3. an investment fund management company from a derState or a branch of a
Slovenian investment fund management company ire@bér State;

4. founders or managers of mutual pension funds fsoMember State or a pension
company from a Member State;

5. a brokerage company from a Member State or achraf a Slovenian brokerage
company in a Member State;

6. an insurance company from a Member State oraachr of a Slovenian insurance
company in a Member State;

7. a branch or subsidiary of a bank from a MembliateSn a third country, a branch or
subsidiary of a management company from a Memtsge $t a third country, a branch
or subsidiary of a brokerage company from a Menthbte in a third country, or a
branch or subsidiary of an insurance company fravteenber State in a third country;

8. other persons meeting the conditions set byrtiméster responsible for finance in the
rules. The minister shall, inter alia, take accoainthe technical criteria adopted by the
European Commission pursuant to Article 40 of Diwec2005/60/EC, data from the
competent international organisations and data treoffice.

(2) Notwithstanding paragraph 1 of this Articlenatary situated in a Member State or in an
equivalent third country referred to in paragraptf $his Article shall also be considered a third
party.

(3) Notwithstanding other provisions of this Ardcla shell bank or other similar credit institution

which does not or may not pursue its activitieghie country of registration can in no case act as
a third party.

(4) The third parties referred to in paragraph lAeficle 24 of this Act shall not include
outsourcing service providers and agents.

(5) The minister responsible for finance shall dngwvthe list of equivalent third countries that
impose and comply with money laundering and testofinancing standards as defined by
Directive 2005/60/EC, while taking into account thestrument adopted by the European
Commission pursuant to Article 40 of Directive 2(BIBEC, data from the competent
international organisations and the office.

Article 26
(Exceptions relating to customers)

Notwithstanding paragraph 1 of Article 24 of thistAthe organisation may not rely on a third
party to apply customer due diligence procedurensthe customer is:

1. a foreign legal entity which is not or may na éngaged in trade, manufacturing or other
activity in the country of registration;

2. a fiduciary or other similar foreign law companmigh unknown or hidden owners or managers.
Article 27
(Obtaining data and documentation from a third party)

(1) A third party applying customer due diligena®gedure in place of the organisation shall
make immediately available to the organisation dhdained data on the customer which is
required by the organisation to enter into a bussimelationship under this Act.
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(2) The third party shall immediately forward toetlerganisation, upon its request, copies of
documents and other documentation used in the mastalue diligence procedure. Obtained
copies and documentation shall be kept by the @sgaon in accordance with the provisions of
the present Act and the Act regulating protectiod getention of data.

(3) When the organisation relies on third partiefenred to in points 2 to 8 of paragraph 1 of

Article 25 of this Act to apply customer due diligee procedure, the organisation may accept
documentation or data used in customer due dilig@nocedure in the country concerned, even if
the documentation and data differ from those reqliy this Act.

(4) When the organisation assesses that theread geason to doubt the veracity of applied
customer due diligence procedure or the identificatdocumentation or the reliability of

obtained data on the customer, it shall immediatielgjnand a written statement from the third
party on the veracity of the respective customee diuigence procedure and reliability of
obtained customer data.

(5) The organisation shall not enter into a busimetationship if:

1. customer due diligence procedure was applied pgrson not considered a third party
pursuant to Article 25 of this Act;

2. the third party relied on by the organisatiormpply customer due diligence procedure
determined and verified the identity of a custoimeris/her absence;

3. the organisation failed to obtain in advancedhta referred to in paragraph 1 of this
Article from the third party which applied custonukre diligence procedure;

4. the organisation failed to obtain in advanceie®mf identification documents and
other customer documentation from the third partyctv applied customer due diligence
procedure;

5. there is good reason to doubt the veracity efgarformed customer due diligence
procedure or reliability of obtained data on thetomer, and the third party, despite the
organisation’s request, failed to submit the wnitéatement referred to in paragraph 4 of
this Article.

(6) When the third party relied upon by the orgatii; to apply customer due diligence
procedure is an organisation referred to in pdint, 4, 5, 6, 7 or 8 of paragraph 1 of Articlef4 o
this Act, it shall itself be responsible for perfang the obligations under this Act, including the
obligation to report transactions when reasonssfmpicion of money laundering or terrorist
financing exist, and to retain data and documesriati

2.2.4 Special types of customer due diligence
Article 28
(General)

Customer due diligence procedure shall be apphietcordance with paragraph 1 of Article 7 of
this Act; in some cases stipulated by this Acttipalarly rigorous measures shall be required or
simplified customer due diligence measures allowpkcial types of customer due diligence
shall be:

1. enhanced due diligence;

2. simplified due diligence.
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2.2.4.1 Enhanced customer due diligence
Article 29
(General)

(1) Enhanced customer due diligence shall, in adib the measures referred to in paragraph 1
of Article 7 of this Act, include additional meassrstipulated by this Act in the following cases:

1. entering into a correspondent banking relatignshth a respondent bank or similar
credit institution situated in a third country;

2. entering into a business relationship or cagynt a transaction referred to in point 2
of paragraph 1 of Article 8 of this Act with a coster who is a politically exposed
person referred to in Article 31 of this Act;

3. when, within customer due diligence, a customas not physically present for the
purpose of determining and verifying his identity.

(2) The organisation shall apply enhanced custatuerdiligence procedure in all cases referred
to in paragraph 1 of this Article. In addition, tbeganisation shall apply, by analogy, a measure
or measures of enhanced customer due diligence Anbicles 30, 31 and 32 of this Act in cases

where pursuant to Article 6 of this Act it assedbes there is a high risk of money laundering or
terrorist financing due to the nature of the bussneelationship, form or manner of executing the
transaction, business profile of the customer tbecircumstances relating to the customer.

Article 30
(Corresponding banking relationships with credit institutions from third countries)

(1) When entering into a corresponding banking timtahip with a bank or similar credit
institution situated in a third country, the orgation shall apply measures referred to in
paragraph 1 of Article 7 of this Act within enhadosustomer due diligence procedure and shall
in addition obtain the following data, informatiand documentation:

1. date of issue and period of validity of the awiation to perform banking services,
and name and head office of the competent authfvoty the third country that issued
the authorisation;

2. description of the performance of internal pchoes relating to the detection and
prevention of money laundering and terrorist finagcin particular to customer due
diligence procedures, procedures for determiniegoineficial owners, for reporting data
on suspicious transactions to competent autharifiieskeeping records, internal control
and other procedures adopted by the bank or ottmélas credit institution with respect
to detecting and preventing money laundering amdriet financing;

3. description of systemic arrangements in thel fidldetection and prevention of money
laundering and terrorist financing applicable ie third country where the bank or other
similar credit institution is established or regretd,;

4. a written statement that the bank or other sinatedit institution does not operate as a
shell bank;

5. a written statement that the bank or other singtedit institution has not established
or does not enter into business relationships shil banks;

6. a written statement that the bank or similaditri@stitution is subject to administrative
supervision in the country of its head office agistration and is, in accordance with the
legislation of the country concerned, under theigaliion to comply with laws and
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regulations governing the detection and preventibmoney laundering and terrorist
financing.

(2) An employee of the organisation establishing torrespondent relationship referred to in
paragraph 1 of this Article and conducting the e&led customer due diligence procedure shall
obtain the written approval of his/her superior &melresponsible person in the organisation prior
to entering into such relationship.

(3) The organisation shall obtain the data refetceith paragraph 1 of this Article by inspecting

public or other accessible data records, or by daspg documents and business records
submitted by the bank or other similar credit is$ton situated in the third country. (4) The

organisation shall not enter into or continue aregpondent banking relationship with a

respondent bank or other similar credit institutsitnated in a third country if:

1. no data referred to in points 1, 2, 4, 5 and pavagraph 1 of this Article have been
obtained in advance;

2. the employee of the organisation failed to abtaiior written approval of his/her
superior and the responsible person in the orgémistor entering into the correspondent
relationship;

3. the bank or other similar credit institutiorusited in the third country does not have in
place a system for detecting and preventing moaegdering and terrorist financing or
is, in accordance with the legislation of the thaduntry where it is established or
registered, not under the obligation to comply wétvs and other relevant regulations
concerning the detection and prevention of monegdaring and terrorist financing;

4. the bank or other similar credit institutionusited in the third country operates as a
shell bank or enters into correspondent or othesiness relationships and effects
transactions with shell banks.

Article 31
(Foreign politically exposed persons)

(1) The organisation shall establish an approppateedure to determine whether a person is a
foreign politically exposed person. It shall defisugch procedure in its internal act while taking
account of the guidelines of the competent superyibody referred to in Article 85 of this Act.

(2) The foreign politically exposed person refertedn paragraph 1 of this Article shall mean

any natural person who is or has been entrusted priminent public function in the previous

year and resides in another Member State or irrd tiountry, or a person who is or has been
entrusted with prominent public function in anotiMdember State or in a third country in the

previous year, including immediate family membaeard alose associates.

(3) Natural persons who are or have been entrugittdprominent public function shall be the
following:

1. heads of state, prime ministers, ministers hed teputies or assistants;
2. elected representatives in legislative bodies;

3. members of supreme and constitutional courtsodiner high-level judicial authorities
against whose decisions there is no ordinary oraesdinary legal remedy, save in
exceptional cases;

4. members of courts of audit and boards of gowsrabcentral banks;
5. ambassadors, chargés d'affaire and high-ramffiogrs of armed forces;
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6. members of the management or supervisory badiesidertakings in majority state
ownership.

(4) Immediate family members of the person refetoenh paragraph 2 of this Article shall be the
following: spouse, common law partner, parentsthmes and sisters and children and their
spouses or common law partners.

(5) The close associate referred to in paragraph tBis Article shall mean any natural person
who has a joint profit from property or businedatienship or has any other close business links.

(6) When the customer entering into a businessioakhip with or effecting a transaction, or
when the customer on whose behalf a business ae#iip is entered into or a transaction
effected, is a foreign politically exposed persine, organisation shall in addition to the measures
referred to in paragraph 1 of Article 7 of this Asithin the enhanced customer due diligence
procedure take the following measures:

1. The organisation shall obtain data on the soafdands and property that are or will
be the subject of business relationship or tramwacfrom documents and other
documentation submitted by the customer. When slath cannot be obtained in the
described manner, the organisation shall obtadiréctly from the customer’s written
statement.

2. An employee of the organisation who conducts ghecedure for entering into a
business relationship with a customer who is aidor@olitically exposed person shall
obtain the written approval of his/her superior aheé responsible person prior to
entering into such relationship.

3. After a business relationship has been enterted the organisation shall monitor the
transactions and other business activities effetttemligh the organisation by a foreign
politically exposed person with due diligence.

Article 32
(Physical absence of a customer when determining averifying identity)

(1) When a customer is not physically present endrganisation when determining and verifying
identity, the organisation shall, in addition te tlmeasures referred to in paragraph 1 of Article 7
of this Act within enhanced customer due diligeqrecedure, take one or more additional
measures referred to in paragraph 2 of this Article

(2) The organisation shall compensate for the higisk of money laundering and terrorist
financing occurring where the customer has not Ipégsically present by:

1. obtaining additional documents, data and inféiwnaon the basis of which it verifies
the customer’s identity;

2. additional verification of submitted documents axditional confirmation by the
financial institution referred to in point 25 of hale 3 of this Act;

3. applying the measure referred to in paragraphtBis Article as set by the competent
supervisory authority referred to in Article 85thfs Act.

(3) The organisation shall only be allowed to entép a business relationship without the
customer’s presence under paragraph 2 of Articlef1Bis Act if it takes measures ensuring that,
prior to effecting the customer’'s subsequent tretisa through the organisation, the first
payment of the operation is carried out througlaerount opened in the customer’s hame with a
credit institution.



Report on fourth assessment visit of Slovenia — Annexes

2.2.4.2 Simplified customer due diligence
Article 33
(General)

(1) Notwithstanding the provision of Article 7 dii$ Act, the organisation may, except when
reasons for suspicion of money laundering or t&rdimancing exist in connection with the
customer, in cases under points 1 and 2 of parhgtap Article 8 of this Act apply simplified
customer due diligence if the customer is:

1. the organisation referred to in points 1, 5,4, 7 and 8 of paragraph 1 of Article 4 of
this Act, provided the organisation has its hedit®fin a Member State or equivalent
third country referred to in paragraph 5 of Artiéle of this Act;

2. a state body, self-governing local communityyhqaliblic agency, public fund, public
institution or chamber;

3. a company whose securities are admitted tortgadn a regulated market in one or
more Member States in accordance with European Qonitynlegislation, or a company
situated in a third country whose securities amaittdd to trading on a regulated market
in a Member State or in that country, provided thatdisclosure requirements are
consistent with European Community legislation;

4. the person referred to in paragraph 4 of Articlef this Act in connection with whom
there is little risk of money laundering or terstriinancing.

(2) Notwithstanding paragraph 1 of this Articlegtbrganisation entering into a correspondent
banking relationship with a respondent bank or offimilar credit institution situated in a third
country shall act in accordance with paragraph Arti€le 30 of this Act.

(3) Notwithstanding the provision of Article 7 dfi$ Act, an auditing firm or independent auditor
that establishes a business relationship of mandataiting of annual accounts of a legal entity
pursuant to the Act governing its operations, mppha simplified due diligence procedure,

except when reasons for suspicion of money laundeot terrorist financing exist in connection

with the customer or auditing circumstances.

Article 34
(Obtaining and verifying customer data)

(1) Notwithstanding the first paragraph of Articleof this Act, the simplified customer due
diligence procedure referred to in paragraph 1 dicke 33 of this Act shall only include
obtaining certain customer, business relationshipamsaction data.

(2) Within the simplified customer due diligenceogedure, the organisation shall obtain the
following data:

1. when establishing a business relationship:

- the name, address and registered office of tgal lentity establishing the
business relationship or legal entity on whose lf¢ha business relationship is
established:;

- the personal name of the statutory representativeauthorised person
establishing the business relationship for a legtity;

- the purpose and intended nature of the busiredatianship and the date of
establishment of the business relationship;
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2. when conducting transactions under point 2 ofigraph 1 of Article 8 of this Act:

- the name, address and registered office of tigal lentity for whom the
transaction is conducted;

- the personal name of the statutory representativeauthorised person
conducting the transaction for the legal entity;

- the date and time of the transaction;

- the amount of transaction, currency of transactind manner of effecting the
transaction;

- the purpose of transaction and the personal ramdepermanent address or
name and registered office of the person to whanirmsaction is directed.

(3) The organisation shall obtain the data refeteceith paragraph 2 of this Article by inspecting
the original or certified documentation from theudoor other public register submitted by the
customer or by direct inspection of the court dreotpublic register.

(4) When all required data cannot be obtained erttanner stipulated in paragraph 3 of this
Article, the organisation shall obtain the missthta from the original or certified documents
and business records submitted by the customern\Wbe to objective reasons the organisation
cannot obtain the missing data even in the maneseribed, it shall obtain it directly from the

written statement of the statutory representativeudhorised person.

(5) The submitted documentation referred to in gaaphs 3 and 4 of this Article shall not be
older than three months.

2.2.5 Limitations on transactions with customers
Article 35
(Prohibition on using anonymous products)

The organisation shall not open, issue or keep ynonos accounts, passbooks or bearer
passbooks, or other products enabling, directlindirectly, the concealment of the customer’s
identity.

Article 36
(Prohibition on conducting business with shell bank)

The organisation shall not enter into or continueoarespondent banking relationship with a
respondent bank that operates or may operate hsllabank, or other similar credit institution
known to allow shell banks to use its accounts.

Article 37
(Limitations on cash operations)

(1) Persons pursuing the activity of selling goaushe Republic of Slovenia shall not accept
cash payments exceeding EUR 15,000 from their meste or third persons when selling
individual goods. Persons pursuing the activityselling goods shall also include legal entities
and natural persons who organise or conduct aws;teal in works of art, precious metals or
stones or products thereof, and other legal estitiel natural persons who accept cash payments
for goods.

(2) The limitation for accepting cash payments nref@ to in the preceding paragraph shall also
apply where the payment is effected by severalelinkash transactions exceeding in total the
amount of EUR 15,000.
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(3) Persons pursuing the activity of selling goskall receive payments referred to in paragraphs
1 and 2 of this Article from the customer or thpdrty on their transaction accounts, unless
otherwise provided by other Acts.

2.3 Reporting
Article 38
(Reporting obligation and deadlines)

(1) The organisation shall furnish the office witle data referred to in points 1, 2, 3, 4, 5, 9, 10
11 and 12 of paragraph 1 of Article 83 of this Antany cash transaction exceeding EUR 30,000
immediately after the transaction is completed aotl later than within three working days
following its completion.

(2) The reporting obligation concerning cash tratisas referred to in paragraph 1 of this Article
shall not apply to auditing firms, independent sodi, and legal entities and natural persons
performing accounting or tax advisory services.

(3) Notwithstanding the provisions of the precedpayagraphs of this Article, the organisation
shall furnish the office with the data referreditoparagraph 1 of Article 83 of this Act where
reasons for suspicion of money laundering or tesrdmancing exist in connection with the
customer or transaction, prior to effecting thensaction, and shall state the time limit in which
the transaction is to be carried out. Such repanit edso be submitted by telephone; however, the
written report shall be sent to the office the negtking day at the latest.

(4) The reporting obligation concerning the tratisas referred to in the preceding paragraph
shall also apply to an intended transaction, ieetipe of whether it is effected at a later date or
not.

(5) Notwithstanding paragraphs 3 and 4 of thisddeti the auditing firms, independent auditors,
legal entities and natural persons performing actiog or tax advisory services shall report all
cases where the customer seeks advice for monegdaing or terrorist financing purposes to the
office immediately or not later than within threesiness days of seeking such advice.

(6) If in cases referred to in paragraphs 3 and #his Article and due to the nature of the

transaction or because the transaction was not letadp or due to other justified reasons, the
organisation cannot follow the described proceduirghall furnish the data to the office as soon
as is practicable or immediately after the suspi@bmoney laundering or terrorist financing is

raised. The organisation shall explain in the refite reasons for not acting in accordance with
the described procedure.

(7) The organisation shall forward to the office thata referred to in paragraphs 1, 3, 4 and 5 of
this Article in the manner prescribed in the rugssied by the minister responsible for finance.

(8) The minister responsible for finance shall &#ue rules setting the conditions under which
the organisation shall not be required to forwandthe office the data on certain customer
transactions referred to in paragraph 1 of thischet

2.4 Application of measures for detecting and preveaing money laundering and terrorist
financing in branches and majority-owned subsidiarées located in third countries

Article 39
(Obligation to apply measures in third countries)

(1) The organisation shall ensure that its brancres majority-owned subsidiaries located in
third countries apply the measures for detectindj reventing money laundering and terrorist
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financing stipulated by the present Act to the samtent, unless explicitly contrary to the
legislation of the third country.

(2) If the legislation of a third country does rtlbw for the application of measures for detecting
and preventing money laundering or terrorist finagdo the same extent as stipulated by this
Act, the organisation shall forthwith inform thefiog thereof and take appropriate measures to
eliminate the risk of money laundering or terrofisancing.

(3) Organisations shall inform their branches arajamity-owned subsidiaries located in third

countries of internal procedures relating to thieck®on and prevention of money laundering and
terrorist financing, in particular with respect ¢astomer due diligence, reporting obligations,
keeping records, internal control and other releartumstances relating to the detection and
prevention of money laundering and terrorist finagc

2.5 Authorised person, education and internal contl
2.5.1 Authorised person
Article 40
(Appointment of authorised person and his/her depuwf)

(1) Organisations shall appoint an authorised peestd one or more deputies for the specific
tasks of detecting and preventing money laundesimdyterrorist financing stipulated by this Act
and the ensuing regulations.

(2) Notwithstanding the provisions of paragraph 1th@s Article, organisations of fewer than four
employees shall not be required to appoint an aiséu person and conduct internal control
pursuant to this Act.

Article 41
(Conditions for the authorised person)

(1) The organisation shall ensure that the workhefauthorised person referred to in Article 40
of this Act is entrusted solely to a person meetitgfollowing requirements:

1. holds a position within the classification ofsppranking high enough to enable rapid,
quality and timely execution of tasks stipulatedliig Act and ensuing regulations;

2. has not been convicted by a final judgment, isosubject to criminal proceedings
either for an intentionally committed criminal afiee that is prosecuted ex officio or for
one of the following criminal offences committed hggligence: negligent homicide,
serious bodily injury, aggravated bodily injuryrehtening work safety, concealment,
disclosure and undue obtaining of professionalesggrmoney laundering, disclosure of
an official secret, causing general danger or d&igle of a state secret, and the penalty
has not yet been expunged from the criminal record,;

3. holds appropriate professional qualificationstfee tasks of preventing and detecting
money laundering and terrorist financing and passethe characteristics and experience
necessary to discharge the function of the autbdn®rson;

4. is well acquainted with the nature of the orgation’s operations in the fields exposed
to risk of money laundering or terrorist financing.

(2) The authorised person’s deputy shall meeté¢heairements referred to in points 2, 3 and 4 of
paragraph 1 of this Article.
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Article 42
(Duties of authorised person and deputy)
(1) The authorised person referred to in Articleofhis Act shall perform the following tasks:

1. provide for the setting up, functioning and depeent of the system for detecting and
preventing money laundering and terrorist financiniiin the organisation;

2. provide for correct and timely reporting to iféice in accordance with this Act and
ensuing regulations;

3. participate in the drawing up and modificatidrnttee operative procedures and in the
preparation of internal regulations concerning finevention and detection of money
laundering and terrorist financing;

4. participate in the elaboration of guidelines foe conduct of control related to the
prevention and detection of money laundering amtist financing;

5. monitor and coordinate the activities of theamrigation in the field of detecting and
preventing money laundering and terrorist finanging

6. participate in the setting up and developmerinfafrmation support for the activities
related to the detection and prevention of monegdaring and terrorist financing within
the organisation;

7. suggest initiatives and make proposals to theagement or other administrative body
of the organisation for improvement of the system detecting and preventing money
laundering and terrorist financing within the orgation;

8. participate in preparation of the professiordiaation and training programme for
employees in the field of prevention and detectidrmoney laundering and terrorist
financing.

(2) The deputy shall deputise for the authorisedgein his/her absence with regard to the full
scope of the tasks referred to paragraph 1 ofttiisle and shall carry out other tasks pursuant to
this Act if so stipulated by the internal regulatsoof the organisation.

Article 43
(Obligations of the organisation)

(1) To enable the authorised person to carry oskstdor detecting and preventing money
laundering and terrorist financing pursuant to s, the organisation shall:

1. provide unlimited access to all data, informatémd documentation required to carry
out those tasks;

2. give appropriate authorisations for the effitiperformance of tasks referred to in
paragraph 1 of Article 42 of this Act;

3. provide appropriate staff, material and otherkivay conditions;

4. ensure appropriate premises and technical d&saguaranteeing an adequate level of
protection of classified information available teetauthorised person pursuant to this
Act;

5. provide appropriate information and technicgbmart enabling permanent and safe
monitoring of activities in this field;



Report on fourth assessment visit of Slovenia — Annexes

6. provide for regular professional training retht® the detection and prevention of
money laundering and terrorist financing;

7. provide a replacement during the authorisedopéssabsence.

(2) Internal organisational units, as well as trenagement or other administrative body within
the organisation, shall provide help and supporthto authorised person in carrying out tasks
pursuant to this Act and ensuing regulations, amgply updated information about all facts

which are or might be linked to money launderingesrorist financing. The organisation shall

lay down the method of cooperation between itsrivatieorganisational units and the authorised
person in its internal regulation.

(3) The organisation shall provide for the persoting as the authorised person pursuant to this
Act to carry out his/her functions and duties ael& full-time job, provided that due to the large
number of employees, nature or scope of businessthmr justifiable reasons the workload
concerning the detection and prevention of moneyndaring and terrorist financing is
permanently increased.

(4) The authorised person referred to in the prieggdaragraph shall carry out his/her tasks as an
independent organisational unit directly respomrsiiol the management or other administrative
body and shall be functionally and organisationalyparated from other organisational units of
the organisation.

(5) The organisation shall forward to the office grersonal name and title of the position held by
the authorised person and his/her deputy and aagges thereof immediately and in no case
later than within fifteen days following the appimitent or change of data.

2.5.2 Education and professional training
Article 44
(Obligation to undertake regular education)

(1) The organisation shall provide regular profesal training and education for all employees
carrying out tasks for the prevention and detectbmoney laundering and terrorist financing
pursuant to this Act.

(2) Professional training and education referredntahe preceding paragraph shall relate to
information about the provisions of the Act and weng regulations and internal regulations,
about professional literature relating to the preian and detection of money laundering and
terrorist financing, and about lists of indicatdos recognising customers and transactions in
respect of which reasons for suspicion of monegdauning or terrorist financing exist.

(3) The organisation shall draw up the annual @itmal training and education programme for
the prevention and detection of money launderirdytarrorist financing not later than by the end
of March for the current year.

2.5.3 Internal control
Article 45
(Regular internal control obligation)

The organisation shall ensure regular internalrobmiver the performance of tasks for detecting
and preventing money laundering and terrorist faivag pursuant to this Act.

2.5.4 Implementing regulation for the purpose of caying out certain tasks
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Article 46

(Detailed regulations concerning the authorised peson, method for executing internal
control, retention and protection of data, keepingof records and professional training of
employees)

The minister responsible for finance shall issukeguaying down detailed rules about the
authorised person, the method for executing intezoiatrol, retention and protection of data, the
administration of records and professional trainiofg employees within the organisations,
lawyers, law firms and notaries pursuant to this Ac

CHAPTER IlI
TASKS AND OBLIGATIONS OF LAWYERS, LAW FIRMS AND NOT ARIES
Article 47
(Tasks and obligations of lawyers, law firms and naries)

Unless otherwise provided in this Chapter, a lawjgw firm or notary shall act in accordance
with the provisions of this Act governing tasks astaligations of organisations in applying the
measures for detecting and preventing money laimgland terrorist financing when:

1. assisting in planning or executing transactifons client concerning:
a) buying or selling real property or a company;
b) managing client money, securities or other asset
C) opening or managing bank, savings or secuiiesunts;
d) raising funds required to establish, operatmanage a company;

e) establishing, operating or managing foundatiénssts, companies or similar legal
organisational forms;

2. or conducting a financial or real estate traiisa®n behalf and for the account of the client.
Article 48
(Client due diligence)

(1) Within the client due diligence referred topaint 1 of paragraph 1 of Article 8 of this Act,
the lawyer, law firm or notary shall obtain theal&iom points 1, 2, 3, 4, 5, 6 and 11 of paragraph
3 of Article 83 of this Act.

(2) Within the client due diligence referred topaint 2 of paragraph 1 of Article 8 of this Act,
the lawyer, law firm or notary shall obtain the alétom points 1, 2, 3, 4, 7, 8, 9, 10 and 11 of
paragraph 3 of Article 83 of this Act.

(3) Within the client due diligence referred topaints 3 and 4 of paragraph 1 of Article 8 of this
Act, the lawyer, law firm or notary shall obtairetidata from paragraph 3 of Article 83 of this
Act.

(4) A lawyer, law firm or notary shall determinedawerify the identity of the client or his/her
statutory representative or authorised person hall sbtain the data referred to in points 1, 2
and 3 of paragraph 3 of Article 83 of this Act byamining the client's official personal
identification document in his/her presence or Imgpecting the original or certified
documentation from the court or other public regisivhich shall not be older than three months.

(5) A lawyer, law firm or notary shall determinestbeneficial owner of a client who is a legal
entity or similar foreign legal entity by obtainitige data referred to in point 4 of paragraph 3 of
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Article 83 of this Act by inspecting the original certified documentation from the court or other
public register, which shall not be older than ¢hneonths. When all the data cannot be obtained
from such register, the missing data shall be abthiby inspecting the original and certified
documents and other business records submitteebiegal entity’s statutory representative or
agent.

(6) The lawyer, law firm or notary shall obtain thiner data referred to in paragraph 3 of Article
83 of this Act by inspecting the original or cadd documents and other business records.

(7) When all the data cannot be obtained in thermaamprescribed in this Article, the missing
data, other than those referred to in points 12ari8 14 of paragraph 3 of Article 83 of this Act,
shall be obtained directly from the client’s wnittstatement.

Article 49

(Reporting data on clients and transactions in respct of which reasonable grounds to
suspect money laundering or terrorist financing est)

(1) When, in carrying out business referred to iticke 47 of this Act, reasons for suspicion of
money laundering or terrorist financing exist impoection with the client or transaction, the
lawyer, law firm or notary shall report such sugmicprior to effecting the transaction and shall
state the time limit in which the transaction isle carried out. Such report may also be
submitted by telephone; however, the written regbetll be sent to the office the next working
day at the latest.

(2) The reporting obligation concerning the tratisas referred to in the preceding paragraph
shall also apply to an intended transaction, ieetipe of whether it is effected at a later date or
not.

(3) If, in cases referred to in paragraphs 1 amaf fhis Article and due to the nature of the

transaction, or because the transaction was nopleted or due to other justified reasons, the
lawyer, law firm or notary cannot follow the ded@idl procedure, they shall furnish the data to
the office as soon as is practicable or immedias#dtgr the suspicion of money laundering or

terrorist financing is raised. The lawyer, law fionnotary shall explain in the report the reasons
for not acting in accordance with the describectedare.

(4) The lawyer, law firm or notary shall report elises where the client seeks advice for money
laundering or terrorist financing purposes to thee immediately or not later than within three
business days of seeking such advice.

(5) The lawyer, law firm or notary shall forward ttee office the data referred to in paragraph 3
of Article 83 in the manner prescribed in the rugssied by the minister competent for finance.

Article 50
(Exceptions)

(1) The provisions of paragraphs 1 and 2 of Artié®eof this Act shall not apply to the lawyer,

law firm or notary with regard to the data obtairfedin or about the client in the course of
establishing the client’s legal position or wherirag as the client's legal representative in a
judicial proceeding, including advice on institigior avoiding such proceeding, irrespective of
whether such data is obtained before, during @r afich proceedings.

(2) Subject to the conditions referred to in paaphr 1 of this Article, the lawyer, law firm or
notary shall not be obliged to forward the datégrimation and documentation on the basis of a
request from the office referred to in paragrapland 2 of Article 55 of this Act. In such case,
they shall immediately and not later than withindHys of receipt of the request inform the office
in writing about the reasons for non-compliancehwiite office’s request.



Report on fourth assessment visit of Slovenia — Annexes

(3) Notwithstanding the other provisions of thistAthe lawyers, law firms or notaries shall not
be obliged to report to the office the cash tratisas referred to in paragraph 1 of Article 38 of
this Act, unless reasons for suspicion of moneyndianing or terrorist financing exist in
connection with the transaction or client.

CHAPTER IV

LIST OF INDICATORS FOR THE RECOGNITION OF CUSTOMERS AND
TRANSACTIONS IN RESPECT OF WHICH REASONABLE GROUNDS TO SUSPECT
MONEY LAUNDERING OR TERRORIST FINANCING EXIST

Article 51
(Obligation to compile and use the list of indicatos)

(1) Organisations, lawyers, law firms and notagkall be obliged to compile a list of indicators
for the recognition of customers and transactiongeispect of which reasonable grounds to
suspect money laundering or terrorist financingexi

(2) In compiling the list of indicators referred i@ paragraph 1 of this Article, organisations,
lawyers, law firms and notaries shall take intocactt in particular the complexity and scope of
implementing the transactions, unusual patternsievar relation of transactions which have no
apparent economic or visible lawful purpose andfernot in compliance or are in disproportion
with the usual or expected business of a custoasewell as other circumstances related to the
status and other characteristics of the customer.

(3) Organisations, lawyers, law firms and notaskall be obliged to use the list of indicators
referred to in paragraph 1 hereof when determitiigggrounds to suspect money laundering or
terrorist financing or other circumstances relatimgreto.

(4) The minister responsible for finance may pnbscrobligatory inclusion of individual
indicators on the list of indicators for the iddictition of customers and transactions in respect o
which reasonable grounds to suspect money laurgderiterrorist financing exist.

Article 52
(Participation in preparing the list of indicators)

The Bank of Slovenia, Securities Market Agency bé& tRepublic of Slovenia, Insurance
Supervision Agency, Office of the Republic of Sloige for Gaming Supervision, Slovenian
Audit Institute, Chamber of Notaries of SloveniarBA\ssociation of Slovenia, and associations
and societies whose members are bound under thisha&tl participate in drawing up the list of
indicators referred to in paragraph 1 of Articletgkeof.

CHAPTER V

DUTIES AND COMPETENCIES OF THE OFFICE FOR MONEY LAU NDERING
PREVENTION OF THE REPUBLIC OF SLOVENIA

5.1 General provisions
Article 53
(General)

(1) The Office shall perform duties relating to frevention and detection of money laundering
and terrorist financing, and other duties as séifad by this Act.

(2) The Office shall receive, collect, analyse &ovard data, information and documentation
obtained in accordance with the provisions of s
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(3) All data, information and documentation fronrqmnal data records shall be forwarded to the
Office under this Act free of charge.

5.2 Detection of money laundering and terrorist fimncing
Article 54

(Request to an organisation for the submission of ala on suspicious transactions or
persons)

(1) If the Office considers that in respect of angaction or a certain person there are grounds to
suspect money laundering or terrorist financingnély demand that the organisation submit to it
the following:

1. data from records of customers and transactishigh shall be kept by organisations
pursuant to paragraph 1 of Article 83 hereof;

2. data on the assets and other property of sasbpevith the organisation;
3. data on transactions with assets and propedgidfperson with the organisation;
4. data on other business relationships of thenisgtion;

5. all other data and information obtained or reddiby the organisation under this Act
which are required for detecting and proving molaeydering and terrorist financing. In

the request the Office shall specify the data megiiias well as the legal basis for
submission, purpose of processing, and the timé lvithin which the required data

should be submitted to the Office.

(2) The data referred to in the preceding paragraply be required by the Office from the
organisation also for the person in respect of wiloene are grounds to believe that he/she has
participated or has been engaged in the transaatiobusiness of the person in respect of whom
there are grounds to suspect money launderingrarit financing.

(3) In the cases referred to in paragraphs 1 asfdtés Article, the organisation shall additiowall
be obliged to forward to the Office upon its redudbkother necessary documentation.

(4) The organisation shall forward the data, infation and documentation referred to in the
preceding paragraphs to the Office without delay ainthe latest within 15 days of receiving the
request. Exceptionally, the Office may set a shditee limit for the request if this is necessary
to determine circumstances relevant for issuingraer temporarily suspending a transaction, or
to forward the data to foreign authorities andnméional organisations, and in other urgent cases
when it is hecessary to prevent the occurrenceaggrty damage.

(5) In cases of extensive documentation or duethergjustified reasons, the Office may, by
written notification, extend to the organisatioppu its written and reasoned initiative, the time
limit determined in paragraph 4 of this Article anid may, in such cases, inspect the
documentation in the organisation.

Article 55

(Request to a lawyer, law firm or notary for the simission of data on suspicious
transactions or persons)

(1) If the Office considers that there are groumdssuspect money laundering or terrorist
financing in connection with a transaction or a&erperson, it may require from the lawyer, law
firm or notary the data, information and documeéatatelating to the transactions referred to in
Article 47 hereof, which are needed for detecting @roving money laundering and terrorist
financing. In the request the Office shall spetifg data required, as well as the legal basis for
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submission, purpose of processing, and the timi Viithin which the required data should be
submitted to the Office.

(2) The data referred to in the preceding paragraply be requested by the Office from the

lawyer, law firm or notary also for the person @éspect of whom there are grounds to believe that
he/she has participated or has been engaged itrahsactions or business of the person in
respect of whom there are grounds to suspect maneglering or terrorist financing.

(3) Regarding the time limit for forwarding the datnformation and documentation referred to
in paragraphs 1 and 2 of this Article, the provisiof paragraphs 4 and 5 of Article 54 of this
Act shall apply mutatis mutandis.

Article 56

(Request to a state authority or holders of publiauthority for the submission of data on
suspicious transactions or persons)

(1) If the Office considers that there are groumdssuspect money laundering or terrorist
financing in connection with a transaction or ataer person, it may require from state
authorities and holders of public authority theagabformation and documentation needed for
detecting and proving money laundering and terrditgncing. In the request the Office shall
specify the data required, as well as the legakldas submission, purpose of processing, and the
time limit within which the required data should sadomitted to the Office.

(2) The data referred to in the preceding paragrmaph be requested by the Office from the state
authorities and holders of public authority alse fbe person in respect of whom there are
grounds to believe that he/she has participatdthetbeen engaged in the transactions or business
of the person in respect of whom there are groundsuspect money laundering or terrorist
financing.

(3) State authorities and holders of public autijoshall forward to the Office the data,
information and documentation referred to in thecpding paragraphs, without delay and at the
latest within 15 days of receipt of the requestsloall allow the Office, without compensation,
direct electronic access to certain data and indtion.

(4) Notwithstanding paragraph 3 of this Articleetl®ffice may exceptionally set a shorter
deadline for the request if this is necessary terdd@ne circumstances relevant for issuing an
order temporarily suspending a transaction, oraiovérd the data to foreign authorities and
international organisations, and in other urgentesawhen it is necessary to prevent the
occurrence of property damage.

Article 57
(Order temporarily suspending a transaction)

(1) The Office may issue a written order tempoyasilspending a transaction for a maximum of
72 hours if the Office considers that there arseaable grounds to suspect money laundering or
terrorist financing, and it shall inform the comgratt authorities thereof.

(2) If, due to the nature or manner of executirg tfansaction or accompanying circumstances,
no delay is possible, as well as in other urgesésathe order may exceptionally be issued orally,
but the Office shall be obliged to submit a writtander to the organisation as soon as possible
and/or on the same day when the order was issue rdsponsible person in the organisation
shall make a note of the receipt of oral order k@ep the note in its records in accordance with
the provisions of the present Act regulating pridtecand retention of data.



Report on fourth assessment visit of Slovenia — Annexes

(3) In respect of issuing an order and in casdnefrteed to gather additional information during
pre-criminal or criminal proceedings, or due toestjustified reasons, the Office may give the
organisation instructions on procedure regardiegpitrsons concerned in the transaction.

(4) The competent authorities referred to in paapgs 1 and 2 of this Article shall be obliged to
act very promptly after receiving notification arsthall, within 72 hours of the temporary
suspension of the transaction, take measures ordanece with their competencies.

Article 58
(Temporarily suspending a transaction)

(1) If the Office finds, within 72 hours of the tamthe order on temporary suspension of a
transaction was issued, that there are no longgrraasonable grounds to suspect money
laundering or terrorist financing, it shall inforthe competent authorities and the organisation
thereof, which may then execute the transactionathately.

(2) If the Office does not act within the time pid®d in paragraph 1 of this Article, the
organisation may proceed with the transaction imatety.

Article 59
(Request for ongoing monitoring of a customer’s fiancial transactions)

(1) The Office may request in writing from the angeation the ongoing monitoring of financial
transactions of the person in respect of whom tlageereasonable grounds to suspect money
laundering or terrorist financing, or of anothergms in respect of whom there are reasonable
grounds to believe that he/she has participatdthebeen engaged in the transactions or business
of said person, and it may request continuous dgtarting on the transactions or business
undertaken by the persons concerned within thengsgaon. In its request, the Office shall be
obliged to set the time limit within which the orgsation must forward the data requested.

(2) The organisation shall forward the data refiémee in the preceding paragraph to the Office
before the transaction or business has been eaffeatel shall state the time limit in which the
transaction is expected to be executed.

(3) If the organisation cannot, due to the naturénhe transaction or business, or due to other
justified reasons, act as provided for in paragramti this Article, it shall be obliged to forward
the data to the Office as soon as possible or dlewing working day at the latest. The
organisation shall be obliged to explain in theoréphe reasons for not acting in accordance with
the provisions of paragraph 2 of this Article.

(4) The application of the measure referred todmagraph 1 of this Article may last no longer
than three months; however, for substantiated reaiee duration may be extended each time by
one month, yet in total of no more than six months.

Article 60
(Initiators)

(1) Notwithstanding the provisions of paragraph#t3nd 6 of Article 38 and paragraph 1 of
Article 49 hereof, if a transaction or a particuberson raises suspicion of money laundering or
terrorist financing, the Office may start collegtinand analysing data, information and
documentation also on the basis of a written aadaeed initiative from the court, prosecutor’s
office, police, Slovenian Intelligence and Secudgency, Intelligence and Security Service of
the Ministry of Defence, Court of Auditors, the laoitity responsible for the prevention of
corruption, Office of the Republic of Slovenia fddudgetary Supervision, or Customs
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Administration of the Republic of Slovenia. Thetiaiive must contain at least the information
referred to in paragraph 1 of Article 83 hereof.

(2) When there are grounds to suspect money laumgder terrorist financing in connection with
the operation of a non-profit organisation, its rbens or persons associated with them, the
Office may collect and analyse data, informatiod documentation on the basis of a reasoned
written initiative by the inspectorate responsifile internal affairs, as well as other inspection
authorities responsible for supervision over therapion of non-profit organisations.

(3) The Office shall refuse the initiative referrexdlin paragraphs 1 and 2 of this Article if the
initiative fails to state substantiated grounds $wmspicion of money laundering or terrorist
financing. The Office shall inform the initiator dfe refusal in writing, stating the reasons for
which the initiative has not been tabled for distois.

Article 61
(Notification of suspicious transactions)

(1) If the Office considers, on the basis of damégrmation and documentation acquired under
this Act, that there are grounds to suspect moaegdering or terrorist financing in connection
with a transaction or a certain person, it shalifndhe competent authorities in writing and

submit the necessary documentation.

(2) In the natification referred to in the precegliparagraph, the Office shall not state information
about the employee and his/her respective orgammsathich first forwarded the information on
the basis of paragraphs 3, 4 and 6 of Article 3@die unless there are reasons to suspect that the
organisation or its employee committed the crimiotience of money laundering or terrorist
financing, or if such data are necessary in ord@&stablish facts during criminal proceedings and
if the submission of said data is requested iningiby the competent court.

Article 62
(Information on other criminal offences)

Notwithstanding the provision of paragraph 1 ofide 61 hereof, the Office shall forward
written notification to competent authorities alsocases whereby the Office considers, on the
basis of data, information and documentation okthiander this Act, that in connection with a
transaction or a certain person there are groumdsigpect that the following criminal offences
have been committed:

1. violation of the independent decisions of votassstipulated in Article 162 of the
Penal Code (, No. 95/04 — official consolidatedt;tévereinafter: PC); acceptance of a
bribe during elections as stipulated in Article 188he PC; fraud in Article 217; breach
of trust in Article 220; organising “money chainafid illegal gambling in Article 234b;
fraud in obtaining loans or related benefits inidet 235; fraud in trading securities in
Article 236; forgery or destruction of business wlments in Article 240; evasion of
financial obligations in Article 254; acceptance gifts for illegal intermediation in
Article 269; giving of gifts for illegal intermedi@n in Article 269a; and criminal
association in Article 297 of the PC;

2. other criminal offences for which the law prélses a prison sentence of five or more
years.



Report on fourth assessment visit of Slovenia — Annexes

Article 63
(Feedback)

The Office shall notify in writing the person und#sligation referred to in paragraphs 3, 4 and 6
of Article 38 and paragraph 1 of Article 49 of tifist, the initiator referred to in Article 60 of
this Act, stock exchanges and the central secsirifiearing corporation referred to in Article 74
of this Act, and the supervisory body referredrArticle 89 of this Act, of the completion of
collecting and analysing data, information and doeentation in connection with a certain person
or transactions in respect of which there are gisuto suspect money laundering or terrorist
financing, or established facts that indicate oryniwadicate money laundering or terrorist
financing, unless the Office judges that such acthay jeopardise further proceedings.

5.3 International cooperation
Article 64
(General rule)

(1) The provisions of this Act concerning interpatl cooperation shall apply unless otherwise
stipulated by international agreement.

(2) Prior to forwarding personal data to the autiioof the Member State or third country
responsible for the prevention of money laundegnd terrorist financing, the Office shall obtain
assurances that the authority of the country takvkiie data is being forwarded has a regulated
system of personal data protection, and that thleoaty of the Member State or third country
shall use the data solely for the purposes stipdlby this Act.

Article 65
(Request to a foreign authority for the submissiorof data)

The Office may, within the scope of its tasks fetatting and preventing money laundering and
terrorist financing, request from the authoritiédMember States or third countries responsible
for the prevention of money laundering and tertdiisancing, to submit the data, information
and documentation needed for detecting and prexgenioney laundering and terrorist financing.

(2) The Office may use the data, information andudeentation acquired pursuant to the
preceding paragraph solely for the purposes stigdilby this Act. The Office may not, without
prior consent of the authority of the Member Stat¢hird country responsible for the prevention
of money laundering and terrorist financing, fordvar allow insight into the acquired data,
information and documentation to a third persomse them in contravention of conditions and
restrictions stipulated by the authority of whore tkequest was made.

Article 66
(Submission of data and information upon the requesof a foreign authority)

(1) The Office shall submit the data, informatiordalocumentation on customers or transactions
in respect of which there are grounds for suspig@bmoney laundering or terrorist financing,
which were acquired or retained in accordance thighprovisions of this Act, to the authority of
the Member State or third country responsible fog prevention of money laundering and
terrorist financing, upon its request and underctiradition of effective reciprocity.

(2) The Office may refuse to satisfy the requesthef authority of the Member State or third
country responsible for money laundering and té&tdinancing in the following cases: if it
considers, on the basis of the facts and circurnetastated in the request, that there are no
grounds for suspicion of money laundering or testofinancing; if the submission of data
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jeopardises or may jeopardise the course of criniraceedings in the Republic of Slovenia, or
may in any other way prejudice the interests o$éhgroceedings.

(3) The Office shall notify the authority of the Méer State or third country responsible for
money laundering and terrorist financing which siited the request of its refusal, stating the
reasons.

(4) The Office may prescribe additional conditiared restrictions that, if taken into account
would allow the authority of the Member State drdltountry responsible for money laundering
and terrorist financing to use the data referreit fwaragraph 1 of this Article.

Article 67
(Submission of data to a foreign authority upon itown initiative)

(1) The Office may submit the data and informatimmncustomers or transactions in respect of
which there are grounds to suspect money launderingrrorist financing, which were acquired
or kept in accordance with the provisions of thit,Ao the authority of the Member State or third
country responsible for the prevention of moneyntrring and terrorist financing, also upon its
own initiative under the condition of effective igmcity.

(2) The Office may, when submitting the data on atsn initiative, prescribe additional
conditions and restrictions under which the autijoaf the Member State or third country
responsible for money laundering and terroristrfaiag may use the data referred to in paragraph
1 of this Article.

Article 68
(Temporary suspension of a transaction upon the itiative of a foreign authority)

(1) The Office may, under the conditions stipulatey this Act and subject to effective
reciprocity, issue a written order temporarily sersging a transaction for a maximum of 72 hours
also on the basis of a reasoned and written reduyetite authority of a Member State or third
country responsible for the prevention of moneyntiring and terrorist financing, and inform
the competent authorities thereof.

(2) The Office may refuse the initiative taken Ie tauthority of the Member State or third
country responsible for money laundering and t&tdinancing if it assesses, on the basis of the
facts and circumstances referred to in the iniaf paragraph 1 of this Article, there are no
reasonable grounds to suspect money launderingnarist financing. The Office shall inform
the initiator of the refusal in writing, statingetheasons for which the initiative has been refused

(3) With respect to the order on temporary suspensif a transaction under this Article, the
provisions of Articles 57 and 58 herein shall appiytatis mutandi.

Article 69
(Initiative to a foreign authority for the temporar y suspension of a transaction)

The Office may, within the scope of its tasks fetatting and preventing money laundering and
terrorist financing, submit to the authorities oeMber States or third countries responsible for
the prevention of money laundering and terrorisafficing, a written initiative for the temporary
suspension of a transaction if it considers thateghare reasonable grounds to suspect money
laundering or terrorist financing.
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5.4 Prevention of money laundering and terrorist fnancing
Article 70
(Prevention of money laundering and terrorist finarcing)

The Office shall perform duties related to the pragion of money laundering and terrorist
financing in such a manner that it shall:

1. propose to the competent authorities changes amdndments to regulations
concerning the prevention and detection of monegdaring and terrorist financing;

2. participate in drawing up the list of indicatdos the identification of customers and
transactions in respect of which there are readengbounds to suspect money
laundering or terrorist financing;

3. draw up and issue recommendations or guidefimeaniform implementation of the
provisions of this Act and provisions issued on basis hereof, for the persons under
obligation referred to in paragraphs 1 and 2 ofcet4 of this Act;

4. participate in professional training of the &taf organisations, state authorities,
holders of public authority, lawyers, law firms amotaries;

5. publish, at least once per year, statisticah dat money laundering and terrorist
financing, in particular the number of suspiciotensactions submitted to the Office in
accordance with this Act, the number of cases lahdhnually, the number of persons
subject to criminal prosecution, the number of pessconvicted of criminal offence

concerning money laundering or terrorist financiagg the scope of frozen, forfeited or
seized assets;

6. inform the public, in an appropriate mannernhaf various forms of money laundering
and terrorist financing.

5.5 Other duties

Article 71
(Submission of data to the court, prosecutor’s oftie or customs authorities)

(1) The Office shall submit to the court or progecis office, upon its written and reasoned
request, the data from the records of personsranddctions referred to in paragraph 1 of Article
38 and in Article 73 of this Act, which the court grosecutor’s office need for the purposes of
investigating circumstances vital for the protectar forfeiture of proceeds, in accordance with
the provisions of the law regulating criminal prediangs.

(2) The Office shall submit to the customs autlesitupon their written and reasoned request,
the data from the records of persons and transectieferred to in paragraph 1 of Article 38 of

this Act, which the customs authorities need fog thurposes of implementing tasks under
Community regulations governing mutual assistanegvéen administrative authorities of the

Member States.

Article 72
(Reporting to the Government)
The Office shall submit to the Government a reportts work at least once annually.
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CHAPTER VI
DUTIES OF STATE AUTHORITIES AND HOLDERS OF PUBLIC A UTHORITY
Article 73
(Customs authorities)

(1) Customs authorities shall be obliged to forwardhe Office, at the latest within three days,
the data referred to in paragraph 5 of Article 83hes Act on any declared import or export of
cash amounting to or exceeding EUR 10,000 whenriagter leaving the Community.

(2) Customs authorities shall be obliged to forwarthe Office the data referred to in paragraph
5 of Article 83 of this Act, even if the import @xport of cash when entering or leaving the
Community referred to in paragraph 1 of this Adiglas not declared to the customs authorities.

(3) Customs authorities shall forward to the Offibe data referred to in paragraph 6 of Article
83 of this Act also in the event of import and/gpert of cash, or attempted import and/or export
of cash, in the amount of less than EUR 10,000 wérgaring or leaving the Community if, in
connection with the person who carries the cashntanner of carrying or other circumstances
thereof, there are grounds to suspect money lainder terrorist financing.

Article 74
(Stock exchanges and the Central Securities CleagnCorporation)

(1) Stock exchanges and the Central Securitiegri@te&orporation shall immediately notify the
Office in writing if, during the performance of thectivities and/or business operations, they
discover facts that indicate or may indicate molaeydering or terrorist financing.

(2) On the basis of the reported facts referrethtparagraph 1 of this Article, the Office, if it
deems appropriate, may start collecting and anmadydita, information and documentation in
compliance with its authorisations stipulated hg #ct.

Article 75
(Courts, prosecutors’ offices and other national athorities)

(1) To enable the centralisation and analysis lofi@i related to money laundering and terrorist
financing, the courts, prosecutors’ offices andeotstate authorities shall forward to the Office
data on criminal offences of money laundering andbtist financing activities, and on offences
committed under this Act.

(2) State authorities shall be obliged to forwagularly to the Office the following data:
1. date of filing the criminal charge;

2. personal name, date of birth and address, ondhee of the company and registered
office of the denounced person;

3. statutory definition of the criminal offence artde place, time and manner of
committing the action which has signs of a crimioffé&nce;

4. statutory definition of the predicate offencedatihe place, time and manner of
committing the action which has signs of a pre@icdfence.

(3) Prosecutors’ offices and courts shall be oblige forward twice annually to the Office the
following information: personal name, date of bighd address, or the company, address and
registered office of the denounced person or thesopewho lodged a request for judicial
protection within the offence proceedings; stagepafceedings and the final verdict in each
individual stage; statutory designation of the dniah offence or other offence; personal name,
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date of birth and address, or the company andtezgi office of the person in respect of whom
an order for temporary protection of a requestfdoieiture of proceeds or temporary seizure has
been issued; date of issue and duration of ther addemporary protection of the request for
forfeiture of proceeds or temporary seizuamount of assets or value of the property whiches
subject of the order on temporary protection ofréguest for forfeiture of proceeds or temporary
seizure; date of issuing the order on forfeitur@asdets or proceeds; amount of assets or value of
the proceeds forfeited.

(4) The competent state authorities shall be obligereport to the Office, once per year and at
the latest by the end of January of the current faathe previous year, on its findings made on
the basis of the received notifications of suspisitransactions referred to in Article 61 of this
Act, or information on other criminal offences ne®l to in Article 62 of this Act, and other
measures taken on the basis hereof.

CHAPTER VII
PROTECTION AND RETENTION OF DATA AND MANAGEMENT OF RECORDS
7.1 Data protection
Article 76
(Prohibition on disclosure)

(1) Persons under obligation and their staff, iditlg members of the management, supervisory
or other executive bodies, and/or other personsigany access to data on the below facts, shall
not disclose to a customer or third person that:

1. the data, information or documentation aboutdirgtomer or the transaction referred
to in paragraphs 3, 4 and 6 of Article 38, paralyrapf Article 49, paragraphs 1, 2 and 3
of Article 54 and paragraphs 1 and 2 of Article &bthis Act have been or will be
forwarded to the Office;

2. the Office, pursuant to Article 57 of this Aeemporarily suspended the transaction
and/or in this regard gave instructions to the gerender obligation;

3. the Office, pursuant to Article 59 of this Acgquired the ongoing monitoring of the
customer’s business operations;

4. an investigation has been or is likely to bentdned against him/her or a third person
on grounds of money laundering or terrorist finagci

(2) The facts referred to in the preceding pardgrampd notification of suspicious transactions,
and/or information on other criminal offences redéerto in Articles 61 and 62 of this Act, shall
be classified and discussed according to their lefzelassification, in accordance with the law
regulating classified information.

(3) The director of the Office shall decide on tifting of the classification referred to in the
preceding paragraph.

(4) The prohibition on disclosure of facts refertedn paragraph 1 of this Article shall not apply:

1. if the data, information and documentation oiediand retained in accordance with
this Act by a person under obligation are necessarestablish facts in criminal

proceedings, and if the submission of said datagsired or imposed in writing by the
competent court;
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2. if the data referred to in the preceding poirg eequired by the supervisory body
referred to in Article 85 of this Act for the supmion of implementation of the
provisions of this Act and the ensuing regulati@mmducted within its competencies.

(5) When a lawyer, law firm, notary, audit compamgdependent auditor, legal entity or natural

person performing accountancy services or tax adyiservices seeks to dissuade the client from
engaging in illegal activity, this does not congtt disclosure within the meaning of paragraph 1
of this Article.

Article 77
(Exemptions from the principle of classification)

(1) When forwarding data, information and documgaitato the Office under this Act, the
obligation to protect classified data, business laautk secrecy and professional secrecy shall not
apply to an organisation, state authority or anipeptholder of public authority, court,
prosecutor’s office, lawyer, law firm, notary oethstaff.

(2) The organisation, lawyer, law firm, notary astdff shall not be held liable for the damage
caused to customers or to third persons if, in diampe with the provisions of this Act or the
ensuing regulations, they:

1. submit to the Office data, information and doeuatation on their customers;
2. obtain and process data, information and doctatien on their customers;

3. implement an order on temporary suspension efttansaction or the instruction
issued in connection with the said order;

4. implement a request by the Office for the ongomonitoring of the customer’s
financial transactions.

(3) The staff of organisations, law firms and nmsushall not be held criminally or disciplinarily
liable for the breach of obligation to protect eifisd data, business and bank secrecy and
professional secrecy due to:

1. their submission of data, information and docotagon to the Office in accordance
with the provisions of this Act or the ensuing riagons;

2. their processing of data, information and doautiai#on obtained in accordance with
this Act, for the purpose of verifying customersl aransactions in respect of which there
are grounds to suspect money laundering or tetifanencing.

Article 78
(Use of acquired data)

(1) The Office, state authorities and other holddrgublic authority, organisations, lawyers, law
firms, notaries, and their staff, may use the dafarmation and documentation obtained under
this Act solely for the purposes stipulated hereof.

(2) Courts, prosecutors’ offices and customs aitihermay use the data acquired pursuant to
Article 71 of the present Act exclusively for therpose for which they were acquired.

7.2 Retention of Data
Article 79

(Retention period of data with an organisation, lawer, law firm or notary)
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(1) An organisation shall keep the data obtainetherbasis of Articles 8, 13, 14, 15, 16, 17, 18,
19, 20, 21, 22, 23, 27, 30, 31, 32 and 34 of thasakd the corresponding documentation for 10
years after the termination of a business relahigmsthe completion of a transaction, a
customer’s entry into the casino or gaming halla customer’s access to the safe.

(2) An organisation shall keep the information acoiresponding documentation on the
authorised person and deputy authorised persotheoprofessional training of staff, and on the
execution of internal control referred to in Arésl40, 44 and 45 of this Act for four years after
the appointment of the authorised person and degquityorised person and after the completion
of professional training and the execution of ingrcontrol.

(3) A lawyer, law firm or notary shall keep the @aibtained on the basis of paragraph 1 of
Article 48 and the corresponding documentation ¥0r years after the identification of the
customer.

(4) A lawyer, law firm or notary shall keep the aand corresponding documentation on the
professional training of staff for four years aftee completion of professional training.

Article 80
(Retention period of data by customs authorities)

Customs authorities shall keep data from the rexcogterred to in paragraphs 5 and 6 of Article
83 of this Act for a period of 12 years from thetedéhey acquired them. These data and
information shall be destroyed after the expirgta$ period.

Article 81
(Retention period of data within the Office)

(1) The Office shall keep data and information frthra records maintained by it under this Act
for the period of 12 years from the date the Offwguired them. These data and information
shall be destroyed after the expiry of this period.

(2) The Office shall not inform the person concerieat data and information about him/her
have been compiled, nor shall information be disatbto a third person.

(3) The person to whom the data and informatioerrehall have the right to inspect his/her
personal data and/or to obtain their original, paut or copy: for the records referred to in psint
1, 2, 3,4, 5, 6 and 9 of paragraph 4 of ArticleoB2his Act, eight years after the data have been
collected; for the records referred to in pointaridl 8 of paragraph 4 of Article 82 of this Act,
after the final verdict or any other decision oiménal offence or other offence, and/or after the
limitation of criminal prosecution, and/or immedibt after the final decision of the competent
authority that no measures shall be taken agdmespérson to whom the data and information
refer.

7.3. Management of records
Article 82
(Management of records)
(1) Organisations shall manage the following datards:

1. records of data on all customers, businessioakdiips and transactions referred to in
Article 8 of this Act;

2. records of data reported to the Office refetoeith Article 38 of this Act.

(2) Lawyers, law firms and notaries shall manageftiiowing data records:
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1. records of clients, business relationships eamustictions referred to in Article 8 of this
Act;

3. records of reported data referred to in pardgdapf Article 49 of this Act.
(3) Customs authorities shall manage the follovdata records:

1. records on declared and undeclared import ooréxg cash in the amount of EUR 10,000 or
more when entering or leaving the Community reféteein paragraphs 1 and 2 of Article 73 of
this Act;

2. records on import or export of cash, or attechpbaport or export of cash, in the amount of
less than EUR 10,000 when entering or leaving then@unity, if there exist grounds to suspect
money laundering or terrorist financing, referredrt paragraph 3 of Article 73 of this Act.

(4) The Office shall manage the following data relso
1. records of data on persons and transactionsedft in Article 38 of this Act;

2. records of data on persons and transactionsedféo in paragraph 1 of Article 49 of
this Act;

3. records of initiatives received, referred tditicle 60 of this Act;

4. records of notifications and the informationereéd to in Articles 61 and 62 of this
Act;

5. records of international requests referred tariicles 65 and 66 of this Act;

6. records of personal data sent abroad underl@@ic of this Act;

7. records of criminal offences and other offeredsrred to in Article 75 of this Act;

8. records of violations and supervisory measugfsned to in Article 88 of this Act;

9. records of reported facts referred to in Arictd and 89 of this AchArticle 83
(Content of records)

(1) In the records managed by organisations obousts, business relationships and transactions,
the following data shall be processed for the psepaf implementing the provisions of Article 8
of this Act:

1. company name, address, registered office andtragpn number of the legal entity
establishing a business relationship or carryirtgadmansaction, and/or of the legal entity
on whose behalf a business relationship is estaglisr a transaction is carried out;

2. personal name, permanent or temporary addregs, ahd place of birth, and tax
number of the statutory representative or authdrigerson establishing a business
relationship or carrying out a transaction for galeentity or any other civil law entity
referred to in point 9 of Article 3 of this Act, @rthe number, type and name of the
authority that issued the official personal docutmen

3. personal name, permanent or temporary addreds, ahd place of birth, and tax
number of the authorised person who for the custa@oeducts a transaction or requires
a transaction to be effected, and the number, &yjgename of the authority that issued
the official personal document;

4. personal name, permanent or temporary addregs, ahd place of birth, and tax
number of the natural person or his/her statutepresentative, sole proprietor or self-
employed person who establishes a business redhtjpor carries out a transaction, or of
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the natural person on whose behalf a businessomtaip is established or a transaction
carried out, and the number, type and name of tlikoaty that issued the official
personal document;

5. company name, address and registration nunftegplicable, of the sole proprietor or
self-employed person;

6. personal name, permanent or temporary addrassadd place of birth of the natural
person entering the casino or gaming hall or apiiog the safe;

7. purpose and intended nature of the businesargaip, including information about
the activity of the customer;

8. date of entering into the business relationghighe date and time of entering the
casino or gaming hall or approaching the safe;

9. date and time of the transaction;
10. amount of the transaction and currency in whhehtransaction is being carried out;

11. purpose of the transaction and the personakraard permanent address or name and
registered office of the person to whom the tratigads directed;

12. manner of executing the transaction;

13. information about the source of assets or ptppleat is or will be the subject of the
business relationship or transaction;

14. grounds to suspect money laundering or tetrianizncing;

15. personal name, permanent or temporary adddeds, and place of birth of the
beneficial owner of the legal entity or, in casepofnt b of paragraph 2 of Article 19 of
this Act, data on the category of persons intedeistéhe establishment and activity of the
legal entity or similar foreign law entity;

16. name of the other civil law entity referredrigoint 9 of Article 3 of this Act and the
personal name, permanent or temporary addressaddtplace of birth and tax number
of the member.

(2) In the records managed by organisations otltita reported to the Office, the data referred to
in paragraph 1 of this Article shall be processadlie purpose of implementing the provisions of
Article 38 of this Act.

(3) In the records managed by lawyers, law firm aathries of customers, business relationships
and transactions, the following data shall be peed for the purpose of implementing the
provisions of Article 8 of this Act:

1. personal name, permanent address, date and qflé&weh of the natural person, sole
proprietor or self-employed person, or the compaddress and registered office and
registration number of the legal entity, sole piefor or self-employed person for whom
the lawyer, law company or notary performs seryices

2. personal name, permanent address, date and pladarth of the statutory
representative who establishes the permanent lassirgdationship or carries out the
transaction for the person referred to in point fhis paragraph;

3. personal name, permanent address, date and qfidigh of the authorised person
who carries out the transaction for the persorrredeto in point 1 of this paragraph;
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4. data from point 15 of paragraph 1 of this Agigh connection with the legal entity for
which a lawyer, law firm or notary performs sendce

5. purpose and intended nature of the businesSargaip, including information about
the activity of the customer;

6. date of establishing the business relationship;
7. date of the transaction;
8. amount of the transaction and currency in whiehtransaction is being carried out;

9. purpose of the transaction and the personal reamdeaddress, or the company and
registered office of the person to whom the traisags directed;

10. manner of executing the transaction;

11. information about the source of assets or ptppleat is or will be the subject of the
business relationship or transaction;

12. personal name, date and place of birth, perntadgress, or name of the company,
address and registered office of the person ineaspf whom there are grounds to
suspect money laundering or terrorist financing;

13. data about the transaction in respect of wihere are grounds for suspicion of
money laundering or terrorist financing (amountyrency, date or period of execution of
transaction);

14. grounds to suspect money laundering or tetrianizncing.

(4) In the records managed by lawyers, law firmd aotaries of the data reported to the Office,
the data referred to in paragraph 3 of this Artisleall be processed for the purpose of
implementing paragraph 1 of Article 49 of this Act.

(5) In records managed by customs authorities ofaded and undeclared import or export of
cash in the amount of EUR 10,000 or more when egfeor leaving the Community, the
following data shall be processed for the purpdsenplementing paragraphs 1 and 2 of Article
73 of this Act:

1. personal name, permanent address, date and gidoeth, and citizenship of the
natural person importing or exporting cash acrbesGommunity border;

2. name of the company, address and registereceadfi the legal entity, or personal
name, permanent address and citizenship of therahgberson on whose behalf the
import or export of cash across the Community bioislbeing carried out;

3. personal name, permanent address and citizeaEthg natural person or the name of
the company, address and registered office of ¢gallentity which is the intended
recipient of cash;

4. amount, currency and type of cash being impaooteelxported across the Community
border;

5. source and intended use of cash being imponezkmorted across the Community
border;

6. date, place and time of crossing the Commurotgdr;

7. information on whether the import or export @fskk was reported to the customs
authorities.
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(6) In the records managed by customs authorifiésport or export of cash, or the attempted
import or export of cash, in the amount of lessmtEJR 10,000 when entering or leaving the
Community, if there are grounds to suspect monegdaring or terrorist financing, the following
data shall be processed for the purpose of implénteparagraph 3 of Article 73 of this Act:

1. personal name, permanent address, date and @iduieth, and citizenship of the
natural person importing or exporting cash, ormaitng to import or export cash across
the Community border;

2. name of the company, address and registereceoffi the legal entity, or personal
name, permanent address and citizenship of therahgberson on whose behalf the
import or export of cash across the Community boisibeing carried out;

3. personal name, permanent address and citizeakttip natural person, or the name of
the company, address and registered office of ¢gallentity which is the intended
recipient of cash;

4. amount, currency and type of cash being impaooteelxported across the Community
border;

5. source and intended use of cash being imponezkmorted across the Community
border;

6. place, date and time of crossing or attemptingross the Community border;
7. grounds to suspect money laundering or terrbrighcing.

(7) In the records managed by the Office of theada persons and transactions acquired
pursuant to Article 38 of this Act, the data reéerrto in paragraph 1 of this Article shall be
processed for the purpose of implementing the prons of Article 53 hereof.

(8) In the records managed by the Office of theada persons and transactions acquired
pursuant to paragraph 1 of Article 49 of this Abt data referred to in paragraph 3 of this Article
shall be processed for the purpose of implementiagrovisions of Article 53 of this Act.

(9) In the records managed by the Office of theatves received under Article 60 of this Act,
the following data shall be processed for the psepof implementing the provisions of Articles
53 and 70 of this Act:

1. personal name, date and place of birth, and geent address, or name of the
company, address and registered office of the pemsorespect of whom there are
grounds to suspect money laundering or terromstrfting;

2. data on the transaction in respect of whichehamre grounds to suspect money
laundering or terrorist financing (amount, currenchate or period of execution of
transaction);

3. grounds to suspect money laundering or terrfinancing.

(20) In the records managed by the Office of th&finations and information referred to in
Articles 61 and 62 of this Act, the following dathall be processed for the purpose of
implementing the provisions of Articles 53 and 7@his Act:

1. personal name, date and place of birth, and geent address, or name of the
company and registered office of the person ingeispf whom the Office forwarded the
notification or information;

2. data on the transaction in respect of whichehamre grounds to suspect money
laundering (amount, currency, date or period otatien of transaction);
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3. data on previous criminal offence;
4. data on the authority to which the notificat@mmnnformation was sent.

(11) In the records managed by the Office of iriomal requests under Articles 65 and 66 of
this Act, the following data shall be processedtfar purpose of implementing the provisions of
Articles 53 and 70 of this Act:

1. personal name, date and place of birth, and geent address, or name of the
company, address and registered office of the pasawhom the request refers;

2. name of the country, title of the authority thhamn the request was sent or of the
authority issuing the request.

(12) In the records managed by the Office of pembdata sent abroad, referred to in Article 67
of this Act, the following data shall be proces$edthe purpose of implementing the provisions
of Articles 53 and 70 of this Act:

1. personal name, date and place of birth, and geent address, or name of the
company, address and registered office of the pesdmse data are being sent abroad;

2. name of the country and title of the authorityvhom the data are being sent.

(13) In the records managed by the Office of crahimifences and other offences under Article
75 of this Act, the following data on money lauridgrand terrorist financing shall be processed
for the purpose of centralisation:

1. personal name, date and place of birth, and geent address, or name of the
company and registered office of the denouncedpethe person in respect of whom an
order for temporary protection of the request fafditure of proceeds has been filed, or
the person against whom offence proceedings aem th&fore the court;

2. place, time and manner of committing the actitiich has signs of a criminal offence
or other offence;

3. stage of proceedings of the case, statutoryitiefi of the criminal offence of money
laundering and the predicate offence, or the sintudefinition of the other offence;

4. amount of money seized or the value of unlawfaltquired assets and the date of
forfeiture.

(14) In the records managed by the Office of iteithoffence proceedings, issued decisions and
other measures taken with respect to noted offebgethe supervisory bodies referred to in
Article 85 of this Act, the following data shall Ipeocessed for the purpose of implementing the
provisions of Article 88 of this Act:

1. data on the offender — natural person (persoaale, unique personal identification
number or, if a foreigner, date and place of bicitizenship and permanent or temporary
address of the natural person, and for the resplengierson of a legal entity, also
employment and tasks and duties performed by hij/he

2. data on the offender — legal entity (name, tegesl office and registration number);
3. description of the offence;
4. data on the supervisory measures imposed.

(15) In the records managed by the Office of thwred facts referred to in Articles 74 and 89 of
this Act, the following data shall be processedtfar purpose of implementing the provisions of
Articles 53 and 70 hereof:
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1. personal name, date and place of birth, and sqeent address, or name of the
company, address and registered office of the persoespect of whom there are facts
that indicate or may indicate money launderingeorarist financing;

2. data on the transaction in respect of whichetlaee facts that are or may be associated
with money laundering or terrorist financing (amguourrency, date or period of
executing the transaction);

3. description of facts that indicate or may intkcanoney laundering or terrorist
financing.

(16) Notwithstanding the provisions of the precgdiaragraphs, the records referred to in Article
82 of this Act shall not include the birth registoa number and/or tax number in the case of non-
residents, unless otherwise specified by the ptesen

Article 84
(Records of access to data, information and documtation by supervisory bodies)

(1) The organisation, lawyer, law firm or notaryalBlkeep separate records of access to data,
information and documentation referred to in paaphrl of Article 76 hereof by the supervisory
bodies referred to in Article 85.

(2) The records referred to in paragraph 1 of Airicle shall contain the following information:
1. name of the supervisory body;

2. personal name of the official person authorisgdhe supervisory body, who inspected the
data;

3. date and time of inspecting the data.

(3) Any access to the data referred to in paragrhpdf this Article which was held by the

supervisory body referred to in Article 85 hereshall be reported to the Office by the
organisation, lawyer, law firm or notary, in wrigirand at the latest within three working days
following the inspection of said data.

CHAPTER VI
SUPERVISION
8.1 Supervisory bodies
Article 85
(Supervisory bodies and their activity)

(1) Supervision of implementing the provisions listAct and the ensuing regulations shall be
exercised within their competencies by:

a) the Office

b) Bank of Slovenia,

c¢) Securities Market Agency of the Republic of ®oia,

d) Insurance Supervision Agency,

e) Office of the Republic of Slovenia for Gamingp8uvision,
f) Tax Administration of the Republic of Slovenia,

g) Market Inspectorate of the Republic of Slovenia,
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h) Slovenian Audit Institute,
i) Bar Association of Slovenia, and
J) Chamber of Notaries of Slovenia.

(2) If, in exercising supervision, the supervistigdy referred to in paragraph 1 of this Article
establishes offences referred to in Articles 91, 3 94, 95, 96, 97, 98 and 99 hereof, it shall
have the right and duty to:

1. order measures to remedy the irregularities defitiencies within the time limit as
specified by it;

2. carry out proceedings in accordance with therksyulating offences;
3. propose the adoption of appropriate measurdsetoompetent authority;

4. order other measures and perform acts for wihishauthorised by law or any other
regulation.

(3) Offence proceedings shall be led and decidedyrman official person authorised by the
supervisory body referred to in paragraph 1 of &rigcle who meets the conditions stipulated by
the stated Act and the regulations adopted ondkis bherein.

(4) A person who has committed the offence laid mdoy this Act may be imposed a fine in a
summary proceeding in an amount which is highen ti@ statutory minimum level, provided
the fine range is determined.

8.2 Competencies of supervisory bodies
Article 86
(The Office)

(1) The Office shall supervise implementation ok tprovisions of this Act within the
organisations referred to in paragraph 1 of Artiéldereof, and with lawyers, law firms and
notaries.

(2) The Office shall supervise implementation of fprovisions of this Act by gathering and
verifying the data, information and documentatidmtamned on the basis of the provisions of this
Act.

(3) The organisations referred to in paragraph Antitle 4 hereof and lawyers, law firms and
notaries shall be obliged to submit to the Offiae writing the data, information and
documentation on the performance of their dutiep@sided by this Act, as well as other
information which the Office requires for condugftisupervision, without delay and at the latest
within fifteen days of receiving the request.

(4) The Office may also demand from state auttemiand from holders of public authority the
data, information and documentation required fagreising supervision under this Act and for
conducting offence proceedings.

Article 87
(Other supervisory bodies)

(1) The Bank of Slovenia shall, in accordance vitgélcompetencies stipulated herein and in other
laws, exercise supervision over the implementatiothe provisions of this Act with the persons
under obligation referred to in points 1, 2, 3@ 40 of paragraph 1 of Article 4 hereof and with
other persons.
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(2) The Securities Market Agency shall, in accomawith its competences stipulated herein and
in other laws, exercise supervision over implemigonaof the provisions of this Act with the
persons under obligation referred to in points,5ar@l 7 of paragraph 1 of Article 4 hereof and
with other persons.

(3) The Insurance Supervision Agency shall, in adance with its competencies stipulated
herein and in other laws, exercise supervision amplementation of the provisions of this Act
with the persons under obligation referred to imnf06, 8, 16(h) and 16(i) of paragraph 1 of
Article 4 hereof and with other persons.

(4) The Office of the Republic of Slovenia for GagiSupervision shall, in accordance with its
competencies stipulated herein and in other lawercese supervision over implementation of the
provisions of this Act with the persons under ohlllign referred to in points 12, 13 and 14 of
paragraph 1 of Article 4 hereof and with other pass

(5) The Tax Administration of the Republic of Slowe shall, in accordance with its
competencies, exercise supervision over the impigtien of prohibitions against the
acceptance of payments for goods in cash in theuatrexceeding EUR 15,000 with the legal
entities and natural persons referred to in Art8deof this Act.

(6) The Market Inspectorate of the Republic of 8lwa shall, in accordance with its

competencies stipulated herein and in other lawercése supervision over implementation of the
provisions of this Act with the persons under odilign referred to in points 15, 16(a), 16(b),
16(g) and 16(p) of paragraph 1 of Article 4 heraod with other persons.

(7) The Slovenian Audit Institute shall, in accarda with its competencies stipulated herein and
in other laws, exercise supervision over implemtonaof the provisions of this Act with the
persons under obligation referred to in point 1pafagraph 1 of Article 4 hereof and with other
persons.

(8) The Bar Association of Slovenia shall, in adaorce with its competencies stipulated herein
and in other laws, exercise supervision over imgletation of the provisions of this Act with
lawyers, law firms and with other persons.

(9) The Chamber of Notaries of Slovenia shall, icadance with its competencies stipulated
herein and in other laws, exercise supervision amplementation of the provisions of this Act
with notaries and other persons.

(10) Supervisory bodies referred to in this Artisleall forward to any other supervisory body,
upon its request, all necessary information nedmedhat supervisory body for exercising its
supervisory tasks.

8.3 Reporting data on supervision
Article 88
(Notification of offences and measures)

(1) The supervisory body referred to in Article B&reof shall notify the Office in writing and

without delay of supervisory measures imposed, noHfg established and other significant
findings.

(2) The notification referred to in the precedingraggraph shall include the following in

particular:

- data on the offender (personal name, unique pafddentification number or, if the
natural person is a foreigner, date and place dh)bicitizenship and permanent or
temporary address of the natural person, and #rahlponsible person of a legal entity,
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also employment and tasks and duties performeditmhbr, or name and registered
office of the legal entity having committed theesfte, and the registration number;

- description of the offence;
- data on supervisory measures imposed and findings

(3) The supervisory body which detected the offestal also inform other supervisory bodies of
its findings and/or any incompliance, if relevaot their work.

(4) To enable centralisation and analysis of atad&lated to money laundering and terrorist
financing, supervisory bodies shall forward to @ffice a copy of the decision issued in offence
proceedings.

Article 89
(Notification of facts)

(1) The supervisory bodies referred to in Artickel&reof shall immediately notify the Office in

writing if, during supervision under this Act or rihg the performance of their activities or

business operations in accordance with the comgietestipulated in other laws, they establish
or discover facts that indicate or may indicate eyolaundering or terrorist financing.

(2) On the basis of the notified facts referredrtgaragraph 1 of this Article, the Office, if it
deems appropriate, may start collecting and anmadydata, information and documentation in
compliance with its authorisations stipulated kg #ct.

8.4 Issuing recommendations and guidelines
Article 90
(Issuing recommendations and guidelines)

With a view to ensuring uniform implementation betprovisions of this Act and the ensuing
regulations by organisations, lawyers, law firmd antaries, the supervisory bodies referred to in
Article 85 hereof shall independently, or in cogiem with other supervisory bodies, issue
recommendations and guidelines relating to impldatamn of the provisions of this Act for the
persons under obligation referred to in paragrdpasd 2 of Article 4 hereof.

CHAPTER IX
PENALTY PROVISIONS
Article 91
(Most serious offences)

(1) A fine from EUR 12,000 to 120,000 shall be irmpd on a legal entity for the following
offences:

1. failure to prepare a risk analysis or estakdisisk assessment for individual groups or
customers, business relationships, products omsddions (paragraph 2 of Article 6
hereof);

2. failure to carry out customer due diligence &gaaph 1 of Article 8 and paragraph 4 of
Article 12 hereof);

3. establishing a business relationship with aamaet without prior application of the
prescribed measures (paragraph 1 of Article 9 ligreo

4. effecting a transaction without prior applicatiof the prescribed measures (Article 10
hereof);
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5. failure to determine and verify the identity afnatural person or his/her statutory
representative, sole proprietor or self-employedrs@e legal entity, statutory

representative of a legal entity, authorised persgent of other civil law entities or

beneficial owner of the legal entity or similar éayn law entity, or failure to obtain the

prescribed data, or failure to obtain them in trespribed manner, or failure to obtain the
certified written authorisation for representatipfwticles 13, 14, 15, 16, 17 and 20
hereof);

6. determining and verifying the identity of a amser by using a qualified digital
certificate in a prohibited manner (paragraph Buicle 13);

7. failure to determine or verify the identity otastomer upon the customer’s entry into
a casino or gaming hall, or each time the custauneesses the safe (Article 18 hereof);

8. failure to obtain data on the purpose and irgdnthture of the business relationship or
transaction, as well as other data pursuant to Alais or failure to obtain all the
prescribed data (Article 21 hereof);

9. entering into a business relationship in comméion of the provisions of this Act
(paragraph 5 of Article 27 hereof);

10. failure to apply the prescribed measures andddition, obtain data, information and
documentation in accordance with paragraph 1 oficlert30 when entering a
correspondent banking relationship with a banktbeosimilar credit institution situated

in a third country, or failure to obtain the datahe prescribed manner (paragraphs 1 and
3 of Article 30 hereof);

11. entering into or continuing, contrary to lawcarrespondent banking relationship
with a respondent bank or other similar creditito8on situated in a third country
(paragraph 4 of Article 30 hereof);

12. failure to obtain data on the source of fundd property that are or will be the
subject of a business relationship or transactibanientering into a business relationship
or effecting a transaction for a customer who fsraign politically exposed person, or
for failure to obtain the data in the prescribechnex (point 1, paragraph 6 of Article 31
hereof);

13. failure to apply, within enhanced due diligertosvards a customer who is not
physically present in the organisation when deteimgi and identifying his/her identity,
measures referred to in paragraph 1 of Article @ ane or two additional measures
referred to in paragraph 2 of Article 32 (paragrapsf Article 32 hereof);

14. applying simplified customer due diligence desphe fact that in respect of a
customer or transaction grounds for money launderaxist, or entering into a
correspondent banking relationship with a respondsamk or other similar credit
institution situated in a third country when sugaigamisation fails to act in accordance
with paragraph 1 of Article 30 of this Act (paragiha 1 and 2 of Article 33 hereof);

15. failure to obtain, within simplified customeunaldiligence, the prescribed data on a
customer, business relationship or transactionfoorfailure to obtain the data in the
prescribed manner (Article 34 hereof);

16. opening, issuing or keeping for a customer wmwus accounts, passbooks or bearer
passbooks, or other products enabling, directlyingirectly, concealment of the
customer’s identity (Article 35 hereof);
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17. entering into or continuing a correspondentkban relationship with a respondent
bank that operates or may operate as a shell mankther similar credit institution
known to allow shell banks to use its accountsi¢het36 hereof);

18. accepting cash payment from a customer or gerdon when selling goods, which
exceeds the amount of EUR 15,000, or accepting payaffected by several linked cash
transactions exceeding in total the amount of EBRA0 (paragraphs 1 and 2 of Article
37 hereof);

19. failure to furnish the Office with the pres@ibdata where grounds to suspect money
laundering or terrorist financing exist in conneatwith a customer or transaction or an
intended transaction (paragraphs 3, 4 and 6 otlar88);

20. failure to submit to the Office, within the peeibed time limit, the required data,
information and documentation where in respect ofistomer or transaction grounds to
suspect money laundering or terrorist financingtefparagraphs 1, 2, 3 and 4 of Article
54 hereof);

21. failure to comply with the Office’s order tempdly suspending a transaction or the
Office’s instructions issued in this regard (A&7 and paragraphs 1 and 3 of Article 68
hereof);

22. failure to comply with the Office’s written negst for ongoing monitoring of a
customer’s financial transactions (paragraphsan®3 of Article 59 hereof);

23. failure to submit to the Office, within the pogibed time limit and in the prescribed
manner, data, information and documentation onpréormance of duties as provided
by this Act, as well as other information which thfice requires for conducting
supervision (paragraph 3 of Article 86 hereof);

24. failure to remedy irregularities and deficiezcivithin the time limit as specified by
an official authorised person (point 1, paragraif Article 85 hereof).

(2) A fine from EUR 800 to EUR 4,000 shall be impd=on the responsible person of a legal
entity, sole proprietor or self-employed persom,tfee offence referred to in paragraph 1 of this
Article.

(3) A fine from EUR 4,000 to 40,000 shall be impbsen a sole proprietor or self-employed
person for the offence referred to in paragraphthie Article.

Article 92
(Serious offences)

(1) A fine from EUR 6,000 to 60,000 shall be impbsen a legal entity for the following
offences:

1. failure to carry out customer due diligence witthe prescribed scope (paragraph 1 of
Article 7 hereof);

2. failure to define procedures for implementatioh the measures referred to in
paragraph 1 of Article 7 in its internal regulaiqiparagraph 2 of Article 7 hereof);

3. failure to demand a written statement from thsta@mer, statutory representative,
authorised person or the agent of other civil lawities (paragraph 7 of Article 13,
paragraph 5 of Article 14, paragraph 3 of Article, paragraph 3 of Article 16 and
paragraph 4 of Article 17 hereof);
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4. failure to act in accordance with paragraph 2uoicle 32 of this Act (paragraph 8 of
Article 13 hereof);

5. failure to monitor business activities undertakby a customer through the
organisation with due diligence (paragraph 1 ofclet22 hereof);

6. failure to carry out regular review of a foreiggal entity or to obtain the prescribed
data, or failure to obtain the data in the presatimanner (paragraphs 1, 2, 3 and 4 of
Article 23 hereof);

7. effecting transactions despite the fact thatidt not or could not undertake annual
review of the customer in accordance with ArticBd this Act (paragraph 6 of Article
23 hereof);

8. entrusting a third party to carry out customee dliligence without having verified
whether that third party meets all the conditiotiputated by this Act (paragraph 2 of
Article 24 hereof);

9. accepting customer due diligence as appropiiatahich the third party determined
and verified the identity of a customer in his/ladysence (paragraph 3 of Article 24
hereof);

10. entrusting customer due diligence to a thirdypavhich is a shell bank or other
similar credit institution, which does not or magt ipursue its activities in the country of
registration (paragraph 3 of Article 25 hereof);

11. entrusting customer due diligence to a thirdypavhere the customer is a foreign
legal entity which is not or may not be engagetrade, manufacturing or other activity
in the country of registration, or is a fiducianyather similar foreign law company with
unknown or hidden owners or managers (Article 2@,

12. failure to obtain in addition all data, infortie and documentation in accordance
with paragraph 1 of Article 30 when entering inte@arespondent banking relationship
with a bank or other similar credit institution usited in a third country (Article 30
hereof);

13. failure of an organisation to define the pragedfor determining foreign politically
exposed persons in its internal act (paragraphArtafle 31 hereof);

14. entering into a business relationship with at@mwmer who is a foreign politically
exposed person, but not monitoring with due dilggethe transactions and other business
activities carried out by that person (point 3,guaaph 6 of Article 31 hereof);

15. entering into a business relationship in treeabe of the customer under paragraph 2
of Article 13 in contravention of paragraph 3 oftidle 32 (paragraph 3 of Article 32
hereof);

16. failure to furnish the Office, within the preged time limit, with the prescribed data
on any cash transaction exceeding EUR 30,000 (pgphdl. of Article 38 hereof);

17. failure to ensure that its branches and mgjonitned subsidiaries with head offices
in third countries apply the measures for detecéind preventing money laundering and
terrorist financing stipulated by this Act (parggnal of Article 39 hereof);

18. failure to appoint an authorised person andarmmore deputies for particular tasks
of detecting and preventing money laundering amcbitist financing stipulated by this
Act and the ensuing regulations (Article 40 hergof)
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19. failure to provide the authorised person witiprapriate authorisations, conditions
and support for performance of his/her duties askd (paragraphs 1, 2, 3 and 4 of
Article 43 hereof);

20. failure to draw up the list of indicators fdmet identification of customers and
transactions in respect of which there are readengbounds to suspect money
laundering or terrorist financing, or failure toadr up said list in the prescribed manner
and time limit (Article 51 and paragraph 2 of Ad.00 hereof);

21. failure to keep data and documentation ford#ry after the termination of a business
relationship, completion of a transaction, or thestomer’'s entry into the casino or
gaming hall or access to the safe (paragraph Irtaflé& 79 hereof);

22. failure to carry out due diligence for all @iig customers in respect of whom, based
on Article 6 of this Act, it establishes that themeist or may exist significant risks of
money laundering or terrorist financing (Articlel1Bereof);

23. failure to carry out, in respect of anonymoredpcts existing on the day of entry into
force of this Act and for which it is impossible tdentify the owner, due diligence
towards the customer or other user of the produatcordance with Article 5 of this Act
upon the first transaction effected by the custooreother user on the basis of such a
product (Article 102 hereof);

24. failure to bring its business operations intompliance or to terminate existing
correspondent banking relationships within the qibed time limit (Article 103
thereof).

(2) A fine from EUR 400 to 2,000 shall be imposeadtbe responsible person of a legal entity,
sole proprietor or self-employed person for thewée referred to in paragraph 1 of this Article.

(3) A fine from EUR 2,000 to 20,000 shall be impdbs® a sole proprietor or a self-employed
person for the offence referred to in paragraphthis Article.

Article 93
(Minor offences)

(1) A fine from EUR 3,000 to 30,000 shall be impmbsen a legal entity for the following
offences:

1. failure to examine beforehand, when determiramg verifying the identity of a
customer, the nature of the register from whicladat the customer shall be obtained
(paragraph 6 of Article 14 hereof);

2. failure to ensure that the scope and frequehayeasures referred to in paragraph 1 of
Article 22 are appropriate to the risk of moneynidering or terrorist financing to which
the organisation is exposed in carrying out indiaid transactions or in business
operations with individual customers (paragrapti Zrticle 22 hereof);

3. failure to inform the Office and take appropgiaheasures to eliminate the risk of
money laundering or terrorist financing (paragrapf Article 39 hereof);

4. failure to inform its branches and majority-ownsubsidiaries with head offices in
third countries of the internal procedures relatiogthe detection and prevention of
money laundering and terrorist financing (paragraym Article 39 hereof);

5. failure to ensure that the work of an authoripedson or his/her deputy is entrusted
solely to a person meeting the prescribed requingsngaragraphs 1 and 2 of Article 41
hereof);
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6. failure to forward to the Office, within the pgibed time limit, the personal name and
titte of the position held by the authorised persmd his/her deputy and any changes
thereof (paragraph 5 of Article 43 hereof);

7. failure to provide regular professional trainangd education to all employees carrying
out tasks for the prevention and detection of molaeymdering and terrorist financing
pursuant to this Act (paragraph 1 of Article 44dudy;

8. failure to draw up, within the prescribed tinmmit, the annual professional training
and education programme for the prevention andctlete of money laundering and
terrorist financing (paragraph 3 of Article 44 hefje

9. failure to ensure regular internal control otlee performance of tasks for detecting
and preventing money laundering and terrorist fiirag pursuant to this Act (Article 45
hereof);

10. failure to use the list of indicators refertedin paragraph 1 of Article 51 when
determining the grounds to suspect money laundesingerrorist financing or other
circumstances relating thereto (paragraph 3 okl hereof);

11. failure to keep the information and correspogdilocumentation on the authorised
person and deputy authorised person, the profesdi@ning of staff and the execution
of internal control referred to in Articles 40, 44d 45 of this Act for four years after the
appointment of the authorised person and deputhoased person and after the
completion of professional training and executidnirdernal control (paragraph 2 of

Article 79 hereof);

12. failure to keep separate records of accessata, hformation and documentation
referred to in paragraph 1 of Article 76 hereof,ichhwas held by supervisory bodies
referred to in Article 85, or keeping incompleteards (paragraphs 1 and 2 of Article 84
hereof);

13. failure to inform the Office, within the pre#md time limit and in the prescribed
manner, of any access held by the supervisory badiferred to in Article 85 hereof
(paragraph 3 of Article 84 hereof);

(2) A fine from EUR 200 to EUR 1,000 shall be impdon the responsible person of a legal
entity, sole proprietor or self-employed persontfoe offence referred to in paragraph 1 of this
Article.

(3) A fine from EUR 1,000 to 10,000 shall be impbgmn a sole proprietor or self-employed
person for the offence referred to in paragraphthie Article.

Article 94
(Offences of certification authorities issuing qudfied digital certificates)

(1) A fine from EUR 12,000 to 120,000 shall be irepd for the offence of a certification
authority issuing a qualified digital certificafethe latter fails to submit to the organisatioppn

its request, data on the manner of determiningvamifying the identity of the customer-bearer
(paragraph 4 of Article 13 hereof).

(2) A fine from EUR 800 to 4,000 shall be imposetdtbe responsible person of a certification
authority issuing a qualified digital certificaterfthe offence referred to in paragraph 1 of this
Article.

Article 95

(Offences of third persons)
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(1) A fine of EUR 6,000 to 60,000 shall be imposeda third person who fails to meet the
obligations under paragraph 6 of Article 27 of tA.

(2) A fine from EUR 400 to 2,000 shall be imposedtbe responsible person of a third person
for the offence referred to in paragraph 1 of fiscle.

Article 96
(Offence by employees of an organisation)

(1) A fine from EUR 200 to 1,000 shall be imposexd &n offence by the employee of an
organisation establishing the correspondent relalip referred to in paragraph 1 of Article 30
and carrying out the enhanced customer due dilygmocedure if he/she fails to obtain the
written consent of his/her superior and the resjpgperson in the organisation prior to entering
into such a relationship (paragraph 2 of Articleh@deof).

(2) A fine from EUR 200 to 1,000 shall be imposex &n offence by the employee of an
organisation who carries out the procedure for remgeinto a business relationship with a
customer who is a foreign politically exposed parche/she fails to obtain the written consent
of his/her superior and the responsible persomnr pientering into such a relationship (point 2 of
paragraph 6 of Article 31 hereof).

Article 97

(Specific offences by auditing firms, independentuwitors, legal entities and natural persons
performing accounting or tax advisory services)

(1) A fine from EUR 12,000 to 120,000 shall be irepd for an offence by an auditing firm or
independent auditor for carrying out simplified diikgence procedure despite the fact that in
respect of the customer or auditing circumstangesunds to suspect money laundering or
terrorist financing exist (paragraph 3 of Articl@ Bereof).

(2) A fine from EUR 12,000 to 120,000 shall be irmpd for an offence by auditing firms,

independent auditors, legal entities and naturedqres performing accounting or tax advisory
services if they fail to report to the Office, withthe prescribed time limit, all cases in which a
customer has sought advice for money launderingroorist financing (paragraph 5 of Article 38

hereof).

(3) A fine from EUR 800 to 4,000 shall be imposedtie responsible person of an auditing firm
or legal entity performing accounting or tax adwsaervices, for the offence referred to in
paragraph 1 of this Article.

Article 98
(Offences by lawyers, law firms and notaries)

(1) A fine from EUR 12,000 to 120,000 shall be irspdd on a lawyer, law firm or notary for the
following offences:

1. failure to, within customer due diligence, ohtéhe prescribed data pursuant to this
Act (paragraphs 1, 2 and 3 of Article 48 hereof);

2. failure to obtain data on the purpose and irednthture of the business relationship or
transaction, as well as other data pursuant to Alais or failure to obtain all the
prescribed data (Article 21 hereof);

3. failure to determine and verify the identity tie client or his/her statutory
representative or authorised person, or failureoldtain the prescribed data in the
prescribed manner (paragraphs 4 and 7 of Articleet8of);
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4. failure to inform the Office, within the predsed time limit and manner, that in
respect of a transaction or an intended transacti@particular person there are grounds
to suspect money laundering or terrorist finan¢payragraphs 1, 2 and 3 of Article 49);

5. failure to furnish the Office with the prescribdata where grounds to suspect money
laundering or terrorist financing exist in resp@fta customer or transaction or an
intended transaction (paragraphs 3, 4 and 6 otlari9);

6. failure to report to the Office the cash tratisss referred to in paragraph 1 of Article
38 hereof, where in respect of a transaction otoowsr there are grounds to suspect
money laundering or terrorist financing (paragrapsf Article 50 hereof);

7. failure to submit to the Office, within the pcebed time limit, the required data,
information and documentation, where in respeca ¢fansaction or person grounds to
suspect money laundering or terrorist financingtefparagraphs 1, 2 and 3 of Article 55
hereof);

8. failure to keep data obtained on the basis odgraph 1 of Article 48 hereof and
corresponding documentation for 10 years aftertifieation of the customer (paragraph
3 of Article 79 hereof).

(2) A fine from EUR 6,000 to 60,000 shall be impbs a lawyer, law firm or notary for the
following offences:

1. failure to appoint an authorised person andarrmaore deputies for particular tasks of
detecting and preventing money laundering and tistrbinancing stipulated by this Act
and the ensuing regulations (Article 40 with regardrticle 47 hereof);

2. failure to provide the authorised person withrapriate authorisations, conditions and
support for the performance of his/her duties asis (paragraphs 1, 3 and 4 of Article
43 with regard to Article 47 hereof);

3. failure to determine the beneficial owner ofli@nt who is a legal entity or similar
foreign legal entity, or for failure to obtain tipeescribed data, or for failure to obtain
them in the prescribed manner (paragraphs 5 ard\itiole 48 hereof);

4. failure to draw up a list of indicators for thdentification of customers and
transactions in respect of which there are readengbounds to suspect money
laundering or terrorist financing, or for failure traw up said list in the prescribed
manner and/or time limit (paragraphs 1 and 2 ofchat51 and paragraph 2 of Article
100 hereof);

5. failure to submit to the Office, within the pcebed time limit and in the prescribed
manner, data, information and documentation onpéréormance of duties as provided
by this Act, as well as other information which tléfice requires for conducting

supervision (paragraph 3 of Article 86 hereof).

(3) A fine from EUR 3,000 to 30,000 shall be impbs® a lawyer, law firm or notary for the
following offences:

1. failure to ensure that the work of an authoripedson or his/her deputy is entrusted
solely to a person meeting the prescribed requingsngaragraphs 1 and 2 of Article 41
with regard to Article 47 hereof);

2. failure to forward to the Office, within the pEibed time limit, the personal name and
titte of the position held by the authorised persmd his/her deputy and any changes
thereof (paragraph 5 of Article 43 with regard wgiéle 47 hereof);
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3. failure to provide regular professional trainiagd education to employees carrying
out tasks for the prevention and detection of molaeydering and terrorist financing
pursuant to this Act (paragraph 1 of Article 44hwiegard to Article 47 hereof);

4. failure to draw up, within the prescribed tinmmit, the annual professional training
and education programme for the prevention andctlete of money laundering and
terrorist financing (paragraph 3 of Article 44 wiétgard to Article 47 hereof);

5. failure to ensure regular internal control otlee performance of tasks for detecting
and preventing money laundering and terrorist fiirag pursuant to this Act (Article 45
with regard to Article 47 hereof);

6. failure to inform the Office of the reasons feon-compliance with the Office’s
request, or failure to inform them within the pnésed time limit (paragraph 2 of Article
50 hereof);

7. failure to use the list of indicators referrex ih paragraph 1 of Article 51 when
determining the grounds to suspect money laundesingerrorist financing or other
circumstances relating thereto (paragraph 3 okl hereof);

8. failure to keep data and corresponding docurtientafor four years after the
completion of professional training (paragraph #Adicle 79 hereof);

9. failure to keep separate records of access t@ daormation and documentation
referred to in paragraph 1 of Article 76 hereof,ichhwas held by supervisory bodies
referred to in Article 85, or for keeping incom@etcords (paragraphs 1 and 2 of Article
84 hereof);

10. failure to inform the Office, within the pregmd time limit and in the prescribed
manner, of any access held by the supervisory badiferred to in Article 85 hereof
(paragraph 3 of Article 84 hereof).

Article 99
(Persons pursuing the activity of selling goods)

(1) A fine from EUR 6,000 to 60,000 shall be impbsen a legal entity or natural person
pursuing the activity of selling goods, for failuie bring its business into compliance with the
provision of Article 37 hereof within the prescribgme limit (Article 104 hereof).

(2) A fine from EUR 400 to 2,000 shall be imposedtie responsible person of a legal entity or
a self-employed person for the offence referreid waragraph 1 of this Article.

CHAPTER X
TRANSITIONAL AND FINAL PROVISIONS
Article 100
(Implementing regulations and list of indicators)

(1) The minister responsible for finance shall @dbp rules referred to in paragraph 4 of Article
6, paragraph 2 of Article 13, point 8 of paragrdpand paragraph 5 of Article 25, paragraphs 7
and 8 of Article 38, Article 46, and paragraph SAoficle 49 of this Act, at the latest within six
months following its entry into force.

(2) Organisations, lawyers, law firms and notasésll draw up the list of indicators for the
identification of customers and transactions irpees of which reasonable grounds to suspect
money laundering or terrorist financing exist, la tatest within six months following the entry
into force of this Act.



Report on fourth assessment visit of Slovenia — Annexes

(3) The list of indicators for the identificatior customers and transactions in respect of which
there are grounds to suspect money laundering rooritg financing which were adopted by
organisations, lawyers, law firms and notaries pams$ to the Prevention of Money Laundering
Act (Official Gazette, Nos. 79/01 and 59/02) shathain in force.

Article 101
(Due diligence towards existing customers)

Organisations shall, within one year following tbetry into force of this Act, perform due
diligence towards all existing customers in resggatzhom, based on Article 6 of this Act, they
establish that there exist or may exist signifig@gsks of money laundering or terrorist financing.

Article 102
(Compliance for anonymous products)

Notwithstanding the provision of Article 35 of thAgt, the organisation shall carry out, in respect
of anonymous products existing on the day of emity force of this Act and for which it is
impossible to identify the owner, due diligence &otls the customer or other user of the product
in accordance with Article 7 of this Act, upon tfiest transaction effected by the customer or
other user on the basis of such a product.

Article 103
(Compliance for organisations)

Organisations shall bring their business into coamgle with the provision of Article 36 of this
Act within one year following the entry into foroé this Act.

Article 104
(Compliance for legal entities and natural personpursuing the activity of selling goods)

Legal entities and natural persons pursuing thieigcbf selling goods shall bring their business
into compliance with the provision of Article 37 tifis Act at the latest within 90 days following
the entry into force of this Act.

Article 105
(Repealed regulations)

(1) Upon the entry into force of this Act, the Reation of Money Laundering Act (Official
Gazette, Nos. 79/01 and 59/02) shall cease to aply the exception of Articles 4, 5, 6, 7, 8, 9,
10, 11, 28, 28a and 28b, which shall be used pgrtti@ application of Chapters Il and Ill, with
the exception of Articles 38, 40, 41, 42, 43, 4d 48 of this Act.

(2) On the day of entry into force of this Act, tidlowing implementing regulations shall cease
to apply:
Rules on organisations that do not need to beiftehduring the execution of certain
transactions (Official Gazette, No. 1/04);

Rules on the method of communicating informatiomht® Office for Money Laundering
Prevention of the Republic of Slovenia (includiig forms, annex and instructions on
the manner of filling out the forms as an integraft of these Rules) (Official Gazette,
Nos. 84/01, 83/02 and 1/04);

Rules laying down the terms and conditions unddchvbrganisations from Article 2 of
the Money Laundering Prevention Act are not unde obligation to report cash
transaction data for certain customers (Officiak&te, No. 1/04);
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Rules on the method of communicating data to tHe®©6f the Republic of Slovenia for
Money Laundering Prevention by lawyers, law firmsotaries, auditing firms,

independent auditors, legal entities and naturasques performing accounting or tax
advisory services (Official Gazette, No. 83/02);

Rules on the authorised person, method of perfagnmternal control, retention and
protection of data, keeping of records and professditraining provided for employees
of organisations, lawyers, law firms, notaries,itingd firms, independent auditors, legal
entities and natural persons performing accountindgax advisory services (Official
Gazette, No. 88/02);

Rules on the credit and financial institutions wiltle registered office in the European
Union or in those countries which, according toitifermation provided by international
organisations and other relevant international @jpes, observe international standards
in the field of preventing and detecting money @denng, and need not be identified in
carrying out certain transactions (Official GazeMes. 94/02 and 48/04);

Rules on customer identification when opening atoant or entering into a business
relationship in the absence of the customer (Giffictazette, Nos. 94/02, 1/04 and
48/04);

Rules determining the list of countries which dd nomply with the standards in the
field of prevention and detection of money launderOfficial Gazette, No. 72/05).

(3) The implementing regulations referred to inggmaph 2 of this Article shall apply pending
the issuing of new regulations, provided they dbaumtravene this Act.

Article 106
(Entry into force and application)

(1) This Act shall enter into force on the 15th dajowing that of its publication in the Official
Gazette of the Republic of Slover(idradni list). (2) The provisions referred to in Chapter II,
with respect to duties and obligations of orgaises, and in Chapter Ill, with respect to duties
of lawyers, law firms and notaries, except for &lds 38, 40, 41, 42, 43, 44 and 49, shall start to
apply six months following the entry into forcetbg Act.

No. 480-01/00-1/6
Ljubljana, 22 June 2007
EPA 1407-IV

President

of the National Assembly
of the Republic of Slovenia

France Cukjati, MD, m.p.
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ANNEX IV

IV. EXTRACTS FROM THE CRIMINAL CODE

Article 38
Criminal Support

(1) Any person who intentionally supports anotherspn in the committing of a criminal offence
shall be punished as if he himself had committedrihis sentence shall be reduced, as the case
may be.

(2) Support in the committing of a criminal offersteall be deemed to be constituted, in the
main, by the following: counselling or instructitite perpetrator, on how to carry out the
criminal offence; providing the perpetrator witlsiruments of criminal offence or removing the
obstacles for the committing of criminal offencegréori promises to conceal the perpetrator’s
criminal offence or any traces thereof; instrumerithe criminal offence or objects gained
through the committing of criminal offence.

Article 108

Offence of Terrorism

(1) Whoever with the intention to destroy or selyefjeopardise the constitutional, social, or
political foundations of the Republic of Sloveniaamother country or international organisation,
to arouse fright among the population or to fotwe Government of the Republic of Slovenia or
another country or international organisation tafgyen or stop performing something, to

perform or threaten to perform one or more of tieWwing actions:

- assault on life or body or human rights and foeas,
- taking hostages,

- considerable destruction of state or public bndd or representations of foreign states,
transport system, infrastructure, information systeecured platforms in the continental
shelf, public place or private property,

- hijacking of an aircraft, ship or public transpor

- production, possession, purchase, transport, supp use of weapons, explosives,
nuclear, biological or chemical weapons,

- research and development of nuclear, biologicahemical weapons,

- endangering security by releasing hazardous aobs$ or causing fires, floods or
explosions,

- disturbance or termination of supply with watelectrical energy or other basic natural
resources, which could endanger human life,

shall be sentenced to imprisonment between thredifa@en years.

(2) Whoever wants to achieve the purpose referpeth tthe previous paragraph by using or
threatening to use nuclear or other radioactivetsuize or device, by damaging a nuclear facility
by releasing radioactive substance or enablingeitsase, or who by threatening or using force
demands nuclear or other radioactive substanceicadear facility shall be sentenced to
imprisonment of up to fifteen years.
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(3) Whoever prepares or helps to prepare crimiffahoes referred to in the previous paragraphs
by illegally obtaining the required means to comthise criminal offences or by blackmailing
prepares someone else to participate in theser@aimoiffences, or whoever falsifies official or
public documents required to commit these crimoffénces shall be sentenced to imprisonment
between one and eight years.

(4) If the act under paragraphs 1 or 2 resultsizild of one or more persons, the perpetrator shall
be sentenced to imprisonment between eight arekfifyears.

(5) If the perpetrator in committing offences ungaragraphs 1 or 2 of this Article intentionally
takes the life of one or more persons, he shabdrgenced to imprisonment of at least fifteen
years.

(6) If the act under paragraphs 1 or 2 of thisdetivas committed by a criminal organisation or
group, which has the intention to commit criminfeaces (hereinafter, terrorist organisation or
group) specified in these paragraphs, it shall dsgesiced to imprisonment between eight and
fifteen years.

(7) Whoever participates in a terrorist organisatio group, which has the intention to commit
criminal offences under paragraphs 1, 2, 4 or thisfArticle, shall be sentenced to imprisonment
of no more than eight years.

(8) Any person who establishes or leads the orgéiois referred to in the previous paragraph
shall be sentenced with imprisonment of at ledisten years.

Article 109
Financing of Terrorism

(1) Whoever provides or collects money or propéntyorder to partly or wholly finance the
committing of offences under Article 108 of thisiimal Code shall be sentenced to
imprisonment between one and ten years.

(2) Whoever commits an offence from the precediagagraph shall be subject to the same
penalty even if the money or property provided ollected was not used for committing the
criminal offences specified in the preceding paapbr

(3) If an offence from the preceding paragraphs wasimitted within a terrorist criminal
organisation or group to commit terrorist acts, pleepetrator shall be sentenced to imprisonment
between three and fifteen years.

(4) Money and property from the preceding paragsagitall be confiscated.

Article 294
Criminal Association

(1) Whoever participates in a criminal associatdrnich has the purpose of committing criminal
offences for which a punishment by imprisonmentrafre than three years, or a life sentence
may be imposed, shall be punished by imprisonmktiiree months up to five years.

(2) Whoever establishes or leads an associatioef@ased to in the preceding paragraph, shall be
punished by imprisonment of six months up to eigdars.

(3) A perpetrator of a criminal offence from theepeding paragraphs who prevents further
commission of these offences or discloses inforwnatvhich has a bearing on the investigation
and proving of criminal offences that have alreadgn committed, may have his punishment for
these offences mitigated, in accordance with Agtil of this Penal Code.
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ANNEX V

V. EXTRACTS FROM THE CRIMINAL PROCEDURE CODE

Article 149.a

(1) If there are reasonable grounds for suspedtiiag) a certain person has committed, is
committing, is preparing to commit or is organisiti;e commission of any of the criminal
offences specified in the fourth paragraph of #hiscle and if it is reasonable to conclude that
police officers would be unable to uncover, prevanprove this offence using other measures,
or if these other measures would give rise to digprtionate difficulties, secret surveillance of
this person may be ordered.

(2) Secret surveillance may also exceptionally tokeied against a person who is not a suspect
if it is reasonable to conclude that surveillan€ehis person will lead to the identification of a
suspect from the preceding paragraph whose perstatal is unknown, to the residence or
whereabouts of a suspect from the preceding pghga to the residence or whereabouts of a
person who was ordered into custody, ordered tengudhouse arrest or had an arrest warrant or
an order to appear issued against him but who edcapis in hiding and police officers are
unable to obtain this information by other measuoesf these other measures would give rise to
disproportionate difficulties.

(3) Secret surveillance shall be carried out adicoal or repeat sessions of surveillance or
pursuit using technical devices for establishingifimn or movement and technical devices for
transmitting and recording sound, photography atdeos recording, and shall focus on
monitoring the position, movement and activities afperson referred to in the preceding
paragraphs. Secret surveillance may be carriednoptiblic and publicly accessible open and
closed premises, as well places and premises teatigible from publicly accessible places or
premises. Under conditions referred to in this @eti secret surveillance may also be carried out
in private premises if the owner of these premsseallows.

(4) The criminal offences for which secret sunagilte may be ordered are the following:
1) criminal offences for which the law prescribgsrison sentence of five or more years;

2) criminal offences from point 2 of the secondgmmaph of Article 150 of this Act and the
criminal offences of false imprisonment (Article3ldf the Penal Code), threatening the safety of
another person (Article 145), fraud (Article 21€pncealment (Article 221)isclosure of and
unauthorised access to trade seci@rticle 241), abuse of inside information (ARic243),
fabrication and use of counterfeit stamps of valuesecurities(Article 250), forgery (Article
256), special cases of forgery (Article 257), abo$eoffice or official rights (Article 261),
disclosure of an official secret (Article 266), hgian accessory after the fact (Article 287),
endangering the public (Article 31 Pollution and destruction of the environmdAtticle 333),
bringing of hazardous substances into the courAmniqle 335), pollution of drinking water
(Article 337), and tainting of foodstuffs or foddgrticle 338).

(5) Secret surveillance shall be permitted by thielip prosecutor through a written order and
at the written request of the police, except iresadsom the sixth paragraph of this Article, when
an order must be obtained from the investigatirig¢u

(6) Secret surveillance shall be ordered in writingthe investigating judge, at the written
request of the public prosecutor, in the followoages:

1) if he envisages the use of technical devicesdhertransmission and recording of sound in
the application of the measure, where this measwag be ordered only for criminal offences
referred to in the second paragraph of Article @bthis Act;
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2) if application of the measure requires the ifetian of technical devices in a vehicle or in
other protected or closed premises or objectsderaio establish the position and movements of
a suspect;

3) for application of a measure in private premisfethe owner of these premises so allows;

4) for the application of a measure against a pevdao is not a suspect (second paragraph of
this Article).

(7) Requests and orders shall be constituent padisminal case files and must contain:

1) information that allows the person against witbenmeasure is being requested or ordered
to be identified accurately;

2) reasonable grounds or the establishment of ned$® grounds for suspicion;

3) in the case referred to in the second paragadighis Article, information that allows a
suspect from the first paragraph of this Articleb®identified accurately, and the establishment
of probability that application of the measure Wéhd to the identification of the suspect, his
whereabouts or his place of residence;

4) the written consent of the owner of the privatemises in which the measure will be
applied;

5) the method of application, the scope and thatdthr of the measure, and other important
circumstances that dictate use of the measure;

6) the grounds for or establishment of need to theemeasure in question as opposed to
another method of gathering information.

(8) In exceptional cases, if written orders canbetobtained in time and if a delay would
present a risk, the public prosecutor may, in teedrom the fifth paragraph of this Article and
at the verbal request of the police, allow the meago commence on the basis of a verbal order;
in the case from the sixth paragraph of this Agticthe investigating judge may, at the verbal
request of the public prosecutor, allow the measu@ommence on the basis of a verbal order.
The body that issued the verbal order shall makefficzial note of the verbal request. A written
order, which must contain the reason why the measas been commenced before time, must be
issued within 12 hours of the issuing of the verdraer at the latest. Reasonable grounds must
exist for application of the measure before tinfiehis is not the case, the court shall always act
in accordance with the fourth paragraph of Artittel of this Act regardless of whether the use
of measures is otherwise justified.

(9) If a person against whom a measure is beindiegpromes into contact with an
unidentified person in relation to whom there a@asonable grounds for suspecting that he is
involved in criminal activity connected with theirainal offences for which the measure is being
applied, the police may also place this person uséeret surveillance without the need to obtain
the order from the fifth or sixth paragraphs oftliticle if this is urgently required in order to
establish the identity of this person or obtain eotlinformation important for criminal
proceedings. The police must obtain prior verbaimiesion from the public prosecutor for such
surveillance, unless it is impossible to obtainnpesion on time and any delay would present a
risk. In this case the police shall, as soon asiptlesand within six hours of commencement of
application of the measure at the latest, inform gihblic prosecutor, who may prohibit further
application of the measure if he believes thatelaee no reasonable grounds for it. This measure
may last for a maximum of 12 hours after the cantath the person against whom the measure
is being applied. When applying the measure frois garagraph, the police may not use
technical equipment and devices referred to intgoinand 2 of the sixth paragraph of this
Article, nor may they apply the measure in privatemises. The police shall make an official
note immediately after the cessation of such sliangie and send it without delay to the public
prosecutor that granted the permission from thisagraph and to the body that issued the
original secret surveillance order. The officiatenehall become part of the criminal case file.
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(10) Application of a measure may last a maximuntwad months; however, if due cause is
adduced, it may be extended every two months bynse&a written order. The measure may
last a total of:

1) six months in the case referred to in the gpatragraph of this Article;

2) 24 months in cases referred to in the fifth geaph of this Article if they relate to criminal
offences referred to in the fourth paragraph of tArticle, and 36 months if they relate to
criminal offences referred to in the second panalyia Article 151 of this Act.

(11) The police shall cease application of the meass soon as the reasons for which the
measure was ordered are no longer in place. Theepshall notify the body that ordered the
measure of the cessation without delay and inngitirhe police shall send the body that ordered
the measure a monthly report on the progress ofmsgsure and the information obtained. The
body that ordered the measure may, at any timeoartle basis of this report ex officio, order
in writing that application of the measure be haifet assesses that the reasons for the measure
are no longer in place or if the measure is bepmied in contravention of its order.

(12) If a measure is applied against the same pdmsanore than six months, the panel (sixth
paragraph of Article 25) shall review the legaliiyand grounds for application of the measure
upon the first extension over six months and everther six months thereafter. The body that
issued the extension order shall send the pan¢hallelevant material; the panel shall decide
within three days. If the panel assesses that trerao grounds for application of the measure or
that all the legal conditions have not been fudélll it shall issue a decision ordering that the
measure come to an end. There shall be no appa&alsathis decision.

(13) The police must carry out secret surveillamca way that encroaches on the rights of
persons that are not suspects to the smallestyp®ssitent.

Article 149b

(1) If there are reasonable grounds for suspectitag a criminal offence for which a
perpetrator is prosecutes officio has been committed, is being committed or is bpirgared
or organised, and information on communicationsgislectronic communications networks
needs to be obtained in order to uncover this c@moffence or the perpetrator thereof, the
investigating judge may, at the request of the ipumtosecutor adducing reasonable grounds,
order the operator of the electronic communicatiogisvork to furnish him with information on
the participants in and the circumstances and fattelectronic communications, such as:
number or other form of identification of usersabdéctronic communications services; the type,
date, time and duration of the call or other forfnetectronic communications service; the
quantity of data transmitted; and the place whéaee dlectronic communications service was
performed.

(2) The request and order must be in written fonah must contain information that allows the
means of electronic communication to be identifiedjcation of reasonable grounds, the time
period for which the information is required antietimportant circumstances that dictate use of
the measure.

(3) If there are reasonable grounds for suspectitag a criminal offence for which a
perpetrator is prosecutes officio has been committed or is being prepared, andrirdton on
the owner or user of a certain means of electroommunication whose details are not available
in the relevant directory, as well as informationthe time the means of communication was or
is in use, needs to be obtained in order to uncihigicriminal offence or the perpetrator thereof,
the police may demand that the operator of thereleic communications network furnish it with
this information, at its written request and evathaut the consent of the individual to whom the
information refers.
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(4) The operator of electronic communications nekwanay not disclose to its clients or a
third party the fact that it has given certain mfi@tion to an investigating judge (first paragraph
of this Article) or the police (preceding paragrgr that it intends to do so.

Article 150

(1) If there are reasonable grounds for suspedtiag a particular person has committed, is
committing or is preparing or organising the consiue of any of the criminal offences referred
to in the second paragraph of this Article, anthdre exists a reasonable suspicion that such
person is using for communications in connectiotihis criminal offence a particular means of
communication or computer system or that such mearsy/stem will be used, wherein it is
possible to reasonably conclude that other measuitesot enable the gathering of data or that
the gathering of data could endanger the liveseaith of people, the following may be ordered
against such person:

1) the monitoring of electronic communications gslistening and recording devices and the
control and protection of evidence on all formgofmunication transmitted over the electronic
communications network;

2) control of letters and other parcels;

3) control of the computer systems of banks or rolingal entities which perform financial or
other commercial activities;

4) listening to and recording of conversations witle permission of at least one person
participating in the conversation.

(2) The criminal offences in connection with whitte measures referred to in the preceding
paragraph may be ordered are the following:

1) criminal offences against the security of theptt#ic of Slovenia and its constitutional
order, and crimes against humanity and internatitawva for which the law prescribes a prison
sentence of five or more years;

2) criminal offences of abduction (Article 144 ¢fet Penal Code), the showing, possession,
manufacture and distribution of pornographic matefrrticle 187), illicit narcotics production
and trafficking (Article 196), facilitating of drutaking (Article 197), blackmail (Article 218),
abuse of inside information (Article 243), unauiked acceptance of gifts (Article 247),
unauthorised giving of gifts (Article 248), moneguhdering (Article 252), smuggling (Article
255), accepting of a bribe (Article 267), giving afbribe (Article 268), acceptance of gifts to
secure unlawful intervention (Article 269), givinfjgifts to secure unlawful intervention (Article
269.a), criminal association (Article 297), unauited production of and trade in arms or
explosives (Article 310), and causing of dangerhwiuclear substances (third paragraph of
Article 319);

3) other criminal offences for which the law prélses a prison sentence of eight or more
years.

Article 151

(1) If there exist reasonable grounds to suspeat @hparticular person has committed, is
committing, or is preparing or organising the comsion of any of the criminal offences referred
to in the second paragraph of this Article, wheitis possible to reasonably conclude that it will
be possible, in a precisely defined place, to ob&idence which it would not be possible to
obtain through more lenient measures, includingtieasures referred to in Articles 149.a, 149.b
and 150 of this Act, or the gathering of which ebehdanger the lives of people, listening and
surveillance in another person's home or in otlleasawith the use of technical means for
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documentation and where necessary secret entratce¢he aforementioned home or area may
exceptionally be ordered against such person.

(2) Measures from the preceding paragraph may dered in connection with all criminal
offences referred to in the first point of the setgaragraph of the preceding Article, criminal
offences from the second point of the same paragragcept for the criminal offence of
abduction under Article 144, facilitating of druaking under Article 197, blackmail under
Article 218, money laundering under the first, setothird and fifth paragraphs of Article 252
and smuggling under article 255 of the Penal Cdbes; measures may only be ordered in
connection with other criminal offences from the&dtpoint of the same paragraph for which the
law prescribes a prison sentence of eight or meegsyif there exists a real threat to the lives of
people.

Article 152

(1) The measures referred to in Articles 150 ant dfihis Act shall be ordered by means of a
written order of the investigating judge at thetten request of the public prosecutor. The
request and the order shall contain:

1) information that allows the person against whbemeasure is being requested or ordered
to be identified accurately;

2) reasonable grounds or establishment of the gi®odar suspicion of the commission,
preparation or organisation of the criminal offemceferred to in Articles 150 and 151 of this
Act;

3) the measure being requested or ordered, theodhetfhapplying the measure, the scope and
duration of the measure, precise specificatiorhefarea or place in which the measure will be
applied, the electronic communication means aneérathportant circumstances which require
the use of an individual measure;

4) reasonable grounds for or establishment of avitable need to use the measure in question
as opposed to another method of gathering evidemdehe use of less severe measures;

5) reasonable grounds for the early implementatiotihe order in instances referred to in the
second paragraph of this Article.

(2) By way of exception, if a written order cantat obtained in due time and when there is a
danger of deferment, the investigating judge majlofing a verbal request of the public
prosecutor, order the application of the measwrfsned to in Article 150 of this Act by means
of a verbal order. The investigating judge makesffinial note of the public prosecutor’s verbal
request. A written order must be issued no latan tfivelve hours after the issuing of the verbal
order. There must be reasonable grounds for eambfeimentation; otherwise, the court shall,
even if the application of the measure is otherwésesonably grounded, always act according to
the fourth paragraph of Article 154 of this Act.

(3) If in the implementation of a measure referi@th point 2 of the first paragraph of Article
150 of this Act the police assesses that the ctstafna letter or other parcel are such that they
could be used as evidence in criminal proceedibgball inform the investigating judge thereof,
and the latter shall decide how to deal with thec@la The investigating judge shall compile a
special record on this.

(4) The implementation of the measures referreih tarticles 150 and 151 of this Act may
last no longer than one month, but the duration imayextended by one month at a time for
reasonable grounds; however, measures referredAdicle 150 of this Act may in total last for
a maximum of six months, and measures from Artidé& of this Act may in total last for a
maximum of three moths.
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(5) The order referred to in the first paragraphtto$ Article shall be implemented by the
police. Operators of electronic communications weks shall enable the police to implement the
order.

(6) The police shall cease application of meastegé=red to in Articles 150 and 151 of this
Act as soon as the reasons for which they werereddare no longer in place. The police shall
notify the investigating judge of the cessationhwiit delay and in writing. The investigating
judge may at any timesx officio, order in writing that application of the measbeehalted if he
assesses that the reasons for the measure aregew Io place or if the measure is being applied
in contravention of his order.

(7) The police must apply the measures referred Aticles 150 and 151 of this Act in a way
that encroaches on the rights of persons thatarsuspects to the smallest possible extent.

Article 153

(1) After the termination of the application of theeasures referred to in Articles 149.a, 150,
151, 155 and 155.a of this Act, the police shalivde all recordings, messages and items
obtained through the use of such measures, togeittea report comprising a summary of the
evidence gathered, to the public prosecutor.

(2) The public prosecutor shall deliver all the emetl collected through using the measures
ordered by the investigating judge to the invesinggjudge; the judge shall examine whether the
measures were implemented in the manner approved.

(3) The body that ordered the measure may ordet the recordings of telephone
conversations and other forms of communicationdpger in whole or in part. The provisions of
the fifth paragraph of Article 84 of this Act shalpply to the copying of these recordings.

(4) If the public prosecutor declares that he wilt commence criminal prosecution against a
suspect, or if the public prosecutor does not issugh a declaration within two years of the end
of application of measures ordered by him, he shdlimit all the material gathered on the basis
of these measures to the investigating judge. mhestigating judge shall then act according to
the second paragraph of Article 154 of this Act.

Article 154

(1) Information, messages, recordings or evideftaioed by means of the measures referred
to in Article 149.a, the first paragraph of Artidd9.b and Articles 150, 151, 155, 155.a and 156
of this Act shall be kept by the court for as lasythe criminal case files are kept, or until their
destruction according to the second paragraphisfttiicle.

(2) If the public prosecutor declares that he wilt commence criminal prosecution against a
suspect, or if he does not issue such a declaraitbim two years of the end of application of the
measures from Article 149.a, the first paragraptAdfcle 149.b and Articles 150, 151, 155,
155.a and 156 of this Act, the material from thecgeding paragraph shall be destroyed under the
supervision of the investigating judge. The invgting judge shall make an official note of the
destruction. Before destruction the investigatimdgje shall inform the suspect of the use of these
measures or, in cases from the second or nintlyrzaoias of Article 149.a of this Act, the person
against whom the measure was applied, who sha# ttev right to be informed of the material
obtained and, in cases where this material wasredtgr scope, of the report from the first
paragraph of Article 153 of this Act. In cases véhéne measures from the second or ninth
paragraphs of Article 149.a of this Act were used the public prosecutor commenced criminal
prosecution, the investigating judge shall informe person against whom the measures were
applied, who shall have the right to be informedtlud material obtained, of the use of the
measures by submission of the charge sheet atdst br immediately after the person on whose
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account the measure was applied is arrested.idf ikasonable to conclude that informing the
person of the material could threaten human lité lagalth or if due cause of a different nature is
adduced, the investigating judge may decide, ate@haest of the public prosecutoresrofficio,

not to inform the suspect, or in cases from th@seor ninth paragraphs of Article 149.a of this
Act the person against whom the measure was appliguirt or all of the material obtained.

(3) Information, messages, recordings or otherengd may not be used as evidence if they
were obtained by means of any of the measures Adimoles 149.a, 150, 151, 155, 155.a and
156 of this Act and they do not relate to any & thiminal offences for which an individual
measure may be ordered.

(4) If measures from Articles 149.a, 149b, 150,,1585, 155.a and 156 of this Act were
carried out without an order from the public pragec (fifth and ninth paragraphs of Article
149.a, first paragraph of Article 155, third paeggr of Article 155.a) or an order from an
investigating judge (sixth paragraph of Article 1a9first paragraph of Article 149.b, Article
153, fourth paragraph of Article 155.a, first arurd paragraphs of Article 156), or in
contravention of such an order, or if extensiorapplication of the measures was not reviewed
by the panel (twelfth paragraph of Article 149.#)e court may not base its decision on
information, messages, recordings or evidence rddain this manner.

(5) The provisions of Article 237 of this Act shalko applymutatis mutandis to information,
recordings, messages and evidence obtained thitheghse of measures referred to in Articles
150, 151 and 155.a of this Act.

(6) If measures from Articles 149.a, 150, 151, 468 155.a of this Act were applied in a case
that forms the subject of investigation, criminabgecution or court proceedings in one or more
countries, they must be carried out in accordandd wxisting bilateral or multilateral
agreements or treaties and/or the agreement refeeria Article 160.b of this Act; if these do not
exist, agreement shall be reached for each indiidase, where the sovereignty and domestic
legislation of the contracting party on whose teryi such investigation will take place must be
observed in full.

Article 155

(1) If it is possible to reasonably conclude thapaaticular person is involved in criminal
activities relating to criminal offences referredin the second paragraph of Article 150 of this
Act, the public prosecutor may, at a reasoned mqakthe police, by written order permit
measures of feigned purchase, feigned acceptangeviag of gifts or feigned acceptance or
giving of bribes. The request and the order shatlome constituent parts of the criminal case
file.

(2) The order of the public prosecutor may onlyerdb one-off measures. Requests for each
further measure against the same person must ndhtareasons justifying their use.

(3) In the application of the measures referretheofirst paragraph of this Article, the police
and their staff may not incite criminal activitiés.determining whether the criminal activity was
incited, primary consideration must be given to thibe the measure as implemented led to the
commission of a criminal offence by a person whaildotherwise not have been prepared to
commit this type of criminal offence.

(4) If the criminal activity was incited, this shdle a circumstance which excludes the
initiation of criminal proceedings for criminal efices committed in connection with the
measures referred to in the first paragraph ofAhiicle.

(5) The provisions of Articles 110, 131, 498 an®49of this Act shall apply to items obtained
through measures referred to in the first paragodythis Article.
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Article 155.a

(1) If there are reasonable grounds for susped¢tinga certain person has committed any of
the criminal offences from the fourth paragraptdicle 149.a of this Act, or if it is reasonable
to conclude that a certain person is involved imgral activity connected with the criminal
offences from the fourth paragraph of Article 148tdhis Act and that other measures will not
yield evidence or will give rise to disproportioeatifficulties, undercover operations may be
used against this person.

(2) Undercover operations shall be carried out loglencover operatives and involve a
continuous gathering of information or repeat sessiof information gathering on a person and
his criminal activities. Undercover operations bl carried out by one or more undercover
operatives under the direction and supervisionhef fiolice, using false information about an
operative, false information in databases and fdtssiments in order to prevent the information
gathering process or the status of the operatwe foeing disclosed. An undercover operative
may be a police officer, a police employee of aifgm country or exceptionally, if undercover
operations cannot be carried out in any other Wgyanother person. An undercover operative
may, under conditions from this Article, participah legal transaction using false documents;
and when information is being gathered under thitions from this Article, technical devices
for transmitting and recording sound, photography @deo recording may also be used.

(3) An undercover operation measure shall be pachlty the public prosecutor on the basis
of a written order and at the written request o ffolice, except in cases from the fourth
paragraph of this Article, where the order mustidseied by the investigating judge. The order
may also encompass permission to manufacture robial use false information and documents.

(4) An undercover operation measure where the woger police employee will use technical
devices for transmitting and recording sound, p@phy and video recording may only be
ordered in connection with criminal offences regerto in the second paragraph of Article 150 of
this Act. The measure shall be ordered by the tigating judge in writing, at the written request
of the public prosecutor.

(5) Requests and orders shall be constituent padisminal case files and must contain:

1) information that allows the person against whbemeasure is being requested or ordered
to be identified accurately;

2) reasonable grounds or the establishment of neé$® grounds for suspicion;

3) the method of application, the scope and thatdur of the measure, and other important
circumstances that dictate use of the measure;

4) the type, purpose and scope of use of falserrdtion and documents;

5) if the undercover operative will take part iigdé transactions, the permitted scope of this
participation;

6) if the undercover operative is not a police a&fior police employee from another country
but another person, the indication of reasonaldargts for deploying this person;

7) in the case from the preceding paragraph, detatian of the type and method of use of
technical devices for transmitting and recordingrgh photography and video recording;

8) reasonable grounds for or establishment of ewitizble need to use the measure in question
as opposed to another method of gathering evidence.

(6) Application of the measure may last a maximdrtwo months; if due cause is adduced, it
may be extended every two months by means of éewritrder, but to a maximum of 24 months
in total; in the case of the use of a measure fionioal offences from the second paragraph of
Article 151 of this Act, the maximum total duratiehall be 36 months.

(7) The provisions of the eleventh and twelfth gaaphs of Article 149.a of this Act shall be
applied mutatis mutandis to the cessation of application of undercover afiens, the
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compilation of monthly reports by the police an@ tfeview of extension by the panel (sixth
paragraph of Article 25).

(8) Measures from this Article must be carried mua way that encroaches on the rights of
persons that are not suspects to the smallesty®ssitent.

(9) When carrying out a measure, an undercovec@alificer may not encourage criminal
activity to take place. The provisions of the thamtd fourth paragraphs of Article 155 of this Act
shall be appliednutatis mutandis to encouraging criminal activity to take place.

Article 156

(1) The investigating judge may upon a properlysoe®d request of the public prosecutor
order a bank, savings bank or savings-credit sertacdisclose to him information and send
documentation on the deposits, statement of accamtt account transactions or other
transactions by the suspect, the accused and p¢hsons who may reasonably be presumed to
have been implicated in the financial transactiongdeals of the suspect or the accused, if such
data might represent evidence in criminal proceglior are necessary for the confiscation of
objects or the securing of a request for the coafisn of proceeds or property in the value of
proceeds.

(2) The bank, savings bank or savings-credit servéhall immediately send to the
investigating judge the information and documentateferred to in the preceding paragraph.

(3) Subject to conditions from the first paragragitthis Article, the investigating judge may
upon a properly reasoned request by the publiceprdsr order a bank, savings bank or savings-
credit service to keep track of financial transatsi of the suspect, the accused and other persons
reasonably presumed to have been implicated imdinhtransactions or deals of the suspect or
the accused, and to disclose to him the confidemtiarmation about the transactions or deals
the aforesaid persons are carrying out or inter@htoy out at these institutions or services. i th
order, the investigating judge shall set the tireeqa within which the bank, savings bank or
savings-credit service shall provide him with thiarmation.

(4) The measure referred to in the preceding papigmay be applied for three months at
most, but the term may for weighty reasons, upguest of the public prosecutor, be extended to
six months at most.

(5) The bank, savings bank or savings-credit serm@y not disclose to their clients or third
persons that they have sent, or will send, thermmédion and documents to the investigating
judge.

Article 156.a

The body responsible for the issuing of a writtetheo that orders or permits the application of
measures referred to in Articles 149.a, 149b, 191, 155, 155.a and 156 of this Act must
decide within 48 hours of receipt of the writtemuest and must send its decision to the body
that submitted the request without delay.

Avrticle 160

Any person may apprehend a person found in thefasmmitting a criminal offence subject
to prosecutiorex officio. He shall be bound to deliver the perpetratohihvestigating judge or
the police forthwith or, where that proves impoksilbo immediately notify one of them thereof.
The police shall act according to the provisionéuicle 157 of this Act.

Article 160.a
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(1) The public prosecutor may in exercising hishatity under this Act set guidelines for
police work by giving directions, expert opiniongdgproposals for the information gathering and
execution of other measures coming within the cdempe of the police, with a view to detecting
a criminal offence and its perpetrator or gathenirigrmation necessary for his decision.

(2) The procedure, instances, terms and manndreoflirecting and informing referred to in
the preceding paragraph shall be prescribed bgthernment of the Republic of Slovenia.

Article 160.b

(1) In the case which is the subject to the pr-tprocedure, investigation or court
proceedings in one or more countries, the policg ce@perate with the police staff of the other
country in the territory or outside the territorfytbe Republic of Slovenia in carrying out tasks
and measures in the pre-trial procedure and irgegsdin procedure for which it is responsible
according to the provisions of this Act.

(2) In carrying out the tasks and measures refewwdad the preceding paragraph, the police
shall be directed by the public prosecutor purstadtrticle 160.a of this Act and may cooperate
with the public prosecutors of the other countnthie territory and outside the territory of the
Republic of Slovenia in carrying out the statedivatgt and in exercising other powers in
compliance with the provisions of this Act (joinvestigation team).

(3) The tasks, measures, guidance and other poefersed to in the previous paragraphs of
this Article must be carried out in accordance whle agreement on the establishment and
operation of joint investigation team in the tamji of the Republic of Slovenia or other countries
that shall be concluded on a case by case badikebfublic Prosecutor General or under his
authorisation by his deputy with the Public ProsecuOffice, court, police or other competent
authorities of other states as set out in the Gb&namework Decision of 13 June 2002 on joint
investigation teams (Official Journal of the EurapdJnion, No. L 162/1, 20.6.2002) or in the
existing international treaty concluded with a doymot being a member of the European Union
after obtaining the opinion of the Director Geneddl the Police. The agreement shall be
concluded on the initiative of the Public Prosecueneral, the Head of the District Public
Prosecution Office or the Head of the Group of RuBlosecutors for Special Affairs or on the
initiative of the competent authority of anotheatet

(4) The agreement referred to in the previous papyshall lay down which authorities are to
conclude the agreement, in which case the joinédtigation team will act, the purpose of the
operation of the team, the Public prosecutor ofRleeublic of Slovenia who is its Head in the
territory of the Republic of Slovenia, other tearambers and the duration of its operation. The
Public Prosecutor General must notify the minigegponsible for justice in writing of any
agreement concluded.

(5) The police staff, public prosecutors or othempetent authorities of other states shall only
carry out tasks, measures, guidance and/or otheensoreferred to in the first and second
paragraphs of this Article in the territory of tRepublic of Slovenia within the framework of the
joint investigation team in compliance with the yigions of the agreement on the establishment
and operation of the joint investigation team nefdrto in the third paragraph of this Article.

(6) If so provided for in the agreement on the ldghment and operation of the joint
investigation team referred to in the third parapraof this Article, the representatives of
competent authorities of the European Union, siscB@ROPOL, EUROJUST and OLAF, may
participate in the joint investigation team. Th@resentatives of competent authorities of the
European Union shall only exercise their powershia territory of the Republic of Slovenia
within the framework of the joint investigation tean compliance with the provisions of the
agreement referred to in the third paragraph of Anticle.



Report on fourth assessment visit of Slovenia — Annexes

(7) The police organisation units and Public Pragen Offices of the Republic of Slovenia
are obliged to offer all the necessary assistamtiet joint investigation team.

(8) Upon the completion of the work done by thejanvestigation team, the head of the joint
investigation team shall make a report in writiogall its members and the Public Prosecutor
General.
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ANNEX VI

VI. EXTRACTS FROM THE ACT ON INTERNATIONAL CO-OPERA TION
IN CRIMINAL MATTERS BETWEEN THE MEMBER STATES OF TH E
EUROPEAN UNION (OFFICIAL GAZETTE OF THE REPUBLIC OF
SLOVENIA, NO. 102/2007)

Article 55
Setting up of a joint investigation team

(1) In a matter which is the subject of prelimingroceedings, investigation or
judicial proceedings in one or more Member Stakes folice, implementing tasks
and measures in the preliminary and investigatioocgdure which fall within its
competencies under the provisions of the act gavwgrariminal proceedings, may
cooperate with the police forces of another MemBtte within or outside the
territory of the Republic of Slovenia.

(2) When implementing tasks and measures refeoredthe preceding paragraph,
the police are coordinated by the state prosequtsuant to the provisions of the act
governing criminal proceedings, and, in doing sal dn implementing other
authorities in accordance with provisions of tht$, anay cooperate with the state
prosecutors of another Member State within or detsine territory of the Republic of
Slovenia (joint investigation team).

(3) The tasks, measures, coordination and othimoasations referred to in the
preceding paragraphs shall be implemented in aaccelwith the agreement on the
setting up and operation of a joint investigatiean in the territory of the Republic
of Slovenia or another Member State which shalcbecluded on the basis of the
Council Framework Decision of 13 June 2006 on jomtestigation teams after
obtaining the opinion of the Director General o tRolice, for each individual case
by the State Prosecutor General or upon his/héogsation, by his/her deputy, with
the State Prosecutor's Office, court, police oreotbompetent authority of another
State. The agreement shall be concluded on thiatiné of the State Prosecutor
General, the Head of the Office of the Districtt&tBrosecutor’s Office or the Head
of the group of state prosecutors for the prosenutif organised crime, or on the
initiative of a competent authority of another MeaniState.

(4) The agreement referred to in the precedinggraph shall provide for which
authorities are concluding the agreement, the mattdoe dealt with by the joint
investigation team, the purpose of the team's tiperahe state prosecutor from the
Republic of Slovenia being the head of the tearthenterritory of the Republic of
Slovenia, other members of the team and the duratidhe team's operation. The
State Prosecutor General shall provide the ministith a written notice on the
concluded agreement.

Article 56
Method of work of the joint investigation team

(1) Police officers, state prosecutors or othempetent authorities of another
Member State shall implement tasks, measures, it@tiah or other powers referred
to in the first and the second paragraphs of teeqating Article, in the territory of the
Republic of Slovenia only within the framework dfet joint investigation team in
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accordance with provisions of the agreement orséting up and operation thereof,
referred to in the third paragraph of the precedirirle.

(2) If so provided for with the agreement on tle¢ting up and operation of the
joint investigation team referred to in the thirdrggraph of the preceding Article,
representatives of the competent authorities of Eheopean Union shall also be
allowed to cooperate in the joint investigatiomteauch as EUROPOL, Eurojust and
OLAF. Representatives of competent authorities teé European Union shall
implement their authorities in the territory of tRepublic of Slovenia only within the
framework of the joint investigation team in accamde with the provisions of the
agreement referred to in the third paragraph optieeeding Article.

(3) Organisational units of the police and StatesBcutor’'s Offices in the Republic
of Slovenia shall provide the joint investigati@am with all necessary assistance.

(4) On completion of the work of the joint invegition team, the head of the team
shall provide all its members and the State Prase¢eneral with written reports.

Article 57
(Controlled delivery)

(1) Controlled delivery shall mean the agreed sillance of the transportation or
transfer of persons, objects or goods of whom oichvlimportation is limited or
prohibited from, to or through the territory of tiRepublic of Slovenia, where the
competent authorities, with the aim of revealinggéascale criminal activities,
postpone the detention order and implementaticottedr measures provided for with
the act governing criminal proceedings.

(2) A decision on the controlled delivery shall fgithin the competencies of the
District State Prosecutor in the area of which ¢batrolled delivery is to cross the
State border, or from the territory of which it Bhize dispatched, or a group of state
prosecutors for the prosecution of organised crime.

(3) The controlled delivery shall be permittedtia¢ request of the competent
authority of the Member State or in agreement aitbther Member State, if criminal
offences are involved that satisfy the conditiomsthe issue of an European Arrest
Warrant.

(4) Controlled delivery in the territory of the Reblic of Slovenia shall be
implemented by the competent Slovene authoritiesuith a manner as to provide
permanent surveillance and appropriate action.

5) Controlled delivery shall not be allowed or fitsther implementation shall be
suspended if:

1. until it causes risk to people's life or heatih;

2. it is likely that further control or action imather Member State is not ensured
or will not be effective.

(6) After the implementation of the controlled igety, the competent state
prosecutor shall establish whether conditions efastthe dismissal of criminal
prosecution in the Member State where the suspelkfs’have been deprived of
liberty.
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Article 58
(Undercover operation)

(1) A undercover operator of a Member State dbalpermitted to operate in the
Republic of Slovenia upon a written order by thatestprosecutor or investigating
judge competent for the area in which the impleregon of the undercover operation
is supposed to be started, or state prosecutdreoftoup of state prosecutors for the
prosecution of organised crime, under conditiorss fan as long as is provided for by
the act governing criminal proceedings. The writbetler shall be issued on the basis
of a request from a competent judicial authoritytié Member State which has
approved the undercover operation in preliminarycominal proceedings in such
State.

(2) If implementation of the preliminary or crinaihproceedings in the Republic of
Slovenia requires the operation of a undercoverratpe from the Republic of
Slovenia in another Member State, the competertosity of such Member State
shall require an undercover operation from the @itthcompetent for ordering the
measure in accordance with the act governing cahproceedings. The request shall
be attached by a written order.
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ANNEX VII

VIl. EXTRACTS FROM THE POLICE ACT
Article 57

The Minister shall determine the organisationaijdtical and technical procedures and
measures to be taken in order to protect persowbtiassified police information, as
well as the criteria and procedures for defining lgvel of secrecy of data administered
by the police.

Article 67

An employment relationship to perform tasks withe police service may be entered
by a person who, in addition to the criteria sefthfoin the regulations on the
employment of civil servants, fulfils the followirrgquirements:

1. he/she has appropriate psychological and phydiities;

2. he/she has not been finally convicted of a preragstit criminal offence that is
prosecuted ex officio and has never been sentetccétiprisonment for more
than three months;

3. he/she is not undergoing proceedings for a crimaf@nce from the preceding
point;

4. hel/she is a citizen of the Republic of Sloveniahwitrmanent residence in the
Republic of Slovenia;

5. he/she has undergone a security vetting procedudetlzere are no security
reservations regarding his/her appointment;

6. he/she has not exercised the right to conscienbbjestion to military service or
is not doing so;

7. he/she does not have dual nationality.

The criteria under items 1, 6 and 7 of the preaggaragraph shall apply only when a
police officer is being employed.

The psychological and physical abilities from itedmof the first paragraph of this
Article shall be set forth by the job classificatiact.

Article 67a Police Act

Upon written permission of the person who is tceb#loyed by the police, the police
may collect additional information, needed for bkthing any security reservations
regarding the discharge of police duties.

Security vetting from the preceding paragraph simalude checks of data as set forth
in the regulations governing the qualifications forsecurity clearance, whereas for
candidate police officers the regulations on thtega for the acquisition of weapons
documents shall apply as well. The police shalb atbeck other information the

candidate has submitted during the procedure efi@gtan employment relationship.

If a security reservation is established in thersewf security vetting, that person may
not undertake employment to perform police tasks dleemed that a person who does
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not consent to security vetting shall not fulfieteecurity criteria for the performance of
police work and tasks.

Article 68

If a police employee is convicted of a criminalesf€e defined in point 2 of the first
paragraph of the preceding Article, the court memnd its final judgement to the
General Police Directorate.

A police employee’s employment shall terminate whies General Police Directorate
has issued a decision to terminate the employnes#don a final court judgement.
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ANNEX VIII

VIII. EXTRACT FROM THE MINOR OFFENCES ACT.
Article 13

Liability of legal persons, statutory representaties of legal persons, sole traders and self-
employed persons
(1) The Republic of Slovenia and self-governingalocommunities shall not be liable for
offences, however, the law may lay down that ligbifor offences shall be borne by the
responsible person of a state authority or of faggslerning local community.
(2) A legal person, a sole trader or a self-empdoyperson may be liable for an offence
committed by another person if so provided by tgutation on offences.
(3) A legal person or a sole trader under receiprshall be liable for an offence regardless of
whether the offence was committed before the tintiaof receivership proceedings or during
them; however, the sanction imposed shall not bmebut seizure of items or forfeiture of
proceeds.
Article 14

Liability of legal persons, sole traders and selfraployed persons that employ other persons
Liability of legal persons, sole traders and setfpboyed persons that employ other persons are
subject, mutatatis mutandis, to the provisionshefdct governing corporate liability for criminal
offences defining the conditions under which lggaisons shall be liable for a criminal offence.

Article 15

Liability of statutory representatives of legal pesons
(1) A statutory representative of a legal persaall d¥e liable for an offence committed during the
performance of transactions for which he/she has lagithorised by a legal person, a sole trader,
a self-employed person, state authority or a seegning local community.
(2) A statutory representative shall be liableday offence resulting from an act of commission
or an act of omission of due supervision.
(3) A statutory representative's liability shalltncease upon termination of his/her labour
relationship with a legal person, sole trader df-employed person, state authority or self-
governing local community or in when the legal perssole trader or self-employed person
ceases to exist.
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ANNEX IX

IX. EXTRACT FROM THE CODE OF OBLIGATIONS
Extent of authorisation
Article 76

(1) An authorised person shall only be alldwe conduct those legal transactions for which
the authorisation was given.

(2) An authorised person that holds a generélarigation shall only be allowed to conduct
those legal transactions classed among ordmssiness.

(3) Without a special authorisation for eadtividual case authorised persons may not
assume an obligation under a bill of exchange, looleca contract of surety, a contract on
settlement, or a contract on the alienationencumbrance of real estate, become involved
in a dispute, conclude an arbitration agreementyave any right without recompense.
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ANNEX X

X. EXTRACT FROM THE BANK OF SLOVENIA’S GUIDELINES F OR THE
IMPLEMENTATION OF MEASURES REGARDING THE PREVENTION
OF MONEY LAUNDERING AND TERRORIST FINANCING FOR THE
BANKING SECTOR

4.3 Control of inflows — verifying information regarding a payer

In the CEBS document, which presents the commonm gfeEuropean supervisors regarding the
implementation of the requirements laid down in iagon (EC) No. 1781/2006, the second
chapter deals with the problems related to the comumderstanding of Article 8 of the same
regulation. Pursuant to Article 8, it is recommenhtieat the payment service provider of a payee
(hereinafter: the recipient bank) implement appiadprcontrols to detect missing information
regarding a payer and to determine the meaningfaloéthe information provided.

(a) Detection of missing information regarding a payer

Detecting missing information regarding a payeroimes verifying whether, in the payment

messaging used to make a transfer of funds, thdsfielating to the information regarding a
payer have been completed with the correct infamafThis primarily means verifying, at the

application support level, whether the fields relgtto information regarding a payer have been
completed in accordance with the standards of t&saging, payment or settlement system.

Accordingly, a recipient bank should provide foe tetection of missing data in the field relating
to information regarding a payer. Inflows from t&¥ require the completion of the first line of
this field, where an account and four-place idergtfon code (e.g. CCPT — passport number or
TXID — tax number) is typically entered, followeg the identification code of the payer and
additional lines for the payer's title. Inflows ffinooutside the EU require the completion of the
first row, where an account or identification cookea payer is typically entered and three
additional lines which should contain complete infation regarding a payer.

Accordingly, it is recommended that a recipient bak implements appropriate controls to
detect missing information reqgarding a payer. Theseontrols should be carried out during
the processing of orders and include all inflows,ggardless of the amount.

(b) Determining the meaningfulness of information relifzy a payer

It is clear from the CEBS document that a reciplgark is encouraged to implement additional
controls to determine the meaningfulness of infdromaregarding a payer. There should be a
clear distinction between the concept of meanimgfss of information regarding a payer and the
concept of accuracy of information regarding a paBg implementing such controls, a recipient
bank should be able to assess whether or not fleemation provided reflects information
regarding a payer (e.g. verifying that a field mas been completed with a single symbol or
"xxxxx"). This does not imply verifying the accusaof information regarding a payer, since
paragraph 16 of the introductory provisions of Ragon (EC) No. 1781/2006 states that the
payment service provider of the payer is respoaesfbl the accuracy and completeness of
information regarding a payer.

Control in terms of determining the meaningfulne$snformation can be carried out directly
during the processing of orders or by performingtfgvent random sampling.



Report on fourth assessment visit of Slovenia — Annexes

- Determining the meaningfulness of information on a payer during the processing of orders

With regard to controls carried out during the mssing of orders to determine the
meaningfulness of information regarding a payerisitrecommended that a recipient bank
implement an additional control of orders, wherednybstantive verification of information
regarding a payer (e.g. controlling the minimumgténof information provided or controlling
whether information includes a combination of vasassymbols) would be carried out in the
scope of automated processing.

Order that satisfy criteria in the scope of aut@datverification would be processed
automatically, while those that did not meet théeda would be redirected for manual
verification.

With regard to the manual verification of ordetdsirecommended that a recipient bank visually
examine every order, in particular in terms of deiaing or assessing the meaningfulness of
information regarding a payer.

The decision regarding how a recipient bank wilpiement the automated verification of orders
and the visual verification of information may radfect STP (Straight Through Processing). It is
recommended that a bank introduce automated \ardit of orders to decrease the volume of
orders that require visual examination.

It would be meaningful to introduce automated veation for all inflows, regardless of the
amount. However, such verification should not havsignificant impact on order processing
itself. It is therefore at the discretion of thenkavhether to include all orders in automated
verification, or only those that exceed EUR 1,000.

It is likewise at the discretion of the bank whettgevisually verify only those orders that exceed
EUR 1,000, in accordance with its available resesiror to include orders of an amount less than
the established threshold. The visual verificattbimformation should be organised so that it will
not affect STP payments.

It is recommended that a recipient bank consistenyl apply appropriate (automated and/or

manual) controls to determine the meaningfulness ahformation regarding a payer, at a

minimum for inflows that exceed EUR 1,000. In all ases involving this amount, a payer's
bank is obliged to verify the information regarding a payer (e.g. by examining a personal
document). Any obviously meaningless information rgarding a payer indicates a violation

of the provisions of Regulation (EC) No. 1781/2006.

- Determining the meaningful ness of data based on post-event random sampling

By implementing certain controls that are carriatt during the processing of orders, it is
assumed that a recipient bank has already verifiedsome extent the existence and
meaningfulness of information regarding a payer.frther mitigate the risk of incomplete or
meaningless information regarding a payer, it conemended that a recipient bank introduce a
procedure for the post-event random sampling oérsrd

In this regard, special attention should be giverhibse orders submitted by payment service
providers that represent increased risk. It is maoended that a bank include in its random
sample the orders of payment service providersidrithe EU, particularly the orders of those
payment services providers who, based on the bpaktsexperience, do not provide information
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regarding a payer, or who have been identifiechnkiank's internal records as payment service
providers who regularly fail to provide informatioegarding a payer.

4.4 Action taken by a bank in the event of missingnformation regarding a payer

The third chapter of the CEBS document, regardivegdommon understanding of the Articles
9.1 and 10 of Regulation (EC) No. 1781/2006, defithe steps a bank may take when it becomes
aware of incomplete information regarding a payée three possibilities are:

- reject the order,
- execute the order and request the missing infoamati
- hold the order and request the missing information.

According to banks, a common decision was takeahetevel of the Slovenian banking system
that banks will not automatically reject ordershwilicomplete information regarding a payer, but
will attempt to obtain the missing information.

The CEBS document highlights the need to verify tivbea legal basis exists in an individual
country to hold funds. In this regard, the BankStdvenia finds that no legal basis exists to hold
funds on the CONFIDENTIAL 51 grounds of incomplet®ormation regarding a payer. Pursuant
to the second paragraph of Article 17 of the ZPka® order accepted by the payment service
provider of a payment recipient, in respect of whilke payment service provider also received
funds, is considered executed, resulting in a clairthe payment recipient against its payment
service provider. Furthermore, pursuant to Artieleof ZPlaP, the funds must be available to the
recipient on the same day (for payments withinRkepublic of Slovenia), the following day or by
an agreed deadline (for cross-border payments aptignts from abroad).

Here it should be highlighted that cases in whigugds to suspect money laundering or terrorist
financing exist are handled differently, notwithelang whether the information regarding a
payer is complete or incomplete. Pursuant to thR#T, in such cases a bank must inform the
Office, which may issue an order temporarily blogkthe funds.

In accordance with the aforementioned findings, pessible courses of action to be taken by a
bank when it becomes aware of incomplete informategarding a payer are presented in detail
below. Incomplete information regarding a payer nhayidentified during the processing of
orders or during post-event random sampling.

a) Action taken by a bank when it becomes aware abriiete information regarding a
payer during the processing of orders

There is no legal basis to hold funds in the ew#rnihcomplete information regarding a payer.
Therefore, it is recommended that a bank executesraéer and takes the appropriate steps to
obtain the missing information regarding a payehimi seven days, if it becomes aware of this
missing information during the processing of aneordt is of course at the bank's discretion to
set a shorter internal deadline to carry out thwities related to obtaining missing information
regarding a payer.

Pursuant to the second paragraph of Article 6 gfuRgion (EC) No. 1781/2006, if so requested
by the payment service provider of the recipieme, payment service provider of the payer must
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provide the payment service provider of the recipeomplete information regarding the payer
within three working days of receiving that request

If a bank receives the requested information raggrd payer, it must assess that information in
terms of possible suspicion of money launderinteamorist financing. If the bank assesses that a
suspicious transaction is involved, it must infotime Office in accordance with Article 10 of
Regulation (EC) No. 1781/2006.

If a bank does not receive the requested informatgarding a payer, it is recommended that the
bank once again request for the submission of iksing information within seven working days
following the expiration of the deadline given teetpayment service provider of the payer to
submit that information.

The payment service provider of the payer is gisanadditional three working days from the
receipt of the request to submit the missing infaromn regarding a payer.

If despite its additional request for the submissid missing information regarding a payer the
bank still does not receive that information, aiekg the fact the transfer of funds has already
been executed, the bank is considered to have @dnpith the requirements of Regulation (EC)

No. 1781/2006.

Regardless of whether a bank received the misgifgrmation based on its request, it is
recommended that it establish appropriate recordlse scope of its internal procedures in which
it will record inflows for which it identified missg information regarding a payer. It should be
evident from these records what steps the bank itoskich cases and how the payment service
provider of the payer responded.

Records of this information are one of the prersitgs for determining whether a specific
payment service provider regularly fails to provid®rmation regarding a payer, which requires
a bank to take appropriate steps and inform the@©ff

b) Action taken by a bank when it becomes aware abriiete information regarding a
payer during post-event random sampling

In terms of content, the recommended action takert by a bank when it subsequently learns of
incomplete information regarding a payer is enjirle same as in the previously described
procedure, except that the bank is not immediad@hare of the incomplete information (e.qg.
during the processing of orders), but become admareg post-event random sampling.

4.5 Control of outflows — providing information regarding a payer

The CEBS document does not discuss a bank's dbligas the payment service provider of a
payer, although Article 5 of Regulation (EC) No0.8172006 states that the payment service
provider of a payer must ensure that transfersiofi$ are accompanied by information regarding
a payer. For the transfer of funds within the Eliraple collection of information regarding a
payer (e.g. account number or personal identibcatode) is permitted, in contrast to the transfer
of funds outside the EU, which requires completiormation regarding a payer (account
number, title and address of the payer).

The Bank of Slovenia supports the decision of bamitk regard to the provision of complete
information regarding a payer, regardless of whetihe transfer of funds is within or outside the
EU. This simplifies procedures for banks, and a&sminates the need for subsequently requests
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for complete information (in accordance with themwl paragraph of Article 6 of Regulation
(EC) No. 1781/2006), which require additional mdmnark.

Pursuant to the requirements of Regulation (EC) M681/2006, a bank must verify the
information regarding a payer for every transfefuwfds that exceeds EUR 1,000, regardless of
whether the transfer of funds was within the ElWuatside the EU.

In terms of obtaining and verifying information eeding a payer, banks have introduced
different procedures with regard to whether a tiemis from an existing account or carried out
by an occasional customer.

For a transfer of funds from an existing accouriaak must ensure that information regarding a
payer from existing records accompanies a paymsdgroPursuant to the third paragraph of
Article 5 of Regulation (EC) No. 1781/2006, a basknot obliged in such cases to verify the
information regarding a payer if the information svabtained and verified during the
establishment of a business relationship when,rdogy to the provisions of the ZPPDFT, the
bank was obliged to conduct customer due diligence.

When funds are transferred by an occasional custarsank must obtain and verify information
regarding a payer, whenever the amount of a traegigeeds EUR 1,000. Information on a payer
is verified based on official and valid personataments.
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ANNEX Xl

Xl. TRAINING RECEIVED BY THE OFFICE OF MONEY LAUNDE RING
PREVENTION 2005-2009
Domestic

* Seminar “Prevention, detection and investigatiofirgncial frauds”

» several conferences of the Bank Association of @l@av/with the topic of the
detection and prevention of money laundering

» workshop “Detection and prosecution of the crimioi@nces of money laundering,
financial abuse and frauds”

e seminar “Insurance Supervision — Financial CrimdtHizing the Insurance Industry
and Insurance Products”

* Regional Anti-Money Laundering Seminar organisedEBRD, Talinn
* Seminar “Insurance Frauds”
* Seminar “Tax circus”
* Seminar “Globalization of the money laundering”
e seminar on tax legislation
* participation at the “Educational days of Sloverpaosecutors”
* seminar “Computer forensic”
» conference “Association of the management companfigs/estment funds”
* participation at “Tax days” organised by Tax Office
» training for the use of ORACLE software
* seminar “Days of administrative offences law”
Overseas
* OLAF Training in investigation techniques and prhoees — Budapest
* »Strategic Analysis Workshop« - Vienna

» OSCE Workshop on Money Laundering and Financingesforism for financial
regulators in Central and Eastern Europe — Vienna

» seminar »The roles of FIU's, prosecutors and ldareement — Podgorica
» seminar »Exchange of information between FIUs«gr&a

» seminar »Restrained asset managements«, »Estagl@miARA« and »SAR
analysis« - Tirana

* OSCE Conference on Combating Terrorist FinanciMienna

* Anti Money Laundering and Countering Financing effbrism Workshop on
Information technology for FIU's — Vienna

* seminar OSCE: »International cooperation betweéls&}l Belgrade
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Workshop »Financial sanctions to combat terrorisidienna

Conference of the working group SECI (Southeasbpesn Cooperative Initiative)
with the topic of money laundering — Chisinau

FATF Assessor Training Session — Washington

Moneyval Typologies Meeting — Podgorica

workshop EU — GCC on money laundering and terréinsincing — Brussels
seminar »Access to the publically available infatioraas a right and duty«

workshop »A stocktaking of how we are implementsig Ill: How we've improved
and where we are headed« - Brussels

workshop »Money laundering and judicial cooperatioWienna

Training seminar for Evaluators involved in the ardl 4th Evaluation Round —
Strassbourg

Presentation of the study »Recent public and sglfHatory initiatives improving
transparency and accountability of non-profit sectoBrussels

Presentation of the study »Feedback PracticesussBls
Workshop on combating terrorism — Prague

Exchange of experiences and good practices inftfielt with the FIU Macedonia -
Skopje

workshops »Money laundering through sport clubsiogvioney laundering through
money mediators«

| and Il. Regional conference on money launderimd terrorist financing — Warszaw
EU — USA Workshop on financial sanctions to contbatorism — Prague
Symposium on the topic of money laundering

Workshops on the use of FIU -NET

Seminar TAIEX (Technical Assistance and Informatithange) — »Money
laundering and confiscation of the illegaly derives$ets«

Seminar on Anti-Money Laundering Measures for NamaRcial Businesses
(organised by IMF and World Bank) — Vienna

Workshops European Union — USA: Financial sanctiorfigght against terrorism —
Vienna

Seminar »Fight against terrorism« - Giessbach, Znand

Regional conferences on prevention of money laungemd terrorist financing —
Debe, Warszaw (both in Poland)

Workshop on the prevention of money laundering gr&l

Regional conference on the improvement of the exgbaf information between
FIUs (organised by German Agency for Technical Goafion and FIU Macedonia)
— Skopje
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Conference organised by UNODC (United Nations @ffiar Drugs and Crime) with
the experts from the field of the prevention of mptaundering and judicial
cooperation - Vienna

Regional meeting on the fight against traffickinghshuman beings and money
laundering — Larnaca

Seminar »Fight against terrorism, organised bwamdral Integrity Network and
Basel Institut on Governance — Davos

Workshop on Transnational Crime, organised by UNGE®eIgrade
Typology meeting, organised by MONEYVAL and FATRMente Carlo

Regional conference in Skopje on »How to improeititernational Cooperation,
organised within TWINNING Project Spain — Macedonia
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ANNEX XII
Xll. DETAILS OF TRAINING ON MONEY LAUNDERING AND
TERRORIST FINANCING RECEIVED BY POLICE
2007
Type of training Organiser Venue Country Date Numbef
participants
Workshop "Criminal Office of the Ljubljana Slovenia 27.3.2007 2
prosecution of specific | State Prosecutof
economic crimes"” General
Workshop "Criminal Office of the Ljubljana Slovenia 28.3.2007 10
prosecution of specific | State Prosecutof
economic crimes"” General
Evidence in complex Police Maribor Slovenia 18.4.2007 3
criminal matters Academy,
Faculty of
Criminal Justice
and Security
Conference " Money Ministry of the | Belgrade Republic 24- 1
laundering, seizure and | Interior of the of Srpska | 25.5.2007
confiscation of proceeds| Republic of
related to narcotic drugs| Srpska
smuggling"
Globalisation of money | GV Zalozba Ljubljana Slovenia 11.6.2007 1
laundering (GV Publishing
House)
CEPOL - Economic and| CEPOL Rome Italy 9.- 2
financial crime — | 12.10.2007
Economic and financial | CEPOL Prague Czech 20.-24.5.
crime — I Republic 2007 1
Corruption and financial | CEPOL Bratislava | Slovakia 3.7.-
crime 7.7.2007 1
Organised crime groups| CEPOL Loures Portugal 6.5.-
in South-East Europe — 10.5.2007 1
money laundering
Seminar on countering | GPU UKP Gotenica | Slovenia November 25
terrorism (General Police | Training
Directorate, Centre
Criminal Police
Directorate)
Economic crime GPU UKP Gotenica Slovenia 30.5.- 40
investigators days — (General Police | Training 1.6.2007
seizure of crime proceedsDirectorate, Centre

(Securities Market
Agency, Court of Audit
of the Republic of

Slovenia, Office of

Criminal Police
Directorate)
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Assets Supervision)
2008
Conference concerning | CARIN - Brussels Belgium 6.-7.3.200 1
establishment of offices | Europol
on confiscation of
proceeds of crime
Assets Recovery Europol Budapest Hungaly 7. - 2

8.4.2008
Training designed for CEPOL Loures Portugal 6. - 1
trainers in the field of 9.5.2008
money laundering
Novelties and practice | Association of | Ljubljana Slovenia 28.11.200¢ 1
concerning prevention of Stock exchanges
money laundering and
financing terrorism
Seminar EU — US: Europol The Hague| The 9.- 1
Financing of terrorist Netherlan| 10.12.2009
organisation LTTE ds
Seminar on countering | GPU UKP Gotenica | Slovenia November 25
terrorism Training

Centre

2009
International conference| Europol, OLAF, | Hahn Germany| 12.3.2009 2
»Combating Terrorism, | EU Commission
including Terrorist and ISEC
Financing« programme
Conference North CEPOL Paris France 2.6. - 1
America —EU: 5.6.2009
Combating terrorism
Economic crime GPU UKP Gotenica | Slovenia 25.5. - 40
investigators days — Training 27.5.2009
Initiative based on Art. Centre
60 of ZPPDFT Act (FIU)
Money Laundering CEPOL Loures Portugal 27. 10. 1
Common Curriculum 30.10.2009
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Annex XIliI

XIlll. BRANCHES AND SUBSIDIARIES OF FINANCIAL SERVIC ES

COMPANIES WITH HEADQUARTERS IN SLOVENIA

Data for insurance companies with the head
office in Slovenia
Branches in EU Member States
Insurance Company EU Member States
Zavarovalnica Triglav Slovakia
KD Zivljenje Slovakia
Subsidiaries
Share
majority-owned
subsidiaries (50% or minority-owned firms
Insurance Company over) (under 50%)

AS Osiguranje, Beograd,

Adriatic Serbia
KD Life, Prague, Czech
Republic
KD Life, Sofia, Bulgaria

KD Group KD Zivotno osiguranje,

Zagreb, Croatia

KD Life Asigurari,
Bucharest, Romania

KD Life, Kijev, Ukraine

Zavarovalnica Triglav

Triglav Krajina Kopaonik,
Banja Luka, BiH

Lovcen Osiguranje,
Podgorica, Montenegro

Triglav BH Osiguranje,
Sarajevo, BiH

Triglav Kopaonik,
Beograd, Serbia

Triglav Osiguranje,
Zagreb, Croatia

Triglav PojiStovna, Brno,
Czech Republic

Vardar Osiguranje,
Skopje, FYR Macedonia

Data for brokerage companies with the head
office in Slovenia

Brokerage Company

Share

majority-owned
subsidiaries (50% or
over)

minority-owned firms
(under 50%)

Medvesek Pusnik

MP Financial Kft, Sopron
Hungary
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llirika

llirika Investments,
Skopje, FYR Macedonia

llirika Investments,
Beograd, Serbia

llirika vrijednostni papiri,
Zagreb, Croatia

llirika vrijednostni papiri,
Sarajevo, BiH

KD Group

KD Securities, Sofia,
Bulgaria

KD Upravljanje
imovinom, Zagreb, Croati

KD Capital Management,
Bucharest, Romania

Data for management and investment
companies with the head office in Slovenia

Management Company

Share

majority-owned
subsidiaries (50% or
over)

minority-owned firms
(under 50%)

Medvesek Pusnik

MP Invest, Zagreb,
Croatia

MP Invest, Skopje, FYR
Macedonia

MF Invest, Sarajevo, BiH

[lirika

llirika Investments,
Sarajevo, BiH

llirika Investment, Zagreb
Croatia

llirika DZU, Beograd,
Serbia

KD Group

KD Investments, Sofia,
Bulgaria

KD Investments,
Bucharest, Romania

KD Investment,
Bratislava, Slovakia

KD Fondovi, Skopje, FYR
Macedonia

KD Investments, Zagreb,
Croatia

KD Investment, Beograd,
Serbia
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ANNEX X1V

XIV. THE FOUNDATIONS ACT
THE FOUNDATIONS ACT
OFFICIAL CONSOLIDATED TEXT
(ZU-UPB1)
I. GENERAL PROVISIONS
Article 1 (Term)

A foundation (in Sloveniatustanova") is property tied up for a certain pugpd@ursuant to the
present Act, a foundation is a legal entity of phivate law.

Article 2
(Purpose)

The purpose of a foundation shall be generally fieia¢ or charitable and, as a rule,
permanent.

The purpose of a foundation is generally benefigihe foundation has been established for
the purposes in the fields of science, culturertsgalucation and training, health care, child
and disabled care, social welfare, environmentadtgation, conservation of natural
treasures and cultural heritage, for religious pags and similar.

The purpose of a foundation is charitable if it Heeen established for the purpose of
helping persons who are in need of such help.

The conditions contained in the second and thirdgraphs of this Article shall be fulfilled if
the circle of persons who are to be consideredeseficiaries is limited, but not specified
by names or limited to family members only.

A foundation may engage in an activity necessany dbainment of the purpose it was
founded for, or intended for promotion of the sam@gess otherwise specified by law.

Article 3
(Body Competent for Foundations)

In the course of the procedure of establishmerdgraipn and termination of foundations, the
ministry whose operating range covers the purpbdgefoundation was established for
(hereinafter referred to as: The Body Competent Farundations) shall have the
competencies specified by the present Act.

In the event that a foundation was establishedskveral purposes, the ministry within
whose competence lays the predominant purposesdhstitution shall be competent.
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In the event that it is not possible to appoint tbenpetent ministry, the ministry responsible
for home affairs shall be competent.

II. ESTABLISHMENT

Article 4
(Founder

s)

A foundation may be established by a domestic oeifm natural person or legal entity
(hereinafter referred to as: the Founder).

Article 5
(Prerequisites of Establishment)

The founder may establish a foundation with a legdlbetween the living or in the event of
death (hereinafter referred to as: the Deed oflfistanent).

A foundation shall acquire the status of a legatitenwhen the Body Competent for
Foundations gives its consent to the Deed of Eistaikent.

Article 6
(Deed of Establishment)
The Deed of Establishment shall comprise:
1 the name and the seat or residence of the Founder,
2. the name or the seat of the foundation,
3. the statement of the founding capital and its value
4. the purpose of the foundation,

5. the manner and procedure of appointment of membef the Board of
Trustees,

6. the members of the first Board of Trustees byesm

The Deed of Establishment may contain other prowsiimportant for the operation of the
foundation.

If the foundation was established with a legaliacthe event of death and no name, seat or
members of the first Board of Trustees are spetifiethis act, they shall be determined by the
Body Competent for Foundations.

If the Deed of Establishment contains no provisionsthe manner and

procedure of the appointment of the members oBib&rd of Trustees, they shall be stipulated
by the regulations of the foundation.
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Article 7
(Legal Act between the Living)

The Deed of Establishment as a legal act betweetiting shall be made up in the form of
a notarial record.

The notary shall immediately or within 15 days la¢ fatest submit the notarial record to
the Body Competent for Foundations.

The evidence on actual existence of the capitahished for the establishment of

the foundation and the consent of the members effitst Board of Trustees to their
appointment shall be enclosed with the notariabrec

As of the day of making up of the notarial recottte founder may no longer revoke the
Deed of Establishment or avail of the founding tapr benefits.

Article 8
(Legal act in the event of death)

The Deed of Establishment as a legal act in thetesEdeath shall fulfil the conditions of
legal form for one of the testaments accordindhtoibheritance law.

The court with which the probate proceedings haeenbinstituted shall without delay

submit the Deed of Establishment as per the prageparagraph to the Body Competent for
Foundations.

Article 9
(Founding capital)

The founding capital may consist of cash, movabitgperty, immovable property and other
property rights.

In the event that the founding capital consistscaih, it shall be remitted to the
appropriate bank account.

In the event that the founding capital consistsnofvable property, immovable property and
other property rights, it is necessary to submibtitial appraisal of a sworn court appraiser.

The Founder shall endow the founding capital inhsaovay that the Body Competent for

Foundations, the government trustee or the fouadatiay freely avail of such property in
accordance with the law and other regulations.

The value of the founding capital shall be adeqdatethe attainment of the purpose of the
foundation.

Within the framework of general records, separaeords shall be kept on the founding
capital.
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The founding capital may be increased in accordavitte the Deed of Establishment and the
Regulations of the foundation.

Article 10

(Trust for the
Property)

In the event that after service of the Deed of llstament it is necessary to act in trust for
property, the Body Competent for Foundations siyglioint a government trustee.

Article 11
(Admission of Establishment of the Foundation)
The Body Competent for Foundations shall issuaptsroval, provided that:

1. The Deed of Establishment fulfils the conditiongsified by the present and
other Acts,

2. The purpose of the foundation, is generally beidfar charitable,
3. The founding capital has been provided,
4. The establishment is not contrary to the publicord
Article 12
(Approval of the Deed of Establishment)

The approval of the Deed of Establishment shalligmied by the Body Competent
for Foundations within 30 days of receipt of theddeof Establishment.

The approval of the Deed of Establishment shalpbblished in the Official Gazette of
the Republic of Slovenia by the Body CompetentHoundations.

The costs of publication shall be borne by the tation.

With the day of issue of the approval of the DeédEstablishment the property shall be
transferred to the foundation, and the foundatiam thereby begin to implement the purpose
it has been established for. The approval contaimele first paragraph of the present Article

shall be immediately delivered to the ministry catgmt for home affairs by the Body
Competent for Foundations.

A complaint may be filed against the decision oé tBody Competent for Foundations.
The complaint shall be decided upon by the Goventrméthe Republic of Slovenia.
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Article 13
(Entry in the Register)

Upon receipt of the approval of the Deed of Estdbthent, the ministry competent for home
affairs shall file the foundation, ex-officio, iheé Register of foundations.

The Register of foundations is public, including flounding acts, which serve as a basis for
entry into the Register of foundations.

Article 14

(Data to be Entered)
Data to be entered in the Register of Foundatiordlae establishment, changes in status
and termination of the foundation, as well as ottega significant for the legal relations of
the foundation, among them particularly:
- the name and the seat or residence of the founder;
- the name and the seat (elected location for opergtiof the foundation;
- the address of the foundation;
- the purpose of the foundation;
- the founding capital;
- the date and the number of the Deed of Establishmen
- the names, identification numbers or dates of kartth sex, nationality and permanent
addresses of the persons authorized for represamtat their temporary addresses, if they

have no permanent residence in the Republic ofeBliay

- the changes in status and termination.

More detailed provisions concerning the keeping amhtents of the Register of
foundations shall be prescribed by the minister pet@nt for home affairs.

Article 15
(Name of the Foundation)
The name of the foundation shall contain the wardnflation. Designation of the purpose,
the founder or some other additional designatidiowahg for clear and unambiguous
distinction from foundations already filed in thedister of foundations must be added.
Concerning the possibility of the use of the narha oepublic, a municipality or a town, a

historical or other personality as well as concegnprotection of the name, the provisions
effective for establishments shall apply.
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Article 16
(Seat of the Foundation)

The seat of the foundation shall be in the RepubficSlovenia and shall be specified
by the founder.

lll. CHANGE OF NAME, SEAT OR PURPOSE OF THE FOUNDKIN
Article 17
(Change of Name, Seat or Purpose)

The name, seat or purpose of the foundation maghlamged by the Board of Trustees, in
accordance with the Deed of Establishment.

Unless the Deed of Establishment contains the prows on the change of the name, seat
or purpose, the Board of Trustees shall, in cassuzh change, consider the will and
purpose of the founder, as well as the duty to marihe property with due diligence of a
prudent administrator.

The changes contained in the first and second pwhg shall come into force after the
issuing of an approval by the Body Competent fanrteations.

Article 17 a
(Obligation of communication of changes)

The foundation is liable to inform the Body Compdtéor Foundations of the change of
name, seat or purpose of the foundation, regulgtidacrease in founding capital or adoption
of the decision to terminate the foundation witBihdays of the adoption of the decision.

The Body Competent for Foundations shall withodagénform the ministry responsible for
home affairs of the consent given for the changeashe, seat or purpose of the foundation,
decrease of founding capital or decision on tertiomeaof the foundation, on the appointment
of the Board of Trustees of the foundation spedifiethe third paragraph of Article 22 of this
Act, and on the dismissal of the Board of Trustees.

The foundation shall inform the ministry responsildbr home affairs on the change of
address of the foundation's seat, and on the chahgersons authorized for representation
within 30 days of the adoption of the change.
IV. DOCUMENTS OF THE FOUNDATION
Article 18
(Regulations of the Foundation)
The foundation shall have its rules and regulatidhereinafter referred to as: the

Regulations), which shall be adopted by the found#hin 30 days of the issuing of the
approval of the Deed of Establishment.
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Unless the founder has adopted the Regulationsirwitie term specified in the preceding
paragraph, the adoption shall be effected by ther@of Trustees.

The Regulations govern particularly:

- the organization of the foundation;

- the bodies of the foundation;

- the rules of appointment of (new) Members of thafBloof Trustees;
- the rules of decision-making;

- the provisions on management and representatidmedbundation;
- the mode of disposition of income.

The Regulations shall be submitted to the Body Cetent for Foundations within three
months of the issuing of the approval of the DekBstablishment.

Unless the Board of Trustees submits the Regulstiaithin the term specified in the
preceding paragraph, the Body Competent for Foumadstmay dismiss the Board of
Trustees and appoint a new Board in accordancetivibeed of Establishment.
Article 19
(Alteration of Regulations)

The Regulations may be altered in accordance WwelDieed of Establishment.

The Board of Trustees is obliged to submit theratien of the Regulations to the Body
Competent for Foundations,

In the event that the Body Competent for Foundatiestablishes that the alteration of
the Regulations contradicts the Deed of Establistiroe the Act, it shall request the Board
of Trustees to modify the alteration of the Regolas within 30 days.

If the Board of Trustees fails to modify the Redidas as per the preceding paragraph, the
Body Competent for Foundations may remove it frdfice.

Article 20
(Other Documents of the Foundation)
The foundation may also be provided with other Duoeats serving to regulate in more

detail, in accordance with the Regulations, thestjpas of importance for operation of the
foundation.



Report on fourth assessment visit of Slovenia — Annexes

V. BODIES OF THE FOUNDATION
Article 21
(Types of Bodies)
The foundation is governed by the Board of Trustees

In accordance with the Deed of Establishment ared Riegulations, the foundation may
have other bodies as well.

Provided there are several founders of the fouadatihey may create a common body of

founders, which, however, shall not be able to m&suhe obligations of the Board of
Trustees.

Article 22
(Board of Trustees)
The Board of Trustees shall consist of at leagtidimembers.

The members of the Board of Trustees shall be apgbiin accordance with the Deed of
Establishment and the Regulations. Unless othervwdpecified by the Deed of
Establishment and the Regulations, the membershef Board of Trustees shall be
appointed for a specified period of time.
In the event that on the basis of the Deed of Hstabent or the Regulations it is not possible
to appoint the Board of Trustees, the Board of #&es shall be appointed by the Body
Competent for Foundations.
Members of the Board of Trustees cannot be:
- persons who are not of age or have no legal capacit
- persons employed in the foundation,

- persons exercising supervision of the foundation.

The candidates for the Board of Trustees shall tjie& prior consent to their membership in
the Board of Trustees.

Article 23
(Removal from Office of the Board of Trustees oM#Embers of the Board of Trustees)
If the Board of Trustees fails to fulfill its obkdgions as specified by this Act, the Deed of
Establishment or the Regulations, the Founders i Donors may propose their

premature removal from office.

The Body Competent for Foundations shall make tbeisibn concerning the premature
removal from office.
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The Body Competent for Foundations may remove tharé of Trustees from office in the
event of non-fulfillment of obligations stated imetfirst paragraph of this Article.

In accordance with the first, second and third gaahs of this Article, a member of the
Board of Trustees may also be removed from offfd&s activities fail to comply with the
interests of the foundation.

A complaint may be filed against the decision oé thody as per the second and third

paragraphs of this Article. The complaint shalldexided upon by the Government of the
Republic of Slovenia.

Article 24
(Obligations of the Board of Trustees)
The Board of Trustees shall take care of the implaation of the purpose of the foundation,
represent the foundation and perform other taskaceordance with the present Act, the

Deed of Establishment, and the Regulations.

The Board of Trustees shall include a Chairmanhef Board elected by the members of
the Board.

The Chairman of the Board of Trustees shall reprieged act on behalf of the foundation to
the extent specified by the Deed of Establishmerd #he Regulations.

The Board of Trustees shall manage the propertheffoundation with due diligence of a
prudent businessman.

Article 25
(Decision-making of the Board of Trustees)
The Board of Trustees shall make decisions by a wbthe majority of its members, unless

otherwise specified by the Regulations. If the wasults in a tie, the Chairman's vote shall
prevail.

A member of the Board of Trustees may not decidenumatters concerning matters in
which there are parties, or he himself, his spauskis relatives, including those three times
removed participate in any other manner.

Article 26

(Remuneration for Members of the Board of Trustaes Operative Costs of the
Foundation)

The members of the Board of Trustees are entitbexkiimbursement of traveling expenses,
daily allowances and remunerations, determinedhlgyBoard of Trustees in consideration
of rates specified in the Deed of EstablishmertherRegulations.

The Body Competent for Foundations may specify tippermost limit of the amounts
from the preceding paragraph.
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Other costs which may be apportioned for the opmradf the foundation (salaries, travel
expenses and daily allowances of employees, otperating costs and similar) shall not

exceed the amount specified by the stipulationthenarea of public administration, unless
otherwise specified in the Deed of Establishmeut thie Regulations.

V1. PROPERTY OF THE FOUNDATION
Article 27
(Income of the Foundation)

The income of the foundation shall be created byagament of the founding capital,
gifts, other endowments, income from performancadtivities as well as by other means.

The income of the foundation shall be spent exeklgi for the implementation of the
purpose of the foundation and for the operatiotheffoundation.

Property may be endowed to the foundation bothdiypeaktic and foreign natural persons or
legal entities (donors).

Article 28
(Decrease of Founding capital)
The founding capital may be decreased if such aedse was provided for in the Deed of
Establishment or if the Board of Trustees decidesnusuch a decrease due to exceptional
circumstances. The decision of the Board of Trisss®ll come into force upon receipt of
approval of the Body Competent for Foundations.
Article 29

(Limitation Concerning Disposition of Immovable Bety)

The foundation may dispose of immovable propertgvigled the Body Competent for
Foundations approves such disposition.

VIl. SUPERVISION
Article 30
(Supervision of Property and Management)

The foundation shall keep books of account and pecedannual reports in compliance

with regulations specifying keeping of books of @get and elaboration of financial
reports for establishments.

By the end of March each year, the Board of Triss®ll submit a report on its work and

financial management within the preceding calengear to the Body Competent for
Foundations.

The report on the financial management shall bensitiéd to other competent bodies as
well. Supervision of financial management shall deried out by competent public
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bodies or authorized organizations. Itriscessary to exercise special supervision of

founding capital which may be decreased only unadeditions stated in Article 28 of
the present Act.

The Body Competent for Foundations may request wit af financial management by a
certified auditor.

Article 30 a
(Supervision over compliance with the provisiongha Act)

The Body Competent for Foundations exercises sigierv over compliance with the
provisions of this Act, the violations of which adefined as offences by this Act.

VIIl. TERMINATION OF THE FOUNDATION
Article 31
(Reasons for Termination of the Foundation)
The foundation shall be terminated in the evenit tha

- the property fails to be sufficient for further ilementation of the purpose of the
foundation,

- the purpose of the foundation becomes impossible,

- in other cases, when the Body Competent for Fouogthas established that
there are no conditions for further existence efftlundation,

- the purpose for which the foundation had been &stedudl has been fulfilled.
Article 32
(Consequences of Termination)

The Board of Trustees or the Body Competent for ndations shall decide upon the
termination of the foundation, and the will and fhepose of the founder shall be considered.

The decision of the Board of Trustees shall conte farce upon the issuing of the relevant
approval by the Body Competent for Foundations.

A complaint may be lodged against the decisionhaf Body Competent for Foundations

concerning termination of the foundation. The coampi shall be decided upon by the
government of the Republic of Slovenia.

The Body Competent for Foundations shall inform tteaurt of the termination of the
foundation.

The court shall institute the liquidation and bankcy proceedings in accordance with the Act
on sequestration, bankruptcy and liquidation.
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In accordance with the will and the purpose of filnender, the remainder of the property of
the liquidation or bankrupt's estate shall be alted to another foundation with the same
purpose. If there is no such foundation, the priypsnall be allocated to a foundation with a
similar purpose. The termination of the foundatigimall be published in the Official
Gazette of the Republic of Slovenia and the foundashall be deleted from the Register of
foundations.

IX. SPECIAL BODY OF THE FOUNDATION

Article 33
(Government Trustee)

With the purpose of implementation of concrete gssients in respect of operation or
termination of foundations, the Body Competent Fmundations shall appoint a government
trustee for foundations, or, when necessary, adeu®r a particular foundation.

The government trustee shall be an expert in tlewaat field and may be chosen from outside
the Body Competent for Foundations.

The government trustee shall look after the propeift the foundation from the day of
submittal of the Deed of Establishment to the Ba&hmpetent for Foundations to the day
of issue of the relevant approval, as well as sesavhen the Board of Trustees has not been
appointed as yet, and executes other assignmertstaction of the competent minister.
X. USE OF TERM "FOUNDATION
Article 34
(Use of Term "Foundation™)
The term "foundation" (in Sloveniatiundcija”, in a narrower sense than "ustanova")
may be used in the name or trade name by legakientivhich were established for
generally beneficial or charitable purposes andi@topursue such purposes as a profit-oriented
activity.

The legal entities from the preceding paragraphl ffeaentered in the register or records of
legal entities in compliance with the Act under aihithey were established.

XI. PENAL PROVISIONS
Article 35
A fine of 200,000 to 4,000,000 SIT shall be imposedhe foundation which:
1. engages in an activity in contravention to fiftl foaragraph of Article 2 of this Act;
2. does not act in accordance with the Deed of Histement and the
?Se)gulations of the foundation (Article 6, the firsind third paragraphs of Article

3. does not keep books of account in accordande thé first paragraph of Article 30 of this
Act;
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A fine of 50,000 to 250,000 SIT shall also be imgubson the responsible person of the
foundation, for the offence of the preceding paaadr

Article 35 a
A fine of 150,000 SIT shall be imposed for offermcea foundation whicih:
1. does not use its name in accordance with Arliblef this Act;
2. fails to notify the Body Competent for Foundasoof the change of name, seat, foundation
purpose, regulations, decrease of founding capitahdoption of decision to terminate the
foundation, or fails to notify the ministry competdor home affairs of the change of foundation

seat address or persons authorised for representaitihin the deadline set in Article 17 a of this
Act;

3. fails to submit its regulations to the Body Catgmt for Foundations within the deadline set
in Article 18 of this Act;

4. fails to submit its activity and financial maesagent report to the Body Competent for
Foundations within the deadline set in Article 3@his Act.

A fine of 50,000 SIT shall also be imposed on thsppnsible person of the foundation for
offence of the preceding paragraph.

Article 36

A fine of 150.000 SIT shall be imposed on a legalitg or an individual private
entrepreneur who:

- operates as a foundation without acquisition ofapproval of the Deed of
Establishment (the fourth paragraph of Article 12);

- uses the term foundation (in Slovenian ustanové)émame or brand name in contravention
of Article 15, or the term foundation (in Slovenifamdacija) in contravention of Article 34.

For an offence from the preceding paragraph, a éh&0.000 SIT shall also be imposed
on the responsible person of the legal entity.

The Foundations Act — ZU (Official Gazette of thepRblic of Slovenia, no. 60/95) contains
the following transitional and final provisions:

XI1. TRANSITIONAL AND FINAL PROVISIONS
Article 37
(Alignment of the existing foundations)
Existing foundations and funds (in Slovenian fongadundacije fondi skladi in ustanove),

established prior to entry into force of this Ashall align their operation with the provisions
of this Act within a year of the day of coming irfrce of this Act.
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Other legal entities, organizational units or natysersons using the term foundations or
funds (fondacije, fundacije, fondi, skladi in ustar) shall align their documents and

operation with the provisions of this Act or ceéseise their name within a year of the entry
into force of this Act.

The provisions of the preceding paragraphs shall apply to funds established by a
separate act, or which are not legal entities.

Upon expiration of the term specified in the fiestd second paragraphs of this Article, the
competent body shall, ex officio, after the conuasof the liquidation proceedings, delete
legal entities which have failed to align their dowents with the provisions of this Act

from the Registers they are filed in.
Article 38

(Implementing Regulations)
The provisions on keeping and contents of the mx@pecified in the third paragraph of
Article 14 of the present Act shall be issued bg thinister competent for administration
within 60 days of the day of entry into force oétpresent Act.

Article 39
(Entry into Force of the Act)

This Act shall enter into force on the fifteenthydaf its publication in the Official
Gazette of the Republic of Slovenia.

The Act Amending the Foundations Act — ZU-A (OfeitiGazette of the Republic of Slovenia,
no. 53/05) contains the following transitional dirdhl provision:

TRANSITIONAL AND FINAL PROVISION
Article 11

The minister responsible for home affairs shaljmlithe provision of the second paragraph of
Article 14 of the Act with the provisions of thiscAwithin 60 days of its coming into force.

Article 12

This Act shall come into force on the fifteenth dayits publication in the Official Gazette of
the Republic of Slovenia.
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ANNEX XV

XV. ASSOCIATIONS ACT

ASSOCIATIONS ACT (Zdru-1)
I. GENERAL PROVISIONS
Article 1
(Concept and principles of operation of associafion

(1) An association shall be an autonomous and argpifofit union initiated by creators

(hereinafter referred to as founders) in accordamitle this Act, for the purpose of exercising
jointly determined interests.

(2) An association shall independently determisepiirpose, objectives, activities and tasks

and the manner of its operation while the decisimuarding its management shall be made
directly or indirectly by the members (hereinafiefierred to as the association members)

(3) An association shall not be founded and opdréte purpose of gaining a profit. The
association shall consistently use the surplusnmcobtained from all activities and other
sources for the realisation of its purpose andativies and shall not distribute the surplus
income among the members.

(4) Associations shall operate publicly.
Article 2
(Right to unite into an association)
(1) Uniting into an association shall be voluntary.

(2) Any individual may become a member of an aission under the conditions defined in
the association’s charter.

(3) Action within the association shall be basecequality of the members.
Article 3
(Limitations)

(1) It shall not be permitted to found an assocrativhose purpose, objective and activity
are intended to bring about a forceful change efdbnstitutional order; the commitment of
criminal offences or incitement of nationalistiacial, religious or other forms of inequality;
the propagation of nationalistic, racial, religiaarsother forms of hatred and intolerance and
incitement to violence and war.

(2) It shall, likewise, not be permitted to found association for the purpose of creating a
profit or for the exclusive performance of lucratiactivity and the operation of such an
association shall be prohibited.
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Article 4
(Charter)

An association shall have a charter in accordanttethis Act and the legal order of the Republic
of Slovenia.

Article 5
(Legal personality and representation)

(1) An association shall be a legal entity in ptéviaw. The association shall acquire the status of
a legal entity upon entry into the register of agsions (hereinafter referred to as the regigirati
of an association).

(2) An association shall be represented by theopespecified by the charter (hereinafter referred
to as the representative of the association). @migtural person of contractual capacity may act
as the representative of an association.

Article 6
(Liability)

(1) Unless otherwise stipulated by the charter, desociation and the representative of the
association shall be liable for the lawful openatid the association.

(2) An association shall guarantee liability far @bligations with all its assets.

(3) Irrespective of the provision of the precedipgragraph, the responsible persons of the
association shall, with all their assets, alsoycawlidarity liability for the obligations of the
association if, for their own benefit or for thenleéit of another person they reduce the assets of
the association or if they redirect operations findncial flows to another existing or newly
created legal person or natural person, thus ptiengan increase of assets while aware that the
association will not be able to meet its obligasidowards third persons. The responsible persons
shall be liable for the amount of damage causeld@ssociation through their actions.

(4) In the case of the obligations of the assammatieferred to in the preceding paragraph, the
natural or legal person that gained financial prisftough the actions of the responsible persons
shall be liable for the amount equivalent to thguit@d profit.

Article 7
(Implementation of the law)
(1) The provisions of this Act shall apply mutatisitandis also to federations of associations and
associations operating in the Republic of Slovevita the status of a legal person under foreign

law (hereinafter referred to as foreign associabipunless otherwise provided by this Act.

(2) A foreign association may perform lucrative gty in the Republic of Slovenia in
accordance with the provisions of this Act and urtie conditions stipulated by the regulations
concerning foreign companies.
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[l. FOUNDING AND MANAGEMENT OF AN ASSOCIATION
Article 8
(Founding of an association)

(1) An association may be founded by at least thegaral persons of contractual capacity or by
legal persons.

(2) Irrespective of the provision of the precedpayagraph, commercial enterprises shall not
found an association which defines, in its chartle, activity performed by the commercial
enterprise.

(3) The founders shall draw up a resolution ongstablishment of the association and adopt the
charter of the association and elect the represeataf the association.

Article 9
(Charter)
(1) The charter shall determine the following:

- the name and head office of the association (slelcication of operation of the
association);

- the purpose and objectives of operation of thecason;

- the activities and tasks of the association;

- the conditions and manner of gaining and termigatiembership;

- the rights and obligations of members;

- the method of managing the association;

- the representation of the association;

- the funding of the association and the manner périising the disposal of the assets
of th(aT gssociation and the financial and materiabiriess operations of the
association;

- the manner of ensuring that the activities of tbsoaiation are open to the public;

- the method of adopting amendments to the charter;

- the dissolution of the association and the dispok#$ assets in such a case.

(2) The charter may also regulate other matters¢iwhre important for the management and
functioning of the association.

Article 10
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(Name of association)

(1) The name of an association shall be in the éleManguage. If the association has its head
office in an area inhabited by ethnic communittes, name may also include a translated version
in the Italian or Hungarian languages. The namé differ from the names of other associations
and shall not be misleading or offensive.

(2) Unless otherwise provided by statute, the naean association shall include the word
“association”, “union” or “club”. The name of thesociation shall indicate the activities of the
association. The name of the association may ase hn addition describing the association in

more detail.

(3) The name of an association shall not inclugephrase “Republika Slovenija” (Republic of
Slovenia).

(4) If an association wants to use, in whole opant, the name of a state body, local community,
commercial enterprise or other legal person omémae of a historical or prominent personality,
it shall be required to secure the prior consernthefpersons or entities concerned. In the event
that such a person is dead, the use of their nhalelg subject to the consent of their spouse and
children and if these do not exist, the consenparients and descendants of the historical or
prominent personality to the third lineage of géoga

(5) An association shall use only its registerech@an legal relations.

(6) As association believing that another assami&iname does not differ from its own already
registered name and that this fact causes, or raage¢c ambiguity in legal relations, shall be
entitled to file a complaint against the decisibattallowed the subsequent entry of the other
association in the register of associations. Thadliige for filing the complaint shall be six
months from the registration of the other assommati

Article 11
(Membership in the association)

(1) Membership in the association shall be on iiddial basis. The legal person in the association
shall be represented by an authorised person.

(2) If a minor becomes a member of an associatefarb reaching seven years of age or in the
event of a person that has no contractual capaitigir legal representative shall sign their
entrance statement. In the case of a person agectdre seven and fifteen years, their legal
representative shall submit written consent priorthhe minor becoming a member of an
association.

Article 12
(Management of an association)
(1) The members of an association and the authlibpsesons of the member legal persons shall

participate in the management of the associatioectly or indirectly through representatives,
elected bodies or the representative of the adsmtia a manner specified by the charter.



Report on fourth assessment visit of Slovenia — Annexes

(2) The charter of the association shall deterniirgemanner of participation of the members of
the association referred to in the second paragvafite preceding Article, in the management of
the association as well as their special rightsabidjations.

Article 13
(Bodies of the association)

(1) The charter and amendments to the charter ooingethe provisions of the first paragraph of
Article 9 of this Act and other very important dgons of the association shall be adopted by the
general assembly constituted of all the membetBehssociation.

(2) If the charter does not provide otherwise, gemeral assembly shall be called by the
representative of the association once a yeartlnay also be called at any time by one-fifth of
all the members of the association.

(3) If the charter of an association also stipwatther bodies, it must also define their
composition, competences, responsibilities, mamfiemaking decisions, mutual relationships,
term of office and the method of election or appoient and dismissal of the members.

(4) Unless otherwise provided by the charter, aybmfdhe association shall be deemed to have a
qguorum if more than one-half of all members ares@né and decisions shall be considered to be
valid if voted for by a majority of the members geat.

(5) Unless otherwise provided by the charter, iramaints filed against the decisions made by
the bodies of the association or by the repregeatat the association shall be decided on by the
general assembly.

Article 14

(Disputes)
(1) Every member of an association shall have it to file before a court, within one year of
the adoption of the final decision, a complaintiagiaa decision of a body of the association
taken in conflict with the law or the charter ohet general act of the association. The same right

shall apply to a person whose application to jbmdssociation was rejected.

(2) Complaints against the bodies of the associalmll be entertained by the court only after
the legal means referred to in the fifth paragrapthe preceding Article have been exhausted.

(3) The revocation of the decisions of the bodwmfassociation shall not mean the cessation of
the rights acquired bona fide by third persons.

Article 15
(Transformation of the status of an association)
(1) An association may merge with other associatmmjoin another association.

(2) The resolution to merge with or join anothesaa$ation shall be adopted by the general
assemblies of all the associations.
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(3) An association resulting from a merger, or asogiation which has been joined by another
association, shall be the legal successor of thigedeor joined associations.

Article 16
(Federation of associations)
(1) Two or more associations may found a federatfaassociations.

(2) The resolution to found a federation of assamis shall be adopted by the general assemblies
of all the associations.

[ll. REGISTRATION OF AN ASSOCIATION
Article 17
(Competences for decision-making)
(1) The registration of associations and theitiats, offices or other territorial units (herefea
referred to as affiliates) of foreign associati@tmall fall within the competences of the local
administrative unit (hereinafter referred to as ttmmpetent authority) in whose area of
jurisdiction an association has its head officavbere an affiliation of a foreign association has

its head office in the Republic of Slovenia.

(2) The ministry responsible for the interior shadcide upon the complaints filed against the
decisions of the competent authority.

Article 18
(Application for registration)

(1) The following documents shall be enclosed with application for the registration of an
association:

the minutes of the founding assembly;

- two copies of the charter;

- personal data on the founders (name, personalifidation number or date of birth
and sex, nationality and address of permanent eeseél or the name of the legal
person, identification number, head office and eddrof the head office and the
name of the representative of the legal person) thigir certified signatures;

- proof of legal personality for foreign legal persdounding an association;

- the resolution on the founding of an associaticawar by the competent body of the
legal person founding an association;

- the address of the head office of the association;

- the name, personal identification number or datdigh and sex, nationality and
address of permanent residence or temporary regdehthe representative of the
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association in the event that the representaties dot have permanent residence in
the Republic of Slovenia.

(2) The application for the registration of a femtean of associations shall also be accompanied
by the resolution on the founding of a federatidnassociations adopted by the general
assemblies of all the associations.

(3) The competent authority shall obtain ex offith@ data on the legal personality of a home
legal person founding an association.

Article 19
(Deciding on an application)

(1) The competent authority shall be obliged todeon the application for the registration of an
association within 30 days of its receipt.

(2) In the event of the competent authority esghintig that the application is incomplete or that
the charter of the association does not confortheégrovisions of this Act, the applicant shall be
notified of this and a deadline shall be set byolhhihe application must be completed or the
charter corrected accordingly. This deadline shatlbe less than 15 days and shall not exceed
three months.

(3) Should the association fail to complete theliappon by the deadline referred to in the
preceding paragraph, the application for regisirasihall be deemed to have been withdrawn.

(4) If the competent authority’s decision on regigson depends on the prior resolution of an
issue which is disputable between the parties m rigistration procedure, the competent
authority shall suspend the registration procedamd direct the party which objects to the
registration or the party whose right the authodiéems to be less probable to initiate, within 30
days, civil or other appropriate procedures foirtgla decision on the disputed issue.

(5) A complaint against a decision on the regigirabf an association shall not withhold an entry
in the register of associations.

Article 20
(Registration of changes)
(1) If an association changes its name, head officeny provision of its charter or changes its
designated representative or address of its hdae ot must lodge an application for a revision
of registration within 30 days of making the alteyas.
(2) The application referred to in the precedingageaph shall be accompanied by the minutes of

the session at which the changes were adoptdtk tfharter was amended, two copies of the new
charter or two copies of the consolidating textldb@enclosed.
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Article 21
(Registration of the transformation of the statbiaroassociation)

(1) The application for the registration of an a&satoon resulting from a merger, or the
registration of an association which was joinedabgpther association, should be lodged by the
association or its legal successor within 30 ddiyh@adopted change in status.

(2) The application for the registration of an @sston resulting from a merger of associations
shall be accompanied by the resolutions of all dbeeral assemblies involved, including the
decision on the merger; the minutes of the foundisgembly of an association resulting from a
merger, indicating that the association adoptedew ©harter and elected the association’s
representative. The decisions on joining taken Iy ¢general assemblies of all associations
involved shall be enclosed with the applicationtfar registration of joining associations.

Article 22
(Application of provisions)

(1) For the registration of the alterations refdrte in Articles 20 and 21 of this Act, the
provisions of Articles 18 and 19 of this Act shalbo be applied mutatis mutandis.

Article 23
(Registration of an affiliate of a foreign assoiciaj

(1) A foreign association may operate on the tanyitof the Republic of Slovenia through an
affiliate provided the affiliate is registered inet register of affiliates of foreign associatioAs.
registered affiliate of a foreign association sipaltticipate in legal relations in the Republic of
Slovenia on behalf and on the account of the faragsociation.

(2) A foreign association shall enclose the follogvidocuments with the application for
registration:

» proof of registration in the country of foundingdioating the name, head office and the
representative of the foreign association or, i ¢lient that entry into a register is not
prescribed under the regulations of the partic@lanntry, a resolution on founding
certified by a notary public, including all the tepd data and providing proof that the
association has the status of a legal person dackgn law;

» the charter or other act showing the purpose, thbfs; activities, method of
management, representation, funding of the fore@pgsociation and manner of
functioning as well as the activity of the assaomin the Republic of Slovenia;

» the decision of the competent authority on the bdistament of an affiliate in the
Republic of Slovenia and on the appointment of esque authorised to represent the
foreign association in the Republic of Slovenia réiafter referred to as the
representative of a foreign association in the Reépof Slovenia);

* the name, head office and address of the headeotiicthe affiliate of a foreign
association in the Republic of Slovenia;
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» the name, personal identification number or dateihi and sex, nationality and address
of permanent residence or temporary residence efrépresentative of the foreign
association if the representative does not haveaeent residence in the Republic of
Slovenia.

(3) The documents prepared in a foreign languagh lsb submitted in a certified translation into
the official language.

(4) For entry in the register of affiliates of fa@ge associations, the provisions of Articles 19 and
20 of this Act shall be applied mutatis mutandis.

IV. ASSOCIATION ASSETS AND FINANCIAL TRANSACTIONS
Article 24
(Association assets)

(1) The assets of an association shall be compaofsetbnetary and other resources obtained by
an association through the membership subscripgifts,and legacies, donor contributions, from
public funding, by performing the activities of tlssociation and from other sources, its real
estate and movable property as well as substargjires.

(2) An association shall not distribute its asdmtveen its members. Any distribution of the
assets of an association between its memberstshdtemed void.

(3) If an association generates a surplus incomimglthe performance of its activities, such an
income shall be used to fulfil the purpose and abjes of the association and for the
performance of the non lucrative activities stipedkin its charter.

Article 25
(Lucrative activity)

(1) An association may perform a lucrative activityder the conditions prescribed by law for the
performance of such an activity. The lucrative \agti shall be specified in the charter and
connected with the purpose and objectives of tisedation as a supplementary activity to its
non lucrative activity and may be performed sokelythe extent necessary in order to fulfil the
association’s purpose and objectives, or for thifopmance of non lucrative activity.

(2) A lucrative activity shall be deemed to be cected with the purpose and objectives of the
association if it may directly contribute to thdfifment of its purpose and objectives, whereby
such a contribution shall not exclusively aim atweg income for the association. A
supplementary activity to a non-lucrative activitff an association shall be deemed to be a
lucrative activity which, together with the non-tative activity constitutes a particular service or
achievement or which ensures a better usage afibieal assets of the association.

(3) For achieving its purpose and objectives, ao@ation may create a business enterprise or
entrust the performance of lucrative activity tbastpersons, on the basis of a lease or a similar
contract.
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Article 26
(Accounting)

(1) An association shall provide data relating t® financial and material transactions in the
manner and form determined by the charter or aiapact in accordance with this Act and

pursuant to the accounting standards applicablasspciations. An association performing
lucrative activity shall keep records and prepaagesnents on financial and material transactions
in this activity separately.

(2) An association shall keep its accounts accgrttinthe double account system, adapted to its
own needs.

(3) Irrespective of the provision of the precedi@gagraph, an association may decide, by charter
or special act, to keep its accounts accordindn¢éosimple account system, on condition that at
least two of the following criteria are fulfilled:

- the average number of permanent employees in #teging fiscal year does not exceed two
person;

- the annual income for the preceding fiscal yeasdud exceed 5 million tolars;

- the average value of assets at the beginning ofishal year does not exceed 10 million
tolars.

(4) An association which does not perform lucratieéivity or which performs such activity only
occasionally and whose income from the past figear amounts to less than 2 million tolars
may keep only a cash book and shall provide othta tbr the annual report through the annual
inventory and assessment.

(5) In the case of a fiscal year that is the samae aalendar year, an association shall prepare an
annual report including the balance sheet and giahistatement, together with a commentary to
the statement and a report on the associationisdssstransactions. The report shall include the
actual statement of assets and the associatioptatigns. In the event of changes being made on
its status or in case of dissolution, an associasitall prepare an annual report also during the
year with a balance as per day of making statusggsaor dissolution.

(6) Accounts shall be kept and annual reports pegpaursuant to the rules of the accounting
standards applicable to associations. The accamutsinnual reports must enable the assessment
of whether the surplus income was used for the quap stipulated in the third paragraph of
Article 24 of this Act.

(7) The annual report shall be adopted by the gémassembly of the association. The report shall
be deemed to be validly adopted subject to a pnegrnal audit conducted to establish,
especially, whether the requirements stipulatethenfifth and sixth paragraphs of this Article
have been fulfilled.
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Article 27
(Auditing of statement of accounts)

(1) Prior to the adoption of an annual report, skeement of accounts of an association whose
income or expenditure exceeded 200 million tolarthe past fiscal year, shall be audited by an
auditing company or an independent auditor (hefeinaeferred to as the auditor) in a manner
and under the conditions stipulated by the law guwg auditing.
(2) The auditor shall also establish whether thgore on the business transactions of the
association is in harmony with the audited statarmémccounts and the requirements stipulated
in this Act. The auditor's report shall also inobuh commentary providing the assessment
referred to in the sixth paragraph of the precedirigle.
(3) The audit shall be performed within six morgffier the end of the fiscal year.

Article 28

(Accounting standards for associations)

(1) The accounting standards for associations dmllprepared by the Slovenian Auditing
Institute.

(2) The minister responsible for finance shall apprthe accounting standards.
(3) After obtaining the approval referred to in {@ceding paragraph, the Slovenian Auditing
Institute shall publish the accounting standardstha Official Gazette of the Republic of
Slovenia.

Article 29

(Submission of the annual report)
(1) An association shall submit to the Agency @& Republic of Slovenia for Public Records and
Services (hereinafter referred to as the ARSPRSatimual report for the past fiscal year by the
31st. of March of the current year or, in casetafriges being made to the status of an association
or its dissolution, within two months of making tblganges or dissolution.
(2) Irrespective of the provision of the precedpayagraph, an association whose statement of
accounts require external auditing shall submitaheual report to the ARSPRS by the 31st. of
August of the current year. The auditor’s findisgsll be enclosed in the annual report.
(3) The ARSPRS shall treat data pursuant to thelaggns concerning accounting.
V. AN ASSOCIATION OPERATING IN THE PUBLIC INTEREST
Article 30
(Conditions)

(1) An association may confer upon itself the stabfi an association that functions in public
interest if it operates in the field of culture buimging and education, health care, social chie, t
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implementation of family policy, the protection dfuman rights, the protection of the
environment, the protection of animals, sport, deéeand protection against natural and other
disasters, the economy, agriculture, forestry, nredey activity or nutrition, foreign affairs, the
promotion of democracy or in other fields, providedoperations extend beyond the interests of
its members and they are of general benefit (hafteinreferred to as an association operating in
the public interest).

(2) An association shall be granted the statugsneddo in the preceding paragraph if it fulfilgth
following conditions:

- if its founders and members are not legal persopsiblic law;
- if it has the activity of public interest definedlits charter;

- if it is registered and has been in operation foteast two years prior to submitting an
application for such status;

- if it spent a considerable amount of funds durlmg last two years on the performance of this
activity and if it regularly conducted programmgspjects or other activities aimed at
realising purposes and objectives that are of pubierest;

- if it has laid out programmes of future operations;
- if it can provide evidence of major achievementsrfiits operations.

(3) The field of operation or the activities of pigkinterest may be defined in detail by a special
law which may also stipulate special conditionsdoquiring such status.

Article 31
(Granting of status)

(1) The granting of the status of an associatioarajing in the public interest shall be decided
upon by the ministry responsible for the field imigh the an association operates (hereinafter
referred to as the competent ministry).

(2) In the event of an association applying for $katus referred to in the preceding paragraph in
several fields which fall within the competencesvafious ministries, the granting of the status

referred to in the previous paragraph shall bed#gtiupon by the ministry competent for the

majority of the activities of the association, withe prior consent of the other competent

ministries.

(3) In the event if an association applying fotssan a field for which no ministry is competent,
the granting of the status referred to in the faatagraph of this Article shall be decided upon, i
the capacity of the competent ministry, by the siiyiof the interior.

(4) The competent ministry shall, within eight daypstify the competent authority about the
granting of the status of an association operatirthe public interest.

(5) Complaints against the decisions of the competeinistry shall be decided upon by the
Government of the Republic of Slovenia.
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Article 32
(Application)

(1) An association shall submit the application tlee status of an association operating in the
public interest to the competent ministry.

(2) The application shall have the following enciies:

- acopy of a valid of the association which is relearin the register of associations;

- the name, personal identification number or datbith and sex, nationality and address of
permanent residence or temporary residence ofgpeesentative of the association that is
entered in the register of associations in the eteat the representative does not have
permanent residence in the Republic of Slovenia;

- report on operations providing evidence of the aken of programmes, projects and other
activities that were performed by the associatiothe public interest in the last two years
and on the use of funds for these purposes;

- annual report of the association for the last tvearg and, in the case of the association
referred to in Article 27 of this Act, also the #&od's report;

- the adopted programme of action in the future @séhfields;
- evidence of the results of the association’s operaf
- any other proof of fulfilment of the conditionsptiated by the special law.
(3) During the procedure for granting the statusmfissociation operating in the public interest,
the competent ministry shall obtain from public ets the data on the registration of the
association, its founders and representative.

Article 33

(Notification)

(1) An association operating in the public inteidsall, by the 31st. of March of the current year,
submit to the competent ministry the reports fa plast year referred to in the third and fourth
indents of the first paragraph of the precedingchet as well as the new programme of future
operations after the expiry of the old programme.
(2) The competent authority shall notify the congoétministry of all amendments to the data
entered in the records referred to in Article 48&ha§ Act, within eight days of registering the
amendments.

Article 34

(Withdrawal of status)

(1) The competent ministry shall withdraw the statd an association operating in the public
interest if:
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- the association no longer fulfils the conditiongpdated in Article 30 of this Act and in
special regulations or if it no longer performsiates in the public interest;

- the association fails to fulfil, also within thebsequent 30 days-deadline, the obligations
stipulated in Article 33 of this Act, notwithstamdi the warning issued by the competent
ministry;

- the association waives in writing the granted statu

(2) For the withdrawal of status, the provisionsoficle 31 of this Act shall be applied mutates
mutandis.

Article 35
(Acquisition of status by a special law)
(1) If an association is granted a special stayua $pecial law or on the basis of a special law fo
the performance of generally beneficial activities if its activities are defined as of a
humanitarian nature or if the law directly regutaie a different manner its management and the

funding of an activity of public interest, such association shall be deemed to be an association
operating in the public interest under this Act.

Article 36
(Advantages)
(1) During public invitations for applications famational budget funding earmarked for
associations, the status of an association opgratithe public interest shall also be included as
one of the criteria used to help in selecting bersies, whereby the level of consideration of

such status shall not exceed 20% of the valuehafrairiteria.

(2) Other advantages enjoyed by an association lthatacquired such status, may also be
provided by special statute.

VI. DISSOLUTION OF AN ASSOCIATION
Article 37
(Dissolution)
An association shall be dissolved by the will sfmembers, by merging with other associations,
by joining another association, by becoming bankrap the basis of a court order banning its
operation or in accordance with the law.
Article 38

(Dissolution by the will of association members)

(1) An association shall be dissolved if the geherssembly adopts a resolution on its
dissolution.
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(2) The resolution shall include the name of ameission, institute, foundation or other not-for-
profit legal person with related objectives to whtbe property of the dissolved association shall
be allocated after the settlement of all obligagioifi the resolution does not name the successor
of the association’s property and if the succegsomot be determined on the basis of the
provisions of the charter, the association’s priypshall be allocated to the local community in
whose area the association had its head officexpsmeled budget funds shall be returned to the
budget while the remaining assets shall be tramsfeto the successor, from the day of
cancellation of the association from the regisfeassociations.

(3) Irrespective of the provision of the precedpagagraph, the property of an association shall
not be allocated to a political party.

(4) The representative of the association shafirmfthe competent authority of the resolution
referred to in the first paragraph of this Artiokathin 30 days and shall request for the
cancellation of the association from the registeassociations. A report on the disposal of the
property of the association, showing the extenthef association’s funds and other assets, the
method of settlement of the association’s obligetjaghe amount of unexpended public funds, the
method of their return to the budget and the mettfoallocation of the association’s remaining
property to the successor shall be enclosed wéhefuest and resolution.

Article 39
(Announcement of dissolution)

(1) The competent authority shall announce theluéiso on the dissolution of an association on
its notice board and in the information systemréareiving applications, servicing and informing
state authorities or by another normal method. dimeouncement must state that creditors may
communicate to the competent authority their clabmghe association within 30 days of the day
of announcement; otherwise an order on the remofdhe association from the register of
associations shall be issued.

(2) In the event that a creditor communicates tbhkim to the competent authority, the latter

shall suspend the procedure and impose on thet@redy means of a resolution, the obligation

to propose to the authorised court of law the ttin, within 30 days, of the procedure for the

liquidation of the association, and submit evidetie®eof to the competent authority. Should a
creditor fails to act accordingly within the progw deadline, the competent authority shall issue
a decision on the cancellation of the associatiomfthe register of associations.

Article 40
(Forced settlement and bankruptcy)
(1) Bankruptcy procedures may be instituted onssoeiation that has been insolvent or heavily
encumbered with debts for a long period, in acaoecdawith the regulations that govern forced

settlement, bankruptcy and liquidation.

(2) Before the commencement of and during the hgiky procedure, an association may
propose to the creditors the conclusion of a fosmttiement.
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(3) Bankruptcy procedures shall be instituted oraasociation operating in the public interest
solely with the prior consent of the competent stimi.

(4) The competent ministry shall give the consaifémred to in the preceding paragraph if it
establishes that the bankruptcy of the associati@s not seriously jeopardise the performance of
an activity of public interest.

Article 41
(Banning an association)

(1) An association performing the activities stgted in Article 3 of this Act shall be banned by a
court decision.

(2) Administrative authorities and persons with lpubuthorisations who, while performing their
duties, find out about the reasons referred ttvénpreceding paragraph shall be obliged to report
such operation of an association to the state pobse

(3) If, on the basis of a report made by administeaauthorities or the persons with public
authorisations referred to in the preceding pagdgréy natural or legal persons or ex officio
decides that such reasons actually exist, the @aisecutor shall bring an action with the
Administrative Court of the Republic of Slovenia the banning of the association.

(4) The procedure for banning an association $feallrgent.

(5) The provisions of the preceding paragraph#isfArticle shall not apply to cases whereby the
liability of an association for a criminal offentestipulated by the provisions of the regulations
governing the liability of legal persons for criralroffences.

Article 42
(Dissolution by law)

(1) An association shall be dissolved under law @ctually ceases to operate or if it was served,
within a period of five years, with two final sentes for the misdemeanour stipulated in Point 3
of the first paragraph of Article 52 of this Act.

(2) The dissolution of an association under theguleng paragraph shall be established by the
competent authority by written order.

(3) The provision stipulated in the first paragraghArticle 39 of this Act shall apply mutatis
mutandis to the final order referred to in the prbog paragraph.

(4) In the event of a creditor communicating theaims to the competent authority and the
authority does not possess information on the #&sthme having any property, the creditor shall

be required to submit to the competent authoritythiw 30 days, evidence that the

commencement of the procedure referred to in Axti4B of this Act has been proposed;
otherwise the competent authority shall issue aeroon the removal of the association from the
register of associations.
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Article 43
(Liquidation by a court of law)

(1) In the event of the failure of an associatieferred to in the second paragraph of Article 39 of
this Act and in cases of the dissolution of theveisdion under Articles 41 and 42 of this Act, the

competent court of law shall institute the liquidat procedure pursuant to the regulations on
forced settlement, bankruptcy and liquidation. Tésolution referred to in the second paragraph
of Article 38 of this Act shall be replaced by thliscision.

(2) Should the competent authority possess infaomain the property of the association but the
creditors fail to propose the commencement of mdirgs, the competent authority shall
propose the commencement of proceedings to thé¢ ablaw.

Article 44
(Removal from the register)

(1) An association that was dissolved by mergingpming another association shall be removed
from the register of associations on the basis agksolution on the registration of a new
association or a resolution on the registratiojoiofed associations.

(2) In the cases stipulated in Articles 38, 40241l 42 of this Act, the competent authority shall
remove an association from the register of assoosbn the basis of a final decision.

(3) An affiliate of a foreign association shall @lse removed from the register of affiliates of
foreign associations if the foreign associatioretothe status of a legal person under foreign law.

Article 45
(Creditors’ right)

Creditors, whose claims against an association wetesettled prior to the removal of the

association from the register of associations naathin a period of one year from the date of
removal of the association from the register obaisdions, file a request to the legal person to
whom the property was allocated, for the settlenoétie claims.

VIl. RECORDS
Article 46
(Register of associations)

(1) As association shall be registered in the tegi®f associations. The register shall be
composed of a registration book and a collectioml@fuments. The registration book shall be
kept also as a central computerised database éoetiire Republic of Slovenia (hereinafter
referred to as the central register of associations

(2) The authority stipulated in the first paragratArticle 17 of this Act shall be responsible for
keeping the register while the ministry competemtifiternal affairs shall also be responsible for
keeping the central register of associations.
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(3) The register shall include the following perabdata:

- the name, personal identification number or datdidh and sex, nationality and
address of permanent residence or temporary regdehthe representative of the
association (registration book);

- the name, personal identification number or datdigh and sex, nationality and
address of permanent residence of the foundefsecfgsociation or the name of the
representative of the legal person if the foundemilegal person (collection of
documents).

Article 47
(Register of affiliates of foreign associations)

(1) Affiliates of foreign associations shall be istgred in the register of affiliates of foreign
associations. The register shall be composed efjiatration book and a collection of documents.
The registration book shall be kept also as a abotmputerised database for the entire Republic
of Slovenia (hereinafter referred to as the cemégister of affiliates of foreign associations).

(2) The authority stipulated in the first paragraftirticle 17 of this Act shall be responsible for
keeping the register of affiliates of foreign asabons while the ministry competent for internal
affairs shall also be responsible for keeping tlemtral register of affiliates of foreign
associations.

(3) The register of affiliates of foreign assom@as shall include the following personal data:

- the name, personal identification number or dateidh and sex, nationality and address
of permanent residence or temporary residence ®frépresentative of the foreign
association in the Republic of Slovenia (registratbook);

- the name of the representative of the foreign aasonr (collection of documents).
Article 48
(Records of associations of public interest)
(1) The records of associations that have beertegtdahe status of an association operating in the
public interest under this Act, shall be kept bg ttompetent ministry. The records shall be

composed of a records book and a collection of ehetus. The records book shall be kept also as
a central computerised database.

(2) The records shall include the following perdodata: the name, personal identification
number or date of birth and sex, nationality andresls of permanent residence or temporary
residence of the representative of the association.

Article 49
(Exclusiveness of the keeping of computerised deta)

(1) The minister competent for internal affairs natermine that the registration books referred
to in Articles 46 and 47 of this Act are kept exstiely as computerised databases.
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(2) In the case of the records book referred téirticle 48 of this Act, such a decision shall be
taken by the competent minister.

Article 50
(Purpose of gathering and public accessibility atbjl

(1) The register of associations, the registerffilfeaes of foreign associations and the recorfls o
associations of public interest shall be intendedrégistering and providing information to the
public on legally important facts about association

(2) All data entered in the register of associati@md affiliates of foreign associations and
records on associations of public interest shabfxen to the public and may be reviewed, copied
or a request may be submitted for an excerpt.

(3) Irrespective of the provision of the precedpayagraph, the provisions of the regulations
governing personal data protection shall applyatia dept in the collection of documents.

(4) An individual who conscientiously conducts legaations thereby relying on data entered in
the register referred to in the first paragraplhi$ Article shall not suffer from detrimental léga
consequences. No person shall claim that they didhave knowledge of the registered data
unless otherwise provided by law.

VIll. SUPERVISION
Article 51
(Monitoring)
(1) The implementation of individual provisionsthfs Act shall be monitored by:

- the Inspectorate of the Republic of Slovenia faetinal Affairs, regarding the
provisions of the third indent of the first parggneof Article 9, the fifth paragraph of Article
10, the first paragraph of Article 20, the firstrggraph of Article 21, the first paragraph of
Article 23 and the second and third paragraphsrt€l& 24 of this Act;

- the Tax Administration of the Republic of Sloveniagarding the provisions of
the first to the sixth paragraphs of Article 2@tk Act;

- the ARSPRS, regarding the provisions of the finstl #econd paragraphs of
Article 29 of this Act.

(2) The Inspectorate of the Republic of Slovenia lfternal Affairs and the ARSPRS shall
perform the competences stipulated in the preceulnggraph as misdemeanour authorities.

(3) Inspectorate and other state bodies and peradtis public authorisations who, while
performing their duties, establish a violation bk tprovisions of the first indent of the first
paragraph of this Article, shall be obliged to fillearges to the misdemeanours authority for the
initiation of misdemeanour procedures.
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IX. PENAL PROVISIONS

Article 52

() A fine of SIT 100,000 to SIT 4,000,000 shall eposed for a misdemeanour on an
association that:

1.

2.

performs an activity that is not defined by itsitba(first paragraph of Article 9);

operates as a foreign association in the Republ&tavenia through an affiliate which is
not registered in the register of affiliates ofdign associations (first paragraph of Article
23);

distributes among the members the property of gsoa@ation or fails to spend the
surplus of income over expenditure for the redbsabf the association’s purpose and
objectives or for the performance of the non-lugeatactivities defined in the
association’s charter (second and third paragrapitle 24);

fails to keep accounts in accordance with the grows of the second, third, fourth or
sixth paragraph of Article 26 or presents falseadaating to financial and material
transactions (fifth paragraph of Article 26);

(2) A fine of SIT 100,000 shall be imposed for asd@meanour on an association that:

1.

uses, in legal relations, a name other than itstexgd name (fifth paragraph of Article
10);

amends its name, head office or any other provigibrits charter or changes its
representative or the address of the associatiw@d office and fails to lodge, within 30
days of introducing changes, an application for teegision of registration (first
paragraph of Article 20);

fails to lodge an application with the registratioody, within 30 days of the adoption of
statutory amendments, for the registration of awoeiation resulting from a merger, or
the registration of an association which has begéme@l by another association (first
paragraph of Article 21);

fails to regulate by a special act, the manner resgnting data on its financial and
material transactions if this is provided in itadier (first paragraph of Article 26);

fails to submit to the ARSPRS, within the deadlittee, annual report or fails to enclose in
the report the auditor’s report where that is resgli(first and second paragraphs of
Article 29).

(2) A fine of SIT 30,000 shall be imposed for a deisieanour from the preceding paragraph of
this Article on the responsible person of the asson.

Article 53

(1) A fine of 100.000 SIT shall be imposed for asaciation, which:

in legal relations does not use only its registerache (Para 5, Article 10)
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- changes its name, head office or any provisiontotiharter or changes its designated
representative or address of its head office, amek chot lodge an application for a
revision of registration within 30 days of makirgetalterations (Para 1, Article 20)

- which does not lodge the application for the regtgin of an association resulting from a
merger, or the registration of an association whias joined by another association,
within 30 days of the adopted change in statusa(PaArticle 21)

- determines in its basic act, that it shall assuo®iding data relating to its financial and
material transactions in the special act, but @sdoot do so (Para 1, Article 26).

- does not submit its annual report to the Agencyhef Republic of Slovenia for Public
Records and Services or does not enclose the d@adigport to the annual report, when
that is necessary (Para 1 and 2, Article 29)

(2) A fine of 30.000 SIT shall be imposed to thep@nsible person of an association for the
violation from the previous paragraph.

X. TRANSITIONAL AND FINAL PROVISIONS
Article 54
(Executive regulation)

Within six months of the entry into force of thictAthe minister responsible for internal affairs
shall issue a regulation prescribing the contefiorsn and method of keeping of the register of
associations, the register of affiliates of foreigssociations and the records on associations
operating in the public interest.

Article 55

(Approval of accounting standards)

(1) Within six months of the entry into force ofighAct, the Slovenian Auditing Institute shall
submit for approval to the minister responsible fioance, the accounting standards proposal
referred to in Article 28 of this Act.
(2) The minister responsible for finance shall deadn the approval within one month.
(3) Until the publication of the accounting stardfain the Official Gazette of the Republic of
Slovenia, the provisions of the Slovenian AccoumtBtandards 33 shall apply to associations,
provided they are not in conflict with the provisgoof this Act.

Article 56

(Registered and recorded associations after thg ied force of the Act)

(1) Associations registered pursuant to the reguratin force prior to the entry into force of this
Act, shall continue to function in accordance vitib provisions of this Act.

(2) International associations and federations ri€rnational associations registered in the
records referred to in Articles 13 and 14 of thedations Act (Official Gazette of the Republic
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of Slovenia, Nos. 60/95, 49/98 — Decision of the§libutional Court and 89/99), shall be entered
in the register of affiliates of foreign associascex officio.

Article 57
(Registration of data on representative)
(1) Within six months of the entry into force ofighAct, associations shall submit to the
competent authority the missing data on the reptatiges of associations referred to in the
seventh indent of the first paragraph of Articledat®l the fifth indent of the second paragraph of
Article 23 of this Act.

(2) The competent authority shall enter the daterred to in the preceding paragraph, in the
register of associations. No decision shall begdsan the registration.

Article 58
(Invalidation of the provisions of other laws)

On the of the entry into force of this Act, theldaling shall cease to be valid:

the fifth paragraph of Article 1 of Ruling of theo@stitutional Court , 2/97 — Decision of the
Constitutional Court, 19/97, 21/97 - correction,/975 and 19/00 — Ruling of the
Constitutional Court);

- points 3 and 4 of the second paragraph of Artidleti3e third paragraph of Article 35 and the
first paragraph of Article 36 of the Animal Protiect Act (Official Gazette of the Republic of
Slovenia, Nos. 98/99 and 126/03);

- the last sentence of the eleventh paragraph otlar8 of the Victims of War Violence Act
(Official Gazette of the Republic of Slovenia, N68/95, 8/96, 44/96, 68/96, 70/97, 39/98 —
Decision of the Constitutional Court, 43/99, 51/9®ecision of the Constitutional Court
19/00 — Decision of the Constitutional Court, 28/@%/01, 32/02 — Decision of the
Constitutional Court, 110/02, 3/03 and 62/04);

- the wording “for a period of five years” in the sed paragraph of Article 1 and the third
paragraph of Article 1 of the War Veterans Act (€}l Gazette of the Republic of Slovenia,
Nos. 63/95, 108/99, 47/02 — Decision of the Coustihal Court and 76/03);

- the second paragraph of Article 137, the third giaah of Article 138, with the exception of
the provisions of point 5 and Article 139 of thetid@ Preservation Act (Official Gazette of
the Republic of Slovenia, Nos. 56/99, 31/00 — Guros, 119/02 and 41/04);

- the first, third and fourth paragraphs of Articlé df the Underground Caves Protection Act
(Official Gazette of the Republic of Slovenia, N04);

- indents 2, 4 and 5 of the second paragraph of 1&ré8, the first and third paragraphs of
Article 70 and Article 71 of the Plant Health AQfficial Gazette of the Republic of Slovenia,
No. 23/05 - official consolidating text);
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- the second and third paragraphs of Article 22 fitls¢ and second paragraphs of Article 23,
and Article 24 of the Research and Development (&dficial Gazette of the Republic of
Slovenia, No. 96/02);

- the wording “shall submit an annual report to thigamisation authorised to process and
publish the data, by the last day of February ef ¢arrent year”, the word “and” and the
words “disabled persons organisation” in the sequawéigraph of Article 30 of the Disabled
Persons Organisations Act (Official Gazette ofRegublic of Slovenia, No. 108/02).;

- the wording “shall be obliged to adopt, by the efid-ebruary every year, an annual report
for the previous year and submit it to the orgarosaauthorised to process and publish the
data”, and the word “also”, in Article 37 of the ianitarian Organisations Act (Official
Gazette of the Republic of Slovenia, No. 98/03).

Article 59
(Abrogation of law)

(1) On the day this Act enters into force, the Asstions Act (Official Gazette of the Republic of
Slovenia, No. 60/95, 49/98 — Decision of the Cduastinal Court and 89/99) shall cease to be
valid. Until the adoption of the regulation stipigd in Article 54 of this Act, the provisions ofeth
Regulation on the Register of Associations (Officknzette of the Republic of Slovenia, No.
22/96 and 4/00) shall apply.

(2) In the case of applications for the registratod an association that were submitted pursuant
to the provisions of the Associations Act (Offictadzette of the Republic of Slovenia, No. 60/95,
49/98 — Decision of the Constitutional Court and989, the provisions of the Associations Act
(Official Gazette of the Republic of Slovenia, N&)/95, 49/98 — Decision of the Constitutional
Court and 89/99) shall apply until the entry inboce of this Act.
Article 60
(Abrogation of the provisions of executive reguas)

(1) On the day this Act enters into force, thedwaling shall cease to be valid:

the Regulation on the criteria for granting thdistaof an association operating in the public
interest in the field of health care (Official Gieeof the Republic of Slovenia, No. 30/96),
with the exception of Articles 2 and 3;

- the Regulation on the criteria for granting theusgaf an association operating in the public
interest in the field of victims of war violence ffi@ial Gazette of the Republic of Slovenia,
No. 89/98), with the exception of Article 3;

- the Regulation on the criteria for granting theusgaf an association operating in the public
interest in the field of the economy (Official Gteeof the Republic of Slovenia, No. 71/97);

- the Regulation on the criteria for granting theugaf an association operating in the public
interest in the field of sports (Official Gazettetbe Republic of Slovenia, No. 80/01), with
the exception of points 5 and 6 of Article 6;
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the Regulation on the criteria for granting thdustaof an association operating in the public
interest (Official Gazette of the Republic of Slois No. 30/97);

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of family policy (Official Gatte of the Republic of Slovenia, No. 27/01),
with the exception of the first paragraph of Agi@ and points 1, 3, 4, 5, 6 and 7 of Article 3,
whereby the word “also” shall be added to followe ttvord “fulfils” in the predicative
sentence of Article 3;

the Instructions on acquiring the status of an@ation operating in the public interest in the
field of defence and protection against natural atiter disasters (Official Gazette of the
Republic of Slovenia, No. 11/97), with the exceptiof the second indent of Article 2,

whereby the wording “and the Fire Service Act (C#fi Gazette of the Republic of Slovenia,
No. 71/93)” shall be crossed out;

the Regulation on the criteria for granting thdistaof an association operating in the public
interest in the field of social care (Official G#eeof the Republic of Slovenia, No. 37/97);

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of war veterans and the ratgah of war cemeteries (Official Gazette of
the Republic of Slovenia, No. 68/96), with the gtaen of Article 3;

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of upbringing and educati@fficial Gazette of the Republic of Slovenia,

No. 95/99), with the exception of the seventh uth®seventeenth indents inclusive of Article
6;

the Regulation on the granting the status of andcatson operating in the public interest in
the field of research (Official Gazette of the Rielpriof Slovenia, No. 24/05 and 42/05), with
the exception of the second paragraph of Article 5;

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of foreign affairs (Offici@azette of the Republic of Slovenia, No. 11/03),
with the exception of the sixth, seventh and ninttents of Article 4;

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of agriculture, forestry, timg, fisheries, veterinary services or nutrition
(Official Gazette of the Republic of Slovenia, N¥2/98, 60/98, 98/99 — ZZZiv and 45/01 —
ZZVR-1);

the Regulation on the criteria for granting thdustaof an association operating in the public
interest in the field of war invalids (Official Geize of the Republic of Slovenia, No. 89/98),
with the exception of the provisions of Article 3.

(2) The provisions of the executive regulations cihhave not been abrogated under the
provisions of the preceding paragraph, shall cometito apply for a period not exceeding two
years after the entry onto force of this Act. Urnlie adoption of the regulation stipulated in
Article 54 of this Act, the records created purduarthese regulations shall also apply.
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Article 61
(Entry into force of the Act)

This Act shall enter into force on the fifteenttydster its publication in the Official Gazette of
the Republic of Slovenia.
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ANNEX XVI

XVI: POLICE AND CUSTOMS COOPERATION AGREEMENTS AND
ARRANGEMENTS OF REPUBLIC OF SLOVENIA WITH FOREIGN
STATES

1. Arrangement between the Government of the itdRapublic and the Federal Government
of the Republic of Austria and the Government ef Republic of Slovenia on Cooperation
in the police centre Vrata — Megvarje

2. Arrangement between the Government of the RepabBlovenia and the Government of
the Slovak Republic on cooperation in the fightiagiaterrorism, illicit trafficking in
drugs, psychotropic substances and precursorgrgadised crime

3. Memorandum on the cooperation between the Pofittee Republic of Slovenia and the
Police of the Italian Republic

4, Memorandum of understanding between the Ministéine Interior of the Republic of
Slovenia and Federal Minister of the Interior af RRepublic of Austria on stepping up
bilateral cooperation before and after the liftofdoorder controls at the common state
border

5. Convention between the Kingdom of Belgium, tkeeétal Republic of Germany, the
Kingdom of Spain, the French Republic, the Grandiywf Luxembourg, the Kingdom
of the Netherlands and the Republic of Austrialendtepping up of cross border
cooperation, particularly in combating terrorismgss border crime and illegal migration
and Joint declaration concerning cooperation batvtee Kingdom of Belgium, the
Federal Republic of Germany, the Kingdom of Sp#ia,French Republic, the Grand
Duchy of Luxembourg, the Kingdom of the Netherlandd the Republic of Austria under
the Convention of 27 May 2005 on the stepping ugro$s-border cooperation,
particularly in the prevention of terrorism, crdzsder crime and illegal migration

6. Agreement between the Republic of Slovenia BedRepublic of Austria on Police
Cooperation

7. Protocol between the Ministry of the Interiortibé Republic of Slovenia and the Minister
of the Interior and the Administration of the Repalof Poland on the Implementation of
the Agreement between the Government of the Repabllovenia and the Government
of the Republic of Poland on the Readmission of&&s without a Residence Permit

8. Protocol on the Implementation of the Agreenttiveen the Government of the Republic
of Slovenia and the Federal Council of the SwisdeFation on readmission of persons
with unauthorized stays

9. Protocol on cooperation in the fight againsiamiged crime between the National Police of
the Republic of Hungary and General Police Diret®of the Ministry of the Interior of
Republic of Slovenia

10. Joint declaration of the Minister of the Interof the Republic of Slovenia and Federal
Minister of the Interior of the Republic of Austma cooperation in security matters during
the European football championship 2008

11. Agreement between the Republic of SloveniathadRepublic of Hungary on cross-border
co-operation of law enforcement authorities
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12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

24.

25.

26.

Agreement between the Republic of Sloveniatha®Gwiss Confederation on Cooperation
in the Fight against Crime and the Protocol betwbBerGovernment of the Republic of
Slovenia and the Federal Council of the Swiss Gierition on Secondment of Liaison
Officers

Agreement between the Government of the Repoblslovenia and the Federal Council
of the Swiss Federation on readmission of persotisumauthorized stays

Agreement between the Government of the Repobslovenia and Government of the
Czech Republic on cooperation in preventing illicifficking in drugs and psychotropic
substances and the fight against organised criméegrorism

Agreement between the Government of the Repablblovenia and the Government of
the Hellenic Republic on cooperation in fightingee, especially terrorism, illicit drug
trafficking and organized crime

Agreement between the Republic of SloveniathadRepublic of Italy on cross-border
police cooperation

Agreement between the Government of the Repobslovenia and Government of the
Italian Republic on cooperation between police ésrc

Agreement between the Government of the Repablblovenia and Government of the
Kingdom of Belgium on police cooperation

Agreement between the Government of the Repablblovenia and the Government of
the Kingdom of Sweden on Cooperation in the Figfatiast Organised Crime, lllicit Drug
Trafficking in Drugs and Precursors, Terrorism aftoer Serious Crimes

Agreement between the Government of the Repoblslovenia and the Government of
Malta on co-operation in the fight against orgatgiiseme, trafficking in illicit drugs,
psychotropic substances and precursors, terromshother serious crimes

Agreement between the Government of the Repoblslovenia and the Government of
the Republic of Bulgaria on Co-operation in thenfiggainst organised crime, illicit drugs,
psychotropic substances and precursors traffickargorism and other serious crimes

Agreement between the Government of the Repoblslovenia and the Government of
the Republic of Cyprus concerning the co-operaitiaie fight against terrorism, illicit
drug trafficking and organized crime

Agreement between the Government of the Repoblslovenia and the Government of
the Republic of Estonia on co-operation in the ffigdgainst organised crime, illicit drugs,
psychotropic substances and precursors trafficaimyterrorism

Agreement between the Government of the Repoblslovenia and the Government of
the Republic of Latvia on co-operation in combati@gorism, organized crime, illicit
trafficking in narcotic drugs, psychotropic substs and precursors and other serious
crimes

Agreement between the Government of the Repobslovenia and Government of the
Republic of Poland on cooperation in the fight agaterrorism, organised crime and illicit
trafficking in drugs, psychotropic substances aratprsors

Agreement between the Government of the Repobslovenia and Government of
Romania on cooperation in the fight against orgahigime, illicit trafficking in drugs,
psychotropic substances and precursors, terromshother serious crimes
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27.

28.

29.

30.

31.

32.

33.

34.

35.

36.

37.

38.

39.

Agreement between the Government of the Repobslovenia and Government of the
Federal Republic of Germany on cooperation in préig serious crimes

Agreement between the Government of the Repuablslovenia on the one side and the
Governments of the Kingdom of Belgium, Grand Duohj.uxembourg and Kingdom of
the Netherlands and on the other on the readmisdiparsons whose entry and residence
are contrary to existing regulations

Agreement between the Government of the Repoblslovenia, the Government of the
Republic of Austria and the Government of the Réipudf Hungary on the operation of
the Centre for law enforcement cooperation in Dolgs

Agreement on cooperation between the Ministiye Interior of the Republic of Slovenia
and the Ministry of the Interior of the Italian Rdgic in the fight against illicit trafficking
in narcotic and psychotropic substances and orgdmisme, and Protocol on the meeting
between the Ministry of the Interior of the Repualaf Slovenia and the Ministry of the
Interior of the Italian Republic on the exchangeofmputerised data on illicit trafficking
in narcotic and psychotropic substances on thedBalkute and in the Mediterranean

Agreement on Cooperation in the Field of Ind@ecurity between the Government of the
Republic of Slovenia and the Government of the émdRepublic

Agreement between the Republic of Austria &ed3FR of Yugoslavia on administrative
cooperation in customs matters and mutual assestangreventing violations of customs
regulations; in effect pursuant to the Agreementaminued effect of certain Yugoslav-
Austrian agreements in relations between the R@pabElovenia and Republic of
Austria, concluded by exchanging notes on 16.12199

Agreement between the Government of the Repablblovenia and the Government of
the Republic of Bulgaria Regarding Mutual AssistaircCustoms Matters

Agreement between the Government of the Repoblslovenia and the Government of
the Czech Republic Regarding mutual assistanceigioths matters

Agreement between the Government of the SFRugbslavia and Government of the
Republic of France on mutual administrative assistdn detecting, preventing and
eliminating customs violations; in effect pursuamthe agreement concluded by
exchanging notes as of 25.05.1994

Agreement between the Federal Executive Coohtlle Assembly of the SFRY and the
Government of the Republic of Greece on cooperai@mhmutual assistance regarding
customs issues; in effect pursuant to the agreecoeruded by exchanging notes as of
14.12.1994

Agreement on mutual administrative assistémicpreventing, detecting and suppressing
customs violations between the Government of thiBkc of Slovenia and Government
of the Italian Republic

Agreement between the Government of the SFRugbslavia and the Government of the
Republic of Hungary on cooperation and mutual tesce in customs matters; in effect
pursuant to the Protocol on succession of the RipoibSlovenia regarding bilateral
agreements concluded between the former SFRY andaty, which are to remain in
force between the Republic of Slovenia and the Bépof Hungary

Agreement between the SFR of Yugoslavia andffBermany on mutual administrative
assistance in preventing, detecting and suppresgiagions of customs regulations; in
effect pursuant to the agreement concluded by exghg notes as of 19.04.1993
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40. Agreement between the Government of the Repuoblslovenia and the Government of
Kingdom of Norway regarding mutual assistance ist@ns matters

41. Agreement between the Government of the SFRugbslavia and Government of the PR
of Poland on cooperation and mutual assistancestoms matters; in effect pursuant to

the agreement concluded by exchanging notes ab.@8.0995
42. Agreement between the Government of the Repuablblovenia and the Government

of Romania Regarding Mutual Assistance in Custoragtévis



