Poland

Progress report - Annexes 1

27 September 2010

COUNCIL  COMEEL
QF EURCPE  DE LEURCPE

COMMITTEE OF EXPERTS ON
THE EVALUATION OF ANTI-
MONEY LAUNDERING
MEASURES AND THE
FINANCING OF TERRORISM
(MONEYVAL)

MONEYVAL(2010) 16 ANN

1 Second 3rd Round Written Progress Report Submitted to MONEYVAL




Poland is a member of MONEYVAL. This progress report was adopted at MONEYVAL's 33rd
Plenary meeting (Strasbourg, 27 September — 1 October 2010). For further information on the
examination and adoption of this report, please refer to the Meeting Report (ref.
MONEYVAL(2010)32) at hitp://www.coe.int/moneyval.

© [2010] European Committee on Crime Problems (CDPC)/ Committee of experfs on the evaluation of
anti-money laundering measures and the financing of ferrorism (MONEYVAL)

All rights reserved. Reproduction is authorised, provided the source is acknowledged, save where
otherwise stated. For any use for commercial purposes, no part of this publication may be translated,
reproduced or transmitted, in any form or by any means, elecfronic (CD-Rom, Internet, etc) or
mechanical, including photocopying, recording or any information storage or retfrieval system without
prior permission in writing from the MONEYVAL Secretariat, Directorate General of Human Rights and
Legal Affairs, Council of Europe (F-67075 Strasbourg or dghl.moneyval@coe.int).




Table of Contents

1. Annex | — Act of 16th November 2000 on counteracti ng money laundering and

LEST 0T 1S 1 0 14 T= Lo T o R 6
2. Annex Il — General Inspector of Financial Informat  ion Annual Report 2009 .......c.... 30
3. Annex Il - General Inspector of Financial Informat  ion Annual Report 2008 ......cu.... 53



1.

Annex I - Act of 16th November 2000 on counteracting money
laundering and terrorism financing

(Journal of Laws 2010, No 46, item 27603.153.15@5nrsolidated text)
Chapter 1
General Provisions

Article 1. The Act lays down principles of and proceduresdaunteracting money laundering,

counteracting terrorist financing, application pksific restrictive measures against persons, group
and entities, and obligations of entities invohiedinancial transactions in so far as collectiord a
disclosure of information.

1)

Article 2. Whenever the Act refers to:

obligated institution, it shall mean:

a) branches of a credit institution as defined in #at of 29 August 1997 - Banking Law
(Journal of Laws of 2002 No. 72 item 665, as amdhde

b) any financial institution having its registeredioff in the territory of the Republic of Poland,
branches of a financial institutions not having régjistered office in the territory of the
Republic of Poland as defined in the Act of 29 Astgl997 - Banking Law,

¢) national banks, branches of foreign banks as difim¢he Act of 29 August 1997 — Banking
Law,

d) the National Bank of Poland - in so far as the nieaiance of bank accounts for legal entities,
sale of coins, banknotes and numismatic items dtéection and other purposes, gold buying
and exchange of damaged legal tender under thefA&9 August 1997 on the National Bank
of Poland (Journal of Laws of 2005 No. 1 item 2aa®ended)

e) electronic money institutions, branches of a fame@ectronic money institution and any
clearing agent operating under the Act of 12 Sepwnm2002 on electronic payment
instruments (Journal of Laws No. 169 item 138%5rasnded),

f) investment companies, custodian banks, as defindte Act of 29 July 2005 on trading in
financial instruments (Journal of Laws No. 183 it#588, as amended),

g) foreign legal entities carrying out brokerage atiég and commodity brokerage houses in the
territory of the Republic of Poland as defined he tAct of 26 October 2000 on commodity
exchanges (Journal of Laws of 2005 No. 121 item91@s amended), and any commercial
companies referred to in Article 50a of the Act,

h) the National Depository for Securities S.A. — in fso as the maintenance of securities
accounts,

i) entity operating in the field of games of chancetual betting and automatic machine games
and automatic machines games of low prizes,

J) insurance companies in so far as life insuranceluding any domestic insurer, main
branches of an insurer from a non-EU member coubtianches of an insurer from a EU-
member country, life insurance intermediaries sslan insurer is responsible for their
operations,

k) investment funds, investment fund management caiepa as defined in the Act of 27 May
2004 on investment funds (Journal of Laws No. 1d8i1546, as amended)

[) cooperative savings and credit unions,

m)public operator within the meaning of the Act of Jithe 2003 - Postal Law (Journal of Laws
of 2008 No. 189 item 1159; and of 2009 No. 18 &

n) notaries in so far as notary’s operations concgrrirading in asset values, attorneys
performing their profession, legal advisers pey his profession outside their employment
relationship with agencies providing services be tgovernment authorities and local



la)

government units, foreign lawyers providing legalrvices apart from his employment,
expert auditors, active tax advisers,

0) entities operating in so far as accounts bookkegpémvices,

p) entities providing currency exchange operations,

g) entrepreneurs engaged in: auction houses, arglyyes, business factoring, trading in metals
or precious/semi-precious stones, commission saleabestate brokerage,

r) foundations,

S) associations with corporate personality establishveder the Act of 7 April 1989 - Law of
Associations (Journal of Laws of: 2001 No. 79 itesb; of 2003: No. 96 item 874; of 2004:
No. 102 item 1055; and of 2007: No. 112 item 76&J seceiving payments in cash of the
total value equal to or exceeding the equivalert®000 EURO, originating also from more
than one operation,

t) entrepreneurs within the meaning of the Act of B 2004 on freedom of economic activity
(Journal of Laws of 2007 No. 155 item 1095, as afedj receiving payment for
commodities in cash of the value equal to or exiceethe equivalent of 15.000 EURO, also
when the payment for a given product is made byertiwain one operation;

beneficial owner, it shall mean:

a) a natural person or natural persons who are owsfeadegal entity or exercise control over a
client or have an impact on a natural person onseliehalf a transaction or activity is being
conducted,

b) a natural person or natural persons who are stédeisoor shareholders or have the voting
right at shareholders meetings at the level of al®8#6 within such a legal entity, therein by
means of block of registered shares, with the di@memf companies whose securities are
traded within the organised trading, and are suibpeor apply the provisions of the European
Union laws on disclosure of information, and anyitess providing financial services in the
territory of a EU-Member State or an equivalentestia the case of legal entities,

c) a natural person or natural persons who exercizatsat over at least 25% of the asset values
- in the case of entities entrusted with the adstiation of asset values and the distribution
of, with the exception of the entities carrying @dtivities referred to in Article 69 item 2
point 4 of the Act of 29 July 2005 on trading indncial instruments.

1b) entity providing financial services, it shalean any obligated institution or another organarati

that has its legal address outside the territorthefRepublic of Poland and which - on its own

behalf and for its own account - under the autlabidn of a competent state-owned body

exercising the supervision over such an entityieson bisiness activities which include:

a) acceptance of deposits or other repayable funds,

b) granting credits,

¢) conclusion of financial lease agreements,

d) granting guarantees and securities,

e) trading - on its own account or on its client’'s @aat - in money market instruments, foreign
exchange, options and future contracts,

f) participation in issuing financial instruments gdvision of services related to such issues ,

g) advisory services provided to companies on cagtalcture, industrial strategy and on
mergers and acquisitions,

h) brokerage in the money market,

i) portfolio management or investment advisory sesjice

j) storage and administration of financial insteuts,

k) rental of safe deposit boxes;

1c)shell bank, it shall mean an entity providing fineh services or engaged in equivalent activities,

established in the territory of a country in whitldoes not have any legal address, in such a
manner that its actual management and adminigtratie performed, and where such an entity is
not affiliated with any financial group operatirggltimately;

1d)economic relations, it shall mean any relationthefobligated institutions with clients related to

economic activities within the meaning of the Adt2 July 2004 on freedom of economic
activity, and which - at the time of their estabfigent - indicate long-term cooperation;



le)carry out a transaction, it shall imply to the ext#mn of orders or instructions of a client by the
obligated institution;

1f) politically exposed persons , it shall mean théofeing natural persons:

a) heads of state, heads of government, ministersutgeministers or assistant ministers,
members of parliament, judges of supreme courtsstitational tribunals and other judicial
bodies whose decisions are not subject to furtppea with the exception of extraordinary
measures, members of the court of auditors, mendfecentral bank management boards,
ambassadors, chargés d'affairs and senior offafeasmed forces, members of management
or supervisory bodies of state-owned enterprisege hold or held these public functions,
within a year since the day they ceased to meeatdhditions specified in these provisions,

b) spouses of persons referred to in point (a), osqgrex staying with them in cohabitation,
parents and children of the persons referred tooint (a) and the spouses of those parents
and children or other persons staying in cohabitatiith them,

c) who remain or remained in close professional orin@ss co-operation with the persons
referred to in point (a) and, or are co-ownersegfl entities, and only ones entitled to assets
of legal enetities if they have been establishedife benefit of those persons

- domicile outside the territory of the Republic afléhd,;

2) transactions, it shall mean performing — on emne’s own or on someone else’s behalf, on
someone’s own or someone else’s account:

a) deposits and withdrawals in cash or non-cash, diatutransfers of funds within the meaning
of Article 2 point 7 of the Regulation No. 1781/B)@ommissioned both in the territory of
the Republic of Poland, and beyond it,

b) buying and selling foreign currency,

c) transfer of the ownership or asset values, inclygtting such values into consignment or as
colaterall , and transfer of asset values betweak Bccounts belonging to the same client,

d) a claim forshares a claim for stock swap.

3) asset values, it shall mean means of paymematndial instruments within the meaning of Article
2, item 1 of the Act of 29 July 2005 on tradingfinancial instruments, as well as other
securities or foreign exchange, property rightsyaite asset values and immovable estate;

4) account, it shall mean any bank account, anpudcmaintained at a financial institution, any
account held in a credit institution, any accounai cooperative savings and credit union, any
securities account and any cash account usedsfaeitice, any registry of fund participants,
any record of participants of an investment fund;

5) transaction suspension, it shall mean any teampoestrictions on administering and using asset
values, preventing from the performance of a smgetdnsaction by the obligated institution;

6) account blockage, it shall mean temporary regtriston administering and using all the asset
values collected on the account, therein also byotiligated institution;

6a) account freeze, it shall mean prevention ag&iassmission, conversion and use of asset values
or carrying out transactions in a manner that mighange their volume, value, location,
ownership, possession, nature, destination or againy other change which may enable using
such asset values;

7) (revoked);

8) cooperating units — it shall mean any governmad local government authorities and other
public organizational units, as well as the NatioBank of Poland, the Polish Financial
Supervision Authority and the Supreme Chamber oftd

9) money laundering, it shall mean any deliberat®a such as:

a) conversion or transfer of asset values derived feoiminal activity or from participation in
such activity in order to conceal or disguise tHieiti origin of asset values, or granting
assistance to a person who participates in sudVitest in order to avoid legal consequences
of actions undertaken by such a person,

b) concealment or disguise of the true nature of assees or property rights associated with
them, of their source, location, disposition andeaant of their dislocation, being aware that
these values are derived from criminal activityarticipation in such activity,

c) acquisition, taking possession or use of assetesalderived from criminal activity or
participation in such an activity,



d) complicity, attempt to commit, aiding or abettingn-the cases of behaviour referred to in a) -
C);
— even if the activities leading to attain those assdues were conducted in the territory of
another country than the Republic of Poland;
10) terrorism financing, it shall mean an act nefdrto in Article 165a of the Act of 6 June 1997 -
Penal Code (Journal of Laws No. 88 item 553, asded);
11) equivalent country, it shall mean any counthjiol is not a EU-member but applies provisions
on money laundering and terrorist financing in high the European Union law;
12) Regulation No 1781/2006, it shall mean the E€gRation No. 1781/2006 of the European
Parliament and the Council of 15 November 2006rdarimation on the payer accompanying
transfers of funds (OJ L 345 of 08.12. 2006 pojnt 1

Article 2a. When determining the equivalent in EURO - as reféno in the Act — one shall
apply the average rate announced by the Nationak B&Poland for the currency in question at the
day of the transaction or the day of disposal erday of orderdering the transaction.

Chapter 2
Competent authorities responsible for counteractingnoney laundering
and terrorist financing

Article 3. 1. A competent government authorities responsilole fcounteracting money
laundering and terrorist financing, hereinaftereredd to as “financial information authorities”,adth
be:
1) a minister competent for financial institutionstlas supreme authority of financial information;
2) the General Inspector of Financial Information diegifter referred to as the "General Inspector”.

2.The General Inspector shall be appointed and dsgdiby the Prime Minister at the request of
the minister competent for financial institutions

3.The General Inspector is an Under-Secretary oéStiathe Ministry of Finance.

4.The General Inspector shall perform his duties wiith assistance of an organizational unit
established for this purpose within the structfrthe Ministry of Finance.

5.The provisions of paragraph 1 do not infringe thevisions of the Act of 24 May 2002 on the
Internal Security Agency and Intelligence Agenayufhal of Laws No. 74 item 676; and of 2003: No.
90 item 844, No. 113 item 1070 and No. 130 item8)1@efining duties of the Internal Security
Agency and Intelligence Agency.

Article 4. 1. Duties of the General Inspector involve adqggi collecting, processing and
analyzing information in the manner prescribed law,| and undertaking actions aimed at
counteracting money laundering and terrorist fifagcparticularly:

1) investigation of the course of transaction, whias laised reasoned suspicions of the General
Inspector;

2) carrying out of the procedure for transaction sasfmn or bank account blocking;

3) adjudicating on the release of frozen asset values;

4) disclosure of information on transaction or regingstor it;

5) submission of documentation supporting suspiciontl@ commitment for criminal offense to
legitimate bodies;

6) initiating and undertaking other measures to caaestemoney laundering and financing terrorism,
including training provided to the personnel of ti#@igated institutions within the responsibilities
imposed on these institutions;

7) monitoring of compliance with legal regulations counteracting money laundering and terrorist
financing;

8) cooperation with foreign institutions and interoatl organizations dealing with anti-money
laundering or combating terrorist financing;

9) impose penalties as referred to in the Act.

2. Responsibilities of the authority referred to irtiéle 15 items 2 and 3 of the Regulation No.
1781/2006, are executed by the General Inspector.



Article 4a. 1. The General Inspector submits an annual reporhis activities to the Prime
Minister within 3 month after the end of the yeaquestion which is subject to the report.

2. The report referred to in paragraph 1, includgsarticular: the number of transaction reported
by the obligated institutions, a description ofi@e$ undertaken in response to such notificatioms a
the number of cases for which the proceeding wasedaout, the number of persons who faced the
allegation on having committed the crime referiihtArticle 165a or Article 299 of the Penal Code,
and number of persons convicted of crimes, with\aitidout legal validity referred to in Article 165a
and Article 299 of the Penal Code, and the evalnatf asset values in respect of which either
freezing, blockage, or suspension of transactiassbieen performed, or property seizure, confistatio
or forfeiture has been adjudicated.

3. The Minister of Justice shall provide informatianthe General Inspector on the number of
criminal prosecutions, the number of persons ipaesto the proceedings instituted and convicted of
crimes, with and without legal validity, referrealin Article 165a and Article 299 of the Penal Code
and on asset values in respect to which freezilogkimg, and suspension of a transaction has been
performed, or property seizure, confiscation ofefiture has been adjudicated - within 2 monthsrafte
the end of the year in question and subject tadpert.

4. After having submitted the report referred to imgmaph 1 to the Prime Minister, it shall be
published by the minister competent for financmstitutions on the website of the Public Informatio
Bulletin of the Ministry of Finance.

Article 4b.1.The General Inspector shall be exempted froniopamng his responsibilities
referred to in Article 18 and 18a, and Article 2dragraph 1, if there appears a circumstance of such
nature that it could raise doubts as to his impkirti

2. Such an exclusion takes place at the written reéqpfethe General Inspector submitted to the
minister competent for financial institutions.

3. In the event of such an exclusion of the Genergpédator, his responsibilities are taken over
by the minister competent for financial instituton

Article 5. 1. The minister competent for internal affairs ahd Head of the Internal Security
Agency, in consultation with the minister competiamtfinancial institutions, may delegate employees
or officers of the subordinate units and bodiegyrader their supervision, to work in a unit refelrte
in Article 3 paragraph 4.

2. Detailed terms and conditions for so delegated eyggls and officers of the units and bodies
subordinate to the competent minister of interfi@is, or being under his supervision, are govdrne
by separate regulations.

3. The Minister of National Defence, in consultationithwthe minister competent for the
financial institutions, may designate regular saiglito be on duty in a unit referred to in Arti@e
paragraph 4.

4. The Prime Minister shall determine, by regulatiatetailed terms and conditions on
delegating officers of the Internal Security Agentlyerein data which should be included in the
application that the General Inspector moves fatelegate an officer taking under consideratioa: th
position assigned to the person delegated; theesobphis/her duties and responsibilities on this
position and the proposed salary; data that sucbrder for the secondment of personnel should
include, therein conditions and time-limits of dgdéon; and also types of powers and welfare
benefits available to the officer delegated, alaith the arrangements for payment of salary androth
monetary claims determining the distribution ofasi@ls and monetary claims paid either by the
organizational unit of the Internal Security Ageramythe organizational unit to which the officer is
assigned.

5. The minister competent for internal affairs, imsoltation with the minister responsible for
financial institutions, shall determine, by regidat detailed terms and conditions of the deploytmen
of employees of the bodies and authorities subatdino him/her, therein data which should be
included in the application that the General Ingpemoves for to delegate an employee taking under
consideration: the position assigned to the perdelegated; the scope of his/her duties and
responsibilities on this position and the proposaldry; data that such an order for the secondofent
personnel should include, therein conditions anme4imits of delegation; and also types of powers
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and welfare benefits available to the officer dated, along with the arrangements for payment of
salary and other monetary claims determining tlséridution of salaries and monetary claims paid
either by the organizational unit of the Internat@rity Agency or the organizational unit to whible
officer is assigned.

6. Detailed rules and procedures on the designatioegular soldiers to be on duty in a unit
referred to in Article 3 paragraph 4, as well atailied rules for granting salaries and other besefi
inherent at the time of service in this unit arérdE in the Act of 11 September 2003 on the mijita
service of regular soldiers (Journal of Laws N®,liiem 1750).

Article 6. (revoked)

Article 7. 1. When an audit proceeding is being carried odieuthe scope and according to the
principles defined by the Supreme Chamber of Céntine General Inspector provides the auditors
with the information obtained within the courseextecution of the duties referred to in Article 4, o
the grounds of a separate authorization of theid@etof the Supreme Chamber of Control.

2. In the event of the audit carried out the Supreraniber of Control, Article 34 shall apply.

Chapter 3
Responsibilities of the obligated institution

Article 8. 1. Any obligated institution conducting a transactiexceeding the equivalent of
15.000 EURO is required to register such a trai@acalso if it is carried out by more than onegéén
operation but the circumstances indicate that éreylinked and that they were divided into operetio
of less value with the intent to avoid the registrarequirement.

la. In case of casino operators under the provisionkeofsambling Act of 19 November 2009 (
Journal of Laws, No. 201, item 1540) , the obligatreferred to in paragraph 1 involves purchase or
sale of gambling chips of the value equivalenttteast 1.000 EUR.

1b.The transactions referred to in paragraph 1k apply to the regulations on the transactions
referred to in paragraphl accordingly.

1c.(revoked)

1d.(revoked)

le.The obligation referred to in paragraph 1 shatlapply to:

1) transfers from a deposit account to a time de@@sibunt belonging to the same client at the same
obligated institution;

2) transfers to a deposit account from a time depagibunt belonging to the same client at the same
obligated institution;

3) incoming transfers with the exception of bank tfarsfrom abroad;

4) transactions related to the internal managemettteobbligated institutions;

5) transactions concluded on the interbank market;

6) events defined in Articles 9d paragraph 1;

7) banks associating cooperative banks, providedrémsaction has been registered in the associated
co-operative bank;

8) transactions of temporary lien to secure asseegakonducted for the duration of the lien contract
with the obligated institution.

2. (revoked)

3. Any obligated institution conducting a transawitithe circumstances of which may suggest
that it was related to money laundering or tertdimmsancing, is required to register such a tratisac
regardless of its value and character.

3a. In the event that the obligated institution doesauzept the disposition or order to conduct a
transaction, the obligation referred to in paragrdpshall also apply if this institution is awarkeoo -
with due diligence - should be aware of such astation in regard to the contract with its client.

3b. Any obligated institutions that are attorndggal advisers and foreign lawyers shall exercise
the obligation referred to in paragraph 3 when tpasticipate in transactions related to the prowvisi
of assistance to their clients, which is planningarrying out transactions relating to:
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1) buying and selling real estate or business entities

2) money management, securities or other asset values;

3) opening accounts or their management;

4) arrangements of payments and extra payments tonite or share capital, arrangements of
contributions to create or conduct business oparatbf companies or for their administration;

5) creation and operation of entrepreneurs in a diffeform of business organization, and also the
management of.

4. The register of transactions referred to in gaaphs 1 and 3 shall be stored for a period of 5
years, calculating from the first day of the yealldwing the year in which transactions were
recorded. In the event of liquidation, merger, siimh and transformation of any obligated institatio
the provisions of Article 76 of the Act of 29 Sapteer 1994 on accounting (Journal of Laws of 2009
No. 152 item 1223, No. 157 item 1241 and No. 16&itL316) shall be applied in regard to keeping
records and documentation.

4a. Any information on the transactions carried loyitthe obligated institution and documents
related to such a transaction are stored for agaf 5 years calculating from the first day of tlear
following the year in which the last record asstadavith the transaction took place.

4b. Provisions of paragraphs 4 and 4a shall apply éanformation recorded under paragraphs
3a and 3b accordingly.

5. ®The registration of transactions referred to irageaph 1 shall not apply to the companies
operating within real estate brokerage, electranamey institutions, foreign divisions of electronic
money institutions, cash pool leaders, attorneggall advisers and foreign lawyers, and also awgitor
and tax consultants.

Article 8a. 1. Any obligated institution shall carry out onggianalysis of the transactions carried
out. Results of those analyses should be documénteper or electronic form.

2. All the results of such analyses shall be keptfperiod of 5 years, calculating from the first
day of the year following the year in which theyraveonducted. In the event of liquidation, merger,
division and transformation of any institution @ated to keep records, the provisions of Articleo¥6
the Act of 29 September 1994 on accounting shallysgccordingly.

Article 8b. 1. Any obligated institution shall apply financisécurity measures for its clients.
Their scope is determined on the basis of risk ssssent as for money laundering and terrorist
financing, hereinafter referred to as “risk assesgi resulting from the analysis, taking into asgb
in particular type of a client, economic relatibips, products or transactions.

2. Financial security measures are not applied by:

1) the National Bank of Poland,

2) public operator referred to in Article 2 pointeltter m) in the course of providing money transfer
services.

3. Financial security measures referred to in pagtyl, consist of:

1) client identification and verification of his idéfyt on the basis of documents or information
publicly available;

2) making attempts, with due diligence, in order tentify a beneficial owner and apply verification
measures to identify the identity of, dependenappropriate risk assessment, in order to provide
the obligated institution with data required on #wutual identity of a beneficial owner, including
the determination of the ownership structure ammeddence of the client;

3) obtaining information regarding the purpose andriiieire of economic relationships intended by
a client;

4) constant monitoring of current economic relatiopshiith a client, therein surveying transactions
carried out to ensure that transactions are inrdaoge with the knowledge of the obligated
institution on the client and the business profifehis operations and with the risk; and, if
possible, surveying the origins of assets and aohsipdate of documents and information in
possession.

4. Financial security measures are applied, iriquéat
1) when concluding a contract with a client;

2) when carrying out transaction with a client withami the obligated institution has not previously
concluded any agreements of the equivalent of riare 15.000 EURO, regardless of whether the
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transaction is carried out as a single operatiora®rseveral operations if the circumstances

indicate that they are linked;

3) when there is a suspicion of money laundering ootist financing regardless of the value of
such a transaction, its organizational form andype of a client;

4) when there are doubts raised that the previoushlived data referred to in Article 9 are authentic
and complete.

5. In the event the obligated institution cannafqren its duties referred to in paragraph 3 points
1-3, it does not carry out the transaction, it doaissign the contracts with a client or it terntésathe
previously concluded contracts, and submits to @G®neral Inspector, in accordance with the
predetermined form, information about such cliesipng with the information on the specific
transaction, , where appropriate, taking into aotdhe risk of money laundering and terrorist
financing.

6. Any obligated institution — at the request oé tfinancial information authority and the
authorities referred to in Article 21 paragraph @resents its financial security measures apphed i
regard to the risk of money laundering and tertdimsncing.

Article 9. 1. The identification, referred to in Article 8brpgraph 3 point 1, includes:

1) in case of natural persons and their represensatdetermination and recording of the features of
such a document confirming on the basis of separatdsions the identity of the person: the first
and last name, nationality and address of the pepssforming the transaction; furthermore,
his/her PESEL; or, if the person has no PESEL nuptbg/her date of birth or the number of an
identity document confirming the identity of anealj or a country code if it was a passport
presented;

2) in case of a corporation: recording of current diaden the extract of the Court Register or another
document indicating the (company’s) name and omgdional form of such a legal entity, its
registered office and address, its tax identifarathumber along with the first and last name and
the PESEL number of the person representing thed kentity - or in the case of a person with no
PESEL number, his/her date of birth;

3) in the case of organizational units without ledgatiss: recording of current data from a document
indicating the name, the organizational form, tbgistered office and address, tax identification
number along with the first name, the last namethad®ESEL number of the person representing
this unit - or in the case of a person with no PE8&mber, his/her date of birth;

2. The identification, referred to in Article 8brpgraph 3 point 1, shall also apply to transaction
parties which are no clients and it includes deiteatron and recording of their (companies’) names o
the first and last name and address, to the extenthich these data may be determined with due
diligence by the obligated institution.

3. The identification, referred to in Article 8brpgraph 3 point 2, includes determination and
record of the first and last name and addressgalath other identifiers, referred to in paragraph
point 1, to the extent to which the obligated ingitdn is able to determine it.

Article 9a.1. The verification, referred to in Article 8b pgraph 3 points 1 and 2, consists of
verifying and confirming data referred to in Argcb paragraphs 1 and 3, and is performed before
entering into a contract with a client or priorthe transaction.

2. The verification, referred to in Article 8b pgraph 3 points 1 and 2, may be completed after
having established an economic relationship onlyt ifs necessary to ensure further business
operations and where there is little risk of mokeyndering or terrorist financing determined on the
basis of relevant analysis performed.

3. In the case of insurance operations, within iifeurance, the verification of identity of a
policy’s beneficiary or a policy’s holder may berfeemed at the time of payment or prior to effegtin
it or when such a beneficiary or such a holdernidseto exercise his/her rights under such an
insurance policy.

Article 9b. 1. In justified cases, it is possible to open amoaat without satisfying the
requirement referred to in Article 8b paragrapht 1-
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2. In the case referred to in paragraph 1, effgcéiny transaction by means of an account is
acceptable after the conclusion of a contract erdacting this account.

Article 9c. In the case of a casino operator, within the megamihthe Gambling Act of 19
November 2009 , the measures referred to in ArBtigparagraph 3 point 1 shall be applied at the
entrance of a client to the casino, regardleshef/ailue of gambling chips purchased for gaming.

Article 9d. 1. Any obligated institution, taking into accoutietrisk of money laundering or
terrorist financing, may waive the application atiéle 8b paragraph 3 points 1-3:

1) when its client is an entity providing financialrgees and established in the territory of a EU-

Member State or an equivalent country;

2) inrelation to:
a) government bodies, local government authoritiesexatution bodies,
b) life insurance policies, where an annual premiuralishot exceed the equivalent of 1.000
EURO, or a single premium shall not exceed thevademt of 2.500 EURO,
¢) an insurance policy consolidated with retiremergumance, provided that the terms and
conditions of such a policy do not include a suderrclause , and that such a policy may not
be used as a collateral for a loan or loans,

d) electronic money, within the meaning of the Actlé@f September 2002 on electronic payment

instruments, if the maximum amount stored in theéaedoes not exceed:

— the equivalent of 150 EURO - in the case of a dethat can not be recharged, or

— the equivalent of 2.500 EURO per calendar yeausstion - in case of a device which can
be recharged, provided that the redemption amaurat ileast the equivalent of 1.000
EURO per calendar year in question.

2. In the event that a client is a company whoseiriiéies are admitted to public trading on a
regulated market in at least one European Union lmeerstate or in an equivalent country, the
obligated institutions - taking into account thekrof money laundering or terrorist financing - may
abridge the application of financial security measuo the cases and the measures set out inéArticl
8b paragraph 3 point 1 and paragraph 4 points Band

3. In the cases referred to in paragraph 1 poitd points 2a and 2b, the obligated institution
shall collect information to determine whetheriami meets the requirements of these regulations.

4. To collect information, referred to in paragratArticle 9k shall apply accordingly.

5. The minister competent for financial institutsomay determine, by regulation, other categories
of persons or activities than those specified irmgaphs 1 and 2, which are related to low risk of
money laundering or terrorist financing, and foriethit is possible not to apply the provisions of
Article 8b paragraph 3 points 2-4 and paragraploidte 2 and 4, taking under consideration proper
execution of required financial security measurethle obligated institution.

6. The minister competent for financial institutioishall define, by regulation, the list of
equivalent countries, taking into account the ngite®f ensuring correct implementation of security
measures by the obligated institutions and of tesessment in so far as conformity of the state
standards with money laundering and terrorist finag established by international organizations.

Article 9e.1. Any obligated institution shall apply - on thasis of risk analysis - increased
security measures against a client in the evenishwhay involve a higher risk of money laundering
or terrorist financing and particularly in the caseferred to in paragraphs 2-5.

2. If the client is absent, the obligated instias - for the purposes of identification — shalblsyp
at least one of the following measures in ordeethuce the risk:

1) establishment of the identity of the client on biasis of additional documents or information;

2) additional verification of the authenticity of tilecuments or attestation of their compliance with
the original copies by a notary public, a governtmaody, a local government authority or an
entity providing financial services;

3) ascertainment of the fact that the first transactias conducted via the client’s account in the
entity providing financial services.
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3. In terms of cross-border relations with instdéoal correspondents from countries other than
the EU-member states and equivalent countriesphligated institutions being a provider of finarncia
services shall:

1) collect information allowing to determine the scapfeoperations, and whether a provider of
financial services is supervised by the state;

2) assess measures taken by a provider of finanagices who is a correspondent in so far as
counteracting money laundering and terrorist fimagc

3) prepare documentation defining the scope of respititiss of each provider of financial services;

4) ascertain with respect to payable-through accoutitat a provider of financial services, who is a
correspondent, conducted the verification of idgnéind has taken appropriate actions under
procedures on the application of financial secumigasures in relation with clients having direct
access to such a correspondent’s bank accountthahi is able to provide, on demand of the
correspondent, any data related to the applicaifofinancial security measures in regard to a
client;

5) establish cooperation, with the prior consent dfoard of directors or a designated member of
such a board or a person designated by such a;bmaadperson designated in accordance with
Article 10b paragraph 1.

4. With regard to the politically exposed persotige,obligated institutions:

1) implement procedures based on risk assessmenttéontiee whether such client is a person
holding a politically exposed position;

2) apply measures, adequate to the risk determingtidybligated institution, in order to establish
the source of asset values introduced to trading;

3) maintain constant monitoring of conducted transast

4) conclude a contract with a client after having ot#d the consent of the board, the designated
member of the management board or a person desthbgtthe board or a person responsible for
the activities of the obligated institution.

5. The obligated institutions may collect writtetatements on whether a client is a person
holding a politically exposed position,which areveq under the penal liability for providing data
incompatible with the facts.

Article 9f. 1. No obligated institution, which is a providerfofancial services, shall establish and
maintain cooperation within correspondent bankiiitty & shell bank.

2. No obligated institutions shall establish andiman cooperation within correspondent
banking with any obligated institution which is eopider of financial services concluding contracts
on accounts with a shell bank.

Article 9g. Any obligated institutions shall apply appropriseasures of financial security in
order to prevent money laundering or terrorist riicing, which may arise from products or
transactions allowing to maintain anonymity.

Article 9h. Each obligated institutions may rely on other @iin so far as the implementation
of the obligations set out in Article 8b paragraphpoints 1-3. The responsibility for such an
implementation shall remain with the obligated itagibn.

Article 9i. 1. Any obligated institution conducting a transaetion the basis of an order or a
disposition accepted or received by an entity mliog financial services - having its legal address
within the territory of the EU-member state or ajjuigalent country - may recognise the obligations
referred to in Article 8b paragraph 3 points 1-3&scuted provided that it has assured the sulonissi
of copies of documents or information confirming tapplication of financial security measures at
each request of the obligated institution.

2. At the request of the institution conducting trensaction, the obligated institution accepting
an order or disposition makes copies of the doctsnand information referred to in paragraph 1
immediately accessible.
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3. The obligated institution shall not apply thewisions of paragraph 1, where financial security
measures have been implemented by an entity prayiitiancial services connected to the transfer of
funds.

4. In order to disclose the information referred imo paragraph 1, the provisions limiting
disclosure of information covered by secrecy pretgdy law and resulting from relevant provisions
because of the type of operations carried out byftiligated institution shall not apply.

Article 9j. 1. Any obligated institution with its branches aubsidiaries in the territory of non-
EU member states shall apply the financial secan#yasures defined in the Act in those branches and
subsidiaries.

2. In the absence of the possibility to fulfil adtion referred to in paragraph 1, any obligated
institution shall carry out all the activities inder to effectively counteract money laundering and
terrorist financing as provided for in the legigatof the countries referred to in paragraph 1.

3. Any obligated institution shall inform its subsiries and affiliates, referred to in paragraph 1,
on any introduced internal procedures focused amtesacting money laundering and terrorist
financing.

Article 9k. Information obtained as the result of the applaratof the measures referred to in
Articles 8b and 9e is stored for a period of 5 gdaom the first day of the year following the yaéar
which the transaction was carried out with thentlién the event of liquidation, merger, division o
transformation of an obligated institution, the ypsions of Article 76 of the Act of 29 September
1994 on accounting shall apply to the storage otideentation.

Article 10 (revoked).

Article 10a. 1. Any obligated institutions shall introduce a ttenn internal procedure on
counteracting money laundering and terrorist fifragc

2. Such an internal procedure, referred to in pagy 1, should contain, in particular, the
determination of how the financial security measuskall be implemented, transactions registered,
analyses performed and risk assessed, transacf@mation transmitted to the General Inspectag, th
suspension of transactions, account blocking amduwt’s freezing carried out, and the manner in
which the statements referred to in Article 9e pd&mreceived, if they are received, and how the
information is stored.

3. When conducting analysis to determine risk valamey obligated institution should , in
particular, include the criteria of the followingture:

1) economic - involving assessment of client’s tratieadn terms of its business activity;

2) geographic - involving performance of transactiongarranted by the nature of business activity,
concluded with the operators of the countries whleeee is a high risk of money laundering and
terrorist financing;

3) objective - involving business activities of higekr conducted by the client in terms of
vulnerability to money laundering and terroristfirting;

4) behavioural - involving unusual behaviour of thiem, in the situation in question.

4.Any obligated institution assures the participatof the employees, who perform duties related to

counteracting money laundering and terrorist fimagcin this obligated institution, in training

programs related to these duties.

Article 10b. 1. Any obligated institutions designates persorspaasible for fulfilling the
obligations specified in the Act. In the obligatedtitutions that are commercial capital companies,
cooperative or state banks, the person resporfsibfalfilling the obligations specified in the Act a
board member appointed by the management board,ratite obligated institutions, which are
branches of foreign banks or credit institutiohss & director of the branch.

2. When the obligated institutions exercises itssitess activity individually, a person
responsible is a person performing this activity.

3. The provision of Article 10a shall apply accogly to any obligated institution exercising its
business activities individually.
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Article 10c. 1. The provisions of Regulation No 1781/2006 shall apply where a payment
service provider of the recipient is able - by meaha unique reference number - to monitor bakk al
the transfers of funds to the payer originatingrfra legal entity, an organizational unit withouydé
personality or a natural person, who has concladeahtract for the supply of goods and serviceb wit
the recipient, even if amount of such a transadaioes not exceed the equivalent of 1.000 EURO.

2. The provision of Art. 5 of Regulation No 1781080shall not apply to a payment service
provider having their legal address in the tenyitof the Republic of Poland with reference to tfars
of funds to non-profit organizations, exercisingagtable, religious, cultural, educational, social,
scientific activities, if the transfer of funds dorot exceed the equivalent of 150 EURO and takes
place only in the territory of the Republic of Rula

Article 10d.© Any obligated institution which are lawyers, legalvisers or foreign lawyers
shall not apply the provisions of Article 8a, AR@b paragraph 3 point 2-4, Article 9e paragralphs
3, Articles 9f-9j, Article 10a paragraphs 1-3, &léis 10b paragraph 1, and of Article 10c.

Chapter 4
Principles for providing information to the General Inspector

Article 11. 1. Any obligated institution provides information omamsactions registered in
accordance with Article 8 paragraphs 1 and 3 toGleeral Inspector. Such a provision involves
sending or delivering data from the register ohs$actions referred to in Article 8 paragraph 4o als
using computer data storage carriers.

2. (revoked).

3. Such information on transactions referred tditicle 8 paragraph 1 may be forwarded to the
General Inspector through the agency of chambecsmimerce associating obligated institutions and
banks associating co-operative banks.

4. Information on the transactions referred to irticde 8, may be forwarded to the General
Inspector through the agency of a territorially patent body of professional self-management of
notaries, attorneys, legal advisers and foreigryéasy if a national body of such a self-management
body adopts a resolution determining detailed rales a course of provision of such information to
the General Inspector. Then the national self-mamamt body submits the list of persons responsible
for providing such information to the General Instoe.

5. The obligation to provide information on trartsaas covered by the provisions of the Act
does not apply if lawyers, legal advisers and tprdawyers, auditors and tax advisers represent the
client on the basis of a power of attorney reldtegroceedings pending or provide advice for the
purpose of such a proceeding.

Article 12 1. Information on the transactions recorded iroed@nce with Article 8 paragraphs 1
and 3 shall include in particular the followingata
1) trade date;
2) identification data of the parties to the transawtireferred to in Article 9 paragraphs 1 and 2;
3) the amount, currency and type of the transaction;
4) numbers of account used to conduct the transaiftiba transactions involved such accounts;
5) (revoked);
6) (revoked);
7) substantiation along with the place, date and mamfeplacing disposition in the event of
providing information on the transactions refertedh Article 8, paragraph 3.
2. Information on the transaction registered inoagance with Article 8 paragraph 1 and 3,
containing information specified in paragraph Jlshe forwarded to the General Inspector:
1) within 14 days after the end of each calendar meimithe case of the transactions referred to in
Article 8, paragraph 1;
2) immediately - in the case of the transactions reteto in Article 8, paragraph 3.
3. The provision of paragraphs 1 point 2 shall agply to the transactions conducted on the
regulated marked within the meaning of the Act ®fJ2ly 2005 on trading in financial instruments,
with respect to the identification data of the pardt being a client of this transactions.
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Article 12a. In the case of transactions referred to in ArtiBlgparagraph 3, the obligated
institution shall provide additional data in itsgsession about the parties of transactions, inojudi
information on their personal accounts and relatetheir business activity, not used in the subject
transaction.

Article 13 The minister competent for financial institutions, consultation with the minister
competent for internal affairs, and after considtatwith the President of the National Bank of
Poland, determines, by regulation:

1) the form of the register referred to in Article 8ragraph 4, the method of its conducting and the
procedure for delivery of data from the registeth® General Inspector;

2) the procedure for providing information on the gactions referred to in Article 8 paragraphs 1
and 3 to the General Inspector, when using comigettdata storage carriers.

Article 13a. 1. At the written request of the General Inspecémy obligated institution shall
immediately disclose any information about the deantions covered by the provisions of the Act.
Such a disclosure consists in particular the romi of information about the parties of transagtio
the content of documents, including the balancestamovers on the account, provision of certified
copies of theirs, or a disclosure of relevant doent® for insight of the authorized employees of the
unit referred to in Article 3 paragraph 4 in ortteproduce notes or copies.

2. The information referred to in paragraph 1, Ishalforwarded to the General Inspector free of
charge.

3. The General Inspector may request to be prowdtdthe information referred to in paragraph
1 in an electronic manner.

Article 14. 1. (revoked).

2. The Prosecution Office, the Internal SecurigeAcy, the Central Anticorruption Bureau and
the units subordinated to the minister competentiriternal affairs and supervised by him shall
immediately inform the General Inspector, withie fimits of its statutory authority, on all the eas
involving:

1) receipt of information indicating suspicion of cam having been committed as referred to in
Article 165a and Article 299 of the Penal Codethia form of a summary statement, not later than
the end of the month following the month in whible information was obtained;

2) presentation of charges relating to the commitnaérthe crime referred to in Article 165a and
Article 299 of the Penal Code;

3) initiation and completion of proceedings on thangrireferred to in Article 165a and Article 299
of the Penal Code.

3. The information, referred to in paragraph 2, tmindicate, in particular, the circumstances
relating to the commitment of the crime and topieesons participating in it.

4. The General Inspector shall immediately nofifgy authorities referred to in paragraph 2 of the
circumstances indicating the connection betweerinfoemation obtained in the manner specified in
this provision, and information on the transactioeerred to in Article 8 paragraph 3, Article 16
paragraphs 1 and 1a, and Article 17.

Article 15 At the request of the General Inspector, all ¢beperating units are obliged to
provide, within their statutory authority, any infieation necessary to carry out his tasks in tHd té
prevention as referred to in Article 165a and Aeti299 of the Penal Code.

Article 15a. 1. Within their statutory authority, the coopé@rgtunits, with the exception of the
bodies referred to in Article 14 paragraph 2, diged to cooperate with the General Inspector iwith
the prevention of the crimes referred to in Artitéba and Article 299 of the Penal Code, and to:

1) immediately notify the General Inspector on any pstien involving committing money
laundering and terrorist financing;

2) submit certified copies of documents relating t® tfansactions for which there is a suspicion that
they are related to the commitment of crimes retemo in Article 165a and Article 299 of the

Penal Code, along with the information on the partf such transactions.
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2. Any cooperative units are required to develapamual of procedures to be carried out in the
cases referred to in paragraph 1.

3. An fiscal control authorities, tax authoritiesdacustoms authorities shall immediately notify
the General Inspector of any circumstances disdlaseghe course of their business operations that
may indicate activities aimed at the commitmentrirhes referred to in Article 165a and Article 299
of the Penal Code.

4. The notification referred to in paragraph 1 polnand paragraph 3 should include, in
particular, a description of the circumstances ldgsd, along with the reasons why the notifier
concluded that they might have been involved imydag out activities aimed at the commitment of a
crime referred to in Article 165a and Article 29ttoe Penal Code.

5. The Border Guard and the Customs authoritiel phavide the General Inspector with the
information referred to in Article 5 of RegulatigBC) No 1889/2005 of the European Parliament and
the Council of 26 October 2005 on controls of castering or leaving the Community (OJ L 309,
25.11.2005, point 9), and with the information @néd in the declaration referred to in the
regulations issued under Article 21 of the Act @f July 2002 - Foreign Exchange Law (Journal of
Laws No. 141 item 1178, as amended). This inforomais provided accordingly through the agency
of the Chief Commander of the Border Guard or teadHof the Customs Service within 14 day of the
month following the month in which the import ofstain the territory of the Republic of Poland, or
export of funds from the territory of the RepuldicPoland, has been performed.

6. The minister competent for financial institutsoshall define, by regulation, the form and the
manner of providing the information referred toparagraph 5, taking into account the necessity for
efficient provision of information collected by tliBorder Guard and the Customs Authorities to the
General Inspector.

Article 15b. In reasoned cases, the General Inspector magsethe tax authorities or the fiscal
control authorities to investigate the legalityasfgin of certain asset values. The informationtiom
results of the activities conducted shall be sutemiito the General Inspector without delay.

Chapter 5
Procedure for transaction suspension and account ttkage

Article 16. 1. Any obligated institution which received a disjtion or an order of the
transactions, or carried out such a transactiohasrany information about the intention to camy o
such a transaction, for which there is a reasonsplision that it may be related to the criminakatie
referred to in Article 165a and Article 299 of tRenal Code, is obliged to inform to the General
Inspector in writing by passing all the data reddrto in Article 12 paragraph 1 and Article 12anglo
with the indication of prerequisites in favour afspension of the transaction or blockage of the
account, and to indicate the expected date of mmglementation. The provision of Article 11
paragraph 4 shall not be applied.

la. Where the obligated institution, making theifitattion pursuant to paragraph 1, is not the
institution which is to carry out the transactitime notice shall also indicate the institution, ethis to
transact.

2. Upon the receipt of the notice, the Generaladosmr shall promptly confirm the receipt thereof
in writing, stating the date and the time of cdilea of the notice.

3. Such a notification and a confirmation refertedh paragraphs 1 and 2 may be also provided
on the information storage carrier.

4. Pending such a receipt of the request refeoéd Article 18 paragraph 1, but no longer than
for 24 hours after the confirmation of the receipthe notification referred to in Article 16 paragh
2, the obligated institution shall not carry out thansaction covered by the notice.

Article 16a. (revoked).

Article 17. If the notice, referred to in Article 16 paragraphcan not be made before performing
- or during performing - a disposition or an orttecarry out the transactions, the obligated insth
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shall provide the information about the transactionmediately after its completion, giving the
reasons for the prior absence of such a notice.

Article 18. 1. If from the notice referred to in Article 16 rpgraph 1, it follows that the
transaction to be carried out may be related to aimnginal offense referred to in Article 165a and
Article 299 of the Penal Code, The General Inspeatay - within 24 hours of the date and time
indicated on the confirmation referred to in ARicl6 paragraph 2 - provide the obligated institutio
with a written request to suspend the transactrdoiack the account for no more than 72 hours from
the date and time indicated on the confirmatiometbke At the same time, the General Inspector shall
notify the competent public prosecutor on a suspidf having committed a crime and shall provide
him with any information and documents concernihg suspended transaction or the account
blocked.

2. The request to suspend the transactions orack lthe account may be issued only by the
General Inspector, or a total of two employeeshef tinit, as referred to in Article 3 paragraph 4,
authorized by the General Inspector in writing.

3. The transaction is suspended or the accounkédbby the obligated institution immediately
upon the receipt of the request referred to ingrazh 1.

4. The suspension of the transactions or the bieckd the account by the obligated institution,
in the manner specified in paragraphs 1 and 3] sledlarouse any disciplinary, civil, criminal, or
otherwise specified responsibility defined by sepaprovisions.

5. Saturdays, Sundays and public holidays shalbadncluded in the time limits referred to in
paragraph 1.

Article 18a. 1. The General Inspector may submit a writtequest to the obligated institution
to suspend a transaction or block the account with@ving previously received the notification
referred to in Article 16 paragraph 1, if the infation in possession of which he is indicates the
conduct of activities aimed at money launderinteororist financing.

2. In the case referred to in paragraph 1, the faémespector may request the suspension of a
transaction or block the account for no more thanh@urs after the receipt of the request by the
obligated institution.

3. The provisions of Articles 18, 19 and 20 shpplst accordingly.

Article 19 1. In the event that the General Inspector reedive notification referred to in Article
18 paragraph 1 second sentence, the prosecutoorday, by decision, to suspend this transaction or
block the account for a definite period, but nogenthan 3 months from the day of the receipt ©f th
natification.

2. In the decision referred to in paragraph 1,Gleeaeral Inspector defines the scope, manner and
time-limits of the suspension of the transactiorth& blockage of the account. The decision may be
appealed to the court competent to hear the case.

3. (revoked).

4. The suspension of transactions or the blockdgbeoaccount falls if before the expiry of 3
months from the receipt of the notification referm® in Article 18 paragraph 1 second sentence, a
decision on asset values freezing will not be idsue

5. In the matters regarding suspension of trarmastor account blocking not regulated by the
Act, the provisions of the Code of Criminal Procedshall apply.

Article 20 In the event that the account has been blockdbeotransaction has been suspended
with the breach of the law, the liability for danesgresulting from it is borne by the Treasury under
the terms defined in the Civil Code.

Article 20a. (revoked).

Article 20b. The provisions of Articles 19 and 20 also applyaadingly to pending criminal

proceedings brought for a crime listed in Articlé5a of the Criminal Code, when the notification
received by the prosecutor comes from other sources
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Article 20c. Any obligated institution, at the request of fyerty ordering the transaction or of
the account holder, can inform the party about shepension of the transaction or the account
blockage and indicate the authority which has retpgefor it.

Chapter 5a
Specific restrictive measures against persons, grps and entities

Article 20d. 1. Any obligated institution shall perform freegiof the asset values with due
diligence, with the exception of movable and immuegroperty, on the basis of:

1) the European Union legislature imposing specifistrietive measures directed against certain
persons, groups or entities, and
2) regulations issued pursuant paragraph 4.

2. Any obligated institution, while performing sufthezing, submits all the data in its possession
and related to the freezing of asset values t&#meral Inspector, electronically or in paper form.

3. The provision of Article 20 shall apply accomglinfor freezing asset values.

4. The minister competent for financial institusonin consultation with the minister competent
for foreign affairs - may indicate, by regulatigrersons, groups or entities which are subject ¢ su
freezing as referred to in paragraph 1, taking agoount the necessity to comply with the obligatio
under international agreements or resolutions t#riirational organizations binding the Republic of
Poland, and bearing in mind the necessity of coimfpaterrorism and counteracting terrorism
financing.

5. Hereby, the Inter-Ministerial Committee of Fical Security is established, hereinafter
referred to as “the Committee”, acting under thepiaes the General Inspector. The Committee acts
as a consultative and advisory body within the scopapplication of specific restrictive measures
against persons, groups and entities.

6. The objective of the Committee shall be, inipatar, to present proposals on the inclusion or
removal of persons, groups or entities from the dispersons, groups or entities referred to under
paragraph 4.

7. The Committee shall consist of the represergatof:

1) the minister competent for financial institutions;
2) the minister competent for public finance,

3) the minister competent for foreign affairs,

4) the Minister of Justice,

5) the Minister of National Defence;

6) the minister competent for internal affairs;

7) the minister competent for economy;

8) the President of the Polish Financial SupervisiothArity;
9) the President of the National Bank of Poland,
10) the Head of Internal Security Agency;

11) the Head of the Central Anti-Corruption Bureau;
12) the General Inspector.

8. The bylaw on the operating mode and work proecegdof the Committee shall be set out by
the Committee.

9. Any person, group or entity on the list, proddender paragraph 4, may step forward with a
justified motion to the minister competent for fineal institutions, for the removal from the liSuch
a motion is subject to the opinion given at the ediate meeting of the Commiittee.

10. In the case of freezing asset values baseHteolist of persons, groups or entities referred to
under paragraph 4, the General Inspector shalitisfpossible - immediately inform the persore th
group or the entity whose asset values has beesrfron the fact. Such information should include
justification of the act of freezing funds as wa#l an instruction on how to take further actions in
order to be removed from the list, appeal or npfiiezing of asset values.

Article 20e. 1. In the event of freezing asset values, anggrergroup or entity which:

1) is not mentioned in the acts of the European Umagplementing specific restrictive measures or
on the list of persons, groups or entities refetoednder Article 20d paragraph 4, or
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2) isin a difficult life or material situation
- such a person, group or entity may request threefaé Inspector to be released from freezing oftass
values.

2. In the event referred to in paragraph 1 poittieltotal release from freezing asset values shall
be determined.

3. In the event referred to paragraph 1 point ®yided the minister responsible for foreign
affairs does not object, and after consulting tleen@ittee, the General Inspector may determine a
total or a partial release from freezing asseteluf it is not contrary to the binding resolusoof
international organizations.

4. The objection referred to in paragraph 3, idfilby decision, within 14 days since the receipt
of the argument of the General Inspector. In paldity substantiated cases, the General Inspeattor,
the request of the minister for foreign affairgtemds the deadline for motion filing to 30 daysnfr
the date of the receipt of the argument from thee®a Inspector.

5. In the case referred to in paragraph 1 poitihd General Inspector shall decide on the release
from freezing asset values ex officio.

6. In order to establish the facts and circumstameterred to in paragraph 1, all the cooperating
units are required to provide all their assistanoeluding the submission of the copies of any
necessary documents.

7. The decision on the release from freezing assletes shall be by decision of the General
Inspector.

8. The appeal against the decision of the Genasgelctor referred to in paragraph 7, shall be
filed to the minister competent for financial itgtions within 14 days after the receipt of the
notification about this decision.

9. The proceedings shall unfold according to thevigions of the Code of Administrative
Procedure.

10. The decision made by the minister competenfifiancial institutions may be appealed at the
administrative court.

Chapter 6
Control of obligated institutions

Article 21. 1. The control of compliance of the obligatestitutions — except from the National
Bank of Poland — with the obligations within coenatcting money laundering and terrorist financing
is exercised by the General Inspector.

2. Such an control shall be carry out by employsese unit, referred to in Article 3 paragraph
4, hereinafter referred to as “inspectors”, auttestiin writing by the General Inspector, followitige
presentation of an auditor business identificatiard, hereinafter referred to as the “inspectdd’ |
and a written authorization.

3. The control referred to in paragraph 1 may a@lsaarried out, within the frameworks of the
surveillance and control performed on terms andgutares specified in separate provisions, by:

1) the President of the National Bank of Poland lation to currency exchange operators;

2) the Polish Financial Supervision Authority;

3) the competent heads of custom offices - in ratafitooperators organizing and exercising games
of chance, mutual bets, and operations involvingporaatic machine games and automatic
machine games of low prizes;

4) presidents of appeal courts — in relation to nesapublic;

5) the National Savings and Credit Cooperative Union;

6) competent voivods and governors - in relation soaitions;

7) tax audit authorities.
3a. Imposing penalties relating to the violatiothanitified by the control, referred to in paragraph

3, falls within the jurisdiction of the General petor.
3b. Any entity, mentioned in point 3, submitssthedules of controls to the General Inspector

within two weeks following their completion.

3c. At the request of the minister competent fduljpufinance, the General Inspector shall carry
out control as referred to in paragraph 1- in retato obligated institution applying for license o
permit, provided for in Gambling Act of 19 Novemi{&#&09.

22



4. A written report about the results of the cohtederred to in paragraph 3, within compliance
with the provisions of the Act, shall be forwardedhe General Inspector within 14 days followitgy i
completion.

4a. The General Inspector may request the entisesd in paragraph 3, to provide certified
copies of the documentation collected during aritaud

5. The minister competent for financial institutioshall stipulate, by regulation, the standard
pattern form of the inspector’s ID and shall detieerthe rules for its issuance and replacement.

Article 22. 1. At the request of an inspector, any obligatesditution is required to disclose all
the documents and materials necessary within theseoof the audit referred to in Article 21
paragraph 1, with the exception of documents antkniads containing information covered by state
secrecy.

2. Any obligated institution shall provide propeonditions for carrying out a control, in
particular: the immediate presentation of the dosmis requested and materials for their inspection
and timely delivery of explanations by the staftioé unit.

3. The inspectors shall be entitled to:

1) access the facilities and premises of the obligatetitution in the presence of the body under
inspection;

2) have insight to documents and to other evidenceurdeatation covered by the scope of the
control and to obtain their certified copies;

3) demand oral and written explanations, within thegeaof the control, from the employees of the
obligated institution.

3. The inspectors, in the course of performing cordmtivities, have right to the protection provided
for in the Penal Code for public servants.

Article 23. Each inspector is authorized to move freely witthie premises of the obligated
institution without having to obtain a pass andas subject to personal control.

Article 24. 1. The director of the unit, referred to in Artickeparagraph 4, presents, in a post-
control protocol, the results of the control to thead of the obligated institution or a person
authorized by the latter within 30 days from théedaf the control completion.

la. Prior to the presentation of the final posttoarprotocol, the director of the unit, referrex t
in Article 3 paragraph 4, may apply to the oblighitestitution to submit, within the prescribed eri
of time, additional clarification in writing in regd to any irregularities found during the inspati

1b. The period specified in paragraph 1 does radude the period from the date of dispatch of
the letter referred to in paragraph 1a, to the datke receipt of additional explanation.

2. Such a post-control protocol includes findinfi$agt, evaluation of the controlled operations,
including any irregularities concluded and the dadion of persons responsible for them, and
conclusions and recommendations following the @bntr

Article 25. 1. Any obligated institution is entitled to notifige General Inspector of any reasoned
objections to the findings contained in the posttod protocol.

2. Any objections shall be reported in writing teetGeneral Inspector within 14 days after the
receipt of the post-control protocol.

3. After having considered the objections, the Ganaspector shall submit his written opinion
to the applicant of such an objection within 30slaice the receipt thereof.

4. The obligated institution shall send to thedior of the unit referred to in Article 3 paragmap
4, within the term indicated in the post-controbtoicol, the information on the manner the post{audi
recommendations have been executed or reasonbdiorfailure indicating the anticipated date of
their execution.

5. In the case any objections under paragraphvé haen lodged, the deadline referred to in
paragraph 4 is calculated from the date of theipeoé the opinion of General Inspector.

Article 26. (deleted).
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Article 27. The written information on the results of the cohtreferred to in Article 21
paragraph 1 shall be submitted by the General ttspéo:
1) the authorities exercising supervision over thégalbed institutions;
2) the authority appointed to prosecute crimes aneénsfs, in the event of any reasoned
suspicion of the commitment a crime or an offense.
Chapter 7
Protection and disclosure of collected data
Article 28. (revoked).

Article 29. In order to disclose any information in the manaed extent provided by the Act to
the General Inspector, the regulations restrictiregdisclosure of confidential information shallt no
apply to, except the data falling under state sgcrén order to provide data falling under state
secrecy, the regulations governing their protecsioall apply.

Article 30. Any information received and provided by the fio@h information authority, as
provided for in the Act, shall be subject to thetpction as required by separate laws governing the
rules for their protection.

Article 30a. 1. The financial information authority, employessd persons performing activities
for the unit referred to in Article 3 paragraphate required to maintain the confidentiality of the
information that was disclosed to them in the ceuo$ their operations in accordance with the
principles and procedures specified in separateadgns.

2. Maintenance of confidentiality referred to irrggraph 1 applies even after the termination of
the employment in the unit referred to in Articlepdragraph 4, and even if the activities were
performed on its behalf on the basis of civil laantacts.

Article 31. 1. If the suspicion of having committed any crinederred to in Article 165a and
Article 299 of the Penal Code, results from theinfation in possession of the General Inspector, it
processing or analysis, the General Inspector gbtifly the public prosecutor on a suspicion ofrai
commitment and at the same time shall provide hith the evidence supporting this suspicion.

2. Where the basis of the notification referredntparagraph 1 had been the information on the
transaction - as referred to in Article 8 paragraphrticle 16 paragraph 1, or Article 17 - prowvidey
the obligated institution or a cooperating unit,referred to in Article 15a paragraph 1, the Genera
Inspector shall submit the information on that féstit, no later than within 90 days from the
submission of this notification.

Article 32. 1. Any information collected in the manner andhivitthe scope of the provisions of
the Act is disclosed for the purposes of criminageedings to the courts and prosecutors - at their
written request - by the General Inspector.

2. In order to verify data contained in the notifion related to the suspicion of a crime
commitment, referred to in Article 165a and Arti@i@9 of the Penal Code, the prosecutor may request
the General Inspector to provide information prtgddy law, including bank or insurance secrecy,
also during the verifying proceding conducted parguto Article 307 of the Code of Criminal
Procedure.

3. If the General Inspector is not in possessiomfaimation enough to let the prosecutor issue
the order in the subject matter of the initiatidrpeeliminary proceedings relate to the case ofimae
referred to in Article 165a and Article 299 of tRenal Code, the request referred to in paragraph 2
can be directed to the obligated institution.

Article 33 1. The General Inspector shall submit, with reasttom to paragraph la, the

information in his possession on the written arabomed request of:

1) the minister competent for internal affairs or pasauthorized by him,

2) the Heads: the Internal Security Agency, the ligeice Agency, the Military Counter-
Intelligence Service, the Military Intelligence 8ee and the Central Anti-Corruption Bureau or
any persons authorized by them
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- in terms of their statutory powers.
la. The information referred to in Article 8 pamgh 1 is submitted by the General Inspector to

the minister competent for internal affairs and tHeads: the Internal Security Agency, the

Intelligence Agency, the Military Counter-Intelligee Service, the Military Intelligence Service and

the Central Anti-Corruption Bureau, at their writtend reasoned request made with the consent of the

Attorney General.

2. Information about the transactions covered leygtovisions of the Act may be disclosed by
the General Inspector at the written and reasoagaest of:

1) the General Inspector of Fiscal Control, directifriscal chambers and the directors of the fiscal
control offices - only to the extent of their staty duties;

2) the President of the Polish Financial Supervisiatharity or persons authorized by him - only
in matters related to the exercise of banking sugien, in matters relating to the exercise of
supervision over the insurance activities and itngest firms and custodian banks - within the
meaning of the Act of 29 July 2005 on trading maficial instruments - and the entities referred
to in Article 71 paragraph 1 of the Act, foreigmyde entities performing brokerage activities in
the territory of the Republic of Poland in the diadf trading in stock exchange commodities of
commodity brokerage houses for the purposes ofAttteof 26 October 2000 on commodity
exchanges, and in relation to investment fundsgstment fund management companies and the
National Depository for Securities S.A.;

3) directors of customs chambers - only in matterseoring the enforcement of customs debt and
tax liabilities resulting from the economic exchamvgth foreign countries;

4) (revoked);

5) (revoked);

6) (deleted);

7) the President of the National Savings and Creditp€oative Union or persons authorized by him
- only in matters related to the exercise of suigérm over the activities of cooperative savings
and credit funds;

8) (revoked);

9) (deleted);

10) the President of the Supreme Chamber of Controlthdé extent necessary to carry out auditing
procedures.

3. In the events defined in paragraphs 1 and 2Gteeral Inspector may provide information on
the transactions covered by the provisions of tbhg @n his own initiative.

4. In terms of information covered by banking segrehe General Inspector shall provide and
disclose information to the bodies referred to amggraph 2 in accordance with the scope of powers
and the procedure set out in the Act of August1®9,7 - Banking Law (Journal of Laws of 2002: No.
72 item 665, No. 126 item 1070, No. 141 item 1IN®, 144 item 1208, No. 153 item 1271, No. 169
items 1385 and 1387, and No. 241 item 2074; ar2D68: No. 50 item 424, No. 60 item 535 and No.
65 item 594).

5. Information relating to the introduction of asgalues originating from money laundering and
terrorist financing to the financial system may disclosed by the General Inspector for foreign
institutions referred to in Article 4 paragraphdig 8, on a reciprocal basis, in the manner spgetif
in bilateral agreements concluded by the Genesgdator, and also by a computerized data storage
carriers.

6. Anyone who came into possession of informattained pursuant to paragraphs 1-3 is
required to protect the information protected by,laccording to the principles and procedures laid
down in separate regulations. Maintenance of cenfidlity also applies after employment
termination, performing activities under the cootrar termination of civil service.

7. The obligation to maintain the confidentialitycaut the information obtained on the basis of
the Act, to which the provisions of separate lawsegning the protection do not apply, also covers
the personnel of the obligated institutions, comomarthambers associating the obligated institutions,
banks associating cooperative banks and all theopsrperforming activities on their behalf under
civil law contracts. Maintenance of confidentialiéyso applies after termination of employment or
cessation of activities based on civil law contsact
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Article 34 Any disclosure of information to unauthorized tgs, including the parties of the
transaction or the account holders; on the fadtttieeGeneral Inspector has been informed about the
transactions, the circumstances of which indicat tisset values may be derived from money
laundering; or on the accounts of entities for whibere is a reasoned suspicion that they have a
connection with terrorist financing; or on transaas made by these entities, is prohibited.

Chapter 7a
Pecuniary penalties

Article 34a. Any obligated institution, with the exception bktNational Bank of Poland, which:

1) fails to register the transaction referred to inidde 8 paragraph 1, fails to provide the General
Inspector with the documents relating to this teatisns or fails to store the records of the
transactions or documents relating to this traf@adbr the required period of time,

2) fails to carry out risk analysis essential for thygplication of appropriate financial security
measures,

3) fails to apply financial security measures,

4) fails to store documented results of the analysistfe required period of time,

5) fails to meet the obligation to provide the papation of employees in a training program,

6) fails to timely comply within the post-audit consians or recommendations,

7) establishes and maintains cooperation with a blaglk.

- shall be subject to pecuniary penalties.

Article 34b. 1. Any obligated institution that contrary to tfatlowing provisions of Regulation

No 1781/2006:

1) Articles 5-7, does not ensure that the transfeéunéls is accompanied by complete information
on the payer,

2) Article 8, does not have effective procedures acelto detect the absence of information on the
payer

3) Article 9, does not inform the General Inspectortbae fact of regular neglecting to provide
relevant information on the payer by payment serpiovider of the recipient,

4) Article 12, when acting as go-between as a payrsentice provider, does not preserve all the
information accompanying transfers of funds recgioe the payer,

5) Article 14, does not respond completely to the esguof the General Inspector on the
information on the payer accompanied with transéérands, and does not provide the General
Inspector with the relevant documents requestetuiry

- shall be subject to pecuniary penalties.

2. The obligated institution is subject to the sgraralty if - contrary to Article 20d paragraph 1

— it does not freeze the asset values of a pegoup or entity or does not provide the General

Inspector with all the data available to reasonivggfreezing of asset values.

Article 34c. 1. The penalty shall be imposed by decision ofGleaeral Inspector at the amount
not higher than 750.000 PLN, and in the event lofesch referred to in Article 34a point 5 not highe
than 100.000 PLN.

2. When determining the amount of such a pecurpanalty, the General Inspector shall take
into account the nature and the extent of violajdhe previous operation of the obligated insotut
and its financial capacity.

3. Pecuniary penalty is the revenue of the stadigdiu

4. If the violation referred to in Article 34a isudnd by the General Inspector in the course of the
control, only one pecuniary penalty may be imposed.

5. Proceedings on inflicting pecuniary penalty eagied out under the provisions of the Code of
Administrative Procedure.

6. The decision of the General Inspector may bealpd against to the minister competent for
financial institutions within 14 days of its reckip

7. Pecuniary penalties are subject to the enforoerok payment under the provisions of the
enforcement procedure in the administration withiie scope of the enforcement of pecuniary
obligations.
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8. In any undetermined matter, the provisionsexti®n Il of the Act of August 29, 1997 - Tax
Ordinance (Journal of Laws of 2005 No. 8 item 8amended) shall be applied accordingly for the
pecuniary penalty.

9. The information about the pecuniary penalty isggbshall be communicated to the institution
supervising the activities of the obligated ingidn.

Chapter 8
Penal provisions

Article 35 1. Any person who acts on behalf of or in thesiest of the obligated institution
contrary to the provisions of the Act fails to:

1) register a transaction, to submit documentatiomtirej to this transaction to the General
Inspector or to store the register of such traisastor documentation relating to this transaction
for the required period of time,

2) maintain financial security measures, in accordamitle the procedure referred to in Article 10a
paragraph 1, or to store information obtained innetion with the implementation of financial
security measures,

3) notify the General Inspector about the transactiefexred to in Article 16 paragraph 1,

4) suspend a transaction or block an account,

5) introduce the internal procedure referred to inddet10a paragraph 1,

6) designate a person responsible in accordance wiitléd10b paragraph 1,

shall be subject to the punishment of imprisonnaénip to 3 years.

2. Anyone who, contrary to the provisions of thet,Adiscloses the information collected in
accordance with the authorization of the Act to anguthorized persons, any account holder or any
person to whom the transaction relates to or usesiriformation in any other manner inconsistent
with the provisions of the Act shall be subjectite same punishment.

3. If the perpetrator of an act referred to in gaaahs 1 or 2 acts unintentionally, he/she shall be
subject to a fine.

Article 36. Anyone acting on behalf of or in the interest leé bbligated institution, contrary to
the provisions of the Act:
1) refuse to submit information or documents to theésal Inspector,
2) submits false data to the General Inspector orshidal data on transactions, accounts or persons,
shall be subject to the punishment of imprisonnfiemh 3 months to 5 years.

Article 37. Who commits an act described in Article 35 parplysal or 2, or in Article 36
causing substantial damage, shall be subject tpihéshment of imprisonment from 6 months to 8
years.

Article 37a. 1. Whoever hinders or obstructs exercising corgctivities referred to in Chapter 6
shall be subject to a fine.
2. (revoked).

Chapter 9
Amendments to existing regulations. Transitional ad final provisions.

Article 38. The Act of 28 July 1990 on insurance activitiesu¢hal of Laws of 1996: No. 11
item 62; of 1997: No. 43 item 272, No. 88 item 5B, 107 item 685, No. 121 item 769 and 770,
and No. 139 item 934; of 1998: No. 155 item 1015t299: No. 49 item 483, No. 101 item 1178 and
No. 110 item 1255; and of 2000: No. 43 item 483; H®, item 552; No. 70 item 819 and No. 114
item 1193) is amended as follows: (changes omitted)

Article 39. In the Act of 14 February 1991 - The Notary Lawuihal of Laws No. 22 item 91, of

1997: No. 28 item 153; of 1999: No. 101 items 11a& of 2000: No. 48 item 551 and No. 94 item
1037), § 4 of the following content has been addeftticle 18:
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"§ 4 The obligation to maintain confidentiality do@ot apply to the information disclosed
pursuant to the provisions on counteracting thedhiction of asset values originating from
illegal or undisclosed sources into financial tragi

Article 40. In the Act of 28 September 1991 on fiscal con(dalurnal of Laws of 1999 No. 54
item 572 and No. 83 item 931; and of 2000: No.téthi816 and No. 104, item 1103), point 1a of the
following content has been added to Article 34mife

"la) the General Inspector of Financial Informationn accordance with the provisions on

counteracting the introduction of asset valuesitaiing from illegal or undisclosed sources
into financial trading.”

Article 41. In the Act of 29 July 1992 on games of chance,ualuvagering and slot machine
games (Journal of Laws of 1998: No. 102 item 650, INI5 item 946, No. 155 item 1014 and No. 160
item 1061; and of 2000: No. 9 item 117 and No.téti816), in Article 11 item 6 after the words “of
the minister competent for public finances” the dgr‘of the General Inspector of Financial
Information” have been added;

Article 42. In the Act of 13 October 1995 on the terms of stgtion and identification of
taxpayers and tax remitters (Journal of Laws N@ itdm 702; of 1997: No. 88 item 554; of 1998:
No. 162 item 1118; and of 1999: No. 83 item 93&nit6 of the following content has been added to
in Article 15 item 2:

“6) to the General Inspector of Financial Infotioa - to perform his duties arising from the
provisions on counteracting the introduction ofeasgalues originating from illegal or
undisclosed sources into financial trading.”

Article 43. In the Act of 6 June 1997 - Penal Code (Journlamis No. 88 item 553 and No. 128

item 840; of 1999: No. 64 item 729 and No. 83 it®81; and of 2000: No. 48 item 548 and No. 93
item 1027), in Article 299: (changes omitted).

Article 44. In the Act of 21 August 1997 - Law on Public Traglin Securities (Journal of Laws
No. 118 item 754, No. 141 item 945; of 1998: No7 1il@m 669, No. 113 item 715; and of 2000: No.
22 item 270, No. 60 items 702 and 703, No. 94 if€&7, No. 103 item 1099, No. 114 item 1191)
item 5 of the following content has been added ticke 161:
"5. The scope and the principles for the provisddrconfidential information and constituting
professional secrecy disclosed to the General ttspeof Financial Information by the
Commission, is governed by a separate act”

Article 45. The Act of August 29, 1997 - Banking Law (JournfLaws No. 140 item 939; of
1998: No. 160 item 1063 and No. 162 item 1118;989t No. 11 item 95 and No. 40 item 399; and of
2000: No. 93 item 1027, No. 94 item 1037 and Nel itdm 1191) is amended as follows: (changes
omitted).

Article 46. In the Act of August 29, 1997 - Tax Ordinance (dalrof Laws No. 137 item 926
and No. 160 item 1083; of 1998: No. 106 item 66819099: No. 11 item 95 and No. 92 item 1062;
and of 2000: No. 94 item 1037) item 2a of the fweilog content has been added to Article 297 in § 1
after point 2:

.2a) to the General Inspector of Financial Inforimat— according to the provisions on

counteracting the introduction of asset values imaigng from illegal or undisclosed
sources into financial trading”

Article 47. In the Act of August 29, 1997 on the protectiorpefsonal data (Journal of Laws No.
133 item 883; and of 2000: No. 12 item 136 and Bitem 580) point 2a of the following content
has been added in Article 43 item 1, after point 2:

“2a) processed by the General Inspector of FKiahinformation,”
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Article 47a. Within the period from 31 March, 2002, to 31 Debem 2002, the provisions of the
Act shall also apply to the exchange of the pamedia of exchange in national currencies for media
of exchange parred in EURO, made under the prowsiof the Act of 25 May 2001 on the
consequences associated with introducing common@&W0&rency in some Member States of the
European Union (Journal of Laws No. 63 item 64®|uding the National Bank of Poland.

Article 47b. Within the period from 1 December 2002 to 31 Deoen003, the obligation to
register the transactions referred to in Articiged 1 shall not apply.

Article 48. (Deleted).

Article 49. The Act shall enter into force after 6 months fritra date of the notice, except:

1) Articles 3-6, Article 13 and Article 15 which shalhter into force after 14 days from the date of
the notice;

2) (deleted);

3) Article 45 point 3 letter b in so far as considgrifirticle 106 items 4 and 5, which shall enter
into force on 31 December 2003.

Y within the scope of its regulation, this Act sHaiblement the following directives of the European
Communities:
1) Directive 91/308/EEC of 10 June 1991 on the prawemf use of the financial system for the
purpose of money laundering (OJ L 166 of 28.06.1991
2) Directive 2001/97/EC of 4 December 2001 amending®ive 91/308/EEC on the prevention
of the use of the financial system for the purposesey laundering - Commission Declaration
(OJ L 344, 18.12.2001).
Data considering publishing of the European Unimisfic acts, included in this law, since the
day of the accession of the Republic of PolanchéoEuropean Union, relate to the publications
of those acts in the Official Journal of the Eurmpé&nion (special edition}:*¥
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2. Annex Il - General Inspector of Financial Information Annual
Report 2009

MINISTRY OF FINANCE
REPORT OF THE

General Inspektor of Financial Information
on implementation of the Act of 16 November 2000
on counteracting money laundering and terrorism financing
in 2009

1. INFORMATION ON TRANSACTIONS

On the basis of théct of 16 November 2000 on counteracting of moaagpdering and terrorism
financing Dz. U. of 2003, no. 153, item 1505 as amended;imafter referred to as the Act), the
General Inspector of Financial Information obtdimsn the obliged institutions and cooperating ynits
collects, processes and analyses information imibee specified by the Act and undertakes actsvitie
to prevent money laundering and terrorism financiimg particular, GIFI examines the course of
transactions which might be related to money lating€i.e. to the crime referred to in Article 268
thePenal Codebr terrorism financing (i.e. crime referred to intidle 165a of thé”enal Code).
General Inspector of Financial Information (heréierareferred as GIFI) performs his/her duties
through the Department of Financial Information,caganizational unit established to that end within
the structure of the Ministry of Finance. Togettisy constitute a Polish financial intelligencetuni
according to the nomenclature used in the Europédon legal acts (FIU — Financial Intelligence
Unit).

1.1. Suspicious transactions

In 2009, there were 1862 descriptive reports opisicais activities and transaction (so called SAR -
Suspicious Activity Reports) registered in the Gahénspector of Financial Information IT system,
which were linked with currently carried out anadgt proceedings . A characteristic feature of SAR
is that individual reports contain description @veral, dozen and so and even several hundred
transactions (usually they are related to eachrotiee parties to transactions, circumstances of
transactions, similar period of their completiond@m involvement of the same assets) and their
circumstances which in the view of the reportingtilation/unit may be related to money laundering
or terrorism financing. Reports often contain addil data and documents, substantiating suspicions
and aiming at facilitation of proceedings (e.g.aast history, copies of transaction documents .etc.)

Table No. 1 — Number of descriptive reports reatine2001 — 2009
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Obliged Cooperatin Other
Reports source institutiogns P unitgs sources Total
2001 (from 07) 102 115 14 231
2002 358 237 19 614
2003 739 211 15 965
2004 860 521 16 1397
2005 1011 500 15 1526
2006 1351 530 17 1898
2007 1244 648 28 1920
2008 1287 460 68 1815
2009 1362 464 36 1862

Data for 2009 in respect of SARs confirm stabilimatof number of the reports submitted to GIFI in
this mode observed last years.
Diagram No. 1 — Descriptive reports sources in 2088R)

cooperating ther 1.9%
units

24 9%

obliged institutions 73.1%

Similarly to previous years, most of the SARs reedifrom obliged institutions came from banks.
Table No. 2 — Division of descriptive reports frobliged institutions according to the types of 10

Type of institution Number of SARs | Percentage share
Bank, branch of foreign bank 1300 95,45%
Erokerage_ house or other entity not being a 21 1.54%
ank running brokerage activity
Insu_ran_ce companies, hegdquarters of a 6 0.44%
foreign insurance companies
Company running leasing or factoring activity 5 0,37%
Cooperative savings and credit unions 23 1,69%
Notary 2 0,15%
Investment fund management companies or 1 0.07%
investment fund
Law office 3 0,22%
Money exchange office 1 0,07%
Total 1362 100,00%

As far as the banks are concerned, over a half {54) of reports of this type originated fromsix

banks i.e.

1) BZ WBK S.A.

2) PEKAO S.A.

3) PKO BP S.A.

4) Bank Millennium S.A.

5) Bank Handlowy w Warszawie S.A.

6) BRE Bank S.A.

Compared to information on individual suspiciouansactions, descriptive reports containmore
detailed description of transactions with subs#ditin of circumstances indicatingaroused suspicion
of the obliged institution. Consequently, it fatzites quick verification ofdata in other sources of
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information and quick preparation and submissiorepbrt on
suspicion of committing a crime under Article 298tbhe Penal Codeto the Public Prosecutor’s
Office.
In 2009, GIFI received from obliged institutions90@ reports on suspicious transactions including
10864 reports which were marked as Suspicious @cdiosn Reports on Money Laundering i.e. STR-
ML and 40 reports marked as Suspicious Transactepsorts on Terrorist Financing i.e. STR-TF.
Division of their number in each month of 2009 regented in Diagram No. 2 and division of the
number of transactions according to types of olligstitutions is presented in Diagram No. 3. Every
year, GIFI notes decrease in number of transactobmitted by the obliged institutions via electoon
way marked as Suspicious Transactions Reports oneMd.aundering or Terrorist Financing.
Analysis of these transactions from previous ysasved a large number of errors (detailed data can
be found in GIFI reports from previous years) itbrsitted data (both of technical as substantial
nature), made by obliged institutions during tratisas classifications. Activities undertaken byGl
and cooperation with obliged institutions lead igngicant decrease in number of errors with
simultaneous improvement of the quality of inforroatprovided. Analogous analysis of data for
2009 indicates elimination of most of the above tiogred errors and reaching stable number of SARs
submitted to GIFI.
Diagram No. 2 — Number of new suspicious transast&ent to GIFI in each month of 2009 (STR)
STR
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Diagram No. 3 -Division of number of suspiciousactions (STR) according to the types of

institutions

O Bank, branch of foreign bank

9.77%
0
2’45 % | Investment fund management companies or
1,93% Investment funds
1,14% O Cooperative savings and credit unions
--0,018%

O Insurance companies, main branch of the

-10’009% foreign insurance companies
0,009% m Brokerage house or other entity not being

0,09% a bank, running brokerage activities
O Notary
—0,055%
m Company running leasing or factoring activity
o
84,38% N\ O Settlement agent
0,16%
0,08% m Antique shop

M Auction house

O Poczta Polska

A large number of these reports was related toipusly sent descriptive reports. Almost 85% of
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reports on individual suspicious transactions wast sby banks, then the investment funds,
cooperative savings and credit unions and insureogganies.

Information received by General Inspector of Finahdnformation from obliged institutions is
sometimes incomplete and devoid of some data signif from the case examination point of view. It
happens that institutions do not attach possesdéddianal information on entities involved in
suspicious transactions (including information dheo transactions) and that they substantiate their
suspicions of linkage with money laundering or dest financing too laconically. Among the
institutions there are still some which, at theuesj of GIFI, provide the account history in a pape
form and electronic data are only scanned from pa@eion which hinders the analysis.

A significant problem was erroneous informationt@nsactions and entities involved provided by the
institutions that were identified only after redegdf a copy of source documents, received at the
request of GIFIl. They were often significant foe tfesults of the carried out proceedings and fer th
activities undertaken on their basis). Errors iacéfication of proper legal basis still occur, esply

in case of Article 16 of the Act which -as it résurom the initial analysis -should be specifisctize
Article 8(3) or Article 17 of thé\ct

However, on the other hand many institutions, irtipalar those which benefited from the trainings
carried out by GIFI, provide information of bett@nd better quality, being fully aware of aroused
suspicion of money laundering or terrorist finamggcin

Moreover, in 2009, 464 descriptive reports wereirgd from cooperating units -most of them from
the National Bank of Poland (NBP), tax offices,céik control authorities, customs chambers and
offices.

In case of information received from cooperatingtauthere was no substantiation of some of the
reports. For example the circumstances indicatipgsasible relation of described transactions oemoth
activities to the crime under Article 299 or 165ah® Penal Codavere not included. There were also
cases of submitting information related to suspicad a crime other than the above mentioned.
Moreover, sometimes some cooperating units simetasly sent reports on the same case to GIFI
and the law enforcement bodies.

1.2. Transactions exceeding threshold

GIFI also obtains from the obliged institutionsdmhation on transactions exceeding threshold i.e.
transactions with a value exceeding EUR 15000 (BHOBO in case of some of the types of obliged
institutions) which is collected and processed et Department of Financial Information of the
Ministry of Finance. In 2009, information on alm@st million of such transactions was received.
Obliged institutions provide data on the above nosetd transactions collectively in the form of
electronic files within 14 days after the end ofleaalendar month in which they were recorded.
In 2009, IT system of GIFI accepted almost 82 thodsfiles with data concerning the above
mentioned transactions. According to the bindinlggufiles with data are provided via one of three
electronic channels:

e secured GIFI website (via form filled-in directlyp the WWW page or by sending a file from

obliged institution system via WWW page -in 2009-3eceived 90.25% of files this way),
e secured e-mail (in 2009, GIFI received 9.62% @dithis way) or
» sending information on CD/floppy disc (in 2009, Giéceived 0.13% of all files this way.

Small part of information (though requiring proponally much more work while collecting and
uploading data to databases) is provided by obligstitutions to GIFI in the form of paper copids o
transaction charts (in 2009, GIFI received 3.6 Hamal paper copies of transaction charts).

Among transactions exceeding threshold receivec®009, there were 13% the data of which
contained significant errors, making further anislygipossible and requiring sending corrections by
obliged institutions. This number illustrates chariig quality of information on transactions receélive
by GIFI that occurred as a result of activities emiaken by GIFI and cooperation with obliged
institutions in respect of correction of errorspackages -percentage of errors in 2008/09 reaché&d 1
and 13.0% respectively, while in 2007 it reache@%®and in previous years -above 20%.

Division of number of transactions provided to Gifrleach month of 2009 is presented in Diagram
No. 5, and the number of transactions accordirigedype of institution providing data is presenited
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Diagram No. 6. Most of the transactions (83%) wemevided by banks, brokerage activity entities
(9%), companies running leasing and factoring &gt{2.9%) and investment funds (2.1%).

Diagram No. 5 — Number of transactions provide&t&l in each month of 2009
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Diagram No. 6 — Division of number of transactigmevided to GIFI in 2009 according to the types
of obliged institutions.
From among almost 31 million transactions submittecIFI in 2009 some 8.61% were recognized
by obliged institutions as cash transactions andes8.99% as transactions with legal entities or
persons for which obliged institution indicatedqaaof residence outside Poland or nationality other
than Polish (some 1.17% transactions were qualifjedbliged institutions as transfers from abroad).
Transaction data that passed the validation prquegserly were made available for further analysis.
All transactions are used while searching relatibesveen transactions of analysed entity/account,
carried out in various obliged institutions. Moreoyall the transactions are analysed in respect of
e occurrence of characteristic features (includiegurrence of entities/account e.g. of persons
present on lists of entities suspected of terrodsiits financing as the parties to transactions),
» occurrence of characteristic sequences of casisfibased on the expert's knowledge and
compliance with assumed scheme of cash flow).
As a result of analysis, the data of part of tratieas are directly linked with proceedings carraad
by the Department and reports and notificationsvéoded to Public Prosecutor's Office and other
cooperating units. Information on received transast is also provided (to the amount of several
thousand a year) to the Public Prosecutor’'s Otiug other cooperating units at their request.

2. ANALYSIS

2.1. Counteracting of money laundering

Under statutory duties of GIFI received informatisranalysed especially transactions with justified
suspicions are examined, procedure of withholdnagmdaction or account blockage is carried out,
documents substantiating suspicions of a crimgrréded to authorized bodies.

2.1.1. Analytical proceedings and their effects

As a result of information obtained in 2009, GlRltiated 1273 analytical proceedings (including
proceedings in the scope of prevention of terrofisancing).

Proceedings were carried out on the basis of irdtion collected and analysed by GIFI provided
according to theAct of 16 November 2000 on counteracting of momeydering and terrorism
financing(Dz. U. of 2003, no. 153, item 1505, as amendeuividual above mentioned proceedings
carried out by GIFI included several descriptivpames, above thousand of individual suspicious
transactions and up to several thousand transaatixceeding thresholds.

The most characteristic areas of money laundengrding to GIFI observations in 2009 were:

1) according to similarity to identified methods of may laundering -bogus enterprises and fictitious
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2)

3)

companies, fictitious account, target account, ngxncomes which can be specified as follows:

* bogus enterprises and fictitious companies — np@raons, often homeless or with a critical
financial situation (bogus enterprises) or busiassstablished or taken over by offenders
mostly for the purpose of money laundering (fiotits companies) the basic task of which is
complicating circulation of assets from a crime;

« fictitious account — a method of money launderiagsisting in opening a real account in
order to implement one or several transactiontantperiods of time, for relatively high
amounts, using maximum number of fictitious eleraetncerning both persons involved in
transactions as well as titles of the transactions;

e target account — concerns a method of money laingigrough transfers of large amounts to
one account from which they are immediately takecaish (often this method occurs in the
phase of integration of funds coming from a crimbich ends certain ‘path” of their
circulation or in masking phase where withdrawat@sh constitutes another step to further
phase of its circulation with the obvious aim sfseparation from the source of origin);

e mixing incomes — consist in actual mixing of incam®ming from legal business with assets
from illegal sources;

according to possible predicate offence — penalfiaodl crimes (84 proceedings), fraud and
extortion (42 proceedings), unauthorised accebamé accounts (phishing attacks — 42
proceedings), drugs smuggling/trade (4 proceedings)

according to risk areas — cases concerning goatifraancial marketing with abroad (130
proceedings), property marketing (94 proceediritjsyal or fictitious trade with scrap metal (76
proceedings) and fuel trade (66 proceedings), acitss on accounts of non-residents in Poland
(50 proceedings), trade with shares in companytaafi4 proceedings), gambling (16
proceedings), car trade (11 proceedings), casat®deo textiles trade with Asian countries (8
proceedings), trade with securities accepted tdigptrading (8 proceedings), prepaid cards (4
proceedings).

As a result of carried out analytical proceedirdid) reports on suspicion of a crime referred to in
Article 299 of thePenal Codeeommitted by 535 entities were forwarded to compietaits of Public
Prosecutor’s with relation to suspicious transadifor total amount of ca. PLN 3.04 billion. |As &

the activities undertaken to prevent money laumdeare concerned, in 2009, GIFI used only account

blockage — an instrument consisting in temporasyrieions on administering and using all the asset
values collected on the account, with simultanemabling their increase by inflow of subsequent

funds. On the basis of carried out analytical pediegs, GIFI requested blockages of 103 accounts on

which suspicious financial operations took plaaetie amount ca. PLN 9.0 million (including
blockage of 73 accounts on their own accord 4 é¢hé mode of Article 18a of thct— for the
amount of ca. PLN

3.3 million). It must be underlined that the aboventioned amounts on blocked accounts are
estimates and may be lower than actual amounte gimeng blockage applied by GIFI, the funds
were still paid onto the accounts, but they werewithdrawn or transferred to subsequent accounts.
Dynamics of changes of each of the above mentipaegimeters is presented in the following Table:
Table No. 1 -Analysis results

Number of reports to public
, . - Total number of blockages on
prosecutor’s office on committing :
: . account and withheld
Years a crime under Article 299 of Penal , :
. o transactions (will total amount of
Code. (with total amount of indicated :
- ; blockages/withholds)
suspicious transactions)
06. —12.2001 20 1
2002 104 26
20
2003 152 (ca.PLN 37 million).
18
2004 148 (PLN 14.6 million)
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2005 175 (PLN 37372 million).
2006 (PLN 8%;%8minion) (PLN 48?8 million).
2007 (PLN 717?30million). (PLN 332 million).
2008 (PLN fgg billion). (PLN 23.250mi“i0n)-
2009 (PLN 3%2 billion). (PLN 91,83milli0n)-

With regard to reports on suspicion of committingriane stipulated in Article 299 of tHeenal Code
sent by GIFI to competent units of the Public Pcoser's Office, GIFI IT system recorded in 2009
information received from competent units of thélRuProsecutor’'s Office on the following issued
Public Prosecutor’s decisions:

¢ 106 — on initiation of preparatory proceedings;

* 28 —on completion of preparatory proceedings therbasis of submitting indictments to the
courts;

« 90 - on discontinuance of preparatory proceedingsoa 9 re-initiation of discontinued
proceedings (comparing to decisions on discontioeia proceedings, GIFI is entitled to
submit appeals — pursuant to Article 306(1) of@wele of Criminal Proceedingsfhe main
reason for discontinuance was lack of possibibtidentify the predicate offence that was a
source of funds introduced to financial marketisghell as relation to issue decision on
adding the materials to other investigation. Decision discontinuance of proceedings in
many cases were partial, referring only to selepgrdons with continuing main proceedings.
Despite discontinuance of penal proceedings initi@n the basis of GIFI reports, there were
cases of submitting charges with regard to commgjttbrbidden acts other than money
laundering;

» 14 - on refusal to initiate proceedings. Refusaisitiate proceedings were issued due to
carried out proceedings against the same persothiey Public Prosecutor’s Office, lack of
indication of predicate offence in case referriagjlegal or fictitious scrap trade, separation
of part of material and its forwarding to other RuProsecutor’s Office already carrying out
the proceedings, carrying out proceedings on sisspaf committing other crime than money
laundering, charging against forbidden acts otha&n imoney laundering and submission of
documents to fiscal control bodies. With regar@ firoceedings on refusal to initiate
investigation, GIFI issued complaint against theiglen in question.

* 14 — on re-initiation of suspended investigatioglery.

According to collective data sent to GIFI by thenldiry of Justice referring to all proceedings ieaitr
out in 2009, the Public Prosecutor’s Office inabes related to money laundering:
* initiated 235 cases, out of which 79ad personanphase, concerning 192 persons (out of
which 158 cases on the basis of information reckftem GIFI),
e submitted 65 indictments to courts against 360qrex;s
e completed 85 preparatory proceedings by decisiotismontinuance of investigation and 2
proceedings with decision of refusal to initiatedstigation,
e suspended 61 preparatory proceedings.
Moreover according to Ministry of Justice:
* in 2009 on the basis of 115 decisions on secuntproperty the properties valued for ca. PLN
28.3 million were covered with the security.

st
» the courts of the linstance issued 18 convicting judgements (41 cdsivic
« 10 judgements on forfeiture of property, benefiigioating from crime equal to PLN
e 7.4 million.
Apart from reports on committing a crime submitted¢he Public Prosecutor's Office, GIFI provided

36



246 information on suspicious transactions relai@dsuspicion of committing other crimes to
competent authorities (under Article 33( 3) of Awt) including:

» 107 to fiscal control offices,

e 73 to ABW (the Internal Security Agency),

e 38 to the Central Bureau of Investigation,

e 19 to the National Police Headquatrters,

e 7 to the Central Anticorruption Bureau,

* 1 to Border Guards.

In 2009, GIFI provided to fiscal control bodies B3juest for examination of legality of origin of
specified assets in order to check their sourawigfn.

As a result of provision by GIFI, of their own acdp the reports containing information on
transactions to competent authorities of fiscaltmdnthere were fiscal proceedings initiated and
carried out, which resulted in decisions deterngrimp sum tax on income not justified in disclosed
sources of incomes or originating from undisclosedrces. Additionally, as a result of two repoots t
two fiscal control offices in 2009, controls werarded out and assessment decisions for the total
amount of PLN 2.4 million.

2.1.2. Exemplary directions of analysis
Penal-fiscal crimes (carousel fraud)
GIFI carried out analytical proceedings concerrsngcalled carousel transactions used for obtaining
undue benefits from tax settlements. Entities pigdiing in the proceedings received VAT refund
which was not paid at the earlier stage of tradevieich resulted from fictitious inter-Community
goods deliveries. At the same time organizers chgorocedure create a network of entities with
accounts via which funds are transferred. This @twmulation of legal trade transactions. To kind
the state authorities recognition that transfees mwt related to actual sales of goods, often the
companies and businesses involved in the transacperate for a short period and from time to time
they are replaced by subsequent entities. Thetiiattnatural and legal persons carry out fictitious
activity is indicated also by results of carried fiscal controls which show that the controlledites
do not have warehouse space sufficient for theezhaut activities and it does not employ stafftedf
the parties to carousel transactions are entitten Several countries. At the same time the armlyfsi
carried out money transfers indicates that goodshased from foreign partners after their re-sale t
Polish entities go again to the same EU countmesadten to the same entities which is not judtifie
from economic point of view.
In 2009, 84 analytical proceedings on carouseldfraere initiated. 27 reports on suspicion of
committing a crime under Article 299 of thenal Codewith regard to suspicious activities were
directed against 144 entities. Estimated valuauspgious transactions indicated in reports of GdFI
competent units of the Public Prosecutor's Offinghis area reached ca. PLN 734 million.
Scrap cases
GIFI still receives reports on suspicious transedi concerning scrap trade and secondary raw
materials. Funds obtained from such illegal agtigite then introduced on financial market. Theescal
of such phenomenon is increasing, which is prowedumber of scrap cases initiated by GIFI and
total value of suspicious transactions reporte@Hi to the Public Prosecutor’s Office. Resultglo#
analytical proceedings carried out with regarddi@g trade transactions and secondary raw materials
indicate the phenomenon of creation of entitiesvogk in order to transfer funds completed with cash
withdrawal. Typical phenomena were:

» establishment dictitious companiethe only duty of which is registering business and

opening account in one or several banks,

e reaching high turnover right after establishmenthefcompany with very low incomes,

e short time of entities operation,

e recruiting owners according to entities from peaopith low incomes or unemployed,

« withdrawal of funds right after their receiving.

These operation rules are similar figel cases. Used accounts act as distribution/targeiuats.
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Dummieswithdrawing cash are the last element completiegithnsfer of funds.

In 2009, 76 analytical proceedings on illegal atifious scrap trade were initiated and 41 reports
suspicion of committing a crime under Article 29%tloe Penal Codewnere forwarded to the Public
Prosecutor's Office (covering 100 entities). Estedavalue of suspicious transactions indicated in
reports of GIFI to competent units of the Publiogercutor's Offices in this area reached ca. PLN 471
million.

Fuel cases

As in previous years, GIFI received reports on migps transactions referring to transfer of funds
related to actual or fictitious trade with liquidels and components necessary for their production.
The scale of this phenomena, despite activitieedallen by competent state authorities, is stjhhi
Characteristic features @iel casesre still, as in scrap cases, extended networkslated businesses
-in some cases there are over 200 entities whishiteidentification and submission of reports on
suspicions of committing a crime to the Public Bmgor's Office, are rebuilt and create new links.
most cases subsequent entitiesfartéious companiesin return for small property benefits, natural
personsdummies, bogus enterpriseg)ree for use of their personal data to register Imgsiness and
then to open bank account used for money laundering

According to carried out analyses and indictmemtsnfilated by Public Prosecutor’'s Office the
property benefits received by these persons footifleeir data in order to register an entity anddéo
open account reach PLN 500-2000 while the valuenohey laundered during one year by such
registered entities may reach even several miHbN.

In 2009, 66 analytical proceedings on trade Jiduid fuels and components necessary for their
productionwere initiated. 41 reports on suspicion of commifta crime under Article 299 of the
Penal Codewith regard to suspicious activities were direcdgdinst 142 entities. Estimated value of
suspicious transactions indicated in reports of|GtFcompetent units of the Public Prosecutor's
Offices in this area reached ca. PLN 1.4 billion.

Fraud and extortions

Another identified area of money laundering weessactions implemented as a result of activities to
the detriment of legal and natural persons. Monag Vegalized usingarget accountsechnique —
cash transfer for its immediate withdrawal in caahd through trade with securities. The phase of
investingwas omitted. Due to nature of some predicate offenc

e.g. extortion of credits resulting in situationewd funds that are subject to crime are alreachom
cash financial trade, it is difficult to distinghigransactions made under predicate offence from
transactions already related to money laundering.

In 2009, 42 analytical proceedings on frauds aridré@ns were initiated. 12 reports on suspicion of
committing a crime under Article 299 of thenal Codewith regard to suspicious activities were
directed against 31 entities. Estimated value epigipus transactions indicated in reports of GtFl
competent units of the Public Prosecutor's Offinghis area reached ca. PLN 1.4 million.
Unauthorized access to bank accounts

Additional direction in which activities are cawlieout were transactions related to laundering of
money originating from extortion of funds from baakcounts (area excluded from previous one
covering other frauds and extortions). To this ghd,offenders usually use advanced socio-technical
methods for illegal obtaining information enabliolgtaining unauthorized access to Internet accounts.
The extorted funds were usually transferred to egibent accounts owned by hired persons in order to
withdraw cash to transfer them to third parties e#sh transfers (implemented e.g. by agents of
Western Union). The above mentioned transactionse i@ small amounts in order to make it
difficult for the accounts owners to notice decesmsbalance of funds on account and for the obilige
institutions to register the suspicious transadtiofllso in this case it is difficult to different&a
transactions made under predicate offence fronsactions related to money laundering.

In 2009, 42 analytical proceedings on unauthoraezkss to bank accounts were initiated. 22 reports
on suspicion of committing a crime under Article928f the Penal Codewith regard to suspicious
activities were directed against 30 entities. Egted value of suspicious transactions indicated in
reports of GIFI to competent units of the Publiogercutor's Offices in this area reached ca. PLN 1.9
million.

Drugs trafficking

Another identified area of money laundering wer@ngactions implemented as a result of drugs
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trafficking. Funds obtained from such illegal attiiwvere then introduced on financial market.

Results of carried out analytical proceedings coring transactions related to drugs trafficking
indicated the activities of organized criminal gesudirected to introduction of funds to financial
marketing completed with cash withdrawal.

In 2009, 4 analytical proceedings on drugs tradeewetiated. 5 reports on suspicion of committang
crime under Article 299 of theenal Codewith regard to suspicious activities were direcigdinst 8
entities. Estimated value of suspicious transastiadicated in reports of GIFI to competent units o
the Public Prosecutor's Offices in this area reddae PLN 2.9 million.

Cases related to games of chance and mutual bets

Additional direction in which analytical activitiegiere carried out were transactions related to
laundering of money originating from illegal actirelated to games of chance and mutual bets as
well as legalizing funds originating from othermds through participation in games organized by
casinos.

A characteristic feature @fses related to games of chance and mutuali®etsking cash payments
and immediate withdrawal of these funds as wellmaking numerous transactions between the
network of related business entities which tranéfieids to each other and at the final stage they
withdraw cash.

In 2009, 12 analytical proceedings on transactietested to games of chance and mutual bets were
initiated. 4 reports on suspicion of committing dme under Article 299 of th@enal Codewith
regard to suspicious activities were directed ajaid entities. Estimated value of suspicious
transactions indicated in reports of GIFI to comepétunits of the Public Prosecutor's Offices irs thi
area reached ca. PLN 18.3 million.

2.1.3. Methods of money laundering

Similarly to previous years, in 2009, in the courfeanalytical proceedings it was stated that
organized criminal groups used previously idertdifieethods of money laundering that were modified
and adjusted to current situation. A significardrease in activity of such groups was observetien t
area of the following financial services: e-bankimpgyment cards and electronic money transfer
system. In the above mentioned area, a relativeanity of such services as well as their global
extent, 24h access to funds and speed of monesféran to the benefit of the criminals.

At the same time, compared to 2008, a similar nunolbgroceedings in which a seat of one of the
parties to transactions is located in a tax hawamity was observed. In 2009 17 proceedings in this
respect were initiated. One of the reasons of kstaent of companies or their branches in such
countries is a simplified tax settlement systenswth countries as well as a low tax threshold and
additionally simplified companies establishmenesulThe

Ordinance of the Minister of Finance of 16 May 2@0b determination of countries and territories
applying harmful tax competition for the purposecompany income taDg. U. No. 94, item 791)
listed countries that can be recognised as "tarisly

50 cases were also carried out under which susmidi@nsactions performed i.a. through accounts
opened in banks in Poland for non-residents weedyaed. A characteristic feature of the above
mentioned cases is opening bank accounts by natergs and the scheme of transactions consisting
in foreign transfers crediting the account and eghent cash withdrawals. Usually the citizens of
Eastern Europe and Asian countries were involvetigskind of transactions.

As it was in observed in 2008, reports on suspgitnansactions carried out by entities from
construction sector were still noted. A characterifeatures of these transactions were high-value
transfers into accounts of newly established amgjlsiperson-owned companies which due to
organizational and financial restraints would netable to carry out orders amounting for such & hig
value. Almost all of the funds received for allelygoirovided services is withdrawn in cash by owners
of these companies — usually persons who previodislynot have any experience in construction
sector nor in running business and who used taoe&dw incomes. Companies involved in the above
mentioned underhand dealings declare both highsemithr-value of sales of services and purchase of
goods and services that results in a minimum tdigation

GIFI is making efforts to monitor money launderirigk-sensitive areas with the aim to prevent
development of new methods of money launderingekas in order to call obliged institutions' and
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cooperating units’ attention to new risk areas.
2.2. Counteracting of terrorist financing

In 2009, when carrying out tasks with respect tonteracting terrorist financing, 11 analytical
proceedings concerning suspicious transactionshwvbauld be related to terrorist financing were
initiated. The proceedings were initiated on theivaf reports from obliged institutions and on [&F
own initiative. They concerned transactions carrma by persons originating from countries
suspected of supporting terrorism or within tergitovhere terrorist groups operate. Particular
attention was brought to business activity cardatby these persons. As a result of analysisezhrri
out in the above mentioned cases was directingeruAdicle 33(3) of théAct, 14 reports to the Anti-
Terrorist Centre of Internal Security Agency (ABWdhd 7 reports to Department for Terrorism
Prevention of ABW.

GIFl is a member of Inter-Ministerial Team for Tamstic Threats dealing with coordination of
activities in respect of preventing terrorism. Taskthe team includter alia monitoring, analysing
and assessment of terroristic threats, developwiestandards and procedures in respect of terrorist
financing, initiation, coordination and monitoring activities undertaken in this respect by compete
state authorities, requesting competent authorfoesaccepting legal means aiming at improving
methods and forms of fight with terrorism, devel@mhof cooperation with other countries in the
field of fight against terrorism and initiation ekeminaries and conferences dedicated to fighting
terroristic threats.

Moreover, representatives of GIFI take part in vgook the Permanent Group of Experts appointed by
the Team.

Representative of GIFI participates in works oihddétolish and American Anti-Terrorist Group. The
Group was appointed on the initiative of Ministriytloe Interior and Administration (MSWiA) and the
US Embassy in Warsaw in 2005. One of the topicsGooup meetings is fighting terrorist and
organized crime financing.

The Inter-Ministerial Committee of Financial Set¢yrivas accredited at GIFI. The Committee has
consultative and advisory function in respect oplaation of particular restrictive means against
persons, groups and entities. In particular, then@itee will present proposals concerning a list of
persons, groups or entities towards whom freeziragsets is applied.

GIFl is an institution that actively cooperates twinti-Terrorist Centre of the Internal Security
Agency. The above mentioned Centre is a 24 h coafidh and analytical unit in respect of
counteracting and fighting terrorism. The main tagkhe Centre is coordination -in analytical and
information scope -of activities of services angtitutions participating in eliminating terroristic
threats to the State’s internal security .

3. CONTROLS

3.1. Controls carried out by GIFI
GIFI controllers carried out 47 controls. Compariagrevious years, not only the number of controls
but also diversity of obliged institutions was ieased — an entity running activity with respect to
games of chance and mutual bets was controlledleVgblecting units for control, the analytical and
control data of GIFI, control information of supiEry bodies and media publications were
considered.
Controls in 2009 included the following categord®bliged institutions:

* banks - 10,

e brokerage house — 1,

« investment fund management companies and fundsthegpge -1,

e insurance companies — 2,

« legal advisers — 7,

* notaries -7,

e attorneys — 2,

* tax advisers — 5,
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e entrepreneurs engaged in real estate brokerage — 2,
¢ auditors -1,

e cooperative banks — 3,

e cooperative savings and credit unions — 1,

+ foundation — 3,

e entrepreneurs engaged in leasing activity — 1,

e entity engaged in games of chance and mutual bettih

The most significant disclosed irregularities waralogous to irregularities identified in previous
years. Irregularities were as follows:

« formal: lack of preparation of obliged institutiottsimplementation of statutory obligations
through failure to determine internal proceduréadure to adjust it to the provisions of the
Act, lack of provisions of internal procedure irating implementation of obligations in
respect of counteracting of terrorist financingklaf provisions indicating the need to carry
out analysis in order to detect suspicious tramsagtimproper distinguishing of two modes
of proceedings with suspicious transactions detezthin Article 8(3) and Article 16 and
following of theAct, in the internal procedure;

* substantial: low level of Act provisions applicatjonainly in the field of implementation of
the obligation of transaction registration, identtion of entities participating in transactions
and designating transactions and reporting themraggllarities in transactions records and
provisions of information from these records to GIF

Findings from controls carried out by GIFI contesf were provided to supervisory institutions for
subsequent use.

After detailed analysis of control results, thetifiesd suspicion of a crime was made, and
subsequently 7 reports were submitted to the P&#obsecutor's Office.

3.2. Controls carried out by supervisory institutio ns
GIFI received information on controls carried oyt b

* National Bank of Poland — 994 controls at the mosaghange offices,

* National Cooperative Savings and Credit unions €&frols at SKOK,

* Financial Supervision Authority — 7 controls at k21 controls at cooperative banks, 2
controls at brokerage houses, 2 controls at insgrassociations, 1 control at the investment
fund management companies and 7 controls at dnadiitutions branches.

« Presidents of the Appeal Courts -21 controls adniex,

e Department for Customs and Excise Duty Control@aches Control (Ministry of Finance) —
4 controls of games arcades with slot machineslazwhtrol at the casino.

Results of controls were similar to irregularitidentified by GIFI controllers.

3.3.  Clarifications related to application of law

3.4.

With regard to doubts reported by obliged instin§ and cooperating units concerning
implementation of statutory obligations, while dantng practice from previous years written replies
to inquiries were provided. Inquiries concernegbamticular interpretation of provisions of thet of

25 June 2009 amending the Act on counteractingiritreduction to the financial circulation of
financial assets originating from illegal or undissed sources and counteracting terrorism financing
(Dz. U. of 2009, No. 166, item 1317), the aim ofiethis mostly adjusting provisions of the European
Union.

149 inquiries concerning practical application efdl provisions were submitted to GIFI which
constitutes 30% more inquiries than last year. Mugtiiries (30%) was provided by banking sector.
The inquiries concerned maostly the interpretatibprovisions of the above mentioned Act of 25 June
2009 adjusting national legal order in respect ofinteracting money laundering and terrorism
financing to the European Union provisions.
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Staff of the Department of Financial Informatiomyided also clarifications via phone. The subjdct o
these clarifications was similar to the subjectwoitten clarifications and it referred mostly to
implementation of statutory obligations by obligedtitutions in the view of the amended provisions
of the Act.

Moreover, on 1 and 2 December 2009 GIF| organizederence attended by representatives of both
the obliged institutions environments and the coafiey units. The aim of the conference was
indication of most significant changes related dagation of previous legal provisions in respdct o
counteracting money laundering and terrorism fiman¢o the Community regulations and initiation
of activities aiming at clarification of doubts ¢uiries) submitted collectively by individual
environments representing obliged institutions byplyees of the Department of Financial
Information.

Conference participants were provided with thedtleidition of a guide entitled “Counteracting money
laundering and terrorism financing”.

4. DOMESTIC COOPERATION

GIFI in 2009 noted another increase in the scomxofiange of information with authorised bodies in
the mode and according to rules specified in AgtB2 and 33 of the Act.

Tablereferring to requests received by GI Fl in 2006-2009

Authority/institution Year erggggtgf Nl;;ggqe::; ljaenst![t;es
2006 152 1370
, 2007 266 1464
Public prosecutors 5008 376 5373
2009 270 1854
2006 8 37
2007 23 107
ABW 2008 7 49
2009 37 250
2006 1 6
2007 13 30
CBA 2008 16 181
2009 10 54
2006 12 53
_ 2007 25 169
Police 2008 50 203
2009 83 1320
2006 21 46
Fiscal authorities and 2007 69 133
fiscal control 2008 96 188
2009 180 361

Also the number of information exchanged under National Criminal Information Centre on
the basis of Act of 6 July 2001 on collection, processing arah$fer of criminal informationdz. U.
of 2010, No. 29, item 153) increased.
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4.1.  Cooperation with organizational units of the P ublic Prosecutor’s
Office and courts
In 2009, GIFI received from organizational unitstbé Public Prosecutor's Office 270 requests to

st
provide information on 1854 entities. It must belerined that from lquarter of 2007 organizational
units of the Public Prosecutor's Office should tlse specimen of theequest to provide information
under Article 32 of the Adettled with the State Public Prosecutor's OffieeeAu for Organized
Crime. Requests provided on the specimen significdacilitated GIFI quick and precise reply to
inquiries. In 2009, inquiries on specimen congtitiitsimilarly to 2008, only 30-40% of all requests
provided by the organizational units of the PuBliosecutor’s Office.
Sometimes, it happened that requests containedisag formal lacks, usually concerning the scope
of inquiry including e.g. request for informationhieh is located in GIFI resources as well as
information which is not collected by GIFI and tchieh GIFI does not have statutory access.
Examples:

e requests for histories of accounts and any bantkimyments which are not present in GIFI
resources in proceedings supervised by the Putdigeleutor under Article 299 of tienal
Code,on the basis of reports from sources other than @&l penal proceedings concerning
other crimes than money laundering,

e requests to provide information on transactiongarticular banking, which did not consider
the fact that banks are obliged to store infornmatin transactions for 5 years, counting from
the first day of the year following after the y@amvhich the last record related to that
transaction was made,

* inquiries about phone numbers of person that redeixt reports (SMS) from bank accounts,

e requests to provide data from bank monitoring,

e requests to provide history of bank accounts keipindicated entity abroad,

* requests for information on employees of obligesfifations dealing with implemented
transactions or preparing contracts with the client

e requests concerning obtaining original source darumof the transaction.

It must be underline that in 2009, works on elirtimra of the above mentioned errors and lacks were
carried out together with the Public Prosecutoifsc® Bureau for Organized Crime. Additionally,
settlements were made on on-going basis concem#thod and form of provision of information
attached to reports to GIFI on suspicion of a cnigferred to in Article 299 of theenal Code.
In 2009, most of requests were received from tHewiing organizational units of the Public
Prosecutor's Office:

« Appeal Public Prosecutor's Office in Katowice -21,

< District Public Prosecutor’s Office in Krakow — 21,

< District Public Prosecutor's Office in Katowice ;13

e District Public Prosecutor’s Office in Warsaw — 11,

« District Public Prosecutor’s Office in Gdansk — 10,

e District Public Prosecutor’s Office in Rzeszow = 10

In 2009, GIFI noted also 2 requests for provisibmtormation on 6 entities which were submitted by

courts. Moreover, 1 request was noted concerniagtiies, submitted by the court executive officer
who is an authority not entitled to request foomfiation on transactions mentioned in provisions of
the Actunder Article 32 and 33 of the Act.

On 7-11 December 2009, the representatives of #gaibment of Financial Information participated

as the trainers in the training addressed to caimimalysts employed in district and appeal Public
Prosecutor’s Offices.

4.2.  Cooperation with fiscal control authorities an d fiscal authorities

In 2009, GIFI received 164 requests from directofsfiscal control offices. With regard to the
requests 239 entities were controlled. In case egfuests received from fiscal control
authorities, 2 contained legal errors and 1 foreredr -it was signed by person unauthorized

43



to submit a request to GIFI. It must be added fisaal control authorities, due to the scope of
cooperation, almost in 100% used unified specimiethe request to provide information
settled in December 2006 with the Department fecdi Control of the Ministry of Finance
(MF).
In 2009, most of requests were received from thleviing organizational units of the fiscal control
offices:
* UKS Biatystok — 22,
e UKS Lublin - 20,
¢ UKS Warsaw — 17,
¢ UKS Krakow — 16,
e UKS Szczecin — 15,
* UKS Pozna- 11,
e UKS Wroctaw — 10.

Moreover, 2 requests were received from the Fi€zaitrol Department of the Ministry of Finance
and 1 request from the Department of Fiscal Imjelice of the Ministry of Finance.
In 2009, GIFI also received 9 requests from dinectd fiscal chamber for provision of information
about 51 entities and 3 requests from the heatixadffices concerning 13 entities.
It must be underlined that the heads of tax offmesnot authorities entitled to requesting infdiora
on transactions covered with the provisions ofAhtunder Article 32 and 33 of the Act.
In 2009, representatives of the Department of Fi@rinformation carried out two trainings for
persons representing fiscal control authorities ischl and tax authorities on implementation of
amended provisions concerning counteracting moaydering and terrorism financing -cooperation
of cooperating units with GIFI:

« 21 September 2009 — for representatives of fidtabers and tax offices,

e 23 October 2009 — for representatives of Fiscalt@bbepartment of the MF and fiscal

control offices.

4.3. Cooperation with authorities reporting to the Minister of Interior and
Administration

In 2009, GIFI received 6 requests for provisionirdbrmation on 17 entities from the Ministry of
Interior and Administration.
In 2009, GIFI received 83 requests referring to QL¥htities from Police, out of which most
significant part of requests was received fromtkeatirepresentatives:

e Central Bureau of Investigation of KGP, Division feighting Organized Economic Crime,

e Central Bureau of Investigation of KGP Division féighting Acts of Terror,

e Criminal Office of KGP Division for Fighting EcondmCrimes,

e Criminal Office of KGP Division for Assets Recovery

Moreover, in 2009, GIFI provided reply to 1 requesferring to 3 entities, submitted by authorised
representative of the National Border Guard Headgrsa

In 2009, representatives of the Department of Fi@ninformation carried out 5 trainings for
representatives of Police and 1 training for repméstives of the Border Guard:

« from April to December 2009 — 4 editions of traigsnorganized by the Police Academy in
Pita, in cooperation with the Criminal Office of KGfor representatives dealing with
property security, in particular Voivodship Polideadquarters Divisions for Fighting
Economic Crime and Central Bureau of InvestigabKGP Local Managements; topic of
counteracting money laundering -cooperation ofd@olith GIFI in particular in respect of
securing properties.

e 13-15 October 2009 — participation as the lecturetbe conference organized by the Police
Academy in Katowice, concerning issues relatecetmsng properties with participation of
representatives of the National Police Headquané@wodship Police Headquarters and
small group of representatives of the Internal 8gcAgency.

e 12-13 October 2009 — training for representatiieBarder Guard in respect of activities
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related to settlement of property elements origmgatrom illegal or undisclosed sources
including so called financial analysis of the criamad cooperation between GIFI and
organization units of the Border Guard.

4.4,  Cooperation with the Head of the Internal Secu rity Agency and the Head of
Intelligence Agency

In 2009, GIFI received 37 requests concerning 28dies under cooperation with the Head of the

Internal Security Agency.

In 2009 GIFI provided reply to 1 request concerrrentities received from the Intelligence Agency.

Moreover, representatives of the Department of iz Information carried out 3 training meetings

organized for employees of the Internal Securitgay (ABW):

e in June 2009 — in respect of counteracting monegdaring and terrorism financing under the
basis course for ABW officers,

e 7 October 2009 — topics: legalization of money ioatjng from crime from the point of view
of GIFI -rules, methods, forms and scope of excharfgnformation between ABW and GIFI
from the operational and intelligence point of view

e 9 December 2009 — topics: as above.

4.5.  Cooperation with the Head of the Central Antic  orruption Bureau

In 2009, GIFI received from the Central Anticoriopt Bureau 10 requests concerning 54 entities.
Moreover, 4 information was received on the basianticle 14( 2) of theAct which concerned 7
entities.

4.6. Cooperation with the Head of the National Crim inal Information

Centre
In 2009, GIFI intensively cooperated with the Heafdthe National Criminal Information Centre
(KCIK). Apart from criminal information provided dm the office (number of registrations 0 799),
1541 entities were controlled in the IT systemief General Inspector of Financial Information. 203
from them were indicated as entities which occuimethrried our analytical proceedings.
2340 inquiries for information were directed to KCincluding 1878 requests for entities obliged to
supplement criminal information (in particular Bbliauthorities).
Table containing data on cooperation of Gl F-KCIK in 2006-2009

Specification 2006 2007 2008 2009

Inquiries f GIFI

oo o 1189 2256 3486 2340

Registration of

entities by GIFI- 660 618 617 799

KCIK

Inquiries from 1179 1767 1326 1541

KCIK to GIFI including 83 Including 103 Including 103 Including 203
positive positive positive positive

4.7.  Additional information concerning cooperation

In 2009, GIFI was actively involved in activitiegrang at counteracting proliferation of weapons of
mass destruction. Two representatives of the Deygant of Financial Information actively
participated in meetings of the Inter-Ministeriaédim for counteracting illegal proliferation of the
weapons of mass destruction and implementatiohef'Krakow Initiative” — Proliferation Security
Initiative (PSI) headed by the Ministry of Foreigffairs.

It must be underlined that in the current legalest&IFI may undertake direct activities in the o
mentioned scope only in situations where activitidsentities dealing with proliferation or its
financing will relate to suspicion of committingceame of money laundering or terrorism financing. |
such cases GIFI may use its statutory rightsa.aithhold transactions or to block accounts.

GIFI may also undertake proper activities in coatien with specific authorities dealing with state
security, at their written and justified requestthhe mode and on the rules specified in Articlea2
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33 of the Act.

In 2009, GIFI used its rights and provided to cotapestate security service — at its own accord on
the basis of Article 33(3) of thAct —three reports on transactions with participationeafities
involved in proliferation. It also replied to onequest to provide information related to proliferat
issue.

On 18 December 2007 the Council Decision 2007/8#&6/bf 6 December 2007 concerning
cooperation between Asset Recovery Offices of themiler States in the field of tracing and
identification of proceeds from, or other propemjated to, crime came in force. Representatives of
GIFI participated in 2009 in establishing agreemestiween ministries in the field of cooperation
aiming at fulfilling tasks related to tracing andentification of illegally obtained proceeds. The
agreement between the Minister of Interior and Adstiation, Minister of Finance and Minister of
Justice on cooperation in the field of tracing agehtification of proceeds from, or other property
related to, crime in respect of National Asset Recp Office was finally concluded on 15 September
20009.

Moreover, representatives of the Department ppdted in works of the team for trainings and
Electronic System of Asset Recovery (ESOM). It mhesnhoted that the main task of the team planned
for 2009 was supporting implementation in competanits of the Ministry of Interior and
Administration, Ministry of Justice and Ministry é¢finance ESOM programme in the scope of its
activation, updating, use and evaluation.

Additionally, in 2009 intensive cooperation withi@mal Office of KGP Division for Asset Recovery
was undertaken in the scope of exchange of infoomand in the scope of trainings carried out for
Police officers concerning securing of assets fecoimes.

In 2009, GIFI also took part in review activities Poland under works of the Working Group of
OECD on Bribery in International Business Transawdiand activities related to implementation of
recommendations formulated by the Working GroupthWegard to them, GIFI undertook steps to
improve information flow with obliged institutionand cooperating units in order to increase
effectiveness of cooperation in the field of couatéing money laundering and terrorism financing
which can directly translate into the quality ofHting corruption which is one of the predicate
offences for money laundering. Amended provisiditheAct of 16 November 2000 on counteracting
money laundering and terrorism financimovided the legal basis for provision to the above
mentioned entities feedback on method of use abrimétion received from them by GIFI on
transactions or other activities which can be eglab crimes specified in Article 299 and 165ahef t
Penal Code

4.8. Training activities

4.8.1. E-learning course

In 2009, GIFI provided free-of-charge e-learningise entitled “Counteracting money laundering
and terrorism financing”. The aim of the courséaisiiliarizing the employees of obliged institutions
and cooperating units with counteracting money dauimg and terrorism financing in the field of
binding provisions.

The form of e-learning course means that it islalbé via Internet both in the scope of enrolment,
use of its resources, participation in verificatii®st and obtaining certificate on completion o th
course. Details specifying rules of participatiarthe course are available Ministry of Finance webs
(tabs: Financial security> Fighting money laundering and terrorism financingCommunications).
The course is free of charge.

In 2009, 9050 certificates were issued for obligeditutions, 1126 certificates for cooperatingtsni
292 certificates for so called other entities neinly obliged institution and cooperating unit (e.g.
students).

st
Anticipated period of course availability: till tleend of the 1quarter 2010.
4.8.2. Guide for obliged institutions and cooperati ng units
In 2009 another, third edition of the guide entittCounteracting money laundering and terrorism
financing" addressed to official use for obligedtitutions and cooperating units.
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The main reasons to issue another edition of théegwas amending of the Act on counteracting
money laundering and terrorism financing and ttot fiaat since publication of the last editionstod t
guide, knowledge in the field of counteracting mpieundering and terrorism financing increased.
Apart from referring to changes in legal provisipastotally new part was added concerning risk
areas, previous chapters describing methods of ynlamdering were improved and supplemented
and more information was added on counteractingriem financing. Also a separate chapter on
special limiting means was included.

Distribution of guide to obliged institutions andaperating units both in paper form and in eleatron
form — on CDs (in this from for the first time sathe first edition) started in December 2009. The
part containing sensitive, detailed information @aming identified methods of money laundering was
excluded from electronic version of the guide.

4.8.3. Other trainings
It must be underlined that the representatives©i@epartment of Financial Information participated
as the trainers in conferences and trainings orgdnin 2009 at the invitation of entities including
obliged institutions:
e inthe training organized by the National Chamlf@dataries for representatives of the
District Chambers of Notaries on 3-4 September 20@&akopane,
* in Conference organized by the Polish Bank Assiaciadn 23-24 September 2009 in

Zakrdzew,

n

e in 2 edition of the Conference Banking Management Foouganized on 1-2 October in
Warsaw,

e intraining for notaries inspectors from Regionab@bers of Notaries on 19 October 2009 in
Warsaw.

Representatives of the Department also participaiettaining organized by BRE Bank SA for
employees of BRE Bank SA capital group and otherkbdrom the country organized in October
2009 in Warsaw.

The basic topic of most of exposes of the Departmepresentatives during these conferences and
trainings was amendment of tAet on counteracting money laundering and terrorfsrancing.

5. INTERNATIONAL COOPERATION

5.1. Cooperation with the European Commission
Cooperation with the European Commission is mosthplemented in two fields: through
participation in works of the Committee for Cousteting Money Laundering and Terrorism
financing (also known as Prevention Committee) #mwdugh participation in meetings of EU-FIU
Platform.
Under works in Prevention Committee representatife&IFI took part in sessions, meetings and
workshops on i.a.
» issues related to problems concerning applicatigmavisions of theDirective 2005/60/EC of
the European Parliament and of the Council of 2@®er 2005 on the prevention of the use
of the financial system for the purpose of monapdering and terrorist financin¢so called

rd
3 Directive),
¢ discussion on common approach of the European WMember States towards Iran, with
consideration of sanation activities proposals,
e issues related to consideration in the domesticigioms of the EU Member States fiscal

crimes as the predicate offences for money launggri
th

e cases of practical approach of evaluators in resgeapplication of the 9special
recommendations of FATF (concerning transport shaar other liquid assets abroad)
towards EU Member States,

« discussions on review of states under activitieatarnational Co-operation Review Group -
ICRG, which at FATF carries out works aiming atritiication of jurisdiction which as a
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result of weakness of their systems for countangationey laundering and terrorism
financing do not ensure safety of internationahficial system in respect of international
cooperation in the discussed field.

EU-FIU Platform were dedicated to implementatiorcoimmon projects of the financial intelligence
units of the European Union Member States, opearati@ooperation of units under FIU.NET,
development of analysis of issues related to ojerat and strategic cooperation of financial
intelligence units under EU and initial works iretfield of modification of information exchange
standards and cooperation of these units. GlFlesgtatives continued cooperation under the
Platform with respect of project related to inteim@al cooperation rules for financial intelligence
units. Its main objective is improvement of opeya#il cooperation between FIU of the European
Union Member States.

5.2. MONEYVAL Committee

In 2009, representatives of GIFI with representsiwf the Ministry of Justice and the Financial

Supervision Authority (KNF) participated in MONEYMAmeetings, involving in the Committee

works on on going basis. Together with other natiatelegations they worked on preparation of the

4th round of evaluation of systems counteractingneyolaundering and terrorism financings carried

out by MONEYVAL, International Monetary Fund, Fir@al Action Task Force (FATF) and World

Bank.

During the meetings a schedule for further MONEYVAdtions was accepted under which in 2010 it

is planned that Poland would present a second &sgeport.

Within works of the Committee, in 2009, Poland wss called reporting country during the

discussions on the second Progress report of tbeal8h. The task of Polish delegation was

presentation of achievements and errors in Sloyakes of fight against money laundering and

terrorism financing, covering period between thstfand the second Progress report.

With regard to involvement at the MONEYVAL meetimg work of the Typology Group, GIFI

representatives participated in typological meetthgMONEYVAL, which was held in November

2009 on Cyprus, including works of Insurance anchi@ang Typology Task Forces.

Moreover, two represengatives of GIFI and KNF caetgdl a training for evaluators organized by
r

MONEYVAL under the 3 Evaluation Round, obtaining the right to particgpat evaluation of other
countries.

5.3. Cooperation of international organizations

5.3.1. Egmont Group

Polish Financial Intelligence Unit (PFIU) partictpd in works of EGMONT Group i.a. through
preparation of inputs to numerous typological goesiaires prepared by working groups: operational
and training. GIFI representatives prepared fornbeds of EGMONT Group information on activity
of the Polish Financial Intelligence Unit and trsepbmitted their participation in works on EGMONT
Group library, containing practical examples ofiaties related to fight against money laundering,
national regulations of the Group members and atbeuments useful in FIU operation.

Thanks to participation in works of EGMONT GrouplFGis able to cooperate closely with units
from the whole world, operating in the area of dewacting and fighting financial crime.

5.3.2. Financial Action Task Force (FATF)

Thanks to MONEYVAL membership in FATF last year GtEpresentative had two opportunities to
participate in works and meetings of FATF, highligh interest of our country with discussions
carried out in that organization which tasks ineldareation of latest standards in the field dfiiiog
money laundering and terrorism financing procedure.

Moreover, GIFI representatives were involved inelegment of Polish stand presented with regard to
review of countries under works of the InternatioGaoperation Review Group FATF (so called
ICRG). GIFI representative by being part of MONEYNAelegation, participated in the meeting of

48



the European and Asian Review Group (Subgroup ul@fe&) presenting Polish stand in the field of
FATF recommendations.

5.3.3. Euro-Asian Group on combating money launderi  ng (EAG)

GIFI representative as an observer participatedEumro—Asian Group on combating money
laundering. From February 2005 the Group has hasbaserver status at FATF and operates on rules
similar to MONEYVAL (so called FATF-Style RegionBbdy — FSRB).

Participation in the Group results from the PFIterast in works at various FSRB. Moreover, thanks
to participation in EAG works contacts with othereiMber States of that organization are
strengthened.

GIFI representatives took active part in Workingp@s (Technical Support Group and Typological
Group) through involvement in preparation of tygptal questionnaires and through participation in
plenary meeting of the Group which took place imBRetersburg in Russia.

In 2009, implementation of so called technical supgor Group Member States was continued,
including in particular the experts’ support in fiedd of IT tools and data modelling for the Finéal
Intelligence Unit of Kyrgyzstan and while visit tife Russian Financial Intelligence Unit in Poland.

5.4. Strengthening GIFI position in the region

In the first half of 2009, “Project on cooperatibetween Ministry of Finance of RP and USE
Department of Treasury” signed on 20 December 2@@6 continued to be implemented. Subsequent
project tasks were implemented including organmratef seminar for Polish customs administration
authorities and border guard, carried out by spistsafrom US Immigration and Customs
Enforcement.

rd
The Ministry of Finance of the Republic of PolandhaJS Department of the Treasury organized 3
Regional Conference of the Financial Intelligena@t®)which took place in Warsaw on 22-23 June
2009. The conference was a continuation of aaiwitmplemented by GIFI with US Department of

st
the Treasury in 2007 (Regional Conference of the Financial Intelligena@tt)in Miedzeszyn). At
the same time, a meeting closing two-year PolisteAcan project took place.
The Conference topic were issues related to irgeapon and implementation of assumptions of the
th th

7 and 9 special recommendations of FATF concerning monagstiers and cash transport abroad
respectively.
Conference was attended by ca. 50 persons includipgesentatives of the Financial Intelligence

Units from Montenegro, Estonia, Lithuania, LatvRassia, Romania and Serbia and representatives of
th

international institutions involved in issues retatto implementation of 7special recommendation
th

and 9 special recommendatiomter alia: the European Commission, the Council of Europe,
FRONTEX, Organization for Security and Co-operafioEurope as well as representatives of the US
Department of Homeland Security and US Immigragod Customs Enforcement. The meeting was
attended by representatives of the Polish autkeriéind institutions involved in issues related to
combating money laundering and terrorism financing.

5.5. Bilateral cooperation

5.5.1. Exchange of information with FIUs
In 2009, GIFI received 96 requests from foreign $-t0 provide information concerning 507 entities.
Comparing to 2008, one request more was noted, Venwéhe number of entities in requests was
almost twice as big.
Most requests were received from units of the faitg countries:

e Ukraine — 16 requests;

¢ Belgium — 9 requests;

e Luxemburg — 6 requests;

e France — 6 requests;

e Great Britain — 5 request;

49



e Finland — 5 requests.

143 inquiries were addressed to foreign unitghe same number as in 2008 and theyreferred to 393
entities in total.Most inquiries were address ® tihits of the following countries;

e Germany — 22 inquiries;

e USA - 12 inquiries;

e Great Britain -10 inquiries;

e Cyprus — 10 inquiries;

To exchange information a secured e-mail was maghd via Egmont Secure Web -a platform to
which foreign units from the whole world have acscaad via FIU.NET -a network connecting units
from the European Union units. Due to use of ebeitr paths of information exchange, an average
time for reply to inquiry was ca. 3 weeks and ise®f emergency inquiries (related to reports on
suspicious transactions sent under Article 16(ftheAct) the reply time usually did not exceed 2-3
days.
Information received from foreign Financial Intgkince Units often constitute the basis for
formulation of crime report for the Public Prosexig Office by GIFI.
An example of an effective cooperation with foraigits is information on apprehension of
Polish citizen by the Police of one of the Europeanntries with regard to suspicion of drugs
smuggling and trade at a large scale. The analgdisransactions carried out by persons
related to the detained allowed to find that pratedrom this crime were also invested in
Poland. As a result of actions, GIFI blocked acdsuwith the amount of several hundred
thousand zloty.
Several hundred thousand Euro was also blockedoooumts of companies with registered
seats in one of Baltic states which — through aot®wpened in Polish banks — committed
money laundering from extortion of VAT made abrdawnl the basis of received information it
was found that these companies and part of seraddransfers were erased from the VAT tax
payers and remained in the interest of foreign kemforcement and fiscal authorities with
regard to suspicion of tax fraud. Received fundeewdthdrawn in cash by dummies within
the Polish territory or transferred abroad includjrio entities offering services in the field of
currency exchange and money payments.

5.5.2. Memoranda of Understanding

The basis for GIFI cooperation with foreign Finadintelligence Units are bilateral Memoranda of
UnderstandingCouncil Decision no. 200/642/JHA of 17 October 2@08cerning arrangements for
cooperation between financial intelligence unitstbé Member States in respect of exchanging
informationand Council of Europe Convention on Laundering,r8eaSeizure and Confiscation of
the Proceeds from Crime and on the Financing afofism of 16 May 205 (CETS 198).

The main premises of the above mentioned cooperegsulting from the above documents are:

« principle of reciprocity,

» use of information for analytical purpose at theeleof financial intelligence unit,

« substantiation of inquiry related to suspicion afmay laundering or terrorism financing,

» provision of possessed information or documentsttard party or their use for other purpose
than the purposes listed above only upon a wrdtersent of the FIU from which they were
received,

« FIU is not obliged to provide information if judaiproceedings were initiated in the case.

The scope of received and disclosed informationpamticular additional information each time
depends on the scope of inquiry and compliance asic rules of national law.

In 2009, GIFI concluded MoU in the scope of infotiba exchange concerning combating money
laundering and terrorism financing with the FlUenfr Armenia, Commonwealth of The Bahamas,
Moldova, Norway, San Marino and Isle of Man. Thiaywthe number of FIUs with which GIFI
exchanges information related to money launderimdy tarrorism financing on the basis of bilateral
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agreements increased to 50.
5.6. Other issues

5.6.1. Twinning Project for Romanian FIU

Polish Financial Intelligence Unit was selectedRmmania Financial Intelligence Unit as the executor
of twinning project no. RO/2007-1B/JH/05 "Fight agst money laundering and terrorism financing"
for Romanian FIU. The project will be implementedm the European Commission funds under so
calledTransition Facility

Its objective is strengthening Romanian adminigtratand obliged institutions in the field of
counteracting money laundering and terrorism fiman¢hrough support in development of national
strategy and adequate trainings programme inigii fior all involved entities.

In December 2009, after long-lasting period of riegions causednter alia by change of Project
Fiche by the Romania beneficiary, a contract enghilinplementation of Twinning Project to parties
was signed. From January 2010, the GIFI represeatatarted a mission as long-lasting adviser in
Romania and individual planned activities began.

5.6.2. Participation in negotiation process between Poland and USA

GIFI representatives, from December 2008 to Noven2®9 were members of the working group
appointed to negotiation of governmental execudiggeement NATO-SOFA with USA in the scope
of organization and operation of financial basié\oferican forces base in Poland.

The negotiations included activity of financial fiigtions such asCommunity BankCredit Union
and money exchange offices which can be establiblieimerican authorities on Polish territory to
provide financial services for the base, soldithsir families, civil staff, contractors and comti@s'
staff. An agreement was reached that the finangltutions of the base would be supervised by
competent authorities of the USA and that the Rihaities would not be responsible for their
activity and procedures counteracting money laundeand terrorism financing and their combating
binding for the institutions would be specifieddatail by additional executive agreement. The basis
for this agreement is an adequate provision ohtgotiated agreement.

Among the negotiated issues there were also isselated to transport of money by the above
mentioned entities cross Polish border. The efféthe negotiations was the guarantee of free impor
and export of cash cross Polish borders respeaogrol requirements which are similar to
requirements for all other persons crossing Polishders. At the same time, the parties made
commitment to jointly prevent abuse of rights geshtinder the agreement, to secure money exchange
system of RP and the regime of counteracting foréagndering and terrorism financing in the scope
of the agreement.

5.6.3. Technical support for third parties

In 2009, GIFI hosted foreign delegation of FIUsnfréd\igeria, Macedonia and Russia. The aim of the
visit was comprehensive presentation of Polishesysof fighting against money laundering and
terrorism financing and experience in this field.

During the visits, guests from Algeria and Russimifiarized with activity of Polish institutions dn
services involved in fighting money laundering aedrorism financing: Department of Financial
Information, Public Prosecutor's Office, Financigupervision Authority, Police, Central
Anticorruption Bureau and Anti-terrorist Centre ABW. The representatives of Macedonia had
chance to familiarize with Polish experience in gwpe of use of IT tools for special financial
analyses.

6. LEGISLATIVE ACTIVITY

6.1. Amendment of the Act

In 2009, legislative works were continued with nebéo the draft of theAct mending the Act on
counteracting the introduction to the financial aitation of financial assets originating from illgig

or undisclosed sources and counteracting terrorisrancing and amending other Acta the course

of parliamentary works, GIFI took part in numeromgetings of sejm and senate commissions.
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Finally, the Act was accepted on 25 June 2009 ateted into force on 22 October 2009.

In aim of amendment was adjustment of provisionthefAct to Community regulations in respect of
counteracting money laundering and terrorism fiiraghand in particular to the

Directive 2005/60/EC of the European Parliament aridthe Council of 26 October 2005 on the
prevention of the use of the financial system f@ purpose of money laundering and terrorist
financing ©.J. EU L 309 of 25.11.2005, as amended) @nchmission Directive 2006/70/EC laying
down implementing measures for Directive 2005/604£Cthe European Parliament and of the
Council as regards the definition of "politicallyxgosed person” and the technical criteria for
simplified customer due diligence procedures ardef@mption on grounds of a financial activity
conducted on an occasional or very limited bd€)s). EU. L 214/29 of 4 August 2006) as well as
regulations in the scope of application of indiatulimiting means against persons, groups and
entities within the territory of the Republic of IRod.

At the same time, GIFI undertook legislative measwaiming at preparation of regulations the issue
of which was provided for in the provisions of amed Act. On 20 October 2009 tkk¥dinance of
the Minister of Finance on list of equivalent caieg (Dz. U. No. 176, item 1364.) Moreover, a
settlement process concerni@gdinance of the Minister of Finance on the fornd anode of transfer
by the Border Guard bodies and customs authoritilgmation to the General Inspector of Financial
Information and works started on amendment of tBedinance of the Minister of Finance on
determination of a specimen for transactions regwyd method of keeping records and mode of
provision of data from the record to the Generagdector of Financial Information.

6.2. Other legislative activities

Similarly to previous year, GIFI actively partictpd in legislative processes concerning amendments
of other legal acts, in particular in situationsemn drafted amendments could have impact on fightin
against money laundering and terrorism financing.eample of such legal acts was the draft of Act
on payment services and draft of Act on identitydsa

6.3. Warsaw Council of Europe Convention

With regard to entering into force on 1 May 2008wland and five other countries (Albania, Bosnia
and Herzegovina, Malta, Moldova and Romania) Gmeincil of Europe Convention on Laundering,
Search, Seizure and Confiscation of the Proceenl®s f€rime and on the Financing of Terrorism
concluded in Warsaw on 16 May 20G5IFI actively joined the works of Working Group tife
Convention Parties Conference initiated in 200@\irzg at preparation of a questionnaire which would
allow to assess implementation of t@®nventionprovisions in countries which ratified it. The
Conventiorregulates issued related to fighting against mdaegdering and depriving criminals the
proceeds from their criminal actions. The provisiai theConventionalso allow to fight terrorism
financing in effective manner.
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3. Annex III - General Inspector of Financial Information Annual
Report 2008

General Inspector of Financial Information Annualplart 2008

REPUBLIC OF POLAND
MINISTRY OF FINANCE
INFORMATION
of the
General Inspector of Financial Information

On execution of the Act of November 16, 2000 on Counteracting I ntroduction
into Financial Circulation of Property Values Derived from Illegal or
Undisclosed Sources and on Counteracting the Financing of Terrorism
in the year 2008

1. INFORMATION ABOUT TRANSACTIONS
In line with theAct of November 16, 2000 on Counteracting Introducinto Financial Circulation of
Property Values Derived from lllegal or UndisclosBdurces and on Counteracting the Financing of
Terrorism (Dz.U. of 2003, No. 153 item 1505 as amended; heftr referred to as the Act), the
General Inspector of Financial Information is pmitya involved in acquisition, accumulation,
processing and analysis of information in the mardetermined in Act and undertakes activities
aimed at counteracting introduction into finandiatulation of property values derived from ille gal
undisclosed sources and counteracting the finarafitgrrorism, in particular investigating the cser
of transactions which may be related to commitangrime referred to in Art. 299 of thlienal Code
or the financing of terrorism.
The General Inspector of Financial Information éneafter referred to as the GIFI) executes itsdask
with the assistance of the Department of Financirmation, an organisational unit separated for
this purpose in the structure of the Ministry oh&imce. Together with it, the Inspector constittihes
Polish financial intelligence unit, according te tterminology used in the legal acts of the Europea
Union.

1.1. Suspicious Transactions

In 2008, the Department of Financial Informatiorcei®ed 1,815 descriptive notifications about
suspicious activities and transactions (the sedalARs). Their characteristic feature was desoript

of several, several dozen and sometimes even $éwerdred transactions (most often related to one
another by the same parties to the transactions|asi suspicious circumstances, similar time of
processing and/ or involvement of the same propeatyes) which, in the opinion of the notifying
institution, may be related to money laundering. rdbwer, these notifications were often
accompanied by other data and documents contriptirmore efficient conduct of the proceedings
(e.g. account history, copies of documents reggrsiuspicious transactions).
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Table No. 1 Number of descriptive notificationsaiged in the period from 2001 to 2008

Source of Obligated Co-operating Other Total
notifications institutions units sources ota
2001 (from July) 102 115 14 231
2002 358 237 19 614

2003 739 211 15 965

2004 860 521 16 1397

2005 1011 500 15 1526

2006 1351 530 17 1898

2007 1244 648 28 1920

2008 1287 460 68 1815

In 2008, the number of notifications of this typeceived from obligated

institutions increased

slightly: by 3.5% in relation to the previous yedét the same time, the number of notifications
received from co-operating units decreased by 20%6the other hand, the number of notifications

received from other sources grew by 142.9%.

Diagram No. 1 Data regarding descriptive notificais (SAR)

inne
4%

jednostki
wspdtpracujace
25%

instytucje
obowiazane 71%

[co-operating units: 25%; others: 4%, obligatediinBons: 71%)]
Similarly to the previous years, most notificationisthis type received from obligated institutions

derived from banks.

Table No. 2 Division of descriptive notificatiomsrh obligated institutions according to types oitsin

Number of
Institution type descriptive | Percentage share
notifications
Banks 1,237 96.11%
Credit unions 20 1.55%
Brokerage firms 21 1.63%
Entities representing legal professions 2 0.16%
Lease entities 3 0.23%
Insurance companies 4 0.31%
Total 1,287 100.00%

In the case of banks, over a half (approx. 55.58fptifications of this type derived from six banks

ie.

1) BZ WBK S.A.

2) PEKAO S.A.

3) PKO BP S.A.

4) Bank Millennium S.A.
5) BRE Bank S.A.

6) ING BankSlaski S.A.
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It is necessary to note that the number of notifices received from brokerage firms increased by
75% in comparison to the previous year. In thipees Dom Maklerski BZWBK S.A. and Dom
Inwestycyjny BRE Bank S.A. were in the lead.

In comparison to the information about individuasgicious transactions, descriptive notificatiore a
characterised by great detail and well present#tifigation, indicating thesuspicion conceived Iy a
obligated institution. In consequence, this faaiis quick

verification of the received data in other informatsources and as a result of it, preparation of a
notification on suspicion about committing a criareer Art. 299 of th@enal Code.

However, it is necessary to pay attention to cerstiortcomings which sometimes appear in the
above-mentioned descriptive notifications. Ceriastitutions provide the data of the other parties
the transactions in a limited manner, fail to ditadditional information about the suspicious egit
despite their possession, e.g. with respect tdattethat the law enforcement agencies are conuyicti
proceedings against them. Moreover, it also happéhat an institution did not properly analyse
suspicious transactions, which resulted in ermorsléntification of entities or erroneous conclusio
with respect to money laundering or the financihgearorism.

In spite of the provision of Art. 106a.1 of tBanking Law Acbf August 29, 1997 (Dz.U. of 2002,
No. 72, item 665 as amended) requiring the bankwdeide information to the police or the public
prosecutor’s offices in case there is a justifiadpscion on using its activities for criminal actst
related to money laundering or the financing ofdgsm, the above-mentioned notifications featured
notifications indicating commitment of other crimign the crimes listed above. In relation to the
repetitive nature of such notifications primarilgdicating a justified suspicion of committing a
predicate offence with respect to money laundering2008 banks were provided with general
feedback on this subject resulting mainly from datgeived from law enforcement agencies
conducting proceedings in such cases.

In 2008, 17,227 notifications on individual suspigs transactions were received (17,214 transactions
marked as suspected of money launderinT-R-MLand 13 transactions marked as suspected of
terrorist financing -STR-TH. Their distribution in individual months of 20@8 presented in diagram
No. 2, and distribution of the number of these seantions according to types of obligated institugio

is presented in diagram No. 3. Every year, the @&Ebrds a decrease in the number of transactions
submitted by the obligated institutions by elecitomail and marked as suspected of money
laundering or terrorist financing. Analysis of tedsansactions in previous years showed a significa
share of errors (detailed data in the GIFI repbdm previous years) in the provided data (both of
technical and substantive nature), committed by dhkgated institutions during classification of
transactions. The activities undertaken by the @Gikd cooperation with other obligated institutions
led to a systematic drop in the number of erroth wisimultaneous increase in the quality of pregid
information.

Diagram No. 2 Number of new suspicious transactserg to the GIFI in individual months (STR).
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Diagram No. 3 Distribution of the number of suspig transactions (STR) according to types of
institutions

@ Bank, cddzial banku zagranicznego

@ 0.24%
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Oz, =
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0 -,

zaktadu ubezpieczen
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®m Dom maklerski lub inny podmiot niebedacy
bankiem prowadzacy dziatal. makl.

m Motariusz

m Antykwanat

B 75,9% :
O Rezydent prowadzacy dziatalnosé kantorowa
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[Bank, a branch of a foreign bank;

Investment fund association or investment fund;

Insurance company, main branch of a foreign instga@ompany;

Credit union;

Brokerage firm or another entity which is not albant conducts brokerage activity;

Notary public;

Antiquarian bookstore;

Resident conducting currency exchange activity;

Enterprise conducting lease or factoring activity]

Among 3,000 institutions which provided data to @B& | in 2008, there are entities providing
information about individual transactions in theurse of a year and entities providing information
about hundreds of thousands of transactions onrahtyabasis (in 2008, the largest institution ifsth
respect provided the GIFI with information aboutepwvmillion transactions). The GIFI provides
services for both types of entities — as well &sehtire range of institutions with intermediatattees

— with greatly differing expectations as far as fibien and the scope of assistance on the part l6f Gl
is concerned with respect to various groups ofgaiéid institutions.

A significant share of these notifications was tedisto the provided descriptive notifications. Méjo

of notifications about individual suspicious tractsans were sent by banks, investment funds and
insurance companies. Among banks, the greatestemwwohlsuch notifications was sent by:

1) ING BankSlaski S.A.

2) Bank Zachodni WBK S.A.

3) Bank Handlowy w Warszawie S.A.,

which in total constitutes over a half of the nositions from the obligated institutions of thipey It

is necessary to note that the notifications onviddial transactions provided by the obligated
institutions still featured shortcomings in the nforof absence of a justification indicating the
suspicions conceived with respect to the notiframidactions. Sometimes, the notifications were sent
with laconic descriptions, e.g.: “transaction desigd on the basis of analysis”, “repayment of
credit”, “discontinuation of deposit” or there wa justification for the suspicion, e.g. “non-
suspicious transaction”, “no remarks.”

As a result of initial analysis of the notificat®nl,725 suspicious transactions and 3,384above-
threshold transactions (with a value above EUR ®,0elated to them were classified to further
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analysis, within the framework df3 new analytical procedures.

In 2008, the GIFI also received 460 notificatiomgni co-operating units, most of them from tax
offices, the Agricultural Property Agency (APA),etiNational Bank of Poland and fiscal control
authorities.

Table No. 3 Division of descriptive notificatiomerh co-operating units according to unit type

Co-operating unit nol;il;ijcr:g?iiagf Percentage share

Treasury authorities 173 37.61%
APA 76 16.52%
NBP 74 16.09%
Fiscal control authorities 72 15.65%
Customs authorities 25 5.43%
Law enforcement agencies 22 4.78%
Units of public administration 18 3.91%
Total 460 100.00%

In the case of information received from co-opetinits, the irregularity encountered most often i
the absence of justification for providing the fio&ition, including elements that indicate commitrine

of a crime under Art. 299 of thRenal CodeThere were also cases of provision of information i
relation to a suspicion regarding committing a eriother than listed above. Moreover, sometimes
certain co-operating units would simultaneouslydseotifications about the same case to the GIFI and
to the law enforcement agencies.

1.2. Above-threshold transactions

The GIFI accumulates and processes the informatiiiained from the obligated institutions about
above-threshold transactions. In 2008, a dedicHieslystem accepted over 75,000 files with data
regarding transactions processed in the Polisimdiahsystem. In line with the binding provisiotise
files with data are submitted with the use of ontdd three electronic channels:

« asecure GIFI Internet site (by means of compledimgiestionnaire directly at the website or
sending it with the use of file from the systermaafobligated institution: in 2008, the GIFI
received 90.2% of all files in this manner);

* secure electronic mail (in 2008, the GIFI recei9ego of all files in this manner) or;

¢ submission of information on a CD/ disc (in 200& GIFI received in this manner 0.2% of
all files).

Diagram No. 4 presents percentage distributionsef of individual electronic channels for sending
files with data to the GIFI.

Diagram No. 4 Use of electronic channels of pransof information to the GIFI
0o0,2%

a3 serwis VWWW
| poczta elektroniczna
o CchybD

o 20,2%
[Internet website; electronic mail; CD/ disc]
A slight (even though requiring proportionally muatore work during collection and entering into
databases) portion of information is submitted ly dbligated institutions to the GIFI in the ford o
paper copies of transaction cards (in 2008, thd @l€eived over 5,500 paper copies of transaction
cards).
The total number of transactions about which thEI®las informed in various manners exceeded
34.8 million. Among the notified transactions, 1%.%vere transactions whose data contained major
errors, hindering their further analysis and reqgirprovision of corrections by the obligated
institutions. This significantly decreases the patage of errors (in 2007, the analogous value
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amounted to 19.1%) and it is an expression of pesiesults of activities undertaken by the GIFI in
2008 and cooperation with the obligated institudiowithin the scope of explaining errors in
notifications.

The distribution of the number of transactions sitfeh to the GIFI in individual months of 2008 is
presented in diagram No. 5, whereas the distributibthe number of transactions according to the
type of institution providing the data is illusteadtin diagram No. 6. The largest group of traneasti
(over 84%) was provided by the banks, entities oohdg brokerage activity (over 7%) and
investment funds (2.9%).

Diagram No. 5 Number of transactions submittecheo®IFI in individual months of 2008
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Diagram No. 6 Distribution of the number of trangans submitted to the GIFI in 2008 according to
the type of obligated institution
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[Bank, a branch of a foreign bank;

Brokerage firm or another entity which is not albant conducts brokerage activity;

Investment fund association or investment fund;

Enterprise conducting lease or factoring activity;

Notary public;

Insurance company, main branch of a foreign instga@ompany;

Resident conducting currency exchange activity;

Credit union;

Polish post;

Entity conducting operation in area of lotterieatipnutual betting and machine gambling;
Antiquarian bookstore;

Enterprises operating within the area of circulaiid precious and semi-precious gems andmaterials;
Foundation;

The National Depository for Securities;

Auction house;

Entrepreneur conducting operation in the area nsigmment sale;

Entrepreneur conducting operation in the area winglaroking]

Among over 34.8 million transactions whose dataenemtered in the GIFI databases, 9% were cash
transactions; 8% were transactions executed wétptrticipation of entities for whom the obligated
institution submitting the data indicated a foreiglace of residence or foreign citizenship (1% of
transactions was classified as transfers from abroa
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Data on transactions which were positively validateere made available for further analysis. The
GIFI uses the data about transactions submittethéyobligated institutions in analyses of several
types. All transactions are used in the courseeafching for connections between the transactibns o
an analysed entity/ account, implemented in variobSgated institutions. All transactions are
analysed with respect to:
e occurrence of characteristic features (includingurrence of specific entities/
accounts as parties to the transaction, e.g. irdlini the lists of entities suspected of
terrorism or its financing);
e occurrence of characteristic sequences of firficws (on the basis of expert
knowledge and models pre-determined on its basis).
As a result of the analyses, data on some traosactare included directly in the conducted
proceedings and notifications addressed to thdgplbsecutor’s offices (more information abousthi
issue is included in the chapter regarding anabyfsssispicious and untypical transactions).

2. ANALYSES

2.1. Counteracting Money Laundering

Within the framework of its statutory tasks, then@el Inspector of Financial Information analyses
the obtained information; in particular, the Ingpeexamines the course of transactions with raspec
to which justified suspicions have been conceived.

2.1.1. Analytical Proceedings and Their Effects
As a result of the information obtained in 200& @eneral Inspector of Financial Information:
e initiated 1,242 analytical proceedings;
* demanded suspension of one transaction for the @nodapprox. PLN 9,000;
» demanded blocking of 319 accounts where suspidinascial operations were made for the
amount of approx. PLN 20.5 million (the Inspectentnded the blocking of 202 accounts on
its own initiative for the amount of approx. PLN.30nillion).

The individual proceedings listed above encompas$smd several to over a thousand descriptive
notifications of individual suspicious transactioasd up to several thousands of above-threshold
transactions.
The initiated analytical proceedings related toftilewing areas of threats:
» illegal or fictitious turnover of goods: fuels, aprmetal: 151 proceedings;
» transfer of money related to turnover of real props and movables (vehicles): 117
proceedings;
» circulation of funds probably deriving from unautised access to bank accounts: 94
proceedings;
e transactions in turnover with foreign countries:#8ceedings;
e circulation of funds probably deriving from otheadids and extortions: 61 proceedings;
e transactions at accounts conducted in Poland ocalfogfinon-residents: 53 proceedings;
e transactions with the participation of entities ingwegistered offices in tax havens: 19
proceedings.

In comparison to the previous years, the use oatweunt blocking tool has increased,; it consists i
temporary prevention of disposal and use of alpprty values accumulated in the account with a
simultaneous possibility of increasing these valemflow of more funds (cf. Table No. 4)

Upon its own initiative, the GIFI provided the adted institutions (without a previous notification
received from them) with written demands for blogkiof 202 accounts for the amount of approx.
PLN 10.3 million. The bases for such demands reditom the conducted analytical proceedings.

It is necessary to emphasise that the amountshdffblocked in the accounts are estimates, asglurin
the blockade imposed by the GIFI funds may be tzddd the account, yet they cannot be withdrawn.
As a result of the analyses, 246 notifications alzoguspicion of committing a crime (referred to in
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Art. 299 of thePenal Cod¥were submitted to the public prosecutor’s offjaeserring to 468 entities
and transactions with a value of approx. PLN 1.lli®b.

Table No. 4 Results of analyses

Specification 2001| 2002 2003 2004 2005 2006 2007 2008

poufieationsto 50| 04| 152|148 175 108 190| 246

public

prosecutor’'s

offices under Art.

299 of the Penal

Code

Suspension of | 26 20 5 5 4 1 1

transactions (approx.| (approx.| (approx.| (approx.| (approx.| (approx.

(in PLN million) 37) 2.6) 1.6) 6.4) 0.23) 0.09)

Account blocking - - 8 13 34 92 97 319

(in PLN million) (approx.| (approx.| (approx.| (approx.| (approx.
(approx. 12) 36) 41.6) 30) 20.5)

22)

In relation to the notifications sent by the Gltfle public prosecutor’s offices informed about isgu
of the following decisions in 2008:

e 134 decisions about initiation of preparatory pemtinags;

e 23 decisions about completion of preparatory prdicegs — on the basis of submission of acts
of indictment against 132 persons to courts;

* 88 decisions about discontinuation of preparatoog@edings and on three decisions on
resumption of discontinued investigations (in relato decisions about
discontinuation of investigations, the GIFI is rmaithorised to file appeal — in line with Art.

306.1 of theCode of Penal ProceduyreThe main reason for discontinuation of procegsliwas no
possibility for determining the original crime whiovould be the source of origin for the funds
introduced to financial circulation, as well asuisg of a decision on attaching the materials teent
investigation proceedings. The decisions about odisicuation of proceedings were partial in
numerous cases, solely referring to selected persith the main proceedings still going on. Despite
discontinuation of penal proceedings initiated lo@ basis of the GIFI notifications, there were sase
of lodging accusations in relation to commitmentasbidden acts, other than money laundering;

« 8 decisions about refusal to initiate proceedirigstfo cases, the refusals for initiation of
proceedings were issued in relation to the procgsdalready being conducted against the
same person by another public prosecutor’s offiteia one case the refusal for initiation of
proceedings was related to separation of a portbrmaterial and its submission to
proceedings already pending in another public ase’s office);

e 8 decisions about resumption of a suspended igatitn/ proceedings.

According to the data submitted by the MinistryJuistice regarding all proceedings conducted in
2008, the public prosecutor’s office issued théfeing decisions in cases on money laundering:

e 284 cases were initiated with respect to 254 pargout of which 197 cases on the basis of
information received from the GIFI);

e 74 acts of indictment were submitted to courts witpect to 324 persons;

e 81 preparatory proceedings were ended by a deaisiatiscontinuation of investigation and 9
proceedings were ended with a refusal to initiatestigation;

* 66 preparatory proceedings were suspended.

The total value of assets encompassed by securiyaperty in cases initiated in 2008 (in PLN amd i

other currencies) amounted to the equivalent of@ap@PLN 65.4 million.
On the other hand, data regarding decisions in gntauandering cases indicate that in 2008, the sourt
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of first instance issued 27 verdicts of guilty (&victed persons).

Apart from notifications submitted to the publicopecutor’s offices on the basis of conducted
analytical proceedings, the GIFI submitted 84 ig#ifons about suspicious transactions, includidg 4
notifications to the Fiscal Control Offices and B6tifications to the Internal Security Agency
(including the notifications referred to on page), 153 notifications to the Central Bureau of
Investigation of the General Police Headquarteng, motification to the Polish Financial Supervision
Authority and one notification to the Central Amtrcuption Bureau.

On the other hand, acting pursuant to Art. 15bha&f Act, the GIFI sent 31 applications to tax
authorities and to fiscal control authorities refijag examination of legality of origin of specific

property values in order to explain the sourcerigfio of such values.

2.1.2. SAMPLE DIRECTIONS OF ANALYSES
Scrap cases
The Department of Financial Information receivesrenand more notifications about suspicious
transactions regarding turnover of scrap metal @eoyclable materials. Cash obtained from such
illegal activity is later introduced to financiakrculation. The scale of the phenomenon is incregsi
which is testified by the number of scrap casesaied by the GIFI and the total value of suspisiou
transactions about which the GIFI notified the pruplosecutor’s offices. The results of the conddct
analytical proceedings, regarding scrap metal anyctable materials’ circulation, indicate that a
network of entities has been established for thpgme of providing funds which is completed with
disbursement of cash.
The typical phenomena include:
e establishment afimulating enterprisesyhose only task is to register its operation anehop
an account in one or in several banks;
* achievement, immediately after the company’s estaimlent, of high turnover at very low
income;
* short time of the entity’s operation;
* recruitment of owners of the above entities amagmppe with low income or unemployed;
* disbursement of funds immediately after their diadi

These principles of operation are similar to fiel casesThe used accounts function as distribution/
target accountstigureheadsare the final element of the transfer of cash bamseof disbursement of
cash.

In 2008, 103scrap casesvere initiated, whereas 80 notifications on sugpichbout committing a
crime under Art. 299 of théPenal Codewere addressed to the public prosecutor's offices
(encompassing 141 entitiedjhe estimated value of transactions in these casesinted to PLN
377.2 million.

Fuel cases

Similarly to the previous years, the DepartmenEimfancial Information received notifications about
suspicious transactions regarding transfer of fuetited to actual or fictitious circulation of digl
fuels and components for their production. The esadl the phenomenon, in spite of the activities
undertaken by relevant state authorities, is sthificant.

A characteristic feature dfiel casesstill is, similarly to scrap cases, an extendedvoek of related
economic entities — in some cases encompassing2@@eentities which, in spite of identification and
dispatch of notifications on suspicion of commitia crime to the public prosecutor’s office, tead t
rebuild themselves and create new links. In theontgjof cases, subsequent entities siraulating
enterprisesln exchange for slight property benefits, naturatspns fijgurehead} express approval
for the use of their personal data to register m®&@nomic entities and subsequently set up bank
accounts used for money laundering.

According to the conducted analyses and acts attment formulated by the public prosecutor’s
offices, financial benefits received by such pessionexchange for the use of their data for regigge

an entity and/ or establishing an account reaclamheunts of PLN

500.00 — 2,000.00, whereas the value of money ken@ldduring one year by the entities registered in
this manner may reach several millions of PLN.

In 2008, forty-eightfuel caseswere initiated. In relation to the operation of eety-eight entities,
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twenty-eight notifications on suspicion about comtimgy a crime under Art. 299 of tHeenal Code
were sent. The estimated value of the transaciiotiese cases amounted to PLN 421.8 million.
Frauds and extortions

Another identified area of money laundering weamsactions performed as a result of activitiefi¢o t
detriment of legal and natural persons. The monay legalised with the use of therget account
technique — transfers of funds for the purposeneirtimmediate disbursement in cash and by means
of circulation of securities. On the other hand depositingstage was omitted. On account of the
nature of certain predicate offences, e.g. creddré&on, resulting in the fact that the funds whare
the subject matter of the crime are located in-€eehfinancial circulation, it is difficult to disguish
transactions performed within the framework of aditate offence from transactions related with
money laundering.

Sixty-one analytical proceedings regarding fraudsl axtortions were initiated. Twenty-eight
notifications were submitted to the public prosecstoffice about suspicion of committing a crime
by forty-five entities under Art. 299 of tHeenal CodeThe notifications referred to forty-five entities
and to transactions with a value of approx. PLNr8ilHon.

Unauthorised access to bank accounts

An additional direction of activities were transans related to the laundering of money derivednfro
extortion of funds from bank accounts (an areawsed from the previous field encompassing other
frauds and extortions). For this purpose, the geafmrs most often use advanced social-engineering
methods for illegal procurement of information whicsubsequently enable them to obtain
unauthorised access to Internet accounts. Oneeobéfter known methods ghishing (sometimes
translated agassword harvesting fishing The funds extorted in this manner were mostnofte
disbursed in cash or provided to third parties transfers (e.gWestern Uniop The above
transactions have been performed with the use afl mounts in order to make it more difficult for
the account holder to ascertain a decrease in fasdwell as for an obligated institution to regish
suspicious transaction. In this case it is als@iadift to distinguish between transactions perfadme
within the scope of the predicate offence fromdeations related to money laundering.

Ninety-four analytical proceedings were initiatedthwrespect to unauthorised access to bank
accounts. The public prosecutor’s offices were e with fifty-seven notifications about suspicion
of committing a crime of money laundering under.A299 of thePenal Code.The notifications
referred to eighty-three entities and transactieitis a value of approx. PLN 2.3 million.

lllegal turnover of spirits

Another area of money laundering were transactiomsiemented as a result of illegal sale of
technical grade spirit for food purposes withowores, in the so-called “gray zone”, and tax frauds
related to it. Cash obtained from such illegahaistiwas later introduced to financial circulation.

The results of conducted analytical proceedingganding illegal circulation of spirit products, juss

in the case of circulation of fuels and scrap matal recyclable materials, indicate a phenomenon of
establishment of a network of entities for the s of transfer of funds, where the whole operation
is completed by disbursement of cash. The accdhatsare used play a role of distribution accounts,
or target accounts. THeyureheadspy disbursement of cash, constitute the elementiwbdmpletes
the transfer of funds.

In 2008, three notifications were addressed topihiglic prosecutor’s offices (encompassing seven
entities) about a suspicion of committing a crinmeler Art. 299 of thePenal CodeThe estimated
value of suspicious transactions in these casesiater to PLN 22.8 million.

lllegal turnover of tobacco products

Another area of money laundering were transactiomglemented as a result of smuggling of
cigarettes to the EU. The source of income is tihmmecof customs smuggling, as well as reduction of
import and export customs receivables and publicrieceivables, including the excise duty and the
tax on goods and services to the detriment of thdgét of the European Community and the State
Treasury. Subsequently, numerous activities wertoaed, i.e. the obtained funds were located in
the banking system and then a very large numb#éraaactions were implemented with the aim of
changing the form of the laundered financial asset®rder to make the ascertainment of their
criminal origin more difficult.

In 2008, two notifications were submitted to theblou prosecutor’'s offices (encompassing ten
entities) on suspicion of committing a crime unAet. 299 of thePenal CodeThe estimated value of
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transactions in these cases amounted to PLN 1lmil

2.1.3. Money Laundering Methodology
Similarly to the previous years, also in 2008 ia ttourse of the conducted analytical proceedings, i
was ascertained that the organised criminal grawgesl previously identified methods of money
laundering, and only modified and adjusted therth&ocurrent conditions. A constant increase in the
activity of the above groups has been noticed & dhea of financial services such as: Internet
banking, debit cards and electronic money transfstems. In the above area, relative anonymity of
services is an advantage for the criminals; ibispded with global range, non-stop access to fuasls,
well as rapidity of the funds’ transfer.
Moreover, a greater number of proceedings was ewbtighere the registered office of one of the
parties to the transaction is located in a “taxema¥In 2008, nineteen such proceedings were inilia
One of the reasons for establishing companies @r tiranches in such countries is the simplified
manner of tax settlements which exists there aoddax threshold, as well as additionally sim@di
principles of establishing companies. The
Regulation of the Minister of Finance of May 1602®n Determination of Countries and Territories
Applying Harmful Tax Competition for Purposes afdme Tax on Legal Persons
(Dz.U. No. 94, item 791) provides a list of couasrwhich may be deemed “tax havens.”
What is more, fifty-three cases were conducted liickv suspicious transactions were analysed; they
were performed via accounts maintained in banksh& area of Poland for non-residents. The
characteristic feature of the above cases is ttteofaestablishing bank accounts by non-residemts a
a transaction scheme consisting in transfers e@dit the account from entities which have thedt se
abroad, as well disbursement of funds in cash. Mfien, citizens of Eastern European countries and
Asia participated in such practices.
It is necessary to note that in 2008, an increaséhé number of notifications about suspicious
transactions in a new area of risk was recordedtransactions performed by entities operatinipén
construction industry. The characteristic featuréhese transactions are high transfers creditédeo
accounts of newly established, one-person compawnlgsh, on account of organisational and
financial limitations, would not be able to procesders of such values. Almost the entire amount of
funds received for the allegedly provided servisedisbursed in cash by owners of these companies —
most often, these are persons who previously dichaee any experience in the construction industry
or in the conduct of economic activity and whosevjmus income was low. The companies involved
in the above dealings declare sale of services pmwdhase of goods and services of high, yet
approximate values, which results in the fact thay are required to pay taxes only in the minimum
amounts.
The GIFI tries to trace the areas of risk sensitivenoney laundering on an ongoing basis for the
purpose of preventing development of nhew methodmoifey laundering, as well as to draw the
attention of the obligated institutions and theop@rating units to these new areas of risk.

2.2. Counteracting the Financing of Terrorism

In 2008, within the framework of implementation tafsks within the scope of counteracting the
financing of terrorism, eight proceedings wereiatéd regarding transactions performed by seventy-
four entities. The proceedings were initiated om biasis of notifications from obligated institutson
and upon own initiative of the GIFI. They referréal transactions conducted by persons from
countries suspected of supporting terrorism orhim drea where terrorist groups are active. Special
attention was drawn to economic activity pursuedigh persons.

As a result of the undertaken activities, the ImaérSecurity Agency received fifteen notifications
regarding persons and entities encompassed bytiteicted proceedings.

The GIFI is also a member of the Inter-ministerigdam for Terrorist Threats, dealing with
coordination of activities within the scope of ctenacting terrorism. A GIFI representative also
participates in the works of a Standing Expert @reatablished by the team for monitoring terrorist
threats, evaluation of their level and nature, afl s presentation of proposals within the scdpe o
legal regulations and preparation of proper procesiu

From the moment of establishment of the Anti-tastoCentre within the structure of the Internal
Security Agency, the GIFI provides this institutiomithin the scope of its statutory competencies,
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with information about events and incidents whicllympose a threat for state security or the citizens
safety. The provided information refers to tranisad related to introduction to financial circudati
of property values which may be related to therfoiag of terrorism.

3. CONTROLS

3.1. Controls Conducted by the GIFI

The GIFI controllers carried out thirty-two consoln comparison to the previous years, the vaoéty
obligated institutions encompassed by the conggarding compliance with provisions has increased.
In 2007, the control encompassed ten categoriesblijated institutions and in 2008, there were
fifteen categories of obligated institutions. Whiselecting units for control, analytical and contr
data of the GIFI, control information of supervisiauthorities and media publications were takem int
account.

Controls in 2008 encompassed the following categoof obligated institutions:

« Banks: 3;

* Brokerage companies: 1;

¢ Investment fund societies and funds managed by:them

e Insurance companies: 2;

e Attorneys-at-law: 4;

* Notaries public: 3;

* Lawyers: 1;

* Tax advisors: 2;

« Entrepreneurs conducting operation within the sad@@gency services in real estate trade: 1;

» Chartered accountants: 1;

* Auction houses: 1;

e Cooperative banks: 3;

* Credit unions: 2;

* Foundations: 2;

. Entrepreneurs conducting lease operation: 2.
Among most important irregularities were:

- formal: lack of preparation on the part of the gated institutions to implement the statutory
obligations by failure to determine internal progess or their incompliance with the
provisions of the Act, absence of provisions inititernal procedures indicating fulfilment of
the obligation within the scope of counteracting tfinancing of terrorism, incorrect
separation in the internal procedure of two modascisied in the Act for dealing with
suspicious transactions determined in the provisainArt. 8.3 and Art. 16 and the following
articles of theAct absence of provisions indicating the need fordooting analyses for the
purpose of selecting suspicious transactions;

e substantive: low level of implementation of the ypsions of the Act, mainly with respect to
the obligation of registering transactions, idecdifion of entities participating in the
transaction and selection of transactions and ywogf about them and irregularities in
maintenance of transaction registers and proviefomformation from these registers to the
GIFI.

Determinations of the controls conducted by thelGifntrollers were provided to the supervising
institutions for further use.

After a detailed analysis of the control resultsstified suspicions were conceived of committing a
crime with respect to which five notifications wesgbmitted to the public prosecutor’s offices.

3.2. Controls Conducted by Supervising Institutions
The GIFI received information about controls cortdddoy:
« The National Bank of Poland: 1,092 controls in fgneexchange offices;
« National Cooperative Credit Union: fifteen controighe Credit Union agencies;
e The Polish Financial Supervision Authority: elexamtrols in banks, nineteen controls in
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cooperative banks, four controls in brokerage fiamd seven controls in insurance
companies;

e Presidents of Courts of Appeal: thirty-five consroff notaries public;

e Customs-Excise Control and Gambling Control DepaninMinistry of Finance): two game
parlours and two gambling casinos.

The control results were consistent with the irtagties determined by the GIFI controllers.

3.3. Explanations on the application of legal provi  sions

In relation to doubts regarding implementation Gitwory obligations notified by the obligated
institutions and co-operating units and continuing practice of previous years, written responses t
answers were provided. In particular, questionsrretl to the customer identification obligations,
transaction registering and register maintenance.

The GIFI received over 100 questions regardingtim@capplication of legal provisions, in particula
the provisions of the Act. Most questions (38%)evasked by the banks. Moreover, the employees of
the Department of Financial Information provideglexations via telephone. The subject matter of
explanations provided on the telephone was comsistgh the subject matter of written explanations
and referred primarily to the implementation of ibastatutory obligations by the obligated
institutions. Some questions also referred to tinedasted changes in the provisions in the comtfext
their adjustment to the EU regulations.

Independently of provision of explanations withire tscope of the binding legal provisions, intensive
work was conducted within the framework of the $tafive process leading to adjustment of the
provisions of the Act t@irective 2005/60/EC of the European Parliament #mel Council of October
27, 2005 on the Prevention of the Use of the Firar®ystem for the Purpose of Money Laundering
and Terrorist Financing(EU O.J. L 309 of November 25, 2005) a@bmmission Directive
2006/70/EC laying down implementing measures foeddive 2005/60/EC as regards the definition
of “politically exposed person” and the technicaliteria for simplified customer due diligence
procedures and for exemption on grounds of a fir@ractivity conducted on an occasional or very
limited basigEU O.J. L 214/29 of August 4, 2006).

4. NATIONAL COOPERATION

4.1. Exchange of Information with State Authorities

In 2008, the General Inspector of Financial Infaiiora provided answers to applications for
information submitted pursuant to Art. 32 and 33tleé Act. In total, 505 applications from state
authorities were received, on the basis of whi€93,entities were verified, as well as transactions
performed by them.

Table No. 5 Number of applications to the GIF| bedw 2006 and 2008

Authority/ institution Year N”mb‘?r of Number of entities f_rom
applications applications
2006 152 1,370
Prosecuting attorneys | 2007 266 1,464
2008 326 2,373
2006 8 37

Internal Security
Agency 2007 23 107
2008 7 49
Central 2006 1 6
Anticorruption 2007 13 30
Bureau 2008 16 181
2006 12 53
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Police 2007 25 169
2008 50 203
Tax authorities and 2006 21 46
e =
2008 96 188
2006 6 18
Others 2007 16 58
2008 10 21

Moreover, 1,300 entities were checked in relationqtiestions received under the system of the
National Centre for Criminal Information.

4.1.1. Cooperation with Organisational Units of the Public Prosecutor’s
Office and Courts
In 2008, the GIFI received 326 applications frorgamisational units of the public prosecutor’s dfic
on provision of information regarding 2,373 enstidt is necessary to emphasise that from the first
quarter of 2007, organisational units of the pupliesecutor’s office should make use of the tereplat
agreed with the Organised Crime Bureau of the Satdic Prosecutor’s Office of an “application for
provision of information pursuant to Art. 32 of tiet.” The applications prepared on a template
enabled the GIFI to provide quick and precise answe the questions. In 2008, questions on
templates constituted solely 30 — 40% of all agpians submitted by the organisational units of the
public prosecutor’s office.
There were often applications which contained seriformal deficiencies, usually regarding the
scope of the question, including applications fdoimation which is not stored in the GIFI resogice
as well as information which is not stored by tHEIGo which it has no statutory access. Examples:
< applications for account statements and any banolrdentation which is not stored in the
GIFI resources, in proceedings supervised by theqmuting attorney under Art. 299 of the
Penal Codegn the basis of notifications from other sources@enal proceedings regarding
crimes other than money laundering;
< applications for provision of information which wdundicate the period of procurement of
data before the Act entered into force, i.e. beforge 23, 2001,
< applications for provision of information aboutrisactions, in particular bank transactions,
which did not take into account the fact that theks are required to store information about
transactions for a period of five years, calculafiom the first day of the year following the
years in which the last entry related to the tratisa was made;
e questions about telephone numbers of persons vaadveetext notifications (SMS) from bank
accounts;
» applications for acquisition of data from bank ntoring;
» applications for acquisition of bank account staeta maintained for a given entity outside
of Poland;
« applications for conduct of statutory control ofemonomic entity which is not included in the
statutory catalogue of obligated institutions.

It is also necessary to emphasise that in 2008paperation with the representatives of the Orgahis
Crime Bureau of the State Public Prosecutor’s @ffiapplications for elimination of errors and
shortcomings were filed on an on-going basis.

In 2008, the GIFI also recorded six applicationbrsiited by the courts and regarding eighteen
entities and additionally one application with resfpto one entity submitted by a court debt collect
which is not an authority authorised to apply feformation about transactions encompassed by the
provisions of theActunder Art. 32 and 33.

67



4.1.2. Cooperation with Fiscal Control Authorities and Tax Authorities
In 2008, the GIFI received seventy-nine applicaifnom directors of fiscal control offices and one
application from the Fiscal Control Department loé Ministry of Finance. In relation to them, 155
entities were verified. In the case of applicatioeseived from fiscal control authorities, fivetbem
contained legal errors and one had a formal eitraras signed by a person unauthorised to submit an
application to the GIFI). It is necessary to adat fiscal control authorities, on account of thals®f
cooperation, in almost 100% used the uniform teteptd application for provision of information,
agreed in December 2006 with the Fiscal Controlddiepent of the Ministry of Finance. Introduction
of the template significantly facilitated and aerated provision of answers.
In 2008, the GIFI also received seven applicatfongrovision of information deriving from director
of tax chambers regarding twenty-two entities amtk rapplications submitted by the heads of tax
offices regarding eleven entities.
It is necessary to emphasise that heads of tagesffire not authorised to apply for informationwaibo
transactions encompassed by the provisions oAt¢hander Art. 32 and
33.
In 2008, the GIFI representatives conducted thramihg sessions for persons representing fiscal
control authorities and for fiscal authorities:
e OnJuly 7, 2008 and September 26, 2008 on couniteganoney laundering and the
financing of terrorism and cooperation of units peting with the GIFI: for representatives
of fiscal control offices, tax chambers and taxoaf$;
« On September 30, 2008 about cooperation of the Wikl fiscal control authorities: for
representatives of the Fiscal Control Departmetti@iMinistry of Finance and fiscal control
offices.

4.1.3. Cooperation with Authorities Subordinate to Minister of Internal
Affairs and Administration
In 2008, the GIFI received fifty applications frotne police regarding 251 entities, out of which
thirty-eight applications derived from the to therral Bureau of Investigation of the General Rolic
Headquarters, whose certain employees became eatthdsy the Minister of Internal Affairs and
Administration to apply for provision of informatiaunder Art. 33 of the
Act.
In 2008, the GIFI agreed a template for the apptiozof provision of information under Art. 33 dfe
Actwith three organisational units of the police:
e In July 2008: with two departments of the Centratdau of Investigation of the General
Police Headquarters;
* In October 2008: with one of the divisions of then@nal Bureau of the General Police
Headquarters.

Additionally, within the framework of cooperationitiated with the representatives of the General
Border Guard Headquarters, in June 2008 a tempfata application was agreed for provision of
information under Art. 33 of thAct.

In 2008, the GIFI representatives conducted ergiming sessions for police representatives:

« from March to December 2008: seven training sessifor representatives of the Central
Bureau of Investigation of the General Police Hegudlters and certain representatives of the
Provincial Police Headquarters of General Publi@sBcutor's Office; subject matter:
counteracting money laundering and cooperatioh@fblice with the GIFI;

e on December 4, 2008: a training session withia ftamework of a conference in Rynia
organised by the Criminal Bureau of the GeneraicBdHeadquarters, whose subject matter
was the pragmatics of counteracting crimes relatedoperations of selected financial
institutions within the scope of money launderingpiey laundering methods with the use of
institutions operating on the capital market).

4.1.4. Cooperation with State Protection Authoritie s

In 2008, the GIFI received seven applications rdigar forty-nine entities within the framework of
cooperation with the head of the Internal Secukijgncy.
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It is necessary to emphasise that in spite of gieesments made in 2007, the template of application
for provision of information under Art. 33 of ti&etwas not used by the Internal Security Agency.
Moreover, the GIFI representatives conducted t@wmitng meetings organised for the employees of
the Internal Security Agency:
e June 27, 2008: legalisation of funds deriving frommes;
e October 16 — 17, 2008: counteracting money laundeand the financing of terrorism and
cooperation between the Internal Security Agend/tae GIFI.

In September 2008, the GIFI agreed on a templaépplication for provision of information with the
head of the Military Counterintelligence Servicem 2008, the head of the Military
Counterintelligence Services did not submit anylisppions for provision of information.

4.1.5. Cooperation with the Head of the Central Ant  icorruption Bureau
In 2008, the GIFI received sixteen applicationsnfréhe Central Anticorruption Bureau (CAB)
regarding 181 entities. In the discussed periogketiwas one application having formal deficiencies,
signed by an unauthorised person.
In November 2008, the GIFI agreed with the HeathefCAB an application template for provision of
information under Art. 33 of théct. Moreover, the GIFI representatives conducted tvainiing
meetings, attended by the CAB employees:

* June 24 — 25, 2008: basic issues related to caatiteg of money laundering and the
financing of terrorism (entities participating imetsystem of counteracting money laundering
and the financing of terrorism, tasks, internati@wmperation);

« October 22, 2008: basic issues related to counttegaaf money laundering and the financing
of terrorism (entities participating in the systeficounteracting money laundering and the
financing of terrorism, tasks, international cogiem).

4.1.6. Cooperation with the Head of the National Ce ntre for Criminal
Information

In 2008, the GIFI closely cooperated with the NagiloCentre for Criminal Information (NCCI). Apart
from the criminal information providedx officio (number of registrations: 617), verifications were
made in the IT system of the General Inspectorinéricial Information (IT*GIFI) with respect to
1,326 entities. Among them, 103 were indicatedragies that appeared in the conducted analytical
proceedings.
3,486 questions about entities involved in suspigitransactions were submitted to the NCCI in the
on-line mode, as well as 2,343 questions aboutieniinvolved in suspicious entities in the offdin
mode (i.e. via the agency of police units).
Moreover, in 2008 cooperation was pursued with H@CI within the scope of extending the
possibilities of the conducted analyses of criminédrmation. In this respect, the General Inspecto
submitted its proposals regarding the potentia¢msibn of the analytical function of the NCCI.

Table 6 Data regarding cooperation with the NCCivibeen 2006 and 2008

Specification 2006 2007 2008

Questions from the 1,189 2,256 3,486

GIFI to the NCCI

Registration of entities 660 618 617

by the GIFI in the

NCCI

Questions from the 1,179 1,767 1,326

NCCI to the GIFI (result: 83 positive (result: 103 positive (result: 103 positive
answers) answers) answers)

4.1.7. Other Information
In 2008, the GIFI was actively involved in actiesi aimed at counteracting proliferation of weapons
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of mass destruction.

On April 3, 2008, the President of the Council oinidters singed regulation No. 36 regarding the
Inter-ministerial Team for Preventing lllegal Pfetation of Weapons of Mass Destruction and
Implementation of the “Krakow’s Initiative” — therdtiferation Security Initiative (PSI). In line whit

its content, the representative of the MinistryFafreign Affairs became the head of the Team. On
April 24, 2008, the GIFI designated two represaewntatof the Department of Financial Information to
participate in the work of the Team.

The Department’'s representatives participated ia fream’s meetings, as well as provided
information and remarks for the representativethefMinistry of Foreign Affairs who participated in
international conferences and seminars on courbegggroliferation of weapons of mass destruction.
It is necessary to emphasise that in the curreyal lerder, the GIFI may undertake direct activities
within the above scope solely in cases when operati entities dealing with proliferation of weagon
or financing thereof will be related to introductito financial circulation of property values deriv
from illegal or undisclosed sources, i.e. commiftan crime of money laundering or with activities
aimed at terrorism financing. In such cases, tHel @Glay use its statutory authorisations to susgend
transaction or block an account.

The GIFI may also undertake relevant activitiesaoperation with specific authorities dealing with
state security, upon their written and justifiedplagation, in the manner and upon principles
determined in Art. 32 and 33 of thkct. In 2008, the GIFI used its authorisations and sttieohi
information regarding entities involved in proliédion upon its own initiative under Art. 33.3 okth
Actto a proper state security service.

On December 18, 2008Council Decision 2007/845/JH/f December 6, 2007 concerning
cooperation between Asset Recovery Offices of themider States in the field of tracing and
identification of proceeds from, or other propaeiated to crime entered into force. In relatioris,

the Republic of Poland was obliged to establisldesignate the National Asset Recover Office or
Offices by December 18, 2008.

The GIFI representatives participated in working @uan agreement between departments within the
scope of cooperation aimed at fulfilment of taskishiw detection and identification of illegally
obtained benefits. On December 18, 2008, a Dewaraif Cooperation was signed between the
Minister of Finance, the Minister of Justice — Beneral Prosecuting Attorney and the Minister for
Internal Affairs and Administration, on the basiswthich the parties obliged themselves to prepare
and present legal regulations streamlining thedpeoation by June 30, 2009.

In December 2008, an organisational unit was estaad by the Criminal Bureau at the General
Police Headquarters in the rank of a departmenbsettask is further coordination of work within the
scope of cooperation, including cooperation wit @G1FI.

4.2. Training Activity

In 2008, in relation to the ongoing work aimed djuatment of the provisions of the Act to the
community regulations, proceedings were conductallé form of act of January 29, 2004 -fhgblic
Procurement Law(Dz.U. of 2007, No. 223, item 1655 as amended)tlier purpose of selecting a
contractor who will establish a new e-learning seutaking the future legal changes in the account.
Participation in the course (submission of paratipn, making use of the course’s resources,
participation in the final test and receiving atifieate) will take place via the Internet. The ceel
unlike the previous one, will be constructed nolyan the basis of the amended provisions of the
Law, but it will also be extended onto material whisha result of the analytical work of the
employees of the Department of Financial Infornmatibhe course’s new formula assumes that access
to its content will be diversified, depending oe tlype of course participant (i.e. whether it Wil an
obligated institution, a co-operating unit or tleecsllled other entity). In the case of employeethef
obligated institutions, completion of the coursbté&ning a certificate after passing the test) wél
tantamount to participation in the training reférte in Art. 28 of the_aw.

The e-learning course in its full dimension, inéhglthe amended legal provisions, will be made
available to the obligated institutions, the co+apieg units and other interested entities after
publication of provisions of the amended act ini€¥df Journal of the Laws.
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5. INTERNATIONAL COOPERATION

5.1. Cooperation with the European Commission

Cooperation with the European Commission is bamgiémented primarily in two areas: by means of
participation in the work of the Committee on the\Rntion of Money Laundering and Terrorist
Financing (also known as the Prevention Commitaeel) by participation in the meetings of the EU —
FIU Platform (FIU — Financial Intelligence Unit).

Within the framework of work in the Prevention Coitige, the representatives of the GIFI took part
in sessions, meetings and workshops devoted to:

« issues related to implementation of provisionDokctive 2005/60/EC of the European
Parliament and of the Council of October 26, 2005 the prevention of the use of
financial system for the purpose of money laundgeaind terrorist financing

e (the so-called Il Directive), inter-alia within éhrange of provisions regarding protection
of employees data and the so-called PEPs — pdiijtiesposed persons;

* issues related to application of Regulation (EC) Nt81/2006 regarding transfers of
funds;

* issues related to application in the EU territoiyhe Ninth Special Recommendation of
the FATF;

« issue of proliferation of weapons of mass destongtapplication of international
sanctions resulting from resolution No. 1803.2008he UN Security Council,

e issues related to development of a uniform EU gtateneetings of international
organisations dealing with the subject matter issue

The meetings of the EU — FIU Platform were devdteonplementation of joint projects by financial
intelligence units of the EU member states, ingigdeévaluation of reliability of modifications indgh
currently binding EU legislation. The GIFI was argomnits preparing operating projects; the GIFI
participated in a project devoted to operationabfgms of international cooperation of the finahcia
intelligence units.

5.2. The MONEYVAL Committee
Work on a comprehensive evaluation of the Polisstesy of counteracting money (Ijaundering and
I

terrorist financing (AML/ CFT) was continued; theatuation is an element of the Evaluation
Round conducted by the experts of MONEYVAL, theem&tional Monetary Fund, Financial Action
Task Force (FATF) and the World Bank.
In 2006, the evaluators prepared a report assesbimgPolish system of counteracting money
laundering and terrorist financing according tayerine FATF Recommendations, European Union
directives and proper Conventions of the CounciEofope and the UN. The final evaluation of the
Polish system and discussion on the final shapheofeport took place during the plenary session of
MONEYVAL Committee of the Council of Europe, whitbok place in June 2007.
In line with the procedure of mutual evaluationsystems for counteracting money laundering and
terrorist financing of the countries belonging tctOMEYVAL, on the basis of a questionnaire
prepared by the Council of Europe in June 2008sthealled progress report was prepared, indicating
activities undertaken by the Polish authoritiesrfrthe moment of the evaluation visit, as well as
changes which took place in the Polish system fanteracting money laundering and terrorist
financing. The progress report was approved dutimg plenary session of MONEYVAL in
Strasbourg on July 7, 2008.
In relation to involvement at the MONEYVAL forum ithe work of the Typology Group, a GIFI
representative took part in a joint typological tivegeof MONEYVAL and FATF which took place in
November 2008 in Monaco.
Moreover, three representatives of the GIFI dconemlezt special training for evaluators organised by
r

MONEYVAL within the framework of the 3 Evaluation Round, thereby acquiring a right to
participate in evaluations of other countries.
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5.3. Cooperation with International Organisations

5.3.1. The Egmont Group
In January 2008, the Polish Financial Intelligebest (PFIU) by means of a letter of intent senthe
Group’s Secretariat, officially confirmed its mem&ldp in the EGMONT Group as a formal
international organisation and accepted the GroGparter.
The PFIU actively participated in the work of th&®ONT Group by taking part in meetings of
working groups and plenary sessions of the Groupe PFIU representatives cooperated during
preparation of projects within the framework of Wiog groups, in particular the IT Group, the
Training Group and the Legal Group.
Thanks to participation in the Group’s work, thelPRas an opportunity for closer cooperation with
units from the entire world operating in the aréareventing and counteracting financial crimes.

5.3.2. Financial Action Task Force on Money Launder  ing (FATF)
In 2008, the General Inspector of Financial Infatiora continued its efforts to procure support for
Poland’s accession to the FATF.
Thanks to the membership of MONEYVAL in FATF, a Gliepresentative (as a member of the
MONEYVAL Managing Office) had an opportunity to piaipate in the work and meetings of FATF,
which enabled Poland to participate in the disamssind preparation of newest standards within the
scope of counteracting money laundering and tetréinancing.
Moreover, the Polish Financial Intelligence Unitrtgapates in the Consultation Forum with the
Private Sector, established within the FATF, whishan initiative leading to closer cooperation
between the entities from the public and privataefor the purpose of more efficient counteragtin
of money laundering and terrorist financing.
The cooperation within the Forum consists in exgeaaf knowledge, experiences and documents,
which is implemented by electronic circulation ofdrmation within the framework of a contact
group and via the Forum’s meetings — if a moreibbetaliscussion on certain issues is necessary.

5.3.3. The Euro-Asian Group on Combating Money Laun  dering (EAG)
The PFIU representatives participated, as observerghe work of the Euro-Asian Group on
Combating Money Laundering. The Group has a statuan associated member with FATF and
operates on principles similar to FATF (the soelFATF-Style Regional Body — FSRB).
Participation in the Group is an expression of Bl-A’s interest in work within the framework of
various FSRB. Moreover, thanks to participatiothe EAG work, contacts with other member states
of this organisation are strengthened.
The GIFI representatives participated actively iorking groups (IT Group, Technical Assistance
Group and Typological Group) and in plenary sessiafnithe Group which took place in Kyrgyzstan
and Russia.
The PFIU provided technical assistance to the Gsoopgmber states, primarily expert assistance in
the area of IT tools and data modelling for thed$yr Financial Intelligence Unit.

5.3.4. Strengthening the GIFI Position in the Regio n
In 2008, implementation of “Cooperation Project\Betn the Ministry of Finance of the Republic of
Poland and the US Treasury Department” was cordinlibe project was signed on December 20,
2006. The basic assumption of the project is tensfthen the position of the Polish Financial
Intelligence Unit as a regional leader in the psscef counteracting money laundering and terrorist
financing.
Within the framework of the cooperation project,3aptember 2008, tifeecond Regional Seminar
was organised in Miedzeszyn, devoted to Interrietes and the issue of/ber-terrorismwhich was
attended by representatives of Interpol, EUROJUER, financial intelligence units and state
authorities, including the Internal Security Agenttye Central Bureau of Investigation of the Gehera
Police Headquarters, the General Border Guard Heatiys and the National Security Bureau.
Within the framework of the project, between Octobeand 2, 2008, a study visit was organised for
the representatives of the Kyrgyz Financial Ingelfice Unit.
Moreover, the GIFI representatives participateddmisory missions encompassing analysis of the IT
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system and analytical tools of the Kyrgyz FIU.

In 2008, activities within the framework of the ink project were continued. The project,

implemented by Interpol in cooperation with unifsfioancial analytics, is directed at accumulation
and exchange of information, primarily within theope of counteracting money laundering. The
Department of Financial Information continued caagien with the General Police Headquarters for
the purpose of establishing a manner of combirtieg@IF| with the Interpol database.

5.4. Bi-lateral Cooperation

5.4.1. Exchange of Information with Foreign FIUs

In 2008, the General Inspector of Financial Infatiorareceived ninety-five applications from foreign
financial intelligence units with requests for pigign of information regarding 282 entities. In
comparison to 2007, a drop in the number of apitina by 14.4% was recorded.
Most applications were received from units fromfitlowing countries:

e Ukraine: 22 applications;

¢ Luxembourg: 9 applications;

* Belgium: 8 applications;

* Great Britain: 7 applications.

On the other hand, 143 questions were addresdeceign units regarding 255 entities. In comparison
to 2007, the number of questions decreased by 1B188b questions were sent to units from the
following countries:

e Germany: 18 questions;

e USA: 16 questions;

e Ukraine: 15 questions;

e Cyprus: 15 questions.

During exchange of information, secure electronalmvas used in the first place, transmitted via
Egmont Secure WEB — a platform which can be acdelsgdoreign units from the entire world and
via FIU.NET, a network connecting units from ther@ean Union. On account of use of electronic
paths of information exchange, the average timepfovision of answers to the submitted questions
amounts to approx. three weeks and in the casegaeintiquestions (related to notifications about
suspicious transactions under Art. 16.1 of Ale), the deadline for procuring answers has in ppileci
not exceeded two or three days.

5.4.2. Agreement on Cooperation
The basis for the GIFI cooperation with foreigntarof financial analytics are bilateral cooperation
agreements (the so-called Memoranda of UnderstghdimdEU Council Decision No. 2000/642.JHA
of October 17, 2000 concerning arrangements foipeoation between financial intelligence units of
the Member States in respect of exchanging infaomathe main pillars of the above cooperation
resulting from the above legal bases are:
e principle of reciprocity;
» justification of the question with respect to mome&yndering or terrorist financing;
e provision of possessed information;
e non-provision of information or documents to adhparty without written approval of a
financial intelligence unit from whom such infornmat or documents were received,;
« afinancial intelligence unit is not required t@yide information if a court proceedings were
initiated in the case.

The scope of information received and made avalahl particular additional information, depends
on the individual question.

In 2008, the General Inspector concluded cooperagreements within the scope of exchange of
information regarding counteracting money laundgriand terrorist financing with financial
intelligence units from Argentina, Brazil, Philips, Georgia, Mexico and Peru. In this manner, the
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number of financial intelligence units with whonetlsIFI exchanges information related to money
laundering or terrorist financing on the basis grie@ments increased to forty-four.

5.5. Other Issues

5.5.1. Twin Project for the Romanian Financial Inte  lligence Unit
The Polish Financial Intelligence Unit was selecbgdRomania and the European Commission as
contractor for twin project No. RO/2007-1B/JH/0&dunteracting Money Laundering and Terrorist
Financing for the Romanian Financial Intelligence Unit. Theoject will be implemented from the
funds of the European Commission within the framdwvad the so-calledransition Facility.
Its purpose is strengthening of the Romanian adnation and Romanian obligated institutions in the
area of counteracting money laundering and tetrfinancing by assistance in preparing a national
strategy and proper training programmes in thisa dia@ all the involved entities. Provision of
assistance will start in 2009.
The PFIU invited the General Police Headquartdre, National Prosecution Office, the General
Border Guard Headquarters and the Central Antiption Bureau to implement the subject matter
project.

5.5.2. Council of Europe Conference on Economic Cri  me
At the end of June/ beginning of July 2008, the €&ahinspector of Financial Information and the
Council of Europe and the European Commissionpwperation with the Information Bureau of the
Council of Europe in Warsaw and the National CefdreEducating Personnel of Common Courts
and Public Prosecutor’s Offices, organised an iiational conference on economic crimes within the
framework of the “International Cooperation Prognaenin Penal Cases in Ukraine.” The conference
was attended by representatives of governmentss whifinancial analytics, prosecution offices,
courts and police from several countries.
The meeting was devoted to the issues of legastassie, exchange of best practices in the area of
counteracting money laundering and methods of exgdaf information between various authorities.

5.5.3. Participation in the Negotiation Process bet  ween Poland and the USA
In 2008, the GIFI representatives participatedvatiin the negotiation process regarding provision
of the Agreement between the Government of the dfd\the Government of the Republic of Poland
on the supplement to NATO Status of Forces Agre¢meithin the scope in which the designed
provisions could have an impact on counteractingeydaundering and terrorist financing.

6. LEGISLATIVE ACTIVITY

6.1. Amendment of the Act

In 2008, the GIFI continued the work commenceddf@22on the draft of thAct Amending the Act on
Counteracting Introduction into Financial Circulath of Property Values Derived from lllegal or
Undisclosed Sources and on Counteracting the Fimanof Terrorism and on Change of Certain
Other Act.In the course of the work, inter-ministerial andblie consultation was conducted. On
account of the complexity of issues encompassedhbyproject, negotiations on the draft with
representatives of ministers and the private séasbed for over half a year.

On September 16, 2008, the European CommitteeedCduncil of Ministers adopted the project and
recommended its approval by the Standing Committ¢lee Council of Ministers. In November 2008,
it was adopted by the Committee. After additiongle@ments made during the legal commission in
the Government Legislation Centre in December 28@8,draft was sent to the Chancellery of the
Prime Minister for the purpose of its adoption bg Council of Ministers.

The main purpose of the Act's entry into force meadment of its provisions in line with the
Community law within the scope of counteracting eyitaundering and terrorist financing, as well as
comprehensive regulation of provisions within tleeme of imposing specific restrictive measures
against persons, groups and entities within thetaey of the Republic of Poland, in particular
Directive 2005/60/EC of the European Parliament émel Council of

October 26, 2005 on the Prevention of the Use efRimancial System for the Purpose of Money
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Laundering and Terrorist FinancingO.J. EU L 309 of 25.11.2005) ardommission Directive

2006/70/EC Laying Down Implementing Measures fore@ive 2005/60/EC as Regards the
Definition of “Politically Exposed Person” and thEechnical Criteria for Simplified Customer Due
Diligence Procedures and for Exemption on GroundlsaoFinancial Activity Conducted on an
Occasional or Very Limited Bag[®.J. EU L 214/29 of August 4, 2006).

6.2. Other Legislative Activities

Similarly to the previous years, the GIFI activgbarticipated in legislative process regarding
amendments in other legal acts, especially in s when the designed changes could influence the
implementation of counteracting of money laundegdng the financing of terrorism.

6.3. Warsaw Convention of the Council of Europe

On May 1, 2008, in Poland and in five other cowsr{Albania, Bosnia and Herzegovina, Malta,
Moldova and Romania) théonvention of the Council of Europe on Launderi@garch, Seizure and
Confiscation of the Proceeds from Crime and onRimancing of Terrorisnprepared in Warsaw on
May 16, 2005 became binding.

Poland ratified the Convention upon approval exgedsn the Act of October 27, 2006 on ratification
of the Convention of the Council of Europe on Lagniing, Search, Seizure and Confiscation of the
Proceeds from Crime and on the Financing of Tesnoprepared in Warsaw on May 16, 2005 (Dz.U.
No. 237 item 1712).

The Conventionregulates the issues of counteracting money laingland deprivation of criminals
of revenues from their activity. The Conventiont®yisions also allow for efficient counteracting of
terrorist financing.
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