Octopus Conference 2015

Cooperation against Cybercrime

17 - 19 June 2015
Palais de I’'Europe, Council of Europe, Strasbourg, France

Save the date!
Focus

» Evidence in the cloud: Criminal justice access to data

Update

» Key developments in 2015 / outlook 2016
» Implementation of the Budapest Convention on Cybercrime

Workshops

Capacity building on cybercrime: lessons learnt

Policies and initiatives on cybercrime of international and private sector organisations
Protecting children against sexual exploitation: prosecuting “grooming”

Victims of cybercrime: does anybody care?

Radicalisation on the Internet: the criminal justice perspective

Standard operating procedures for handling electronic evidence

International cooperation: enhancing the role of 24/7 points of contact
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The conference will provide an opportunity to interface for cybercrime experts from public and
private sectors as well as international and non-governmental organisations from all over the
world. Participation is free of charge but subject to registration.

Registration will open on 15 April 2015 at www.coe.int/cybercrime.

The conference will be preceded by the plenary session of the Cybercrime Convention Committee
(T-CY) on 15 and 16 June 2015. Participation in the T-CY is restricted.

For any question please contact:

Cybercrime Division Tel +33-3-8841-2175
Directorate General of Human Rights and Rule of Law Fax +33-3-9021-5650
Council of Europe, 67075 Strasbourg CEDEX, France Email marie.agha-wevelsiep@coe.int

The Octopus Conference is part of the Cybercrime@Octopus project which is funded by voluntary
contributions from Estonia, Japan, Monaco, Romania, United Kingdom, USA and Microsoft as well as the
budget of the Council of Europe.

COUNCIL OF EUROPE

www.coe.int/cybercrime

CONSEIL DE U'FUROPE
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Programme (draft)

WED, 17 JUNE

Plenary session

Hemicycle
9h00 Opening session
10h00 Update:

Cybercrime in 2015: What about the rule of law in cyberspace?
International policies on cybercrime: where do we stand?

Workshop sessions

Room1

Room 2

Room 3

14h00

Workshop sessions

Workshop 1:

» Capacity building on
cybercrime: good
practices, success
stories, lessons learnt
and upcoming

Room1

Workshop 2:

» Evidence in the
cloud: criminal
justice access to data

iroirammes

Room 2

Workshop 3:
» Victims of

cybercrime: who
cares?

Room 3

9h00

Workshop 4:

» Cybercrime legislation
and implementation of
the Budapest

Workshop 5:

» International
cooperation:
workshop for 24/7

Side-meeting of the
East-West Institute

Convention points of contact and
MLA authorities
Workshop sessions | Room1 Room 2 Room 3

14h00

Plenary session

Workshop 7:

» Policies, activities and
initiatives on
cybercrime of
international and
private sector
organisations

Room 1

Workshop 8:

» Radicalisation on the
Internet: the criminal
justice perspective

Workshop 6:

» SOP working group
on standard
operating procedures

Room 9

Workshop 9:

» Protecting children
against online sexual
violence

9h00

Plenary:

» Results of workshops

» Panel: Security, privacy and the rule of law in the cloud

» Conclusions

13h00 ‘ End of conference



