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BUDAPEST CONVENTION DOMESTIC LEGISLATION
Chapter I - Use of terms

”ow

Article 1 — “"Computer system”, “computer data”, “service provider”, | 28
“traffic data”:

For the purposes of this Convention:

a "computer system" means any device or a group of interconnected or
related devices, one or more of which, pursuant to a program, performs
automatic processing of data;

b “computer data” means any representation of facts, information or
concepts in a form suitable for processing in a computer system, including a
program suitable to cause a computer system to perform a function;

( “service provider” means:

i any public or private entity that provides to users of its service the
ability to communicate by means of a computer system, and

ii any other entity that processes or stores computer data on behalf of
such communication service or users of such service;

d “traffic data” means any computer data relating to a communication
by means of a computer system, generated by a computer system that formed
a part in the chain of communication, indicating the communication’s origin,
destination, route, time, date, size, duration, or type of underlying service

Chapter II - Measures to be taken at the national level

Section 1 - Substantive criminal law

Title 1 — Offences against the confidentiality, integrity and availability of computer data and systems
Article 2 - Illegal access Cédigo Penal
Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when | Articulo 300. Conocimiento fraudulento de documentos secretos
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DOMESTIC LEGISLATION

committed intentionally, the access to the whole or any part of a computer
system without right. A Party may require that the offence be committed by
infringing security measures, with the intent of obtaining computer data or
other dishonest intent, or in relation to a computer system that is connected
to another computer system.

El que, por medios fraudulentos, se enterare del contenido de documentos
publicos o privados, que por su propia naturaleza debieran permanecer secretos,
y que no constituyeran correspondencia, sera castigado siempre que del hecho
resultaren perjuicios, con 20 U.R. (veinte unidades reajustables) a 400 U.R.
(cuatrocientas unidades reajustables) de multa.

Article 3 - Illegal interception

Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally, the interception without right, made by technical
means, of non-public transmissions of computer data to, from or within a
computer system, including electromagnetic emissions from a computer
system carrying such computer data. A Party may require that the offence be
committed with dishonest intent, or in relation to a computer system that is
connected to another computer system.

Codigo Penal

Articulo 297. Interceptacion de noticia, telegrafica o telefénica.

El que, valiéndose de artificios, intercepta una comunicacion telegrafica o
telefénica, la impide o la interrumpe, sera castigado con multa de veinte a
cuatrocientas Unidades Reajustables.

Articulo 298. Revelacion del secreto de la correspondencia y de la comunicacion
epistolar, telegrafica o telefénica.

Comete el delito de revelacion de correspondencia epistolar, telegrafica o
telefénica, siempre que causare perjuicio:

19 El que, sin justa causa, comunica a los demas lo que ha llegado a su
conocimiento, por alguno de los medios especificados en los articulos anteriores.
29 El que, sin justa causa, publica el contenido de una correspondencia, epistolar,
telegrafica o telefénica que le estuviere dirigida y que, por su propia naturaleza
debiera permanecer secreta.
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Article 4 - Data interference

1 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally, the damaging, deletion, deterioration, alteration or
suppression of computer data without right.

2 A Party may reserve the right to require that the conduct described in
paragraph 1 result in serious harm.

Codigo Penal

Articulo 243 (Uso de un documento o de un certificado falso, publico o privado)
El que, sin haber participado en la falsificacidn, hiciere uso de un documento o de
un certificado, publico o privado, sera castigado con la cuarta parte a la mitad de
la pena establecida para el respectivo delito.

Articulo 244 (Destruccién, supresion, ocultacién de un documento o de un
certificado verdadero) El que destruyere, ocultare, suprimiere en todo o en parte
un documento o un certificado verdadero sera castigado con las penas que el
Codigo establece para la falsificacion de tales documentos.

Article 5 — System interference

Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally, the serious hindering without right of the functioning
of a computer system by inputting, transmitting, damaging, deleting,
deteriorating, altering or suppressing computer data

Article 6 - Misuse of devices

1 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally and without right:

a the production, sale, procurement for use, import, distribution or otherwise
making available of:

i a device, including a computer program, designed or adapted primarily
for the purpose of committing any of the offences established in accordance
with the above Articles 2 through 5;

ii a computer password, access code, or similar data by which the whole
or any part of a computer system is capable of being accessed,

with intent that it be used for the purpose of committing any of the offences
established in Articles 2 through 5; and

b the possession of an item referred to in paragraphs a.i or ii above, with
intent that it be used for the purpose of committing any of the offences
established in Articles 2 through 5. A Party may require by law that a number
of such items be possessed before criminal liability attaches.

2 This article shall not be interpreted as imposing criminal liability where the

production, sale, procurement for use, import, distribution or otherwise
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making available or possession referred to in paragraph 1 of this article is not
for the purpose of committing an offence established in accordance with
Articles 2 through 5 of this Convention, such as for the authorised testing or
protection of a computer system.

3 Each Party may reserve the right not to apply paragraph 1 of this article,
provided that the reservation does not concern the sale, distribution or
otherwise making available of the items referred to in paragraph 1 a.ii of this
article.

Title 2 - Computer-related offences

Article 7 - Computer-related forgery

Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally and without right, the input, alteration, deletion, or
suppression of computer data, resulting in inauthentic data with the intent
that it be considered or acted upon for legal purposes as if it were authentic,
regardless whether or not the data is directly readable and intelligible. A Party
may require an intent to defraud, or similar dishonest intent, before criminal
liability attaches.

Ley N© 16.736

Articulo 697.- La documentacion emergente de la transmisién por medios
informaticos o telematicos constituird de por si documentacion auténtica y hara
plena fe, a todos sus efectos, en cuanto a la existencia del original transmitido. El
que voluntariamente transmitiere un texto del que resulte un documento infiel,
adultere o destruya un documento almacenado en soporte magnético, o su
respaldo, incurrird en los delitos previstos por los articulos 236 a 239 del Cédigo
Penal, seglin corresponda.

Coédigo Penal

Articulo 236. (Falsificacion material en documento publico, por funcionario
publico)

El funcionario publico que ejerciendo un acto de su funcion, hiciere un documento
falso o alterare un documento verdadero, sera castigado con tres a diez afos de
penitenciaria. Quedan asimilados a los documentos, las copias de los documentos
inexistentes y las copias infieles de documentos existentes.

Articulo 237. (Falsificacion o alteracién de un documento publico, por un
particular o por un funcionario, fuera del ejercicio de sus funciones)

El particular o funcionario publico que, fuera del ejercicio de sus funciones, hiciere
un documento publico falso o alterare un documento publico verdadero, sera
castigado con dos a seis anos de penitenciaria.

Articulo 238. (Falsificacion ideoldgica por un funcionario publico)

El funcionario publico que, en el ejercicio de sus funciones, diere fe de la
ocurrencia de hechos imaginarios o de hechos reales, pero alterando las
circunstancias o con omisiéon o modificacidon de las declaraciones prestadas con
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ese motivo o mediante supresion de tales declaraciones, sera castigado con dos
a ocho afios de penitenciaria.

Articulo 239. (Falsificacion ideoldgica por un particular)

El que, con motivo del otorgamiento o formalizacién de un documento publico,
ante un funcionario publico, prestare una declaracién falsa sobre su identidad o
estado, o cualquiera otra circunstancia de hecho, sera castigado con tres a
veinticuatro meses de prision.

Ley N°© 18.600

Articulo 4°. (Efectos legales de los documentos electrdnicos).

Los documentos electrdnicos satisfacen el requerimiento de escritura y tendran el
mismo valor y efectos juridicos que los documentos escritos, salvo las excepciones
legalmente consagradas.

El que voluntariamente transmitiere un texto del que resulte un documento infiel,
adultere o destruya un documento electrénico, incurrira en los delitos previstos
por los articulos 236 a 245 del Cddigo Penal, segun corresponda.

Article 8 — Computer-related fraud

Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally and without right, the causing of a loss of property to
another person by:

a any input, alteration, deletion or suppression of computer data;

b any interference with the functioning of a computer system,

with fraudulent or dishonest intent of procuring, without right, an economic
benefit for oneself or for another person.

Title 3 — Content-related offences

Article 9 - Offences related to child pornography
1 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally and without right, the following conduct:
a producing child pornography for the purpose of its distribution
through a computer system;

Ley N° 17815
Articulo 1

Fabricacion o produccidn de material pornogréafico con utilizacion de personas
menores de edad o incapaces.
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b offering or making available child pornography through a
computer system;

C distributing or transmitting child pornography through a
computer system;

d procuring child pornography through a computer system for
oneself or for another person;

e possessing child pornography in a computer system or on a

computer-data storage medium.

2 For the purpose of paragraph 1 above, the term “child pornography” shall
include pornographic material that visually depicts:

a a minor engaged in sexually explicit conduct;

b a person appearing to be a minor engaged in sexually explicit
conduct;

C realistic images representing a minor engaged in sexually explicit
conduct

3 For the purpose of paragraph 2 above, the term “minor” shall include all
persons under 18 years of age. A Party may, however, require a lower age-
limit, which shall be not less than 16 years.

4 Each Party may reserve the right not to apply, in whole or in part,
paragraphs 1, sub-paragraphs d. and e, and 2, sub-paragraphs b. and c.

Articulo 2

Comercio, almacenamiento y difusion de material pornogréafico en que aparezca
la imagen u otra forma de representacidon de personas menores de edad o
personas incapaces.

Articulo 3

Facilitamiento de la comercializacién y difusién de material pornografico con la
imagen u otra representacién de una o mas personas menores de edad o
incapaces.

Articulo 4

Retribucion o promesa de retribucion a personas menores de edad o incapaces
para que ejecuten actos sexuales o eréticos de cualquier tipo.

Articulo 5
Contribucion a la explotacién sexual de personas menores de edad o incapaces.

Articulo 6

Trafico de personas menores de edad o incapaces.

Ley 19.580

Articulo 92 (Divulgacion de imagenes o grabaciones con contenido intimo).

El que difunda, revele exhiba o ceda a terceros imagenes o grabaciones de una
persona con contenido intimo o sexual, sin su autorizacién, sera castigado con
una pena de seis meses de prisién a dos afos de penitenciaria.

En ningln caso se considerara valida la autorizacién otorgada por una persona
menor de dieciocho afios de edad. Este delito se configura aun cuando el que
difunda las imagenes o grabaciones haya participado en ellas.

Los administradores de sitios de internet, portales, buscadores o similares que,
notificados de la falta de autorizacion, no den de baja las imagenes de manera
inmediata, seran sancionados con la misma pena prevista en este articulo.

Articulo 93 (Circunstancias agravantes especiales).

La pena prevista en el articulo anterior se elevara de un tercio a la mitad cuando:
A) Las imagenes o grabaciones difundidas hayan sido obtenidas sin el
consentimiento de la persona afectada.
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B) Se cometiera respecto al conyuge, concubino o persona que esté o haya estado
unida por analoga relacién de afectividad, aun sin convivencia.

C) La victima fuera menor de dieciocho anos de edad.

D) La victima fuera una persona en situacion de discapacidad.

E) Los hechos se hubieran cometido con una finalidad lucrativa.

Codigo Penal
Articulo 277-BI1S

El que, mediante la utilizacidon de tecnologias, de internet, de cualquier sistema
informatico o cualquier medio de comunicacién o tecnologia de trasmision de
datos, contactare a una persona menor de edad o ejerza influencia sobre el
mismo, con el proposito de cometer cualquier delito contra su integridad sexual,
actos con connotaciones sexuales, obtener material pornografico u obligarlo a
hacer o no hacer algo en contra de su voluntad sera castigado con de seis meses
de prisién a cuatro anos de penitenciaria.

Title 4 — Offences related to infring

ements of copyright and related rights

Article 10 - Offences related to infringements of copyright and related
rights
1 Each Party shall adopt such legislative and other measures as may be

necessary to establish as criminal offences under its domestic law the
infringement of copyright, as defined under the law of that Party, pursuant to
the obligations it has undertaken under the Paris Act of 24 July 1971 revising
the Bern Convention for the Protection of Literary and Artistic Works, the
Agreement on Trade-Related Aspects of Intellectual Property Rights and the
WIPO Copyright Treaty, with the exception of any moral rights conferred by
such conventions, where such acts are committed wilfully, on a commercial
scale and by means of a computer system.

2 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law the
infringement of related rights, as defined under the law of that Party, pursuant
to the obligations it has undertaken under the International Convention for
the Protection of Performers, Producers of Phonograms and Broadcasting
Organisations (Rome Convention), the Agreement on Trade-Related Aspects
of Intellectual Property Rights and the WIPO Performances and Phonograms
Treaty, with the exception of any moral rights conferred by such conventions,
where such acts are committed wilfully, on a commercial scale and by means
of a computer system.

Ley 9.739

Articulo 46.

A) El que edite, venda, reproduzca o hiciere reproducir por cualquier medio o
instrumento -total o parcialmente-; distribuya; almacene con miras a la
distribucion al publico, o ponga a disposicidon del mismo en cualquier forma o
medio, con animo de lucro o de causar un perjuicio injustificado, una obra inédita
o publicada, una interpretacién, un fonograma o emisién, sin la autorizacién
escrita de sus respectivos titulares o causahabientes a cualquier titulo, o se la
atribuyere para si o a persona distinta del respectivo titular, contraviniendo en
cualquier forma lo dispuesto en la presente ley, sera castigado con pena de tres
meses de prision a tres afios de penitenciaria.

B) Con la misma pena sera castigado el que fabrique, importe, venda, dé en
arrendamiento o ponga de cualquier otra manera en circulacion, dispositivos o
productos, los componentes o herramientas de los mismos o preste cualquier
servicio cuyo propdsito sea impedir, burlar, eliminar, desactivar o eludir de
cualquier forma, los dispositivos técnicos que los titulares hayan dispuesto para
proteger sus respectivos derechos.

CONSTITUCION
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3 A Party may reserve the right not to impose criminal liability under
paragraphs 1 and 2 of this article in limited circumstances, provided that other
effective remedies are available and that such reservation does not derogate
from the Party’s international obligations set forth in the international
instruments referred to in paragraphs 1 and 2 of this article.

Articulo 33.

El trabajo intelectual, el derecho del autor, del inventor o del artista, seran
reconocidos y protegidos por la ley.

Title 5 — Ancillary liability and sanctions

Article 11 — Attempt and aiding or abetting

1 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally, aiding or abetting the commission of any of the
offences established in accordance with Articles 2 through 10 of the present
Convention with intent that such offence be committed.

2 Each Party shall adopt such legislative and other measures as may be
necessary to establish as criminal offences under its domestic law, when
committed intentionally, an attempt to commit any of the offences established
in accordance with Articles 3 through 5, 7, 8, and 9.1.a and c. of this
Convention.

3 Each Party may reserve the right not to apply, in whole or in part,
paragraph 2 of this article.

Article 12 - Corporate liability

1 Each Party shall adopt such legislative and other measures as may be
necessary to ensure that legal persons can be held liable for a criminal offence
established in accordance with this Convention, committed for their benefit by
any natural person, acting either individually or as part of an organ of the
legal person, who has a leading position within it, based on:

a a power of representation of the legal person;
b an authority to take decisions on behalf of the legal person;
(o an authority to exercise control within the legal person.

2 In addition to the cases already provided for in paragraph 1 of this article,
each Party shall take the measures necessary to ensure that a legal person
can be held liable where the lack of supervision or control by a natural person
referred to in paragraph 1 has made possible the commission of a criminal
offence established in accordance with this Convention for the benefit of that
legal person by a natural person acting under its authority.

3 Subject to the legal principles of the Party, the liability of a legal person may
be criminal, civil or administrative.
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4 Such liability shall be without prejudice to the criminal liability of the
natural persons who have committed the offence.

Article 13 - Sanctions and measures

1 Each Party shall adopt such legislative and other measures as may be
necessary to ensure that the criminal offences established in accordance with
Articles 2 through 11 are punishable by effective, proportionate and dissuasive
sanctions, which include deprivation of liberty.

2 Each Party shall ensure that legal persons held liable in accordance
with Article 12 shall be subject to effective, proportionate and dissuasive
criminal or non-criminal sanctions or measures, including monetary sanctions.

Section 2 - Procedural law

Article 14 - Scope of procedural provisions

1 Each Party shall adopt such legislative and other measures as may be
necessary to establish the powers and procedures provided for in this section
for the purpose of specific criminal investigations or proceedings.

2 Except as specifically provided otherwise in Article 21, each Party shall apply
the powers and procedures referred to in paragraph 1 of this article to:

a the criminal offences established in accordance with Articles 2
through 11 of this Convention;

b other criminal offences committed by means of a computer
system; and

C the collection of evidence in electronic form of a criminal offence.

3 a Each Party may reserve the right to apply the measures referred to in
Article 20 only to offences or categories of offences specified in the
reservation, provided that the range of such offences or categories of offences
is not more restricted than the range of offences to which it applies the
measures referred to in Article 21. Each Party shall consider restricting such
a reservation to enable the broadest application of the measure referred to in
Article 20.
b  Where a Party, due to limitations in its legislation in force at the time of
the adoption of the present Convention, is not able to apply the measures
referred to in Articles 20 and 21 to communications being transmitted within
a computer system of a service provider, which system:
i is being operated for the benefit of a closed group of users,
and
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ii does not employ public communications networks and is
not connected with another computer system, whether
public or private,

that Party may reserve the right not to apply these measures to such
communications. Each Party shall consider restricting such a reservation to
enable the broadest application of the measures referred to in Articles 20 and
21

Article 15 - Conditions and safeguards

1 Each Party shall ensure that the establishment, implementation and
application of the powers and procedures provided for in this Section are
subject to conditions and safeguards provided for under its domestic law,
which shall provide for the adequate protection of human rights and liberties,
including rights arising pursuant to obligations it has undertaken under the
1950 Council of Europe Convention for the Protection of Human Rights and
Fundamental Freedoms, the 1966 United Nations International Covenant on
Civil and Political Rights, and other applicable international human rights
instruments, and which shall incorporate the principle of proportionality.

2 Such conditions and safeguards shall, as appropriate in view of the nature
of the procedure or power concerned, inter alia, include judicial or other
independent supervision, grounds justifying application, and limitation of the
scope and the duration of such power or procedure.

3 To the extent that it is consistent with the public interest, in particular the
sound administration of justice, each Party shall consider the impact of the
powers and procedures in this section upon the rights, responsibilities and
legitimate interests of third parties.

Ley N° 18331
LEY DE PROTECCION DE DATOS PERSONALES

CONSTITUCION

Articulo 7

Los habitantes de la Republica tienen derecho a ser protegidos en el goce de su
vida, honor, libertad, seguridad, trabajo y propiedad. Nadie puede ser privado de
estos derechos sino conforme a las leyes que se establecieren por razones de
interés general.

Articulo 12

Nadie puede ser penado ni confinado sin forma de proceso y sentencia legal.
Articulo 17

En caso de prisidon indebida el interesado o cualquier persona podra interponer
ante el Juez competente el recurso de "habeas corpus", a fin de que la autoridad
aprehensora explique y justifique de inmediato el motivo legal de la aprehension,
estandose a lo que decida el Juez indicado.

Articulo 18

Las leyes fijaran el orden y las formalidades de los juicios.

Articulo 23

Todos los jueces son responsables ante la ley, de la mas pequefia agresidn contra
los derechos de las personas, asi como por separarse del orden de proceder que
en ella se establezca.

Articulo 28

Los papeles de los particulares y su correspondencia epistolar, telegrafica o de
cualquier otra especie, son inviolables, y nunca podra hacerse su registro, examen
o interceptacion sino conforme a las leyes que se establecieren por razones de
interés general.
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Articulo 72

La enumeracién de derechos, deberes y garantias hecha por la Constituciéon, no
excluye los otros que son inherentes a la personalidad humana o se derivan de la
forma republicana de gobierno.

Article 16 — Expedited preservation of stored computer data

1 Each Party shall adopt such legislative and other measures as may be
necessary to enable its competent authorities to order or similarly obtain the
expeditious preservation of specified computer data, including traffic data,
that has been stored by means of a computer system, in particular where
there are grounds to believe that the computer data is particularly vulnerable
to loss or modification.

2 Where a Party gives effect to paragraph 1 above by means of an order to a
person to preserve specified stored computer data in the person’s possession
or control, the Party shall adopt such legislative and other measures as may
be necessary to oblige that person to preserve and maintain the integrity of
that computer data for a period of time as long as necessary, up to a maximum
of ninety days, to enable the competent authorities to seek its disclosure. A
Party may provide for such an order to be subsequently renewed.

3 Each Party shall adopt such legislative and other measures as may be
necessary to oblige the custodian or other person who is to preserve the
computer data to keep confidential the undertaking of such procedures for the
period of time provided for by its domestic law.

4 The powers and procedures referred to in this article shall be subject to
Articles 14 and 15.

Article 17 - Expedited preservation and partial disclosure of traffic
data
1 Each Party shall adopt, in respect of traffic data that is to be preserved under
Article 16, such legislative and other measures as may be necessary to:
a ensure that such expeditious preservation of traffic data is available
regardless of whether one or more service providers were involved in the
transmission of that communication; and

b ensure the expeditious disclosure to the Party’s competent authority,
or a person designated by that authority, of a sufficient amount of traffic data
to enable the Party to identify the service providers and the path through

which the communication was transmitted.

Back to the Table of Contents



https://www.impo.com.uy/bases/constitucion/1967-1967/72

Version 24 March 2020

2 The powers and procedures referred to in this article shall be subject to
Articles 14 and 15.

Article 18 - Production order

1 Each Party shall adopt such legislative and other measures as may be
necessary to empower its competent authorities to order:

a a person in its territory to submit specified computer data in that
person’s possession or control, which is stored in a computer system or a
computer-data storage medium; and

b a service provider offering its services in the territory of the Party to
submit subscriber information relating to such services in that service
provider’s possession or control.

2 The powers and procedures referred to in this article shall be subject to
Articles 14 and 15.

3 For the purpose of this article, the term “subscriber information” means any
information contained in the form of computer data or any other form that is
held by a service provider, relating to subscribers of its services other than
traffic or content data and by which can be established:

a the type of communication service used, the technical provisions
taken thereto and the period of service;

b  the subscriber’s identity, postal or geographic address, telephone
and other access number, billing and payment information,
available on the basis of the service agreement or arrangement;

c any other information on the site of the installation of
communication equipment, available on the basis of the service
agreement or arrangement.

Article 19 - Search and seizure of stored computer data
1 Each Party shall adopt such legislative and other measures as may be
necessary to empower its competent authorities to search or similarly access:

a a computer system or part of it and computer data stored therein;
and

b a computer-data storage medium in which computer data may be
stored

in its territory.

2 Each Party shall adopt such legislative and other measures as may be

necessary to ensure that where its authorities search or similarly access a
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specific computer system or part of it, pursuant to paragraph 1.a, and have
grounds to believe that the data sought is stored in another computer system
or part of it in its territory, and such data is lawfully accessible from or
available to the initial system, the authorities shall be able to expeditiously
extend the search or similar accessing to the other system.

3 Each Party shall adopt such legislative and other measures as may be
necessary to empower its competent authorities to seize or similarly secure
computer data accessed according to paragraphs 1 or 2. These measures shall
include the power to:

a seize or similarly secure a computer system or part of it or a
computer-data storage medium;

b make and retain a copy of those computer data;

C maintain the integrity of the relevant stored computer data;

d render inaccessible or remove those computer data in the accessed
computer system.

4 Each Party shall adopt such legislative and other measures as may be
necessary to empower its competent authorities to order any person who has
knowledge about the functioning of the computer system or measures applied
to protect the computer data therein to provide, as is reasonable, the
necessary information, to enable the undertaking of the measures referred to
in paragraphs 1 and 2.
5 The powers and procedures referred to in this article shall be subject to
Articles 14 and 15.

Article 20 - Real-time collection of traffic data

1 Each Party shall adopt such legislative and other measures as may be
necessary to empower its competent authorities to:
a collect or record through the application of technical means on
the territory of that Party, and
b compel a service provider, within its existing technical capability:

i to collect or record through the application of technical
means on the territory of that Party; or
ii to co-operate and assist the competent authorities in the
collection or recording of,
traffic data, in real-time, associated with specified
communications in its territory transmitted by means of a
computer system.
2 Where a Party, due to the established principles of its domestic legal
system, cannot adopt the measures referred to in paragraph 1.a, it may
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instead adopt legislative and other measures as may be necessary to ensure
the real-time collection or recording of traffic data associated with specified
communications transmitted in its territory, through the application of
technical means on that territory.

3 Each Party shall adopt such legislative and other measures as may be
necessary to oblige a service provider to keep confidential the fact of the
execution of any power provided for in this article and any information relating
to it.

4 The powers and procedures referred to in this article shall be subject
to Articles 14 and 15.

Article 21 - Interception of content data

1 Each Party shall adopt such legislative and other measures as may be
necessary, in relation to a range of serious offences to be determined by
domestic law, to empower its competent authorities to:

a collect or record through the application of technical means on the
territory of that Party, and
b compel a service provider, within its existing technical capability:

ito collect or record through the application of technical means on the
territory of that Party, or

iito co-operate and assist the competent authorities in the collection or
recording of, content data, in real-time, of specified communications in its
territory transmitted by means of a computer system.
2 Where a Party, due to the established principles of its domestic legal system,
cannot adopt the measures referred to in paragraph 1.a, it may instead adopt
legislative and other measures as may be necessary to ensure the real-time
collection or recording of content data on specified communications in its
territory through the application of technical means on that territory.
3 Each Party shall adopt such legislative and other measures as may be
necessary to oblige a service provider to keep confidential the fact of the
execution of any power provided for in this article and any information relating
to it.
4 The powers and procedures referred to in this article shall be subject to
Articles 14 and 15.
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Section 3 - Jurisdiction

Article 22 - Jurisdiction

1 Each Party shall adopt such legislative and other measures as may be
necessary to establish jurisdiction over any offence established in accordance
with Articles 2 through 11 of this Convention, when the offence is committed:

a in its territory; or

b on board a ship flying the flag of that Party; or

C on board an aircraft registered under the laws of that Party; or
d by one of its nationals, if the offence is punishable under criminal

law where it was committed or if the offence is committed outside
the territorial jurisdiction of any State.
2 Each Party may reserve the right not to apply or to apply only in specific
cases or conditions the jurisdiction rules laid down in paragraphs 1.b through
1.d of this article or any part thereof.
3 Each Party shall adopt such measures as may be necessary to establish
jurisdiction over the offences referred to in Article 24, paragraph 1, of this
Convention, in cases where an alleged offender is present in its territory and
it does not extradite him or her to another Party, solely on the basis of his or
her nationality, after a request for extradition.
4 This Convention does not exclude any criminal jurisdiction exercised by
a Party in accordance with its domestic law.
When more than one Party claims jurisdiction over an alleged offence
established in accordance with this Convention, the Parties involved shall,
where appropriate, consult with a view to determining the most appropriate
jurisdiction for prosecution.

Chapter III - International co-operation

Article 24 - Extradition Codigo Penal
1 a This article applies to extradition between Parties for the criminal
offences established in accordance with Articles 2 through 11 of this|Articulo 13. Extradicion

Convention, provided that they are punishable under the laws of both Parties | La extradicidn no es admitida por delitos politicos, por delitos comunes, conexos
concerned by deprivation of liberty for a maximum period of at least one year, | a delitos politicos, ni por delitos comunes cuya represién obedezca a fines
or by a more severe penalty. politicos.

Tampoco es admisible, cuando el hecho que motiva el pedido no ha sido previsto
b Where a different minimum penalty is to be applied under an|como delito por la legislacion nacional.

arrangement agreed on the basis of uniform or reciprocal legislation or an | La extradicién puede otorgarse u ofrecerse aun por delitos no contemplados en
extradition treaty, including the European Convention on Extradition (ETS No. | los Tratados, siempre que no existiera prohibicién en ellos.
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24), applicable between two or more parties, the minimum penalty provided
for under such arrangement or treaty shall apply.

2 The criminal offences described in paragraph 1 of this article shall be deemed
to be included as extraditable offences in any extradition treaty existing
between or among the Parties. The Parties undertake to include such offences
as extraditable offences in any extradition treaty to be concluded between or
among them.

3 If a Party that makes extradition conditional on the existence of a treaty
receives a request for extradition from another Party with which it does not
have an extradition treaty, it may consider this Convention as the legal basis
for extradition with respect to any criminal offence referred to in paragraph 1
of this article.

4 Parties that do not make extradition conditional on the existence of a treaty
shall recognise the criminal offences referred to in paragraph 1 of this article
as extraditable offences between themselves.

5 Extradition shall be subject to the conditions provided for by the law of the
requested Party or by applicable extradition treaties, including the grounds on
which the requested Party may refuse extradition.

6 If extradition for a criminal offence referred to in paragraph 1 of this article
is refused solely on the basis of the nationality of the person sought, or
because the requested Party deems that it has jurisdiction over the offence,
the requested Party shall submit the case at the request of the requesting
Party to its competent authorities for the purpose of prosecution and shall
report the final outcome to the requesting Party in due course. Those
authorities shall take their decision and conduct their investigations and
proceedings in the same manner as for any other offence of a comparable
nature under the law of that Party.

7 a Each Party shall, at the time of signature or when depositing its
instrument of ratification, acceptance, approval or accession, communicate to
the Secretary General of the Council of Europe the name and address of each
authority responsible for making or receiving requests for extradition or
provisional arrest in the absence of a treaty.

b The Secretary General of the Council of Europe shall set up and keep
updated a register of authorities so designated by the Parties. Each Party shall
ensure

Articulo 14. Condiciones que rigen la extradicién no mediando Tratado
No existiendo Tratado, la extradicién del extranjero sélo puede verificarse con
sujecién a las reglas siguientes:

10 Que se trate de delitos castigados con pena minima de 2 afios de penitenciaria.
20 Que la reclamacién se presente por el respectivo gobierno al Poder Ejecutivo,
acompanada de sentencia condenatoria, o de auto de prisidn, con los justificativos
requeridos por las leyes de la Republica para proceder al arresto.

3% Que medie declaracidon judicial de ser procedente la extradicidon, previa
audiencia del inculpado y del Ministerio Publico.

Article 25 - General principles relating to mutual assistance

Ley N° 17060

Articulo 34
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1 The Parties shall afford one another mutual assistance to the widest extent
possible for the purpose of investigations or proceedings concerning criminal
offences related to computer systems and data, or for the collection of
evidence in electronic form of a criminal offence.

2 Each Party shall also adopt such legislative and other measures as may be
necessary to carry out the obligations set forth in Articles 27 through 35.

3 Each Party may, in urgent circumstances, make requests for mutual
assistance or communications related thereto by expedited means of
communication, including fax or e-mail, to the extent that such means provide
appropriate levels of security and authentication (including the use of
encryption, where necessary), with formal confirmation to follow, where
required by the requested Party. The requested Party shall accept and respond
to the request by any such expedited means of communication.

4 Except as otherwise specifically provided in articles in this chapter, mutual
assistance shall be subject to the conditions provided for by the law of the
requested Party or by applicable mutual assistance treaties, including the
grounds on which the requested Party may refuse co-operation. The requested
Party shall not exercise the right to refuse mutual assistance in relation to the
offences referred to in Articles 2 through 11 solely on the ground that the
request concerns an offence which it considers a fiscal offence.

5 Where, in accordance with the provisions of this chapter, the requested Party
is permitted to make mutual assistance conditional upon the existence of dual
criminality, that condition shall be deemed fulfilled, irrespective of whether its
laws place the offence within the same category of offence or denominate the
offence by the same terminology as the requesting Party, if the conduct
underlying the offence for which assistance is sought is a criminal offence
under its laws.

Las solicitudes de cooperacion juridica penal internacional provenientes de autoridades
extranjeras para la investigacion o enjuiciamiento de hechos previstos como delitos en
la presente ley, que se refieran a asistencia juridica de mero tramite, probatoria,
cautelar o de inmovilizacién, confiscacidén o transferencia de bienes, se recibiran y
daran curso por la Asesoria Autoridad Central de Cooperacién Juridica Internacional
dependiente de la Direccion de Cooperacion Juridica Internacional y de Justicia del
Ministerio de Educacion y Cultura. Esta remitird las respectivas solicitudes a las
autoridades jurisdiccionales o administrativas nacionales competentes para su
diligenciamiento.

Los Jueces diligenciaran la solicitud de cooperacion de acuerdo a leyes

de la Republica. Salvo el caso de medidas de naturaleza cautelar o de inmovilizacion,
confiscacion o transferencia de bienes, la cooperacion se prestara sin entrar a examinar
si la conducta que motiva la investigacién o el enjuiciamiento constituye o no un delito
conforme al derecho nacional.

Las solicitudes relativas a registro, levantamiento del secreto bancario, embargo,
secuestro y entrega de cualquier objeto se someteran a la ley procesal y sustantiva de
la Republica.

Las solicitudes podran ser rechazadas cuando afecten en forma grave el orden publico,
asi como la seguridad u otros intereses esenciales de la Republica.

El pedido de cooperaciéon formulado por una autoridad extranjera importa el
conocimiento y aceptacion de los principios enunciados en este articulo.

Article 26 - Spontaneous information

1 A Party may, within the limits of its domestic law and without prior request,
forward to another Party information obtained within the framework of its own
investigations when it considers that the disclosure of such information might
assist the receiving Party in initiating or carrying out investigations or
proceedings concerning criminal offences established in accordance with this

Ley N° 18331
LEY DE PROTECCION DE DATOS PERSONALES
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Convention or might lead to a request for co-operation by that Party under
this chapter.

2 Prior to providing such information, the providing Party may request that it
be kept confidential or only used subject to conditions. If the receiving Party
cannot comply with such request, it shall notify the providing Party, which
shall then determine whether the information should nevertheless be
provided. If the receiving Party accepts the information subject to the
conditions, it shall be bound by them.

Articulo 23

Datos transferidos internacionalmente.- Se prohibe la transferencia de datos
personales de cualquier tipo con paises u organismos internacionales que no
proporcionen niveles de proteccion adecuados de acuerdo a los estandares del
Derecho Internacional o Regional en la materia.

La prohibicion no regirad cuando se trate de:

1) Cooperacién judicial internacional, de acuerdo al respectivo instrumento
internacional, ya sea Tratado o Convencidn, atendidas las circunstancias del caso.

También sera posible realizar la transferencia internacional de datos en los
siguientes supuestos:

A) Que el interesado haya dado su consentimiento inequivocamente a la
transferencia prevista.

D) Que la transferencia sea necesaria o legalmente exigida para la salvaguardia
de un interés publico importante, o para el reconocimiento, ejercicio o defensa de
un derecho en un procedimiento judicial.

Sin perjuicio de lo dispuesto en el primer inciso de este articulo, la Unidad
Reguladora y de Control de Proteccién de Datos Personales podra autorizar una
transferencia o una serie de transferencias de datos personales a un tercer pais
gue no garantice un nivel adecuado de proteccidon, cuando el responsable del
tratamiento ofrezca garantias suficientes respecto a la proteccién de la vida
privada, de los derechos y libertades fundamentales de las personas, asi como
respecto al ejercicio de los respectivos derechos.

Dichas garantias podran derivarse de clausulas contractuales apropiadas.

Article 27 - Procedures pertaining to mutual assistance requests in
the absence of applicable international agreements

1 Where there is no mutual assistance treaty or arrangement on the basis of
uniform or reciprocal legislation in force between the requesting and requested
Parties, the provisions of paragraphs 2 through 9 of this article shall apply.
The provisions of this article shall not apply where such treaty, arrangement
or legislation exists, unless the Parties concerned agree to apply any or all of
the remainder of this article in lieu thereof.

2 a Each Party shall designate a central authority or authorities responsible
for sending and answering requests for mutual assistance, the execution of
such requests or their transmission to the authorities competent for their
execution.

b The central authorities shall communicate directly with each other;

Back to the Table of Contents



https://www.impo.com.uy/bases/leyes/18331-2008/23

Version 24 March 2020

C Each Party shall, at the time of signature or when depositing its
instrument of ratification, acceptance, approval or accession, communicate to
the Secretary General of the Council of Europe the names and addresses of
the authorities designated in pursuance of this paragraph;

d The Secretary General of the Council of Europe shall set up and keep
updated a register of central authorities designated by the Parties. Each Party
shall ensure that the details held on the register are correct at all times.

3 Mutual assistance requests under this article shall be executed in
accordance with the procedures specified by the requesting Party, except
where incompatible with the law of the requested Party.

4 The requested Party may, in addition to the grounds for refusal
established in Article 25, paragraph 4, refuse assistance if:

a the request concerns an offence which the requested Party considers a
political offence or an offence connected with a political offence, or

b it considers that execution of the request is likely to prejudice its
sovereignty, security, ordre public or other essential interests.

5 The requested Party may postpone action on a request if such action

would prejudice criminal investigations or proceedings conducted by its
authorities.

6 Before refusing or postponing assistance, the requested Party shall,
where appropriate after having consulted with the requesting Party, consider
whether the request may be granted partially or subject to such conditions as
it deems necessary.

7 The requested Party shall promptly inform the requesting Party of the
outcome of the execution of a request for assistance. Reasons shall be given
for any refusal or postponement of the request. The requested Party shall also
inform the requesting Party of any reasons that render impossible the
execution of the request or are likely to delay it significantly.

8 The requesting Party may request that the requested Party keep
confidential the fact of any request made under this chapter as well as its
subject, except to the extent necessary for its execution. If the requested
Party cannot comply with the request for confidentiality, it shall promptly
inform the requesting Party, which shall then determine whether the request
should nevertheless be executed.

9 a In the event of urgency, requests for mutual assistance or
communications related thereto may be sent directly by judicial authorities
of the requesting Party to such authorities of the requested Party. In any such
cases, a copy shall be sent at the same time to the central authority of the
requested Party through the central authority of the requesting Party.
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b Any request or communication under this paragraph may be made
through the International Criminal Police Organisation (Interpol).
C Where a request is made pursuant to sub-paragraph a. of this article

and the authority is not competent to deal with the request, it shall refer the
request to the competent national authority and inform directly the requesting
Party that it has done so.

d Requests or communications made under this paragraph that do not
involve coercive action may be directly transmitted by the competent
authorities of the requesting Party to the competent authorities of the
requested Party.

e Each Party may, at the time of signature or when depositing its
instrument of ratification, acceptance, approval or accession, inform the
Secretary General of the Council of Europe that, for reasons of efficiency,
requests made under this paragraph are to be addressed to its central
authority.

Article 28 - Confidentiality and limitation on use

1 When there is no mutual assistance treaty or arrangement on the basis of
uniform or reciprocal legislation in force between the requesting and the
requested Parties, the provisions of this article shall apply. The provisions of
this article shall not apply where such treaty, arrangement or legislation
exists, unless the Parties concerned agree to apply any or all of the remainder
of this article in lieu thereof.

2 The requested Party may make the supply of information or material in
response to a request dependent on the condition that it is:

a kept confidential where the request for mutual legal assistance could
not be complied with in the absence of such condition, or
b not used for investigations or proceedings other than those stated in

the request.

3 If the requesting Party cannot comply with a condition referred to in
paragraph 2, it shall promptly inform the other Party, which shall then
determine whether the information should nevertheless be provided. When
the requesting Party accepts the condition, it shall be bound by it.

4 Any Party that supplies information or material subject to a condition
referred to in paragraph 2 may require the other Party to explain, in relation
to that condition, the use made of such information or material.

Article 29 - Expedited preservation of stored computer data
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1 A Party may request another Party to order or otherwise obtain the
expeditious preservation of data stored by means of a computer system,
located within the territory of that other Party and in respect of which the
requesting Party intends to submit a request for mutual assistance for the
search or similar access, seizure or similar securing, or disclosure of the data.

2 A request for preservation made under paragraph 1 shall specify:

a the authority seeking the preservation;

b the offence that is the subject of a criminal investigation or
proceedings and a brief summary of the related facts;

C the stored computer data to be preserved and its relationship to
the offence;

d any available information identifying the custodian of the stored
computer data or the location of the computer system;

e the necessity of the preservation; and

f that the Party intends to submit a request for mutual assistance

for the search or similar access, seizure or similar securing, or disclosure of
the stored computer data.

3 Upon receiving the request from another Party, the requested Party
shall take all appropriate measures to preserve expeditiously the specified
data in accordance with its domestic law. For the purposes of responding to a
request, dual criminality shall not be required as a condition to providing such
preservation.

4 A Party that requires dual criminality as a condition for responding to a
request for mutual assistance for the search or similar access, seizure or
similar securing, or disclosure of stored data may, in respect of offences other
than those established in accordance with Articles 2 through 11 of this
Convention, reserve the right to refuse the request for preservation under this
article in cases where it has reasons to believe that at the time of disclosure
the condition of dual criminality cannot be fulfilled.

5 In addition, a request for preservation may only be refused if:

a the request concerns an offence which the requested Party
considers a political offence or an offence connected with a political offence,
or

b the requested Party considers that execution of the request is
likely to prejudice its sovereignty, security, ordre public or other essential
interests.

6 Where the requested Party believes that preservation will not ensure
the future availability of the data or will threaten the confidentiality of or
otherwise prejudice the requesting Party’s investigation, it shall promptly so
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inform the requesting Party, which shall then determine whether the request
should nevertheless be executed.

4 Any preservation effected in response to the request referred to in paragraph
1 shall be for a period not less than sixty days, in order to enable the
requesting Party to submit a request for the search or similar access, seizure
or similar securing, or disclosure of the data. Following the receipt of such a
request, the data shall continue to be preserved pending a decision on that
request.

Article 30 — Expedited disclosure of preserved traffic data

1 Where, in the course of the execution of a request made pursuant to Article
29 to preserve traffic data concerning a specific communication, the requested
Party discovers that a service provider in another State was involved in the
transmission of the communication, the requested Party shall expeditiously
disclose to the requesting Party a sufficient amount of traffic data to identify
that service provider and the path through which the communication was
transmitted.

2 Disclosure of traffic data under paragraph 1 may only be withheld if:

a the request concerns an offence which the requested Party considers a
political offence or an offence connected with a political offence; or

b the requested Party considers that execution of the request is likely to
prejudice its sovereignty, security, ordre public or other essential interests.

Article 31 - Mutual assistance regarding accessing of stored computer
data
1 A Party may request another Party to search or similarly access, seize or
similarly secure, and disclose data stored by means of a computer system
located within the territory of the requested Party, including data that has
been preserved pursuant to Article 29.
2 The requested Party shall respond to the request through the application of
international instruments, arrangements and laws referred to in Article 23,
and in accordance with other relevant provisions of this chapter.
3 The request shall be responded to on an expedited basis where:

a there are grounds to believe that relevant data is particularly vulnerable
to loss or modification; or
b the instruments, arrangements and laws referred to in paragraph 2
otherwise provide for expedited co-operation.
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Article 32 - Trans-border access to stored computer data with consent
or where publicly available
A Party may, without the authorisation of another Party:

a access publicly available (open source) stored computer data,
regardless of where the data is located geographically; or
b access or receive, through a computer system in its territory, stored

computer data located in another Party, if the Party obtains the lawful and
voluntary consent of the person who has the lawful authority to disclose the
data to the Party through that computer system.

Article 33 - Mutual assistance in the real-time collection of traffic data
1 The Parties shall provide mutual assistance to each other in the real-time
collection of traffic data associated with specified communications in their
territory transmitted by means of a computer system. Subject to the
provisions of paragraph 2, this assistance shall be governed by the conditions
and procedures provided for under domestic law.

2 Each Party shall provide such assistance at least with respect to criminal
offences for which real-time collection of traffic data would be available in a
similar domestic case.

Article 34 - Mutual assistance regarding the interception of content
data

The Parties shall provide mutual assistance to each other in the real-time
collection or recording of content data of specified communications
transmitted by means of a computer system to the extent permitted under
their applicable treaties and domestic laws.

Article 35 - 24 /7 Network

1 Each Party shall designate a point of contact available on a twenty-four hour,
seven-day-a-week basis, in order to ensure the provision of immediate
assistance for the purpose of investigations or proceedings concerning
criminal offences related to computer systems and data, or for the collection
of evidence in electronic form of a criminal offence. Such assistance shall
include facilitating, or, if permitted by its domestic law and practice, directly
carrying out the following measures:

a the provision of technical advice;
b the preservation of data pursuant to Articles 29 and 30;
(@ the collection of evidence, the provision of legal information, and

locating of suspects.
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2 a A Party’s point of contact shall have the capacity to carry out
communications with the point of contact of another Party on an expedited
basis.

b If the point of contact designated by a Party is not part of that Party’s
authority or authorities responsible for international mutual assistance or
extradition, the point of contact shall ensure that it is able to co-ordinate with
such authority or authorities on an expedited basis.

3 Each Party shall ensure that trained and equipped personnel are available,
in order to facilitate the operation of the network.

Article 42 - Reservations

By a written notification addressed to the Secretary General of the Council of
Europe, any State may, at the time of signature or when depositing its
instrument of ratification, acceptance, approval or accession, declare that it
avails itself of the reservation(s) provided for in Article 4, paragraph 2, Article
6, paragraph 3, Article 9, paragraph 4, Article 10, paragraph 3, Article 11,
paragraph 3, Article 14, paragraph 3, Article 22, paragraph 2, Article 29,
paragraph 4, and Article 41, paragraph 1. No other reservation may be made.

Back to the Table of Contents




