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BUDAPEST CONVENTION  DOMESTIC LEGISLATION 

Chapter I – Use of terms 

Article 1 – “Computer system”, “computer data”, “service provider”, 

“traffic data”: 

For the purposes of this Convention: 

a "computer system" means any device or a group of   interconnected or 

related devices, one or more of which, pursuant to a program, performs 

automatic processing of data; 

 
b “computer data” means any representation of facts, information or 

concepts in a form suitable for processing in a computer system, including a 

program suitable to cause a computer system to perform a function; 

c “service provider” means:  

 

i any public or private entity that provides to users of its service the 

ability to communicate by means of a computer system, and  

ii any other entity that processes or stores computer data on behalf of 

such communication service or users of such service; 

d “traffic data” means any computer data relating to a communication 

by means of a computer system, generated by a computer system that formed 

a part in the chain of communication, indicating the communication’s origin, 

destination, route, time, date, size, duration, or type of underlying service 

 

  

Chapter II – Measures to be taken at the national level 

Section 1 – Substantive criminal law 

Title 1 – Offences against the confidentiality, integrity and availability of computer data and systems 

Article 2 – Illegal access 

Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

Codigo Penal (Lei n.º 24/2019)  

ARTIGO 256 

(Acesso ilegítimo) 
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committed intentionally, the access to the whole or any part of a computer 

system without right. A Party may require that the offence be committed by 

infringing security measures, with the intent of obtaining computer data or 

other dishonest intent, or in relation to a computer system that is connected 

to another computer system. 

 

1. Quem, sem permissão legal ou sem para tanto estar autorizado pelo 

proprietário, por outro titular do direito do sistema ou de parte dele, invadir 

um dispositivo alheio, fixo ou móvel, ligado ou não à rede de computadores, 

com o fim de obter informação não pública de correio ou comunicações 

electrónicas privadas, acesso a dados privados, segredos comerciais ou 

industriais, informações sigilosas ou o acesso remoto não autorizado do 

dispositivo, é punido com prisão de 1 a 2 anos e multa até 1 ano. 

2. Na mesma pena incorre quem, ilegitimamente, produzir, vender, distribuir ou 

por qualquer outra forma disseminar ou introduzir num ou mais sistemas 

informáticos dispositivos, programas, um conjunto executável de instruções, 

um código ou outros dados informáticos destinados a produzir as acções não 

autorizadas descritas no número anterior. 

3. O procedimento criminal depende de queixa. 

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções .a presente Lei: 

a) o acesso ilegal, a todo ou parte de um sistema de computador ou rede de 

computadores através da violação das medidas de segurança, com a 

intenção de obter dados ou outra intenção desonesta; [...] 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

b) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; [...] 

 

Article 3 – Illegal interception 

Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally, the interception without right, made by technical 

means, of non-public transmissions of computer data to, from or within a 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções .a presente Lei: 

a) a intercepção ilegal, aquela que é efectuada por meios técnicos, de 
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computer system, including electromagnetic emissions from a computer 

system carrying such computer data. A Party may require that the offence be 

committed with dishonest intent, or in relation to a computer system that is 

connected to another computer system. 

 

transmissões privadas de dados de ou dentro de um sistema de 

computador ou rede de computadores, incluindo emissóes 

electromagnéticas de um sistema de computador ou rede de 

computadores que contenha os referidos dados; 

[...] 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; [...] 

Article 4 – Data interference 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally, the damaging, deletion, deterioration, alteration or 

suppression of computer data without right. 

2 A Party may reserve the right to require that the conduct described in 

paragraph 1 result in serious harm.  

Codigo Penal (Lei n.º 24/2019) 

ARTIGO 337 

(Interferência em dados) 

1. Quem alterar, deteriorar, inutilizar, apagar, suprimir, destruir ou, de qualquer 

forma, alterar dados informáticos, é punido com a pena de prisão de 1 a 2 

anos e multa correspondente. 

2. A mesma pena é aplicável a quem, mediante a introdução ou transmissão de 

dados informáticos ou, por qualquer outra forma, instalando vulnerabilidades, 

interferir no funcionamento de sistema informático, causando 

intencionalmente dano a alguém.  

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções a presente Lei: 

[...] 

c) a interferência com dados, consistindo na danificação, eliminação, 

deterioração, alteração ou supressão indevida e intencional de dados; 

[...] 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 
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infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; [...] 

 

Article 5 – System interference 

Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally, the serious hindering without right of the functioning 

of a computer system by inputting, transmitting, damaging, deleting, 

deteriorating, altering or suppressing computer data 

Codigo Penal (Lei n.º 24/2019) 

ARTIGO 338 

(Interferência em sistemas) 

Quem, sem permissão legal ou sem para tanto estar autorizado pelo proprietário, 

por outro titular do direito do sistema ou de parte dele, entravar, impedir, 

interromper ou perturbar gravemente o funcionamento de um sistema 

informático, através da introdução, transmissão, deterioração, danificação, 

alteração, apagamento, impedimento do acesso ou supressão de programas ou 

outros dados informáticos ou de qualquer outra forma de interferência em sistema 

informático, é punido com pena de prisão até 2 anos e multa até 1 ano. 

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções .a presente Lei: 

[...] 

d) a interferência intencional com sistemas de informação, afectando o 

funcionamento de um sistema de computador ou rede de computadores 

através da introdução, transmissão, danificação, eliminação, 

deterioração, alteração ou supressão de dados; 

[...] 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 
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punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; [...] 

 

Article 6 – Misuse of devices 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally and without right: 

a the production, sale, procurement for use, import,     distribution or 

otherwise making available of: 

i a device, including a computer program, designed or adapted primarily 

for the purpose of committing any of the offences established in accordance 

with the above Articles 2 through 5; 

ii a computer password, access code, or similar data by which the whole 

or any part of a computer system is capable of being accessed, 

with intent that it be used for the purpose of committing any of the offences 

established in Articles 2 through 5; and  

 

b the possession of an item referred to in paragraphs a.i or ii above, with 

intent that it be used for the purpose of committing any of the offences 

established in Articles 2 through 5. A Party may require by law that a number 

of such items be possessed before criminal liability attaches. 

 

2 This article shall not be interpreted as imposing criminal liability where the 

production, sale, procurement for use, import, distribution or otherwise 

making available or possession referred to in paragraph 1 of this article is not 

for the purpose of committing an offence established in accordance with 

Articles 2 through 5 of this Convention, such as for the authorised testing or 

protection of a computer system. 

 

3 Each Party may reserve the right not to apply paragraph 1 of this article, 

provided that the reservation does not concern the sale, distribution or 

otherwise making available of the items referred to in paragraph 1 a.ii of this 

article.  

Codigo Penal (Lei n.º 24/2019)  

ARTIGO 339 

(Uso abusivo de dispositivos) 

Incorre na pena de prisão de 1 a 2 anos, quem ilegitimamente produzir, vender, 

distribuir, importar ou por qualquer outra forma disseminar ou introduzir num ou 

mais sistemas informáticos dispositivos, programas ou outros dados informáticos 

destinados a produzir as acções não autorizadas descritas no número anterior. 

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções .a presente Lei: 

[...] 

 

e) a má utilização de aparelhos, quando cometida intencionalmente e sem 

permissão, e que cause a perca de propriedade de outrem através de 

qualquer introdução, alteração, eliminação ou supressão de dados e 

qualquer interferência com o funcionamento de um sistema de 

computador ou rede de computadores; 

[...] 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; [...] 
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Title 2 – Computer-related offences 

Article 7 – Computer-related forgery 

Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally and without right, the input, alteration, deletion, or 

suppression of computer data, resulting in inauthentic data with the intent 

that it be considered or acted upon for legal purposes as if it were authentic, 

regardless whether or not the data is directly readable and intelligible. A Party 

may require an intent to defraud, or similar dishonest intent, before criminal 

liability attaches.  

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções a presente Lei: 

a) o acesso ilegal, a todo ou parte de um sistema de computador ou rede de 

computadores através da violação das medidas de segurança, com a 

intenção de obter dados ou outra intenção desonesta; 

[…] 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 

90 salários mínimos da função pública; 

[..] 

 

Article 8 – Computer-related fraud 

Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally and without right, the causing of a loss of property to 

another person by: 

 

 a any input, alteration, deletion or suppression of computer data; 

 

 b any interference with the functioning of a computer system, 

 

with fraudulent or dishonest intent of procuring, without right, an economic 

benefit for oneself or for another person.   

Codigo Penal (Lei n.º 24/2019) 

ARTIGO 336 

(Falsidade informática) 

1. Quem introduzir, modificar, apagar ou suprimir de forma intencional e 

ilegítima dados informáticos, produzindo dados ou documentos não genuínos, 

com a intenção de que estes sejam considerados ou utilizados para fins legais 

como se o fossem, é punido com a pena de prisão de 1 a 5 anos e multa até 

1 ano. 

2. Quem, actuando com intenção de causar prejuízo a outrem ou de obter um 

benefício ilegítimo, para si ou para terceiro, usar documento produzido a partir 

de dados informáticos que foram objecto dos actos referidos no n.º 1 ou 

cartão ou outro dispositivo no qual se encontrem registados ou incorporados 

os dados objecto dos actos referidos no número anterior, é punido com as 

penas previstas num e noutro número, respectivamente. 
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3. Quem importar, distribuir, vender ou detiver para fins comerciais qualquer 

dispositivo que permita o acesso a sistema de comunicações ou a serviço de 

acesso condicionado, sobre o qual tenha sido praticada qualquer das acções 

previstas nos números anteriores, é punido com a pena de prisão de 2 a 8 

anos. 

Title 3 – Content-related offences 

 

Article 9 – Offences related to child pornography 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally and without right, the following conduct: 

a producing child pornography for the purpose of its distribution 

through a computer system; 

 b offering or making available child pornography through a 

computer system; 

 c distributing or transmitting child pornography through a 

computer system; 

 d procuring child pornography through a computer system for 

oneself or for another person; 

 e possessing child pornography in a computer system or on a 

computer-data storage medium. 

 

2 For the purpose of paragraph 1 above, the term “child pornography” shall 

include pornographic material that visually depicts: 

 a a minor engaged in sexually explicit conduct; 

 b a person appearing to be a minor engaged in sexually explicit 

conduct; 

c      realistic images representing a minor engaged in sexually explicit 

conduct 

Codigo Penal (Lei n.º 24/2019)  

 

ARTIGO 211 

(Pornografia de menores) 

Para os fins da presente secção, entende-se pornografia de menores qualquer 

material, seja qual for o suporte ou plataforma, que represente visualmente um 

menor ou pessoa aparentando ser menor envolvido em comportamento 

sexualmente explícito.  

 

ARTIGO 212 

(Utilização de menores em pornografia) 

1. É punido com pena de prisão de 1 a 5 anos, quem: 

a) utilizar menor de 18 anos em fotografia, filme ou gravação pornográficos, 

independentemente do seu suporte, ou o aliciar para esse fim; ou 

b) utilizar menor de 18 anos em espectáculo pornográfico ou o aliciar para 

esse fim. 

2. Incorre na pena de 2 a 8 anos de prisão quem praticar os actos descritos no 

número anterior utilizando menor de 12 anos. 

 

ARTIGO 213 

(Distribuição ou posse de pornografia de menores) 
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3 For the purpose of paragraph 2 above, the term “minor” shall include all 

persons under 18 years of age. A Party may, however, require a lower age-

limit, which shall be not less than 16 years. 

 

4 Each Party may reserve the right not to apply, in whole or in part, 

paragraphs 1, sub-paragraphs d. and e, and 2, sub-paragraphs b. and c. 

 

1. Quem distribuir, importar, exportar, divulgar, exibir ou ceder 

profissionalmente ou com finalidade de lucro, a qualquer título ou por 

qualquer meio, materiais de fotografia, filme ou gravação pornográfica de 

menores de dezoito anos é punido com prisão até 2 anos e multa até 1 ano. 

2. A mera partilha, exibição, cedência, importação, exportação ou distribuição 

do material de que trata o número anterior, quando não tem os fins lucrativos 

ou profissional, dá lugar à pena de prisão de 1 a 2 anos e multa 

correspondente. 

3. Incorre na pena de prisão até 1 ano e multa correspondente, quem, 

independentemente do suporte ou plataforma, adquirir, detiver ou conservar 

os materiais referidos neste artigo, ainda que para uso pessoal. 

4. A tentativa é punível. 

Title 4 – Offences related to infringements of copyright and related rights 

 

Article 10 – Offences related to infringements of copyright and related 

rights 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law the 

infringement of copyright, as defined under the law of that Party, pursuant to 

the obligations it has undertaken under the Paris Act of 24 July 1971 revising 

the Bern Convention for the Protection of Literary and Artistic Works, the 

Agreement on Trade-Related Aspects of Intellectual Property Rights and the 

WIPO Copyright Treaty, with the exception of any moral rights conferred by 

such conventions, where such acts are committed wilfully, on a commercial 

scale and by means of a computer system. 

2 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law the 

infringement of related rights, as defined under the law of that Party, pursuant 

to the obligations it has undertaken under the International Convention for 

the Protection of Performers, Producers of Phonograms and Broadcasting 

Organisations (Rome Convention), the Agreement on Trade-Related Aspects 

of Intellectual Property Rights and the WIPO Performances and Phonograms 

Treaty, with the exception of any moral rights conferred by such conventions, 

where such acts are committed wilfully, on a commercial scale and by means 

of a computer system. 

3 A Party may reserve the right not to impose criminal liability under 

paragraphs 1 and 2 of this article in limited circumstances, provided that other 
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effective remedies are available and that such reservation does not derogate 

from the Party’s international obligations set forth in the international 

instruments referred to in paragraphs 1 and 2 of this article. 

 

Title 5 – Ancillary liability and sanctions 

 

Article 11 – Attempt and aiding or abetting 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally, aiding or abetting the commission of any of the 

offences established in accordance with Articles 2 through 10 of the present 

Convention with intent that such offence be committed. 

2 Each Party shall adopt such legislative and other measures as may be 

necessary to establish as criminal offences under its domestic law, when 

committed intentionally, an attempt to commit any of the offences established 

in accordance with Articles 3 through 5, 7, 8, and 9.1.a and c. of this 

Convention. 

3 Each Party may reserve the right not to apply, in whole or in part, 

paragraph 2 of this article. 

 

 

 

Article 12 – Corporate liability 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to ensure that legal persons can be held liable for a criminal offence 

established in accordance with this Convention, committed for their benefit by 

any natural person, acting either individually or as part of an organ of the 

legal person, who has a leading position within it, based on: 

 a a power of representation of the legal person;  

 b an authority to take decisions on behalf of the legal person;  

 c an authority to exercise control within the legal person. 

2 In addition to the cases already provided for in paragraph 1 of this article, 

each Party shall take the measures necessary to ensure that a legal person 

can be held liable where the lack of supervision or control by a natural person 

referred to in paragraph 1 has made possible the commission of a criminal 

offence established in accordance with this Convention for the benefit of that 

legal person by a natural person acting under its authority. 

3 Subject to the legal principles of the Party, the liability of a legal person may 

be criminal, civil or administrative.  
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4 Such liability shall be without prejudice to the criminal liability of the 

natural persons who have committed the offence. 

 

Article 13 – Sanctions and measures 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to ensure that the criminal offences established in accordance with 

Articles 2 through 11 are punishable by effective, proportionate and dissuasive 

sanctions, which include deprivation of liberty. 

2 Each Party shall ensure that legal persons held liable in accordance 

with Article 12 shall be subject to effective, proportionate and dissuasive 

criminal or non-criminal sanctions or measures, including monetary sanctions. 

 

Lei 3/2017 de Transacções Electrónicas 

Artigo 67 

(Contravenções) 

Constituem contravenções .a presente Lei: 

a) o acesso ilegal, a todo ou parte de um sistema de computador ou rede de 

computadores através da violação das medidas de segurança, com a 

intenção de obter dados ou outra intenção desonesta; 

b) a intercepção ilegal, aquela que é efectuada por meios técnicos, de 

transmissões privadas de dados de ou dentro de um sistema de 

computador ou rede de computadores, incluindo emissóes 

electromagnéticas de um sistema de computador ou rede de 

computadores que contenha os referidos dados; 

c) a interferência com dados, consistindo na danificação, eliminação, 

deterioração, alteração ou supressão indevida e intencional de dados; 

d) a interferência intencional com sistemas de informação, afectando o 

funcionamento de um sistema de computador ou rede de computadores 

através da introdução, transmissão, danificação, eliminação, 

deterioração, alteração ou supressão de dados; 

e) a má utilização de aparelhos, quando cometida intencionalmente e sem 

permissão, e que cause a perca de propriedade de outrem através de 

qualquer introdução, alteração, eliminação ou supressão de dados e 

qualquer interferência com o funcionamento de um sistema de 

computador ou rede de computadores; 

f) a violação de nome de domínio, o uso indevido de um nome de domínio; 

um nome de uma pessoa, singular ou colectiva, ou um nome que seja 

protegido como um direito de propriedade intelectual, ou 

substancialmente semelhante a outro que seja susceptível de criar 

confusão, com o fim de se beneficiar do mesmo; 

g) a violação de segurança do instrumento de pagamento electrónico, a 

produção, aquisição, transferência, armazenamento ou se oferecer a 

disponibilizar equipamentos, programas de computador ou quaisquer 

dados concebidos ou especialmente adaptados por forma a violar o 
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sistema de segurança relacionado com um instrumento de pagamento 

electrónico; 

h) a violação da responsabilidade do emissor, o fornecimento ao público de 

um instrumento de pagamento electrónico sem autorização do Banco de 

Moçambique; 

i) a violação de comunicações electrónicas comerciais não solicitadas, o 

envio de comunicações comerciais não solicitadas a uma pessoa que 

tenha informado ao remetente que as referidas comunicações são 

indesejáveis; 

j) a recusa ou obstrução da investigação, a recusa em colaborar ou 

obstrução a investigação das autoridades competentes; 

k) a violação de obrigação de acreditação, a provisão de serviços de 

certificação, e entrega de certificados qualificados, sem acreditação dos 

serviços competentes; 

l) a violação de Criptografia, a violação do dever de declaração na utilização 

e provisão de serviços de criptografia previstas na presente Lei; 

m) a violação do dever de protecção de dados, a violação das obrigações do 

processador de dados previstas na presente Lei. 

 

ARTIGO 68 

(Sanções) 

Sem prejuízo de aplicação da pena mais grave no âmbito da legislação penal as 

infracções previstas no presente artigo são puníveis: 

a) a violação do disposto nas alíneas a); b); c); d); e e) do artigo 67 é 

punível com a multa de 40 salários mínimos até ao valor máximo de 90 

salários mínimos da função pública; 

b) a violação da alínea 8) e h) do artigo 67 é punível com a multa 90 salários 

mínimos até ao valor máximo de 160 salários mínimos da função pública; 

c) a violação da alínea); i); j); k), l); m) do artigo 67 é punível com a multa 

de 30 salários mínimos até ao valor máximo de 90 salários mínimos da 

função pública, se outra pena mais grave não couber, nos termos da 

legislação penal. 

Section 2 – Procedural law 

Article 14 – Scope of procedural provisions  
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1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish the powers and procedures provided for in this section 

for the purpose of specific criminal investigations or proceedings. 

2 Except as specifically provided otherwise in Article 21, each Party shall apply 

the powers and procedures referred to in paragraph 1 of this article to: 

a the criminal offences established in accordance with Articles 2 

through 11 of this Convention; 

 b other criminal offences committed by means of a computer 

system; and 

 c the collection of evidence in electronic form of a criminal offence. 

3 a Each Party may reserve the right to apply the measures referred to in 

Article 20 only to offences or categories of offences specified in the 

reservation, provided that the range of such offences or categories of offences 

is not more restricted than the range of offences to which it applies the 

measures referred to in Article 21. Each Party shall consider restricting such 

a reservation to enable the broadest application of the measure referred to in 

Article 20. 

b Where a Party, due to limitations in its legislation in force at the time of 

the adoption of the present Convention, is not able to apply the measures 

referred to in Articles 20 and 21 to communications being transmitted within 

a computer system of a service provider, which system: 

  i is being operated for the benefit of a closed group of users, 

and  

  ii does not employ public communications networks and is 

not connected with another computer system, whether 

public or private,  

that Party may reserve the right not to apply these measures to such 

communications. Each Party shall consider restricting such a reservation to 

enable the broadest application of the measures referred to in Articles 20 and 

21 

 

Article 15 – Conditions and safeguards 

1 Each Party shall ensure that the establishment, implementation and 

application of the powers and procedures provided for in this Section are 

subject to conditions and safeguards provided for under its domestic law, 

which shall provide for the adequate protection of human rights and liberties, 

including rights arising pursuant to obligations it has undertaken under the 
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1950 Council of Europe Convention for the Protection of Human Rights and 

Fundamental Freedoms, the 1966 United Nations International Covenant on 

Civil and Political Rights, and other applicable international human rights 

instruments, and which shall incorporate the principle of proportionality. 

2 Such conditions and safeguards shall, as appropriate in view of the nature 

of the procedure or power concerned, inter alia, include judicial or other 

independent supervision, grounds justifying application, and limitation of the 

scope and the duration of such power or procedure. 

 

3 To the extent that it is consistent with the public interest, in particular the 

sound administration of justice, each Party shall consider the impact of the 

powers and procedures in this section upon the rights, responsibilities and 

legitimate interests of third parties.    

 

Article 16 – Expedited preservation of stored computer data  

1 Each Party shall adopt such legislative and other measures as may be 

necessary to enable its competent authorities to order or similarly obtain the 

expeditious preservation of specified computer data, including traffic data, 

that has been stored by means of a computer system, in particular where 

there are grounds to believe that the computer data is particularly vulnerable 

to loss or modification. 

 

2 Where a Party gives effect to paragraph 1 above by means of an order to a 

person to preserve specified stored computer data in the person’s possession 

or control, the Party shall adopt such legislative and other measures as may 

be necessary to oblige that person to preserve and maintain the integrity of 

that computer data for a period of time as long as necessary, up to a maximum 

of ninety days, to enable the competent authorities to seek its disclosure. A 

Party may provide for such an order to be subsequently renewed. 

 

3 Each Party shall adopt such legislative and other measures as may be 

necessary to oblige the custodian or other person who is to preserve the 

computer data to keep confidential the undertaking of such procedures for the 

period of time provided for by its domestic law. 

 

4 The powers and procedures referred to in this article shall be subject to 

Articles 14 and 15. 
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Article 17 – Expedited preservation and partial disclosure of traffic 

data 

1 Each Party shall adopt, in respect of traffic data that is to be preserved under 

Article 16, such legislative and other measures as may be necessary to: 

a ensure that such expeditious preservation of traffic data is available 

regardless of whether one or more service providers were involved in the 

transmission of that communication; and 

   b ensure the expeditious disclosure to the Party’s  competent authority, 

or a person designated by that  authority, of a sufficient amount of traffic data 

to enable the Party to identify the service providers and the path through 

which the communication was transmitted. 

 

2 The powers and procedures referred to in this article shall be subject to 

Articles 14 and 15. 

 

 

Article 18 – Production order 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to empower its competent authorities to order: 

a a person in its territory to submit specified computer data in that 

person’s possession or control, which is stored in a computer system or a 

computer-data storage medium; and 

b a service provider offering its services in the territory of the Party to 

submit subscriber information relating to such services in that service 

provider’s possession or control. 

 

2 The powers and procedures referred to in this article shall be subject to 

Articles 14 and 15. 

3 For the purpose of this article, the term “subscriber information” means any 

information contained in the form of computer data or any other form that is 

held by a service provider, relating to subscribers of its services other than 

traffic or content data and by which can be established: 

 a the type of communication service used, the technical provisions 

taken thereto and the period of service; 

 b the subscriber’s identity, postal or geographic address, telephone 

and other access number, billing and payment information, 

available on the basis of the service agreement or arrangement; 
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 c any other information on the site of the installation of 

communication equipment, available on the basis of the service 

agreement or arrangement. 

 

Article 19 – Search and seizure of stored computer data 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to empower its competent authorities to search or similarly access:  

 a a computer system or part of it and computer data stored therein; 

and 

 b a computer-data storage medium in which computer data may be 

stored 

  in its territory. 

2 Each Party shall adopt such legislative and other measures as may be 

necessary to ensure that where its authorities search or similarly access a 

specific computer system or part of it, pursuant to paragraph 1.a, and have 

grounds to believe that the data sought is stored in another computer system 

or part of it in its territory, and such data is lawfully accessible from or 

available to the initial system, the authorities shall be able to expeditiously 

extend the search or similar accessing to the other system. 

3 Each Party shall adopt such legislative and other measures as may be 

necessary to empower its competent authorities to seize or similarly secure 

computer data accessed according to paragraphs 1 or 2. These measures shall 

include the power to: 

 a seize or similarly secure a computer system or part of it or a 

computer-data storage medium; 

 b make and retain a copy of those computer data;  

 c maintain the integrity of the relevant stored computer data; 

 d render inaccessible or remove those computer data in the accessed 

computer system. 

4 Each Party shall adopt such legislative and other measures as may be 

necessary to empower its competent authorities to order any person who has 

knowledge about the functioning of the computer system or measures applied 

to protect the computer data therein to provide, as is reasonable, the 

necessary information, to enable the undertaking of the measures referred to 

in paragraphs 1 and 2. 

5 The powers and procedures referred to in this article shall be subject to 

Articles 14 and 15. 

. 
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Article 20 – Real-time collection of traffic data 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to empower its competent authorities to: 

 a collect or record through the application of technical means on 

the territory of that Party, and  

 b compel a service provider, within its existing technical capability: 

  i to collect or record through the application of technical 

means on the territory of that Party; or 

  ii to co-operate and assist the competent authorities in the 

collection or recording of, 

   traffic data, in real-time, associated with specified 

communications in its territory transmitted by means of a 

computer system. 

2 Where a Party, due to the established principles of its domestic legal 

system, cannot adopt the measures referred to in paragraph 1.a, it may 

instead adopt legislative and other measures as may be necessary to ensure 

the real-time collection or recording of traffic data associated with specified 

communications transmitted in its territory, through the application of 

technical means on that territory. 

3 Each Party shall adopt such legislative and other measures as may be 

necessary to oblige a service provider to keep confidential the fact of the 

execution of any power provided for in this article and any information relating 

to it. 

4 The powers and procedures referred to in this article shall be subject 

to Articles 14 and 15. 

 

 

Article 21 – Interception of content data 

1 Each Party shall adopt such legislative and other measures as may be 

necessary, in relation to a range of serious offences to be determined by 

domestic law, to empower its competent authorities to: 

a collect or record through the application of technical means on the 

territory of that Party, and  

b compel a service provider, within its existing technical capability: 

        i to collect or record through the  application of   technical means on the 

territory of that Party, or 
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       ii to co-operate and assist the competent authorities in the collection or 

recording of, content data, in real-time, of specified communications in its 

territory transmitted by means of a computer system. 

2 Where a Party, due to the established principles of its domestic legal system, 

cannot adopt the measures referred to in paragraph 1.a, it may instead adopt 

legislative and other measures as may be necessary to ensure the real-time 

collection or recording of content data on specified communications in its 

territory through the application of technical means on that territory. 

3 Each Party shall adopt such legislative and other measures as may be 

necessary to oblige a service provider to keep confidential the fact of the 

execution of any power provided for in this article and any information relating 

to it. 

4 The powers and procedures referred to in this article shall be subject to 

Articles 14 and 15.  

 

Section 3 – Jurisdiction 

Article 22 – Jurisdiction 

1 Each Party shall adopt such legislative and other measures as may be 

necessary to establish jurisdiction over any offence established in accordance 

with Articles 2 through 11 of this Convention, when the offence is committed: 

 a in its territory; or 

 b on board a ship flying the flag of that Party; or 

 c on board an aircraft registered under the laws of that Party; or 

 d by one of its nationals, if the offence is punishable under criminal 

law where it was committed or if the offence is committed outside 

the territorial jurisdiction of any State. 

2 Each Party may reserve the right not to apply or to apply only in specific 

cases or conditions the jurisdiction rules laid down in paragraphs 1.b through 

1.d of this article or any part thereof. 

3 Each Party shall adopt such measures as may be necessary to establish 

jurisdiction over the offences referred to in Article 24, paragraph 1, of this 

Convention, in cases where an alleged offender is present in its territory and 

it does not extradite him or her to another Party, solely on the basis of his or 

her nationality, after a request for extradition. 

4 This Convention does not exclude any criminal jurisdiction exercised by 

a Party in accordance with its domestic law. 
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When more than one Party claims jurisdiction over an alleged offence 

established in accordance with this Convention, the Parties involved shall, 

where appropriate, consult with a view to determining the most appropriate 

jurisdiction for prosecution. 

 

Chapter III – International co-operation 
 

Article 24 – Extradition 

1 a This article applies to extradition between Parties for the criminal 

offences established in accordance with Articles 2 through 11 of this 

Convention, provided that they are punishable under the laws of both Parties 

concerned by deprivation of liberty for a maximum period of at least one year, 

or by a more severe penalty.  

 

b Where a different minimum penalty is to be applied under an 

arrangement agreed on the basis of uniform or reciprocal legislation or an 

extradition treaty, including the European Convention on Extradition (ETS No. 

24), applicable between two or more parties, the minimum penalty provided 

for under such arrangement or treaty shall apply. 

2 The criminal offences described in paragraph 1 of this article shall be deemed 

to be included as extraditable offences in any extradition treaty existing 

between or among the Parties. The Parties undertake to include such offences 

as extraditable offences in any extradition treaty to be concluded between or 

among them. 

3 If a Party that makes extradition conditional on the existence of a treaty 

receives a request for extradition from another Party with which it does not 

have an extradition treaty, it may consider this Convention as the legal basis 

for extradition with respect to any criminal offence referred to in paragraph 1 

of this article. 

4 Parties that do not make extradition conditional on the existence of a treaty 

shall recognise the criminal offences referred to in paragraph 1 of this article 

as extraditable offences between themselves. 

5 Extradition shall be subject to the conditions provided for by the law of the 

requested Party or by applicable extradition treaties, including the grounds on 

which the requested Party may refuse extradition. 

6 If extradition for a criminal offence referred to in paragraph 1 of this article 

is refused solely on the basis of the nationality of the person sought, or 

Lei n. 0 14/2013: Lei de Prevenção e Combate ao Branqueamento de Capitais e 

Financiamento ao Terrorismo 

 

Cooperação internacional 

ARTIGO 48 

(Dever de cooperação) 

1. As autoridades competentes devem promover a cooperação o mais 

abrangente possível com as autoridades competentes de outros Estados para 

fins de extradição e auxílio judiciário mútuo no que respeita à investigações 

criminais e procedimentos relacionados com o branqueamento de capitais e 

financiamento do terrorismo. 

2. A dupla incriminação deve ser considerada preenchida independentemente de 

o Estado requerente subsumir o crime dentro da mesma categoria de crimes, 

ou tipificar o crime da mesma forrna que Moçambique, admitindo que em 

ambos os países a conduta subjacente ao crime pela qual a cooperação é 

solicitada esteja criminalizada. 

 

[...] 

 

ARTIGO 55 

(Pedidos de extradição) 

1. A execuçáo de pedidos dc extradição relacionados com crimes de 

branqueamento de capitais e financiamento do terrorismo estão sujeitos 

aos procedimentos e princípios descritos nos tratados de extradição 

aplicáveis c na Lei n. 0 17/2011, de de Agosto. 

2. Nos termos da presente Lei, um pedido de extradição é executado se o 

crime que origina o pedido, ou crime semelhantc, estiver previsto na 

legislação do Estado requerente e de Moçambique. 

3. Na ausência de tratados ou para matérias não reguladas são aplicáveis os 

princípios e procedimentos da Lei Penal. 
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because the requested Party deems that it has jurisdiction over the offence, 

the requested Party shall submit the case at the request of the requesting 

Party to its competent authorities for the purpose of prosecution and shall 

report the final outcome to the requesting Party in due course. Those 

authorities shall take their decision and conduct their investigations and 

proceedings in the same manner as for any other offence of a comparable 

nature under the law of that Party. 

7 a Each Party shall, at the time of signature or when depositing its 

instrument of ratification, acceptance, approval or accession, communicate to 

the Secretary General of the Council of Europe the name and address of each 

authority responsible for making or receiving requests for extradition or 

provisional arrest in the absence of a treaty.  

 

b The Secretary General of the Council of Europe shall set up and keep 

updated a register of authorities so designated by the Parties. Each Party shall 

ensure 

 

ARTIGO 56 

(Recusa de extradição) 

A extradição deve ser recusada nos termos previstos na Constituição da República 

de Moçambique e na Lei n.o 17/2011, de 10 de Agosto. 

Article 25 – General principles relating to mutual assistance 

1 The Parties shall afford one another mutual assistance to the widest extent 

possible for the purpose of investigations or proceedings concerning criminal 

offences related to computer systems and data, or for the collection of 

evidence in electronic form of a criminal offence. 

 

2 Each Party shall also adopt such legislative and other measures as may be 

necessary to carry out the obligations set forth in Articles 27 through 35.  

 

3 Each Party may, in urgent circumstances, make requests for mutual 

assistance or communications related thereto by expedited means of 

communication, including fax or e-mail, to the extent that such means provide 

appropriate levels of security and authentication (including the use of 

encryption, where necessary), with formal confirmation to follow, where 

required by the requested Party. The requested Party shall accept and respond 

to the request by any such expedited means of communication. 

 

4 Except as otherwise specifically provided in articles in this chapter, mutual 

assistance shall be subject to the conditions provided for by the law of the 

requested Party or by applicable mutual assistance treaties, including the 

ARTIGO 49 

(Pedidos de auxílio judiciário mútuo) 

1. Os pedidos de auxílio judiciário mútuo relacionados com 

branqueamento de capitais ou financiamento do terrorismo feitos por um outro 

Estado devem ser executados de acordo com o preceituado na presente Lei. 

2. O pedido de auxílio judiciário mútuo deve, em particular, incluir: 

a) obtenção de provas ou declarações de pessoas; 

b) assistência na disponibilização de pessoas detidas, testemunhas 

voluntárias ou outras autoridades judiciais do Estado do pedido para 

prestarem declarações ou apoiarem nas investigações;   

c) entrega de documentos judiciais; 

d) execução de buscas e apreensões; 

e) exame de objectos e locais; 

f) disponibilização de informação, provas e peritagens; 

g) fornecimento de originais ou cópias autenticadas de documentos e 

registos; 

h) identificação e localização do produto do crime, capitais, propriedade e, 

instrumentos, bem cômo outros objectos para efeitos de prova ou 

confisco; 

i) confisco de fundos e bens;   
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grounds on which the requested Party may refuse co-operation. The requested 

Party shall not exercise the right to refuse mutual assistance in relation to the 

offences referred to in Articles 2 through 11 solely on the ground that the 

request concerns an offence which it considers a fiscal offence. 

 

5 Where, in accordance with the provisions of this chapter, the requested Party 

is permitted to make mutual assistance conditional upon the existence of dual 

criminality, that condition shall be deemed fulfilled, irrespective of whether its 

laws place the offence within the same category of offence or denominate the 

offence by the same terminology as the requesting Party, if the conduct 

underlying the offence for which assistance is sought is a criminal offence 

under its laws. 

 

j) apreensão de fundos e bens; 

k) qualquer outra forma do auxílio judiciário mútuo que não seja contrária 

às leis de Moçarnbique. 

 

ARTIGO 50 

(Recusa de auxílio judiciário mútuo) 

1. O auxílio judiciário mútuo pode ser recusado, quando: 

a) o pedido não tiver sido feito por uma autoridade competente, de acordo 

com a legislação do país requerente, ou se não tiver sido transmitido 

conforme as leis aplicáveis; 

b) a sua execução ofender a soberania, segurança, a ordem pública ou 

outros interesses essenciais de Moçambique; 

c) o crime que dá origem ao pedido for objecto de procedimento criminal em 

curso ou tenha sido objecto de uma decisão transitada em julgado no 

território moçambicano; 

d) houver razões fundadas para acreditar que a medida ou ordem solicitadas 

são dirigidas contra a pessoa em função da raça, religião, nacionalidade, 

origem étnica, opção política, sexo ou estado civil; 

e) o facto referido no pedido não for criminalizado na legislação de, 

Moçambique, podendo ser prestado o auxílio se o pedido não implicar o 

uso de medidas coercivas; 

f) as medidas pedidas ou quaisquer outras que tenham efeitos semelhantes, 

não forem permitidas na legislação moçambicana ou se estas não 

puderem ser usadas no que diz respeito ao crime referido no pedido. 

2. As obrigações de segredo ou de confidencialidade que vinculam as 

instituições financeiras, entidades não financeiras não podem ser 

invocadas como razão para recusar a satisfação do pedido. 

3. O auxílio não é recusado pelo motivo exclusivo de o delito envolver 

assuntos de íridole fiscal. 

4. A autoridade competente deve informar prontamente a autoridade 

competente estrangeira as razões de recusa da satisfação do pedido. 

Article 26 – Spontaneous information 

1 A Party may, within the limits of its domestic law and without prior request, 

forward to another Party information obtained within the framework of its own 

investigations when it considers that the disclosure of such information might 

assist the receiving Party in initiating or carrying out investigations or 

proceedings concerning criminal offences established in accordance with this 
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Convention or might lead to a request for co-operation by that Party under 

this chapter. 

 

2 Prior to providing such information, the providing Party may request that it 

be kept confidential or only used subject to conditions. If the receiving Party 

cannot comply with such request, it shall notify the providing Party, which 

shall then determine whether the information should nevertheless be 

provided. If the receiving Party accepts the information subject to the 

conditions, it shall be bound by them. 

 

Article 27 – Procedures pertaining to mutual assistance requests in 

the absence of applicable international agreements 

1 Where there is no mutual assistance treaty or arrangement on the basis of 

uniform or reciprocal legislation in force between the requesting and requested 

Parties, the provisions of paragraphs 2 through 9 of this article shall apply. 

The provisions of this article shall not apply where such treaty, arrangement 

or legislation exists, unless the Parties concerned agree to apply any or all of 

the remainder of this article in lieu thereof. 

2 a Each Party shall designate a central authority or authorities responsible 

for sending and answering requests for mutual assistance, the execution of 

such requests or their transmission to the authorities competent for their 

execution. 

 b The central authorities shall communicate directly with each other; 

c Each Party shall, at the time of signature or when depositing its 

instrument of ratification, acceptance, approval or accession, communicate to 

the Secretary General of the Council of Europe the names and addresses of 

the authorities designated in pursuance of this paragraph; 

d The Secretary General of the Council of Europe shall set up and keep 

updated a register of central authorities designated by the Parties. Each Party 

shall ensure that the details held on the register are correct at all times. 

3 Mutual assistance requests under this article shall be executed in 

accordance with the procedures specified by the requesting Party, except 

where incompatible with the law of the requested Party. 

4 The requested Party may, in addition to the grounds for refusal 

established in Article 25, paragraph 4, refuse assistance if:  

a the request concerns an offence which the requested Party considers a 

political offence or an offence connected with a political offence, or  

 



Version [DATE] 

Back to the Table of Contents  

BUDAPEST CONVENTION  DOMESTIC LEGISLATION 

b it considers that execution of the request is likely to prejudice its 

sovereignty, security, ordre public or other essential interests. 

5 The requested Party may postpone action on a request if such action 

would prejudice criminal investigations or proceedings conducted by its 

authorities. 

6 Before refusing or postponing assistance, the requested Party shall, 

where appropriate after having consulted with the requesting Party, consider 

whether the request may be granted partially or subject to such conditions as 

it deems necessary. 

7 The requested Party shall promptly inform the requesting Party of the 

outcome of the execution of a request for assistance. Reasons shall be given 

for any refusal or postponement of the request. The requested Party shall also 

inform the requesting Party of any reasons that render impossible the 

execution of the request or are likely to delay it significantly. 

8 The requesting Party may request that the requested Party keep 

confidential the fact of any request made under this chapter as well as its 

subject, except to the extent necessary for its execution. If the requested 

Party cannot comply with the request for confidentiality, it shall promptly 

inform the requesting Party, which shall then determine whether the request 

should nevertheless be executed. 

9 a In the event of urgency, requests for mutual assistance or 

communications related thereto may be sent directly by judicial authorities 

of the requesting Party to such authorities of the requested Party. In any such 

cases, a copy shall be sent at the same time to the central authority of the 

requested Party through the central authority of the requesting Party. 

b Any request or communication under this paragraph may be made 

through the International Criminal Police Organisation (Interpol). 

c Where a request is made pursuant to sub-paragraph a. of this article 

and the authority is not competent to deal with the request, it shall refer the 

request to the competent national authority and inform directly the requesting 

Party that it has done so. 

d Requests or communications made under this paragraph that do not 

involve coercive action may be directly transmitted by the competent 

authorities of the requesting Party to the competent authorities of the 

requested Party. 

e Each Party may, at the time of signature or when depositing its 

instrument of ratification, acceptance, approval or accession, inform the 
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Secretary General of the Council of Europe that, for reasons of efficiency, 

requests made under this paragraph are to be addressed to its central 

authority.  

 

Article 28 – Confidentiality and limitation on use 

1 When there is no mutual assistance treaty or arrangement on the basis of 

uniform or reciprocal legislation in force between the requesting and the 

requested Parties, the provisions of this article shall apply. The provisions of 

this article shall not apply where such treaty, arrangement or legislation 

exists, unless the Parties concerned agree to apply any or all of the remainder 

of this article in lieu thereof. 

2 The requested Party may make the supply of information or material in 

response to a request dependent on the condition that it is: 

a kept confidential where the request for mutual legal assistance could 

not be complied with in the absence of such condition, or 

b not used for investigations or proceedings other than those stated in 

the request. 

3  If the requesting Party cannot comply with a condition referred to in 

paragraph 2, it shall promptly inform the other Party, which shall then 

determine whether the information should nevertheless be provided. When 

the requesting Party accepts the condition, it shall be bound by it.  

4 Any Party that supplies information or material subject to a condition 

referred to in paragraph 2 may require the other Party to explain, in relation 

to that condition, the use made of such information or material. 

 

 

Article 29 – Expedited preservation of stored computer data 

1 A Party may request another Party to order or otherwise obtain the 

expeditious preservation of data stored by means of a computer system, 

located within the territory of that other Party and in respect of which the 

requesting Party intends to submit a request for mutual assistance for the 

search or similar access, seizure or similar securing, or disclosure of the data. 

2 A request for preservation made under paragraph 1 shall specify: 

 a the authority seeking the preservation; 

 b the offence that is the subject of a criminal investigation or 

proceedings and a brief summary of the related facts; 

 c the stored computer data to be preserved and its relationship to 

the offence; 
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 d any available information identifying the custodian of the stored 

computer data or the location of the computer system; 

 e the necessity of the preservation; and 

 f that the Party intends to submit a request for mutual assistance 

for the search or similar access, seizure or similar securing, or disclosure of 

the stored computer data. 

3 Upon receiving the request from another Party, the requested Party 

shall take all appropriate measures to preserve expeditiously the specified 

data in accordance with its domestic law. For the purposes of responding to a 

request, dual criminality shall not be required as a condition to providing such 

preservation.  

4 A Party that requires dual criminality as a condition for responding to a 

request for mutual assistance for the search or similar access, seizure or 

similar securing, or disclosure of stored data may, in respect of offences other 

than those established in accordance with Articles 2 through 11 of this 

Convention, reserve the right to refuse the request for preservation under this 

article in cases where it has reasons to believe that at the time of disclosure 

the condition of dual criminality cannot be fulfilled.  

5 In addition, a request for preservation may only be refused if:  

 a the request concerns an offence which the requested Party 

considers a political offence or an offence connected with a political offence, 

or  

 b the requested Party considers that execution of the request is 

likely to prejudice its sovereignty, security, ordre public or other essential 

interests. 

6 Where the requested Party believes that preservation will not ensure 

the future availability of the data or will threaten the confidentiality of or 

otherwise prejudice the requesting Party’s investigation, it shall promptly so 

inform the requesting Party, which shall then determine whether the request 

should nevertheless be executed. 

4 Any preservation effected in response to the request referred to in paragraph 

1 shall be for a period not less than sixty days, in order to enable the 

requesting Party to submit a request for the search or similar access, seizure 

or similar securing, or disclosure of the data. Following the receipt of such a 

request, the data shall continue to be preserved pending a decision on that 

request.   
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Article 30 – Expedited disclosure of preserved traffic data 

1 Where, in the course of the execution of a request made pursuant to Article 

29 to preserve traffic data concerning a specific communication, the requested 

Party discovers that a service provider in another State was involved in the 

transmission of the communication, the requested Party shall expeditiously 

disclose to the requesting Party a sufficient amount of traffic data to identify 

that service provider and the path through which the communication was 

transmitted. 

2 Disclosure of traffic data under paragraph 1 may only be withheld if:  

a the request concerns an offence which the requested Party considers a 

political offence or an offence connected with a political offence; or 

b the requested Party considers that execution of the request is likely to 

prejudice its sovereignty, security, ordre public or other essential interests. 

 

 

Article 31 – Mutual assistance regarding accessing of stored computer 

data 

1 A Party may request another Party to search or similarly access, seize or 

similarly secure, and disclose data stored by means of a computer system 

located within the territory of the requested Party, including data that has 

been preserved pursuant to Article 29. 

2 The requested Party shall respond to the request through the application of 

international instruments, arrangements and laws referred to in Article 23, 

and in accordance with other relevant provisions of this chapter. 

3 The request shall be responded to on an expedited basis where: 

  a there are grounds to believe that relevant data is particularly vulnerable 

to loss or modification; or 

b the instruments, arrangements and laws referred to in paragraph 2 

otherwise provide for expedited co-operation. 

 

 

Article 32 – Trans-border access to stored computer data with consent 

or where publicly available 

A Party may, without the authorisation of another Party: 

a access publicly available (open source) stored computer data, 

regardless of where the data is located geographically; or 

b access or receive, through a computer system in its territory, stored 

computer data located in another Party, if the Party obtains the lawful and 
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voluntary consent of the person who has the lawful authority to disclose the 

data to the Party through that computer system.   

 

Article 33 – Mutual assistance in the real-time collection of traffic data 

1 The Parties shall provide mutual assistance to each other in the real-time 

collection of traffic data associated with specified communications in their 

territory transmitted by means of a computer system. Subject to the 

provisions of paragraph 2, this assistance shall be governed by the conditions 

and procedures provided for under domestic law. 

2  Each Party shall provide such assistance at least with respect to criminal 

offences for which real-time collection of traffic data would be available in a 

similar domestic case.  

 

 

Article 34 – Mutual assistance regarding the interception of content 

data 

The Parties shall provide mutual assistance to each other in the real-time 

collection or recording of content data of specified communications 

transmitted by means of a computer system to the extent permitted under 

their applicable treaties and domestic laws.   

 

 

Article 35 – 24/7 Network 

1 Each Party shall designate a point of contact available on a twenty-four hour, 

seven-day-a-week basis, in order to ensure the provision of immediate 

assistance for the purpose of investigations or proceedings concerning 

criminal offences related to computer systems and data, or for the collection 

of evidence in electronic form of a criminal offence. Such assistance shall 

include facilitating, or, if permitted by its domestic law and practice, directly 

carrying out the following measures: 

a the provision of technical advice; 

b the preservation of data pursuant to Articles 29 and 30;  

c the collection of evidence, the provision of legal information, and 

locating of suspects. 

2 a A Party’s point of contact shall have the capacity to carry out 

communications with the point of contact of another Party on an expedited 

basis. 
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b If the point of contact designated by a Party is not part of that Party’s 

authority or authorities responsible for international mutual assistance or 

extradition, the point of contact shall ensure that it is able to co-ordinate with 

such authority or authorities on an expedited basis. 

 

3 Each Party shall ensure that trained and equipped personnel are available, 

in order to facilitate the operation of the network.   

 

Article 42 – Reservations 

By a written notification addressed to the Secretary General of the Council of 

Europe, any State may, at the time of signature or when depositing its 

instrument of ratification, acceptance, approval or accession, declare that it 

avails itself of the reservation(s) provided for in Article 4, paragraph 2, Article 

6, paragraph 3, Article 9, paragraph 4, Article 10, paragraph 3, Article 11, 

paragraph 3, Article 14, paragraph 3, Article 22, paragraph 2, Article 29, 

paragraph 4, and Article 41, paragraph 1. No other reservation may be made.  

 

 


