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EXECUTIVE SUMMARY

Background Information

This report provides a summary of the AML/CFT measun place in Serbia as at the date of
the on-site visit from 9-16 May 2009 or immediatéhereafter. It describes and analyses
these measures, and provides recommendations engstening certain aspects of the
system. Italso sets out Serbia’'s levels of compka with the FATF 40
plus 9 Recommendations (see Table 1). The evaluaiso includes Serbia’'s compliance
with Directive 2005/60/EC of the European Parliament aridhe Council of 26 October
2005 on the prevention of the use of the finarmyjatem for the purpose of money laundering
and terrorist financinghereinafter “3rd EU AML Directive”) and theommission Directive
2006/70/EC of 1 August 2006 laying down implemgmieasures for Directive 2005/60/EC
of the European Parliament and of the Council agards the definition of ‘politically
exposed person’ and the technical criteria for difigal customer due diligence procedures
and for exemption on grounds of a financial acfiibnducted on an occasional or very
limited basis(hereinafter “Implementing Directive 2006/70/ECHowever, compliance or
non-compliance with the 3rd EU AML Directive anathmplementing Directive 2006/70/EC
has been described in a separate Annex and itdtdsean considered in the ratings in Table
1.

This is the second evaluation of Serbia by MONEYVAince the last evaluation visit in
2003, Serbia has made a number of changes wittvatei improving the legal framework as
well as the AML/CFT requirements on banking and-banking financial institutions. These
include substantial changes to the criminal legjmfa (amendments to the ML offence, the
criminalisation of the TF offence, changes to them@al Procedure Code covering
provisional measures and confiscation), and th@timo of new legislation regarding liability
of legal entities, seizure and confiscation of pexsts from crime and mutual legal assistance.
The Law on the prevention of money laundering drafinancing of terrorism (hereinafter
AML/CFT Law) sets out the scope and basic AML/CHligations for financial institutions
and designated non financial businesses and piofies§DNFBPS). The law was adopted
shortly before the on-site visit (18 March 2009} amtered into force on 27 March 2009,
repealing the 2005 Law on the prevention of moreyndlering (hereinafter the previous
AML Law). The regulations adopted on the basishef previous AML Law continue to be
applied until the adoption of regulations on theivaf the AML/CFT law in so far as they
are not contradictory to the new provisions. A nemaf additional regulations and guidance
were adopted to assist financial institutions adFBPs in fulfilling their obligations. The
Government of Serbia also adopted a National $fyateainst Money Laundering and
Terrorism Financing in 2008 and established a $Stan@oordination Group to monitor the
implementation of this strategy.

As regards the money laundering situation, the i8erbuthorities advised that the most
significant forms of organised crime are traffiggiim human beings, smuggling of narcotic
drugs and of weapons, vehicle theft as an orgamisetinal activity and that proceeds are in
general reinvested in the purchase of business @i (privatised ones), real estate,
luxurious cars and are also used for lending mavidy high interest rates. Economic crimes
are characterised by serious and complex crimiotd, garticularly in banking operations,
external trade and in the privatisation proces& Mlost widespread form of economic crime
is various forms of the abuse of office in all sghef economic operations. There has been



no study on methods, techniques and trends regaiin or TF, however, the authorities
indicated that most of laundered proceeds in Mlesawriginate from tax evasion. Profits
deriving from business activities are usually tfarred from firms through fictitious
domestic, foreign or offshore companies by usinttfdbus invoices where service or transfer
of goods have never been carried out. Then the ynisimeturned to Serbia in cash, where the
legalization takes place. Fraudulent activitiedawful privatisation and different activities of
corruption can be also linked to situations of molaeindering.

. Concerning terrorist financing, there have beencnminal reports filed regarding FT
according to the statistics provided and therenareonfirmed cases of terrorist financing in
Serbia to date.

Legal Systems and Related Institutional Measures

. Since the last evaluation, with the adoption in200a new Criminal Code , the offence of
money laundering is set out under Article 231 & tBC in a much broader and more
complex approach than previously. The conductsabastitute the ML offence are largely in
line with the material elements listed in ArticleoBthe Vienna Convention and Article 6 of
the Palermo Convention. The offence extends topgry’ that derives from a criminal
offence, which would appear to cover any types mifpprty and to represent all sorts of
proceeds of crime.

. The criminalisation of money laundering has beeplieily based on an ‘all crime approach’.
Predicate offences for ML cover any ‘criminal oféen of the CC and the range of offences
set out in the CC which are predicate offences 1o iNtlude all required categories of
offences with the exception of insider trading amarket manipulation. The offence does not
cover explicitly self laundering however this mathtais been clarified both in a mandatory
instruction (2008) of the Public Prosecutor's Géfiand by recent case practice. There are
appropriate ancillary offences to the ML offense.

Natural and legal persons are subject to effectpreportionate and dissuasive criminal
sanctions. The corporate criminal liability wasrautuced into the Serbian legislation by the
Law on Liability of Legal Entities for Criminal Ofhces, which entered into force in
November 2008.

. Between 2007-2008, 5 convictions were successhdlyieved and 2 final judgments were
confirmed by the Supreme Court. All judgments eelat concealing of cash proceeds derived
from tax evasion, legalised through use of falsmiites, fictitious legal transactions, and
sometimes use of fictitious companies. Perpetrater® convicted for committing abuse of
office (article 359 CC)in concurrence with money laundering. The senteapgplied
specifically for money laundering in all cases anted to one year imprisonment, however
the consolidated sentence was higher (accorditigetgudgments received, for instance to 2
years and 6 months in one case and to five yearsiarmonths in another case). In all cases
the perpetrators were also deprived of the pecyrienefit obtained and proceeds were
confiscated The number of yearly initiated criminal money laandg report sent to
court has doubled in 2007 and remained consta?®@8 while the number of cases
in which charges were brought has clearly increased

. Serbiaratified the UN International Convention for the ppuession of the Financing of
Terrorism in October 2002. The financing of tersariwas criminalised as an autonomous
offence in article 393 of the CC. However there still several shortcomings with respect to



10.

11.

12.

13.

14.

the implementation of the convention in the crinhisabstantive law. The provision or
collection of funds to finance a terrorist orgatima and individual terrorists does not appear
to be covered. The term “funds” is not defined lie ICC, nor has it been interpreted by
judicial authorities, thus there is no legal cerpithat the FT offence shall extend to any
funds as defined in the FT Convention. Furthermdtes to references to specific criminal
offences from other articles of the CC (“intended financing of criminal offences referred
to in Articles 312, 391 and 392 of the present Cpdée definition of terrorist financing
requires the funds to be linked to a specific téstactivity. Also, the offence does not fully
cover the financing of terrorist organisations ah& financing of individual terrorists
regardless of whether the financing is for crimirativities, legal activities or general
support. At the time of the on-site visit, therallmeen no investigations or prosecutions for
terrorism financing.

The confiscation and the provisional measures in Sefid®e gone going through a
considerable change since the previous evaluafibe. current legal framework is rather
complex, given the parallel regimes both in terfsroninal substantive and procedural law.
The recent adoption of the Law on seizure and soafion of the proceeds from crime
(2008) is undoubtedly a major step forward, howgegesen its recent entry into force, it has
not yet been applied.

The current regime needs reviewing in order to enthat the competent authorities have the
necessary tools to clarify the application of thievant provisions and regimes and ensure
that they can make full use of the existing legahfework. Amendments are necessary to
clarify the scope of property subject to confisgatito ensure that value based confiscation
can be applied in the case of instrumentalitiesl iisend intended for use in the commission
of ML, FT or other predicate offences and that @maftion of instrumentalities is possible
when they are held by a third party (legal entityhatural person). The statistics provided did
not demonstrate the overall effectiveness of thgliegtion of provisional measures and
confiscation regime.

The Serbian legal framework does not enable thepetent authorities to take the necessary
preventive and punitive measures to freeze angdgfapriate, seize terrorist related funds or
other assets without delay, in accordance withrélevant United Nations resolutions. There
are no specific laws and procedures which wouldcifipally implement the above-
mentioned resolutions in terms of roles, respolisds and conditions. Neither the
AML/CFT law nor the Criminal Procedure Code candpplied in this respect. There have
been no instances of freezing of funds or otheetass persons designated in the context of
these resolutions.

The Administration for the Prevention of Money Ldening (APML), the Serbian FIU, is the
lead agency responsible for AML/CFT issues. It s$éablished as an administrative body
within the Ministry of Finance. The AML/CFT Law &dy sets out all three core-FIU
functions (reception, analysis and disseminatidhg Serbian FIU has been a member of the
Egmont Group since 2003.

The AML/CFT Law sets out the APML’s role in the detion of ML and FT, international

co-operation and in the prevention of ML and FTrdgard to its role in the detection of ML

and FT, the APML can:

1. request data from obligors and lawyers when itssesethat there are reasons to suspect
ML or FT in certain transactions or persons ;

2. request data from competent State bodies and pauiiority holders ;



3. issue written orders to obligors to temporarily pred transactions when there are
reasonable grounds to suspect ML or FT with respeet person or transaction or to
oblige obligors to monitor transactions and busirgserations;

4. disseminate data to competent bodies;

5. provide feedback to obligors, lawyers and statadsd

6. co-operate internationally;

15. As regards its role in the prevention of ML and Ele APML shall:

16.

17.

18.

1. conduct the supervision of the implementation @& provisions of this Law and take
actions and measures within its competence in dodesmove observed irregularities;

2. submit recommendations to the Minister for amendinig Law and other regulations
governing the prevention and detection of monepdauing and terrorism financing;

3. take part in the development of the list of indicatfor the identification of transactions
and persons with respect to which there are redsorssispicion of money laundering or
terrorism financing;

4. make drafts and give opinions on the applicatiorthis Law and regulations adopted
based on this Law;

5. make drafts and issue recommendations for a unifapplication of this Law and
regulations made under this Law in the obligor Evdser;

6. develop plans and implement training of APML's eaygles and cooperates in matters of
professional education, training and improvemergraployees in the obligor and lawyer
in relation to the implementation of regulationstlie area of the prevention of money
laundering and terrorism financing;

7. initiate procedures to conclude cooperation agre¢sneith the State bodies, competent
bodies of foreign countries and international org@tions;

8. participate in international cooperation in theaaoé detection and prevention of money
laundering and terrorism financing;

9. publish statistical data in relation to money laemag and terrorism financing;

10. provide information to the public on the money ldering and terrorism financing
manifestations;

11. perform other tasks in accordance with the law.

The traditional tasks of the FIU (receiving, analgsand disseminating STRs) are performed
efficiently by the APML, which receives an incraaginumber of disclosures from reporting
entities and has timely access to financial, adstriaiive and law enforcement information as
well as additional information from reporting eig#. It is to be noted that the FT reporting
obligation only came into the remit of the FIU dsvtarch 2009.

Guidance to financial institutions and other réjpgr entities on reporting STRs has been
provided on the basis of the requirements of tikeipus AML Law and reporting forms have
been elaborated only for banks, capital marketigyaints and insurance companies.
Additional measures are required to ensure thapeehnensive and adequate guidance based
on the new legislation is introduced to supporigda entities in better understanding their
reporting requirements and outreach should be aiaduo under-reporting sectors.

The APML submits a yearly progress report to thevéBoment, which may be made
available to the public only upon request. Suclorespdon’t include information on current
ML/FT techniques, methods, and trends (typologieskanitized examples of actual money
laundering cases. It was not possible to identdw hmany investigations commenced as a
result of FIU’s disclosure in the absence of sualistics.



19.The APML's effectiveness has been strengthened acatipely to the situation in the
previous evaluation round and despite concerngdegpthe quality of reports received and
the level of non/under-reporting by certain secttire APML has at its disposal an important
amount of financial information, which is likely iacrease once the implementation of the
AML/CFT law by reporting entities is fully operatial. Also, the AML/CFT Law sets out an
important number of additional tasks which are llikeo impact and overload the daily
operation of the APML.

20.The law enforcement bodies competent for the ingason and prosecution of ML and FT
offences are: the Ministry of Interior, the Tax iee| the Security Information Agency and
the Public Prosecutor’'s Office. These bodies hdvbeen established by law, as are their
activities. In addition, there are specific arramgets regarding the designation of authorities
competent to investigate and prosecute organisgdecoffences (including ML or FT
offences), namely pursuant to the Law on Orgamieaind Jurisdiction of Government
Authorities in Suppression of Organised Crime: t8pecial Prosecutor's Office for
Suppression or Organised Crime (within the DistAiablic Prosecutor’s Office in Belgrade),
the Service against Organised Crime (within the islig of Interior) and the Special
Departments for processing criminal cases undsrlghv (within the Belgrade District Court
and the Belgrade Appellate Court).

21.The legal framework for investigation and prosemutiof ML and FT offences and for
confiscation and freezing is undoubtedly complegsponsibilities of prosecutors and law
enforcement agencies are covered in a variety td, dbat is not only in the criminal
legislation but also in the Law on organisation @mikdiction of government authorities in
suppression of organised crime and the recentlptadd_aw on Seizure and confiscation of
the proceeds of crime. The authorities are abjsipone or waive the arrest of suspects and
seizure of property. The use of special investigatechniques in the Criminal Procedure
Code is limited to a range of specific criminalesf€es that are being investigated. Competent
authorities responsible for conducting investigadioof ML, FT and other underlying
predicate offences can compel production of, seperhons and premises for and seize and
obtain transaction records, identification dataaot#d through the CDD process, account
files and business correspondence, and other gcdmtuments or information, held or
maintained by financial institutions and other besises or persons. They also have the
necessary powers to summon persons and take wist@®ments for use in investigations
and prosecutions of ML, FT, and other underlyingdicate offences, or in related actions.

22.However, the merits of creating a two tier systeon investigation, prosecution and
adjudication of the ML/FT offences, as the jurisidic and competencies of law enforcement
actors in the investigative and criminal processuah offences is differentiated based on the
existence of an element of organised crime wastigmesl. Leaving aside the potential
jurisdictional issues in concrete cases, the ctipesvisions do not appear to provide for a
comprehensive framework to ensure functional caatm and communication between
competent authorities.

23. Serbia has put in place measures to detect thecahgsoss border transportation of currency
and a declaration system. The declaration systefior@e at the time of the on-site visit does
not ensure that all persons making a physical panmation of currency and bearer negotiable
instruments of a value exceeding the prescribezstuld are required to submit a declaration
to the Customs authorities. New requirements watmduced with the AML/CFT law,
which were not in force at the time of the on-sit&t, as the law provided that they would
become applicable six months later (September 2@83ed on the information gathered,
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there are reservations about whether the detecfioross-border movement of currency was
adequately conducted. Further action is needednsure that the new requirements are
speedily implemented and additional measures ayeiresl to bring the current system in
compliance with SR.IX, in particular as regards ititeoduction of effective, dissuasive and
proportionate sanctions.

Preventive Measures — Financial Institutions

The AML/CFT Law sets out the scope of AML/CFT oldliipns for financial institutions and
is supported by numerous sectoral laws, includirggltaw on Banks, the Law on Securities
and Other Financial Instruments Market, the Law Inpsurance, the Law on Voluntary
Pension Funds and Pension Schemes, the Law oncihameasing, the Law on Foreign
Exchange Operations, and the Law on Investment $:Ufat the purposes of the evaluation,
these laws qualify as “law or regulation” as dedime the FATF Methodology.

A number of additional decisions and books of riiese been issued which assist financial
institutions in fulfilling their obligations undéhe laws mentioned above. The AML Book of
Rules is the primary act that describes the metlogglo requirements, and actions financial
institutions are expected to undertake under thevipus AML Law. The Decision on
Minimal Content of the KYC Procedure and Decision@uidelines for assessing the risk of
money laundering and financing terrorism are two tb&é major decisions that are
accompanied by many sectoral decisions. Thesefguadi “other enforceable means” as
defined in the FATF Methodology.

The Republic of Serbia has not undertaken a systesmiew of the ML and FT threats and
risks that exist within the financial and non fica sector in Serbia. Under the previous
AML Law and Book of Rules, the Republic of Serbia dot apply AML/CFT measures
using a risk-based approach. The AML/CFT Law intrmetl requirements to conduct an
analysis of the ML and FT risks, which must incliadask assessment for each group or type
of customer, business relationship, or service reffeby the obligor and competent
supervisory bodies are required to adopt guidelioesnplementation.

The customer due diligence (CDD) obligations ateos# in the AML/CFT Law and apply
equally to all obligors as identified in the lanh& Decision on KYC Procedure also outlines
further CDD requirements for banks; voluntary pensfunds, financial leasing providers;
and insurance companies, brokerages, agency coegpand agents. There are only a few
minor deficiencies, mostly stemming from the nevened the legislation. Competent
authorities have yet to issue implementing meastoeshe AML/CFT Law and related
guidance. In practice, there is awareness of tlginements and the application of due
diligence measures, particularly in the banking@edowever, this compliance level does
not cover the financial sector as a whole, singmiicant parts have not sufficiently
implemented not only the due diligence controlsttef AML/CFT Law, but also of the
previous AML Law.

There were no requirements under the previous AMiw Lfor financial institutions to

determine whether a client is a politically expogeetson (PEP) and apply enhanced
measures, apart from the banking sector which veéigenl to identify and apply enhanced
measures to clients based on risk, which includ&dP-®. The AML/CFT law covers

comprehensively the requirements of Recommendd&iohdditional measures are required
to ensure that Serbian financial institutions dieamderstand and uniformly apply their
obligations under the law to conduct enhanced dnegmonitoring on business relationships

1C
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with PEPs. Furthermore, training seminars and amfdit guidance on risk assessment would
assist financial institutions outside of the bagk#ector in order to identify foreign officials
and apply enhanced due diligence, per the newnemgents of the AML/CFT Law.

As regards correspondent banking, prior to the ABHT Law, only banks were obliged to
consider the AML/CFT regime of correspondents dredd were no express requirements for
all financial institutions to understand fully thature of a respondent institution’s business or
to determine the reputation of the institution ayulity of supervision, including whether it
has been subject to a ML or FT investigation oulaigry action. The AML/CFT Law sets
out requirements for financial institutions to @l when establishing or maintaining LORO
correspondent relationships. According to the curréegal framework and practice,
correspondent relationships do not involve the teaimnce of “payable through accounts”.
The banking sector demonstrated a clear undersiquadithe requirements of the AML/CFT
Law, however financial institutions outside of thanking sector that conduct securities
transactions or funds transfers demonstrated nteimgntation of Recommendation 7.

While the NBS Decision on Guidelines for assesdimg risk of money laundering and
financing terrorism introduce measures that redfiir@ncial institutions to pay attention to
money laundering and terrorism financing risks thaty arise from the use of modern
technologies that provide anonymity (e.g. ATMsginet banking, telephone banking, etc)
such requirements are not in place for certainnfifa institutions (licensed bureaux de
change, investment fund management companies, meerstealing with postal
communications, and broker-dealer companies).

The AML/CFT Law introduced the possibility for finaial institutions to rely on third parties
to perform CDD in specific cases. Until the Serb@rnhorities have determined in which
countries financial institutions are permitted #ply on third parties, there can be no
implementation of the respective provisions.

The AML/CFT Law grants adequate exceptions to S@risecrecy requirements, particularly
concerning financial institutions’ ability to repiaio Serbian authorities as required by the
law. However the AML/CFT Law does not provide fhetability of financial institutions to
share information with foreign financial instituti® as part of their obligations under R.7 or
R.9.

Record keeping requirements are comprehensivelgredvby the AML/CFT Law, the Law
on accounting and auditing and relevant regulatiofise financial institutions, unlike
DNFBPs, appeared to be knowledgeable of their cekeeping obligations and supervisors
did not report any problems with timely access tstomer and transaction records and
information. However, considering the limited numbginspections of financial institutions,
in particular regarding non banking financial ingibns, it was not possible to conclude that
record-keeping requirements are effectively implete@ by financial and non financial
institutions.

Serbia has implemented some of the detailed @itarder SR. VII. However important gaps
remain such as the absence of requirements fomaigafull originator information in the
case of domestic payment transactions, verificatbrthe identity of the originator in
accordance with Recommendation 5, at least fowmé transfers of EUR 1.000 and more,
the absence of sanctions applicable to money &atsfsinesses for their failure to meet the
requirements of SR VII. Also there was no evideaneeffective mechanisms available for
ensuring compliance of money transfer businessasi¢plarly, PTT “Srbija”) with SR .VII.
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35. A number of requirements are in place for finandiatitutions to pay special attention to
complex, unusual large transactions or unusua¢pettof transactions that have no apparent
or visible economic or lawful purpose, however theppear to be insufficient to meet the
requirements of Recommendation 11 for all finaniciatitutions.

36. Furthermore, requirements for financial institusoto examine as far as possible the
background and purpose of transactions which havepparent economic or lawful purpose,
and make written findings available for authoritiaee not applicable to all financial
institutions. Serbian authorities also need to kggpo date the list of countries that do not or
insufficiently apply international standards.

37.The AML/CFT Law requires obligors to file a repdd the APML whenever there are
reasons for suspicion of money laundering or t@mofinancing with respect to a transaction
or customer, to develop a list of indicators toogguse persons and transactions with respect
to which there are reasons for suspicion of ML &rand to apply these lists of indicators
when determining whether there are reasons foligagpof ML or TF. There is no threshold
for reporting suspicious transactions and the reguénts includes the reporting of attempted
(planned) suspicious transactions. Furthermoreigosp transaction reports should be filed
regardless of whether they are thought, among dlfliegs, to involve tax matters. However,
specific guidance on the legal definition of th@aring obligation should be provided to
reporting entities, so as to prevent its possibkrictive interpretation, as well as further
measures are required to ensure that obligors staahet it in the broadest meaning of the
AML/CFT Law and pertinent regulations/ guidelines.

38. While there has been a constant and significamease in the number of submitted STR-s,
around 97-99% of all STR-s have been filed by bamkswever, along with a positive,
growing dynamic of STR-s made by banks, theregsreeral perception of their low quality,
which is indicative of an insufficient level of uatanding and implementation of the
reporting requirement by financial institutionsesffically non banking financial institutions.
No STR-s have been made relating to suspiciongmaorism financing, which has been only
introduced in March 2009.

39.The safe harbour provisions require further amemdsnén order to ensure that financial
institutions are protected from criminal liabilitgr breach of any restriction on disclosure of
information if they report their suspicions in gofaith to the APML and the scope of the
tipping off provisions should be expanded to inelutie cases where an STR or related
information is in the process of being reportededuite guidance should be also provided to
financial institutions and employees so that they @vare of and sensitive to these issues
when conducting CDD.

40.The guidance and feedback provided by the compesettorities to assist financial
institutions in implementing their AML/CFT obligatis is insufficient.

41. Serbia has considered the feasibility and utilityaccurrency transactions reporting system
and upon considerations that the cash economy wasriaus issue, it has decided to
introduce a requirement for obligors to report agsh transaction amounting to RDS
equivalent of EUR 15,000 or more, with a few exdons for certain institutions and certain
types of transactions. There is an uneven impleatient of the cash transaction reporting
requirements by obligors.
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42.The main deficiency of the AML/CFT requirements faternal controls, compliance and
audit is that financial institutions with less thdaur employees are exempted from
designating a compliance officer. In addition, mdt financial institutions have internal
procedures, policies and controls to prevent ML Biidtraining programs lack components
on CFT; and not all financial institutions conduatidits that include an AML/CFT
component. There are requirements in place to erther application of AML/CFT controls
in foreign branches and subsidiaries of Serbiaamfimal institutions.

43. Serbian law prohibits financial institutions fromaimtaining relationships with shell banks
and ensuring correspondents do not allow accoorite tused by shell banks by requiring all
correspondent relationships to apply the same lelvAIML/CFT controls as Serbian banks.
While Serbian law does not expressly prohibit theation or continued operation of shell
banks, the NBS requires such stringent identifyiigrmation when incorporating a bank in
Serbia, that it could be concluded that shell bamdie not operating within the country.

44.In Serbia, competence for the supervision of coammé with the national AML/CFT
requirements does not lie with a single authority.

45, Article 82 of the AML/CFT Law designates as manyes/en bodies, which are empowered
to exercise supervision over implementation oflthe, including :

- the APML (in the capacity of the national finandiatelligence unit),

- the National Bank (in the capacity of supervisor fianks, exchange bureaus,
insurance companies, insurance brokerage compangsance agency companies
and insurance agents with a license to performingerance business, companies for
the management of voluntary pension funds, anchéiighleasing providers);

- the Securities Commission (in the capacity of sviger for investment fund
management companies, broker-dealer companiesglassvbanks licensed by the
Commission for doing custody and broker-dealerrmgs);

- the Ministry of Finance (in the capacity of supseorifor persons dealing with postal
communications [with respect to domestic paymenrgraions] and for persons
involved in professional activities of intermedati in credit transactions and
provision of loans, factoring and forfeiting, preign of guarantees, and provision of
money transfer services),

- the Ministry of Telecommunications and Informati@ociety (in the capacity of
supervisor for persons dealing with postal commationis [with respect to valuable
mail operations],

- the Foreign Currency Inspectorate (in the capadigupervisor for persons involved
in professional activities of factoring and forfe@, and provision of money transfer
services [with respect to international paymemseations]).

46.None of the sectoral laws provide directly for redory and supervisory powers of the
mentioned bodies to ensure that financial instngi adequately comply with the
requirements to combat money laundering and tstrnancing.

47.Serbian legislation defines a licensing proceduce &ll to-be-established financial
institutions, and for those subject to the Corendples the “fithess and properness” of
management members is tested against specificrigritelowever, for certain types of
financial institutions the licensing/registratiomopedures are either non-existent, or non-
functional (particularly, the PTT “Srbija”). In texs of supervisory tools such as the planning
and methodology of supervision, apart from banlsngervision, all other supervisors lack
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52.

53

well-defined and appropriately tailored instrumeifits the risk-based surveillance and
examination of obligors both for prudential and AML/CFT compliance.

The supervisory mandate of the financial supersiseg rather comprehensive and
encompasses powers for general regulation and\dsjoer, with instrumentalities such as
off-site surveillance and on-site inspections, ndkred access to all records, documents, and
information relevant to monitor compliance of swypged entities with applicable legislation,
and enforcement and sanctioning tools.

Results of supervision vary throughout supervisbogies and among types of financial
institutions. In general, over the last four yeafs implementation of the AML/CFT
legislation the whole system initiated as many @sABIL/CFT-related inspections, which
resulted in less than 30 supervisory measures asigtritten warnings, ordering letters, and
resolutions on orders and measures, and in anarrereount of pecuniary sanctions.

The AML/CFT Law directly and the respective sectdi@vs indirectly establish both
administrative and pecuniary sanctions for theufailto meet the requirements of the
AML/CFT obligations. Infringements of the AML/CFRW are either economic offences or
minor offences, and for such infringements, supeng are obliged to refer the case to law
enforcement bodies for prosecution. However, natsams are envisaged in case of violating
provisions of certain requirements (eg. obligodigation to perform enhanced CDD in case
of estimated high level of ML/FT risks; to ensuhait the tasks of compliance officers and
their deputies are carried out by persons meetartpin requirements; the prohibition for
employees of obligors to tip off, etc).

The AML/CFT Law does not provide for any sanctiongh regard to directors/senior
management of financial institutions and businegeegheir failure to abide by national
AML/CFT requirements. Various pieces of legislati@stablishing enforcement and
sanctioning powers of supervisory bodies contaiavigions that indirectly provide for
sanctioning directors/senior management of ingbiigt for non-adherence to the
requirements of national AML/CFT legislation.

Administrative sanctions are, although indirecthdanot clearly in all cases, available under
various sectoral laws governing activities of fio@h institutions and businesses. Usually
they include supervisory measures such as: writtaming, ordering letter; orders and
measures to remove irregularities; order for termpomrohibition on performing all or
particular activities specified in the working litse, for a certain period; measures against
management members, members of the supervisorg,boey functionaries (in some cases,
against qualified stakeholders); institution of g@edings before a competent authority;
receivership; revocation of operating license dftitation. In addition, some sectoral laws
also provide for imposing pecuniary sanctions otigobs, which in practice leads to
imposing a sum total of fines for all irregulargtjencluding those related to AML/CFT.

.It is considered that the distribution of sanctimnpowers between supervisory bodies (NBS,

Securities Commission, different ministries) —éspect to administrative and, in some cases,
pecuniary sanctions available under various sdctaras, and law enforcement bodies
(prosecutors and courts) — in respect to pecursanctions available under the AML/CFT
Law, does not provide for an effective mechanism dodissuasive application of the
sanctions within the AML/CFT context.
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In regards to money and value transfer servicesTMhly banks and in some cases the Post
Office which may conduct international remittanc&grbia’s compliance in this aspect is
linked to compliance with other recommendationsliapple to financial institutions. Under
the AML/CFT, the Ministry of Telecommunications almlormation Society has become the
competent supervisor authority, but the Post Offias not yet been subject to AML/CFT
supervision. There is no requirement for MVT sesviperators to maintain a current list of
its agents which must be made available to thegdatéd competent authority

Preventive Measures — Designated Non-Financial Buisses and Professions
The AML/CFT Law covers the following categories@fFBP-s:

1) organisers of special games of chance in casinos;
2) organisers of games of chance operated on thenéitdoy telephone, or in any
other manner using telecommunication networks;
3) auditing companies;
4) licensed auditors;
5) entrepreneurs and legal persons exercising theafimlyy professional activities:
a. intermediation in real-estate transactions;
b. provision of accounting services;
c. tax advising;
6) lawyers and lawyer partnerships.

DNFBPs are subject to the same requirements asciadainstitutions under the AML/CFT
Law. Trusts and company service providers arecoosidered obligors under either the
previous AML Law or the AML/CFT Law as domesticdts cannot be established in Serbia.
Dealers in high value goods such as metals or stamee subject to the controls set out in the
previous AML Law; however they were excluded asgaits from the AML/CFT Law because
they are forbidden from engaging in cash transastthat exceed the amount of 15,000 Euros.
Notaries are unknown to the Serbian legal system.

Many of the deficiencies with the compliance of FARecommendations are the same for
obligor -DNFBP-s as they are for financial instibms. Overall, the DNFBP sector
demonstrated little awareness and understandimdplajations under the AML/CFT Law or
of the previous AML Law. In particular, while thasino applied some CDD measures, it was
not apparent that other operators of games of eéhanany other DNFBP-s applied any CDD
measures. There is no bylaw or regulation thatiregtDNFBP-s to screen employees to
ensure a high quality of staff.

The deficiencies of the reporting regime impactobligor DNFBP-s and lawyers. There are
no lists of indicators developed by the APML and&taken as basis by obligor DNFBP-s
and lawyers for developing their own lists of iratirs and none of DNFBP-s and lawyers
have ever developed their own lists of indicatarshave been supervised for controlling

compliance with the respective requirements ofltve Casinos, accountants/auditors, and
lawyers have not filed a single STR either reldtedhoney laundering or terrorist financing

over the whole period of implementation of the AlMgislation since 2002.

Competent authorities entrusted with supervisonycfions over compliance of DNFBP-s
with the AML/CFT Law and with the task of guidinhet obligors so as to ensure such
compliance, are the Ministry of Finance (supergsattivities of audit companies), the Tax
Administration (supervising persons involved in ysion of accounting services and tax
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advising), the Administration for Games of Chansepgrvising casinos and organizers of
games of chance operated via telecommunication anks) the Ministry of Trade and
Services (supervising persons involved in real testeansactions), the Bar Association
(supervising activities of lawyers), and the Chambé Certified Auditors (supervising
activities of licensed auditors). None of theseharities have provided any guidance or
guidelines to their supervised entities on the ematrelating to ML/FT and the effective
implementation of the national (and internatiofiemework.

There is a lack of AML/CFT supervision of DNFBP$ieTcurrent regulatory and supervisory
regime applicable to gambling institutions needshéo reviewed in order to ensure that
casinos are subject to and effectively implementireg AML/CFT measures required under
the FATF recommendations.

Furthermore, as regards casinos, sanctions awailatder both the AML/CFT Law and the
Law on Games of Chance do not appear to set owffentive sanctioning regime. The
legislation in force does not define measures aiatgureventing individuals with a criminal
background from acquiring or becoming the bendfigianer of a significant or controlling
interest, holding a management function in, or ¢dsiecoming an operator of a casino.

There was limited information on the legislativeoysions establishing regulatory,
supervisory, and sanctioning powers of the abovetimeed bodies, as well as on the powers
for applying sanctions in case of non compliancawditing companies, licensed auditors,
lawyers and lawyer partnerships, persons exerciginfgssional activities of intermediation
in real estate transactions, accounting as wethrasechnical and other resources of these
bodies. There are no results of AML/CFT supervisbDNFBPs.

It was thus concluded the Serbian authorities hatetaken effective measures to ensure
compliance of auditing companies, licensed audittmsryers and lawyer partnerships,
dealers in precious metals and dealers in precitaises, persons exercising professional
activities of intermediation in real estate trarigars, accounting, and tax advising, with the
national AML/CFT requirements.

The Serbian authorities need to conduct sectorifgpassessments of MT and FT risk posed
by other non-financial businesses and professians, based on those results, consider
extending the requirements of the AML/CFT law tdi&idnal obligors.

Legal Persons and Arrangements & Non-Profit Organiations

The Serbian authorities have put in place a systecentral registration for business entities.
The Register of business entities is “a unique,tragnpublic electronic database about
business entities, established in the territorytredf Republic of Serbia. The Register is
managed by the Serbian Business Registers AgerBRAE through its Belgrade Head
office and 12 branch offices throughout Serbidhbdtame operational as of 1 January 2005.
Due to the lack of information on measures takeansure that the data is accurately kept in
the registers and on sanctions applied so fagnitains uncertain whether the existing system
achieves adequate transparency regarding the bihefivnership and control of all legal
persons.

In regard to non profit legal entities, there isaemtral system for registration and these are

registered either in the Register of associatiosscial organisations and political
organisations; in the Register of associations sotlal organisations; in the Register of
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foreign associations or in the Register of Legadi@sindations and Funds, depending on the
legal basis according to which they operate. The land mechanisms in place do not require
adequate transparency concerning the beneficiabmhip and control of non profit legal
entities. Furthermore, it was not demonstrated that mechanism in place ensures that
information registered is adequate, accurate an gate nor that competent authorities are
able to obtain in a timely fashion such informatamthe beneficial ownership and control of
these entities.

In the Serbian legal framework, trusts or otherilsimlegal arrangements do not exist.
Recommendation 34 is not applicable.

Serbia has not reviewed the adequacy of domestis &nd regulations that relate to non
profit organisations aimed at identifying the featiand types of NPO-s that are at risk of
being misused for terrorist financing by virtue tbeir activities or characteristics nor has
conducted periodical reassessments by reviewinginfakmation on the sector’s potential
vulnerabilities to terrorist activities nor has iimmented any of the requirements of Special
Recommendation VIII.

There are no measures to raise awareness in the 9§¢BOr about risks and measures
available to protect them against such abuse. Legplirements need to be introduced to
ensure that NPOs maintain information on the idewfi person(s) who own, control or direct

NPOs activities, including senior officers, boarcembers and trustees and that such
information, as well as data on the purpose andabivps of the NPOs activities should be

publicly available. Furthermore, there are no legeduirements in place for NPOs to

maintain for a period of at least 5 years recofddomestic and international transactions that
are sufficiently detailed to verify that funds haween spent in a consistent manner with the
purpose and objectives of the organisation and &kemthem available to appropriate

authorities.

National and International Co-operation

Since the last evaluation, Serbia has taken stapardls enhancing co-operation between the
various authorities. Policy level co-ordination aocooperation between all the agencies
involved in the AML/CFT efforts was undertaken lretcontext of the work of the Permanent
Coordinating Group, which resulted in the adoptainseveral important policy and legal
proposals, and following the adoption of the AML/ICBtrategy, through the Standing Co-
ordination Group for Monitoring the Implementatiofithe National Strategy against Money
Laundering and Terrorism Financing established &paernment decision of 9 April 2009.

The authorities have reviewed the effectivenessthef system for combating money

laundering in the context of the preparation of tNational Strategy against Money

Laundering and Terrorism Financing which was dchftethe course of 2007 and adopted on
25 September 2008. Further reviews will be underaknder the scope of activities of the
Standing Co-ordination Group, which is responsibfemonitoring the implementation of the

strategy. Current efforts should be pursued to ldpvihe strategic and collective review of

the performance of the AML/CFT system as a whole.

As regards operational co-operation, the situatias improved as of 2008, with a number of
successes in handling specific cases. In particud#ir operational bodies, supervisory
authorities and the APML have formally appointedsion officers in order to facilitate such
co-operation. The AML/CFT law also includes a numbé provisions requiring relevant
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States bodies and agencies to cooperate and progdeific data to the APML on
information deriving from their supervisory funatigy if they establish or identify, while
executing tasks within their competence, facts @& or may be linked to ML or FT.
Agreements on co-operation have been signed byABML with the NBS and with the
Customs Administration. Co-operation on the badishese agreements appeared to be
satisfactory.

The Republic of Serbia has signed and ratified Yienna Convention, the Palermo
Convention and its additional protocols and therdrest Financing Convention. There remain
certain gaps in the implementation of the provisisach as in particular the criminalisation
of FT offence, the freezing and confiscation me@ran, as well as the measures to address
the requirements under S/RES 1267 (1999) and ssmrcessolutions and S/RES 1373 (2001)
and successor resolutions.

Serbia has ratified a number of international emtions, which create a thorough legal basis
for international co-operation in criminal matteasd has signed an important number of
bilateral agreements. In the absence of an inferrattreaty or where certain aspects are not
regulated by treaty, mutual legal assistance isreldd in conformity with the provisions of
the Law on Mutual Legal Assistance in Criminal Madt (in force from 28 March 2009), the
Criminal Procedure Code (which provides for theedirapplication of the Strasbourg
Convention (CETS No. 141), and of the Vienna Cotieenin relation to criminal offences
with elements of organised crime) and of the Law Swizure and Confiscation of the
Proceeds from Crime in relation to specific crinhiofiences.

Serbia is able to provide a broad range of mutegll assistance both on the basis of the
provisions of internationally ratified treaties aaldo in the absence of such treaties, based on
the provisions set out in the national legislati®he applicable conditions do not seem to
unduly or unreasonably restrict the provision oftuali legal assistance. The Ministry of
Justice is the designated central authority uniderStrasbourg Convention. With respect to
the European Convention on Mutual Assistance imiDal Matters and the second additional
protocol, the authorities declared that regulantsoand the State Prosecutors’ Offices are to
be considered as judicial organs. Additional altiesr are competent for specific measures:
the Republic Office of the Prosecutor (article 1¢ress border observations, article 18 —
controlled deliveries, article 19 — covert inveatigns), and the Ministry of Interior (article
17 — cross border observations, article 19 — comgestigations).

For a better provision of mutual legal assistaito@as recommended that a system be put in
place to monitor the quality and speed of executemuests and to set out explicitly clear
timeframes in which MLA requests have to be handhddo, Serbia should consider lifting
the dual criminality requirement for less intrusaed non compulsory measures and clarify
whether the application of dual criminality may iinits ability to provide assistance in
certain situations, particularly in the contextidéntified deficiencies with respect to the FT
offence.

Additionally, as regards providing extradition teld assistance, the recently enacted
legislation and information provided did not enabfeassessment of the effectiveness of the
extradition procedure. The evaluation team advikatlin cases of non-extradition of its own
citizens, the Serbian authorities should ensureititernal criminal proceedings are instituted
efficiently and in a timely manner and take stepniprove the overall effectiveness of the
extradition framework, develop general referenceenies, models forms and circulars or
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practical guidelines which cover practical aspaftextradition and issue commentaries on
the existing legal provisions.

A thorough review of the legal framework which gowe international co-operation and
information exchange of other competent authoriffiesv enforcement and supervisory
bodies) is required, with relevant amendments gsompiate to the existing laws governing
the scope of action of all competent financial seetnd non financial sector supervisory
authorities, in order to ensure that they allowwhdest range of co-operation and that these
bodies can exchange information both spontane@uslyupon request in line with the FATF
standards under Recommendation 40, without subgectsuch co-operation to
disproportionate or unduly restrictive conditions.

Resources and Statistics

Not all required statistics are kept by the reléverbian authorities and the collective review
of the performance of the system as a whole ahkdassessment of the various sectors in
relation to ML and FT risks need development.

Additional measures should be taken by the authsrito adequately fund and staff the
APML. There remained concerns regarding the opmratiautonomy and independence of
the prosecution service to ensure freedom from endfluence or interference as well as the
framework applicable to law enforcement and prosenuo ensure that they are required to
maintain high professional standards, includindnhiigegrity, and be appropriately skilled. In

regards to human and technical resources, a plarticancern was that the judicial system
and specialised law enforcement services as a vexplerienced a heavy workload - some of
them due to the lack of sufficient human resoufoesccupied posts, high turnover) and lack
of sufficient technical (premises, equipment e&ources, to fully and effectively perform

their functions. Also, information provided by swyeory bodies did not enable the

evaluation team to conclude on the adequacy oicgrty of such resources. Additional

requirements are necessary in providing for pradess$ standards, including confidentiality

and integrity requirements and expertise/skillshef staff of the supervisory bodies. Lack of
training is a major problem throughout all supeswysbodies and needs to be addressed.

In the light of the information received, it appedhat the resources allocated to relevant

authorities should be increased in order to enthatthey have the capacity to adequately
perform their functions.
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