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Copies of key laws, regulations and other measures

1 ANNEX 1 - LAW OF SERBIA ON THE PREVENTION OF MONEY
LAUNDERING (OFFICIAL GAZETTE OF RS, NO 107/05)

|. GENERIC PROVISIONS
Article 1

This Law shall prescribe actions and measures tarfakertaken for the purpose of detection and
prevention of money laundering.

This Law shall regulate the competence of the Adbstriation for the Prevention of Money
Laundering (hereinafter referred to as the Admiaigin) and of other bodies implementing the
provisions of this Law.

Article 2

For the purpose of this Law, money laundering shalunderstood to mean: conversion or transfer of
assets knowing that the assets originate from casiaor of a criminal offence with the intention to
conceal or disguise the illegal origin of assetsjopalment or disguise of facts about assets krgowin
that the assets originate from a criminal offersjuisition, possession or use of assets knowialy th
at the time of receipt that the assets originaimfa criminal offence.

Concealment of illegally acquired social or statsets and of social or state capital in the prooéss
ownership transformation of enterprises and otbgall entities. For the purpose of this Law, thesss
shall be understood to mean movable and immovalrgs, money, rights, securities, and other title
deeds evidencing the right of ownership and otigétts.

For the purpose of this Law, the money shall beststdod to mean cash, foreign currency, domestic
and foreign currency, deposits in the accounts bottomestic and foreign currency, as well as other
means of payment.

For the purpose of this Law, the customer shallferstood to mean an individual, entrepreneur or a
legal entity effecting a transaction, opening aocant or establishing business cooperation with an
obligor.

Article 3

Actions and measures for the detection and premerdgf money laundering are undertaken before,
during and after receiving, converting, keepingngsdepositing and withdrawing cash and foreign
currency from an account, cross border assetsféranmisiness operations which result in acquisitio

of assets or any treatment of the assets (hereinafierred to as: transactions).

Article 4

Legal entities (hereinafter referred to as: theigas) and responsible persons within the legatieat
are obliged to undertake actions and measures hierdetection and the prevention of money
laundering.

For the purpose of this Law, the obligors shall be:
1) banks and other financial organizations (savingstutions, savings and credit organizations and
4



savings and credit cooperatives);

2) bureaux de change;

3) postal and telecommunication enterprises, akagabther enterprises and cooperatives;

4) insurance companies;

5) investment funds and other institutions opeggpiinthe financial market;

6) stock exchanges, brokerdealer associationgaysianks, banks authorized to trade in
securities and other individuals/entities engageiiansactions involving securities, precious ngetal
and precious stones;

7) organizers of classical and special games aiahécasinos, slotmachine clubs, betting placss), a
well as of other games of chance;

8) pawnshops.

For the purpose of this Law, the obligors shalloal®e understood to mean other legal entities,
entrepreneurs, and individuals doing businessee It:

1) asset management for other persons;

2) factoring and forfeiting;

3) leasing;

4) issuing and operating payment cards;

5) real estate business;

6) trade in artworks, antiques and other valuabjeats;
7) trade in automobiles, vessels and other valuaijlects;
8) treatment and trade in precious metals and sfone
9) organization of travels;

10) mediation in negotiations related to grantiregdds;
11) mediation and representation in insurance legsin
12) organizing auctions.

Il. ACTIONS AND MEASURES TO BE UNDERTAKEN BY OBLIGBS
Article 5

The obligor shall be bound to establish the idgraitthe customer, collect data about the customer
and the transaction as well as other data whicHoisthe purpose of this Law, relevant for the
detection and prevention of money laundering (Imafédr referred to as: Identification) in the
following cases:

1) when opening an account or establishing othen faf business cooperation with the customer;

2) in case of any transaction (cash or noncaskgweeral interrelated transactions with the tasah s
amounting to or exceeding EUR 15.000 in Dinar ceuntlue according to the official mean rate of
the National Bank of Serbia on the day the tramsads effected (hereinafter referred to as: Dinar
counter value) except in the case when the ideatiin has already been performed on the basis of
item 1 of this Paragraph;

3) in case of life insurance business: when theevaf a single premium installment or several
premium installments to be paid in a year amoumisrtexceeds EUR 1000 in Dinar counter value; -
when the payment of a oneoff premium exceeds theevaf EUR 2.500 in Dinar counter value; when
a single premium installment or several premiuntalireents to be paid in one year

increase(s) and exceed(s) the value of EUR 1.0@har counter value;

4) in case of any transaction (cash or noncagjgrdéess of the value of transaction if there are
reasons to suspect money laundering with regaaditansaction or a customer;

5) when paying to or withdrawing money from thgamizers of classical games of chance and other
games of chance in the sum amounting to or excgdelifR 1.000 Dinar counter value. Organizers of
special games of chance shall be bound to estathiestidentity of the customer immediately upon
entering the gaming place



The obligor shall not be bound to perform idenéfion in cases of interbank transactions.
Article 6

When establishing identity as referred to in AdiBl, paragraph 1, item 1 of this Law, the oblidualls
be bound to establish the data referred to in kerel, paragraph 1, items 1), 2), 3), 5), 6) anddf3
this law.

When establishing identity as referred to in AdiBl paragraph 1 item 2) of this Law, the oblidualk
be bound to establish the data referred to in kr@d, paragraph 1, items 1) to 4) and 7) to 1Ghisf
Law.

When establishing identity as referred to in AdiBl paragraph 1 item 3) of this Law, the oblidualk
be bound to establish the data referred to in kr8d, paragraph 1, items 1) to 10) of this Law.

When establishing identity as referred to in AdiBl paragraph 1 item 4) of this Law, the oblidualk
be bound to establish the data referred to in krd, paragraph 1 of this Law.

When establishing identity as referred to in Agid, paragraph 1, item 5) of this Law, the obligor
shall establish the data referred to in Article @dragraph 1 item 3) and items 6) to 9) of this Law

If the transactions referred to in Article 5 paggr 1, items 2) to 4) of this Law are effected loa t
basis of an opened account or established bustoegeration, the obligor shall establish the migsin
data during identification.

The obligor shall establish the data on a legatyentferred to in Article 34, paragraph 1, itemdf)
this Law by inspecting original or certified documt&tion from the register kept by the competent
authority of the country where the head officenisated, which was submitted by the client and canno
be more than three months old.

The obligor shall establish the data on an indialdeferred to in Article 34, paragraph 1, itemagy

3) of this Law by inspecting personal documentstref individual issued by a competent state
authority (ID card, passport or another public doeat based on which the individual's identity can
be established beyond doubt).

The obligor shall establish the data referred téiiticle 34, paragraph 1, items 4) to 11) of thssL
by inspecting documents and business documentstiomitted by the customer.

If it is not possible to establish all the dateeredd to in Article 34, paragraph 1 of this Lawrfréhe
documents issued by a competent authority, docigyaert business documentation, the missing data,
except for the one in Article 34, paragraph 1, getfl) and 13) of this Law, shall be establishethiey
obligor from a written statement of the customer.

If the client is a foreign national, when estakilighthe identity referred to in Article 5, paraghap,
items 1) and 4) of this Law, the obligor shall abta photocopy of the customer's personal document.

If a foreign legal entity, except for internationgbvernment organizations, effects transactions
referred to in Article 5 of this Law, the obligonadl at least once a year repeat the identificalipn
establishing the data referred to in Article 34agaaph 1, items 1) and 13) of this Law. The obligor
shall do so on the basis of a new authorizatioerrefl to in Article 7, paragraph 2 of this Law.

Article 7
When performing identification of the customer, ti#igor shall be bound to request the customer to

give a statement as to on whose behalf and for evlagsount the transaction is effected, account
opened or business cooperation established.6



If the customer effects the transaction, opensatmount or establishes business cooperation for
somebody else's account (proxy), the obligor shallbound to request the written authorization

(power of attorney) from the customer, as well less documentation referred to in Article 6 of the

Law, on the basis of which identification can berfprmed of the person for whose account the
transaction is effected, account is opened or legsinooperation is established.

The obligor shall be bound to refuse to effecttthasaction if it is not able to establish the titgrof
the customer according to Article 6 and this Adiof the Law.

If the proxy opens an account or effects the tretitza referred to in Article 5 paragraph 1 items 2)
and 4) of this Law for the account of a foreigndlegntity that does not engage in or must not emgag
in manufacturing or commercial activity in the ctryrin which it is registered or for the accounteof
foreign legal entity with unknown owners or managehe obligor shall be bound to obtain the data
referred to in Article 34 paragraph 1 item 13 oisthaw by inspecting the original or certified
documentation from a court register or an apprognaublic register, which must not be more than
three months old. If it is not possible to obtdirtlze data from the court or appropriate publigiseer,

the obligor shall be bound to obtain the missingaday inspecting the documents and business
documentation presented by the proxy. If the mgssiata is not possible to obtain in the prescribed
manner for objective reasons, the obligor shalbiobthe missing data from the written statement
given by the proxy.

In case of paragraph 4 of this Article, in all teses where another legal entity is a holder of 0%
business share, stocks or other rights of a lagélgor the other legal entity participates is dapital
with at least 10% share, the obligor shall obtam data referred to in Article 34, paragraph 1 ifiedn
of this Law for that other legal entity as well.

When opening an account or establishing businesgpetation, the obligor may perform the
identification of a non facetoface customer but wig®ing so, it must beyond doubt establish the
identity of the customer by establishing all théadaursuant to this Law and the regulation passed o
the basis of Article 13, paragraph 2 of this Law.

The identification on the basis of paragraph 6hig Article is possible only if the customer is@n
resident, a state authority or organization witblguauthorities, or an obligor referred to in Atéd 4
of this Law.

The obligor may on the basis of paragraph 6 of #riicle perform identification of a nonresident
customer if the customer is a citizen of the Rejoubf Serbia or a citizen of a foreign country that
applies standards in the field of detection andgmgon of money laundering.

Identification of a nonfacetoface customer when nipg an account or establishing business
cooperation may not be performed if it involvesoeefgn legal entity that does not engage in or must
not engage in manufacturing or commercial actiiitthe country it was registered in, or a foreign

legal entity with unknown owners or managers.

Article 8

The obligor shall be bound to provide the Admimisbn with the data referred to in Article 34
paragraph 1 items 14 and items 710 of this Law oy @sh transactions, as well as multiple
interrelated cash transactions in the total sumustitog to or exceeding EUR 15.000 in Dinar counter
value.

The obligor shall be bound to provide the Admirgistn with the data referred to in paragraph 1 of
this Article in life insurance operations when tveue of a single premium installment or several
premium instalments to be paid in a y7ear amounts texceeds EUR 1.000 in Dinar counter



value; when the payment of a oneoff premium excéddR 2.500 in Dinar counter value; when a
single premium instalment or several premium imsé&uits to be paid in a year increase(s) and
exceed(s) the value of EUR 1.000 in Dinar countéune.

The obligor shall be bound to provide the Admimisbn with the data referred to in Article 34
paragraph 1 items 1) to 4) and 7) to 10) and it@naf this Law, which refer to transactions (both
cash and noncash) or individuals, suspected telated to money laundering.

The obligor shall be bound to provide the Admirgistm with the data referred to in paragraphs 1) to
3) of this Article, pursuant to the regulation pasen the basis of Article 13 paragraph 2 of tlawL

Article 9

The competent customs authorities shall be boumaade the Administration with the data on each
crossbhorder transfer of cash, foreign currencyquohs, securities, precious metals and preciougston
exceeding the threshold as prescribed by regugboancrossborder physical transfer of dinars, fprei
currency, cheques and securities, three daysthfidransfer at the latest.

Article 10

The obligor shall be bound to notify the Adminisiwa in writing about the transactions referredrto
Article 8 paragraphs 1 and 2 of this Law immediatdter the transaction is effected and within ¢hre
days after the transaction is effected at thetlates

The obligor shall be bound to inform the Adminifisa in writing about the transactions referredno
Article 8 paragraph 3 of this Law before the tranigm is effected, and to state the time frame with
which the transaction shall be effected.

The information referred to in paragraph 2 of thiticle may be provided by telephone but it must be
confirmed in writing on the next working day afthe transaction is effected at the latest.

If due to the nature of the transaction referrethtarticle 8 paragraph 3 of this Law, the obligemot
able to notify the Administration about the trarisatbefore it is effected, the obligor shall doadter
the transaction is effected, but within the nextHrs at the latest along with an explanation in
writing as to the reasons why it did not complyhwibhe provision referred to in paragraph 2 of this
Article.

If the authorized person referred to in Article dfithis Law suspects money laundering, he/she may
issue an order for temporary suspension of thea@ion, but up to 72 hours at the most, about hwvhic
he/she shall notify the Administration immediatafier the suspension of transaction.

Article 11

The obligor shall be bound to appoint one or sdvpesons to be responsible for detecting,
preventing and reporting to the Administration tt@sactions and individuals/entities suspectdukto
related to money laundering (Hereinafter referceds: Compliance officer).

The obligor shall be bound to provide professianaining for the employees performing the duties
referred to in this Law, in accordance with thendrds and methodology prescribed by the regulation
passed on the basis of Article 13 paragraph 2isfLizwv, to undertake internal control of the adies
performed in accordance with this Law, as wellambtke a list of indicators for the identificatiof
suspicious transactions.

The obligor shall not be held responsible for tamdge caused to customers or bona fide third partie
if it acted in accordance with the provisionsé ofsthaw.



[1l. ADMINISTRATION FOR THE PREVENTION OF MONEY LAWNDERING
Article 12

The Administration for the Prevention of Money Laering is established as an administrative body
within the ministry competent for finance.

The Administration is managed by the Director, apggal and relieved of duty by the Government of
the Republic of Serbia (Hereinafter received toths: Government), at the proposal of the minister
competent for finance (hereinafter referred tafas:Minister).

Article 13

Upon the proposal of the Administration Directdre tMinister: 1) regulates internal organization and
job classification in the Administration, which pogibes special knowledge and skills for certain
positions; 2) regulates rights and duties of thenAudstration staff pertaining to labor relationargks,
salaries, incomes, criteria for performance reldiedus, awards, conducting discipline proceedings
and passing disciplinary measures, as well asutiegty to conduct a disciplinary proceedings and
transfer of the authority);

3) decides on professional education, training aseanced training of the employees in
the
Administration;

4) establishes code of conduct of the employe#saidministration;

5) identifies activities incompatible with offidieesponsibilities;

6) regulates other issues in accordance with dve L

Upon the proposal of the Administration Directong tMinister prescribes the methodology for
performing activities conducted by the obligor stardance with the Law, the manner and deadlines
for the obligor to notify the Administration abaie transactions referred to in this Law, makeista |
of foreign countries which do not apply antimonayrdering standards, as well as identifying the
cases in which certain obligors shall not be bawnport to the Administration cash transactidres t
total sum of which amounts to or exceeds EUR 15i0@inar counter value.

Article 14
The Administration shall conduct activities frora ferm of reference, which relate to:

1) collecting, processing, analyzing and keepireggdhta and information received from obligors and
other state bodies;

2) monitoring implementation of the provisions bistLaw and undertaking measures from its term of
reference for the purpose of removing identifieggularities in the implementation of this Law, as
well as making proposals to the Minister about gesnand amendments to this Law and other
regulations which prescribe the detection and préee of money laundering;

3) receiving and requesting from the competentestaidies data and information necessary for
assessing whether certain transaction or individotity is suspected to be involved in money
laundering; data and information about the procesiuelated to breaches, economic offences and
criminal offences related to money laundering adl vas the data and information about the
perpetrators (obligors, other legal entities andiviluals), and also requesting from the minister
responsible for internal affairs the data from éniah records and data about criminal charges filed;

4) cooperation with competent state bodies for phepose of exchanging data and information
relevant for the detection and prevention of mdaeydering;

5) participation in the development of the listradicators for the detection of suspicious trarisast
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6) providing the competent state bodies with théadand information on the transactions and
persons/entities suspected to be involved in mdauaydering;

7) estimating the data and information relatedrganized crime and terrorist financing and assgssin
whether a specific transaction is suspected t@laed to money laundering;

8) conducting bilateral and multilateral coopenatiexchanging data on the basis of reciprocityhen t
field of detection and prevention of money laundgyiinitiating procedure for signing memoranda of
understanding with international authorities angamizations in the area of detection and prevention
of money laundering.

9) planning and conducting training of the emplayaethe Administration and organizing seminars
for the obligors related to the implementation loé regulations from the area of the prevention of
money laundering;

10) keeping records of data and information in edance with this Law; 11) undertaking other
activities in accordance with the Law and otheutatjons.

Article 15

If necessary, the Administration Director shall @rdhe Administration to work extra time, on
Saturdays and Sundays and during state holidays.

An Employee in the Administration may not engagedtivities incompatible with his/her position in
the Administration and its work, and when perforgharctivities from his/her competence, he/she is
obliged to abide by the rules of code of conduekttged for the employees of the Administration.

Article 16

If the Administration estimates that certain tramgams or persons/entities are suspected to be
involved in money laundering, it may request frone tobligor to provide the data on financial
standing and bank deposits, the data related toirtsieuments of cash and noncash payment
operations in the country and abroad, as well lasratata and information necessary for the detectio
and prevention of money laundering.

In case of the situation referred to in paragrat this Article, the obligor shall be bound to pide
without delay the Administration upon its requegtwthe documentation referred to in paragraph 1 of
this Article and not later than eight days follogithe day on which the request is received, or to
provide the Administration with direct electroniccass to the data and information free of charge.

By way of derogation from paragraph 2 of this Adgjche Administration may, due to extensiveness
of the documentation or other justified reasonsits® deadline longer than eight days for the ailig
to provide the documentation or it can examinediheumentation on site.

Article 17

The Administration may issue an order for tempogrgpension of the transaction if it assessesrthat
relation to a transaction or an individual/entiffeeting a transaction there is a suspicion of nyone
laundering, of which it shall notify competent jo@dil and inspectional bodies, as well as the pde
that they undertake measures within their competenc

In urgent cases the Administration Director or espe he authorizes may verbally issue an order for
temporary suspension of the transaction, which mestonfirmed in writing on the next working day
at the latest, of which he shall make an officiatien

The temporary suspension of the transaction refdoén paragraphs 1 and 2 of this Article may last
for 72 hours at the longest from the moment thestation is temporarily suspended.

The obligor shall be bound to abide by orcigrs andtructions issued by the Administration,



relating to the transaction which is temporarilggended.
Article 18

If the Administration assesses that there is a isiasp of money laundering related to certain
transactions or persons/entities, it can issuerderao the obligor to monitor all the transactions
effected through the accounts encompassed by dee.or

The obligor shall be bound to notify the Adminisiba without delay on each transaction effected
through the accounts encompassed by the orderedftr in paragraph 1 of this Article.

The measure referred to in paragraphs 1 and 2iofitticle can last three months at most after the
issue referred to in paragraph 1 of this Articlessied.

Article 19

Competent state bodies referred to in Article liagieaph 1 of this Law shall be bound to undertake
measures in accordance with their authority andfynttte Administration of it immediately after
receiving information of there being a suspiciomufhey laundering.

Article 20

If within the time frame referred to in Article Jparagraph 3 of this Law the Administration decides
that there is no suspicion of money launderinghill inform the obligor, allowing it to effect the
transaction.

If within the time frame referred to in Article paragraph 3 of this Law the Administration does not
inform the obligor of the results of the actionglartaken, the obligor shall be considered as aliowe
to effect the transaction.

Article 21

For the purpose of assessing whether in relatiocettain transactions or persons/entities thewe is
suspicion of money laundering, the Administratioaymrequest the state bodies, organizations and
legal entities entrusted with public authority tooyide the data, information and documentation
necessary for detection and prevention of moneydaring.

The bodies and organizations referred to in papdgfaof this Article shall be bound to provide the
Administration with the requested data in writingthin eight days after receiving a request, or to
grant the Administration direct electronic accesthe data and information free of charge.

For the purpose of assessing whether in relatiocettain transactions or persons/entities thewe is
suspicion of money laundering, the Administratiomynrequest, an attorney, law firm, auditing
company, certified auditor, and a business or pgaé® providing accounting or tax advisory services
to provide the data, information and documentatienessary for detection and prevention of money
laundering.

The legal entities and individuals referred to arggraph 3 of this Article shall be bound to previd
the Administration in writing with the requestedalsvithin the time frame of eight days followingeth
day the request is received.

Article 22

The Administration may conduct the examination lbtransactions and persons/entities suspected to
be involved in money laundering upon the initiatbfehe Court, the Public Prosecutor, National Bank
of Serbia, Ministry of Interior, Ministry of Finae¢ the Privatization Agency, the Securities
Commission, and other competent state bodies.



Article 23

The competent state bodies shall be bound to peavid Administration on a regular basis with the

data and information about the proceedings inicglab breaches, economic offences and criminal
offences related to money laundering, as well agiathe perpetrators (personal data, stage of the
proceedings, enforceable court decision).

The competent state bodies shall be bound to peavid Administration with the data referred to in
paragraph 1 of this Article twice a year, and eveore frequently if requested so by the
Administration.

Courts shall be bound to provide the Administratidth reports on all concluded real estate consract
at least four times a year and even more frequéntbgjuested so by the Administration.

Upon the proposal of the Administration Directdre Minister shall prescribe in detail the contesfts
the report referred to in paragraph 3 of this Aetic

The data referred to in paragraphs 1 and 3 ofAttisle shall be forwarded to the Administratiorr fo
the purpose of their aggregation and analysis.

Article 24

If on the basis of the received data, informatiod documentation the Administration assesses that
there is suspicion of money laundering related tmasaction or a person/entity, it shall be botmd
inform the competent state bodies about it in wgitso that they undertake measures within their
competence.

Article 25

The Administration may request the data, informmatmd documentation necessary for the detection
and prevention of money laundering from competergi§n authorities or international organizations.

The data and information related to money laungemiay also be forwarded by the Administration to
competent foreign authorities or international oigations on their request or on its initiative, on
condition of reciprocity.

The Administration may forward the personal datadmpetent foreign authorities on condition that
the country to which the data is forwarded has ledgd protection of personal data, and with
confirmation that the country's competent authesitivill use the personal data solely with the afm o
detecting and preventing money laundering.

Avrticle 26

The Minister shall be bound to submit to the Goweent the report of the Administration's work in
the previous year by 31 March of the current yédhe latest.

IV. OBLIGATIONS OF ATTORNEYS, LAW FIRMS, AUDITING ©®MPANIES, CERTIFIED
AUDITORS, BUSINESSES AND PROFESSIONS RESPONSIBLERAEROVIDING
ACCOUNTING OR TAX ADVISORY SERVICES

Article 27

If an attorney, law firm, auditing company, a déet auditor, a business or profession responédsle
providing accounting or tax advisory services disteduring its/his/her work, especially when it
participates in planning or effecting transactil%rfmr its/his/her customer in relation to purchasd an



sale of real estate or legal entities, manageménhaney or assets, opening or managing bank
accounts or securities accounts, establishing,abipgr or managing legal entities as well as when
acting for the customer's account in a financiah$action or a transaction related to real estate
business, a suspicion of money laundering relateal transaction or an individual/entity, or when a
customer asks for advice related to money launderitthe/she shall be bound to notify the
Administration about it in writing within three dayrom the day the cause for suspicion is detected.

Article 28

When establishing business cooperation with a gli@nd also in the event of suspicion of money
laundering, the legal entities and individuals mefé to in Article 27 of the Law shall be bound to
perform identification of the customer in accordamdth Articles 6 and 7 of this Law, to keep resrd
and to store the records at least five years #ftetermination of business cooperation or afterdy
the transaction is effected.

The records referred to in paragraph 1 of thischetshall contain the data referred to in Articke 3
paragraph 1 of this Law.

Upon the written request of the Administration, tbgal entities and individuals referred to in Alei
27 of the Law shall be bound to provide without agelthe requested data, information and
documentation on the transaction or individualtgrguspected to be involved in money laundering.

Legal entities and individuals referred to in A&7 of this Law shall be bound to provide the
training for the employees undertaking professialvities referred to in this Law in accordance
with the standards and methodology determined byréigulation passed on the basis of Article 13
paragraph 2 of this Law, as well as to make adisindicators for the detection of suspicious
transactions.

The legal entities and individuals referred to iiédle 27 of the Law shall not be held responsible
the damage caused to the customers or bona fidiepthities for complying with the provisions ofghi
Law.

Article 29

Legal entities and individuals referred to in Aldi@7 of this Law shall not be bound to provide the
Administration with information obtained from thdéiemt or about the client, when ascertaining a
client's legal status or representing the clientdart proceedings or with regard to court procegsli
which includes advising on initiating or avoidinguet proceedings, regardless of whether the
information was obtained prior to, during or affee proceedings.

Legal entities and individuals referred to in Ali@7 of this Law shall not be bound to providehe
request of the Administration the data, informatiand documentation on a transaction or
individual/entity suspected to be involved in mor@yndering in cases referred to in paragraph 1 of
this Article.

In the event of the case referred to in paragraphtBis Article legal entities and individuals eefed
to in Article 27 of this Law shall be bound to rigtihe Administration in writing of reasons for vehi
they did not comply with the paragraph 3, Artici@ @f the Law, within the time frame of 8 days
following the reception of request.

V. FILING, PROTECTING AND STORING THE DATA
Article 30

Data, information and documentation collected inoadance with this Law shall be considered an
official secret and may be utilized in accordanceaththis Law.



The Administration Director or a person that hehatzes may dispose of the data, information and
documentation referred to in paragraph 1 of thischs.

Providing the Administration, competent state atittes and competent foreign authorities and
international organizations with the data, inforimatand documentation referred to in paragraph 1 of
this Article shall not be considered a violatiortlod official secret in accordance with this Law.

Article 31

The Administration, another government body, anigab] attorney, law firm, auditing company,
certified auditor, business or profession respdeditr providing accounting or tax advisory sergce
may not disclose the data, information and docuatemt collected in accordance with this Law and
the actions undertaken in relation to the datayrmftion and documentation to the individual orleg
entity they refer to or to a third party.

Article 32

The obligor shall keep records on the data refetoeith Articles 5 to 7 of this Law. The competent
customs authorities shall keep records on crosebdrdnsfer of cash, foreign currency, cheques,
securities, precious metals and precious stones.

The Administration shall keep the records about:

1) the individuals/entities and transactions reféio in Articles 8 and 9 of this Law;

2) the initiatives referred to in Article 22 of ghi,aw;

3) the data provided to the Administration by tbenpetent state bodies in accordance with the
provisions of Article 23 of this Law;

4) the data, information and documentation thattiministration provides to the
competent state bodies in accordance with the gimviof Article 24 of this Law;

5) the data, information and documentation thattieinistration provides to the
competent foreign authorities and internationahaigations, as well as about the

data, information and documentation that the Adstration requests from the
competent foreign bodies or international orgaitzesin accordance with the provisions
of Article 25 of this Law;

6) the data referred to in Articles 27 and 28 @ ttaw.

Article 33

The obligor shall be bound to keep the data andimieatation referred to in Articles 5 to 7 of this
Law, as well as other documentation related to dpening of accounts, establishing business
cooperation, as well as those referred to effecimigansaction or to a customer for at least fivary
after the transaction is effected or business catipa terminated.

The competent customs authority shall be bounde&gpkhe data on crossborder transfer of cash,
foreign currency, cheques, securities, preciousisi@nd precious stones for at least five yeaes aft
the crossborder transfer.

The Administration shall be bound to keep the datatained in the records maintained in accordance
with this Law for at least ten years from the dagyt are received. The data will be archived afier t
time frame expires. The data referred to in pagggf® of this Article shall be kept in the archivs

the Administration

for three years and shall be destroyed after the frame expires.
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Article 34

The records of individuals/entities and transadioeferred to in Articles 8 and Article 32, paragra
1 of this Law shall contain the following data:

1) firm, registered head office, registration n@mkax identification number (hereinafter referted
as: TIN) of the legal entity opening an accountalgéshing cooperation or effecting the transagtion
or for which the account is opened, business catiperis established or transaction is effected;

2) name and surname, date and place of birthdeese, identity document number and place of
issuance, unified citizen registration number (mefter referred to as: UCRN) of the employee @r th
proxy opening an account, establishing businespearation or effecting the transaction for the legal
entity

3) name, surname, date and place of birth, resgderumber of identity document and the place of
issuance and UCRN of the individual opening an actcestablishing business cooperation, entering
the gaming place of the organizers of special gamhehance, or effecting the transaction or of the
individual for whom an account is opened, busimmesgperation established or transaction effected.

4) type and purpose of the transaction and naumeasme and UCRN of the individual, and the firm,
registered head office, registration number and ©fNthe legal entity that is the beneficiary the
transaction;

5) reasons for opening the account or establishuginess cooperation and the information about the
customer's activities;

6) date of opening the account or establishingrtassi cooperation or entering the gaming placeeof th
organizer of special games of chance

7) date and time of the transaction;

8) the amount of the transaction in Dinars;

9) the currency in which the transaction is effdcte

10)the way the transaction is effected, and if tlamsaction is effected on the basis of the signed
contracts, the subject of the contract and theqsard the contract;

11) information of the origin of money or assetstthre the subject of the transaction;

12) reasons for suspicion of money laundering;

13) name and surname, date and place of birtldarse of any individual that is directly or inditlgc

a holder of at least 10% business share, stoci&ther rights based on which he/she participatéisen
management of the legal entity, or participatethencapital of the legal entity with at least 10b&re

or has a dominant position in the asset managefoetite legal entity.

The records of the initiatives referred to in Aei@2 of this Law shall contain the following daf3:
name, surname, permanent residence and UCRN ofdhédual, and the firm, registered head office,
registration number and TIN of the legal entity e¥his suspected to be involved in money laundering;
2) data on the transaction suspected to be invdlvedoney laundering (amount of the transaction,
currency, date, i.e. period when the transactios eftected); 3) reasons to suspect money laundering

The records on the data provided to the Adminisinaby the competent state bodies in accordance
with the provisions of Article 23 of this Law shalbntain the following data:

1) name, surname, date and place of birth, resddend UCRN of the individual, i.e. firm,
registered head office, the registration number Bitdl of the legal entity against which the request
was filed for initiating a criminal or tort procdeds;

2) place, time and manner of committing an act scigu to be a criminal or economic offence;
3) stage of the court proceedings, legal definitbbthe criminal offence of money laundering
and the criminal offence referred to in Article 2this Law, or the legal definition of economic
offence;

4) amount of the money seized or the value of dllggacquired assets, as well as the time and
place of seizure.

The records on data, information and documentatiahthe Administration provides to the competent
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state bodies in accordance with the provision dichker 24 of this Law shall contain the followingtda

1) name, surname, date and place of birth, resedland UCRN of the individual, i.e. firm, registered

head office, the registration number and TIN of lbgal entity related to which the Administration

forwarded the data, information and documentatiotiné competent state body;

2) data on the transaction suspected to be invdlvedoney laundering (amount of the transaction,
currency, date and the time of the transaction);

3) reasons to suspect money laundering.

The records on the data, information and documientathat the Administration provides to the
competent foreign bodies and international orgdmna, as well as on the data, information and
documentation the Administration requests from tbenpetent foreign authorities or international
organizations in accordance with the provisionéuicle 25 of this Law, shall contain the following

data:

1) name of the country or the body to which the Adstration provides or from which it requests the
data, information and documentation;

2) data on the transactions or individuals/entitibsut which the Administration provides or regaest
the data referred to in paragraph 1 of this Article

The records on the reports from Article 28 of thesv shall contain the following data: 1) firm,
registered head office, the registration numberBihdof the legal entity or name, surname, date and
place of birth, residence and UCRN of the entrepuenvhose accounts are being audited or to whom
accounting or tax advisory services are providédnfdrmation on the transaction in relation to ahi
there are reasons to suspect money laundering (dmmurency, date or the time of the transaction);
3) reasons to suspect money laundering.

The records referred to in Article 32 paragraph this Law shall contain the following data: name,
surname, date and place of birth, UCRN, residepassport number and the country of issuance of
the person effecting the transaction, the amouthetransaction, place and time of crossing thage st
border as well as the purpose of the transfer sh,ceheques, foreign currency, securities, precious
metals and precious stones.

SUPERVISION
Article 35

The National Bank of Serbia, the Ministry of Intatithe Ministry of Finance, Securities Commission,
Serbian Bar Association and the inspectional bodi#isin the scope of authority determined by the
law shall conduct supervision of the implementatbihis Law by the obligors, attorneys, law firms,
auditing companies, certified auditors, and busiessand professions providing accounting or tax
advisory services. The competent bodies referreid fwaragraph 1 of this Article shall provide the
Administration with reports on conducted supervisab least once in three months.

If while undertaking actions within their authoritiye competent bodies referred to in paragraph 1 of
this Article identify any of the activities refedeo in Article 370f this Law within the obligors,
attorneys, law firms, auditing companies, certifi@dditors, businesses and professions providing
accounting or tax advisory services, and undertgigropriate measures within the scope of their
authority, they shall inform the Administration aiboit without delay in writing, enclosing the
necessary documentation.

Article 36

The Administration conducts supervision of the iempéntation of this Law by collecting, processing
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and analyzing the data, information and documaerigtrovided to the Administration in accordance
with this Law.

If while conducting supervision referred to in pguaph 1 of this Article the Administration idené§

any of the activities referred to in Articles 37daB8 of this Law, it may: 1) request the obligor,
auditing company, certified auditor, business oofgssion providing accounting or tax advisory
services to remove the irregularities; 2) requkst dompetent bodies to undertake measures within
their competence; 3) submit the request to the edemp body for initiating the procedure to ascertai

if there is an economic offence or breach.

The time frame to remove the irregularities reférte in paragraph 2 item 1 of this Article shall be
subject to the provisions referred to in Articled&agraphs 2 and 3 of this Law.

PENAL PROVISIONS
1. Economic offences
Article 37

Legal entity shall be fined in the amount of 45.@80@3.000.000 Dinars for the economic offence )f: 1

it fails to perform the identification of the custer (Articles 5, 6 and 7); 2) it fails to notifyeh
Administration about the transactions or fails to sb within the prescribed time frames (Articles 8
and 10); 3) it fails to appoint a person respomsifolr detection, prevention and reporting to the
Administration of transactions and individuals/g@ai suspected to be related to money laundering -
compliance officer (Article 11, paragraph 1); 4)fails to provide internal control of the activiie
undertaken in compliance with this Law, it fails poovide training for the employees performing
duties referred to in this Law according to thendeads and methodology prescribed by the regulation
passed on the basis of Article 13 paragraph 2isfltaw, and fails to develop a list of indicatoos f
identifying suspicious transactions (Article 11rggraph 2); 5) it fails to provide the Administati
with the data, information and documentation, dsf@ provide it in prescribed time frames (Arésl

16 and 21); 6) it fails to execute the order issipdhe Administration to suspend a transactiont or
does not obey the order and instructions of the iAthtnation which relate to the suspended
transaction (Article 17); 7) it fails to obey tbeder of the Administration to monitor the trangaics
effected through the accounts encompassed by tleg, and fails to notify the Administration of each
transaction effected through the accounts (Arti®®; 8) it fails to use the data, information and
documentation in compliance with this Law (Arti3@); 9) it discloses the data, information and
documentation collected in compliance with the Land the actions undertaken in relation to the,data
information and documentation, to an individuallegal entity that is a subject of the data...,@at
third party (Article 32); 10) fails to keep the peeibed records (Article 30); 11) it fails to ket
data and documentation at least five years aftetrmsaction is effected or business cooperaion i
terminated (Article 35); 12) Records that it kedpsnot contain prescribed data (Article 34).

The compliance officer within the obligor shall alse fined for the economic offence referred to in
paragraph 1 of this Article in the amount of 3.46@®00.000 Dinars. The responsible person within
the legal entity shall also be fined for econonffemce referred to in paragraph 1 of this Articielhe
amount of 3.000 to 200.000 Dinars.

2. Breaches

Article 38

The entrepreneur committing any of the acts refetoein Article 37 of this Law shall be fined fdret
breach in the amount of 5.000 to 500.000 Dinars.

TRANSITIONAL AND FINAL PROVISIONS 17



Article 39

The regulations issued on the basis of the LawhenRrevention of Money Laundering ("Official
Gazette of the FRY" no. 53/2001) shall be appliatll uthe appropriate acts based on this law are
passed, unless they are contradictory to this Law.

Article 40

On the day this Law becomes effective, the LawhanRrevention of Money Laundering | ze f e FRY
No. 53/01) shall be repealed.

Article 41

This Law shall become effective within 8 days fallog the day it is published in the Offial Gazette.
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2 ANNEX 2 - LAW OF SERBIA ON THE PREVENTION OF MONEY
LAUNDERING AND THE FINANCING OF TERRORISM (ADOPTED 18TH
MARCH 2009, IN FORCE 27" MARCH 2009)*

I BASIC PROVISIONS

Subject matter
Article 1

(1) This Law shall lay down actions and measures pi@venting and detecting money
laundering and terrorism financing.

(2) This Law shall govern the competence of the Autration for the Prevention of Money
Laundering (hereinafter referred to as: the APMind ahe competence of other bodies in the
implementation of the provisions of this Law.

Money laundering and terrorism financing
Article 2

(1) For the purposes of this Law, money laundesimgjl mean the following:

1) conversion or transfer of property acquired tigtothe commission of a criminal offence;

2) concealment or misrepresentation of the trueureatsource, location, movement,
disposition, ownership of or rights with respecthe property acquired through the commission of a
criminal offence;

3) acquisition, possession, or use of property isedithrough the commission of a criminal
offence;

(2) For the purposes of this law, terrorism finaigcshall mean the providing or collecting of
funds or property, or an attempt to do so, withititention of using them, or in the knowledge that
they may be used, in full or in part:

1) in order to carry out a terrorist act;
2) by terrorists;
3) by terrorist organizations.

The financing of terrorism shall mean aiding anétabg in the provision or collection of
property, regardless of whether a terrorist act e@amitted or whether property was used for the
commission of a terrorist act.

(3) For the purposes of this Law, a terrorist dwdllsbe taken to mean the criminal offence
specified in the treaties listed in the annex ® liiternational Convention for the Suppressionhef t
Financing of Terrorism, as well as any other atgrided to cause death or a serious bodily injugy to
civilian or any other person not taking an actieetpn the hostilities in a situation of armed dantf
when the purpose of such act, by its nature orestnts to intimidate a population, or to compel a
government or an international organization to dtoabstain from doing any act.

(4) For the purposes of this Law, a terrorist shatan a person who individually or together
with other persons wilfully:

1) attempts or commits an act of terrorism in agywdirectly or indirectly;
2) aids and abets in the commission of a terradst
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3) has knowledge of an intention of a group ofdests to commit an act of terrorism,
contribute to the commission, or assist in the ioo@tion of the commission of a terrorist act to a
group acting with a common purpose.

(5) For the purposes of this Law, a terrorist oig@tion shall be taken to mean a group of
terrorists which:

1) attempts or commits an act of terrorism in amy wdirectly or indirectly;

2) aids and abets in the commission of a terradst

3) has knowledge of an intention of a group ofdests to commit an act of terrorism,
contribute to the commission, or assist in the ioo@tion of the commission of a terrorist act to a
group acting with a common purpose.

Terms
Article 3

(1) Certain terms used in this Law shall have til@iing meanings:

1) ‘Property’ — assets, money, rights, securities] other documents in any form, whose right
of ownership and other rights can be established;

2) ‘Money’ — cash (domestic or foreign), funds ttaunts (RSD or foreign currency), as well
as other instruments of payment;

3) ‘Bearer negotiable instruments’ — cash, cheqyesmissory notes, and other bearer
negotiable instruments that are in bearer form.

4) ‘Customer’ — a natural person, entrepreneuiallegrson, or a person under civil law that
carries out a transaction or establishes a busretston with the obligor.

5) ‘Transaction’ — the acceptance, provision, cosie@, keeping, disposal of or other dealing
with property in the obligor.

6) ‘Cash transaction’ shall mean the physical atzege or provision of cash to a customer.

7) ‘Trust and Company Service Provider’ shall meamatural or legal person providing any
of the following services to third parties:

- incorporation of companies and other legal pegson

- acting as, or arranging for another person toaact director or secretary of a company,
partner in a partnership, or a similar positiomiher legal entities;

- providing the seat, or address for a legal persmanaging correspondence or providing a
mailing address, or any other related serviceafoompany, any other legal person or similar person
under foreign law;

- acting as an asset manager or arranging for anpérson to perform such duty in a fund,
trust or any other similar person under foreign (aereinafter referred to: ‘person under foreign’)a
or

- acting as or arranging for another person tcaadhe shareholder for another person, other
than a company registered in an organized excharag&et which reports to a regulatory body in
accordance with international standards recogriizeitie domestic law.

8) ‘Money remitters' — persons performing the fafloag money transfer services by: receiving
cash, cheques, or other instruments of paymenhénlacation and then, by networking, informing,
transferring, or using a network in order to transhoney or value, paying the appropriate amount in
cash or in other form to a recipient in anothercelarrespective of whether the provision of such
service involve one or more than %e intermedianyl the final payment.



9) ‘Non-profit organizations’ — associations, itigions, institutes and religious communities
founded in accordance with law and primarily enghigenon-profit activities.

10) ‘Persons under civil law’ — associations ofiumlials that join or will join money or any
other property for a certain purpose.

11) ‘Beneficial owner of a customer’ - natural mersvho owns or controls a customer.

12) Beneficial owner of a company or any other lggason shall include the following:

- natural person who owns, directly or indirec®p% or more of the business share, shares,
voting right or other rights, based on which theytigipate in the management of the legal person, o
who participates in the capital of the legal peraoth 25% or more of the share, or has a dominant
position in managing the assets of the legal person

- natural person who has provided or provides fuloda company in an indirect manner,
which entitles him to influence significantly theealsions made by the managing bodies of the
company concerning its financing and business t¢ipes

13) Beneficial owner of a person under foreign lavinich receives, manages, or allocates
assets for a specific purpose, shall include thevitng:

- a natural person using, indirectly or directlygnathan 25% of the assets that are the subject
matter of management, provided that the futuresusave been designated;

- a natural person or group of persons for theh&rence of whose interests a person under
foreign law is established or operates, providemt $uch natural person or group of persons are
identifiable;

- a natural person who, indirectly or directly, esirictedly manages more than 25% of the
property of the person under foreign law.

14) ‘Business relationship’ — a relationship betweecustomer and the obligor based on a
contract regarding the business activity of theigaiol that is expected, at the time when such
relationship is established, to have an elemeduddtion.

15) ‘Loro correspondent relationship’ — a relatioipsbetween a domestic bank and a foreign
bank or any other similar institution, which comroes by the opening of an account by a foreign
bank or another similar institution with a domesdienk in order to carry out international payment
operations.

16) ‘Nostro correspondent relationship’ — a relasioip between a domestic and a foreign
bank which commences by the opening of an accopatdomestic bank with a foreign bank in order
to carry out international payment operations.

17) ‘Shell bank’ — a foreign bank or another ingtdn performing the same business, which is
registered in a state where it does not carry ubiisiness and which is not part of any organised
financial group.

18) ‘Personal document’ — a valid document withatp issued by the competent State body.

19) ‘Official document’ — a document issued by dfic@l or responsible person within their
authorities, whereas such persons shall be comsidas those defined in the provisions of the
Criminal Code.

20) ‘Information on the activity of a customer wisoa natural person’ — information on the
personal, professional, or similar capacity of tdustomer (employed, retired, student, unemployed,
etc), or data on the activities of the customey.(& the area of sports, culture and art, sciearzt
research, education, etc) which serve as thezltiasiestablish a business relationship.



21) ‘Information on the activities of a customerawts an entrepreneur or legal person’ —
information on the type of business activities otwstomer, its business relations and business
partners, business results, and similar information

22) 'Off-shore legal person' — a foreign legal persvhich does not operate or may not
operate any production or trade business activitiéise State of its registration.

23) ‘Anonymous company’ — a foreign legal persothwinknown owners or managers.

24) ‘Foreign official’ — a natural person who holaiswho held in the past year a public office
in a foreign country or international organisationcluding

- heads of State and/or heads of government, mandfegovernment and their deputies or
assistants;

- elected representatives of legislative bodies;

- judges of the supreme and the constitutional teoor of other high-level judicial bodies
whose judgments are not subject to further regquiaxtraordinary legal remedies, save in exceptiona
cases;

- members of courts of auditors or of the boardsewitral banks;

- ambassadors, chargés d'affaires and high-ramffiogrs in the armed forces;

- members of the managing or supervisory bodidsgzl entities whose majority owner is the
State;

25) ‘Close family members’ of the foreign officiahall include the spouse or extra-marital
partner, the parents, the brothers and sisters;hiféren and their spouses or extra-marital pastne
(hereinafter referred to as: foreign official);

26) ‘Close associate’ of the foreign official shaltlude any natural person who has benefit
from a joint ownership or from business relationswbo has any other close business relations with a
foreign official.

27) ‘Predicate criminal offence’ — a criminal offen through the commission of which
proceeds that are the object of a money launderingnal offence have been generated.

Obligors
Article 4

(1) For the purposes of this Law, obligors shatlune the following:

1) Banks;

2) Licensed bureaux de change;

3) Investment fund management companies;

4) Voluntary pension fund management companies;

5) Financial leasing providers;

6) Insurance companies, insurance brokerage compangsance agency companies and
insurance agents with a licence to perform lifeirasce business;

7) Persons dealing with postal communications;

8) Broker-dealer companies;

9) Organisers of special games of chance in casinos;

10) Organisers of games of chance operated on thenétieoy telephone, or in any other
manner using telecommunication networks;

11) Auditing companies;

12) Licensed auditors.
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(2) 'Obligors’ shall include both entrepreneurs dedal persons exercising the following
professional activities:

1) Intermediation in real-estate transactions;

2) Provision of accounting services;

3) Tax advising;

4) Intermediation in credit transactions and priaviof loans;
5) Factoring and forfeiting;

6) Provision of guarantees;

7) Provision of money transfer services.

(3) Legal or natural persons referred to in panalgsal and 2 of this Article, which perform a
business activity only occasionaly or to a limident and which represent low-risk with respect to
money laundering or terrorism financing, shall betrequired to carry out the actions and measures
laid down in this Law, if they meet specially stigied requirements.

(4) The minister competent for finance (hereinafeferred to as: the Minister), based on the
proposal of the APML, may specify the conditionsl@nwhich the legal and natural persons referred
to in paragraphs 1 and 2 of this Article, exerddimeir professional activities only occasionalito a
limited extent, and in relation to which there @ significant risk of money laundering or terrorism
financing, shall not be required to implement tliticms and measures laid down in this Law, as
provided in the technical criteria specified by theognized international standards and in theiopin
of the body referred to in Article 82 of this Lavhigh is competent to supervise the implementation
of this Law with such legal or natural person.

Lawyers and lawyer partnerships
Article 5

(1) Measures for the prevention and detection ohegdaundering and terrorism financing
laid down in this Law shall also be implemented lawyers and lawyer partnerships (hereinafter
referred to as: the lawyer).

I ACTIONS AND MEASURES TAKEN BY OBLIGORS
2.1. General provisions

Actions and measures taken by obligors
Article 6

(1) Actions and measures for the prevention andatiein of money laundering and terrorism
financing shall be taken before, during the cowfseand following the execution of a transaction or
establishment of a business relationship.

(2) The actions and measures referred to in pgshgfaof this Article shall include the
following:

1) Knowing the customer and monitoring of theiribass transactions (hereinafter referred to
as: ‘customer due diligence’);

2) Sending information, data, and documentatictecAPML;

3) Designating persons responsible to apply thigatibns laid down in this Law (hereinafter
referred to as: a compliance officer) and theirulieg, as well as providing conditions for theirrigo

4) Regular professional education, training androwpment of employees;

5) Providing for a regular internal control of timeplementation of the obligations laid down
in this Law;

6) Developing the list of indicators for the idéithtion of persons and transactions with



respect to which there are reasons for suspicionasfey laundering or terrorism financing;

7) Record keeping, protection and keeping of datan fsuch records;

8) implementation of the measures laid down in tl@e in obligor branches and majority-
owned subsidiaries located in foreign countries;

9) implementing other actions and measures basédshaw.

Risk analysis
Article 7

(1) The obligor shall conduct an analysis of thenelaundering and terrorism financing risk
in accordance with the guidelines adopted by thdyboompetent for the supervision of the
implementation of this Law.

(2) The analysis referred to in paragraph 1 of Ariscle shall contain a risk assessment for
each group or type of customer, business relatipnservice offered by the obligor within its
business, or transaction.

(3) The Minister, at a proposal of the APML, sheflecify the criteria based on which the
obligor shall classify a customer, business retestitip, service provided within its business agtivit
a transaction into a low-risk group in terms of mpitaundering and terrorism financing, save in the
cases specified in this Law, in accordance with téehnical criteria specified in the recognized
international standards and with the opinion oflibdy referred to in Article 82 of this Law which i
competent for supervision of the implementationhd$ Law in the obligor assessing the risk posed by
the client, business relation, service providedhiniits business activity, or transaction

2.2. Customer due diligence
2.2.1. General provisions

Customer due diligence actions and measures
Article 8

(1) Unless otherwise stipulated in this Law, thégay shall be obliged to:

1) Identify the customer;

2) Verify the identity of the customer based on docorsedata, or information obtained
from reliable and credible sources;

3) Identify the beneficial owner and verify the idéyiin the cases specified in this Law;

4) Obtain information on the purpose and intended neatf a business relationship or
transaction, and other data in accordance withLine,

5) Regularly monitor business transactions of thearust and check the consistency of the
customer’s activities with the nature of the busgeelationship and the usual scope and
type of the customer’s business transactions.

(2) Where the obligor is unable to apply the atiand measures referred to in paragraph 1,
items 1 to 4, paragraph 1 of this Article, it shralluse the offer to establish a business reldtipngas
well as the carrying-out of a transaction, anchallterminate the business relationship if a bessn
relationship has already been established.

Application of due diligence actions and measures
Article 9

(1) The obligor shall apply the actions and measueéerred to in Article 8 of this Law in the
following cases:

1) When establishing a busingis relationship withstocuer



2) When carrying out a transaction amounting to th® R§uivalent of EUR 15,000 or more,
calculated by the National Bank of Serbia mediae mn the date of execution of the
transaction (hereinafter referred to as: RSD ed@mniy irrespective of whether the
transaction is carried out in one or more thanamaected operations;

3) When there are reasons for suspicion of money knimgl or terrorism financing with
respect to a customer or transaction;

4) When there are doubts about the veracity or crigglibf previously obtained data about a
customer or beneficial owner.

(2) If the transactions referred to in paragrapheln 2 of this Article are carried out based on
a previously established business relationshipotiiigor shall collect the data referred to in Aldi
21, paragraph 2 of this Law which are missing.

(3) Notwithstanding the provisions of paragraprendl 2 of this Article, the obligor operating
a money exchange business shall carry out thersctiod measures referred to in Article 8 of this
Law in case of a transaction amounting to the R§@ivalent of EUR 5,000 or more, irrespective of
whether such transaction is carried out in a siogl@ore than one connected operations;

Customer due diligence during the establishment a& business relationship
Article 10

(1) The obligor shall apply the actions and measueéerred to in Article 8, paragraph 1, item
1 to 4 of this Law before the establishment of sitvess relationship with a customer.

(2) In relation to life insurance business, thentdg of the beneficiary of an insurance policy
may also be verified after the conclusion of th&unance contract, but prior to the time of paydut o
the benefits under the contract at the latest.

Customer due diligence when carrying-out a transa@bn
Article 11

(1) In the case referred to in Article 9, paragrdplitem 2 and Article 9, paragraph 3 of this
Law, the obligor shall take the actions and measteterred to in Article 8, paragraph 1, items #to
of this Law, before the execution of a transaction.

Exemption from customer due diligence in relation® certain services
Article 12

(1) Insurance companies, insurance brokerage cdegansurance agency companies and
insurance agents licensed to perform the life msce business, as well as voluntary pension fund
management companies and their founders shallen@duired to apply customer due diligence when:

1) Concluding life insurance contracts where arividdal premium instalment or several
premium instalments that are to be paid in onenclae year do not exceed the RSD equivalent of
EUR 1,000 or if the single premium does not exabedRSD equivalent of EUR 2,500;

2) When concluding contracts on the membershipolnntary pension funds or contracts on
pension plans under the condition that assignmietiieorights contained under the contracts to @thi
party, or the use of such rights as a collatenatfedits or loans, are not permitted.

(2) Provisions of paragraph 1 of this Article andaoregulation made in accordance with

Article 4, paragraph 3 of this Law, shall not bel&gd if there are reasons for suspicion of money
laundering or terrorism financing.
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2.2.2. Application of customer due diligence actits and measures
2.2.2.1. Customer identification and verification didentity

Identification and verification of identity of a natural person, legal representative and
empowered representative, and entrepreneur

Article 13

(1) Where a customer is a natural person, legaksgmtative of a customer, or entrepreneur,
the obligor shall identify and verify the identitf a customer by obtaining the data specified in
Article 81, paragraph 1, item 3 of this Law.

(2) Data referred to in paragraph 1 of this Artiskall be obtained by inspecting a personal
identity document with the mandatory presence efitlentified person. If it is not possible to dbta
all the specified data from such a document, thesimgy data shall be obtained from another official
document. The data that cannot be obtained forcotgereasons in such manner shall be obtained
directly from the customer.

(3) Notwithstanding the provisions of paragraph f2thes Article, the customer who is a
natural person may carry out a transaction or éskab business relationship through an empowered
representative.

(4) If a transaction is carried out or a businesationship established by an empowered
representative on behalf of a customer who is arabperson, the obligor shall, apart from identigy
and verifying the identity of the customer, idepntiand verify the identity of the empowered
representative, obtain the data referred to inchet81, paragraph 1, item 3, in the manner spekifie
paragraph 2 of this Article, and request a wridathorisation (Power of Attorney) whose copy itlsha
keep in accordance with the Law. In the above evhatobligor shall apply the measures specified in
Article 31 of this Law.

(5) If the obligor, during the identification anerification of identity of the customer in
accordance with this Article, has any doubts albetveracity of the obtained data or the credipilit
of the documents from which the data was obtairiedhall obtain from the customer a written
statement on the veracity and credibility of theadend documents.

(6) During the identification of a natural persdhe obligor shall obtain a photocopy of a
personal document of such person. The obligor shditate on the copy the date, time and name of
the person who inspected the document. The phoyoedprred to in this paragraph shall be kept by
the obligor in accordance with the Law.

Identifying and verifying the identity of a natural person using a qualified electronic certificate
Article 14

(1) Notwithstanding the provisions of Article 13rpgraph 2 of this Law, the obligor, under
the conditions set out by the Minister, may alseniify and verify the identity of the customer wiso
a natural person, or its legal representative,asea qualified electronic certificate of the cuser
issued by a certification body in the Republic eft8a, or based on a foreign electronic certificate
which is equal to the domestic, in accordance wlith law governing electronic operations and
electronic signature.

(2) In establishing and verifying the identity of castomer, the obligor shall, based on
paragraph 1 of this Article, obtain the customdadgecified in Article 81, paragraph 1, item 3to$
Law from a qualified electronic certificate. Datéhat cannot be obtained from such certificate shall



be obtained from a photocopy of a personal documehich shall be sent by the customer to the
obligor in a printed form or electronically. If it not possible to obtain all the specified data as
described, the missing data shall be obtainedttiirfom the customer.

(3) The certification body which has issued a digli electronic certificate to a customer
shall, without delay, send to the obligor, at équest, the data about how it identified and \exdlithe
identity of the customer who is the bearer of aittemte.

(4) Notwithstanding the provisions of paragraptendl 2 of this Article, the identification and
verification of identity of a customer based orualgfied electronic certificate shall not be pertenit if
there is suspicion that the qualified electronidifieate is misused, or if the obligor establishibat
the circumstances substantially affecting the Wglidf the certificate have changed, while the
certification body has not revoked the certificate.

(5) If the obligor, during the identification anénification of a customer in accordance with
this Article, has any doubts as to the veracityhef obtained data or credibility of the documendsr
which the data was obtained, it shall obtain fréve ¢ustomer a written statement on the veracity and
credibility of the data and documents.

(6) If the obligor identifies and verifies the idiy of a customer during the establishment of a
business relationship, in the manner set out is &iticle, it shall ensure that the first customer'
transaction be carried out from the account opdnethe customer in his own name with a bank or
similar institution in accordance with Article J3aragraphs 1 and 2 of this Law.

Identifying and verifying the identity of a legal person
Article 15

(1) Where a customer is a legal person, the oblipaill establish and verify its identity by
obtaining the data specified in Article 81, pargird, item 1 of this Law.

(2) The obligor shall obtain the data referrednt@aragraph 1 of this Article by inspecting the
original or certified copy of documentation fronreggister maintained by the competent body of the
country where the legal person has a registerdd aeapy of which it shall keep in accordance with
the Law. The obligor shall indicate, on the copy date, time, and the name of the person who
inspected the original or certified copy thereof.

(3) The documentation referred to in paragraph thigf Article shall be issued no earlier than
three months before its submission to the obligor.

(4) The obligor may obtain the data referred tgparagraph 1 of this Article by directly
accessing the Register of business entities, orcdhgr official public register. The obligor shall
indicate on a printed copy of the register ente/dhte, time and name of the person who inspeloéed t
document. The printed copy of the register entferred to in this paragraph shall be kept by the
obligor in accordance with the Law.

(5) If it is not possible to obtain all the datarh an official public register, the obligor shall
obtain the missing data from an original or ceetficopy of a document or other business
documentation submitted by the custométhe missing data cannot be obtained in the pitesd
manner for objective reasons, the obligor shakdigth such data by obtaining a written statement
from the customer.

(6) If the obligor has doubts as to the veracitythed obtained data or the credibility of the
presented documentation, it shall obtain a writtewement from the customer.

(7) If a customer is a foreign Ie%al person caigyout its business operations in the
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Republic of Serbia through its branch, the obliglall identify and verify the identity of the fogei
legal person and its branch.

Identifying and verifying the identity of the representative of a legal person
Article 16

(1) The obligor shall establish and verify the itiignof the representative and obtain the data
referred to in Article 81, paragraph 1, item 2 listLaw by inspecting a personal document of the
representative in his presence. If it is not pdssib obtain the specified data from such a docamen
the missing data shall be obtained from anothéciaffdocument submitted by the representative.

(2) If the obligor doubts the veracity of the obtd data when identifying and verifying the
representative, it shall also obtain the represiseta written statement thereon.

Identifying and verifying the identity of a procura holder and empowered representative of a
legal person
Article 17

(1) If a business relationship is established tnaasaction performed by a procura holder or
empowered representative on behalf of a legal perdee obligor shall identify and verify their
identity and obtain the data referred to in ArtiBle, paragraph 1, item 2 of this Law, by inspecting
their personal documents in their presence. I§ ihot possible to obtain all the specified datanfro
such a document, the missing data shall be obtdied another official document submitted by the
procura holder or empowered representative, orcitjrdrom the procura holder or empowered
representative.

(2) In the event referred to in paragraph 1 of #aiscle, the obligor shall also obtain the data
referred to in Article 81, paragraph 1, item 2 lkitLaw about the representative of a legal person,
from the written authorisation issued to the practwolder or empowered representative by the
representative.

(3) If the obligor, when identifying and verifyinthe identity of the procura holder or
empowered representative, doubts the veracity ef dbtained data, it shall obtain their written
statement thereon.

Establishing and verifying the identity of other pesons under civil law
Article 18

(1) If a customer is another person referred tariicle 3, paragraph 1, item 10 of this Law,
the obligor shall:

1) establish and verify the identity of the autked representative;
2) obtain a written authorisation for representatio
3) obtain the data referred to Article 81, paraprapitems 2 and 15 of this Law.

(2) The obligor shall identify and verify the iddptof the representative referred to in
paragraph 1 of this Article and obtain the datemed to in Article 81, paragraph 1, item 2 of this
Law, by inspecting a personal document of the ai#bd representative in his presence. If it is not
possible to obtain the specified data from suclbeuthent, the missing data shall be obtained from
another official document.

(3) The obligor shall obtain the data in Article, @aragraph 1, item 15 of this Law from the
written authorisation submitted by the authorisegresentative. If it is not possible to obtain dada
referred to in Article 81, paragraph 1, item 15§ Law from such written authorization, the mggi
data shall be obtained directly from gge represenata



(4) If the obligor doubts the veracity of the obidl data or the credibility of the presented
documentation, he shall obtain a written staterfremi the representative.

Special cases of identifying and verifying the ideity of a customer
Article 19

(1) Whenever a customer enters a casino or wheesestomer or his legal representative or
empowered representative has access to a safeitdemasthe organizer of a special game of chance
in a casino, or an obligor that provides safe diéfox services, shall establish and verify thentitg
of the customer and obtain, from the customersleigal representative or empowered representative,
the data referred to in Article 81, paragraphdmi 5 and 7 of this Law.

2.2.2.2. Identifying the beneficial owner of a cusimer

Identification of the beneficial owner of a legal prson and person under foreign law
Article 20

(1) The obligor shall identify the beneficial owngfr a legal person or person under foreign
law by obtaining the data in Article 81, paragrdplitem 14 of this Law.

(2) The obligor shall obtain the data referrednt@aragraph 1 of this Article by inspecting the
original or certified copy of the documentationrfrahe official public register, which may not be
issued earlier than three months before its subonigs the obligor. The data may be also obtained b
directly inspecting the official public register iaccordance with the provisions of Article 15,
paragraphs 4 and 6 of this Law.

(3) If it is not possible to obtain all the datathe beneficial owner of the customer from the
official public register, the obligor shall obtaime missing data by inspecting the original oriiedt
copy of a document and other business documentatibmitted by a representative, procura holder,
or empowered representative of the customer. tfpbjective reasons, the data cannot be obtained as
specified in this Article the obligor shall obtatrfrom a written statement given by a represewgti
procura holder or empowered representative of uiseomer.

(4) The obligor shall, based on a money laundeaind terrorism financing risk assessment,
identify the beneficial owner of a legal personparson under foreign law in such a manner as to
know the ownership and management structures afuismer and to know the beneficial owners of
the customer.

2.2.2.3.  Obtaining data about the purpose and intended natug of a business relationship
or transaction, and other data under the provisionof this Law

Data to be obtained
Article 21

(1) Within the customer due diligence laid downAiriicle 9 paragraph 1, item 1 of this Law,
the obligor shall obtain the data referred to iticde 81, paragraph 1, items 1 to 4, and itemsiGarid
15 of this Law.

(2) Within the customer due diligence laid dowrAmicle 9 paragraph 1, item 2 and Article 9,
paragraph 3 of this Law, the obligor shall obt&ie tata referred to in Article 81, paragraph Ingd
to 4, items 8 to 11 and items 14 and 15 of this.Law
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(3) Within the customer due diligence laid downAiriicle 9, paragraph 1, items 3 and 4 of
this Law, the obligor shall obtain the data refdrt@in Article 81, paragraph 1 of this Law.

2.2.2.4.  Monitoring customer business transactions
Monitoring customer business transactions with speal care
Article 22

(1) The obligor shall monitor business transactiafsthe customer with special care,
including by collecting information on the sourcé mroperty that is involved in the business
transactions of the customer.

(2) Monitoring of business transactions of the ousdr referred to in paragraph 1 of this
Article shall also include the following:

1) ensuring that the business transactions of #owes are consistent with the assumed
purpose and intended nature of the business netdtijpp that the customer established with the ohligo

2) conducting monitoring and ensuring that the mess transactions of a customer are
consistent with its normal scope of business;

3) conducting monitoring and ensuring that the doents and data held about a customer are
up-to-date.

(3) The obligor shall apply the actions and measuveéerred to in paragraph 2 of this Article
to the extent and as frequently as required byethel of risk established in an analysis referiednt
Article 7 of this Law.

2.2.3. Conducting customer due diligence actions drmeasures through third parties
Relying on a third party to perform certain customea due diligence actions and measures
Article 23

(1) When establishing a business relationshipotiigor may, under the conditions laid down
in this Law, rely on a third party to apply theiaos and measures set out in Article 8, paragraph 1
items 1 to 4 of this Law.

(2) A ‘third party’ may include:

1) the obligor referred to in Article 4, paragrahtitems 1, 3, 4 and 8 of this Law;

2) insurance companies licensed to perform lifariaisce business;

3) the person referred to in Article 4, paragraplitdms 1, 3, 4 and 8 of this Law and the
insurance company licensed to perform businesgeohisurance in a foreign country if it is subjéat
a statutory requirement to register its businekst applies customer due diligence actions and
measures, keeps records in an equal or similar enamspecified in this Law, and if it is superdise
in the execution of its business in an adequateneran

(3) The obligor shall ensure beforehand that tlivel tharty referred to in paragraph 1 of this
Article meets all the conditions laid down in thisw.

(4) The obligor may not accept relying on a thirtp to perform certain customer due
diligence actions and measures if such persondeatified and verified the identity of a customer
without the customer’s presence.
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(5) By relying on a third party in applying certacustomer due diligence actions and
measures, the obligor shall not be exempt fromarsipility for a proper application of customer due
diligence actions and measures in accordance gh_aw.

(6) The third party shall be responsible for megtihe requirements laid down in this Law,
including the keeping of data and documentation.

Prohibition of relying
Article 24

(1) The obligor shall not rely on a third party perform certain customer due diligence
actions and measures if the customer is an offeslegial person or an anonymous company.

(2) The obligor may not rely on a third party tofpem certain customer due diligence actions
and measures if the third party is from a counthiclv is on a list of countries that do not apply
standards against money laundering and terrorisiangiing. This list shall be established by the
Minister, at the proposal of the APML and basedhendata held by international organisations.

(3) Under no circumstances shall the third partameff-shore legal person or a shell bank.

Obtaining data and documentation from a third party
Article 25

(1) A third party relied upon by the obligor to fiem certain customer due diligence actions
and measures specified in the provisions of thiw,Lshall submit to the obligor the data held about
the customer that the obligor requires in ordezsiablish a business relationship under this Law.

(2) A third party shall, at the request of the gbli, deliver without delay copies of identity
papers and other documentation based on whichpiiegpthe customer due diligence actions and
measures and obtained the requested data abostoenes. The obtained copies of the identity papers
and documentation shall be kept by the obligorctoedance with this Law.

(3) If the obligor doubts the credibility of the @igd customer due diligence or of the
identification documentation, or the veracity otalabtained about a customer, it shall request from
the third party to submit a written statement oa thedibility of the applied customer due diligence
action or measure and the veracity of the data &letdit a customer.

Prohibition of establishing a business relationship
Article 26

(1) The obligor may not establish a business @iatiip if:

1) the customer due diligence was applied by aopeosher than the third party referred to in
Article 23, paragraph 2 of this Law;

2) if the third party identified and verified thaentity of the customer in its absence;

3) if it has not previously obtained the data nefdrto in Article 25, paragraph 1 of this Law
from the third party;

4) if it has not previously obtained the copies idéntification documents and other
documentation about the customer from the thirtdypar

5) if it doubted the credibility of the conductedstomer due diligence or the veracity of the
obtained customer data, and has not obtained thereel written statement referred to in Article 25,
paragraph 3 of this Law.
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2.2.4. Special forms of customer due diligence agtis and measures
Article 27

(1) Apart from the general customer due diligenct#oas and measures applied in accordance
with the provisions of Article 8, paragraph 1 oisthaw, the following special forms of customer due
diligence shall be applied in the circumstancesi§ipd in this Law:

1) enhanced due diligence actions and measures;
2) simplified due diligence actions and measures;

2.2.4.1. Enhanced customer due diligence actionschmeasures

General provision
Article 28

(1) Enhanced customer due diligence actions andgunes, besides the actions and measures
laid down in Article 8, paragraph 1 of this Lawallalso include additional actions and measures la
down in this Law and shall be applied by the obligothe following circumstances:

1) when establishing a loro correspondent relatignsvith a bank or a similar institution
having its seat in a foreign country which is rietdd as complying with the international standards
against money laundering and terrorism financirag éne at the level of European Union standards or
higher. This list shall be established by the Mii@i, at the proposal of the APML and based on the
data held by international organisations;

2) when establishing a business relationship owicay out a transaction referred to in Article
9, paragraph 1, item 2 of this Law with a customko is a foreign official;

3) when the customer is not physically presenthatitientification and verification of the
identity.

(2) In addition to the cases specified in paragraptf this Article, the obligor shall apply
enhanced customer due diligence actions and mesalsudedown in Article 29 to 31 of this Law also
in circumstances when, in accordance with the piong of Article 7 of this Law, it assesses that du
to the nature of the business relationship, forrmanner of execution of a transaction, customer’'s
business profile or other circumstances relatesl dostomer there exist or there may exist a higél le
of money laundering or terrorism financing risk.

Loro correspondent relationship with banks and othe similar institutions from foreign
countries
Article 29

(1) When establishing a loro correspondent relatigm with a bank or any other similar
institution having its seat in a foreign countryighis not on the list of countries that apply the
international standards against money launderimgtamorism financing at the European Union level
or higher, the obligor shall also obtain, aparnfrthe actions and measures laid down in Article 8,
paragraph 1 of this Law, the following data, infation and/or documentation:

1) date of issue and period of validity of the bagkicence as well as the hame and seat of
the competent body of the foreign country whicluégkthe licence;

2) description of internal procedures concerning titevention and detection of money
laundering and terrorism financing, and particyldhle procedures regarding customer due diligence,
sending of data on suspicious transactions andoperto the competent bodies, record keeping,
internal control, and other procedures adoptechbybiink or any other similar institution in relatim
the prevention and detection of money launderirjtarrorism financing;

3) description of the system for the prevention aledection of money laundering and
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terrorism financing in the country of the seatdsdted, or where the bank or other similar insatut
has been registered,

4) a written statement of the responsible persanbank stating that the bank or other similar
institution does not operate as a shell bank;

5) a written statement of the responsible persoa lank stating that a bank or a similar
institution does not have any business relatiorssaiq or transactions with a shell bank;

6) a written statement of the responsible persanbank stating that the bank or other similar
institution in the state of seat or in the stateegfistration is under supervision of the compesgtate
body and that it is required to apply the reguladiof such state concerning the prevention and
detection of money laundering and terrorism finaggi

(2) The employed person in the obligor who is resjde for establishing the loro
correspondent relationship referred to in paragrapbf this Article and for the related enhanced
customer due diligence actions and measures shtding before establishing such relationship, a
written authorization by the responsible personhim obligor, whereas if such relationship has been
established, it may not be continued without atemitauthorization by a responsible person in an
obligor.

(3) The obligor shall obtain the data referredrtqaragraph 1 of this Article by inspecting
public or other accessible registers, or by inspgctthe identity documents and business
documentation submitted to the obligor by a banisiarilar institution with the seat in a foreign
country.

(4) The obligor shall not establish or continueIcorrespondent relationship with a bank or
similar institution whose seat is located in a fgmecountry in the following cases:

1) if it has not previously obtained the data nefdrto in paragraph 1, item 1 and items 3 to 5
of this Article;

2) if the employed person in the obligor who isp@ssible for establishing a loro
correspondent relationship has not previously akthia written authorization of the responsible
person in the obligor;

3) if a bank or any other similar institution witthe seat located in a foreign country has not
established a system for the prevention and detecti money laundering and terrorism financing or
is not required to apply the regulations in theaaoé prevention and detection of money laundering
and terrorism financing in accordance with the tagons of the foreign country in which it has its
seat, or where it is registered;

4) if a bank or any other similar institution witls seat located in a foreign country operates
as a shell bank, or if it establishes corresponderdther business relationships, or if it carres
transactions with shell banks.

Foreign official
Article 30

(1) The obligor shall establish a procedure foredatning whether a customer or beneficial
owner of a customer is a foreign official. Suchgadure shall be laid down in an internal documént o
the obligor, in line with the guidelines adoptedthg body referred to in Article 82 of this Law ths
competent for the supervision of the implementatibthis Law with the obligor.

(2) If a customer or beneficial owner of a custoisex foreign official, the obligor shall, apart
from the actions and measures referred to in Ariclparagraph 1 of this Law:

1) obtain data on the origin of property which iswhich will be the subject matter of the
business relationship or transaction from the damis and other documentation which shall be
submitted by the customer. If it is not possibl®ltain such data as described, the obligor shidio
a written statement on its origin directly frggn thestomer;



2) ensure that the employee in the obligor whoiesrout the procedure for establishing a
business relationship with a foreign official shdlefore establishing such relationship, obtain a
written consent of the responsible person;

3) monitor with special care transactions and othesiness activities of a foreign official for
the period of duration of the business relationship

If the obligor establishes that a customer or &heial owner of a customer became a foreign
official during the business relationship it shegdply the actions and measures referred to in pphg
2, items 1 and 3 of this Article, whereas for tlattuation of a the business relationship withhsuc
person a written consent of the responsible peskatl be obtained.

Identification and verification of identity without the customer’s physical presence
Article 31

(1) If, in the course of identification and verdiiton of identity, a customer is not physically
present in the obligor, the obligor shall, apaonirthe actions and measures referred to in Ar8cle
paragraph 1 of this Law, apply one or more of tiiloiving additional measures:

1) obtaining additional documents, data, or infararabased on which it shall identify a
customer;

2) conducting additional inspection of submittedritity documents or additional verification
of customer data;

3) ensuring that, before the execution of othetauer transactions in the obligor, the first
payment shall be carried out from an account opéryethe customer in its own name or which the
customer holds with a bank or a similar institutioraccordance with Article 13, paragraphs 1 and 2
of this Law;

4) other measures laid down by the body referred fxticle 82 of this Law.

2.2.4.2. Simplified customer due diligence actiorend measures

General provisions
Article 32

(1) The obligor may apply simplified customer dukgence measures in the circumstances
referred to in Article 9, paragraph 1, items 1 &ndf this Law, except where there are reasons for
suspicion of money laundering or terrorism finagcimith respect to a customer or transaction, if a
customer is:

1) The obligor referred to in Article 4, paragraphitems 1 to 8 of this Law, except for
insurance brokers and insurance agents;

2) Person from Article 4, paragraph 1, items 1 w@f &is Law, except for insurance brokers
and agents from a foreign country on the list afirddes that apply international standards against
money laundering and terrorism financing at theogaan Union level or higher;

3) A State body, body of an autonomous provinceaay of a local self-government unit, a
public agency, public service, public fund, puldtistitute or chamber;

4) A company whose issued securities are includeshiorganized securities market located
in the Republic of Serbia or in the state where ititernational standards applied regarding the
submission of reports and delivery of data to mpetent regulatory body are at the European Union
level or higher.

5) A person representing a low risk of money lauimdgor terrorism financing as established
in a regulation adopted on the basis of Articlpatagraph 3 of this Law.

(2) Notwithstanding the provisions laid down in iak¢ 8 of this Law, an auditing company or
licensed auditor, when establishing a busig&ess tioakhip regarding the obligatory auditing of



the annual financial statements of a legal persay, apply simplified customer due diligence actions
and measures, unless there are reasons for suspiciooney laundering or terrorism financing with
respect to a customer or the auditing circumstances

Customer data obtained and verified
Article 33

(1) In cases where, based on this Law, simplifiestamer due diligence actions and measures
are applied, the obligor shall obtain the followofeta:

1) when establishing the business relationship:

- business name, address and seat of the legainpestablishing the business relationship, or
a legal person for which the business relationghiyeing established;

- personal name of a legal representative, prokatder, or empowered representative, who
establishes the business relationship for a legra@om;

- purpose and intended nature of the businessamrhiip and the date of the establishment of
the business relationship;

2) when carrying out a transaction referred to iticke 9, paragraph 1, item 2 of this Law:

- business name, address and seat of the legalnpenswhich the transaction is being carried
out;

- personal name of a legal representative, probalder or empowered representative, who
carries out the transaction for a legal person;

- date and time of the transaction;

- transaction amount and currency and the mannexexfution of the transaction;

- purpose of the transaction, personal name anderese, or business name and seat of the
person to whom the transaction is intended.

(2) The obligor shall obtain the data referrednt@aragraph 1 of this Article by inspecting the
original or certified copy of the documentationfrcan official public register submitted by the
customer, or by inspecting the official public i=tgr directly.

(3) If it is not possible to obtain the data in thanner specified in paragraph 2 of this Article,
the missing data shall be obtained from the origovacertified copies of documents and other
business documentation submitted by the custorhtire Idata cannot be so obtained, the obligor shall
obtain a written statement directly from a représtve, procura holder or empowered representative.

(4) The documentation referred to in paragraphsi@ & of this Article shall be issued no
earlier than three months before the date of itersssion to the obligor.

2.2.5 Restriction of business transactions with customer

Prohibition of provision of services allowing for @ncealment of the customer’s identity
Article 34

(1) The obligor shall not open or maintain anonymaacounts for customers, or issue coded
or bearer savings books, or provide any other sesvihat directly or indirectly allow for conceain
the customer identity.

Prohibition of business transactions with shell baks
Article 35

(1) The obligor may not enter into or continue arespondent relationship with a bank which
operates or which may operate as a shell ggnk, itr &ny other similar institution which can



reasonably be assumed that it may allow a shek tmnse its accounts.

Restriction of cash transactions
Article 36

(1) A person selling goods or providing a servicethie Republic of Serbia may not accept
cash payments from a customer or third party inaim®unt greater than EUR 15,000 in its RSD
equivalent.

(2) The restriction laid down in paragraph 1 stz$lo apply if the payment of goods or a
service is carried out in more than one connectst dransactions which in total exceed the RSD
equivalent of EUR 15,000.

2.3 Sending information, data, and documenti@n to the APML

Reporting obligation and deadlines
Article 37

(1) The obligor shall furnish the APML with the dagid down in Article 81, paragraph 1,
items 1 to 4 and 8 to 11 of this Law in case of eagh transaction amounting to the RSD equivalent
of EUR 15,000 or more, immediately after such taatisn has been carried out and no later than
three business days following the transaction.

(2) The obligor shall furnish the APML with the ddtid down in Article 81, paragraph 1 of
this Law whenever there are reasons for suspicfamaney laundering or terrorism financing with
respect to a transaction or customer, before #dres#iction, and shall indicate, in the report, et
when the transaction is to be carried out. In @ adsurgency, such report may be delivered also by
telephone, in which case it shall subsequentlydrg ® the APML in writing, but no later than the
next business day.

(3) The reporting obligation for transactions referto in paragraph 2 of this Article shall also
apply to a planned transaction, irrespective oftivaeor not it has been carried out.

(4) An auditing company, licensed auditor or a leganatural person providing accounting or
tax services shall, whenever a customer seeks edoacerning money laundering or terrorism
financing, inform the APML promptly, and no latdrah three days following the day when the
customer requested such advice.

(5) If, in cases referred to in paragraphs 2 araf this Article, the obligor is unable act in
accordance with paragraph 2 of this Article, eitHee to the nature of a transaction, or because a
transaction has not been carried out, or for amgrojustified reason, it shall send the data to the
APML as soon as possible but not later than imnmelyisafter it has learned of the reasons for
suspicion of money laundering or terrorism finagciifhe obligor shall make a written statement of
the reasons why it did not act as prescribed.

(6) The obligor shall send the data referred tgamagraphs 1 to 4 of this Article in a
procedure prescribed by the Minister.

(7) The Minister shall lay down the conditions undsich the obligor shall not be required to
report cash transactions referred to in paragraphtis Article.

2.4. Application of actions and measures in obligés branches and majority-owned
subsidiaries located in foreign countries
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Obligation to apply actions and measures in foreig countries
Article 38

(1) The obligor shall ensure that the actions aedsures for the prevention and detection of
money laundering and terrorism financing laid ddawithis Law are applied to the same extent in its
branches and majority-owned subsidiaries having #eat located in a foreign country, unless this i
explicitly contrary to the regulations of such ctryn

(2) If the regulations of a foreign country do nmérmit the application of actions and
measures for the prevention and detection of mdagydering or terrorism financing to the extent
laid down in this Law, the obligor shall immedigtéhform the APML thereof, and adopt appropriate
measures to eliminate the risk of money laundesinigrrorism financing.

(3) The obligor shall send to its branches or nigjamwned subsidiaries in a foreign country
updated information on the procedures concerniegptievention and detection of money laundering
and terrorism financing, and particularly conceghoustomer due diligence, reporting to the APM,
record keeping, internal control, and other circiamses related to the prevention and detection of
money laundering or terrorism financing.

2.5. Compliance officer, training and internal contol
2.5.1. Compliance officer

Appointment of the compliance officer and his deput
Article 39

(1) The obligor shall appoint a compliance offiegrd his deputy to carry out certain actions
and measures for the prevention and detection afesndaundering and terrorism financing, in
accordance with this Law and regulations enacteédan this Law.

(2) The obligor having less than four employeedl sta be obliged to appoint a compliance
officer and perform the internal control under thisw.

Requirements to be met by a compliance officer
Article 40

(1) The obligor shall ensure that the tasks ofcthpliance officer referred to in Article 39 of
this Law shall be carried out by a person who shall

1) be employed in the obligor in a position withwas allowing for an effective, efficient and
quality performance of all tasks laid down in thésw;

2) not be sentenced by a final court decisionecorded in the expunged sentences records,
or subject to any criminal proceedings for crimioiences prosecuted ex officio or criminal offemce
against economy, against official duty, or crimiotiences of terrorism financing.

3) be professionally qualified for the tasks ofyengtion and detection of money laundering
and terrorism financing;

4) be familiar with the nature of the obligor bwess in the areas vulnerable to money
laundering or terrorism financing.

(2) Deputy compliance officer shall meet the saeguirements as the person referred to in
paragraph 1 of this Article.
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Responsibilities of the compliance officer
Article 41

(1) The compliance officer shall carry out the doling tasks in preventing and detecting
money laundering and terrorism financing:

1) ensures that a system for the prevention anectien of money laundering and terrorism
financing is established, functioning and furtheveloped, and initiates and recommends to the
management appropriate measures for its improvement

2) ensures an appropriate and timely delivery td ¢iathe APML under this Law;

3) participates in the development of internal doents;

4) participates in the development of internal ocolrguidelines;

5) participates in the setting up and developmétteIT support;

6) participates in the development of professioedlcation, training and improvement
programmes for employees in the obligor;

(2) Deputy compliance officer shall replace the ptiamce officer in his absence and shall
perform other tasks in accordance with the interegllations of the obligor.

(3) The compliance officer shall be independentdrrying out his tasks and shall be directly
responsible to the top management.

Responsibilities of the obligor
Article 42

(1) The obligor shall provide the compliance offiedth the following:

1) unrestricted access to data, information, araich@ntation required to perform his tasks;

2) appropriate human, material, IT, and other wedources;

3) adequate office space and technical conditionsah appropriate level of protection of
confidential data accessible to the complianceseffi

4) ongoing professional training;

5) replacement during absence;

6) protection with respect to disclosure of datawthim to unauthorised persons, as well as
protection of other procedures which may affectiaimterrupted performance of his duties;

(2) Internal organizational units, including theglmst management in the obligor, shall
provide assistance and support to the compliarfigeoin the carrying-out of his tasks, as welltas
advise him regularly about facts which are, or Whitay be, linked to money laundering or terrorism
financing. The obligor shall set out a cooperatioocedure between the compliance officer and other
organizational units.

(3) The obligor shall send to the APML the dataamning the name and position of the
compliance officer and his deputy, including anpmges of such data, no later than 15 days from the
date of the appointment.

2.5.2. Education, training and improvement

Regular training obligation
Article 43

(1) The obligor shall provide for a regular professl education, training and improvement
of employees carrying out the tasks of preventind detection of money laundering and terrorism

financing.
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(2) Professional education, training and improveimgmall include familiarizing with the
provisions of the Law, regulations drafted basedhenLaw, and internal documents, reference books
on the prevention and detection of money laundeaingd terrorism financing, including the list of
indicators for identifying customers and transaddidn relation to which there are reasons for
suspicion of money laundering or terrorism finaxggcin

(3) The obligor shall develop annual professiondlication, training and improvement
programmes for the employees in the area of prewergnd detection of money laundering and
terrorism financing, no later than until March tbe current year.

2.5.3 Internal control

Obligation of regular internal controls
Article 44

(1) The obligor shall provide for a regular intdrrc@ntrol of execution of tasks for the
prevention and detection of money laundering anatism financing.

2.5.4 By-laws for the execution of certain obligotasks

Methodology for execution of tasks in the obligor
Article 45

(1) The Minister shall, at APML's proposal, specthe procedure for executing internal
controls, data keeping and protection, record keppmnd professional education, training and
improvement of employees in the obligor and lawymder this Law.

Il ACTIONS AND MEASURES TAKEN BY LAWYERS

Actions and measures taken by lawyers
Article 46

(1) Lawyers shall apply actions and measures fergrevention and detection of money
laundering and terrorism financing in the followicagses:

1) when assisting in planning or execution of teaisns for a customer concerning:

- buying or selling of real estate or a company,

- managing of customer assets;

- opening or disposing of an account with a baradakh savings or securities accounts);

- collection of contributions necessary for the ati@n, operation or management of
companies;

- creation, operation or management of a persoeruiodeign law.

2) when carrying out, on behalf of or for a custonaay financial or real estate transaction.

Customer due diligence
Article 47

(1) When identifying and verifying the identity afcustomer in the event referred to in Article
9, paragraph 1, item 1 of this Law, the lawyer kbbiain the data referred to in Article 81, paegr
3, items 1 to 5 and 10 of this Law.

(2) When identifying and verifying trglg identity af customer in the event referred to in



Article 9, paragraph 1, item 2 of this Law, the yaw shall obtain the data referred to in Article 81
paragraphs 3, items 1 to 3 and items 6 to 9 ofLifwe.

(3) When identifying and verifying the identity afcustomer in the event referred to in Article
9, paragraph 1, items 3 and 4 of this Law, the Ewshall obtain the data referred to in Article 81,
paragraph 3 of this Law.

(4) The obligor shall identify and verify the idéptof a customer or its representative,
procura holder or empowered representative androtita data referred to in Article 81, paragraph 3,
items 1 to 2 of this Law by inspecting a persodahtity document of such persons in their presence,
or the original or certified copy of the documeittatfrom an official public register, which shak b
issued no earlier than three months before its @diom to the lawyer, or by directly accessing an
official public register.

(5) The lawyer shall identify and verify the iddgptof a beneficial owner of a customer that is
a legal person or person under foreign law, or aiiner legal arrangement, by obtaining the data
referred to in Article 81, paragraph 3, item 3 bistLaw, by means of inspecting the original or
certified copy of the documentation from an offigrblic register which shall be issued no earlier
than three months before its submission to the éawy it is not possible to obtain the requiredada
from such sources, the data shall be obtaineddpetting the original or certified copy of a docunine
or other business documentation submitted by aeseptative, procura holder or empowered
representative of the legal person.

(6) The lawyer shall obtain other data referrednt@rticle 81, paragraph 3 of this Law by
inspecting the original or certified copy of anntiey document or other business documentation.

(7) The lawyer shall obtain a written statementrfriie customer concerning any missing data,
other than the data referred to in Article 81, gesiph 3, items 11 to 13.

Reporting to the APML on persons and transactionsvith respect to which there are reasons for
suspicion of money laundering or terrorism financirg
Article 48

(1) If the lawyer, when carrying out tasks refertedin Article 46 of this Law, establishes that
there are reasons for suspicion of money laundesingerrorism financing regarding a person or
transaction, he shall inform the APML accordingbgfore the carrying out of the transaction, and
indicate in the report the time when the transacsbould be executed. In a case of urgency, such
report may be delivered also by telephone, in whi$e it shall consequently be sent to the APML in
writing, but no later than the next business day.

(2) The reporting obligation referred to in paraaral of this Article shall also apply to a
planned transaction, irrespective of whether orthetransaction was later carried out.

(3) If the lawyer is unable act in accordance vpénagraph 1 and 2 of this Article, either due
to the nature of a transaction, or because a ttioeahas not been carried out, or for any other
justified reasons, he shall send the data to tHdlARs soon as possible but no later than immediatel
after he has learned of the reasons for suspiciamamey laundering or terrorism financing. The
lawyer shall make a written statement explainirggrgasons why he did not act as prescribed.

(4) Where a customer requests advice from the lawpacerning money laundering or
terrorism financing, the lawyer shall report itthee APML promptly and no later than three daysrafte
the day when the customer requested the advice.

(5) The lawyer shall send the data referred to fitick 81, paragraph 3 of this Law to the
APML in the manner set out by the Minister.



Exemptions
Article 49

(1) The lawyer shall not be required to act as khidvn in the provisions of Article 48,
paragraph 1 and 2 of this Law, in relation to aayadwhich he obtains from a customer or about a
customer when ascertaining its legal position oemvinepresenting it in court proceedings, or in
relation to court proceedings, including any advicevided concerning the initiation or evasion of
such proceedings, irrespective of whether suchltetebeen obtained before, during, or after thetcou
proceedings.

(2) Under the conditions specified in paragraphfilthis Article the lawyer shall not be
obliged to send data, information or documentatibthe APML request referred to in Article 54 of
this Law. In this case he shall send a written refaothe APML stating the reasons why he did rabdt a
according to the APML request, without delay andlater than within 15 days from the date of
receipt of such request.

(3) The lawyer shall not be obliged to send the det cash transactions referred to in Article
37, paragraph 1 of this Law to the APML, unlesgétare reasons for suspicion of money laundering
or terrorism financing with respect to a persotransaction.

IV INDICATORS TO RECOGNIZE REASONS FOR SUSPICION

Obligation to develop and apply a list of indicatos
Article 50

(1) The obligor and lawyer shall develop a list inflicators to recognize persons and
transactions with respect to which there are rea$onsuspicion of money laundering or terrorism
financing.

(2) When developing the list referred to in paradra of this Article, the obligor and lawyer
shall take into account the complexity and extehtewecuted transactions, unusual transaction
execution patterns, value of or links between watiens which have no justifiable purpose in
economic or legal terms, or transactions whichiacensistent or disproportionate to a normal, or
expected, business operations of the customergelsaw other circumstances linked to the status or
any other characteristics of the customer.

(3) When determining whether there are reasonss@@picion of money laundering and
terrorism financing and other related circumstantles obligor and lawyer shall apply the list of
indicators referred to in paragraph 1 of this Adic

(4) The Minister may specify a requirement to ini@wertain indicators to the list referred to
in paragraph 1 of this Article.

Cooperation in the development of a list of indicairs
Article 51

(1) Bodies referred to in Article 82 of this Lawatihtake part in the development of a list of
indicators.

(2) Other persons may participate in the developraga list of indicators if requested.
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V ADMINISTRATION FOR THE PREVENTION OF MONEY LAUNDE RING
5.1. General provisions
Article 52

(1) The Administration for the Prevention of Monkegundering shall be established as an
administrative body within the ministry competeot finance.

(2) The APML shall collect, process, analyze anskeliminate to the competent bodies the
information, data and documentation obtained akdaivn in this Law and shall carry out other tasks
relating to the prevention and detection of moreyntlering and terrorism financing in accordance
with the Law.

5.2. Detection of money laundering and terrorism fiancing

Requesting data from the obligor
Article 53

(1) If the APML assesses that there are reasorsigpect money laundering or terrorism
financing in certain transactions or persons, iy meguest the following from the obligor:

1) data from the customer and transaction recoegs Ry the obligor based on Article 81,
paragraph 1 of this Law;

2) data about money and property of a customérdrobligor;

3) data about transactions of money and propersgyafstomer in the obligor;

4) data about other business relations of a custestablished in the obligor;

5) other data and information needed in order ttealeand prove money laundering or
terrorism financing.

(2) The APML may also request from the obligor dated information referred to in
paragraph 1 of this Article concerning the perdtas have participated or cooperated in transastion
or business activities of a person with respectvhich there are reasons for suspicion of money
laundering or terrorism financing.

(3) In the cases referred to in paragraphs 1 aofitis Article, the obligor shall send all the
required documentation to the APML at its request.

(4) The obligor shall send the data, informatiod documentation referred to in this Article
to the APML without delay, and no later than eighaiys from the date of receipt of the request, or
provide the APML with a direct electronic accessuch data, information or documentation, without
any fees. The APML may also set in its requestateh deadline for sending data, information and
documentation if that is necessary in order todkcdn a temporary suspension of a transaction or in
other urgent cases.

(5) The APML may, due to an extensive size of doentation or for any other justified
reasons, set a longer period for sending the doctaten, or inspect the documentation at the obligo
The employee of the APML inspecting such documentashall identify himself using an official
identity card and official badge containing thentiécation number.

Requesting data from the lawyer
Article 54

(1) If the APML assesses that there are reasonsuipicion of money laundering or terrorism
financing in relation to certain transactions orrspas, it may request from the lawyer data,
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information and documentation required for detectamd proving money laundering and terrorism
financing.

(2) The APML may also request from the lawyer datd information referred to in paragraph
1 of this Article concerning the persons that hpadicipated or cooperated in transactions or kassin
activities of a person with respect to which thare reasons for suspicion of money laundering or
terrorism financing.

(3) The lawyer shall send the data, information dndumentation to the APML within the
deadlines specified in Article 53, paragraphs 4 auod this Law.

Requesting data from the competent State bodies armiblic authority holders
Article 55

(1) In order to assess whether there are reasossi$picion of money laundering or terrorism
financing in relation to certain transactions onta@ persons, the APML may request data,
information and documentation required to detect prove money laundering or terrorism financing
from the State bodies, organizations and legalopesrentrusted with public authorities.

(2) The APML may request from the bodies and ormgtions referred to in paragraph 1 of
this Article to send data, information, and docutagon required to detect and prove money
laundering and terrorism financing in relation tergons that have participated or cooperated in
transactions or business operations of personelation to which there are reasons for suspicion of
money laundering or terrorism financing.

(3) The bodies and organizations referred to img@ph 1 of this Article shall send the
requested data to the APML in writing, within eighdys from the date of receipt of the request or
provide to the APML a direct electronic accesshdata and information, without fees.

(4) In urgent cases, the APML may request the ttatze sent within a time shorter than the
time referred to in paragraph 3 of this Article.

Temporary suspension of transaction
Article 56

(1) The APML may issue a written order to the obtidor a temporary suspension of a
transaction if it assesses that there are reasorgiblunds for suspicion of money laundering or
terrorism financing with respect to a transactionperson carrying out the transaction, of which it
shall inform the competent bodies in order to taleasures within their competence.

(2) APML director or a person he authorises may,uigent cases, issue an oral order
temporarily suspending a transaction, which shellcbnfirmed in writing no later than the next
business day.

(3) A temporary suspension of transaction purstapiaragraphs 1 and 2 of this Article may
last for a maximum of 72 hours following the momehthe temporary suspension of transaction. If
the time limit referred to in this paragraph occdusing non-working days, the APML may issue an
order to extend such time limit for additional 4&8us.

(4) During the course of the temporary suspensiotramsaction the obligor shall abide by
APML orders concerning such transaction or perkahdarries out such transaction.

(5) The competent bodies referred to in paragragth this Article shall undertake without
delay the measures within their competence of wthiely shall inform the APML promptly.
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(6) If the APML establishes within the time refatr® in paragraph 3 of this Article that there
are no reasonable grounds to suspect money laagderiterrorism financing, it shall inform the
obligor that it may carry out the transaction.

(7) If the APML does not inform the obligor on thesults of its actions, within the time
referred to in paragraph 3 of this Article, theigbt shall be considered to have the permission to
execute the transaction.

(8) The obligor may temporarily suspend a transacfor a maximum of 72 hours if it has
reasonable grounds to suspect money launderingrosrism financing in a transaction or person
which carries out the transaction or for which thensaction is being carried out, and if that is
required for a timely execution of obligations ladwn in this Law.

Monitoring of customer financial transactions
Article 57

(1) If the APML assesses that there are reasonsuipicion of money laundering or terrorism
financing with respect to certain transactions enrspns, it may issue a written order to the obligor
monitor all transactions and business operatiorssicfi persons carried out in the obligor.

(2) The APML may issue the order referred to inagaaph 1 of this Article in relation to
persons that have participated or cooperated msactions or business activities of a person with
respect to which there are reasons for suspicionasfey laundering or terrorism financing.

(3) The obligor shall inform the APML each transactor business operation within the
deadlines specified in the order referred to irageaph 1 of this Article.

(4) Unless otherwise provided in the order, theigal shall report each transaction or
business operation to the APML before the executifoifne transaction or business operation, as well
as indicate the time when the transaction or bssiiseto be carried out.

(5) If the obligor, either due to the nature ofansaction or business or for any other justified
reasons, cannot act as laid down in paragraph thisfArticle, it shall inform the APML of the
transaction or business immediately after theircetien but no later than the next business day. The
obligor shall state the reasons in the report aghp it did not act as laid down in paragraph 4hi$
Article.

(6) The measure referred to in paragraph 1 ofAhiiele shall last for three months from the
day when the order was issued. This measure maxteaded by one month for a maximum of six
months from the date when the order was issued.

The initiative to commence procedure in the APML
Article 58

(1) If there are reasons for suspicion of monewnd&auning or terrorism financing in relation to
certain transactions or persons, the APML mayadtetia procedure to collect data, information and
documentation as provided for in this Law, as vaslicarry out other actions and measures within its
competence also upon a written and grounded in#idity a court, public prosecutor, police, Security
Information Agency, Military Intelligence Agency, iMary Security Agency, Tax Administration,
Customs Administration, National Bank of SerbiaciB#ies Commission, Privatization Agency,
competent inspectorates and State bodies comgetesiate auditing and fight against corruption.

(2) The APML shall refuse to initiate the procedir@sed on the initiative referred to in
paragraph 1 of this Article if it does not contaiasons for suspicion of money laundering or
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terrorism financing, as well as in circumstancegmvht is obvious that such reasons for suspicion do
not exist.

(3) In the event referred to in paragraph 2 of thiscle, the APML shall inform the initiator
in writing of the reasons why it did not commengaracedure based on such initiative.

Dissemination of data to competent bodies
Article 59

(1) If the APML assesses, based on the obtainea d#brmation and documentation, that
there are reasons for suspicion of money laundexirtgrrorism financing in relation to a transantio
or person, it shall inform the competent State ésdhereof in writing, in order that they may
undertake measures within their competence, ardltbem the obtained documentation.

Feedback
Article 60

(1) The APML shall inform the obligor, lawyer anget State body referred to in Article 58,
paragraph 1 of this Law, that reported to the AP&Mperson or transaction with respect to which there
are reasons for suspicion of money laundering moriem financing, of the results brought about by
their reporting.

(2) The reporting referred to in paragraph 1 of thiticle shall apply to:

1) data on the number of the sent reports on tcéinsas or persons in relation to which there
are reasons for suspicion of money launderingroorism financing;

2) results brought about by such reporting;

3) information held by APML on money laundering aedrorism financing techniques and
trends in the area;

4) description of cases from the practice of thé#Rand other competent state bodies.

5.3. International cooperation

Requesting data from foreign countries
Article 61

(1) The APML may request data, information and doentation required for the prevention
and detection of money laundering or terrorism rfgsiag from the competent bodies of foreign
countries.

(2) The APML may use the data, information and doentation, obtained based on
paragraph 1 of this Article, only for the purposesout in this Law.

(3) The APML may not disseminate the data, inforamand documentation obtained based
on paragraph 1 of this Article to other State bsdigthout a prior consent of the State body of the
foreign country that is competent for the prevemi@md detection of money laundering and terrorism
financing, which has sent this data to the APML.

(4) The APML may not use the data, information almtumentation, obtained based on

paragraph 1 of this Article, in contravention t@ tbonditions and restrictions imposed by the State
body of the foreign country that has sent such ttatae APML.
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Dissemination of data to the competent State bodied foreign countries
Article 62

(1) The APML may send data, information and docu@t@m regarding transactions or
persons with respect to which there are reasonssidigpicion of money laundering or terrorism
financing to State bodies of foreign countries cetept for the prevention and detection of money
laundering and terrorism financing at their writeemd grounded request or on its own initiative,arnd
the condition of reciprocity.

(2) The APML may refuse to respond to the requefstrred to in paragraph 1 of this Article if
it assesses, based on the facts and circumstgpeeified in the request, that there are no reafons
suspicion of money laundering or terrorism finagcor if the sending of such data would jeopardize
or may jeopardize the course of criminal proceeslinghe Republic of Serbia.

(3) The APML shall inform in writing the State body the foreign country that requested
data, information or documentation of the refudathe request, and shall indicate in the notifati
the reasons why it refused the request.

(4) The APML may set conditions and restrictionslemwhich a body of a foreign country
may use the data, information and documentaticerned to in paragraph 1 of this Article.

Temporary suspension of a transaction at the requésf the competent body of a foreign country
Article 63

(1) The APML may issue a written order temporardyspending the execution of a
transaction, under the conditions laid down in thésv and under conditions of reciprocity, for a
maximum of 72 hours and on the basis of a writteth grounded request of a State body of a foreign
country competent for the prevention and deteatiomoney laundering and terrorism financing.

(2) The provisions of Article 56 of this Law shalpply as appropriate to the temporary
suspension of execution of transaction referrad fraragraph 1 of this Article.

(3) The APML may refuse to carry out the requestrred to in paragraph 1 of this Article if
it assesses, on the basis of facts and circum&tastated in the request, that there are no redsons
suspicion of money laundering or terrorism finaggirof which it shall inform in writing the
competent requesting body of the foreign countatireg the reasons for the refusal.

Requesting a temporary suspension of a transactidnom the competent body of a foreign
country

Article 64

(1) The APML may request from the body of a forempuntry that is competent for the
prevention and detection of money laundering andtism financing to order a temporary suspension
of a transaction if there are reasonable groundss@spicion of money laundering or terrorism
financing in relation to a transaction or person.

5.4. Prevention of money laundering and terrorismihancing

Prevention of money laundering and terrorism finaning
Article 65

(1) The APML shall undertake the following taskglive prevention of money laundering and

terrorism financing:
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1) conduct the supervision of the implementationtted provisions of this Law and take
actions and measures within its competence in dodeamove observed irregularities;

2) submit recommendations to the Minister for anegdhis Law and other regulations
governing the prevention and detection of monepdauing and terrorism financing;

3) take part in the development of the list of @adors for the identification of transactions
and persons with respect to which there are reawrsuspicion of money laundering or terrorism
financing;

4) make drafts and give opinions on the applicatibthis Law and regulations adopted based
on this Law;

5) make drafts and issue recommendations for aowmifapplication of this Law and
regulations made under this Law in the obligor Ewdyer;

6) develop plans and implement training of APMLma@oyees and cooperates in matters of
professional education, training and improvemergroployees in the obligor and lawyer in relation to
the implementation of regulations in the area & finevention of money laundering and terrorism
financing;

7) initiate procedures to conclude cooperation egents with the State bodies, competent
bodies of foreign countries and international orgations;

8) participate in international cooperation in #rea of detection and prevention of money
laundering and terrorism financing;

9) publish statistical data in relation to moneyndering and terrorism financing;

10) provide information to the public on the moneyndering and terrorism financing
manifestations;

11) perform other tasks in accordance with the law.

5.5. Other responsibilities

Work reports
Article 66

(1) The APML shall submit a work report to the Gowaent, no later than until 31 March of
the current year for the previous year.

VI CONTROL OF THE CROSS-BORDER TRANSPORTATION OF BE ARER
NEGOTIABLE INSTRUMENTS

Declaring bearer negotiable instruments
Article 67

(1) Any natural person crossing the state borderyicey bearer negotiable instruments
amounting to EUR 10,000 or more either in RSD oeiffn currency, shall declare it to the competent
customs body.

(2) The declaration referred to in paragraph 1hif Article shall contain the data referred to
in Article 81, paragraph 5 of this Article.

(3) The Minister shall prescribe the form and cohtf the declaration, procedure to lodge

and fill out the declaration as well as the marnnénform natural persons crossing the state bootler
this obligation.

47



Customs control
Article 68

(1) The competent customs body, when conductingpmss control in accordance with law,
shall control the fulfilling of the requirement egfed to in Article 67 of this Law.

Reasons for suspicion of money laundering or terrésm financing
Article 69

(1) If the competent customs body establishesahadtural person is transferring, across the
state border, bearer negotiable instruments iratheunt lower than the amount referred to in Article
67, paragraph 1 of this Law, and there are reasamsuspicion of money laundering or terrorism
financing, it shall obtain the data referred td\iticle 81, paragraph 6 of this Law.

(2) The competent customs body shall temporariestne bearer negotiable instruments that
have not been declared and shall deposit thenthetaccount, kept with the National Bank of Serbia,
held by the body competent to adjudicate in minéenze proceedings. A certificate shall be issued
on any seized bearer negotiable instruments.

(3) The Foreign Currency Inspectorate shall be adm to run minor offence proceedings
for the minor offences referred to in Article 9@ragraph 2 and 3 of this Law.

VII RESPONSIBILITIES OF STATE BODIES AND OTHER LEGA L PERSONS

Competent customs bodies
Article 70

(1) The competent customs body shall send theréédared to in Article 81, paragraph 5 of
this Law to the APML regarding each declared or-denlared cross-border transportation of bearer
negotiable instruments within three days from th&edf such transfer, and where there are reasons
for suspicion of money laundering or terrorism finig it shall also state the reasons thereof.

(2) The competent customs body shall send theréétared to in Article 81, paragraph 6 of
this Law to the APML within the time set in paraghal of this Article in case of any cross-border
transportation of bearer negotiable instrumentth& amount lower than the amount referred to in
Article 67, paragraph 1 of this Article, if thereeareasons for suspicion of money laundering or
terrorism financing.

Securities market organizers and the securities Céral Register, depository and clearing
Article 71

(1) The organizer of the market, pursuant to the gaverning the securities market and the
securities Central Register, securities deposiowy clearing shall inform the APML in writing where
they establish or identify any facts, when perforgiiasks within their remit, that are or may bé&did
to money laundering or terrorism financing.

Courts, public prosecutors’ offices and other Statdodies
Article 72

(1) Courts, public prosecutors’ offices and oth&t&bodies competent to submit reports shall
regularly send to the APML, for the purposes of pdation and analysis, data and information on
proceedings concerning minor offences, economiene#s and criminal offences related to money
laundering and terrorism financing, about 4t£1e pegbers, as well as about the confiscation of



proceeds generated from a criminal offence (hefteineeferred to as: ‘proceeds’).

(2) State bodies competent to send reports shglilady send to the APML the following
data:

1) Reporting date;

2) Name, surname, date and place of birth, or thgnkbss name and seat of the reported
person;

3) Legal qualification of the offence, as well as place, time and manner of commission of
the offence;

4) Legal qualification of the predicate offence, vasll as the place, time and manner of
commission of the offence;

(3) The State Public Prosecutor's Office and otbhempetent prosecutors' offices shall
annually as well as upon request of the APML, gbedollowing data to the APML.:

1) Date of indictment;

2) Name, surname, date and place of birth, or thenkess name and seat of the indicted
person;

3) Legal qualification of the offence, as well as place, time and manner of commission of
the offence;

4) Legal qualification of the predicate offence, vasll as the place, time and manner of
commission of the offence;

(4) Courts shall annually, as well as upon requesite APML, send the following data to the
APML:

1) Name, surname, date and place of birth, or tisinkss name and seat of the person against
which the proceedings have been initiated,;

2) Legal qualification of the offence, type and amibof the seized or confiscated proceeds;

3) Type of punishment and sentence;

4) Latest court decision passed in the proceedih®e time of reporting;

5) Data on the letters rogatory received and serglation to the criminal offences referred to
in paragraph 1 of this Article or predicate offesice

6) Data on all received and sent requests for eeiauconfiscation of proceeds regardless of
the type of criminal offence.

(6) The ministry competent for judiciary shall seéndhe APML annually as well as upon its
request, data on the received and sent requesgxti@dition in relation to criminal offences refed
to in paragraph 1 of this Article.

(7) The competent State bodies that received tloenmation referred to in Article 59 of this
Law from the APML shall send the data on the messtaken and decisions made, once a year, but
no later than by the end of February of the curyear for the previous year, as well as at its estju
VIl DATA PROTECTION AND KEEPING AND RECORD KEEPING

8.1. Data protection

Prohibition of disclosure (‘no tipping off")
Article 73

(1) The obligor, lawyer and their employees, inahgdthe members of the governing,
supervisory or other managing bodies, or any offe@son having access to the data referred to in
Article 81 of this Law shall not disclose to the stamer or any other person the following:



1) that the APML was sent data, information andutdieentation on a customer or transaction
with respect to which there is suspicion of moraynidering or terrorism financing;

2) that the APML has issued, based on Articles B8 &3 of this Law, an order for a
temporary suspension of transaction;

3) that the APML has issued, based on Article 5thiff Law, an order to monitor financial
operations of the customer;

4) that proceedings against a customer or a tlarty fnave been initiated or may be initiated
in relation to money laundering or terrorism fingugc

(2) The prohibition referred to in paragraph 1hostArticle shall not apply to the situations:

1) when the data, information and documentatioraiobti and maintained by the obligor or
lawyer in accordance with this Law are require@stablish facts in criminal proceedings and if such
data is required by the competent court in accarelavith law.

2) if the data referred to in item 1 of this Ar&dks requested by the body referred to in Article
82 of this Law in the supervision of the implemeiata of the provisions of this Law;

3) if the lawyer, auditing company, licensed auditegal or natural person offering accounting
services or the services of tax advising attempligsuade a customer from illegal activities.

Secrecy of data
Article 74

(1) Data, information and documentation obtainedtlby APML under this Law shall be
considered an official secret.

(2) Dissemination of data, information and docuragah referred to in paragraph 1 of this
Article to the competent State bodies and the foré&tate bodies competent for the prevention and
detection of money laundering and terrorism finagahall not be considered infringement of official
secrecy, in accordance with this Law.

(3) The head of the APML shall make the decisiottenremoval of the classification ‘Official
secret’ referred to in paragraph 1 of this Article.

(4) Sending of data, information and documentaltipithe obligor, lawyer or their employees to
the APML shall not be considered infringement o tbligation to keep a business, banking or
professional secret.

Exemption from responsibility
Article 75

(1) The obligor, lawyer and their employees shall be held liable for any damage done to
customers or third parties unless it has been prakiat such damage was caused intentionally or
through gross negligence when, under this law,:they

1) obtain and process data, information and doctatien about customers;

2) send to the APML data, information and docuntgmmeabout their customers;

3) execute the order of the APML to temporarilyprel the execution of a transaction or to
monitor the financial transactions of a customer;

4) temporarily suspend a transaction, under theigiom of Article 56, paragraph 8 of this Law.

(2) An employee in the obligor or lawyer shall no¢ held liable, either disciplinary or
criminally, for any breach of the obligation to kethe business, banking or professional secrethgin
following circumstances:
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1) when they send data, information and documemat the APML in accordance with this
Law;

2) when they process data, information and docuatient in order to examine customers or
transactions with respect to which there are rea$onsuspicion of money laundering or terrorism
financing.

Use of data, information and documentation
Article 76

(1) The APML, other competent State body or holafgpublic authority as well as the obligor
and lawyer and their employees may use the ddtamation and documentation, obtained under this
Law, only for the purposes laid down in the law.

8.2. Keeping of data

Period for keeping the data in the obligor and lawgr
Article 77

(1) The obligor and lawyer shall keep the data dodumentation that are obtained under this
Law concerning a customer, established businesstiaeships with a customer and executed
transactions for a period of 10 years from the détermination of the business relationship, exedu
transaction, or the latest access to a safe depmsior entry into a casino.

(2) The obligor and lawyer shall keep the data @mclimentation about the compliance officer,
deputy compliance officer, professional trainingeshployees and executed internal controls for a
period of at least five years from the date of ifeation of the duty of the compliance officer,
implemented professional training or conductedrirdecontrol.

Period for keeping data in the competent customs loly
Article 78

(1) The competent customs body shall keep thealatined in accordance with this Law for a
period of at least 10 years from the date at whialas obtained.

Period for keeping data in the APML
Article 79

(1) The APML shall keep the data from the recotasaintains under this Law for a period of at
least 10 years from the date at which it was okthin
7.3 Records

Record keeping
Article 80

(1) The obligor shall keep the following recorddata:

1) Concerning the customers, as well as busindaBoreships and transactions referred to in
Article 9 of this Law;

2) That was sent to the APML pursuant to Articleo3this Law.

(2) The lawyer shall keep the following recordsiata:

51



1) Concerning the customers, as well as businéaBoreships and transactions referred to in
Article 9 of this Law;
2) That was sent to the APML in pursuant to Artid8of this Law.

(3) The competent customs body shall keep recands o

1) The declared and non-declared cross-borderpoatagion of bearer negotiable instruments
amounting to EUR 10,000 or more in RSD or foreigrrency;

2) Cross-border transportation or an attempt adschmrder transportation of bearer negotiable
instruments in the amount lower than EUR 10,00B8D or in foreign currency if there are reasons
for suspicion of money laundering or terrorism fingg.

(4) The APML shall keep the records of:

1) Data on persons and transactions referred Asticle 37 of this Law;

2) Data on persons and transactions referred Aaticle 48 of this Law;

3) Issued orders for the temporary suspensiont@rsaction referred to in Article 56 and 63 of
this Law;

4) Issued orders for the monitoring of financiansactions of a customer referred to in Article
57 of this Law;

5) Received initiatives referred to in Article 5Btbis Law;

6) Data transferred to the competent State bodiasg¢ordance with Article 59 of this Law;

7) Data received and sent in accordance with A&gi€ll and 62 of this Law;

8) Data on minor offences, economic offences, amdiical offences referred to in Article 72 of
this Law;

9) Deficiencies, illegitimate acts or imposed measun the supervision referred to in Article 82
of this Law;

10) The reports referred to in Article 71 and 8@hi$ Law.

Content of records
Article 81

(1) Records of data on customers, business re#ltips and transactions referred to in Article
80, paragraph 1, item 1 of this Law shall contain:

1) Business name, address, seat, registry numbdrtax identification number (hereinafter
referred to as: TIN) of the legal person establigha business relationship or carrying out a
transaction, i.e. for which a business relationshigstablished or transaction executed;

2) Name and surname, date and place of birth, pégeermanent or temporary residence,
unique personal identity number (hereinafter refééio as: UPIN), of the representative, empowered
representative or procura holder who establishlessiess relationship or executes a transaction on
behalf of and for the account of a customer which fegal person or any other person under ciwil la
referred to in Article 3, paragraph 1, item 10 bistLaw, as well as the type and number of the
personal document, date and place of issue;

3) Name and surname, date and place of birth, papermanent or temporary residence and
UPIN of the natural person, his legal represengatimd empowered representative, as well as of the
entrepreneur establishing a business relationshigroying out a transaction, i.e. for whom a bass
relationship is established or transaction execussdwell as the type and number of personal
document, name of the issuer, and the date and pfassue.

4) Business name, address, seat, registry numbderlahof the entrepreneur;

5) Name and surname, date and place of birth akpf permanent or temporary residence of
a natural person entering a casino or accessiateadeposit box;

6) Purpose and intended nature of a businessameddtip, as well as information on the type of
business and business activities of a customg;;



7) Date of establishing of a business relationsh@p,date and time of entrance into a casino or
access to a safe-deposit box;

8) Date and time of transaction;

9) Amount and currency of the transaction;

10) The intended purpose of the transaction, namk surname as well as the place of
permanent residence, or the business name andfgbatintended recipient of the transaction;

11) Manner in which a transaction is executed;

12) Data and information on the origin of propestyich was the subject matter or which will
be the subject matter of a business relationshippasaction;

13) Reasons for suspicion of money laundering motism financing;

14) Name, surname, date and place of birth, ancepdé permanent or temporary residence of
the beneficial owner of a legal person or persateuifioreign law, whereas in the case referred to in
Article 3, paragraph 1, item 13, line 2 of this LaVata on the category of the person in whosedster
the person under foreign law was founded or opgrate

15) Name of the person under civil law referrechtévrticle 3, paragraph 1, item 10 of this Law,
and name and surname, date and place of birthland pf permanent or temporary residence of each
member of such person.

(2) The records of data sent to the APML in accocgawith Article 37 of this Law shall contain
the data referred to in paragraph 1 of this Article

(3) Records of data on customers, business refdtips and transactions maintained by lawyers
pursuant to Article 80, paragraph 2, item 1 of thasv shall contain:

1) Name and surname, date and place of birth, pibpermanent or temporary residence, UPIN,
type, number, place and date of issue of a persdealtity document of the natural person and
entrepreneur, or the business name, address,regetry number and TIN of the legal person and
entrepreneur to whom the lawyer provides services;

2) Name and surname, date and place of birth, giapermanent or temporary residence, UPIN,
type, number, place and date of issue of the patstmcument of the representative of the legal
person or legal representative or empowered repi@see of the physical person who establishes a
business relationship or carries out a transaatiorbehalf of and for the account of such legal or
natural person;

3) Data referred to in paragraph 1, item 14 of hiticle concerning the legal person to whom
the lawyer provides a service;

4) Purpose and intended nature of a businessaeddlip, as well as information on the type of
business activities of a customer;

5) Date of establishing a business relationship:

6) Date of transaction;

7) Amount and currency of the transaction;

8) The intended purpose of the transaction, nardesamame as well as the place of permanent
residence, or the business name and seat of #grelexd recipient of the transaction;

9) Manner in which a transaction is executed;

10) Data and information on the origin of propeslyich was the subject matter or which will
be the subject matter of a business relationshipaasaction;

11) Name and surname, date and place of birthe @apermanent or temporary residence and
UPIN of the natural person and entrepreneur, obtiness name, address and seat, registry number
and TIN of the legal person and entrepreneur vatpect to which there are reasons for suspicion of
money laundering or terrorism financing;

12) Data on the transaction with respect to whioérd are reasons for suspicion of money
laundering or terrorism financing (amount and coeseof transaction, date and time of transaction);

13) Reasons for suspicion of money laundering motism financing.

(4) The records of data sent to the APML in accocgawith Article 48 of this Law shall contain
the data referred to in paragraph 3 of this Art5iacle



5) Records of declared and non-declared cross-bardesportation of bearer negotiable
instruments amounting to EUR 10,000 or more in R&dreign currency shall contain:

1) Name and surname, place of residence, date land pf birth and citizenship of the person
transferring the instruments, as well as the passpmnber including the date and place of issue;

2) Business name, address and seat of the legadmpdre. name, surname, place of permanent
or temporary residence, date and place of birthcitiménship of the owner if such instruments @ th
person for whom the cross-border transportatidmeiag carried out, as well as the passport number,
including the date and place of issue;

3) Business name, address and seat of the legadpdre. name, surname, place of permanent
or temporary residence, date and place of birthcitimbnship of the recipient of such instruments;

4) Type of the instruments;

5) Amount and currency of the bearer negotiablgunsents transferred;

6) Origin of the bearer negotiable instrumentsgfamed;

7) Purpose for which the instruments will be used;

8) Place, date and time of the crossing of the $tatder;

9) Means of transportation used to transfer thieunsents;

10) Route (country of departure and date of departtansit country, country of destination and
date of arrival), transport company and referensalver (e.g. flight number);

11) Data on whether or not the bearer negotiatsigliments have been declared,;

6) Records on cross-border transportation of beaggotiable instruments in the amount lower
than EUR 10,000 in RSD or in foreign currency érd are reasons for suspicion of money laundering
or terrorism financing shall contain:

1) Name, surname, place of permanent residence,adhat place of birth and citizenship of the
person declaring or not declaring such instruments;

2) Business name and seat of the legal persomaree, surname, place of permanent residence
and citizenship of the owner of such instruments,ob the person for which the cross-border
transportation of such instruments is being caroiet]

3) Business name, address and seat of the legadrpdre. name, surname, place of permanent
or temporary residence, date and place of birthctiménship of the recipient of such instruments;

4) Type of the instruments;

5) Amount and currency of the bearer negotiablgunsents transferred;

6) Origin of the bearer negotiable instrumentsgfamed;

7) Purpose for which the instruments will be used;

8) Place, date and time of the crossing of the $tatder;

9) Means of transportation used to transfer thieunsents;

10) Reasons for suspicion of money laundering motism financing.

(7) The records of orders for a temporary suspensi@xecution of a transaction shall contain:

1) Business name of the obligor to which the oajmglies;

2) Date and time of issue of the order;

3) Amount and currency of the transaction whose@txen is temporarily suspended;

4) Name and surname, place of permanent or tempogardence, date and place of birth and
UPIN of the natural person requesting the transactihich has been temporarily suspended;

5) Name and surname, place of permanent or tempoeaidence, date and place of birth and
UPIN of the natural person, or the business nam@reas and seat of the legal person which is the
recipient of the instruments, or the data aboutttemunt to which such instruments are transferred;

6) Data about the State body which was informethertemporary suspension of a transaction.

(8) The records of the issued orders for the manigoof financial transactions of a customer

shall contain:
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1) Business name of the obligor to which the oajmglies;

2) Date and time of issue of the order;

3) Name and surname, place of permanent or tempogaidence, date and place of birth and
UPIN of the natural person, or the business nam@reas and seat of the legal person to which the
order applies.

9) Records on the initiatives referred to in Agi&8 of this Law shall contain:

1) Name and surname, place of permanent or tempoesidence and UPIN of the natural
person, or the business name, seat, registry nuamukeT IN of the legal person with respect to which
there are reasons for suspicion of money laundenirigrrorism financing;

2) The data on the transaction for which thereraasons for suspicion of money laundering or
terrorism financing (amount, currency and date rahs$action, or the period of the execution of
transaction);

3) Reasons for suspicion of money laundering or rotmm financing.

(10) The records of data transferred to the cormp&#ate bodies in accordance with Article 59
of this Law shall contain:

1) Name and surname, date and place of birth, pagermanent or temporary residence and
UPIN of the natural person, or the business nasat, segistry number and TIN of the legal person in
with respect to which the APML has sent the datBgrination and documentation to the competent
State body;

2) The data on the transaction for which thereraasons for suspicion of money laundering or
terrorism financing (amount, currency and date raingaction, or the time of the execution of
transaction);

3) Reasons for suspicion of money laundering ootim financing;

4) Data on the body to which the data were sent.

(11) The records of data received and sent in decme with Articles 61 and 62 of this Law
shall contain:

1) Name of the country or body to which the APMLInd® or from which it requests data,
information and documentation;

2) Data on the transactions or persons concerntliighathe APML sends or requests the data
referred to in paragraph 1 of this Article.

(12) The records of data on minor offences, econasffences, and criminal offences referred
to in Article 72 of this Law shall contain:

1) Date of report, indictment, or institution obpeedings;

2) Name, surname, date and place of birth, or ti@nkss name and seat of the reported or
charged person, or the person against whom the@datys have been instituted,;

3) Legal qualification of the offence, as well he place, time and manner of commission of the
offence;

4) Legal qualification of the predicate offence, wsll as the place, time and manner of
commission of such offence;

5) Type and amount of the seized or confiscatedgads from a criminal offence, economic
offence or minor offence;

6) Type of punishment and sentence;

7) Latest court decision passed in the proceedihtg®e time of reporting;

8) Data on the rogatory letters received and gsemélation to the criminal offences of money
laundering and terrorism financing or predicatenées;

9) Data on the received and sent requ5%sts for reeipm confiscation of illegal proceeds



regardless of the type of criminal offence, ecorwaffence, or minor offence.
10) Data on the received and sent extradition r&gu@ relation to the criminal offences of
money laundering or terrorism financing.

(13) Records of minor offences and measures impws#te supervision referred to in Article
82 of this Law shall contain:

1) Name, surname, date and place of birth, placepesfmnanent or temporary residence,
citizenship and UPIN of the natural person, as wasll with respect to the responsible person and
compliance officer in a legal person, work positéord tasks performed;

2) Business name, address, seat, registry numHderiahof the legal person:

3) Description of the minor offence or deficiency;

4) Data on the imposed measures.

(14) The records of the reports referred to indetir1 and 86 of this Law shall contain:

1) Name and surname, date and place of birth, gapermanent or temporary residence and
UPIN of the natural person, or the business nasat, segistry number and TIN of the legal person to
which the facts, which are linked or which might lieked with money laundering or terrorism
financing, apply;

2) Data on the transaction to which the facts wigidhlinked or which may be linked to money
laundering or terrorism financing apply (amountyrency, date, or the time of the execution of
transaction);

3) Description of the facts which are linked or @himay be linked to money laundering or
terrorism financing.

IX SUPERVISION
9.1. Bodies competent for supervision

Bodies competent for supervision and their powers
Article 82

(1) The supervision of the implementation of thiaw_by the obligor and lawyer shall be
conducted by the following bodies, within theirgestive competences:

1) APML;

2) National Bank of Serbia;

3) Securities Commission

4) Tax Administration;

5) Ministry competent for supervisory inspectiorthie area of trade;
6) Foreign Currency Inspectorate;

7) Administration for Games of Chance;

8) Ministry competent for finance;

9) Ministry competent for postal communication;
10) Bar Assaciation;

11) Chamber of Licensed Auditors.

(2) If the body referred to in paragraph 1 of tiigticle, when conducting supervision,
establishes irregularities or illegal acts in thmpliementation of this Law, it shall, in accordamdgth
the law governing its supervising powers, act devs:

1) Demand that the irregularities and deficienbiesemedied in the period which it sets itself;
2) Lodge a request to the competent bS%dy for thtition of an adequate procedure;



3) Take other measures and actions for whichattlorized in the law.

APML competence in supervision
Article 83

(1) The APML shall conduct supervision of the impbntation of this Law by the obligor
referred to in Article 4 of this Law and lawyer.

(2) The APML shall supervise the implementationtlié Law by collecting, processing and
analyzing the data, information and documentatent £ the APML under this Law.

(3) The obligor and lawyer shall promptly report the APML data, information and
documentation required for supervision and no l#t@n 15 days from the date of receipt of the
request.

(4) The APML may request from the State bodies anblic authority holders all data,
information and documentation required for supéovisinder this Law.

Other bodies competent for supervision
Article 84

(1) The National Bank of Serbia shall superviseithglementation of this Law by the obligors
referred to in Article 4, paragraph 1, items 1 @ndnd items 4 to 6 of this Law.

(2) The Securities Commission shall supervise tglémentation of this Law by the obligors
referred to in Article 4, paragraph 1, item 1 widspect to custody and broker-dealer business, and
Article 4, paragraph 1, items 3 and 8 of this Law.

(3) The Administration for Games of Chance shatlesuise the implementation of this Law by
the obligors referred to in Article 4, paragrapfitdms 9 and 10 of this Law.

(4) The ministry competent for finance shall supsthe implementation of this Law by the
obligors referred to in Article 4, paragraph 1mt& of this Law with respect to domestic payment
operations, and Article 4, paragraph 1, item 11 eréigraph 2, item 4 to 7 of this Law.

(5) The ministry competent for postal communicatsbiall supervise the implementation of this
Law by the obligors referred to in Article 4, paragh 1, item 7 of this Law with respect to valuable
mail.

(6) The ministry competent for supervisory inspaatin the area of trade shall supervise the
implementation of this Law by the obligors refertedn Article 4, paragraph 2, item 1 of this Law.

(7) The Tax Administration shall supervise the iempéntation of this Law by the obligors
referred to in Article 4, paragraph 2, items 2 8naf this Law.

(8) The Bar Association shall supervise the impletaton of this Law by the lawyer.

(9) The Licensed Auditors Chamber shall supervise implementation of this Law by the
obligors referred to in Article 4, paragraph 1mge12 of this Law.

(10) The Tax Administration and the ministry congrgtfor supervisory inspection in the area
of trade shall supervise the implementation ofgfevision of Article 36 of this Law.

(11) The Foreign Currency Inspectorate shall stiperthe implementation of this Law by the
obligors referred to in Article 4, paragraph 2pige5 and 7 of this Law with respect to internationa
payment operations.
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(12) The bodies referred to in this Article shathd each other, upon request, all data and
information required for supervision of the implentegion of this Law.

(13) The obligor and lawyer shall send data, infation and documentation required for
supervision to the bodies referred in this Artiptemptly and no later than 15 days from the date of
receipt of a request.

9.2. Informing the APML concerning supervision

Information on the supervision measures taken
Article 85

(1) The bodies referred to in Article 84 of thisw.ahall promptly inform the APML in writing
of all the measures taken in the implemented sigiery any irregularities or illegal acts found as
well as any other relevant facts in relation to shipervision, and shall send a copy of the document
that they enact.

(2) The report referred to in paragraph 1 of thisicde shall contain the data referred to in
Article 81, paragraph 13 of this Article.

(3) The body that has found irregularities andg#lleacts shall also inform other bodies referred
to in Article 84 thereof, if that is relevant fdreir work.

Informing APML of the facts linked to money laundering and terrorism financing
Article 86

(1) The bodies referred to in Article 84 of thisw.ahall inform the APML in writing where
they establish or identify, while executing taskishim their competence, facts that are or may be
linked to money laundering or terrorism financing.

9.3. Issuing recommendations and guidelines
Article 87

(1) The body referred to in Article 84 of this Lanay, independently or in cooperation with
other bodies, issue recommendations and/or guikefior the implementation of the provisions of this
Law.

X PENAL PROVISIONS

Economic offences
Article 88

(1) A legal person shall be punished for an econarffence with a fine amounting from RSD
500,000 to RSD 3,000,000, if it:

1) Fails to develop a money laundering and temorfgnancing risk analysis (Article 7,
paragraph 1);

2) Fails to take customer due diligence actionsraadsures referred to in Article 8, paragraph 1
of this Law;

3) Establishes a business relationship with theocwsr without having previously taken the
required actions and measures, or where a bushedstsonship has been established, it fails to
terminate it (Article 8, paragraph 2 and Article p@ragraph 1);

4) Carries out a transaction without having takes required measures (Article 8, paragraph 2
and Article 11);

5) With respect to life insurance businggs, falglentify the beneficiary of the policy before



the time of payout of the benefits under the cantfArticle 10, paragraph 2);

6) Fails to identify and verify the identity of treastomer who is a natural person, its legal
representative, as well as entrepreneur, andttaitain all the required data or if it fails tbtain it
in a required manner (Article 13, paragraph 1, @ &n

7) Fails to identify and verify the identity of tleenpowered representative of the customer who
is a natural person, i.e. fails to identify andifyethe identity of such empowered representativéhie
required manner (Article 13, paragraph 4);

8) Identifies and verifies the identity of the cuser using a qualified electronic certificate
contrary to the provisions of Article 14 of thisveand the conditions set out by the Minister based
Article 14, paragraph 1 of this Law;

9) Fails to identify and verify the identity of tieestomer that is a legal person, fails to obtdin a
the required data or fails to obtain them in thguieed manner (Article 15, paragraphs 1 to 5);

10) Fails to identify and verify the identity ofettbranch of the legal person through which it
operates (Article 15, paragraph 7);

11) Fails to identify and verify the identity ofetrepresentative of a customer that is a legal
person, fails to obtain all the required data dsfep obtain them in the required manner (Artit&
and Article 17, paragraph 2);

12) Fails to identify and verify the identity ofetempowered representative or procura holder of
a customer that is a legal person, fails to ob#diirthe required data or fails to obtain them ie th
required manner (Article 17, paragraph 1);

13) Fails to identify or verify the identity of thgerson under civil law referred to in Article 3,
paragraph 1, item 10 of this Law, authorised regresgtive of such other person, as well as persons
that are members of such other person, fails taioll the required data or fails to obtain ittire
required manner (Article 18);

14) Fails to identify and verifies the identity af customer or its legal representative or
empowered representative at the entry of such pergo a casino or access to a safe-deposit box,
fails to obtain the required data or fails to obf&in the required manner (Article 19);

15) Fails to identify the beneficial owner of a tser, fails to obtain the required data or fails
to obtain it in the required manner (Article 20rggraph 1 to 3);

16) Fails to verify the identity of the beneficialvner of a customer based on a money
laundering and terrorism financing risk assessr#rticle 20, paragraph 4);

17) Relies for customer due diligence actions aedsuares on a third party which can not be a
third party in accordance with this Law (Article,Zaragraph 2, and Article 24, paragraph 3);

(18) Relies on a third party to perform customeg diligence measures if the third party is from
a state which is on a list of countries that do aygply the standards against money laundering and
terrorism financing (Article 24, paragraph 2);

19) Establishes a business relationship with aoowst contrary to the provisions of Article 26
of this Law;

20) Fails to obtain the required data, informatémd documentation or fails to obtain it in the
required manner (Article 29, paragraphs 1 and 3mstablishing a loro correspondent relationship
with a bank or any other similar institution haviitg) seat in a foreign country which is not on lise
of countries that apply the international standandthe area of prevention of money laundering and
terrorism financing that are at the level of Eurpé&nion standards or higher;

21) Fails to set up a procedure to establish winetloeistomer or beneficial owner of a customer
is a foreign official, or fails to set up such pedare in the required manner (Article 30, paragrBph

22) Fails to conduct the measures laid down inchet80, paragraphs 2 and 3 of this Law;

23) Establishes a business relationship withoutpifesence of the customer without having
taken the required additional measures (Article 31)

24) Applies simplified due diligence measures camtto the conditions set out in Articles 32
and 33 of this Law;

25) Opens, issues or maintains an anonymous accoaded or bearer savings book, or
provides other services that directly or indirealiow for concealing the customer identity (Arécl
34);

26) Establishes or continues a correspondent oalatiith a bank operating or which may
operate as a shell bank or with any other sirgélastithtion that can reasonably be assumed that it



may allow a shell bank to use its accounts (Art83¢

27) Accepts cash for the payment of goods or sesvamounting to the RSD equivalent of EUR
15,000, regardless of whether the payment is chotg in a single or in more than one linked cash
transactions (Article 36);

28) Fails to report to the APML on each cash tretiga amounting to the RSD equivalent of
EUR 15,000 or more (Article 37, paragraph 1);

29) Fails to inform the APML of cases where there aeasons for suspicion of money
laundering or terrorism financing with respect tdransaction or customer, or when a customer
requests advice in relation to money launderingemorism financing, or fails to inform it withirhé
required deadlines and in the required mannerdier87, paragraphs 2-6);

30) Fails to appoint the compliance officer ordeputy in order to perform the tasks laid down
in this Law (Article 39);

31) Fails to create conditions for the complianffecer to perform the tasks laid down in this
Law (Article 42, paragraphs 1 and 2);

32) Fails to provide for a regular internal contoblactions for the prevention and detection of
money laundering and terrorism financing (Artickd;4

33) Fails to develop a list of indicators for themtification of persons and transactions with
respect to which there are reasons for suspicionasfey laundering or terrorism financing (Article,5
paragraph 1);

34) Fails to send to the APML, at its request,rétpiested data, information and documentation,
or fails to send it within the set timeframes (Ali 53);

35) Fails to suspend the transaction temporarigedaupon the order of the APML or fails to
obey, during the period of the suspension of thegaction, the orders of the APML relating to such
transaction or person carrying out such transa¢taticle 56);

36) Fails to act in accordance with the order ef APML to monitor the financial transactions
of the customer, fails to inform the APML on alatisactions and tasks carried out by the customer
and/or fails to inform it within the set timefrar(#rticle 57);

37) Acts contrary to the provisions of Article 7f3tlois Law;

38) Does not use the data, information and docuaientobtained under this Law only for the
purposes laid down in the law (Article 76);

39) Does not keep the data and documentation @stamaccordance with this law at least 10
years from the date of termination of a businesstiomship, execution of transaction or the latest
access to a safe-deposit box or entry into a cgqgiriicle 77);

40) Does not keep record of the data in accordafitbethis Law (Article 80, paragraph 1).

(2) The responsible person in the legal person sh&d be punished with a fine in the amount
from RSD 20,000 to RSD 200,000 if it commits anytled acts referred to under paragraph 1 of this
Article.

(3) The compliance officer in the legal person khio be punished with a fine in the amount
from RSD 20,000 to RSD 200,000 if it commits anytled acts referred to under paragraph 1 of this
Article

Article 89

(1) A legal person shall be punished for an econaffence with a fine amounting from RSD
50,000 to RSD 1,500,000, if it:

1) Fails to develop a money laundering and temorigancing risk analysis in line with the
guidelines set out by the competent body refemed RArticle 82 of this Law that is competent foet
supervision of the implementation of this Law imtlobligor, and/or if such analysis does not caontai
a risk assessment for each group or type of custdiusiness relationship, service rendered witlsin i
business, or transaction (Article 7, paragraphsdl2y;

2) Fails to obtain all the required data (ArticlB);2

3) Does not monitor customer business transactiotis special care to the extent and as



frequently as required by the level of risk esttidid in the risk analysis under Article 7 of thaaL
(Article 22);

4) Rely on a third party to perform customer duégeince measures without having checked
whether such third person meets the requiremeidsdewn in this Law or if such third person
established and verified the identity of a custom#hout its presence or if the customer is an off-
shore legal person or anonymous company (ArticlgpaBagraphs 3 and 4, and Article 24, paragraph
1);

5) Establishes or continues a loro correspondédatioaship with a bank or any other similar
institution which has its seat in a foreign courdontrary to the provisions of Article 29, paradrdb
and 4 of this Law;

6) Fails to inform the APML of any cash transactamounting to the RSD equivalent of EUR
15,000 or more within the set timeframe and inrdggiired manner (Article 37, paragraphs 6 and 7);

7) Does not ensure that the measures for the piiemear detection of money laundering or
terrorism financing laid down in this law, be impiented to the equal extent in its branches and
majority-owned subsidiaries, having their seattedan a foreign country (Article 38);

8) Fails to inform the APML of the name and workspion of the compliance officer and his
deputy, as well as any changes in such data bgeth@eadlines (Article 42, paragraph 3);

9) Fails to provide for a regular professional edion, training and improvement of the
employees carrying out tasks of prevention andctiete of money laundering and terrorism financing
(Article 43, paragraph 1);

10) Fails to develop the annual programme for pmifmal education, training and
improvement of the employees and/or fails to dgvéidy the set deadlines (Article 43, paragrapgh 3)

11) Fails to apply a list of indicators for the mdication of persons and transactions with
respect to which there are reasons for suspicionasfey laundering or terrorism financing (Articl@,5
paragraph 3);

13) If the records it maintains under this Law di oontain all the required data (Article 81,
paragraphs 1 and 2).

(2) The responsible person in the legal person shed be punished with a fine in the amount
from RSD 10,000 to RSD 100,000 if it commits anytled acts referred to under paragraph 1 of this
Article.

(3) The compliance officer in the legal person khio be punished with a fine in the amount
from RSD 10,000 to RSD 100,000 if it commits anytled acts referred to under paragraph 1 of this
Article

Minor offences
Article 90

(1) An entrepreneur shall be punished for minoewdée with a fine amounting from RSD 5,000
to RSD 500,000 if he commits any of the acts reféto in Articles 88 and 89 of this Law.

(2) Any natural person not declaring to the competeustoms body a cross-border
transportation of bearer negotiable instrumentsuartiog to EUR 10,000 or more in RSD or foreign
currency shall be punished for minor offence witfing@ amounting from RSD 5,000 to RSD 50,000
(Article 67, paragraph 1).

(3) If the declaration referred to in Article 67 this Law does not contain all the required data,

the natural person shall be punished for minorraffewith a fine amounting from RSD 500 to RSD
50,000 (Article 67, paragraph 2).
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Minor offences for which a lawyer may be held liake
Article 91

(1) The lawyer shall be punished for minor offemdgéh a fine amounting from RSD 5,000 to
RSD 500,000 if he:

1) Fails to identify and verify the identity of austomer, fails to obtain all the required data
and/or fails to obtain it in the required mannerti@dle 47, paragraphs 1 to 4, and paragraphs &@nd

2) Fails to identify the beneficial owner of thestamer, fails to obtain all the required data or
fails to obtain it in the required manner (Artidé, paragraphs 5 to 7);

3) Fails to inform the APML of transactions or pars with respect to whom he assesses there
are reasons for suspicion of money laundering wotism financing, or when a customer requests
advice in relation to money laundering or terroriimancing, and/or fails to inform it by the set
deadlines or in the required manner (Article 48);

4) Fails to develop a list of indicators for theemtification of persons and transactions with
respect to which there are reasons for suspicionasfey laundering or terrorism financing (Articl@,5
paragraph 1);

5) Fails to send to the APML, at its request, #mpuested data, information and documentation,
and/or fails to send it by the set deadlines ds taiinform the APML of the reasons why it did @t
according to the request for information (Artick $aragraph 2 and Article 54);

6) Does not apply the list of indicators for theritification of persons and transactions with
respect to which there are reasons for suspicionasfey laundering or terrorism financing (Articl@,5
paragraph 3);

7) Acts contrary to the provisions of Article 7&rpgraph 1 of this Law;

8) Uses the data, information and documentatioaiodtl under this Law for purposes other
than those laid down in the Law (Article 76);

9) Does not keep the data and documentation, @atamaccordance with this Law, for a period
of at least 10 years from the date of the termimatf a business relationship or execution of
transaction (Article 77);

10) Does not keep records of the data in accordaitbethis Law (Article 80, paragraph 2);

11) If the records it maintains under this Law dmt contain the required data (Article 81,
paragraphs 3 and 4).

XI TRANSITIONAL AND FINAL PROVISIONS
Article 92
The obligor shall apply the actions and measurkesrasl to in Article 6 of this Law with respect
to customers with which it established businesatiaiship before the entering into force of thisvi.a
within one year from the date of entry into fordehos Law.
Article 93
Regulations passed pursuant to the Law on the Riiemeof Money Laundering (‘RS Official
Gazette’ No 107/05 as amended in 117/05) shallppdied until the passing of regulations based on
this Law, unless they are in contravention of tlaw.

Article 94

The Law on the Prevention of Money Laundering (Bfficial Gazette’ No 107/05 as amended
in 117/05) shall cease to be valid on the day tfyento force of this Law.
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Article 95

The provisions of Articles 67 to 70 shall applycdghe 188' day after the date of entry of this
Law into force.

Until the time of application of these provisiotise provision of Article 9 of the Law on the
Prevention of Money Laundering (‘RS Official Gaeéto 107/05 as amended in 117/05) shall apply.

Article 96

The provision of Article 36 of this Law shall ngiy to the Law on a Temporary Execution of
Certain Payment Operations in the Federal Repobltugoslavia (‘FRY Official Gazette’, No. 9/01).

Article 97
The Administration for the Prevention of Money Ldenng as established in the Law on the
Prevention of Money Laundering (‘RS Official GaeétiNo 107/05 as amended in 117/05) shall
continue operating in accordance with the powedsdawn in this Law.

Article 98

This Law shall enter into force on the eighth dalloiwing the date of its publication in the
‘Official Gazette of the Republic of Serbia’.
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3 ANNEX 3 - NATIONAL STRATEGY OF THE GOVERNMENT OF SE RBIA
AGAINST MONEY LAUNDERING AND TERRORISM FINANCING
(OFFICIAL GAZETTE RS”, NO. 89/08)

4
1. INTRODUCTION

The purpose of the National Strategy against Mdrayndering and Terrorism Financing (hereinafter
referred to as: the Strategy) is to give recommeows for the resolution of problems and

improvement of the current system against moneyndating and terrorist financing. The

recommendations are based on the description aadgsésof the crime situation and trends, as well
as on the analysis of the legislative, institutioaad operative anti-money laundering (AML) and
countering the financing of terrorism (CFT) framelkwoThese recommendations will be further
developed in the Action Plan which will provide faasponsibilities for all the bodies referred to in
this Strategy as well as the relevant deadlines.

1.1. Objectives of the Strategy
The key objectives of the Strategy are as follows:

1.1.1. to influence the reduction in money launaigidnd terrorism financing-related crimes by taking

preventive and repressive measures;

1.1.2. to implement the international standarddifento membership or an improved status of Serbia
in international organizations;

1.1.3. to develop a system of cooperation and respitities of all stakeholders in combating money

laundering and terrorism financing;

1.1.4. to improve the cooperation between the pubid the private sectors in the fight against ngone

laundering and terrorism financing;

1.1.5. to ensure the transparency of the finarsgistem.

1.2. Money laundering and terrorism financing

1.2.1. Money launderingis a process of disguising the illegal source ohey or assets originating
from crime. When proceeds are generated throughctimmission of a criminal offense, the
perpetrator seeks ways to use this money withdrectihg the attention of the competent authorities
That is why they carry out a series of transactiwhese purpose is to show the money generated as
legitimate. Money laundering has three main stages

The first stage — the stage of ‘placement’ is #rentnation of the direct link between the money and
the illicit activity through which it was generated@his is the stage where the illegally acquineads

are introduced into the financial system. Monegléposited into bank accounts, most frequently using
a legitimate activity where payment is carried imutash. One of the ways to do it is by settingaup
fictitious company that has no business activities serves only for depositing ‘dirty’ money or
structuring large amounts of money and then itodiipg into the accounts in amounts that are not
suspicious or subject to reporting to the compedbendies.

The second stage is ‘layering’ or ‘disguising’. &ftthe money has been introduced in the legal
financial system, it is transferred from the acdouhere it was deposited to other accounts. Th&mai

purpose of such transactions is to conceal thedatlween the money and the crime that it originates
from.

The third stage is the stage of ‘integration’ whigre ‘dirty’ money appears as money whose source is

a legitimate activity. Real estate purchasingmsedhod frequently used to integrate ‘dirty’ mongtoi

the legal financial system. Renting real estate lsgitimate business while profit from rentingist

suspicious. Money is frequently invested in coniggtaving difficulties after which they continue
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operating while the dividends and managers’ sagpsd out are legitimate proceeds. When money
arrives in this stage it is almost impossible ttedeits illegal origin.

1.2.2.The financing of terrorism is the provision or ealling of funds or property, or an attempt to do
so, with the intention of using it, or in the kn@dbe that they may be used, in full or in parttfe
commission of a terrorist act, by terrorists ordest organizations.

Similar to money laundering, terrorism financing teas several stages.

The first stage is the collection of funds fromiligate business activities of companies that are
linked to, or even run by terrorist organizatiomsralividuals, or from criminal offences such dicil
drugs trafficking, hijacking, extortion, fraud, ef@onations from individuals supporting the aims of
terrorist organizations, as well as the charitdbteds that raise funds and channel them to tetroris
organizations, also constitute an important soaf¢bese illegal funds.

In the second stage, the collected funds are keptiious ways, including in accounts with banks
opened by intermediaries, individuals or companies.

In the third stage, the funds are transferred imtist organization units or individuals in orderbe
used for operations. This stage is characterizea fogquent use of money transfer mechanisms, such
as the cross-border wire transfer between banksamey remitters, use of charitable organizations,
alternative money remittance systems or networtks) sis the Indian “Hawala”, Pakistani “Hundi” or
the Chinese “Chiti” or “Chop”, that function withistrictly defined racial, tribal or national groups
Money is transferred also through cash courierssgremuggling across state borders.

The last stage is its use. Criminal nature of dudds is manifest where they are used for any ef th
terrorist activities, purchase of explosives, arftaecommunication equipment, support to the regula
cells’ activities, providing shelter and medicalresafinancing of training camps, propaganda, or
buying political support or refuge in suitable ctrigs.

1.3. Reasons to fight money laundering and terroffi;iancing

Money laundering and terrorism financing are glopebblems affecting the economic, political,

security and social structures of any country. filewing are ramification of money laundering and

terrorism financing activities: undermined stalpiliransparency and efficiency of the financialteys

of a country, economic disorders and instabiligggardized reform programs, fall in investments,
deteriorated reputation of the country as wellreda@gered national security.

The International Monetary Fund estimates thattal ilume of money laundering throughout the
world constitutes 2 to 5 percent of the globalltgtass domestic product. The amount corresponding
to this percentage is USD 590 billion to 1.5 toilli USD per year. Given the secrecy of money
laundering and its inherent nature, the above giataus only an indication of the size of this pewb.

1.4. Categories of stakeholders

The following four categories of stakeholders anelved in the fight against money laundering and
terrorism financing:

1.4.1. Obligors under the Law on the PreventioMohey Laundering;

1.4.2. The competent state bodies;

1.4.3. Associations;

1.4.4. Other natural and legal persons whose dhdigg are provided for in the law governing the
repressive measures applied based on the relevaiedUNations Security Council resolutions
(hereinafter: UN SC).
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1.5. Other adopted strategies and their relatiothwiis strategy

The recommendations relevant for prosecutors’ e$ficourts and other state bodies that are containe
in the National Judicial Reform Strategy (‘RS OfiilcGazette’, No. 44/06), National Anti-Corruption
Strategy (‘RS Official Gazette', No. 109/05) andpBaic of Serbia Public Administration Reform
Strategy, where they refer to material and humaauee issues in the relevant bodies, have not been
specifically further developed in this strategy.

1.6. Other areas relevant for the strategy

Fight against money laundering is directly linkedbther forms of fight against crime, so this stgst
also gives recommendations with respect to:

1.6.1. Confiscation of illegal proceeds;

1.6.2. Provisional measures in the confiscatioillerfal proceeds;

1.6.3. Reversal of the burden of proof in the cggdtion of illegal proceeds;
1.6.4. Management of the illicit proceeds seized

1.7. Fight against money laundering and terrorisnafcing in Serbia

The fight against money laundering started withatleption of the Law on the Prevention of Money
Laundering (‘FRY Official Gazette’ No. 53/01) in @ember 2001. This Law criminalized money
laundering, it laid down a series of preventive sueas and actions for the detection, prevention and
suppression of money laundering, and it also set Upederal Commission for the Prevention of
Money Laundering. Following the promulgation of tBerbia and Montenegro Constitutional Charter
(‘SM Official Gazette' No. 1/03 and 26/05), the Guission became a body of the Republic of Serbia
within the Ministry of Finance, and changed its eaim Administration for the Prevention of Money
Laundering.

A new Law on the Prevention of Money LaunderingS('Bfficial Gazette’ No 107/05 as amended in
117) entered into force on 10 December 2005.

Money laundering was criminalized in Article 231 tbe Criminal Code (‘RS Official Gazette’ No.
85/05, 88/05 and 107/05-amendment).

Terrorism financing was first criminalized in Aéc393 of the Criminal Code. Currently, a Law on
the Prevention of Money Laundering and the Finajnah Terrorism is being drafted, and it will
govern a system of preventive measures against yniaumdering and terrorism financing. Also
drafted is a law on the repressive measures apphedd on the relevant UN SC resolutions which
will lay down restrictions on the disposal of theperty of natural and legal persons designatetth®y
UN SC as terrorists or terrorist organisations.

1.8. Republic of Serbia membership in the releir@etnational organizations

1.8.1. United NationsAs a member of the United Nations, the Republi8@fbia has an obligation to
implement measures based on UN SC resolutions {2899), 1333 (2000), 1390 (2002), 1455
(2003), 1526 (2004) and 1373 (2001).

1.8.2. Council of Europe Moneyval is a Council of Europe committee dealinthML/CFT issues.
This Committee is made up of experts delegated &wler states and it functions on the principle of
mutual evaluations. The first-round evaluation ambessment in the Republic of Serbia was
conducted in October 2003. The outcome was thetexom January 2005 of a Report on the First-
Round Evaluation of the system against money laumgieand terrorism financing in Serbia. The
report contains recommendations that the RepublBethia is required to implement.
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During the Moneyval meeting in September 2006, egfarss Report on the actions and measures
implemented by Serbia in the area of AML/CFT waspdd.

One of the recommendations of the Moneyval repast to develop a national strategy against money
laundering and terrorism financing.

1.8.3. Egmont Group Egmont Grougs an international association of financial irgghce units
(hereinafter: FIU) whose primary objective is t@seathe level of international cooperation and data
exchange relative to money laundering and terrofiseancing between national FIUs.

The Administration for the Prevention of Money Ldening, as the financial-intelligence unit of the
Republic of Serbia became member of the Egmont iroduly 2003.
1.9. Relevant international standards

1.9.1. In 2003, the Financial Action Task Force Maney Laundering (hereinafter: FATF) issued

new 'Forty Recommendations’ against money laundgrin

1.9.2. From 2001 to 2005, the FATF published ‘N8pecial Recommendations’ on the prevention of
terrorism financing;

1.9.3. In 2005, the European Union adopted a newgcitve on the Prevention of the Use of the
Financial System for the Purpose of Money Laundgtirereinafter: the Third EU Directive);

1.9.4. In 2006, the European Union adopted a réigalaoncerning controls of transportation of

physically transferable payment instruments amogntio or exceeding EUR 10,000 across the
European Union borders.

1.9.5. Conventions listed in Chapter 2.2.1. of #tiategy, which have been ratified and signed.

1.10. Implementation deadline

The recommendations from this strategy will be iempénted within five years from the date of its
adoption.

2. DESCRIPTION OF SITUATION
2.1 Description of situation and crime trends

2.1.1. Situation concerning proceeds generatingesj money laundering and terrorism financing and
related data

2.1.1.1. Data collected by the Administration foe tPrevention of Money Laundering regarding the
suspicious transaction reports received, casesedpand cases transmitted to the competent state
bodies:

Table 1
1.11- 2004 2005 1.1 -31.12.2006
31.12.2003
Reports on Banks 24 249 275 802
suspicious Exchange - 7 - -
transactions offices
in obligors Post 4 1 4 1
Offices
Total: 28 257 279 803

The number of reported transactions in obligorsssha rising tendency. Banks have a dominant share
of these transactions, whereas the reporting gficiosis transactions by other obligors is insuéiti
The Administration for the Prevention of Money Ldening opened 90 cases on the basis of the
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suspicious transaction reports sent by obligorsn@ared to the number of the STRs (1367 STRs) the
number of opened cases also testifies to an igerfti quality of received STRs.

Table 2
Cases opened on the basis of: 1.11-31.12.2003 2004 2005 2006 Total!
Cash transaction analysis 4 50 48 21 123
Reports submitted by other state 6 19 14 39
bodies
Foreign FIU initiatives - 2 6 3 11
STR reports 90

263

The majority of cases were opened based on the tcasbkaction data analysis carried out in the
Administration for the Prevention of Money Launaeyi The decrease in the number of opened cases
is a result of a complex nature of those casekeysrefer to acts of organized crime involving aagr
number of individuals and a great number of traisas.

Table 3 shows the number of cases transmitted frddnvember 2003 to 31 December 2006 to other
state bodies in order to take measures in theipetemce.

Table 3
Police 71
Tax Police 76
Prosecutor’s Office

Foreign Currency Inspectorate
Budgetary Inspection Sector
Security Information Agency
Securities Commission
Privatization Agency

TOTAL

PRk [a]~]o|w
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2.1.1.2. Data held by the Tax Police concerningcttrinal reports submitted within its competence
and the amounts of the illegal proceeds involved:

From October 2003 to October 2006, the Tax Polieeti®n submitted 3572 criminal reports,
involving damage to the Budget totaling RSD 26,488,636.00.

From 1 October 2003 to September 2006, the Taxc®aubmitted a total of six criminal reports
concerning the criminal offense of tax evasiontélation to the money laundering criminal offense.
The Interior Ministry filed criminal reports for éhcriminal offense of money laundering in theseesas

2.1.1.3. Data held by the Customs Administrationtlo@ submitted reports in relation to foreign
currency offenses the amount of which exceeds EQROD:

Table 4

Year Number of reports Amount (in EUR)
2002 75 1.443.059

2003 87 1.895.754

2004 95 5.316.260

2005 83 1.480.956

2006 (up to 31.10.2006) 60 1.473.166
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2.1.1.4. Data on the number of the persons repodiedrged and convicted of criminal offenses
through which illegal proceeds were generated amwcerning the measures taken in order to
confiscate such proceeds. Table 5 contains datzecaoing the following crimes: negligent conduct of
business affairs, causing bankruptcy, abuse ofogitigin economy, embezzlement, abuse of authority,
deception of buyers, illicit production, devastatiof forests, forest theft, other crimes against
economy, illicit intermediation, accepting bribe$fering bribes, other offenses against officiatyjdu
economic crime in a wider sense, theft and aggeav#teft, burglary, aggravated burglary, other
offenses against property, money counterfeitinguirgy of uncovered cheques, illicit production,
possession and distribution of narcotic drugs aedifating the use of narcotic drugs.

Table 5

Number of persons reported Number of persons charged

Year 2002 2003 2004 2005 2002 2003 2004 2005
49999 52293 52120 38184 26750 25438 27435 21676

TOTAL 192.596 101299
Number of convicted persons Proceeds confiscation measures

Year 2002 2003 2004 2005 2002 2003 2004 2005
18548 19843 21026 17115 55 166 100 65

TOTAL 76532 386

During the analyzed period there was a total of, 392 reported, 101,299 charged, and 76,532
convicted persons. During the same period 386 paseonfiscation measures were ordered. The
number of proceeds confiscation cases varied frbrim 2002 up to a maximum of 166 in 2003. This
data indicates that the number of measures focdihéscation of illegal proceeds in the period was
small. The data concerning these measures, in tefntise value involved, is not available. This
suggests that neither did the prosecutor’s offioe the courts pay considerable attention to the
proceeds acquired through the commission of crimififenses. This data, however, needs to be
amended given that civil proceedings have beerntutst in a number of cases involving illegal
proceeds. Most of the illegal proceeds confiscatoxcurred in court decisions regarding the
following criminal offenses: unlawful productionpgsession and trade in narcotic drugs, unlawful
production, unlawful trade and forest theft.

2.1.2. Crime in other countries affecting moneynkdering situation in the Republic of Serbia

Organized criminal groups from the Republic of $edstablish frequent functional links with similar
groups from abroad, in particular from the neigltgicountries, including Macedonia, Montenegro,
Bosnia and Herzegovina (BiH), Croatia, Romania, Botharia, primarily in order to execute their
joint plans using the international routes for drugfficking (FYRM, Montenegro, Bosnia and
Herzegovina, Croatia, Bulgaria), illegal migratigRomania, Bosnia and Herzegovina, Croatia),
money counterfeiting (Bulgaria, Bosnia and Herzegay and illegal arms trade (Bosnia and
Herzegovina). The money for these services is marsthsferred and paid in cash, through couriers or
via Western Union.

2.1.3. Criminality and other factors related tadesm financing

Money acquired by organized criminal groups throughious criminal activities, in particular
narcotic drugs trafficking, was used to a considieraxtent during the 1990s to finance terrorism,
illegal purchase of arms and other terrorist atiéigi carried out in the Autonomous Province of
Kosovo and Metohija.
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After the arrival of the international security des in the Autonomous Province of Kosovo and
Metohija, certain terrorist groups continued theirorist activities against the Serbian populaiion
Kosovo and Metohija, members of the internatiomatés and, by crossing the administrative line
from the territory of the Autonomous Province of6@o and Metohija, also against the members of
the Serbian Army and Police in the area of the wipalities of PreSevo and Bujanovac. The
financing of these terrorist activities was mosttne using the funds acquired from crime, primarily
by narcotic drugs trafficking and smuggling of gé migrants.

During the 1990s, a considerable presence of iatiemal Islamic non-governmental organizations,
through which terrorist activities were financedaswvnoticed in Bosnia and Herzegovina. These
organizations were active also in the Autonomows/iRce of Kosovo and Metohija. Currently, they

operate through some local non-governmental agsmtsathat provide finances for the construction
and operation of Muslim religious buildings andiwtes, controlled by radical Islamic movements

such as Salafi and Wahhabi, in the Autonomous Reevf Kosovo and Metohija, .

The presence of the Wahhabi movement members iRRé$&a district (RaSka oblast) also poses a
major security threat. They too are financed witteign donations delivered in cash, via a courier.

2.1.4. Economic activity trends influencing monayridering and terrorism financing

The final stage of the privatization process widlvl an effect on money laundering as the criminals
will look for opportunities to buy privatized compas using dirty money, and because they will also
seek ways to launder the money generated throdggmail privatization. The liberalization of the
foreign trade and foreign currency operations tolb ave an effect, enhancing the risk of money
laundering.

2.2. Description of situation at the legislativedé
2.2.1. Conventions ratified and signed

2.2.1.1. United Nations Convention Against llliciraffic in Narcotic Drugs and Psychotropic
Substances (hereinafter: Vienna Convention), adopt&988 (‘SFRY Official Gazette — International
Agreements’, No. 14/90);

2.2.1.2. Council of Europe Convention on LaunderiBgarch, Seizure and Confiscation of the
Proceeds from Crime (hereinafter: Strasbourg Cainwe); adopted in 1990 (‘FRY Official Gazette -
International Agreements’, No. 7/02 and ‘SCG Of#ficiGazette — International Agreements’,
No.18/05);

2.2.1.3. United Nations Convention Against Transmat Organized Crime with its Additional
Protocols (hereinafter: Palermo Convention, adoae#000 (‘FRY Official Gazette - International
Agreements’, No. 6/01);

2.2.1.4. 1999 Council of Europe Criminal Law Conti@m on Corruption (‘FRY Official Gazette -
International Agreements’, No. 2/02 and ‘SCG Of#ficiGazette — International Agreements’,
No.18/05);

2.2.1.5. United Nations Convention Against Corraptiadopted in 2003 (‘SCG Official Gazette —
International Agreements’ No, 12/05);

2.2.1.6. United Nations Convention for the Suppogs®f the Financing of Terrorism, adopted in
2000 (‘FRY Official Gazette — International Agreems No. 7/02);

2.2.1.7. Council of Europe Convention on LaunderiBgarch, Seizure and Confiscation of the
Proceeds from Crime and the Financing of Terrorjeereinafter: Warsaw Convention), adopted in
2005, signed on 16 May 2005.

2.2.2. Regulations in force

2.2.2.1. Law on the Prevention of Money LaundelfiRS Official Gazette”, No. 107/05 as amended
in 117/07);
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2.2.2.2. Criminal Code (“RS Official Gazette” Nb/85-amended and 107/05-amended), entered into
force on 1 January 2006;

2.2.2.3. Criminal Procedure Code ("RS Office GaZetNo. 46/06 and 49/07), applicable as of 31
December 2008;

2.2.2.4. Law on Banks ("RS Official Gazette”, N@.7105);

2.2.2.5. Law on Insurance (“RS Official Gazette”.186/04, 70/04 — as amended in 61/05 and 85/05;
2.2.2.6. Law on Voluntary Pension Funds and PerBlans (‘RS Official Gazette’, No. 85/04);
2.2.2.7. Law on Financial Leasing ("RS Official @d&”, No. 55/03 and 61/05);

2.2.2.8. Law on Games of Chance ("RS Official GaZeiNo. 84/04);

2.2.2.9. Law on Securities and Other Financialrimaents Market (“RS Official Gazette”, No. 47/06),
applicable as of 11 December 2006;

2.2.2.10. Law on Investment Funds ("RS Official &z, No. 46/06), applicable as of 11 December
2006;

2.2.2.11. Law on Foreign Exchange Operations ("Ri@ Gazette”, No. 62/06);

2.2.2.12. Law on the Training of Judges, PublicsBooitors, Deputy Public Prosecutors and Assistant
Judges and Prosecutors (*RS Official Gazette” Nd0@) — applicable as of 1 March 2007;

2.2.2.13. Law on the Organization and Competent&tate Bodies in the Suppression of Organized
Crime (“RS Official Gazette”, No. 42/02, 27/03, @9/ 67/03, 29/04, 58/04-additional law, 45/05 and
61/05).

2.2.2.14. Law on Accounting and Auditing ("RS OiffilcGazette”, No. 46/06);

2.2.2.15. Law on Payment Operations (‘FRY Offidizdzette’, No. 3/02 and 5/03 and ‘RS Official
Gazette’, No. 43/04 and 62/06);

2.2.2.16. Law on Bases of Organization of the Réputh Serbia Security Forces

("RS Official Gazette”, No. 116/07);

2.2.2.17. The by-laws passed pursuant to the LawherPrevention of Money Laundering, Law on
Banks, and Law on Foreign Exchange Operations)lkss:

- Rulebook on the Methodology, Duties and Actioos the Implementation of the Tasks specified
under the Law on the Prevention of Money Launde(i®$ Official Gazette”, No. 59/06 and 22/08);
- Decision on the Minimum Content of “Know Your Goser” Procedure (“RS Official Gazette”, No.
57/06);

- Decision on the Conditions and Non-Resident Aatddaintenance (‘RS Official Gazette’, No.
16/07);

- Decision on Requirements for Opening and Mainteraof Foreign Currency Resident Accounts
(‘RS Official Gazette’, No. 67/06).

2.2.3. Other relevant regulations
2.2.3.1. Law on Public Administration ("RS Officialazette”, No. 79/05 and 101/07);

2.2.3.2. Law on Civil Servants (‘RS Official GazttNo 79/05, 81/05, 83/05, 64/07, and 67/07).

2.2.4. Regulations currently drafted -



2.2.4.1. Draft law on repressive measures appksgd on the relevant UN SC resolutions;
2.2.4.2. Draft law on confiscation of proceedsririhe;

2.2.4.3. Draft law on criminal corporate liability;

2.2.4.4. Draft law on the prevention of money lagnmly and terrorism financing.

2.3. Description of situation at the institutiorialel

2.3.1. Ministry of Finance

The Ministry of Finance carries out public admirasibn tasks relating to the prevention of money
laundering and proposes regulations governing tkea.arhe following separate bodies have been
established within the Ministry of Finance havimgp tfight against money laundering and terrorism
financing within their remits: The Administratiororf the Prevention of Money Laundering, Tax

Administration, Foreign Currency Inspectorate dmelGames of Chance Administration.

2.3.2. Administration for the Prevention of Monegundering

The Administration for the Prevention of Money Ldening (APML) is the financial intelligence unit
(FIVU) of the Republic of Serbia. The APML collectnalyses and keeps data and information and,
where it suspects money laundering, it notifies dbmpetent state bodies (the police, judiciary, and
inspectorate authorities) so that they can takesarea within their competence.

The APML is an administrative body within the Mitms of Finance. The finances for the operation
and functioning of the APML, as a direct budgetrusee provided in the Republic of Serbia budget.
The APML 2008 budget amounts to RSD 46,136,000.00.

The Rulebook on the Internal Organization and Bystematization in the MF-Administration for the
Prevention of Money Laundering envisages 35 passtior civil servants and employees, of which 24
posts have been filled.

Internal organizational units in the APML are: Aytads Department; Suspicious Transactions
Department comprising the Suspicious transacti@ant monitoring banks and other financial
institutions, and Suspicious transactions team todng the capital and securities market and other
obligors; International and National CooperationpBément, and Section for legal, material and
financial affairs.

2.3.3. Tax Administration

The Tax Administration is an administrative bodythin the Ministry of Finance. In 2003, the Tax
Police Sector was established with competencestecdtax criminal offenses and their perpetrators.
This sector has about 220 employees, and it is geghby the chief inspector who is appointed by the
Government at the proposal of the minister of fo®an

The Tax Police Sector consists of two departmentisealevel of the Republic, located at the sestor’
head office (Department for the coordination ofktagoncerning tax crime identification and
Department for analysis and IT), and four regiatgpartments (Belgrade, Novi Sad, Kragujevac, and
NiS), which are subdivided into 26 operative setwio

Tax Police authorities are laid down in the Lawtba Taxation Procedure and Administration. The

Tax Police acts as an internal affairs body duthegypre-trial procedure and has powers to apply, in

accordance with law, all the investigative actioexcept for the restriction of movement. The Tax
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Police also applies the provisions of the Crimipadcedure Code governing the pre-trial procedure.
2.3.4. Customs Administration

The Customs Administration is an administrative yoedthin the Ministry of Finance. Within its
Internal Control Department, the Customs Admintgira established a Team against terrorism,
organized crime and money laundering. This teamphiasarily a coordinative role and works with
other state bodies, including by sharing operatigga and conducting checks in certain cases when
requested by other bodies.

The Customs service is authorized to conduct fareigrency controls in the international passenger
traffic. Where it identifies an infringement of &gn currency regulations it makes a report on the
perpetrated foreign currency offense.

If the Customs service officers obtain indicatiodsring the customs procedure or when they apply
the measures of customs supervision and inspec¢hana legal person committed a foreign currency
offence they will report it to the Foreign Currenityspectorate. The Foreign Currency Inspectorate
will decide on any further action concerning sucakeort.

2.3.5. Ministry of Justice

The Ministry of Justice performs public administration tasks relating tomonal legislation,
international legal assistance, etc. Within itst&efor normative tasks and international coopersti
the Ministry of Justice has several organizatiomaits, including the Section for normative tasks
dealing with drafting and monitoring of the implem&tion of laws, development and improvement of
the legal system in the Ministry’'s remit; Departrhéar international cooperation and European
integration follows the European integration progsalegal harmonization with the regulations of the
European Union, Council of Europe and the Unitedio¥a; it also monitors the implementation of
the rights and obligations that derive from theevaht international conventions within the
competence of the Ministry of Justice; the Mini&rinternational legal assistance section deall wit
requests of the domestic and foreign courts, atee bodies and individuals for international lega
assistance.

2.3.6. Judicial Training Centre

The Judicial Training Center is an organizationeoffg training and professional improvement
programs for judges, prosecutors and other emptoyeethe Republic of Serbia judiciary. The
founders of the Judicial Training Centre are thanibtry of Justice and the Judges’ Association of
Serbia. The purpose of the Judicial Training Cergetio design and implement training programs,
improve and upgrade the knowledge of judges, prdeex; and other staff in the judiciary, to explain
the present-day international legal order standardk court practice of developed legal systems, as
well as new institutes and regulations concernirggEuropean integration processes.

2.3.7. Ministry of Interior

The Administration against organized crime withie Ministry of the Interior (hereinafter: MIA) has
been reorganized, in line with the Law on orgamiratand competences of state bodies in the
suppression of organized crime, as the Bureau sigahganized crime. Within the Bureau and its
Department against organized financial crime, ai®ea@gainst money laundering has been set up.
The Bureau against organized crime forms part®Gtiminal Police Administration.

Other regional police administrations too are ifmedl in the field. An ongoing education of police
officers is under way. Given the high level of sbcisk that these criminal offenses entail, as asl

the lack of practice, the education has targetadonty the members of the Ministry of the Interior
dealing with economic crime, but also towa?rags thelice officers dealing with the so-called



general crimes. The reason for this is that kidimgppextortions, illicit trade in narcotics are @ls
among the predicate offenses.

It is especially important to hold international etiags and expert round tables as a means of
experience sharing in the process of harmonizatforational legislation with the regulations of eth
countries.

The police work in collecting evidence relatingaariminal offense of money laundering is largely
dependant on the availability of adequate equipm@mtimportant step has been made in that regard,
but the needs of the police regarding equipmenstteonsiderable.

2.3.8. Security Information Agency

Security-Information Agency (hereinafter: BIA), werdthe Law on the Security Information Agency
(‘RS Official Gazette’ No. 42/02), also deals witbuntering organized international crime. It works
on detecting, investigating and documenting thetraesgous forms of organized crime with a foreign
element such as drug smuggling, illegal migratiand human trafficking, arms smuggling, money
counterfeiting and laundering, and it also dealfhwhe most serious forms of corruption linked to
international organized crime. BIA also has speieisks concerning the prevention and suppression of
the internal and international terrorism.

An important area of BIA’'s activity is investigatjn detecting and documenting links between
individuals, groups and organizations involvedtia international organized crime and terrorism.

Separate departments have been created withindbet€-Intelligence Administration carrying out
security operative activities against terrorism anternational organized crime, as well as the
appropriate organizational units in the BIA’s taymal centers.

Within the Counter-Intelligence Administration, eer@er for Education and Research (CER) is
operational and implementing basic operative aretigfist professional training courses for staff
working on countering international organized criar@ terrorism. Professional training of staff is
carried out by in-house lecturers, lecturers frahepstate bodies and institutions, as well asuiino
international cooperation. The CER also organipesialist courses for members of other state bodies
BIA has its own budget.

BIA cooperates internationally with over forty seity services. It has a particularly intensive
cooperation with the countries in the region. Thaimmarea of cooperation relates to data exchange
concerning the international organized crime, imaépnal terrorism and data relating to money
laundering and terrorism financing.

Apart from the bilateral cooperation, the BIA aksttively participates in multilateral fora orgardze
by the South East Europe Intelligence Conferens@, member, and Middle Europe Conference, as an
observer.

2.3.9. Ministry of Defence

Ministry of Defense, pursuant to the Law on Minesr (‘RS Official Gazette’, No.65/08), performs,
among other things, public administration taskatesl to security matters relevant for defense.hen t
basis of the Law on Bases of Organization of thpuRéc of Serbia Security Forces (RS Official
Gazette”, No. 116/07) Military Security Agency aMfiitary Intelligence Agency were established as
administrative bodies within the Ministry of Defenshaving the status of a legal entity. Law on
Security Forces (‘FRY Official Gazette’, N0.37/08da'SCG Official Gazette’ No.17/04) lays down
the competences of military security forces — Milt Security Agency and Military Intelligence
Agency in the combat against terrorism and orgahizéme, which includes prevention of money

laundering and terrorism financing.
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2.3.9.1 Military Security Agency

Military Security Agency is a security service perhing tasks relevant for defense. Pursuant to the
law, Military Security Agency, among other thingetects, investigates, monitors, suppresses and
intercepts national and transnational terrorismyall as detecting, investigating and documenting

most serious crimes with elements of organized e@med against commands, institutions and units
of the Serbian Army and the ministry competent defense matters. Given the competences of
Military Security Agency as stipulated by law, omiemajor tasks in protecting defense system is the
prevention of money laundering and terrorism finagc

Military Security Agency established cooperatiorthagéounterpart agencies in the country and abroad
in the field of prevention of money laundering aedorism financing, as well as with the Serbian
Ministry of Interior.

2.3.9.2 Military Intelligence Agency

Military Intelligence Agency is a security serviperforming tasks relevant for defense. Pursuant to
the law, Military Intelligence Agency, among ottteings, collects, analyses, evaluates and provides
data and information on potential and real threatsed by transnational and foreign organizations,
groups and individuals aimed against Serbian Ammipistry competent for defense matters, as well

as against sovereignty, territorial integrity amdeshse of the Republic of Serbia, including datateel

to the prevention of money laundering and terroffigiancing.

Military Intelligence Agency established cooperatigith counterpart agencies abroad in the field of
prevention of money laundering and terrorism finagcas well as with other state authorities of the
Republic of Serbia.

Public Prosecutor’s Office

Public Prosecutor's Office is an independent state body whose jurisdictiogaserned by the
Constitution of the Republic of Serbia and the LawPublic Prosecutor's Office. In the Republic of
Serbia, there are the State Public Prosecutor'sc&)ff30 District Prosecutors' Offices, and 109
Municipal Public Prosecutors’ Offices. The jobsteysatization provides for the following posts in
the public prosecutor's office: the State Publiosecutor with 39 deputies, 30 district public
prosecutors with 195 deputies, 109 municipal puasecutors with 403 deputies.

The State Public Prosecutor's Office has set uppgrdor the monitoring and consultation of cases of
economic crime, including the criminal offence obmey laundering, but no none have specialized
exclusively for the crimes of money laundering #&rdorism financing.

A Special Department of the District Prosecutorfid@ in Belgrade for the Suppression of Organized
Crime (hereinafter: the Special Prosecutor’s Offisecompetent to act in cases of organized crime i
the Republic of Serbia.

A modified role of the public prosecutor provideat fn the new Criminal Procedure Code allows for
a greater participation of the public prosecutorcatlecting evidence and in criminal proceedings.
This requires additional personnel and financiglatslities.

2.3.10. Courts

Article 142 of the Republic of Serbia Constitutistates that the courts in the Republic of Serhga ar
autonomous and independent and that they adjudicatases based on the Constitution, laws and
other general acts where required by the law, db agebased on generally accepted rules of the
international law and ratified international agresns.
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The judicial power is exercised through the cowfsgeneral and special jurisdiction whose
establishment, organization, jurisdiction, arrangeta and composition are determined in the law.
The highest instance court in the Republic of Serbithe Supreme Cassation Court. Currently, there
are 187 courts of general and special jurisdictdast of the cases are dealt with in a number sourt
located in larger cities.

Based on the new constitutional and legislativenrvork, the National Judicial Reform Strategy
(‘RS Official Gazette’, No. 44/06) envisages aatnéining of court networks as well as a new system
of jurisdiction. Appellate courts will mostly takever the jurisdiction of today’s Supreme Court,
whereas the basic and higher instance courts @rgkpurisdiction will retain, with slight changdbe
jurisdiction they had before. Also envisaged isébtablishment of new specialized administrativié an
minor offense courts. Commercial courts will retdiie competences they had.

This strategy also envisages the training of judgeish will allow for a systematic improvement and
specialization of the holders of judicial offices.

2.3.11. Bodies monitoring the implementation of tla@ on the Prevention of Money Laundering

2.3.11.1. National Bank of Serbias the central bank of the Republic of Serbia whosepetence is
laid down in the Constitution of the Republic ofrlda and the Law on the National Bank of Serbia.
The National Bank of Serbia is an independent artdreemous institution. Its main objective is to
maintain financial stability. The National Bank ®&rbia, among other things:

- improves the functioning of payment operationd the financial system;

- controls the solvency and legality of operatiohbanks and other financial organizations;

- conducts the monitoring of the implementatiortted insurance law by the companies dealing with
the management of voluntary pension funds, andhiiahleasing providers;

- conducts the monitoring of the implementatiorttd Law on the Prevention of Money Laundering
by banks, exchange offices, insurance organizatioosipanies for the management of voluntary
pension funds, and financial leasing providers.

2.3.11.2. Securities Commissiois an independent and autonomous organizatioheoRepublic of
Serbia. Its competences are defined in the Lawemui@ies and Other Financial Instruments, Law on
Investment Funds, Law on the Prevention of Moneyndering and other laws. The Commission,
among other things, performs the following tasks:

- issues licenses to broker-dealer companies;

- issues licenses to companies for the managermantestment funds and to investment funds;

- conducts the monitoring of the operation of bretealer companies, stock-markets, investment
funds management companies as well as the Ceegadter of securities, licensed banks, custody
banks, securities issuers, investors and otheopgr&ith respect to their business conducted in the
securities market, etc;

- conducts the monitoring of the implementatiorthd Law on the Prevention of Money Laundering

by broker-dealer companies, custody banks, stockkete and investment funds management
companies.

2.3.11.3. Other bodies and organizationsompetent for the monitoring of the implementatodrihe
Law on the Prevention of Money Laundering have cantducted the monitoring, until the time of
adoption of this strategy, due to insufficient hunaad material resources.

2.3.12. Other bodies relevant for the fight againshey laundering and terrorism financing
2.3.12.1. Standing Coordination Group— On 18 August 2005, the Government of the Repuddli

Serbia established the Standing Coordination Gwatlpthe purpose of developing an Action Plan for
the implementation of recommendations containedth@ Council of Europe Report on



actions and measures to be taken by the RepubBediia against money laundering and terrorism
financing, as well as to monitor activities andamenend special measures to the competent bodies
against money laundering and terrorism financing.

Within some obligor associations such as the Assioci of Banks, Association of Accountants and
Auditors, etc, there are bodies dealing with tiseiésof money laundering.

2.3.12.2. The Association of Banks of Serbia an association of all banks in the RepubliSefbia.

In January 2005, the Association of Banks of Seskiaup a working group for compliance, which
was transformed into a Committee for the bankingrafons compliance. The Association of Banks
of Serbia holds professional training for its mensbe

2.3.12.3. The Association of Accountants and Audite of Serbiais a professional organization of
accountants and auditors in the Republic of Segaihering several thousand members.

2.4. Description of situation at the operative leve

Indicators have been developed for recognizing mdaendering suspicious transactions in certain
obligor groups, such as: Banks, exchange-officesjrance companies, stock-market operations, and
leasing companies.

Agreements on cooperation and information sharangbeen signed between the Public Prosecutor’s
Office, Police, and Administration for Preventiof Money Laundering and relevant foreign
institutions.

The Administration for the Prevention of Money Ldening signed agreements on cooperation with
the National Bank of Serbia and the Customs Adrretion. The signing procedure with the Tax
Administration is currently under way.

The FATF Special Recommendation 8 requires thahttias should undertake domestic reviews of
non-profit organizations in order to assess tHesred misuse of their operation, as well as meastore
prevent NPO’s misuse for terrorist financing. Sachanalysis has not been conducted.

2.5. Description of situation concerning professibtmaining

There is no comprehensive training curriculum fbtheose involved in fighting money laundering and
terrorism financing. There are no specific objextivor progress indicators regarding the activities
conducted. Training is organized on a case-by-bases and is not a result of the needs analysts wit
regard to the set objectives and desired effecstMothe training is reduced to theoretical semgna
In a number of cases, training was implementedguiea method of experience sharing for resolving
practical problems — case study method.

The Administration for the Prevention of Money Lderning has organized and participated in a great
number of seminars and workshops which were masifemented in cooperation with and assisted
by the following international organizations andtitutions such as the World Bank, International
Monetary Fund, European Bank for Reconstruction &welelopment, European Commission,
Organization for Security and Co-operation in Eg;ofouncil of Europe, etc. These seminars were
mostly intended for the staff of the Administratifam the Prevention of Money Laundering, the pglice
prosecutor’s office and courts. Several seminaxs leeen organized also for the representatives of
the bodies competent to monitor the implementatddnthe Law on the Prevention of Money
Laundering and compliance officers in banks.

The police receive basic training at the Police deray while additional and advanced training is
implemented through various projects supportedhayimternational community including: CARPO
Project — Financial Investigations, PACO Se%)ia rejétt Against Economic Crime in the Republic



of Serbia, US Justice Department ICITAP ProgramCBSnitiatives, Stability Pact for South-East
Europe Organized Crime Training Network Projedireé seminars on financial investigations, etc.

RECOMMENDATIONS
3.1. Recommendations for the legislative level

3.1.1. A new Law on the Prevention of Money Laundémng and Terrorism Financing should be
passed and brought into line with international stadards by:

- providing that the preventive measures laid dawthis Law be also implemented in the area of the
prevention of terrorism;

- modifying and supplementing the list of obligors

- prohibiting cash payment of goods in the valilEOR 15,000 or more;

- introducing customer due diligence standards;

- strengthening the status of compliance officetsie obligors;

- providing for the obligation requiring the Adnstration for the Prevention of Money
Laundering to send information to the obligors @ning the cases initiated by the obligors in their
STRs;

- providing the Administration for the PreventiohMoney Laundering with a direct access to certain
databases held by some state bodies (Ministry ef Ititerior, Tax Administration, Customs
Administration, Foreign Currency Inspectorate, ;etc)

- supplementing the provisions on competenciesiefAdministration for the Prevention of Money
Laundering regarding international cooperation antbrmation exchange with foreign FIUs
concerning temporary suspension of transactiorss fareign FIU’s request, and harmonizing these
provisions with the other provisions containedha Warsaw Convention;

- supplementing the provisions on the monitoringhef implementation of the Law on the Prevention
of Money Laundering and Terrorism Financing andlthe on the repressive measures based on the
relevant UN SC resolutions in terms of designattogipetent bodies to monitor the implementation
of the provisions of these laws for all obligorezgdries;

- laying down a requirement for the supervisory ibsdio report, to the Administration for the
Prevention of Money Laundering, suspected monegdating or terrorism financing transactions,
where they identify them in the execution of thpeswision;

- establishing a system of monitoring in-bound and-bound transportation of cash and bearer
securities across the state border in the valuEWR 10,000 or more irrespective of the existing
foreign currency regime;

- laying down which data shall be obtained whermaasd bearer securities are transported across the
border;

- authorizing the Customs Administration to carty the tasks referred to in the preceding two lines

- modifying and supplementing the penal provisisoss to include new requirements on the obligors
as well as stipulating provisional measures for detlaring, falsely declaring or incompletely
declaring a cross-border transportation of cashbmader securities;

- ensuring that the data and documents collectethéyAdministration for the Prevention of Money
Laundering through the international cooperatiamloa used as evidence in court proceedings;

3.1.2. The law on the repressive measures appliedaded on the relevant UN SC resolutions
should be passed.

3.1.3. The Criminal Code (hereinafter: the CC) shold be modified and supplemented as follows:

- Articles 91-93 of the CC concerning the configsmatof proceeds should be modified and
supplemented, and harmonized with Article 2 of 8teasbourg Convention and Article 5 of the
Warsaw Convention concerning the confiscation afiveaent value and confiscation of indirect
proceeds;

- Article 231 of the CC and Article 393 of t7hge Chloslld be modified and supplemented so as to



harmonize them with the provisions of Article 6the Strasbourg Convention and Article 9 of the
Warsaw Convention, Article 1 paragraph 2 of ther@ttU Directive and the second FATF Special
Recommendation.

3.1.4. The Criminal Procedure Code (hereinafter: te CPC) should be modified and
supplemented as follows:

- Article 86 of the CPC concerning the obtainingdata from banks or other financial organizations
and provisions on the detention or seizure of ¢ssive harmonized with Article 7, paragraph 2 and
Article 5 of the Warsaw Convention);

- Articles 87-94 of the CPC concerning the measirgeizure of items and proceeds (to be
harmonized with Article 5 of the Warsaw Conventmoncerning the seizure of proceeds’ equivalent
value and seizure of indirect illegal proceeds);

- CPC Chapter VIII on “Special Investigative Act&rshould be modified and supplemented so as to
allow for the use of special investigative actiaiso for identifying illegal proceeds that may be
confiscated (to be harmonized with Article 4, pasay 2 of the Strasbourg Convention and Article 7,
paragraph 3 of the Warsaw Convention);

- provisions of Articles 490-497 of the CPC condegnthe confiscation of proceeds from certain
criminal offenses should be modified and supplee@nso as to also include cases when the
proceedings have not resulted in sentence of comaliion — then remprocedure (to be harmonized
with FATF Recommendation No. 3).

3.1.5. A law on the confiscation of illegal proceethd management of seized or confiscated proceeds
should be passed.

3.1.6. Regulations on international legal assistaacshould be harmonized with the Warsaw
Convention and the International Convention for theSuppression of the Financing of Terrorism.

3.1.7. A law on the accountability of legal persongor criminal offences should be passed
governing, among other things:

- that legal entities may be held liable for thieninal offences of money laundering and the finagci
of terrorism;

- the provisional measures and confiscation of geds from legal entities in case of money
laundering and terrorism financing crimes.

3.1.8. The Law on Payment Operations should be ¢w@izad with FATF Special Recommendation 7
(electronic transfers) and the EU Regulation camogrthe documentation accompanying electronic
transfers.

3.1.9. The Law on Ministries should be supplemersigds to include provisions governing the anti-
money laundering and terrorism financing competnoi the ministry competent for finance;

3.1.10. The judiciary should be required to mamtatatistical data concerning the seized and
confiscated proceeds as well as concerning intemet legal assistance regarding the money
laundering and terrorism financing crimes, so aertsure compliance with FATF Recommendation
No. 32.

3.1.11. The Law on Banks, Law on Capital Marketwlen Investment Funds, Law on Joint Stock

Companies’ Takeover, Law on Insurance, etc, shbeldeviewed ensuring that the powers of the
bodies competent to monitor the implementatiorhete laws be applied also in the supervision of the
implementation of the Law on the Prevention of Mphaundering and Terrorism Financing. These

laws should govern the maintenance of statistick@ming the international cooperation of these
bodies with their foreign counterpart institutioims the areas of money laundering and terrorism
financing. 79



3.1.12. The situation in the area of the transfemoney or value should be analyzed in order to

establish whether there are any informal moneyabuestransfer mechanisms. This analysis should
cover both formal and potential informal money atue transfer systems in order to ensure that they
are registered or licensed, and that they arediecun the system of prevention of money laundering

and terrorism financing; Prohibit the existenceimbrmal money or value transfer systems and

provide sanctions in case of breach of the ban.

3.1.13. The Warsaw convention should be ratified.

3.1.14. The Law on Registration of Business Erttitied the Law on Taxation Procedure and Taxation
Administration should be amended, concerning theudentation required for registration and
identification number assignment, so as to pregapnymous companies or companies with unknown
owners from becoming founders of domestic companies

3.2.15. The operation of “other financial instibsts” should be regulated in order to regulate the
issuing and operating payment cards.

3.2. Recommendations for the institutional level

The following recommendations are relevant forittgtitutional level and they concern the following
issues: systematization of work posts and recruitméudget, technical equipment available,
organizational units and competences.

3.2.1. Public Prosecutor’s Office:

- district public prosecutors should designate tepoublic prosecutors for the areas in their
jurisdiction who will be functionally and geographlly competent to act in money laundering and
terrorism financing cases as well as to recommendgeds confiscation measures in cases that are
not linked to organized crime.

3.2.2. Courts:

- district and municipal courts’ presidents willsilgnate, in the annual roster, the investigativé an
other judges who will act in cases of money laumdeand terrorism financing cases as well as in
issuing provisional proceeds confiscation measiareases that are not linked to organized crime.

3.2.3. Ministry of the Interior:

- police officers in economic crime suppressiontises who will deal with detecting money
laundering and terrorism financing should recejecglized training;

- separate organizational units should be estadish deal with financial investigations at thecleof
the Interior Ministry and the police administratson

3.2.4. Customs Administration:

- a database should be established recording érangfcash and bearer securities across the state
border in amounts larger than EUR 10,000 in accurdavith the FATF Special Recommendation No.
9 (cash couriers) and the EU Regulation concertiiagontrol of cash movement across EU borders;

- a number of work posts for the analysis of théad&ferred to in the previous item should be
provided for in the systematization of posts.

3.2.5. Ministry of Justice:

- a number of employees should specialize in irigonal legal assistance tasks in the area of
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money laundering, financing of terrorism and cardifon of proceeds;
3.2.6. Games of Chance Administration and Tax Admiistration:

- a number of employees should specialize forntlomitoring of the implementation of the Law on
the Prevention of Money Laundering and TerrorismaRting by obligors organizing games of
chance.

3.2.7. National Bank of Serbia:

- a number of posts should be provided or a spat@glartment set up in order to monitor the
implementation of the Law on the Prevention of Mpriundering and Terrorism Financing in
obligors.

3.2.8. Securities Commission:

- a number of existing employees should specidbzahe monitoring of the implementation of the
Law on the Prevention of Money Laundering and Tiesno Financing by obligors.

3.2.9. Financial and technical conditions shouldofided in order to network the databases of the
competent state bodies.

3.2.10. Special and specialized bodies or workimmgijgs should be set within the obligor associations
under the Law on the Prevention of Money Laundednd Terrorism Financing in order to analyze
and interpret regulations, offer technical assistaim the data exchange, recommend regulations and
their amendments, organize training, etc.

3.3. Recommendations for the operative level

3.3.1. Formalize the cooperation between the comgett state bodies (Administration for the
Prevention of Money Laundering, the Police, BIA, bdies competent for supervision of the
implementation of the Law on the Prevention of Mong Laundering, Tax Administration,
Customs Administration, and Foreign Currency Inspetorate) in order to:

- work on specific cases;

- implement training of staff in these state bodied collective training of obligors;
- efficiently cooperate internationally;

- coordinate the participation in international amgzations and bodies.

3.3.2. Operativad hocworking groups should be set up to work on specifbney laundering and
terrorism financing cases and their proceduresldhmiarranges in such a way as to allow for prompt
meetings upon request.

3.3.3. Representatives (liaison officers) of thanmistration for the Prevention of Money Laundering
Interior Ministry, Tax Police, Customs Administi@ti, BIA, and the Prosecutor’'s Office should be
appointed to work on specific cases of money latindeand terrorism financing.

3.3.4 Provisions should be made so that the Taicé’@nd Customs Administration are required,
when they carry out their tasks, to check the erist of the money laundering and terrorism
financing crimes.

3.3.5 Provisions should be made so that the Adtnitisn for the Prevention of Money Laundering
will sign cooperation agreements with all the fgreiFIUs that require such agreements in order to
exchange data internationally.
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3.3.6 Provisions should be made so that the Adtnatisn for the Prevention of Money Laundering,
in cooperation with the bodies competent for mamip the implementation of the Law on the
Prevention of Money Laundering and obligor assomiet initiates and participates in the
development of indicators for identifying money rdering or terrorism financing suspicious
transactions in obligors. Representatives of otbiate bodies too should be included in the
development of the indicators.

3.3.7 Provisions should be made so that the Adtnitisn for the Prevention of Money Laundering
further develops practical mechanisms for sendéegliback to obligors.

3.3.8 Provisions should be made so that the Adtnatisn for the Prevention of Money Laundering,
in cooperation with the Interior Ministry, Proseatis Office, courts and the bodies responsible to
monitor the implementation of the Law on the Préien of Money Laundering and Terrorism
Financing, develops forms using which misdemeanadseconomic offences referred to in the Law
as well as criminal offences of money launderind gemrorism financing will be reported.

3.3.9 Provisions should be made so that the bodiesmpetent to monitor the implementation of
the Law on the Prevention of Money Laundering and €rrorism Financing may:

- develop guidelines or reference books for the itodng of the implementation of the Law on the
Prevention of Money Laundering and Terrorism Fimagén obligors;

- develop guidelines for the application of prowiss of the new Law on the Prevention of Money
Laundering and Terrorism Financing in obligors.

3.3.10. Awareness on the need for a more efficieapplication of the Law on the Prevention of
Money Laundering should be systematically raised {pdesigning brochures, electronic training
programs, media campaigns, etc).

3.3.11 An analysis of situation in the non-profit ector should be conducted in order to assess the
risk of its misuse for the purposes of money laundimg and terrorism financing.

3.3.12 The IT system in the Administration for theevention of Money Laundering should be further
developed.

3.4. Recommendations concerning professional tgini

In order to institutionalize the training of stateodies, bodies competent to supervise the
implementation of the Law on the Prevention of Mprn&undering, and obligors, the following
measures should be taken:

3.4.1 Conduct a needs analysis concerning profegisioaining which will involve the competent
state bodies and the bodies monitoring the impleatiem of the Law on the Prevention of Money
Laundering, as well as the obligors through thesogiations.

3.4.2 Professional training in combating money ¢tring and terrorism financing should be
implemented through the Judicial Training CentelA BEducational and Research Center, Interior
Ministry’s Training Center and specialized unitsthin the bodies competent to monitor the
implementation of the Law on the Prevention of Mphaundering.

3.4.3. The professional training programs shoubluitle special modules regarding AML/CFT issues,
financial investigations, and confiscation of preds.

3.4.4. The Interior Ministry, Justice Ministry, ditoprosecutor’s office, courts, Administration fitre
Prevention of Money Laundering, Customs Adminigbrgt Tax Administration, National Bank of
Serbia and the Securities Commission shé)ZuId apploént respective representatives who will be



responsible for professional training in AML/CFBu®s, financial investigations and confiscation of
proceeds (hereinafter referred to: Instructorsg $&me is recommended for obligor associations.

3.4.5. Instructors should receive training concerning AML/CFT issues, financial investigations,
and confiscation of proceeds, as well as in tha afenethodology and working techniques.

3.4.6. Technical and other working conditions fag instructors should be provided.
4. IMPLEMENTATION

The body responsible to monitor the implementatdrihis strategy is the Standing Coordination
Group. The Group’s mandate should be extended sdoa@clude the monitoring of the
implementation of this strategy, monitoring, isgurecommendations and coordination of activities in
the area of money laundering and terrorism finagcithe Group should include the representatives of
all relevant state bodies, as well as the pros€sutdfice, courts and independent bodies monitprin
the implementation of the Law on the PreventiorMainey Laundering. Representatives of obligor
associations may also take part in the work of @rnsup.

An Action plan will be developed for the implemetida of this strategy, and it will set out the
responsibilities of all the competent state bodses the deadlines for their implementation, arstss
the necessary financial resources.

5. FINAL SECTION

This strategy should be published in the “Officzdzette of the Republic of Serbia”.

5 ANNEX 4 — GOVERNMENT DECISION TO ESTABLISH A STANDI NG
COORDINATION GROUP FOR MONITORING THE IMPLEMENTATIO N OF
THE NATIONAL AML/CFT STRATEGY (2009)

Pursuant to Article 33, para. 2. and Article 43rapd. of the Law on Government
(“Official Gazette of RS”, no. 55/05, 71/05- cortien, 101/07 and 65/08), with regard to the Nationa
Strategy against Money Laundering and Terrorisnaiéing (,Official Gazette of RS”, no. 89/08),

Government renders a
DECISION

TO ESTABLISH A STANDING COORDINATION GROUP FOR MONDRING THE
IMPLEMENTATION OF THE NATIONAL STRATEGY AGAINST MONEY LAUNDERING
AND TERRORISM FINANCING

1. Standing Coordination Group for Monitoring theplementation of the National
Strategy against Money Laundering and Terorism riiimey (hereinafter referred to as: Standing
Coordination Group) is established.

2. The task of the Standing Coordination Groug isonitor the implementation of the
National Strategy against Money Laundering and figmo Financing; to propose measures to the
competent authorities for enhancing the systemcéonbat against money laundering and terrorism
financing and to improve cooperation and informatexchange among the authorities; to present
opinions and qualified technical explanations te tompetent state authorities and to streamline
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positions and facilitate the participation of theepRblic of Serbia delegations in international
organizations and international fora involved i frevention of money laundering and terrorism
financing.

3. Following persons are appointed officials andmiers of the Standing
Coordination Group:

- Chairman
Miodragbidi¢, State Secretary of the Ministry of Finance;

- Vice-Chairmen:

1) Slobodan Homen, Stater&ary of the Ministry of Justice,

2) Dragan MarkoyiState Secretary of the Ministry of Interior,

3)Aleksandar Vi, Director of the Administration for the Preventiafi Money
Laundering, Ministry of Finance;

- members
1) Nevenka Va#, Judge of the Supreme Court of Serbia,
2) Sonja Manojlogj Judge of the Supreme Court of Serbia,
3) Milan Bojkow, Deputy Public Prosecutor,
4) Milan Petkovj Deputy Public Prosecutor,
5)Dejan StojanéyiDirector of the Foreign Exchange Inspectoratenisdiy of
Finance;
6) borde Jovanovd, Member of the Securities Commission,
7) Aleksandar Vulow, Assistant Director of the Customs Administratibtinistry of Finance;

8) Milovan Milovanov, Head of Department in the Administration for fievention
of Money Laundering, Ministry of Finance;
9) Risto Leki Service for Combating Organized Crime, Ministfyrgerior
10) DuSan Mi¢, Head of Department in the Customs Administratibfinistry of
Finance;
11) Sanda Maleyi Independent Operative in the Tax Administratidfinistry of
Finance
12) SneZanAuri¢c Radulové, Head of Department in the Foreign Exchange
Inspectorate, Ministry of Finance;
13) Silvija Duvati¢ Gujanti¢, Head of Department in the National Bank of Serbia
14) Jelena StankéyiAssociate in the National Bank of Serbia,
15) VladimiCekli¢, Advisor in the Ministry of Justice,
16) Vesna Aleksi Chief Inspector in the Tax Administration, Mimgbf Finance
17) Goran KupreSanin, inspector in teeusities Commission,
18) Dragan Dodig, Security Informatisgency,
19) SaSa KarajlayiSecurity Information Agency
20) Dragan Aré&j Military Security Agency,
21) Predrag &it, Military Information Agency;

- Secretary
Katarina Pawti¢, Advisor in the Administration for the PreventiohMoney Laundering, Ministry
of Finance;
- Deputy Secretary
Aleksandar Petko&i Junior Advisor in the position of a trainee iretdministration for the
Prevention of Money Laundering, Ministry of Finance

4. Representatives of other competent authoritiescrganizations can participate in
the work of Standing Coordination Group, as welleaperts in various fields for the purposes of
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delivering qualified opinions in relation to ceriassues from the term of reference of the Standing
Coordination Group.

5. Profession-related and adminstrative technicatkwrelevant for the work of
Standing Coordination Group shall be done by theniaistration for the Prevention of Money
Laundering, Ministry of Finance.

6. Standing Coordination Gras bound to report on its work to the Governmewuery
90 days as a minimum.

7. Technical and other ctinds for the work of Standing Coordination Grotnal be
provided by the Ministry of Finance.

8. On the day that this Decision becomescéffe, the Decision on Forming Standing
Coordination Group to Develop an Action Plan foe ttmplementation of Council of Europe
Recommendations on Actions and Measures UndertakErevent Money Laundering and Terrorism
Financing (“Offcial Gazette of RS”, no.71/05) ipealed.

9. This Decisin comes into force on the eigtily following its publication in the
Official Gazette of the Republic of Serbia.

05 Number:

In Belgrade, 9 April 20009.

GOVERNMENT

PRIME MINISTER

85



6 ANNEX 5 - CRIMINAL CODE (EXCERPTS)

CHAPTER TWO
APPLICATION OF CRIMINAL LEGISLATION OF
THE REPUBLIC OF SERBIA

Temporal Application
Article 5

(1) The law in force at the time of committing oinsinal offence shall apply to the offender.
(2) If after the commission of a criminal offentlee law was amended once or more times,
the law most lenient for the offender shall apply.
(3) A person who commits an offence prescribed tanawith a definite period of application
shall be tried under such law, regardless of the ©f trial, unless otherwise provided by such law.

Applicability of Criminal Legislation on the Territ ory of Serbia
Article 6

(1) Criminal legislation of the Republic of Serlsidall apply to anyone committing a criminal
offence on its territory.

(2) Criminal legislation of the Republic of Serbéaall apply to anyone committing a
criminal offence on a domestic vessel, regardlésshere the vessel is at the time of committing of
the act.

(3) Criminal legislation of the Republic of Serbéaall apply to anyone committing a
criminal offence in a domestic aircraft while imgfit or domestic military aircraft, regardless diave
the aircraft is at the time of committing of criralroffence.

(4) If criminal proceedings have been institutec¢d@ncluded in a foreign country in respect of
cases specified in paragraphs 1 through 3 of thigclé, criminal prosecution in Serbia shall be
undertaken only with the permission of the RepuBliblic Prosecutor.

(5) Criminal prosecution of foreign citizens in easspecified in paragraphs 1 through 3 of
this Article may be transferred to a foreign stateder the terms of reciprocity.

Applicability of Criminal Legislation of Serbia to Perpetrators of Particular Criminal Offences
Committed Abroad
Article 7

Criminal legislation of Serbia shall apply to angooommitting abroad a criminal offence
specified in Articles 305 through 316, and 318 tiglo 321 hereof or Article 223 hereof if
counterfeiting relates to domestic currency.

Applicability of Criminal Legislation of Serbia to Serbian Citizen Committing Criminal Offence
Abroad
Article 8

(1) Criminal legislation of Serbia shall also appty a citizen of Serbia who commits a
criminal offence abroad other than those specifiedrticle 7 hereof, if found on the territory of
Serbia or Montenegro or if extradited to the Staen of Serbia and Montenegro.

(2) Under the conditions specified in para 1 o$ thiticle, criminal legislation of Serbia shall

86



also apply to an offender who became a citizenesbi® and Montenegro after the commission of the
offence.

Applicability of Criminal Legislation of Serbia to a Foreign Citizen Committing a Criminal
Offence Abroad
Article 9

(1) Criminal legislation of Serbia shall also apjpdya foreigner who commits a criminal
offence against Serbia or its citizen outside #reitory of Serbia other than those defined in
Article 7 hereof, if they are found on the territaf Serbia or Montenegro or if extradited to the
State Union of Serbia and Montenegro.

(2) Criminal legislation of Serbia shall also appb a foreigner who commits a criminal
offence abroad against a foreign state or foreitiea, when such offence is punishable by fivergea
imprisonment or a heavier penalty, pursuant to lafvthe country of commission, if such person is
found on the territory of Serbia and is not extiedlito the foreign state. Unless otherwise proviaed
this Code, the court may not impose in such cagesnalty heavier than set out by the law of the
country where the criminal offence was committed.

Special Requirements for Criminal Prosecution for Gfences Committed Abroad
Article 10

(1) In cases referred to in Articles 8 and 9 hgreaminal prosecution shall not be
undertaken if:

1) the offender has fully servied sentence to which he was convicted abroad,;

2) the offender was acquitted adrby final judgement or the statute of limitatioas set
in respect of the punishment, or was pardoned,;

3) to an offender of unsound méneklevant security measure was enforced abroad;

4) for a criminal offence underdign law criminal prosecution requires a motiontlué
victim, and such motion was not filed.

(2) In cases referred to in Articles 8 and 9 hermawhinal prosecution shall be undertaken
only when criminal offences are also punishablehaylaw of the country where committed. When in
cases referred to in Article 8 and 9 paragraphrédiethe law of the country where the offence was
committed does not provide for criminal prosecutfon such offence, criminal prosecution may be
undertaken only by permission of the Republic RuBlosecutor.

(3) In case referred to in Article 9 paragraph 2ebg if the act at time of commission
was considered a criminal offence under generall lpdnciples of international law, prosecution
may be undertaken in Serbia following the permissad the Republic Public Prosecutor,
regardless of the law of the country where theraffewas committed.

Criminal Offence
Article 14

(1) A criminal offence is an offence set forth the law as criminal offence, which is
unlawful and committed with guilty mind/mens rea.
(2) There is no criminal offence without an unlaindiat or culpability, notwithstanding the existence
of all essential elements of a criminal offencpwgtited by law.

Commission of Criminal Offence by Omission
Article 15

(1) A criminal offence is committed by omissiontlie law defines a failure to undertake a
particular action as a criminal offence.
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(2) A criminal offence may also be committed byission even if the law defines the
offence as commission, if elements of such crimaidnce have materialised by the offender’s failur
to do what he was obliged to do.

Time of Commission of Criminal Offence
Article 16

(1) A criminal offence is committed at the time thffender was acting or was obliged to act,
irrespective of when the consequences of that@aireed.

(2) An accomplice has committed a criminal offeratethe time when he acted or was
obliged to act.

Place of Commission of Criminal Offence
Article 17

(1) A criminal offence is committed both at thexq# where the perpetrator acted or was
obliged to act, and where full or partial consequesnof the act occurred.

(2) An attempted criminal offence shall be consedecommitted both at the place where the
offender acted and at the place where consequentésintent should or could have occurred.

(3) An accomplice has committed an offence alsénplace where he acted in complicity.

Premeditation
Article 25

A criminal offence is premeditated if the perpairaas aware of his act and wanted it committed or
when the perpetrator was aware that he could cotheigct and consented to its commission.

Negligence
Article 26

A criminal offence is committed by negligence ietbffender was aware that by his action he could
commit an offence, but had recklessly assumedithabuld not occur or that he would be able to
prevent it or was unaware that by his action heldcatommit an offence although due to
circumstances under which it was committed angéisonal characteristics he was obliged to be and
could have been aware of such possibility.

Attempt
Article 30

(1) Whoever commences a criminal offence with pmrditagion, but does not complete it, shall
be punished for the attempted criminal offenceuifrs offence is punishable by law with a term of
imprisonment of five years or more, and for themipt of other criminal offence only when the law
explicitly provides for the punishment of attempt.

(2) A perpetrator shall be punished for an attemjth a punishment prescribed for the
criminal offence or with a lighter punishment.

Inappropriate Attempt
Article 31

An offender who attempts to commit a criminal offerwith an inappropriate tool or against
an inappropriate object may be remitted from pumistht.
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Voluntary Abandonment
Article 32

(1) An offender who attempted to commit a crimin#fence, but voluntarily abandoned the
act of commission or prevented occurrence of camsgees, may be remitted from punishment.

(2) The provision of paragraph 1 of this Articlealihnot apply if the offender has not
completed the criminal offence due to circumstangesventing or considerably hindering
commission of the criminal offence, or becausedseimed that such circumstances were present.

(3) An accessory, instigator or abettor who voluhtgprevents commission of a criminal
offence may also be remitted from punishment.

(4) If in cases specified in paragraphs 1 and 8pffender completes some other criminal offeneg th
is independent of the offence he abandoned, thendér may not be remitted from punishment for
such other offence on the same grounds.

Co-perpetration
Article 33
If several persons jointly take part in committimgriminal offence, or jointly commit an offencetou
of negligence, or by carrying out a jointly madecidmn, by other premeditated act significantly
contribute to committing a criminal offence, eadtals be punished as prescribed by law for such
offence.

Incitement

Article 34
(1) Whoever with intent incites another to commitraminal offence shall be punished as prescribed
by law for such offence.
(2) Whoever with intent incites another to commdraminal offence whose attempt is punishable by
law, and such offence has not been attempted ,astelll be punished as for the attempted criminal
offence.

Aiding and Abetting
Article 35

(1) Anyone aiding another with intent in committireg criminal offence shall be punished as
prescribed by law for such criminal offence, orebgnitigated penalty.
(2) The following, in particular, shall be considdras aiding in the commission of a criminal offznc
giving instructions or advice on how to commit aninal offence; supply of means for committing a
criminal offence; creating conditions or removalofistacles for committing a criminal offence; prior
promise to conceal the commission of the offendgsnder, means used in committing a criminal
offence, traces of criminal offence and items gaitiheough the commission of criminal offence.

Limits of Culpability and Punishment of Accomplices
Article 36

(1) An accomplice is culpable for a criminal offenwithin the limits of his intent or negligence dan
the inciter and abettor within the limits of thaitent.
(2) Grounds which preclude the culpability of therpetrator (Art. 23, 28 and 29 hereof) do not
preclude a criminal offence of co-perpetratorsitars or abettors if they are culpable.
(3) Personal relations, characteristics and cir¢cantes due to which the law allows remittance of
punishment, or that affect sentencing, may be taketonsideration only for such perpetrator, co-
perpetrator, inciter or abettor where such relati@haracteristics and circumstances exist.
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CHAPTER SIX
SECURITY MEASURES

Purpose of Security Measures

Article 78

Within the general purpose of criminal sanctionstipde 4, paragraph 2), the purpose of security
measures is to eliminate circumstances or condititvat may have influence on an offender to
commit criminal offences in future.

Types of Security Measures

Article 79

(1)The following security measures may be ordecedffender:
compulsory psychiatric treatment and confinemerat inedical institution;
compulsory psychiatric treatment at liberty;

compulsory drug addiction treatment;

compulsory alcohol addiction treatment;

prohibition from practising a profession, activiyduty;
prohibition to drive a motor vehicle;

confiscation of objects;

expulsion of a foreigner from the country;

publishing of judgement.

CoNoUORrWNE

(2) Under the conditions prescribed by this Cod®tain security measures may be imposed on a
mentally incompetent person who committed unlavefttl provided under law as a criminal offence
(Article 80, para 2).

Seizure of Objects

Article 87

(1) Objects used or intended for use in the comomsef a criminal offence or resulting from the
commission of a criminal offence may be seizegrdperty of the offender.

(2) The objects referred to in paragraph 1 of thiscle may be seized even if not property of the
offender if so required by the interests of genesadiety or it there is still a risk that they wik used

to commit a criminal offence, if without prejudite the right of third parties to compensation of
damages by the offender.

(3) The law may stipulate a mandatory seizure ¢éaib and/or their mandatory destruction. The law
may also stipulate the requirements for seizungacdficular objects in specific cases.

CHAPTER SEVEN
CONFISCATION OF MATERIAL GAIN

Grounds for Confiscation of Material Gain

Article 91

(1) No one may retain material gain obtained bynoral offence.

(2) The gain referred to in paragraph 1 of thisddetshall be seized on conditions provided heagid
by decision of the court determining commissiom afiminal offence.

Conditions and Manner of Seizure of Material Gain

Article 92

(1) Money, items of value and all other materiahgaobtained by a criminal offence shall be seized
from the offender, and if such seizure should r@pbssible, the offender shall be obligated to gay
pecuniary amount commensurate with obtasi)raed matgaia.



(2) Material gain obtained by a criminal offencealéltalso be seized from the persons it has been
transferred to without compensation or with compéing that is obviously inadequate to its actual
value.

(3) If material gain is obtained by an offence &oother, such gain shall be seized.

Protection of the Injured Party

Article 93

(1) If in criminal proceedings a property claimtbge injured party is accepted, the court shall orde
seizure of material gain only if it exceeds theauddjated amount of the property claim.

(2) The injured party who in criminal proceedingsstbeen directed to institute civil action in respe
of his property claim, may request compensatiomfthe seized material gain if he institutes a civil
action within six months from the day the decisieferring him to litigation becomes final.

(3) The injured party who does not file a propectgim during criminal proceedings may request
compensation from the seized material gain if he ihatituted civil action to determine his claim
within three months from the day of learning of thdgement ordering seizure of material gain, and
not later than three years from the day the ordesedzure of material gain became final.

(4) In cases referred in paragraphs 2 and 3 ofAttisle, the injured party must, within three mbst
from the day the decision accepting his properéyntibecame final, request to be compensated from
the seized material gain.

Article 102

(1) Criminal records contain personal data of tfiieraler, data on penalty, suspended sentence,
judicial caution, remittance from punishment anddpa, and data on legal consequences of
conviction. Criminal record shall contain subsequsranges of data therein, information on serving
of sentence as well as cancellation of recordespect of wrong conviction.

(2) Data from criminal records may be disclosed/dola court, the state prosecutor and an organ of
internal affairs in respect of criminal proceedimgsmducted against a person with prior convictions,
the body in charge of enforcement of criminal s@mst and the body involved in the procedure of
granting amnesty, pardon, rehabilitation or degdion termination of legal consequences of
conviction, and to social welfare authorities whem required to discharge duties under their
competence.

(3) Data from criminal records may also be disaibgpon reasoned request to a government authority,
enterprise, other organisation or entrepreneudedil consequences of a conviction or security
measures are still in force and if there existsstified reason based on law.

(4) No one shall be entitled to request a citizeaubmit any evidence on his prior convictions an-n
existence of such convictions.

(5) Citizens may be given, at their request, dat@mor convictions, if any, if necessary for reaig
their rights.

CHAPTER TWELVE
INTERPRETATION

Meaning of Terms for the Purpose of this Code
Article 112
(3) An official is:

1) a person discharging officiatids in government authority;

2) elected, appointed or assignexsgn in a government authority, local self-govesnm
body or a person permanently or periodically disgimag official duty or office in such bodies;

3) a person in an institution, eptese or other entity who is assigned periodidatidarge
of public authority, who rules on rights, obligat&or interests of natural or legal persons oruslip
interest;
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4) an official shall also be a mersvho is in fact assigned discharge of officiatydor tasks;
5) a member of the military, exceptase of provisions of Chapter Thirty Three (&nial
Offences against Official Duty) hereof.
(4) A foreign official is a person who is a memiudriegislative, executive or judicial
authority of a foreign state, public official orfickr of an international organisations or bodies
thereof, judge or other official of an internatibtrébunal.

(5) A responsible officer is an owner of a businesterprise or other entity, or an officer
of a company, institution or other entity to whohy, virtue of his office, invested funds are
entrusted or is authorised to perform a specifapecof tasks in respect of management of the
property, production or other activity or in sugsron thereof, or is in fact entrusted with
discharge of particular duties. A responsible effishall be also the official in case of criminal
offences designating the responsible person asatpr, when such offences are not provided
in the Chapter on criminal offences against offidiaty or criminal offences of an official.

(22) An organised group is a group comprising mimmthree persons acting in conspiracy to
commit criminal offences.

(23) Money is metal and paper money or money fabet of other material that is legal
tender in member states of the State Union of Senbd Montenegro or a foreign country.

Disclosing a Business Secret

Article 240

(1) Whoever without authorisation communicates rtother, hands over or in any other way makes
available information representing a business seorewho obtains such information with the
intention to hand them over to an unauthorisedguershall be punished by imprisonment of three
months to five years.

(2) If the offence specified in paragraph 1 of tidicle is committed for gain or in respect of
particularly confidential information, the offendshall be published by imprisonment of two to ten
years.

(3) Whoever commits the offence specified in paapbrl of this Article from negligence, shall be
punished by imprisonment of up to three years.

(4) A business secret represents information arcurdents declared by law, other regulation or
decision of competent authority issued pursuaniato as business secret whose disclosure would
cause or could cause harmful consequences fontkepeise or other business entity.

Disclosing a State Secret
Article 316

(1) Whoever without authorisation discloses, handsr or makes available to another,
information or documents that are entrusted to dirthat he acquired otherwise and that represent a
state secret,

shall be punished by imprisonment of oneetoyears.

(2) Whoever discloses to another person informatiodocuments that he knows are a state

secret, and which he unlawfully acquired,
shall be punished by imprisonment up to five years.

(3) If the offence specified in paragraph 1 of thiicle is committed during a direct threat of
war, state of war or state of emergency, or hasltexb in compromising security, economic or
military power of Serbia or SaM,

the offender shall be punished by imprisoninad three to fifteen years.

(4) If the offence specified in paragraph 1 is outted from negligence,

the offender shall be punished by imprisonmersixfnonths to five years.

(5) Such information or documents shall be considea state secret that are by law, other
regulations or decision of competent authority pdspursuant to law declared a state secret, and
whose disclosure would or could cause harm to eharsty, defence or political, military or economic
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interests of Serbia or SaM.

(6) A state secret in terms of paragraph 5 of #rigcle shall not be deemed information or
documents directed at serious violation of fundamdenights of man, or at compromising the
constitutional order and security of Serbia or Sad,well as information and documents that are
aimed at concealing a committed criminal offencaigliable by law with imprisonment up to five or
more years.

Conspiracy to Commit a Crime
Article 345

Whoever conspires with another to commit a paldicaffence punishable by imprisonment
of five or more years,
shall be punished by fine or imprisonment up te gear.

Criminal Alliance
Article 346

(1) Whoever organises a group or other alliance s@hpurpose is committing criminal offences
punishable by imprisonment of three or more years,

shall be punished by imprisonment of thremihs to five years.
(2)A member of the group or other alliance spedifieparagraph 1 of this Article,

shall be punished by imprisonment up to one year.
(3) If the offence specified in paragraph 1 of tAidicle refers to a group or other alliance whose
objective is committing of offences punishable mprisonment of twenty years or imprisonment of
thirty to forty years,

the organiser of the group or other alliasball be punished by minimum ten years
imprisonment or thirty to forty years' imprisonmerdnd a member of the confederacy by
imprisonment of six months to five years.
(4) The organiser of the group or other alliancecgfed in paragraphs 1 and 3 of this Article who b
exposing the alliance or otherwise prevents comamssf the offences for which the group was
organised,

shall be punished by imprisonment up toe¢hiyears and may be remitted from
punishment.
(5) A member of the group or other alliance spedifin paragraphs 2 and 3 of this Article who
exposes the group before committing as a memben drehalf of such group an offence specified in
paragraphs 2 and 3 of this Article for whose consiois the alliance was organised,
shall be punished by fine or imprisonment up te@ gmear, and may be remitted from

punishment.

Abuse of Office
Article 359

An official who by abuse of office or authority, lexceeding the limits of his official authority by
dereliction of duty acquires for himself or anotla@y benefit, or causes damages to a third party or
seriously violates the rights of another, shalpbeished by imprisonment of six months to five gear
If the commission of the offence specified in paagdy 1 of this Article results in acquiring matéria
gain exceeding four hundred and fifty thousand minahe offender shall be punished by
imprisonment of one to eight years.

If the value of acquired material gain exceeds milBon five hundred thousand dinars, the offender
shall be punished by imprisonment of two to twefears.

The responsible officer in an enterprise, institutor other entity who commits the offence spedifie
in paragraphs 1 through 3 of this Article shallppmished by the penalty prescribed for such offence
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Revealing of Official Secret
Article 369

(1)An official who without authorisation communieat conveys or otherwise makes available
information representing an official secret or wareobtains such information with intent to convey
it to an unauthorised person,
shall be punished by imprisonment of thremths to five years.
(2) If the offence specified in paragraph 1 of thisidlg is committed for gain or in respect of
particularly confidential information or for publi;mg or use abroad,

the offender shall be punished by impneent of one to eight years.
(3) If the offence specified in paragraph 1 of #iticle is committed from negligence,

the offender shall be punished by impnsent up to three years.

(4) An official secret is information and documents ldead by law, other regulation or decision of
the competent authority issued pursuant to lawnasfficial secret and whose disclosure would
cause or could cause damage to the service.

(5) Data and documents directed at serious violatiolurmiamental rights of man, or at endangering
the constitutional order and security of Serbia 8ail, as well as data and documents that have
as objective concealing of a committed criminakoffe punishable under law by imprisonment of
five or more years shall not be deemed an offgéaket in terms of paragraph 4 of this Article.

(6) Provisions specified in paragraphs 1 through 4isfArticle shall also be applied to a person who
has disclosed an official secret after his positban official has ceased.

7 ANNEX 6 - CRIMINAL PROCEDURE CODE (EXCERPTYS)

1. Temporary Seizure of Objects
ARTICLE 82

(1) Objects which, according to the Criminal Code, h&webe seized or which may be used as
evidence in criminal proceedings, shall be templyraeized and deposit in a court or their
safekeeping shall be secured in another way.

(2) Whoever is in possession of such objects shall daendb to surrender them upon the court’s
request. A person who refuses to surrender themhdined to an amount no exceeding 100,000
YUM, and in the case of further refusal may bedimme more time by the same fine. In shall be
proceeded in the same way against an official gpalsible person in a state authority, enterprise
or other legal entity.

(3) The panel (Article 24 paragraph 6) shall decidewmppeal against a ruling imposing a fine.

(4) The police authorities may seize the objects statgrhragraph 1 of this Article when proceeding
pursuant to the provisions of Article 225 and 28&is Act or when executing a court’s warrant.

(5) When seizing objects it shall be noted where theyewound and they shall be described, and if
necessary their identity shall be determined irtlagrowvay. A receipt shall be issued for the seized
objects.

ARTICLE 83
(1) State authorities may refuse to present or surraheée files or other documents if they deem that
disclosure of their contents would prejudice thbljgugood. If presenting or giving files and other
documents are denied, the panel thereon shall thakiénal decision (Article 24 paragraph 6).
(2) Enterprises or other legal entities may requedt data related to their business be not publicly
disclosed.

ARTICLE 84
(1) When files of evidentiary value are temporarilyzsei, a list of them shall be made. If this is not
possible, the files shall be put in a cover andesed& he owner of the files may put his own seal
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on the cover.

(2) The person from whom the files have been seizelll sBaummoned to attend the opening of the
cover. If this person fails to appear or is absgleatcover shall be opened, the files examined and a
list of them made in his absence.

(3) When examining files, unauthorized persons shoatdhave access to their contents.

ARTICLE 85

(1) The investigating judge may order on his own itiit@ or upon the motion of the Public
Prosecutor that postal, telephone and other convation agencies retain and deliver to him,
against a receipt, letters, telegrams and oth@nsmnts addressed to the defendant or sent by him
if circumstances exist which indicate that it lely that these shipments can be used as evidence
in the proceedings.

(2) The shipments shall be opened by the investiggtidge in the presence of two witnesses. When
opening, care shall be taken not to damage thes,sedlle the covers and addresses shall be
preserved. A record shall be drawn up on the ojgenin

(3) If the interests of the proceedings so allow, tefeddant or the addressee may be fully or partially
informed of the contents of the shipment, which rbaydelivered to him as well. If the defendant
is absent, the shipment shall be returned to thdeseunless this would prejudice the interests of
the proceedings.

ARTICLE 86
The objects, which are temporarily seized in tharse of the criminal proceedings, shall be
returned to the owner or holder if the proceediagsdiscontinued provided that there are no reasons
for their seizure (Article 512). The objects sHadl returned to the owner or holder even before the
conclusion of the proceedings if the reasons feir theizure cease to exist.

Article 225
If there are grounds for suspicion that a crimiofiense subject to public prosecution has been
committed, the police authorities shall be bountht@® necessary measures aimed at discovering the
perpetrator, preventing the perpetrator or accarediiom fleeing or going into hiding, discovering
and securing traces of the criminal offense anceatbjwhich may serve as evidence as well as
gathering all information which could be useful smrccessfully conducting criminal proceedings.

In order to fulfill the duties referred to in paragh 1 of this Article, the police authorities mssek
information from citizens; carry out the necessamgpection of the means of transportation,
passengers and luggage; restrict movement in aierritory for an absolutely necessary time;
undertake necessary measures regarding the elstaplaf the identities of persons or objects; issue
wanted notice for a person or warrant for seizidirgbfects; carry out in the presence of the autteati
person an inspection of objects and premises ¢ stathorities, enterprises, firms and other legal
entities, review their documentation and seizd itécessary, as well as undertake other necessary
measures and actions. A record or an official nsftall be made on facts and circumstances
determined in the course of carrying out particaletions, which may be of importance for criminal
proceedings, as well as on discovered or seizesttshj

When conducting a judicial view for the criminaferise against traffic safety for which a reasonable
suspicion exists that it has caused detrimentademqmences or has been committed with the intest, th
police authorities may temporarily, and for upheee days, seize the driving license from the stispe

A person against whom some of the actions or measwferred to in paragraphs 2 and 3 of this
Article have been undertaken is entitled to filgetition to the Public Prosecutor having jurisdinti

Article 241
An investigation shall be instituted against a geated person when reasonable suspicion exists that

he has committed a criminal offense.
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In the course of the investigation, evidence ardrmation shall be collected that are necessargafor
decision on whether to prefer an indictment origzahtinue proceedings, evidence which may not be
possible to repeat at the trial or if its examioatimay involve some difficulties, as well as other
evidence which are to the benefit of the proceedlangd which examination is expedient according to
the circumstance of the case.

ARTICLE 232

(1) Upon the written motion containing a statementeafsons submitted by the Public Prosecutor, the
investigating judge may order surveillance and rgiog of telephone and other conversations or
communications by other technical means as wetipgigal recording of persons, against whom
there are grounds for suspicion that they have dttesinthemselves or with others a criminal
offense as follows:

1) Against the constitutional order or security;

2) Against humanity and international law;

3) With elements of organized crime (counterfeiting mbney, money laundering, illicit
manufacturing and trafficking in narcotic drugdegial trade of weapons, munitions and
explosive substance, trafficking in persons) ofiad acceptance of a bribe, extortion and
kidnapping.

(2) The investigating judge shall order the measurésnexd to in paragraph 1 of this Article by a
written order containing a statement of reasons. dider shall state the data related to the person
against whom the measures are to be applied, gsdonduspicion, the manner of application, the
scope and the term for their duration. The measumeertaken may last up to three months, and
for important reasons may be prolonged for an amtit three months. The application of the
measure shall be discontinued as soon as the sefsadts application cease to exist.

(3) The police authorities shall execute the ordehefibvestigating judge referred to in paragraph 1
of this Article.

(4) Postal and other agencies, organizations and persegistered for public transmission of
information are bound to made it possible for tlmtige authorities to execute the measures
referred to in paragraph 1 of this Article

(5) Upon the order of the investigating judge, the rdcws referred to in paragraph 1 of this Article
may also be performed in premises other than dugsli

ARTICLE 234

(1) If there is a suspicion that a criminal offense iphable by at least four-year imprisonment has
been committed, upon the written motion of the RuBlrosecutor containing a statement of
reasons, the investigating judge may order thaire lor finical or other organization submits data
concerning statement of balances of the suspeasiméss and private accounts.

(2) The investigative judge may at the proposal ofggtilic prosecutor issue a decision ordering the
organisation specified in paragraph 1 of this Aetito temporarily ban financial transactions
which are suspected to represent a criminal offemde be done for the purpose of committing a
criminal offence or hiding of a criminal offence profit gained through the commission of
criminal offence.

(3) The decision referred to under paragraph 2 ofdhigle shall order that the deposited and cash
funds in the local and foreign currency intendedtfe transactions specified in paragraph 2 of
this article be temporarily seized, deposited spacial account and secured by such time as the
proceedings are completed or conditions for thetirm met.

(4) An appeal against the decision specified in pag?2 of this article may be filed by the plaiftif
the owner of the funds, the suspect or the orgtoisaeferred to in paragraph 1 of this article.
The appeal does not postpone execution of theidecis
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(5) If it is established that the mentioned data artenecessary for conducting the proceedings or if
the Public Prosecutor declares that he shall pia®t a criminal proceedings to be instituted
against the suspect, the complete submitted dailé tsh destroyed under the supervision of the
investigating judge, who shall draw up a recordebé

ARTICLE 238

(1) If there is a danger in delay, the police authesitinay even before the commencement of the
investigation temporarily seize objects pursuanthi provisions of Article 82 of this Act and
carry out a search of dwelling and persons suligethe conditions stated in Article 81 of this
Act.

(2) The police authorities are bound immediately tanretthe temporarily seized objects to the
owner or holder if the criminal proceedings are imstituted or if they fail to submit a crime
report to the Public Prosecutor having jurisdictidthin a term of three months.

(3) For criminal offenses punishable by imprisonment éterm up to ten years, the police
authorities may on their own initiative carry outjudicial view and order expert witness
examination which cannot be postponed, exceptutopsy and exhumations, providing that the
investigating judge is not in a position to comeariadiately at the scene of the crime. If the
investigating judge arrives at the scene of thmerwhile the judicial view is being carried out,
he may take over its execution.

(4) The police authorities or the investigating juddmlk notify the Public Prosecutor on actions
referred to in paragraphs 1 to 3 of this Articleheut delay.

CHAPTER XXIX A
SPECIAL PROVISIONS GOVERNING PROCEEDINGS OF ORGAH[3 CRIME CRIMINAL
OFFENCES

Article 504a

Provisions of this chapter shall govern speciaksubf criminal procedure in discovering and

prosecuting perpetrators of criminal offences gfamised crime, temporary seizure of assets, regenue
and property and international cooperation in discmg and prosecuting perpetrators of criminal

offences of organised crime.

Unless otherwise prescribed by the provisions of @hapter for the cases stated in paragraph 1 of
this article, provisions of this Act shall apply tatis mutandis.

The provisions of this chapter shall apply to theas when grounds for suspicion exist that a camin
offence was committed as a result of organisedfvo or more persons whose aim is commitment
of serious criminal offences or gaining pecuniagpnéfit or power.

Besides the conditions stated in paragraph 3 &f dniicle, at least three out from the following
conditions have to exist:

that each member of the criminal organisation lithgterole or task determined in advance;

that the activity of the criminal organization walanned for a longer or indefinite period of time;

that the activity of the organisation is based entain rules of internal control and discipline of
members;

that the activity of the organisaton is planned pedormed on an international level

that violence and other intimidation methods ar&ing place, or that willingness for its
implementation exist;

that economic and business structures are usegtiorming the activities of the organisation.

That the organisation is used for money laundryfooillegally gained pecuniary benefit. That there
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is influence of the organisation or of one of itgtp on the political authorities, media, executive
judiciary authority or on other social or econorfactors.

Article 504 b
The persons who officially participate in the cn@i proceedings for organised crime criminal
offences are bound to act promptly.

Article 504 v

The data on pre-investigation and court investigafor the organised crime criminal offences shall
be considered an official secret. Besides the perseho officially participate in the proceedings,
other participants in the proceedings who are famivith the data must not publish the data. The
official person before whom the proceedings aredooted is bound to notify the participant on
his/her obligation to keep the secret.

The data on the pre-investigation proceedingsriiate to the organised crime criminal offences may
be published only upon the written permission ly¢bmpetent Public Prosecutor.

The data on the investigation may be published aplyn the written permission by the investigative
judge, issued after previously obtained approvahefPublic Prosecutor.

Article 504 g
In the proceedings against the criminal offencesrgénised crime, the first-instance court shalirsi
a three-judge panel, and the second-instance shailtsit in a five-judge panel.

Article 504 d
(1) The Public Prosecutor may file a motion foatweg a member of an organised criminal group in
a capacity of witness (hereinafter: informant wasjeagainst whom a criminal report is preferred or
criminal proceedings are pending for criminal offerof organised crime, under conditions where
there are mitigating circumstances based on whigstember of an organised criminal group may be
acquitted or his punishment may be mitigated adogrtb the Criminal Code, and if a significance of
this testimony in discovering, proving and prevegtiof other criminal offences of the criminal
organisation prevails the harmful consequencekeottiminal offence he committed.
(2) The Public Prosecutor may submit the motjpectied in paragraph 1 of this article

until the trial is completed.

Article 504d

Prior to the filing the motion, the Public Prosemushall advise the informant witness on the duty
specified in Article 102 paragraph 2 and the Aei@D6 of this Act. The informant withess may not
call upon the privilege to be exempted from dutytdstify stated in Article 98 or from the duty to

answer certain questions stated in paragraph 1@fisofct.

The advice stated in paragraph 1 of this articld answers from the informant witness and his
statement that he shall speak the truth and sayteusy he might know about the criminal group of
which member he is, its establishment, playershots and composition of the work and its goals
and other data he is aware of, about the crimiritdnoe he committed and about the another
perpetrator, another criminal organisations andnicdl offences of organised crime and their
perpetrators, about the obtained pecuniary or dikaefit or revenue, assets, property obtained and
other circumstances related to criminal offencesrgiinised crime, and not to withhold anything he
might know related to other circumstances, shallebtered into the court records signed by the
informant witness. The court records shall be hegddo the motion stated in Article 504 d of thistA

The informant withess may not be a person for wigoounds of suspicion that he is an organiser of a
criminal group, exist.

Article 504 e
The panel, specified in Article 24 paragraph ggdﬁs tAct, shall decide on the motion of the Public



Prosecutor stated in Article 504d of this Act, dgrithe investigation till the commencement of the
trial. The panel, before which the trial is pendislgall decide on this at the trial.

The Public Prosecutor, the person recommendedh®iiriformant witness and his defense counsel
shall be summoned at the session. The public ateded from the session.

The Public Prosecutor may file an appeal against rtiling rejecting the motion of the Public
Prosecutor, stated in paragraph 1 of this Artialighin the term of 48 hours from the day the ruling
was received. The higher court shall decide orapeal within the term of three days from the day
the appeal and the files of the first-instance tware received.

Article 504 Z

The public are excluded from the hearing of therimfant witness, unless the panel, decides otherwise
upon the motion of the Public Prosecutor and thieeagent of the witness.

Prior to the decision specified in paragraph 1hig article, the president of the panel shall, wiita
defense counsel present, notify the informant wggnef the motion of the Public Prosecutor and
advise him of his right to be examined excluding plublic. The statement of the informant witness to
be examined publicly will be included into the tsaript.

Article 504 z

The Informant witness who gave a statement in aecare with obligations specified in Article 504 dj
paragraphs 1 and 2 of this Act, may not be prosectdgr the criminal offence of organised crime for
which the trial is pending.

In the case specified in paragraph 1 of this artitle Public Prosecutor shall desist the prosacuaf
the informant witness until the trial against oth@embers of the criminal organisation at the latest
and the court shall pronounce the verdict rejedfiregindictment against the informant witness.

In the cases specified in paragraph 2 of this Ktihe Article 61 of this Act shall not apply.

Article 504 i

If the informant witness does not comply with tH#igations stated in Article 504 dj paragraph 1 and
2 of this Act, or if he does not commit a new cnali offence of organised crime prior to the final
completion of the trial, the Public Prosecutor klegther continue the prosecution or shall initiate
criminal proceedings.

If some criminal offence previously committed by tinformant witness is discovered during the trial,
the Public Prosecutor shall act according to tlo@iprons of Article 504 d of this Act.

Article 504 |

Statements and information that the Public Prosecubllected during the pre-investigative
proceedings may be used as evidence in the crimpnogleedings, but the verdict may not be based
only on them.

Article 504 k

The Public Prosecutor may request the competerie stathority, bank or another financial
organisation conduct the audit of management d@gaicepersons and to deliver him the documentation
and data that may use as evidence about the ctioffieace or property acquired through commission
of criminal offence, as well as the information srspicious financial transactions with regard ® th
Convention on Money Laundry, Search, Seizure andfiSzation of the Benefits Acquired through
Crime.

Under the conditions stated in paragraph 1 of #iscle, the Public Prosecutor may order the
competent authority or organisation to temporam Ipayment or issuance of suspicious money,

valuable papers or objects.
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In the motion stated in paragraphs 1 and 2 ofAniigle, the Public Prosecutor may closely defihe t
measure or action he recommends.

Article 504 |

If the police authorities undertake certain actietated to the criminal offence of organised crime
during the pre-investigative proceedings, he shatlfy immediately the Public Prosecutor having
jurisdiction thereof.

The Public Prosecutor may request the police aitigm®to undertake certain measures or actions in
the term given and to notify him thereof.

The police authority is bound to explain its fagito undertake the certain measures and failing to
meet the term given.

Article 504 [j

If there are grounds of suspicion that the persoalone, or together with other persons, prepares a
criminal offence of organised crime, the investigajudge, upon the motion of the Public Prosegutor
may, besides the measures specified in Articlea282234 of this Act, allow the following measures:
providing the simulated business services, simdlaegal acts and contracts, engagement of
undercover agents, if the criminal offence may b@tdiscovered, proven or prevented in any other
way, or if this would be considerable difficult.

Written explanation of the order by the investigatiudge ordering the measures stated in paradraph
of this article shall contain the data on the persbwhom the measure is conducted, description of
the criminal offence, manner, scope, place anditiation of the measure.

The duration of the measures specified in paragiaphthis Article may not exceed 6 months. Upon
reasoned proposal by the Public Prosecutor, thestigative judge may extend the duration of the
measure two times for three months at most. Dudegiding and extending the measure, the
investigative judge shall especially estimate whethe implementation of the measure is necessary
and whether the same result might be achievednaraer that less limits the right of citizens.

Article 504 m

The police authorities shall undertake the measspesified in article 504lj of this Act. The police
authorities shall produce daily reports on the enpéntation of the measure. The police authorities
shall submit the daily reports together with docatagon collected, to the investigative judge amel t
Public Prosecutor upon their request.

Following the execution of the measure specifiediticle 504 lj, of this Act, the police authorisie
shall submit a special report containing: timeh# introduction and finalization of the measurdada
on the official person who undertook the measuescdption of the technical devices used; number
and identity of persons covered by the measure; assssment on whether the measure was
appropriate and the results on the measure applied.

(3) Besides the report specified in paragraph #higf Article, the police authority shall submit the
whole documentation of photo, video, audio or etsdt record and all other evidence collected
through the implementation of the measure, to tidi® Prosecutor.

Article 504 n

The implementation of the measure specified inchatb04 |j of this Act shall cease following the
expiry of the term, or when the reasons for whigmeasure was introduced, no more exist.

If the Public Prosecutor does not institute thenaral proceedings within the term of six monthaft
the halting of the measure stated in Article 504flthis Act, all data collected has to be destdoye
The persons to whom this data relate, if they neidbntified, shall be notified thereof.
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The data collected through the implementation efriteasure stated in Article 504 Ij of this Act that
relate to the criminal offence which is not a pafrtorganised crime, may not be used in criminal
proceedings pending for this criminal offence.

Article 504 nj

The Minister of Interior or a person authorized Hiyn, shall determine the undercover agent. The
undercover agent may be a person employed at dhe atithorities. It is forbidden and punishable if
the undercover agent instigates the commissionimirtal offences.

The undercover agent in criminal proceedings mayhé&&d as a witness. The interview shall be
conducted in the manner so as not to discoverdimetity of the witness. The data on identity of the
undercover agent who is interviewed as a witneshl bk considered an official secret.

If the order of the investigative judge foreseé® tindercover agent may use technical devices for
recording conversations and enter into someoné&ealsellings or other facilities.

Article 504 o

The Public Prosecutor shall approve and the pddigthorities shall implement the measure of
controlled delivery that enable illegal and suspisi shipments to leave, cross or enter the teyrabr
one or more states, with knowledge and under tpersision of their competent authorities in order
to conduct the investigation and to identify pessamvolved in committing the criminal offence. The
Public Prosecutor shall issue a written permistoreach delivery separately.

The controlled delivery shall be conducted accardio the Article 11 of the UN Convention on
lllegal Drug and Psychotic/Narcotic Substancesfialehg, with agreement of the countries interested
and in accordance with the principle of reciprocity

Article 504 p
The Public Prosecutor may order a special protedto the certain witness, the informant witness or
to his family members.

Article 504 r

If there are either grounds for suspicion or graehduspicion that a criminal offence of organized
crime was committed, the court may introduce thasuee of temporary seizure of assets or pecuniary
benefits from those reasons detailed in article8®2nd articles 513-520 of this Act.

Unless otherwise prescribed by the provisions isf thapter, the provisions of the Law on Executive
Procedure and special provisions of this Act skagply mutatis mutandis to the procedure of
temporary seizure of assets and pecuniary bempeftified in paragraph 1 of this article.

Article 504 s

The investigative judge or the panel before whiahtrial is pending shall decide on the measures of
temporary seizure of objects and pecuniary ben€fie Panel stated in article 24 paragraph 4 shall
decide on appeal against the ruling.

The Public Prosecutor shall institute the procedaorentroducing the measures stated in paragraph 1
of this article.

The motion of the Public Prosecutor stated in pagay 2 of this Article shall contain: a brief
description of the criminal offence and its statutttle, the description of the objects or pecupia
benefits gained through the commission of a criingféence of organised crime, data on a person
possessing the objects or pecuniary benefits,aagons for suspicion that these objects of pecuniar
benefit have originated from the criminal offencel dhe reasons for probability that the seizuréhef
objects or pecuniary benefits gained through th@mission of the criminal offence of organised
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crime would be either significantly impeded or diea by the completion of criminal proceedings.

Article 504 t

In the ruling on introducing the measure of tempprseizure of objects or pecuniary benefits, the
court shall state the value and the king of thecipr pecuniary benefit, and the time for whickyth
are seized.

In the ruling stated in paragraphl of his artithes court may determine that the measure does not
relate to the objects or pecuniary benefit to whitah rules of conscious possession apply. An appeal
against the ruling stated in paragraph 1 of thische shall not stay the execution. The reasonédgu
stated in paragraph 1 of this article the courtl slidmit to the person to whom the measure relaies

to bank or other organisation responsible for folantransactions, and, if necessary, to othergrers

or state authorities.

Article 504¢

If the appeal against the ruling on introducing theasure of temporary seizure of objects or
pecuniary benefit is filed, the panel specifiedAiriicle 26, paragraph 4, or the panel of the higher
court shall schedule the trial and summon the pessated in the ruling, his defense counsel and the
Public Prosecutor.

The trial stated in paragraph 1 of this articlellsha held within a term of 30 days after the dag t
appeal was filed. All persons summoned shall berwgwed at the trial. Their absence shall not stay
the trial.

The panel shall terminate the measure stated agpaoh 1 of this article if the legality of origif the
object or pecuniary benefit is proven by the val@mtuments, or if it is probable that the object or
pecuniary benefit neither originates from the cnahioffence of organised crime nor obtained by
hiding the origin and the grounds for possession.

Article 504 u
The measure of temporary seizure of object or pacyibenefit may not last till the completion okth
criminal proceedings before the first instance tatithe longest.

If the measure stated in paragraph 1 of this Agtighs determined before the commencement of the
criminal proceedings, it shall be revoked unless dtiminal proceedings for the criminal offence of
organised crime is instituted within the term ofelh months after the day the ruling introducing the
measure was rendered.

Prior to expiry of the terms stated in paragra@nd 2 of this Article the measure may be revoked ex
officio or pursuant to the request of the Publiog@cutor or the interested person, if it appedssribt
necessary or justifiable considering the seriousmdsthe criminal offence, financial status of the
person to whom it relates, or financial status &f dependants or circumstances showing that the
seizure of objects or pecuniary benefit shall net disabled or significantly impeded till the
completion of criminal proceedings.

Article 504 f
The court having jurisdiction for the implementatiof execution according to the Law on Execution
Procedure shall implement the measure of tempaeirure of objects or pecuniary benefits.

The court specified in paragraph 1 of this artgtiall have the jurisdiction over the disputes duthé
execution.

On the day when the bankruptcy procedure commeneed the person who possessed objects and
pecuniary benefit that are temporary seized, thbtrio prefer a discharging indictment begins in

which case the objects and pecuniary benefit arensidered a matured/fallen due amount.
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Article 504 h
The competent state authority shall manage thegptppnd assets that are temporarily seized.

SPECIAL PROCEEDINGS
CHAPTER XXX

PROCEEDINGS FOR IMPLEMENTATION OF SECURITY MEASURES , FOR THE
CONFISCATION OF PECUNIARY BENEFIT, REVOCATION OF A  SUSPENDED
SENTENCE AND FOR RELEASE OF A CONVICTED PERSON ON PAROLE

1. Proceedings for Implementation of Security Measu

Article 505

If a defendant commits a criminal offense withowtntal capacity, the Public Prosecutor shall submit
to the court a motion to impose a security measafrecompulsory psychiatrist treatment and
confinement in a medical institution or motion tmmpulsory psychiatrist treatment of the perpetrato
out of the institution, if the conditions for theposition of such a measure specified in the Créin
Code are met.

In this case, the defendant who is in detentioiti slod be released but shall be temporarily plaiced
an appropriate medical institution or in some otheitable premises until the conclusion of the
proceedings for the implementation of the securigasures.

After the motion referred to in paragraph 1 of tAiicle is submitted, the defendant must have a
defense counsel.

Article 506

The court having jurisdiction to decide at firsstance shall, upon holding the trial, decide on the
application of security measures of compulsory pgtdst treatment and confinement in a medical
institution or compulsory psychiatrist treatment ofithe institution.

Along with the persons who must be summoned fottribg physiatrists from the medical institution
entrusted to testify on mental capacity of the déémt shall also be summoned as expert witnesses.
The defendant shall be summoned if his conditioauish that he may be present at the trial. The
spouse of the defendant, his parents or legal qaragthall be notified of the trial, and with resptxr

the circumstances, other close relatives as well.

If the court, upon the presentation of evidencegri@ines that the defendant has committed a certain
criminal offense and that at the time of the pegi&in of the criminal offense was mentally incapab

it shall decide, after interrogation of the sumnmersons and upon findings and opinions of the
expert witnesses, whether to impose on the deferadaacurity measures of compulsory psychiatrist
treatment and confinement in a medical instituttwncompulsory psychiatrist treatment out of the
institution. When deciding which of these secunitgasures to impose, the court shall not be bound by
the motion of the Public Prosecutor.

If the court determines that the defendant washmartally incapable when committed the offense, it
shall discontinue the proceedings for the implerugon of security measures.

Except for the injured person, all persons entittedile an appeal against a judgement (Article)364

may take an appeal from a ruling of the court withiterm of eight days from the day the ruling is
served.
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Article 507

The security measures referred to in Article 50&geaph 1 of this Act may also be imposed when, at
the trial, the Public Prosecutor amends the prefecharge or the motion to indict by submitting a
motion for the imposition of these measures.

Article 508

If the court imposes a punishment on a person vasocbmmitted a criminal offense with diminished
mental capacity, it shall impose a security measofrecompulsory psychiatric treatment and
confinement in a medical institution by the samdggment, provided that it establishes that stagutor
conditions are met.

Article 509

The final judgement by which the security measufecompulsory psychiatric treatment and
confinement in a medical institution or compulsggychiatric treatment out of the institution is
imposed (Articles 505 and 508), shall be submitizch court having jurisdiction to decide on a
deprivation of legal capacity. The guardian autfyashall also be notified of the decision.

Article 510

Every nine months, the court which imposed the bigcomeasure shall, by virtue of the office, review
whether the treatment and confinement in a meditstitution are still necessary. The medical
institution, the guardian authority and the peragainst whom the security measure is imposed may
submit a motion to that court for discontinuanceh® measure. After the Public Prosecutor is being
heard, the court shall discontinue the applicatibthis measure and order the perpetrator be redeas
provided that it establishes, upon the opinion gihgsician, that a necessity for the treatment and
confinement in a medical institution cease to existmay order his compulsory treatment out of the
institution. If the motion for discontinuance oktineasure is rejected, it may be again submitted af
six months of the day when the decision was remtlere

When the perpetrator with diminished mental capaisitto be released from the institution in which
he spent the time in a term less than a term optimshment he is sentenced to, the court shadl by
ruling decide whether this person is to serve aaethe punishment or shall be released on parole.
Against the perpetrator who is released on patbke,security measure of compulsory psychiatric
treatment out of the institution may be imposetthé statutory conditions are met.

After the Public Prosecutor is being heard and ibye of the office or upon a motion of the medical
institution in which the defendant is treated oowd have been treated, the court may, on the
perpetrator against whom the security measure ofipatsory psychiatric treatment out of the
institution is applied, impose the security measwfe compulsory psychiatric treatment and
confinement in a medical institution, provided tlitagstablishes that the perpetrator fails to stibmi
himself to the treatment or discontinues it lseH-willed, or that notwithstanding the treatméatis

still dangerous for his surroundings so that hisygolsory treatment and confinement in a medical
institution is needed. If necessary, before it s¥adh decision, the court shall also obtain aniopiof

the physician and interrogate the defendant, peavifiat his condition permits so.

The court shall render the decisions referred trgvious paragraphs of this Article at the panel

session (Article 24 paragraph 6). The Public Prasecand the defense counsel shall be notified of
the panel session. Before rendering a decisiomedessary and possible, the perpetrator shall be
interrogated.

Article 511

After it obtains the findings and opinion of an erpwitness, the court shall decide on the apptioat
of the security measure of compulsory treatmenaélfiction to alcohol and drug. The expert witness
shall also give a statement regarding possibilfeshe defendant’s treatment.

If the compulsory treatment out of the institutions ordered against the perpetrator by a suspended
4



sentence, and if he fails to submit himself to tteatment or discontinues it by a self-willed, afte
having heard the Public Prosecutor, the court mayitiue of the office or upon a motion of the
institution in which the perpetrator is treatedsbould have been treated, order the revocatioheof t
suspended sentence or the enforcement of the semeasure of compulsory treatment for addiction
to alcohol and drug in a medical institution or esttspecialized institution. If necessary, before
rendering a decision, the court shall obtain amiopi of the physician.

Article 512

Objects which must be seized according to the @amCode shall also be seized when the criminal
proceedings are not terminated with a judgementooiviction, provided that this is required by
considerations of public safety or the protectibmoral.

The authority before which proceedings were helthattime they were terminated or discontinued
shall render a separate ruling thereon.

The ruling on the seizure of objects referred tpanagraph 1 of this Article shall also be renddrgd
a court when it has failed to render such a detisica judgement of conviction. A certified copy of
the decision on the seizure of objects shall bweleld to the owner of the object if he is known.

The owner of the object is entitled to file an aglpegainst the decision referred to in paragrapaisd?
3 of this Article if he considers that there islagal ground for the seizure of the object. If thiéng
referred to in paragraph 2 of this Article is nehdered by a court, the panel (Article 24 parag@ph
of the court having jurisdiction to try at firststance shall decide on the appeal.

2. Proceedings for the Confiscation of Pecuniagy&it

Article 513
Pecuniary benefit obtained as a result of the casiom of a criminal offense shall be established in
the criminal proceedings by virtue of the office.

In the course of proceedings, the court and othénoaities before which criminal proceedings are
conducted are bound to obtain evidence and inastigircumstances which are relevant for the
determination of pecuniary benefit.

If the injured person submits a claim for indengdfion regarding the recovery of an object acquired
in consequence of the commission of a criminalrsféeor regarding the amount which corresponds to
the value of the object, the pecuniary benefitlshrally be determined for the part which exceeds the
claim for indemnification.

Article 514

When the confiscation of pecuniary benefit obtaimedonsequence of the commission of a criminal
offense from other persons comes into consideratfe person to whom the pecuniary benefit was
transferred or the person for whom it was obtairedhe representative of the legal entity shall be
summoned for interrogation in pre-trial proceedirsgsl at the trial. The summons shall state the
proceedings will be held even in his absence.

The representative of the legal entity shall badhaathe trial after the interrogation of the daefant.
The court shall proceed in the same manner regaatimer person referred to in previous paragraph,
unless he is summoned as a witness.

The person to whom the pecuniary benefit was teairesdl or the person for whom it was obtained, or
the representative of the legal entity is entitiecporopose evidence concerning the determination of
the pecuniary benefit and, upon the authorizatiothe president of the panel, to ask questionhef t

defendant, witnesses and expert witnesses.
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The exclusion of the public from the trail shallt megard the person to whom the pecuniary benefit
was transferred or for whom it was obtained orrdpesentative of the legal entity.

If the court establishes that the confiscation efymiary benefit comes into consideration while the
trial is in progress, it shall recess the trial andhmon the person to whom the pecuniary bene8t wa
transferred or for whom it was obtained, or theespntative of the legal entity.

Article 515
The amount of pecuniary benefit shall be fixedhat discretion of the court if its assessment etail
undue difficulties or a significant delay in theopeedings.

Article 516

When the confiscation of pecuniary benefit is undensideration, the court shall, by virtue of the
office, and pursuant to the provisions dealing weitiiorcement proceedings, order provisional securit
measures. In such a case, the provisions of Arfltleé paragraphs 2 and 3 of this Act shall apply
mutatis mutandis

Article 517

The court may order the confiscation of pecuniagpdiit by a judgement of conviction, by a penal
order issued without the trial, by a ruling on digial admonition or by a ruling on the applicatioh

an educational measure, as well as by a rulingrttposition of a security measure of mandatory
psychiatric treatment.

In the ordering part of the judgement or the rulihg court shall state which object is to be semed
which sum confiscated.

A certified copy of the judgement or the ruling ktedso be delivered to the person to whom the
pecuniary benefit was transferred or for whom iswéatained, as well as to the representative of the
legal entity, provided that the court orders thefiszation of pecuniary benefit from such a person

a legal entity.

Article 518
The person referred to in Article 514 of this Acaynsubmit a request for the reopening of criminal
proceedings regarding the decision on the confmtatf pecuniary benefit.

Article 519
The provisions of Article 365 paragraphs 2 and @ Articles 373 and 377 of this Act shall be applied
mutatis mutandign regard to an appeal from the decision on thdiscation of pecuniary benefit.

Article 520

Except as otherwise provided by the provisionshaf Chapter, in regard with the implementation of
security measures or the confiscation of pecuniemwefit, other provisions of this Act shall apply
mutatis mutandis
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8 ANNEX 7 - LAW OF SERBIA ON SEIZURE AND CONFISCATION OF THE
PROCEEDS OF CRIME (OFFICIAL GAZETTE RS NO. 97/08)

Article 1
This Law shall govern the requirements, the prooedund the authorities responsible for tracing,
seizing/confiscating and managing the proceeds frome.

Article 2
Provisions of this Law shall apply to the followiogminal offences:

Organised crime;

Showing pornographic material and child pornogragAyticle 185, paragraphs 2 and 3 of the
Criminal Code);

Against economy (Article 223 paragraph 3, Articl242paragraph 2, Article 225 paragraph 3,
Article 226 paragraph 2, Article 229 paragraphsnd 8, Article 230 paragraph 2, and Article 231
paragraph 2 of the Criminal Code);

Unlawful production, keeping and distribution ofroatics (Article 246 paragraphs 1 and 2 of the
Criminal Code);

Against public peace and order (Article 348 parpinra, and Article 350 paragraphs 2 and
3 of the Criminal Code);

Abuse of office (Article 359 paragraph 3, Articl&3 paragraph 3, Article 364 paragraph 3,
Article 366 paragraph 5, Article 367 paragraph&rbugh 3, 5 and 6, and Article 368 paragraphs 1
through 3, and 5 of the Criminal Code);

Against humanity and other goods protected by ma&pnal law (Article 372 paragraph 1,
Article 377, Article 378 paragraph 3, Article 37@&nagraph 3, Articles 388 through 390, and
Article 393 of the Criminal Code).

Provisions of this Law shall apply to criminal ofiees provided under Article 185 paragraphs 2
and 3, Article 230 paragraph 2, Article 348 parpbr8, Article 350 paragraphs 2 and 3, Article
366 paragraph 5, Article 367 paragraphs 1 through &d 6, Article 368 paragraphs 1 through 3,
and 5, Article 372 paragraph 1, Article 377, Arid78 paragraph 3, Articles 388 through 390, and
Article 393 of the Criminal Code if the materialigaacquired from crime, that is, the value of
objects acquired from crime exceeds the amountnefrillion five hundred thousand dinars.

Article 3
The following terms in this Law shall mean:

"Assets" shall denote goods of any kind, tangibteiangible, movable or immovable,

estimable or of inestimably great value, and insteats in any form evidencing rights to or
interest in such good. Assets shall also denoteme® or other gain generated, directly or
indirectly, from a criminal offence as well as aggod into which it is transformed or which it is

mingled with.

"Proceeds from crime"” shall denote assets of anssxt cooperative withess or bequeather being
manifestly disproportionate to his/her lawful inoem

"The accused" shall denote a suspect, a personsageiom criminal proceedings are instituted or a
person convicted for a criminal offence constituteder Article 2 of this Law.

"Bequeather" shall denote a person against whorm,tduhis/her death, criminal proceedings are
not instituted or are discontinued, wilasre it has been demonstrated in criminal
proceedings against other persons that he/she ¢rachitted a criminal offence under Article 2
of this Law together with the persons concerned.

"Legal successor" shall mean an inheritor of a c¢oted person, cooperative witness,
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bequeather or inheritors thereof.

"Third party" shall mean a natural person or a legsity to which the proceeds from crime have
been transferred.

"Owner" shall refer to an accused person, a cotiperwitness, a bequeather, and a legal successor
or a third party.

"Confiscation” shall denote temporary or permarsgizure of the proceeds from crime from the
owner.

Article 4
Unless otherwise stipulated by provisions of th&, the Criminal Procedure Code provisions
shall be applied by analogy.

I COMPETENT AUTHORITIES

Article 5

The authorities competent to trace, seize/confis@td manage the proceeds from crime shall
include the public prosecutor, the court, Finandrdklligence Unit of the Ministry of Internal
Affairs, and the Directorate for management of egiand confiscated assets.

Jurisdiction of the public prosecutor and the canrthe proceedings specified in paragraph 1 of
this Article shall be determined pursuant to juieidn of the court for the criminal offence
wherefrom the assets concerned are derived

a) Finantial Intelligence Unit

Article 6

The Financial Intelligence Unit (hereinafter "Unitls a specialised organisational unit of the
Ministry of Internal Affairs responsible for deténg the proceeds from criminal offences, and
performing other tasks in accordance with this Law.

The tasks specified in paragraph 1 of this Artenle undertaken by the Urdk officioor at the order
of the public prosecutor and the court.

Government and other authorities, organisations puoblic services are required to extend
assistance to the Unit.

Article 7
Minister of Internal Affairs shall pass a separ@atéeon the internal organisation and job clasdifica
in the Unit.

Minister of Internal Affairs shall assign Head dfet Unit upon acquiring an opinion from the
Republic Public Prosecutor.

b) Directorate for Management of Seized and Confisted Assets
Article 8

The Directorate for Management of Seized and Coafisd Assets (hereinafter "Directorate”) is
hereby established as a body within the Ministryastice to perform the tasks provided for under
this Law.

The Directorate shall perform taskx officiounder the competence thereof or at the order of the

public prosecutor and the court. 106



Government and other authorities, organisations puoblic services are required to extend
assistance to the Directorate.

Article 9
The Directorate shall:

1

wn

5.
6.
7

manage the seized/confiscated proceeds from crjects resulting from the commission
of a criminal offence (Article 87 of the Criminalo@e), material gain obtained by a criminal
offence (Articles 91 and 92 of the Criminal Codeldaassets given as pledge in criminal
proceedings;

conduct professional assessment of the seized gdtledeom crime;

store, safeguard and sell provisionally the seipedceeds from crime and administer
funds thus obtained in accordance with the law;

maintain records of assets managed in terms ofgmgph 1, subparagraph 1 of this Article,
including the records on court proceedings decidnguch property;

participate in extending mutual assistance;

participate in training of civil servants and mdgases on seizure of the proceeds from crime;
perform other tasks in accordance with this Law.

The Directorate shall perform tasks under paragfaphthis Article also in relation to material gai
deriving from commercial felony and/or misdemeanour

Article 10
The Directorate shall have the capacity of a I@gabson.

The seat of the Directorate shall be in Belgrade.

The Directorate may establish separate organisatigmts outside its seat.

Article 11
The Directorate shall be managed by a Directohea@ppointed and released from office by the
Government at the motion of the Minister of Justice

A person meeting general requirements for servicgdvernment authorities, who has graduated
from the Law School or the Faculty of Economy, ando has minimum of nine years of
professional service may be appointed a Director.

The Director shall have the status of a civil setvan accordance with regulations on civil
servants.

The Director may not be a member of any politicadty.

Provisions of regulations governing matters of &iehdf interest shall apply to the Director.
The Director shall be accountable for the work lu¢ Directorate and his work to the Minister of
Justice.

Article 12

Regulations on public administration shall applytie functioning, internal organisation and job
classification in the Directorate, whereas regolasi on general administrative procedure shall
apply to administrative matters.

Regulations on civil servants and appointees sigly to the rights and duties of the Directorate
staff.
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Article 13
Funds for the Directorate operations shall be satirom the Budget of the Republic of Serbia and
other revenues, in accordance with Law.

Article 14
Supervision of the Directorate operations shakkteducted by the Ministry of Justice.

Il PROCEDURE a) Financial Investigation

Article 15
Financial investigation shall be instituted agaitis# owner when reasonable grounds exist to
suspect that he/she possesses considerable amgeitsgdfrom a criminal offence.

During financial investigation evidence shall bdlexted on assets, lawful income and costs of
living of the defendant, cooperative witness or legther, evidence of assets inherited by the
legal successor, that is, evidence on assets angartsation transferred to the third party.

Article 16
It is the duty of all authorities and persons miptting in a financial investigation to act with
particular urgency.

Information relating to the financial investigatishall be classified as confidential and shall
represent an official secret. In addition to offisi such data may not be disclosed by any other
person who gets access to such information. Arciaffiis required to notify other persons that
this information is strictly confidential.

Article 17
Financial investigation shall be instigated at ¢cinder of the public prosecutor. A public prosecutor
shall manage such financial investigation.

Evidence specified in Article 15, paragraph 2 hestall be collected by the Unit at the request of
the public prosecutor a@x officio.

Article 18

Search of the apartment and other premises of treen or other persons may be undertaken
upon decision made by the competent court, if exddespecified in Article 15, paragraph 2 of this
Law is likely to be found.

Search of the owner or other persons may be undmntd evidence specified in paragraph 1 of
this Article is likely to be found.

Article 19

Objects that may serve as evidence under ArticlepaBagraph 2 of this Law shall be provisionally
impounded.

Government and other authorities, organisations fuldlic services are required to enable the
Unit to conduct inspection, and to transmit infotina, documents and other objects referred to
in paragraph 1 of this Article.

Inspection and transmission referred to in paragapf this Article may not be denied by invoking
the duty of confidentiality in respect of businegSicial, state and/or military secret.

Article 20

The public prosecutor may order banking or othaeafiicial organisation to transmit to the Unit
data on the status of the owner's business andtpraccounts, and safety deposit boxes.

The public prosecutor may by the orglecr specifiecpamagraph 1 of this Article permit



the Unit to undertake automatic data processinghenstatus of the owner's business and private
accounts, and safety deposit boxes.

b) Temporary Seizure of Assets

Article 21
If there is a risk that subsequent seizure of tloegeds from crime could be hindered or precluded,
the public prosecutor may file a motion for tempgrseizure of assets.

The motion referred to under paragraph 1 of thigche shall contain data on the owner, description

and legal qualification of a criminal offence, dgstion of assets to be seized, proof of assets,
circumstances establishing reasonable groundssigestithat assets derive from a criminal offence,

and reasons justifying the need for temporary seipfl assets.

The motion specified under paragraph 1 of thisoetshall be decided upon, depending on the phase
of proceedings, by the investigating judge, presidd the trial chamber and/or the trial chamber
conducting the main hearing.

Article 22

Should there be a risk that the owner will make okéhe proceeds from crime before the court
decides on the motion referred to in Article 21rgmmaph 1 of this Law, the public prosecutor may
issue an order banning the use of assets, andrgrotary seizure of movable assets.

The measure specified in paragraph 1 of this Agtitiall be in force until ruling of the court oreth
prosecutor's motion.

The order specified in this paragraph 1 of thisdetshall be enforced by the Unit.

Article 23

Prior to the ruling on the motion for temporaryzee of assets the court shall schedule a hearing
to which the owner, his/her defence counsel andttarney, if any, and the public prosecutor shall
be summoned.

The summons shall be delivered to the known addagsdor seat of the person specified in
paragraph 1 of this Article with a caution that thearing will be held irrespective of his/her

appearance. If the summons has been deliveredtlgitecthe owner or his/her defence counsel
and/or attorney, it will be considered that theidely to the owner has been thereby duly performed.

If the summons cannot be delivered in the mannecifipd under paragraph 2 of this Article, the
court shall assign aex officiolawyer to the owner for the purposes of the prooegdon the
temporary seizure of assets.

Article 24

The hearing referred to in Article 23, paragrapbfhis Law shall be held within five days from
the day of filing of the motion for temporary seigwf assets. A hearing once commenced shall be
concluded without being discontinued.

The public prosecutor shall present evidence oetads possession of the owner, circumstances
regarding reasonable grounds to suspect that tbeepds derive from a criminal offence and
circumstances indicating a risk that subsequeatseithereof would be hindered or prevented.

The owner and his/her defence counsel and/or ayoshall challenge contentions of the public
prosecutor.
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Article 25
On conclusion of the hearing the court shall pase@sion sustaining or rejecting the motion for
temporary seizure of assets.

The decision on temporary seizure of assets sbhathin information on the owner, description and
legal qualification of criminal offence, informatioon assets being seized, circumstances giving
rise to reasonable grounds to suspect that thetsaglggive from a criminal offence, reasons
justifying the need for temporary seizure of asseid the duration of seizure.

The court may by decision referred to in paragrapf this Article leave the owner a part of the
assets if sustenance of the owner or persons hedshigdiged to support in compliance with the
provisions of the Law on Enforcement Procedure wdod brought into question.

The court shall deliver the decision referred topiaragraph 1 of this Article to the owner,
his/her defence counsel and/or attorney, the pyisbsecutor and the Directorate.

Article 26
The decision referred to in Article 25, paragrapbfthis Law may be appealed within three days
from the day of delivery of the decision.

The appeal shall not stay enforcement specifietkiitle 25, paragraph 2 of this Law.
The pre-trial chamber and/or a higher instance tcghall decide on the appeal against the decision.

Article 27

Temporary seizure of assets may be in force uatihg on the motion for permanent seizure of
assets. The court may reconsider the decision dhere case of death of the owner or if
circumstances emerged that would question whe#imepadrary seizure of assets was justified.

¢) Permanent Seizure of Assets

Article 28

After legal entry into force of indictment and Hater than one year following the final conclusion
of criminal proceedings the public prosecutor stidd a motion for permanent seizure of the
proceeds from crime.

The motion under paragraph 1 of this Article slwalhtain information on the defendant and/or the
cooperative witness, description and legal quaifan of the criminal offence concerned,
designation of assets to be seized, evidence ostsa$s possession of the defendant and/or
cooperative witness and lawful income thereof, wiistances indicating a manifest disproportion
between assets and income, and grounds justifyiagheed for permanent seizure of assets. The
motion against the legal successor shall contaidesce that he/she has inherited the proceeds
from crime, and the motion against the third paiyall contain evidence that the proceeds from
crime were transferred without compensation or witimpensation that is not commensurate with
an actual value in order to deter seizure.

The chamber holding the main hearing and/or pregidé such trial chamber shall decide on the
motion specified in paragraph 1 of this Article.

The proceedings for permanent seizure of asselistgha matter of urgency

Article 29

Should the request under Article 28, paragraphhi§ taw be filed during the first-instance
proceedings the court shall summon the owner tonthén hearing to state whether he/she will
challenge the motion.
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If the owner who was duly summoned fails to appaathe main hearing or fails to give a
statement on the motion or he/she states thatdn@/ghnot challenge the motion, a decision on the
motion shall be passed within the judgement. Thasilen on the motion may be contested in the
appeal against the judgement.

Should the owner state that he/she challenges titeomthe decision shall be taken in separate
proceedings.

The court shall by a judgement rejecting the indet or acquitting of charges refuse the motion
for permanent seizure of assets and revoke thaidaobn temporary seizure of assets.

The court may transmit the data on assets of Wheeds to the relevant tax authority.

Article 30

When the owner states that he/she is challengiagrbtion specified in Article 28, paragraph 1 of
this Law or if the motion has been filed after theal conclusion of criminal proceedings, the court
shall conduct the main hearing to rule on the mmtio

Prior to the hearing referred to in paragraph 1hef Article the court shall schedule a preparatory
hearing within 30 days from the day of finality afconvicting judgement or from the day of the
filing of the motion by the public prosecutor, t@ke evidence proposals.

Article 31

The court shall summon to the preparatory hearireg dwner, his/her attorney, if any, and the
public prosecutor. The summons shall be sent ton@wk address and/or seat of the person
summoned, with a caution that the hearing will leédhirrespective of his/her attendance.

If the summons has been delivered directly to teey or his/her attorney, it will be considered
that the delivery to the owner has been thereby gefrformed. In case the summons cannot be
delivered in this manner, the court shall assigmxawnfficiolawyer to the owner for the purposes of
the proceedings on the permanent seizure of assets.

The summons will be delivered to the owner allowmgiimum eight days between delivery of
summons and the date of hearing.

The court shall by means of summons invite the gesgeferred to in paragraph 1 of this Article
to present facts at the preparatory hearing andgs® evidence their motion is based on or which
they use to challenge the motion of the adversty par

Following the presentation of evidence referrednigparagraph 4 of this Article, the court shall
schedule the main hearing within the period of ¢hmeonths from the day the preparatory hearing
was conducted on. If circumstances exist giving tisan assumption that some evidence cannot be
collected within the mentioned period or if evidenshould be provided from abroad, the day of
the main hearing may be postponed for the maximbiamother three months. Upon expiry of the
period of six months the main hearing shall be cateld irrespective of failure to collect some
evidence.

Article 32
The court shall summon to the main hearing the owhés/her attorney if any, the public
prosecutor and other persons required to attend.siimmons shall be delivered to a 10.

known address and/or the seat of the person sunmdmevith a caution that the hearing shall be
held irrespective of their appearance.
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The summons shall be delivered to the owner allgmmnimum 15 days between the delivery date
and the date of the hearing.

Should the public prosecutor fail to attend therimgpthe latter shall be postponed. President ef th
Chamber shall so notify the competent public prasac

Article 33

The main hearing shall commence with presentatibthe contents of the public prosecutor's
motion. A hearing once commenced shall be conclwddtbut adjournment.

If the motion is directed against the assets obmavicted person and/or a cooperative witness, the
public prosecutor shall present evidence on assetsed by the convicted person and/or the
cooperative witness, on lawful income thereof, acidcumstances indicating a manifest
disproportion between the assets and lawful incofie convicted person and/or the cooperative
witness, and his/her attorney shall challenge #fége contentions of the public prosecutor.

If the motion is directed against assets of legaicessor or the third party, the public prosecutor
shall present evidence that the legal successoint&sited the proceeds from crime and/or that
the latter has been transferred to a third partyaut compensation or with compensation that is
manifestly disproportionate to the actual valuefrtistrate seizure of assets. The legal succegsor o
the third party and his/her attorney shall challetigereafter contentions of the public prosecutor.

Article 34
Upon conclusion of the main hearing the court spalés a decision sustaining or rejecting the
motion for permanent seizure of assets.

The ruling on permanent seizure of assets shallatordata on the owner, description and legal
qualification of a criminal offence, data on asdetbe seized and/or the value being seized fran th
owner if he/she possessed the proceeds from criithethie objective to frustrate seizure of assets
thereof, and the decision on costs for managingtearily seized assets.

The court may by the ruling specified in paragr@pdf this Article pass a decision on the property
claim of the injured party the existence of whiastbeen determined by a final decision. The court
may decide to leave a portion of assets to the ownihe sustenance of the owner or persons
he/she is required to support in terms of the LawEmforcement Procedure would otherwise be
brought into question.

The court shall deliver the decision specified arggraph 1 of this Article to the owner, his/her
attorney, the public prosecutor and the Directorate

Upon receiving the decision specified in paragr@pbf this Article the Directorate shall without
delay undertake measures for safeguarding and airiimg the assets seized. The Directorate shall
manage the seized assets until final conclusioth@fprocedure for permanent seizure of assets.
Article 35

The decision specified in Article 34, paragraph fltlds Law may be appealed by authorised
persons within eight days from the date of delivgiihe decision.

The appeal shall not preclude the Directorate tweged in conformity with Article 34, paragraph 5
of this Law.

The appeal against the decision shall be decided bp a higher instance court.
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Article 36

In deliberating the appeal the court may reject dppeal as untimely or disallowed, refuse the
appeal as unfounded or sustain the appeal andseeweerrevoke the decision and refer the case for
reconsideration.

If in the same case the decision has been revoked, ahe second-instance court shall schedule a
hearing to decide on the appeal, insofar as thisidacmay not be revoked and the case referred for
reconsideration to the first-instance court.

The decision on permanent seizure of assets sleabrbe final where the court rejects as
unfounded the appeal filed against said decisiosustains the appeal filed against the decision
rejecting the motion for permanent seizure of assatd passes a decision on permanent seizure
of assets.

IV MANAGING SEIZED ASSETS

Article 37
On receiving the decision on temporary and/or perema seizure of assets the Directorate shall
without delay proceed in accordance with Articlef@his Law.

Until revoking the decision on temporary seizure axfsets and/or until final conclusion of
proceedings for permanent seizure of assets, ttecorate shall manage the seized assets with due
diligence and/or due and reasonable professiomal ca

Article 38

Records shall be made of seized property that shelude data on the owner, information on
assets and the state thereof at the time of takemfermation on the value of assets to be seized
(Article 34, paragraph 2), notice whether the assee temporarily or permanently seized, whether
the temporarily seized assets have been retainédebywner or entrusted to another natural person
or legal entity (Article 39, paragraphs 3 and 4yvad as other data.

Minister of Justice shall specify the detailed @nitof the records referred to in paragraph 1 of
this Article, and the content and the manner ofpkeg records on tasks discharged by the
Directorate in terms of Article 9, paragraph 1 luktLaw.

Article 39
Temporary seizure of assets shall be implementezligih analogous application of provisions of
the Law on Enforcement Procedure, unless othermiseided for herein.

The Directorate shall bear the costs incurred durthe safeguarding and maintenance of
temporarily seized assets.

The Director may decide to leave temporarily seiasgets with the owner under the proviso that
he/she undertake due diligence in care of the sas3dte owner shall bear the costs incurred
during the safeguarding and maintenance of theésassacerned.

In justified circumstances the Director may on basl contract entrust another natural person or
legal entity with the managing of temporarily seizssets.

Article 40

Temporarily seized objects of historical, artiséind scientific value shall be handed over for
safeguarding by the Directorate to institutions petent for safeguarding of such objects until
ruling on the motion for permanent seizure of asset

Temporarily seized foreign currency alrig foreign hcalsoldings, objects of precious



metals, precious or semi-precious stones and pshal be handed over by the Directorate to the
National Bank of Serbia for safekeeping until rglion the decision specified in paragraph 1 of this
Article.

The Directorate shall conclude a contract with cetept institutions and/or the National Bank
of Serbia on the safekeeping of the objects refleiwaén paragraphs 1 and 2 of this Article.

Article 41

If movable or immovable assets have been tempgraeized from the owner the Directorate may
offset essential safeguarding and maintenance ¢ostsnmovable property from money and/or
funds obtained by sales of movables.

Should the decision on temporary seizure of adsetsevoked, the Republic of Serbia shall bear
the costs specified in paragraph 1 of this Article.

Article 42

In order to safeguard the value of temporarily sgiassets the Directorate may upon approval of
the competent court and without delay sell movabled/or entrust a particular natural person or
legal entity to effect the sales procedure.

Unless otherwise specifically stipulated by prowis of this Law, the provisions of the laws
governing the enforcement procedure and the enforoé of penal sanctions shall be applied by
analogy for the sales procedure of assets spedifipdragraph 1 of this Article.

Exceptionally, the court may agree to accept a geedffered by the owner or another person
instead of selling the assets referred to in pay@yrl of this Article. The levels of the pledgeltha
be determined taking into account the value ofabgets temporarily seized. After the deposit of
the pledge, the assets shall be surrendered fwdbge depositor.

Article 43

Sales of assets referred to in Article 41, pardgrhpnd Article 42, paragraph 1 of this Law shall b
effected by oral public bidding to be advertisedhe "Official Gazette of the Republic of Serbia"
and/or other public journal. Perishables and arsmahy be sold without publishing the oral public
bidding.

Movables shall be sold at equal or higher pricente@aluated by the Directorate. If the assets were
not sold after two oral public biddings the salesyrbe effected through direct agreement.

Sales of stocks and other securities shall be tffiecn conformity with regulations governing
securities trading.

Article 44
Movables that are not sold within a period excegdine year may be donated for humanitarian
purposes or destroyed.

The decision on donation of assets referred taamagraph 1 of this Article shall be passed by the
Government at the proposition of the Director fallng an opinion obtained from the Health
Minister or the Minister of Social Policy.

The decision to destroy the assets referred toamagraph 1 of this Article shall be taken by the
Director also due to presence of health, veteramariphyto-sanitary, safety or other reasons
stipulated by law. Assets shall be destroyed usdpervision of the Directorate, in accordance with
separate regulations.

Costs of destroying shall be borne by the Direc¢tora
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Article 45

Pecuniary funds acquired through sales of asséagred to in Article 42, paragraph 1 of this Law
shall be kept on a separate account of the Dirat#auntil revoking of the decision on temporary
seizure of assets.

Pecuniary funds referred to in paragraph 1 of friscle shall be used for restitution of assets and
compensation of damages and costs specified irclard4, paragraphs 3 and 4 of this Law. If
pecuniary funds are insufficient the outstandingpant shall be paid from the Republic of Serbia
budget.

Article 46

Pecuniary funds obtained by sales of assets augohdmta vistaaverage interest for the relevant
period shall be promptly returned to the ownereshporarily seized assets that in conformity with
this law are determined not to derive from any anith offence.

Pecuniary funds referred to in paragraph 1 of #iscle shall be returned by the Directorate
officio or upon request of the owner.

Article 47

The owner to whom pecuniary funds have been retuimeaccordance with Article 46, paragraph 1
of this Law may within thirty days from the day m#turn of funds file a claim with the Directorate
for compensation of damages resulting from temposaizure of assets.

If the damage compensation claim is not approvedher Directorate fails to pass a decision
thereupon within three months from the day of filsuch claim, the owner may file a lawsuit with
the competent court for compensation of damagemsagehe Republic of Serbia. If the claim has
been approved only in part, the owner may fileaslait in respect of the unapproved part of the
claim.

Article 48
Assets and pecuniary funds obtained from saled Bhabme the property of the Republic of Serbia
once the decision on permanent seizure of assetsis final.

Based on decision of the Ministry of Science andllture, permanently seized objects of
historical, artistic and scientific value shall &gsigned by the Directorate without compensation
to institutions competent for safekeeping such good

The Government shall pass a decision on handlinggeently seized objects specified in Article
40, paragraph 2 of this Law.

Provisions of the law governing the handling ofeassn ownership of the Republic of Serbia shall
apply to permanently seized immovable assets.

Article 49

Upon deduction of managing costs in respect ofeskiassets and the payment of damages to
the injured party, pecuniary funds obtained by salepermanently seized assets shall be paid into
the Republic of Serbia budget and allocated inalmmunt of 20% each to finance operations of
courts, public prosecutor's offices, the Unit amel Directorate.

Remaining pecuniary funds specified in paragrapbf this Article shall be used for financing
social, health, educational and other institutiansaccordance with the Government Act.



V MUTUAL ASSISTANCE

Article 50
Mutual assistance aimed at seizing the proceeds fcame shall be granted pursuant to an
international agreement.

If such international agreement does not exist entain issues have not been regulated by an
international agreement, mutual assistance shajtdted pursuant to the provisions of this law.

Article 51

Mutual assistance in terms of the provisions oftlaw shall include extending assistance in
tracing the proceeds from crime, ban on disposati ®emporary or permanent seizure of the
proceeds from crime.

Jurisdiction of domestic public prosecutor's officand/or courts in the mutual assistance
procedure specified in paragraph 1 of this Artidkall be determined through analogous
application of corresponding provisions on mutuasistance and enforcement of international
treaties in criminal matters.

Article 52
Prerequisites for extending assistance in termtgle 51 of this Law are that:

1. the requested measure not be contrary to fundamaaiples of domestic legal system;

2. enforcement of request of a foreign authority netdetrimental to sovereignty, public policy
or other interests of the Republic of Serbia;

3. decision-making within foreign proceedings on pemera seizure of assets meet the standards
of a fair trial.

Article 53

The letter rogatory for assistance submitted byr@ifn authority in terms of the provisions of
this law shall be transmitted to a domestic puphasecutor's office and/or court via the Ministify o

Justice. The letter rogatory and/or decisions ghgedomestic public prosecutor's offices and/or
courts shall be transmitted to a foreign authoimtyhe same manner.

In urgent cases, subject to reciprocity, the regteetrace assets, ban disposal and/or to tempprari
seize relevant assets may be transmitted throweghyiit.

Article 54
The request for assistance in terms of the prowvssad this law shall contain as follows:
title of the authority submitting the letter rogatp
(@) information on the person the letter rogatory redato (name, date and place of birth,
citizenship and address), and in case of a legétlyesiso data on the seat of such legal
entity;
(b) information on assets that are subject of the &8®ie® sought, its connection with the
person specified in paragraph 2 of this Article;
(c) concrete actions to be undertaken and listing ddtudbry provisions of the
requesting state that represent the grounds foedaking particular coercive measures.

The letter rogatory to trace the proceeds from ershall, in addition to information specified in
paragraph 1 of this Article, also contains circuamses wherefrom reasonable grounds result to
suspect that the assets derive from a criminahofe

The request to ban disposal and/or to temporaeiiyesthe proceeds from crime shall, in addition to
information specified in paragraph 1 of this Aréichlso contains the decision to institute criminal
proceedings or the motion for instigating H? pidwre for permanent seizure of the proceeds



from crime from the person referred to in paragrapblubparagraph 2 of this Article.

The request for permanent seizure of the proceexn trime shall in addition to information
specified in paragraph 1 of this Article also contéhe decision on permanent seizure of the
proceeds from crime from the person referred fparagraph 1, subparagraph 2 of this Article.

Article 55

Upon receiving the letter rogatory mentioned iniéleg 54 of this Law the public prosecutor
and/or the court shall examine whether the presggps specified in Article 52 of this Law have
been satisfied.

If the letter rogatory does not contain all reqdisdements the foreign authority shall be requetied
provide a complete letter rogatory within the masimperiod of one month.

Article 56

Upon passing the decision to approve the letteatary for tracing the proceeds from crime the
public prosecutor shall transmit a request to that Wo undertake necessary actions aimed at
detecting and tracing the assets concerned.

Proceeding in compliance with the letter rogatgogcified in paragraph 1 of this Article the Unit

shall, in conformity with the provisions of Artidel5 through 20 of this Law undertake

measures aimed at finding and securing evidenctherexistence, location or movement, nature,
legal status or value of the proceeds from crime.

Article 57

If the letter rogatory to ban disposal, for tempgrar permanent seizure of assets contains all
elements stipulated under Article 54 of this Lave ttiecision shall be passed by the pre-trial
chamber of the competent court. The public progegcand appointed defence counsel and/or
attorney shall be notified of the chamber's session

If there is a risk that the person specified iniédet 54, paragraph 1, sub-paragraph 2 of this Law
will make use of the proceeds from crime before dieision on the letter rogatory referred to in
paragraph 1 of this Article is passed, the coury raeder the handling of such property to be
banned. This ban shall remain in force until thartdecides on the letter rogatory.

Article 58
The court may by decision approve or refuse thedebgatory specified in Article 57, paragraph 1
of this Law.

The decision on temporary seizure of assets sloadtatn information specified in Article 25,
paragraph 2 of this Law, whereas the decision ommaeent seizure of assets shall contain
information specified in Article 34, paragraph 2tis Law.

The court shall transmit the decision specifiedparagraph 2 of this Article to the appointed
defence counsel and/or attorney, the public prase@nd the Directorate.

Article 59
The decision specified in Article 58, paragraph fittos Law may be appealed before a higher
instance court.

The appeal against the decision ruling on the Hetigatory for temporary seizure of assets shall
be submitted within the period of three days frdra tay of delivery of the decision, whereas the
appeal against the decision ruling on the lettgratory for permanent seizure of assets shall be
submitted within the period of eight days from ttay of delivery of the decision.

11¢



The appeal shall not stay enforcement of the datish temporary seizure of assets.

Article 60

Temporary seizure of assets shall be in force wuitclusion of criminal proceedings in the
requesting state and/or proceedings institutechemotion for permanent seizure of assets.

If the proceeding referred to in paragraph 1 of thiticle is not concluded within the period of two
years from the date of issuance of the decisiontemmporary seizure of assets, the court shall
revoke the decisioax officio.

The court shall, six months before the period mef@ito in paragraph 2 of this Article has expired,
notify the foreign authority on consequences relgtto the elapse of the specified timeline.
Exceptionally, should the foreign authority providequired evidence before the elapse of the
timeline, the court may pass a decision stating tdmaporary seizure of assets may be in force not
longer than another two year.s

Safeguarding and maintenance costs of the asseipotarily seized shall be borne by the
requesting state.

Article 61

The decision on permanent seizure of assets skalbrbe final once the court has rejected as
unfounded the appeal filed against such decisioit bas sustained the appeal filed against the
decision rejecting the motion for permanent seizofeassets, and passed a decision on
permanent seizure of assets.

Permanently seized proceeds from crime shall berasi®red in accordance with the provisions of
this Law unless otherwise determined by an intéonat treaty.

VI TRANSITIONAL AND CLOSING PROVISIONS

Article 62

Minister of Internal Affairs shall issue an act orternal organisation and job classification in
the Unit within 30 days from the date of entry ifidoce of this Law.

Following an opinion acquired from the Republic RulProsecutor, Minister of Internal Affairs
shall assign Head of the Unit within 15 days frome tdate of issuance of the act specified in
paragraph 1 of this Article.

Article 63
The Government shall within 45 days from the ddtemry into force of this Law designate the
Director of the Directorate.

Minister of Justice shall within 45 days from thatel of entry into force of this Law issue an act
on internal organisation and job classificatiorthia Directorate.

Article 64
Bylaws for implementing this Law shall be enacteithim three months from the date of entry into
force of this Law.

Article 65

Provisions of this Law shall apply to the crimiraffences referred to in Article 2 of this Law,
stipulated by the Criminal Code ("Official Gazeté the RS", no. 85/05, 88/05 and 107/05),
and/or earlier Basic Criminal Code ("Official Gazebf the SFRY", no. 44/76, 36/77, 34/84,
37/84, 74/87, 57/89, 3/90, 38/90, 45/90 and 54/9ficial Gazette of the FRY", no. 35/92,
16/93, 31/93, 37/93, 41/93, 50/93, 24/94 and 6&id "Official Gazette of the RS", no. 39/03) and
the Criminal Code of the Republic of Serbia ("OfficGazette of the SRS", no. 26/77, 28/77, 43/77,
20/79, 24/84, 39/86, 51/87, 6/89 and 421/28c9 and iqeff Gazette of the RS", no. 16/90,



21/90, 26/91, 75/91, 9/92, 49/92, 51/92, 23/93987/47/94, 17/95, 44/98, 10/02, 11/02, 80/02,
39/03 and 67/03).

Article 66
The provisions of this Law shall not apply to persowho have entered into the status of
cooperative witness until the day of entry intocof this Law.

Article 67
This Law shall enter into force on the eighth d&yuoblication thereof in the "Official Gazette of
the RS" to be implemented as of 1. March 2009.

9 ANNEX 8 — LAW ON THE LIABILITY OF LEGAL ENTITIES FO R CRIMINAL
OFFENCES

Subject of the Law

Article 1

This Law shall regulate conditions governing ttability of legal entities for criminal offences, e
sanctions that may be imposed on legal entitiesvels as procedural rules when ruling on the
liability of legal entities, on imposing penal stions, passing a decision on rehabilitation, teation

of security measures or legal consequences of theiction, and on enforcement of court
decisions.

Criminal Offences That Legal Entities Are LiablerFo

Article 2

A legal entity may be liable for criminal offence®nstituted under a special part of the
Criminal Code and under other laws if the condisioagyoverning the liability of legal entities
provided for by this Law are satisfied.

Exclusion and Limitation of Liability

Article 3

The Republic of Serbia (hereinafter: the Republibg autonomous province and the local-self
government unit, that is, government authoritied amthorities of the autonomous province and local-
self government unit can not be liable for crimiaiences.

Other legal entities vested with public powers bgtue of law can not be liable for criminal
offences committed when exercising such public pgwe

Conditions Governing Application of the Law

Article 4
This Law shall be applicable to national and foreiggal persons held accountable for a
criminal offence committed in the territory of tRepublic.

This Law shall be applicable to foreign legal detit held accountable for criminal offences
committed abroad to the detriment of the Repulnlationals thereof or national legal persons.
This Law shall be applicable to national legal #esi held accountable for criminal offences
committed abroad.

In cases referred to in paragraphs 2 and 3 of Ahigle, this Law shall not apply if special
conditions governing criminal prosecution refertedin Article 10, paragraph 1 of the Criminal
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Code are fulfilled.
Meaning of Terms

Article 5
Certain terms used in this Law shall have the nrepas follows:

A legal person is a national or a foreign entitynsidered as a legal person under positive
legislation of the Republic.

A liable person is a natural person legally de facto entrusted with certain duties
within a legal entity, as well as a person authemtjsthat is, a person who may reasonably
be considered as authorised to act on behalfejal entity.

Il GENERAL SECTION
1. Conditions for Establishing Liability of Legal Eti&s for Criminal Offences
The Grounds for Liability of Legal Entities

Article 6

A legal person shall be held accountable for crahmffences which have been committed for the
benefit of the legal person by a responsible pevgtimn the remit, that is, powers thereof.

The liability referred to in paragraph 1 of thistisie shall also exist where the lack of

supervision or control by the responsible persdomadd the commission of crime for the benefit
of that legal person by a natural person operatinger the supervision and control of the
responsible person.

Limits of the Liability of Legal Entities

Article 7
Liability of legal entities shall be based upongalbility of the responsible person.

Under the conditions referred to in Article 6 ofighLaw, a legal person shall be held
accountable for criminal offences committed by tkeponsible person even though criminal
proceedings against the responsible person havediseontinued or the act of indictment refused.

Termination or Change of Status of Legal Entities

Article 8

Should a legal entity cease to exist before the gietion of criminal proceedings, a fine,
security measures and confiscation of the prociedscrime may be imposed against the legal entity
being a legal successor thereof, if the liabilifytlve legal entity that ceased to exist had been
established.

Should the legal entity cease to exist after thmalficompletion of the proceedings where the
liability has been established and a penal sandtom criminal offence imposed, a fine, security
measures and confiscation of the proceeds fromecsimall be enforced against the legal entity baing

legal successor thereof.

A legal entity who, after the commission of a cmli offence changed its legal form which it had
operated within, shall be liable for criminal oft&s under the conditions stipulated in Article @ro$
Law.

Liability of Legal Entities in Cases of Bankruptcy
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Article 9
A legal entity that has bankrupted shall be liabde criminal offences committed before the
instigation of or in the course of the bankrupteggedure.

The punishment of confiscation of the proceeds fronme or a security measure of
confiscation of instrumentalities shall be imposeghinst the liable legal entity referred to in
paragraph 1 of this Article.

Attempt

Article 10
A legal entity shall be liable for an attempt oéréminal offence under the conditions stipulated in
Article 6 of this Law if the attempt is providedrfoy law as punishable.

An accountable legal entity may be imposed a puméstt for an attempt as provided for by this Law,
but it may be also punished less severely.

A legal person who has prevented the commissiom afiminal offence to complete may be
exonerated from the punishment.

The Continuance of a Criminal Offence

Article 11

A legal person shall be liable for the continuaméea criminal offence if, in compliance with
Article 6 of this Law, it is accountable for seviecaiminal offences committed by two or several
responsible persons, provided that the criminakmdks constitute a joinder as mentioned in
Article 61, paragraph 1 of the Criminal Code.

The sanction imposed against the liable legal pefepthe continuance of a criminal offence may
be aggravated to the extent of a double amounilstigd in Article 14 of this Law.

2. Penal Sanctions Types of Penal Sanctions

Article 12
The following penal sanctions may be imposed adagnkgegal person for the commission of
criminal offences:

sentence;

suspended sentence;

security measures.

a) Sentences Types of Sentences

Article 13
The following sentences may be imposed againgjal [gerson:

fine;

termination of the status of a legal entity.

Fine and the termination of the status of a legditg may be imposed solely as principal
sentences.

Levels of Fines

Article 14
Fines shall be imposed in certain levels within gtgulated range of the smallest and the

largest measure of fines.
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A fine may not be less than a hundred thousandrslinar may it exceed the amount of five
hundred million dinars.

Fines shall be imposed in the following amounts:

1

2.

from a hundred thousand to a million dinars forntinal offences punishable by
imprisonment up to one year or by fines;

from a million to two million dinars for criminal fiences punishable by imprisonment up
to three years;

from two million to five million dinars for criminlaoffences punishable by imprisonment
up to five years;

from five to ten million dinars for criminal offees punishable by imprisonment up to
eight years;

from ten to twenty million dinars for criminal ofiees punishable by imprisonment up to
ten years;

minimum twenty million dinars for criminal offencgsunishable by imprisonment of more
than ten years of duration.

Determining the Size of a Fine

Article 15

The court of law shall determine the size of a fioe a legal person who has committed a
criminal offence within the range provided for suaffience by the law, taking into account the
purpose of punishing and having regard to all awmstances relevant to the fine being higher or
smaller (extenuating and aggravating circumstandasparticular: the degree of liability of the
legal person for the commission of a criminal offenthe size of the legal entity, the position
and the number of responsible persons within tigallentity who have committed a criminal
offence, measures taken by the legal entity to @mévand detect a criminal offence and
measures it took against the responsible persentaft commission of a criminal offence.

Limits of Mitigation of Fines

Article 16
When conditions governing mitigation of fines extbe court shall reduce the size of fines
within the following limits:

1

2.

if the minimum sentencing measure for a criminafeate, as provided for by law,
amounts to one million dinars, the fine may be oeduup to one hundred thousand dinars;

if the minimum sentencing measure for a criminafeate, as provided for by law,
amounts to two million dinars, the fine may be reetliup to one million dinars;

if the minimum sentencing measure for a criminafeate, as provided for by law,
amounts to five million dinars, the fine may be ueedd up to two million and five hundred
thousand dinars;

if the minimum sentencing measure for a criminafeate, as provided for by law,
amounts to ten million dinars, the fine may be wadbup to five million dinars;

if the minimum sentencing measure for a criminafeate, as provided for by law,
amounts to twenty million dinars, the fine may bduced up to ten million dinars.

Where the court is empowered to exonerate a lagitlydrom punishment it may mitigate the
respective punishment without any limits stipulafed the mitigation of fines referred to in
paragraph 1 of this Article.

Determining the Size of a Fine in Concurrence afm@ral Offence

Article 17
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Should a legal entity be held accountable for sgva@iminal offences in concurrence, the court kshal
impose a single fine at the levels of the sum ofigliments established, in so far as that it may not
exceed the levels of five hundred million dinars.

If prison sentences of up to three years of serdpe specified for all criminal offences in
concurrence, the single fine may not exceed thel$esften million dinars.

Termination of Status of Legal Entities

Article 18

The sentence of termination of the status of legaity may be imposed if the activity of the legal
entity concerned was for the purposes of the cosiorisof criminal offences, in its entirety or to a
considerable extent.

Following the finality of a judgement imposing teentence of termination of the status of a legal
entity, the procedure of winding-up, bankruptcytermination of a legal entity in a different
manner shall be conducted.

A legal entity shall cease to exist by being delebom the Register managed by a competent
authority.

Exoneration from Punishment

Article 19
A legal entity may be exonerated from a punishnifant

a)detects and reports a criminal offence beforenieg that criminal proceedings have been
instituted;

on a voluntary basis or without delay removes imedr detrimental consequences or
returns the proceeds from crime unlawfully gained.

b) Suspended Sentence Conditions for Imposing tispehided Sentence

Article 20
The court may impose a suspended sentence on hdagty for the commission of criminal
offences.

By imposing a suspended sentence on a legal pdtsortourt shall determine a fine of the
maximum amount of up to five million dinars, andncarrently it shall specify that the sentence
shall not be enforced if the convicted legal persturing a period defined by the court that may
not be shorter than one year and not longer thaeetlyears (probation period), is not held
accountable for any criminal offence referred téiticle 6 of this Law.

In deciding whether or not to impose a suspendedesee, the court shall take into account, in
particular, the degree of liability of the legaltiéy concerned for the commission of a criminal

offence, the measures taken by the legal pers@neieent and detect the criminal offence and the
measures it took against the responsible persen ¢ commission of the offence.

Revocation of Suspended Sentence due to New Crir@ifiences

Article 21

The court shall revoke a suspended sentence ifidicted legal person under probation period is
held accountable for one or several criminal oftenfor which the fine of five million dinars or of
higher levels has been imposed on it.
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If, under probation period, the convicted legal qoer is held accountable for one or several
criminal offences for which the fine of less tharefmillion dinars was imposed on it, the courtlgha
having assessed all circumstances relating to anardtted criminal offences and the legal entity,
in particular the relatedness of committed criminéences and the significance thereof, decide
whether or not it will revoke the suspended sergenthe court is, thereby, bound to the
prohibition to impose a suspended sentence if ithe éxceeding five million dinars (Article 20,
paragraph 2) should be imposed on the legal pefeorcriminal offences established in the
suspended sentence as well as for new criminahodfe

If it revokes the suspended sentence, the coult §lyavirtue of the provisions under Article 17 of
this Law, impose a single sentence both for pritat aew criminal offences, having regard to the
punishment from the annulled suspended sentenestaklished.

If it does not annul the suspended sentence, thet ecoay impose a suspended conviction or a
sentence for a new criminal offence.

Should the court find that a suspended sentenceldéghme imposed also for a new criminal
offence it shall, by virtue of the provisions undérticle 17 of this Law, determine a single
sentence both for prior and new criminal offensgecifying a new probation period that may not
be shorter than one year and longer than threesyesof the day of finality of the new judgement.
During the probation period, should the convictedal person be held accountable for a criminal
offence, the court shall revoke the decision onghgpended sentence and impose a sentence, by
virtue of the provision of paragraph 3 of this Al

Suspended Sentence with Protective Supervision

Article 22

The court may determine that the legal entity, ohom a suspended sentence has been
imposed, may be placed under protective supervifiora specified period of time during the
probation period.

The protective supervision may include one or sevesmmitments as follows:

1. to organise control to prevent further commissibarominal offences;

2. to abstain from business activities if that coulel &n opportunity or encouragement for re-
commission of criminal offences;

3. to remove or alleviate the damage incurred by trergission of criminal offences;

4. to carry out work in the public interest;

5. to submit periodical reports on business operaiom the authority competent for
conducting the protective supervision.

¢) Security Measures Types of Security Measures

Article 23
The following security measures may be imposectfoninal offences which legal entities are liable
for:

(@ prohibition to practise certain registered actestor operations;
(b) confiscation of instrumentalities;
(c) the publicising of the judgement.

The court may impose on the liable legal person oneseveral security measures where
conditions to impose them exist, provided for by.la

Security measures for the confiscation of instrutakiines or the publicising of the judgement may
be imposed if the suspended sentence haslgeeen athpaghe liable legal person.



Prohibition to Practise Certain Registered Actestand Operations

Article 24
The court may forbid the liable legal entity to ptige certain registered activities and
operations in respect of which a criminal offenes heen committed.

The measure referred to in paragraph 1 of thisclertinay be imposed for a period between one and
three years as of the day of finality of the judgem

Confiscation of Instrumentalities

Article 25

The instrumentalities used or were intended fortasgommit a criminal offence or that derived from
the commission of a criminal offence may be corfied if they are in the possession of the legal
entity concerned.

The instrumentalities referred to in paragraph thi$ Article may be confiscated also where they
are not in the possession of the legal entity comee if so required for the purpose of the
interests of overall safety and by reason of modailg the right of a third party to compensation
shall not be infringed thereby.

Mandatory confiscation of instrumentalities maydvdered by law.
Publicising of Judgements

Article 26

The security measure of publicising a judgementl Slgaimposed by the court if it found that it wadul
be useful for the public to get acquainted with tdoatent of the judgement, particularly if the
publicising of the judgement would contribute toxehating a danger to life or health of people or
to protecting the general interest.

The court shall pass a decision, according to itpeificance of the criminal offence and the need
for informing the public, on what kind of mass methe judgement will be publicised through, as
well as whether the reasoning of the judgement bélpublicised in its entirety or in extracts,
taking into consideration that the manner of publig should allow everyone, in whose interest
the judgement is to be publicised, to be informed.

3. Legal Consequences of the Conviction Set-in of LEgamsequences of the Conviction
Article 27
A convicting judgement of a legal entity for sonr@rgnal offence may as a legal consequence have

termination, that is, forfeiture of certain rigltsprohibition upon acquiring certain rights.

Legal consequences may be provided for by law gp#altting in by virtue of the law itself under
which they are set forth.

Types of Legal Consequences of the Conviction

Article 28

Legal consequences of the conviction relating toniteation or forfeiture of certain rights shall
include:

(@ termination of practising certain activities or Imess operations;
(b) forfeiture of certain permits, approvals, concessjosubsidies or other forms of
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incentives
granted by a decision of a government authorityanrauthority of the local self-
government unit.

Legal consequences of the conviction comprisinghipition upon acquiring certain rights shall
include:

(@ prohibition to practise certain activities or blese operations;

(b) prohibition upon participation in the public proearent procedure;

(c) prohibition upon participation in privatisation lofisiness entities;

(d) prohibition upon acquiring certain permits, apprgy&oncessions, subsidies or any other
forms of incentives granted by a decision of a gomeent authority or an authority of the
local self-government unit.

Commencement and Duration of Legal Consequenciégdonviction

Article 29
Legal consequences of the conviction shall setnntloe day of finality of the judgement
ordering a fine.

Legal consequences of the conviction referred tdiiticle 28, paragraph 2 of this Law may be
specified to be in force for the maximum perioceafiyears.

4. Rehabilitation and Disclosure of Data from CrimiRacords
Legal Rehabilitation

Article 30

Legal rehabilitation may be granted to a legal persvho, prior to conviction in respect of
relevant rehabilitation, has not been convictedsoby law considered without prior convictions.
Legal rehabilitation ensues if:

(@ a legal person pronounced liable but exenorateoh faopenalty does not commit any new
criminal offence within a period of one year ash# day of finality of the judgement;

(b) a legal person under a suspended sentence doemmit any new criminal offence
during probation period and within a period of oywar upon the expiration of the
probation period,;

(c) a legal person sentenced to a fine amounting dpvéohundred thousand dinars does not
commit any new criminal offence within the periofitbree years after the day the penalty
was enforced, is under statute of limitations oniteed.

Legal rehabilitation shall not set in if securitgasures are still in force.
Judicial Rehabilitation

Article 31

Judicial rehabilitation may be granted to a legatitg, sentenced to a fine ranging from five
hundred thousand dinars to five million dinars, yided it does not commit any new criminal
offence within the period of ten years as of thg dé&en the sentence was enforced, is under the
state of limitations or is remitted.

In the event referred to in paragraph 1 of thisdet the court shall grant rehabilitation if infis
that a convicted legal entity has deserved reh@itin due to its conduct and if it has
compensated for the damage incurred by the crinafiahce, where the court is obliged to take into
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account all other circumstances of relevance fantgng rehabilitation, in particular the nature dhel
significance of the offence.

Disclosure of Data from Penal Records

Article 32

Criminal records shall contain the following dathe name, seat and activity of a legal entity,
registration and personal number, data on the ndahvffence that has been committed, data on the
sentence, suspended sentence, security measur®, odatthe responsible person who had
committed the criminal offence in respect of whittke legal entity was convicted, data on
pardoned sentences relating to the legal entitgspect of which the criminal records are kept, and
on legal consequences of the conviction, latersievis of data contained in the criminal records,
data on the enforced sentence and on the annulofetite records on a mistaken convicting
judgement.

Data from criminal records may be disclosed sotelyhe court, the public prosecutor and the law
enforcement authorities in relation to the crimipabceedings conducted against a legal person
with prior convictions, to the authority respongilibr the enforcement of penal sanctions and the
authority involved in the procedure of granting asty, pardon, rehabilitation or decision making

on termination of legal consequences of the colvigctwhen so required to discharge duties within

their remit.

Data from criminal records may also be deliverecdbrupeasoned request to a government
authority or a legal entity if legal consequencéshe conviction or security measures are still in

force, and if there exists a justified interestifdyased on law.

A legal entity may, at request thereof, be providgth records on prior convictions or on non-
existence of prior convictions only if it needs suecords to exercise its rights.

Criminal records shall be kept by the first instaraourt in the territory of which the national
legal entity is seated, that is, where the sea oépresentative office or a branch of the foreign
legal entity is situated.

5. Statute of Limitations Statute of Limitations ofettEnforcement of Penal and Security
Measures

Article 33
A sentence imposed may not be enforced after elajpes following period:

(@ three years after the conviction to a fine;
(b) eight years after the conviction to terminatiorihad status of a legal entity.

(c) The enforcement of security measures shall be utiterstatute of limitations as
follows:

(d) after the time for the measure of prohibition toagtise certain registered
activities or business operations imposed on allegtaty has elapsed, as of the
day of finality of the court decision;

(e) after the period of five years has elapsed as ef day of finality of the
judgement imposing the security measure of cortfizcaf instrumentalities;

(f) after the period of three months has elapsed daheoflay of finality of the court
decision imposing the measure of publicising judeets.

6. Application of the General Part of the Criminal @o#ipplication of Criminal Code Provisions
by Analogy
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Article 34

Provisions of the general part of the Criminal Cadwll be applicable by analogy to legal
entities, pertaining to: timeframe within whichmiinal legislation is in force (Article 5), criminal
offence (Article 14), commission of a criminal offte by omission (Article 15), time of the
commission of a criminal offence (Article 16), ptaof the commission of a criminal offence
(Article 17), an offence of minor significance (fte 18), extreme necessity (Article 20),
incitement (Article 34), aiding and abetting (Al&c35), limits of culpability and punishment of
accomplices (Article 36), punishment of inciter aalolettor for an attempt and a lesser criminal
offence (Article 37), purpose of punishment (A”ict2), re-offending (Article 55), mitigation of
penalty (Article 56), purpose of the suspended eseee (Article 64), revocation of a suspended
sentence due to a criminal offence committed eaflaticle 68), revocation of a suspended
sentence due to failure to meet particular oblwai (Article 69), duration of protective
supervision (Article 75), consequences arising fréemure to fulfil protective supervision
requirements (Article 76), grounds for confiscatioh the proceeds from crime (Article 91),
conditions and manner of confiscation of the proseieom crime (Article 92), victim protection
(Article 93), termination of legal consequences tbk conviction (Article 101), state of
limitations on criminal prosecution (Article 103fourse and suspension of limitations on
criminal prosecution (Article 104), course and erssion of limitations on the enforcement
of penalty and security measures (Article 107) dmel meaning of terms (Article 112), unless
otherwise specified by this Law.

Part Two

| CRIMINAL PROCEEDINGS
1. General provisions Joint proceedings

Article 35
The criminal proceedings shall be, as a rule, fuigd and conducted jointly against a legal entity
and the responsible person, and a single sentdratlebe passed.

Should it not be possible to institute and conduichinal proceedings against the responsible person
due to the existence of reasons specified by lhe proceedings may be instituted and conducted
against the legal entity alone.

If a legal person ceases to exist before the campmoceedings are instituted, the latter may be
instituted and conducted against the responsibigopealone.

Territorial Jurisdiction

Article 36
The court in the territory of which a criminal offee has been committed or the commission
attempted shall have, as a rule, the territorigsgliction.

If the proceedings are instituted against an aatusgal entity alone, the court shall be
competent in the territory of which:

(@ anational legal entity is seated;
(b) a foreign legal entity has a representative offica branch thereof.

Representative of the Accused Legal Entity

Article 37
In criminal proceedings an accused legal entityl flesarepresented by a proxy thereof.
A proxy is a person authorised by virtue of lavhestregulation or a decision of a competent autyori

to represent a legal entity.
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A proxy is authorised to undertake any action ohabieof an accused legal entity that might be
undertaken by the defendant concerned.

An accused legal entity may have only one proxy.

A proxy of an accused foreign legal entity is agmer managing a representative office thereof,
i.e. a branch of a foreign legal entity operatingtie Republic.

Recusal of a Proxy

Article 38

A proxy may not be a liable person against whommicral proceedings are conducted for the same
criminal offence, except if the person concernedhis only authorised person to represent an
accused legal entity.

A proxy may not be a person who has been summaomnadaatness in the same legal matter.
In the case referred to in paragraph 2 of thiscdetithe court shall request from the accused legal
entity to designate another proxy and to submititten notification thereabout.

Designation of a Proxy

Article 39

The court shall within the first summons adviseaacused legal entity on its duty to designate a
proxy thereof and to submit to the court a writtestification thereabout within a period of eight
days upon receipt of the summons.

It is the duty of the court to establish propemiity of a proxy of an accused legal entity and thiee
or not s/he has been empowered to participateinmial proceedings.

Should the accused legal entity fail to designatprexy thereof in due time referred to in
paragraph 1 of this Article, the latter shall besig@ated by the court before which criminal
proceedings are conducted.

If the accused legal entity ceases to exist befdre final completion of the criminal
proceedings, the court shall summon the legal sisareto designate a proxy. Should the legal
successor fail to designate a proxy within a pemécight days upon receipt of the summons,
the court before which criminal proceedings aredtmted shall designate a proxy.

Delivery of Decisions and Documents to an Accuseddl Entity

Article 40

Decisions and other documents shall be delivereant@accused legal person at the address of a
proxy thereof or the seat of a national accusedllpgrson, that is, the seat of the representative
office or branch of a foreign accused legal person.

Coercive Bringing of a Proxy

Article 41

If a proxy of an accused legal person who has lskey summoned fails to appear, the absence
thereof not being duly justified, the court may @rdor him/her to be brought in a coercive manner.

Costs of Representation

Article 42
Costs of representations fall under the costsiofinal proceedings.

Reward for and indispensable expenditur%?f theigdased proxy's in the proceedings for



criminal offences that he/she is prosecutedeforofficioshall be paid in advance from the funds
of the authority conducting the criminal proceedingnd shall be refunded later from the persons
liable for reimbursement in accordance with thevions of the Criminal Procedural Code.

The accused legal person shall bear the costsedgirticeedings, deriving from culpability of a proxy
thereof.

Defence Counsel of an Accused Legal Entity

Article 43
An accused legal entity may have a defence coundbk course of criminal proceedings.

A proxy may retain the services of a defence coluftsean accused legal entity by giving written
or oral power of attorney for the records at thinarity conducting the criminal proceeding.

The accused legal entity and the responsible paerspnhave a shared defence counsel only if it is
not contrary to the interests of their respectigiedce.
Provisional Measures

Article 44

If there were a danger that a later confiscatiothefproceeds from crime would be more difficult
or made impossible, the court may, upon requeghefpublic prosecutor, order a provisional
safeguard measure in terms of the Law on the Eafoent of Proceedings.

If there is a reasonable doubt that a criminal méee may be committed within an accused legal
entity, the court may, upon request of the publiospcutor and in addition to the measures
referred to in paragraph 1 of this Article, forkemporarily the accused legal entity to practise
one or several registered activities or businessaijons.

The note on the provisional measure referred fmanagraph 2 of this Article shall be entered itt® t
register managed by the competent authority.

Upon request of the public prosecutor ex officio the court may prohibit status-related
revisions that might give rise to deletion of acws®ed legal person from the Register.

In the course of investigation the investigativelga shall decide on the request referred to in
paragraphs 1, 2, and 4 of this Article, whereasratftte act of indictment such request shall be
considered by the President of the Chamber.

Provisional measures mentioned in paragraphs hd24aof this Article may be in force as long
as required, but not longer than the day of filyatit the court decision. The court shaX officio
examine every two months whether or not a provigiomeasure is necessary.

Parties may appeal against the ruling on the redaesrdering provisional measures within a period
of three days as of the day of receipt of suchniliThe appeal shall not defer the enforcement
of the decision.

2. The Course of the Proceedings
a) Pre-Trial Proceedings Rejection of a Criminal gesby Reason of Viability

Article 45

For criminal offences punishable by fine or prisamtence of up to three years of service the public
prosecutor may overturn a criminal charge filediagtaa legal entity if the former assessed that to
institute criminal proceedings would not be viable.
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At the time of making a decision referred to in ggmaph 1 of this Article, the public
prosecutor shall take into consideration one oes#wircumstances as follows:

that the legal entity has reported a criminal offenbefore learning that prosecuting
authorities have detected the commission of a oafffence;

that the legal entity has prevented a damage toirmeirred or it has effected the

compensation for the damage and eliminated otherindental consequences of the

criminal offence;

that the legal entity has returned voluntarily pineceeds from crime;

that the legal entity has no assets or a bankrupimcedure has been instituted against
such legal entity.

b) A Pre-Trial Criminal Proceeding The Contentshef Act of Indictment

Article 46

The indictment, that is, a proposal for an officthlarge made to a legal entity, in addition to the
elements laid down by the Criminal Procedural Cadhall contain the name, seat and activities of
the legal entity concerned, registration and pesxboumbers of the legal entity, first name and
family name of the proxy thereof, citizenship andnber of the passport if the proxy is a foreign
national, and the grounds for liability of the I&gatity concerned.

¢) The Main Trial Evidence-Related Proceedings

Article 47
At the main trial the first person to be heard kbal the accused responsible person, followed by
the proxy of the accused legal entity.

The hearing of the accused responsible person sbalbe attended by the proxy of the accused
legal entity who has not been heard yet.

The court may order that the accused responsiblopend the proxy of the accused legal entity
be confronted if their respective statements damettch as to significant facts.

Closing Statements

Article 48

Upon the completion of the evidence-related prooegdfollowing the statements given by the
prosecutor and the victim, the defence counselhef dccused legal entity, and the proxy of the
accused legal entity shall proceed, followed by dieéence counsel of the accused responsible
person, and the accused responsible person.

The Contents of the Judgement

Article 49
In addition to the elements laid down in the CrialifProcedural Code, a written judgement
shall contain as follows:

within the introduction of the judgement: the nansgat and activity of the legal person,
registration and personal numbers of the legal grerand first and family names of their
proxy who has attended the main hearing;

within the operative part of the judgement: the parseat and activity of the legal person,
registration and personal numbers of the legalgmers

3. Special procedures
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a) Procedure for Making a Decision on RehabilitatiBr Officio Decision-making on Legal
Rehabilitation

Article 50

The first instance court in the territory of which national legal entity is seated, that is, a
representative office or a branch of a foreign lemgdity is seated, shall be competent for keeping
records on final convicting judgements that haverbdelivered in criminal proceedings.

Where rehabilitation arises on the grounds of #ve élone, a ruling on rehabilitation shall be pdsse
ex officioby the judge of the first instance court referrednt paragraph 1 of this Article.

Prior to passing a ruling on rehabilitation the gedshall conduct a necessary research, in
particular he/she shall examine whether or not eréinproceedings are in progress against the
accused legal person for a new criminal offence rodted before the completion of the
procedure for legal rehabilitation.

Request for Passing a Decision on Legal Rehabditat

Article 51
If the court fails to rule on rehabilitation, therwicted legal person may request to establish that
rehabilitation has set in by law.

If the court fails to proceed upon request of tbevicted legal person within the period of 30 dags
of receipt of the request concerned, the convitegadl person may submit a request for ruling on
rehabilitation.

The request submitted by the convicted party shalbdecided upon by the Pre-Trial Chamber of
the first instance court competent for managingapeecords. Prior to passing a decision, the
Chamber shall hear the public prosecutor.

Procedure for Passing a Decision on Judicial Réitettnn

Article 52
The procedure for rehabilitation based on a coadigion shall be undertaken upon petition of the
convicted legal entity.

The petition shall be submitted to the court whiels adjudicated in the first instance.

The judge shall examine whether or not the timeaunegl by law has passed, and shall undertake,
thereafter, necessary research to establish faf#sred to by the applicant and collect evidence on
all circumstances relevant to the decision.

Having undertaken the research, and after thergeafithe public prosecutor, the judge shall delive
legal documents, accompanied with a reasoned mdbahe Pre-Trial Chamber of the court that has
adjudicated in the first instance.

The applicant and the public prosecutor may apeginst the ruling upon the petition on
rehabilitation.

If the court refuses the petition because the adadi legal person's conduct has not been
satisfactory as to deserve rehabilitation and $egal person, within their financial abilities, hast
compensated for the damage incurred by a crimifiahoe, a new petition may be submitted after
the expiry of one year as of the day of finalitytloé ruling on refusing the prior petition.
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b) Procedure for Termination of Security Measurekegal Consequences of the Conviction
The Course of the Request-Related Procedure

Article 53

The request for termination of the security measafrgorohibition to practise certain registered
activities or operations or the request for terrigraof legal consequences of the conviction sball
submitted by the convicted legal person to the tctat has adjudicated in the first instance.

Having undertaken necessary research and facinfjniferred to by the applicant, and after the
hearing of the public prosecutor, the judge shahs$mit legal documents accompanied with the
reasoning of the motion to the Pre-Trial Chambetha court that has adjudicated in the first
instance.

The applicant and the public prosecutor may apagainst the ruling relating to the request.

If the court refuses the request for terminationtted security of prohibition to practise certain
registered activities or operations or the requesttermination of legal consequences of the
conviction, a new request may be submitted afterekpiration of a period of one year as of the
day of finality of the ruling on refusing the primrquest.

4. Application of the Criminal Procedural Code Asgdus Application of the Provisions of the
Criminal Procedural Code

Article 54
Unless otherwise stipulated by this Law, the priawis of the Criminal Procedural Code shall be
applicable by analogy in the criminal proceedingsducted against an accused legal entity.

I ENFORCEMENT OF COURT DECISIONS
1. Opening Provisions Conditions Governing the Enforert of Decisions

Article 55
Decisions shall become final in the case where ttey no longer be revoked by an appeal or
where an appeal is not allowed.

A final decision shall become enforceable as of dag of transmission, provided that no legal

impediments to enforcement exist. If an appealritadeen submitted or the parties have waived it or
dropped it, a decision shall be enforceable afher time specified for lodging an appeal has
expired, that is, as of the day of waiving or drioygpof an appeal that has been lodged.

Ruling on Enforcement of Decisions

Article 56
If the conditions governing the enforcement refért@ in Article 55 of this Law are fulfilled, the
court that has adjudicated in the first instancallstule ex officioordering the enforcement of a
decision.

The ruling mentioned in paragraph 1 of this Artidkall be transmitted to a convicted legal
person, defence counsel thereof, the public présedhe authority managing the register which the
convicted legal entity has been entered into, amdthie organisation responsible for forced
payments.

If the decision relates to a convicted legal persgainst whom no bankruptcy procedure is
being conducted, the ruling referred to in parabrapof this Article shall be transmitted to the
authority empowered to take decisions on termimatibthe status of the legal person concerned.
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2. Enforcement of a Fine Ruling on Enforcement ofreeFi

Article 57
The ruling ordering the enforcement of a fine shadl enforced by the competent court in
accordance with the provisions of the Law on Enéament of Penal Sanctions.

Enforcement Timeframe

Article 58

A final judgement ordering a fine or deciding oretbayment of costs incurred in criminal
proceedings shall be enforced after the timefraspecified under the judgement ordering a fine,
that is, payment of costs incurred in the procegslinas expired .

The timeframe referred to in paragraph 1 of thidgicke shall begin on the day when the final
judgement was delivered to a convicted legal pesam person liable to pay for the costs.

Coercive Measure of Payment

Article 59
The coercive measure of payment of fines and co&tigrred in criminal proceedings shall be
resorted to where a convicted legal person failsay a fine within a specified timeframe.

The costs of forced payment referred to in paragrapof this Article shall be borne by a
convicted legal person.

Application of the Law on Payment Transactions

Article 60
Provisions on the coercive measure of payment utiteerLaw on Payment Transactions shall be
applicable to the procedure for forced paymenimdd and costs incurred in criminal proceedings.

Order of Priority of Payments

Article 61
If the forced payment of fines and the paymentasfts incurred in criminal proceedings are being
effected concurrently, precedence shall be giveheacosts incurred in criminal proceedings.

If the assets of a convicted legal person are et the extent that the claim to compensatetavic
is not possible to effect due to the payment oédinthe claim shall be effected from the funds of
the fine that has been paid, but to the maximuralgeef the fine.

Lack of Possibility to Effect Payment of a Fine
Article 62
In cases where a fine is not possible to be paghtirety or at all, the court that has passeditee
instance decision on the fine shall be notifiedehbout.
3. Enforcement of the Sentence on Termination of théuS of a Legal Entity
Deletion of a Convicted Legal Entity from the Régjis
Article 63

The sentence on termination of the status of allegéty shall be enforced by deleting the
convicted legal entity from the Register of Legaltikes it had been entered into.
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Notification on Entering a Sentence Into the Regist

Article 64

Upon receipt of a decision ordering enforcemerthefsentence on termination of the status of d lega
entity, the authority managing the Register of Ldgatities shall enter an imposed sentence into the
Register, and without delay notify thereabout theharities competent for enforcing the
procedures of winding-up, bankruptcy or terminatidra legal entity in a different manner.

Blocking of Bank Accounts

Article 65

Upon receipt of a decision ordering enforcemerthefsentence on termination of the status of d lega
entity the organisation responsible for forced peagta shall order all banks to block dinar and
foreign currency accounts of a convicted legaltgnto deliver data from balance sheets of such
accounts and to refrain from opening new accounts.

The balance sheet of the funds in accounts of aictedl legal entity shall be transmitted by the
organisation responsible for forced payments to ¢bert that has passed the first instance
judgement.

Enforcement of the Procedure for Termination of $tatus of a Legal Entity

Article 66

The winding-up procedure or that of bankruptcy ofpanies shall be conducted in accordance with
the rules stipulated by the winding-up procedutateel law, that is, in accordance with the ruled la
down for bankruptcy, as a form of the bankruptoygadure.

The winding-up or bankruptcy procedures for bank@gsurance companies shall be conducted in
accordance with the provisions of the law governthg winding-up or bankruptcy-related
procedures for such legal entities.

The procedure for termination of the status of galeentity in a different manner shall be
conducted by founders of the legal entity concerinelihe with the act under which the share-of-
property regime, the procedure for compensatingitoes and the manner to protect their rights
have been specified.

Powers of the Public Prosecutors

Article 67

Upon expiration of the timeframe of three monthoathe day the decision on the enforcement of
the sentence of termination of the status of allegéity was entered into the Register of Legal
Entities, the authority managing said Register|stedmine whether the winding-up or bankruptcy-
related procedure has been undertaken.

If the winding-up or bankruptcy-related procedurashnot been undertaken, the authority
referred to in paragraph 1 of this Article shaltifypthereabout the public prosecutor who will
undertake the bankruptcy-related procedure to ptabe rights of creditors.

The public prosecutor at whose request the firgtaince criminal proceedings have been
conducted shall be competent for undertaking thikhaeptcy-related procedure against a convicted
person.



Notification of the Court

Article 68

After the procedure on winding-up, bankruptcy amtimation of the status of a legal entity in a
different manner has been conducted, the authonigyaging the Register of Legal Entities
shall delete the convicted legal entity from thgiRter.

The court which has passed the first instance jodge shall be notified by the authority
referred to in paragraph 1 of this Article on eimgrthe imposed sentence into and the deletiohef t
convicted legal entity from the Register.

4. Enforcement of Security Measures Enforcement ohiBition to Practise Certain Registered
Activities or Operations

Article 69

The court which, in the first instance, has impoghd security measure of prohibition to
practise certain registered activities or operaishall transmit a final decision to the authority
competent for managing the registration of legaities for the purpose of the proper entering and
recording so as the measure can be enforced.

The final decision referred to in paragraph 1 ofstArticle shall be also transmitted to the
authority competent for issuing licences or perrtotgllow practice of certain registered activities
or operations, if regulations provide for such wtigs or operations to be possible to practise/onl
upon the issuance of a licence or a permit by goedemt authority.

The final decision referred to in paragraph 1 @ #hrticle shall be also transmitted to the poiic¢he
territory of which a national legal entity is sedtehat is, a representative office or a brancha of
foreign legal entity is located, to be entered itite specified records, as well as to the competent
inspection authority.

Enforcement of the Measure of Publicising a Judgegme

Article 70

Where the measure of publicising a judgement hasnbinposed, the court which has
adjudicated in the first instance shall transmitesfiorceable judgement to the Editor-in-Chief of
a mass media to be publicised.

The costs of publicising such judgement shall benbdy a convicted legal entity.

Analogous Application of the Law on Enforcementanal Sanctions

Article 71

Provisions of the Law on Enforcement of Penal Sanstshall be applicable by analogy to the
enforcement of penal sanctions unless otherwiseifspe by this Law.

1l FINAL PROVISION

Article 72

This Law shall enter into force on the eighth daydd the day it is published in the 'Official
Gazette of the Republic of Serbia'.
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10 ANNEX 9 - LAW ON ORGANISATION AND JURISDICTION OF
GOVERNMENT AUTHORITIES IN SUPPRESSION OF ORGANISED CRIME

. INTRODUCTORY PROVISIONS

Article 1 This Law governs establishing, organiaaijurisdiction and powers of special government
bodies for detecting and prosecuting perpetratbesiminal offences stipulated in this Law.

Article 2

The organised crime in the light of this law ergtdiie "execution of criminal offences by an orgedis
criminal group, that is, of other organised groupt® members, for which the envisaged sentence is
imprisonment of four years or more".

Article 3

Organised criminal group from Article 2 of this laamtails a group of three or more persons, which
exists for a certain period of time, acts conselhgsiraorder to commit one or more criminal offesce
for which the prescribed sentence is four yearsngdrisonment or more, in order to directly or
indirectly gain financial or other pecuniary gain.

Other organised group is defined as a group thatotsformed with the immediate objective of
committing criminal offences and that does not hsweh developed organisational structure, defined
roles and continuity of membership, but is in taevice of organised crime.

Il. ORGANISATION AND JURISDICTION OF GOVERNMENT AUMORITIES IN
SUPPRESSION OF ORGANISED CRIME

1. Special Prosecutor's Office

Article 4
The District Public Prosecutor's Office in Belgrasteall have jurisdiction for the territory of the
Republic of Serbia to proceed in criminal offenspscified in Article 2 of this Law.

A Special Prosecutor's Office for suppression afanized crime is established within the District
Public Prosecutor's Office in Belgrade. (hereimattee Special Prosecutor's Office).

Unless otherwise stipulated by this Law, the priovis of the Law on Public Prosecution shall apply
to the Special Prosecutor's Office.

Article 5
The Special Prosecutor's Office is managed by ai8lperosecutor for suppression of organized
crime (hereinafter the Special Prosecutor).

The Special Prosecutor is appointed by the Rep@hlldic Prosecutor from among Public Prosecutors
and Deputy Public Prosecutors meeting the requinésrfer appointment as District Public Prosecutor,
under written consent of the appointee.

The Special Prosecutor is appointed to a termfideobf two years and may be reappointed.

The Republic Public Prosecutor shall, prior to apment of Special Prosecutor, first issue a denisi
on seconding such person to the Special Prosex@ffite.

Secondment specified in paragraph 4 of this Artitiall be done under written consent of the person
being seconded and may not exceed two years.
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The Republic Public Prosecutor may dismiss the i@p@tosecutor before expiry of his/her term of
appointment.

Upon termination of his/her office the Special R@sgor shall return to his/her previous post.

Article 6
The Special prosecutor shall have the rights asplomesibilities of a public prosecutor.

Upon becoming aware that a particular criminal dase case specified in Article 2 of this Law, the
Special Prosecutor shall approach the Republici®iosecutor in writing, requesting from the
Republic Public Prosecutor to confer or delegatisgiction to him/her.

The Republic Public Prosecutor shall decide onrdmiest specified in paragraph 2 of this Article
within eight days.

Article 7

The Belgrade District Public Prosecutor, at theonemendation of the Special Prosecutor, shall pass
the act on internal organisation and job clasdificain the Special Prosecutor's Office, with the
agreement of the minister responsible for the jadjc

Article 8
The Republic Public Prosecutor, following recommegiah from the Special Prosecutor, may second
a public prosecutor or deputy public prosecutahtSpecial Prosecutor's Office.

Secondment specified in paragraph 1 of this Artieley not exceed nine months and may be extended
by decision of the Republic Public Prosecutor wititten consent of the seconded person.

Article 9

If required by reason of conducting a criminal meding, the Special Prosecutor may request the
competent government body or organisation to teamggrassign a person from such body or
organisation to the Special Prosecutor's Office.

The official in charge of such body or organisatsbrall without delay take a decision in respedhef
Special Prosecutor's request specified in paragtaytthis Article .
Secondment is done with consent of the employeeraydnot exceed one year.

2. Special Service for Suppression of Organized Crime

Article 10

A Special Service for suppression of organized erand corruption is hereby established as part of
the Ministry of Interior (hereinafter "the Servi¢ed perform law enforcement duties in respect of
criminal offences specified in Article 2 of thiswa

The Service shall act upon requests of the SpBetaecutor's Office, in accordance with law.
The minister responsible for internal affairs stegdpoint and dismiss the commanding officer of the
Service following the opinion of the Special Pragec and shall specify the Service's activity, in

accordance with this Law.

The minister responsible for internal affairs magcide to deploy an organisational unit of the
Ministry of Interior the Gendarmerie, in preventiaigd detecting the criminal act of terrorism.

Article 11
All government bodies and services shall at the uestof the Special Prosecutor or Service:
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without delay enable use of any technical meartbait disposal, ensure timely response of each of
their members and employees, including superiotke@bodies or agencies, to give information or for
questioning as suspect or witness;

without delay hand over to the Service every doaunwe other evidence in their possession, or
otherwise deliver information that may assist icavering criminal offences specified in paragraph 2
of this Law.

3. Special Department of the Belgrade District Court

Article 12
The District Court in Belgrade shall have firstarste jurisdiction for the territory of the Repubdit
Serbia in criminal cases specified in Article Zlué Law.

The Appellate Court in Belgrade shall have secoisthince jurisdiction in criminal cases specified in
Article 2 of this Law.

The Supreme Court of Serbia shall decide in casfliaf jurisdiction between regular courts in
criminal cases specified in Article 2 of this Law.

Article 13
A Special Department for processing criminal casgmacified in Article 2 of this Law (hereinafter
"Special Department of the District Court") is Haresstablished within the Belgrade District Court.

The President of the Special Department of theridisCourt shall manage the work of the Special
Department of the District Court.

The President of the Special Department of theribisCourt is appointed by the President of the
Belgrade District Court from among the judges as=igto the Special Department of the District
Court.

The President of the District Court appoints judgethe Special Department of the District Court fo
a term of two years, from among judges of that toujudges of other courts seconded to that court,
with their consent.

The President of the Belgrade District Court simatire closely specify the work of the Special
Department of the District Court.

Article 14

A Special department shall be established withim Appellate Court in Belgrade for processing
criminal cases specified in Article 2 of this Lalefeinafter the Special department of the Appellate
Court).

The President of the Special Department of the AatgeCourt shall manage the work of the Special
Department of the Appellate Court.

The President of the Special Department of the AgigeCourt is appointed by the President of the
Belgrade Appellate Court from among the judgesgassl to the Special Department of the Appellate
Court.

The President of the Belgrade Appellate Court appojudges to the Special Department of the
District Court for a term of two years, from amojuglges of that court or judges of other courts
seconded to that court, with their consent.

The President of the Belgrade Appellate Court simte closely specify the work of the Special

Department of the Appellate Court. ”



4. Special Detention Unit

Article 15

A special detention unit shall be established & Belgrade District Prison for detention pronounced
in criminal proceedings for offences specified irtidle 2 of this Law (hereinafter Special Detention
Unit).

The Minister responsible for judicial affairs shappecify the organization, work and treatment of
detainees in the Special Detention Unit, in acaocdawith the Law on Criminal Procedure and the
Law on Enforcement of Penal Sanctions.

lla SPECIAL AUTHORISATIONS OF COMPETENT STATE ,AUTBRITIES IN CRIMINAL
PROCEEDINGS FOR CRIMINAL OFFENCES OF ORGANISED CHIM

Article 15a
For criminal offences of organized crime

Provisions of Law on Criminal Procedure shall apjgiycriminal offences of organized crime, unless
otherwise regulated by this law.

Article 15b*
(Revoked)
Article's 15v15d

(Deleted)

Article's 159 and 15e

(Deleted)

Article 152

The special prosecutor and authorised prosecuteratcused person and his or her lawyer, and the
injured party and his or her proxy, may propose msvdence, at the latest before the expiry of 30
days from passing the ruling on undertaking thestigation.

Upon expiry of the time limit from paragraph 1 bfs Article the investigating judge of the Special
Department of the District Court, at the final sessfor recording evidence shall make records on
evidence that will be presented during the invesign. All procedural and other objections refegrin
to that phase of criminal proceeding must be resiat that session.

Exceptionally, new evidence shall be proposed drjdctions rose after the expiry of the time limit
from paragraph 1 of this Article , if the eviderdid not exist before or noone could have known &bou
it. The investigating judge of the Special Depariimef the District Court shall decide on this by a
ruling.

Article 15z
The right to examine files may be exercised from time of passing the ruling on undertaking
investigation.

However, the investigating judge of the Special &&pent of the District Court may decide, by his or
her ruling, that the right from paragraph 1 shalused from the moment after hearing all suspects
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included in the request for undertaking the ingggton.

The objection against this decision may be subthitiethe president of the Special Department of the
District Court who may decide on the objection Wwith8 hours.

Article 15i

The trial shall be audio recorded and the recordimgjl contain the entire trial, as well as recards
the written form including data on the beginningdasiosure of the trial, present participants and
presented evidence, as well as rulings of the greesiof the panel concerning the management of the
proceeding.

The audio recording from paragraph 1 of this Aetichall be transcribed within 72 hours and
represents a component of the records kept inemrftirm.

Audio recording and the transcripts shall be kaghe same manner as records in the written form.

Article 15j

The investigating judge of the Special Departmdrthe District Court, namely the president of the
panel of the Special Department of the District €ooay reward experts’ withesses and interpreters
with an amount which is double the amount they waateive in other criminal cases.

Article 15k

The investigating judge of the Special Departmdrthe District Court, namely the president of the
panel of the Special Department of the District €oundertakes to prescribe time limits for
performance of expertise and submission of findeuys reports.

The time limit from paragraph 1 of this Article magt exceed 90 days.

In case of not respecting the time limit from pagagip 2 of this Article the investigating judge bét
Special Department of the District Court, namely piiesident of the panel of the Special Department
of the District Court shall punish by a fine a vésses expert, namely:

1) a legal person with up to 500,000 dinars;
2) a responsible person in a legal person withoul00,000 dinars;
3) a natural person (expert) with up to 100,00@usin

The records about the pronounced punishments framagpaph 3 shall be kept in the Special
Department of the District Court.

In case if the time limits are again not respeatedng the same calendar year the president of the
Special Department of the District Court may, besia fine, propose to the Minister of Justice to
erase the names of those withess experts fromishevith the temporary ban to perform their
profession for the duration of three years.

Article 15|
Provisions of Article 15 shall apply accordinglyitderpreters.

An interpreter in case of not respecting the timetlfrom Article 15k, paragraph 2 of this Law shal
be punished by a fine up to 100.000 dinars.

Article 15lj
When it is not possible to secure the presencendfreess or an injured party at the main trial they
will be examined by using the videoconference.

The examination of withesses and injured plazrﬂty hi@ manner prescribed in paragraph 1 of this

<



Article shall also be done through internationainanal legal assistance.

Article 15m

Upon justified proposal of an interested party, ¢bart may decide on the personal data protection o
a witness or an injured party.

II.  FINANCIAL STATUS INFORMATION

Article 16

Persons holding office and/or engaged on taskgabsdin special organisational units specified unde
this Law are required, prior to taking office, tobsnit in writing full and accurate date on his/her
financial status and the financial status of sppliseal blood relatives, and lateral blood relatdo
third degree, and relatives by marriage to secautea of kinship, in accordance with the act passed
by the Government of the Republic of Serbia..

Data referred to in paragraph 1 of this Articleresgnts an official secret.

Vetting and financial status checks of persons ifipdcin paragraph 1 of this Article may be
conducted without knowledge of such persons poappointment, during the term in office and
during one year following termination of office, atcordance with the act of the Government of the
Republic of Serbia referred to in paragraph 1 &f Article .

Ill.  OFFICIAL SECRET

Article 17

All persons engaged on tasks and duties withinpilnview of government authorities regarding
suppression of organised crime shall treat allrinftion and data they have acquired in performance
of these duties as an official secret.

The Special Prosecutor, President of the SpeciphBent of the District Court, the President & th
Special department of the Appellate Court and condea of the Service shall specify the official
secrets act in respect of the bodies they manage.

IV. SALARIES AND OTHER EMPLOYMENT RIGHTS

Article 18

Persons holding office and/or engaged on jobs askistin special organisational units specified in
this Law are entitled to salaries that may not ercdouble the amount of the salary they would be
entitled to for posts and or jobs held prior toimgkoffice or jobs in these organisational units.

The Government of the Republic of Serbia shall mieitee salaries of persons referred to in paragraph
1 of this Article .

Article 19

Judges assigned to the Special Department of tteid@iCourt and the Special Department of the
Appellate Court, the Special Prosecutor, publispootors and their deputies assigned or seconded to
the Special Prosecutor's Office are entitled t@kerated pension scheme whereby 12 months of work
in special departments shall be calculated as I&hmaf pension insurance.

V. FUNDS AND FACILITIES FOR WORK

Article 20
The ministry responsible for judicial affairs shaltovide adequate premises and all technical
prerequisites necessary for efficient and securkwb the Special Prosecutor's Office, the Special
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Department of the District Court, Special Departtmeinthe Appelate Court and Special Detention
Unit..

Article 21

Funds for the work of the Special Prosecutor'sdeffthe Special Department of the District Court,
Special Department of the Appelate Court, Servicd 8pecial Detention Unit are provided in the
budget of the Republic of Serbia.

VI. TRANSITIONAL AND FINAL PROVISIONS

Article 22

Criminal proceedings for criminal offences spedifia Article 2 of this Law in which the indictment
has become effective prior to the day this Law ce@inéo force, shall be concluded before the courts
having actual and territorial jurisdiction prior ¢coming into force of this Law.

Article 23

This Law shall enter into force on the eight dateiafts publication in the "Official Gazette of the
Republic of Serbia”, whilst provisions of Article1paragraph 2 and Article 14 of this Law shall
apply from March ,1 2007.

Until March 1, 2007 provisions of the Law on Couwsteall apply for second instance proceedings in
criminal cases specified in Article 2 of this Law.

Separate Article s of the Law on changes and amentimof the Law on Organisation and
Jurisdiction of Government Authorities in Suppressbdf Organised Crime (Official Gazette of RS,
No. 27/2003)

Article 2
This Law shall enter into force on the day follogiits publication in the "Official Gazette of the
Republic of Serbia" and shall apply from Februa8y 2003.

Separate Article s of the Law on changes and amentimof the Law on Organisation and
Jurisdiction of Government Authorities in Suppressbdf Organised Crime (Official Gazette of RS,
No. 39/2003)

Article 4

Criminal proceedings for criminal offences specifie Article s a and 2 of this Law in which the
indictment has become effective prior to the day tlaw comes into force, shall be concluded before
the courts having jurisdiction and in accordancistatutory proceedings prior to coming into force
of this Law.

Article 5
The National Assembly shall review provisions ofiéle s 15v, 15g and 15d within 90 days from the
entry into force of this law.

Article 6
This Law shall enter into force on the day follogiits publication in the "Official Gazette of the
Republic of Serbia".

Separate Article s of the Law on changes and amentimof the Law on Organisation and

Jurisdiction of Government Authorities in Suppressbdf Organised Crime (Official Gazette of RS,
No. 45/2005)
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Article 4
This Law shall enter into force on the eight dateafts publication in the "Official Gazette of the
Republic of Serbia".

Separate Article s of the Law on changes and amentimof the Law on Organisation and
Jurisdiction of Government Authorities in Suppressbdf Organised Crime (Official Gazette of RS,
No. 61/2005)

Article 2
This Law shall enter into force on the day of pcdition in the “Official Gazette of the Republic of
Serbia”.

11 ANNEX 10 - LAW ON THE NATIONAL BANK OF SERBIA
RS Official Gazette, No. 72/2003, 55/2004

LAW ON THE NATIONAL
BANK OF SERBIA

BASIC PROVISIONS

Article 1
This Law shall govern the status, organization, gmewand tasks of the National Bank of Serbia
(hereinafter: the NBS), as well as the relatiortsvben the NBS and the institutions of the Reputiic
Serbia, international organizations and institution
The Republic of Serbia shall guarantee for thegalbibns of the NBS.

Article 2
The NBS shall be the central bank of the Repulii€erbia, performing tasks set forth by this and
other laws.
The NBS shall be autonomous and independent iroqeaince of the tasks laid down by this and
other laws and shall be accountable for its opamatio the National Assembly of the Republic of
Serbia (hereinafter: the National Assembly).
The NBS shall neither receive nor seek instructibas government institutions and other persons
with respect to performance of its tasks.

Article 3
The primary objective of the NBS shall be achievamgl maintaining price stability.
In addition to its primary objective, the NBS staBo strive for maintaining financial stability.
Without prejudice to its primary objective, the NBRall support the pursuance of economic policy of
the Government of the Republic of Serbia (here@rathe Government), [2] operating in accordance
with the principles of market economy.

Article 4

Tasks of the NBS shall be to:

1) determine and implement monetary policy;

2) autonomously pursue the dinar exchange rate palicydetermine the dinar
exchange rate regime with the consent of the Gawemnt;

3) hold and manage foreign currency reserves;
4) issue banknotes and coins;
5) regulate, control and promote unhindered functigrofinternal and external

payment operations; 6) issue and revoke operatenges, carry out supervision of banks and other
financial institutions and enact regulations irs tield;
6.a) issue and revoke licenses, i.e. authorizatiorcéorying out the insurance operations, performs

l4¢



control i.e. supervision over such operations dad earry out other duties in line with legal regidn
governing the field of insurance;

7.) perform statutory tasks for the Republic ofozeand the State Union Serbia and Montenegro;

8.) perform other tasks provided for by this artteotaws in accordance with the principles of @ntr
banking.

Article 5
The NBS shall be a legal entity.
The NBS shall not be subject to registration inrtrggstry of legal entities. The seat of the NB&8lldbe in
Belgrade.
The NBS shall have a seal containing the nameediBS and the coat of arms of the Republic of Serbi

Avrticle 6

The NBS shall have its By-Laws, ratified by theidtal Assembly.
The NBS By-Laws shall be published in the "Offidizhzette of the Republic of Serbia.”

Avrticle 7

The NBS may set up subsidiaries.
The internal organization, scope of activitieshtggand responsibilities of the subsidiaries dbalket
forth by the NBS By-Laws.

Article 8
A specialized organization shall operate within &S, with duties and responsibilities laid down
by this Law and the NBS By-Laws, entitled: the atl Bank of Serbia - Institute for Banknotes
and Coins - Topcider, which prints banknotes andtsntoins.

Article 9
The Governor of the NBS (hereinafter: the Govermsbigll represent and act on behalf of the NBS.

Article 10
The NBS shall cooperate with the Government anceostate institutions in performing its
tasks and shall undertake measures within its sobpathority to promote that cooperation.

Article 11
The NBS may be a member of international finandgjanizations and institutions and may
cooperate with national financial and credit ingitins for the purpose of pursuing its primary
objective and performing its tasks.
The NBS may represent the Republic of Serbia irerivdtional financial organizations and
institutions and other forms of international cogimn with the consent of the Government.

II. BODIES OF THE NATIONAL BANK OF SERBIA
Article 12

The bodies of the NBS shall be:
1) the Monetary Board of the NBS (hereinafter: the gliamy Board);
2)  the Governor of the NBS;
3) the Council of the NBS (hereinafter: the Council).

Monetary Board of the National Bank of Serbia

Article 13

147



Members of the Monetary Board shall be the Govearat Vice Governors of the NBS.
Article 14

The Monetary Board shall determine monetary poléayd in particular:

1 terms and manner of issuing short-term securities;

2. terms and manner of conducting open mayketationsand discount operations;

3. policy of granting of short-term loans;

4. the dinar exchange rate policy and, with the cohséthe Government, the dinar exchange
rate regime;

5. manner in which foreign currency reserves are medag

6. discount rate and other interest rates of the NBS;

7. bases for calculation of the reserve requiremesenve ratios,as well as the manner of,
conditions and time limits for holdingand mainteoarf banks' required reserve funds held
by theNBS;

8. measures for maintaining liquidity of banks andestfinancialinstitutions.

Article 15
Meetings of the Monetary Board shall be held whecessary, but no less than once in 15 days.
Meetings of the Monetary Board shall be held ifeatst two thirds of its members are present.
The Monetary Board shall take decisions on the a$ithe majority of votes cast, and in the
case of a tie, the Governor's vote shall decide.
Meetings of the Monetary Board shall be chairedigyGovernor.
The manner of convening and holding meetings of NMtemetary Board shall be laid down in
further detail by the NBS By-Laws.
Minister of Finance shall participate in the megtrof the Monetary Board, without the right to
vote.

Governor and Vice Governors of the National Bank ofSerbia

Article 16
The Governor shall be nominated by the NationaleAgdy's Finance Committee and appointed by
the National Assembly, for a term of five yearstwihe right to reelection.
Such person may be elected Governor who satigfeegeéneral requirements for employment in the
public administration, holds a university degreas la relevant professional experience in the fields
of economy, finance and banking and who has earepdtation as an expert or scholar in those
fields.
The Governor whose term of office expired shalvegyending the election of a new Governor.

Article 17
The Governor shall be responsible for the accorhpient of the NBS's objectives, and in
particular for:
1) implementation of decisions of the MongtBoard and the Council;

2) organization and operation of the NBS;

3) preparation of regulations and decisions withinsbhepe of authority of the
NBS;

4) adoption of regulations and decisions within thepscof authority of the NBS
which, in accordance with this law, are not withite scope of authority of the
Monetary Board or the Council;

5) performance of other tasks laid down by this ardgeptaws, provided they are
not contrary to the primary objective referredroAirticle 3 of this Law.

Article 18
The Governor shall submit to the members of the &dlua report on the implementation of
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monetary policy, issuance and revoking of operalicgnses and supervision of banks and other
financial institutions, adoption of regulations hin the scope of authority of the NBS and other
tasks within his/her scope of authority, no lateart seven days prior to a meeting of the Council.

Article 19

The NBS shall have three to five Vice Governors.
The Vice Governors shall be nominated by the Goweeland appointed by the Council, for a
term of five years, with the right to reelection.
Such persons may be elected Vice Governors whefgdtie requirements set forth in Article 16
(2) of this Law.
The scope of authority of the Vice Governors shalllaid down in further detail by the NBS By-
Laws.
A Vice Governor whose term of office expired shsdirve pending the election of a new Vice
Governor.

Article 20
The Governor shall, at the beginning of his/hemtesf office, designate a Vice Governor to
replace the Governor if the latter is preventeanfigerforming his/her tasks.

Article 21
For the purposes of performing tasks within thepgcof authority of the NBS, the Governor shall
enact regulations, as well as pass decisions, srd#eerwise provided for by this Law.
The regulations referred to in para. 1 of this &ldishall be published in the "RS Official
Gazette".

Article 22
The Governor and Vice Governors shall be emplogé#se NBS.

Council of the National Bank of Serbia
Article 23

The Council shall have a Chairman and four memlagnsointed by the National Assembly,
for a five-year term, with the right to reelection.

The National Assembly shall appoint the Chairmad amembers of the Council upon nomination
by the National Assembly's Finance Committee.

Such persons may be elected Council members whef\séle requirements set forth in Article
16 (2) of this Law.

Article 24

The Council shall, at the proposal of the Governor:

1 adopt the financial plan of the NBS;

2) adopt the annual financial statement of the NBS;

3) set a unified rate the NBS is charging for the m&wit has rendered,;

4) set the remuneration of the Governor and Vice Guwey of the NBS;

5) establish a list of positions with special authi@stand set the criteria for
determining the remuneration of employees with sdewthorities in the NBS;

6) appoints the external auditor;

Article 25
Meetings of the Council shall be held when necgssart no less than once in three months.
The meetings of the Council shall be held if eleast three members are present.



The Council shall take decisions on the basis efrttajority of votes of all of its members.

The Council shall adopt its Rules of Proceduretipalarly governing the manner in which its
meetings are convened and held, issues to be @residt the meetings and other matters related
to the work of the Council.

Article 26
The Council shall submit a report on its work te tRational Assembly when necessary, but no
less than once a year.
Article 27
Members of the Council shall not be employees ef NiBS. Members of the Council shall receive
compensation from the NBS. Incompatibility of off; conflict of interest and termination of
office.
Article 28
The Governor, Vice Governors, members of the Cdusmod employees with special authorities
may not:
1 be deputies to the National Assembly, members @Gbvernment, officers of
political organizations, members of the bodiesozial self-government, members of
trade unions, members of managing or sip&Ey boards and/or external
contractors of banks, other financial instituticared auditing firms or other legal
entities that the NBS supervises or cooperates withe performance of its tasks;
2) hold equity or debt securities of banks, otherflicial institutions and auditing firms or
other legal entities that the NBS supervises orpavates with in the performance of its tasks.

Article 29
The Governor, Vice Governors and members of then€ibshall submit a written affidavit to the
National Assembly after their election stating ttrety do not hold equity or debt securities of lank
other financial institutions and auditing firms ather legal entities referred to in Article 28 &)
this Law.
Paragraph 1 of this Article shall be applicablecadmgly to employees with special authorities.

Article 30
The office of the Governor, Vice Governors and meminf the Council shall be terminated before
the expiry of their term of office upon their reg®r when they reach age of retirement, as well as
in the case of dismissal.
The Governor, Vice Governors and members of then€ibghall be dismissed:
1 if they were convicted of a business crime or darife against labor relations,
property, judiciary, public order and public adnsimation;
2) if it is determined they performed their tasks imiacompetent or imprudent manner
and serious mistakes were made in the implementafidecisions and organization of
operations of the NBS, resulting in substantialidgons from the accomplishment of its
primary objective referred to in Article 3 of tHigaw;
3) if, on the basis of findings and opinions of thenp@tent medical institution, it is
established that, due to their health status, treaye permanently lost their capacity to
work and perform their duties,
4) if they fail to submit or submit a false statemesgarding the information referred
to in Article 28 of this Law;
5) if it is established that they do not satisfy tequirements for appointment as set out
in Article 16 (2) of this Law.
Article 31
The Council shall determine whether the conditifarsthe termination of office, viz. the dismissal
of the Governor are satisfied and shall institute proceedings before the National Assembly's
Finance Committee within 60 days from the day theselitions were determined.
In assessing whether the conditions referred tpaira. 1 of this Article are satisfied, the National
Assembly's Finance Committee shall seek the Govardeclaration.
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The National Assembly's Finance Committee shallb#sed on the Council report and Governor's
declaration, it assesses that certain conditioferned to in para. 1 of this Article are satisfied,
notify the National Assembly accordingly, which Btiake a decision on the termination of office,
viz. the dismissal of the Governor.

The Governor shall determine whether the conditfonshe termination of office, viz. the dismissal
of Vice Governors are satisfied and shall notifg @ouncil accordingly, which shall take a decision
on the termination of office, viz. the dismissal\ti€e Governors.

Article 32
The National Assembly's Finance Committee shallereine whether the conditions for the
termination of office, viz. the dismissal of the @il members are satisfied and shall institute the
proceedings before the National Assembly within diys from the day these conditions were
determined.
The National Assembly shall take a decision ontérenination of office, viz. the dismissal of the
members of the Council.

Article 33
The Governor, Vice Governors and members of then€ibmay not be employed by banks and other
financial institutions in the period of one yeateaftheir dismissal.

IIl. DETERMINATION AND IMPLEMENTATION OF MONETARY P OLICY
Article 34

The NBS shall determine and implement monetaryqgyah the Republic of Serbia by:
1 issuing short-term securities;
2) conducting open market operations;
3) performing discount operations;
4) granting short-term loans;
5) setting the banks' reserve requirements to bewihdthe NBS;
6) setting the discount rate and other interest ratélse NBS;
7 determining measures for maintaining liquidity @ixs and other financial
institutions;
8) enacting regulations and undertaking measures gdsaw carrying out other
activities in the field of foreign currency transaas laid down by this Law;
9) issuing banknotes and coins;
10) determining other monetary policy instruments arehsures;
11) performing other tasks set out in this and othesslgprovided they are not
contrary to the primary objective referred to irtiélle 3 of this Law.

Issuance of Short-Term Securities and Open Marketr&ions
Article 35
The NBS may issue short-term securities denominiatélde domestic or a foreign currency, on the
basis of a decision setting forth the amount of idseie, maturities, and other terms for issuing
securities, as well as the manner of placementpaychent of those securities.

Article 36
The NBS shall conduct open market operations thnqugchases and sales of securities.
The NBS shall determine the type and quality of sieeurities referred to in para. 1 of this
Article, as well as the terms and manner under vitipurchases and sells these securities.
Discount Operations
Article 37
The NBS may purchase [3] securities from banks.
The NBS may sell the purchased securities refetoesh para. 1 of this Article prior to their
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maturity.
The NBS shall determine the type and quality of seeurities referred to in para. 1 of this
Article, as well as the terms and under which itghases and sells these securities.

Granting of Short-Term Loans
Article 38
The NBS may grant loans to banks with maturities exceeding one year, against collateral of
securities portfolio.
The NBS shall determine the type and quality of ¢bBateral for the loans referred to in para. 1
of this Article, as well as the terms and mannegrainting these loans.
Article 39
The NBS may grant loans to the Republic of Serbiatlie purposes of financing the temporary
illiquidity of the budget, generated by the imbates in the flow of revenues and expenditures
in the course of the budget execution.
The loans referred to in para. 1 of this Articleyrtze granted within the framework of the
determined monetary policy and they may not exce¥dof the average current budget revenue
over the preceding three years, while the totalamof the Republic of Serbia's debt incurred on
this basis may not exceed the triple amount ofpifescribed minimum capital and special reserve
funds of the NBS.
Reserve Requirements
Article 40
The NBS shall determine the amount of requiredrkesef banks by prescribing the reserve ratio,
types of deposits and other liabilities the rati@pplied to.
The NBS may set the amount of the required resezfggred to in para. 1 of this Article for other
financial institutions as well.
The NBS may also set different reserve ratios, deépg on the types and maturities of deposits
and other liabilities.
The NBS shall lay down the terms and manner ofualing and maintenance of the required
reserves in further detail.
Discount Rate and Other Interest Rates
Article 41 The NBS shall determine the discountrat the
NBS.
The NBS shall determine interest rates on placesnamd other receivables of the NBS, as well as
interest rates on the funds on which the NBS paysrést, and prescribe the manner of interest
calculation, collection, and payment.
Notwithstanding para. 2 of this Article, the intet@ates on the interest bearing funds of the
Republic of Serbia, on which the NBS pays intersebgll be determined in a contract between the
NBS and the Republic of Serbia.
Other claims referred to in para. 2 of this Artidkall also include the funds maintained by
the NBS, which are lower than prescribed.
Interest rates on placements and other claimseoNBS may not be lower than the discount rate.
Measures for Maintaining Liquidity of Banks and @tlFinancial Institutions
Article 42

For the purposes of maintaining liquidity of bankee NBS may prescribe:

1) the terms and manner of granting deposit and cfadilities;

2) the terms and manner of securing liquidity of paptseof deposits of natural

persons and legal entities with banks;

3)  other measures for the maintenance of banks' lityuid
The NBS may lay down the minimum requirements fiogdit rating of banks in dealings with
the NBS.
The NBS shall lay down the measures to be appbtiesttier financial institutions and determine to
which financial institutions these measures areg@pplied.

Regulations, Measures and Activities in the Fidl&areign Exchange Transactions

Avrticle 43
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The NBS shall autonomously pursue the dinar exobhaatg policy.
The NBS shall determine the dinar exchange ratenegyith the consent of the Government.

Article 44
The NBS shall purchase and sell foreign exchangefareign banknotes and coins in the foreign
exchange market with a view to managing the dinahange rate and maintaining the foreign
exchange reserves level.
The NBS may purchase and sell foreign exchangefemign banknotes and coins in the foreign
exchange market also for the purpose of maintaiexigrnal payment liquidity.

Article 45

The NBS shall prescribe:

1) the terms and manner of the NBS's interventionhia fioreign exchangemarket;

2) the terms and manner of performing external payrpetations,
3) the manner of maintaining foreign excharsgeings books and foreign exchange
accounts;
4) the type of foreign exchange and foreign bangma@nd coins it purchases andsells in the
foreign exchange market.

Article 46

The NBS may, in accordance with the determined r@gepolicy, require the banks to hold a
certain amount in foreign currency on an accourihwitie NBS or with foreign banks.
The NBS may, in accordance with the determined r@ogepolicy, prescribe other measures for
maintaining external payments liquidity.

Article 47
The NBS may accept foreign currency deposits fromektic and foreign banks.

Article 48
The NBS may, for the purposes of bridging currenbalances in inflow and outflow of foreign
exchange, borrow abroad in its own name and foows account, with maturities not exceeding
one year.
Notwithstanding para. 1 of this Article, the NBS ynbhorrow from the International Monetary
Fund with maturities exceeding one year.
The NBS may borrow abroad in its own name and fierdaccount of the Republic ofSerbia, with
maturities exceeding one year, based on a stamateted therefore.

Article 49

The foreign exchange reserves of the NBS shallrapess:

1 receivables on the accounts of the NBS kept abroad;

2)  securities denominated in foreign currency heldhg/NBS;

3)  special drawing rights and the reserve positiom e International Monetary

Fund;
4)  gold and other precious metals;
5)  foreign banknotes and coins.
Article 50

The NBS shall decide on the manner of forming, ngar@ utilizing and disposing of the foreign
exchange reserves referred to in Article 49 herepthe manner most adequate to monetary and
foreign exchange policies and that contributeshi® tnimpeded settlement of the external debt
obligations of the Republic of Serbia.

Article 51
The NBS shall purchase and sell foreign currencyoath so as to secure an appropriate
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currency structure of the foreign exchange resergfsred to in Article 49 of this Law.

Article 52
For the purposes of this Law, gold shall be medd ggots and coins.
The NBS may export and take out of the country, andort and bring into the country from
abroad, gold in the form of coins and bullion.

Issue of Banknotes and Coins
Article 53

The legal tender of the Republic of Serbia shaliigedinar, consisting of 100 paras.
The NBS shall have the exclusive right to issuekbates and coins in the Republic of Serbia.

Article 54
All pecuniary obligations arising from transactiobhetween companies, other domestic legal
entities and citizens in the Republic of Serbidldhe denominated in dinars and effected by dinar-
denominated means of payment, unless otherwisedaayor by law.

Article 55
The NBS shall issue banknotes and coins, deterd@E®ominations and basic features of
banknotes and coins.

Titles and texts on banknotes and coins shall bverittien both Cyrillic and Latin alphabet.
The NBS shall take decisions on the putting in, eattidrawing from, circulation of banknotes and
coins.

Article 56
The Governor shall determine the manner of andctivaitions for the withdrawal of worn-out
banknotes and replacement of damaged banknotesans, the cost of which shall be borne by
the NBS.

Article 57
The NBS, upon previously obtained approval of thev€&nment, shall decide on the issuance of
banknotes for the country's extraordinary needstdwsn imminent threat of war, a state of war
or a state of emergency.

Article 58
Banknote counterfeits and coin counterfeits as wsllamaged (punched) coins shall not be the
legal tender.
Banknotes and coins referred to in para. 1 of Arigcle shall be delivered to the NBS without
any compensation.

Domestic Payment Operations Article 59

The NBS shall regulate and promote domestic paynopetrations, control the execution of
payment operations in banks and perform other taskged to domestic payment operations in
accordance with the law.

Article 60
The treasury single account, for dinar and foreggohange funds, as well as other accounts set
forth by the law, shall be held with the NBS.
The NBS shall supply banks and other financialiingbns with banknotes and coins.
Banks and other financial institutions shall béer tosts of banknotes and coins procurement.
Tasks for the Republic of Serbia and the State fierbia and Montenegro

Article 61
The NBS may, on the basis of an agreement or aitgtaperform tasks for the Republic of
Serbia in connection with securities, borrowing aigler tasks.
The NBS shall not charge the Republic of Serbia Bres for performing tasks referred to in
para. 1 of this Article.
Notwithstanding para. 2 of this Article, the paymenfees may be agreed in a contract.
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Article 62
The NBS may perform tasks for the State Union Sedrid Montenegro related to the external
borrowing by the State Union Serbia and Montenegmoaccordance with a statute enacted
therefore.

IV. SUPERVISORY FUNCTION OF THE NATIONAL BANK OF SE RBIA
Article 63

The NBS shall issue and revoke operating licersa$orm supervision of banks and other financial
institutions, and take other measures in accordanttethe law governing the operation of banks
and other financial institutions.

The NBS shall adopt regulations laying down thedential banking standards.

Article 64
In performing supervision referred to in Article 88 this Law, the NBS shall have the right to
examine the books and other documentation of bankisother financial institutions, as well as
of legal entities connected by ownership, managindpusiness relations with the bank or the
other financial institution which is the subjectsafpervision.
The NBS shall prescribe, in further detail, the ditions and manner of performing the
supervisory function in accordance with this angeotiaws.

Article 65
The NBS shall cooperate with foreign institutionssponsible for banking supervision and
domestic bodies and institutions responsible fopesuision in the field of financial
transactions, [4] with an aim of promoting the swyp&ory function of the NBS.
The NBS may exchange data gathered in performahtieeosupervisory function with foreign
and domestic bodies and institutions referred tpara. 1 of this Article.

V. SPECIAL AUTHORITIES OF THE NATIONAL BANK OF SERB 1A

Article
66
The NBS may grant an authorization for the perfanoea of external payment and credit
operations to a bank, at the request of a bankyiged that it established that the bank
satisfied the conditions for performing such opienas prescribed by the NBS.
The NBS may revoke the authorization referred tgpama. 1 of this Article if the bank does
not satisfy the conditions referred to in paraf this Article.

Article 67
The NBS shall maintain a registry of banks authretito perform external transactions, a registry of
branch offices and other forms of financial aci@stof domestic banks and other financial institusi
abroad, and a registry of branch offices and otblns of financial activities of foreign banks and
other financial institutions in the country.
The NBS shall prescribe the terms of registratio the method of maintaining the registries refirre
to in para. 1 of this Article.
The registries referred to in para. 1 of this Aetishall be public.
The data entered in the registers referred toiia. daof this Article shall be public.

VI. THE INFORMATION SYSTEM OF THE NATIONAL BANK OF SERBIA
Article
68
The NBS may prescribe an obligation for banks atigiofinancial institutions to record, compile,
process and submit the relevant data.
The NBS shall prescribe, in further detail, the woris of the data referred to in para. 1 of this
Article and the manner in which they are tolbcsubmitted.



Article 69
For the purpose of efficient execution of its fuioets and attainment of its objectives, the
NBS shall develop automated information systems, prescribe the method and conditions for
inclusion of banks and other financial institutianso those systems.

Article 70
Based on the data obtained from banks and othanéiml institutions, its own databases and
automated information systems, the NBS shall coeipéllance sheets and statements, in accordance
with the law.

VIl. RELATION OF THE NATIONAL BANK OF SERBIA
VIIl. TO THE NATIONAL ASSEMBLY AND THE GOVERNMENT OF THE REPUBLIC OF
SERBIA

Article 71
The NBS shall communicate a monetary policy progfanthe forthcoming year to the National
Assembly, for information thereof, no later than&cember of the current year.
The NBS shall submit to the National Assembly, atet than 30 June of the following year,
a report on its operations and activities and aorepn monetary policy, explaining all the
factors affecting the implementation of monetaryigyo
The NBS shall submit to the National Assembly anush report on the state of the banking sector
and the overall financial system of the countrylaier than 30 September of the following year.

The contents of the reports referred to in paraa@ 3 of this Article shall be set out in the NBS
By-Laws.

The NBS shall be obliged to publish the monetaryigyoprogram referred to in para. 1 of
this Article in the "RS Official Gazette" withinmonth from the day of its communication to the
National Assembly.

Article 72
The Governor shall attend the Government meetingerev matters related to the pursuance of
objectives and tasks of the NBS are discussed.
The Ministry of Finance shall communicate to the $\Bwith a view to obtaining the opinion
thereof, drafts of laws and regulations relateth® objectives and tasks of the NBS.
The Ministry of Finance shall communicate to the $yBvith a view to obtaining the opinion
thereof, a draft of the Budget, Economic and Fidealicy Memorandum and a draft of the
Budget Law, pursuant to the time limits laid downthe Budget System Law.
At the motion of the NBS, the Government may praptsthe National Assembly the adoption
of laws related to the pursuance of objectivestasls of the NBS.

VIIl. PROPERTY, CAPITAL, REVENUE, EXPENDITURE AND R ESERVES OF THE
NATIONAL BANK OF SERBIA
Article 73

The assets of the Republic of Serbia used by thé& MBall comprise of dinar and foreign
currency short-term and long-term placements, fprexchange funds, securities, other assets
and claims held by the NBS, chattels and real@esl pecuniary assets in the gyro account of the
NBS.
The assets referred to in para. 1 of this Artitlalksbe used for the operation of the NBS.

Article 74
The Governor shall pass decisions on the procurénmmeanagement, use and disposal of the
assets referred to in Article 74 of this Law, wille exception of the disposal of realties.

Article 75

The NBS shall collect revenue from: -



1 interest on, and other revenues from, the fundssiégd abroad;

2) interest on loans and placements from the reseorgegncreation;

3) fees for rendering services;

4) purchase and sale of securities;

5)  exchange rate gains;

6) other revenues collected through its operatamsoperations of the specialized
organization within it.

Article 76
The following expenditures shall be covered outeoenues collected by the NBS:
1 interest and other costs arising from foreign lgans
2) interest on funds held by the NBS;
3) interest on and other costs arising from securities
4)  costs of printing banknotes and minting coins;
5) material and non-material costs and depreciati@tsco
6) exchange rate losses;
7 salaries of the NBS employees;
8) other operating costs of the NBS and of the speedlorganization within it.

Article 77
The capital of the NBS shall consist of fixed capénd special reserves.
The minimum fixed capital of the NBS shall amoumtlD billion dinars and shall be replenished by
the surplus of revenues over expenditures of th8.NB
The special reserves shall be replenished by apgptgms of no more than 30% of the realized
surplus of revenues over expenditures of the NB8,naay not exceed the value of the fixed capital of
the NBS.
The remaining amount of the surplus of revenues @xpenditures, reduced by the amount of
unrealized gains, and after subtracting the speesdrve funds, shall constitute the revenue of the
Republic of Serbia's budget.
The excess of expenditures over revenues shathred out of the special reserves, and where these
funds are insufficient, that excess shall be cavénethe budget of the Republic of Serbia or bytdeb
securities issued therefore by the Republic of i8eahd transferred to the NBS.
Payment against the transfer of securities refexed para. 5 of this Article the NBS shall effextt
of the surplus of revenues over expenditures il laze realized in the following period.

Article 78

Special reserve funds shall be provided for by filmancial plan and finally determined by
the annual financial account of the NBS.
The Governor shall decide on the use of the speesalrve funds.

IX. FINANCIAL REPORTS

Article 79
The annual financial statement of the NBS shalplapared in accordance with the law governing
accounting and auditing, as well as the Internafid&wtcounting Standards.
The annual financial statement of the NBS, togethé&h an external auditor's report, shall be
submitted by the Council to the National Assembfy3bB June of the following year.
The National Bank of Serbia shall publish the ahrimancial statement from paragraph 1 hereof in
the "RS Official Gazette" within a month followindpe date of its submission to the National
Assembly.

Article 80
The NBS shall submit the financial plan for theléaVing year to the National Assembly no
later than 31 December of the current year.

Article 81
Audit of the annual financial statement shall beriea out in the manner prescribed by the law
governing accounting and auditing and the Inteoral Accounting Standards.
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X. ORGANIZATION, STRUCTURE, AND STATUS OF EMPLOYEES
IN THE NATIONAL BANK OF SERBIA
Article 82
The organization and operation of the NBS shalldié down in further detail by the NBS By-
Laws, and in particular:
1 the internal organization and operation of the NBS;
2) the scope of activities of organizational unitshintthe NBS and their mutualrelations;
3) the rights, obligations and responsibilities of gtaff of the NBS.

Article 83
Law governing labor relations in public adminisivat shall be applicable to the rights and
obligations of the NBS's staff arising from theingloyment, unless otherwise provided for by this
Law.

Article 84
The Governor shall hire and select the employe#s syiecial authorities of the NBS.
The employees with special authorities referrednt@ara. 1 of this Article shall be subject to
reelection every five years.

Article 85
Employees and Council members may not be guidetidiy political opinions in the performance of
their activities.

Article 86
Employees of the NBS and Council members shall iiged to keep state, military, professional
and business secrets, irrespective of the mannehiich they obtained knowledge thereof.
The employees' and Council members' obligationgepkthe secret referred to in para. 1 of this
Article shall be in force for five years after ttermination of their employment or engagement at
the NBS.

XI. PENAL PROVISIONS 1. Criminal Offenses
Article 87 (Ceased to be in effect).
2. Corporate Offenses

Article 88
A bank or other financial organization shall beefthfrom 100,000 to 3,000,000 dinars if:
1 it acts in contravention to the regulations of NS referred to in Article 40 of this Law;

2) it fails to implement the measures prescribed eyNBS for the purpose of maintaining
liquidity of banks and other financial institutionsferred to in Article 42 of this Law;

3) it fails to adhere to the regulations of the NB&reed to in Article 45 of the Law;

4) it fails to adhere to the measures prescribed kyNBS for the purpose of maintaining
liquidity of external payments referred to in Af&ci6 of this Law;

For the offenses referred to in para. 1 of thisidet the responsible person in a bank or other
financial institution shall also be fined from 20®to 200,000 dinars.

Article 89
For the offense referred to in Article 88 hereotpart may, in addition to the fine, ban a bankitbrer
financial institution from the performance of cémté@anking operations for a period of six months to
ten years.

Article 90
For the offense referred to in Article 88 hereo€oarrt may, in addition to the fine, ban a respllesi
person in a bank or other financial institutionnfrehe performance of certain banking operationsfor
period of six months to ten years.

3. Misdemeanors

Article 91
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A bank or other financial organization shall besfinfrom 100,000 to 1,000,000 for a misdemeanor if
it fails to submit to the NBS the relevant dataagtordance with the regulations of the NBS referred
to in Article 68 of this Law.

For the offense referred to in para. 1 of this &ej a responsible person in a bank or other
financial institution shall also be fined from 10(to 50,000.

XIl.  TRANSITIONAL AND FINAL PROVISIONS
Article 92

The Governor and Council members shall be elecigiirmtwo months from the day of entry into
force of this Law.
The Council shall elect Vice Governors within a rttofrom the election of the Governor and
Council members.
For the first term, the Chairman of the Councilltba elected for a five-year term, one member
of the Council for a four-year term, one membeth& Council for a three-year term, one member
of the Council for a two-year term and one membidhe Council for a one-year term.
Where the office of a Council member terminatesiptd the expiry of their term, a newly elected
Council member shall serve until the end of thentef the member whose office terminated.

Article 93
The NBS shall adopt the By-Laws and other regutetiwithin three months from the day of entry
into force of this Law.
The Governor, upon previously obtained approvalha Council, shall issue a decision on the
organization and staff classification of the NB8,later than a month after the date of the adoption
of the NBS By-Laws.

Article 94
Employees of the NBS shall be assigned to theitspget out by the decision on the organization and
staff classification referred to in Article 94 (&) this Law, on the following day after the effedi
day of that decision.
Employees not assigned to the posts in accordarigetive decision on the organization and
staff classification referred to in para. 1 of tlidicle shall remain unassigned and exercise their
rights in accordance with the law.

Article 95
The NBS shall continue to use realties, equipmetiter fixed assets, information systems,
pecuniary and other assets, chattels and archs/ebtae effective date of this Law.

Article 96
Regulations adopted pursuant to the Law on theddatiBank of Yugoslavia ("FRY
Official Gazette" Nos. 32/93, 41/94, 61/95, 29/9%4/99 and 73/2000) shall be applied
pending the enactment of appropriate regulatiomsyant to this Law.

Article 97
On the effective date of this Law, the Law on thatibnal Bank of Yugoslavia shall cease to be in
effect ("FRY Official Gazette" Nos. 32/93, 41/941/85, 29/97, 44/99 and 73/2000).

Article 98
This Law shall come into force on the following dafter the day of its publication in the "RS
Official Gazette".
[1] According to the Law on Banks and Other Finaicinstitutions, the ‘other financial
institutions' are savings and savings-and-loantingins, and thus have teehistinguished-from
renbank financial intermediaries
[2] i.e. the Cabinet
[3] discount
[4] i.e. supervision of non-bank financialintermediaries



12 ANNEX 11 - DECISION NO. 27 OF THE GOVERNOR OF THE NBS ON
OPENING, MAINTAINING AND CLOSING BANK ACCOUNTS (18 MAY 2004)

"Official Gazette of RS" No 57/2004

Further to Article 3 par 4 and Article 36 par 2tbe Law on Payment Transactions ("Official Gazette
of FRY" No 3/2002 and 5/2003 and "Official GazedfeRS" No 43/2004) the Governor of the National
Bank of Serbia enacted the following:

DECISION ON OPENING, MAINTAINING AND CLOSING BANK A CCOUNTS

1. This Decision stipulates the conditions and marofeopening, maintaining and closing the
accounts for payments transactions by banks clieiswell as the basic elements of the
contract on opening and maintaining such agiof{hereinafter: the Contract).

2. The bank, in terms of this Decision, shall be thalbreferred to in Article 2 item 10 of the Law
on payments transactions ( hereinafter: the Law).

3. The account, in terms of this Decision, shall be dfro account, current or clearing account and
other accounts opened, maintained and closed implcamee with the Law and other legal
regulations.

Opening and closing of accounts with the National &1k of Serbia

4. The National Bank of Serbia shall opemaintain and close giroaccount, clearing and
another account of banks, as well as accountshar @ubjects pursuant to the law defining that
those accounts should be maintained by the NBS.

5. The accounts referred to in item 3 of this Decisball be opened by the National Bank of Serbia
on a written request for opening an account andraohconcluded with the National Bank of
Serbia.

6. Notwithstanding par 1 of this item the National Rayf Serbia may open accounts referred to in
that paragraph if so stipulated under the law otfzar regulation.

7. 5. The request to open the account undiéem 3 of this Decision shall contain: name of
the applicant, place-seat, address, phelee, activity, personal identification numberloé
applicant, as well as seal and signature op#nson authorized for representation.

8. The applicant under paragraph 1 of this item, skalistantiate his request with the following

documents:
The Decision on registration in the court registeamely the register of the competent authority if
registration is obligatory;
The memorandum on foundation by its competent bboggistration is not statutory and if founded
directly under the law;
Excerpt from the law, if it is established furtherthe law;
Notification of the statistics authority on cléigstion of activity, if the classification isyade by
the body competent for statistics;
Excerpt from tax record of the competent taxatiauthority which contains its tax identification
number;
The Card of deposited signatures of persons aua#itbrio sign the orders (on the form - Card of
deposited signatures that is printed as Attachrheatthis Decision and constitutes its integpalt),
for disposition of funds on the account - signedtty authorized person and certified with the seal,
which shall serve as certification of paymentsrunstents;
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The certification of specimen of signatures of autted persons for representation - on the presdrib
form (OP);

The act appointing the persons authorized for sgution;

The proof of payment of administrative tax, if dpable.

9. The request for other accounts by the applicant alteady has an open account with the National
Bank of Serbia shall be accompanied by:

Reference to the law, namely the regulatiostipulating that such funds should be kept
separately;

The card of deposited signatures of quess authorized to sign orders disposing wWith
funds on the account signed by the authorized pesied certified with a seal, a which shall serse a
certification of
payments instruments.

Apart from the documents referred to in par 1 amaf fhis item, the National Bank of Serbia may
require the documents prescribed by another laegal regulation.

If the National Bank of Serbia shalind that the conditions for opening the actcave
been complied with it shall sign a contract witle @pplicant (hereinafter: the client of the Nationa
Bank of Serbia) and shall open the correspondicguad.

The accounts under item 3 of this Decision shaltlosed to a client of the National Bank of Serbia
further to his written request to close the accsunt

10. The request for closing the accounts referred tpanl of this item shall contain: name of the
client of the National Bank of Serbia, place - seatdress, telephone, number of account for
transfer of funds, personal identity number, sedl signature of the authorized person.

11. Notwithstanding par 1 of this item the National Bari Serbia may close the accounts referred to
in that paragraph if the client of the National Barf Serbia shall cease to exist as a legal entity:

By the force of law or another legal regulation,

Due to bankruptcy or liquidation,

Due to status changes.

12.8. The funds from the closed accountallsbe transferred by the National Bank of
Serbia to the account of legal successor namédlyet@account of juridical person set out in the law
or another regulations.

13.1f no legal successor or another juridical persas wtipulated under the law or another regulations
for transfer of funds - the National Bank of Sershall transfer the funds from the closed accounts
to the account opened for the funds out of use.

14.The National Bank of Serbia shall close all thecais of the client of the National Bank of
Serbia under bankruptcy proceedings or liquidatimmther to the request of bankruptcy or
liquidation administrator, and at the same timerothe bankruptcy, namely liquidation account.

15.With the request from par 1 of this item, the barkcy, namely liquidation administrator
shall submit the following documents:

(1) Decision on opening bankruptcy namely liquidatiooceedings;

(2) The request for opening a bankruptcy or liquidaiocount ;

(3) Notification of the body competent for statistit®at classification of activity, if the clagsdtion is

performed by the body competent for statistics

(4) Excerpt from the tax record of the cetept taxation authority,

which contains tax identification number thie client of the National

Bank of Serbia;
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(4) The card of deposited signatures ofsges authorized to sign
orders for disposal of funds from accounts, sigmgthe authorized person
and certified with the seal which shall be affixedhe payments instruments;
(5) The order for transfer of funds;

(7) Proof of payment of administrative tax, if épgable.

The funds from the closed accounts of the clienthef National Bank of Serbia who are under
bankruptcy, namely liquidation, shall be transfdri®y the National Bank of Serbia to the newly opene
account of bankruptcy, namely liquidation.

10. The client of the National Bank of Serbia whastundergone a status change shall have the
account closed by the National Bank ofrbBefurther to the request of either the clienbsr legal
SuCCessor.

The request referred to in par 1 of this item, Isbalsubstantiated by the client of the NationahilBa
of Serbia or his legal successor by:

(1) The Decision on the registration of the status ghan the register of the competent authority;

(2) The Decision deleting the client of the NationahBaf Serbia who is to wind up;

(3 Notification on deletion from the statistical regisof the client the National Bank of Serbia whitoi
wind up;

(4) The order for transfer of funds;

(5) Proof of payment of administrative tax, if applieab

(6) Opening and closing a bank account

11 A bank shall open the following accounts:
(1) Tojuridical persons and physical persons eadi@igan activity -current accounts;
(@) Tojuridical and physical persons engaged an activity - other accounts;
(3 To physical persons who are not engaged ninactivity - current and other accounts.

The juridical persons and physical persons umaderl of this item may have more than one
account with the several banks.

12. The accounts referred to in item 11 of thisiflen shall be opened by the bank further toe th
request for opening such accounts andcoatract signed on the opening and maintenanceabf s
accounts with the bank.

Notwithstanding par 1 of this item, the bank magmm@ccounts if so set out in the law or another
regulation.

13. The request of juridical and physical persongvolved in an activity shall contain: name of
applicant, place - seat, address, telephone, dubfeaperations - activity, personal identitpumber,
seal and signature of the person authoraeetpresentation.

The physical persons engaged in an activity whondb have a personal identity number
obtained with the statistics bureau shall subnir frersonal number with the aforsaid request.

14. With the request for opening of current act¢dhe juridical persons and physical persongagaed
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in an activity shall submit the docunsgprescribed initem 5 par 2 of this Decision.

With the request for opening of other accountguhidical persons and physical persons engaged in
an activity shall submit the documents prescribdteim 5 par 3 of this Decision.

15. The physical persons not engaged in any dgtiwiay open current accounts with a bank -
further to the requests for opening of such aceanid the contract on opening and maintaining ofi su
accounts.

The request referred to in par 1 of this item, sHa accompanied with a deposit of the
signatures of the persons authorized by such aigdlyperson to sign the orders to dispose with the
funds.

16. The bank shall close the account to its clfanther to his request or a contract on the opening
maintaining and closing the account, while the fuad the account shall be transferred to the atataied in
the request.

The request referred to in par 1 of this Articlalsbontain: the name of the client, place-seatlress,
telephone, number of account whose closing is retpge number of account for transfer of funds, PIN
of the juridical person or personal number of thgsical person, seal and signature of the autltbpeeson.

17. Notwithstanding 16 of this Decision, thank shall close accounts without the refques
do so if the client shall cease triste as a juridical person:

1) By force of law or another regulation,
2) Due to bankruptcy or liquidation,
3) Due to status changes.

The funds from the closed accounts shall be transfieby the bank to the account of legal
successor, namely to the account of the clientruthgdaw or another regulations.

If no legal successor or another client was progider transfer of funds in the law the bank
shall transfer the funds from cancelled accouttiécaccounts opened with the bank for unused funds.

18. At the request of bankruptcy or liquidation axistrator the bank shall close the account of the
client and transfer the funds to the account statéuht request.

With the request referred to in par 1 of this iteimge bankruptcy or liquidation administrator shall
authorize the bank to transfer all the funds frbendlosed account to the bankruptcy account.

The request under par 1 of this item shall be agm@ed by the documents prescribed in item
9 of this Decision by the bankruptcy or liquidatesministrator.

19. The contract on opening and closing the accaeuitit the bank shall set out mutual rights and
obligations of the bank and its client.

The basic elements of the contract under par hisfitem shall be as follows:

- Full name of the bank, namely juridical persomstated in the Decision of
registration with the court register of the competeourt, place and address of the
seat of the bank namely the juridical person, thersonal identity number of the
bank, namely the surname and title of thegrerepresenting the bank namely
the juridical person and for the physparsons- basic data (hame, surname,
father.s name, place of residence, the uniquepalsentity number, ID number);
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- Transactions which the bank shall do for the client

- Number and name of the account opened;

- How shall the bank affect reconciliation arektatements on the account

- How shall payment orders be issued (in writingleconically, or verbally )
provided however the deadline for juridical p&sonay be maximum two days
from the date of change and the bank shall be etlaj least monthly to provide the
physical person with the statement of changessmmabcount;

- Mutual rights and obligations liabilities and indeities, etc.;

- The obligation of the client to notify the banktbé status and other

- changes that have to be registered with the cnanmely another competent authority
and within three days from the entry of such a geanith the court, namely another
competent authority

- Court of jurisdiction in case of dispute;

- Termination period of the contract;

- Other conditions agreed upon by the parties.

The bank shall be obliged to notify any changedredat of the contract under this item at
least 30 days before such a change came into force.

20. The bank, in terms of items 11 through 10 this Decision, shall be the
bank referred to in Article 2 item 10 provisionslena) of the Law.

Maintenance of account

21. The bank shall record the effected paymentstaation at the level ofindividual party.
Apart from the changes at the level of the indiaidparty, the accessory records shall provideHer t
data in the plan of accounts for the banks, acogrth the purpose of payment.

The bank shall be obliged to record daily and pribyrthe data on the record to ensure the accurfcy o
the data recorded.

The data on daily turnover and statement in bogkikeerecords shall be kept for ten years.
Analytical records and bookkeeping documents usedefitries into these records shall be kept for
five years after the end of the relevant year.

22. On the effectiveness day of the present decistosXecision on the Opening, Maintaining and
Closing Bank Account ("The Official Gazettef FRY" No. 29/02) ceases to be valid.

23. The present decision shall come intdeatf on the day following publication in the "RS
Official Gazette", with implementation beginningtivune 1, 2004.

Dec. No. 27 May 18, 2004

Governor
of the National Bank of Serbia Radovan Jelasic
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13 ANNEX 12 - DECISION NO. 74 OF THE GOVERNOR OF THE NATIONAL
BANK OF SERBIA ON MINIMUM CONTENTS OF THE “KNOW YOU R
CLIENT” PROCEDURE (30TH JUNE 2006)

“RS Official Gazette”, n0.57/2006

Pursuant to Article 21, paragraph 1 of the Law lo@ Wational Bank of Serbia (“RS Official
Gazette”, nos.72/2003 and 55/2004), and with refe¥go Article 83, paragraph 6 of the Law on
Banks (“RS Official Gazette”, no.107/2005), the ®@mor of the National Bank of Serbia hereby
issues

DECISION
ON MINIMUM CONTENTS OF THE
“‘KNOW YOUR CLIENT” PROCEDURE

1. For the purpose of eliminating the risk that magwcas a result of non-compliance of
bank’s operations with regulations that govern prgdon of money laundering and financing of
terrorism, the bank shall be obliged to specifyrspant to this Decision, contents of the “Know your
client” procedure (hereinafter: the Procedure).

2. For the purposes hereof, these terms shall havieltbeing meaning:

1) Client shall be any person that uses or that has usddsbservices or a person that
addressed the bank in order to use its servicethamthas been identified as such by the bank;

2) Home country shall be the country whose citizenship a naturedgrehas, the country
in which such person has permanent residence which he/she has resided for more than one year,
as well as the country in which a legal entity hagegistered head office, actual head officeher t
place wherefrom it manages its business operatinste its branch or other form of organization is
located;

3) Risk factors shall include in particular the following:

— Home country of the client, home country of thajerity founder, and/or owner of
the client or a person that in any other mannerroises the controlling influence over the
management and running of clients’ affairs, regassllof the position of such country on the list of
non-cooperative countries and territories issuethbyFinancial Action Task Force (FATF), on the lis
issued by the Administration for the PreventiorMafney Laundering (hereinafter: the Administration)
or the list of countries that the bank deems ris&kged on its own appraisal;

— Home country of the person that performs tramsastwith the client regardless of
the position of such country on the lists refeti@dh indent 1 of this provision;

— Client, majority owner, and/or owners of the wmti@r persons which in any other
manner exercise the controlling influence over ritenagement and running of clients’ affairs, or a
person which performs transactions with the cliagiainst which enforcement measures have been
instituted in order to establish international geand safety, in accordance with the Resolutiorikeof
United Nations Security Council;

— Unknown or unclear source of client’'s funds, andiinds whose source the client

16t



cannot prove;

— Cases when there is a suspicion that the cliees diot act for itself, and/or that it
follows the instructions of a third party;

— Unusual “route” of transaction, especially widgard to its basis, amount and manner
of execution, the purpose of opening an accouniedisas client’s business activity - if the cliaata
person performing business activity;

— Cases when there are indications that clienbpag suspicious transactions;

— Client discharging a public function,

— Client who is a public figure,

— Accounts of other persons related to the client,

— Specific nature of activities performed by thierd.

4) Unusual transactionsshall be:

— Transactions not compliant with the usual pragctiacluding unusual frequency of
withdrawing funds from the account or depositingdsi to the account;

— Complex transactions of substantial value wherlgloge amounts of money are
deposited or withdrawn and which involve a greatenber of participants;

— External transfers or other transactions notifiabte on any economic, trading or
legal grounds, including external transfers whiek aot compliant with the registered business
activity of the client;

5) Suspicious transactionsshall be transactions recognized on the basisditators
specified in the list prepared by the Administratand list prepared by the bank;

6) Risky client shall be bank’s client with respect to which thsk rfactor has been
identified;

7) Authorized person shall be the person responsible for detectionygmon and
reporting to the Administration of transactions gmetsons suspected of being involved in money
laundering.

3. The bank shall establish the Procedure in compdiavith the type and scope of activities it
undertakes, its size and internal organizationyels as the level of risk it is exposed to - degegd
on the category of clients to which it providesvemes.

4. The Procedure shall include all activities of thenlk relating to provision of banking
products and services to clients, as well as taimses in which the bank participates in accordance
with the contracts it concluded with other legalnatural persons linked to such transactions, and
which may lead to a large exposure of the bankéa¢putation or any other risk.

5. The Procedure shall define in particular:

- Acceptability of the client;

- Manner of identifying the client;

- Supervision of client’s accounts and transactions;
- Risk management;

- Staff training program.
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6. The Procedure shall be adopted in writing andigd by the bank’s board of directors.

Acceptability of the Client

7. Depending on the risk factors involved, the bahkll determine the acceptability of the
client in the following manner:

1) It shall classify its clients, with detailed degtidn of types of clients that could prove
risky to the bank; determine the type of bankingdoicts and services that can be offered to certain
categories of clients, as well as appraise newymtsdand services of the bank in order to determine
the risk that such products and services may behtlee risk of using them for illegal purposes;

2) It shall specify conditions under which the banklshot conclude a contract with the
client or under which it shall cancel the existouptracts.

For the purposes of determining the acceptabilitthe client, the bank shall be obliged to
define the following:

1) Procedure for determining risk factors with regrdhe new clients of the bank,

2) Procedure for determining risk factors during tRisteng contractual obligations with
the client,

3) Treatment of risky clients.

Manner of Identifying the Client

8. The bank shall identify the client under theditans and in the manner prescribed by the
law governing the prevention of money laundering.

In the course of identification specified in paiggn 1 hereof, the bank shall be obliged to:

1) Acquire and keep the information which will enaliléo determine whether there is a
risk factor in connection to the client;

2) When opening a client’s account, determine the gaepf the opening of such account
and expected flow of funds in the account, deteemihether the client is employed and what
activities does the client perform - if the accowats opened for business purposes;

3) If possible, determine the client's reasons fanceding the contract with other bank
prior to the conclusion of contract with such ctien

4) Register and update data in the manner that allogissorting by different request,

5 Pay special attention to the implementation of Brecedure when establishing the
contract with a non-resident client as definedt®y law governing foreign exchange transactions and
during the life of such contract;

6) Ensure that entering into contractual obligationgshwa new client is previously
approved by at least one manager;

7) In performing transactions of a client who has adse been identified, and by using
technologies that do not include direct contacbéBking), to adopt and apply procedures enabling
prior authenticity and accuracy check-up of thengeation orders and identity of the person that
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submitted them.

9. Banks shall not open and keep accounts for anorg/olieats.

10. If the account is opened in the name and for titewtt of another person, the bank shall be
obliged to collect data on the identity of the auibed person, as well as to undertake all necgssar
measures in order to collect information on thenidg of the person in whose name and for whose
account such account has been opened or transaetifimmed.

Should there be any doubt as to whether the clietst in its name and for its own account,
the bank shall be obliged to collect data withahme of determining the identity of the actual ownér
the account.

The bank shall be obliged to examine the identitthe actual owner of the account in the
following cases:

1) If the authorization in writing (letter of authgrjtis given to a person who obviously
does not have close enough connections with tleatdin order to perform transactions by using the
client's account;

2) If the bank is familiar with the financial positioof a client, and the funds on the
client's account or in relation to its account @b eorespond to its financial position;

3) If the bank identifies any peculiarities in the csmiof its business relations with the
client.

The bank shall be obliged to refuse to establidfusiness relation with the client or to
perform a particular transaction if, in spite ofdentaking measures referred to in this Sectiorethe
still remain serious doubts regarding the identityhe actual owner of the account.

Supervision of Client’s Accounts and Transactions

11. Supervision of client's accounts and transactidral snclude in particular the updating of
data and documents on the client’s identity, ad a&l ongoing monitoring of the client's accounts
and transactions with a view to detecting and ripgion suspicious transactions.

12. The bank shall be obliged to regularly examineabeuracy and completeness of data on the
client and keep updated records on such data dtirengeriod of contractual obligations.

13. The bank shall be obliged to conduct a comprehersipervision of client’s activities on an
ongoing basis by monitoring transactions conduateall client’s accounts, regardless of the type of
account or bank’s organizational unit at which alceounts have been opened.

14. The bank shall be obliged to supervise transactonslucted by risky clients through their
accounts on an ongoing basis.

15. The bank shall be obliged to establish adequatéersygs for detection of unusual or
suspicious transactions of the client.
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16. Should the bank officer in the course of the agaladf a transaction determine a risk factor
and if the transaction appears suspicious, suéteoféhall be obliged to prepare an internal repart
this matter and, within the deadline specified g bank's internal enactments, submit the report to
the authorized person. Such report should contaia dn the client and the transaction enabling the
authorized person to determine whether that traiogeis suspicious.

When the authorized person determines that a wHomas suspicious pursuant to internal
report referred to in paragraph 1 of this Sectian parsuant to information he/she acquired
himself/herself, the authorized person shall actimpliance with the law governing the preventién o
money laundering.

17. After suspicious transaction has been repaaéide Administration, the bank shall apply the
procedure specified by the bank’s internal enactmenrespect of the client whose transaction has
been reported, and inform the officer referrecht&ection 16, paragraph 1 of this Decision.

The bank shall keep the reports on suspicious dctimsis and internal reports on
transactions that have not been reported to theididiration five years after the preparation of
internal report.

Risk Management

18. With a view to ensuring adequate implementatioiihe Procedure, the bank shall be obliged
to do the following:

1) In establishing correspondent relations with othanks, especially foreign banks,
and/or opening of current accounts, the bank stwdperate exclusively with correspondent banks
which implement regulations governing the preventiof money laundering and financing of
terrorism, as well as the Procedure, as strictthadbank;

2) It shall require that the persons to which the biark parent company should apply the
Procedure as strictly as the bank, unless theaggné of such persons’ home country do not allpw i
and check whether such persons apply the Procedure.

19. The authorized person shall be obliged to sulonihe executive board and committee for
monitoring business activities of the bank a reportappraisal of the bank's activities in the aka
money laundering prevention at least once a year.

The report referred to in paragraph 1 of this $ecthall contain in particular the estimate
on whether anti-money laundering measures are cgiydi and efficient, which deficiencies in the
money laundering prevention system have been detelitring the preceding year and what type of
risk they may pose to the bank, as well as the gualpof measures by the authorized person for
eliminating such deficiencies and enhancing théesys

Staff Training Program

20. The bank shall be obliged to acquaint with the Pdoee its employees directly or indirectly
engaged in working with clients or executing tranisens.
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21. In order to ensure that the Procedure is beingeghthe bank shall be obliged to define and
implement the staff training program on an ongdiagis, taking into account staff authorizations and
responsibilities in the field of money launderingyention.

The contents of the program referred to in pardgfapf this Section have to be adjusted to
the needs of the newly employed staff, client-fgcataff, as well as staff in charge of monitoring
whether the Procedure is being correctly applied.

22. The bank shall be obliged to test the expertisesditaff in the field of money laundering
prevention when necessary, but no less than ogeara

23. Banks shall be obliged to adopt the Procedureatet than 30 days following the beginning
of application of this Decision.

24. This Decision shall come into force one day aftepublication in the “RS Official Gazette”
and it shall be applied as of 1 October 2006.

Decisionno.74 Governor
30 June 2006 National Bank of Serbia

Belgrade
Radovan Jela&j sign.
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14 ANNEX 13 - DECISION NO. 46 OF THE GOVERNOR OF THE NATIONAL
BANK OF SERBIA ON MINIMUM CONTENTS OF THE “KNOW YOU R
CLIENT” PROCEDURE (17 ™ JUNE 2009)

Pursuant to Article 21, paragraph 1 of the Lawlm National Bank of Serbia ("RS Official Gazette",
nos. 72/2003 and 55/2004), and with reference t&lar83, paragraph 6 of the Law on Banks ("RS
Official Gazette", no. 107/2005), Article 68, paragh 3 of the Law on Voluntary Pension Funds and
Pension Schemes (“RS Official Gazette”, no 85/200%}icle 143 of the Insurance Law ((“RS
Official Gazette”, no. 55/2004, 61/2005 and 101/20@nd Article 13h of the Law on Financial
Leasing (“RS Official Gazette”, no 55/2003 and &D2), the Governor of the National Bank of
Serbia hereby issues

DECISION
ON MINIMAL CONTENT OF THE "KNOW

YOUR CLIENT" PROCEDURE
For the purpose of eliminating the risk that may cuwc as a result
of non—compliance of banks, voluntary pension fundnagement companies, financial leasing
providers, insurance companies, insurance brokecagganies, insurance agency companies, and
insurance agents licensed to carry out life insteamperations (hereinafter: obligors) with
regulations that govern prevention of money laumdeand financing of terrorism, the obligors
shall be required to specify, pursuant to this Bexi, the content of the "know your client"
procedure (hereinafter: the Procedure).

For the purposes hereof, certain terms shall Havéotlowing meaning:

Client is a customer in the sense of the law governingvemtion of money laundering and
financing of terrorism (hereinafter: the Law);

Risk factorsare those circumstances and characteristics ¢ieat,cproduct, service or transaction
which point to the existence of risk related to mptaundering and financing of terrorism and are
described in more detail in the decision estalighihe guidelines for assessment of such risk
(hereinafter: the Decision on Guidelines);

For the purpose of eliminating the risk that magwcas a result of non—compliance of banks,
voluntary pension fund management companies, finhheasing providers, insurance companies,
insurance brokerage companies, insurance agencyacoes, and insurance agents licensed to carry
out life insurance operations (hereinafter: oblgjowith regulations that govern prevention of
money laundering and financing of terrorism, théigidrs shall be required to specify, pursuant
to this Decision, the content of the "know youenli' procedure (hereinafter: the Procedure).

Unusual transactionare:

- Transactions which take an unusual course, imgudnusual frequency of withdrawing
funds from the account and/or depositing fund$édccount; Complex transactions of substantial
value whereby large amounts of money are depositedvithdrawn and which involve a
greater number of participants, transfers or otin@nsactions which are economically or legally
unjustified including transfers which are not coiapt with the client’s registered activituspicious
transactionsare transactions which point to the existence sk related to money laundering or
financing of terrorism and are recognized by cotisglindicators specified in the list prepared by t
obligor in line with the Law;Risky client,is the client identified by the obligor as capable
exposing obligor to the risk of money launderingd &mancing of terrorism according to the
Decision on Guidelines.

Authorized persois a person nominated by the obligor to perfornrajgens pursuant to the Law.
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3. The obligor shall establish the Procedurecompliance with the type and scope of
activities it undertakes, its size and internalamigation, as well as with the level of AML/CFTkis
it is exposed to — depending on the category efitdito which it provides services.

The Procedure shall include all activities undertken by the obligor to reduce the risk of money
laundering and financing of terrorism.

4. The Procedure shall be set in writing and adbpyethe competent body of the obligor.
The Procedure shall regulate in particular:

Determination of client acceptability in terms bétdegree of risk of money laundering and financing
of terrorism;

Classification of clients by risk factors;

Due diligence of customer business;

Management of risks related to money laundering farahcing of terrorism, to which the obligor is
exposed;

Training program for the client—facing staff orfsta charge of execution of transactions.

Determining client acceptability

5. The obligor shall determine client accept&piiccording to the level of risk of money laundeyri
and financing of terrorism that the client may es@aobligor to, pursuant to the Law and Decision on
Guidelines.

To determine client acceptability, the obligor $laits Procedure regulate in particular:

— Procedure for determining risk factors relatedew clients,

- Procedure for determining risk factors during the existing
contractual obligations with the client,

— Treatment of risky clients,

— The conditions under which contractual relatiapshwith clients will not be established
or cancelled the existing one.

Classification of clients by risk factors

6. The obligor shall classify clients by the lewélrisk they are exposed to, in respect of The loaw
the Prevention of Money Laundering and the Finagcof Terrorism and the Decision on
Guidelines.

The obligor shall establish in the Procedure themea of classification from paragraph 1 of this
Section and provide a detailed description of categ of clients that could pose a risk to the
obligor:

7. After determining risk factors, the obligor Bha

— classify its clients in the manner determinedh®/Procedure;

— specify precisely the type of banking and/or otheducts and services within the scope of its
operations which it cannot offer to certain catég®of clients.

Customer Due Diligence

8 The obligor shall perform activities and uridke Customer Due Diligence measures under the
terms and conditions prescribed by the Law andyaunisto the Decision on Guidelines.

The activities and measures to be implementeddnrdance with the client classification and for the
purpose of establishing business relations wittclieat shall be set out by the obligor in its Rrdare,
and shall relate to:

17z



— client identification;

— verification of client identity against documentita and information acquired from reliable and
trustworthy sources;

— identification and verification of identity ofétbeneficial owner of the client;

— suspicions as to the reliability or validity aite regarding the client or its beneficial owner;

— collecting data regarding the purpose and irgéatbusiness relation;

— entrusting a third party with the implementatioh certain activities and measures for being
informed and monitoring their clients.

9. The obligor shall specify in the Procedure ththinecessary documentation on account opening or
establishing another form of business relation etsaut in the Law must be kept on the client’s file
regardless of the organizational unit in which thecount is opened and/or business relation
established.

10. The obligor shall specify in the Procedure #civities and measures it shall implement with
regard to clients with which it has not establistedusiness relation, but for whom it performs
occasional transactions (payment of bills, exchangesactions, and the similar within the scope of
the obligor’s activities).

11. In accordance with the client classificatidre bbligor shall specify in the Procedure the ditls

and measures it shall implement to monitor cligoérations and/or execute transactions during the
existence of business relations, as well as thditions for effecting a status change dependinthen
level of risk exposure related to money laundegnd financing of terrorism.

12. If the obligor is a bank, it shall:

— specify in its Procedure the activities it shakke when establishing correspondent relations with
other banks, in particular the foreign ones, an@/ben refusing to establish these relations with

banks which do not comply with the internationarstards or to at least the EU standards, regarding
prevention of money laundering and financing ofdesm;

— oversee activities of clients by tracking trarnises on all their accounts regardless of the type
the account or bank organizational unit with whilch accounts are opened pursuant to client
classification.

If the client transaction is executed pursuant tmatract on operations, a bank can obtain a cépy o
that contract which is certified by the signaturéh® bank employee, dated on receipt and kepil®n f
for ten years.

13. If an employee of the obligor who is in direchtact with the client suspects that there isla ri
attached to the client or its transaction relatethbney laundering or financing of terrorism, he/gh
obliged to draw up a report for internal use andubmit it to the authorized person in the manner a
within the timeframe envisaged by the Procedurés Téport should contain data on the client and the
transaction enabling the authorized person to ohter whether the client and/or transaction are
suspicious.

When an authorized person based on the report fraragraph 1 of this Section or information
obtained otherwise determines that a certain trdioga is suspicious, he/she shall proceed in
accordance with the Law, and if he/she determihatd certain transaction is not suspicious, he/she
shall make a note to that effect.

The obligor shall keep on file the reports fromggaaph 1 and the note from paragraph 3 herein for
the duration of five years from the date they wasale.
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Risk management

14. To manage risks related to money laundering famehcing of terrorism the obligor shall
implement activities and measures in accordancé wie Law, Decision on Guidelines and the
decision governing manner and conditions of idamifon and tracking the bank operational
compliance risk and risk management.

15. For the purpose of adequate risk managementlitigor shall at least once a year draw up a risk
assessment report and prepare a risk analysiedéal@money laundering and financing of terrorism.

The assessment of the obligor's exposure to riak shcompass in particular the size of the oblgor
network, number of employees directly engaged itivides related to the prevention of money
laundering and financing of terrorism relative tee ttotal number of employees, number of client-
facing staff, the manner of organization of operagiand responsibilities, new employment dynamics,
quality of training, etc.

In addition to factors from paragraph 2 hereof, tis& assessment report shall also encompass the
type of products and services offered by the obligdh a special focus on the introduction and
application of new technologies.

16. The obligor shall set up adequate systems ébection of unusual or suspicious transactions
and/or clients.

17. The obligor shall acquaint with the text of #xocedure and/or its amendments all its employees
who are directly or indirectly involved in dealimgth clients or executing of transactions and shall
also enable all its employees to apply the Proeedur

18. Internal control of the application of the Lawd the Procedure shall be organized by the obligor
in a manner which enables realistic evaluationhef abligor’'s risk exposure in all its organizatibna
units regardless of how far an organizational islibcated from the seat of the obligor.

19. The authorized person shall submit to the eglebody of the obligor a report on its activities
in the area of money laundering prevention at leaste a year. The report shall contain in
particular the estimate on whether anti-money lauimgg measures are applicable and effective,
which deficiencies in the money laundering andor@sm financing prevention system have been
detected during the preceding year and what typeskofthey may pose to the obligor, as well as the
proposal of measures by the authorized personlifomating such deficiencies and for enhancing the
system.

Staff training programme
The obligor shall determine the staff training pramgme in accordance with the Law.

To ensure that the Procedure is being appliedptiigior shall determine and implement the on-
going training programme for the purposes of paphrl hereof, taking into account staff
authorizations and responsibilities in the field mvention of money laundering and terrorism
financing.

The content of the training programme from thist®ecmust meet the needs of newly employed
staff, client-facing staff or staff in charge ofeexiting transactions, as well as staff in charge of
monitoring whether the Procedure is being corresmpiglied.

21. The obligor shall verify when necessary, buteast once a year, the expertise of its stafhin t
field of prevention of money laundering and tersorifinancing, and shall keep on file the results of
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such verification for at least one year from theedd its verification, in hard copy or electrofiecm.

The obligor shall adjust the content of the Prooedwith this Decisiorwithin 60 days from the date
it becomes effective.

The Decision on the Minimum Contents of the Knowu¥ €lient Procedure (“RS Official Gazette” No.
57/2006) shall cease to be valid on the date thigdibn enters into force.

This Decision shall come into force eight daysrafgepublication in the "RS Official Gazette".
Decisionno.46 Governor

17 June 2009 National Bank of Serbia
Belgrade

Radovan Jelasisign.
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15 ANNEX 14 - DECISION NO. 47 OF THE GOVERNOR OF THE NBS ON
GUIDELINES FOR ASSESSING THE RISK OF ML/FT (17 JUNE 2009)

Pursuant to Article 21, paragraph 1 of the Law ba National Bank of Serbia (‘RS Official
Gazette”, No. 72/2003 and 55/2004) and Articlesnd &7, in relation to Article 84, paragraph 1 of
the Anti-Money Laundering and Combating of Finaigcof terrorism Law (“RS Official Gazette”,
No. 20/2009), the Governor of the National BanlSefbia hereby issues

DECISION
ON THE GUIDELINES FOR ASSESSING THE RISK OF MONEY
LAUNDERING AND FINANCING OF TERRORISM

1. The Guidelines for Assessing the Risk of Moneuhdering and Financing of terrorism are
hereby issued and are integral to this Decision.

For the purposes of the Guidelines from paragraplergof, obligors shall harmonise their internal
enactments with the Guidelines, within 60 days ftbedate it becomes effective.

2. This Decision shall come into effect on the #igay after its publication in the “RS Official
Gazette”.

D. No. 47 Governor
17 June 2009 National Bank of Serbia
Belgrade Radovan Jel&@Sisign.
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GUIDELINES FOR ASSESSING THE RISK OF MONEY LAUNDERG AND
FINANCING OF TERRORISM

The present Guidelines were adopted in order oimdite the risk that the obligors may be exposed to
on the grounds of inconsistency of their businepsrations with regulations and procedures
appertaining to combating money laundering andnfiiteg of terrorism, as well as inconsistency with
their operating standards. The present Guidelimgsesent a contribution to the uniformity of
interpretation and understanding of the naturéhefapproach to the prevention of money laundering
and financing of terrorism based on the assessafehe risk arising from such phenomena.

The main objective of the Guidelines is to estéibtree minimum standards for the action to be taken
by banks, voluntary pension fund management coreparinancial leasing providers, insurance
companies, insurance brokerage companies, insurageacy companies, and insurance agents
licensed to conduct life insurance operations (hafter referred to as: obligors) in the establishin
and enhancement of a system for combating moneyléing and financing of terrorism, particularly
with respect to the drafting and implementatiopmicedures based on risk analysis and assessment.

2. The risk of money laundering and financing afdgsm is the risk of a client abusing a business
relationship, transaction, or product, for moneynidering or financing of terrorism purposes.

The approach to the prevention of money laundednd financing of terrorism based on risk
assessment proceeds from the assumption thatediffgrroducts offered by the obligors in their
business operation, or the transactions that areedaut, are not equally susceptible to abugernms

of money laundering and financing of terrorism, evhiconsequently determines the amount of
attention to be devoted to each of these concdrne.risk assessment approach ensures a more
appropriate allocation of resources and yieldsebettsults at the same level of their engagement,
giving the obligors a possibility to pay more atten to high risk clients.

3. Risk assessment, for the purposes of these l@@glemust include no less than four basic tyges o
risk, namely: geographic risk, client risk, trangac risk, and product risk, and in the event other
types of risk are identified, obligors, depending the specifics of their business operation, must
include such types of risk as well.

4. Geographic riskimplies risk assessment related to money laungeaaimd financing of terrorism
depending on the location of the client’'s countfyodgin, location of the country of origin of the
majority founder, and/or that of the client’s owner the location of the country of the person that
otherwise has a controlling influence on the cleeoperation management, as well as the location of
the country of origin of the party involved in légansactions with the client.

The factors determining whether a certain countrgemngraphic location implies higher risk in terms
of money laundering and financing of terrorism iiie:

1. Countries against which sanctions, embargo or aimmileasures have been imposed by the UN,
Council of Europe, OFAC or other international arigations;

2. Countries identified by credible institutions (FATEouncil of Europe, etc) as those not
implementing adequate measures for combating miameylering and financing of terrorism;

3. Countries identified by credible institutions assh supporting or financing terrorist activities or
organizations;

4. Countries identified by credible institutions asgh having high corruption and crime rates (the
World Bank, IMF, etc).

By virtue of the authority vested in him/her by theev governing prevention of money laundering and
financing of terrorism, the Minister of Finance Bhdraw up a list of countries implementing
international standards in combating money laumgeand financing of terrorism to at least the

European Union level or higher (the so-called: twhiist of countries), as well as a list of
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countries not implementing the standards in tHe fi¢ combating money laundering and financing of
terrorism (the so-called: black list of countrig@pligors shall consult the above lists in assesirir
exposure to risk when dealing with a client wheegistered on the lists.

The assessment and evaluation of risk also degsmttge location of the obligor or the location tf i
organizational units, implying different level dsk to obligors located in an area visited by many
tourists compared with obligors located in a rumata, where all clients are known personally.
Increased risk may occur at border checkpointqosts, in places with high concentration of
foreigners or in cases of transactions involvingeigners (e.g. fairs), in places where embassies or
consular offices are situated, etc.

Increased risk related to money laundering anchiimgy of terrorism is also present in transactions
executed in off-shore destinations.

Clients from the region may pose a lower risk thints from countries outside of the region and/o
countries that Serbia has no business relatiors wit

5. While implementing the generally adopted prifespand using their own experience, obligors are
autonomous in defining their approacthctient risk. Categories of clients whose activities may be an
indicator of higher risk level are the following:

1) clients carrying out business activities or s@stions under unusual circumstances, such as:

— significant and unexpected geographic remoteésthe client’'s location from the obligor's
organizational unit where the client is opening atount, establishing business relationship, or
carrying out transactions;

— frequent and unexpected establishment of sirhilminess relations with several banks, without
economic consideration. An example of such acésitivould be opening accounts in several banks,
entering into several voluntary pension fund mersiigr agreements within a short period of time
(whether with one or more management companies3igning several financial leasing agreements
with several different financial leasing providesss;

— frequent and unexpected transfers of funds frooowunts in one bank to those in another without a
clear economic rationale, particularly if banks siteated in different geographic locations; frague
fund transfers from one voluntary pension fund nother, except when dealing with multinational
companies which operate via several accounts;

— altering the agreement to increase the amoumbuofributions or cancelling membership shortly
after entering into the voluntary pension fund mership agreement, particularly where high
contributions are concerned; insisting on paymehtaohigher than prescribed percentage of
contribution in the procurement of a lease objettich, in line with general terms and conditions of
business are required by the financial leasingigeswhen concluding financial lease contracts;

— cancelling membership in various pension scheshestly after signing agreements appertaining
thereto, and the like;

— requesting transfer of funds accumulated in geo@nt of a voluntary pension fund member in
favour of a third party, or in favour of a partycéded in the country where strict anti-money
laundering standards are not applied;

— signing a large number of insurance policies wlifferent insurance companies, particularly within
a short period of time, frequently altering and amiing agreements, accepting unfavourable
insurance agreement terms and conditions, insistingansaction confidentiality;

2) clients whose beneficial owners or persons grgh of their management are difficult to identify
due to the clients’ structure, legal form, or coexphnd unclear relations. The above refers paatityul
to:

— foundations, trusts, or similar entities undeeign law;

— voluntary or non-profit NGOs; 176



— off-shore legal entities with an unclear owngrs$tructure and not founded by companies from the
country implementing anti-money laundering and riiciag of terrorism standards at the statutorily
prescribed level,

3) clients carrying out business operations chargetd by a large turnover and sizeable cash
payments, such as:

— restaurants, petrol stations, exchange offi@snos, stores, car wash shops, florists, etc;
— high value commodity merchants (precious mepabs;ious stones, automobiles, art objects, etc)
— freight and passenger carriers.

4) foreign officials, in accordance with the Law,

5) foreign arms traders and producers,

6) non-residents and foreigners,

7) foreign banks or similar financial institutiofrem countries not implementing the standards & th
field of anti-money laundering and financing ofrtegism, except for those established by entitiemfr
countries on the white list,

8) representatives of parties whose business iegalgpresentation (attorneys, accountants, or other
professional representatives), particularly whiaeedbligor is in contact only with the represenidi

9) betting places,

10) sports companies,

11) construction companies.

12) companies with a disproportionately small numdfeemployees in relation to the scope of their
business, companies without infrastructure or mssirpremises, etc.

13) private investment funds,

14) persons whose business offer has been turned llp another obligor, regardless of the manner
such information was obtained, and/or persons dfrbputation,

15) clients whose sources of funds are uncleaasmiot been identified, and/or clients whose source
of funds cannot be verified,

16) clients suspected of not acting for their owoc&int and/or not implementing the instructions of
third person,

17) clients opening their accounts or establishiuginess cooperation without being physically
present,

18) clients entrusting a third party with activitiand measures related to being informed and
monitoring client operations.

6. The following are considered to hgky transactions:

1) transactions carried out in a way which sigaifitty deviates from the client’s standard behaviour
2) economically unjustified transactions (e.g. treqt securities trading where purchase is effelayed
placing cash on special-purpose accounts and witiagcthe securities shortly afterwards — the so-
called securities trading based on planned lossxpectted repayment of loans before maturity, or
shortly after the loan was granted),

3) transactions carried out with a view to evadapgplication of standard and usual supervision
methods (transactions involving slightly smallercamts than the prescribed limit below which the
measures under the Law do not apply),

4) complex transactions involving several partigtheut a clear economic goal, several mutually
related transactions performed within a short perd time, or in consecutive intervals, and in
amounts below the limit for reporting to the Antieley Laundering Administration.

5) lending to legal entities and in particular,damg by a non-resident founder to the residentllega
entity,

6) transactions where the client is evidently tgyilo conceal the real grounds and the reason for
carrying out the transaction,

7) payment for consulting, management, marketird)@her services in respect of which there is no
determinable market value or market price,



8) transactions in respect of which the client sefito submit the requested documentation,

9) transactions where the documentation does ntaintiae client’s behaviour,

10) transactions where the source of funds is ande no relationship with the business activity of
the client can be established,

11) transactions involving a disproportionatelythigmount of deposits (e.g. 100%) as collateral for
obtaining credits or loans,

12) announced block trading of shares at pricedesily lower than the market price, where the
purchasers are unknown or newly-established corepaand especially companies registered at off-
shore destinations,

13) stock exchange and OTC trading in securities ¥ere previously used as collateral on loans
approved to holders of securities — the so-calessfthrough of shares on the stock exchange,

14) payment transactions for goods and servicefavour of a client’'s partners from off-shore
destinations, where it is clear from the documémtaenclosed that the goods originate from our
region,

15) transactions related to payment for goods orics in countries not logically expected to be
producers of goods for which the payment is madepuntries not logically expected to provide that
type of service (e.g. import of bananas from Sijeri

16) frequent transactions for advance paymentrgoort of goods or provision of services without
certainty that the goods will effectively be impaaitor that the services will effectively be prowde

7. Product risk refers to the following high risk products:

1) new services in the market, i.e. services nevipusly offered within the financial sector, which
must be specially monitored in order to establighreal degree of risk attached to them,

2) international private banking i.e. providing yatie banking and fund management services to
foreign nationals. Private banking potentially ilwes substantial risks because a client who mag hav
large sums of money on disposal is handled by glesihank employee or a small group of bank
employees who might have been instructed by th& bzanagement to grant the client all requests,
which, however, the client may decide to abuse.

3) e-banking in cases envisaged by the obligorsifinér procedures,

4) electronic submission of securities trading sdén cases envisaged by the obligor in his/her
procedures,

5) providing to persons with whom no business i@ahip has been established pursuant to the Law,
those services which the obligor's employee, baseldis/her experience, assessed as involving a high
degree of risk,

6) providing services outside the bank (e.g. grgnttonsumer credits at merchants’ sales outlets),
insurance companies or other entities in the fiizusector,

7) providing the service of opening joint accoumtsich mobilize funds from different sources and
different clients, and which are deposited on aremant registered in one name,

8) repurchase or payment of cheques, or anotheebi@atrument or security.

8. Obligors must be vigilant in respect of monaynidering and financing of terrorism risk that may
arise from the use of modern technologies that igeoanonymity (e.g. ATMs, internet banking,
telephone banking, etc).

9. Pursuant to the international standards and #mgs depending on the degree of money laundering
and financing of terrorism risk, obligors are alkmvto implement three types of activities and
measures of being informed and monitoring cliergrapons: general, simple and enhanced activities
and measures.

General activities and measuregglude identification and verification of the m#y of a client and

the effective owner of the client, obtaining infation about the intent and purpose of the business
relation or transaction and regular monitoring bé tclient’'s operations. General activities and

measures must be applied to all clients, while isbdorms of such activities and measures may

subsequently be applied to selected clients (simpie/or enhanced activities and measures)
depending on the assessed level of risk they entalil

Simple activities and measuresf being18c informed and monitoring client operatioase



implemented in cases and in the manner prescripeéldebLaw. In the case of any suspicion of money
laundering and financing of terrorism activity imwviog the client or the transaction subject to
application of simple activities and measures,algor must carry out additional assessments i&nd,
necessary, apply enhanced activities and meadoreggtance, a local company trading in securities
on the stock exchange was designated as low-rigledime of establishing business relation, ang wa
subject to the application of simple measuresolifiéver the obligor becomes suspicious that money
laundering and financing of terrorism may be ineahin carrying out of a certain transaction by that
company, it is obligated to apply enhanced meadortsat company).

In addition to general activities and measureshanced activities and measuratso include
additional activities and measures the obligor nnagiement in the cases prescribed by the Law and
in other cases where the obligor estimates thag tiseor there might be a high money laundering and
financing of terrorism risk involved due to: thetum@ of the business relations, the manner of oagry
out the transaction, the type of transaction, oshmerstructure, and/or other circumstances as®atiat
with the client or the transaction.

10. The obligor carries out risk assessment by aagkgory for each client. If the client is clamesif
into the high risk category, regardless of whethigeh classification is prescribed by the Law (e.g.
foreign official), or the obligor has assessed thatclient falls within a high risk category, enbhad
measures of being informed and monitoring of tien¢imust be implemented.

11. The nature of additional measures to be impheeaeby the obligor in the situation where a certai
client is classified as high risk based on the gubls risk assessment, depends on the concrete
circumstances (e.g. if a client is assessed asrfsghdue to his/her ownership structure, the alig
may include a provision in its procedures specgythe need for additional data obtainment and
further verification of the documents submitted).

12. Risk assessment is made not only at the tinestablishing cooperation with a party, but also in
the course of that cooperation (monitoring of thent's business operation), which means thathat t
establishment of cooperation, a client may be ifladsas involving high-risk, while at a later seagn

the course of the business relationship, the obfigay decide to apply general or simple activitied
measures, or vice versa. The above does not appBses classified as high-risk pursuant to the, Law
or those that are subject to the application obhanhd actions and measures by virtue of the Law (lo
correspondent relations, foreign officials, andabshment of business relations without the clgent
physical presence).

13. Money laundering risk assessment may diffemffinancing of terrorism risk assessment (for
instance, money originating from a financial ingittn or financial system of the state is a more
important risk factor in financing of terrorism)h& obligor must particularly monitor for financiog
terrorism risk those clients who operate mainhtlom basis of cash, and must pay particular attentio
to money going to terrorists from legal revenud#tboaigh this is difficult to detect. Bulk transfersay
also be particularly risky in this sense, as wslbperations of voluntary non-profit organizatiolms.
terms of financing of terrorism, geographic riskpi®nounced in regions where, based on data of
relevant international organizations, terroristsdutct their activities.

14. In implementing these Guidelines, obligors Istmalke certain that their employees are adequately
trained to timely recognize money laundering amdhicing of terrorism risk. They shall also pay
particular attention to their employees’ awareragssks that obligors may be exposed to in theneve
of their omission to detect such risk, as well@aprescribing who stands where on the resporsibili
ladder with respect to the implementation of obfigdnternal enactments on anti-money laundering
and financing of terrorism.

The obligor's senior management must ensure tektassessment and risk resolving processes are
carried out in a professional manner, in line wiith management’s responsibility as to the obligor’'s
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legality of operations established by the Law, anérms of qualifying non-compliance with the Law
as corporate offence.

Decision of the Governor of the NBS on the Condgidor Effecting Personal and Physical Transfers
of Means of Payment to and from Abroad (Officiazéée RS, No. 67/2006, 52/2008 and 18/2009)
"RS Official Gazette", Nos. 67/2006, 52/2008 ant2089

Pursuant to Article 31 of the Law on Foreign Exdmfransactions (‘RS
Official Gazette,” No. 62/2006), the Governor o tHational Bank of Serbia
hereby issues the following

DECISION
ON THE CONDITIONS FOR EFFECTING PERSONAL AND PHYSIC AL
TRANSFERS OF MEANS OF PAYMENT TO AND FROM ABROAD

Basic Provisions

1. This decision prescribes detailed conditionsefifecting personal transfers of means of payment
that are not based on the execution of abusindsstydrom the Republic of Serbia (hereinafter:
Republic) abroad and from abroad to the Republhd detailed conditions for effecting physical
transfers of means of payment from and to the Repub

2. Personal transfer of means of payment, withenrtiteaning hereof, includes gifts and assistance,
assistance to family members, inheritance, anmuifiends for settling the debt of immigrants in the

Republic and funds that emigrants take out, i.endier, abroad. Physical transfer of means of
payment, within the meaning hereof, includes tlaadfer of cash in dinars, in foreign currency, in

cheques and Material securities.

Personal Transfer of Means of Payment

3. A resident natural person may transfer abroaoutih a bank up to EUR 10,000 per month on
grounds specified in Section 2 hereof.

3a. A resident natural person may transfer abroeigh a bank more than EUR 10,000 per month on
the following grounds:

1) a gift — subject to presentation of a contrdgift certified by the competent authority;

2) assistance to family members — subject to ptasen of evidence that a family member lives
abroad (residence permit, work visa, student visg end that he/she is a relative within the third
degree of kinship (birth certificate, marriage desdte, etc.);

3) inheritance — subject to presentation of ancéffe decision on inheritance;

4) annuity — subject to presentation of a docursgptilating the annuity payment obligation (contrac
etc.);

5) emigration abroad — subject to presentatiorviofemce of emigrating from the Republic;

5) immigration to the Republic — subject to preagoh of evidence on the debt settlement obligation
in the home country, and provided that such natpembon has filed an application for residence
registration with the relevant body in the Republic

3b. When transferring means of payment, as detieedunder, banks shall take actions and measures
envisaged by anti-money laundering regulations.

Physical Transfer of Means of Payment
Bringing Dinars Into and Taking Dinars Out of thegiblic

4. A resident natural person and a non-residentralaperson may bring dinars into and take dinars
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out of the Republic, provided that the amount athsdinars does not exceed the dinar equivalent
value of EUR 10,000 per person.

By way of exception to paragraph one hereof, adegdior nonresident natural person may bring a
larger amount of dinars than that specified in gaph one into the Republic if such dinars havenbee
purchased in a foreign bank, but this amount caenoeed the amount specified in the certificate
issued by the foreign bank, which certificate shallsubmitted to the customs authority for inspecti
on entering the Republic.

5. A resident may take dinars out of the Repuldliorder to test banknote and coin counting machines
if this has been approved by the National Bank efb& on the basis of an elaborated request
submitted by the resident along with evidence dhgissuch machines in the performance of a

registered activity and along with guarantees fifreign company that the dinars so received will be

returned immediately after the testing, but naédahan within three months from the day they were

received.

6. A bank may take dinars out of the Republic Fer purpose of sale, subject to a contract of dale o
dinars to a foreign bank or a contract of depagitimars in a foreign bank. At the time of taking

dinars out of the Republic, within the meaning afggraph 1 hereof, the bank shall submit to the
customs authority two copies of the general foreggchange order, prescribed and filled out in
conformity with the regulations on the conditionsgdamanner of performing international payment
transactions.

The competent customs authority shall stamp théeesay the order from paragraph 2 hereof with its
stamp, and enter the date when dinars are takeof thié Republic on such copies, whereupon it shall
retain one copy for its records and return the rotdopy to the bank. The bank shall return to the
Republic all dinars taken out of the Republic thate not been sold abroad, at which time the
competent customs authority shall again stamp tigénally stamped order on taking dinars out of the
Republic, specifying the amount of dinars beingmeatd and the date of such return.

The bank shall be required to keep a copy of tamgéd order on taking dinars out of the Republic
and of the newly stamped order on the return ddidito the Republic for supervision purposes.
Within seven days from the day of taking dinars outhe Republic, the bank shall submit to the
National Bank of Serbia:

1) a report with data on taking dinars out of thep&blic for the purpose of sale, subject to a eatr
of sale of dinars to a foreign bank, or with dateboinging dinars into the Republic — on Form 1;

2) a report with data on taking dinars out of tlep#blic for the purpose of sale, subject to a emntr
of depositing such dinars in a foreign bank, othwdata on bringing dinars into the Republic — on
Form 2. The forms referred to herein have beentguimvith this decision and constitute its integral
part.

Bringing Commemorative Coins and Dinars for Numigmand Collection Purposes Into and Taking
Them Out of the Republic

7. A resident natural person may take commemoraties issued by the National Bank of Serbia out
of the Republic, subject to approval issued by Mational Bank of Serbia on the basis of an
elaborated request, with specification enclosedchvlpproval shall be certified by the competent
customs authority at the time when such coins akent out of the Republic. A non-resident natural
person may take commemorative coins issued by #te®mal Bank of Serbia out of the Republic,
based on a certificate issued by an authorizedrsedirtifying that such coins have been purchased i
the Republic, or based on a certificate issuedchbyctistoms authority certifying that such coinsehav
been brought into the Republic. A resident natperison may freely bring commemorative coins
issued by the National Bank of Serbia into the Répuwhereas a non-resident natural person may
bring such coins into the Republic provided that déclares such coins to the customs authority
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which shall issue a certificate certifying thatlswoins have been brought into the Republic.

8. A resident natural person may take dinars famismatic and collection purposes out of the
Republic, provided that it takes no more than tleets of banknotes per request, subject to approval
issued by the National Bank of Serbia on the ba$isin elaborated request, with specification
enclosed, which approval shall be certified by dbmpetent customs authority at the time when such
dinars are taken out of the Republic.

A nonresident natural person may take dinars fanismnatic and collection purposes out of the
Republic based on a certificate issued by an audéubrseller certifying that such dinars were
purchased in the Republic, or a certificate issmethe customs authority certifying that such dénar
have been brought into the Republic. A residentinahiperson may freely bring dinars for numismatic
and collection purposes into the Republic, wher@ason-resident natural person may bring such
dinars into the Republic provided that it declasesh dinars to the customs authority which shallés

a certificate certifying that such dinars have bieeught into the Republic.

Taking Foreign Cash, Cheques and Securities OutBaimjing Them Into the Republic

9. A resident natural person may freely bring fognetash into the Republic. On entering the Republic
a resident natural person shall declare to the etenp customs authority any amount of foreign cash
that exceeds the amount specified in the law ompteeention of money laundering.

10. A resident natural person may take foreign castheques abroad provided that their total amount
does not exceed EUR 10,000 or its equivalent vadusnother foreign currency. If a resident takes
dinars, foreign cash and cheques abroad at the sam@ethe sum of these means of payment cannot
exceed EUR 10,000 or its equivalent in anotherigoreurrency.

11. At the time of emigrating from the Republigeaident natural person may take foreign cashen th
amount of more than EUR 10,000 or its equivalerdrinther foreign currency, based on evidence of
emigration.

11a. A non-resident natural person may bring foreigshcin the Republic without any restrictions,
provided however that any amount in excess of EORM, and/or its equivalent in another foreign
currency, be declared to the customs authoritychvBhall in its turn issue a certificate thereof.

12. A non-resident natural person may take abroeglgn cash in the amount of no more than EUR
10,000 or its equivalent value in another foreigmrency. If a non-resident takes dinars and foreign
cash abroad at the same time, the sum of thesesmépayments cannot exceed EUR 10,000 or its
equivalent value in another foreign currency. A-mesident natural person may take abroad foreign
cash in the amount higher than that specified ragraph 1 hereof:

— if it has declared such foreign cash on entetivegRepublic — based on a certificate of bringing
foreign cash into the Republic issued and certifigdhe customs authority;

— if it has withdrawn such foreign cash from a fgnecurrency account or foreign currency passbook
in a bank in the Republic — based on a certificzteed by such bank;

— if it has acquired such foreign cash by selliiigats obtained through previous use of a payment
card in the Republic — based on a certificate gdiyean exchange office.

The customs authority shall annul the certificdtesn paragraph 2 hereof on first next exit from the
Republic.

13. A resident natural person and a non-residemtalgperson make take abroad securities they have
acquired in conformity with regulations.

14. The customs authority shall temporarily seizanfresidents and non-residents all dinars,
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foreign cash and cheques exceeding the amountrieedcherein, and securities taken out of or
brought into the Republic that have been acquined manner contrary to regulations, and it shall
issue a certificate thereof.

15. A bank may take foreign cash out of the Repuloli the purpose of crediting its account with a
correspondent bank abroad. A bank may also takeries out of the Republic for the purpose of
depositing such securities in a bank abroad orgusirch securities for other purposes, in conformity
with the law.

The bank may take foreign cash out of the Republall currencies specified in the regulation o th
National Bank of Serbia on the types of foreignrency and foreign cash to be purchased and sold in
the foreign exchange market.

16. The bank may also take out of the Republic sushencies that have ceased to be legal tender
following the introduction of the euro in the Euegm Monetary Union, for the purpose of exchanging
such currencies for the euro.

At the time of taking foreign cash out of the Reputwithin the meaning of paragraph 1 hereof, the

bank shall submit to the competent customs authtwid copies of the general foreign exchange order,
prescribed and filled out in conformity with theguations on the conditions and manner of

performing international payment transactions. Toenpetent customs authority shall stamp the

submitted copies of the order from paragraph 4diexéh its stamp, and enter the date when foreign

cash is taken out of the Republic on such copiégreupon it shall retain one copy of the certified

order for its records and return the other copthebank, which shall be required to keep this copy
for supervision purposes.

Closing Provisions

17. As of the effective date hereof, the Decisiartlte Conditions and Manner of Effecting Personal
and Physical Transfers of Means of Payment

To and From Abroad ("FRY Official Gazette", Nos/2@2 and 33/2002 and "RS Official Gazette",
No. 83/2005) shall cease to be valid.

18. This decision shall enter into force on the éalowing the day of its publication in the "RS
Official Gazette".
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16 ANNEX 15 - NBS GUIDANCE PAPER NO. 5 ON ANTI-MONEY LAUNDERING
AND COMBATING THE FINANCING OF TERRORISM

In order to foster better understanding and mofieieft implementation opoints 19 and 20 of the
Decision on Internal Control and Risk Managemerdt&ys in the Operations of Insurers (Official
Gazette of the Republic of Serbia No. 12/@7)ine with the core principles of insurance sryjsion
promoted by the International Association of Inswea Supervisors (IAIS) and the Financial Action
Task Force (FATF), the National Bank of Serbia &dspted this

GUIDANCE PAPER No. 5 ON ANTI-MONEY LAUNDERING AND C OMBATING THE
FINANCING OF TERRORISM

|. GENERAL PROVISIONS

Money laundering (ML) is the processing of the eats of crime to disguise their illegal origin.
Financing of terrorism (TF) can be defined as thHiful provision or collection, by any means,
directly or indirectly, of legally or illegally acgred funds with the intention that the funds skioog
used for terrorist acts or by terrorist organizasio

Addressees

This Guidance Paper shall apply to insurance compainsurance brokers and/or agents, natural
persons — entrepreneurs (insurance agents), agersieering other insurance services and other
companies and other legal entities with a separeganizational unit in charge of other insurance
services (hereinafter referred to as insurers).

Reasons for adoption of the Guidance Paper

The level of trust in the financial sector largeigpends on insurers being perceived by the public a
law-abiding organizations observing highest pratess and ethical standards. The insurance sesgtor i
like all other financial services sectors, a pdsstArget for money launderers and for financing of
terrorism (ML/FT). Insurers can be involved, knoglinor unknowingly, in money laundering and the
financing of terrorism. This exposes them to legpkrational and reputational risks.

“Money launderers” are constantly looking for neways and methods of money laundering.
Opportunities for money laundering arise especiallgleveloping financial systems without adequate
internal control systems. Information on money enmg techniques is collected and published by
FTAF.

ML/FT adversely affects the operations of a compang the financial system as a whole and may
have negative repercussions on the macroeconoctuatisn and the moral values of the whole society.

Objectives of the Guidance Paper

The purpose of this Guidance Paper is to proteciriterests of policyholders and beneficiaries tand
foster public trust in the financial system and iheurance sector, with a view to ensure the
functioning of an efficient, fair, safe and stallsurance market and effective market discipline.

As part of their efforts to attain this objectiviesurers are expected to prevent, detect and report
money laundering and financing of terrorism (AML/DQFwhile their supervisory bodies are expected
to reasonably ensure that insurers’ ownership aadagerial structures do not include, directly and
indirectly, criminal structures and to supervise tompliance of insurers’ operations with AML/CFT
requirements on an ongoing basis.

The actions of insurers under AML/CFT are goverpgtharily by the Anti-money Laundering Law,
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as well as by the regulations and administrativevigions and recommendations issued by the Anti-
money Laundering Authority and FATF (Financial ActiTask Force on Money Laundering). Given
that insurers are already required under the lawbigerve the rules on anti-money laundering and
combating of terrorism financing in line with gobdsiness practice, this Guidance Paper purports to
point out certain particularly relevant aspectstio process from the viewpoint of internationally
accepted principles. When internal control systaraseing set up, particular attention should be

paid to performing due diligence on customers, mapg of suspicious transactions, organization of
internal control systems and the employees.

Internal control systems should place particulapleasis on insurers’ knowing their clients, collegti
information on clients and transactions, detectargl reporting suspicious transactions to the
competent body (the Anti-money Laundering AuthQrityprganizing internal control systems,
providing for staff training

etc.

II. PERFORMING DUE DILIGENCE ON CUSTOMERS

Insurers should know their clients. A first stepsitting up a system of customer due diligence is t
develop clear, written and risk based client acreg# policies and procedures, which among other
things concern the types of products offered in woation with different client profiles. These
policies and procedures should be built on theegira policies of the board of directors of theuvires,
which determines the general risk exposure. Insumaust not offer insurance to customers or for
beneficiaries that use anonymous accounts or atzevith obviously fictitious names. Furthermore,
the procedures providing for confidentiality ofdeainformation should not hamper the application of
AML/CFT procedures.

Insurers should perform due diligence on theiraustrs, including identification of the customedan
verification of that customer’s identity, in padlar:

- when establishing a business relationship;

- when executing transactions above a cash traosagporting threshold set by the law and when
executing electronic transfers;

- when money laundering or financing of terrorisnsiispected;

- when a financial institution expresses its doud®ut the veracity or adequacy of previously
provided information on customer identity.

Customer due diligence includes in particular:

a) identifying the customer and verifying that cust’s identity using reliable, independent source
documents, data or information,

b) identifying the (ultimate) beneficial owner, atadking reasonable measures to verify the idepfity
the beneficial owner such that the insurer is Batighat it knows who the beneficial owner is. For
legal persons and arrangements, insurers showd¢akonable measures to understand the ownership
and control structure of the customer,

¢) obtaining information on the purpose and intehadature of the business relationship,

d) conducting ongoing due diligence on the businedationship and scrutiny of transactions
undertaken throughout the course of that relatipnghensure that the transactions being conducted
are consistent with the insurer’s knowledge ofdhstomer and/or beneficial owner, their business

and risk profile, including, where necessary, tharese of funds.

Factors to consider when creating a risk profiléjclv are not set out in any particular order of
importance and which should not be considered esthva, include: type of customer, background on
the customer and the customer’s business actthi¢éygeographical base and sphere of the actidfies
the customer, the nature of the activities, theamseand type of payment, the source of funds, the
source of wealth, the frequency and scale of agfithe type and complexity of the business
relationship, whether or not payments will be mawéhird parties, whether a business relationship i
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dormant and any suspicion or knowledge of monegpdating, financing of terrorism or other crime
etc.

The extent and specific form of these measures Imeagietermined following a risk analysis based
upon relevant factors including the customer, thesidess relationship and the transaction(s).
Enhanced due diligence is called for with respettigher risk categories.

In the event of failure to complete verification afiy relevant verification subject or to obtain

information on the purpose and intended naturehefliusiness relationship, the insurer should not
perform the transaction, or should terminate thsiress relationship, and should include that
customer in a suspicious transaction report.

The requirements for customer due diligence shapjfaly to all new customers as well as — on the
basis of materiality and risk from the aspect of /ML — to existing customers and/or beneficial
owners. As to the latter the insurer should conduetdiligence at appropriate times.

Examples of trigger events that indicate highek mxposure in relationships with the existing
customers include: a change in beneficiaries (istance, to include non-family members); a request
for payments to be made to persons other than iceareds; a change/increase of insured capital
and/or of the premium payment (for instance, wtdppear unusual in the light of the policyholder’s
income or where there are several overpaymentldyppremiums after which the policyholder
requests that reimbursement is paid to a thirdyppgosayment of large single premiums; payment by
banking instruments which allow anonymity of thanisaction; requests for prepayment of benefits;
use of the policy as collateral; change of the typbenefit (for instance, change of type of paytnen
from an annuity to a lump sum payment) etc. Furttwee, the Anti-money Laundering Authority has
drawn up a list of indicators of suspicious tratigas for insurers, which should be taken into acto
when assessing exposure to ML/FT risk.

Insurers should pay special attention to all complenusually large transactions and all unusual
patterns of transactions, which have no apparariauic or visible lawful purpose. The background
and purpose of such transactions should, as faossble, be examined, the findings established in
writing, and be available to help competent autfesriand auditors.

In addition to usual customer due diligence, imtieh to politically exposed persons, insurers $iou

- have appropriate risk management systems to ndieterwhether the customer is a politically
exposed persons.

- obtain senior management approval for establishirsiness relationships with such customers

- take reasonable measures to establish the soiwealth and source of funds, and

- conduct enhanced ongoing monitoring of the bissimelationship.

Insurers should pay particular attention to all MLAhreats posed by new or developing technologies
that may favor anonymity and should, where necgssake adequate measures to prevent the use of
such technologies for money laundering purposes.

Insurers should, in particular, implement policiasd procedures to analyze specific risks in
connection with business relationships or traneastin which participants do not appear physicatly
the institution that performs the transaction (“dace-to-face customers”).

With regard to reinsurance, it is often impractical impossible for the reinsurer to carry out
verification of the policyholder or the beneficalner.

Therefore, for reinsurance business reinsurersldhonly deal with ceding insurers which have
warranted or otherwise confirmed that they applylA®FT principles and standards, provided there
is no information available to the contrary fortamce from competent authorities or and trade
associations or from the reinsurers’ visits toghemises of the insurer within the ML/FT management
system.
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Insurers may develop a simplified customer dugeliice system if it is determined beyond doubt that
the risk of money laundering is negligible (e.gurance of public authorities).

[ll. REPORTING OF SUSPICIOUS TRANSACTIONS

If an insurer suspects, or has reasonable groundgspect, that funds are the proceeds of a crimina
activity or are related to terrorist financing itosild be required to report its suspicions proyniul

the Anti-money Laundering Authority (the Authority)

All suspicious transactions, including attempteahsactions, should be reported regardless of the
amount, even if they include transactions subjetaxes.

Employees should have adequate legal protection fmominal and civil liability for violating any
confidentiality requirements under a contract odemany law, regulation or administrative provision
if they report their suspicions to the Authoritygood faith, even if they were not aware of theialct
type of criminal activity and regardless whethely alticit activity actually occurred. However,
employees are not allowed to disclose the factdhaispicious transaction report or any information
in connection with it is being forwarded to the Aaitity.

IV. ORGANIZATION OF INTERNAL CONTROL SYSTEMS AND ST AFF

a. Risk Management

Insurers should have in place internal AML/CFT sul€hese rules should include:

- the development of internal policies, proceduaesl controls whichjnter alia, should cover
appropriate compliance management arrangementadegliate screening procedures to ensure high
standards when hiring employees,

- an ongoing employee training program,

- an internal audit function to test compliance.

The type and scope of measures taken should cormeédp the ML/FT risk and the size of the insurer.
Every insurer should appoint a compliance officemeamnagement level for adequate ML/FT risk
management.

Insurers should pay particular attention to busineslationships and transactions with entities,
including companies and financial institutions, gvhido not have in place efficient AML/CFT
measures. Where such transaction have no appacembraic or visible lawful purpose, the
background and purpose of such transactions shasldar as possible, be examined, the findings
established in writing, and be available to helmpetent authorities.

Insurers should ensure that branches and affifiatio which they have majority holding and which
are based abroad, particularly if they operateountries without developed AML/CFT mechanisms,
apply the same internal control system.

b. Record keeping

Insurers should maintain for at least five yeatsrahe business relationship has ended all negessa
records on transactionsboth domestic and international, and be able dmply swiftly with
information requests from the competent authoriti®ach records must be sufficient to permit
reconstruction of individual transactions so agtovide, if necessary, evidence for prosecution of
criminal activity.

Insurers should keep records on identification datéained through the customer due diligence
process (e.g. copies or files containing officiatdments such as passports, identity cards, dsiver’
licenses or similar documents) and the accourt &ited business correspondence for at least fivs yea
after the end of the business relationship.

Records should be available to domestic competehbsties upon appropriate authority

1 The term “transaction” is taken to mean the inseegoroduct, premium payment and benefits.
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Identification data and transaction records shtacvailable to domestic competent authorities upon
appropriate authority.

c. Staff competences and integrity

Staff should have the level of competence neces&aryperforming their duties. Insurers should
ascertain whether they have the appropriate abditgl integrity to conduct insurance activities.
Insurers should identify the key staff within theirganization with respect to AML/CFT (e.qg.
members of the management and the supervisory dbeemstaff responsible for supervision and
management, internal auditors and staff dealing witceptance of new clients, premiums collection
and damages adjustment) and define fit and pramgrirements which these key staff should possess.
Insurers should keep records on the identificatiata obtained about key staff. The records should
demonstrate the due diligence performed in reldtidhe fit and proper requirements.

d. Staff training

Insurers should select an adequate method oftetérffng so as to enable the staff to acquire eglev
knowledge in the field of AML/CFT. Such training stuas a minimum include: a description of the
nature and processes of laundering and terrorianéing, including new developments and current
money laundering and terrorist financing technigaegeneral explanation of the underlying legal
obligations contained in the relevant laws, an@megal explanation of the insurers’ AML/CFT policy
and systems, including particular emphasis on ieatibn and the recognition of suspicious
customers/transactions and the need to reportcsosgi

Employees can be divided into a number of homogegooups, but the compliance officer should in
any case be educated on an ongoing basis and ghaeddss indepth knowledge and skills necessary
for adequate management of the relevant risks.

*

* *

Responsible, transparent and market-oriented irswiegood business repute which operate in a
competitive and modern market are the aim pursyeth® National Bank of Serbia in the field of

insurance supervision. Such insurers and markdt gie our citizens access to higher-quality

insurance services in connection with various riskbile at the same time enabling them to
lucratively invest their free assets with absohegainty that their interests will be safeguarded.

The National Bank of Serbia, as a supervisory badly not enforce this Guideline in insurers, bhet
implementation and proper understanding of the &ind will, however, result in improvements in
other fields under direct and indirect supervisord prevent situations in which insurers might be
subjected to specific supervision measures.
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17 ANNEX 16 - BOOK OF RULES ON ESTABLISHING METHODOLOG Y,
REQUIREMENTS AND ACTIONS FOR PERFORMING TASKS IN
COMPLIANCE WITH THE LAW ON THE PREVENTION OF MONEY
LAUNDERING (OFFICIAL GAZETTE RS, NO.59/2006)

BOOK OF RULES
ON ESTABLISHING METHODOLOGY, REQUIREMENTS AND ACTIO NS
FOR PERFORMING TASKS IN COMPLIANCE WITH THE LAW ON THE
PREVENTION OF MONEY LAUNDERING

(Official Gazette of the Republic of Serbiap.59/2006)

| INTRODUCTORY PROVISIONS
Article 1

This Book of Rules prescribes a methodology forfgrening tasks undertaken by the obligor in
compliance with the Law on the Prevention of Mohawndering (hereinafter referred to as: the Law),
modes and deadlines in which the obligor is bowndatify the Administration for the Prevention of
Money Laundering (hereinafter referred to as: thkenikistration) on the transactions referred tchim t
Law; it establishes the list of foreign countribattdo not apply anti-money laundering standarsls, a
well as the cases in which certain obligors are botind to report cash transactions to the
Administration amounting to or exceeding 15.000 Eb®inar counter value.

Il METHODOLOGY FOR PERFORMING TASKS BY THE OBLIGORS
Article 2

The Obligor and its management are responsiblgifoviding and organizing internal audit of the
tasks undertaken within the obligor in compliandéhwhe Law.

The obligor introduces an act to determine the pswand responsibilities of the management,
organizational units, compliance officers and otfedevant persons in the obligor when performing
audit, as well as the mode and schedule of perfayraudit.

Article 3

The Obligor is bound to make an annual report lier preceding year on the audit performed and
measures undertaken, by 15 March of the curremtatethe latest.

The annual report referred to in paragraph 1 af Miticle contains following data:

1) number of reported cash transactions or multiglerialated cash transactions amounting to or
exceeding 15.000 EUR in Dinar counter value;

2) number of reported transactions or persons suspaztee related to money laundering;

3) number of transactions or persons suspected telbtd to money laundering which were
reported to the compliance officer by the employbes not to the Administration.
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4) number of identifications performed when opening atount or establishing business
relations with non-face to-face customers;

5) incidence of single indicators for identifying sispus transactions (hereinafter referred to as:
the indicators) when reporting transactions to twenpliance officer by the obligor's
employees;

6) number of audits performed on the basis of the BafoRules, as well as the findings of the
audits (number of mistakes recognized and correckestription of the mistakes recognized,
etc);

7) measures undertaken on the basis of the auditsrpexd,;

8) data on the control performed on information te¢bgies used in the implementation of the
Law (encryption of the data transferred electrdiicakeeping the data on clients and
transactions in the centralized data base);

9) data on the program of education in anti-monepdauing field, on location and persons that
completed the education program, number of empkyeat underwent training, as well as
the need for further training and professional Edization of the employees;

10) data on the measures undertaken to store thelddtare official secrecy.

The obligor is bound to provide the report refert@th p.1 of this Article to
the Administration, as well as supervisory autiiesiat their request, within three days followthg
day the request is made.

Article 4

The Obligor is bound to provide the Administratiith the name, surname and position of persons
responsible for detecting and reporting transastiand persons suspected to be related to money
laundering to the Administration; for undertakingtians and measures for the prevention of money
laundering (hereinafter referred to as: Complianéficer), as well as it is bound to notify the
Administration without delay of all the changedtie data referred to in this Article.

Article 5

The obligor, that is, the compliance officer is hduto provide the Administration with the data,
information and documentation in accordance withlthw and this Book of Rules.

When providing the information on transactions @rspns suspected to be related to money
laundering, the obligor, that is, the compliancécef is bound to assess the information on the
transactions or persons disclosed by the emplaea$o decide on forwarding the information to the
Administration.

If in the case referred to in p. 2 of this Artidclee compliance officer decides not to forward the
information to the Administration, he/she is bouadnake an official note as to the reasons for whic
he/she holds that there is no suspicion on mongydkring.

Article 6
The obligor is bound to:

1) allow the compliance officer at his/her request ibgpect the data, information and
documentation necessary for performing tasks witisrher scope of activities;

2) provide technical and other conditions for the ctiamge officer to perform tasks within
his/her scope of activities;

3) ensure that all the sectors within the obligor eenfillll cooperation and assistance to the
compliance officer when performing tasks within/he scope of activities.

Article 7
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The lists of indicators, which pursuant to Artidle, p.2 and Article 28, p.4 are to be developethey
obligor, attorney, law firm, auditing company, @&t auditor and a business or professional
providing accounting or tax advisory services, amade in accordance with "know your
customer*” policy, and they are amended and modifiecbmpliance with new trends and typologies
in money laundering.

When developing a list of indicators, particulateation is paid to patterns different from a client
usual business ways and behaviour, to the circunossarelated to the status, income, and other facts
about the client, as well as the circumstancesael@ transactions and countries of transactions.

The indicators developed by the Administration atiter competent state authorities are published on
the official website of the Administration, or agésseminated to the businesses and professionals
referred to in p.1 of this Article, which are bouedncorporate the indicators into the list oficators
referred to in p.1 of this Article.

Self-regulatory organizations for businesses armafepsionals referred to in p.1lof this Article can
participate in the development of indicators.

Article 8

The obligor, attorney, law firm, auditing compargertified auditor and business or professional
providing accounting or tax advisory services avaria to keep the records in electronic form on the
data and information compiled in accordance with thw and the Book of Rules, as well as on the
documentation related to the data and informatiorehironological order, and in the manner that
enables adequate access to the data, informatibdarumentation.

The businesses and professionals referred to iofitiis Article are bound to provide adequate cear
of the records on the data and information kegléctronic form, as a minimum by following criteria
name, surname, name of the legal entity, date afstiction, amount of transaction, value of
transaction and the country of transaction.

The businesses and professionals referred to inop.this Article are bound to store the data,

information and documentation on the transactiowsersons suspected of money laundering, which
constitute official secrecy in compliance with A&t 28 of the Law, separately from other data,

information and documentation.

The businesses and professionals referred to irofpthis Article regulate with their legal acts the
manner and place of storing, and designate petsobs allowed the access to the data, information
and documentation referred to in p.1 of this Adicl

Article 9

The obligor, attorney, law firm, auditing compargertified auditor and business or professional
providing accounting or tax advisory services avarid to provide regular professional training and
specialization for all their employees whose scopactivities includes detection and prevention of
money laundering.

The businesses and professionals referred to infgHis Article are bound to establish the plad an
program of professional training and specializabbrthe employees in the current year by 31 March
of the current year at the latest, as well as gpkecords on having organized professional trginin
and specialization, with the supporting attenddistdor courses, seminars, workshops, or otheesyp
of professional training and specialization.
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Il MODE AND DEADLINES FOR REPORTING TRANSACTIONS R EFERRED TO IN THE
LAW

Article 10

The obligor, attorney, law firm, auditing comparggrtified auditor and business or professional
providing accounting or tax advisory services pdevithe Administration with the data on the
transactions referred to in Article 8, p.1 to 3 aaticle 27, p.1 of the Law in one of the following

modes:

1) by telephone;

2) by fax;

3) by registered mail;
4) through a courier;
5) electronically.

Article 11

The obligor provides the data referred to in Aidl of the Law in the forms, which constitute an
integral part of the Book of Rules, together whik tnstructions for their completion.

Article 12

The obligor, attorney, law firm, auditing compargertified auditor and business or professional
providing accounting or tax advisory services maprsit the data by telephone or fax only in the
event when the data refer to the transactionsrsops suspected to be involved in money laundering.

In the event referred to in p.1 of this Article d@ntities and individuals referred to in the gaaph
are bound to provide the Administration with theéadan the following day at the latest, in one @& th
modes referred to in Article 10, paragraph 1, it&ns 5) of the Book of Rules.

If along with providing the data on a transactiba dbligor provides pertaining documentation ad,wel
it will be done by a registered mail or throughoairger.

Article 13

The data on cash transactions are provided bytkiligoo in one of the modes referred to in Articlg 1
p.1, item 3) to 5) of the Book of Rules immediateRer the transaction is effected, and three days
following the transaction at the latest.

If the last day of the deadline falls on the daydfank holiday or on the day when the Adminisbrati
does not work, the deadline expires with the lagigbe first working day to come.

Article 14

Banks and other financial organizations engagedayment operations provide the Administration
with the data on cash transactions electronically.

The data referred to in p.1 of this Article may frevided to the Administration electronically by
other obligors as well on the basis of an agreemaétft the Administration. When concluding the
agreement on submitting the data electronicalky,rthmber of reported transactions by the obligor in
a certain period of time is taken in consideration.

If the obligor cannot submit the data referredridhis Book of Rules electronically, it is bound to
submit them on an alternative medium (comf&ct disppy disc, USB, etc), or in writing.



The Administration acknowledges the receipt ofdata referred to in this Book of Rules in writing o
electronic form.

Article 15

The obligor is bound to provide cryptographic potiten for any electronic transfer of the data, tlsat
to ensure that the data are transferred beyondmém.

IV A LIST OF COUNTRIES THAT DO NOT APPLY ANTI-
MONEY LAUNDERING STANDARDS
Article 16

The countries which according to the findings @éinational organizations and of the Administration
do not apply standards in combat against moneydienmg are as follows:

1) countries of African continent, except for the ARbpublic of Egypt, the Republic of South
Africa and Mauritius;

2) countries of Asian continent, except for the Stdtézrael, Japan, the Republic of Korea, the
Republic of Singapore, the Kingdom of Thailand, Bepublic of Georgia, the Republic of
Indonesia, Bahrain, the Republic of Lebanon, Makgythe Republic of Turkey, the State of
Qatar and United Arab Emirates;

3) the Republic of Moldova.

V CASES WHERE CERTAIN OBLIGORS ARE EXEMPT OF THE OB LIGATION
TO REPORT CASH TRANSACTIONS AMOUNTING TO OR EXCEEDI NG EUR
15.000 IN DINAR COUNTER VALUE

Article 17

The obligor is exempt of the obligation to providee Administration with the data on each cash
transaction, and/or several inter-related cashsér@ions amounting to or exceeding EUR 15.000 in
Dinar counter value in cases when the amounts at¢oudaily deposits made by the clients referred
to in p. 2 of this Article, based on trade in goaael services, except in the event of suspicion of
money laundering, and provided that the client §@d account with the obligor in compliance with

the Law.

The clients effecting transactions referred to.lhgf this Article go as follows:
1) public enterprises;
2) direct and indirect users of the Republic’s budiyetds, and/or local authorities and the
organization of compulsory social insurance, whate included in the system of the
treasury’s consolidated account.

Article 18

The Obligor is not bound to report to the Admirasitbn on cash transactions by which the following
is effected:
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1) transfer of money from one account of the clietd @nother, when the accounts are kept with
the same obligor;

2) conversion of funds on the client’'s account intmther currency, if the funds remain
deposited into the account kept with the obligor;

3) making a fixed-term deposit on the funds kept @nabcount, or renewal of the fixed term.

VI TRANSITIONAL AND FINAL PROVISIONS
Article 19
The obligor, attorney, law firm, auditing compa certified auditor and business or professional

providing accounting or tax advisory services ap@rtd to bring the provisions of their legal acts
related to the combat against money launderingpinptiance with this Book of Rules, within three
months following the effectiveness day of this BadliRules.

Article 20
The obligation to submit the data using the forefenred to in this Book of Rules starts on 1 Octobe
2006, and until 30 September 2006 the data areeteubmitted using the forms referred to in the
Decision on Manners and Deadlines for Notifying thederal Commission for the Prevention of
Money Laundering on Monetary Transactions Refetedn Article 6 of Money Laundering Act
("Official Gazette of FRY, n0.38/02 and 44/02).

Article 21

This Book of Rules shall enter into force on thghé day after its publication in the “Official Gatie
of the Republic of Serbia.”

NOTE: THE BOOK OF RULES INCLUDES FIVE (5) TYPES OF FORM® BE FILLED IN BY
THE OBLIGORS.
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18 ANNEX 17 - SECURITIES COMMISSION GUIDELINES ON KYC
PROCEDURE FOR THE SECURITIES MARKET

Application Date Official Gazette of the
Republic of Serbia
11.12.2006. 100/06

In the event there may be discrepancies which arideetween the Serbian and English versions of
the document, the Serbian version is the legally ting document.

Pursuant to Article 224 of the Law on the MarkeSefturities and Other Financial Instruments (“RS
Official Gazette”, no 47/2006), and with referenaeérticle 6 of the Money Laundering Prevention
Act ("RS Official Gazette”, nos 117/2005 and 62/8)Ghe Securities Commission hereby issues

Article 1

For the purpose of eliminating the risk that maguwas a result of non-compliance of operations of
parties subject to conform with regulations thatega prevention of money laundering and
prevention of financing of terrorism, such partieferred to in Article 4 of the Money Laundering
Prevention Act shall be obliged to specify contearithe “Know your client” Procedure (hereinafter:
the Procedure).

For the purposes of the Procedures, certain temalstsave the following meaning:

1) Client shall be any person that uses or thatibaed services or a person that addressed the party
subject to conform, in order to use its servicasthat has been identified as such by the party; 2)
Home country shall be the country whose citizenshi@tural person has, the country in which such
person has permanent residence or in which hetshesksided for more than one year, as well as the
country in which a legal entity has its registehedd office, actual head office or the place wheref

it manages its business operations, where its branother form of organization is located.

Risk factors shall include in particular the folliow:

1) Home country of the client, home country of th&ority founder, and/or owner of the client or a
person that in any other manner exercises thealbngy influence over the management and running
of the client’s affairs, regardless of the positajrsuch country on the list of non-cooperative
countries and territories issued by the Financi@lah Task Force (FATF), on the list issued by the
Anti-money Laundering Administration (Article 16 thfe Rules on Determining Methodology,
Obligations and Actions for Exercising Activitias compliance with Money Laundering Prevention
Act (“RS Official Gazette”, no 59/2006);

2) Client, majority owner, and/or owners of thigwt against whom enforcement
measures have been instituted in order to establismational peace and safety, in accordance with
the Resolution of the United Nations Security Calinc

3) Client, wishing to execute a transaction whiokginot demonstrate any clear financial purpose or
transaction not in compliance with financial coratitand business activities of the client, and/or
which is not of such type that certain client cobddexpected to undertake, which is determined afte
reviewing relevant data, primarily aim of the tractson;

4) When client demonstrates unusual request fdegtion of privacy, especially with regard to data
pertaining to his/her identity, activity, propegyd business operations;

5) When client refuses or omits to indicate thersewf funds in each transaction, value of which
exceeds 15,000 Euros, or when it is suspecteduthds have been acquired from illegal sources;

6) When it is assessed that the client has tramsfrcertain transaction into a number of individual
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transactions, for the purposes of avoiding iderdtfon of identity;

7) When the client desists from the transactioreofdr the purposes of avoiding identification of
identity, after being acquainted with the obligatio identify him/herself pursuant to the provisiaf
the Law;

8) When client does not demonstrate interest ig, fether costs and risks inherent in the transaictio

9) When client cannot explain the nature of histhesiness activity; 10) When client executes
transaction as an authorized person, and doesisltavidentify the person on whose behalf he/she
acts;

11) When the client comes from a country, or haga@ount in the country indicated as high risk
country (for it does not implement standards fromn area of detection and prevention of money
laundering and prevention of terrorist financing);

12) When client has been convicted for criminaéoéfes in connection to the payment system and
industrial affairs and line of duty;

13) When sudden inflow of pecuniary funds is @ton the client’s account, especially if, untatth
time, the client’s account has been mostly inagtive

14) When inflow of pecuniary funds is carried or tlient's account from the countries indicated as
high risk countries, for they do not implement siamis from the area of detection and prevention of
money laundering;

15) When large inflow of pecuniary funds is carrggdthe client’'s money account, while no turnover
is recorder on the securities account.

High risk client shall be the client of the companmiyh respect to whom the risk factor has been
identified,;

Authorized person shall be the person responsibblddtection, prevention and reporting to the
Administration of transactions and persons suspemft®eing involved in money laundering.

Parties, subject to conform, shall follow the &§indicators prepared by the Anti-money Laundering
Administration, and shall also prepare their oveh df indicators
based on which they can assess client’s risk avdair basis.

Avrticle 2

Depending on the risk factors involved, the Proceslghall determine the acceptability of the client
in the following manner:

1) Classification of clients from the standpointigk factors shall be done and conditions shall be
determined under which no contractual relation witbnt will be established or existing ones wil b
cancelled, and/or parties subject to conform shrathyder to determine acceptability of the client,
define the procedure of determining risk factoraregng new clients, procedure of determining risk
factor during the validity period of existing caattual relations with the client and manner of
handling high risk clients.

Article 3

The Procedures shall define the manner of cliédéstification. Parties subject to conform shall
identify the client under the conditions and in thanner prescribed by the law governing the
prevention of money laundering, and during idecgifion process the party subject to conform shall

erform the following:
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1) During the period of contractual relations vittle client, it shall regularly examine the accuracy
and completeness of data on the client and updataission of documents on all changes;

Article 4

In order to ensure that the Procedure is beingeghpthe party subject to conform shall be obliged
define and implement the staff training programaarongoing basis, taking into account staff
authorizations and responsibilities in the fieldmfney laundering prevention.

Article 5

Parties subject to conform shall be obliged to eeride Procedures not later than 30 days following
the beginning of application of these Guidelines.

Article 6
These Guidelines shall come into force one day @figoublication in the “RS Official Gazette” aitd
shall be applied concurrently with the applicatidrthe Law on the Market of Securities and Other

Financial Instruments (“RS Official Gazette”, n0’2006).

No 2/0-02-501/17-06 Belgrade, 10th November 2006






19 ANNEX 18 — APML INDICATORS

INDICATORS OF SUSPICIOUS TRANSACTIONS FOR BANKS

1. Several linked cash transactions in amountsthess EUR 15,000 which all together
exceed this amount, if such transactions are muistent with the client's usual business
transactions (an example of a usual transactiodwiad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Deposits or withdrawals of large amounts of nyofie local or foreign currency) which
significantly differ from the client’s usual trartdeons, being inconsistent with the

client's income or status, especially if they aoé typical for the client’'s business

activity.

3. Purchase or exchange of a large number of gesalheques or securities for cash,
especially if they are not typical for the client.

4. Depositing a large amount of cash as collatSabsequently, a sudden request by the
client to repay the loan before the maturity date.

5. Deposits or withdrawals of cash in amounts pesow the threshold prescribed by the
Law on the Prevention of Money Laundering.

6. Transactions in large amounts through an acdbahtas been dormant for a long period
of time, possibly followed by an order for the agobto be terminated.

7. Large amounts deposited into an account, themwder to the bank to transfer the funds
in favor of several persons’ accounts, especialigmit is noticed there is no rational
explanation or economic justification to such temt®ns

8. Several seemingly unrelated persons depositfintd the account of a client, who
instantly withdraws them or instructs the bankrémsfer them into another account, or
credit them to the accounts of other persons, edpewhen it is noticed there is no

rational explanation or economic justification teh transactions.

9. Frequent transactions based on advance payoreatyance repayments justified by the
client as non-performance of commercial contracts.

10. Transactions requiring several intermediarieseweral accounts, especially if the parties
to the complex transactions come from the non-cadipg countries and territories, or
countries with strong bank secrecy. The list ohstruntries, developed on the basis of
the information provided by relevant internationgjanizations and the Administration,

are placed on the website of the Administrationtter Prevention of Money Laundering.

11. Client submits a loan application, or the arreopening a letter of credit or executing
another bank instrument based on a guarantee isswedered by an off-shore bank, or

a bank of dubious credit-worthiness; also a baoinfa non-cooperating country and
territory. The list of such countries is placedtba website of the Administration for the
Prevention of Money Laundering.

12. Transfers of large amounts to foreign counfri@s a client’s account when the account
balance stems from many cash deposits into accoiiifte client in one or several

banks.

13. Transactions marked as “unusual”’ by bank engasyased on their knowledge and
experience.

14. Client has never been employed but nonethbtdds significant funds in accounts.

15. Client holds accounts in several branch offafease same bank, deposits cash into each
of them, with the sum being a significant amount.

16. Frequent deposits of funds claimed by the tliewriginate from the sale of property,
even though the existence of the property is qoestile.

17. Persons authorized to conduct transactionscomgany’s account refuse to provide
complete information on the company’s businesvitiets.

18. Client makes cash deposits into the accouhistier own company, marking the
purpose of payment “founder’s loan” or “increasequity”.

19. A large number of transactions to deposit @atghthe account held by a company which



by the nature of its business does not financigbigrate in cash.

20. Withdrawals of large amounts of money in casimfan account to which significant
funds were transferred on the basis of a loan gdaabroad.

21. A small enterprise operating in one locatioly aieposits or withdraws funds on the
same day in several branch offices of the same, lvenikh could be regarded as
impractical for the enterprise.

22. A significant increase in number and/or freaquyenf cash deposits or withdrawals for a
company that provides professional and consultamices, especially if the deposits are
immediately transferred to other accounts.

23. Transactions between a personal and compaoyiicehich do not indicate a clear
economic purpose.

24. A client transfers funds into an account ilrmeign country with which the client’s
company has no business relations, or receivestegrogs from business entities with
which there are no business relations.

25. Ordering customer or beneficiary of a paymedéenis a national of a non-cooperating
country or territory or is included on the consateet list of the United Nations Security
Council Resolution 1267 Sanctions Committee. Téiedi countries is placed on the
website of the Administration for the Preventionvidney Laundering. The United

Nations list is available at http://www.un.org/Dfszgcommittees/1267/1267ListEng.htm
26. Transactions with persons or entities regidtereountries which have a reputation for
drug trafficking, or for being a transit territofgr drugs, or have strict bank secrecy laws
in place. The list of such countries, developedhenbasis of the information provided by
relevant international organizations and data ak&elto the Administration, is placed on
the website of the Administration for the Preventad Money Laundering.

27. Frequent transfers in large and round sums.

28. Evading of questions related to the transacgen power of attorney, identification,
etc, or presentation of false documents or incodata.

29. Attempt by the client to prove his/her identityanother manner, rather than presenting a
personal identification document as prescribed.

30. A client is rather talkative about the topiekated to money laundering or terrorism
financing.

31. Unusually thorough knowledge of regulationsitesdl to suspicious transactions reporting
demonstrated by a client, who is then quick to iconthat the money involved is “clean”
and not laundered.

32. Transaction is effected by a client accompahied person obviously watching the
client’'s behavior, or insisting that the transactib® effected quickly.

33. A loan application submitted by a client -legatity, despite the fact that economic and
financial indicators of the client’s standing dd raentify a need for a loan.

Subsequently, the funds granted by the loan ansfeered into accounts kept with an
off-shore bank, or in favor of a third party, oearsed beyond specified purpose.

34. A safe—deposit box is used only by a persontifid in the contract as a proxy that
requests a cancellation of the contract for udiegsafe.

35. A company that is exempt from routine reportiaguirements begins to have many
transactions outside the pattern of its usual #gtiv

36. Large and/or frequent cash deposits by a gialitior his family members or associates
with no known or recognized source of funds.

INDICATORS OF SUSPICIOUS TRANSACTIONS FOR STOCKMARK ET EXCHANGE
1. Several linked cash transactions in amountstiessEUR 15,000 which all together
exceed this amount, if such transactions are natistent with the client's usual business
transactions (an example of a usual transactiodwiad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Purchasing securities for cash.

3. Frequent trading in securities when purchaseaide by depositing cash into special

accounts, and shortly afterwards selling them bet@mprice — so-called "trade with
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planned loss”

4. Purchasing securities, especially saving bortdstware a subject of OTC trade, which
are traded on the basis of contract, and are notaed in the banking sector.

5. Announcing a block trade in stocks at a pricéalsly lower than the market ones, with
purchasers being new or newly established compaarielsespecially companies

registered in off-shore territories.

6. Purchasing securities with the funds depositeskveral accounts kept in different banks.
7. Request made by the client to have his/her imasts managed in cases when the source
of money is not known, or is not consistent witk/her business activity.

8. Investing in blue-chip or promising securitieghwgood return, without showing interest
in the outcome, or selling them suddenly and witlgmod reason.

9. Client has a bad reputation for illegal actestin the past, or his/her past is impossible to
check.

10. Frequent changes of brokerage companies lnlidme, with intention to disguise the
volume of the trading, or his/her financial stardin

11. Trade in bearer securities (saving bills ofifagional Bank of Serbia, certificates of
deposit) for cash and their redemption by the isaighin or before the maturity date
without good reason.

12. Purchase of a large number of securities widyuoes issued by a third party, or with
funds from accounts that were inactive for a loagqa of time, but were then suddenly
credited for large amounts

13. Unusual number of securities certificates whigle not made in the name of the client,
but were through endorsement transferred to ang#rson or bearer.

14. Trading in the stock market and over the caunith stocks that were a collateral for
borrowings granted to stock holders — so-calledclsimanipulation through market”

15. Trading and transactions effected by a broleecagnpany which has previously been
sanctioned by a regulatory authority within the 8gies Commission for irregular and
illegal operations.

16. Client is willing to invest money in unfavoratdecurities and investments.

17. Trading in securities financed from countridgeve according to the information
provided by the relevant international organizatiand data available to the
Administration there are no anti-money launderitagndards in place, or which have

strict banking secrecy laws. The list of the comstis placed on the website of the
Administration for the Prevention of Money Launaeyi

INDICATORS OF SUSPICIOUS TRANSACTIONS

FOR INSURANCE COMPANIES

1. Several linked cash transactions in amountsttessEUR 15,000 which all together
exceed this amount, if such transactions are muistent with the client's usual business
transactions (an example of a usual transactiodwziad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Payments of insurance premiums in large amame#n annual basis or in a lump sum.
3. Demand by the client to pay insurance procemdssurance premium refund in cash in
case of a large amount.

4. Large amounts of premiums for several insurgadieies entered into for a short period
of time, which are paid in cash, by cheque or sgesy especially when the securities
were acquired over the counter (secondary market).

5. Paying large premiums for derivative insuranckcpes, which disguise purchase of real
estate or deposits in banks.

6. Suspicion that insurance policies have beenlgdad in false names, in other persons’
names, or with false addresses.

7. One person appears to be the holder of a langéder of policies issued by different
insurance companies, especially if the contraeisancluded in a short period of time.

8. Very large insurance premiums paid on an anpasis or in lump sum.

9. Insurance contract is modified by the hold%ﬂ ussing a larger premium, or payment on
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an annual basis, or in a lump sum, rather thanroorathly basis.

10. Cancellation of insurance policies shortly rafite contract is concluded, especially when
large premiums are involved.

11. The client requests to have the compensationgynclaimed as compensation for
cancellation of policy, or amount paid in advarzgd to a third party or transferred into

an account held by an individual or legal entit@inountry where there are no strict antimoney
laundering standards in place, or a country witistdbank secrecy laws. The list

of such countries is placed on the website of tmidistration for the Prevention of

Money Laundering.

12. Acceptance of unfavorable terms in the inswaiantract considering the client’s health
condition or age.

13. Companies holding insurance policies for teaiployees pay unusually large insurance
premiums, or cancel the policies shortly after dasion of the insurance contract.

14. Companies purchase insurance policies for émployees, the number of employees
being fewer than the number of policies purchapelicies are issued to persons who are
not employed by the company.

15. Insurance contract is concluded by a persam aviiad reputation for illegal activities in
the past, or a person that may be associated nitther person having a bad reputation.

16. Insurer or insurance holder insists that taedaction is held secret, i.e. not to report the
amount of the premium or insurance sum to the Adstration for the Prevention of

Money Laundering, despite the legal obligationhef insurer to do so. Attempt to

persuade the insurance agent through kindly askitgibing him/her to act in the

client’s best interest contrary to the law.

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS IN MONEY
EXCHANGE OPERATIONS

1. Several linked cash transactions in amountsthessEUR 15,000 which all together
exceed this amount, if such transactions are naistent with the client's usual business
transactions (an example of a usual transactiodwaziad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Client exchanges large-denomination bank noteggnificant amounts for small
denomination bank notes of the same currency,oer wersa, especially if such
transactions are not consistent with the client.

3. Client exchanges battered and mutilated bargsnot

4. Client exchanges bank notes which are wrappeahdpacked, which is not consistent
with the client.

5. Client surrenders uncounted banknotes to thesgnohanger. After the money is
counted, the client requires a transaction jusiehe reporting threshold.

6. Client exchanges a larger amount of money framforeign currency to another
(conversion of large amounts).

7. Client or client's family frequently exchangesmay for the identical and rounded
amounts, or for the amounts which are just belaw#sponding threshold, according to
the Law on the Prevention of Money Laundering.

8. Client exchanging a large amount of money regusfsthe money changer to structure
the transaction into the amounts below the repgttineshold.

9. Client exchanges a large amount of money witeBbatving any interest in the exchange
rate or commission charged by the bureau de change.

10. Client or client's family exchange large amsuftmoney frequently or in cycles, ie in
the same intervals (always on the same days ire& viea month, or similar).

11. Client insists, when buying large amounts oDU® be given the denominations which
are not subject to client identification requirertseraccording to the regulations relevant
for exchange operations (denominations of 50 affdU$D).

12. Money changer learns of the fact that durirgstéime day client has exchanged money in

large amounts at other exchange offices.
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13. Client offers money, a gift or a favour to theney changer in exchange of his/her
services.

14. Client is unusually familiar with regulatioreated to suspicious transaction reporting,
and is quick to confirm that the money is ,cleantianot laundered.

15. Client is very ,talkative” about money laundhgrior terrorism financing matters.

16. Client conducts a transaction accompaniedfsrson who obviously keeps an eye on
the way he is behaving or insists that the tramsadte conducted quickly.

17. Client is reluctant to disclose on whose bebiafbr whose account the transaction is
being conducted.

18. Client presents identification documents whaozdk forged, altered or incorrect.

19. Client protests when asked by the money chaogaesent a personal identification
document.

20. Client is eager to know in what way it is pbksito exchange a large amount of money
without presenting a personal document for idegatfon purposes.

21. Client presents only photocopies of identifmaidocuments.

22. Client tries to prove his identity in anotheaywather than presenting a required
identification document.

23. Client presents identification documents whigne all issued in a foreign country and
there are reasons for which it is not possibleetify their authenticity.

LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS TRANS ACTIONS

FOR LEASING COMPANIES

1. Several linked cash transactions in amountstess EUR 15,000 which all together
exceed this amount, if such transactions are natistent with the client's usual business
transactions (an example of a usual transactiodwaziad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Client submits an application for financial liegswhich contains incomplete or incorrect
data, with an obvious intention to conceal badierimation with regard to his identity or
business activity.

3. Owners and directors of legal entities, or a@erfor whose account the transaction is
conducted never appear in person, not even toasggmtract on financial leasing, rather,
have other people to do that for them, with spdeidlhoc) empowerment, giving
excuses which are not possible to verify (illnesspecified other business, etc) or
empower third parties so they themselves coulddadimect contact with leasing
companies staff.

4. Application for financial leasing does not seeasonable in terms of the intended use of
the equipment or the client’s business activity wample, obvious inconsistency
between size of investment and lessee’s businésgygor inadequacy of the equipment
in comparison to the business activity the lessgages in, or intends to engage in).

5. Supplier of the lease object structures theveslitransaction to avoid the amount of
money stipulated as the reporting threshold. lesaghen supplier, in agreement with
lessee, delivers the lease object through seweasirig companies, it is necessary to
mitigate the risk by verifying that the equipmeastbeen delivered in total, or that it
serves as supplement to the equipment previouggrired, which is already in use by
the client (for example, spare parts for curreninteaance).

6. The equipment offered as a lease object iseiffat the price significantly different from
the actual market price.

7. Supplier of the lease object is neither a martufar nor is known to be a dealer of the
equipment or goods which are a lease object.

8. Leasing operation is required for used equipmérith has no relation to the main
business activity performed by the supplier, orgheplier is not primarily involved in

the sales of that kind of equipment (either usedeoy).

9. Leasing operations in which the third party jdeg a guarantee (warranty, mortgage,
collateral, etc), without a clear connection betwte lessee and the person providing

guarantee, and without clear reasons for providing
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10. Leasing operations in which there is a provisio buy-back of the lease object by the
supplier, offered spontaneously by the suppliero@i-market conditions, especially when
the leasing company has not heard of the supptiferé.

11. The lessee or the supplier is reluctant toigethe information on themselves, their
business activities and business relations witerd#tasing companies, especially when
withholding the information results in lack of asseo more favourable conditions for
making arrangements for leasing operations.

12. The client requires for no good reason to deirtass with leasing companies or their
affiliates which are distant from the client’s retgired office.

13. The client makes frequent payments from afigéfaccount other than the one
stipulated in the original contract, for no obvigaason.

14. The client applies for leasing based on theaqiae issued, or covered by a bank of
dubious credit-worthiness, a bank from an off-shamentry, a bank from a narcotic
transit country or a bank from a country in whichllAregulations are not applied. The
list of such countries can be found on the welzdithe Administration for the

Prevention of Money Laundering.

15. The client offers a down payment which is digantly larger than a usual sum in leasing
market (There may be a suspicion that the cliemtsvathers to believe that the lease
object has to be obtained through leasing operatiothe client lacks adequate funds to
purchase it. By resorting to leasing operationdient places “dirty” money, pays an
interest for an insignificant expense, transforntimg “dirty” money into the lease
objects).

16. The client makes payments in cash or cheqtlesrrinan conducting transactions
through bank accounts.

17. The client repays debt under leasing contuesthg funds transferred from abroad, that is,
from accounts kept in banks situated in the coestiat do not apply AML standards, or
where there are in place strict rules on bank aofepsional secrecy. The list of such
countries made on the basis of relevant internatiorganizations and data available to
the Administration is placed on the website of Aaninistration for the Prevention of
Money Laundering.

18. The client deposits large amounts of moneydmsaan payment for leasing, and than
unexpectedly repays the remainder of debt befareldadline, especially if it happens
soon after the contract is signed.

19. The client signs a lease contract accompanjiedgerson who obviously keeps an eye on
the way he is behaving, or insists that the busibesconducted quickly.

20. The client presents only the photocopies dftifleation documents, or the documents
which were issued abroad, the authenticity of widgamot possible to verify for objective
reasons.

21. The client is unusually familiar with regulatsrelated to the prevention of money
laundering and suspicious transactions reportggeiy “talkative” about the topics
concerning money laundering and terrorism financamgl is quick to confirm that the
funds he owns are ,clean” and not ,laundered.”

INDICATORS OF SUSPICIOUS TRANSACTIONS FOR STOCKMARK ET EXCHANGE
1. Several linked cash transactions in amountsttess EUR 15,000 which all together
exceed this amount, if such transactions are natistent with the client's usual business
transactions (an example of a usual transactiodwaziad in several operations is the
depositing of the daily receipts more than onceyg.d

2. Purchasing securities for cash.

3. Frequent trading in securities when purchasegaide by depositing cash into special
accounts, and shortly afterwards selling them betmprice — so-called "trade with
planned loss”

4. Purchasing securities, especially saving borfdshware a subject of OTC trade, which
are traded on the basis of contract, and are notaed in the banking sector.

5. Announcing a block trade in stocks at a price  vialsly lower than the market ones, with
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purchasers being new or newly established compaariesespecially companies

registered in off-shore territories.

6. Purchasing securities with the funds depositeskveral accounts kept in different banks.
7. Request made by the client to have his/her imasts managed in cases when the source
of money is not known, or is not consistent witi/lhér business activity.

8. Investing in blue-chip or promising securitieshwgood return, without showing interest
in the outcome, or selling them suddenly and witlgmod reason.

9. Client has a bad reputation for illegal actestin the past, or his/her past is impossible to
check.

10. Frequent changes of brokerage companies llidme, with intention to disguise the
volume of the trading, or his/her financial stargdin

11. Trade in bearer securities (saving bills offa¢gional Bank of Serbia, certificates of
deposit) for cash and their redemption by the isaihin or before the maturity date
without good reason.

12. Purchase of a large number of securities widgues issued by a third party, or with
funds from accounts that were inactive for a loagqa of time, but were then suddenly
credited for large amounts

13. Unusual number of securities certificates whigle not made in the name of the client,
but were through endorsement transferred to ang#rson or bearer.

14. Trading in the stock market and over the caunith stocks that were a collateral for
borrowings granted to stock holders — so-calledclsimanipulation through market”

15. Trading and transactions effected by a brolecagnpany which has previously been
sanctioned by a regulatory authority within the 8gies Commission for irregular and
illegal operations.

16. Client is willing to invest money in unfavoratdecurities and investments.

17. Trading in securities financed from countri¢gere according to the information
provided by the relevant international organizatiand data available to the
Administration there are no anti-money launderitagndards in place, or which have

strict banking secrecy laws. The list of the comstis placed on the website of the
Administration for the Prevention of Money Launaeyi



20 ANNEX 19 —-NBS DECISION ON THE CONDITION FOR EFFECTING
PERSONAL AND PHYSICAL TRANSFERS OF MEANS OF PAYMENT TO
AND FROM ABROAD

"RS Official Gazette", Nos. 67/2006, 52/2008 ant2089

Pursuant to Article 31 of the Law on Foreign Exdmiiransactions (‘RS
Official Gazette,” No. 62/2006), the Governor oé tNational Bank of Serbia
hereby issues the following

DECISION
ON THE CONDITIONS FOR EFFECTING PERSONAL AND
PHYSICAL
TRANSFERS OF MEANS OF PAYMENT TO AND FROM ABROAD

Basic Provisions

1. This decision prescribes detailed conditionsefifecting personal transfers of means of payment
that are not based on the execution of a businessty from the Republic of Serbia (hereinafter:
Republic) abroad and from abroad to the Republid detailed conditions for effecting physical
transfers of means of payment from and to the Repub

2. Personal transfer of means of payment, withenrtiteaning hereof, includes gifts and assistance,
assistance to family members, inheritance, anmifiends for settling the debt of immigrants in the
Republic and funds that emigrants take out, iandfer, abroad.

Physical transfer of means of payment, within treaning hereof, includes the transfer of cash in
dinars, in foreign currency, in cheques and Makegaurities.

Personal Transfer of Means of Payment

3. A resident natural person may transfer abroaoutih a bank up to EUR 10,000 per month on
grounds specified in Section 2 hereof.

3a. A resident natural person may transfer abroaigh a bank more than EUR 10,000 per month on
the following grounds:

1) a gift — subject to presentation of a contrddifh certified by the competent authority;

2) assistance to family members — subject to ptasen of evidence that a family member lives
abroad (residence permit, work visa, student visg end that he/she is a relative within the third
degree of kinship (birth certificate, marriage ifiedte, etc.);

3) inheritance — subject to presentation of ancéffe decision on inheritance;

4) annuity — subject to presentation of a docursgptilating the annuity payment obligation (contrac
etc.);

5) emigration abroad — subject to presentatiorviofesmce of emigrating from the Republic;

5) immigration to the Republic — subject to preagoh of evidence on the debt settlement obligation
in the home country, and provided that such natpesmson has filed an application for residence
registration with the relevant body in the Republic

3b. When transferring means of payment, as defimedunder, banks shall take actions and measures
envisaged by anti-money laundering regulations.
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Physical Transfer of Means of Payment

Bringing Dinars Into and Taking Dinars Out of thegiblic

4. A resident natural person and a nonresidentalgterson may bring dinars into and take dinats ou
of the Republic, provided that the amount of suiclaid does not exceed the dinar equivalent value of
EUR 10,000 per person.

By way of exception to paragraph one hereof, adesdior nonresident natural person may bring a
larger amount of dinars than that specified in gaah one into the Republic if such dinars havenbee
purchased in a foreign bank, but this amount caenoeed the amount specified in the certificate
issued by the foreign bank, which certificate shallsubmitted to the customs authority for inspecti
on entering the Republic.

5. A resident may take dinars out of the Repuldliorider to test banknote and coin counting machines
if this has been approved by the National Bank efb& on the basis of an elaborated request
submitted by the resident along with evidence dhgissuch machines in the performance of a

registered activity and along with guarantees fifraign company that the dinars so received will be

returned immediately after the testing, but natddhan within three months from the day they were

received.

6. A bank may take dinars out of the Republic Fer purpose of sale, subject to a contract of dale o
dinars to a foreign bank or a contract of depogitimars in a foreign bank.

At the time of taking dinars out of the R epubiigthin the meaning of paragraph 1 hereof, the bank
shall submit to the customs authority two copiethefgeneral foreign exchange order, prescribed and
filled out in conformity with the regulations onetlconditions and manner of performing international
payment transactions.

The competent customs authority shall stamp théesayf the order from paragraph 2 hereof with its
stamp, and enter the date when dinars are takeof thie Republic on such copies, whereupon it shall
retain one copy for its records and return therotbey to the bank.

The bank shall return to the Republic all dinaleetaout of the Republic that have not been sold
abroad, at which time the competent customs auyhsiiall again stamp the originally stamped order
on taking dinars out of the Republic, specifying tmount of dinars being returned and the date of
such return.

The bank shall be required to keep a copy of tamged order on taking dinars out of the Republic
and of the newly stamped order on the return ddidito the Republic for supervision purposes.
Within seven days from the day of taking dinars oluthe Republic, the bank shall submit to the
National Bank of Serbia:

1) a report with data on taking dinars out of tlep&blic for the purpose of sale, subject to a emntr
of sale of dinars to a foreign bank, or with dateboinging dinars into the Republic — on Form 1;

2) a report with data on taking dinars out of tlep#blic for the purpose of sale, subject to a emntr
of depositing such dinars in a foreign bank, othwdata on bringing dinars into the Republic — on
Form 2.

The forms referred to herein have been printed thithdecision and constitute its integral part.

Bringing Commemorative Coins and Dinars for Numigmand Collection Purposes Into and Taking
Them Out of the Republic

7. A resident natural person may take commemoraties issued by the National Bank of Serbia out
of the Republic, subject to approval issued by Maional Bank of Serbia on the basis of an
elaborated request, with specification enclosedghvapproval shall be certified by the competent
customs authority at the time when such coinsaiert out of the Republic.

A non-resident natural person may take commemea atins issued by the National Bank of Serbia
out of the Republic, based on a certificate issyedn authorized seller certifying that such cdiage
been purchased in the Republic, or based on a ficatei issued by the customs authority



certifying that such coins have been brought iheoRepublic.

A resident natural person may freely bring commeatimee coins issued by the National Bank of
Serbia into the Republic, whereas a non-residetiralaperson may bring such coins into the
Republic provided that it declares such coins ®dhstoms authority which shall issue a certificate
certifying that such coins have been brought ihtoRepublic.

8. A resident natural person may take dinars famiematic and collection purposes out of the
Republic, provided that it takes no more than tlseis of banknotes per request, subject to approval
issued by the National Bank of Serbia on the basisin elaborated request, with specification
enclosed, which approval shall be certified bydbmpetent customs authority at the time when such
dinars are taken out of the Republic.

A non-resident natural person may take dinars foniematic and collection purposes out of the
Republic based on a certificate issued by an audrseller certifying that such dinars were
purchased in the Republic, or a certificate issmethe customs authority certifying that such dénar
have been brought into the Republic.

A resident natural person may freely bring dinams fumismatic and collection purposes into the
Republic, whereas a non-resident natural persontmag such dinars into the Republic provided that
it declares such dinars to the customs authoritictwkhall issue a certificate certifying that such
dinars have been brought into the Republic.

Taking Foreign Cash, Cheques and Securities OutBaimjing Them Into the Republic

9. A resident natural person may freely bring fgnetash into the Repubilic.

On entering the Republic, a resident natural pessatl declare to the competent customs authority
any amount of foreign cash that exceeds the angpetified in the law on the prevention of money
laundering.

10. A resident natural person may take foreign castheques abroad provided that their total amount
does not exceed EUR 10,000 or its equivalent vaduenother foreign currency. If a resident takes
dinars, foreign cash and cheques abroad at the sam@ethe sum of these means of payment cannot
exceed EUR 10,000 or its equivalent in anotherioreurrency.

11. At the time of emigrating from the Republigeaident natural person may take foreign cashen th
amount of more than EUR 10,000 or its equivalerdriother foreign currency, based on evidence of
emigration.

11a. A non-resident natural person may bring foreigshcin the Republic without any restrictions,
provided however that any amount in excess of EORAD, and/or its equivalent in another foreign
currency, be declared to the customs authorityckvBhall in its turn issue a certificate thereof.

12. A non-resident natural person may take abroesign cash in the amount of no more than EUR
10,000 or its equivalent value in another foreigmrency. If a non-resident takes dinars and foreign
cash abroad at the same time, the sum of thesesmépayments cannot exceed EUR 10,000 or its
equivalent value in another foreign currency.

A non-resident natural person may take abroaddaoreash in the amount higher than that specified in
paragraph 1 hereof:

— if it has declared such foreign cash on entetiregRepublic — based on a certificate of bringing
foreign cash into the Republic issued and certifigdhe customs authority;

— if it has withdrawn such foreign cash from a fgnecurrency account or foreign currency passbook
in a bank in the Republic — based on a certificzgeed by such bank;

— if it has acquired such foreign cash by segilncginads obtained through previous use of a



payment card in the Republic — based on a certi#iczued by an exchange office.
The customs authority shall annul the certificdtemn paragraph 2 hereof on first next exit from the
Republic.

13. A resident natural person and a non-residemtalgperson make take abroad securities they have
acquired in conformity with regulations.

14. The customs authority shall temporarily séipen residents and non-residents all dinars, foreig
cash and cheques exceeding the amount prescribeith,heend securities taken out of or brought into
the Republic that have been acquired in a manngrary to regulations, and it shall issue a cedii
thereof.

15. A bank may take foreign cash out of the Repuldli the purpose of crediting its account with a
correspondent bank abroad. A bank may also takeries out of the Republic for the purpose of
depositing such securities in a bank abroad orgusirch securities for other purposes, in conformity
with the law.

The bank may take foreign cash out of the Republall currencies specified in the regulation o th
National Bank of Serbia on the types of foreignrency and foreign cash to be purchased and sold in
the foreign exchange market.

The bank may also take out of the Republic sucheogres that have ceased to be legal tender
following the introduction of the euro in the Euegm Monetary Union, for the purpose of exchanging
such currencies for the euro.

At the time of taking foreign cash out of the Reputwithin the meaning of paragraph 1 hereof, the
bank shall submit to the competent customs authtwid copies of the general foreign exchange order,
prescribed and filled out in conformity with thegt#ations on the conditions and manner of
performing international payment transactions.

The competent customs authority shall stamp thengtdd copies of the order from paragraph 4
hereof with its stamp, and enter the date wherigoreash is taken out of the Republic on such &pie
whereupon it shall retain one copy of the certifieder for its records and return the other copthéo
bank, which shall be required to keep this copystquervision purposes.

Closing Provisions

17. As of the effective date hereof, the Decisianttte Conditions and Manner of Effecting Personal
and Physical Transfers of Means of Payment To andhFAbroad ("FRY Official Gazette", Nos.
25/2002 and 33/2002 and "RS Official Gazette", 88/2005) shall cease to be valid.

18. This decision shall enter into force on the #iaiowing the day of its publication in the "RS
Official Gazette".

21 ANNEX 20 - LAW ON ACCOUNTING (EXCERPTS)

Certified Auditor and Certified Internal Auditor
Article 4

The professional titles of certified auditor andtified internal auditor are hereby establishedtfe
purpose of safeguarding public interests in coniaeatith financial reporting.

A certified auditor shall be an independent prdfess person who conducts audits and is answerable
for the correctness of auditing, compilation of itk reports and giving of auditor’s opinions in
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conformity with the International Standards on Aindj and the present Law.

The professional title of certified auditor may deuired by any person who is a university graduate
has three years of experience in external auditiritpancial statements or in internal auditingluee
years of experience as head of the accounts degatritrhas passed the examination for this
professional title and has not been convicted foy ariminal act, which would make him/her
unworthy of performing these duties.

A certified internal auditor shall be a person wias acquired the corresponding professional title i
compliance with the present Law.

The professional title of a certified internal aodimay be acquired by any person who is a unityersi
graduate, has three years of experience in exteunditing of financial statements or in internal
auditing or five years of experience in accountings passed the examination for this professional
titte and has not been convicted for any criminel, avhich would make him/her unworthy of
performing these duties.

The experience required for taking the examinatoorihe professional titles referred to in paradsap

3 and 5 of this Article shall be understood to merenexperience acquired on the basis of permanent
or temporary employment.

The Chamber of Certified Auditors (hereinafter: @eamber) shall issue a certificate of the acquired
professional title, in compliance with the presesiy.

Keeping the Accounting Documents, Books of Accounand Financial Statements
Article 23

Legal entities and sole proprietors shall keep doeounting documents, books of account and
financial reports in good order and designatecheirtgeneral rules the persons responsible for them
and the rooms in which they are to be kept, as agethe mode of their keeping.

Financial statements and auditor’s reports shalkidpe for 20 years.

The journal and ledger shall be kept for 10 years.

Subsidiary ledgers shall be kept for five years.

Payroll sheets or salary accounting records sleakdpt for good, if they constitute important data
employees.

The documents on the basis of which data are eshierthe books of account shall be kept for five
years.

The documents of payment operations with finariaistitutions authorised payment institutions shall
be kept for five years.

Sale slips and control slips, subsidiary forms \etated documents shall be kept for two years.

The periods over which the accounting documentsbardts of accounts referred to in paragraph 1 of
this Article have to be kept shall run from the lday of the year to which they relate.

Auditing companies shall keep the documents onbttss of which the auditing was done for five
years.
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Accounting documents, books of account and findrstetements shall be kept in the original or by
applying other means of filing provided by law.

Accounting documents, books of account and findnsfatements shall be kept on the business
premises of the legal entity or sole proprietoraaned or of the legal entities and/or sole praprie
to which the keeping of the books of account halessigned.

In the case of computer-aided keeping of the badksccount, the legal entity and/or sole proprietor
concerned shall also provide for applicative sofenvstorage, so as to make the data accessible for
inspection purposes.

At the start-up of the liquidation or bankruptcyeeedings, the accounting documents and books of
account shall be handed over to the liquidatoeoeiver.

22 ANNEX 21 - LAW ON MUTUAL ASSISTANCE IN CRIMINAL MAT TERS

| GENERAL PROVISIONS
Subject and Application of the Law
Article 1

This Law shall govern mutual assistance in crimimakters (hereinafter: mutual assistance) in cases
in which no ratified international treaty existsaartain subject matters are not regulated under it

Forms of mutual assistance
Article 2

Mutual assistance shall include:

extradition of defendants or convicted persons;
assumption and transfer of criminal prosecution;
execution of criminal judgments;

other forms of mutual assistance.

Exercising mutual assistance
Article 3

Mutual assistance shall be exercised in a procgeatntinent to criminal offences which, at the time
the assistance is requested, fall under the jatisdi of the court in the requesting Party.

Mutual assistance shall be also exercised in aepding instigated before the administrative
authorities for crimes punishable under the letitsteof the requesting Party or the requested Party
such case where a decision of an administrativeoaity may be the grounds for instituting criminal
proceedings.

Mutual assistance shall be exercised also at theest of the International Court of Justice,

International Criminal Court, European Court of FanmRights and other international institutions
established under international treaties ratifigdhe Republic of Serbia.
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Competent authorities
Article 4

The authorities competent to exercise mutual assist shall include national courts and public
prosecutor's offices (hereinafter: judicial autties) specified by law.

Certain actions in the mutual assistance procesdihgll be performed by the Ministry of Justice, th
Ministry of Foreign Affairs and the Ministry of laetnal Affairs.

Requests for mutual assistance delivered to anmpetent authority shall be transmitted without
delay to the authority competent to proceed, aedaththority that has submitted the request shall be
notified.

Letters rogatory
Article 5

Requests for mutual assistance shall be submittdteiform of letters rogatory.
The letters rogatory shall comprise of:

1) name of the authority that has designed therletigatory;

2) name of the authority to whom the letter rogatall be addressed, or, if its accurate hametis n
known, it will be designated 'competent state aityimext to the name of the requested state;

3) legal grounds for execution of the request fatual assistance;

4) the designation of the criminal case, the namie criminal offence as specified under the law,
text of a relevant provision of the law and a sumyntd facts;

5) description of actions relating to the requestadual assistance and reasons for submitting the
letter rogatory;

6) citizenship and other personal data of the perise. the name and the seat of the legal engitygo
the subject of the request for mutual assistamoéyding its capacity in the proceeding;

7) other data that may be relevant to proceediog tipe letter rogatory.

The letter rogatory, including any other supportidlgcuments transmitted by judicial and other
competent authorities must be signed and stampé#aebgompetent authority.

The letter rogatory and any other supporting documehall be submitted and accompanied by
translations into the language of the requestdd statranslations into English. A copy of tranisiat
shall be certified.

The letter rogatory which was not submitted irelimith the provisions of this law will be sent back
for updates or changes, with the deadline which n@ybe longer than two months.

Submission of letters rogatory and annexed documest
Article 6

Letters rogatory and other annexed documents afidtienal judicial authority shall be transmitted t
foreign authorities through the Ministry of Justiokt the request of the requested state, letters
rogatory and other supporting documents shalldestnitted through diplomatic channels.

Letters rogatory and supporting documents undexgoaph 1 of this Article, subject to reciprocity,
shall be:

transmitted directly to a foreign judicial authgrit
in case of urgency, they may be transmitted thraighinternational Criminal Police Organisation

Interpol).
(Interpol) o1



Letters rogatory and supporting documents of aidarauthority shall be transmitted to the national
judicial authority in accordance with paragraphendl 2 of this Article.

In cases under paragraph 2 of this Article, natiqudicial authority shall submit a copy of thetbat
rogatory to the Ministry of Justice.

Preconditions to the execution of requests for mutl assistance
Article 7

Preconditions to the execution of requests for aluassistance include:

the criminal offence, in respect of which legalistssice is requested, constitutes the offence uhder
legislation of the Republic of Serbia;

the proceedings on the same offence have not bilgrcdmpleted before the national court, thagis,
criminal sanction has not been fully executed,;

the criminal prosecution, that is, the executiom afiminal sanction is not excluded due to theesta
limitations, amnesty or an ordinary pardon;

the request for legal assistance does not referpalitical offence or an offence relating to aifpcl
offence, that is, a criminal offence comprisingedpliolation of military duties;

the execution of requests for mutual assistancddvwot infringe sovereignty, security, public order
or other interests of essential significance fer Republic of Serbia.

Without prejudice to paragraph 1, sub-paragrapl this Article, mutual assistance shall be granted
for the criminal offence against the internatiohamanitarian law that is not subject to the stdte o
limitations.

The competent judicial authority shall decide wieetbr not the preconditions under sub-paragraphs
1-3 of paragraph 1 have been met, whereas Mini$tdustice shall decide or provide an opinion on
whether or not the preconditions under sub-pardgrdpand 5 of paragraph 1 have been fulfilled.

Reciprocity
Article 8

National judicial authorities shall grant mutualsiagance subject to the rule of reciprocity. The
Ministry of Justice shall provide a notification dine existence of reciprocity upon request of the
national judicial authority.

Should there be no information on reciprocity, tihle of reciprocity is presumed to exist.

Confidentiality of information
Article 9

It is the duty of state authorities to safeguardficentiality of information obtained during the
execution of requests for mutual legal assistance.

Personal data may be used solely in criminal orimidirative proceedings in respect of which letters
rogatory have been submitted.

Language
Article 10
The proceeding on mutual assistance shall be coedlirc Serbian.

Pursuant to the Constitution and the law, whergptbeeeding mentioned in paragraph 1 is conducted
before the national judicial authority that offitjauses languages of national minorities, their

language will also be applicable. o1



Costs
Article 11

Costs incurred during the proceeding on mutuaktmste shall be borne by the requested state unless
otherwise specified by this law.

Article 12

In the proceeding on mutual assistance CriminaleCaatl laws which regulate the organization and
jurisdiction of courts and public prosecutors viid applied accordingly if this law does not stipela
differently.

I EXTRADITION OF DEFENDANDANTS OR CONVICTS
1. EXTRADITION OF DEFENDANTS OR CONVICTS TO A FORGN STATE
1) Basic provisions

Subiject of extradition
Article 13

Extradition of defendants or convicts to a foresgaie shall be allowed:

by reason of criminal proceedings for a crimindiente that is punishable by imprisonment for a
maximum of more than one year under the law oRbpublic of Serbia and the law of the requesting
state;

by reason of the execution of a punishment of mimmaduration of four months imposed by a court of
the requesting party for the criminal offence unslds-paragraph 1 of this paragraph.

Should the letter rogatory relate to several crahioffences, of which some do not meet the
conditions set forth paragraph 1 of this Articletradition may be granted for these criminal ofiesc
as well.

Rule of speciality
Article 14

Should extradition be granted the extradited persay not be prosecuted, subjected to the execution
of a criminal sanction or extradited to a thirdtpgdior the criminal offence committed before the
extradition took place, the offence not being thigjsct of extradition.

Terms under paragraph 1 of this Article shall nyilg

the extradited person has explicitly waived thergmgee under paragraph 1 of this Article; if the
extradited person did not leave the territory & #tate which he/she was extradited to, even though
he/she had an opportunity to do so, within 45 dmysf the day he/she was paroled or the day when a
criminal sanction was fully served or if he/shaireed to the territory concerned.

Supporting documents
Article 15

The following supporting documents shall accompteyietter rogatory:

means to establish proper identity of an accused oonvicted person (an accurate description, a

photograph, finger prints, etc.); o1e



a certificate or other data on the citizenshiprodacused or a convicted person;

a decision on the instigation of criminal procegdinthe indictment, the decision on detention er th
judgement;

evidence presented on the existence of the reasotiaibt.

Preconditions to extradition
Article 16

In addition to the preconditions provided for bytwe of Article 7 of this law, the preconditions to
extradition shall include:

the person, in respect of whom extradition is retges is not a national of the Republic of Serbia;

the offence, in respect of which extradition isuested, was not committed in the territory of the
Republic of Serbia, and not committed against against its citizen;

the same person is not prosecuted in the RepublBedbia for the offence in respect of which
extradition is requested,;

in accordance with the national legislation comdisi exist for reopening the criminal case for the
criminal offence in respect of which extraditiorrégjuested,;

proper identity of the person in respect of whormmalition is requested is established;

there is sufficient evidence to support the reastendoubt, that is, an enforceable court decissoim i
place demonstrating that the person in respectvbbm extradition is requested has committed the
offence in respect of which extradition is requéste

the requesting party guarantees that in case ofici@m in absentiathe proceeding will be repeated
in presence of the extradited person;

the requesting party guarantees that the capitahoé provided for the criminal offence in respafct
which extradition is requested will not be imposigt is, executed.

Concurrence of letters rogatory
Article 17

If several requesting states have concurrently #tduinletters rogatory relating to the same or
different criminal offences, the decision on exitiad shall be passed taking into account the
circumstances of the concrete case, in particdiartérritory in which the criminal offence was
committed, gravity of the criminal offence, ordef submission of requests, citizenship of the
extraditable person and the possibility of extiadito a third party.

The decision under paragraph 1 of this Article Idbalexplained.
2) Extradition procedure
a) Proceeding before the Judge

Procedure including the letter rogatory
Article 18

The Ministry of Justice shall transmit the lettegatory to the court in the territory of which the
person sought for extradition resides or finds lifiserself in. Should the place concerned be
unknown, the police authority shall identify whée person sought for extradition is.

If the letter rogatory was submitted in compliamdgéh Articles 5 and 15 of this law, the judge shall
issue an order for bringing the person requesteaftradition. The order shall be executed by the
police authority who shall bring the person conedrhefore the judge.



Search of persons and premises and the confiscatiohobjects
Article 19

Upon request of the requesting state, the judge ordgr the search of the person sought for
extradition as well as the premises the personazoed resides in.

The objects obtained by means of the commissian @fminal offence and the proceeds from crime
shall be provisionally seized from the person sofighextradition.

The provisional seizure under paragraph 2 of thiscke shall be in force until the decision on
detention of the person sought for extraditionasged or on another measure to secure the presence
of the person in respect of whom extradition isuested, but not longer than 48 hours as of the
moment of arrest.

If the measure of seizure mentioned in paragraphthis Article is mandatory under the law of the
Republic of Serbia, the judge may temporarily hdhe objects over to the requesting state on
condition that they be returned within the timefeaspecified by the judge.

Should extradition be granted, the objects andgads from crime mentioned in paragraph 2 of this
Article shall be handed over to the requestingestat

Legal advice
Article 20

Once he/she has established proper identity opéingon sought for extradition, the judge shallfgoti
him/her on the reasons for arrest, the evidence wgtdch the request for extradition is based, and
advise him/her on his/her rights:

he/she is not obliged to give any statement;

he/she may have a defence attorney;

the defence attorney shall be present at the exdimim

he/she may give his/her consent that he/she maxtb&dited under a simplified procedure.

Should the person sought for extradition waiveh@stight to a defence attorney or should he/ste fa
to retain the services of one within 24 hours atheftime when he/she was advised on his/her rights
anex-officiolawyer shall be designated.

The judge shall notify the public prosecutor of #neest of the person sought for extradition.

Interrogation
Article 21

The judge shall interview the person sought fdragition on all relevant circumstances to establis
the existence of preconditions to extradition, ipatarly on personal circumstances, the citizenship
the relation to the requesting state and the redoesxtradition.

The examination shall be attended by the publicgrotor and the defence attorney who can direct
guestions to the person sought for extradition.

Records on the interrogation shall be kept.

Detention
Article 22

Following the interrogation the judge may orzdleEr eqdbn:



if such circumstances exist which indicate that fieeson sought for extradition will hide or escape
with a view to hindering the decision making praces the letter rogatory or the carrying out of
extradition;

if such circumstances exist which indicate that geeson sought for extradition will hinder the
collecting of evidence in the extradition procedaren criminal proceedings before the judge of the
requesting state.

Detention may not last longer than the moment efetkecution of the decision on extradition, that is
not longer than a year since the day when the pessaght for extradition detained. After each two
months have elapsed since the final judgement tantien, the court magx-officioexamine whether
or not there are reasons for the extension of tleteor for its revocation.

If justified by special reasons, the judge mayteéad of detention, order another measure to s¢care
presence of the person sought for extradition.

Examination of preconditions to extradition
Article 23

The judge shall take appropriate steps to idemitigther or not there are preconditions to extraujti
that is, to the handing over of objects mentiomedrticle 19, paragraph 2 of this law.

If the requesting party did not provide guaranteethe effect of Article 16, sub-paragraphs 7 arud 8
this Article, the judge shall request from it to swithin the timeline that can exceed 30 days.

After the steps mentioned in paragraph 1 have ksam, the judge shall transmit the documents to
the Chamber consisting of three judges (Pre-tidr@ber).

If criminal proceedings are in progress before tiational court against the person sought for
extradition for the same or some other criminaéoée or the person concerned is serving the prison
sentence, the judge shall note it in the legal dusus.

Detention order prior to the submission of the leter rogatory
Article 24

In cases of urgency the competent authority of rdguesting party may submit the request for
detention prior to the submission of the letteratogy.

The request shall comprise of:

information required for establishing proper idgntif the person to be sought for extradition;

factual description and legal qualification of tféence;

statement by the competent authority of the redngpgparty regarding the existence of a court
decision or an act of indictment mentioned in Aetit5, sub-paragraph 3 of this law;

statement indicating that the letter rogatory Wwélsubmitted.

The request may be submitted to the national jadi&uthority or the police directly, through the
Ministry of Justice or through the Internationalr@inal Police Organisation (Interpol).

Subject to reciprocity, an issued internationatstrivarrant shall be deemed a request.



Action upon request
Article 25

The police shall arrest the person the requeatlatigd in Article 24 is related to and bring him/be
the judge without delay.

Having established the identity of the arrestedg@erthe judge shall inform him/her of the readons
the arrest, and on the rights under Article 20agaaph 1, sub-paragraph 1 to 4 of this law.

Should the person sought for extradition waiveheas/right to a defence attorney or he/she fail to
retain the services of one within 24 hours sindsheewas informed about it, he/she will be assigned
anex-officiolawyer.

Detention
Article 26

Following the interview of the arrested person,jttdge may order detention.

A detention order and the legal advice documenthertimeframe for submitting the letter rogatory
shall be transmitted by the judge to the comped@itthority of the requesting state without delay in
accordance with Article 24, paragraph 3 of this,lawrespect of which the public prosecutor shall b
notified. If the service was effected directly brdugh the International Criminal Police Organisati
(Interpol), it will be communicated to the Ministo§ Justice as well.

The judge will revoke a detention order:

should the competent authorities of the requestiate fail to submit the letter rogatory within d&ys
since the day as of detention;
should the reasons for ordering detention ceaegisb.

Upon request of a competent authority of the retijuggarty the judge may extend the timeframe
mentioned in sub-paragraph 1 of paragraph 2 ofAhigle to the maximum of 40 days. If the letter
rogatory was not submitted within said timefranie, person concerned may be detained solely on the
grounds of Article 22 of this law.

b) The proceeding before the Pre-trial Chamber

Decisions of the Pre-trial Chamber
Article 27

After the legal documents mentioned in Article paragraph 3 of this law have been examined, the
Pre-trial Chamber shall pass a decision on refusmgadition or on the fulfilment of the
preconditions to extradition.

Decision to refuse extradition
Article 28

Should the Pre-trial Chamber establish that thequrditions under Article 7 and 16 of this law acg n
fulfilled it will pass a decision to refuse extridn, transmitting it to a next instance higher rtou
without delay.

After hearing the public prosecutor and the defeatterney of the person sought for extradition, the
next instance higher court shall ratify, revoke@rise the decision mentioned in paragraph 1 &f thi
Article.
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An enforceable decision on refusing detention shalktransmitted to the Ministry of Justice which
will notify the requesting party thereafter.

Decision on fulfilment of preconditions to extradiion
Article 29

If the Pre-trial Chamber establishes that the prditimns mentioned in Article 7 and 16 of this law
are fulfilled, it shall pass a decision thereon.

The decision mentioned in paragraph 1 of this Agtimay be appealed to the next instance higher
court within three days as of the day of receipghefdecision.

After hearing the public prosecutor, the persorghbtor extradition and the defence attorney thiereo
the next instance higher court shall revoke orseethe decision mentioned in paragraph 1 of this
Article.

Simplified extradition procedure
Article 30

The person requested for extradition may be suerendin a simplified procedure in line with the
provisions of this law.

Should the person mentioned in paragraph 1 ofAHigle consent to the simplified procedure the
judge shall present to him/her the consequenceaadbf statement and ask him/her if such consent was
expressed voluntarily. Records shall be kept on it.

The consent mentioned in paragraph 2 of this Ariiglirrevocable.

The records mentioned in paragraph 2 of this Aetenhd the legal documents shall be addressed by
the judge to the Pre-trial Chamber without delaycivtwill pass a decision mentioned in Article 29 of
this law. The decision may not be appealed.

The decision mentioned in paragraph 4 of this fgtghall be transmitted to the Minister of Justice
without delay, who will proceed in accordance wittticles 31-35 of this law.

¢) The procedure before the Minster

Decisions of the Minister of Justice
Article 31

An enforceable decision on the fulfilment of preditions to extradition accompanied with supporting
documents shall be transmitted to the Ministerustide.

The Minister of Justice shall pass a decision gngnor refusing extradition. The decision shall be
sent to the competent court, the person soughéxiwadition, the Ministry of Internal Affairs antie
requesting party.

The decision granting extradition
Article 32

Within the decision granting extradition the Mimistf Justice may:

impose conditions on extradition in terms of Aeid4, paragraph 1 of this law, except if the person
sought for extradition has waived these guarantees;
impose other conditions for extradition.
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The decision which does not permit extradition
Article 33

The decision which does not permit extradition sbalpassed by the Minister of Justice:

if the preconditions mentioned in Article 7, pai@gn 1, sub-paragraph 4 and 5 of this law, are not
fulfilled;

if the guarantees of a fair trial were not exemtiggthin the trial process conducted in absencthef
person sought for extradition.

Deferral of extradition
Article 34

The Minister of Justice may defer the enforcemétih@ decision mentioned in Article 32 of this law:

until the criminal proceedings conducted against plerson sought for extradition for some other
offence before the national court are finally coeted;

until the person, in respect of whom extraditionsvgmanted, has served the prison sentence or the
sentence constituting deprivation of liberty.

Provisional extradition
Article 35

The Minister of Justice may, in the case mentiomedirticle 34 of this law, decide to permit
provisional extradition of the person concernethtorequesting state:

should it be without prejudice to the criminal peeding conducted before the national court;

should the requesting state provide guaranteeshairovisionally extradited person will be detain
and that he/she will be transferred back to theuRkp of Serbia upon request of the Minister of
Justice.

Inclusion of the time spent in detention
Article 36

When pronouncing the prison sentence the natianat shall include the time spent in prison by the
provisionally extradited person in the requestitejes that is, the duration part of the sentende no
served shall be reduced by that amount of time.

Taking into account the circumstance mentionedaragraph 1 of this Article, the Minister of Justice
may decide not to request the provisionally extestlperson be transferred back.

Surrender procedure of the defendant or the convi@d person
Article 37

The Ministry of Internal Affairs shall enforce tdecision permitting extradition.

The Ministry mentioned in paragraph 1 of this Adishall agree with the competent authority of the
requesting state the place, the time and the maoinsurrender of the defendant or the convicted
person. The surrender shall be effected within &@sdas of the day of the passing of the decision
mentioned in Article 32 of this law.

Should the requesting party, without any justifieson, fail to take over the defendant or the
convicted person on day previously agreed, hefsak Ise released. Another day for surrender may be
specified upon justified request of the requessiade.
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2. EXTRADITION OF THE DEFENDANT OR THE CONVICTED HESON TO THE REPUBLIC
OF SERBIA

Preconditions to extradition to the Republic of Sebia
Article 38

If criminal proceedings are conducted before thienal court against the person residing in a fpvei
state or the national court has pronounced, byeiof an enforceable decision, a criminal sandigon
the person concerned, the Minister of Justice mdym# the letter rogatory upon request of the
competent court.

If the person mentioned in paragraph 1 of this detiis extradited, he/she may face criminal
proceedings or the execution of a criminal sanatiolly for the offence in respect of which extraufiti
was granted, except if he/she has waived the rgidat the foreign party has not set forth such
condition.

The letter rogatory shall be accompanied with thgpsrting documents mentioned in Article 15 of
this law.

Conditions for pronouncing criminal sanctions
Article 39

If the foreign party has granted extradition ontaierconditions relating to the type or the grawfy
the criminal sanction that may be pronounced, ihagxecuted, the national court shall be bound to
such conditions when pronouncing a punishment.h@rother hand if the subject is the execution of a
criminal sanction already pronounced, the court #wgudicated in the first instance shall revise th
decision on the punishment in line with the lediskaof the Republic of Serbia on this mater.

If the extradited person is detained in a foreitptesby reason of a criminal offence he/she was
extradited for, the time he/she has spent in cystuhll be included in the criminal sanction
constituting deprivation of liberty.

Transit through the territory of the Republic of Serbia
Article 40

Should the foreign party request extradition framother foreign party, whereas the extradited person
has to be transferred through the territory ofRepublic of Serbia, the Minister of Justice mayngra
to the requesting party the transfer of the persmmcerned in accordance with the preconditions
mentioned in Articles 7 and 16 of this law.

The letter rogatory shall be accompanied by th@artijng documents submitted in compliance with
Article 15 of this law.

The costs incurred for the transit through thettay of the Republic of Serbia shall be borne bg t
requesting state.

I ASSUMPTION AND TRANSFER OF CRIMINAL PROSECUTION
1. ASSUMPTION OF CRIMINAL PROSECUITON BY A FOREIGSTATE

1) Basic provisions
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Assumption of criminal prosecution
Article 41

Under conditions provided for by this law the comemé public prosecutor may assume criminal
prosecution of a suspect or a defendant for theigal offence falling under the jurisdiction of the
requesting state.

Crime related documents
Article 42

The letter rogatory shall be accompanied by thgiral or a certified copy of crime related docunsent

Preconditions to assumption of criminal prosecution
Article 43

In addition to the preconditions set forth in Aldi@ of this law, criminal prosecution of a persoay
be assumed if one of the following preconditionfuifilied:

the person concerned has domicile or resides iRépaiblic of Serbia;
the person concerned is serving the prison sentartbe Republic of Serbia;

2) Procedure regarding the letter rogatory

Submission of the letter rogatory and crime relateddocuments to the public prosecutor
Article 44

The Ministry of Justice shall submit the letter atry and crime related documents to the competent
public prosecutor in whose territory the personrespect of whom criminal prosecution is requested
to be assumed, has domicile or resides, is semiagprison sentence or to the public prosecutor
participating in criminal proceedings conductediasfathe person concerned for the same offence or
another crime.

The Ministry of Justice shall also submit to thenpetent public prosecutor the opinion on the
fulfilment of the preconditions mentioned in ArcY, paragraph 1, sub-paragraphs 4 and 5 of this la

Decision making on assumption of prosecution
Article 45

The competent public prosecutor may decide to asguesecution if the preconditions provided for
in Article 7 and Article 43 of this law are fulfdtl.

Notification by the requesting party and the returning of crime related documents
Article 46

A decision of the competent public prosecutor rdgay the request for assumption of criminal
prosecution, as well as an enforceable decisionemadthe course of the assumed criminal
proceedings, shall be communicated to the requeptrty.

Should assumption of criminal prosecution be refuse notification containing a rationale and
documents supporting the letter rogatory shalr&esmitted to the foreign state concerned.
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Rules of assumed criminal proceedings
Article 47

Assumption of criminal proceedings shall be implated in compliance with the legislation of the
Republic of Serbia.

Without prejudice to the provision of paragraphfltos Article, the provisions relating to a trial
absentiashall not apply in the assumed criminal proceesling

A procedural action taken in accordance with thggslation of the requesting state shall be equated
with the procedural action taken in accordance withlegislation of the Republic of Serbia, exdépt

it is contrary to basic principles of the natiodefal system and international standards on the
protection of human rights and fundamental freedoms

A criminal sanction pronounced in the assumed cr@inproceeding may not be more severe than a
criminal sanction that may be pronounced undetdgislation of the requesting state.

Request for detention before submission of the ledt rogatory
Article 48

In case of urgency, the competent authority ofréggiesting party may submit a request for detention
before the submission of the letter rogatory.

The request shall include:

information required for the establishment of propentity of the person subject of the request;
factual description and legal qualification of act;

statement of the foreign judicial authority regaglithe existence of a court decision or an act of
indictment from Article 15, paragraph 3 of this flaw

statement indicating that a letter rogatory shalsbbmitted.

The request may be addressed to the competentgubkecutor or the police directly, through the
Ministry of Justice, or through the Internationairinal Police Organization (INTERPOL).

Subject to reciprocity, an issued internationatstrivarrant shall be deemed a request.

Proceeding on the request will be in accordancepainsuiant with the provisions of Article 25 and 26
paragraphs 1 to 4 of this law.

2. TRANSFER OF CRIMINAL PROSECUTION TO A FOREIGN CBITRY

Transfer of criminal prosecution

Article 49

Under conditions foreseen in this Law, a nationdligial authority can transfer to a foreign country
criminal prosecution of the person suspected ousent of a criminal offence that falls with the

jurisdiction of a national court.

Crime related documents
Article 50

A letter rogatory shall be accompanied by origorahe related documents or a certified copy thereof
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Conditions for transfer of criminal prosecution
Article 51

A national judicial authority may transfer crimiralosecution of a person to a requested partyeif th
presumptions stipulated by Article 7 paragraphub;garagraph 4 and 5 of this law are met and one of
the following conditions:

if a person is a resident of or has residence pénrtie requested party;

if a person is serving a prison sentence or otherircal sanction which consists of deprivation of
liberty;

if it is clear that it would be easier to condurigeedings in the requested party.

If the party injured by the criminal offence is tRepublic of Serbia, its citizen, or a legal entitigh
headquarters in its territory, consideration shallgiven during the decision making process redatin
to transfer of criminal prosecution, to the poggipbbf securing the property request as well dweot
interests of the injured party.

Decision on transfer of prosecution
Article 52

A decision to institute the proceedings for thasfar of criminal prosecution shall be passed by:

The Public Prosecutor, prior to the initiation afrdnal proceedings;

The Judge, upon the recommendation of the Pubdisgeutor until the indictment comes into force;
The Pre-trial Chamber having obtained the opiniioth® Public Prosecutor prior to the main hearing;
The Chamber, having obtained the opinion of theliP#yosecutor before the conclusion of the main
hearing.

The suspect has the right to complain to the imateti higher prosecutor against the decision from
paragraph 1, sub-paragraph 1 of this Article withjperiod of three days.

The accused and the public prosecutor have thé tagippeal to a higher Court against the decision
from paragraph 1, sub-paragraphs 2-4 within a pesfahree days.

Actions related to the letter rogatory
Article 53

A letter rogatory and crime related documents dtmlfiransmitted to the requested party accompanied
by a request for prompt information about the denis

If the requested party fails to transmit informatiabout its decision within a period of six months
from the date of reception of the letter rogatong alocuments from paragraph 1 of this Article,
national judicial authorities shall proceed witindnal prosecution.

Consequences of initiation of proceedings for tratier of criminal prosecution
Article 54

After the decision referred to in Article 52, paraggh 1 of this Law, a national judicial authoritya$l
undertake only such procedural activities that oafve postponed.

A national judicial authority shall proceed withiromal prosecution, that is, with criminal
proceedings:

if the requested party communicates a decisiomngtahat it does not agree to assume the criminal
prosecution;
if the requested party rescinds the decision to umasghe criminal prosecution;



if a national judicial authority revises its deoision transfer of criminal prosecution before the
requested party transmits a decision on the |atgatory.

Request for detention before submission of letteragatory
Article 55

In case of urgency, a national judicial authoritgynmsubmit a request for detention to the requested
party prior to the submission of a letter rogatory.

The request shall include:

information required for the establishment of proidentity of the person whose extradition shall be
requested;

factual description and legal qualification of tut;

statement about the existence of a court decisicacoof indictment referred to in Article 15, sub-
paragraph 3 of this law;

statement that a letter rogatory shall be submitted

The request may be addressed to the competentrigyitbiothe requested party directly, through the
Ministry of Justice, or through the Internationairiinal Police Organization (INTERPOL).

IV. EXECUTION OF CRIMINAL JUDGEMENT
1. EXECUTION OF FOREIGN CRIMINAL JUDGEMENT

Subject of execution
Article 56

Criminal sanction ordered by a final decision afcanpetent court from the requesting party can be
executed in the Republic of Serbia in accordantk thie provisions of this law.

Supporting documents
Article 57

A letter rogatory shall be accompanied by a cediftranscript of the foreign court's criminal
judgement.

Conditions for execution
Article 58

In addition to conditions listed in Article 7 ofisHaw, criminal sanction issued by the competentric
of the requesting party can be executed if oné®fadllowing conditions is met:

if the convict is a citizen of Serbia;
if the convict is a resident of or possesses aeasipermit in the Republic of Serbia;
if the convict is serving a criminal sanction imrfoof a prison sentence for a prior conviction.

Court jurisdiction
Article 59

The court with a territorial jurisdiction accordirtg the latest known address or residence of the
convict, or according to the location of executmnthe criminal sanction, is competent to conduct
proceedings relating to letter rogatory.



Request for detention prior to submission of the lger rogatory
Article 60

In case of urgency, a competent authority of tliiesting party may submit a request for detention
before the submission of a letter rogatory.

The request shall include:

information required to establish proper identitytee person subject of the request;
factual description and legal qualification of Hu;

statement regarding the existence of a court aegisi

statement that a letter rogatory shall be submitted

The request may be addressed to the national @hdicithority or the police directly, through the
Ministry of Justice, or through the Internationairinal Police Organization (INTERPOL), or in any
other manner deemed appropriate. .

Subject to reciprocity, an issued internationaksirivarrant shall be deemed a request.

Proceeding on the request will be in accordancepamsuant with the provisions of Article 25 and 26
paragraphs 1 to 4 of this law.

Actions upon receiving the letter rogatory
Article 61

The Ministry of Justice shall forward to the conggtcourt a letter rogatory and a certified tramscr
of the criminal judgement, as well as the opinidow the existence of conditions referred to in
Article 7, paragraph 1, sub-paragraphs 4 and SAaticle 63, sub-paragraph 4 of this law.

The Pre-trial Chamber of the competent court diedide on the letter rogatory at the session of the
Chamber. The public prosecutor and the lawyer plexyby the couréx officioshall be notified about
the Chamber session.

Prior to passing the decision, the court shall erarthe convict about the fulfilment of conditicios
execution.

After the termination of the Chamber session, tbertcshall reach a decision whether to adopt or
refuse the execution of the letter rogatory. Dutimg decision making process, the court must observ
the factual description of the criminal offencenfréhe foreign criminal judgement.

Judgement to recognise a foreign criminal judgement
Article 62

If the court accepts a letter rogatory, the cobslls by a decision to recognise a foreign criminal
judgement, pronounce a criminal sanction in acaurdawith the criminal legislation of the Republic
of Serbia. The issued sanction may not be stribter the sanction pronounced in the foreign criina
judgement.

In its judgement from Paragraph 1 of this Arti¢kee court shall include the decision to accepttarie
rogatory, name of the competent court from the esting party, the complete text of the foreign
criminal judgement; and the court’s criminal samtiln the explanation of the judgement, the court
shall present reasons that guided it towards gue@criminal sanction.

The public prosecutor, the convict, and the defetttgney have the right to appeal the decisiomfro
paragraph 1 of this Article.
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The execution of the judgement from paragraph 1hisf Article, as well as the decision regarding
parole, shall be conducted in accordance withahedf the Republic of Serbia.

Decision to refuse the execution of the letter rogary
Article 63

A decision to refuse the execution of the lettgyatory shall be passed when:

conditions required for the execution of a foreggiminal judgement are not present;

if it can be concluded that the person was coadlitiecause of his/her race, religion, nationatity,
political convictions;

if the judgement was reached in the absence afdheicted person;

if there was no fair trial.

Legal means
Article 64

The court of the requesting party that issued mioal judgement executed in the Republic of Serbia
shall decide on extraordinary legal remedies figdinst the judgement.

Competent authorities of the requesting party andpetent authorities of the Republic of Serba shall
decide on commuting the adjudicated sentence, orestyy and pardon.

The Ministry of Justice shall, without delay, ngtthe court of the requesting party about the datis
of the national court or other state authority tleads to the discontinuation of the executionhaf t
foreign criminal judgement.

2. EXECUTION OF A FOREIGN CRIMINAL JUDGEMENT WITH RANSFER

Execution with transfer
Article 65

A citizen of the Republic of Serbia who is servgriminal prison sanction in a foreign country may
be transferred to the Republic of Serbia for theopse of serving the sanction.

Minister with the Justice Portfolio shall grant mssion for the transfer of the convict. Agreement
shall not be granted if, at the moment of submissibrequest, the convict has less than six months
until the completion of his/her prison sanction.

Rule of speciality
Article 66

If the convict is transferred to the Republic ofrt8a he/she can not be detained, criminally
prosecuted, or subjected to execution of a crimsaalction for the criminal offence committed prior
to his/her transfer, except for the offence forakhhe/she was transferred.

Provision from paragraph 1 of this Article shalt be applied:

if the convict explicitly waives the guarantee frparagraph 1 of this Article;

if the convict, though given the opportunity, fditsleave the territory of the Republic of Serbihin
45 days from the day of parole or completed prisamtence, or if he/she returns to the territorghef
Republic of Serbia.



Supporting documents
Article 67

A letter rogatory shall be accompanied by a dedifranscript of the foreign criminal judgementian
a statement of consent to transfer provided by tmeict.

Conditions for transfer
Article 68

In addition to conditions referred to in Articleo? this Law, transfer of the convict to the Repaldf
Serbia for the purpose of execution of criminalgechent may be performed if one of the following
conditions is present:

the execution of criminal sanction in the RepuldfcSerbia shall improve the chances for social
rehabilitation of the convict;
the convict consents to a transfer.

Procedure
Article 69

Provisions of Article 61, paragraphs 1, 2, and i Articles 62-64 of this law shall be applicable
accordingly to the execution of foreign criminatigement with transfer.

A decision allowing the execution of foreign criminudgement with transfer shall be accompanied
by a decision providing permission to transferdbavict.

3. EXECUTION OF NATIONAL CIMINAL JUDGEMENT

Subject of execution
Article 70

Execution of a criminal sanction issued by a nati@ourt may be requested from a foreign country,
in accordance with the provisions contained in I

Supporting documents
Article 71

A letter rogatory shall be accompanied by the aggior a certified copy of the national criminal
judgement with a finality clause.

Conditions for the submission of request
Article 72

A national court may request the execution of emeral judgement in a foreign country if one of the
following conditions is satisfied:

if the convict is a foreign national;

if the convict has a residence or a resident pamatforeign country;

if the convict is serving, based on a previous @rdgnt, a criminal sanction or other sanction that
involves a prison sentence in a foreign country.

Decision on transfer of execution of a national cminal judgement
Article 73

A decision to instigate proceedings for executionf aaational criminal judgement abroad shall be
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passed by the Pre-trial Chamber of the court thatiedd a first instance judgement, upon the
acquisition of the opinion of the public prosecutor

Request for detention prior to submission of the lger rogatory
Article 74

In case of urgency, the competent authority ofréggiesting party may submit a request for detention
before the submission of a letter rogatory.

The request shall include:

information required for to establish proper idgntif the person subject of the request;

factual description and legal qualification of thféence;

statement regarding the existence of a court decisr an act of indictment from Article 15,
paragraph 3 of this law;

statement that a letter rogatory shall be submitted

The request may be addressed to the competentrigyiibiothe requested party directly, through the
Ministry of Justice, or through the Internationairinal Police Organization (INTERPOL).

Action upon receipt of the letter rogatory
Article 75

A letter rogatory and the accompanying documengdl §le forwarded to the requested party along
with a request for prompt information about thetedl decision.

If the convicted person is at large, a foreign ¢gumay be asked to take the person into custody.

Consequences of acceptance of execution of a natiboriminal judgement
Article 76

If the requested country accepts the execution rdtenal criminal judgement, the execution of the
criminal sanction in the Republic of Serbia shalltbrminated.

If the requesting party does not assume the execofia criminal judgment or the convict manages to
avoid execution of criminal sanctions in the rege@<ountry, a competent court in the Republic of
Serbia shall proceed with the execution of judgemen

The Ministry of Justice shall notify the foreigntharity about any and all court decisions or dexisi
of other state authorities that may influence tkecation of the national criminal judgement.

4. EXECUTION OF A NATIONAL CRIMINAL JUDGEMENT WITHTRANSFER

Subiject of execution
Article 77

A convict who is serving a criminal sanction in tRepublic of Serbia may be transferred to the
country of its origin, domicile or residence foethurpose of serving the sanction in accordande wit
provisions of this Law.

Information about the possibility of transfer

Article 78

The court that issued the first instance judgementhe management of the correctional facility in
which the convict is serving a criminal sanctiohals inform the convict about the possibility of
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execution of a national criminal judgement withnsger to a country of the person’s origin or
residence.

Request for transfer
Article 79

A convict may submit a request for execution ofasianal criminal judgement with transfer to the
country of the person’s origin or residence to mh@nagement of the correctional facility or to the
court referred to in Article 78 of this Law.

Request from paragraph 1 of this Article may benstted by the convict's country of origin or
residence as well, with the approval of the convict

Decisions regarding requests for transfer
Article 80

Having obtained the opinion of the public prosecutioe Pre-trial Chamber of the court that provided
the first instance judgement shall decide uponréheest for transfer.

The court shall decide to refuse the executionhef request for transfer if the convict has, at the
moment of the submission of request, less thamsirths remaining until the completion of his/her
prison sanction.

If it does not reach a decision from paragraph thizf Article, the court shall decide to either eptc
or refuse to execute the request for transfer.dHugsion is subject to appeal.

Actions related to decision to accept the request
Article 81

The final decision to accept the request for tranghe national criminal judgement, the text af th
corresponding provision of the Criminal Code, tloact's transfer request, and the report of the
correctional facility on the amount of time the wimh spent serving a prison sanction shall be
submitted to the Ministry of Justice. The Ministify Justice shall forward the said documents to the
foreign authority.

Execution of decision to transfer a convict
Article 82

On the basis of the final decision of the foreigrharity to accept the transfer of the convict, the
Ministry of Justice shall issue an order to the ag@ment of the correctional facility, referred o i
Article 78 of this Law, to hand the convict overgolice authorities. They, in turn, shall escoe th
convict to a foreign country.

The order referred to in paragraph 1 of this Aetishall be accompanied by a decision to accept the
request for transfer.

V. OTHER FORMS OF MUTUAL ASSISTANCE
1. BASIC PROVISIONS

Subject of other forms of mutual assistance
Article 83

Other forms of mutual assistance include:

conduct of procedural activities such as issuancé summonses and delivery of writs, interrogation
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of the accused, examination of withesses and expenitne scene investigation, search of premises
and persons, temporary seizure of objects;

implementation of measures such as surveillancaappuing of telephone and other conversations or
communication as well as photographing or videoiguif persons, controlled delivery, provision of
simulated business services, conclusion of simdldégal business, engagement of under-cover
investigators, automatic data processing;

exchange of information and delivery of writs arsdes related to criminal proceeding pending at the
requesting party, delivery of data without thedettogatory, use of audio and video-conferencescall
forming of joint investigative teams;

temporary surrender of a person in custody forpimgose of examination by the requesting party’s
competent body.

Conditions
Avrticle 84

Other forms of mutual legal assistance may be dealif the conditions listed in Article 7 of thiaw
met as well as:

if the conditions envisaged by the Criminal ProcedDode are met,
if there are no criminal proceedings pending agdims same person before national courts for the
criminal offence being the subject of the requestedual assistance.

Rule of speciality
Article 85

A person in a foreign country may not be taken iustody, detained or criminally prosecuted for a
committed criminal act committed earlier whilst tperson concerned is in the territory of the
requesting party for the purpose of giving testignaa the injured party, witness, or expert in criahi
proceedings for which mutual assistance had bemndad.

The summons shall expressly state that the injpaety, witness, or expert has the rights referoeid t
paragraph 1 of this Article.

Supporting documents
Article 86

A letter rogatory shall be accompanied by a speatibn of expenses to be paid to a witness or an
expert.

Non-application of enforcement measures
Article 87

A witness or expert who fails to respond to a sumsnfoom the competent authority of the requesting
party shall not be subjected to any sanctions oasmmes of enforcement, even if the summons
contained such an order.

2. PROVISION OF OTHER FORMS OF MUTUAL ASSISTANCE TRDREIGN COUNTRIES

Submission of the letter rogatory
Article 88

The Ministry of Justice shall submit a letter ragitand its opinion on the presence of conditions
referred to in Article 7, paragraph 1, sub-paralgsa$ and 5 of this law to the court in the tersitof

which activity is to be undertaken.
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Decision upon a letter rogatory
Article 89

The court shall reach a decision regarding the ipimv of other forms of mutual assistance
considering the fulfilment of preconditions fromtistes 7 and 84 of this law.

Procedural rules
Article 90

As an exception from Article 12 of this law, upanrequest of the competent authority of the
requesting party, mutual assistance shall be pedvid a manner foreseen in the legislature of the
requesting party, unless contrary to basic priesigif the legal system of the Republic of Serbia.

Presence of a foreign authority
Article 91

Upon request of the competent authority of the esting party to be informed about the provision of
other forms of mutual assistance, the court statifynthe authority about the time and place of the
mutual assistance act.

If the court feels that the presence of a represest of the foreign judicial authority at the venu
where other forms of mutual assistance are beinfpipeed can contribute to better clarification of
issues, the court may decide to grant permissiosdoh presence as well as participation in certain
procedural activities.

Temporary surrender
Article 92

Upon request of the requesting party, a persorirgetar serving a criminal sanction in the Republic
of Serbia may be temporarily surrendered for thegp@se of being examined as a witness or as an
expert.

Preconditions for temporary surrender
Article 93

Temporary surrender of a person referred to inche92 of this law can be authorized if the follogi
preconditions are present:

if the person agrees with the temporary surrender

if the person’s presence at criminal proceedingslipg before a national court is not necessary;
if temporary surrender does not lead to a prolorygedody;

if there are no other important reasons againgtetimporary surrender.

In cases foreseen in paragraph 1 of this Artidendit through the Republic of Serbia may be
approved for the purpose of temporary surrendererson.

Decision upon request for temporary surrender
Article 94

The court that provided the first instance decisinay, by temporary decision, allow or decline
temporary surrender.

A decision to allow temporary surrender shall ideun particular:
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A date set for the return of the temporarily sudened person;
Necessity for the person to remain in custody unigither return;
A decision to reject the temporary surrender muduie a rationale.

Appeal
Article 95

The person whose temporary surrender is requeshgdsabmit an appeal against the decision from
Article 94 of this law within three days from theydof reception of the decision. The Pre-trial
Chamber shall decide within 48 hours on the appeal.

Joint investigative teams
Article 96

If the circumstances of the case justify it, joimtestigative teams may be formed by an agreement
between the competent authorities of the Repulbl®eobia and a foreign country.

Deferral of provision of mutual assistance
Article 97

The court may postpone the provision of other foohmutual assistance if such action is necessary
for the unhindered conduct of criminal proceedimgnding before a national judicial authority
relating to the received letter rogatory.

The competent authority of the requesting partyll #f&a notified about the deferral of provision of
other forms of mutual assistance. Information shalhccompanied by a rationale.

Provision of information without the letter rogatory
Article 98

Under the condition of reciprocity, national judicauthorities may transmit, without letter roggtor
information relating to known criminal offences aperpetrators to the competent authorities of the
requesting party if this is considered to be ofteseriminal proceedings conducted abroad.

Transmission of information from paragraph 1 ofthirticle shall be performed only if it does not
hinder criminal proceedings conducted in the Repult$erbia.

The national judicial authority may request frone tompetent authority of the requesting party that
received the information from paragraph 1 of thigidde to notify the national authority about the
activities undertaken and decisions reached.

Expenses
Article 99

As an exception to the provision from Article 11tbfs law, the requested party may be asked to
compensate the expenses which occurred with régaadperson’s expert withessing and temporary
surrender.
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3. REQUISITION OF OTHER FORMS OF MUTUAL ASSISTANCE
FROM A FOREIGN COUNTRY

Delivery to national citizens residing abroad
Article 100

Writs shall be delivered to national citizens regjdabroad through diplomatic or consular officés o
the Republic of Serbia.

In case of delivery through diplomatic or consudéices, the authorized employee of the diplomatic
or consular office of the Republic of Serbia stsdin as deliverer - if the writ was delivered a th
office; if it was serviced by mail, delivery is dinrmed on the return slip.

Delivery to persons enjoying diplomatic immunity
Article 101

Writs shall be transmitted to persons who enjoyaaiiatic immunity through diplomatic channels.
VI. TRANSITIONAL AND FINAL PROVISIONS

Termination of effect
Article 102

At the moment of coming into effect of this lawopisions from Chapter XXXII - Procedure for
international legal assistance and enforcemenntefnational treaties in criminal matters (Articles
530-538) and Chapter XXXIII - Proceedings for editian of Defendants and Convicted Persons
(Article 539-555) of the Criminal Code (,The OffatiGazette SRY”, No. 70/01 and 68/02 and “The
Official Gazette of RS”, No. 58/04, 85/05, 115/0%la&9/07) shall cease to be in effect.

Initialized procedure for mutual assistance
Article 103

Mutual assistance in existence on the day of corimitggeffect of this law shall be effected accogdin
to provisions from Chapter XXXII - Procedure foteémational legal assistance and enforcement of
international treaties in criminal matters (Artel830-538) and Chapter XXXIII - Proceedings for
extradition of Defendants and Convicted Persondigler 539-555) of the Criminal Code (,The
Official Gazette of SRY”, No. 70/01 and 68/02 arithé Official Gazette of RS”, No. 58/04, 85/05,
115/05 and 49/07).

Coming into effect
Article 104

This Law shall come into effect on the eighth daeljofving its publication in the ,Official Gazettd o
the Republic of Serbia*“.
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