**Воведен курс за судска обука за сајбер-криминал и електронски докази**

**Завршна анкета**

# Завршна анкета - Прашања

Одговорете на следните прашања (ДА или НЕ):

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | **ДА** | **НЕ** |
| **1** | Во компјутерскиот систем, податоците се складираат во CPU (Централна обработувачка единица/процесор) |  |  |
| **2** | Microsoft Office е оперативен систем |  |  |
| **3** | 213.43.112.45 е IP (Интернет протокол) адреса |  |  |
| **4** | Заглавието на електронската порака може да обезбеди докази за потеклото на пораката |  |  |
| **5** | Повеќе од 50% од светската популација ги користи социјалните медиуми |  |  |
| **6** | Конвенцијата од Будимпешта е единствениот меѓународен договор за сајбер-криминал и електронски докази |  |  |
| **7** | 40% од земјите ширум светот се или страни, или потписнички или поканети да пристапат кон Конвенцијата од Будимпешта |  |  |
| **8** | DDoS (дистрибуиран напад за одбивање услуга) е штетен софтвер што се користи за кражба на дигитални идентитети |  |  |
| **9** | Ботнет е мрежа на компромитирани компјутери кои се користат за малициозни цели |  |  |
| **10** | Деградација е напад на веб-страница што го менува визуелниот изглед на страната или веб-страницата |  |  |
| **11** | Конвенцијата од Будимпешта ги криминилизира сексуалната експлоатација и злоупотреба на деца преку интернет |  |  |
| **12** | Клеветење преку интернет е кривично дело според Конвенцијата од Будимпешта |  |  |
| **13** | *Skimming и shimming* се две форми на штетен софтвер |  |  |
| **14** | Сите понудени услуги на Darkweb се нелегални |  |  |
| **15** | Електронски доказ е секоја информација што е генерирана, складирана или пренесена во дигитална форма што подоцна може да биде потребна за да се докаже или побие факт спорен во правна постапка |  |  |
| **16** | Манипулирање со електронски докази е потешко од манипулирање со физички докази |  |  |
| **17** | Сите електронски уреди потенцијално можат да бидат извори на електронски докази |  |  |
| **18** | Конвенцијата од Будимпешта обезбедува алатки за справување со електронски докази |  |  |
| **19** | Конвенцијата од Будимпешта не вклучува одредби за справување со меѓународната соработка на кривичната правда во областа на сајбер-криминалот |  |  |
| **20** | Вториот дополнителен протокол ќе ја замени Конвенцијата од Будимпешта |  |  |
| **21** | Во рамките на Конвенцијата од Будимпешта, Фејсбук треба да се смета како давател на услуги |  |  |
| **22** | Преносните податоци се релевантни за содржината на комуникацијата |  |  |
| **23** | Пресретнување на содржински податоци не е дозволено за време на кривична истрага |  |  |
| **24** | Сајбер-криминалот секогаш се извршува во земјата на жртвата |  |  |
| **25** | 24/7 точката на контакт е задолжително воспоставена во сите земји што се страни во Конвенцијата од Будимпешта |  |  |