
Lawful evidence cOllecting & 
Continuity PlAtfoRm Development

Pablo López-Aguilar – APWG.EU

www.coe.int/cybercrime 1

Octopus Conference 2021
The LOCARD Project



Cybercrime and Digital Evidence

• Digital evidence will be needed in around 85% of 
criminal investigations (EUROJUST)

• However, the lack of a clear regulation leads to several 
disparities on how forensic reports are presented 
amongst different jurisdictions.
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3- Reporting of the 
Evidence

2- Identification and Analysis

1- Collection of the 
Digital Evidence

Legal-Admissibility: Follows national / 
international standards, laws and methodologies
for the chain of custody

Research on Blockchain: Studying how to support 
scalability and efficiency through strong policy 
management and smart contracts. Hyperledger Fabric
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Thank You!

https://locard.eu
pablo.lopezaguilar@apwg.eu
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