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1 General overview of the current stuation and the developmernts
sincethe last evaluation relevant in the AML/CFT field

Position as at date of last progress report (4 Maitc2008)

The 3rd round evaluation of Lithuania by MONEYVA&ak place from 8 -14 January 2006. The final
report was adopted by the MONEYVAL Committee atdisst Plenary meeting in Strasbourg on 30
November 2006.

The 3 round detailed assessment report on Lithuania eissussed in the Working group on
coordination of activities to fight against moneyuhdering established by the Prime Minister. The
competent state institutions were informed aboet MONEYVAL report and asked to take into
account and implement recommendations providedenméport. It was agreed that recommendations of
the MONEYVAL experts will be implemented togetheittwthe implementation of provisions of thé 3
EU money laundering directive.

The Parliament (Seimas) adopted the Law on theeRt®mn of Money Laundering and Terrorist
Financing (hereafter — the AML/CFT Law) on 17 Jagu2008. The AML/CFT Law entered into force
on 24 January 2008.

After the adoption of the AML/CFT Law, as well dset5 Resolutions of the Government of the
Republic of Lithuania provided by the Law, the glides for the financial institutions and other
entities shall be adopted, by which it is soughpteclude money laundering and terrorist financing.
Through the above mentioned Law, resolutions ofGlgernment and the guidelines the large part of
the recommendations indicated in the MONEYVAL rdpshall be implemented. One of the
resolutions was specially drafted to implement MONEYVAL recommendations which are not
covered by the new Law.

The task of the AML/CFT Law is to amend and spetifg provisions of the previous version of the
Law on Prevention of Money Laundering, seekingriplement:

1. Directive 2005/60/EC of the European Parlianart of the Council of 26 October 2005 on
prevention of the use of the financial system Far purpose of money laundering (OJ L 309, 2005, p.
15).

2. Directive 2005/60/EC of the European of 1 Aug@®06 laying down implementing
measures for Directive 2005/60/EC of the Europearidment and of the Council as regards the
definition of ‘politically exposed person’ and textal criteria for simplified customer due diligenc
procedures and for exemption on grounds of a filractivity conducted on an occasional or very
limited basis (OJ L 214, 2006, p. 29).

3. Regulation (EC) No. 1781/2006 of the Europeanidment and of the Council of 15
November 2006 on information on the payer accomipgnyansfers of funds (OJ L 345, 2005 p. 1).

4. Regulation (EC) No. 1889/2005 of the Europeanidaent and of the Council of 26
October 2005 on controls of cash entering or lgattie Community (OJ L 309, 2005, p. 9).

The AML/CFT Law provides new definitions of shelbrk, politically exposed persons, family
members, close associates, company service preyitlee third parties as well as specifies valid
definitions of the Law.



New competent authorities under the AML/CFT Law: are

the Lithuanian Assaying and Hallmarking Laboratory

the Chamber of Auditors

the Chamber of Notaries

the Department of Heritage of Culture under theiig of Culture
the Chamber of Bailiffs

New obligations of financial institutions and ottseibjects under the AML/CFT Law:

e identify not only the customer, but the beneficainer as well;

e obtain information on the purpose and intendedreatfithe business relationship;

e identify the customer and verify the customer'snidg on the basis of documents, data or
information obtained from a reliable and independenurce;

e conduct ongoing monitoring of the business relaimn including scrutiny of transactions
undertaken throughout the course of that relations;

* keep information about the customer up-to-date.

According to the provisions of the AML/CFT Law sabjs apply customer due diligence measures in
the following cases:

e Dbefore establishing a business relationship;

e Dbefore carrying out occasional transactions amaogntd EUR 15 000 or more, whether the
transaction is carried out in a single operationmseveral operations which appear to be
linked;

* before foreign exchange operations if the amoursirafle operation is above EUR 6 000 or it
equivalent in foreign currency;

» before carrying out internal and foreign money $fanby post if it is above EUR 600

» there is a suspicion of money laundering or testdinancing, regardless of any derogation,
exemption or threshold;

» there are doubts about the veracity or adequagyediously obtained customer identification
data.

The AML/CFT Law introduces new special customer diligence procedures:
« simplified customer due diligence (in cases ofanithreat of money laundering or financing
of terrorism);
* enhanced customer due diligence (in cases of rti@jeat of money laundering or financing of
terrorism).

The AML/CFT Law extends of the period of suspensibsuspicious and unusual transactions from 48
hours till 5 working days.

The subjects of the AML/CFT AML Law are not lialfter the disclosure of information to the FCIS in
accordance with the AML/CFT Law.

The disclosure in good faith by the subject or Imyesmployee or director of such subject of the
information shall not constitute a breach of angtrietion on disclosure of information imposed by
contract or by any legislative, regulatory or adstiative provision, and shall not involve the sdbj

or its directors or employees in liability of anyé.

If the subject of the draft Law is unable to idgnthe customer and the customer does not provide t
requested information about the source of the mameproperty, other additional documents the
subject of the draft Law shall terminate the tratisa or the business relationship, and shall aw®rsi
making a report to the Financial Crime Investigat®ervice (hereafter — the FCIS).

The new obligations of the subjects of the AML/CE&w:
* ensure participation of their relevant employeespacial ongoing training programmes to help
them recognise operations which may be relatedawey laundering or terrorist financing and
to instruct them as to how to proceed in such ¢ases



e establish adequate and appropriate policies andeguwes of customer due diligence,
reporting, record keeping, internal control, risksessment, risk management, compliance
management and communication in order to foreatall prevent operations related to money
laundering or terrorist financing;

e communicate relevant policies and procedures amer sequirements of the AML Law where
applicable to branches and majority owned subsedian third countries;

e establish adequate internal systems, allowing &otrto the inquiries of the FCIS concerning
the information provided in the AML Law immediately

The AML/CFT Law allows exchange of information beem the subjects: financial institutions,
auditors, accounting undertakings or undertakingsiging tax advice services, notaries and persons
licensed to perform notarial acts, lawyers and kEsyassistants.

In cases related to the same customer and the sansaction involving two or more institutions or
persons, provided that they are situated in a MenSiate, or in a third country which imposes
requirements equivalent to those laid down in thLACFT Law, and that they are from the same
professional category and are subject to equivabdlipations as regards professional secrecy and
personal data protection.

Presently the drafts of the resolutions of the Gawvent have been prepared, which shall regulate the
implementation of the AML/CFT Law.

According to the recommendations of the MONEYVALpers the Parliament (Seimas) adopted the
Law on Amendment of Article 3 of the Law on Paynsefi December 2007 No. X-1351). It abolishes
the different approach of internal and cross-bond@yments. This Law entered into force on 15
December 2007.

Regulation (EC) No. 1781/2006 on information on fiager accompanying transfers of funds entered
into force from the beginning of 2007 in Lithuaniehis Regulation implements requirements of the
Special Recommendation VII on wire transfers (SR ¥l the FATF and it's provisions are applicable
directly in all the EU member states.

Working group at Ministry of Justice prepared aftdtaw on the amendment and supplementation of
the Lithuanian Criminal Code which should fully iement recommendations of the MONEYVAL
experts. Currently the mentioned draft Law is undiscussion. With the request for response the draf
Law was sent to a number of state institutions (8ig of Internal Affairs, Unit of Financial Crimes
Investigation Service under the Ministry of IntdrAdfairs, Prosecutor General's Office, State Segurit
Department) and to scientific institutions (MykoRemeris University, Vilnius University, Institute
Law).

The proposed amendments should fully cure shortogemf the current definition of terrorism

financing and fully implement recommendations & MONEYVAL experts. It is proposed to
introduce separate offence of terrorism financitwd.(2502 of the Criminal Code Code).

New developments since the adoption of thé' brogress report

The Republic of Lithuania has continued the improgat and development of its AML/CFT
systems since the MONEYVAL evaluation in 2006 afidPflogress report in 2008.



SECTION 1. Legal Acts

1. Laws

As stated in the ®1 Progress report of Lithuania the Parliament of Republic of Lithuania
(Seimas) (hereinafter — the Parliament) adopted.dve on the Prevention of Money Laundering
and Terrorist Financing (hereinafter — the AML/CEdw) on 17 January 2008 (see Annex I).
The AML/CFT Law entered into force on 24 JanuarQ&0

Implementing Directive 2007/64/EC of the EuropeaarliBment and of the Council of 13

November 2007 on payment services in the internatket, in December 2009 Law of the
Republic of Lithuania on Payment Institutions watoated. The purpose of this law is to
establish legal conditions for a newly licensed angervised category of economic entities,
namely payment institutions, to provide paymentises in the Republic of Lithuania. The Law
on Payment Institutions stipulates that supervigibpayment institutions is performed by the
Bank of Lithuania, and it regulates the activitid&ensing, supervision, reorganization,
liquidation and bankruptcy procedures and otheuletties of payment institutions. The Law

on Payment Institutions provides for obligationspalyment institutions to apply measures of
prevention of money laundering and/or terrorisafining.

The AML/CFT Law was amended accordingly and inctug@yment institutions to the list of

financial institutions. The provisions of the AMLIFT Law concerning financial institutions are
applied for payment institutions accordingly. ThRMIXCFT Law as well provides that the Bank
of Lithuania shall approve guidelines for paymemititutions aimed at prevention of money
laundering and/or terrorist financing, shall supg\the activities of payment institutions on the
prevention of money laundering and/of terroristafining as well as shall consult payment
institutions on the implementation of the guidetine

The Parliament adopted the Law supplementing At (1) of the Law on Companies on 15
December 2009. This law (with some exceptions)rediato force on 1 March 2010.

According to the Article 41 (1) of the Law on Comjas, private limited liability companies are
obliged to draw their shareholders’ lists and suhime lists to the Register of Legal Persons
(within 5 days from the date of the drawing up lod fist). Private limited liability companies,
incorporated prior to 1 March 2010, will have tdosut their shareholders’ list to the Register of
Legal Persons not later than 1 October 2010. Whenéata included in the shareholders’ list
changes, the whole new list has to be submittatiédRegister of Legal Persons (within 5 days
from the date of the drawing up of the new list).

2. Government Resolutions

After the AML/CFT Law came into force, four Goverant Resolutions were drafted by FCIS
and were adopted by Government, which in detadgilsge implementation of the AML/CFT
Law:

* Resolution of the Government of the Republic ohuénia On the Approval of the Rules
of Keeping the Registers of Monetary OperationsdCcted by the Customer as Well as
Suspicious and Unusual Operations and Transactindson Establishing the Criterion
Characterizing Major Continuous and Regular Mone@perations Typical of Customer
Activities (Resolution No. 562 of the Governmenttloé Republic of Lithuania of 5 June
2008, hereinafter referred to as “Government RéwoiiNo. 5627) (see Annex Il)

GovernmentResolution No. 562 regulates the keeping of thestex of the information
(information keeping requirements) specified iniélet 16 of the AML/CFT Law, also registered
data, the responsibilities of registrars and thepéction of register keeping. These rules are



binding to all financial institutions and other et enumerated in paragraphs 1 to 7 of Article
16 of the AML/CFT Law.

» Resolution of the Government of the Republic ohudnia Amending Resolution No.
527 of the Government of the Republic of Lithuaoidl June 2006 On the Approval of
the Rules of Providing the Law Enforcement Agenecied other State Institutions of the
Republic of Lithuania with Information Regarding sfomers' Monetary Operations at
the Disposal of the Financial Crime Investigatioen&ce under The Ministry of the
Interior (Resolution No. 527 of the Government le¢ Republic of Lithuania of 1 June
2007 (as amended by Resolution No. 680 of the Gowent of the Republic of Lithuania
of 9 July 2008, hereinafter referred to as “GovegntrResolution No. 680") (see Annex
V)

GovernmenRResolution No. 680 regulates the providing of thi@imation regarding customers'
monetary operations and transactions at the dispbslae Financial Crime Investigation Service
(hereinafter — the FCIS) to the law enforcementnages and other state institutions of the
Republic of Lithuania and regulates the exchangénfufrmation between the State Security
Department and the FCIS implementing terroristrfaiag prevention measures.

* Resolution of the Government of the Republic ohudnia On Approving the List of
Criteria on the Basis Whereof a Monetary Operatiofiransaction is to be Regarded as
Suspicious or Unusual and the Description of thec&dure of Suspending Suspicious
Monetary Operation and Transaction and Reportiegitiformation about Suspicious or
Unusual Monetary Operations or Transactions to Fmeancial Crime Investigation
Service under the Ministry of the Interior (ResmatNo. 677 of the Government of the
Republic of Lithuania of 9 July 2008, hereinafteferred to as “Government Resolution
No. 677") (see Annex Ill)

GovernmentResolution No. 677 approves the list of criteriatbha basis whereof a monetary
operation or transaction is to be regarded as @osisi or unusual, describes the procedure of
suspending suspicious monetary operation and thasaand reporting the information about
suspicious or unusual monetary operations or taiaese to the FCIS.

* Resolution of the Government of the Republic ohuénia On the List of Criteria for
Considering a Customer to Pose a Small Threat afidyid-aundering and/or Terrorist
Financing and Criteria Based on which a Threat ohby Laundering and/or Terrorist
Financing is Considered to be Great, On the Appro¥ahe Rules of Customer and
Beneficial Owner identification as well as Detentiof Several Interrelated Monetary
Operations, and On the Establishment of the PraoeedfuPresenting Information on the
No.ticed Indications of Possible Money Launderimgd/ar Terrorist Financing and
Violations of the Law of the Republic of Lithuarma Prevention of Money Laundering
and Terrorist Financing as well as the Measuregiagainst the Violators (Resolution
No. 942 of the Government of the Republic of Lithiaaof 24 September 2008,
hereinafter referred to as “Government ResolutionM2") (see Annex V)

Government Resolution No. 942 approves:

1. The list of criteria on the basis for considgri customer to pose a small threat of money
laundering and/or terrorist financing and critdsesed on which a threat of money laundering
and/or terrorist financing is considered to be grea

2. The rules of customer and beneficial owner ifieation as well as detection of several linked
monetary operations shall regulate collection amdification of personal information on
customers and their representatives (authorizedugjir power of attorney) by financial
institutions and other entities on the basis oftaumer identification documents, keeping of the



related documents or copies thereof, customer ifdetion instruments, as well as detection of
several linked operations.

Resolution also specifies what information must dmmmunicated to the FCIS by law
enforcement agencies and other public authoriti@ging noticed indications of possible money
laundering and/or terrorist financing, violationg the AML/CFT Law (by Government
Resolution No. 942 they must, as soon as possililed later than within 3 working days from
the moment when such data or information becomewknnotify the FCIS).

Pursuant to Common Understanding of 18 April 2068veen the EU Member States on third
countries equivalence under Directive 2005/60/E@efEuropean Parliament and of the Council
of 26 October 2005 on the prevention of the usthefiinancial system for the purpose of money
laundering and terrorist financing, signed at tB8 meeting of the Committee on the Prevention
of Money Laundering and Terrorist Financing, thev&ament of the Republic of Lithuania by
Government Resolution No. 1149 of 23 September 2@@froved the List of states,
dependencies and regions that are not memberseoEtinopean Union but are recognized as
applying the requirements equivalent to those setrothe AML/CFT Law.

By Government Resolution No. 178 of 4 March 2009 i@plementation of Council Decision
2007/845/JHA of 6 December 2007 concerning coojmerdietween asset recovery offices of the
Member States in the field of tracing and idengifion of proceeds from, or other property
related to crime, the Lithuanian Criminal Policer@w has been appointed the national asset
recovery office for communication and cooperati@iween the competent institutions of the
Republic of Lithuania and foreign countries on gexformance of the function of search and
detection of property acquired in the criminal way.

3. The AML/CTF Guidelines

After the adoption of the AML/CFT Law, as well dsetabove mentioned Resolutions of the
Government, guidelines intended for prevention aihey laundering and/or terrorist financing
for financial institutions and other entities wagproved:

« 0On 15 of May 2008 the Board of the Bank of Lith@approved guidelines, intended for
prevention of money laundering and/or terroristafioing for credit institutions (see
Annex VI);

* On 27 of January 2009 the FCIS approved guidelimésnded for prevention of money
laundering and/or terrorist financing for:

1. providers of postal services who provide servicedamestic and international money
transfers,

2. leasing companies,

3. persons engaged in economic-commercial activiedested to trade in real estate other
property the value of which is in excess of EURODD or an equivalent sum in foreign
currency where payment is made in cash,

4. accounting undertakings or undertakings providamgadvice services.

e On 28 of February 2009 the State Gaming Superviommission approved guidelines,
intended for prevention of money laundering and#rrorist financing, for gaming
companies.

e On 13 of March 2009 the Lithuanian Securities Cossmoin approved guidelines,
intended for prevention of money laundering andénrorist financing for financial
broker, investment companies with variable capitaBhagement companies and the
depository;



e On 15 of May 2009 the Lithuanian Assay Office apeb guidelines, intended for
prevention of money laundering and/or terrorisafioing, for persons engaged in trade in
precious stones and/or precious metals;

e On 19 of May 2009 the Insurance Supervisory Compnssapproved guidelines,
intended for prevention of money laundering andégrorist financing, for insurance
undertakings and insurance broking undertakings;

e 0On 10 of June 2009 the Chamber of Bailiffs apprageidielines, intended for prevention
of money laundering and/or terrorist financing, tmiliffs or persons authorised to
perform bailiff's activities;

e On 23 of June 2009 the Chamber of Notaries apprayeidelines, intended for
prevention of money laundering and/or terrorisafioing, for notaries;

e On 02 of July 2009 the Lithuanian Bar Associatiggpraved guidelines, intended for
prevention of money laundering and/or terroristafioing, for advocates and their
assistants

e On 26 of October 2009 the Chamber of Auditors apgdoguidelines, intended for
prevention of money laundering and/or terrorisafioing for auditors;

e On 30 of December 2009 the Bank of Lithuania appdoguidelines, intended for
prevention of money laundering and/or terrorisafining for payment institutions;

e On 9 of February 2010 the Culture Heritage Depantraeder the Ministry of Culture of
the Republic of Lithuania approved guidelines, rialed for prevention of money
laundering and/or terrorist financing for persom$)o conduct economy commercial
activity, related to the trade of movable cultusdues and/or antiquities.

On 10 March 2009 the Insurance Supervisory Comomnsadopted “On-site inspection guide”
for officers of the Insurance Supervisory Commissidescribing procedures which are aimed to
examine either insurance companies and insuranéets companies obey the AML/CFT rules.

SECTION 2. Interagency cooperation

1. Mutual Agreements

Taking into account the MONEYVAL experts recommetia@s in respect of lack of supervision
actions coordination between the FCIS and supeawvesathorities under the AML/CFT Law, the
Paragraph 14 of Article 4 of the AML/CFT Law statkat all supervisory institutions mentioned
in the Law shall keep mutual cooperation with tli&#$ and exchange the information about the
results of the conducted inspections of the estitativity, related to the implementation of
preventive measures against money laundering amdrig¢ financing. According to that a
number of agreements on coordination of superviaitiions were signed between the FCIS and
all supervisory authorities under the AML/CFT Law:

e on 16 June 2009 with the State Gaming Supervisomr@ission;

e on 23 July 2009 with the Chamber of Bailiffs;

e on 14 September 2009 with the Chamber of Auditors;

e on 14 September 2009 with the Lithuanian Assayc@ffi

e o0on 16 September 2009 with the Lithuanian Secur@i@smmission;

e on 21 October 2009 with the Insurance Supervisamyn@ission;

e on 26 October 2009 with the Culture Heritage Departt under the Ministry of Culture
of the Republic of Lithuania;

* on 24 of November 2009 with the Bank of Lithuania;

e on 10 of February 2010 with the Chamber of Notaries



The aim of mentioned agreements is to avoid dugdicaof inspection activities of entities, to
ensure cooperation and exchange of available irgtom, the rational use of human and material
resources, to provide methodological assistancgeautn the verification activities in specific
subjects. Both the FCIS and other institutionsnimf@ach other about the planned or intended the
AML/CFT inspections, as well as their results witlihe deadlines, and appoint individuals who
will organize implementation of the commitments set in the agreements and communication
between the authorities and the FCIS.

The collaboration agreement between the State Ga@amtrol Commission and the State Tax
Inspectorate was signed on the 31 July 2009. T$téutions will seek to encourage voluntary tax
payment, to reduce tax payment avoidance in theamngapand national lottery operation branch
and will share available information, also will liea established tasks according to the scope.

In order to optimize the efficient exchange of mfation on natural and legal person’s accounts
in Lithuania and foreign banks as well as informatabout natural and legal person’s returns,
using the PHP program, the FCIS electronically isexsedata from the State Tax Inspectorate
databases under rules of mutual agreement.

2. Joint Steering Group

On 22 September 2009 by the order of the directahe® FCIS the joint steering group was
established which consists of the representatifedifferent competent state institutions and
professional associations responsible for impleat@n of measures of prevention of money
laundering and terrorist financing. This workingogp replaced the joint steering committee
established by the decree of the Prime Ministed Blecember 1999. The main tasks of the joint
steering committee are: to provide suggestionghlferFCIS concerning for development of the
system of prevention of money laundering and/orotest financing; to summarize ways of

legalization of money or property obtained in cnali way and provide proposals for state
institutions, financial institutions and other setis responsible for prevention of money
laundering; coordinate cooperation between stagétitions, financial institutions and other

subjects of the AML/CFT Law implementing preventiameasures; draft new legal acts or
amendments to legal acts.

The group meets regularly (4-5 times per year).imuthe meetings the group members discuss
different issues related to implementation of préwe measures of money laundering and
terrorist financing, such as the MONEYVAL activiig€sharing responsibilities of competent
state institutions filling questionnaires, drafogress reports etc.), the EU committees and groups
activities, drafts of legal acts, discuss probleonsgctors in that area etc.

SECTION 3. Other initiatives

1. Governmental level

On 19 August 2009 Government of Lithuania by theeting protocol No. 62 (hereinafter
referred to as “Government meeting protocol No) @#liged in the period of six month:

1. the Ministry of Justice: to implement the recoemdation concerning the disposition of Article
216 of the Criminal Code of the Republic of Lithisaand correspondence of Points 3(1) b and ¢
of the United Nations Convention of 1988 On llledairculation of Narcotic Drugs and
Psychotropic Substances” and Point 6 (1) of thaddniNations Convention of 2000 Against the
Organized Crime, as well as to implement the recermations that the definition of the money
and property acquired in the criminal way shouldlude the directly as well as indirectly
received illegal proceeds and property; to estable draft(s) of the respective legal act and
present it to the Government of the Republic ofilnia;
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2. the Ministry of Interior: to implement recommenidns concerning the dangers of
proportionality between the administrative penalt@end the criminal offences stipulated in
Article 172** of the Code of the Administrative Infringementstbé Republic of Lithuania; to
draft the new Article 172 of the Code of the Administrative Infringements dacpresent it to
the Government of the Republic of Lithuania;

3. the Customs Department under the Ministry ofaRae: to present suggestions to the
Government of the Republic of Lithuania concernihg cash carried to other countries of the
European Union from the Republic of Lithuania amught to it, determination of control
mechanism and on the expediency of amendment goplesnent of the legal acts regulating
liability for violation of the declaration ordernder the necessity to establish the draft(s) of the
respective legal act;

4. the State Gaming Control Commission: to regutdtiective inspections of the legal entities
supervised according to the competence in the spbieprevention of money laundering and
terrorist financing, to establish the internatior@operation possibility in the sphere of
prevention of money laundering and terrorist firnagowith the analogous foreign supervisory
services;

5. to oblige the Ministry of Justice, the CustomapBrtment under the Ministry of Finance, the
State Gaming Control Commission to inform the F@iSwriting after six month about the
implementation process of the recommendations.

Implementation of Government meeting protocol No. B decisions:

1. Since the adoption of the 1st progress repmetyorking group at the Ministry of Justice has
continued its work in preparing and coordinatingeanments and supplements of the Lithuanian
Criminal Code which should fully implement recomrdations of the 8 round report of the
MONEYVAL. During the mentioned period there werdiated three coordination rounds among
the state and scientific institutions, as the viewghe initial Draft of the Criminal Code differed
extremely between practitioners and scientists. Glogernment of the Republic of Lithuania
shall present consentaneous draft of the CrimimaleCQo the Parliament and it should be further
considered and adopted in the Parliament’s spesgisn 2010.

2. According to the Government meeting protocol B2 the FCIS prepared the draft Law of
Article 172**of the Code of the Administrative Infringementse(ganex VII) and presented it to
the Government of the Republic of Lithuania. Thafdtaw was approved, signed by Premier
Minister and sent to the Parliament for considematiThe draft Law proposes to increase
penalties for money laundering and terrorist finagc prevention measures violations,
differentiating violations on which administrativesponsibility falls. Administrative proceedings
would be brought to individuals and companies,itusbns and organizations management. This
would make more effective use of money launderimg) terrorist financing prevention measures,
defining intolerance and negative space to monaydaring and terrorist financing.

3. At the moment the FCIS is preparing the drafvlom amending AML/CFT Law with the new
Article 18-1. Under that draft Law the Customs @éfis shall undertake control of the sums of
cash brought in/to the Lithuania from or in the Ebuntries. According to the Government
meeting protocol No. 62 at the moment the Customgalment is preparing a draft Resolution
of the Government of Lithuania “Regulations of castney carrying control from the EU states
to Lithuania, from Lithuania to the EU states amaugh Lithuania to other the EU states”.

2. Institutional level

2.1 Prosecutor General's OfficeOn 7 December 2007 the Prosecutor General's Offiche
Republic of Lithuania in cooperation with the Unit&ingdom Ministry for Enterprise, Trade,
and Investment and Public Sector Enterprises Lin{tdl-CO) of Northern Ireland officially
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finished the Twinning Project LT2005/IB/JH/01 “Stgthening Prosecution of Fraud”. Within
the framework of this project the Strategy of Sgtlening Prosecution of Fraud in Lithuania was
prepared. After inter-institutional consideratiom 28 September 2009, the Order on the Plan of
Strengthening of Prosecution of Fraud in Lithuasma the Means of Implementation Whereof
was signed. This order has been collectively sigbg the Prosecutor General's Office, the
Special Investigation Service, the Police Departim¢he FCIS, the Criminal Service of
Lithuanian Customs and the State Border Guard &z=niihe plan provides a set of means to
combat fraud, including combat with economic criraed money laundering.

Currently, the law enforcement institutions seefittm all pre-trial investigations of crimes,
through which income or other kind of assets wereived, a thorough search should be done,
while looking for such assets; the investigatorsudth also look for evidence whether the
proceeds from crime (money or assets) have beelized.

Following stated provisions, the institutions resgible for the said measures (the Special
Investigation Service, the Prosecutor General'sc®ffthe Ministry of Justice, the Ministry of the
Interior) have formed a working group, which preggha draft law on amending Article No. 72 of
the Criminal Code of the Republic of Lithuania augplementing whereof with Article 189-1.

Goal of the draft law:

The goal of the draft is to specify (amend) legagulation, which establishes seizure of the
property, which is a measure, tool or outcome ofiminal act, as well as other property of the

perpetrator, and establishes that the dispositfoassets of high value the acquisition whereof
cannot be accounted for as the lawful acquisitlmough legal income, shall be deemed as a
criminal act.

Tasks of the draft law:

1. To specify (amend) the provisions of Article @fZhe Criminal Code in such a manner, that a
court could confiscate means, a tool or resultrishinal activity, which are under the ownership
of the perpetrator or other persons.

2. To amend the provisions of Article 72 of therfirial Code in such way, so that the court
could seize the property (except the property #teetion whereof cannot be exercised according
to the Civil Process Code of the Republic of Lithiad which belongs by right of ownership to
the perpetrator who has been sentenced for a @iract, through which the he or she gained or
may have gained material benefit, and which has lbegquired through the period of five years
prior to committing the criminal act, at the timé committing the criminal act and after
committing the said criminal act and the acquisitwhereof [property] cannot be accounted for
as lawful acquisition through legal income.

3. To supplement the Criminal Code with article -183hich establishes criminal liability for
any person who owns a property of high value tlipis@tion whereof cannot be accounted for as
lawful acquisition through legal income.

Currently the draft of Article 72 of the Criminalo@e has been submitted to the Parliament for
further consideration.

On 6 August 2009 order No. 17.2.-13753 the Gerferasecutor sent to the Chief Prosecutors of
the Department, Divisions of General Prosecut®ffice and territorial Prosecutor's Offices. It
is stated that despite the fact that it is recondedrto oblige the FCIS to carry out investigation
of the criminal acts provided in Article 216 of teiminal Code, however all the other pre-trial
investigation institutions, as well as prosecutgrghe investigations carried up by them related
to the property or money acquired in the criminalyvghould also investigate the presence of any
indications of crime provided in Article 216 of tii¥Fiminal Code. This was also pointed out by
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the experts of the United Kingdom in the above nosed Twinning project ,Strengthening
Prosecution of Fraud in Lithuania“.

2.2. Police department under the Ministry of Interor. By Government Resolution No. 178 of
4 March 2009 On implementation of Council Decisip®07/845/JHA of 6 December 2007
concerning cooperation between asset recoveryesffif the Member States in the field of
tracing and identification of proceeds from, orestiproperty related to, crime, the Lithuanian
Criminal Police Bureau has been appointed as théonzh asset recovery office for

communication and cooperation between the competstitutions of the Republic of Lithuania

and foreign countries on the performance of thection of search and detection of property
acquired in the criminal way. Taking into considena the above provisions, by Order No. 5-V-
402 of the General Commissioner of the Lithuaniaticé the regulations of the Lithuanian
Criminal Police Bureau have been supplemented,udiity the additional functions of

communication and cooperation between the competstitutions of the Republic of Lithuania

and foreign countries on the performance of thestion of search of property acquired in the
criminal way.

By order Nr. 5-V-395 of General Commissioner of thiguanian Police of 4 June 2009 On the
establishment of the commission for the implemémtabf regulations on implementation of
Council Decision 2007/845/JHA of 6 December 200hoeoning cooperation between asset
recovery offices of the Member States in the figldracing and identification of proceeds from,
or other property related to, crime, the Commisdias been established from the competent
representatives of the Lithuanian Criminal Poliagdau and the representative of the Criminal
Police Board of the Police Department under theidttip of Interior, which was authorized to
present till 31 March 2010 suggestions to the Gar@ommissioner of the Police on application
in practice of the provisions of Resolution No. 1384 March 2009 On implementation of
Council Decision 2007/845/JHA of 6 December 200hoeoning cooperation between asset
recovery offices of the Member States in the figldracing and identification of proceeds from,
or other property related to, crime and amendmétiteodue legal acts in force.

SECTION 4. International cooperation

The FCIS has further enhanced its co-operation hih European bodies, particular with
Europol. The FCIS became associated with the ElirApalysis Work File on carousel fraud
(MTIC). This development would be beneficial in thew of enhancing effective co-operation.

As in previous years, the FCIS participated ongalag basis in the Council Working Groups and
the European Commission committees. In additioa,REIS continued to develop its casework
co-operation with Eurojust.

The FCIS continues its policy of encouraging cotstat operational level with counterparts of
the neighbouring countries. In accordance with btistaed practice, the FCIS and Latvian
Financial Police officers met twice in 2009 to diss the progress of joint objectives.

One of the FCIS’ priorities remains the strengthgnof its relations with the countries outside
the European Union. In 2009, the Agreement betwtben FCIS and the Federal Financial
Monitoring Service of the Russian Federation comiogr cooperation on counteracting
legalization of proceeds from crime (money launatgriand terrorist financing was signed. Now
draft memorandums of Understanding with FIUs ofltiméted Arab Emirates and Serbia for joint
cooperation in combating money laundering and testrdinancing is almost finalized. It is
expected that the memorandums will be signed irs¢itend quarter of 2010.
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During 2008-2009, the FCIS continued to developatations with Ukraine and Moldova, while
contributing to the ongoing the EU projects andiatives. The FCIS also hosted several study
visits of the delegations from the Ukrainian anddg§sstan FIUs.

The FCIS has connected to FIU.NET. The FIU.NET wibvide the FCIS with the necessary
equipment for a one year period on a free of chbegis. The benefits of this arrangement would
be that the FCIS can be connected and can achipegience with operational use of FIU.NET.

During the period of 2005-2008, the project No..02/017-494-02-01 “Protection of the
Communities’ financial interests and fight agaifrsiud” (Transition Facility programme) was
implemented by the FCIS. The project was aimedhat strengthening of administrative and
technical capacity of the FCIS, seeking to ensheeproper analysis of information in fighting
against financial crime and implementing the préieanof the offences.

SECTION 5. Training for the staff of obliged entities

Implementing the above mentioned project, the ssessment methodology and training
strategy was developed. In addition, 139 FCIS efcand 123 officials of other state institutions
took part in 8 training courses.

Also, during 2008 the FCIS officers took part im8rkshops and trainings for money laundering
and terrorist financing prevention, of which 6 Hsekn carried out abroad (13 participants) and 2
(35 participants) in Lithuania.

During 2009 special AML/CFT training program fof bhnks and auditors was conducted by the
FCIS. Approximately 400 persons were trained. Thanntopics of the training programs: legal
AML/CFT basis; latest AML/CFT trends and typologie®w technologies involvement to ML
schemes; ML indicators; FT indicators; internatiosenctions list; the UN Resolutions, the EU
Common Positions; E-money; CDD process; Recordikge TR reporting requirements; PEPS;
the FCIS as Lithuania FIU; international organiaasi to combat ML and FT. Training program
is foreseen for 2010 as well. The first prioritythe training course for DNFBPs.

2 K ey recommendations

Please indicate which improvements have been maderespect of the FATF Key
Recommendations (Recommendations 1, 5, 10, 13j&@pecommendations Il and IV) and the
Recommended Action Plan (Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: Partially compliant

Recommendation of To unify the two ML definitions.
the MONEYVAL

Report
Measures reporte( There have been no changes in the statutory defieibf ML since the last
as of evaluation. However, working group at Ministry afsfice prepared a draft

4 March 2008 19 of Law of amendment and supplementation of LithaanCriminal Code
Irgzp(l)?nmn?:rtwdationthg (further — the Draft) which should fully implemergicommendations of the
T FEmer committee of experts. Currently the Draft is undkscussmn_. V\(Ith‘ the

request for response the Draft was sent to a numbstate institutiong
(Ministry of Internal Affairs, the Financial Crimegvestigation Service
under the Ministry of Internal Affairs, ProsecutGeneral’s Office, Stat
Security Department) and to scientific institutiof§lykolas Romeris

174
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University, Vilnius University, Institute of Law).
In the Draft it is proposed to abolish the Artid89 and to amend the
Article 216 so that this Article would unify two Mdefinitions and would
cover all elements of ML. Further citations frone thraft are provided:

Article 4. Abolishing of Article 189

Article 189 shall be abolished.

Article 5. Amendment of Article 216

Article 216 shall be amended and shall be writtetso:

“Article 216. Legalization of money or property

1. Any person who carries out financial operatiaith his own
or another person's property or with proceeds fsamh property in the
perception that the property acquired in a crimingy, or concludes
agreements, uses them in economic or commercidlitact makes
fraudulent declaration that they are derived flegal activity or in any
other way aims to conceal origin, location, movetr@mownership of suc
property or proceeds, also who acquires, uses aizes property in the
perception that this property proceeds from crimiotiences shall be
punished by imprisonment for a term for up to 7rgea

2. Any person who acquires, uses or realizes ptyppé value
equal to 10 MLS* or less in the perception thé tiroperty proceeds from
criminal offences, commits a misdemeanour, andl el punished by
community service, or a fine, or detention.

3. Legal entities shall also be held liable for #wots specified ir
this Article”.
*- Currently MLS (minimal life standard) is equal

UO— D
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Measures taken to
implement the
recommendation
since the adoption
of the first progress
report

Since the adoption of the 1st progress report,vibeking group at the
Ministry of Justice has continued its work in prepg@ and coordinating
amendments and supplements of the Lithuanian Calm@ode which
should fully implement recommendations of th& ®und report of the
MONEYVAL.
During the mentioned period there were initiategé¢hcoordination rounds
among the state and scientific institutions, asvibe/s on the initial Draff
of the Criminal Code differed extremely between cfitoners and
scientists.

The Government of the Republic of Lithuania shallegent the
consentaneous draft of the Criminal Code to thédPaent and it should b
further considered and adopted in the Parliameprig session 2010.

In the Draft of the Criminal Code it is proposedataolish the Article 189
and to amend the Article 216 so, that this Artigleuld unify the two ML
definitions and would cover all elements of ML. thar citations from the
Draft of the Criminal Code are provided:
JArticle 1. Abolishing of Article 189
Article 189 shall be abolished.

1)

Article 2. Amendment of Article 216
Article 216 shall be amended and shall be laid das/follows:

Article 216. Money laundering

1. Any person, who acquires, converts, possesses, osegealizes
property or part of it or proceeds from such proper part thereof, in th
perception that they are acquired in a criminal waydisguises the tru
nature, source, location, disposition, movementpamperty rights with
respect to property or part of it or proceeds freach property or pat

\U
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thereof, shall be punished by arrest or imprisorini@na term for up to
years.

2. Any person, who acquires, converts, possesses, oOsegealize
property of a high value or part of it or proceéasn such property or part
thereof, in the perception that they are acquimedaicriminal way, o
disguises the true nature, source, location, dispps movement o
property rights with respect to property of a higgdue or part of it o
proceeds from such property or part thereof, afgoperson, who, in order
to conceal or legalise his own or other persontperty or part of it o
proceeds from such property or part thereof, ingbeeeption that they are
acquired in a criminal way, carries out financiglecations with thi
property or part of it or proceeds from such proper part thereof, o
concludes agreements, or uses them in economianearial or financial
activity, makes fraudulent declaration that they aerived from legal
activity, shall be punished by imprisonment foeari for up to 7 years.
3. Any person, who acquires, converts, possesses, ar realizes property
of a low value or part of it or proceeds from spcbperty or part thereof, i
the perception that they are acquired in a crimivey, or disguises the true
nature, source, location, disposition, movementpmperty rights with
respect to property of low value or part of it ogeeds from such property
or part thereof, commits a misdemeanour and shellpbnished by
community service, or a fine, or detention, or strre

4. Legal entities shall also be held liable for thets specified in thi
Article.

5. The close relatives and family members of thepgteator shall not b
held liable for disguise, as provided in this Asic without prior
arrangement the true nature, source, location,odispn, movement of
property rights with respect to property or paritafr proceeds from suc
property or part thereof.

=]
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Article 3. Supplement with Article 224

Article 2241, Interpretation of value of property

The property as provided for in this Chapter shallconsidered to be of
high value where its value exceeds the amount 0f\25S*, and low value
— when its value exceeds the amount of 1 MLS, ln#isdnot exceed 3
MLS”.

a

*- Currently MLS (minimal life standard) is equabd 1130 Litas (~37,6
EUR).

Recommendation o

f Money laundering should be criminalized more diyicand the lega

Py &

the  MONEYVAL | incrimination should follow Article 3(1)(b)&(c) Vima Convention an

Report Article 6(1) Palermo Convention, so as to covepasnversion, transfer g
property or concealment, disguise of the true matusource, location,
disposition, movement, rights with respect to, wnership of property, if
such conduct is carried out outside of a finan@pkration, conclusion of
an agreement, an economic or commercial activity,op means of a
fraudulent declaration.

Measures reporte( It is proposed to amend the description of ML ia #rticle 216 so that it

as of 4 March 200§ would cover not only conduct that is carried outria context of a financial

to implement the gperation, conclusion of an agreement, an economiommercial activity

recommendation 0
the report

or by means of a fraudulent declaration but alswoot that is not related
with the activities mentioned above. More over gerodefinition of ML is
proposed, including aiming to conceal origin, lemat movement o
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ownership of such property or proceeds in any othay and thus no
restricting ML on activities explicitly mentioned the Article 216.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The proposed amendments of Article 216 of the CrahiCode arg
prepared with the aim to cover all activiies menéd in Article
3(1)(b)&(c) of Vienna Convention and Article 6(1f) Balermo Convention.
Therefore, the definition of ML, proposed in thealrof the Criminal
Code, includes conversion, transfer of propertgp alisguise of the tru
nature, source, location, disposition, movementpamperty rights with
respect to property or part of it or proceeds freach property or pat
thereof, even if such conduct is carried out oetsitla financial operatior
conclusion of an agreement, an economic or comuadesaditivity, or by
means of a fraudulent declaration.

Recommendation o

f To provide for the applicability of Art. 21 also the various offence

—

the  MONEYVAL | contained in art. 189.

Report

Measures reported g Article 21 is applicable to Article 216. As it isqposed to amend the

of 4 March 2008 td Criminal Code so that Article 216 would cover oifes contained in Art.

implement ~ the 189 Article 21 would be applicable to these offesicArticle 21 would be

rﬁcomme”dat'on 0 inapplicable only to the minor offences of ML prdei in the 2 paragraph

the report of Art. 216: acquisition, usage or realization obgerty of value equal to
10 MLS or less in the perception that this prop@ryceeds from criminal
offences.

Measures taken to| Article 21 is applicable to Article 216 of the Ciimal Code. As it is

implement ~ the | proposed to amend the Criminal Code so that Art&16 would cover

recommendations | offences contained in Article 189, Article 21 woudd applicable to these

since the adoption| nffences. Regarding paragraph 1 of Article 21, mqe shall be held liable

of thet first progress | golely for preparation to commit a serious or graviene. Accordingly,

repor Article 21 would be inapplicable to the activitieigscribed in the®land in
the 3" paragraphs of Article 216, as those crimes aresidered as a legs
serious crime and a misdemeanour.

Recommendation of To reviewthe effectiveness and the dissuasive charactehefctiminal

the  MONEYVAL | sanctions under art. 189.

Report

Measures reported g As it is proposed to abolish Article 189 and to athérticle 216 so that it

of 4 March 2008 to | would cover all elements of ML, any case of ML wilde punishable by

implement the
recommendation of
the report

imprisonment for a term of up to 7 years. Only samiaor cases of ML
(using, acquiring, realization of property that qg@eds from criminal
offences when value of property equal to 10 ML$ess) would constitutg
a misdemeanor and would be punishable by commugeityice, or a fine
or detention.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As it is proposed to abolish Article 189 and to athérticle 216 of the
Criminal Code so that it would cover all elementdvih., any case of ML
would be punishable by imprisonment for a term pftai 7 years. It shoul
be noted, that the sanctions depend on the valyaragferty, and som
minor cases of ML (i.e. when value of property does exceed 3 MLS
would constitute a misdemeanour and would be pabishby community
service, or a fine, or detention, or arrest.

Recommendation o
the MONEYVAL
Report

f To consider making an explicit provision, as neagsgsspecifying that thg
laundering offence applies to both direct and iedirproceeds.

Measures reported 3
of 4 March 2008 tq
implement the
recommendation o

It is proposed to provide in Art. 216 that laundgrbffence applies not on
to money and property acquired in a criminal wayt, dlso to proceeds
such property. This provision fully implements regnendation as mone

and property acquired in a criminal way should Inelarstood as direg
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the report

proceeds and proceeds of money or property acquired criminal way,
should be understood as indirect proceeds.

It is proposed to reduce standard of mental elerfwen¥iL and to provide
that perpetrator commits an ML offence “in the p@tionthat the property

acquired in a criminal way” instead of “knowirnigat the property acquired

in a criminal way”. Perception is wider notion themowledge and it covers

both knowledge and suspicion that property wasieedin a criminal way!
Measures taken to| In the Draft of the Criminal Code it is proposedptovide in Article 216 of
implement  the | the Criminal Code that money laundering offenceliappnot only to
recommendations | property acquired in a criminal way, but also togeeds of such property.

since the adoption
of the first progress
report

This provision fully implements recommendation asperty acquired in ¢
criminal way should be understood as direct proseaad proceeds (
property acquired in a criminal way should be ustteyd as indirect
proceeds. It is proposed to reduce standard ofahel@ment for ML and to
provide that perpetrator commits an ML offence thie perceptiorthat the
property acquired in a criminal way” instead of tkving that the property
acquired in a criminal way”. Perception is widetian than knowledge an
it covers both knowledge and suspicion that prgpems acquired in
criminal way.

=S
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(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 5 (Customer due diligence)
|. Regarding financial institutions

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f To include in the AML Law a specified referencéhefull CDD measures a
opposed to identification procedures which, in teelwes, are part of th
independent vetiom of the

CDD process and provide for the
identification information obtained.

Measures reported &
of 4 March 2008 tg

implement the)
recommendation 0
the report

The new AML/CFT Law incorporates full customer dilikggence measures

which contains the obligation of financial instituts and other subjects
the Law to conduct customer due diligence procedireases mentioned
Article 9 of the AML/CFT Law (always by establisiginra new busines
relationship, by conducting occasional transastifsingle or several linke
operations) over 15 000 EURO, in case of doubtautalite accuracy o
veracity of previously obtained customer informatim case of suspicion, @
entering the casino and on exchange of money foscin case of curreng
exchange in cash when the amount is above 600G EHuaroase of internal @
cross-border postal money transfers above 600 Buros

The AML/CFT Law provides new obligations for finaakinstitutions and
other subjects:

must identify the customer and beneficial owner;

must receive information from the customer aboatgbrpose of hig
business relations and their intended character;

must check identity of the customer and benefioiaher following

the documents, data and information, received ftloenreliable and
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independent source;

- must conduct ongoing monitoring of the customerssiimss
relationship and ensure that the data about clé@mt beneficia
owner must be reviewed and kept up-to-date.

Implementing requirements of the Il Directive thew AML/CFT Law

introduces cases when simplified and enhanced mestalue diligence

procedures applies.
The detailed procedure will be established by tlsolution of the
Government and it will cover:

- identification and verification of the customer aseheficial owner,

- determination of beneficial owner including veréton (risk-based
approach),

- asking the information on the substance of thenmss relationshij
(e. g. a business plan),

- conducting on-going monitoring of a client actigi&j whether the
are in line with his proclaimed business plans, thve his risk
profile is showing substantial changes, includimg flow of up-dated
information on his activities, etc.

L=

Measures taken to
implement the
recommendation
since the adoption of
the first progress
report

There were no other amendments of the AML/CFT Langesthe adoption o
the ' progress report.
The AML/CFT Law (see Annex I), Government ResolntiNo. 942 (seg
Annex V), guidelines for financial institutions amdher entities introduc
customer due diligence procedures, such as:

1) identification of the customer as well as veation of customer’s identit
from independent sources;

2) identification and verification of beneficial oership and control;

3) establishment of intended purpose and natutleedbusiness relationship
4) execution of ongoing due diligence and scrutfiythe relationship an
transactions;

5) keeping of records up to date.

The AML/CFT Law and the Bank of Lithuania Guidekndor credit
institutions (see Annex VI) introduce risk-basegpraach. The AML/CFT
Law provides for simplified and enhanced customer diligence cases.

Article 10 of the AML/CFT Law provides that simpéfl customer dus

diligence could be used in cases when are invollisted companies;

beneficial owners of pooled accounts held by netaand other independe
legal professionals; domestic public authorities)y aother custome
representing a low risk; low risk products or tractsons:

((i) life insurance policies;

(i) insurance policies for pension schemes;

(iif) a pension, superannuation or similar scheim&t fprovides retiremer
benefits to employees;

(iv) electronic money (the device cannot be rechdrghe maximum amour
is no more than EUR 150; the device can be rechasgémit of EUR 2 50(Q
on the total amount per a calendar year);

(v) any other product or transaction representifmparisk determined by th
Government.

Enhanced customer due diligence (Article 11 ofAML/CFT) covers:
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1) transactions or business relationships wherecttstomer has not beg
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physically present for identification purposes;

2) correspondent banking relationships with crawititutions from the third
states;

3) transactions or business relationships withtipally exposed persons;

4) there is great threat of money laundering aotest financing.

Government Resolution No. 942 (see Annex V) apmotie rules o
customer and beneficial owner identification aslwasl detection of sever
interrelated monetary operations and regulate ciidle and verification of
personal information on customers and their reprtesizes (authorize
through power of attorney) by financial instituttoand other entities on th
basis of customer identification documents, keepihthe related documen
or copies thereof, customer identification instratse as well as detection
several interrelated operations. Mentioned documentudes rules fo
simplified and enhanced costumer due diligence:

Simplified CDD procedure:

» Simplified customer identification may be applied the case
specified in Article 10 of the AML/CFT Law;

» Before the procedure of customer identificatioroapetent officel
of a financial institution or another entity shadrify the existence o
circumstances that allow simplified customer id&cdtion;

» Having decided to apply simplified customer ideaéfion, the
financial institution or another entity shall, d@ iown discretion
select the customer identification instruments gigecin paragraph
5 of the Rules of Government Resolution No. 942 &Genex V);

» A financial institution or another entity must nmtrform simplified
customer identification if a separate decision bé tEuropear
Commission has been passed on the issue. In sudvert, the
financial institution or another entity must apghe provisions of
chapters Il or V of the Rules.

Enhanced CDD procedure:

 Enhanced customer identification shall be appliedthie case
specified in Article 11 of the AML/CFT Law;

» Before the procedure of customer identificatiorrompetent officel
of a financial institution or another entity shadrify the existence o
circumstances necessitating enhanced customeificiatndn;

* Having decided to apply enhanced customer ideatiio, the
financial institution or another entity shall, inet cases specified
paragraphs 2-4 of Article 11 of the AML/CFT Law, php the
enhanced customer identification instruments egedain the
AML/CFT Law;

Al
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Article 25 of Government Resolution No. 942 (seenéx V) provides tha
financial institution or another entity shall immaily once again verif
customer identity by means of enhanced customentifaation in the
following cases: when a customer knowingly prosigongful informatio
for the purposes of identifying the customer or dieml owner; when

customer withholds information; when there exist tircumstances for the

application of enhanced identification.
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Recommendation o
the MONEYVAL
Report

f To provide for a specific inclusion in the AML Lawar identification
requirements in the case of suspicion irrespeabifvéhe LTL 50,000 (Eur
15,000) threshold.

A4

Measures reported &
of 4 March 2008 tg
implement the
recommendation o0
the report

The new AML/CTF Law lists cases when customer dligeshce procedure
must be conducted by financial institutions andeosubjects of the Law.
Article 9 of the Law provides that financial instibns and other subjects pf
the Law must conduct due diligence procedureshieratases when there is a
suspicion of money laundering or terrorist finamgcactivities, regardless of
any derogation, exemption or threshold. This piiovisof the Law
implements above mentioned recommendation of th&IOVAL experts.

|92}

Measures taken to
implement the
recommendation
since the adoption of
the first progress
report

As it was mentioned in the®1progress report the AML/CFT Law
implemented this recommendation of the MONEYVAE @und evaluatior
report. Now the paragraph 7 of Part 1 of Articlefdhe AML/CFT Law (se€
Annex 1) provides obligation for financial institahs and other entities to
identify customer in the case of suspicion irresipef the threshold. There
were no other amendments of the AML/CFT Law simeeadoption of the®1
progress report.

Paragraph 10.6 of the Bank of Lithuania guidelifoescredit institutions (se
Annex VI) provides that credit institutions muskeameasures to identify
customer and beneficiary and verify their identity cases of suspecte
previous, present or future money laundering andésrorist financing
activities, irrespective of the amount of a mongtaperation or othey
exemptions.

Q_Q-)‘u

The same requirements are provided in Paragrapho@the Lithuanian
Securities Commission’s guidelines for financial ok@r, investment
companies with variable capital, management congsaand the depository
and in Paragraph 21.4 of the Insurance SuperviSorymission’s guidelines
for insurance undertakings and insurance brokirggtakings.

Recommendation o
the MONEYVAL
report

f To revise Article 3 of the Law on Payments withardg to customer details
for cross-border payments

Measures reported &
of 4 March 2008 tg
implement the
recommendation o0
the report

Implementing the recommendation of the 3rd MONEYVAdport the Law
on Payments was amended. This amendment of Ar8clef the Law
abolishes the different approach of internal arab®tborder payments. The
amendment of the Law on Payments provides thatitciestitutions must
apply the same requirements as regards custontrsification details fo
internal and cross-border payments. In both casésrrfal and cross-border
payments) financial institutions are required tatagb and maintain th
following information on: the name of originatohet originator's accour
number and the originator's address or identity Ineim

D
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Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The new Law on Payments was adopted and enteredfamte on 28
December 2009. The new Law on Payments does notiderothe
requirements for customer information in casesntérnal or cross-borde
payments.

=

The EU Regulation No. 1781/2006 on information ohe tpayer
accompanying transfers of funds applies directlyithuania. According td
the mentioned regulation, payment service providanst identify custome
and shall ensure that transfers of funds are acaoieg by complete
information on payer which shall consist of his maraddress and accouynt

=

number. In case if the payment service providdhefpayee becomes awaye,
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when receiving transfers of funds, that informatimm the payer require
under the Regulation is missing or incomplete, hitills either reject the
transfer or ask for complete information on payerany event, the payme
service provider of the payee shall comply with aapplicable law ot
administrative provisions relating to money lauiggr and terrorist
financing.

o

Recommendations @

fTo ensure that the Register of Legal Persons recorthformation on

the  MONEYVAL | shareholding changes in legal persons followingstgtion.

report

Measures taken t The Draft Law amending Article 12 and supplementticle 41 of the Law
implement ~ thel on Companies (No..1X-1594) has been prepared aedepted for the

tliecgmmetndatlon O coordination among institutions concerned. Moreaitlsd information is
e Repor

presented commenting the implementation of R.33.

%

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

The Parliament adopted the Law supplementing Ardd (1) of the Law of
Companies on 15 December 2009. This law (with sermeptions) entere
into force on 1 March 2010. According to the Arictl (1) of the Law of
Companies, private limited liability companies avbliged to draw thei
shareholders’ lists and submit the lists to the i®epg of Legal Person
(within 5 days from the date of the drawing up foé tlist). Private limited
liability companies, incorporated prior to 1 Mar2@10, will have to submi
their shareholders’ list to the Register of Lega&rdéns not later than
October 2010. Whenever data included in the shidels) list changes, th
whole new list has to be submitted to the Registdregal Persons (within
days from the date of the drawing up of the new).liMore detailed
information is provided commenting the implememtatdf R.33.
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Recommendation o
the MONEYVAL
Report

f As part of the CDD process, financial institutiagt®uld be required to dra

up customer acceptance policies and business psofiith an obligation for

on-going due diligence procedures.

<

Measures reported &
of 4 March 2008 tg

implement the
recommendation 0
the report

This recommendation was implemented through theigions of Article 19

subjects must establish appropriate internal comtrocedures related wit
due diligence of client and beneficial owner, reimgr and providing of
information to the FCIS, as well as record keepaggessment of clients rig
management of the risk, other measures which weNgnt money launderin
and terrorist financing. These procedures covetoousr acceptance policie
and business profiles.

According to the new provisions of the AML/CFT Lafinancial institutions
and other subjects in all cases must conduct aggaionitoring of the
business relationship including scrutiny of
throughout the course of that relationship to emshat the transactions bei
conducted are consistent with the institution'person's knowledge of th
customer, the business and risk profile, includindnere necessary, th
source of funds.

Financial institutions and other subjects must enghat the documents, d3
or information held are revised and kept up-to-date

More detailed procedures will be implemented thiotige Guidelines fo

Government resolutions.

of the AML/CFT Law which states that financial iistions and other

traneas undertaken

financial institutions which will be adopted aftéhe adoption of the

«Q
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Measures taken to
implement the
recommendation
since the adoption of
the first progress
report

There were no other amendments of the AML/CFT Lenvesthe adoption o
the £' progress report.

Government Resolution No. 942 (see Annex V) apmotle rules o
customer and beneficial owner identification aslvasl detection of sever

f

interrelated monetary operations shall regulatéectibn and verification o
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personal information on customers and their reprtesiges (authorize
through power of attorney) by financial institutioand other entities on th
basis of customer identification documents, keepihthe related documen
or copies thereof, customer identification instratse as well as detection

several interrelated operations. Mentioned documientudes rules fo
simplified and enhanced costumer due diligence.

Article 25 of Government Resolution No. 942 prowdéhat financial
institution or another entity shall immediately enagain verify custome
identity by means of enhanced customer identifocain the following cases
when a customer knowingly provides wrongful infotioa for the purpose
of identifying the customer or beneficial owner;emha customer withhold
information; when there exist the circumstances tloe application of
enhanced identification.

Ongoing Monitoring:

Paragraph 14 and 15 of the Bank of Lithuania gindsl for credit
institutions (see Annex VI) provides that credstitutions must:

1) conduct ongoing monitoring of the business r@tehip including scrutiny
of transactions undertaken throughout the courskadfrelationship to ensu
that the transactions being conducted are consistdth the credit
institutions' knowledge of the customer, the bussnétypes of busines

business partners, business territory, etc,) asidpiofile including, where

necessary (if legal basis of a monetary operat®mot clear and if &
monetary operation does not reflect financial ctbodiof the customer) — th
source of funds.

2) guarantee that money laundering and/or terréinancing risk assessme
is carried out on the basis of the most recentmedise information. Cred
institutions must continuously revise and updatst@mer and beneficiary’
identification data. This provision shall apply bwth, new and alread
existing customers of credit institutions.

Paragraph 13.4 of the Lithuanian Securities Comon&s guidelines for,
financial broker, investment companies with vamalkhpital, manageme
companies and the depository must conduct ongoiogitoring of the

business relationship including scrutiny of tramms undertaken

throughout the course of that relationship to emshat the transactions bei
conducted are consistent with the credit instingloknowledge of the
customer, the business and risk profile includimigere necessary the souf
of funds.

Customer Acceptance Policies and Business Profiles:
Paragraphs from 18 to 27 of the Bank of Lithuaniaid8lines for credit
institutions (see Annex VI) provides that credistitutions must draw u
customer acceptance policies and business prafitesan obligation for on/
going due diligence procedures.

Lithuanian Securities Commission’s guidelines foinahcial broker,
investment companies with variable capital, managgmompanies and th
depository provides that financial institutions Itivatheir activity be guided
by the principle KYC (including the identities ofha clients, theil
intermediaries, the establishment of the basisdpresentation, collection ¢
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the data on the financial status of the clientgedlves of investment
experience, the presence of personal property, &tus principle empower
financial institution to take reasonable measuresrder to understand th
ownership and control structure of customer or ¢ébednine who are th
natural persons that ultimately own or control¢hstomer.

Paragraph 7 of the Lithuanian Securities Commissi@uidelines provide
that employees of financial institutions shall e8th the identity of thei
customer (natural or legal person) to whom investra@d other services a
provided, therefore financial institutions shallthreir activity be guided b
the principle: KYC (including the identities of thelients, their
intermediaries, the establishment of the basisdpresentation, collection ¢
the data on the financial status of the clientgedlves of investment
experience, the presence of personal property, etc.

Paragraph 70 of the Lithuanian Securities Commis&aidelines states th
financial institutions must establish appropriatéeinal control procedure
relating to the appropriate clients and benefiemridentification and
verification, reporting and information presentatiaf the FCIS, also relatin
to information keeping, risk assessment, risk (ddpe on the custome

financing of terrorism related to financial opeoa and transactions a
reduce money laundering, and (or) terrorist finagci

business relationship or transaction type and spneanagement, complianc
management and communication to prevent money &ing] and (or) the

(D(-DUJ“
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Recommendation 0
the MONEYVAL
Report

f To introduce a specific obligation for financial stitutions to conside
reporting where the ID procedures cannot be congbfeaind satisfactorily
fulfilled.

r

Measures reported &
of 4 March 2008 tg

implement the
recommendation 0
the report

Implementing abovementioned recommendation of tiENEY VAL experts
the AML/CFT Law was amended and now provides thét prohibited for
financial institutions and other subjects of thewlL#o establish busines
relationship or perform the transactions in case diigence can not b
completed and in case beneficial ownership carbaaletermined. The La
provides that in such cases when it is impossibiepdetely and satisfactoril
fulfil identification procedures the financial iftstions and other subject ¢
the Law are prohibited to establish business meiatiips and perforn
transactions and obliged to report such casest&6@S immediately.

S < =20

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

As it was mentioned in the*1progress report the AML/CFT La
implemented this recommendation of the MONEYVAE @und evaluatior
report.

obligation for financial institutions and other et to consider reporting t
the FCIS in the case when the customer identificagirocedures can not |
completely and satisfactorily fulfilled. There weme other amendments
the AML/CFT Law since the adoption of th& grogress report.

Paragraph 16 of the Bank of Lithuania Guidelinasciedit institutions (se
Annex VI) provides that credit institutions sha#é prohibited from carrying
out monetary operations via bank accounts, eshabis business
relationship, performing transactions in cases wthey are not able to fulf
the requirements established in paragraphs 10 toflthese Guideline
related with due diligence of customers and bersefes. The FCIS must b

Now Paragraph 11 of Article 9 of the AML/CFT LaweésAnnex 1) provides

forthwith notified to the effect.
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The same provisions are provided in Article 23 thighuanian Securitie$

Commission approved guidelines, intended for préeen of money
laundering and/or terrorist financing for financidroker, investmen
companies with variable capital, management congsaand the deposito
and Article 37 of the

financing, for insurance undertakings and insurdro&ing undertakings.

Insurance Supervisory Comiuniss approved
guidelines, intended for prevention of money laumde and/or terroris

D

it
y

(other) changes
since the first
progress report (e.qg.
draft laws, draft
regulations or draft
“other enforceable
means” and other
relevant initiatives)

Recommendation 5 (Customer due diligence)
. Regarding DNFBP*

Recommendation of
the MONEYVAL
report

To address CDD including identification issues, firevision of a lega
basis to certain key elements of the ID procesd,tha timing and basis (¢
the applicability of the ID process.

=4

Measures reporte
as of 4 March 200§
to implement the
recommendation o
the report

The AML/CFT Law stipulates the verification as angmwnent of due
diligence procedures; meaning it has to be donetbeg with identification
by all obliged entities; by all means it has to fig@ished before the
establishment of the business relationship or eefloe business transacti
is being executed.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

There were no other amendments of the AML/CFT Lawesthe adoptior
of the ' progress report.

The following legal acts provides for full customelue diligence
procedures:

the AML/CFT Law (see Annex I);

Government Resolution No. 942 (see Annex V);

the State Gaming Supervisory Commission Guidelines;

the Lithuanian Assay Office Guidelines,

the Chamber of Bailiffs Guidelines;

the Chamber of Notaries Guidelines;

the Lithuanian Bar Association Guidelines;

the Chamber of Auditors Guidelines:

the Culture Heritage Department under the MinisthyCulture of
the Republic of Lithuania Guidelines.

Mentioned CDD procedures covers:
1) identification of the customer as well as vedfion of customer’'s
identity from independent sources;

2) identification and verification of beneficial oership and control;
3) establishment of intended purpose and naturethef business
relationship;

4) execution of ongoing due diligence and scrubhyhe relationship an
transactions;

|-

Lie. part of Recommendation 12.

25



5) keeping of records up to date.

The AML/CFT Law provides for simplified and enhadceustomer du
diligence cases (Articles 10 and 11).

Simplified customer due diligence could be usedcases when ar
involved: listed companies; beneficial owners oblpd accounts held
notaries and other independent legal professiondtsmestic publi
authorities; any other customer representing arisky low risk products o
transactions: (i) life insurance policies; (ii) umance policies for pensign
schemes; (iii) a pension, superannuation or singtdreme that provides
retirement benefits to employees; (iv) electronicney (the device cannot
be recharged, the maximum amount is no more thaR ERD; the devic
can be recharged, a limit of EUR 2 500 on thel @a@ount per a calendar
year); (v) any other product or transaction repméeg a low risk
determined by the Government.

Enhanced customer due diligence covers:
1) transactions or business relationships wherectis.omer has not been
physically present for identification purposes;

2) correspondent banking relationships with creddtitutions from the
third states;

3) transactions or business relationships withtigally exposed persons;
4) there is great threat of money laundering aotest financing.

Government Resolution No. 942 (see Annex V) apm@ove

1. The list of criteria on the basis for considgrancustomer to pose a small
threat of money laundering and/or terrorist firagcand criteria based gn
which a threat of money laundering and/or terrdiigincing is considere
to be great;

jon

2. The rules of customer and beneficial owner idieation as well as
detection of several interrelated monetary openaticshall regulate
collection and verification of personal information customers and their
representatives (authorized through power of adgrnby financial
institutions and other entities on the basis oft@ugr identification
documents, keeping of the related documents oresotbiereof, customer
identification instruments, as well as detection s#veral interrelated
operations.

(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 10 (Record keeping)
I. Regarding Financial Institutions

Rating: Compliant

Recommendation of
the MONEYVAL
report

Measures reporte
as of 4 March 200¢
to implement the
recommendation o
the report

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 16 of the AML/CFT Law (see Annex |) provisighat financial
institutions must keep the registers of monetamgragons and transaction
such as:

»

1) a single or several related financial operationstransactions whic
exceed EUR 15,000 or its equivalent in foreign emcy, irrespective o
whether the transaction is performed during a singl several relate
operations;

O -

o

2) foreign exchange transactions in cash, if thewrh of the exchange
cash is in excess of EUR 6,000 or its equivalefioieign currency;

3) the local and international post remittancedaations, when the amou
of the remitted or received money exceeds EUR @Ollscequivalent i
foreign currency;

4) money transfers — in compliance with the prayisi of Regulation (EC
No. 1781/2006 of the European Parliament and of Goeincil of 15
November 2006 on information on the payer accomipgnyransfers o
funds.

Other entities (except for notaries or personsnked to perform notarial
actions, lawyers and assistant lawyers, bailiffs parsons licensed
perform bailiff's duties, and postal services pdevs) must keep the regis
of single payments in cash when the amount of vedeior paid casl
exceeds EUR 15,000 or a respective amount in &foirrency, also th
register of suspicious and unusual monetary omersthnd transactions.

D

r

[

(97

The financial institutions and other entities mksep the register of th
customers with whom the transactions or businesgionship have bee
terminated under the circumstances specified irclaril5 of the AML/CFT
Law (in case when customer avoids or refuse to gutmmthe financial
institution or another entity at its request anthimi the specified time limit
information about the origin of the monetary resesr or assets, oth
additional data) or under other circumstanceseadlad the violation of the
procedure of prevention of money laundering ant#oorist financing.

=)

The AML/CFT Law provides that:

=2

1) the data of the registers shall be kept for #@ry from the day o
termination of transactions or business relatioitls the customer.
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2) the copies of documents confirming customer&nidy must be kept fo
10 years from the day of termination of the tratisas or busines
relationship with the customer.

-

3) the documents confirming the monetary operatiotransaction or othe
legally valid documents, related to performancenoietary operations @
transactions must be kept for 10 years from the afgyerformance of thg
monetary operation or conclusion of the transaction

= =

1%

Government Resolution No. 562 (see Annex Il) arld approved
guidelines, intended for prevention of money laumde and/or terroris
financing establishes the rules for registers kegepi

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 10 (Record keeping)
. Regarding DNFBP?

Recommendation of
the MONEYVAL
Report

Measures reporte
as of 4 March 200§
to implement the
recommendation o
the report

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Article 16 of the AML/CFT Law (see Annex |) pides that notaries g
persons licensed to perform notarial actions, a$ agebailiffs or person
licensed to perform bailiff's duties must keep thgister of suspicious d@
unusual transactions of customers as well as tcéinea where the receive
or paid amount in cash exceeds EUR 15,000 or a&ctsp amount in &
foreign currency.
Other DNFBPs entities (except for notaries or pessicensed to perforn
notarial actions, lawyers and assistant lawyergiffeaor persons license
to perform bailiff's duties) must keep the registérone-off payments i
cash when the amount of received or paid cash dzcB&R 15,000 or
respective amount in a foreign currency, also dggster of suspicious an
unusual monetary operations and transactions. kaggt the register of th
customers with whom the transactions or businelsgiorship have bee
terminated under the circumstances specified irclari5 of the AML/CFT
Law (in case when customer avoids or refuse to #utmmthe financial
institution or another entity at its request anthim the specified time limit
information about the origin of the monetary resesr or assets, oth
additional data) or under other circumstancesedlab the violation of the
procedure of prevention of money laundering an@oorist financing.

H—=

=

SO oY= 2o =2

O

The AML/CFT Law (see Annex ) provides that:

2j.e. part of Recommendation 12.
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1) the data of the registers shall be kept for #@rg from the day o
termination of transactions or business relatioitls the customer.

=

2) the copies of documents confirming customeré&nidy must be kept fo
10 years from the day of termination of the tratisas or business
relationship with the customer.

3) the documents confirming the monetary operatiotransaction or othg
legally valid documents, related to performancenginetary operations
transactions must be kept for 10 years from the afgyerformance of thg
monetary operation or conclusion of the transaction

= =

11%4

Government Resolution No. 562 (see Annex Il) ahd@broved guidelines
intended for prevention of money laundering andémrorist financing
establishe the rules for registers keeping.

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations
or draft “other
enforceable

means” and other
relevant initiatives)

Recommendation 13 (Suspicious transaction reporting

I. Regarding Financial Institutions

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

fIn general the obligation to report suspicious tsactions is adequatel

covered through the AML/CFT Law and the Governnagolution 929. It
is however not clear whether the obligation applies attempted
transactions or to cases where an institution heasonable grounds to
suspect that a transaction may be related to mdaegdering. For the
financial sector the obligation is restricted toethcarrying out of 4
“financial operation” as defined in the Act and wdutherefore exclude
other transactions not necessarily involving a fioi@l content (contrary tg
the requirements also of th&EU Directive). The Lithuanian authoritie
may wish to reconsider the Law in this regard.

17

Measures reported &
of 4 March 2008 to
implement the
recommendation o
the report

The above mentioned obligation to report casegtefrgted transactions or
cases where an institution has reasonable groonsisspect that transaction
may be related to money laundering will be covetedugh provisions of
the Government resolutions concerning unusual asgisious transaction.
On the basis of mentioned draft resolution, thegehl entity is required to
report without delay to the FCIS not only unusuald asuspicious
transactions but also attempt to do so.

The new AML/CFT Law extends the reporting obligatiof financial
institutions and now according to the provisionghaf new AML/CFT Law|
financial institutions and other subjects must repmthe FCIS about all th
suspicious or unusual financial operations andstetions regardless the
amount of the operation or transaction.

1]
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The above mentioned obligation to report casestefmgpted transactions or
cases where an institution has reasonable groonsisspect that transaction
may be related to money laundering is covered tfivoprovisions of
Government Resolution No. 677 (see Annex Ill) conicgy unusual and
suspicious transactions.

Government Resolution No. 677 approves the listrgéria on the basi
whereof a monetary operation or transaction iseedgarded as suspiciolus
or unusual, describes of the procedure of suspgrglispicious monetarny
operation and transaction and reporting the inféionaabout suspicious ¢
unusual monetary operations or transactions t&@is.

192}

=

Article 3 of Government Resolution No. 677 statisancial institutions|
and other entities, when performing an ongoing taeoimg of the
customer’s business relationship, including the estigating of the
transactions concluded during such relationshigstrpay attention to such
activities which, in their opinion, may in theirtnee be related to money
laundering and/or terrorist financing and espegidth complicated of
unusually large transactions and all unusual strestof transaction, which
have no apparent economic or visible lawful purp@sewell as business
relationship or monetary operations with the cusi@mfrom third states
where money laundering and/or terrorist financingvpntion measures are
insufficient or do not conform to the internatiostédndards, and shall notify
the FCIS about monetary operations and transactitish are being, have
been or are attempted to be conducted, and whidiheir opinion, may be
related to money laundering and/or terrorist finagceven if they satisfy
none of the criteria referred to in item 1 hereof.

Implementing that recommendation of tH& &valuation report the Bank of
Lithuania included requirement for credit and pagimastitutions to report
the FCIS in cases when they know, suspect or heasonable grounds o
suspect that money laundering or terrorist finagdm being or has been
committed or attempted. Paragraph 37 of the Banlkitbfiania Guidelines
(see Annex VI) provides that credit institutionsshalso immediately repof
to the FCIS in cases when they are aware of, stugpebave sufficient
grounds to suspect money laundering or terromstricing which is being g
was actually carried out or attempted. The sameim@yents apply for
payment institutions.

—

=

Recommendation of The FT reporting should be directly addressed tlgfospecific provisions

the  MONEYVAL
Report

"4}

in the AML Law that are not restricted to infornation international lists.

Measures reported &
of 4 March 2008 to
implement the
recommendation o
the report

U

According Article 1 of the AML/CFT Law, one of thpurposes of the
AML/CFT Law is to establish the measures for preixen of money
laundering and terrorist financing. One of the mees listed in Chapter
of the AML/CFT Law is report on suspicious or unalsiinancial operations
or transactions. By all means such measure invaWVegeporting. More
detailed guidelines in this regard will be deteredinby the Governmer
resolution.

w

"4}

—

Measures taken to
implement the
recommendations

since the adoption
of the first progress

The main issue appeared dhrdund evaluation of Lithuania concerning FT
reporting obligation was that there where no prévenlaw where
obligations regarding FT would be stated. Now AMEXCLaw (see Anne
I) establishes the measures for prevention of battoney laundering an

terrorist financing, one of the measures liste@lvapter 3 of the AML/CFT

o

report
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Law is obligation to report on suspicious or unudgunancial operations o
transactions, which are related to FT. More dedajigidelines in this regar
are determined by Government Resolution No. 67& fsenex 1ll) which
approves the list of criteria on the basis wherohonetary operation or
transaction is to be regarded as suspicious oruahuimclusive number g
criteria to FT:

[@Nan

—

» the customer, the customer’s representative (ibaatary operation
or transaction is carried out through the customezpresentative),
the entity for the benefit whereof a monetary opena or
transaction is performed are subject to financiahcgons in
accordance with the Law on the Implementation adrieenic and
other International Sanctions of the Republic ofhuania of 22
April 2004,

» the customer or the owner of assets asks to pagrtioaint due tq
him to persons who are obviously unrelated to lsgal field of
activity;

» the full amount of advance, other contribution ffweir larger part
is paid by persons who are obviously unrelatedhto dustomer’s
usual field of activity;

* the customer performs monetary operations or cadeslu
transactions for which it is difficult or impossiblto identify a
beneficiary;

» transfers in small amounts from different accouatthe customer’s
account have become extraordinarily frequent withobvious
reason;

» transfers in small amounts from the customer’s actointo
numerous unrelated accounts have become extradhgifraquent
without obvious reason;

* deposits in small amounts to the account of a mofitp
organization have increased without obvious reason.

According Government Resolution No. 680 (see Anlivgxvhen necessary
the State Security Department, on its own initetdbr upon a request from
the FCIS, shall provide the FCIS with information possible terrorist
financing identification criteria in writing or kigchnical means.
Now State Security Department is in the procesprovide intelligence tg
the supervisory institutions about the criteria identification of terrorist
financing (Paragraph 3 of Article 6 of AML/CFT Law)

As it was mentioned above the Bank of Lithuaniadelihes (see Anne
VI) provides that credit and payment institutiorisoamust immediately
report to the FCIS in cases when they are awaresugpect or hav
sufficient grounds to suspect not only money lauinde but as well terroris
financing which is being or was actually carried ouattempted.

X

4]

—

(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other

enforceable means”

and other relevant
initiatives)
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Recommendation 13 (Suspicious transaction reporting

ll. Regarding DNFBP?

Rating: Partially Compliant

Recommendation o
the MONEYVAL
Report

f DNFBPs should be made more aware of their importeoie in the

AML/CFT regime of Lithuania thus ensuring that,understanding their

role better DNFBPs acknowledge and implement thel AdBligations
further. In this regard the.ithuanian Authorities may wisto revisit the
AML Law accordingly.

Measures reported a
of 4 March 2008 to
implement the
recommendation of
the report

The Culture Heritage Department under the MinistfyCulture of the)

of Lithuania, the Securities Commission of the Rs#jguof Lithuania, the
State Gaming Supervisory Commission, the ChambeNaftaries, the
Chamber of Auditors, the Lithuanian Chamber of ifailthe Assaying anc
Hallmarking Laboratory of Lithuania and the Lithigm Bar Associatior]
according to their competence, is responsible Her grevention of mone
laundering and terrorism financing stipulated theILACFT Law and arg
obliged to approve guidelines aimed at preventiomaney laundering an
terrorist financing, supervise the activity of &e8, related to thg
implementation of preventive measures against molaeydering ang
terrorist financing, consult on the issues of theplementation of the

abovementioned guidelines. Close cooperation orreawas programs a
in process between the entities and the FCIS.
Measures taken to| Important changes were made in this area.
implement the
recommendations | The AML/CFT Law (see Annex |) provides new categsrof DNFBPs:
since the adoption - bailiffs:
?; tgft first progress - accounting undertakings or undertakings providimg tadvice
P services;

trust (trustee) or company service providers.

New competent authorities under the AML/CFT Law evetesighated
responsible for drafting a the AML/CFT Guidelinesr fobliged entities
supervising and consulting them:

the Lithuanian Assay Office;

the Chamber of Auditors;

the Chamber of Notaries;

the Department of Heritage of Culture under the idMig of
Culture;

the Chamber of Bailiffs.

One of the AML/CFT requirements to DNFBPs is STRoréing obligation
(Article 14 of AML/CFT Law).

GovernmenResolution No. 677 (see Annex lll) approves thedfscriteria
on the basis whereof a monetary operation or trdiosais to be regarded &
suspicious or unusual, describes of the proceduseispending suspiciou
monetary operation and transaction and reportirgy itfiormation abou
suspicious or unusual monetary operations or tciioses to the FCIS by
financial institutions and DNFBPs as well.

Republic of Lithuania, Insurance Supervisory Consiois of the Republi¢

|®N
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ie. part of Recomme

ndation 16.
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After the AML/CFT Law and 4 Government Resolutiongplementing the
AML/CFT Law came into force, a number of guidelingsre approved t
all DNFBPs:

» the FCIS Guidelines for:
1. providers of postal services who provide servidedamestic and
international money transfers,

2. persons engaged in economic-commercial activigided to trade
in real estate other property the value of whicimiexcess of EUR

15 000 or an equivalent sum in foreign currency nehgayment is
made in cash
3. accounting undertakings or undertakings providiag tdvice
services
* the State Gaming Supervisory Commission Guidelines;
» the Lithuanian Assay Office Guidelines;
» the Chamber of Baliliffs guidelines
» the Chamber of Notaries guidelines;
» the Lithuanian Bar Association guidelines;
* the Chamber of Auditors guidelines;
» the Culture Heritage Department under the MinistfyCulture of
the Republic of Lithuania Guidelines.

After that entities under the AML/CFT Law began grecess of adjustment
of necessary legal documents under the AML/CFTesystequirements.

One of them provided Government Resolution No. @& Annex lll):
conditional features of the criteria on the basikemgof a monetar

operation or transaction is to be regarded as siossi shall be established

by financial institutions and other entities on iboation with the FCIS
Also requirement of establishing internal controbgedures is provided i
AMF/CFT Law (Article 19).

At the time of mentioned process it was organizedes of meetings witl
associations of DNFBPs, supervisory authorities aitth the DNFBPS
itself.

Training for auditors was conducted in 2009. Thénnbapics of the training
program: legal AML/CFT basis; latest AML/CFT trendsd typologies
new technologies involvement to ML schemes; ML aatiors; FT
indicators; international sanctions list; CDD preseRecord keeping; ST

reporting requirements; PEPs. Training programoiedeen for 2010 gs

well. First priority is training course for DNFBPs.

The FCIS designated contact persons responsible céotacts with
associations with DNFBPs itself.

Taking into account the MONEYVAL experts recommetiass in respec
of lack of supervision actions coordination betwette FCIS and
supervisory authorities under the AML/CFT Law (#e®ex I). The Article
4 Paragraph 14of the AML/CFT Law states that all supervisg
institutions, mentioned in AML/CFT Law shall keepummal cooperatior
with the FCIS and exchange the information abow tasults of the
conducted inspections of the entities’ activityated to the implementatio
of preventive measures against money launderingtamdrist financing,
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According to that a number of agreements on coatwin of supervisiorn
actions were signed between the FCIS and all sigpeywauthorities unde
the AML/CFT Law:

on 16 June 2009 with the State Gaming Supervisomi@ission;
on 23 July 2009 with the Chamber of Bailiffs;

on 14 September 2009 with the Chamber of Auditors;

on 14 September 2009 with the Lithuanian Assaydoffi

Ministry of Culture of the Republic of Lithuania;
on 10 February 2010 with the Chamber of Notaries.

From the quality of the proceedings mentioned, DREBndoubtedly awat
of their important role in the AML/CFT regime ofthuania.

on 26 October 2009 with the Culture Heritage Dapartt under the

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Special Recommendation Il (Criminalise terrorist financing)

Rating: Partially compliant

Recommendation 0
the MONEYVAL
Report

f To introduce a separate offence of terrorist finage independently fron
art. 250 which deals with terrorist activities irlvimg criminal groups, in
line with the requirements of SR.Il and accordinghtt. 2 of the 1999 UN
Convention for the Suppression of the Financinglefrorism, with a
view in particular to: a) include the collection dfinds; c) refer ta
individual terrorists; d) state that in order to lmeiminally liable it is not
necessary that funds were actually used to cartyteworist acts or be
linked to a specific terrorist act..

—

Measures reported &
of 4 March 2008 tg
implement the
recommendation of th
report

There have been no changes in the statutory defisitof terrorism
financing since the last evaluation. However, wogkgroup at Ministry
of Justice prepared the Draft, mentioned abovechvhbirrently is unde
discussion. With the request for response the Dvaft sent to a numbg
of State institutions (Ministry of Home Affairs, Wnof Financial
Intelligence at Ministry of Home Affairs, ProsecutGeneral’'s Office,
State Security Department) and to scientific ioftinhs (Mykolas
Romeris University, Vilnius University, The Instieuof Law).

The proposed amendments should fully cure shortogsnof the curren
definition of terrorism financing and fully implemerecommendations @
the committee of experts. It is proposed to intaalseparate offence
terrorism financing (Art. 2500f Penal Code). It is also proposed
provide that an offence of terrorism financing urd#s the collection g
funds or any other property and refers to supporhdividual terrorists
In order to be criminally liable it would not be aessary that funds ¢
property were actually used to carry out terrosists or be linked to

specific terrorist act. It would be sufficient thperpetrator perceive
(knew or suspected) that funds, property or supmarg be usedo carry
out a terrorist act or to commit other criminalesf€e related with terrorig

—

D

act or to support an individual terrorist or a granf terrorists.
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The offence of financing terrorism would be listedArticle 7 of Penal
Code, which provides universal penal jurisdictidntlee State for the
crimes, specified in international agreements.

Further citations from the Draft are provided:

Article 1. Amendment and supplementation of tfieAticle

The 7th Article shall be supplemented with the m&\sub-paragraph:
»7) financing of terrorism (Article 252()1‘

Article 6. Amendment of the 5th and 6th paragrapithe 258 Article

1. Words “also financed or gave material or othgp®rt to such group
shall be deleted from the™Sparagraph of the 280Article and this
paragraph shall be written out so:

“5. Any person, who created a group of accomplmesrganised grouj
for the commitment of the acts mentioned in thiticke or participated in
its activities, shall be punished by imprisonmeotf 4 to 10 years.”

2. Words “also financed or gave material or othgip®rt to such group
shall be deleted from the"6paragraph of the 2%0Article and this
paragraph shall be written out so:

“6. Any person, who created a terrorist group véathobjective to threat
people or illegally demand from state, its instdaot or international
organisation to perform specified actions or totrees from them of
participated in its activities, shall be punishgdrbprisonment from 10 to
20 years.”

Article 7. Supplementation of the Code with theidet 25¢
The Code shall be supplemented with the Article’250
“Article 250°. Financing of terrorism

1. Any person, who collects funds, any other prggper provides material
or any other support to other person, in the peéi@eghat these funds,
property or support may be used to carry out atistract or to commit
other criminal offence related with terrorist actt@ support an individual
terrorist or a group of terrorists, shall be pueisty imprisonment from 4
to 10 years.
2. Any person, who provides material or any othgyp®rt to a terrorist
group or collects funds or any other property ia plerception, that it may
be used to support terrorist group, shall be pwaishy imprisonment
from 10 to 20 years.

3. Legal entities shall also be held liable for #s specified in thi
Article.”

1=}

1v2}

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

As it was mentioned in the 1st Progress Reportwibiking group at the
Ministry of Justice prepared the draft Law amending Criminal Code
that criminalizes terrorist financing. However,thé same time the State
Security Department has prepared draft amendmédnteeonumber of
laws concerning terrorism, including some artiaéthe Criminal Code
(the Criminal Code is supplemented with the speaittle for terrorist
financing). Seeking the consistency in the lawsrkimy group at the
Ministry of Justice suspended its work and preskitie suggestions and
remarks regarding the draft article of the Crimi@ade, criminalizing
terrorist financing. The proposed amendments of @reminal Code
should eliminate the inaccuracies in criminaliztegrorist financing that
were mentioned in the 3rd round evaluation rep@titrently the draft
amendments of the number of laws, including the ralments of the
Criminal Code, are forwarded to the Parliamenftiother discussions.

(other) changes since
the first progress

report (e.g. draft
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laws, draft
regulations or draft
“other  enforceable
means” and other
relevant initiatives)

Special Recommendation 1V (Suspicious transactioreporting)

I. Regarding Financial Institutions

Rating: Partially compliant

Recommendation of the
MONEYVAL Report

The obligation to report suspected FT transactigmsonly restrictively
addressed through Government Resolution 929.

Measures reported as

See answer for recommendation 13.

4 March 2008 tq

implement the

recommendation of th

report

Measures taken to| The main issue appeared durind Bound evaluation of Lithuani

implement the | concerning FT reporting obligation was that theteere no preventive lay

recommendations where obligations regarding FT would be stated. Nine AML/CFT Law

since the adoption of (see Annex I) establishes the measures for preremi both - money

:gzort first  progress | 5 ndering and terrorist financing. One of the ruees listed in Chapter 3

< D

of the AML/CFT Law is obligation to report on susjpius or unusual
financial operations or transactions, which aratesl to FT. More detailed
guidelines in this regard are determined by GovemtnResolution No
677 (see Annex Ill) which approves the list oferih on the basis wherepf
a monetary operation or transaction is to be reghrals suspicious (
unusual, inclusive number of criteria to FT:

=

* the customer, the customer’'s representative (if anetary
operation or transaction is carried out through tustomer’s
representative), the entity for the benefit whereofmonetary
operation or transaction is performed are subjectfinancial
sanctions in accordance with the Law on the Implaat@on of
Economic and other International Sanctions of tlepudlic of
Lithuania of 22 April 2004;

» the customer or the owner of assets asks to pagrioeint due tq
him to persons who are obviously unrelated to Isigali field of
activity;

» the full amount of advance, other contribution tfoeir larger part
is paid by persons who are obviously unrelatechéodustomer’s
usual field of activity;

* the customer performs monetary operations or cadeslu
transactions for which it is difficult or imposséblto identify a
beneficiary;

» transfers in small amounts from different accounts the
customer’s account have become extraordinarilyuteat without
obvious reason;

e transfers in small amounts from the customer’s awstanto
numerous unrelated accounts have become extraalgifnaquent
without obvious reason;

e deposits in small amounts to the account of a nofitp
organization have increased without obvious reason.

According to Government Resolution No. 680 (see éniV) when
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terrorist financing identification criteria in wirity or by technical means.

necessary, the State Security Department, on its ioWiative or upon g
request from the FCIS, shall provide the FCIS witbrmation on possible

Now the State Security Department is responsible pooviding
intelligence to the supervisory institutions abotite criteria for
identification of terrorist financing (ParagraploBArticle 6 of AML/CFT
Law).

(other) changes since
the first  progress
report (e.g. draft laws,

draft regulations or

draft “other

enforceable  means”

and other relevant

initiatives)

Special Recommendation IV (Suspicious transactioreporting)
Il. Regarding DNFBP
Rating:

Recommendation of th
MONEYVAL Report

Measures reported as

4 March 2008 tq

implement the)

recommendation of th

report

Measures taken to| The main issue appeared durin§ 3ound evaluation of Lithuani
implement the | concerning FT reporting obligation was that therew no preventive lay

recommendations since
the adoption of the
first progress report

< D

where obligations regarding FT would be stated. M&ML/CFT Law (see
Annex ) establishes the measures for preventionbath - money
laundering and terrorist financing, One of the riees listed in Chapter (3
of the AML/CFT Law is obligation to report on susjpus or unusua|
financial operations or transactions, which aratesl to FT. More detailed
guidelines in this regard are determined by GovemtnResolution No
677 (see Annex lll) which approves the list ofexita on the basis whereof
a monetary operation or transaction is to be regghrals suspicious (¢
unusual, inclusive number of criteria to FT:

=

e the customer, the customer's representative (if anatary
operation or transaction is carried out through tustomer’'s
representative), the entity for the benefit whereofmonetary
operation or transaction is performed are subjectfinancial
sanctions in accordance with the Law on the Implaateon of
Economic and other International Sanctions of tlepulic of
Lithuania of 22 April 2004,

« the customer or the owner of assets asks to pagntoeint due tq
him to persons who are obviously unrelated to Isigalifield of
activity;

» the full amount of advance, other contribution tfweir larger part
is paid by persons who are obviously unrelatechéodustomer’s
usual field of activity;

« the customer performs monetary operations or coesluy
transactions for which it is difficult or impossiblto identify a
beneficiary;
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transfers in small
customer’s account have become extraordinarilyueat withou
obvious reason;

without obvious reason;
deposits in small amounts to the account of a rmofit
organization have increased without obvious reason.

According to Government Resolution No. 680 (see edniV) when

necessary, the State Security Department, on its iniiative or upon

request from the FCIS, shall provide the FCIS wiitifiormation on
possible terrorist financing identification crit@rin writing or by technical

means.
Now the State Security Department is
intelligence to the supervisory

Law).

amounts from different accoumds the

transfers in small amounts from the customer’'s awotanto
numerous unrelated accounts have become extradhgifnaquent

responsible pooviding
institutions abothie criteria for
identification of terrorist financing (ParagraploBArticle 6 of AML/CFT

t

P

d

(other) changes sincd
the first  progress
report (e.g. draft laws,

draft regulations or

draft “other

enforceable means”

and other relevant

initiatives)

3 Other Recommendations

In the last report the following FATF recommendasiavere rated as “partially compliant” (PC)

or “non compliant” NC (see also Appendix 1). Pleasgecify for each one which measures, if
any, have been taken to improve the situation emglement the suggestions for improvements
contained in the evaluation report.

Recommendation 6 (Politically Exposed Persons)

Rating: Partially Compliant

Recommendation of
the MONEYVAL
Report

To provide for rules regarding PEPs under the AMawLwith specific
enhanced customer due diligence requirements.

Measures reported &
of 4 March 2008 to
implement the
recommendation of th
report

Implementing this recommendation of the MONEYVAL™ Found
evaluation report the Law was amended accordingly @ow the new
AML/CFT Law contains definitions of politically exiged persons, the
immediate family members and close associates disaseprominent
public functions.

Financial institutions and other subjects have hhigation to conduc
enhanced due diligence in case when the transaatiopusiness relatior
are being conducted with politically exposed pesson

The new AML/CFT Law provides obligations for finaalcinstitutions
and other subjects, including the approval of sem@nagement fo
establishing business relationship with such pergaking adequat
measures to establish the source of wealth anddbhece of funds an

ir

S
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conduct enhanced ongoing monitoring of such busingationship.
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According to the provisions of the new AML/CTF Lgwovides tha
financial institutions and other subjects mustldi&h appropriate internal
control procedures related with due diligence oértl and beneficial
owner, as well as assessment of clients risk, nemnagt of the risk, other
measures which will prevent money laundering amdotist financing.
These measures include the requirement to haveopige risk-base
procedures to determine whether the client is gigally exposed person.

Measures taken to| As it was mentioned in the®lprogress report, the AML/CFT La
implement ~ the | (Paragraph 15 of Article 2, Paragraph 4 and 5 dicker11) (see Anne
recommendations ) implemented provisions of the Directive 20050/ of the Europea
since the adoption of| 5 jiament and of the Council of 26 October 2005t prevention o
the first progress ' : .
report the use 01_‘ the flnanual ;c, stem fpr th_e purposenohey _Iau_nderlr_lg an
terrorist financing (the '3 EU directive), the Commission Directive
2006/70/EC of 1 August 2006 laying down implemegtimeasures for
Directive 2005/60/EC of the European Parliament ahthe Council a
regards the definition of ‘politically exposed pems and the technical
criteria for simplified customer due diligence pedares and fo
exemption on grounds of a financial activity congcon an occasional
or very limited basis (the Implementing directivay well as thi
recommendation of the MONEYVAL3round evaluation report. No
the rules regarding PEPs with specific enhancetbmes due diligenc
requirements are fully covered by the provisiondhef AML/CFT Law
(see Annex I). Financial institutions and otheritesg must determine th
internal procedures, on the basis of which it shaltletected, whether the
customer and beneficial owner is a politically esg@d persor
participating in politics.

Paragraph 16 of Article 2 of the AML/CFT Law defingolitically
exposed natural persons as citizens of foreign tcesnwho are or have
been entrusted with prominent public functions amehediate family
members, or persons known to be close associdtesclo persons.

Paragraph 17 of Article 2 of the AML/CFT Law defegnportant publig
positions (including European Community positioasd positions at th
international or institutions of foreign countries)

1)

1) state leaders, government leaders, ministers, wigesters, or
deputy ministers;

2) members of parliaments;

3) members of supreme courts, constitutional courtstioer highes
judicial institutions, which decisions cannot béjeat to appeal;

4) members of the management bodies of the auditafegsional
organizations or boards of central banks;

5) ambassadors, temporary chargé d'affaires and hayhking
officers of the armed forces;

6) members of the management or supervision bodidedtate-rur
undertakings.

Paragraph 2 of Article 2 of the AML/CFT Law listsmediate family,
members — a spouse, a person, with whom the pshipehas bee
registered (hereinafter referred to as cohabitpat)ents, brothers, siste
grandparents, grandchildren, children and spouiselsildren, cohabitant

w—)

\"2)
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of children).

Paragraph 1 of Article 2 of the AML/CFT Law definelose associate
as:

1) any natural person, who together with the perperforming or
performed the duties indicated in Part 16 of thigice, were the
participants of the same legal person or are in ather busines
relationship;

2) any natural person, who is the sole owner of ldgal person
establishedle factg seeking any property or any other personal benef
the person performing or performed the duties it in Part 16 of thi
Article.

Paragraph 5 of Article 11 of the AML/CFT Law proesithat if a perso
terminates the execution of the duties stipulatepkiragraph 17 of Articl
2 of this Law, financial institutions and other ies upon the evaluatio
of the level of threat of money laundering and (erjorist financing, may
not consider him to be a politically exposed perdonancial institutions
and other entities must determine the internal gutaces, on the basis
which it shall be detected, whether the customdrtmamneficial owner is
politically exposed person participating in poktic

UJ

|92}

= >

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other  enforceable
means” and other
relevant initiatives)

Recommendation 11 (Unusual Transactions)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f The Recommendation should be readdressed and cotlm@ugh legal

provisions or through the respective Resolutionsidnordance with the

established criteria. For the sake of uniformitgdaconsistency, th
Lithuanian authorities may also wish to considerdaasing this
Recommendation through a Government Resolutionicaiybé to both
the financial and non-financial sectors.

D

Measures reported &
of 4 March 2008 to
implement the
recommendation of th
report

According to the provisions of the new AML/CFT Lafinancial
institutions and other subjects, conducting thererent supervision G
the customer’s business relations, including therestigation of

transactions established in the period of suchiosls, must pay speci

the especially complicated and unusually largesaations and all th
suspicious transactions, which do not have the aasvieconomic o
visually legal purpose, and business relationsnamtial operations wit

of money laundering and terrorist financing are anbugh or do n
correspond to the international standards.
The new AML/CFT Law requires that financial institns and othe

attention to such activity, which in their opinibecause of its nature can
be related to money laundering or terrorist finagciand the structures of

the customers from the third countries, in whicé pineventive measures

subjects must keep the investigation results ofetfidence and purpose
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of the establishment of such financial operationgransactions for 1
years. During this period of time these documeptdd:be available fo
competent authorities and auditors.

Detailed requirements for implementation of thegevigions of the
AML/CFT Law will be implemented through the guidedis to different
subject of the Law.

-

Measures taken to| Government Resolution No. 677 (see Annex Ill) appsothe list of
implement ~ the | criteria on the basis whereof a monetary operatiotransaction is to be
recommendations regarded as suspicious or unusual, describes of ptioeedure of
tsr'lnce ]f_het adoption of| g;snending suspicious monetary operation and ttiasaand reporting
€ ISt Progress| the information about suspicious or unusual momgetzperations o
report :
transactions to the FCIS.

Article 3 of Government Resolution No. 677 stafegncial institutions
and other entities, when performing an ongoing toomg of the
customer’s business relationship, including theestigating of the
transactions concluded during such relationshipstnpay attention to
such activities which, in their opinion, may in itheature be related t
money laundering and/or terrorist financing andeegily to complicatec
or unusually large transactions and all unusualctires of transactior
which have no apparent economic or visible lawfutpopse, as well a
business relationship or monetary operations whik ¢ustomers fron
third states where money laundering and/or tettrfinancing preventior]
measures are insufficient or do not conform toitlernational standards
and shall notify the FCIS about monetary operatiand transactions
which are being, have been or are attempted tmbducted, and which,
in their opinion, may be related to money laundgrand/or terroris
financing, even if they satisfy none of the cri¢ereferred to in item 1
hereof.

O

- O

Government Resolution No. 942 (see Annex V) costaitist of criteria
based on which a threat of the ML/FT is considet@cde great an
enhanced due diligence procedures must be cond@ete of criteria:

o

“2.7. A financial institution or another entity abtishes elements that are
not typical of a customer's activities (more fraegupayments in cash
increasing sums involved in monetary operationgiant for products of
services that are not related to the customer's awdivities, etc).

2.8. A private customer's age, job position andarftial standing (a
customer's income is small compared to the scopéi®ffinancial
activities) are objectively inconsistent with thénaincial activities
performed by the customer.”

(other) changes since
the first progress
report (e.g. draft
laws, draft
regulations or draft
“other  enforceable
means” and other
relevant initiatives)
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Recommendation 12 (DNFBP)

Rating: Partially compliant

Recommendation  of PEPs are not addressed through legal provisionstzemte no awarenes
the MONEYVAL | within some sectors of the DNFBPs.
Report

Measures reported &
of 4 March 2008 to
implement the
recommendation of th
report

The new AML/CFT Law contains a definition of patisilly exposed
persons. The FCIS provides systematic educatiablajed entities abou
trends and typologies in money laundering and firanof terrorism as
part of the awareness programs each year.

On 2007 the FCIS organized 17 seminars on monegyd&ing and
terrorist financing issues. Seminars were provided auditors and
notaries.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

Implementing this recommendation of the MONEYVAL® Found
evaluation report the law was amended accordingigd @ow the
AML/CFT Law (see Annex I) contains definitions odljtically exposed
persons, their immediate family members and clesedates as well &
prominent public functions (Paragraph 16 of Artideof AML/CFT
Law).

DNFBPs have an obligation to conduct enhanced dligedce in case
when the transactions or business relations anegbednducted with
politically exposed persons (Paragraph 1 of Artitle of AML/CFT
Law).

The AML/CFT Law provides obligations for DNFBPs,ciading the
approval of senior management for establishingrmss relationship wit
such person, taking adequate measures to estaiidistource of wealt
and the source of funds and conduct enhanced amnguinitoring of
such business relationship. (Paragraph 4 of Arfidlef AML/CFT Law).

The provisions of the AML/CTF Law provides that DBFFs must
establish appropriate internal control proceduretated with due
diligence of client and beneficial owner, as wellassessment of clien
risk, management of the risk, other measures whitlprevent money
laundering and terrorist financing. These measumeslude the

whether the client is a politically exposed perd@aragraph 4 of Articl
11 of AML/CFT Law)

Above mentioned requirements are also provided upessisory
authorities guidelines:

* the FCIS Guidelines for:

1. providers of postal services who provide servicés
domestic and international money transfers,
persons engaged in economic-commercial activ
related to trade in real estate other propertyvtiae of
which is in excess of EUR 15 000 or an equivalent é
foreign currency where payment is made in cash
accounting undertakings or undertakings providiag
advice services.

2.

3.

requirement to have appropriate risk-based proesduo determine

5S

—

1S

-

ts

7

ties

—

the State Gaming Supervisory Commission Guidelines;
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the Lithuanian Assay Office Guidelines;

the Chamber of Bailiffs guidelines

the Chamber of Notaries guidelines;

the Lithuanian Bar Association guidelines;

the Chamber of Auditors guidelines;

the Culture Heritage Department under the Minisfrgulture of
the Republic of Lithuania Guidelines.

Guidelines provide the rules regarding PEPs unlerAML/CFT Law
with specific enhanced customer due diligence requents.

Training for auditors was conducted on 2009. Thenntapics of the
training program: legal AML/CFT basis; latest AMIFT trends anc
typologies; new technologies involvement to ML soes; ML
indicators; FT indicators; international sanctiolist; CDD process
Record keeping; STR reporting requirements; PERENnINg program ig
foreseen for 2010 as well. The first priority isaiting course fo
DNFBPs.

Recommendation o
the MONEYVAL
Report

f More awareness on threats arising from technologitevelopments an
large complex transactions is needed.

o

Measures reported &
of 4 March 2008 to
implement the
recommendation of th
report

The FCIS provides systematic education of obligetities about trend
and typologies in money laundering and financinggaforism as a part d
the awareness programs each year. Above mentionbfects are
included in program as well.
On 2007 the FCIS organized 17 seminars on monegd&ing and
terrorist financing issues. Seminars were proviigeall (11) commercia
banks of Lithuania.

UJ

—n

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

and auditors was conducted by the FCIS. Approxilna4€0 persons
were trained. The main topics of the training peawgs: legal AML/CFT|
basis; latest AML/CFT trends and typologies; newcht®logies
involvement to ML schemes; ML indicators; FT indma; internationa
sanctions list; the UN Resolutions, the EU Commositions; E-money
CDD process; record keeping; STR reporting requaretsy PEPS; th
FCIS as Lithuania FIU; international organizatiomgombat ML and FT
Training program is foreseen for 2010 as well. Tits priority is training
course for DNFBPs.

During 2009 special AML/CFT training program to eimmercial banks

D

(other) changes since
the first progress
report (e.g. draft
laws, draft
regulations or draft
“other  enforceable
means” and other

relevant initiatives)

Recommendation 16 (DNFBP)

Rating: Partially compliant

Recommendation 0
the MONEYVAL
Report

f To reconsider the exceptions in the AML Law forléwal profession. T¢
a lesser extent, this may also be true of the ggreéctor which believe
that in implementing the AML measures it may bm¢pbusiness.

n

Measures reported g
of 4 March 2008 to

Current MONEYVAL recommendation in this regard wasviewed on

the AML/CFT Law adjustment stage with responsiblestitutions.
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implement the
recommendation of th
report

Concerning gaming sector issues close cooperation awareness
programs are in process between the State Gamingerdsory
Commission and the FCIS.

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

After the AML/CFT Law (see Annex |) and 4 Governmétesolutions
implementing the AML/CFT Law came into force, on @8 February|
2009 the State Gaming Supervisory Commission amgrayidelines
intended for prevention of money laundering andésrorist financing,
for gaming companies. After that casino’s began f{recess of
adjustment of necessary legal documents under AML/Gystem
requirements:

* Requirement by Government Resolution No. 677 (seeeA ll1):
Conditional features of the criteria on the basibemof a
monetary operation or transaction is to be regaegesguspiciou
shall be established by financial institutions atigder entities or
coordination with the FCIS.

* Requirement by Government Resolution No. 562 (seeeX I1):
Financial institutions and other entities as waslltlae Lithuaniar
Bar, in coordination with the FCIS, shall establibk procedure
of register filling and administration (includinge requirement
regarding organizational and technical measuresnddd to
protect the register data from illegal destructiahieration ang
use or any other type of unlawful handling).

* Requirement of the AMF/CFT Law (Article 19): intatrcontrol
procedures.

1"}

U7

At the time of mentioned process a series of mgstimith associations
were organised of casinos, the State Gaming SigmewiCommission]
and with the casinos itself. The FCIS designateditaast persons
responsible for contacts with associations and thighcasinos.

From the quality of the mentioned proceedings, gaeing sector i$
undoubtedly aware of their important role in the &WKFT regime of
Lithuania.

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other  enforceable
means” and other

relevant initiatives)

Recommendation 22 (Foreign branches & subsidiaries)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f To review the implementation of Recommendatioro2Bat the essentia

criteria 22.1 and 22.2 are specifically addressddrmulated and
implemented.

Measures reported &
of 4 March 2008 tg
implement the
recommendation of th
report

Implementing this recommendation of thd BIONEYVAL evaluation
report the Law was amended accordingly and nownthe AML/CFT
Law provides that financial institutions and otrsurbjects must apply
requirements provided in the Law in the branches$ @yajority owned
subsidiaries in the third countries. The finandratitutions and othe
subjects must inform the FCIS immediately if theditountry legal acts

-

44



do not allow applying adequate AML/CFT measures iancbordination
with the FCIS taking additional measures allowiaducing the threat g
money laundering and terrorist financing.

The draft Guidelines of the BoL provides that créastitutions must pay
particular attention that requirements of the AMEAXCLaw are observe
with respect to their branches and subsidiariesoimtries which do ng
or insufficiently apply the FATF Recommendationsnasl as in the cas
when the minimum MAL/CTF requirements of the homed ahost
countries differ, branches and subsidiaries in lwosintries must appl
the higher standard, to the extent that local lag&d permit.

—h

D —

<

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

As it was mentioned in the®1progress report the AML/CFT La
implemented this recommendation of the MONEYVAL® 3ound
evaluation report. That recommendation was impldatehy the Bank o
Lithuania Guidelines for credit institutions (15 W12008) (see Annex VI
as well.

Paragraph 64 of the Bank of Lithuania Guidelinesdedit institutions
provides that credit institutions must guaranteat their branches an
subsidiaries operating in third countries in whitiey have a majority
holding carry out their activities in observance ofquirements
established in these Guidelines. Particular attantif credit institutions
must be paid to their branches and subsidiariesatipg in third countries
in which they have a majority holding and which et apply the FATR
recommendations or apply them inadequately. Whenrigions of legal
acts of the Republic of Lithuania and third countggulating the
prevention of money laundering and/or terroristfioing differ, credit
institution branches or subsidiaries, in which thedit institution has 3
majority holding, must apply more stringent prowis of legal acts, t
the extent permitted by third country legislatiaih. third country’s
legislation prevent from applying such equivaleeguirements, cred
institutions must forthwith notify the FCIS to theffect and on
coordination with the latter take additional measurfacilitating in
effectively minimising the risk of money launderirend/or terrorist
financing.

Paragraph 66.6 of the Bank of Lithuania Guidelifoescredit institutions
provides that for the purpose of guaranteeing gffeémplementation o
money laundering and/or terrorist financing risknagement measure
credit institution managers must guarantee effectimanagement d
money laundering and/or terrorist financing riskteg level of the grouj
controlled by the credit institution.

The same provisions are reflected in Paragraphant 76.5 of the
Lithuanian Securities Commission Guidelines.
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(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other enforceable
means” and other

relevant initiatives)
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Recommendation 24 (DNFBP — regulation, supervisioand monitoring)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f To immediately review the legal contradictions aming FCIS’

supervisory powers vis a vis lawyers and lawyessigtants and to put i
place appropriate procedures as detailed under i8ec8 to ensure
appropriate ongoing monitoring and supervision.

=)

Measures reported &
of 4 March 2008 ta
implement the
recommendation of th
report

According to the provisions of the new AML/CFT La¥e Lithuanian
Bar Association will approve guidelines for lawyeend lawyers’
assistants aimed at prevention of money laundemmng terrorist
financing, supervises the activities of lawyers dadyers’ assistant
related to the implementation of preventive measuagainst mone
laundering and terrorist financing, consult lawyansl lawyers’ assistan
on the issues related with the implementation obvamentionec
guidelines.

[72)

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

According to AML/CFT Law (see Annex |) ParagrapbfArticle 6, on 2
July 2009 the Lithuanian Bar Association approvediglines, intende
for prevention of money laundering and/or terrorfstancing, for
advocates and their assistants.

The purpose of guidelines — to establish for lawyand lawyers
assistants mandatory procedures for money laurgjednd (or) anti-
terrorist financing prevention measures. Guidelinpsovides that
Lithuanian Bar Association shall appoint a respolesiperson, whos
written guidelines on money laundering and tertdiigancing preventior
measures are mandatory for all lawyers. It als@iges that lawyers an
lawyers' assistants, then suspects that his dientransaction may b
involved in money laundering and (or) the financiog terrorism
activities, must report the customer data and mégion on suspiciou
transaction to the Lithuanian Bar Association imiataly after the
transaction, regardless of the amount transactamhorized person o
the Lithuanian Bar Association no later than 3 vimgkhours of the STH
received, shall pass information to the FCIS.

The Lithuanian Bar Association performs record kegor lawyers anc
lawyers' assistants. A person responsible for thE/EFT requirements
implementation shall be appointed.

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other  enforceable
means” and other

relevant initiatives)

Recommendation 27 (Law enforcement authorities)

Rating: Partially compliant

Recommendation o
the MONEYVAL

Report

f To ask the police to also take responsibility forastigations of ML an
FT in their own field of competence, and to takeamamess-raising
measures on/and continue to provide training onhods to target the
proceeds from crime.

14

Measures reported ¢
of 4 March 2008 tqg

While carrying out pre-trial investigation in therninal case, the polic
officers, depending on the scope of their competeand within the

D

implement th

D

limits of the law, may appeal to the prosecutor wias the right tc
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recommendation 0
the report

temporarily encumber the property received or aeguin a crimina;l\y
way by its ruling. While carrying out pre-triahiestigation with an ai
to ensure a possible civil lawsuit or possible propconfiscation, police
officers collect materials about property held bg suspect, money in
the bank accounts, immovable property, also look tfee property
acquired, things that may have an effect on ingattig or hearing the
case in all pre-trial investigation cases. Theseerias are submitted t
the prosecutor who decides whether it is expedientemporarily
encumber the suspect’s property.

Professional skills of the criminal police officease regularly advance
as well as training is arranged. For example, sersititled “Fight with
terrorism”, “Investigation of crimes and criminalffences against
economics and business order” were held in 2007.

Number of awareness trainings to Police departmeastprovided by thg
FCIS concerning needs to investigate financial sifléhe crime anc
money laundering, introducing cooperation possibdi

(@)

S

D

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

On 6 August 2009, order No. 17.2.-13753 of the G&rferosecutor wa
sent to the Chief Prosecutors of the Departmentisidns of Gener
Prosecutor’s Office and territorial Prosecutor'di€#fs. It is stated that
despite the fact that it is recommended to oblige ECIS to carry ou
investigation of the criminal acts provided in &l& 216 of the Crimin
Code, however all the other pre-trial investigatiostitutions, as well a
prosecutors, in the investigations carried up bgmnthrelated to th
property or money acquired in the criminal way dtaiso investigat
the presence of any indications of crime providediiticle 216 of th
Criminal Code. This was also pointed out by theegtgof the Unite
Kingdom in the above mentioned Twinning project r¢dgthening
Prosecution of Fraud in Lithuania“.

[72)

Article 2 of the Code of Criminal Procedure prowdbat a prosecutor i
every case, whenever the indications of criminaltam out, must take
within his/her competence all the measures withm law to carry ou
investigation in the shortest time and disclosedtminal act, therefore
in all the cases, whenever the indications of timinal act provided in
Article 216 of the Criminal Code are determined,sitnecessary tp
initiate the pre-trial investigation and carry ittan the shortest time.

D+

Officers of all pre-trial investigation institutispnwhose direct function is
prosecution of crimes, are competent of performifigancial
investigation of the crimes, through which proceedse obtained of
assets of any form were acquired, i.e. to perforseach of such assets
and to evaluate whether there is evidence of leg@in of criminal
proceeds or money. Of course, professional compeseaf the officers
are not equal, however, competent institutions roftghare thei
experience and, organize inter-institutional inigggton groups when
necessary.

The Prosecutor General's Office prepares annualeskér coursg
programs tailored for prosecutors. These prograshedile educationa
events related to the issues of economics of crbusiness order, and
financial system.

D

By order Nr. 5-V-395 of General Commissioner of thiguanian Police
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of 4 June 2009 ,On the establishment of the compnsdor the
implementation of regulations on implementationQduncil Decision
2007/845/JHA of 6 December 2007 concerning coojmerabetwee
asset recovery offices of the Member States infigld of tracing an
identification of proceeds from, or other propergyated to, crime” th
Commission (hereinafter referred to as the Commigsihas bee
established from the competent representatives hef Itithuanian
Criminal Police Bureau and the representative @ef @riminal Polic
Board of the Police Department under the Ministryhe Interior, which
was authorized to present till 31 March 2010 sugges to the General
Commissioner of the Police on application in p@etof the provision
of Resolution No. 178 of 4 March 2009 On implemé&ataof Council
Decision 2007/845/JHA of 6 December 2007 concerringperatio
between asset recovery offices of the Member Staiethe field of
tracing and identification of proceeds from, orestiproperty related t
crime.” and amendment of the due legal acts ineforc

The Commission held five meetings. Members of tlenfdission too
note of the various best practices in this areas{ay Ireland, Gre
Britain, France, Holland, Estonia, Germany).

The Working Group for the Coordination of the Peli&ctions Agains
the Terrorism Threats, established on the 7 Ma@42ty the order No,.
V-208 of the Lithuanian Police Commissioner Gendgatontinuing it
work. The main functions of the Group are as foHlouo organize th
police activities to prevent terrorism, to collestd analyze informatio
received at the police institutions related to palesterrorism threat
inside the country as well as abroad, to coopesasi#g exchange th
information available with the competent institut$oof the Lithuania an
foreign countries, to present suggestions witlindbmpetence to the
Police Commissioner General on the improvementhef legal basi
arrangement and coordination of the activitieshefolice as well.

Implementing the inter-institutions program agaistrorism of th
Republic of Lithuania, it is planned to adopt in1R0the long-ter
program of preventive measures counteracting ismprdetermining th
long-term goals and tasks of the Police in the sgghef improvement o
disclosure of terrorist crimes (including terroffistancing), prosecution
investigation and prevention system.

The representative of the Police Department uniderMinistry of the
Interior participates in the activity of the intestitutional working
group, established on 22 September 2009 by the ofdbe director of
the FCIS which consists of the representatives itférént competen
state institutions and professional associationspaesible for
implementation of measures of prevention of moneyndering anc
terrorist financing. The close cooperation issuesdiscussed in above
mentioned Working Group meetings meeting

As the result of above mentioned meetings coulthbationed activities
of several investigation groups consisted of officef the FCIS and
Police. Joint teams eliminated human trafficking @nostitution network
acting all across the EU as well as drug distridouthetwork. In thesg
cases, pre-trial investigations according Articles 2f Criminal Code

U
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were initiated.

On 15-16 September 2009 the representatives dfitheanian Criminal
Police participated in the international trainingucse organized by th
Federal Bureau of Investigation of the USA and est&ecurity
Department of the Republic of Lithuania ,Investigat Peculiarities of
Islamic Culture, Islamic Extremism and the Everiated to the Muslin
Community“. The issues of terrorist financing wascdssed place of th
abovementioned event was the Training Centre of ittreanian Police.

The annual plans (programs) for the qualificatiopiovement of the

police officers are being established at the Pdlepartment under th

Ministry of the Interior, in which the training thes are established each

year on the matters of crimes against economy asmhéss order.

A further process of active use and exchange oftimdition via Interpo
and Europol channels continues.

Recommendation
the MONEYVAL
Report

of To clarify/amend as appropriate the legal framewdok the use o

special investigative techniques also in ML andd&$es, and to ensu
that the provisions of the Law on Operational Atitte¢ and the Code g
Criminal Procedure are consistent.

Measures reported ¢
of 4 March 2008 tqg
implement the
recommendation o
the report

There have been no changes in the legal frameworthé use of specia

investigative techniques in ML and FT cases siheeldst evaluation a
well as amendments of provisions of the Law on @penal Activities

and the Code of Criminal concerning consistencyeeh these two acts.

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Since the adoption of the 1st progress reportwbeking group at the
Ministry of Justice has continued its work in prepg and coordinating

amendments and supplements of Lithuanian CriminoaleGvhich should
fully implement recommendations of the MONEYVAL. fng the
mentioned period there were initiated three coatitim rounds amon
the state and scientific institutions, as the viewshe initial draft of the
Criminal Code differed extremely between practiimand scientists.
The Government of the Republic of Lithuania shaltegent
consentaneous draft of the Criminal Code to théidPaent and the draf
of the Criminal Code should be further considerad adopted in thg
Parliament’s spring session 2010. Therefore, thesistency issues wi
be reviewed after the Parliament adoption of new définition in the
Criminal Code.

Recommendation
the MONEYVAL
Report

0

fTo review the effectiveness of efforts of the or@ipolice and
prosecution services, together with their needgairticular the services

dealing with FT and predicate crimes which are imtaont from the

perspective of AML (e.g. department dealing withamized crime and

terrorism, department dealing with counterfeitedrencies and credi
cards etc.).

Measures reported ¢
of 4 March 2008 tqg

implement the
recommendation 0
the report

Regular cooperation is maintained with the GenBrakecutor’s Office
while carrying out pre-trial investigation in crinal cases, preparin
common recommendations. In August 2007, a senfiBi@engthening
of criminal prosecution for fraud” was held whengperts from Grea
Britain and Ireland presented recommendations déggrstrengthening
of criminal prosecution for fraud, confiscation means and profit, als
discussed recommendations on expediency of cotifigcandirect
income.

="

w0 =

—

— (D

[

o <

This project is intended for adoption of positiveagiice of the law-
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enforcement institutions of the EU Member Stateshim field of fight
against fraud, also for strengthening the efficjent prosecution and
inter-institutional co-operation in this field.

Within the framework of the said project the anay®f inter-
institutional co-operation gaps was conducted,liabie control system
is being developed so as to ensure a closer ingtittitional co-
operation.
Moreover, experts indicated that when investigatages of fraud it i
always important to conduct a financial investigatas well. All cases
should be investigated whether they have the sagmsoney laundering.
Founding of a central financial investigations suisibn or forming
such subdivisions in each institution should besaered.

Work group concluded that financial investigatiennecessary and it |s
partially conducted, however, it was supposed tkia¢ officers
conducting pre-trial investigation should also aectd a financial
investigation.

A common opinion was that separate posts of firdnavestigations
would actually be necessary if a law providing frpossibility of
forfeiture of property acquisition legitimacy of ieh can not be prove
was not adopted.

The police, as a universal pre-trial investigatinstitution, investigate
more than 80 per cent of all crimes and crimindlermées against

vr—uJ
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economics, business order and the financial systgistered in the
country. (In 2005-90 per cent, in 2006- 86.7 pentgetherefore the
police units are strengthened. For example, byeOxb.. 5-V-505 of the
Lithuanian Police General Commissar of 27 July 2@d7operationa
plan of “Measures for Implementing the Developmeinthe Lithuanian
Police System” was approved on which basis a slwia crime
investigation institution — the Lithuanian CriminaBureau was
strengthened. From 20 August 2007, a divisionfifgitt with terrorism
(5 positions of officers) within the Chief Board N@ of the Organized
Crime Investigation Service of the Lithuaniannal Police Bureau
was established.
Number of awareness trainings to Police departmeastprovided by th¢
FCIS concerning needs to investigate financial ©iléhe crime ang
money laundering, introducing cooperation possiedi

Y%

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

On 7 of December 2007 the Prosecutor General' c©fff the Republi¢
of Lithuania in cooperation with the UK Ministry fdenterprise, Trade,
and Investment and Public Sector Enterprises Lami(BllI-CO) of
Northern Ireland officially finished the Twinning rdfect
LT2005/IB/JH/01 “Strengthening Prosecution of FrautVithin the
framework of this project the Strategy of Strengihg Prosecution of
Fraud in Lithuania was prepared. After inter-ingigns consideration,
on 28 of September 2009, the Order on the Plant@n&thening of
Prosecution of Fraud in Lithuania and the Meandngblementation
Whereof was signed. This order has been colldgtismned by the
Prosecutor General's Office, Special InvestigatiService, Police
Department, FCIS, Criminal Service of Lithuanians@uns and State
Border Guard Service. This plan provides a rang®ait for combating
financial crimes.

Currently, the law enforcement institutions sediattin all pre-trial
investigations of crimes, through which income dneo kind of asset

192}
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were received, a thorough search is done, whilkihgofor such assets;
the investigators should also look for evidence the the proceeds
from crime (money or assets) have been legalized.

Seeking to establish the specialization system & tpre-trial
investigation officers, carrying out the pre-triavestigation of crimina
acts of money laundering, fraud and other econdngdanes, in 10
territorial police institutions there are speciatiz criminal police
divisions of economic crime investigation:

1. Economic Crime Investigation Division of Crimewestigation Boarc
of Vilnius County Chief Police Commissariat (2 siuislons), 25
positions;

2. Economic Crime Investigation Division of Crimesestigation Board
of Kaunas County Chief Police Commissariat (3 subitins), 42
positions;

3. Economic Crime Investigation Division of Crimdavestigation
Bureau of Klaigda County Chief Police Commissariat (2 subdivisjp
26 positions;

4. Economic Crime Investigation Division of Crimdsavestigation
Bureau of Siauliai County Chief Police Commissa2@ipositions;

5. Economic Crime Investigation Division of Crimdavestigation
Bureau of Panexzys County Chief Police Commissariat 16 positions;
6. Economic Crime Investigation Sub-division of iGeis Investigatior]
Division of Utena County Chief Police CommissaBgiositions;

7. Economic Crime Investigation Unit of Crimes Istigation Division
of Taurag County Chief Police Commissariat 3 positions;

8. Economic Crime Investigation Sub-division of r@gs Investigatior
Division of Alytus County Chief Police Commissariéd units) 10
positions;

9. Economic Crime Investigation Sub-division of i8eis Investigatior]
Division of TelSiai County Chief Police Commissadapositions;
10. Economic Crime Investigation Sub-division ofin@s Investigation
Division of Marijampoé County Chief Police Commissariat 4 position
Second Crime Investigation Board of the Lithuan@iminal Police (3
divisions), 18 positions.

—

S

v

These investigators have been assigned to work thih concrete
category of crimes, at the same time participatinghe investigations
related to the crimes of other categories.

Police investigators carrying out pre-trial invgations of moderate and
serious crimes are targeted to the direction thaind the pre-trial
investigations the process of collection of infotima about the suspe
and property, transactions, financial operationsnafural and lega
persons related to him would be secured, aimindetect whether th
property and/or money acquired in the criminal weas legalized an
ensure the possible confiscation of property anchbersement of the
damage made by the criminal act.

=
—
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Implementing the measures of “Strengthening Prdssctwf Fraud”
plan, it is foreseen to establish the inter-insnal working group,
which would produce recommendations on the findngigestigation, in
which it would be indicated, what sort of procedwte. Actions should
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be performed during the financial investigation.

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other enforceable
means” and other
relevant initiatives)

“Aiming for the more effective activity of the opmive activity subjects
disclosing criminal acts against economy and bugsinarder, crime
against financial system, frauds, the efficiencyteda have beel
approved by Order No. 5-V-(S)-3(RN) of the Gener8blice
Commissioner of 30-01-2009.".

Recommendation 32 (Statistics)

Rating: Partially compliant

Recommendation o
the MONEYVAL

f Statistics on temporary measures and confiscatonilsl be kept.

Report
Measures reported &
of 4 March 2008 to
implement the
recommendation of th
report

Information related to temporary limitation of owskip are accumulate
in the IT and Communications Department under theistty of Interior
of the Republic of Lithuania. Information relatedforfeiture of property
is accumulated in the National Courts Administnatio

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

The were no changes in this regard.

Recommendation o
the MONEYVAL
Report

f To improve the collection of statistics, with sevdsreakdowns whic
would enable also the authorities to review thee@iffeness of thei
international cooperation in the field of AML/CFT.

Measures reported g
of 4 March 2008 to
implement the
recommendation of th
report

In October 2007 a new computer informational systeEhprosecution
services (IPS) was installed and started functgmmnorder to optimize
the activity coordination in the prosecution systeBesides othe
information the said system shall accumulate th da execution o
requests for legal assistance, European Arrestaisr extraditions o
the grounds of a separate article of the CrimiradeC

to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

IT and Communications Department at the Ministrytloé Interior is
implementing the EU project under title Moderniratiof the Nationa
Register of Convictions in Order to Connect it he tfuture Europea
criminal records system. Computer Information 8gstof Prosecutiof
Services (IPS) will also be incorporated in ther@feentioned system.

=

—
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Recommendation o
the MONEYVAL
Report

f To improve the collection of statistics, with sevdsreakdowns whic
would enable also the authorities to review thee@ifeness of thei
ability to cooperation in the field of extraditiom relation with
AML/CFT.

=

Measures reported &
of 4 March 2008 ta
implement the
recommendation of th
report

See information above.

to
the

Measures taken
implement

recommendations
since the adoption of

the first progress

All needed statistics are kept by the Prosecutéereral Office.

report
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(other) changes since
the first progress
report (e.g. draft
laws, draft
regulations or draft
“other  enforceable
means” and other
relevant initiatives)

Recommendation 33 (Legal persons — beneficial owrgr

Rating: Partially Compliant

4%

Recommendation of As a minimum, current qualifying shareholders (1886 more) should b
the  MONEYVAL | recorded in the Register of Legal Persons and safdirmation should be
Report made available to the relevant competent autharitie should be a
statutory obligation to keep the Register up tedatthis way.

12

Measures reported a| The Draft Law amending Article 12 and supplementirticle 41 of the
of 4 March 2008 to | Law on Companies (No.. IX-1594) (hereinafter — Braft Law) has beer

—

implement the prepared and presented for the coordination amestifutions concerned
recommendation of | j, January 2007.
the report

According to the Draft Law, Art. 12 of the Law ormm@panies (which
specifies what type of information should be reedrdn the Register g
Legal Persons) should be supplemented by the poovibatthe data of
shareholders of a company having not less than bf2the shares of a
company, the number and class of such shares aeded in the Registe
of Legal Persons.

The draft provision supplementing Art. 41 of thenLan Companies set
out the procedure for presenting data on sharetwoliiving not less th
1/20 of the shares of a company to the Registéreghl Personsaccount
managers and (or) private companies that have thssleares and ar
responsible for the accounts of the shares sha#is@nt informatio
regarding shareholdershaving not less than 1/20 of the shares
company, the number of shares and their class ¢oRBgister of Legal
Persons according to the rules, laid down by the&oment.

Currently the Draft Law is being discussed by tpprapriate committee
in the Seimas of the Republic of Lithuania (Parkst). The Draft Law ha
been criticized by the relevant institutions, thev€&nment of the Republic
of Lithuania and some committees of the Seimas (IZepartment o
Seimas Chancellery, Budget and Finance Committee)he following
reasons:

- the purpose of the Law on Companies is to reguilaé incorporation
management, activities, reorganisation, transfaonat division and
liquidation of companies having the legal form ofpablic and privat
limited liability company, the rights and dutiestbke shareholders as well
as the establishment of branches of foreign conggaand termination qof
their activities. Thus, the proposal to include wderto indicate in th
Register of Legal Persons shareholders of a compawiyng not less tha
1/20 of the shares of a company is not in conformiith the aim of th
Law on Companies. Furthermore, such an obligatoonat envisaged i
EU company law — i.e. in the Twelfth Council Compdraw Directive
89/667/EEC. Taking into consideration the purpo$ethe Draft Law,
namely that competent authorities could use sudbrnration for the|
prevention of corruption and money laundering, saalequirement coul
be contained in other laws, e.g. the Law on thevdtrigon of Money
Laundering, etc., as company law and financialrafés are distinguished

—
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in EU law;
- considering provisions of Art. 27 and 28 of thew.on Companies, 1/20
part of the shares of a company is not decisivéhé decision makin
process (at the general meeting of shareholdeascoimpany). Moreove
under Article 2.89 of the Civil Code a member ofegal person ma
transfer his right to vote at the general meetifignembers of a legal
person to other persons and establish the procedoce modes o
exercising the voting right for 10 years — in sactase important decisions
concerning companies activities shall be taken theroperson, not th
actual shareholder;

- in accordance with Art. 2.71 of the Civil Codetalaf the Register
Legal Persons, documents stored in the Registieegsl Persons as well
any information supplied to the Register of Legatd®ns shall be made
public. The purpose of providing information on idelders is th
competent authorities (including financial instiduis) could obtain or ha
access in a timely fashion, to adequate, accuratearrent information o
the shareholders of a company, but as a resulh siormation will be
available for everyone. Such disclosure of shad#slinformation is no
in conformity with the principle of disclosure amalble in EU compan
law;

- under Art. 37 (11) of the Law on Companies thenager of a privat
limited liability company is responsible for keegithe register of owners
of shares in the company except for cases whemetterd of shares is a
responsibility of the administrators of accountscérding to Art. 41 of th
Law on Companies, personal securities accountsaseholders of a publi
limited liability company shall be operated accaglio the procedure lai
down in the legal acts regulating the securitiesrketa i.e. by th
administrators of accounts (financial brokerage ganmes). Therefore, the
liability of presenting such data on shareholdershe Register of Legal
Persons is not clearly settled: according to Ar822of the Civil Code
managing body shall be responsible for presentatiatocuments and data
to the Register of Legal Persons, but such lighisitnot imposed on other
administrators of accounts, i.e. financial brokeragmpanies.

It must be noted that the discussions on the DOraft have not bee
completed in the Seimas yet. However, the altereativay of
implementing R.33 has been discussed during thetimgeeof the
representatives of the institutions concerned (Wwhwas organized by the
Ministry of Economy of the Republic of Lithuania February 2007). |
order for competent authorities (including finathdrsstitutions) to obtai
or have access, in a timely fashion, to adequateurate and current
information on the beneficial ownership and conwblegal persons, th
following steps could be taken:

- revoking the right of private limited liabilityaznpanies to keep personal
securities accounts of shareholders; personal isesuraccounts o
shareholders of a private limited liability compastyall be operated in the
same manner as public limited liability companiese. by the
administrators of accounts (financial brokerage ganies) (amendment of
the Law on Company and relevant laws, regulatirmgisges market woul
be necessary);

- establishing a specialised database (registerinformation and dat
regarding shareholders of a company having not teas 1/20 of th
shares of a company, the number and class of swarless such database
will be available only for competent authoritiesnquding financial
institutions);
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- the administrators of accounts (financial brogeraompanies) should be
made obliged to present information regarding thareholders of their
administrated accounts (setting the procedure fesgnmting informatior
and their liability for not presenting such infortios).

It should be remarked that the above-mentionedraltire way should be
further examined only following the completion déclssions regarding
the Draft Law have been be finalized in the Seifoasestimate by the end
of 2007).

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

According to the Article 12 of the Law on Companties particulars of the
shareholder of the private limited liability compgamr public limited
liability company if it is a single member compasiyall be submitted tp
the Register of Legal Persons. As a result the dfathe shareholder of a
company having all shares of a company are alrbethyg recorded in the
Register of Legal Persons.

The Parliament adopted the Law amending Article$, Z,, 10, 11, 12, 14,
17, 18, 26, 26(1), 32, 34, 35, 37, 41, 45, 47,58,57, 62, 63, 65, 72, 73,
74,75, 77, 78 and supplementing Article 41 (1)hef Law on Companies
on 15 December 2009. This law (with some excep}ienserednto force
on 1 March 2010.

According to the Article 41 (1) of the Law on Comjes, private limited
liability companies are obliged to draw their sieniders’ lists and submit
the lists to the Register of Legal Persons (withiays from the date of the
drawing up of the list). Private limited liabilitgompanies, incorporated
prior to 1 March 2010, will have to submit theiraséholders’ list to the
Register of Legal Persons not later than 1 Oct@0d4:i0. Whenever da
included in the shareholders’ list changes, the levmew list has to b
submitted to the Register of Legal Persons (withitays from the date of
the drawing up of the new list).

The manager of the private limited liability compashall be responsibl
for drawing up of the shareholders’ list and sulinmtit to the Register
Legal Persons. In the cases of failure to submaitstiareholders’ list to the
Register of Legal Persons on terms set by the LawCompanies o
submitting the list which doesn't meet the requiemts of th
aforementioned Law (e.g. submitting the list whidmtains incorrect data)
the penalty shall be from 100 LTL to 5000 LTL (A&te 172 (2) of th
Code of Administrative Infringements).

It should be mentioned, that under Laws the pdeisuof the members of
certain legal persons (e.g. the owner of an indi@icenterprise) have he
submitted to the Register of Legal Persons as well.

In accordance with Article 2.71 of the Civil Codata of the Register of
Legal Persons, documents stored in the Registeegdl Persons as well as
any information supplied to the Register of Legatdens is public. As
result, information on members (shareholders, osvetr.) of legal persons
submitted to the Register of Legal Persons is abkal to everyon
including the relevant competent authorities.
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Recommendation 40 (Other forms of cooperation)

Rating: Partially Compliant

Recommendation of
the MONEYVAL
Report

The issue of co-operation and exchange of infownatn the Law on thg
FCIS should be further clarified as in other lawg the inclusion of &
specific reference to the exchange of informatidns may also require a
amendment to paragraph 5 of Article 5 of the AMlwLa

S5

Measures reported
as of 4 March 2008
to implement the
recommendation of
the report

Implementing this recommendation of the MONEYVALpexts Article 5
of the Law was amended and now it states that (G Fshall have
competence not only to co-operate but to exchamfgennation with foreign
state institutions and international organizatimnglementing the measures
for the prevention of money laundering and tertdimancing as well.

Measures taken to
implement the
recommendations

since the adoption
of the first progress

There were no changes in this regard.

report
Recommendation of To consider the extent to which financial supemyisauthorities directly
the  MONEYVAL | co-operate and exchange information in relatiorbtdh money laundering
Report

and the underlying predicate offences, opposed to these functions bejing
vested within the competences of the FCIS, anduditian authorities
should legislate accordingly.

Measures reported
as of 4 March 2008
to implement the
recommendation of
the report

The new AML/CFT Law provides that competent and esuisory
institutions and the FCIS cooperate and exchange information in
accordance with the procedure agreed between thoemt dhe results o
performed inspections of the activities relatedhwinplementation of the
measures of the prevention of money laundering@mdrist financing.

—h

v

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Implementing the requirements of Paragraph 14 kerdcof the AML/CFT
Law (see Annex |) the FCIS signed agreements orrdamation of
supervision actions with all competent state ingths responsible fo
implementation of the measures of prevention of eyotaundering and
terrorist financing in 2009.

=

The agreements provide ways of cooperation andaggeh of informatior
between the FCIS and competent authorities.

Obligations of the parties:
the FCIS:

1) to inform the other party about violations ogtlegal acts related to
implementation of prevention of money launderingd/ar terrorist
financing in activities of financial institutions @ther entities determined
during the FCIS inspections;

2) to assist the competent authority exercisingpeoions of activities o
financial institutions or other entities;

3) to provide information necessary for performamdfethe competen
authority’s functions as well as consult staff bktcompetent authority
about issues related to implementation of measefrpsevention of money
laundering/terrorist financing.

The competent authorities:
1) to inform the FCIS about violations of the legatts related to
implementation of prevention of money launderingd/ar terrorist
financing in activities of financial institutionsr mther entities as well gs
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about noticed indications of suspected money latungleand/or terroris
financing determined during the inspections;

2) to assist the FCIS exercising inspections ofivitiets of financial
institutions or other entities;

3) provide information necessary for performancehef FCIS functions as
well as consult staff of the FCIS about issuestedlato activities of
financial institutions or other entities.

Parties inform each other about inspections ofniiie institutions or other
entities:

1) before the inspections — about planned inspestivad hocinspectiong
no later than specific timeframe before the ingpect

2) after the inspection - about the results of éagipn and measures taken
no matter where some violations found or not.

Recommendation o
the MONEYVAL
Report

f The above should be similarly addressed for theéeS@aming Contro

Commission.

Measures reported
as of 4 March 2008
to implement the

recommendation of

The abovementioned provision applies to the Statami@g Control
Commission as well.

the report
Measures taken to| Implementing the requirements of Paragraph 14 lerdcof the AML/CFT
implement the | Law (see Annex ) the FCIS signed agreements orrdamtion of

recommendations
since the adoption
of the first progress
report

supervision actions with the State Gaming Sec@dynmission.

The agreements provide ways of cooperation andaggehof informatior
between the FCIS and the State Gaming Security Gesion.

Obligations of the parties: the FCIS:
1) to inform the other party about violations otthegal acts related to
implementation of prevention of money launderingd/ar terrorist
financing in activities of casinos;

2) to assist the competent authority exercisinge@sons of activities of
casinos;
3) to provide information necessary for performamfethe competent
authority’s functions as well as consult staff betcompetent authority
about issues related to implementation of measefrpsevention of money
laundering/terrorist financing.

The State Gaming Security Commission:
1) to inform the FCIS about violations of the legatts related to
implementation of prevention of money launderingd/ar terrorist
financing in activities of casinos as well as aboaticed indications of
suspected money laundering and/or terrorist fimapa@etermined durin
the inspections;

2) to assist the FCIS exercising inspections af/diets of casinos;

3) provide information necessary for performancehef FCIS functions as
well as consult staff of the FCIS about issuegeel#o activities of casinos.

L)

Parties inform each other about inspections ohossi
1) before the inspections — about planned inspestivad hocinspections
no later than specific timeframe before the indpect
2) after the inspection - about the results of @asipn and measures taken
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no matter where some violations found or not.

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation SR | (Implement UN instruments)

Rating: Partially Co

mpliant

Recommendation o
the MONEYVAL
Report

f Many uncertainties remain as to whether all effonsve been made f{
ensure that UNSC Resolutions are adequately krameh implemented;
results appear to be very modest.

Measures reported a
of 4 March 2008 to
implement the
recommendation of
the report

A seminar to representatives of commercial banks avganized in Vilnius
which included a presentation of the legal framdwfor implementation of
international sanctions, sharing of experiencelsasl-practices.
Series of seminars on export controls to state caitits and busines
community in May and June 2007 included presemiatiwy MFA officials

of a system for implementation of internationalctams in Lithuania.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

There were no major changes in this respect. Thraskly of Foreign Affairg
is continuously improving internet website on impéntation of
international sanctions (http://www.urm.lt/indexg#i0472448pP

In 2009 at RELEX meeting EU Presidency (Czech Rieguannounced this

website as the most informative sanctions web$ifelb

During 2009 a special AML/CFT training program fal commercial bank:
and auditors was conducted by the FCIS. Approxiltyate0 persons wer
trained. The main topics of the training programeluded FT indicators
international sanctions list, the UN Resolutiohg, EU Common Positions.

GovernmenResolution No. 677 (see Annex lll) approves thediscriteria
on the basis whereof a monetary operation or tcdiosais to be regarded &
suspicious or unusual, describes of the procediisugpending suspiciol
monetary operation and transaction and reportirg ittffiormation abou

n

Lithuania has continued and stepped up its efftotsensure adequate

awareness and implementation of international gamtincluding relevant

UNSC Resolutions.

Internet website has been launched

(http://www.urm.lt/index.php?10472448% promote wider awareness [of

the implementation of international sanctions imeyal public as well as

business community.

It provides relevant information on:

a. nature of international sanctions and their objest

b. relevant legal framework, in particular, internaay European and
national legislation applicable with respect to lementation of
international sanctions;

c. list of all currently applicable international séinas, including financial
sanctions;

d. updates on current developments.

D

(OB

AS

t

suspicious or unusual monetary operations or tcdioses to the FCIS.
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One of the criteria states that a monetary operatiotransaction is to b
regarded as suspicious the customer, the customepiesentative (if §
monetary operation is carried out through the gustts agent), the entity fq
the benefit whereof a monetary operation is peréar@re subject to financi
sanctions in accordance with the Law on the Imphaateon of Economig
and other International Sanctions of the Republitithuania of 22 April
2004.

= =~ 0

A

Obligation to report suspicious operations and daations, beside
AML/CFT Law, Government Resolution No. 677 is pied in guidelines
issued by the supervisory authorities.

Mentioned issues were discussed in joint steemngmwhich consists of th
representatives of different competent state in#ins and professional
associations responsible for implementation of mmess of prevention o
money laundering and terrorist financing and presiagh special AML/CFT|
training program to all commercial banks and auditwas conducted by th
FCIS. Approximately 400 officers were trained.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation SR Il (Freeze and confiscate terrgsts assets)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

0

f To make sure

Lithuania can act in relation to European Union émals and on
behalf of other jurisdictioris

all entities bound to apply international sanctiohave been give
adequate information about their duties and commatvn
mechanisms exist with all financial intermediaréesl DNFBP

a clear and publicly known procedure is in place fe-listing and
unfreezing in appropriate cases in a timely manner.

Measures reported as

of 4 March 2008 to
implement the
recommendation of
the report

With regard to EU internals, on 9 February 2006, Bovernment adopte
Decree N°137 on measures implementing internatissrattions aiming a
EU internals (persons and entities), which ensutes internationa
sanctions are equally applied to EU internals @@&sand entities). Th
Decree was renewed on 18 October 2006 by the Deédoeel1027. A
renewed decree is currently under preparation.

In relation to action on behalf of other jurisdixts, the Decree of th

D

e

“In the week of the adoption of the report, the Li#thian authorities advised that on 9 February 2066,
Government adopted Decree N°137 on measures imptergeinternational sanctions aiming at EU
internals (persons and entities). A list of EU intds (persons and entities) subject to finan@aktsons is
attached to the Decree. In relation to action dmalbfeof other jurisdictions, the Decree of the Gawveent
of Lithuania N° 1411 of 6 September 2006 providesstich action. According to para. 1.20 of the Becr
a financial transaction is to be considered suspgif data of the client or its proxy corresporidgr alia,
with the data in the list submitted by responsfbleign state institutions.
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Government of Lithuania N° 1411 of 6 September 2p@f/ides for such

action. According to para. 1.20 of the Decree narftial transaction is to

be considered suspicious if data of the clientopioxy corresponds, inter

alia, with the data in the list submitted by resgble foreign state

institutions.

Regarding the de-listing procedure, Lithuania:

o for the persons and entities associated with Udaim&aden, the Al-
Qaida network and the Taliban - will make use af #ocal Point
established by the United Nations Security CouRakolution No.
1730(2006)

o for the persons and entities to whom European Un@muncil
Common Position on the application of specific noeas to combat
terrorism applies — will use the standard EU proced

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

A renewed Government Resolution of 6 February 2868 113 on the
Measures to Implement in the Republic of Lithuaridernational
Sanctions Laid Down in the Council Common Posi2601/930 CFSP of
27 December 2001 on Combating Terrorism was pagded.document
repealed the Government Resolution of 18 Octob@6 20b.. 1027.

Also Resolution of Government of 6 September 20@2. N411 was
replaced by Government Resolution No. 677 on thei@x, according to
which financial operation or transaction is to le@sidered suspicious ¢
unusual, and halting financial operations and &atisns and the Order ¢
information submission on suspicious or unusuarfaial operations and
transactions to the FCIS (see Annex lll).

- =

The implementation of international sanctions igutated and amended
by Resolutions of the Government of the Republid.itfiuania and the
Regulations of the European Union, directly appiliedan the Republic of
Lithuania. The persons are obliged to implemerarfaial sanctions and
to perform the actions established in Resolutiohthe Government of
the Republic of Lithuania on the implementation iofternational
sanctions and in the Regulations of the EuropearnorUron the
international sanctions and exceptions of theirl@mgntation.

Recommendation o
the MONEYVAL
Report

f To ensure adequate monitoring of compliance isi@akiace in practice.

Measures reported as
of 4 March 2008 to
implement the
recommendation of
the report

Ministry of Foreign Affairs is responsible for owadir coordination of
implementation of international sanctions in Lithiza through making
necessary changes to national legislation, pastidp in drafting
international and European legislation and conthilgu to raising
awareness of general public and business community

Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

Law on the Implementation of Economic and Othererdmational
Sanctions describes financial sanctions as rastigton the rights of
entities, with respect to which international sad are implemented, to
manage, use and dispose of cash, securities, gabast assets and
property rights; payment restrictions for entiti@ih respect to whick
international sanctions are implemented; otherriotisns on financial
activities.

Article 12 of mentioned Law “Institutions supervigithe implementatio
of international sanctions” provides that the FClthe Customg
Department under the Ministry of Finance, the lasge Supervisory

—
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Commission, the Lithuanian Securities Commissionrasponsible fo
supervision of the implementation of financial dots.

According the Order of Director of the FCIS On thpproval of the
Instructions Concerning the Proper Implementatioin lmmternational
Sanctions in the Regulation Sphere of the FCI&nfiial institutions must
ensure that the accounts of the subjects with otgpevhich international
sanctions are implemented would not be in dispmsitiThe financial
institutions, which have suspended the dispositibthe accounts of th
subjects, against whom financial sanctions aregb@implemented, must
report in the period of 2 working days to the FCIS.

L)

GovernmentResolution No. 677 (see Annex lll) approves the &
criteria on the basis whereof a monetary operatiotransaction is to b
regarded as suspicious or unusual, describes of piteeedure of
suspending suspicious monetary operation and ttiasaand reporting
the information about suspicious or unusual momgetaperations o
transactions to the FCIS.

%)

One of the criteria states that a monetary operaiiotransaction is to be
regarded as suspicious the customer, the customepiesentative (if a
monetary operation is carried out through the austts agent), the entity
for the benefit whereof a monetary operation ifgrared are subject tp
financial sanctions in accordance with the Law lo@ fimplementation of
Economic and other International Sanctions of tlepuRlic of Lithuania
of 22 April 2004 (criteria No. 1.24).

Obligation to report suspicious operations and daations, besides
AML/CFT Law, Government Resolution No. 677 is pabed in guidelines
issued by the supervisory authorities.

Compliance with requirements are verified by thel$@uring on sitg
inspections.

Mentioned issues were discussed in joint steerrpgm@which consists of
the representatives of different competent statatitinions and
professional associations responsible for impleatent of measures of
prevention of money laundering and terrorist finagc

During 2009 a special AML/CFT training program th @ommercial
banks and auditors was conducted by the FCIS. Ampedely 400
persons were trained. The main topics includednidicators, internationg
sanctions lis, the. UN Resolutions, the EU Commaesitins, etc.

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
“other enforceable
means” and other

relevant initiatives)
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Recommendation SR VII (Wire Transfers)

Rating: Partially Compliant

Recommendation o
the MONEYVAL
Report

f The provisions of SR VII on wire-transfers are dioectly addressed by
various pieces of legislation seem to be relevartifferent aspects. Th
Lithuanian authorities acknowledge this and expgectully comply with
SR VII once the relevant EU-Regulation is adopléds notwithstanding
it was recommended that the new regulations be rapgécable to the
Post Office as a provider of wire-transfer services

Measures reported as
of 4 March 2008 to
implement the
recommendation of the
report

The EU Regulation No. 1781/2006 on information dme tpayer

Lithuania. This legal act fully implements the reggments of SR VII and
applies directly in all the EU member states, idaig Lithuania.
Implementing abovementioned recommendation of th@NEYVAL
experts the AML/CFT Law was amended and now st#tes postal
services providers performing internal or interoasl money transfer
when an amount of money transfer (incoming or owigjois above 60(
Euros or its equivalent in foreign currency musplgpcustomer due
diligence procedures and identify the client arellieneficial owner. Th
postal services providers are obliged to reportRG¢ about the cases
suspicious and unusual financial operations antb#éretions

accompanying transfers of funds is in force sincdahuary 2007 in

—

[
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to
the

Measures taken
implement

recommendations
since the adoption of
the first progress

report

Implementing Directive 2007/64/EC of the EuropeanliBment and o
the Council of 13 November 2007 on payment servinethe internal
market, in December 2009 Law of the Republic ohuénia on Paymer
Institutions was adopted. The purpose of this lawtoi establish legs
conditions for a newly licensed and supervised gmate of economic
entities, namely payment institutions, to providg/ment services in th
Republic of Lithuania. The Law on Payment Instiing stipulates tha
supervision of payment institutions is performed the Bank of
Lithuania, and it regulates the activities, licewsi supervision
reorganization, liquidation and bankruptcy procedurand othe
peculiarities of payment institutions.

For payment institutions, as well as for other trehstitutions,
Regulation (EC) No. 1781/2006 of the European &adint and of thg
Council of 15 November 2006 on information on tlaggr accompanyin
transfers of funds and the AML/CFT Law (see Anngearke applied. Thé

guidelines issued to payment institutions aimegratvention of money
laundering and/or terrorist financing, to supervide activities of
payment institutions on the prevention of moneyntmring and/of
terrorist financing, to consult payment institusoon the implementatio
of the guidelines. According to the Law of the Rpuof Lithuania on
Payment Institutions, the Bank of Lithuania, upbe &application of &
payment institution to get a license, verifies thernal control systen
which is implemented (will be implemented) in order fulfil the
obligations related to prevention of money launagriand terroris
financing, verifies whether the managing staff e payment institutiof
meets the established requirements, including tiney have not bee
convicted of a crime or a criminal offence relatednoney laundering g
terrorist financing. Moreover, exercising its fuoos related tg
prevention of money laundering and terrorist finage the Bank of

latter establishes the obligation for the Bank dhuania to approve

—_——+
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Lithuania has the right to carry out on-site ingjmec of a paymen
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institution, its branch, agent or other entity tdieh activities arg
outsourced.

Following the provisions of the AML/CFT Law, in Dember 2009 the
Board of the Bank of Lithuania by its resolutiorpegved Guidelines o
the Prevention of Money Laundering and TerrorisiaRcing for Paymen
Institutions. The guidelines are analogous to thapelied to credi
institutions; however, the peculiarities of paymamtitutions’ activities
are taken into account.

~— -

A transitional period is provided for the econoneiatities which were
already providing payment services before the Law Bayment
Institutions entered be able to continue theirvites not holding the
license of a payment institution but in accordanith the requirement
of legal acts regulating the prevention of monayntéering and terroris
financing and provision of payment services as aglbther legislation.

U7
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As regards post office as wire transfers providds, covered by the ney
Law on Payment Institutions. Such activities of tpoffice must be
licensed and supervised by the Bank of Lithuamaadcordance with the
requirements of the AML/CFT Law the post office muwpply the
provisions of the AML/CFT Law concerning customareddiligence,
record keeping, reporting to the FCIS etc.

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
enforceable
and other

“other
means”
relevant initiatives)

Recommendation SR VI[Non-profit organisations)

Rating: Partially Compliant

Recommendation of
the MONEYVAL
Report

To re-consider the oversight procedures for nonfiprorganisations to
ensure that mechanisms are in place to avoid tleeafissuch organisation
for the financing of terrorism.

[72)

Measures reported 3
of 4 March 2008 tg
implement the
recommendation o
the report

This issue will be covered by the Government ragmiuon implementation
of the MONEYVAL recommendations. The State Tax bxprate will be
responsible institution for oversight of activities non-profit organisations.
According to the provisions of the AML/CFT Law, laanforcement and
other state institutions must report to the FCI®uabany indications of
suspected money laundering and terrorist financihg, violations of this
Law and the measures taken against the perpetrators

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Law on Charity and Sponsorship (see Annex VllIabkshes the framework
for providing and receiving charity and sponsorshipe purposes df
providing and receiving charity and sponsorshipvelt as the providers an
recipients of charity and sponsorship; it also taegs charity and
sponsorship accounting and control where the pesgidnd/or recipients ¢
charity and/or sponsorship are entitled to religtsn taxes and customs
duties prescribed by the laws.

o

=4

Article 15 of Law on Charity and Sponsorship pre@sdfund shall be
registered in the Legal Entities’ Register in ademce with the procedure
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laid down in legal acts.

Article 12 of Law on Charity and Sponsorship states, that theigeos of
sponsorship shall keep accounts for sponsorshay; iust indicate the data
concerning specific recipients of sponsorship, #efisponsorship and their
value. The providers of sponsorship shall submibtimy and annual reports
on the sponsorship provided to the State Tax Insp&e subject to the terms
and procedure established by the Government dRépeublic of Lithuania or
an institution authorised by it. A monthly reponadl be submitted where the
amount of the sponsorship provided since the bewgnof a calendar year to
a single recipient of sponsorship exceeds LTL 50 00

Legal persons entitled to receive sponsorship keegh separate accounts, on
the one hand, for sponsorship received in accoslanith this Law
(indicating the providers of sponsorship if it wast received anonymously
as well as the value and use of sponsorship nidicating specific recipients
where the funds or assets received as sponsorakig feen transferred fo
another person) and, on the other, for sponsoeshggor charity provided by
themselves (indicating the data concerning speggfitpients of sponsorship
and/or charity, items of sponsorship and/or chagtyd their value) and mugt
submit, subject to the terms and procedure estauliby the Government of
the Republic of Lithuania or an institution auttsed by it, their monthly of
annual reports to the State Tax Inspectorate aheusponsorship they haye
received and its use, sponsorship and/or chariyiged by themselves as
well as their activities relating to the achievemehpurposes beneficial t
the public. Legal persons shall submit a monthporewhere the amount ¢
the sponsorship received since the beginning alendar year from a sing
provider of sponsorship or the sponsorship andfarity provided by thes
legal persons to a single recipient of sponsorahib/or charity exceeds LT
50 000. The Government of the Republic of Lithuanraan institution
authorised by it shall also establish the procedoreaccounting of the
sponsorship received anonymously.

= O

- D o

Article 13 of Law on Charity and Sponsorship states that thee STaix
Inspectorate shall exercise control over the promjsreceipt and use of
charity and sponsorship to the extent related xoreiefs. Other state and
municipal institutions and agencies shall exercisetrol over the provision,
receipt and use of charity and sponsorship withie scope of their
competence where prescribed by the laws and o#gal lacts. Where
controlling authorities (state tax inspectorate /andcustoms authority,
establish violations in respect of the provisiataipt and use of charity and
sponsorship, they shall cancel tax reliefs and sepiatutory sanctions

Currently, the FCIS and the State Tax Inspectoi@te preparing an
agreement under which the State Tax Inspectoratabying out checks op
the non-profit organizations will carry out specifirisk criteria-based
controls, seeking to establish if non-profit orgaion is attractive to
terrorist financing, and whether such activitiesuldobe carried out. In
criteria-match case information will immediately pp@vided to the FCIS.

(other) changes
since  the first
progress report (e.g.
draft laws, draft
regulations or draft
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“other enforceable
means” and other
relevant initiatives)

Recommendation SR IX (Cross border declaration & @closure)

Rating: Partially Compliant

Recommendation
the MONEYVAL
Report

of The implementation of SR.IX as a whole needs tedmnsidered in orde

to address a number of issues, in particular:

to extend the scope of the reporting duty to beamegotiable
instruments

to make the Customs and Border Guard more awararaf,involved
in AML/CFT issues

to review, ideally in consultation with other EU wtries, the EU
exception to SR. IX

to review the time limit for reporting to FCIS mawents above LT
50,000

to extend the existing national cooperation mectrasito AML/CFT.

Measures reported &
of 4 March 2008 td

implement the
recommendation 0
the report

As of June 15, 2007, travellers entering or leavihg EU customs

territory and carrying cash of a value of EUR 1@ @® more are oblige
to declare that sum at the border customs posth@rCash declaratio
form.

The said declaration form in Lithuanidfnglishor Russiaras well as the
procedure for its completion and customs cleardrasebeen approved by

Order No. 1B-891 of 29 December 2006 of the Dire@eneral of the
Customs Department. This Order complies with thevigions of

Regulation (EC) No. 1889/2005 of the European &amdint and of the

Council of 26 October 2005 on controls of cash remgeor leaving the
Community.
According to the provisions of the new AML/CFT Lawstoms offices

shall undertake control of the sums of cash brouighb the European

Community via the Republic of Lithuania from thér¢hcountries as the
are regulated in the Law on the Customs of the Repwf Lithuania
(hereinafter in this Article referred to as ‘theérthcountries’), and take
out from the European Community via the Republid_ibfiuania to the
third countries, incompliance with Regulation (Bd). 1889/2005 of the
European Parliament and the Council of 26 Octol®52on controls o
cash entering or leaving the Community (hereinafteferred to as
Regulation (EC) No. 1889/2005).
Customs offices must promptlput not later than within 7 working day
notify the Financial Crimes Investigation Serviéaiperson brings in t
the European Community via the Republic of Lithaafiom the third
countries or takes out from the European Communéythe Republic of
Lithuania to the third countries a single sum oflcan excess of th
amount indicated in part 1, Article 3 of Regulat{&C) No. 1998/2005.

The Customs Department under the Ministry of Fieaoicthe Republic of

Lithuania is one of the institutions which, accoglito their competencg
is responsible for the prevention of money launtgrand terrorism
financing.

Also, according to the provisions of the Criminabde sums of cas
means payment instruments, having the monetaryesgjm as well
Entering to Lithuania Republic without declaringmsu of cash is 4
criminal offence (smuggling). In case of false deation or a failure tg
declare criminal investigation to be started andency seized.
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One of institutions which deals with cash smuggim@ustoms Criminal
Service (the CCS) The main task of the CCS is szldse crimes an
other violations of legal acts related to custortis/aies and to investigat
them. The Service also carries out internationdl iaterdepartmental cc
operation in investigating cash smuggling, organiaad performs th
prevention of violations of legal acts.

The collection and analysis of information on thevelopment of
smuggling tendencies, evaluation of economicalias@nd criminogenic
reasons of the existence and development of smgyglperational
activities on disclosing smuggling, and performarafe the pre-trial
investigations of criminal activities could be mened among the mos
important functions of the CCS. It also collectsl amalyses informatio
on cash smuggling, applies preventive and opertioneasures in
combating the smuggling
The CCS co-operates with the enforcement and atistitutions of the
Republic of Lithuania and EU countries in the arefthe prevention of
violations of legal acts regulating customs adggt and their
investigation. It also co-ordinates and organiZes implementation of
national and international enforcement projectshiwitthe Customs,
develops, participates in the development of degfal acts related to the
prevention of violations, harmonizes them in thealelsshed order
provides proposals and comments.

W 7 b
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Measures taken to
implement the
recommendations
since the adoption of
the first progress
report

At the moment the FCIS is drafting the Law amendimgAML/CFT Law
with the new Article 18-1. Under that draft Law, <foms officers shall
undertake control of the sums of cash broughtfircior Lithuania from or|
into the EU countries. According to the Governnmaeeting protocol No
62 the Customs Department is preparing a drafiuttsn of Governmen
of Lithuania “Regulations of cash money carryinghttol from the EU
states to Lithuania, from Lithuania to the EU staded through Lithuani
to other the EU states” and internal rules of cBaifkcash transportations.

j*)

The Ministry of Justice is now in the process ddfting amendments tp
the Code of Administrative Infringements for puressto impose
sanctions for cash transportation violations.

The representative of the Customs department uttderMinistry of
Finance participates in the activity of the joitéesing group, established
on 22 September 2009 by the order of the directathe FCIS which
consists of the representatives of different coetestate institutions and
professional associations responsible for impleatert of measures ¢
prevention of money laundering and terrorist firiagc The close
cooperation issues have been discussed in abovéiomeh Working
Group meetings.

=

In collaboration with the State Border Guard Sexvimder the agreement
on the mutual exchange of information, joint co@pen on actions
against cash smuggling has continued. During meetiactions the FCI
and the State Border Guard Service restrained demiggsh in amount @
168 000 EUR.

U)

="

(other) changes since

the first progress
report (e.g. draft
laws, draft

regulations or draft
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“other enforceable
means” and other
relevant initiatives)

4 Specific Questions

Specific Questions raised in the 1st Progress Report and answers given by Lithuania

Have procedures been established so that the Regidt Legal Persons keeps record
movements in shareholding?

The Draft Law amending Article 12 and supplementitjcle 41 of the Law on Companies
(No. IX-1594) has been prepared and presented lier doordination among institutions

concerned. More detailed information is presentedroenting the implementation of R.33.

Has adequate protection in line with the requiretsan criterion 14.1 been introduced?

These provisions of the new AML/CFT Law introducdequate protection of the financi
institutions and other subjects as well as theinagars and employees.

of

al

The AML/CFT Law provides that financial institutisrand other subjects are not liable to client

for breach of any contractual obligation or any dgm caused of performing reporting
obligations provided in the AML/CFT Law. The empéms of financial institutions or other

subjects who disclose in good faith the informatiorthe FCIS shall not be liable of any kind
liability.

The communication of the information specified lie L.aw to the FCIS shall not be qualified
disclosure of an industrial, commercial or banksec

of

as

Have arrangements for coordinating seizure and isgafion with other countries been adopted?

There have been no arrangements for coordinatizgreeand confiscation with other countri
adopted in 2007.

Does the legal framework for confiscation exphcidover indirect proceeds such as income,

profits or other benefits form the proceeds of et

There have been no changes in the statutory rémulfatr confiscationsince the last evaluation.
However, working group at Ministry of Justice pregzh the Draft, mentioned earlier, which

currently is under discussion.

It is proposed to amend Article 72 so that contfiscawould explicitly cover indirect proceeds [of

crime.
Article 3. Amendment of the"2paragraph of the 72Article

1. In the 2 paragraph of the 72Article the words “criminal offence” shall be wign instead the
word “crime”, words “also in respect of any proyedf any description which was directly pr
indirectly acquired from criminal offence” shall lagitten instead of words “or which is acquired

as the result of a criminal act”, also the fub-paragraph shall be amended and this paragraph

shall be written out so:

“2. Confiscation of property is applicable only mespect of property used as
instrument or a means to commit the criminal ofeeaad also in respect of any property of i
description which was directly or indirectly acadr from criminal offence. The court sh
confiscate:

1) money or other property that has material valgch was delivered to the defendzs
or his accomplice for the purpose of commissioa ofiminal offence;

2) money or other property that has material valukich was used in committin
criminal offence;

3) any property of any description which was disear indirectly acquired from
criminal offence.”

an
any
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Additional Questions since the 1% Progress Report

Was the Draft Law implemented to amend Article A@ supplement Article 41 of the Law

on Companies (No.. IX-1594) in order to establisbcpdures so that the Register of Le

gal

Persons keeps records of movements in shareholdfinigiza has not been implemented yet,

can you give an indication as to when it will be?

The amendments were implemented. Please see thermatfon provided fo
Recommendation 33.

Have arrangements for coordinating seizure and iseafion with other countries been

introduced since the adoption of 1st Progress R&por

By Government Resolution No. 178 of 4 March 2008 @plementation of Counc

Decision 2007/845/JHA of 6 December 2007 concerniogperation between asset

recovery offices of the Member States in the figldracing and identification of procee

ds

from, or other property related to, crime, the uahian Criminal Police Bureau has been
appointed as the national asset recovery officedonmunication and cooperation between

the competent institutions of the Republic of Lahia and foreign countries on t
performance of the function of search and detectibproperty acquired in the crimin

way. Taking into consideration the above provisjdnsOrder No. 5-V-402 of the General
Commissioner of the Lithuanian Police the regulaiof the Lithuanian Criminal Polide
Bureau have been supplemented, including the additifunctions of communication and
cooperation between the competent institutionshef Republic of Lithuania and foreign

countries on the performance of the function ofaeaf property acquired in the crimin
way.

he
al

al

From law enforcement institutions of different figne states the Prosecutor General’s Office

constantly receives requests for legal assistapgeesting to conduct search of crimi

proceeds/assets in Lithuania as well as requesit®@osing restrictions upon such criminal

hal

proceeds/assets. As a rule, such proceeds/assétgaiad and restrictions are imposed upon

the title to such proceeds/assets. The law enfanemmstitutions of Lithuania also send

requests for legal assistance to law enforcemestitutions of foreign states, requesting

to

find and impose restrictions upon title to the enah proceeds/assets, which belongg to
suspects in criminal cases under investigationitimulania. Often such assets are established

and a freeze is imposed on them.

Was the Draft Law implemented to amend Article @2hat confiscation would explicitl
cover indirect proceeds of crime? If this has nee implemented yet, can you give
indication as to when it will be?

an

On 7 of December 2007 the Prosecutor General'sc®fbif the Republic of Lithuania i

N

cooperation with the UK Ministry for Enterprise,aliie, and Investment and Public Sector

Enterprises Limited (NI-CO) of Northern Ireland iofélly finished the Twinning Projegt

LT2005/IB/JH/01 “Strengthening Prosecution of Fraud/ithin the framework of thig

project the Strategy of Strengthening Prosecutfdfraud in Lithuania was prepared. After

inter-institutions consideration, on 28 of SeptemR€09, the Order on the Plan

Strengthening of Prosecution of Fraud in Lithuaaied the Means of Implementati
Whereof was signed. This order has been colldgtsigned by the Prosecutor Genera
Office, the Special Investigation Service, the &olDepartment, the FCIS, the Crimin
Service of Lithuanian Customs and the State Bo@ieard Service. The plan provides a
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of means to combat fraud, including combat withreenic crimes and money laundering,

Currently, the law enforcement institutions seblt in all pre-trial investigations of crime

through which income or other kind of assets weaeeived, a thorough search is dope,
while looking for such assets; the investigatorsudth also look for evidence whether the

proceeds from crime (money or assets) have beelized.

Following stated provisions, the effectors resplolesior the said measures (the Special

Investigation Service, the Prosecutor General’sc®ffthe Ministry of Justice, the Ministi

y

of the Interior) have formed a working group, whiglepared a draft law on amending

Article No. 72 of the Criminal Code of the Repubbé Lithuania and supplementir
whereof with Article 189-1.

Goal of the draft law:

g

The goal of the draft is to specify [amend] legadulation, which establishes seizure of the

property, which is a measure, tool or outcome ofi@inal act, as well as other property
the perpetrator, and establishes that the disposif assets of high value the acquisit

whereof cannot be accounted for as the lawful &itijum through legal income, shall be

deemed criminal act.
Tasks of the draft law:

1. To specify [amend] the provisions of Article @2 the Criminal Code in such
manner, that a court could confiscate means, adiogtsult of criminal activity, which ar
under the ownership of the perpetrator or othesqoes.

of
on

[¢)

2. To amend the provisions of Article 72 of theriiial Code in such a manner, so that
the court could seize the property (except the gntygpthe exaction whereof cannot pe

exercised according to the Civil Process Code ®fRbpublic of Lithuania) which belongs

by right of ownership to the perpetrator who hasrbsentenced for a criminal act, throu

which the he or she gained or may have gained rahteenefit, and which has be¢n

acquired through the period of five years priocemnmitting the criminal act, at the time
committing the criminal act and after committinge teaid criminal act and the acquisiti
whereof [property] cannot be accounted for as lhagguisition through legal income.

Currently draft of Article 72 of the Criminal Codibmitted to the Parliament for furth
consideration.

What is the current status of staffing of the Filunpared with the time of the adoption
the 1st Progress Report?

There were no changes in this respect.

Have any steps been taken to strengthen the camopliaf the gambling sector with t
international AML/CFT framework since the adoptadrthe 1st Progress Report?
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After the AML/CFT Law (see Annex I) and 4 Governmh@&esolutions implementing the
AML/CFT Law came into force, on 28 of February 20@ State Gaming Supervisary
Commission approved guidelines, intended for preeanof money laundering and/or

terrorist financing, for gaming companies. Afterathcasinos began the process
adjustment of necessary legal documents under ARL/€ystem requirements:

* Requirement by Government Resolution No. 677 (seaef lll): Conditional
features of the criteria on the basis whereof aatany operation or transaction is

be regarded as suspicious shall be establishednbagcial institutions and other

entities on coordination with the FCIS.
* Requirement by Government Resolution No. 562 (sewe& Il): Financial

institutions and other entities as well as the wahian Bar, in coordination with the

FCIS, shall establish the procedure of registéingiland administration (includin
the requirements regarding organizational and feahrmeasures intended

of

o

protect the register data from illegal destructiaigration and use or any other type

of unlawful handling).
¢ Requirement of the AMF/CFT Law (Article 19): intatrcontrol procedures.

The collaboration agreement between the State Ga@damtrol Commission and the State

Tax Inspectorate was signed on the 31 July 2008. imstitutions will seek to encoura

je

voluntary tax payment, to reduce tax payment avaidan the gaming and national lottery
operation branch; they will share available infotiora also will realize established tagks

according to the scope.

The mutual agreement on coordination on superviaicions between the State Gam
Control Commission and the FCIS was signed on thduhe 2009. The institutions w
inform each other on established facts about besaaf legal acts regulating mon

ng
Il

24

laundering and /or terrorist financing prevention about signs of possible suspicigqus

criminal acts; they will render mutual assistanceoading to the demand and the scope.

The State Gaming Control Commission has made afficiabproposal to discuss the iss

e

of possible collaboration in the European levekhia branch anti money laundering and

other specific questions related to gaming, dutigGREF annual conference.

From the quality of the proceedings mentioned, ggnsector undoubtedly strengtherjed

compliance with the international AML/CFT framework
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5 Questions related to the Third Directive (2005/60/EC) and the
I mplementation Directive (2006/70/EC)°

Implementation / Application of the provisions in the Third Directive and the

Implementation Directive

Please indicatg
whether the Third
Directive and the
Implementation

Directive have beer
fully implemented /
or are fully applied
and since when.

2 Lithuania fully implemented the Directive 2005/6@/Eof the Europeat
Parliament and of the Council of 26 October 2005henprevention of the
use of the financial system for the purpose of rgolaindering anc
terrorist financing (the Third Directive) as welks ahe Commissiof
Directive 2006/70/EC of 1 August 2006 laying dowmplementing
measures for Directive 2005/60/EC of the Europearident and of th¢
Council as regards the definition of ‘politicallxmosed person’ and th
technical criteria for simplified customer due giiihce procedures and f
exemption on grounds of a financial activity contgglcon an occasional ¢
very limited basis (the Implementation directive) the AML/CFT Law
and resolutions of the Government. The AML/CFT Lextered into force
on 24 January 2008. Immediately after the AML/CFmL.came into force
four Government resolutions were drafted by theS-@hd were adopte
by Government, which are in details regulating iempéntation of the
AML/CFT Law:

e Government Resolution No. 562 (see Annex Il)

Government Resolution No. 562 regulates the keepfnidpe registers o
the information (information keeping requiremergpgcified in Article 16
of AML/CFT Law, also registered data, the respoitisds of registrars
and the inspection of register keeping. These rales binding on al
financial institutions and other entities enumettate paragraphs 1 to 7 ¢
Article 16 of the AML/CFT Law.

e Government Resolution No. 680 (see Annex IV)

Government Resolution No. 680 regulates the prowisif the information
regarding customers' monetary operations and tcéinsa at the disposé
of the FCIS to the law enforcement agencies andraitate institutions g
the Republic of Lithuania and regulates the exchan§ information
between the State Security Department and the mCIBnplementing
terrorist financing prevention measures.

* Government Resolution No. 677 (see Annex IlI)

Government Resolution No. 677 approves the listr@géria on the basi
whereof a monetary operation or transaction isstodgarded as suspicio
or unusual, describes of the procedure of suspgmslispicious monetar
operation and transaction and reporting the inféionaabout suspicious @
unusual monetary operations or transactions t&¢-@IS.

* Government Resolution No. 942 (see Annex V)

1%
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Government Resolution No. 942 approves:

1 ® For relevant legal texts from the EU standards Appendix Il

71



1. The list of criteria on the basis for considgrincustomer to pose a small
threat of money laundering and/or terrorist finagaand criteria based o
which a threat of money laundering and/or terrdirsincing is considere
to be great;

2. The rules of customer and beneficial owner ifieation as well as
detection of several interrelated monetary opematicshall regulat
collection and verification of personal information customers and theli
representatives (authorized through power of attgrnby financial
institutions and other entities on the basis ofta@user identification
documents, keeping of the related documents oresathiereof, custome
identification instruments, as well as detection s&veral interrelate
operations.

Government Resolution No. 942 also specifies whigdrination must be
communicated to the FCIS by Law enforcement ageraiel other publi¢
authorities, having noticed indications of possitieney laundering and/d
terrorist financing, violations of the Law on Pratien of Money
Laundering and/or Terrorist Financing (by Governtrigesolution No. 942
they must, as soon as possible but no later therina8 working days from
the moment when such data or information becomesvikn notify the
FCIS).

|®N

=

Beneficial Owner

Please

whether your legal
definition of
beneficial owner
corresponds to th
definition of
beneficial owner in
the 3° Directive’
(please also provid
the legal text with
your reply)

indicaté Paragraph 10 of Article 2 of the AML/CFT Lagee Annex l)defines

beneficial owner as any natural person(s), the oshef a client (lega
person or foreign company) or control a client,/andatural person, o
| whose behalf the transaction or action is beingdooted. Beneficia
”owners are:

1) in the legal persons — legal person(s), whovedsir control(s) directly
cor indirectly the legal person, owning or contmgi the sufficient
percentage of the shares or voting rights of thgall person, includin
management of authorized shares, except the coagahie securities
which are admitted to trading at a regulated markét which the
requirements are applied to disclose the informatibout the activity
corresponding the legislation of the European Uniorequal internationa
standards (25 percent and one share is enouglachb this criteria); als
legal person(s), who otherwise control(s) the manant of legal person

=

o

2) in the legal persons, which administer and iiiste funds — legal
person(s), owning 25 percent or more property eflégal person (if th
beneficiaries are known); persons, for the repitasiem of which interest
such legal person has been established or whasesid it is representin
at the moment, a group (if persons, receiving kiefrefn the legal perso
are still not known); natural person(s), who coli#)o25 percent and mor

U— D

—

of the property of legal person.

® please see Article 3(6) of th# Birective reproduced in Appendix I
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Risk-Based Approach

Please indicate th
extent to  which
financial institutions
have been permitte
to use a risk-base

approach to
discharging certair
of their AML/CFT
obligations.

eThe AML/CFT Law (see Annex I) introduce the risksbd approach. Th
AML/CFT Law provides for simplified and enhancedstiomer due
JIdiligence cases.
DIBank of Lithuania Guidelines for credit institut®n(see Annex VI
introduce risk-based approach in more detail.
Simplified customer due diligence could be usedcases when arn
involved:
1) listed companies;
2) beneficial owners of pooled accounts held byanes and othe
independent legal professionals;
3) domestic public authorities;
4) any other customer representing a low risk; logk products of
transactions:
(i) life insurance policies;
(i) insurance policies for pension schemes;
(i) a pension, superannuation or similar schetreg provides retiremer
benefits to employees;
(iv) electronic money (the device cannot be rechdygthe maximum
amount is no more than EUR 150; the device carebkarged, a limit o
EUR 2 500 on the total amount per a calendar year);
(v) any other product or transaction representimgwarisk determined by
the Government.
Enhanced customer due diligence covers:
1) transactions or business relationships wherectistomer has not bee
physically present for identification purposes;
2) correspondent banking relationships with credstitutions from the
third states;
3) transactions or business relationships withtigally exposed persons;
4) there is great threat of money laundering orotest financing.
Paragraphs from 5 to 8 of the Bank of Lithuania delines for credit
institutions provide general risk-based approadjuirements for credi
institutions.

The Bank of Lithuania Guidelines for credit instituns introduces riskr

based approach for credit institutions. It is inmpdated in Paragraphs 5
and 18 — 27 (see Annex VI).

Government Resolution No. 942 (see Annex V) apgsotree rules of
customer and beneficial owner identification aslaeldetection of sever
interrelated monetary operations shall regulatiectibn and verification o
personal information on customers and their reptes®es (authorized
through power of attorney) by financial institutsoand other entities on tf
basis of customer identification documents, keepioig the relateg
documents or copies thereof, customer identificaitnstruments, as well 3
detection of several interrelated operations. Memdd document include
rules for simplified and enhanced costumer dugetice:

» Simplified customer identification may be applied the case
specified in Article 10 of the Law;

D
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Before the procedure of customer identification,campetent
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officer of a financial institution or another egtishall verify the
existence of circumstances that allow simplified stomer
identification;

» Having decided to apply simplified customer ideatfion, the
financial institution or another entity shall, & iown discretion
select the customer identification instruments ®i@ec in
paragraph 5 of the Rules of Government Resolution942;

» A financial institution or another entity must rperform simplified
customer identification if a separate decision lé tEuropearn
Commission has been passed on the issue. In suelvesm, the
financial institution or another entity must apphe provisions of
chapters Il or V of the Rules.

* Enhanced customer identification shall be appliedthe cases
specified in Article 11 of the Law;

» Before the procedure of customer identification,campetent
officer of a financial institution or another emgtishall verify the
existence of circumstances necessitating enhanagstorner
identification;

* Having decided to apply enhanced customer ideatifio, the
financial institution or another entity shall, imetcases specified
paragraphs 2-4 of Article 11 of the Law, apply teehancec
customer identification instruments envisaged althw;

Article 25 of Government Resolution No. 942 prowdthat financial
institution or another entity shall immediately enagain verify custome
identity by means of enhanced customer identifocatin the following
cases: when a customer knowingly provides wronigifidrmation for the
purposes of identifying the customer or benefiolher; when a customg
withholds information; when there exist the circtamges for the
application of enhanced identification.

The Rules on Identification of Clients of Publicafling in Securitie$

(approved by Government Resolution No.. 1K-19 ofJ28e 2005 of the¢
Lithuanian Securities Commissionyoverns the procedure for tl
identification of clients of intermediaries of pittrading in securities an
the procedure for the submission of information whbihe clients to the
Lithuanian Securities Commission. Under paragramn® 6 of the Rule
the intermediaries shall classify their clients lbgsigning to then
appropriate codes, as stipulated in Section IheRules on the Submissig
of the Information on the Owners of Securities,aBaé of Securities an
Financial Flows approved by Government Resolution No.. 7 of 3kd¥ia
2005 of the Securities Commission. When openingstmurities and (o
cash account the intermediaries shall assign th el@@nt an identification
code comprised of a two-letter code of the gloleaglster of countries an
territories, sector or sub-sector code and theopatddentification code a
stipulated by the laws.

Financial institutions shall in their activity beuiged by the principle
KNOW YOUR CLIENT (including the identities of thelients, their
intermediaries, the establishment of the basigdpresentation, collectio
of the data on the financial status of the clientgectives of investmen
experience, the presence of personal property,). efthis principle

=
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empowers financial institution to take reasonableasures in order t
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understand the ownership and control structureusformer or to determin
who are the natural persons that ultimately owoamitrol the customer.

Paragraph 7 of the Lithuanian Securities Commissi@uidelines for
financial broker, investment companies with vamabapital, manageme
companies and the depository: Employees of finArnpstitutions shall
establish the identity of their customer (naturalegal person) to whon
investment and other services are provided, thexdfoancial institutions
shall in their activity be guided by the principleYC (including the
identities of the clients, their intermediariese stablishment of the bas
for representation, collection of the data on thearfcial status of th
clients, objectives of investment, experience, presence of person
property, etc.).

Paragraph 13.4 of the Lithuanian Securities Comi&s guidelines for
financial broker, investment companies with vagabépital, manageme
companies and the depository provides that finhnaistitutions must
conduct ongoing monitoring of the business relatidm including scrutiny
of transactions undertaken throughout the courséhaff relationship ta
ensure that the transactions being conducted argistent with the credi
institutions’ knowledge of the customer, the bussnend risk profilg
including, where necessary the source of funds.

Paragraph 70 of the Lithuanian Securities Commissiapproved
guidelines, intended for prevention of money lauirdg and/or terroris
financing for financial broker, investment companigith variable capital
management companies and the depository statefirthatial institutions

appropriate clients and beneficiaries identificatiand verification,
reporting and information presentation of the FCHiso relating tg

business relationship or transaction type and sO omanagement
compliance management and communication to preweney laundering
and (or) the financing of terrorism related to finel operations an
transactions and reduce money laundering, anddrist financing.

Politically Exposed Persons

Please
whether criteria for
identifying PEPs in
accordance with thg
provisions in the
Third Directive and
the Implementation
Directive’ are
provided for in your
domestic legislation
(please also provid
the legal text with

indicaté

Provisions of the AML/CFT Law (see Annex |) defiRr&Ps and provid
criteria for identification of PEPs in accordancghwhe provisions in the
3" Directive and the Implementing Directive.

%

Paragraph 16 of Article 2 of the AML/CFT Law defgpolitically exposecd
natural persons as citizens of foreign countriekp vare or have bee
entrusted with prominent public functions and imiaga family members
or persons known to be close associates, of susbipe

e Paragraph 17 of Article 2 of the AML/CFT Law defnamportant publio
positions (including European Community positioaad positions at th

D

must establish appropriate internal control proceslurelating to the

information keeping, risk assessment, risk (dependin the customer

is

t

|

D

1%

your reply).

international or institutions of foreign countries)

’ Please see Article 3(8) of thé? Directive and Article 2 of Commission Directive @870/EC reproduced in

Appendix II.
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1) state leaders, government leaders, ministecg, wiinisters, or deput
ministers;

2) members of parliaments;

3) members of supreme courts, constitutional coortsother highes
judicial institutions, which decisions cannot béjsat to appeal;

4) members of the management bodies of the audpoo$essiona
organizations or boards of central banks;

5) ambassadors, temporary chargé d’affaires arfu faigking officers of
the armed forces;

6) members of the management or supervision bodfiethe state-rur
undertakings.

Paragraph 2 of Article 2 of the AML/CFT Law listeninediate family
members — a spouse, a person, with whom the pshipehas bee
registered (hereinafter referred to as cohabitgatjents, brothers, siste
grandparents, grandchildren, children and spoutesildren, cohabitant
of children).

Paragraph 1 of Article 2 of the AML/CFT Law defingdese associates as

1) any natural person, who together with the perganforming or
performed the duties indicated in Part 16 of thigticke, were the
participants of the same legal person or are in athyer busines
relationship;

2) any natural person, who is the sole owner olebal person, establishe
de factg seeking any property or any other personal bgrefithe persor
performing or performed the duties indicated int R&rof this Article.

Paragraph 5 of Article 11 of the AML/CFT Law progithat if a perso
terminates the execution of the duties stipulatgparagraph 17 of Article
of this Law, financial institutions and other em# upon the evaluation ¢
the level of threat of money laundering and (omaest financing, may no
consider him to be a politically exposed persomahkcial institutions an
other entities must determine the internal procesluon the basis of whig
it shall be detected, whether the customer and fioggleowner is a

politically exposed person participating in poktic

—
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“Tipping off”

Please indicat¢ Paragraph 15 of Article 14 of AML/CFT Law (see Amri¢ provides that

whether the
prohibition is limited
to the transactior
report or also cover
ongoing ML or FT

financial institutions and other entities are nepkliable to the customer fg
the non-performance of the commitments or the damagade whilg
' carrying out the duties and actions provided inofet14. The staff of the
" financial institutions and other entities, which good will report to the
FCIS about the suspicious and unusual financiatatjpes or transaction

Dr

\14

investigations.
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carried out by the customer, shall not be keptdiabany way.

Article 20 of AML/CFT Law provides that the inforian specified in
AML/CFT Law, submitted to the FCIS, may not be psitkd or transferre
to other state management, control or law enforoénmestitutions, othe
persons, except in the cases established by tHisther laws. Persons wh
violate the procedure of information protection amgk specified in thi
Law shall be held liable according to the procedstablished by laws.

(0]

U7

The institutions specified in paragraphs 1 to 1Adfcle 4 of AML/CFT
Law, their employees, financial institutions anckithemployees, othe
entities and their employees shall be prohibitedhfnotifying the custome
or other persons, that the information about thenetery operation
performed and the transactions concluded by thetooes, or the
investigation related thereto has been submitte¢ded-CIS.

=

With respect to the
prohibition of
“tipping off” please
indicate whethe
there are
circumstances wher
the prohibition is
lited and, if so, the
details of such
circumstances.

D

Above mentioned prohibition shall not cover the @thtes and advocate
assistants, when they seek to dissuade a cliem &ngaging in illega
activity.

Also the mentioned prohibition (paragraph 3 of édi20 of AML/CFT)
Law shall not prohibit:

1) to exchange information between credit institogi,
insurance undertakings and insurance broking uakieds, investment
companies with variable capital, registered witthe territory of the
European Union member states, as well as registertéed territory of
third states, which impose requirements equivaierihose laid in thig
Law, provided that they meet the conditions beloggio the same
group composed of the parent company, its subgdiaand
undertakings where the parent company or its sigvsd have a shar
of capital as well as undertakings, which draw apsolidated account
and annual accounts;

D

"

2) to exchange information between the undertakiofs
auditors, accountants or tax advisors, notaries @ardons entitled t
perform notarial actions as well as advocates @vdeates’ assistant
registered in the territory of the EU member stated those registere
in the territories of third states, in which equéra requirements hav
been laid down, if the said entities have been goerihg their
professional activities as one legal person oreagral persons whic
share common ownership and management or complémtsol;

3) to exchange information between financial in$ins,
auditors, accountants or tax advisors, notaries @ardons entitled t
perform notarial actions as well as advocates avoaates’ assistant
in the cases connected with the same customer aildtlne same
transaction, covering two or more said entitieshdy are registered i
the EU member state territory or third state teryit which ha
established requirements equivalent to this lawl ibthey are from th
same professional category and are subject to algnitvobligations a
regards professional secrecy and personal datagbiat.

=)

In all mentioned cases the information exchanged ble used exclusivel
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for the purposes of the prevention of money lauindeand/or terroris
financing. The exemptions concerning the discleseirinformation shal
be invalid if a separate decision of the Europeamfission is passed on
concerning the financial institutions and otheritarg to which this Law is

Union member states or related third state.

Submission of the information specified in this Lemthe FCIS shall not b
viewed as disclosure of industrial, commercial anlbsecret.

applied and financial institutions and other eastifrom the European

it

“Corporate liability”

Please indicatg
whether  corporate
liabilty can be

applied where ar
infringement is
committed for the
benefit of that lega
person by a perso
who occupies 3
leading position
within legal
person.

that

> The corporate liability is introduced in the CriminCode. Corporat
? liability can be applied where an infringement @renitted for the benefi
of that legal person by a person who occupies dirlggosition within that
legal person — part 2 of the Article 20 of the Gnah Code states that
legal entity shall be held liable for the crimirgalts committed by a natur

hinterests of the legal entityy a natural person acting independently o
, behalf of the legal entity, provided that he, whilecupying an executiv
position in the legal entity, was entitled to regmet the legal entity, or t
take decisions on behalf of the legal entity, @r control activities of the
legal entity. Besides, according to part 4 of namtid Article criminal
liability of a legal entity shall not release frozriminal liability a natural
person who has committed, organised, instigateabsisted in commissio
of the criminal act.

person solely where a criminal act was commiftadthe benefit or in the

Can corporate
liability be applied
where the
infringement is
committed for the
benefit of that lega

person as a result of

lack of supervision
or control by
persons who occup

Corporate liability can be applied where the mjement is committed fg
the benefit of that legal person as a result dt lafcsupervision or contrg
by persons who occupy a leading position withirt thgal person - part
of the Article 9 of the Criminal Code provides tlategal entity may b
held liable for criminal acts also where they hdeen committed by a
employee or authorised representative of the legdity as a result o
insufficient supervision or control by the persodicated in part 2 of thi
Article.

y

O 5 OO0 ==

a leading position
within  that legal
person.
DNFBPs
Please specify The AML/CFT Law (see Annex ) provides new categsrdf DNFBPs:
whether the

obligations apply to
all natural and legal
persons trading in a
goods where
payments are mad
in cash in an amour
of € 15 000 or over.

bailiffs;

accounting undertakings or undertakings providiag tdvice
services;

trust (trustee) or company service providers.

~ (D

STR:

One of AML/CFT requirements to DNFBPs is STR repgrtobligation
(Article 14 of the AML/CFT Law).

GovernmenResolution No. 677 (see Annex Ill) approves thedfriteria
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on the basis whereof a monetary operation or trdiagais to be regarde
as suspicious or unusual, describes of the proeed@irsuspending a
unusual monetary operation and transaction andrtiegahe information
about suspicious or unusual monetary operatiotiapsactions to the FCIS
by financial institutions and DNFBPs as well.

=}

After the AML/CFT Law and all 4 Government Resobus implementing
the AML/CFT Law came into force, a number of guida’s were approve
to all DNFBPs:

=N

the FCIS Guidelines for:

1. providers of postal services who provide servicds
domestic and international money transfers,

2. persons engaged in economic-commercial activigéstead
to trade in real estate other property the valueto€h is in
excess of EUR 15 000 or an equivalent sum in forei
currency where payment is made in cash

3. accounting undertakings or undertakings providimag
advice services

» the State Gaming Supervisory Commission Guidelines;

» the Lithuanian Assay Office Guidelines;

» the Chamber of Baliliffs guidelines

» the Chamber of Notaries guidelines;

» the Lithuanian Bar Association guidelines;

» the Chamber of Auditors guidelines;

e the Culture Heritage Department under the MinisthyCulture of
the Republic of Lithuania Guidelines.

Q

—

After that entities under the AML/CFT Law began tlpeocess of
adjustment of necessary legal documents under AML/Csystem
requirements. One of them provided by GovernmergoRé&ion No. 677,
conditional features of the criteria on the basibemof a monetary
operation or transaction is to be regarded as ciosisi shall be established
by financial institutions and other entities on hoation with the FCIS
Also requirement of establishing internal controbgedures is provided in
the AMF/CFT Law (Article 19).

=

At the time of mentioned process it was organizedrées of meetings wit
associations of DNFBPs, supervisory authorities anith the DNFBPS
itself.

Training for auditors was conducted on 2009. Thenntaemes of the
training program: legal AML/CFT basis; latest AMIFT trends and
typologies; new technologies involvement to ML suoks; ML indicators
FT indicators; international sanctions list; CDDopess. Record keepin
STR reporting requirements; PEPs. Training progiaroreseen for 201
as well. First priority is training course for DNPB.

==}

The FCIS designated contact persons responsible cémtacts with
associations with DNFBPs itself.

Taking into account the MONEYVAL experts recommeinaias in respect
of lack of supervision actions coordination betwetre FCIS and
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supervisory authorities under the AML/CFT Law. Algi 4 Paragraph 14 of
the AML/CFT Law states that all supervisory indittns mentioned ir
Law shall keep mutual cooperation with the FCIS amdhange the
information about the results of the conducted éatipns of the entities
activity, related to the implementation of preveatimeasures against
money laundering and terrorist financing. Accordiegthat a number gf
agreements on coordination of supervision actioesevgigned between the
FCIS and all supervisory authorities under the ABET Law:

e on 16 of June 2009 with the State Gaming Superyisor
Commission;

e on 23 of July 2009 with the Chamber of Bailiffs;

* on 14 of September 2009 with the Chamber of Ausljtor

* on 14 of September 2009 with the Lithuanian AssHic€&

* on 26 of October 2009 with the Culture Heritage &ément unde
the Ministry of Culture of the Republic of Lithuani

* on 10 of February 2010 with the Chamber of Notaries

U

From the quality of the proceedings mentioned, DR&Bundoubtedly
aware of their important role in the AML/CFT regimgLithuania.

CDD:

The following legal acts provides for full customelue diligence
procedures:

» the AML/CFT Law (see Annex I);

» Government Resolution No. 942 (see Annex V);

» the State Gaming Supervisory Commission Guidelines;

» the Lithuanian Assay Office Guidelines,

» the Chamber of Baliliffs guidelines;

» the Chamber of Notaries Guidelines;

» the Lithuanian Bar Association Guidelines;

» the Chamber of Auditors Guidelines:

e the Culture Heritage Department under the MinisthyCulture of

the Republic of Lithuania Guidelines.

Mentioned CDD procedures covers:
1) identification of the customer as well as vedfion of customer’s
identity from independent sources;

2) identification and verification of beneficial oership and control;
3) establishment of intended purpose and naturethef business
relationship;
4) execution of ongoing due diligence and scrutihyhe relationship and
transactions;

5) keeping of records up to date.

The AML/CFT Law provides for simplified and enhadceustomer due
diligence cases (Articles 10 and 11).

Simplified customer due diligence could be usedcases when ar|
involved: listed companies; beneficial owners obled accounts held b
notaries and other independent legal professiondtanestic publig
authorities; any other customer representing arlsky low risk products or

< @
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transactions: ((i) life insurance policies;(ii) urance policies for pensign
schemes; (iii) a pension, superannuation or singtdreme that provides

retirement benefits to employees; (iv) electronicney (the device cann

be recharged, the maximum amount is no more thaR ERD; the device

can be recharged, a limit of EUR 2 500 on the tatabunt per a calend
year); (v) any other product or transaction repméeg a low risk
determined by the Government.

Enhanced customer due diligence covers:

1) transactions or business relationships wherectis.omer has not been

physically present for identification purposes;
2) correspondent banking relationships with credgtitutions from the
third states;

3) transactions or business relationships withtigally exposed persons;
4) there is great threat of money laundering aotest financing.

Government No. 942 (see Annex V) approves:

1. The list of criteria on the basis for considgrancustomer to pose a sm
threat of money laundering and/or terrorist finagcand criteria based g
which a threat of money laundering and/or terrdiigincing is considere
to be great;

2. The rules of customer and beneficial owner ifieation as well as
detection of several interrelated monetary openaticshall regulate

collection and verification of personal information customers and theli

representatives (authorized through power of adgrnby financial
institutions and other entities on the basis oft@muer identification
documents, keeping of the related documents oresotbiereof, custome
identification instruments, as well as detection s&veral interrelate
operations.

Record keeping:

The AML/CFT (Article 16) Law provides that notaries persons license
to perform notarial actions, as well as bailiffsparsons licensed to perfor
bailiff's duties must keep the register of suspisior unusual transactiof
of customers as well as transactions where thevext®r paid amount ir
cash exceeds EUR 15,000 or a respective amountfdmeggn currency
Other DNFBPs entities (except for notaries or pesdicensed to perforn
notarial actions, lawyers and assistant lawyersiffeeor persons license
to perform baliliff's duties) must keep the regisbérone-off payments i
cash when the amount of received or paid cash dscE&)R 15,000 or
respective amount in a foreign currency, also #mgster of suspicious an
unusual monetary operations and transactions. keegt the register of th
customers with whom the transactions or businesgionship have bee
terminated under the circumstances specified irclaril5 of the AML/CFT
Law (in case when customer avoids or refuse to gutmmthe financial
institution or another entity at its request anthimi the specified time limit
information about the origin of the monetary resesr or assets, oth
additional data) or under other circumstancesedl&b the violation of thg
procedure of prevention of money laundering ant#oorist financing.

The AML/CFT Law provides that:

all

jon

\14
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1) the data of the registers shall be kept for #@ry from the day @
termination of transactions or business relatioitls the customer.

2) the copies of documents confirming customersntdy must be kept fo
10 years from the day of termination of the tratisas or busines
relationship with the customer.

3) the documents confirming the monetary operatiotransaction or othe
legally valid documents, related to performancenoietary operations ¢
transactions must be kept for 10 years from the adfgyerformance of thg
monetary operation or conclusion of the transaction

Government Resolution no 562 and all approved duiele intended fo
prevention of money laundering and/or terroristaficing establishes th

=2

-

U7

= =

A1

e

rules for registers keeping.

6 Statistics
6.1 Money Laundering and Financing of terrorism cases
a) Statistics provided in the last progress report
2004
(for comparison purposes)
_ Proceeds
Investigations | Prosecutions Conylctlons Proceeds seized Pro'ceeds
(final) f . o confiscated
rozen (investigation
process)
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 10 13 4 5 0 0 3 310 880
FT 1 0 0 0 0 0 0 0
2005
Proceeds
. . Convictions Proceeds seized Proceeds
Investigations Prosecutions . . S .
(final) frozen (investigation confiscated
process)
amount amount
) ) amount
cases| persons| cases| persons| cases| persons | cases| (in cases| (in cases (in EUR)
EUR) EUR)
Confiscated
1 property :
ML 8 10 4 8 3 successful 4 653835 1 car as tool
2 aqquited of crime,
10 980
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EUR in
account
FT 1 0 0 0 0 0 0 0
2006
Proceeds
o . Convictions Proceeds seized Proceeds
Investigations Prosecutions . . S .
(final) frozen (investigation confiscated
process)
amount amount amount
cases| persons| cases| persons| cases| persons | cases| (in cases| (in cases| (in
EUR) EUR) EUR)
1 13 367
ML | 23 21 1 1 1 (aquitted) 430 0
FT 0 0 0 0 0 0 0 0 0
2007 (1 January — 1 October)
Proceeds
o . Convictions Proceeds seized Proceeds
Investigations Prosecutions . : o .
(final) frozen (investigation confiscated
process)
amount amount amount
cases| persons| cases| persons| cases| persons | cases| (in cases| (in cases| (in
EUR) EUR) EUR)
5 (cases
in Court
ML| 7 | 10 | 2 5 2 of 2 |148409 o0 0
Appeal
at the
moment)
FT 1 0 0 0 0 0 0 0 0 0
b) Please complete, to the fullest extent possible gtifiollowing tables since the
adoption of the progress report.
2007
Proceeds
L . Convictions Proceeds selzgd (pre- Proceeds
Investigations Prosecutions ; trial :
(final) frozen . N confiscated
investigation
process)
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 7 10 2 5 2 5 2 148 409 0 0
FT 1 0 0 0 0 0 0 0 0 0
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2008

Proceeds
o . Convictions Proceeds se|ze_d (pre- Proceeds
Investigations Prosecutions : trial 3
(final) frozen . L confiscated
investigation
process)
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
2289 .
ML 11 8 2 2 1 1 036 1
FT 0 0 0 0 0 0 0 0 0 0
2009
Proceeds
o . Convictions Proceeds selzgd (pre- Proceeds
Investigations Prosecutions ; trial :
(final) frozen . N confiscated
investigation
process)
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
4907 .
ML 14 30 2 2 1 1 5 821 1
FT 0 0 0 0 0 0 0 0 0 0

* In both confiscations in 2008 and 2009 there were confiscatgadcht's / real estate / luxury car.

¢) AML/CFT sanctions imposed by supervisory authorities

Please complete a table (as beneath) for admitvstraanctions imposed for AML/CFT

infringements in respect of each type of the supedventity in the financial sector (eg, banks,
insurance, securities etc).
If similar information is available in respect afpervised DNFBP, please provide an additional
table (or tables), also with information as to thpes of AML/CFT infringements for which

sanctions were imposed.
Please adapt the tables, as necessary, also tatedany criminal sanctions imposed on the
initiative of supervisory authorities and for whwpes of infringement.

2007 2008 2009
for for
comparison comparison
Number of AML/CFT violations identified 5 4 22
by the supervisor
Type of measure/sanction*
Written warnings 2 3 4
Fines
Removal of manager/compliance offiger
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Withdrawal of license

Other**

Total amount of fines

(where applicable)

Number of sanctions taken to the court

4

16

Number of final court orderg 5
Average time for finalising a court orde

P

* Please amend the types of sanction as necessarycbver sanctions available within your

jurisdiction
** Please specify

6.2

Explanatory note:

STR/ICTR

The statistics under this section should providearview of the work of the FIU

The list of entities under the headingndnitoring entitie$ is not intended to be exhaustive. If
your jurisdiction covers more types of monitoringtites than are listed (e.g. dealers in real
estate, supervisory authorities etc.), please adbdr rows to these tables. If some listed eumtitie
are not covered as monitoring entities, pleaseiaiioate this in the table.
The information requested under the headihgdicial proceedingsrefers to those cases which
were initiated due to information from the FIU.idtnot supposed to cover judicial cases where
the FIU only contributed to cases which have bearegated by other bodies, e.g. the police.
“Cases openédefers only to those cases where an FIU does rtiane simply register a report
or undertakes only an IT-based analysis. As thasdification is not common in all countries,
please clarify how the term “cases open” is undexstn your jurisdiction (if this system is not
used in your jurisdiction, please adapt the tabhgour country specific system).

a. Statistics provided in the last progress report

2004
(for comparison purposes)

Statistical Information on reports received by the FIU

Judicial proceedings

. notifications
transactions SUSDICIOUS cases t0 law
Monitoring entities, e.g. above hicK opened indictments | convictions
transactions enforcement/
threshold by FIU
prosecutors

ML FT | ML | FT | ML FT ML |FT | ML |FT
Commercial banks 1077574 | 47
Insurance companies
Notaries 18 588
Casino 932
Broker companies
Securities' registrars 90 0
Lawyers
Accountants/auditors
Company service providel
State and other institution 11
Total 1 097 094 58
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2005

Statistical Information on reports received by the FIU

Judicial proceedings

. notifications
transactions . cases
. " suspicious to law A F e
Monitoring entities, e.g. above X opened indictments | convictions
transactions enforcement/
threshold by FIU
prosecutors
ML FT |ML | FT | ML FT ML |FT | ML |FT
Commercial banks 1342894 | 64
Insurance companies
Notaries 34 385
Currency exchange
broker companies
Secu_r|t|es, credlt_unlons 47 235
Leasing companies 74 0
Lawyers
Accountants/auditors
Company service providers
State institutions 3925
Other subjects under AML Lay 49 094 5
Total 1477 535 69
2006
Statistical Information on reports received by the FIU Judicial proceedings
. notifications
transactions . cases
o " suspicious to law A F e
Monitoring entities, e.g. above X opened indictments | convictions
transactions enforcement/
threshold by FIU
prosecutors
ML | FT ML | FT | ML FT ML |FT | ML |FT
Commercial banks 2752390 | 112 | 1
Insurance companies
Notaries 38173
Currency exchange
Broker companies
Secu_r|t|es, credlt_unlons 58 921
Leasing companies 71 0
Lawyers
Accountants/auditors
Company service providers
58 777 23
Other subjects under AML Lay 6 160
N 18
State institutions
Total 2914421 | 153 1

b) Please complete, to the fullest extent possible gtfollowing tables since the adoption of
the 1* Progress Report
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2007

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases MEUIEE TS
o to law — L
suspicious opened enforcement/ indictments convictions
transactions by FIU
reports about I y prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
threshold vy | BT fme [T me | T | g Bl g 2 g £ g &
| 2|l 8| 2] 8| 2| | @
o () o () o () o (3]
o o o o
Commercial Banks 3801016 97
Insurance Companies
Notaries 44565
Currency Exchange
Broker Companies
oo Reqi i uni ; : 102118
Securities' Registrars, credit unions, leasing cmgs 50 0 nval nal o ol nal nal o 0
Lawyers
Accountants/Auditors
Company Service Providers 36
(financial companies, casino)
Other subjects under AML Law 113205 15
State institutions 61262
Total 4122166 148
2008
Statistical Information on reports received by theFIU Judicial proceedings
reports about cases MEUIEE TS
o to law — L
suspicious opened indictments convictions
- enforcement/
transactions by FIU
reports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
threshold | vy | pr o fme [T {me | T | 8 Bl g &) g B g
(2] (7] 2] (%] 2] (%] 2] (7]
@ 2 @ 2 © & @ 0
o g o g o g o 3
Commercial Banks 2330253 126
Insurance Companies
Notaries 24742
Currency Exchange
Broker Companies
Securities' Registrars, credit unions, leasing cmgs 51973 73 0 N/A| NA| O 0] NA|l NA] O 0
Lawyers
Accountants/Auditors
Company Service Providers 54
(financial companies, casino)
Other subjects under AML Law 26565 11
State institutions 3780
Total 2437313 191
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2009

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases 10 law
suspicious opened indictments convictions
- enforcement/
transactions by FIU
reports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
threshold | vy | BT fme [Frime | T | g Bl g 2 g £ g &
| 2|l 8| 2] 8| 2| | ¢
o () o () o () o (3]
o o o o
Commercial Banks 732840 141
Insurance Companies
Notaries 9894 31
Currency Exchange
Broker Companies
Securities' Registrars, credit unions, leasing cames 7540 63 0 | NVVA| N/Al 0| O NA| NA|l 0| O
Lawyers
Accountants/Auditors
Company Service Providers 24
Other subjects under AML Law 2112 17
State institutions 877
Total 753263 213
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APPENDIX | - Recommended Action Plan to Improve theAML / CFT System

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No. text required

2. Legal System and Relate(
Institutional Measures

Criminalisation of
Laundering (R.1, 2 & 32)

Money

- to unify the two ML definitions;

- money laundering should be criminalised morectyri
and the legal incrimination should follow Artic
3(1)(b)&(c) Vienna Convention and Article 6(1) Pah®
Convention, so as to cover also conversion, transfe
property or concealment, disguise of the true mat
source, location, disposition, movement, rights hy
respect to, or ownership of property, if such cands
carried out outside of a financial operation, casmn of
an agreement, an economic or commercial activitygyo
means of a fraudulent declaration;

- to provide for the applicability of Art. 21 aldo the
various offences contained in art. 189;

- to review the effectiveness and the dissuasiaeatdter
of the criminal sanctions under art. 189;

- to consider making an explicit provision, as rssesy,
specifying that the laundering offence applies tithk
direct and indirect proceeds;

Criminalisation of Terroris

Financing (SR.1I, R.32)

- to introduce a separate offence of terrorist rioiag,
independently from art. 250 which deals with tesb
activities involving criminal groups, in line withhe
requirements of SR.II and according to Art.2 of 1899
UN Convention for the Suppression of the Finanafg
Terrorism, with a view in particular to: a) includbe
collection of funds; c) refer to individual terrsts; d)
state that in order to be criminally liable it istmecessary
that funds were actually used to carry out tert@tts or
be linked to a specific terrorist act

Confiscation, freezing and seizing
proceeds of crime (R.3, R.32)

of to cover explicitly indirect proceeds such asoime,
profits or other benefits from the proceeds of e;im

- provisional measures for serious crimes such &s
should be regulated as not to be subject to a $imoet
limit, as far as the conduct incriminated in ar@i§ the
Criminal Code is concerned;

- the Police, which deals with other major ass
generating crimes should be encouraged to appiyuas
as possible for temporary measures with a view
confiscation of criminal assets and thereforeptiklmore

e

ur

it

ets-

to

systematically at the financial dimension/wealth

of
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criminals / criminal groups.
- Statistics on temporary measures and confisca
should be kept

- Lithuania may also wish to reconsider the oppatyuof
softening the standard of evidence for the purpols
confiscation (sharing or reversing the burden ajofy
post conviction;

ation

D

Freezing of funds used for terror
financing (SR.1I, R.32)

st to make sure:

e Lithuania can act in relation to European Un
internals and on behalf of other jurisdictidns
» all entities bound to apply international sancti

duties and communication mechanisms exist with
financial intermediaries and DNFBP
e a clear and publicly known procedure is in plage
de-listing and unfreezing in appropriate cases
timely manner.
- to ensure adequate monitoring of compliance kintg
place in practice.

on

bnNs

have been given adequate information about their

all

fo
n a

The Financial Intelligence Unit an
its functions (R.26, 30 & 32)

d to strengthen the autonomy and identity of theRdL-
within the FCIS — for it to become the LithuanialtyFit
should be granted its own powers, an IT systenepted
by adequate regulations in order to ensure thatsSaril
CTRs are primarily used for AML/CFT purpos
independently from the FCIS’ own competencies, in
accordance with the Egmont principles;

- the electronic reporting system, with adequ
security/safety measures, needs to be completealfibre
obliged entities, given the deadlines provided ifoithe
LPML and to avoid unnecessary logistical consteafot
the industry.

- furthermore, the annual report that the Lithuan
authorities have now decided to produce at reg
intervals should be the occasion to publish infaromaon
ML/FT which would clearly be specific to Lithuania.

ate

ia
ular

Law enforcement, prosecution a
other competent authorities (R.Z
28, 30 & 32)

nd to ask the police to also take responsibility
finvestigations of ML and FT in their own field
competence, and to take awareness-raising mea
on/and continue to provide training on methodsatget
the proceeds from crime;

- to review and clarify in legislation, as needadcess by
the SSD to information held by obliged entities;

for
Df
sures

- to clarifyJfamend as appropriate the legal franwwfor

8 the week of the adoption of the report, the Wiithian authorities advised that on 9 February 20@6Government
adopted Decree N°137 on measures implementingnatienal sanctions aiming at EU internals (persa entities).
A list of EU internals (persons and entities) sabje financial sanctions is attached to the Dedreeelation to action
on behalf of other jurisdictions, the Decree of @@vernment of Lithuania N° 1411 of 6 September@pfvides for
such action. According to para. 1.20 of the Decaefinancial transaction is to be considered sumpicif data of the
client or its proxy corresponds, inter alia, witke tdata in the list submitted by responsible foreitate institutions.
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the use of special investigative techniques alddlinand
FT cases, and to ensure that the provisions of alseon
Operational Activities and the Code of Criminal
Procedure are consistent;

- to review the effectiveness of efforts of thenarial
police and prosecution services, together withrtheeds,
in particular the services dealing with FT and praté
crimes which are important from the perspectivé@bfL

(e.g. department dealing with organised crime @and
terrorism, department dealing with counterfeifed
currencies and credit cards etc.).

Cross Border declaration 0r The implementation of SR.IX as a whole needsdag b
disclosure (SR.IX) reconsidered in order to address a number of issnes
particular:

* to extend the scope of the reporting duty
to bearer negotiable instruments
* to make the Customs and Border Guard
more aware of, and involved |n
AML/CFT issues
* to review, ideally in consultation with
other EU countries, the EU exception|to
SR. IX
* to review the time limit for reporting tp
FCIS movements above LTL 50,000
e to extend the existing nationgl
cooperation mechanisms to AML/CFT

3. Preventive Measures -
Financial Institutions

Risk of money laundering @
terrorist financing

=

Customer due diligence, including to include in the AML Law a specified referencethe
enhanced or reduced measures (Rl CDD measures as opposed to identification
to 8) procedures which, in themselves, are part of thdCD
process and provide for the independent verificatibthe
identification information obtained:;

- to revise Article 3 of the Law on Payments widyards
to customer details for cross-border payments;

- to provide for a specific inclusion in the AML Wwafor
identification requirements in the case of suspig
irrespective of the LTL50,000 (Euro 15,000) thrddho
- to ensure that the Register of Legal Persons dsg
information on shareholding changes in legal pesson
following registration;

- as part of the CDD process, financial institusigtould
be required to draw up customer acceptance polariel
business profiles with an obligation for on-goinged
diligence procedures;
- to introduce a specific obligation for financial
institutions to consider reporting where the IDgadures
cannot be completely and satisfactorily fulfilled.

(0]
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- to provide for rules regarding PEPs under the AlMw
with specific enhanced customer due dilige
requirements.

- provisions similar to those in Resolution 20 loé Bank
of Lithuania should be extended to other finansestors,
covering threats from new or developing technolsgie

Third parties and

business (R.9)

introduce

d- the concept of the customer/agent relationshighim
identification process should be re-addressed.

Financial institution secrecy
confidentiality (R.4)

or- irrespective of the perceived effectiveness efdjistem
there is a need to readdress the issue to aligmatieus

legal provisions for the sake of consistency

Record keeping and wire transfer The provisions of SR VII on wire-transfers aret

rules (R.10 & SR.VII)

directly addressed but various pieces of legistaieem
to be relevant to different aspects. The Lithuar
authorities acknowledge this and expect to fullynpty
with SR VII once the relevant EU-Regulation is atiolp
This notwithstanding, it was recommended that thes
regulations be made applicable to the Post Offeea
provider of wire-transfer services.

- the Lithuanian authorities may wish to consider
electronic, secure system of submitting data td=@ES.

DS

Monitoring  of
relationships (R.11 & 21)

transactions an

d- both Recommendations should be readdressed
covered through legal provisions or through theeetve
Resolutions in accordance with the establishederaait
For the sake of uniformity and consistency, thébsnian
authorities may also wish to consider addressirese
Recommendations through Government Resolu
applicable to both the financial and non-finansittors.

ti

Suspicious transaction reports and In general

other reporting (R.13-14, 19, 25
SR.IV)

the obligation to report suspicic
&transactions is adequately covered through the Alelv
and Government Resolution 929. It is however hedrg
whether the obligation applies to attempted tratisas or
to cases where an institution has reasonable gsotm
suspect that a transaction may be related to m
laundering. For the financial sector the obligatis
restricted to the carrying out of a “financial ogigon” as

d

transactions not necessarily involving a financiahtent
(contrary to the requirements also of thé® EU
Directive). The Lithuanian authorities may wish
reconsider the Law in this regard.

- the FT reporting should be directly addressedugh
specific provisions in the AML Law that are nottreted
to information on international lists.

- to insert, in line with the requirements of cribe 14.1,
a clearer protection of entities, their directaficers and
employees from any civil or criminal liability whethey
report and disclose information in good faith tce
authorities.

- Although the FCIS has informed that it provid

th

e
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defined in the Act and would therefore exclude pthe
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feedback to the industry the Lithuanian Authoritreay
wish to consider strengthening Article 5 of the ANMaw
to this effect.

- Article 13 of the AML Law is comprehensive |n
covering the currency transaction reporting by riicial
institutions and other entities. The Lithuanian Harities
may however wish to re-visit the exemption of lavey|
and lawyers’ assistants from such obligation, ebeugh
it has been claimed that lawyers’ rarely handlehgas
transactions.

(4]

Internal controls, compliance, auc
and foreign branches (R.15 & 22)

lit certain elements need to be addressed furthamhance

the existing framework. The powers of the compm&n
officer for timely access to information could better
reinforced if established through rules or regolai
rather than through reliance on institutions thdvese

- to review the implementation of Recommendatiors@2
that the essential criteria 22.1 and 22.2 are Bpalty
addressed, formulated and implemented.

O

Shell banks (R.18)

The supervisory and oversig

SROs
Role, functions, duties and powe

(including sanctions) (R.23, 30, 2
17, 32 & 25)

rs

(]

ht procedures should be put in place whereby theSFCI
system - competent authorities andpart from retaining its right of undertaking itsvro

focused examinations, takes control by:

« planning and preparing in collaborati
with the supervisory authorities anny

; inspection programmes;

al

. still leaving the prerogative for the
supervisory competent authorities, pn
their own initiative, to undertake focused
examinations and/or to include an
AML/CFT component in their prudential
examinations;

« ensuring that in all the above instances|the
FCIS is informed and involved in the
ongoing examinations; and that it receiyes
examination reports in all instances
irrespective of the type of findings. (This
may require an amendment to Article 8|of
the AML Law).
- procedures should be gradually established sbtlhieg
Register of Legal Persons keeps record of movemerjts
shareholding
- to reconsider the provisions on sanctions for
compliance in the AML Law
- As regards guidance to the industry, the procesiur
should be put in place to ensure consistency.

Money value transfer service

(SR.VI)

2d he Lithuanian Authorities may wish to considercihg

the authorisation and supervision of this finansetvice
under the competence of the Bank of Lithuania Fa
sake of consistency and continuity.

—
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and

Measures
Businesses

4. Preventive
Non-Financial
Professions

Customer due diligence and reco
keeping (R.12)

rd- to address CDD including identification issuebge
provision of a legal basis to certain key elementhe 1D
process, and the timing and basis of the applitgakof

the ID process; PEPs are not addressed through |lega
provisions and hence no awareness within somerseufto
the DNFBPs; more awareness on threats arising from
technological developments and large complex
transactions is needed.

Suspicious transaction reporting DNFBPs should be made more aware of their importa

(R.16) role in the AML/CFT regime of Lithuania thus enswyi
that, in understanding their role better DNFBPs
acknowledge and implement the AML obligations ferth
In this regard the Lithuanian Authorities may with
revisit the AML Law accordingly.
- to reconsider the exceptions in the AML Law foe
legal profession. To a lesser extent, this may bésdrue
of the gaming sector which believes that in impletimg
the AML measures it may be losing business.

Regulation, supervision andn addition to recommendations under Section 3:

monitoring (R.24-25) - to immediately review the legal contradictions
concerning FCIS’ supervisory powers vis a vis lamgye
and lawyers’ assistants and to put in place appategr
procedures as detailed under Section 3 to ensure
appropriate ongoing monitoring and supervision.
- to have procedures in place that ensure consistand
applicability.

Other designated non-financijal-

businesses and professions (R.20

5. Legal Persons ang

Arrangements &  Non-Profit

Organisations

Legal Persons — Access to benefigial As a minimum, current qualifying shareholders %D

ownership and control informatignand more) should be recorded in the Register ofaLeg

(R.33) Persons and such information should be made alailah
the relevant competent authorities. It should lséagutory
obligation to keep the Register up to date in Way.

Legal Arrangements — Access |[to-

beneficial ownership and contrpl

information (R.34)

Non-profit organisations (SR.VIII) - to re-considdre oversight procedures for non-profit

organisations to ensure that mechanisms are ire gla
avoid the use of such organisations for the finamnaf
terrorism.
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6. National and International
Co-operation

National co-operation and- there is a need to better share information divities
coordination (R.31 & 32) on the supervisory side taken by each institutiod tne
Coordination Working Group needs to be invigorated,
efficiently chaired, and FCIS "ownership" more fiym
established. One way of achieving this would be to

schedule regular meetings — say, 4 per year — and a
forward agenda of key issues to discuss and takeafd.

The Conventions and UN Specialmajor deficiencies are addressed in eatlier
Resolutions (R.35 & SR.I) recommendations)

Mutual Legal Assistance (R.36-38; to improve the collection of statistics, with seal
SR.V, and R.32) breakdowns which would enable also the authoritie
review the effectiveness of their international pe@tion
in the field of AML/CFT.

- to adopt arrangements for coordinating seizurd |an
confiscation actions with other countries.

- Lithuania may wish to establish an assets farfeifund
to which all or a portion of confiscated propertyl e
deposited and will be used for law enforcement|lthea
education and other purposes.

[72)

Extradition (R.39, 37, SR.V & R.32) - to improveetlcollection of statistics, with severnal
breakdowns which would enable also the authoritie
review the effectiveness of their ability to coaén in
the field of extradition in relation with AML/CFT.

[72)

Other Forms of Caperation (R.40| - the issue of co-operation and exchange of infionan
SR.V & R.32) the Law on the FCIS should be further clarifiedrasther
laws by the inclusion of a specific reference te th
exchange of information. This may also require|an
amendment to paragraph 5 of Article 5 of the AMIwLa
- to consider the extent to which financial supsow
authorities directly co-operate and exchange in&tiom
in relation to both money laundering and the uryiegl
predicate offencesas opposed to these functions being
vested within the competences of the FCIS, @and
Lithuanian authorities should legislate accordingly
- the above should be similarly addressed for ttades
Gaming Control Commission.

\°X4

7. Other Issues

Other relevant AML/CFT measured.ithuanian authorities are advised to be more chiaid
or issues more accurate when drafting pieces of legislationl ja
regulations or other texts and to specify cleadywhat
other legal or other texts they refer.

General framework — structura
issues
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APPENDIX Il
Article 3 (6) of EU AML/CFT Directive 2005/60/EC @ Directive):

(6) "beneficial owner" means the natural persom{3d ultimately owns or controls the customer
and/or the natural person on whose behalf a tréinsaor activity is being conducted. The
beneficial owner shall at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentafjthe shares or voting rights in that legal entity,
including through bearer share holdings, other thaompany listed on a regulated market that is
subject to disclosure requirements consistent @dmmunity legislation or subject to equivalent
international standards; a percentage of 25 % @hesshare shall be deemed sufficient to meet
this criterion;

(if) the natural person(s) who otherwise exercig®drol over the management of a legal entity:

(b) in the case of legal entities, such as foundatiand legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbgetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gakarrangement or entity;

(i) where the individuals that benefit from thegéd arrangement or entity have yet to be
determined, the class of persons in whose maineisitéhe legal arrangement or entity is set up or
operates;

(iif) the natural person(s) who exercises contre¢ro25 % or more of the property of a legal

arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3“ Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family niems, or persons known to be close
associates, of such persons;

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of Directive0B060/EC, "natural persons who are or have
been entrusted with prominent public functions'lishalude the following:

(a) heads of State, heads of government, miniatetgleputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionalrtsoor of other high-level judicial bodies
whose decisions are not subject to further apgeakpt in exceptional circumstances;

(d) members of courts of auditors or of the boarfdsentral banks;

(e) ambassadors, chargés d'affaires and high-rguakiiters in the armed forces;

(f) members of the administrative, management pestsory bodies of State-owned enterprises.
None of the categories set out in points (a) tm{fhe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offits¢ subparagraph shall, where applicable, include
positions at Community and international level.

96



2. For the purposes of Article 3(8) of DirectiveOB060/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of Directive 0B06O/EC, "persons known to be close

associates" shall include the following:

(a) any natural person who is known to have joamddicial ownership of legal entities or legal

arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial osimip of a legal entity or legal arrangement
which is known to have been set up for the bewefitacto of the person referred to in paragraph
1.

4. Without prejudice to the application, on a régasitive basis, of enhanced customer due
diligence measures, where a person has ceasedetatinsted with a prominent public function
within the meaning of paragraph 1 of this Artiobe & period of at least one year, institutions and
persons referred to in Article 2(1) of Directive0B060/EC shall not be obliged to consider such a
person as politically exposed.
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APPENDIX Il - Abbreviations

AML/CFT
AML/CFT Law

C
cc
CDD
CPC
CTR
DNFBP
EC

EU
EUR
FATF
FCIS
FIU
FT
IPS
JHA
LC
LPML

LTL
ML
MLA
MLS
NA
NC
NPO
0J
PEP
PC
SR
STR
UK

Anti-Money Laundering and Combating the Financifi@errorism
Law on Prevention of Money Laundering and Testdfinancing of 17
January 2008

Compliant

Criminal Code

Customer Due Diligence

Criminal Procedure Code

Currency (or cash) Transaction Report

Designated non Financial Businesses and Professions
European Commission

European Union

Euro

Financial Action Task Force on Money Laundering
Financial Crimes Investigation Service

Financial Intelligence Unit

Terrorist financing

Computer Information System of Prosecution S&wi
Justice and Home Affairs

Largely Compliant

Law “On Prevention of Money Laundering” of 1997 ,aasended on 23
November 2003, No. 1X-1842

Lithuanian Litas (official currency)

Money Laundering

Mutual legal assistance

Minimum life standard

Not Applicable

Non Compliant

Non Profit Organisation(s)

Official Journal

Politically exposed person

Partially Compliant

Special Recommendation

Suspicious transaction report

United Kingdom
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