
Timeline for Main and Regional Hubs  

The Main Hub event of the 2nd African Forum on Cybercrime will run three online sessions from 

9.00 – 12.30 GMT as below. INTERPOL’s Regional Hubs Cybercrime Workshops will be 

organized before or after the Main Hub hours. 

 

GMT Main Hub Regional Hub (Local Time) 

28 June 2021 

09.00 – 12.30 

Main Session 1. 

Legislation and Policy 
Live Stream  

29 June 2021 

06.00 – 08.00 
Adjournment 

East Africa Workshop  

Nairobi 09.00 – 11.00 (GMT+3) 

09.00 – 12.30 
Main Session 2.  

International Cooperation 
Live Stream 

14.00 – 15.30 Adjournment 
Central Africa Workshop 

Yaoundé 15.00 –16.30 (GMT+1) 

30 June 2021 

09.00 – 13.00 

Extra Session  

Investigation Practices  
Live Stream 

14.30 – 16.00 Adjournment 
West Africa Workshop 

Abidjan (14.30 – 16.30 GMT) 

6 July 2021  

08.00 – 09.30 
Adjournment 

Southern Africa Workshop 

Harare (10.00 – 11.30 GMT+2) 

 

 

Programme (draft) 

 

East Africa Hub on Training Strategies (June 29, GMT 06.30 – 08.00) 

Nairobi Time Agenda (RB Nairobi, Language : English-French-Arabic) 

09.30-09.45 Welcome and introduction of participants (RB Nairobi) 

09.45-10.00 Briefings on Cybercrime Initiatives in Africa (INTERPOL Presentations)  



10.00-10.30 

Cybercrime Training: Strategies and Curricula (INTERPOL Presentations)  

- Capacity building - ownership and strategic plans  

- Cyber knowledge and skills by areas of duties (profiles)  

- International compatibilities as competency  

10.30-10.50 
Developing Training Strategies and Curriculum (Discussion led by RB, CD) 

- Strategic stances  

10.50-11.00 Key takeaways (Rapporteur by CD) and Conclusion (RB) 

 

Central Africa Hub on Malware Response (June 29, GMT 14.00 – 15.30) 

Yaoundé Time Agenda (RB Yaoundé, Language : English, French) 

15.00-15.15 Welcome and introduction of participants (RB) 

15.15-15.30 Briefings on Cybercrime Initiatives in Africa (INTERPOL Presentation) 

15.30-16.00 

Malware Investigation Practices (INTERPOL Presentation)  

- How companies and individuals are victimized by BEC or ransomware  

- Capacities needed by law enforcement, CERT and security industry 

- Practical examples of international cooperation  

16.00-16.20 

Developing Capabilities on Response Capabilities (Discussion led by RB) 

- Providing and requesting information 

- Finding technical  

16.20-16.30 Key takeaways (Rapporteur by CD) and Conclusion (RB) 

 

West Africa Hub on International Cooperation (June 30, GMT 14.30 – 16.15) 

Abidjan Time Agenda (RB Abidjan, Language : English, French, Portuguese) 

14.30-14.45 Welcome and introduction of participants (Head of RB Abidjan) 

14.45-15.00 Briefings on Cybercrime Initiatives in Africa (INTERPOL Presentation) 

15.00-15.15 Briefings on Cybercrime Initiatives in West Africa (ECOWAS presentation) 

15.15-15.45 
International Cooperation on Cybercrime (INTERPOL Presentations) 

- Scope of international cooperation 



- International law enforcement cooperation on malware investigation  

- 24/7 Contact Points for Cooperation  

15.45-16.00 
Challenge and perspectives : presentation by member countries 

- Ivory Coast, Ghana, Cabo Verde (5mins) 

16.00-16.15 Key takeaways (Rapporteur by CD) and Conclusion (RB) 

 

Southern Africa Hub on Specialized Units (July 6, GMT 8.00 – 9.30) 

Harare Time Agenda (RB Harare, Language : English, French, Portuguese) 

10.00-10.15 Welcome and introduction of participants (RB) 

10.15-10.30 Briefings on Cybercrime Initiatives in Africa (Presentation by CD) 

10.30-11.00 

Specialized Cybercrime Units (INTERPOL Presentations) 

- The technical development and response of law enforcement 

- Expected roles of specialized cybercrime & digital evidence units  

- Plans for developing specialized units  

11.00-11.20 Developing Capabilities of Specialized Units (Discussion led by RB, CD) 

11.20-11.30 Key takeaways (Rapporteur by CD) and Conclusion (RB) 

 


