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|. PREFACE

Information and methodology used
for the evaluation of the Czech Republic

1. The evaluation of the anti-money laundering (AMind combating the financing of
terrorism (CFT) regime of the Czech Republic waselaon the Forty Recommendations 2003
and the Nine Special Recommendations on Terromsiri€ing 2001 of the Financial Action
Task Force (FATF), together with the two Directive$ the European Commission
(91/308/EEC and 2001/97/EC), in accordance with NEYNAL'’s terms of reference and
Procedural Rules. The evaluation was based on aWs, Iregulations and other materials
supplied by the Czech Republic, and informatioramt®d by the evaluation team during its
on-site visit to the Czech Republic from 10 to 1i6rih2005, and subsequently. During the on-
site visit, the evaluation team met with offici@led representatives of a number of relevant
Czech state institutions and the private sectdistfof the bodies met is set out in Annex to the
mutual evaluation report.

2. The evaluation was conducted by an assessmant, teshich consisted of M. Peter
RASHKOV (Director of the Department for InternatédriLegal Assistance, Eurointegration
and International Legal Co-operation of the Minjistif Justice of Bulgaria) acting as legal
evaluator, M. Daniel GATT (Analyst, Financial Iritgence Analysis Unit of MALTA) acting
as law enforcement evaluator and M. Arpad KIRALYeéd of Department, Financial
Supervisory Authority of Hungary) acting as finaadaévaluator. These three examiners were
assisted by a colleague from the FATF, Mrs AnapRilFIGUEIREDO (Banking Supervision
Department of the Bank of Portugal) acting as oadicial evaluator. The experts reviewed the
institutional framework, the relevant AML/CFT lawsegulations, guidelines and other
requirements, and the regulatory and other systemace to deter money laundering (ML)
and the financing of terrorism (FT) through finaicinstitutions and Designated Non-
Financial Businesses and Professions (DNFBP), dt age examining the capacity, the
implementation and the effectiveness of all thesseéesns.

3. This report provides a summary of the AML/CFTaswres in place in the Czech Republic
as at the date of the on-site visit or immediatélgreafter. It describes and analyses those
measures, sets out Czech levels of compliance twehFATF 40+9 Recommendations (see
Table 1), and provides recommendations on how icedapects of the system could be
strengthened (see Table 2). Compliance or non-dangd with the EC Directives has not
been considered in the ratings in Table 1.



II. EXECUTIVE SUMMARY

1. Background Information

1. The Czech Republic is usually perceived as drtheo most stable and prosperous of the
post-Communist states of Central and Eastern Eurdpé¢he examiners were advised on site,
despite the progressive development of modern payrezhniques, the economy is still
heavily cash-based.

2. Like in previous years, criminal proceedsginate from all types of criminal activities

carried out in an organised manner (drug traffigkinuman trafficking and smuggling) and
economic crimes (particularly fraud, tax evasiomsuse of information in business relations).
Other major proceeds generating crimes includeinahoffences against property, insurance
fraud and credit fraud. Connections between orgahizime and ML have been observed
mainly in relation with activities of foreign grosipin particular from the former Soviet Union

republics, the Balkan region and Asia. The CzecpuRkc would also be affected by certain
llicit financial activities (credit/loan servicesjoney remittance particularly in connection with
the Asian community, and illegal foreign exchangsibess — taking place blatently on certain
streets of the capital city).

3. The Czech authorities indicated that the typkedinancial institutions used for_money
launderingin the Czech Republic are mainly banks, credibngj insurance companies and
exchange offices, as well as companies/commerettarks operating international money
transfer services. The use of cash outside thdateglisector and of businesses without real
activity (e.g. restaurants) or where proceeds apednup with legitimate profits, and real
estate transactions would also be common ways fasedL purposes. According to certain
interlocutors, the gaming sector and casino inglustould also be exposed to ML and
infiltration by criminals.

4. On terrorism and ETpolice representatives acknowledged that the ICR=public is little
exposed to this problem, although the country hesasionally been used temporarily by
people who had connections to well-known terroristsout 10 cases of terrorism would have
been handled by the courts in the last 11 yeaesetltases were not politically motivated, but
were connected with general serious crime actwi(igpically, bomb explosions connected
with extorsion etc.).

5. There has been no specific stratagppted on combating money laundering. The pyiafit
the Government in this area is to fulfil the int@ional commitments and to be in compliance
with the international standards. The main objedivand tasks of the Czech Republics’
authorities in combating terrorism in general adl w@e terrorist financing are included in a
material called “The National Action Plan to Combatrorism” (NAP).

6. Overall, there has been moderate progress BIGIGEYVAL'’s second evaluation round.

2. Legal Systems and Related Institutional Measures



7. Despite some improvements which are commendalée criminalisation of MLunder
Section 252a (on “Legalisation of proceeds fronmanal activity) of the Criminal Code still
does not contain a broad definition and coveragillof The position of the Czech authorities
according to which it is by a combination of vasobections (Section 252 but also Section 251
on “Participation/sharing” and Section 252 on “Rgpation/sharing by negligence” that the
international requirements pertaining to the ML inigbn are implemented was found
unsatisfactory because of inconsistencies, a dilutif the ML concept (Sections 251, 252 and
252a are individually closer to the classical ofienof receiving of stolen property).
Furthermore, the Czech Republic has managed tanoitafirst (four) convictions for ML,
which is commendable. But the jurisprudence avélalhustrates that to date, Section 252a
has mostly (possibly only) been applied to criminéilences which had more to do stolen
goods (receiving, trafficking, selling), than withe laundering of proceeds. This raises the
issue of effectiveness.

8. Furthermore, as the examiners could find owdrethis no unanimity among practitioners
about such an interpretation (some prosecutorguages consider that only Section 252a is
ML specific), and this alone shows that in practideks exist that ML offences would not
necessarily be dealt with in a consistent way aitth wtmost effectiveness. New provisions
(which would not have fundamentally remedied theation though) were under preparation at
the time of the on-site visit At the moment, there is a need to clearly crifigeathe
conversion, transfer, acquisition, possession obpprty to use a simpler, less proof
demanding definition of ML, to increase the levekanctions, to introduce corporate liability.

9. There has been no conviction for FT to date. €Herts of the Czech Republic to
progressively improve the legal framework for theninalisation of FTare commendable. At
present, there is a clear provision dealing withfthancing of terrorist acts (Section 95 para 2:
are punishable those who provide financial, materieother support to a terrorist act). The
financing of terrorist organisations is also preésanCzech legislation, through more general
provisions on criminal conspiracy (which, howevexplicitly refer to the issue of terrorism).
The financing of individual terrorists, as sucherss totally absent. Other elements also need
to be provided for explicitlydirect or indirect collection of funds, utilisatiasf funds in full or

in part, prosecutability of the offence withoutiakl to a specific terrorist act and withou the
funds having been used effectiveljhe examiners believe that a stand-alone pravigow
series of provisions) would be preferable refléet international requirements in a consistent
way and with a sufficient degree of legal certainty

10. The regime of final measurissas follows, by virtue of the Criminal Code: 8ex 51 and

52 regulate théorfeiture of property Section 55 and 56 tHerfeiture of[a] thing Section 53
and 54 provide for a system of pecuniary punishnvamth can be used as an alternative
punishment. These various measures are convicieaeb and besides these, Section 73
provides for a system ddeizure of a thing as a final protective measure, also without
conviction._Provisional measurese regulated basically by two sets of provisiohthe Code

of Criminal Procedure, namely Sections 347 and 348, Sections 78 (“Liability to deliver a
thing — production order”) and 79, 79a, 79b, 79aKihg away of a thing”, “judicial seizure of

a bank account”, “securing the booked — immatesaali— securities”). Although there is much

2 But finally rejected in 2006

*The Czech authorities do not consider that theticreaof a specific body of offence for terrorismmdincing
would lead to improvements in practice or to arréase in the number of cases prosecuted: “Thiglis &
systems change and at the legislative level; it mot have substantial significance for the aregmafsecuting
financing of terrorism. In our opinion no relevaasons based on practice have been given forasclchnge.”



to be commended in respect of bits of certain gions considered individually, at the end,

there is an inconsistent and complex frameworks&rzure and confiscation which generates
mis-matches between temporary and final measureates legal loopholes and misses various
elements (including direct and indirect proceedsijvalent confiscation, confiscation of assets
held by third persons). The provisions are not iapple to legal persons. The effectiveness
issue for confiscation is also at stake.

11. Concerning the freezing of terrorist assetder SR. 1, the Czech Republic has extended
the preventive ML regime to FT in 2004. But the oy relies to a large extent on the EU
instruments and a general domestic law would bdeagkéo fully implement in a practical way
the various UN requirements as regards listing @eldsting, the regime applicable to frozen
assets etc. The Czech authorities have produc#tifiThe National Action Plan to Combat
Terrorism (NAP)” a comprehensive list of shortcogsrand they are thus aware of these. The
evaluators also concluded that there was a lagkiiofance and information to the industry and
the public in general, the effectiveness/proactivif detection remains questionable, the
coverage of FT needs to be improved in the AML Act.

12. The_Financial Analytical Unithereinafter FAU) was established on 1 July 1986a
administrative FIU under the umbrella of the Mirnysbf Finance. It has been a member of the
Egmont Group in 1997. It has its own premises aedifies and is fully dedicated solely to the
detection and prevention of ML and FT. The FAU hl® overall supervisory competence to
ensure the implementation of the AML Act by alligeld entities, which prevents in principle
any loopholes in the institutional supervisory agements. Comprehensive statistics are kept
on its work. The evaluators heard occasionallyviial complaints about the quality of the
analytical work performed by the FAU. The FAU ist mxplicitly referred to in the AML Act
(the Ministry is) and there is a possible needdetter guaranteeing in legislation the autonomy
and independence of the FAU (including its Head)th& time of the visit, the FAU produced
no annual repott The evaluators found that more guidance on AML tfte non banking
sector), and on CFT (to all institutions) shouldgbesn.

13. The Czech Republic has designated bomiessure that ML and FT-related offences are
properly investigated. Unlike the situation in thest, where reports of the FAU were sent to
all police bodies, the lllegal Proceeds and Taxm@riUnit is the sole destine of the reports
forwarded by the FAU.

14. The examiners had difficulties to draw a clelmarcation line between the main
competencies of the Criminal Police and InvestagatService (CPI)s’ units, especially the

lllegal Proceeds and Tax Crime Unit and the Unittf@ Detection of Organised Crime, since
both are competent to deal with terrorist financiogses. Overall, the distribution of

competencies of the different courts/prosecutiovises, appears to be quite complex and
based on elements which, in the examiners views,nat necessarily available at the very
beginning of an investigation dealing with ML an@l @mount of assets and type of proceeds
involved etc.). The legal framework for the usespkcial investigative techniques can be
restrictive on occasions, but the evaluators wessur@d that a general legal mechanism
provides for their wide application every time aner is provided for in an international

* After the visit, the Czech authorities advised #iace 2006, the FAU has been releasing a pertegiort on the
website of the Ministry of Finance, informing thablic about its activities, new AML/CFT legislati@nd new
trends of ML/FT. The first report produced covene period 1996-2005. Future reports will be reldase an
annual basis.



instrument (which obviously includes ML and FT). the time o fteh visit, there was a lack of
staff in certain departments of the prosecutionises and Ministry of Justice, especially those
dealing with serious crime and mutual legal asststa

15. Cross-border movements of cash and other msinisare regulated in detail by the AML
Law. Art. 5 imposes a declaration duty and Art. pPavides for a system of sanctions in case
of non-compliance. The matter is also regulatedlegree N° 343 of 18 May 2004, which
contains a specimen form to be used for declamstidhe Czech Republic has opted for a
declaration mechanism which is quite broad. It igspio currencies and to means of payments
generally, traveller cheques, bearer securitiesy ‘@mmodities such as precious metals and
stones” etc. The Czech Republic has open bordebrstiae European Community, which is in
conflict with SR IX — in the absence of particubylL (and CFT) measuresin this area. Other
shortcomings include: the reporting duty for sugpis of ML and FT needs to be clearly
spelled out, effectiveness issue (low number of ddses generated by the Customs compared
to the criminal activity context of the Czech Relx)h Customs need to be made more aware
of AML/CFT issues as they rely a lot on the poliseregards information in this field.

3. Preventive Measures — Financial Institutions

16. The Anti-Money Laundering Act which provides the general preventive framework was
adopted in 1996Sector specific AML/CFT regulations exist only fiire banking sector: in
September 2003, the Czech National Bank issutbeision of the CNB N°1 on the Internal
Control System of a Benk for the Area of Money Hating Prevention

17. In principle, bearer passbooks will have beempmetely phased out in 2012. Although in
general the customer identification procedures {nbCDD measures) are mostly in place, the
examiners noted some shortcomings in relation toesoriteria for Recommendation 5. Full
CDD requirements should be introduced in the AML fiocluding on-going due diligence
and know-your customer, risk-based approach, camsegs of incomplete CDD measures
and application of CCD requirements to existingtoo®r etc.), with appropriate guidance.
The evaluators also found inconsistencies betweerbanking regulations and the AML Act
on the issue of CDD measures on the occasion ohtipas with bearer passbooks. Financial
institutions are not required to identify the onigior and the beneficiary of funds transfers with
the full data, and to renew customer identificateomd verification (if theer are doubts for
instance). Also, a general legal requirement issimgs on the identification of beneficial
owners and on obtaining information about the owhigrof all types of legal entities.

18. The issue of PEPs is not addressed througANHeAct. In practice, financial institutions
are not complying with this recommendation, inchglthe banking sector who lack guidance
in relation to the basic relevant requirement thsists in bankig regulation. The issue of
correspondent banking relationships, threats fr@welbping technologies and non-face-to-
face business relationships is addressed to sontentexn the banking sector only.
Recommendations were made by the examiners to sgitirese issues.

19. Reliance on third parties to perform the CDDcpss is permitted to a limited extent and
possibilities for introduced business are likelybi introduced soon, but for the time being,

® A revised draft has been prepared, which is exgkitt come into force on 15 December 2007



there are no general provisions allowing for actessustomer identification in all cases and
no general framework as yet on identification iklsgases. Lawyers do act as intermediaries
when companies establish first contacts.

20. The AML act suspends to a large extent findramafidentiality and secrecy but there are
inconsistencies in regulations. Provisions in tidLAAct might need to be clarified in relation
with FT (as far as law enforcement/criminal poléze concerned).

21. The requirements related to the registrati@ahstaring of information are basically in place

in the AML Act. However, CNB regulations are leg®sific — which could create confusions

in the sector under the responsibility of the CNBd therefore, these regulations should be
made consistent with the AML Act. Besides idengfion data, the regulations should also
cover explicitly account files, and business cqrogglence, and any other relevant information
(written findings on complex and unusual large sations etc.). Th examiners also believed
there is a need to maintain pressure on finanaid ather institutions to store data and

documents in a computerised way that would allowetdgeve information in a timely manner.

22. The requirements of SR VII on wire-transfergenaot been directly addressed in relation
to some criteria (no regulation or policies appieato the handling of transfers in case of
incomplete identification data, no requirement &ejx the originator information throughout
the transfer chain etc.). The issue would neeceteebaddressed in the context of the adoption
of relevant EU regulations (which will apply autaically in the Czech republic).

23. For the time being, the requirements in respecomplex, unsusual and large transactions
(R.11) are addressed satisfactorily in banking legmns. It is therefore recommended to
expand the obligation of R.11, beyond the bankewc, to all financial institutions and other
obliged entities. The basic requirement relatedetationships and vigilance vis a vis risk
countries R.21 are implemented in the AML Act angdme extent in the banking regulations
also through the measures referred to for R.11.réduirements are not present though and
existing measures have little impact in practicesithere is over- reliance on the FATF list of
NCCT which contained only two or three countrieghattime of the on-site visit.

24. The system for reporting ML and FT put in platéhe Czech Republic appears to be quite
sound, if one excepts the issue of feedback whedds to be addressed. The protection against
the consequences of reporting to the FAU does rtEnd explicitly to the disclosure of
information (although it covers the suspensiorrafisactions), beyond the obliged entity, to its
management and staff.

25. The matter of internal AML/CFT programmes netxbe re-addressed in the AML Act
due to several shortcomings which are only comgedsa some extent for the banking sector
(internal procedures are needed beyond the mereirapyent of a responsible officer, the
reporting officer needs to become a complianceceffiappointed at managerial level and
explicitly entrusted with broader responsibilities) audit function and screening procedures
for employees are needed, AML and Cs&flould be addressed explicitly and inconsistencies
between the AML Act and the banking regulationscheebe reviewed. Effectiveness is also
an issue here. There are no explicit general AMI/@quirements implementing R.22 on the
applicability of domestic rules to branches locabdad.
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26. Basic requirements are in place that ensuradheexistence of shell banks in the Czech
Republic. Some improvements are needed to ensatectirespondent banking relationships
requirements are extended beyond the banking sextall financial institutions (e.g. credit
unions), and criterion 18.3 needs to be addressed

27. As regards supervision, the AML Act sets cleasponsibilities for supervising the
financial and other entities, which was very muatiaeme by the examiners. Supervisors are
also required to report suspicions to the FAU.Heirt case, the fact that the reporting duty is
based on the concept of “suspicious transactionsildcbe an obstacle. For the time being,
with the exception of the CSC, financial supendgsseem to take their AML duties seriously
and they have the means to do so. However, beamingind that supervision has mostly
focused so far — with the exception of the CNB —farmal requirements and to a limited
extent with technical on-site inspections to vetifie implementation of AML measures in
practice, the Czech authorities will need to remagjlant on this issue. The examiners believe
that the merger of financial supervisors under@NB will further raise the standards further
in practice and help solve certain issues (staffing means of supervisors, a more consistent
approach throughout the financial sector etc.).

28. Money transfer services provided by the Czeost Rnd the control of the agents of a
license holder need to be better addressed. Therlagations of informal remittance activity
in the Czech Republic. These need to be looked at.

4. Preventive Measures — Designated Non-FinancialBinesses and Professions

29. The amendment to the AML Act, in 2004, has reaéel the list of non financial institutions
to include those required by Article 2a of the sed EU Directive. The obligations applied to
them are to a large extent same as those appligdetdinancial institutions. This includes
identification, record keeping and reporting obligas with regard to suspicious transactions
and also to facts of any other kind that might¢ati® a suspicious transaction. The only sector
specific texts adopted that addresses the issésMafCFT are those of the Bar Association.
One of them is the Resolution of the Board of tleedh Bar Association of June 2004
“defining the procedure to be followed by attorneydaw and the control Council of the
Czech Bar Association for the purposes of compéanith legislation on measures against the
legalisation of proceeds from crime”.

30. The concerns expressed and weaknesses idenefiarding Recommendation 5 for the
financial sector apply also for DNFBPs. There ace particular additional weaknesses or
shortcomings identified. In the field of reportingquirements, the application of the relevant
FATF Recommendations to the non-financial sectother entities or DNFBPs — appears to be
broad. Specifically for DNFBPs, the problem of ifiient guidance and awarenss raising
initiatives to their attention on AML/CFT issues svanentioned. Most of them (including
supervisors) aknowledged being at an early stagavafeness or seemed to ignore CFT issues
totally. Quite a lot needs to be done in respe@MNFBPs in that area.
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31. Certain sectors of activities of DNFBPs aregdldly particularly exposed to ML, but there
are no increased efforts from the authorities tdrask this (e.g. gambling, casinos, possibly
accountants).

32. The examiners welcomed that the list of obligedities goes beyond the international
requirements. This being said, the Czech Republizlsl examine whether it would not be

better to put “legal persons or natural personBaiged to broker savings, monetary credits or
loans or brokering activities that lead to the sigrof insurance or reinsurance contract” under
the control of the financial supervisors. Finalllge examiners found that there is room for
further measures to encourage the development seafumodern and secure techniques for
conducting transactions, that are less vulnerabhadney laundering.

5. Legal Persons and Arrangements & Non-Profit Orgaisations

33. The examiners found that the registration cfiress entities does not ensure an adequate
level of reliability of information registered amd transparency of ownership; companies can
issue freely transferable bearer shares (there deebe no particular AML/CFT counter-
measures in place). The interviews held on siteelaso pointed at integrity problems in the
area of registration of companies and that thecefieness of the measures in place was
problematic. This is an important area that thedBzuthorities need to look %t.

34. The Concept of trusts (and fiduciaries) ispant of the Czech Republic’s tradition.

35. As regards Non-profit Orgnaisations, a devedofegal framework with controls at the
most sensitive levels seems to be in place buteab picture was available of possible
AML/CFT strengths and weaknesses. The informat®mviailable from different databases
only, which can make enquiries somewhat cumbersdrhe. examiners heard occasionally
allegations of misuse of NPOs for criminal purpodmg since there was no detailed
information available, the Czech authorities magc& examine these further. For the time
being, no formal review of the legal framework apglble to NPOs was undertaken.

6. National and International Co-operation

36. National coordination mechanisms are in place there seem to be bases for an inter-
institutional dialogue. The FAU and supervisory iesdmanage to coordinate the supervisory
work in a way that limits undue risks of overlappior loopholes. However, for the time being,
there is a lack of common understanding on ceitsnes and of a real concerted approach at
national level that would bring on the same pathwvinole chain of institutions involved in the
prevention, detection, investigation and prosecutibeconomic and other activities involving
proceeds from crime. As a result, there are diffefAML/CFT languages” spoken in the
Czech Republic, with a tendency to transfer theoasibility for the lack of results on others:
the industry criticizes the lack of guidance and #tandards, the police critizes the FAU,
judges critizes the police and prosecutors etc. fided for a strong concertation mechanism
and shared responsibilities is obvious.

®the Czech authorities advised after the visit that situation has very much impproved with the regal
changes of Law N° 216/2005, Law N° 79/2006 andRegulation N° 562/2006 (on the the computerisatbn
data).
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37. The Palermo Convention and the terrorist filgicConvention have not been ratified:;

38. The Czech Republic is able to cooperate toge laxtent with foreign counterparts in those
areas which are relevant for AML/CFT purposes. duld seem that the major limitations to
international cooperation are possibly linked te ihcomplete Czeck legal framework on
seizure and confiscation. Furthermore, certain fintaf problems (Ministry of Justice,
prosecutor’s office) could be an obstacle to tinmeelyg effectice cooperation. These issues have
already been addressed elsewhere in the reporal lasgistance is provided to the widest
extent possible in the absence of dual crimindbtyless intrusive measures but they are still
needed for intrusive measures such as seizure amiiscation. Except in cases where the
European Arrest Warrant (EAW) is used, dual cririiyas always required for the purposes
of extradition.

39. In principle, the various state institutiongagr to be able to cooperate broadly with their
foreign counterparts. On paper, there seem to Ipee simitations as regards the use of
information from certain financial institutions (@eities and insurancesector) that could
hinder cooperation of the prudential supervisotth foreign entities.

7. Other Issues

40. Countries are allowed, under the Methodologyhave a risk based approach when
determining priorities and imposing obligations aloliged entities. The examiners noted in
this context, that part of the Czech authoritifemred to the existence of such a risk based
approach — including the FAU. However, there wdsralency to rely on assumptions rather
than on assements. One of the results of thisisaitk of unanimity on sectors really exposed
to, and used for ML purposes. The examiners bdlighiat a consistent risk based approach
should be developped, based on accepted evaluatigigen situations.

" The Czech Republic ratified the Convention on Z&&mber 2005; it entered into force on 26 Janu@@y 2
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1.2

[ll. MUTUAL EVALUATION REPORT

GENERAL INFORMATION

General information on the Czech Republic

With 78,866 sg km and a total population of slightiore than 10 million inhabitants,
the Czech Republic is a medium size country, latatethe centre of Europe. The
political transition to post-communism occurredli®89, through a peaceful "Velvet
Revolution." On 1 January 1993, the country undetvee"velvet divorce" into its two
national components, the Czech Republic and Slavakihe Czech Republic joined
NATO in 1999 and the European Union in May 2004.

The Constitution of 1993 has established a parldarg democracy. Administratively,
the country comprises 13 regions (kraje, singul&raj) and 1 capital city* (hlavni
mesto); Jihocesky Kraj, Jihomoravsky Kraj, Karlskar Kraj, Kralovehradecky Kraj,
Liberecky Kraj, Moravskoslezsky Kraj, Olomoucky Kr&@ardubicky Kraj, Plzensky
Kraj, Praha (Prague)*, Stredocesky Kraj, UsteckpjKVysocina, Zlinsky Kraj. The
legal system is based on civil law.

The Czech Republic is usually perceived as ondn@fntost stable and prosperous of
the post-Communist states of Central and Eastemopu Growth in 2000-05 was
supported by exports to the EU, primarily to Gergpand a strong recovery of foreign
and domestic investment. Domestic demand is plagimgver more important role in
underpinning growth as interest rates drop andavbeilability of credit cards and
mortgages increases. The current account defisitdealined to around 3% of GDP as
demand for Czech products in the European Unionitaeased. Inflation is under
control. Recent accession to the EU gives furthgretus and direction to structural
reform. In early 2004 the government passed ineseasthe Value Added Tax (VAT)
and tightened eligibility for social benefits withe intention to bring the public finance
gap down to 4% of GDP by 2006.

The national currency is the Czech crown (for tbheppses of this report, € 1 = approx
CZK 30).

As the examiners were advised on site, despit@ribgressive development of modern
payment techniques, the economy is still heavishelaased.

General Situation of Money Laundering and Financingof Terrorism

Main sources of criminal proceeds

6.

The Czech authorities indicated that overall, tHeaee been no significant changes in
the types of criminal activities regarded as thennsaurces of illegal proceeds since
the previous evaluations. Like in previous yeaerd¢hare two main sources of illegal
proceeds in the Czech Republic: all types of crahiactivities carried out in an
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10.

11.

12.

13.

organised manner (drug trafficking, human traffirckiand smuggling) and economic
crimes (particularly fraud, tax evasion, misusénédrmation in business relations).

There has been no overall research on the scafgoskteds generated by criminal
activities. The FAU keeps statistics on amountslved in proceedings initiated by the
FAU:

* in2002:CZK 1,5 billions (approx EUR 50 millions)

* in 2003 : CZK 14,5 billions (approx. EUR 480 mili®s — CZKL 13 millions
relates to one major case)

e in 2004 : CZK 730 millions (approx EUR 24 millions)

It was stressed that new legislation regulatingirn®ss activities in fields that are
vulnerable to money laundering (e.g.: savings oerajive, credit co-operative,
pawnshops) is expected to limit increasing tremdghose areas. However the number
of investigations and prosecutions of such actsitias risen significantly.

The authorities also stressed that although tbgallproceeds stem from both domestic
and foreign predicate offences, domestic casedlerfal proceeds seem to be more
easily detected by the law enforcement authorities.

From the point of view of the Financial Analytiddhit (FAU), the main sources of
illegal proceeds in the Czech Republic are crimiotiences against property and
economic criminal offences, in particular fraudsurance fraud and credit fraud. Tax
criminal offences are a particular issue, sincg #e involved in the STRs most often
and subsequently also in criminal proceedingsaitat by the FAU.

Connections between organised crime and ML have bbeserved mainly in relation
with activities of foreign groups, in particulaofn the former Soviet Union republics,
the Balkan region and Asia.

During their stay, the members of the evaluaticamnmteobserved in certain areas of
Prague some kind of black market foreign exchatigepurpose of which was not fully
clear (illegal currency exchange according to ththerities, people trying to defraud
tourists and/or to sell discontinued notes inclgdimom foreign countries, according to
exchange office employees that the team askeckimitinity). This street business was
taking place frequently and openly in the tourigti@ces. The authorities explained that
police authorities were at a stage of observing laaching about the business before
intervening.

A representative of the Czech Gemological Assammatindicated that the Czech
Republic is one of the few countries which possestte technical capacity to
transform poor quality gems (5 Czech commerciabdatories have this capacity).
According to him, the Czech Republic would be ampantant transit centre for the
illegal trade and smuggling with precious stoned ametals (and therefore also an
interesting place to observe and track this kincaivities). He also stressed that it
would be quite common to pay for unofficial highvéé¢ transactions with rough gem

8At the time of the discussion of the report, thee@r authorities indicated that measures had bdem te
eradicate this criminal activity (increasing of igel presence in those areas, undercover police,wookecutorial
actions initiated etc.); it would now be under eoht
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stones (involving operators based in the Czech Blaphbut also Germany, Israel etc.,

as the illegal gem business is regularly movingnfrone place to another). Research
carried out by the Association would have shown thase connections exist between
the trade in precious stones and that of armsdkirit’.

Representatives of the regulated financial sect@ntioned that illicit financial
activities, in particular credit/loan services, weoffered by certain entities acting
without license/being registeréd

ML and FT trends and techniques

15.

16.

17.

18.

19.

The Ministry of the Interior produces quite comprkive regular reports on such
topics as corruption, the general security situmtiextremism, trafficking in human
beings and prostitution. Some do address to soteatethe issue of Mt

The replies to the questionnaire indicated thasedo attention is paid to the banking
sector, which is the most vulnerable as regardsiseise for the purpose of money
laundering and at the same time STRs from bankesepts 85% of all STRs.

The Czech authorities stressed that overall, the dilliation has not changed very
much in the last four years. Since 2003 the FAUpkestatistics on transfers of funds
abroad. From this data the FAU derived two ML-retetnodel situations:

» depositing of cash (mostly in USD and EUR) on thegte accounts of natural
persons with a subsequent wire transfer abroagdmicular to the South-East
Asia — China, Vietnam, Hong-Kong); the stated psgof the payment is often
“private transfer”, “gift”, “payments for the purake of goods”, “repayment of a
loan™;

* depositing of significant amounts of cash to pevatcounts of natural persons

(mostly in CZK or EUR), exchange to USD and withwahof cash.

In 2003 the FAU has identified 173 such casesasfdfiers, totalling CZK 1,3 billions
(approx. EU 43 millions) and in 2004 197 caseslliogn CZK 1,01 billions. In most
cases, the subjects stated in the STR are notesgisin a tax register, which leads the
FAU to suspect that the predicate offences areriaxinal offences. These transfers are
seen by the FAU as one of the most significantprob in the Czech Republic and it is
assumed that the source of proceeds is probablingedf forged goods on the
»Asian“ market halls near the boarders with Austiad Germany. The Customs in
cooperation with the tax authorities and the Pohese conducted several random
controls at these halls.

The Czech authorities indicated that the typesrafricial institutions used for money
launderingin the Czech Republic are mainly banks, credibnsj insurance companies

®The Czech authorities assert that the picture waggerated and not objective, and resulted fromireonity

opinion

®The Czech authorities indicated that the numbésusinesses or persons concerned is limited, comparthe
number of banks, and that the loans are not vagl;hhey also stress that this is mostly a regigmablem
happening in areas affected by economic reformsuaethployment.

1 www.mver.cz/dokument/indexen.html#3see for instance the annual reports on publieroand internal

security
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20.

21.

22.

23.

24,

25.

26.

and exchange offices, as well as companies/comatensetworks operating
international money transfer services. Overall, n@st common ways for laundering
money are considered to be the following:

» part of business operations are carried out outkiddinancial regulations thanks
to the use of cash;

» a significant amount of ,dirty money* is transfedr@abroad in cash or by wire
transfers;

* Money is also laundered via restaurants withowgnts, legal companies which
mix legal and illegal money, illegal banking, ilEgsecurity market, gifts sent
abroad, real estate market etc.

Czech Customs representatives, on the other haedsed that criminals do not use the
banking system anymore and prefer to keep assder timeir permanent direct control
(“they all have a safe at home”).

It was occasionally indicated that ML mostly invedvCzech and Asian (Viethamese,
Chinese) nationals. In relation to the latter, espntatives of the police also mentioned
that there were major problems of illicit financaativities (informal money transfers in
particular)*2.

Representatives from the Casino industry and gansegtor controlling bodies
unanimously shared with the examiners their corgeas regards the high
vulnerabilities of the sector to ML and its possibhfiltration by criminals. The
existence of un-registered or unproperly registg@eding activities was mentioned.

Representatives of the real estate brokerage lassindicated that their sector was also
at risk.

There were sometimes diverging views among theramaie sector representatives met
on site as to problems in their sector. Supervistmsssed that there have been ML
cases with life insurance products and that thesein at risk. Representatives of the
industry stressed that there was no particulaeifice in terms of risks between life-
insurance and non life-insurance products.

On terrorism and ETpolice representatives acknowledged that the ICR=public is
little exposed to this problem, although the cowntras occasionally been used
temporarily by people who had connections to walikn terrorists. According to
information provided by judges, 10 cases have eewlled by the courts in the last 11
years; these cases were not politically motivataa, were connected with general
serious crime activities (typically, bomb explosaonnected with extorsion etc.).

General threats are examined and described in sbrttee above-mentioned reports.
The Report on Public Order and Internal Security in tGeech Republic in 2003
indicated the following:

2The Czech authorities indicated after the evaluattbat the a new phenomena has emerged, namedy Asi
traders using diplomatic couriers to make trangfelested to trading happening at fairs
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“There are some factual indications showing thesgmee on the territory of the
Czech Republic of contact persons from some foreegrorist groups. These
persons repeatedly transit through the Czech deyritan interest in purchasing
weapons or technology on the side of persons stespesf co-operation with
terrorist organisations was detected and there vedse efforts to establish
branches of foreign nongovernmental organisationspected of supporting
terrorism;

although no classic terrorist action has been tedan the Czech Republic since
1989 the general public have been disturbed byrakesents, such as a recent
(March - June 2003) wave of blackmailers requifiragn the state huge amounts
of money (these were not terrorist acts but crimegxtortion using methods
marked by the media as terrorist) (...);

the establishment of islamic centres may be a fiagitor in the future — for

example some Islamic centres in Western Europeesasva hiding place for
persons who are being pursued, or as warehousesayons, and so forth. The
Muslim community in the Czech Republic is not véayge, the low number of

mosques and Islamic houses of prayer correspondsetsumber of religious

Muslims. On the basis of the experiences of oth@ofean countries it can be
assumed that Muslim immigration supported by thedbZRepublic’s accession to
the EU may cause tensions and the establishmematdafal Islamic centres. The
Islamic community in the Czech Republic is nowadayse and more intensively
financially supported from some countries wherarslis a state religion. Some
(...) students incline to radicalism, a significardler being played by [one
structure] in particular. There is a risk that somembers of [this structure] may
maintain links [with certain well-known foreign Vemt islamic organisations].

(..)".

Overview of the Financial Sector and designated nefinancial businesses and
professions

Banking Sector and the financial sector under the esponsibility of the Czech National

Bank

27.

28.

29.

As of 31 January 2005 the Czech banking sectoristeasof 26 banks (of which 6 are
building companies) and 10 branches of foreign baaK falling under the EU single
license regime). There are thus 36 banks and besrafforeign banks in total.

As of 31 December 2004, the total assets of th&ibgrsector represented CZK 2 636
billions. Compared to the year 2003, this showgarease of CZK 108 billions. At the
end of 2003, in terms of total assets the bankiectos represented 74 % of the
financial market.

As of 31 December 2004, foreign capital represe@2@3% of the total capital of
banks. In terms of total assets, 95.95% of the ingn&ssets are under foreign control
(direct or indirect ownership of more than 50% apital of individual banks).
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30.

31.

32.

33.

According to Article 1 of the Act No. 21/1992 CollAct on Banks), a bank is
authorised to accept deposits from the public, prmdide credits. A bank may carry
out the following other activities, provided thats authorised (licensed) to do so:

a) investing in securities for own account,

b) financial leasing,

C) money transmission services,

d) issuing and administering means of payment, @gdit cards and travellers
cheques,

e) providing guarantees,

f) opening letters of credit,

g) collecting payments,

h) providing investment services pursuant to a igpéegislative act, where the
licence specifies the principal and ancillary irtwesnt activities the bank is
authorised to carry on and the investment instrusneoncerned,

i) money broking,

j) acting as a depository,

k) foreign exchange activities (purchase of foraigrrencies),

l) providing banking information,

m) trading currencies and gold for its own accaurfor clients,

n) renting safe deposit boxes,

0) activities directly associated with the acceptaonf deposits and providing
credits.

Foreign exchanges offices, money transmitters

As of 31 December 2004, the situation was as falow

2 658 foreign exchange offices for purchasing fgmeiurrencies licensed according
to the Trade Act

246 foreign exchange offices for selling foreigmreacies licensed by the CNB

26 money transmitters

36 foreign exchange dealers

The above activities represented in 2004 a turnof/@pproximately EUR 27.760 mil.
(including activities performed by casinos).

Electronic money institutions (EMI)

So far, there are no EMI (in the meaning of EU Blinee 2000/46/EC) operating in the
Czech Republic. Such institutions would be credtedin amendment to the Payment
System Act No. 124/2002 Coll., which — at the tioi¢he evaluation visit — was being
prepared and would enter into force éhaf October 2005. EMI will be legal persons
issuing electronic money and authorised to perf@onnected activities (granting
credits will be excluded). The new law foresees tha basic capital of EMI shall be at
least CZK 35 mil. (EUR 1.17 mil.). EMI are to bedinsed and supervised by the CNB.

Other persons issuing electronic money instruments
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34.

35.

36.

According to the Payment System Act, undertakintfeerothan banks, branches of
foreign banks and undertakings authorised to isse&tronic money instruments under
a single license may only issue electronic monestriiments subject to the prior
consent of the CNB. The essential elements of pipdication are set forth in a Decree
No. 547/2002 Coll. The conditions are as folloves: the electronic money instrument
issued to the holder is used to store electroninayp®mf an amount of no more than
CZK 4,500 (EUR 150) and the total amount of theuess liabilities relating to
outstanding electronic money never exceeds CZKrBO(EUR 5 mil.); and (b) the
electronic money instruments are accepted only blymiéed number of service
providers which are parent undertakings or subsetiaof the issuer or are subsidiaries
of the same undertaking as the issuer or havesa ¢inancial or business relationship
with the issuer, such as a common marketing orildigton scheme.

Undertakings issuing electronic money instrumehtlsotify the CNB of the volume
of electronic money issued during the past six m®rand the number of electronic
money instruments issued as of 30 June and 31 Omwevheach calendar year. At the
request of the CNB, such undertakings shall alswige other details concerning the
issuing of electronic money instruments and eleitraoney.

As of 28 February 2005, the CNB has granted 11aaisitions, mainly to transport
providers.

Securities market:

37.

38.

The Czech Securities Commissior{hereinafter “CSC”) performs state supervision
above all over the activities of investment compan(including foreign ones active in
the Czech Republic), investment funds, securitieslats, registered investment
intermediaries and brokers. The CSC also perfoupgrsision over issuers of listed
securities in terms of their disclosure duty. Isaalsupervises the stock exchange,
commodities stock exchanges, the off-exchange madetled RM-System, the
Securities Centre or other legal entity authorigeanaintain parts of registers of the
Securities Centre as well as to perform its otledivities, persons ensuring settlement
of transactions with securities and pension fumdgerms of the management of their
assets. In certain cases, such as takeover offgyerting shares in voting rights in
companies with listed shares or the acquisitionowh shares, the CSC performs
supervision over duties prescribed to companietheyCommercial Code. Activities of
the securities dealers that are banks are regulgtede CSC together with the Czech
National Bank (hereinafter only “CNB”). Activitiesf the pension funds are regulated
by the CSC only in the field of their investmenther activities are regulated by the
Ministry of Finance and the Ministry of Labor andcsal Affairs.

Obliged persons pursuant to thet no. 61/1996 Coll., on some measures against the
legalization of the proceeds of crimeand on the amendment and supplementation of
connected Acts, which are supervised by the CSGhase:

the Securities Centreor other legal entity authorized to maintain paftsegisters of
the Securities Centre as well as to perform itemodctivities

organizer of a securities market(stock exchange or OTC market organizer)
securities dealer that is not a bank

investment company
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39.

40.

41.

investment fund
pension fund
commodities stock exchange

The CSC is authorized to grant licence to persoterieg the capital market to provide
services or offer their products. Such person®hliged to, before entering the market,
fulfill a list of prerequisites stipulated by thegal provisions. The CSC examines
fulfillment of these conditions in the licensingopeeding, the aim of which is to grant
licence only to persons that fulfill the conditiook financial reliability, competence,
and prerequisites for straight feasance. The adistlof the licensed entities is
available at www.sec.cz in the section Lists.

The Securities Centre(hereinafter “the Centre”) was established atlibginning of
1993 by the Ministry of Finance as a contributorgamization (an organization partly
financed from the state budget). The Centre’s paictask is to keep records about
book-entry securities and their owners. The Cekéeps issuer registers (records of
securities issued by one issuer) and owner regigtecords of securities owned by one
owner). Owner accounts only include records abmat fowners, since effective legal
regulations do not allow multi-level records (sdke omnibus accounts). Every owner
of book-entry securities must have an accounteaCintre, and the securities can only
be transferred within the Centre’s registers aergecto the credit or to the debit of the
relevant accounts. On the basis of a contract thithCentre and the CSC” approval, a
different legal entity may keep a part of the Ce'strecords. Details of the Centre’s
activities and the rules for keeping the records loa found in the Centre’s Operation
Rules, available on the Centre’s website (www.sgp.@he system of registering
investment instruments and transactions settlemeith those securities is
unsatisfactory. The Act on Undertaking on the Gdpvarket includes the creation of a
central depository, which will have to be granted an authorizatiortey CSC and will
keep a central register of all book-entry secwgiigsued in the Czech Republic. The
existence of a unified system of settlement anddheation of a central depository are
considered to be necessary preconditions for ergumore effective and transparent
functioning of the capital market in the Czech Rajou

The most important public securities market organin the Czech Republic is the
Prague Stock ExchangeTrading on PSE was launched in 1993 in co-operatiiim
experts from the Paris Stock Exchange. At the begg the system of trading was
order-driven, but in 1998 a price-driven tradingdule called SPAD was launched;
SPAD is based on continuous listing of the mostiticstock on the market and is used
for more than 90% of all stock transactions on éxehange. From 2003, trading
technologies supporting trading and settlementint@rnet are being developed, which
will lead to lower transaction costs for securittesalers. The governing bodies of the
exchange are the General Meeting of ShareholdeesEkchange Chamber and the
Supervisory Board. In June 2001, PSE became a meofbEESE (Federation of
European Securities Exchanges). Especially betvwa® and 2002 the exchange
created a modern internal legislative framework anigés of trading according to
European directives and FESE recommendations (amitbrey documents, it issues its
Stock Exchange Regulations and the Rules of thekSExchange), and today PSE is
fully standardized. In 2001, the exchange extertiedscope of published information
in order to enhance transparency. PSE is basetheaméembership principle, which
means that securities can only be purchased vigarites dealer that is a member of
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42.

43.

the exchange. The list of members is availabléhereixchange’s websitenyw.pse.cy.

The preconditions for trading on the exchange arac@ount with the Securities Centre
and access to the Clearing Centre of the CzecloiNatBank (directly or via its direct
participants). The Prague Stock Exchange is antreldc exchange, in which
transactions are performed using an automaticrigadystem (ATS). The system is
based on electronic processing of buy and sellrsrdent to the exchange by its
members. At present, only spot deals are closetherexchange. The exchange is
prepared for derivative trading as well, but thisjgct has been suspended because of a
lack of interest on the part of members.

Settlement of stock exchange transactions is peavithy the Univyc company
(hereinafter ,Univyc*), whose only shareholder lie tPrague Stock Exchange. Based
on instructions from Univyc, financial settlemestperformed in the Clearing centre of
the Czech National Bank as well as the registratibthe ownership change in the
Securities Centre (for book-entry securities) orUnivyc (for physical securities).
Settlement of all types of stock exchange transastmay only be performed using the
“delivery versus payment” (DVP) method. Settlemaft SPAD transactions and
automatic transactions is guaranteed by the Guegafind of the Exchange. The
guarantees do not apply to block transactions.

RM-System is a joint stock company, which has been activecesi1l993 as the
organizer of theff-exchange securities marketAny person including foreigners may
trade directly in RM-System. Trading in RM-Systenaynbe performed directly, i.e.
without using the services of a securities dedRagistration in a RM-System office
and an account in the Securities Centre are nages3alers for purchase or sale are
paid and RM-System also charges a commission oforpeed transactions. RM-
System is a fully automated electronic securitieskat. Transactions performed using
this system are settled within seconds. Tradinglfitsas the form of a continuous
auction, during which the price changes continuposl the basis of submitted buy or
sell orders. An allowable spreaice. the maximum and the minimum price, is set for
each security every day. Transaction settlemepeiformed using the “delivery versus
payment” method. RM-System also registers the #eetalirect transactionsi.e.
transactions between two entities that agreed erirénsaction in advance. Those are,
however, transactions concluded outside RM-Systard, therefore outside the public
market. The price is determined by agreement aaclflowable spread does not apply
to it. Auction transaction settlement is guarantégdthe system of pre-transaction
validation, which is a controlling and securing procedure pentd by RM-System
when processing each order. Orders to sell seesiréire validated in the Securities
Centre, orders to buy securities are validatechenregister of CZK accounts in RM-
System. Settlement is performed using the “deliwegsus payment” method, in time
of T + 0. Detailed information on trading in RM-$gm is available on the company’s
website www.rmsystem.c3.

Trading outside the public markets

44,

In the Czech Republic, transactions that are calecluneither on PSE nor in RM-
System are regarded as transactions concludeddeutie public markets. Such
transactions are settled by Univyc or the Secsrifientre.Settlement is performed
depending on the requirements of the customersredth delivery versus paymentas
delivery free of paymenfThe majority of transactions outside the public kets are
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settled via Univyc, the share of transactions peréal via the Securities Centre is
almost negligible, not exceeding 1% in the long.riore information on these
organizations and the system of settlement of &etitns outside the public markets is
available on their website®yw.univyc.czandwww.scp.cz

Provision of investment services:

45.

46.

47.

48.

Only licensed securities dealers may offer investnservices and trade in securities in
the Czech Republic. Since the late 1990s, there bessm a continuous trend of
consolidation of the investment services sectonneoted with a decrease in the
number of securities dealers. Investment servidésrenl by securities dealers are
principal investment services anglipplementary investment services rendered to
third parties as part of a business.

Principal investment services consist in:

a) receiving and forwarding instructions concerrimgestment instruments;

b) carrying out instructions concerning investmaestruments for a third-party account;
c) trading in investment instruments for one’s aweount;

d) managing assets of a customer under a contiéittte customer if an investment
instrument is part of such assets;

e) subscription for or placement of issues of iwesnt instruments.

Supplementary investment services consist in:

a) managing investment instruments;

b) safekeeping investment instruments;

c) providing a customer with credit or a loan irder to allow a transaction with an
investment instrument in which the credit or loaovider has a share;

d) consultancy concerning a capital structure, stidlal strategy and related matters as
well as advice and services concerning corporatesformation or business transfer;
e) consultancy concerning investments into investrimstruments;

f) carrying out foreign exchange operations coreetith the provision of investment
services;

g) services connected with the subscription faressof investment instruments;

h) letting safe deposit boxes.

A principal investment service or a supplementamestment service (a may only be
provided by a securities dealer unless providedratise by law.

Collective investment

49.

At the end of the 1990s, foreign investment comgmbiegan entering financial markets
in the Czech Republic more intensely. The amendrtetiie Investment Companies
and Investment Funds Act of 2001 stipulated thamfrl.1. 2002 they must have a
license granted by the CSC. After the accessiothefCzech Republic to the EU
investment companies with a registered office Bt can enter the Czech market on
the basis of the so-called European passport. &tdrfdnds (UCITS funds under the
law of the European Communities) can be freelyreffan all member states of the EU.
The entry of foreign funds to the Czech market basn significantly extending the
offer of investment opportunities and promoting @etition in collective investment.
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Collective investment is, together with pensiondsinthe most dynamically developing
segment of the Czech capital market. Informatioaualzollective investment entities
can also be obtained from the professional orgéinizeof the majority of Czech
investment companies — the Union of Investment Congs (www.uniscr.cz). State
supervision in the field of collective investmastregulated by the Act on Collective
Investment and the Czech Securities Commission ARetirsuant to these Acts,
investment companies and investment funds are dulgjestate supervision performed
by the CSC. The aim of state supervision is to equotection of the interests of
shareholders and unit certificate holders. The Cwmsion performs supervision in
order to ensure compliance with legal regulatianghe field of collective investment
and adherence to the provisions of the statutésnafs and unit trusts.

State-contributory supplementary pension insurance

50.

51.

State-contributory supplementary pension insurdaacan optional component of the
present-day pension system in the Czech Republicthé same time, its business
character makes it an increasingly important chpitrket segment.

Since the mid-1990s the sector has been consalgatihich is connected with the
significant decrease in the number of pension fuddspresent, almost all pension
funds are established and controlled by major foreind Czech insurance companies
or banks. The financial situation of pension furiddday may be viewed as stable.
Information about the economic results of pensiomds active in the Czech Republic
is available on the website of the Association efiston Funds of the Czech Republic
(www.apfcr.cz ). Supplementary pension insurance is regulated thyy State-
contributory Supplementary Pension Insurance Agberson older than 18 years with
permanent residence in the Czech Republic may beeoparticipant in supplementary
pension insurance. The supplementary pension inseraontract includes a pension
plan, which contains a detailed specification a¢ terms of pension insurance, the
conditions under which the insured person may ckupplementary pension insurance
benefits and their payment by a specific pensiodflA pension fund is a joint stock
company with registered offices in the Czech Repufilhe license is granted by the
Ministry of Finance after an agreement with the istiry of Labor and Social Affairs
and the CSC. A pension fund’'s management of adsetggulated by the State-
contributory Supplementary Pension Insurance Atiis TAct also specifies in what
assets a fund may invest its resources. Legal aggnlof state supervision is contained
in the State-contributory Supplementary Pensionurboisce Act and the Czech
Securities Commission Act. State supervision owarspn funds is performed by the
Ministry of Finance. State supervision over pensionds with respect to their
investments into the capital market instrumenfgeisormed by the CSC.

Statistics (February 2005):

Type of financial institution Number  of licensed
entities

Investment companies 47

Investment funds 46

Open — end mutual funds 63

Close — end mutual funds 0

Depositories 24
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Securities dealers 57
Brokers 1753
Settlement systems and its participants 3
OTC markets organizers 1
Subregisters 3
Pension funds 24
Registered intermediaries 5729
Stock exchanges 1
Foreign special funds 24
EU entities authorized to provide investment s&viin| 164
CR

Insurance companies:

52.

53.

54.

55.

There are 33 insurance companies having their seatke territory of the Czech
Republic. Unless stipulated otherwise by the Act3@&i1/1999 Coll., on insurance and
on amendment to some related adte (Insurance Acd), insurance or reinsurance
activity in the territory of the Czech Republic mayty be carried on by an insurance or
reinsurance undertaking which has been granteduthorsation by the Office of the
State Insurance Supervision in Insurance and PeRsinds Qffice).

There are 8 insurance companies from other MemtageSof the EU — branches in the
Czech Republic. An authorisation for insurance wtadkéng having its seat abroad to
carry on insurance activity in the territory of tkizech Republic is granted by the
Office.

There are no changes of consolidation during 20@B05. There are only 4 cases of
transfer of the entire or the part of insurancefpbo during 2003 — 2004.

According to the Act on Insurance:

Section 4, paragraph 2 - Home insurance underta&sigblished as a joint stock
company or a reinsurance undertaking shall belemtibissue shareto which voting
rights are attacheohly in book-entry form.

Section 8, paragraph 1le) - The application for ain@isation to carry on insurance
activity shall contain the amount of registereditdpof a joint stock company and
registered basic capital of a co-operative (hefanaeferred to as "registered capital”)
andits source.

Checking the origin of capital in case of an ineseaf registered capital is not required
by law

Pension funds:

56.

57.

The central piece of legislation is Act no. 42/19@#ll., on state-contributory
supplementary pension insurance and amending cextas related to its introduction,
as amended does not permit transfer between pefsida within EU.

A licence is necessary to incorporate and opergiension fund pursuant to Act No
42/1994 Coll. The Office of the State Supervisianinsurance and Pension Funds is
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granting the licences based on a written appliodiled by the pension fund’s founders.
There are 11 pension funds licensed at the Czephlife.

Credit unions:

58.

59.

On T of May 2004 Act no. 280/2004 Coll. entered intocEy amending the Act on
credit unions (Act no. 87/1995 Coll). The changesoduced include:

Legal entities are permitted to be members of tradons.

With the exception of banks and other credit uniamedit unions are entitled to
accept deposits solely from members. Identificaibmembers is guaranteed.

Whenever financial means of other person is to égosited on an account of
member of the credit union, such a person has toldified and the credit union is
obliged to record the amount belonging to suchragre

Members are allowed to obtain additional membenaras. Consent of the Credit
Union Supervisory Authority is required if the meenbs to acquire holding exceeding
5 % of the capital of the credit union. The memaequiring such a holding has to
disclose the sources of financial means used @irobte stated holding.

The Credit Union Supervisory Authority currentlypsuvises 25 authorised credit
unions. The total amount of deposits of authorizeddit unions performing the
activities of credit unions currently surpasse9Q.fillion CZK. Pursuant to the Act
on credit union, this kind of entities are authedgo carry out the following business
activities:

a) accepting deposits from members,

b) providing credits to members,

c) financial leasing for members,

d) money transmission services, clearance andrisseuand administering means
of payment for members,

e) providing guarantees for members’ loans aadits,

f) opening letters of credits for members,

g) collecting payments for members,

h) purchase of foreign currency for members sulieet license under a special
legal regulation,

i) rendering safe deposit boxes to members.

And, in the framework of the above activities, to:
a) allocate deposits in credit unions and bamksin branches of foreign banks,
b) accept credits from credit unions and banks,
C) acquire assets and manage it,
d) trading in foreign exchange and exchange-ratk iaterest-rate instruments
for own account in order to secure the risks agisiot of the activities specified
in paragraph 1,
e) trading in registered securities for own account

Overview of DNFBP

Casinos
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60.

61.

62.

63.

According to the Article 1a para 7 letter d) of #IL Act is ,the holder of a (gaming)
licence to operate betting games in a casino, oddsetting or numerical lotteries” is
among the obliged persons. The control of compéarfdhese subjects is carried on by
the FAU and according to the Article 8 para 3 le#g also by the State Supervision
over Betting Games and Lotteries. The area of riegeand other similar games is
regulated by a) Act No. 202. of 1999 Coll. concegiotteries and other similar games
(hereinafter “Lotteries Act”); b) Decree 223 of P Coll. on gaming machines; c)
Decree 285 of 1998 Coll. On conditions of monitgrand record keeping in casinos.

According to the Czech authorities, the specifitureof this business is reflected also
in the way this area is regulated. The majoritygaming licenses in this field are
granted by the State Supervision over Betting GaamesLotteries of the Ministry of
Finance.

According to the Article 46 of the Lotteries Actetlsupervision over this area is

conducted by:

* Municipalities in those cases when they grant kesnto operate lotteries and other
similar games;

* Relevant tax authorities, in whose territorial lisnare found the individual gaming
establishments (casinos, gaming halls, betting @gs)) in those cases when the
Ministry of Finance grants licenses to operateslogs and other similar games.

» The State Supervision over Betting Games and liett@f the Ministry of Finance.

The Ministry of Finance grants the license to ofeelsetting games in casinos when the

following conditions are met:

1. the license may by granted only to a joint-stocknpany being settled on the
territory of the Czech Republic whose shares inr thitirety are registered shares.
The registered capital of such a joint-stock conypsimall amount to at least CZK
30,000,000 (approx. EUR 1,000.000) and shall natebleced below this minimum
amount while the license is good (Article 4 paraf &he Lotteries Act);

2. On the basis of the exceptions the licence mayrbhated also to domestic legal
entities with a foreign ownership stake or to aalegntity in which such a
corporation has an ownership stake (Article 4 pao&the Lotteries Act);

3. An applicant applying for a license shall furnidte tMinistry of Finance with a
document attesting integrity of individuals listed the Article 4a para 1 of the
Lotteries Act. This document (extract form ther@irial Record) may not be older
than 3 months and have to have the extent presiirbihis Article;

4. In order to secure receivables to the state, mpalities and the payout of the
winnings to bettors, the applicant shall be reqlit@ deposit in a special account
with a bank a financial amount ("security depositl) the amount of CzZK
20.000.000 (approx. EUR 670.000). The security depshall be handled by the
operator only after the previous consent of theisfiy.

5. The operator deliver to the publicly beneficial poses a portion of the proceeds in
the amount stipulated in the table, at least 6208 from the difference by which
the operator's income, consisting of all the betslenin all the games operated by
the operator exceeds the winnings paid out to itemministrative fees, local fees
and state supervision costs (Article 4 para 2 efltbtteries Act); This portion of
the proceeds may be used only for the publicly fieiaé purpose specified in the
license (Article 16 of the Lotteries Act).

27



64. At of 31 December 2004, the Ministry of Finance emied 27 licenses for games in

casinos, on the basis of which 158 casinos in tigalate in the country. X&asinosare
licensed also for foreign exchange (as of 31 De@#raib04) - of the foreign currency for
the gaming currency and of winnings in the gamiagency for the foreign currency.

Lawyers
65. The Act on Legal Profession, No. 85/1996 Coll.,sabsequently amended, constitutes

66.

67.

68.

the fundamental legal regulation governing acestof the legal profession. This legal
regulation is further supplemented by implementibgcrees regulating, inter alia,
remuneration of lawyers, disciplinary proceedinggpl&able to lawyers and articled
clerks to lawyers, and Bar examinations. At presems, activities of the legal profession
are further governed in details by 24 professioegllations adopted by the Assembly of
the Czech Bar Association or its Board within thgiwers and relevant authorizations;
professional regulations are promulgated in theciaff Bulletin of the Czech Bar
Association and they are also available on its welysgww.cak.c). The most important
professional regulations include namely the scedalode of (Legal Profession’s) Ethics
(resolution of the Board of the Czech Bar AssooiatNo. 1/1997 of the Bulletin),
stipulating rules of professional ethics and rulgsverning economic competition
applicable to lawyers in the Czech Republic, or @mech Bar Association’s Rules of
Organization (resolution of the Assembly of the €e8ar Association No. 3/1999 of the
Bulletin), regulating in details activities of indlilual organs of the Bar. At present time
regulations governing position and duties of lawyierconnection with measures against
legalization of the proceeds from criminal activétlso constitute important professional
regulations — see ad 2 below.

According to the Act on Legal Profession, a lawigea person recorded in the list kept
by the Czech Bar Association. A lawyer is entittedprovide legal services including
representation in proceedings before courts andratlnthorities, defence in criminal
cases, provision of legal advice, drawing up doausieproducing legal analysis and
other forms of legal assistance, if they are pertat continuously and for consideration.
A lawyer is also entitled to manage foreign persoassets, including management of
bankrupt’'s estate and safekeeping of money, sesudind other assets entrusted to his
management (in such cases a lawyer is obligeddp kespecial bank account and when
doing so he is bound by relevant legal regulatgmgerning payments — see the relevant
legal regulation specified in ad 2 below.

It is possible to practice law (as an entrepremdiisiness activity) either as an
independent lawyer, as a member of lawyers’ astori@r as a partner of a general
commercial partnership founded for the purposegratticing law (only lawyers may
become partners).

According to the up-to-date available informatitime list of lawyers maintained by the
Czech Bar Association includes 7,784 persons aedish of articled clerks to lawyers
includes 2,297 persons. 80 general commercial @attip have been founded for the
purposes of practicing law.

Tax advisors
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69.

70.

71.

72.

Pursuant to Art. 1(a) of the Act no. 523/1992 Cdhe term “tax advisory services” (or

“tax consultancy”) denotes “provision of legal @dd financial and economic advice in
the field of taxes, levies, fees and other simpayments (hereinafter referred to as
“taxes” only), as well as in the fields which aiieedtly connected with taxes”.

Tax Advisers, i.e. the members of the Chamber of A@dvisers can only be, pursuant to
the Act no. 523/1992 Coll., those natural persoh® &re enrolled in the List of Tax
Advisers, and tax advisory services are providetherbasis of a contract made between
a Tax Adviser and his or her client.

The Chamber had 3822 members as of 31 December 2004

Tax advisory services can be carried out also ggllentities, but only on the basis of the
Commercial Code, if they provide tax advisory seesi through mediation of Tax
Advisors — natural persons. These legal entitieshat the members of the Chamber, and
the Chamber therefore does not register their nusnlegal forms or size. These legal
entities are not obligatory persons within the nieguof the Act no. 61/1996 Coll. either.

Notaries

73.

74.

75.

76.

Notaries in the Czech Republic perform their joldemthe status of entrepreneur. They
are nominated to the notary office by the MinisbérJustice and the total number of
notary offices is limited - so called “numerus dag”. As of 31.12.2004 there were 445
notary offices in the Czech Republic.

Subject of notaries activity is specified under §#&of notary order (Act No. 385/1992
Sb.) as follows: “Under this law, the notary adtes consist of drawing up a public
documents recording legal acts, authentication egally significant matters and
statements, acceptation of documents to deposiaereptation of money and documents
to deposit for the purpose of transfer to othetiggf’ In addition to core notary activities,
notaries can offer legal advise, trustee, trugtdeankruptcy and settling administrator in
bankruptcy and balancing proceedings. Furthermarder the Code of Civil Procedure,
notaries can act as a probate officer.

There are no professional regulations for notgsfesenting money laundering. Clause 6
of 856 of notary order covering notary discretioaswchanged as part of changes of Act
No. 61/1996 Coll.. (AML Law) in a way that the pemihance of the obligations towards
the FIU according to the AML Law is not the breamhthe professional liability of
discretion.

The acceptation to deposit of both money and doatsne defined in the notary order.
Technical rules for money and documents acceptédiobailment and trust management
are prescribed in the notary office order (interomler accepted by notary assembly).
The notary office order specifies as well a liahilio report acceptation of money for
bailment or trust management to the Central InfoionaSystem of the Notary Chamber
of the Czech Repubilic.

Auditors

7.

Auditing services exist in the form of activitiesated to:
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78.

- the verification of financial statements or cdigated financial statements and annual
reports or consolidated annual reports

- the verification of other facto according sepafagal regulations,

- the verification of other economics informatianthe extent specified in a contract

These services are provided by audit companiestlynosited liability companies) and
sole practitioner. The importance of the sectahiswn in the following table:

"2}

Year Auditors Assistant Auditors Audit Companie
2001 1314 1145 309
2002 1354 1210 307
2003 1242 928 317
2004 1260 978 327
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Court executors

79.

A court executor performs forced execution of watraf execution (fieri facias) and
further activities according to the Act No. 120201 Coll. Code of Execution. The
further activities are e.g. legal advice to legdbm party and to liable party after issuing
of an executive warrant and in connection with exige activity; custody of money,
documents and other things in relation to executeart or other proceeding; delivery
of court documentation; performance of so calleldnary auctions and others.

by 31/12/2004
Number of executors 119
Number of applicants 11
Number of junior 113
executors

Real estate agents

80.

81.

82.

In spite of the fact that real estate agents ae ‘abliged subjects” in the sense of the
AML Act, from the view of the Trade Law the realt&s activity is classified as an

“unlicensed trade”. It means that in order to abt@ipermission to conduct real estate
activities it is necessary only to substantiateapplication for the permission with the

extract from the Criminal Record. There is not iiegpl neither professional education
nor experiences in this area.

The Trade Law distinguish four various kinds ofidties relating to real estates:

intermediating real estate agencies, purchase wtitef sale of real estates, activities
connected with building of real estates in ordeitscale, real estate activity. All these
activities fall under the categorya“legal person or a natural person authorised to
trade in real estates or to broker a trade in theatcording to the Article 1a para 7

letter e) of the AML Act.

By 31.12.2003 it has been issued 36.940 permissmie®nduct real estate activities,
by 31.12.2005 it was 42.002 in total.

Dealers with diamonds, gemstones, precious méssig|lery

83.

The Czech authorities have provided the followistjneate of the importance of this
sector:

Dealing with gemstones and processed diamoradsdon the internet information and
import / export information, there are several tehgersons (both legal and natural)
dealing actively with gemstones and processed diasoFurthermore, it can be
estimated that a high percentage of the persorisxgesnd processing silver and gold
jewellery is involved in gemstones and processathdnds as well;

Dealing and processing of rough diamondsowt 20 legal and natural persons. These
have to be registered pursuant to the Act No. DIB2Coll. On Dealing with Rough
Diamonds and On Import Conditions;
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84.

85.

86.

87.

88.

Dealing and processing silver and gold jewellerg precious metaidased on internet

information and other estimates, there are aboQtpg#sons (both legal and natural)
involved actively in dealing with silver and goléwellery. Persons dealing with
precious metals including jewellery should be regged pursuant to the Hallmarking
Act No. 539/92 Coll. as amended (Act No. 15/20041.8cbased on the personal
information from the Hallmarking Office, there é&8234 persons registered to date.

Overview of commercial laws and mechanisms governgnlegal persons and
arrangements

The Commercial Code (CoC) provides for the follogvigpes of companies

« commercial companies, i.e. unlimited partnerShifimited partnershif, limited
liability company” and joint stock compahy

e cooperative;

e« European company and European economic interestupignp which are
categorised as commercial companies by the Comate@nde, but primarily
regulated by EC law and special laws.

Special regulations deal with the existence andtfaning of:

» state enterprises,

» foundations,

» foundation funds

* beneficial societies.

The Czech legislation also provides for the follegvcontractual arrangements:

« silent partnership contract ("tiché spmastvi"}’ pursuant to the Commercial Code
e association contract, pursuant to Civil Code.

Commercial companies, pursuant to Section 57 ofGbeamercial Code (CoC), must
be founded by deed (contract) of association signedll founders. Their signatures
must be officially verified. Deed of limited liaily company or joint stock company

must be drawn up in the form of a notarial deeda I§ingle founder establishes a
company, there is no deed of association, but “@d¢ddrmation” (founder’s deed) that

must be drawn up in the form of notarial deed. tisitncomply with all requirements

that apply to a deed of association.

A company is constituted on the day it is entereth ithe Commercial Register.
Registration applications must be filed within 9ys following the formation of the

13 Or general business partnership #ejsé obchodni spateost, v.0.s.

14 komanditni spokenost, k.s.

15 spolenost s rdenim omezenym, s.r.o., most usual type of SME

16 akciova spolknost, a.s.

" The website of PriceWaterHouseCoopers specifies fhhe silent partnership is an unpublicised and
unregistered written agreement by which the sifEntner contributes funds or assets to a busihessakes no
part in the business activities. The status ofemspartner is similar to that of a creditor.”
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89.

90.

91.

company or a trade or other business licence wégeded; otherwise, those acts
cannot serve as a basis for the application (Soa6agraph 1 of the CoC). The entry
proposal is made by a person concerned, or by peesatitied to do so by law, or those
authorised to do so in writing by such persons.pBsal (application) must be
accompanied by documents relating to facts to bered into Commercial Register and
by documents to be deposited in the collectionagfusnents (S. 31 paragraphs 1 and 2
CoQC).

Application for entry of unlimited partnershipto Commercial Register is signed by all
partners and accompanied by partnership deed (garad8raph 2 CoC). Application for
entry of limited partnershipnto Commercial Register is signed by all partnansl
accompanied by partnership deed (S. 96 CoC). Lémikability companymay be
founded by a single person. A limited liability cpamy with a single founder cannot
become a single founder or partner of another dichiliability company. A natural
person may be single partner in no more than tlmated liability companies (S. 105
paragraph 2 CoC). Number of partners cannot exddedPetition for entry into
Commercial Register is signed by all executive ceffs. Apart from documents
stipulated in S. 30 (see bellow) and S. 31 pardgsee above) a petition must be
accompanied also by deed of association or fousdked, proof of payment of part of
initial investment as set by law and, if applicatd® expert opinion on valuation of
non-monetary investments. (S. 112 CoC).

A joint stock companynay be founded by single legal person, or otherig two or
more persons. Concentration of shares in the hainsieigle person does not, however,
make the company illegal or force the court to winhdp. If there are two or more
founders, they shall draw partnership deed. Sifigisnder established company by
deed of formation. (S. 162 paragraph 1 and 2 C&Glunders may establish a joint
stock company through public offer of shares (S €6C). If the shares are subscribed
on the basis of public offer of shares, a prosgedu limited prospectus must be
published at least in the same time as the offdgss special legal regulation does not
require prospectus (limited prospectus) to be s other conditions set therein are
fulfilled. The subscriptions of shares on the basfisa public offer under S. 164
paragraph 1 CoC is completed by entry into lissalbscribers (S. 165 paragraph 1).
Subscribers who fulfilled duties set by law areittad to participate at constituent
general meeting (GM). Founders shall convene doesti GM within 60 days from the
day on which the proposed basic capital has betetteely subscribed (S. 169
paragraph 1 CoC). Constituent GM shall take plagly @ shares in the value of
proposed basic capita were effectively subscribed at least 30 per cent of their
nominal value was paid (and, if applicable, shaspum was paid) (S. 170 paragraph
1 CoC). If founders agree in the deed of associgtat they will subscribe in certain
proportions all shares of company’s basic capmablic offer or shares and constituent
GM are not required (S. 172 paragraph 1 CoC).

The establishment of cooperativesjuires that a constituent meeting of cooperative
was convened. The constituent meeting determines atinount of basic capital,
approves by-laws, elects management board and @urinission (S. 224 paragraph 1
and 2 CoC). A cooperative emerges when enteredhet€ommercial Register. Before
the application is made, at least one half of basjgital must be paid. It is for the
management board to apply for entry. It is signgdlbmembers of management board
and accompanied by copy of notarial record of dtrestt meeting of cooperative; copy
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92.

93.

94.

of notarial record on decision of constituent megtio approve by-laws; by-laws and
proof of payment of required part of registereddaapital (S. 225 CoC).

According to Art. 2 of Council (EC) Regulation N@157/2001 on the Statute of
European CompanySocietas Europea, SE) may joint stock compangtabkshed
pursuant to legal rules of Member State, havingr teeat and administrative center
(head offices) in the Community, form SE throughrgee provided that at least two are
subject to legal rules of different Member Statésint stock companies and limited
liability companies established under legal ruleMember State, having their seat and
administrative center in the Community, may fornidimey SE provided that at least
two are subject to legal rules of different MemBgaites or have for at least 2 years a
subsidiary that is subject to legal rules of déf@r Member State or branch located
therein. Companies in the sense of Art. 48 pardga@EU and other legal persons
subject to public or private law, established uridgal rules of Member State, having
their seat and head offices in the Community, mataldish subsidiary SE by
subscribing its shares, if at at least two areextifjo legal rules of different Member
States or have for at least 2 years a subsidiatyishsubject to legal rules of different
Member State or branch located therein. Joint stackpany, established under legal
rules of Member State, having its seat and headesffin the Community, may be
transformed to SE, if it has for at least 2 yearsubsidiary subject to legal rules of
different Member State. According to Art. 1 pargdra 1 and 2 of Council (EEC)
Regulation No. 2137/85 on establishment of EuropEaonomic Interest Grouping
(EEIG) a person intent on establishment of EEIGtraoaclude a contract and register.
Such an association is, from the day of registnaapable to acquire rights and duties,
conclude contracts, perform other legal steps ahthefore court. Art. 7 of the Council
Regulation lists documents and data that must pegied (entered) into Commercial
Register.

A state is founder of state enterpri€an its behalf, founder’s functions are performed
by relevant ministry which has competence in tle&aaf business activity of enterprise.
(If state enterprise performs some tasks for stafence, competent ministry is either
Ministry of Defence or other ministry upon consehthe Ministry of Defence). State
enterprise may be founded only after the Cabinelvé@ment) gave its consent (S. 3
of act no. 77/1997 Coll., on state enterprise). tAtes enterprise if founded by a
founding deed, issued by the relevant ministry ehdlf of the state. Such deed is a
document of association pursuant to S. 27a of GGl (paragraphs 1 and 2 of act on
state enterprise). A state enterprise emergeseoda it is entered into the Commercial
Register. Application is made by founder. It is @opanied by founding deed,
document on valuation (assessment) of property witlth the enterprise is entitled to
do business at the moment of founding, documentsupat to special laws necessary
for entry to Commercial Register (see below) antele of Cabinet granting consent to
founding the enterprise (S. 5 of law on state @nise).

Law no. 277/1997 Coll., on foundatioasd foundation fundstipulates in Section 3

that foundation or foundation fund are establistgd written contract concluded

between founders, or by deed of formation (if thereingle founder) or by testament
(foundation deed). In the first case the foundsighatures must be officially verified,

in two latter cases such deed must be done irotine éf notarial record.
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95.

96.

97.

Afoundations or foundation funds are constittuteteege on the day of entry into the
Foundation Register. This Register is maintainedhieyRegistry Court. The register is
public; it comprises the statutes of foundationuffdation fund) and their annual

reports. Application for entry of foundation (fowattbn fund) to the Foundation

Register is to be made by the founders, an exeofiteistament or person authorised in
writing to do so. The authenticity of the signatufea person empowering another
person to do so must be officially verified.

Act no. 248/1995 Coll., on_beneficial societiestipulates in its Sections 3 and 4
paragraph 1 that founders of beneficial society rbaynatural persons, the Czech
Republic or legal persons. Beneficial society imlesshed by contract of association
signed by all founders. Authenticity of their sigmm@s must be officially verified. In
case of single founder a deed of formation musnbéde in the form of notarial record.
A beneficial society emerges on the day of enttyg Register of Beneficial Societies.
This Register is maintained by Registry Court ali. wgplication for entry to Register
is made by founder or person authorised in writigghim to do so. It is accompanied
by founding document and proof of emergence anstextce of founder — legal person.
Such an application must be made within 90 daysstdblishment of beneficial society
(S. 5 paragraphs 1 and 2 of act on beneficial tesie

Civil Code permits several persons to form an dasioo to fulfii some agreed
purposes, including business activities. Such astors are legal persons. They attain
a capability to rights and duties by registratintoiregisters of associations maintained
by regional offices (law no. 129/2000 Coll.). Feliog data are entered into these
registers: name and seat of association, type €pbgé its activity, statutory bodies,
name and address of persons performing competehctattory bodies (S. 20i
paragraph 2 of the Civil Code). All members ardg#al to act in order to reach agreed
purpose by manner stipulated in contract and reffam any activity which could
prevent or obstruct accomplishment of such purp@ections 20f — 20j of the Civil
Code). Property gained during performance of jactivity is co-owned by all
participants. All members are jointly and severdible for obligations to third
persons. Unless provided otherwise by contract, beesndecide on procuring common
things by unanimity. (Sections 829 — 841 of theilCdode)

Contractual Arrangements without Legal Personality

98.

99.

100.

Trusts and fiduciarieare not part of the Czech legal tradition.

Pursuant to_contract on silent partnersfilfiché spoléenstvi") a silent partner is
obliged to provide an entrepreneur with certairestment and join his business activity
with this investment. Entrepreneur is obliged toy pa portion of net profit
corresponding to the (relative size of) investm#rdt joined his business activity.
Silent partner is not entitled to controlling adivwith regard to both his investment
and the business of entrepreneur. Rights and dutieslation to third persons apply
(exist) only with regard to entrepreneur.

There are two exceptions. Silent partner guaranmdégations of an entrepreneur if
his/her name is in the firm (commercial name) & émtrepreneur, or if a silent partner
declares to another person with which an entrepirenegotiates about contract, that
they both do business activities jointly. Unlesw lprovides for otherwise, a silent
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15

a.

partner has legal position with regard to its inrent equivalent to that of creditor
with regard to its claim. Silent partner is not,wewver, entitled to require the
investment be returned before the contract ceases.

The contract must be written (Sections 673 — 681C)CdNormal accounting
requirements and tax rules apply as regards thideree of deposit and payments of
portions of net profit (and repayment of deposi¢athe contract expires). For example,
the income of silent partner is considered an ireaincapital property (S. 8 paragraph
1 (b) of Income Taxes Act no. 586/1992 Coll.) asdubject to income tax unless it is
used for supplementing his/her investment up toainvalue (i.e. to cover preceding
losses of entrepreneur).

Overview of strategy to prevent money laundering ad terrorist financing

AML/CFT Strategies and Priorities

Money laundering

102.

There has been no specific strategy adopted on atmgbmoney laundering. The
priority of the Government in this area is to futfie international commitments and to
be in compliance with the international standai@s. this account the Government
adopted and supported the last amendment to the AL which was aimed at
transposing the Second EU Directive on money latngento the Czech legislation.
The priority for the immediate future is to ensdine implementation of the current
legislation and to further raise awareness of thl@ed entities and actors involved in
the AML efforts in order to achieve results in terraf convictions and proceeds
confiscated.

Terrorist financing

103.

104.

The main objectives and tasks of the Czech Remibkathorities in combating
terrorism in general as well as terrorist financamg included in a material calléthe
National Action Plan to Combat Terrorism” (NAP).

By Decree of the Government of the Czech RepultbenfDecember 19, 2001 N°.
1364, the Minister of Interior was for the firstng entrusted with the task to submit to
the Government a ,National Action Plan to Combatrdésm”, conceived as a
comprehensive, medium-term document containingtafitasks to be implemented in
order to reduce the Czech Republic’s vulnerabtiityterrorist attacks against its own
territory and its interests abroad. The text of ttmcument was approved by the
Resolution of the Government of the Czech Repulbbon April 10, 2002 No. 385,
which also entrusted the Minister of Interior withsponsibility for implementing the
tasks anchored in the NAP, for evaluating and redfuired — updating the Plan. Such
updating took place in December 2002 and the NARu+rent Wording for 2003” was
adopted by Government Resolution in April 2003. érsion 2004 was approved in
May 2004. The document "National Action Plan to G Terrorism - Current
Wording for 2004” became an overview of the alreadpmpleted and
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106.

107.

continuously/actually prepared measures, alongréhevant developments at the EU
level®

After the attacks in Spain on 11 March 2004, theogean Council discussed and
during the March 25 — 26, 2004 approved the Dettarson Combating Terrorism.
Annex | of the Declaration is the updated ActiomarPbf the European Council. The
objectives, listed in the Declaration and in thetidw Plan (including all of the
evaluations of the Plan), are binding for the Cz&dpublic. The Resolution of the
National Security Council of the Czech Republiairdpril 13, 2004 No. 107 gave the
Minister of Interior the task to incorporate immesgily the content of the Declaration
on Combating Terrorism into the NAP version 200d.r&ach this goal, the Ministry of
Interior, in close cooperation with the Ministry Bbreign Affairs, issued a document
entitled“Analysis of the ability of the Czech Republic teanthe obligations, listed in
the Declaration on Combating Terrorism of the Ewrap Council“ (hereinafter “The
Analysis”). It was preferred to keep the ,Analys&$ an independent document that
will be:

- operatively and according to the outcomes of thdvidual ministries and other

central state administration offices, that are wstad with the realisation of tasks
ensuing from the Analysis, continuously evaluatdended a put into accord with
the actual development at the EU-level;

- serving as the basis for the delegations, repriegptihte Czech Republic in the

Council of Ministers and in the relevant EU Counedrking groups, handling with
the individual obligations, arising from the Deelaon;

- evaluated at least alongside with the evaluatiahefPlan.

The NAP is prepared annually by the Ministry ofelmbr (Security Policy Department),
in close co-operation with the Ministry of Foreigiffairs. All the ministries and many
other central administration authorities are ineolvin the preparation and evaluation
process of the NAP. According to the NAP 2004, ftilwing measures in the area of
terrorist financing shall be taken:

- to perform immediate analysis of obstacles premgntihe country to ratify the UN

Convention on Suppressing the Financing of Temor{$o find a possibility for
ratifying the Conventiory,

- to ratify and fully implement the UN Convention &uppressing the Financing of

Terrorisnt’,

- with the aim to ensure smooth fulfilment of taskensming from Council

Regulation No. 2580/2001 draft a special act enghliR to meet these tasks

The NAP is based on — and goes beyond - the EU ¢lloAction Plan (10010/04) and
describes the ways how the Czech Republic comp(etesot) the commitments, that

18A new version of the NAP was prepared and apprdmethe Governement in 2005 (for the period 200573200

a revised version is being prepered and expectedver the period 2008-2010.

This work was completed in 2005; a way was foundsaaction legal persons on an administrative basis
(withdrawal of licence etc.) which would enable tBeech Republic to ratify the Convention, but thaagion is

not considered fully satisfactory and there ar¢hier plans to introduce a full regime of adminigta liability of
legal persons

“the Convention was ratified on 27 December 2005

ZAct N° 69/2006 on the Implemention of InternatioSaictions was adopted, and entered into force April
2006; the Ministry of Finance was designated asriaa body for the implementation of internatiosahctions
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109.

110.

111.

are mentioned in the Road Map. It means that isnfpanent) evaluation also helps to
find the potential gaps in the area of the figtdiagt terrorism.

The Ministry of Interior (Security Policy departniprs also responsible for drawing up
a “Report on Public Order and Internal Security in the Czech Republic? Such a
report is prepared annually and is submitted to@Goeernment. The last Report on
Public Order and Internal Security in the Czech idip in 2003 was adopted by the
Government in 2004. These reports are drawn up rutige responsibility of the
Ministry of the Interior but they are compiled finodocuments provided also by other
ministries and other public administration bodies.

The Report summarises problems and findings winthin aim of:

e providing an overview of trends in crime and thdynamics, developments in
individual types of crime, and the structures dfrapiency and criminal offenders;

* providing an overview of developments in interaeder and security;

 providing information on the activities of exeimat bodies in security policy, on
drawing up strategies and legislative and non-latiy® measures and enabling the use
of information gathered to combat crime, in patacuo prepare legislative decision
making, strategic, and organisational objectives;

« identifying and highlighting those areas whichbfiei authorities need to devote
special attention to.

The principles of internal security policy are defd in the Security Strategy of the
Czech Republic (prepared by the Ministry of foregdfairs) approved by Government
Resolution No. 1254 of 10 December 2008e Security Strategy of the Czech
Republic is a document reflecting the security re¢és and needs of the Czech
Republic in the context of the developing environinef security. The Strategy can
flexibly respond to substantial changes occurrmthe security environment.

Analysis of the Legal Powers of the Intelligencevises and the Police of the Czech
Republic, that are Needful to Complete Their Taskihie Fight against International
Terrorism (Analysis)The aim of this material is to analyse currerteekof the legal
powers of the intelligence services and the Poiicghe area of the fight against
terrorism and to compare them with the extent & plowers of their counterparts
abroad (especially in the EU Member StdtesJhe first outcomes of the comparing
process says openly, that the powers of the Czeghlitic bodies have to be extended
to assure the effective co-operation and exchahg&armation between the domestic
bodies and their foreign counterparts (as is desdrifor example in the Council
Regulation No. 2580/2001). The crucial areas thaeho be amended are:

» the possibilities of receiving information from thpublic administration
bodies and from some private entities;

» the steps, that are connected with the Act on Elei Communications
(conditions of wire-tapping, localisation of celnl phone, databases,

220n the basis of this Analysis, which has been tadaa of by the Government Decree No. 737 of 1% R005,
and on the basis of other identified areas of rssrgsimprovements of legislative framework for witiés of
intelligence services and security bodies listethenNAP, there are particular legislative initia$ prepared and
discussed. These initiatives should be submittetiéaGovernment at the end of 2007 jointly witheavrPolice
Act and Internal Security Act.
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jamming of electronic communication, the ways, hbe Police can receive
information aside of the prosecution mechanism);etc

the agenda of the so called "Central Register ofkBaccounts”;

the exchange of information according to the Act183/2000 Coll., on the

evidence of the inhabitants and their unique idieation numbers and other
sensitive data.
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Future initiatives?®

112.

113.

114.

115.

Currently in the area of combating money laundeaftgr the relatively complicated
discussion and adoption of the last amendmentadAtL Act, which has transposed
into the Czech legislation the™2EU Directive on money laundering the Czech
Government does not plan any further independeétmtine in this area. It is supposed
that after the adoption of th&'EU Directive further legislative steps will be dad on.
According to the Czech legislation the draft of 8fEU Directive was submitted by
the Government to the Parliament in order for iiake a stand on?ft

In the are of CFT, upon the initiative of the FAletGovernment adopted the decision
to authorise the Ministry of Finance and the Miryisif Interior to draft the bill of the
new act on international sanctions which shouldiesahis whole issue in the Czech
Republic globally. It will designate one concretad with appropriate responsibilities,
experiences to coordinate general sanction measuféss bill was drafted
independently by the FAU and was discussed byestvant state bodies. Currently it
has been submitted to the Committee for the Européaiters of the Parliament. It is
supposed that it should come into effect still 002.

Recently the Government has approved the propamalrdtification of the UN
Convention on Suppression of Financing of Terrori€hme of the obstacles of this
ratification was insufficient system of detectidrgezing and confiscation of the funds
intended to be used for the purpose of financingeafrism. This obstacle has been
removed by the last amendment to the AML Act (whidme into effect on 1
September 2004) which newly stipulates that as spisious transaction shall be
considered also transaction carried out under istances that arouse a suspicion that
the funds used in a transaction are intended ferfitmancing of terrorism, terrorist
activities or terrorist organisations. In the §texamples of suspicious transactions are
explicity named transactions where the subjectthaf transaction is, even if only
partially, sanctioned goods or services provided sanctioned subject or a sanctioned
individual.

Another obstacle of the ratification was the impéstation of the Article 5 of the
Convention that requires creating of conditionsifdroduction of sanctions for legal

%3 The Czech authorities indicated after the visit tnecording to the NAP (2005-2007), the followingasures
in the area of terrorist financing had to be taken:

to create conditions for increasing effectivenefsghe system of obtaining information about ownefs
accounts administered by banks and other finaiegiitutions operating in the Czech Republic fog th
needs of relevant public bodies (including the éobf the Czech Republic and intelligence servjces)

to analyse the legal regulation of operation ofnftations and other social organisations with specia
regard to their financial management; to formutalevant recommenda-tions in this sphere basetien t
conclusions of the analysis;

in the sphere of prosecution to set organisatiandlinstitutional conditions for deeper speciaiator

the fight against organised crime and terrorism.

Furthermore, Act No. 69/2006 Coll., on the impletation of international sanctions, came into eff@etl April
2006. Accompanying amendments to this Act were stbpy Act No. 70/2006 Coll., includinigiter alia an
amendment to the Criminal Code (insertion of thes ceiminal offence of Breaching International Samas in
Section 171d) and an amendment of the Act on cem@iasures against legalisation of the proceedsrg.

%Since 1996, until the date of the evaluation, théLAACt was amended 6 times; between the date obthsite
visit and the date of the discussion of the repo®007, it was amended 5 times. In 2007, a coralyletew AML
Act was drafted that will enter into force in Dedsan 2007 (it implements the third EU Directive).
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116.

entities when a person responsible for the manageorecontrol of that legal entity

commits a criminal offence connected with terroriimancing. It was proposed to
solve this liability by introduction of criminaldbility of legal persons (which would be
entirely new principle in the Czech Republic). Timposal of the Act on Criminal

Liability of Legal Persons was elaborated by thenistry of Justice and approved by
the Government nevertheless the Parliament refissedNovember %, 2004.

The National Action Plan — version 2003 — requiiredn the Ministry of the Interior to
elaborate in cooperation with the Ministry of Jastiand Ministry of Foreign Affairs
and analysis of obstacles hindering the fulfilmehthe obligations stemming from the
Convention. This analysis has been elaborated andncluded that there are some
ways in which the Czech republic could meet thdgaltions under current situation
until a special law on liability of legal persondivee adopted (e.g. using 8 73 par. 1 ¢
of the Criminal code etc.)

Discussion on the creation of a mechanism that would facilitate and speed up the process of
acquiring information on bank accounts

117.

118.

The Ministry of Interior has initiated discussioalsout establishing a mechanism that
would enable competent authorities including thedicpo authorities to acquire
information necessary for seizure of financial &ssen bank accounts in a speedy
manner. Such a mechanism - which does not haveeta bentral register of bank
accounts but simply a mechanism that would endidecompetent authorities to gain
the necessary information by submitting one inquirwould provide information on
whether someone has a bank account (or a righispbsal to a bank account) and in
which financial institution.

The institutions that would have access to suclkeehanism would be those that have a
legal competence to gain information it would pdei This means that the
establishment of such a mechanism would not bevietl by broadening competence
of the respective authorities. The aim of estabigisuch mechanism is merely to
shorten the period that is currently necessary doquiring information on bank
accounts. The establishment of such a mechanisnidwmmi only contribute to the
acceleration of seizure of financial assets on mdounts but it would also strengthen
the capabilities of the Czech Republic to fightaficing terrorism and enhance the
capabilities of intelligence services in the aréanternal and external protection of
Czech Republic’s security

“Strategy of the Fight Against Terrorist Financing”

119.

The lllegal Proceeds and Tax Crime Unit of the ®erwf Criminal Police and
Investigation and more particularly its InternatbnCo-operation and Terrorist
Financing Section is currently preparing a materalled “Strategy of the Fight Against
Terrorist Financing”. This document seeks to déscrthe fight against terrorist
financing in a conceptual way — from collectingaksting and verifying information,
through analysis of information and operational kvontil criminal proceedings stage.
It also includes a subchapter on participationdamion and realisation of nation-wide
as well as international measures related to fagjatinst terrorist financing and further
education and training in this area. It also inelkic timetable (road map) of task to
implement the Strategy.
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b.

The institutional framework for combating money laundering and terrorist

financing

Ministry of Finance

120.

121.

The Financial Analytical Unit (FAU) performs the tasks and obligations stipuldte
the Ministry of Finance by the AML Act. It collecend analyses data on suspicious
transactions identified and reported by the obligebjects and performs further tasks,
which follows from these analyses. It ensures teefgpmance of the conceptual
activity in its scope and elaborates comprehengiraposals for development and
improvement of the system of measures for combdggglization of proceeds from
criminal activity in both national and internatidiantexts. It deals with requests, gives
opinions and makes legal interpretations in itgoecdhe FAU also makes the control
of compliance with the obligations stipulated bg ML Act by all obliged subjects.

The Office of the State Supervision over Insurance an&upplementary Pension
Insurance and theState Supervision over Betting Games and Lotteriesre the
Ministry’s supervisory agencies for these respecsectors. Both are responsible also
for ensuring compliance with the AML Act, besidégit normal licensing, regulatory
and prudential control functions.

Other supervisory bodies, not part of the Ministryof Finance

122.

123.

124.

The Czech National Bank (the central bank)is (according to Act No. 6/1993, on the
Czech National Bank) responsible for supervising of
a) the activities of banks, foreign bank branchesany consolidated groups that
contain a bank having its registered address inChech Republic, and of the
sound operation of the banking system (banking rsigien) pursuant to Article
2(2)(d) of the Act on CNB;
b) the activities of entities other than banks Msed pursuant to special
legislative acts; (Foreing Exchange Act and Traerhsing Act)
c¢) the safe, sound and efficient operation of payrsgstems.

Supervision shall includécensing, on-site and off-site supervision and sationing:

a) the assessment of licence and permit applicapomsuant to special legislative acts;
(Act on Banks, Foreing Exchange Act and Trade LsasmnAct)

b) supervision of adherence to the conditions kitpd in licences and permits;

c) inspection of adherence to laws, insofar athech National Bank has the power to
conduct such inspections under this Act or speeigislative acts (Act on Bansk,
Foreign Exchange Act), and inspection of adheretioc¢he decrees and provisions
issued by the Czech National Bank;

d) the imposition of remedial measures and persaltieere shortcomings are detected
pursuant to this Act or a special legislative §&tt on Banks).

The CNB is also entitled to issue by-laeagulations (see Article 24 of the Act on
CNB), such as for instand¢&rovision of the CNB N°1 on the Internal Controkt&yn of
a Benk for the Area of Money Laundering Preventiwhich came into force on 1
October 2003.
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125.

The Czech Securities Commissior{hereinafter “CSC”) performs state supervision
above all over the activities of investment compar(including foreign ones active in
the Czech Republic), investment funds, securitiealats, registered investment
intermediaries and brokers. The CSC also perfoupgrsision over issuers of listed
securities in terms of their disclosure duty. Isaalsupervises the stock exchange,
commodities stock exchanges, the off-exchange made#led RM-System, the
Securities Centre or other legal entity authorigeanaintain parts of registers of the
Securities Centre as well as to perform its otledivities, persons ensuring settlement
of transactions with securities and pension fumdgerms of the management of their
assets.

Ministry of Justice

126.

127.

128.

The MoJ, through its organizational, managerial angervisory activities, creates
conditions for the courts’ and prosecutors’ officdge performance of tasks resulting
from the Constitution and from other laws. The Mitry fulfills its tasks especially by:

creating necessary conditions, in particular thmssonal, organizational, financial and
material, for failure-free operation of the counmspsecutors’ offices and PMS and
other bodies;

Stipulating forms and methods of managerial anaésugory activities of chairs of the
courts during the exercise of their administrafivections and auditing the observance
of these forms and methods;

Stipulating forms and methods of activities of lepdblic prosecutors during the
exercise of their administrative functions and #indithe observance of these forms
and methods;

Ensuring professional training and further educatd judges, public prosecutors and
other personnel;

Cooperating with the Czech Union of Judges, theolrof Public Prosecutors and
other professional, as well as trade union, orgdiums of employees of courts and
prosecutors’ offices.

The MoJ performs the state administration of ther&mwme Court and of the Supreme
Administrative Court through their Presidents. Téeministration of the high and
regional courts is performed usually directly orotigh their chairpersons, and the
administration of district courts is performed uguahrough the chairpersons of
regional courts. While performing its manageriad aapervisory activities the Ministry
fully respects the constitutional principle of ip#smdence of the judges in the
performance of their office (Art. 82).

The MoJ is also involved in the mutual legal assisée circuit.

Courts and Judicial System

129.

The judiciary consists of the Supreme Court, ther&me Administrative Court, 2 High
Courts, 8 Regional courts and 86 District/Countyu@® The Supreme Court and the
Supreme Administrative Court have their respecseats in Brno, and high courts in
Prague and Olomouc, respectively. In Prague the @iurt carries out the tasks of the
regional court.
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130.

131.

132.

133.

134.

The Supreme Court hears, in particular, extraorginmeans of remedy and is
responsible for uniformity of judicial practice. &@hSupreme Court is the highest
judicial body in matters falling under the juriston of courts with the exception of
matters decided by the Constitutional Court or $wgreme Administrative Court.
Located in Brno, the Supreme Court oversees theregdble judgements of the
superior courts, and ensures the legality of theisten-making process among the
higher courts and the lower courts within theiriterial jurisdiction. It rules on extra-
ordinary corrective measures, such as the breatawotomplaint filed by the Minister
of Justice, forms opinions on the interpretationasis and other legal regulations, and
decides in some other cases stated by law.

The Supreme Court, Supreme Administrative Couh hgourts, regional courts and
district courts that have more than 10 judges hae& ownjudicial councils. The
judicial councils issue their opinions with respéeatcandidates for appointments of
presidents or vice-presidents of courts, assignsnentiransfers of judges to specific
courts, they examine proposals of caseload shadhgdules and their changes, if any,
and comment reports issued by presidents of cawuitts respect to the exercise of
judicial functions and other activities by specifitiges. The mandate of members of
these judicial councils is limited to 5 years.

The Code of Criminal Procedure (CCP) gives juridit in criminal matters to the
county courts (district courts in Prague), regiooalirts (City Court in Prague), high
courts and the Supreme Court. The criminal procegdare governed by the ,two
instance” principle. This means that if a casddsided by a first instance court, the
appeal against such first instance judgement isdherad decided by a second instance
court whose decision cannot be challenged by adynary means of remedy. The
county courts rule in the first instance in allncimal matters except where the CCP
assigns jurisdiction to the regional courts (i.@eve the minimum potential punishment
exceeds five years imprisonment, or where an «pa®l punishment » (15 to 25
years or life imprisonment) may be imposed). Thénnesk of the regional courts is to
serve as the court of appeal for the county courts.

The two high courts (located in Prague and in Olooy®upervise the interpretation of
laws and other legal regulations in cases setropracedural law. They also express
opinions on the interpretation used in judicial idemns of courts within their
jurisdiction, and they examine legality of decisoy administrative bodies in cases
stated by law. In addition, the high courts sers¢h& courts of appeal in criminal cases
where first instance proceedings were conducteorbehe regional court.

A notable change concerns the allocation of casehéd courts: as from*1.January
2002, all complex cases dealing with economic @amahtial crimes are handled in first
instance by the regional courts. There is no spsaton of courts in the Czech
Republic as regards economic and financial maftBesonly specialisation is available
at the level of juvenile courts); instead, the Geegstem relies on the use of external
experts.

The Prosecutor's Office, the investigative process

135.

A high level Instruction (N° 3/2000) was issued2@00, which puts emphasis on the
necessity to enhance the specialisation of prosgalstaff in economic and financial
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136.

affairs (including money laundering). As a resuit, October 2000 new sections
specialised in serious economic and financial csinvere established at the Prosecutor
General's Offices in Brno, Prague, Olomouc and &str The Decrees N° 311/2000
and 183/2001 provided them with specific respofités as regards: fraudulent
activities of financial operators, bribery, and teaiion of the EU’'s financial and
economic interests. The requirements for appointsnenthese new positions — notably
in terms of high skills, including experience wiibreign systems - are regulated by
Instruction 3/2000 on the manner of establishing assigning personnel at public
prosecutors’ offices. This has allowed for the sdesation focusing on (financing of)
terrorism besides other specialisations, such ag drime, economic and financial
crime, criminal proceeds, international legal assise etc.) at regional, high and
Supreme prosecutors’ offices (i.e. not at diswitices, which do not handle such cases,
even hypothetically). At present are terrorist saskearise, handled by specialists for
general crime — especially serious violent crimreprganised crime. Explicit regulation
of specialisation is not foreseen exactly due taimim number of concrete matters
that emerged in the period of 1991 — 2003 (thesert@ been single case of terrorist
financing).

The Czech authorities stressed that with the amentsmof £ June 2001 to the

Criminal Procedure Code (entered into force 6hJanuary 2002), the cooperation
between the police and prosecution has been sietldnd improved. So far, the
investigators were quite separated from the poNM¥éh this amendment, the direct
counterpart of the prosecution is the police, thusiding that two investigations are
carried out in parallel. The amendments have ascelled the distinction between two
kinds of police bodies — the investigators, who Isathe authority over police and
limited procedural autonomy in relation to publi@gecutor, and other police bodies.
Now, only single police body (organ) is recognisadd the police officer is subject to
the public prosecutor’s instructions in the couwbpenal proceedings.

Ministry of Interior

137.

138.

139.

The Ministry of Interior carries out tasks in theea of public order and security,
including issues of terrorism, and coordinates pheposed measures in the area of
combating terrorism with other ministries and witkquirements arising from
international cooperation. It also carries out saskthe area of asylum, refugees, entry
and stay of aliens, integration of aliens, and 8gka cooperation; deals with issues of
control mechanisms in the area of trading and dtlaedling of weapons, ammunition,
military equipment, including exports and importggoods and technologies subject to
international control regimes and develops relevamalytical and conceptual
documents.

The Police of the Czech Republic is subordinatethéoMinistry of Interior (Article 3
of the Act No. 283/1991 Coll., on the Police of tBgech Republic). Minister of
Interior appoints the Police president with therappl of the government.

In the Czech Republic there is one unified Policed. The main act regulating the
tasks and competences of the police is Act No. 288/ Coll., on the Police of the
Czech Republic. The structure of the Police idradised. The police is constituted by
the Police Presidium of the Czech Republic, spiseidlunits with authority over the
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140.

whole territory of the Czech Republic (that alseénaegional sub-branches/expositors)
and units with territorially limited authority (2gions + capital Prague).

Investigations are carried out by the Criminal @@kand Investigation Service.

Bureau of the Criminal Police and I nvestigation Service

141.

The criminal police merged with investigation off&cin January 2002 (amendment to
the Code of Criminal Procedure No. 265 of 2001)th#& moment there are more than
11 000 police officers serving at the criminal peli The organisational units of the
Criminal Police and Investigation Service (CPISisexat all lower levels of territorial
competence (district, municipal and regional doeates). Certain units with nation-
wide competence belong to CPIS as well (Organisechec unit, National drug
headquarters, Corruption and financial crime compatnit, lllegal Proceeds and Tax
Crime Unit, Special operations unit).

Illegal Proceeds and Tax Crime Unit of the CPIS

142.

143.

The lllegal Proceeds and Tax Crime Unit (the sdéedatFinancial Police”) has been
established on the basis of Governmental Resolimr829/2003 and the Order of the
Minister of Interior No. 22/2007 and commenced atdivities on July 1 2004. By
setting up this Unit the Government declared iterition to intensify the fight against
the most serious cases of tax crime, customs affenand any of the related most
serious forms of economic crime, including the ficag of terrorism at law
enforcement level. The Unit has a nation-wide camepee and is responsible directly
to the Deputy Police President for Criminal Procegsl The Unit is staffed by
approximately 300 persons and is headed by thec@irend two Deputy Directors.
The headquarters is in Prague, other territorianbhnes are located in Brno, Plzen,
Ostrava, Ceske Budejovice, Hradec Kralove and midi Labem. It consists of various
subdivisions and in particular a Proceeds of Craimé Money Laundering Department,
a Strategic Expertise and Methodology Departmedt am International Co-operation
and Terrorist Financing Section. The Proceeds am€rand Money Laundering
Departmenis divided into the Proceeds of Serious Crime amércial Crime Group
and the Proceeds of Drug-Related and OrganizedeC@moup (it corresponds to the
former division within the Corruption and Financ@iime Detection Unit). The Money
Laundering Section is divided into two lines: thetraterritorial Group and the
Extraterritorial Group. Such a distinction of adi®s corresponds more closely to the
needs of current practice. The International Cosapen and Terrorist Financing
Section establishes contacts with foreign entitidgere a flow of financial means
through more countries is presumed; furthermorengures international cooperation
in the field of policing and police education aneats with the issue of financing of
terrorism in relation to foreign countries.

The unit’s activities are focused on combatingedgbn and investigation of money
laundering, withdrawing proceeds from crimes (ore thasis of the seizure —
confiscation), combating and detecting terrorismaficing and investigation of the
most serious economic crimes (namely tax crimed)e Tnit collects and uses
economic and other information for a consequentiuati@n with respect to the

potential investigation of the most serious cririmethe economic and related areas. In
the area of money laundering the unit detects,yapaland provides investigation of
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predicative and associated crimes with the maintaiseize proceeds from crime and
to affect and to destabilize groups with the impacthe Czech Republic — the Unit
detects, seizes and documents assets owned byrpespeof serious crimes and assets
derived form serious crimes committed and submitsp@sals to investigative,
prosecuting and adjudicating bodies to seize it eeizes the assets based on its own
decision in accordance with the law; such actisitage carried out in the field of
combating legalization of proceeds of crime upogquest made by units with nation-
wide competence or, in justified cases upon requeste by regional police units based
on prior agreement made by police officials. lpbadgtively cooperates in detection and
documentation of assets of persons and of proc#exsious crime and takes measures
to seize them based on request made from abroacbnnection with rendering
international legal assistance.

Unit for Detection of Organized Crime, CPIS

144,

This Unit also has nation-wide jurisdiction in tfield of the fight against organised

crime and terrorism. It consists of :

- five central operational departments responsiblBaputy Director (Violent Crime
Dept.; Arms, Explosives and ABC materials Deptade in Human Beings Dept.;
Criminal Groups Dept., Counterfeiting Dept.);

- six regional offices responsible to Deputy Diregtor

- Terrorism and Extremism Dept., which is togethethviiogistics and Analysis Dept.
responsible directly to the Director. It comprisg® counter-terrorism section
(handling with the topic of terrorism) and the ctarrextremism section (handling
the agenda of extremism, especially extremism witarnational dimension, that
may have connection to the terrorism sphere or caage large scale mass public
disorders - in the Czech Republic so called "StRgaties"”). The main duty of the
Terrorism and Extremism Dept. (Counter-terrorismct®@) is to monitor,
document and disclose suspected and illegal desyito take proactive and reactive
measures, based on intelligence and informatiohegad from its own and other
sources, to disclose terrorist subjects and bhegtto justice.

Unit for Combating Corruption and Major Economical Crime of the CPIS

145.

On 1 April 2003 in connection with reorganizatidntioe Police of the Czech Republic
two Police Units - Unit for Combating CorruptioncaMajor Economic Crime of the

Criminal Police and Investigation Service and tieakcial Crime and State Protection
Office have been merged into a new unit - Unit @ombating Corruption and

Financial Crime of the Criminal Police and Inveatign Service. The unit’'s activity is

focused on detection, documentation and investigatif the most serious forms of
economic and financial crimes and corruption. Th# i$ focusing also on monitoring

and analysis of illegal financial operations, soipis activities and serious forms of
economic crimes committed at the capital markete Tlnit has a nation-wide

competence and it has territorial agencies inidistr

Ministry of Foreign Affairs

146.

The Ministry for Foreign Affairs is described byettCzech authorities as having a
supervisory, monitoring and coordinating role arebponsibility in the field of
international aspects of CFT.
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Committees or other bodies to coordinate AML/CFET aton

147.

C.

148.

149.

In the Czech Republic there is no permanent inteisterial co-ordination body
addressing exclusively the issue of the fight agfaierroristi°. In a broader context the
National Security Council (NSC) is the formal calioiation body for evaluation of the
current risks and threats in the area of the sgcofithe Czech Republic. The NSC has
9 members and is chaired by the Prime Minister. NQfeputy chairman is the 1st
Deputy Prime Minister and Minister of Interior. @hmembers of NSC are the Deputy
Prime Minister and Minister for Foreign Affairs, ehDeputy Prime Minister and
Minister of Finance, the Minister of Defense, thénigter of Industry and Trade, the
Minister of Transportation, the Minister of Healémd the Minister of Informatics.
NSC's meetings are further attended by the Goveshtite Czech National Bank, the
Chairman of the Administration of State MaterialsBeves and by the Head of the
Office of the Government of the Czech Republic. N8@mprises 4 standing
committees (Committee for Foreign Security Poliay-@dination, Defense Planning
Committee, Civil Emergency Planning Committee, lligence Activity Committee)
and a Central Crisis Staff

Approach concerning risk
As regards enhanced or reduced CDD and other nessasequired from obliged entities

The examiners understood that the Czech Repubjitiespessentially a system of
enhanced measures. Reduced measures are not atsdigt but are limited in number.
In particular, the AML Act allows reduced ident#ition measures in case of credit or
financial institutions operating in a country thatposes an identification duty upon
this institution in a comparable manner to the @zZRepublic.

At the level of policies and supervision

The Czech authorities indicated that the last ammemd to the AML Act of 2004 takes
into account the factor of ML/FT risks in the supsion by the FAU. The amendment
has limited the range of the obliged subjects whiddh required to communicate their
internal AML system/rules (and subsequent amendsheatthe FAU to cover only:
banks, savings or credit co-operatives, insurameepanies, the Czech Consolidation
Agency, the holder of a postal licence and legéitiea or individuals authorised a) to
trade with foreign currencies, b) to conduct oeintediate a cash or non cash transfer,
c) to financially lease, d) to provide credit ormetary loans or to trade with them or e)
to issuing non cash payment means. At the same thmeamendment required from
the following entitites to deliver at present th@iternal systems to the Securities
Commission: the Securities Centre or other legttyeauthorised to maintain parts of
registers of the Securities Centre as well as tibpa its other activities, the organiser
of a securities market, a securities dedlst is not a bank, investment company,
investment fund, pension fund and commodities seahange. The above mentioned
limitation of the recording of internal systems atsdoperative controls and at the same

%In June 2005, a Joint Intelligence Group (Spafezpravodajska skupina) was established by the fS@rve
as a working and information exchange platformha area of combating terrorism. It is subordinatedhe
Intelligence Activity Committee and is meeting nadiy each month. This Group includes intelligengerzies,
the Ministry of Interior, the Police and the Mimigbf Foreign Affairs.
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150.

151.

152.

153.

time delegating powers to the Securities Commisgiounld have enabled the FAU and
the Securities Commision to focus consistently lo@ tore important and exposed
types of obliged subjects. The Czech authorities atressed that the amendment also
significantly widened and deepened control, sugeryi and sanction powers of some
regulatory and supervisory authorities with the aon diversify the control and
supervision of obliged subjects.

It was indicated that the Banking Supervision (bg {CNB) applies a Risk-Based
Approach (RBA) to the whole system of on-site exaatibns, including AML/CTF
area. RBA is used not only in the field of banlesébn for the on-site examination but
also in the procedures which are applied duringotisite examination - i.e. choice of
departments that will be visited during the on-siamination from RBA perspective
in AML area, in sampling methods for on-site exaation in AML area (types of
transactions, client files, record keeping etc.).

Regarding foreign exchange activities, the CNB haepared The Internal
Methodology Guidelines of the Foreign Exchange @briExecutionwhich came into
effect in December 2003. It consists of a detaikxdcription of what should be
included in on-site control: control of the complia with the licensing criteria and
with the relevant legislation. The Internal Methlmdyy Guidelines cover the duties of
inspectors: to control the reporting duty, custondentification, renewal of customer
identification information when doubts appear, résokeeping, slips issuing in a
prescribed form, foreign exchange ledger or a fpredxchange journal keeping, the
inspector right to exchange money as a privateoparsthe scope of their job, etc.

Since 2003, the CSC has also been applying a askéapproach to the assessment of
regulated persons. On the basis of the assessmgoariicular sectoral risks and
probabilities of their realisation, the CSC comgpila risk profile of a particular
regulated person. This profile than serve as asldasithe supervisory activities of the
CSC in relation to this person. Riskiness of thespes is at first assessed within the
licensing proceeding. By virtue of the assessmesult of the fulfillment of the
conditions set for granting a licence, the enstgmtered into a certain risk group. Next,
the CSC assesses the riskiness of regulated persdesms of monitoring and the
disclosure duty (e.g. capital adequacy requirememt)l, not least, on the basis of the
inspecting activity results. The CSC then paysiadr attention to persons with high-
risk potential, e.g. when planning inspections.sTitisk based approach helps the CSC
to proactively concentrate on the potential proldeand allocate its resources
efficiently.

In general, risk based inspections is a new appraacsupervising and monitoring
financial markets in a more efficient way in thee€lz Republic. Overall objectives of
supervision are defined and risks that may thredtesse overall objectives are
identified and quantified. The approach starts veithimpact assessment to sort out
those companies a failure of which would have tlstrmegative effects on the whole
market. In the Czech Republic, similar to most othmarkets, only a few companies
represent the majority of the respective market thedefore only a limited number of
companies should be subject to special scruting. dacond step the probability of each
risk that may threaten the overall objective wél évaluated. This will be done with the
aid of a probability matrix which results in an agggtion and quantification of all risks.

49



154. AML measures are one of the risk elements of this approach:

Risk Groups 1.5.1.1 Risk elements

Capital adequacy and other econon

Financial soundness | .~
indicators

Nature of service
products an Types of customers, products and services
customers

Business Risks

Treatment t Securlty of customers assets

customers

Dealing and managing

Ownership  structu
and organization

group

Ownership structure and organization
group

Risk management
IT system

Control Risks

Internal systems a
controls

Measures against money laundering

Internal audit and compliance
Reporting and accounting policies

Human resources a

corporate governance Human resources and corporate governgance

d. Progress since the last mutual evaluation

155. The Second Round Mutual Evaluation Report of MONEY\(formerly PC-R-EV)
had made several recommendations and/or commentohsideration by the Czech
authorities. These are recalled beneath, togetltdr the comments and information
provided by the Czech authorities on possible Wwllgp developments that had taken
place until the time of the on site visit. Otheanbes took place after the on-site visit;
these are mentioned under the relevant main paitf® oeport (chapters 2 to 7).

Legal field

156. The penalty for negligent money laundering wouldnioceeased. The penalties however
remain comparatively low for simple money laundgrin

“As regards this point, it should be pointed ouattithe draftnew Penal Code, which is

currently under discussion in Parliament (and sthaame into force since 1 January 2006),
contains increased lengths of imprisonment fordbedies of criminal offences of intentional
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participation (S. 190) and of legalisation of cm@ali proceeds (S. 192) from 2 to 4 years. The
increase as regards the negligent form of participgS. 191) is from 6 months to 1 year. The
gualified bodies of the offences will also warrdamger imprisonment (up to 10 years). The
rates (lengths) are set so to remain proportiowéte relation to predicate offence (the Czech
Republic maintains “all-crimes approach”) and toswme that the perpetrator of money
laundering is not subject to stricter sanction ttrenperpetrator of predicate crime.”

157. It remained unclear to the evaluation team why@zech authorities have not spelled
out in the Euroamendment clearly that the CzechuBlgpcan exercise jurisdiction in
a money laundering case where the predicate offencemmitted abroad. Given the
concerns expressed during the first round evalmat@and keeping in mind that the
Czech authorities had indicated that they intendedclarify this issue, this is a
significant weakness.

“In accordance with the recommendation of MONEYVAhe drafnewPenal Code expressly
covers not only the things and/or other propertypdfi¢ obtained by the criminal offence
committed in the Czech Republic, but also thingd/@another property benefit obtained by the
criminal offence abroad.”

158. The physical elements of the offence remain basedthe concealment. The
“acquisition, possession or use” of laundered preds apparently remains uncovered
in the new money laundering legislation. Czech espntatives met during the visit
have indicated that this is covered by Section Z3@wever, the evaluation team
considers that this issue remains debatable.

“When considering the implementation of the Coni@nibn laundering, search, seizure and
confiscation of the proceeds from crime (“the Siasg Convention”) by domestic legislation,
it is necessary to take into consideration alsohbibaies of the offence of participation in its
intentional form (S. 251 ofurrent Criminal Codé®) and eventually in its negligent form (S.
252 of current Criminal Code). These provisionpudtte that punishable shall be anyone who
conceals, transfers to himself or to another orsuaething gained by criminal offence
committed by another person, or what has been reuajacquired) for it. These provisions
enable the prosecution of acquisition, possessiars® of laundered proceeds, since under the
interpretation of Czech Criminal Code the “acqiosit corresponds to terms “transfers to
himself or to another” and the “possession” is cedeimplicitly in “transfers to himself”.
Participation under S. 252 (paragraph 2) of cur@nininal Code provides for sanction of
anyone, who negligently enables another personbsrwe (cover) the origin of a thing
obtained by criminal activity, which exceeds thguieements of the Convention.”

159. The team found it hard to see how the new Sec8@a eally improves the situation -
other than cosmetically: the wording is very simiia that of the current Section 251a.
The team believes that a fresh criminal offencesetdaclearly on the terms of the
Strasbourg convention and clarifying all previoumlziguities would be far more
helpful for the fight against money laundering. iew of the above, the evaluation
team recommends to adopt a definition of moneydaring that meets the standards of
the definition in the Strasbourg Convention, alrgadflected in Act 61/1996. In this

%in order to facilitate the analysis, current act substantive criminal law (trestni zakon) is callgulirrent
Criminal Code" and this is maintained also withaedjto its pending amendments, while completely deaft
act (navrh trestniho zakoniku) is called ,new digéinal Code".
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regard, it would be pertinent to use the word “penty” (instead of “thing”) as it is
used in the Convention and to increase the leveaottions.

“Article 6 paragraph 1 of the Strasbourg Conventiequires to establish as criminal offences
the types of conduct listed therein if committetemtionally. In the framework of the Czech
criminal law anintention (S. 4 of current Criminal Code) ameegligence(S. 5 of current
Criminal Code) are the only forms of culpabilityathapply when considering liability for
criminal offence.

It is the opinion of Czech authorities that the newdy of offence of legalisation of proceeds
from criminal activity contained in S. 252a of amt Criminal Code in connection with bodies
of offences of participation (current S. 251 and252) and patronisation (current S. 166)
covers all conducts established by the Strasboungvéntion. Creation of new body of an
offence would bring about rather opposite effecs, i would interfere with judicial
jurisprudence and established interpretations aadtipe. The development of new practice
represents a task for several years. Thereforarihat be recommended to disregard the
notions already established, which are interpretedaccordance with the Strasbourg
Convention.

The notion of “property” is used in the current i@imal Code only to cover the aggregate
property values, while the proceeds may form just thing or value. Thus, the usage of the
term “thing or other property benefit”, that coveah values assessable by money, is more
appropriate.”

160. Prosecutors and investigators appear also to haad ho explanatory guidance on
minimum evidential requirements to prove the o#sndhis must be addressed if the
Czech Republic is to achieve possible results.eViauation team believes that without
concerted efforts to provide explanatory guidanzehie repressive authorities on the
“Euro-amendment”, there will be little improvementth the new provisions. Joint
seminars and conferences are a good way to dewaopnon understanding of money
laundering issues, notably when it comes to theluament of judges (due to the
latter's independence). Consequently, maintainingd adeveloping the existing
awareness raising initiatives aimed at police @&f&; prosecutors and judges, would be
a positive measure.

“Public prosecutors and police bodies (and judgesiid consult commented issue of ,Euro-
amendment” of Criminal Code (including Sections ,2332a etc.) practically immediately
after this amendment entered into force. In Sep&r2b02 commentary to Criminal Code and
Code of Criminal Procedure has been issued by shdaliEurounion, authored by Novotny and
others, that described in detail the bodies of éhesminal offences; it also offered
interpretation of amendment to Criminal Proceducgl€no. 265/2001 Coll. At the same time
publisher C.H.Beck issued commentary on CriminaicBdure Code authored by Samal and
others, which explored, even in more detail, masués of interpretation and application of
Criminal Procedure Code, in the wording of said admeent. In November 2003 publisher
C.H.Beck issued extensive commentary to CriminadeCifth issue, authored by Samal and
others), which contained long deliberations witgamel to S. 252 and 252a. In December 2004
the sixth issue of the same has been publishetkioorg not only the interpretation of bodies
of these offences, but also reference to firstveelejurisprudence.
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“Euro-amendment” to Criminal Code has been suljéoumerous seminars (organised by the
Police presidium for police bodies and by newlyabbshed Judicial Academy for judges and
public prosecutors).

The public prosecutors, who are to lead investigetiand prosecutions under the Penal Code
in cases of economic and financial crime (and gifon offences), are trained in special
seminars, in particular in the framework of profesal training provided by special institution

- the Judicial Academy.

Further training is ensured by internships in tbantries of the EU (in particular in the UK,
Germany and ltaly) in the framework of approvedhireg programmes.

Training of judges and candidates for public prases is performed by the Judicial
Academy.”

161. The examiners consider that the preventive regimeldvalso benefit from a criminal
offence of failure to report underpinning it. Thee€h authorities may therefore wish
to consider this.

“In the Czech Republic the principle of subsidipsnal recourse is applied, i.e. the solutions
should primarily be sought in the area of prevemtsupervision and non-criminal sanctions.
The criminal sanctions apply only in most serioasas. Therefore, penal sanction for non-
compliance with reporting duty regarding suspicidasactions would be applicable only
when such non-compliance fulfils the body of offenmder S. 167 of current Criminal Code
(Failure to prevent a criminal offence). This psdn stipulates, inter alia, the punishment for
someone who learns in reliable manner than angbeeson prepares or commits money
laundering offence according to S. 252a paragraphcirrent Criminal Code, or the offence
of participation under S. 251 paragraph 3 of thmesaand does not frustrate (prevent)
commission or finalisation of commission of such @ffence (without undue danger for
himself etc.; prevention may be achieved by tinrelyort to police or public prosecutor). This
regulation seeks to balance important policy carsitions by focusing on the most dangerous
types of criminal conduct to be reported/prevent€de introduction of criminal offence
covering all cases of mere non-compliance with répg duty by institutions in relation to
suspicious transactions does not appear appropieeause there are many regulations
stipulating reporting duties in relation to variofacts, which are not enforced by criminal
sanction. Therefore, introduction of such sanctiotih regard to one type of reporting would
cause disproportion in terms of gravity of sandtignregimes for failure to perform various
reporting duties.”

162. Theoretically, the criminal liability of legal pesas is not compatible with the Czech
legal tradition. The evaluation team therefore veehes the current attempts of the
Czech Government to modernise the legal systemn&ithprovisions in this respect.
Given the trends of organised crime described @nittiroductory part of this report,
the draft legislation on corporate criminal lialiyi to be prepared by the end of 2002
appears to be timely. Hopefully, the launderingoaiceeds of crime will appear in the
list of offences for which legal persons can bel leeiminally liable.

“To implement fully (SR 1) the International Conuw&m for the Suppression of the Financing

of Terrorism, it is necessary to create new legmtaon liability of legal entities. The MoJ
developed, in connection with the preparation efftdnew Penal Code, a draft law on criminal
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liability of legal persons and proceedings agaihetm, which should introduce the concept of
(criminal) liability of legal persons for criminadffences in the Czech domestic law. The
Government approved this draft on 9 June 2004. Alicg to it, a legal person would be liable
to criminal sanctions for a list of criminal offeex; including money laundering and terrorist
attack (and the financing a terrorist attack) atidotner criminal offences that the Czech
Republic is obliged to hold legal persons liable dader relevant international conventions to
which it is or intends to become Party. The sanstiapplicable to legal entities would include
dissolution and liquidation, forfeiture of propesdnd forfeiture of a particular asset. Attention
has been paid to ensure the seizure of funds usexhronarked by legal entities for the
purposes of terrorist financing, and recovery efphoceeds.

This draft law was submitted to the Parliament thas refused it completely in the first
reading and expressed, in this way, its reluctalecéntroduce criminal liability for legal
entities. Therefore it is now necessary to quidkig another solution, which would enable the
effective sanctioning of legal persons and fulfi¢ tobligations of the Czech Republic in this
field. Such new solutions are sought intensivelgrasent time.”

163. Ambiguities and lacunae similar to those inheremthe criminalisation mechanism,
remain, as the legal framework has not been amesdw# the first round evaluation.
As a consequence, and given the existing jurispreelebriefly mentioned in the
descriptive part of this report, the comments medeng the first round evaluation
remain timely as concerns Sections 51, 53, 55, Z&,a of the Criminal Code
(forfeiture is applied at the discretion of the Cphere are restrictive conditions to be
met, forfeiture applicable only to a “thing” or aa fine, impossibility to confiscate
assets intermingled with lawful proceeds and subeeq difficulties to confiscate
property for an equivalent value etc.).

“In the framework of draft amendment to Criminab8edure Code and other legislation (that
should come into force on 1 August 2005), which basn recently submitted to the Cabinet,
the securing mechanisms are supplemented in avdarable efficient securing of all kinds of

proceeds from criminal activity, and of equivalgsubstitute) value when proceeds are
destroyed. Also, confiscation mechanisms (sanafdorfeiture of a thing, protective measure
of seizure of a thing) were supplemented to entd@deconfiscation of all criminal proceeds, as
well as of equivalent value when it is not possibleonfiscate proceeds.

The draft new Penal Code (discussed in Parliameerd, expected to enter into force on 1
January 2006) amplifies the applicability of samctof confiscation of property (or its part).
Duty of the court to impose some of the sanctidmst focus on perpetrator’'s property
(pecuniary sanction, forfeiture of a thing, forie& of property) is introduced there, if the
offender obtained or tried to obtain property bértefough the offence.”

164. Even with the new provisions of Section 252a (8ecB52 does not foresee any
measure of forfeiture), the penalty of “forfeitur@f laundered proceeds would only
apply where the laundering is committed:

- inrelation to an offence of drug trafficking
- where “very large benefit” is obtained
- where there is a misuse of official position.

“This is probably a misunderstanding. The sanctibiorfeiture of a thing, that is primarily
intended to enable withdrawal of criminal proceeatsy be imposed under S. 27 of current
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Criminal Code besides (in addition to) another sanceven if it is not explicitly mentioned in
the specific list of sanctions applicable to patae body of offence in the Special Part of the
Criminal Code. Money laundering (under current Best 251, 252 or 252a) may be always
punished by forfeiture of a thing. The limitatiolisted above concern the application of
forfeiture of property, which focuses on all prayesf perpetrator (even legal). It is thus a very
strict penalty for which the limitations are appriage.”

165. Furthermore, the forfeiture/confiscation is — anduld remain — discretionary and the
courts would still need to define exactly the priypstatus of the offender. Most other
countries, whatever the ambiguities of their cardt®on legislation, have provided for
mandatory confiscation of laundered proceeds ati¢hst where the money laundering
offence has been proved. This is not the casbenCzech Republic. In view of the
above, the Czech Republic might reconsider agaievéng the existing legal regime
concerning the confiscation of proceeds of crime:

- toincrease the mandatory element of confiscation

- the legal regime should clearly provide for the ftsration of property for a value
equivalent to the proceeds of crime

- the legal regime should provide for the confisaatid proceeds or property benefit
from third persons (including legal persons) to gfhthe assets were transferred in
return of underestimated counter-values.

“As mentioned [earlier], the draft new Penal Codeplifies the applicability of sanction of
confiscation of property (or its part). Duty of theurt to impose some of the sanctions that
focus on perpetrator’s property (pecuniary sancfiorieiture of a thing, forfeiture of property)
is introduced there, if the offender obtained dedrto obtain property benefit through the
offence.

According to draft amendment to Criminal ProcedGaale and other legislation (that is also
contained in draft new Penal Code) it is also fmssin the framework of protective measure
of seizure of a thing or other property value,a@s a thing belonging to third person, to which
a perpetrator transferred the proceeds.”

166. The representatives of the police also mentionadhem set of provisions, never seen
before, that is those of Section 347 of the criniftacedure Code, which provides for
the “seizure of property for the purpose of exemutf judgements”. Finally, a further
relevant Section is 349b of the Criminal Proced@ede, which contains general
provisions on seizure and refers to other statutorgvisions for the management of
assets seized. The team was informed that thesgastaprovisions should have been
drafted by the Ministries of Finance, Justice antétior. But in fact, they never did so,
despite an evident need for such rules and regréguests in this direction by the
police (SPOK). Altogether, the legal frameworlplagable to provisional measures
appears to remain inconsistent and unclear. Thec&&epublic might wish to review,
again, the existing legal framework so as to previdr clear and consistent provisions
on provisional measures. The adoption of the stayuprovisions referred to in Section
349b of the Criminal Procedure Code should be seea priority.

[As indicated earlier] “On 1 January 2004 new law.N79/2003 Coll. on execution of
securing property and things in the course of erahproceedings came into force. This law
regulates the issue of handling property securednglucriminal proceedings and its
management.”
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167. There is still some discrepancy between the modeandards proclaimed by the
government in the action plan updated in 2000 am @dhe hand, and the results in
terms of money-laundering cases and deprivationasgets obtained through the
commission of offences on the other hand.

“It always takes time to develop jurisprudencecfice and interpretation after new bodies of
offences are introduced, thus resulting in delagtwben taking legislative action and
developing efficient practice. Partial changes @gidlation do not benefit the practice in
particular. It is the opinion of MoJ that it is taarly to evaluate the efficiency of newly
introduced legislation and other tools, or evearidertake their change.”

168. Representatives of the police and the prosecutiditfary conceded that until recently
all their units were really dedicated to uncoveritig guilt of the offender. The Czech
Republic is not alone in that. However, all sergic®w need to focus their priorities to
follow the proceeds and target the sources of thanting of those operations that
engage in organised crime. The prosecutors angutiges need to be as committed to
this agenda as the new criminal assets police depamt, and if the Czech authorities
are to make real progress against organised crinidimv their borders, they need a
concerted and agreed common approach to the catiist agenda by police,
prosecutors and judges, backed up by an enabliggl leegime which will ensure
significant disruptive confiscation orders of thieedt and indirect_proceedsf crime
including profits derived from those proceeds. Mbar of representatives have shown
a clear will for this and the evaluation team woulde to encourage the Czech
authorities to respond positively to these initia8. In this respect, the team believes
that joint conferences and seminars are a good waliscuss legal and other obstacles
and to reach a common understanding. Clear guidamzrild be given (i.e. in the form
of ruling by judges or/and prosecutors) on the d&d of proof, together with the
necessary legislative changes (i.e. reverse theldyurof proof for the purpose of
confiscation of criminal assets).

“At present time the Czech authorities devote iasieg attention to the question of proceeds
and efficient withdrawal thereof. An inter-ministdrgroup has been established to survey
problematic parts of legislation regarding proceedkis group should draft legislative
proposals leading to further increase of effectas=nof legislation and to elimination of
deficiencies.”

169. Thus, while support for anti-money laundering measus there in principle, it still
needs backing up by legislative change and resngrcAn adequate mechanism
criminalising the offence of money laundering anevping for confiscation of
proceeds of crime, and secondary legislation on rtenagement of assets seized
should be seen as priorities. Providing for wideosgibilities to apply operative
investigative means in financial and money laurmigrinvestigations would be
necessary as well.

“Current regulation established by Criminal Code& @ode of Criminal Procedure, together
with amendments that have been drafted recentihles the prosecution of money laundering
and withdrawal of criminal proceeds (...)."

Financial field
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170. To take measures, as may be necessary, to strendtie effectiveness of the
supervisory mechanism:

- control of compliance with the anti-money laundgrisbligations to be conducted
in a more (pro-) active way, both on-site and afs

- formal and substantial checks of financial institutions’ imtal rules and
procedures;

- adequate remedial measures (including sanctiongrevithis is necessary, and a
certain level of public disclosure of such actions

- continuation and enhancement of dialogue, feedlzaak education by the FAU,
supervisory bodies and professional associatiodeally, international experience
should be combined with a local one to provide rtieket players with an actual
overview of new trends and typologies in the afe@aney-laundering.

Guidelines and clear job descriptions of what a pbamce officer should be, would be a
benefit to the system.

In the opinion of the evaluation team, such a adntegister [of bank accountstould be
useful to provide entry points into account netwgonkhen it comes to operational measures or
background checks (including the tracing of moniesgting funds etc.).

It therefore recommends to clarify or supplememt pinovisions of Section 2 para. 5 of Act
61/1996, so that the requirement also clearly agpto the identification of ultimate beneficial
owners

The evaluation team welcomes the (progressive)reapjpn of bearer passbooks as it was
suggested in the first round evaluation. It alspé®that the new regulation which is likely to
accelerate their suppression will be adopted sd@king into account the average deposits,
the team believes that it would be worth considetmlower the identification threshold (e.g.

down to CZK 20 000, which is the one applicablefaeign exchange offices), and/or to

introduce automatic reporting of transactions exdiag this amount to the FAU.

Banking Supervision:

2" round evaluation report (Moneyval)

With the increased responsibility of the CNB in @&nea of monitoring the compliance with the
AML Act, the total number of on-site visits conédcin the supervised entities seems to be
inadequate (para 104)-see part 1.6 (7) (d)

No separate piece of secondary legislation dealwith countering the money-laundering
phenomenon in the banking sector has been issudeBSD (para 108)- see part 3.2

IMF/WB Detailed Assessment Report on AML and CFT
The financial supervisors should give more pradtgadance to the entities they regulate and
supervise on monitoring client accounts and tratisas (page 60, part Il (4)).

- see part 3.2 and 3.12 +currently CNB/On-Site Banking Supervision Division is
preparing an internal guidelines (including qualitative requirements — benchmarks) for
on-site examination in AML area. At the same time his document will reflect the
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amendment to the AML Act (effectiveness since Septier 2004) and knowledge (for
example FAU’s statements to the certain parts of &0AML Act, CNB’s explanation of
AML Provision etc.) and experience gained from onite examinations. Our intention is to
prepare this document for external publication forbanks by June 2006.

The FAU in cooperation with the supervisors shotalkie it upon themselves to provide the
financial institutions with more guidance on recayng suspicious transactions. They could
for instance make references to typologies repoftthe FATF, other FATF-style regional

bodies, and the Egmont Group to receive updatab@iatest money laundering and financing
of terrorism cases trends and methods. In addittwganizations of supervisors, such as IAIS
and IOSCO, have also issued papers on and exanoplesoney laundering, which can be
useful for the specific financial sectors (page &t V (1)).

- see the answer to the previous point

The mission recommends the financial supervisdi®daip their inspections with appropriate
measures, and/or sanctions where needed, to ee$igetive implementation of the AML/CFT
regulatory framework (page 61 part VIIB.see part 1.6 (7) (d)

Although originator information is included in dostie and SWIFT transactions and banks
follow up on transactions that do not contain timgormation, the authorities should take
measures to ensure that this is done by all fir@nicistitutions, including money remitters
(page 59, part Il (4)} No changes since assessment done by IMF/WB in 2603ee also 3.5
(wire transfer rules).

The FIU and Law enforcement field

171. To urgently review the staffing of the FAU’s Legald Inspection Department and/or
the distribution of tasks within the FAU, with redato the current and expectable
future workload.

172. It would be welcome if the FAU was to reconsider plossibility of using liaison law
enforcement personnel to assist it in the operatidield. This would also allow to take
a full advantage of the increased cooperation betwihe FAU and the police, and to
support the work of SPOK and the criminal assetgice given their own difficulties.

173. To address the issue of money laundering throughl Ibusiness and companies as a
specific problem.

174. To consider the feasibility and utility of a systemthe reporting of cash transactions
over a certain amount.

“The system remains based on the reporting of sigas transactions”

175. [The list does not yet include independent professis, such as notaries, external
accountants, tax advisors and other legal profealip nor any dealers of high value
goods (precious stones or metals etc.) consideuduerable by the EU (Directive
91/308/EEC as amended by Directive 2001/97/EQ)g Czech authorities may wish to
reconsider the possibility to involve these prafass in the national anti-money
laundering effort.
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“These professionals were included in the AML Adthamthe amendments of 1 September
2004 (Act 284/2004 Coll.).”

176. Therefore, measures still need to be taken to erthahe level of awareness and
compliance of under-reporting financial instituten

177. Appropriate feedback arrangements need to be benpplace (...) between the FAU
and financial institutions.

178. The evaluation team believes, however, that semm the point of view of reporting
entities the system could appear to be complexdé#fidult to comply with. As regards
the CZK 500 000 threshold, this is probably toohhif one considers that bearer
passbooks will still exist for some years, and tire is no limit at all concerning
cash transactions. A decrease of this thresholdilshtiherefore be envisaged, down to
CZK 20 000 in order to ensure some consistency @thange bureaus)

179. The situation of utilisation of operational invegttive means is unsatisfactory — they
can be used in money laundering cases only to taicegxtent (if the upper limit of the
punishment of imprisonment is at least eight years)

“8 158b of the Criminal Proceedings Code reguldktes conditions of use of the so-called
operational investigative means: If the law does provide otherwise, it is the police body,
provided it has been authorised by the competenister, a unit of the Czech Police, provided
it has been authorised by the Police presidentitaofi Czech Security Information Service,
provided it has been authorised by the directotha$ Service, or théffice for Foreign
Relations and Information, provided it has beemaused by its director, which is entitled to
use the following operational investigative means:

- pretended transfer,

- monitoring persons and things,

- use of [undercover] agent

In proceedings concerning intentional crime

The use of these means cannot follow other objedisan learning about facts, which are
important for criminal proceedings. These tools maysed only when the objective cannot be
achieved otherwise or if it would be consideralynplicated. Rights and freedoms of persons
can be limited only as necessary.

The use of these tools is not limited to the pi@-proceedings, although they are governed by
the provisions systematically placed in part of@eninal Proceedings Code dealing with pre-
trial proceedings, in course of which they are u#eel most. They can be used since the
commencement of the criminal prosecution as weihduhe trial.

Video, audio or other records gathered by thesesiiyative tools according to the relevant
provisions may be used as evidence.

An _intentional crimeis such a crime, where an intentional fault isuresd by the law
(negligence is thus excluded), whereas decisivettaefacts written down in the record of
commencement of the criminal proceedings, the dmsmm of the deed and the legal
gualification in the decision about commencementthe criminal proceedings or in the
accusation.
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The use of agent in the sense of § 158e is pedniidy in criminal proceedings concerning
especially serious crime crime which is committed on behalf of crimirabanization or
other intentional crime, which has to be prosecutecbrding to a promulgated international
treaty which is binding on the Czech Repul§fcl58e/1). The conditions are thus stricter than
those for the pretended transfer and monitoringp@fsons and things. Extremely serious
intentional crimes are defined in 88 41 and 6Zhef@€riminal Code; § 62 of the Criminal Code
contains a list of extremely serious crimes; § 44¢als with intentional crimes for which the
term of imprisonment is at least 8 years. Howewaer,agent can also be used in criminal
proceedings concerning other intentional crime,clwhinas to be prosecuted according to a
promulgated international treaty, which is bindiog the Czech Republic (which is for
example the case of Council of Europe Conventiomomney laundering, search, seizure and
confiscation of crime proceeds).”

180. The evaluation mission welcomed the creation of KRService for Detection of
Corruption) and especially its Group for recovenmgceeds from criminal activities. It
however pointed out that the Group should haveebetsources (also in terms of
personnel). It also recommended to the Czech organensider the possibility of the
use of operational investigative means by the Grang extension of its scope of
operation to detection of money laundering cases.

“The successor of SPOK — the Unit for Combating rGption and Major Economical Crime
has recently undergone organizational changes. &s mentioned above, on July 1 2004 the
Proceeds of Crime and Money Laundering Departmestiaplished within this Unit in 2003)
was detached from the Unit and formed the bastheillegal Proceeds and Tax Crime Unit
(“Financial Police”), which was established on tsame day.

As was described above, the Financial Police hatian-wide competence, its headquarters is
in Prague, and other territorial branches are &tat Brno, Plzen, Ostrava, Ceske Budejovice,
Hradec Kralove and Usti nad Labem. Among otherisestit has a section of Proceeds of
Crime and Money Laundering, a Strategic Expertise Methodology and an International Co-

operation and Terrorist Financing Section.

Its staff counts approximately 300 persons.

By setting up this Unit, the Government signalledie public and experts abroad its intention
to actively counteract the increasing trend towatas frauds, to prosecute other illegal
financial transactions that endanger the intere$tshe Czech Republic and to actively
participate in solving cases of money launderind &nancing of terrorism that usually go

beyond the frontiers of a single state.

As was already mentioned, this Unit started to fimmcas of July 1 2004 and already today it
is possible to say that it is actively involvedight against serious criminality, concentrating

on “hurting the criminals where it hurts the most’by detecting and seizing proceeds from
criminal activities.”

181. The confidentiality of some information and dataders the access of the police to
some facts
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“An amendment to the Act No 337/1992 Coll., on $aard fees administration, which came
into force in 2004, broke the confidentiality witegards to certain information from tax
proceedings. According to amended § 24 confidattigannot be raised with regards to
specialized police units authorized by the minisfanterior to

1. detect legalization of proceeds from criminaiiaty,

2. fight terrorist activities and detect sourcesnr which such activities are financed,

3. fight serious economic crimes, corruption andamized crime

if such unit requires data necessary for criminedgeedings concerning crimes committed in
areas mentioned in points 1-3".
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2 LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

182. The Czech Republic has ratified the UN ConventigaiAst lllicit Traffic in Narcotic
Drugs and Psychotropic Substances 1988 (Vienna &xion) in December 1989 and
this Convention came into force in respect of tzech Republic in September 1991.

183. The Czech Republic ratified the Council of Europm@ntion on Laundering, Search,
Seizure and the Confiscation of the Proceeds froimeCin November 1996.

184. Furthermore, the Czech Republic signed the UN hational Convention for the
Suppression of the Financing of Terrorism on thet&aber 6, 2000 and the UN
Convention Against Transnational Organised Crimealgfno Convention) in
December 2000. The ratification of these instrurmevds being prepared at the time of
the on site visft.

185. The Czech Republic has taken measures to implerttentUN Security Council
Resolutions 1373 (2001) and 1456 (2003). By vidt&esolution 1373 (2001), It has
submitted 5 reports to the Council, in Decemberl2@ugust 2002, March 2003 and
March 2004, and January 2685,

2.1 Criminalisation of Money Laundering (R.1, 2 & 32)

211 Description and Analysis
a) Current provisions

186. On 1 July 2002, an amended version of the CrimiG@alde (known as the
“Euroamendment”) came into force. It has slightieied the drafting of Section 252a
on the offence of “legalizing proceeds of crimiradtivity”, which now reads as
follows:

Section 252a Legalisation of the proceeds of crimahactivity

(1) A person who conceals the origin or striveseothise to seriously hamper or render imposs
identification of the origin of a thing or othersa$ benefit [other translations made available
alternatively the words “financial benefit” or “grerty benefit] acquired by criminal activity withe aim
of giving the impression (making it appear) thas tining or benefit was acquired legally, or a parg/ho

ible
use

S or

enables another person to commit such an actbeikentenced to imprisonment for up to two year

%" The terrorist financing Convention was ratified2dhDecember 2005

A sixth report was submitted in July 2006. The répare available at
www.un.org/Docs/sc/committees/1373/c.htm

29Act N° 69/2006 on the Implemention of InternatioSaictions was adopted, and entered into force April
2006; the Ministry of Finance was designated asriaa body for the implementation of internatiosahctions
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pecuniary punishment.

(2) An offender will be sentenced to imprisonmentdne to five years

a) if he/she commits an act specified in paragfdaph a member of an organised group, or
b) if he/she acquires a considerable benefit bynmeé such an act.

(3) An offender will be sentenced to imprisonmaerttivo to eight years or forfeiture of assets

a) if he/she commits an act specified in paragrapélated to a thing obtained by means of traffigkin
narcotic or psychotropic substances or by meaasiother particularly serious criminal act;

b) if he/she acquires very large benefit by med@act specified in paragraph 1; or

c) if he/she abuses his/her employment or job jposfor the commission of such an act.

187. This amendment had already been looked at durege¢kond round evaluation (it was
a draft at that time) and it was found that the newarding was not changing
fundamentally the approach taken as regards th@raiisation. Nevertheless, it aimed
at introducing two improvements, in line with recmendations made in the first
evaluation round:

» criminalisation of self laundering
» the concept of criminal assets was expanded beftbimt)s” to also include
“asset benefits”

188. As it was the case during the second evaluatiomdpthe criminal AML approach
followed in the Czech Republic (at least accordmghe central authorities) relies also
to some extent on two other provisions, namelyi8est251 and 252 oparticipation
which basically deal with the concealment and fiemsf a thing resulting from a crime.

Section 251 Participation (Sharing)

(1) A person who conceals or transfers to him/Heosdo another person or uses
a) a thing acquired by a criminal offence commitbgdanother person, or

b) what was acquired for such a thing,

will be sentenced to imprisonment for up to tworgear pecuniary punishment.

(2) An offender will be sentenced to imprisonmeartdne to five years if he/she acquires a consideraenefit by an ag
specified in paragraph 1.

(3) An offender will be sentenced to imprisonmentt fwo to eight years or forfeiture of propertyhié/she
acquires very large benefit by means of an actipedn paragraph 1.

—t

Section 252 Participation (Sharing) by negligence

(1) A person who by negligence conceals or trassie him/herself or another person a thing of ificgmt
value which was acquired through a criminal offemmenmitted by another person will be sentence
imprisonment for up to six months or pecuniary ghment.

(2) A person who by negligence enables anotheopeis conceal the origin or ascertaining of thgiarbf an
item acquired by means of criminal activity will panished by the same sentence.

(3) An offender will be sentenced to imprisonmeartidp to two years

] to

a) if he/she commits an offence specified in paxplyrl or 2 related to things obtained by meansaffidking
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in narcotic or psychotropic substances or by meaasother especially serious criminal offence, or

b) if he/she acquires a considerable benefit bynmeé such an act.

(4) An offender will be sentenced to imprisonmemt $ix months to three years if he/she acquirey l&@ge
benefit by means of an act specified in paragraph2.

64




b) the draft new Criminal Code

189. The Czech authorities advised that a new draft @amCode was in Parliament. If
adopted”, the relevant (new) provisions, Section 190 to, 1@&uld be the following:

Section 190 Participation (Sharing)

(1) Anyone who conceals, transfers to him/herse#frmther person or uses

a) a thing or other property benefit which was a@glithrough criminal offence committed in the Gzec

Republic or abroad by another person, or

b) what was obtained for such a thing or such ptgpeenefit
will be sentenced to imprisonment for up to fouange a pecuniary punishment, forfeiture of a tlan@ ban or
activity; if, however, he/she commits an offenceaefation to a thing obtained through a crimindeate for
which this Code stipulates a lighter sentence heevgll be given this lighter sentence.

(2) Anyone who conceals, transfers to him/hersetbanother person or uses a thing or other ptpemefit
which was acquired by a misdemeanour under a ddega regulation committed by another personwbat
was obtained for such a thing, although he/shébas prosecuted, convicted or sentenced for asgiofilence
in the last two years, will be given the same sarde

(3) An offender will be sentenced to imprisonmentdix months to five years or to a pecuniary plmisnt
a) if he/she has committed an offence specifiggaragraph 1 as a member of an organised group;

b) if he/she has committed such an offence iniglab a thing, property benefit or what was obdalifior such
a thing or property benefit, of a higher31 value, o

c) if he/she obtains a higher benefit for him/hirseanother person from such an offence.

(4) An offender will be sentenced to imprisonmaeanttivo to eight years or to forfeiture of property
a) if he/she has committed an offence specifiegparagraph 1 in relation to an thing or property djir
obtained by means of trafficking in narcotics olygi®tropic substances, preparations containing {tk
precursors and auxiliary substances used for unlagrbduction, or by means of another especiallyoss
criminal offence, or in relation to what was obtadrfor such a thing or such property benefit;

b) if he/se has committed such an offence in @tato a thing or property benefit or what was atedi for
such a thing or such property benefit, of a sigaiiit value

c) if he/she has obtained a significant benefithion/herself or for another person by means of sucbffence
or

d) if he/she has committed such an act involvitigirg which is an object of cultural value or isarchives.

(5) An offender will be sentenced to imprisonmeartthree to ten years or to forfeiture of property

a) if he/she has committed an offence specifiedaragraph 1 in relation to a thing or property Wiere to
what was obtained for such a thing or property bered a very large value;

b) if he/she has obtained a very large benefihforherself or another person by means of suchfanaee, or
c) if he/she has committed such an offence invgharthing belonging to a collection of a museunurebr
involving a thing which is part of cultural herieag

1%

I
nem

(6) Preparation is punishable.

%the Czech authorities advised after the visit thatdraft — as a whole - was finally rejected byliReent in
March 2006 due to strong opposition to certain @ions not related to AML/CFT; a revised draft isder
preparation but it is difficult to say, at the timmkthe discussion of the report, whether the neaftavill retain the
AML/CFT relevant changes contemplated in 2005.
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Section 191 Participation (Sharing) by negligence

(1) Anyone who by negligence conceals or trangfetim/herself or another person a thing or propkeenefit of a higher value acquired
means of (through) a criminal offence committethiea Czech Republic or abroad by another persorbeientenced to imprisonment for up to ¢
year or to a ban on activity.

(2) Anyone who by negligence enables another pexsopnceal the origin or ascertaining (identificatof) the origin of a thing or propert
benefit obtained by means of a criminal offence witted in the Czech Republic or abroad will be gitee same sentence.

(3) An offender will be sentenced to imprisonmeartdp to three years

a) if he/she has committed an act specified ingragh 1 or 2 because he/she has breached an impofihgation arising from his/he|
employment, profession, position or function orimportant obligation imposed upon him/her by law;

b) if he/she has obtained a significant benefitfion/herself or another person by means of (thrpsgkh an act, or

c) if he/she has committed such an act involvinidpirg which is an object of cultural value ormsarchives.

(4) An offender will be sentenced to imprisonmeortdne to five years

a) if he/she has committed an act specified ingragh 1 or 2 in relation to a thing or property é&f@nobtained by means of trafficking i
narcotics or psychotropic substances, preparationtaining them, precursors and auxiliary substansed for unlawful production, or b
means of another especially serious criminal ofenc

b) if he/she obtains a very large benefit for hienfelf or another person by such an act, or

c) if he/she has committed such an act involvirtgiag belonging to a collection of a museum naturénvolving a thing which is part 0

cultural heritage.

Section 192 Legalisation of proceeds from criminadctivity

(1) Anyone who conceals the origin or otherwisévefr to seriously hamper or render impossible i€ieation of the origin of a thing or propert
benefit acquired by criminal offence committed e Czech Republic or abroad with the aim of givimg impression (making it appear) that su
thing or property benefit was acquired in accoréandth the law, or who enables another person tansib such an act, will be sentenced
imprisonment for up to four years, a pecuniary pbment, forfeiture of things or ban on activity; ibwever, he/she has committed an offenc
relation to a thing which originates from crimirmdfence for which law stipulates a lighter senterre#she will be given this lighter sentence.

(2) An offender will be sentenced to imprisonmemtdix months to five years or to a pecuniary pamsnt or ban on activity

a) if he/she has committed an offence specifigehiragraph 1 as a member of an organised group;
b) if he/she has committed such an offence inioglab a thing or financial benefit of a higher wa) or
¢) if he/she has obtained a higher benefit for hergelf or another person by such an act.

(3) An offender will be sentenced to imprisonmenttivo to eight years or to forfeiture of property

a) if he/she has committed an act specified ingragh 1 in relation to a thing or property benefitained by means of trafficking in narcotics
psychotropic substances, preparations containiem tiprecursors and auxiliary substances used faméul production, or by means of anoth
especially serious criminal offence;

b) if he/she has committed such an act in relaticathing or property benefit of significant value

c) if he/she has obtained a significant benefitfion/herself or another person by such an act, or

d) if he/she has abused his/her position in empétror his/her function for commission of such at a

(4) An offender will be sentenced to imprisonmeortthree to ten years or to forfeiture of property

a) if he/she has committed an act specified ingragh 1 in connection with an organised group dpeyan several states;
b) if he/she has committed such an act in relaticmthing or property benefit of a very large elar
c¢) he/she has acquired a very large benefit ford@thor another person by suc an act.
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(5) Preparation is punishable.

190. The aim of the revision, as far as Section 252zizerned (future Section 192) is to
increase the level of sanctions and to spell oedrty that ML is prosecutable in the
Czech Republic when the predicate offence was cttexnabroad.

c) Analysis

% According to S. 420 of draft new Penal Code: highealue/damage/benefit is at least 50 000 CZK;
Lsignificant” value/damage/benefit is at least RO CZK; “very large” value/damage/benefit is ade5 million
CZK.
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Recommendation 1

191. Ciriterion 1 requires that ML be criminalised indiwvith the United Nations Convention
against fillicit traffic in narcotic drugs and pswttopic substances (the Vienna
Convention), and the United Nations Convention @gfal ransnational organised crime
(the Palermo Convention). As indicated above, tzec8 Republic had ratified the
Vienna Convention at the time of the on site visit.

192. The material elements required for the ML defimtio when the act is committed
intentionnally - are the following:

. The conversion or transfer of property, knowingttisach property is the
proceeds of crime, for the purpose of concealindisguising the illicit origin of
the property or of helping any person who is ineolin the commission of the
predicate offence to evade the legal consequerides or her action;

. The concealment or disguise of the true naturercgpuocation, disposition,
movement or ownership of or rights with respecptoperty, knowing that such
property is the proceeds of crime;

and subject to the basic concepts of the courttegal system:

. The acquisition, possession or use of propertywkmg, at the time of receipt,
that such property is the proceeds of crime;

193. Strictly considered, the scope of Section 252aaisawer than that of the Vienna and
Palermo Conventions. Section 252a has not adoptedsystematic approach and
wording similar to that of the international instrants and the Czech authorities take
the view that Sections 251 and 252 - plus otheth a3 Section 166 on “patronisation”
(which is similar to aiding and abetting - see bgloan be used where it is impossible
to apply Section 252a in a given ML case.

Section 166
Patronisation

(1) A person who aids the perpetrator of a crimaztl with intent to enable him/her to escape crahin
prosecution, punishment or a protective measutheir enforcement will be sentenced to imprisonment
for up to three years; however, if he/she so dmsperpetrator of a criminal act for which this €od
stipulates a lesser sentence, he/she will rechatdesser sentence.

(2) A person who commits a crime specified in peaipg 1 for the benefit of a close person is nduldia

to punishment, unless he/she acted thus with intent
a) to assist a person who has committed a crinafi@ahce of treason (Section 91), subversion of{the
Republic (Section 92), terror (Section 93), tesbsttack (Section 95), wilful damage (Section 96),
sabotage (Section 97), espionage (Section 105 Baamsl 4), participation in a criminal conspirgcy
under Section 163a paras 2 and 3, or genocidei¢8&239), or

b) to provide a financial benefit for him/hersetfamother person.

194. The extension in 2002 of the scope of Section 2%2gnd a mere¢hing is mostly
welcome by the examiners, although it would havenbpreferable to use a wording
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195.

196.

197.

198.

broad enough to clearly include all types of bes&fie.g. assets, proceeds, or property
which is used in the provisions on confiscation.

The Czech authorities advised that the first partd the first phrase of Section 252a
(“conceal the origin (...) of a thing or other progebenefit’) is to be interpreted
broadly as “keeping/making secret the information tbe origin of a thing/benefit
through a transfer of ownership, concealment oftthe nature of the thing/benefit, its
location or movement, concealment of dispositiod aancealment of information on
ownership and other rights of persons on suchragtbr benefit”. According to this
interpretation, the first two groups of requirengenwould globally be fulfilled.
Likewise, Section 166 on patronisation would, adoag to the Czech authorities, also
cover the first group of material elements requiesdit stipulates that anyone who
assists the perpetrator of a criminal offence ideorto enable him to escape the
prosecution, punishment or protective measure acwion thereof, is liable to
imprisonment for up to 3 years. The examiners ntiiatl Section 166 provides for an
exemption from liability of the offender where hedsacts to the benefit of a close
persofi®. There are exceptions to this and whilst ML (SEt52a) is not listed under
para. 2 a), para. b) would normally cover ML caske® to the reference to “a financial
benefit”. It remains doubtful, in the examinerséwi, whether this coverage is sound
enough for AML (and CFT) purposes.

The Czech authorities also take the view that 8estP51 and 252 are meant to cover
the acquisition possessioror use of laundered proceeds (which constitute the third
group of material requirements, and part of thenelets contained in the Strasbourg
Convention), since Section 252a does not explid#al with those elements. It was
explained that in accordance with the interpretatad the Czech Criminal Code,
acquisitionwould be covered by the wording “transfers to h@thsr to another” and
“possession” would be covered implicitly by the wioig “transfers to himself’. The
concept oluseis covered (only) under Section 251.

An immediate problem is the lack of consistencguwéh an approach since the scope of
Section 251 and 252 is limited to the classicaewée of receiving (concealment of
“things”), whereas Section 252a is broader and esigs “things” and other “asset
benefits”). Furthermore, Section 252a is dealinghwihe proceeds of) a “criminal
activity”, whereas Section 251 and 252 deal witte (proceeds of) a criminal offence.
A strict reading of Section 252a suggests thatptioeeeds from one or more isolated
crime(s) that do not necessary qualify for a (regutontinuous) criminal activity
would be excluded, but the Czech authorities advibat it is accepted in the available
court practice that Section 252a also covers dateb offence.

Finally, Section 251 and 252 look similar as theghbcover, in principle, the same
offence ofparticipation (participation by negligencén the case of Section 252) but
there are several differences, for instance:

Section 251 covers these(not Section 252)

%2The Czech authorities stressed that accordingemfiinion of Supreme Court judges, the conceptebét [or
financial or property] benefit” is meant to covér tgpes of assets besides a “thing”, including evahip rights
and all forms of intangible assets.

*the concept of “close person” is not defined bfemence to family relations, but to a broader dpte of
solidarity
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199.

200.

201.

202.

Section 252 covetthings of significant valuéSection 251 covers onthings

Section 252 covers also the assistance to anoghsom (not Section 251)

the aggravating circumstances are sometimes maefispunder Section 252 (they
covercriminal activity, drugs trafficking

Section 252 never provides for the forfeiture aigarty (Section 251(3) does)

Therefore, it is doubtful that the Czech Republn cely on a combination of various

provisions, contained in the special part of then@ral Code, to cover adequately and
consistently the various elements required by kermational standards. This is also an
issue from the point of view of the sufficient degrof accuracy and legal certainty
needed in the criminal law field.

The examiners also noted that the definition of déintained in Section 1 of the AML

Law is different from that of Section 252a. Thenfier is almost identical to that
contained in the international instruments, witle texception of the reference to
proceeds from a criminal activity. The examiners arindful of the importance of

having a consistent treatment of a given case tfirout the processing chain, from the
reporting to, and analysis by the FAU (on the bas$ithe administrative definition) to

the possible prosecution and final conviction (dve tbasis of the criminal law

definition).

The examiners were also concerned that the levetaff for the mental element of the
offence could be quite high, when considered in adbatext of the ML definition.
Judicial authorities need to prove the intent & driminal “to hide the origin or
otherwise seek to essentially aggravate or disalli@ntification of the origin of a thing
or other asset benefit (...) with the aim to pretémat such asset or financial benefits
have been obtained in compliance with law”. The neixa&rs found that this
requirement leads to a higher burden of proof enpttosecution side than that required
by the international conventions.

Furthermore, the Czech authorities tend to oppagesanificant redrafting of the ML
offence, arguing that the combination of the vasialomestic provisions globally
satisfies and sometimes exceeds the internati@wplirements and that a substantial
redrafting would interfere with existing and devsilg judicial practicé*. The
evaluation team welcomes that convictions for Mlvéhdeen obtained thus far but
would have liked to see more convincing court peacto support the above argument
since the cases described as ML cases (where &ctonwas obtained under Section
252a) were in fact dealing with crimes that quaiifgstlt — in the examiners’ opinion -
for the offence of receiving (see beneath).

34«

It is the opinion of the Czech authorities that tiesv body of offence of legalisation of proceedsfrcriminal activity
contained in S. 252a of current Criminal Code inrextion with bodies of offences of participati@urfent S. 251 and S.
252) and patronisation (current S. 166) coversaiiducts established by the Strasbourg Conveniceation of new body of
an offence would bring about rather opposite effect it would interfere with judicial jurispruden@nd established
interpretations and practice. The development of peactice represents a task for several yearsrefdre it cannot be
recommended to disregard the notions already ésftabl, which are interpreted in accordance withStiasbourg Convention.
The notion of “property” is used in the current@inal Code only to cover the aggregate propertyes|while the proceeds
may form just one thing or value. Thus, the usdgaeterm “thing or other property benefit”, thatvers all values assessable
by money, is more appropriate.”
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204.

205.

206.

To sum up: the Czech Republic has a broader cogaralyIL in the Criminal Code but
it is difficult to conclude that it is sound andnsistent. Section 192 will bring some
improvements (e.g. ML activities carried out to tienefit of others are better covered,
explicit jurisdiction of the Czech authorities fdiL offences where the predicate
offence was committed abroad, sanctions will beeased etc.) but the situation will
not change fundamentally since there will still fediance on the offence of sharing
(Sections 190 and 191 in the draft new Code). Therelments foreseen for these two
Sections, which are aimed at bringing them cloge3dction 252a (and the future 192 )
and at insuring greater homogeneity between p@vssare an interesting initiative in
the context of the approach followed by the Czedpu®lic: Section 190 and 191
would also cover in future both “things” and “propebenefit” and predicate offences
committed abroad, they would contain a longerdisaggravating circumstances, the
level of punishment would be increased etc. Therexars wondered whether the end
result could not create more confusions and uliédygdtave a counter-productive effect
for the development of a sound jurisprudence, wictime ultimate goal pursued. The
examiners cannot depart from the idea that it wddsle been better to extend the
content of Section 252a (Section 192) and fillghes.

Criterion 1.2 requires that the ML offence shoukieaed to any type of property,
regardless of its value, that directly or indirgatépresents the proceeds of crime. In
this respect, Section 252a refers to the expres&othing or other asset benefit
acquired by criminal activity”. During discussiohsld on site, it was admitted that the
word “thing” remained a narrow concept even in Gzexdthough the jurisprudence has
enlarged it considerabf§. The concept of “asset benefit” (or “financial leét or
“property benefit”) was introduced as part of thedamendment of 2002. Clearly, this
was an improvement, bearing in mind that the deédniprovided for in art. 1a of the
AML Act has also retained a broad approach by utfiegconcept of “proceeds” (“the
legalisation of the proceeds of criminal activisyunderstood to be an action intended
to conceal the illicit origin of the proceeds ofstlactivity”). But it is unclear why the
same concepts have not been retained in both tied [@gislation and the AML Act.

Furthermore, in the absence of an explicit refezdnadirect and indirect proceeds from
crime, some uncertainties remain in the light & thlevant court practice. The three
cases described by the Czech authorities wheré domavictions under Section 252a
have been obtained, dealt only with tangible prdseghich were the direct result from
a crime, namely stolen vehicles. In each case,pamson (in one case two persons)
were convicted for ML because they had concealed dfigin of stolen cars by
changing identification features (colour, numbetgs® and/or dismantling stolen cars
to sell them as spare parts. The Czech authotélesthe view, though, that implicitly
both direct and indirect proceeds are included ugeetion 252a.

To convict a person for the offence of money laumdeunder Section 252a, it is
necessary to prove that the assets derive fronmee dyut “hard evidence” in the form
of a conviction for the underlying predicate offens not required. Furthermore, it is
acknowledged that there is no need to prove whaitpar crime(s) the proceeds result
from. It is enough to prove that they are the restilcrime. Judges met on site also
stressed that it is not necessary to determine edmmitted the predicate offence.

% The Czech authorities advised that it includestrollable tangible objects that serve the nesfdseople, including
financial funds in cash, flats, results of creataetivity, controllable natural forces etc. Everoked (immaterialised) and
paper securities are things. A thing must be imltial and individually determined.
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During the meetings with prosecutors, judges apdesentatives from the Ministry of
Justice, it was confirmed that it is possible tteinthe commission of the underlying
offence from objective factual circumstances Thangxers were also advised that an
annotation in the Criminal Procedure C8texplicitly states that evidence for the
commission of a predicate offence does not needbetobased on a preliminary
conviction. This is in line with criterion 1.2.1ltleough court practice could have been
more convincing on this matter. In fact, accordinghe jurisprudence available to date,
the courts concerned have dealt both with the faittdutable to the predicate offence
and with the laundering of the proceeds stemmiogfthe offence.

207.

In line with criterion 1.3, the Czech legislatioashadopted an “all crime” approach

since it refers to (proceeds acquired by) a “crahiactivity”. Furthermore, as it was
confirmed by the Czech authorities, the Penal Cpdevides for criminalisation
mechanisms in relation with each of the 20 “dedigthacategories of offences” in
Annex 1 to the Methodolod{: As underlined under the developments on criteridn 1

% Related to Art. 5 Section 5 — on the evaluatiorewitience — and Section 6 — on the collection édence in
f3avour of both the accusation and the defense €lwdiie general rules of the criminal procedure.
7

Designated categories of offences

Atrticles of thei@®inal Code

Participation in an organised criminal group &

racketeering

n&. 163a — Participation in a Criminal Conspiracy23b - Extortion

Terrorism, including terrorist financing

S. 95 — Terrorist Attack, S. 93 - Terror, S. d63Participation in a Criminagl

Conspiracy

Trafficking in human beings and migrant smuggling

S. 232a - Trafficking in Human Beings, S. 171Hlegal Crossing of the Stat
Border, S. 216a -Trafficking in Children

[¢°]

Sexual exploitation, including sexual exploitatioh

children

S. 241 - Rape, S. 242 and S. 243 — Sexual AlBise32a — Trafficking in
Human Beings, S. 217a — Soliciting to Sexual rbdarse, S. 204 — Sexu
Procuration / Pimping

lllicit trafficking in narcotic drugs and psychopic

substances

S. 187 - lllicit Production and Possession of WN#acc and Psychotropi
Substance and Poisons

lllicit arms trafficking

S. 185 — lllicit Arming
S. 124d, 124e, 124f — Violation of Statutory Prawis on Foreign Trade i
Military Material

lllicit trafficking in stolen and other goods

S. 124 - Violation of Statutory Provisions on thiecGlation of Goods in Contact
with Foreign Countries, S. 251, 252 — AccessorsBif252a —Money Launderin

[42)

Corruption and bribery

S. 160 — Bribe-Taking, S. 161 — Bribe-Giving, 862 — Indirect Bribery, S. 256
— Scheming in Bankruptcy and Composition Proceedirfyy 128a - 128c
Scheming in Public Tenders or Public Auctions

(=2

Fraud

S. 250 - Fraud, S. 250a —Insurance Fraud, S. 25Qbedit Fraud

Counterfeiting currency

S. 140 - Counterfeiting and Altering Money,
S. 142 — Manufacture and Possession of Countedeiguipment,
S. 143 — Joint Provisions

Counterfeiting and piracy of products

S. 149 - Unfair Competition, S. 150 — Violationf Rights Relating to 4
Trademark, Commercial Name and Protected DesignatioOrigin, S. 151 -
Infringement of Industrial Property Rights, S.215 Infringement of Copyright|
Rights Relating to a Copyright and Rights to adbase

1

Environmental crime

S. 178a - Poaching

S. 181a and 181b — Endangering and Injuring thér&mwment, S. 181c - Injurin
a Forest by Cutting, S. 181e — Handling HazasdMaste, S. 181f, 181g a
181h — lllegal Handling of Protected and FreenlivAnimals and Wild Plants

!

Murder, grievous bodily injury

S. 219 - Murder, S. 220 —Murder of New-Born Irifag Mother, S. 222 an
224 — Bodily Injury

Kidnapping, illegal restraint and hostage-taking

S. 216 - Abduction, S. 231 — Unlawful RestraintS. 232 — Deprivation 0|
Personal Freedom, S. 234a — Taking Hostages

f

Robbery or theft S. 234 — Robbery, S. 247 — Larceny / Theft

Smuggling S. 171a - lllegal Crossing of the State Borde3, 124 - Violation of Statutor
Provisions on the Circulation of Goods in Contadith Foreign Countries

Extortion S. 235 - Extortion
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208.

209.

210.

one could argue that the reference in Section 25Zproceeds of )“criminal activity”
(as opposed to a “criminal offence” or “crime”) ¢duheoretically exclude proceeds
generated by one or more isolated crimes which evook qualify for a (continuous)
criminal activity.

According to the replies to the Questionnaire ameitings during the Evaluation visit a
crime that has been committed in the Czech Repisiiedged pursuant to the law of
the Czech Republic. The crime is considered todranaditted in the Czech Republic
provided that the offender acted there, even thabhghbreach or jeopardy of interest
protected by the particular act of the Czech Repuddcurred or had to occur fully or
partially abroad, or when the offender breachegapardized interest protected by this
act here, or if such consequence had to occur dteleast partially, even though he
acted in abroad (section 17 Criminal Code). A crinmaild also be judged pursuant to
the law of the Czech Republic, provided that thmerhas been committed abroad by a
Czech citizen or a stateless person resident ilC#eeh Republic (section 18 Criminal
Code).

According to Section 19, certain crimes (such asversion, terror, evil-doing or
marauding, sabotage, spying, money forgery and fisation, use of counterfeit and
modified money, manufacture and possession offifasion tools, assault on state
body, assault on public figure, genocide, use ahkd war means and preparations and
illegal fighting, war cruelty, persecution of ciizs, pillage in the area of war
operations, abuse of internationally adopted aat# stigns and crime against peace) are
punishable in the Czech Republic even when theye Hmen committed by foreign
nationals abroad or stateless persons having mdere® permitted in the territory of
the Czech Republic. Furthermore, a crime is pumtigh@ursuant to the law of the
Czech Republic if it has been committed by foremmationals abroad or stateless
persons having no residence permitted in the ¢eyrivf the Czech Republic, provided
that it is punishable pursuant to the law effectivieere it has been committed, and
simultaneously provided that the offender has laggrehended in the Czech Republic
and had not been transferred to a foreign staterfioninal prosecution. Lastly, a crime
is punishable pursuant to the law of the Czech Blépuprovided that it is so stipulated
by any international treaty that is binding on @&ech Republic.

Regarding criterion 1.5, the wording of Section 2%es not explicitly allow for the
prosecution of ML domestically where the prediaaifence was committed abroad and
the general jurisdiction rules contained in Sectiohand 18 above do not provide

Forgery

140 - Counterfeiting and Altering Money,

142 - Manufacture and Possession of Counterdeiiquipment,
143 — Joint Provisions,

149 — Unfair Competition,

150 — Violation of Rights Relating to a Tradeky Commercial Name and
Protected Designation of Origin, S. 151 — Infrimgt of Industrial Propert
Rights, S. 152 — Infringement of Copyright, RigRslating to a Copyright and
Rights to a Database,

S. 176 — Forging and Altering a Public Document,

S. 175b - Forgery of Medical Reports, Opinions &imdlings,
S. 176a - lllicit Making and Keeping of the St&eal or an Official Rubber
Stamp

Piracy

S. 152 - Infringement of Copyright, Rights Relgtio a Copyright and Rights
a Database

[e)

Insider trading and market manipulation. S. § 128 — Misuse of Information in Business Reli
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212.

213.

answers. This lacunae has already been underlimeggravious evaluation rounds.
Section 192 para. 1 of the new draft Penal CodEefillithis gap as it now refers to a
“criminal offence committed in the Czech Republicabroad®®. This is commendable
and in line also with earlier recommendations asikd to the country. Furthermore, it
is foreseen that the two new draft Sections dealty Participation (sharing)(i.e.
Sections 190 and 191) will follow the same approd@dipresent, it is also not explicit
from the criminal provisions whether ML could beogecuted in the Czech Republic
where the predicate offence was committed abroaddmes not constitute an offence in
that country (criterion 1.8). The Czech authoriteeplained that according to general
principles of criminal law, the incrimination of éhpredicate offence in the foreign
country is not a decisive aspect and ML can begmated in the Czech Republic in any
case.

Self laundering (criterion 1.6), has in principleeln criminalised since the introduction
of the so-called euroamendment of 2002. Sectiora 2i2s not explicitly cover it, but
it is by reference to the earlier ML provision oéclion 251a (which referred to the
expression “enables another person” that was dklete2002) that this can be
understood. The second round evaluation team hgdested that self-laundering
should preferably be clearly addressed.

Concerning criterion 1.7, the Criminal Code proms of Section 8 cover attempt, and
Section 9 and 10 cover accessoryship and participat committing a crime . Section
7 of the Czech Penal Code entitled “Preparatioa afiminal offence® covers a broad
range of ancillary offences including conspiracycmmmit a crime, “acquisition or
adaptation of means or tools to commit a crimesfigation, providing of assistance.
Interestingly, the list is not limitative, and indes “other intentional creation of
conditions for committing a criminal offence”.

Section 9 and 10 do apply in relation with Sec&&2a. To some extent, this is also the
case for Section 7 — which applies only to seriotiminal offences (ML being a
serious crime only for the offences described uritdepara. 3 — see developments on
the issue of Sanctions under Recommendation 2 t@néaterestingly, para. 5 of the
draft new ML provision of Section 192 states exgiidhat “preparation is punishable”.
Counselling and facilitating (as required by cier 1.7) are covered - as ancillary
offences - under Section 10 on participation (daliai ¢ refers i.a. to assistance through
the providing of means, removing obstacles, progjdadvice, convincing a person to
act criminally, promising assistance after the cassion of the offence).

38 the fact that a predicate criminal offence may benmitted in the Czech Republic or abroad is alsshened in the
amendment which was approved by the Governmenisagxpected to enter into force on 1 January 2008.

39 Section 7 Preparation of a Criminal Offence

(1) Conduct which threatens society and which cdasn the organizing of an especially serious ir@noffence (Section 41
par. 2), the acquisition or adaptation of meansoots for the purpose of committing a crime or qurecy, assembling,
instigating or giving assistance for such purpasegther intentional creation of conditions for auitting a criminal offence
shall be considered as preparation of a crimirfano®, even if such criminal offence is not attezdpdr committed.

(2) Preparation of a criminal offence shall be ghable within the sentencing guidelines for thenoral offence which was
prepared, unless in its Special Part this Codeigeswtherwise. (...)
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Recommendation 2

214.

215.

216.

217.

218.

219.

Criterion 2.1 requires that the offence of ML shibapply at least to natural persons that
knowingly engage in ML activity. In principle, theffence of “legalization of proceeds
from criminal activity” under Section 252a applies cases where the offender acted
intentionally in the manner outlined in that Sewtio

Negligent ML is not covered under Section 252athatCzech authorities indicated that
if the action was committed by negligence, the fmions in Section 252 should be used
instead, since they refer explicitly to a negligeffence: “A person who by negligence
conceals or transfers to him/herself or anothesgrea thing of significant value which
was acquired through a criminal offence committed amother person.” However,
Section 252 is quite restrictive in that — unlikec8on 252a - it does not cover assets
others than ahing and it is limited to goods os$ignificant value Section 252 also
explicitly excludes self launderingoffence committed by another perksoin fact,
judicial practitioners met on site indicated thalyoSection 252a is ML specific.

The Criminal Code does not explicitly provide thlhé moral element of the offence
(knowledge and intent) can be inferred from objectfactual circumstances. This is
acknowledged by the general rules on the produziryidence, which is in line with the
requirements of criterion 2.2. As seen earlieranap 201, the way the money laundering
offence is defined implies a mental element (“whie aim of giving the impression”) of
a certain level.

Criterion 2.3 requires that legal persons can bé teminally liable for ML and where
this is not possible due to fundamental princigiedomestic law, civil or administrative
liability should apply. Currently, there is no crimal liability for legal persons in the
Czech Republic. The National Action Plan to Combatrorism (in the version for 2003)
required from the Ministry of Interior to elaboraia cooperation with the Ministry of
Justice and Ministry of Foreign Affairs, an anadyof the obstacles hindering the
ratification of the UN International Convention ftire Suppression of the Financing of
Terrorism. It concluded that there are some wayw/hich the Czech Republic could
meet the obligations under the current situatiotil tlre adoption of a special law on the
liability of legal persons (e.g. using § 73 pac @f the Criminal code etc.). The Ministry
of Justice tried to introduce such a law and predasdraft “Act on Criminal Liability of
Legal Persons” which was approved by the GovernmEuentually the Parliament
turned it down on 2 November 2084,

The liability of legal entities is frequently pralad for under administrative law (but not
for conducts considered asminal offences). In the context of AML/CFT, Art. 12 and
12a of the AML Act provide for sanctions in casenoh compliance with the Act.

But overall, there is a necessity for the CzechuRep to quickly find solutions which

would enable the effective sanctioning of legalspes in case of a criminal ML act (for
instance where the activity of the legal person mastly criminal in nature, where due
to a multiplicity of decision-making layers a caltive responsibility of the entity would

“OFollowing rejection of the draft Act introducingeticriminal liability of legal persons, the Minists responsible,
the Ministries of Justice and the Interior, agreada solution which would introduce the administtiability
of legal entities (including for money launderinggrrorist financing and other offences provided far
international instruments). The content of this adment is currently being discussed.
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221.

222.

223.

be more adequate, or where the organisational setHiin a legal structure does not
allow to identify precise liabilities) and fulfihe obligations of the Czech Republic in
this field. The evaluation team very much suppthes efforts of the government in this
direction.

Finally, criterion 2.5 requires the existence ofeefive, proportionate and dissuasive
criminal, civil or administrative sanctions for tbéence of ML.

The essential criminal sanctions for ML are prodider in Section 252a of the Criminal
Code:

. up to two years imprisonment or a pecuniary pungfhinfor a “standard” ML
crime under para. 1);

. one to five years imprisonment if the offender cned committed the crime as a
member of an organised group or if he/she has eajeonsiderable profit through
the crime — para. 2) lit. a and b;

. two to eight years imprisonment or forfeiture obperty if the offender committed
the crime in relation to assets from trade in néccand psychotropic substances or
from another particularly serious criminal actthe offender has acquired large-
scale profits through the crime or if he/she hassald his/her position or function
when committing such a criminal act - para. 3)djtb and c.

According to Section 89 of the Criminal Codegansiderableprofit amounts to at least
CZK 500,000 (approx. € 17,000) almige-scale profito at least CZK 5 million (approx.
€ 170,000).

By virtue of the classification of offences contdnin the Criminal Code (Section 41),
very serious crimesre those criminal offences enumerated in Sedibr{e.g. terror,
sabotage, theft, embezzlement, fraud, unlawful getdn of addictive and psychotropic
substances) and those intentional criminal offermesishable by a maximum term of
imprisonment of at least eight years. Therefore,dfience of ML, as defined in Section
252a, constitutes a very serious crime only wheratiigravating circumstances of para. 3
are met. In all other cases, including under pareML committed by a member of an
organised crime group and ML involving assets betw@ 17,000 and € 170,000), ML is
not a very serious crime. The same goes for Se@tdnwhere only the circumstances
addressed under para. 3 would qualify for a verjoge crime. Section 252 never falls
into this category and neither does “patronisatiantier Section 166. This has no real
consequences for the efficiency of AML efforts farticular ancillary offences and
investigative methods applicabl€)

“Lancillary offences are applicable to a large extentll the offences above and all special invesiig

technigues can be used independently of the |da@riousness of the offence (the Czech authoriirésed that
according to domestic legislation, all offencesviled for in an international instrument qualifyasnes for the
investigation of which these techniques are apbl&a
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Overall, the examiners found that the maximum leskelsanctions under para. 1 of
Section 252a is quite I0W Should Sections 166, 251 and 252 also be comsices ML
offences, a consistent approach would normally iregtinat, the level of punishment
would in principle also need to be increased in esarases (Section 166 as a whole,
Section 251 para 1, Section 252 as a whole).

Furthermore, the examiners found that the wordihghe aggravating circumstances
provided under the individual ML-related provisiczsuld create certain inconsistencies:
they are drafted in a way that could exclude frdmirt scope various other cases of
greater importance, including ML as a customaryveagt ML transactions generating
huge profits for third persons but not for the énai him/herself etc.). These need also to
be reviewed.

The examiners also wondered why — under Sectiora 2B2a. 3 - forfeiture of assets
seems to be an alternative and not an additionaishment. The Czech authorities
explained that both measures may be applied togéthe

The provisions on forfeiture of a thing state tham offender who is only punished by
forfeiture of a certain thing shall be regardechas having been sentenced”, which can
be understood as a measure avoiding a criminatde@his approach has been retained
also in the new provisions on confiscation (whicbrevin the adoption process at the
time of the on-site visit).

This system of sanctions is not dissuasive enoegérn though according to the general
part of the Criminal Code, both measures can besmgp cumulatively. The examiners

also noted that according to the statistics avislab date (see beneath), forfeiture has
never been imposed for a case under Section 252a.

The Czech authorities, aware of certain insufficies, have indicated that the draft new
Penal Code and the new Section 192 criminalisingWiL increase the sanctions. The
draft submitted to the evaluators contained a l@fetnaximum punishment which is

higher, with imprisonment for a term of up to 4 geas a minimum in all cases. But
forfeiture of property is still an optional altetive only** (together with a professional

ban in some cases).

As the second evaluation round report underlineelmoderate level of sanctions for ML
and the complexity of offences has sometimes lditial authorities in the past to prefer
another qualification (e.g. that of the predicdferce).

“2the team recalls that under the EU Council Framewd Decision of 26 June 2001 on money laundering,
the identification, tracing, freezing, seizing anctonfiscation of instrumentalities and the proceedsf crime:
Article 2 — Penalties: Each Member State shall thkenecessary steps consistent with its systepeigdlties to
ensure that the offences referred to in Article)@)Land (b) of the 1990 Convention, as they reBoln the
Article 1(b) of this framework Decision, are purasite by deprivation of liberty for a maximum of hess than 4

years

“3It was also explained that the existence of spepifovisions on forfeiture under Section 252a (aatunder the
other ML-related Sections) had been motivated leyrtbed to put extra emphasis on confiscation fertipe of
offences — by introducing a sanction of universahfiscation of the entire property of the criminalsut
confiscation is also applicable to crimes punisibeder the other Sections by virtue of the provisiaf the
general part. As indicated earlier, the 2006 amemds of the Criminal Code (Section 55 and 73) made
confiscation of proceeds, instruments etc. is mamga

4 With the amendments of law N° 253/2006, Sectior{c8fiscation as a punishment) and 73 (confisoati® a
protective measure) of the Criminal Code make tirdiscation regime mandatory.
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231. It is recalled that additionally, sanctions for ialation or failure to comply with the
requirements set forth by the AML Act are a find eaceeding CZK 2 million and in
case of a repeated violation or failure to complshva requirement for a period of 12
successive months, there may be a fine imposedaginmum CZK 10 million. It is also
possible to pronounce the dissolution of a Busir@swithdraw a license. The Czech
National Bank is authorised, under Section 26&hefAct on Banks, to impose remedial
measures and a fine of up to CZK 50 million on lsaakd branches of foreign banks and,
under Section 34 of the Act on Banks, to revokelitense of a bank and branches of
foreign banks both for violation of the AML Act amdher sector specific legislation.

232. To conclude on this issue, the evaluators foundith¢he context of the revision of the
Penal Code, the sanctions for money launderingddoelrevised. The new draft provides
for increased sanctions for the most serious foohgonduct. The evaluation team
believes that there is a need to proceed withréhission, in order to increase the overall
effectiveness and dissuasive effect of the Czech/&WT regime.

Statistics

233. The Czech authorities have provided the followitagistical table, which contains the
police statistics on money laundering cases (&2a2only) for the whole country and
for the period 2001 — 2004 (it was explained oa #iiat these figures also include the
cases forwarded by the FAU).

Year Discovered Clarified |in % | Crimes ofPersons |Damage in thousands CZK
recidivists| charged | Estimated Seized

2001 41 41 100 16 14 1220 0

2002 80 74 925 | 6 16 92182 0

2003 27 24 88,89| 4 7 172097 13647

2004 31 22 70,97 11 19 2880 59511

234. The Unit for Combating Corruption and Major Econon@rime provided separate
statistics (partly covered by the above table) omioal prosecutions under both art.
251a and 252a:

- 2001:0

- 2002:0

- 2003:in 4 cases, 8 persons — in 1 case a profordalinging charges against 2 persons
was lodged

- 2004 (until June 30): 2 cases, 2 persons

235. Those of the lllegal Proceeds and Tax Crime Uniiristituted criminal prosecution for
crimes under art. 251a and 252a are as follows4 200m July 1 until December 31):
81 cases, 113 persons accused of legalizationooepds from crime; out of these, the
prosecution of 43 accused (in 36 cases) was tetedrzy the end of 2004.

236. Overall, there are at present 101 persons (in 88jawho have been subject to a
formal accusation for a crime pursuant to art. 268aney laundering). Out of these,
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and in 2003, 8 cases (following 111 reports serhéopolice) have been triggered by
the FAU. There are no figures available for theeotyears.

237. As far as the number of convictions is concernéa, ¢valuation team sometimes
received contradictory information. Whilst the FAbdicated on site that there had
been no final conviction so far, the police repntaves indicated that there had been
two convictions. Information provided in a separddeument during the visit indicated
that “there have been several cases adjudicatesugmir to Section 252a of the
Criminal Code, where a court decision is final aradid”. The interesting document
that was very much welcomed by the evaluation tpesnided for a brief description
of 3 cases (with sanctions pronounced against 4opsj. A table annexed to the
questionnaire contained the following figures, whialso mention that 4 final

convictions were pronounced in 2004 under Secti#ta2

Overview of convicted persons (final decisions) (atistics from the Ministry of Justice)

Section 251 Section 252 Section 252a
2001 | 2002 2003 2004 2001 | 2002 | 2003 | 2004 | 2001 | 2002 | 2003 | 2004
criminal offences totgl 1070 975 890 812 22 27 27 26 4
convicted persons tota] 800 701 663 632 13 19 22 22 0 0 0 4
unconditiona 74 74 50 56 0 1 0 2 0 0 0 0
imprisonment;
up to 1 yeal 61 52 37 41 0 1 0 2 0 0 0 0
from 1 yearto 5 years 13 22 13 15 0 0 0 0 0 0 0 0
from 5 years to 15 yeafs 0 0 0 0 0 0 0 0 0
over 15 year 0 0 0 0 0 0 0 0 0
life sentence 0 0 0 0 0 0 0 0 0
suspended sentendes 414 368 301 278 6 9 11 6 0 0 0 3
with probation 9 7 3 0 0 0 0 0
prohibition of activity 0 0 0 0 0 0 0 0 0 0 0 0
Publicly beneficia 147 183 175 1 3 2 0 0
works
Forfeiture of property 0 0 0 0 0 0
Forfeiture of thing 0 0 0 0 0
pecuniary punishment 106 61 70 52 4 8 7 12 0 1
other punishmengs 153 0 0 0 2 0 0 0 0
non-imposition o 53 47 56 51 0 1 0 0
sanctior]
Conditional non 2 2 1 0 0 0 0 0
imposition
additional sanctions:
prohibition of activity 10 9 8
pecuniary punishment 13 13 12
other punishments 23 22 8 14 1

238. The prosecutors met on site confirmed these figuhese 4 convictions resulting from
3 cases prosecuted successfully.

239. This lack of unanimity about such a basic questisnthe number of successfully
concluded cases or (final) convictions for ML raismertain interrogations as regards
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241.

242.

243.

244,

245.

246.

247.

the inter-institutional dialogue, the quality of fonmation available to assess
domestically the AML efforts as a whole, the issfiML leadership ett.

The table reproduced above shows that extensiveisuseade of the provisions of
Section 251 and to a lesser extent of Section 8B2tion 252a is applied very seldom.
The sanctions applied for the convictions registarader Section 252a are moderate
(but this is not surprising given the limited imfaorce of the cases dealt with until now
(see below): 3 suspended sentences and one psciuiaishment; a prohibition of
activity and a pecuniary punishment were also applas additional sentences.
Forfeiture of property or of thghing was never applied.

Practice and effectiveness

The examiners were left with mixed feelings.

On the one hand, they welcome that the Czech atitsohave managed to obtain a
few final convictions for ML to date and that thentinalisation mechanism has been
tested successfully.

On the other hand, there is a discrepancy betweernformation available on the
phenomenon of ML in the Czech Republic and thelteguterms of convictions.

Information available shows that certain relativelyphisticatednodus operandare
used, including by organised crime groups: condgatif illegal financial activities, use
of businesses to integrate dirty money, use ofstetions or operations involving
significant amounts of cash etc.

In comparison, the type of cases treated succéssitiithe date of the visit by the
judicial authorities for ML are basic cases invalyistolen goods of minor importance
(cars). The spirit of ML provisions in general, ate reasons why the international
community has insisted on the need to criminalide iMprimarily in order to tackle
complex and significant operations that are usdduoder larger amounts of proceeds
generated by organised crime and other seriouser@iated activities.

It could well be that this is due to an over-causi@pproach or to some remaining high
evidential requirements in practice/ the way thieraée is defined, or to the need for
further awareness-raising and training measuretf arcombination of two or more of
these elements. The second evaluation round rdpit also underlined that the
relatively low level of sanctions for ML togetheitlw the complexity of ML offences
could have dissuaded, in the past, law enfocenresgputorial authorities from using
the ML provisions.

On site, the evaluation team heard personal contpldiom individual practitioners.
The FAU was occasionally criticised by the polioeits limited ability to generate real
ML cases. The representatives of the judiciary spaksimilar terms of the police and
prosecution services and mentioned their limiteditpbto generate ML cases of
significant importance.

“>The Czech authorities also explained after thet st the discrepancies could be due to the diffee of
criteria used for keeping statistics
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248.

249.

2.1.2

250.

251.

252.

253.

254.

On the issue of sanctions following a final conaiot about half of the cases dealt with
under Section 251 and 252, and 3 out of the 4 cdeals with under Section 252a led
to suspended sentences only. Unconditional impmigar was only pronounced in less
than 10% of final convictions, and the vast mayoadt prison sentences did not exceed
1 year

There is thus a need to analyse the reasons ®dibtrepancy between the perceived
ML crime situation and the apparent modest judi@aponse to it.

Recommendations and Comments

Despite some improvements which are commendabéeMh criminalisation under
Section 252a still does not contain a broad débimiand coverage of ML. The position
of the Czech authorities according to which it ysebcombination of various Sections
that the international requirements pertaininghi® ML definition are implemented is
guite interesting but, in the present circumstanoesfully satisfactory because:

» there are inconsistencies - as regards the defindf the offence - between
Section 251, 252 and 252a, which goes against arenhtreatment of the
criminal phenomenon of ML and individual ML offers;end

» this fragmented approach leads to a dilution ofMtheconcept and therefore,
Sections 251, 252 and 252a are individually clésehe classical offence of
receiving of stolen property

» the jurisprudence available illustrates that teed&ection 252a has mostly
(possibly only) been applied to criminal offencekieth had more to do
stolen goods (receiving, trafficking, selling), thavith the laundering of
profits obtained through criminal activity and tteee classical elements of
ML (placement, layering, integration).

Furthermore, as the examiners could find out, tieer® unanimity among practitioners
about such an interpretation (some prosecutorsidggs consider that only Section
252a is ML specific), and this alone shows thagtractice, risks exist that ML offences
would not necessarily be dealt with in a consistemy and with utmost effectiveness.

The new provisions orparticipation (sharing) (Sections 190 and 191) and on
Legalisation of proceeds from criminal activifection 192) will not remedy this
situation since the changes envisaged are minor.

Finally, as regards the level of sanctions, the cGzauthorities have planned
amendments which go in the right direction, wita tiotable exception of confiscation,
which is likely to remain an optional alternativeasure.

It is therefore recommended:

e to amend Section 252a (Section 160 in the new @emCode) so as to
cover explicitly the various elements of the intdgronal requirements
(notably the conversion and transfer of propertyd ghe acquisition and
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possession of property) and to use a simpler, [@s®of-demanding
definition of ML;

» to provide clearly for the possibility to proseciN®. where the predicate
offence was committed abroad (as planned in the $eetion 192), and for
self-laundering

» to make sure the ancillary offence of conspiracyeced under Section 7 on
preparation apply in relation with the various edents of ML

» toincrease the level of punishment for ML offences

» to continue the efforts aimed at introducing thability of legal persons,
including for ML

» to provide in the relevant provisions for the manda confiscation of the
proceeds of crime involved in ML in addition to théer sanctions

* to analyse the reasons for the apparent discrepaetween the ML
phenomenon in the Czech Republic, and the type ases concluded
successfully in court for ML until now, and takerther appropriate
initiatives to counter this phenomenon.

2.1.3 Compliance with Recommendations 1, 2 & 32
Rating Summary of factors underlying rating
R.1 PC | Need to amend the criminalisation mechanism togbrinin line with

international requirements (the conversion, trapsfeacquisition,
possession of property need to be explicitly pregidor) and to use @a
simpler, less proof-demanding definition of ML; &ftiveness issue

R.2 PC | Level of punishment needs to be increased; no catpdliability at
present
R.32 LC Figures are available, but those concerning coiovistare inconsistent

when different sources are compared, which raigegednterrogations as
to their usefulness for the authorities to revidwe effectiveness of the
system, and as to the level of overall AML coortima
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2.2 Criminalisation of Terrorist Financing (SR.Il & R.3 2)

221 Description and Analysis

255. The Czech authorities referred to Section 95 ofGhminal Code as the main provision
covering terrorist financing. The Section entitldarrorist attack” was introduced and
became effective as of 22 October 2004. AlthoughGhkech authorities take the view
that FT could be apprehended before 2004 by usingnabination with the general
provisions dealing with the preparation of a crintbjs amendment is mostly
commendable.

Section 95 Terrorist Attack

(1) A person who, with the intention to damage Republic’s constitutional system or defence cajighiio undermine or destro
fundamental political, economic or social structafehe Republic or that of an international orgation, to seriously intimidat
the population or to unlawfully compel the govermier other body of public power or an internatibodyanization to perform
omit or tolerate something,

a) commits an attack against the life or health pérson with the intention to cause death or serfmdily harm; b )takes hostag
or commit an abduction; c) destroys or seriouslynage public utilities, transport or telecommunioatisystems, includin
information systems, fixed platforms on continerghklf, electric energy and water supply, healttvise or other importan
facilities, public sites or public property withethintention to endanger human lives, safety offéudities, systems or sites or

expose property to the risk of major damage; dugis or stop the supply of water, electric eneyggther basic natural resourc
with the intention to endanger human lives or tpase property to the risk of major damage; e) seiwecontrol an aircraft, vess
or other means of passenger or freight transpod/oa destroy, seriously damage or extensivelyri@te in the operation o
navigation systems or facilities; or provide fails®rmation on important facts, thus endangeringhan lives and health, safety

the means of transport or exposing property torifie of major damage; f) without due authorizatiomnufactures or otherwis
acquires, stores, imports, transports, exportstberwise delivers or uses explosives, nuclear,obiokl, chemical or othe
weapons with mass destructive effects; and/or eeggagunauthorized research and development otaydbiological, chemica
or other weapons or combat means or explosiveshpteth by law or by an international treaty; or gxposes human beings to t
danger of death or serious bodily harm, or exptisegroperty of other persons to the risk of mai@mage by causing a fire

flood or the harmful effects of explosives, gagcticity or similarly dangerous substances or ésfcor commits a similarl
dangerous act; or aggravates the imminent dangavsiructs the efforts to counter or alleviate it,

shall be sentenced to a term of imprisonment &f fivfifteen years, angossibly*® besides to this punishment also to forfeiture
property.

(2) The same sentence shall be imposed on a pajssho threatens to commit an act (conduct) unigeparagraph 1, or b) wh
provides financial, material or other support totsact (conduct).

(3) An offender shall be sentenced either to inggmsent for a term of ten to fifteen years, and {pbg$see above] besides to thi

punishment also to forfeiture of property, or tceptional punishment, a) if he commits the act asember of an organize
group; b) if he causes serious bodily harm or dee}hf as a result of his act a considerable numdfepeople have becom
homeless; d) if he stops the transport in a greatemt; e) if he causes very large damage byatttisf) if he commits such crim
with the intention of acquiring very large benefi; if he endangers the international positionted €zech Republic or of a
international organization of which the Czech Rdjpuls a member by this act; h) if he commits the during the state o
emergency or state of war.

(4) The protection according to paragraphs 1 &fiorded also to foreign state.

1%

of

[=]

256. The FT offence is addressed under para. 2, acaptdinvhich a person is punishable
“who provides financial, material or other suppimrtan act referred to under para. 1”.

48 instead of “eventually” (the word appeared in the text available initially) as the examiners were advised on site
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257.

258.

259.

260.

261.

The examiners noted that the list of offences doathin para. 1 is quite long and it
broadly covers the various situations addresséueispecific UN terrorist conventions.

The Czech authorities advised that the introductidnSection 95 was made in
pursuance of EU Council Framework Decision N° 2@@3/JAl on combating
terrorism. They also specified that in the draftvriRenal Code, this provision would be
retained, with the sanctions under para. 3 incceésem 10 to 15 years’ imprisonment
at the time of the on-site visit) to 12 to 20. Thedgo underlined that even before the
introduction of FT specifically under Section 95T FEould be sanctioned by a
combination with Section 10 on assistance to cotmgit crime.

SR.II requires the criminalising of the financinigterrorism, terrorist acts, and terrorist
organisations and ensuring that such offences areynlaundering predicate offences.
The Methodology specifies that financing of tersarishould extend to any person who
wilfully provides or collects funds by any meansredtly or indirectly with the
unlawful intention that they should be used inrothe knowledge that they are to be
used, in full or in part:

1. to carry out a terrorist act(s);
2. by aterrorist organisation; or
3. by an individual terrorist.

The footnote to the Methodology and the FATF Intetative Note to SR.II make it
clear that criminalisation of financing of terrarissolely on the basis of aiding and
abetting, attempt or conspiracy does not compli \BiR.1I.

A strict reading of Section 95 suggests that ohly financing of a terrorist act is

covered. The combination with general or other j{gions would allow, according to

certain Czech practitioners, to extend the scopth@fcriminalisation mechanism. In

particular, Section 163 on “participation in a dmal conspiracy” was mentioned as
offering several possibilities to prosecute thafiaing of a terrorist organisation since
para. 3 explicitly provides for a linkage with Seat95. In the examiners’ opinion, the
question remains open for FT in relation with indual terrorists.

The Czech authorities take the view that as reg@mdacing of an individual terrorist,

it is necessary to proceed from the definition eifrdrist, which is given by his/her
certain relationship to terrorist acts. A persorovgupports a terrorist act financially
under Section 95 para. 2 of the Criminal Code dmghave to know for what specific
terrorist act the finance is earmarked, but iuicient to know that he/she is providing
funds to a terrorist (ie to a person connected @ergain way to terrorist acts) for the
purpose of committing terrorist acts in generalisFin the Czech authorities’ view -
meets the requirement for financing a terrorist,ifas not decisive whether the funds
provided were actually used for the commission esfarist acts. An interpretative
opinion of the Ministry of the Interior also makassimilar stipulation and states that:
“Section 95 para. 2 b of the Criminal Code crimiisals financial, material or other

support for an act specified in para. 1 of thi®ysion. The provision of para. 2 is a
separate fact, which must be satisfied for it tgpbesible for a perpetrator of the fact
described in it to be prosecuted. The objectiveeas consists in that the offender
intentionally supports the commission of any tesbrcriminal offences stated in

Section 95 para. 1 of the Criminal Code Linkageaoa. 1 in our view clearly does not
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imply a need to demonstrate that support under p2ia/was directed to a specific act
which is criminal under this provision but whatcisaracteristic is that support must be
directed to criminal offences of the same typehasd stated in para. 1. The subjective
aspect must include intention to support the comiomsof a criminal offence under
para. 1. This special form of criminal conspiracythe form of a separate fact is also
applicable where there has as yet been no atteonpbiinmit a specific terrorist attack.
So provision of support under Section 95 para. 2oum view means provision of
support to another person for certain terrorist i@ty either concerning a specific act
or activity which may only give rise to a spect#ict. In view of what has been said
above we think that supporting terrorist activitiesn be prosecuted without any need
to demonstrate that this is support for a terroast that has already been specifically
designated. It is enough to prove that supporttnieesd to criminal offences of the
same type as those stated in Section 95 para. 1.”

Section 163#articipation in a criminal conspiracy™’

(1) A person who establishes (founds), participatebe activities of or supports a criminal comapy shall be punished b
imprisonment for a term of two to ten years or brfditure of property.

(2) The offender shall be punished by imprisonmfenta term of three to ten years, if he commits #lo¢ described i
paragraph 1 above in connection with a criminalspinacy aiming or seeking to commit terror (Sect88) or a terrorist
attack (Section 95).

(3) The offender shall be punished by imprisonmimta term of five to fifteen years, if he is a déag person o
representative of a criminal conspiracy aimingewlsng to commit terror (Section 93) or a terroaisack (Section 95).

(4) The provisions of Sections 43 and 44 shallb®tpplied to perpetrators of the acts describguhmagraphs 1, 2 and
above.

262. The Czech authorities indicated that there hasmasen a criminal case so far brought
to court for an FT-related offence, besides the ¢ases (8 files known) generated by
the AML/CFT reporting regime and the implementatioh international sanctions.
These files are currently being processed by tH&egoThere is thus no concrete
practice that would illustrate how provisions arcalated and applied.

263. In the examiners’ opinion, Section 95 para. 2bds very eloquent and therefore it is
hard to say to what extent such elements as thell@ction of funds by any meariy
directly or indirectly, c) unlawful intention that they should be used in worthe
knowledge that they are to be usdiiin full or in partare included in Czech legislation.
The same goes for Section 163a.

264. On the contrary, it is the view of the Ministry Iiterior, that Section 95 para 2.b is
more eloquent than necessary. It would be fullyfisent to say “whoever supports
such conduct financially or otherwise”. Authoritatilegal literature (Samal and others,
Criminal Code — Commentary,"6issue, C.H.Beck, 2004, page 734) explains that
“other support is similar to help under Section ddra 1.c. It may consist of e.g.
propaganda, help to establish necessary contadis o@btain and transmit necessary
information etc.” It simply means any support thatrelevant (praying alone for
terrorist’s success would probably never qualifyhiler praying together could be
shown that it e.g. strengthened resolve of temoiisincludes without doubt support in

47 Criminal conspiracy* is defined under S. 89 paaof the Criminal Code:
(17) A criminal conspiracy is a group of a numbgpersons with an internal organisation structurd division
of functions and activities which is aimed at sgs¢ic committing of intentional criminal activity.
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265.

266.

267.

268.

form of organizing collection of funds (if the supper himself does not provide his
financial support). Explicit reference to Sectidh dara 1.c points out that the concept
of assistance (including “procuring of means”) agpko support under Section 95 para
2 as well. It should be pointed out that even bpsiwision of Section 10 para 1.c does
not expressly cover “procuring of medmsany means, as the “means” cover “funds”
and “by any means” goes without saying.

The Czech authorities also stressed that it iscastomary in Czech law to use the
wording “directly or indirectly” even if it is useith the convention to be implemented.
For instance, the provisions on bribery do notrrédehe “promising, offering or giving
a bribe, directly or indirectly”. They added thétthe legislator wanted to limit the
scope of the provision, it would be said expligitignd that the absence of the
expression “directly or indirectly” in the entireri@inal Code has not caused any
problem.

The Czech authorities explained that intentionsirgeparable from the subjective part
of any offence and are described generally in 8ecd. Sometimes the offence
gualifies such intention, but that is not the cak8ection 95 para 2 (as opposed to para
1). Legal literature (cf. Samal, as cited abovedcifies that “threat by conduct as
described in para 1” according to Section 95 pasndust be done with the intent
specified in para 1 (i.e. the offender threaten#) the intent under para 1, to commit at
least some conduct under letters a to g). It snsibn whether the same applies to
“support” under Section 95 para 2.b. The two awdélaforms of intent (Section 4)
cover all required cases. On the contrary, it isvesy clear what “unlawful intention”
means. If such phrase were inserted into Czechitlawould be argued that some
intentions to support terrorism are lawful and thoas punishable. Or, that such lawful
intentions are in fact forms of negligence anddf@e not punishable. Or something
else. The effects would be quite unpredictable.

It was also added that it is not customary in CZaehto use the wording “in full or in

part” even if it is used in the convention to beplemented. If the legislator wanted to
limit the scope of the provision, it would be sa&iplicitly. Since the intent may be
indirect (offender provides a sum of money whild ptanning it usage in terrorist
attack, but accepting such potential usage), isgeighout saying that the intent may
cover partial usage. There is single instance @& ghtire Criminal Code where the
phrase “in full or in part” can be found. It is $ea 259 - definition of genocide:

“whoever with the intent to destroy wholly or inrb@ome national, ethnic, race or
religious group...”. That use of the phrase isifiest by the verb “destroy” which is

absolute in itself. The words “in part” then clgrihat it is forbidden to destroy part
(e.g. children) of e.g. ethnic group. But such éssiees not arise with verb “support”
which is not absolute at all.

The evaluators noted that the form of support ictiSe 95 consists of financial,
material or other support. This broad approach nisline with criterion 1l.1b.
Nevertheless, the absence of an explicit referémairect or indirect support suggests
that both forms are in principle covered. Likewighere is no reference to the
legitimate or illegitimate origin of the funds. Tl&zech authorities indicated that in
principle, there is no need to make such a diffegemvhat prevails is the existence of
support, not its form. Section 163a only refersupport, without further details.
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269.

270.

271.

272.

273.

There is no explicit reference in the law eitheattivould state that it is not necessary
that funds were actually used to carry out tert@iss or be linked to a specific terrorist
act (criterion Il.1c). On the contrary, the wordinged in Section 95 suggests that there
must be a close link between the FT and the conmyitbf a concrete terrorist act.
Furthermore, the list contained in para. 1 is latnte and the wording used, including
under the aggravating circumstances, suggests pignthat the act must have been
carried out. This being said, the first part ofgpa2 (“The same sentence shall be
imposed on a person who threatens to commit an setgest that by analogy, the FT
offence could be applied in relation with a thréawould still remain unclear, in the
absence of jurisprudential developments, whetrethheat can be objective (seen from
the perspective of the authorities, without the edltir having been formally
expressed/announced by criminals). Section 163silesit on those issues, but the
authorities take the view (see comments above)tiese cases are covered too.

Attempt to commit a criminal offence is covered en&ection 8 of the Criminal Code
and, in principle, applicable as regards Sectiorfb and Section 163a, in line with
criterion 11.1d.

As indicated under Section 2.1 of this report, @migninal Code provisions of Section 8
cover attempt, and Section 9 and 10 cover accedsipryand participation in

committing a crime . Section 7 of the Czech PenadleCentitled “Preparation of a
criminal offence”® covers a broad range of ancillary offences inclgdionspiracy to

commit a crime, “acquisition or adaptation of meamstools to commit a crime”,

instigation, providing of assistance. As alreadgsded, the list is not limitative, and
includes “other intentional creation of conditiofte committing a criminal offence”.

Criminal acts under both Section 95 and 163a artcpkarly serious criminal offences
due to the level of maximum punishment and theeerar undue restrictions for the
applicability of either of the ancillary offencesopided for in the general part of the
Criminal Code. This is in line with criterion Il.Xapplying Art. 2.5 of the UN Terrorist
Financing Convention).

The Czech Republic has adopted an all crime apprdherefore FT offences are in
principle predicate offences for ML. As indicatedder Section 2.1 of this report, one
could argue that the reference in Section 252gh@aesults of)“criminal activity” - as
opposed to a “criminal offence” or “crime” - couttieoretically exclude proceeds
generated by one or more isolated crimes which dvookt qualify for a (continuous)
criminal activity (e.g. one-off fund raising act®n As indicated earlier, the Czech
authorities stressed that the concept of “crimmetivity” includes also one or more
isolated crimes.

As for criterion 111.3, it was mentioned earlierathaccording to Section 19, certain
crimes including those of Section 95 (and othersciwitould possibly qualify as
terrorist-related acts) are punishable in the CZ&epublic even when they have been

48 Section 7 Preparation of a Criminal Offence

(1) Conduct which threatens society and which adssn the organizing of an especially serious icranoffence (Section 41
par. 2), the acquisition or adaptation of meansoots for the purpose of committing a crime or qurecy, assembling,
instigating or giving assistance for such purpasegther intentional creation of conditions for auitting a criminal offence
shall be considered as preparation of a crimirfano®, even if such criminal offence is not attezdpdr committed.

(2) Preparation of a criminal offence shall be ghable within the sentencing guidelines for thenoral offence which was
prepared, unless in its Special Part this Codeigeswotherwise. (...)
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274.

committed by foreign nationals abroad or statelpessons having no residence
permitted in the territory of the Czech RepublicrtRermore, a crime is punishable
pursuant to the law of the Czech Republic if it basn committed by foreign nationals
abroad or stateless persons having no residenodtfest in the territory of the Czech
Republic, provided that it is punishable pursuanthe law effective where it has been
committed, and simultaneously provided that themder has been apprehended in the
Czech Republic and had not been transferred toeggio state for criminal prosecution.
Lastly, a crime is punishable pursuant to the l&athe Czech Republic, provided that it
is so stipulated by any international treaty thmtbinding on the Czech Republic
(Section 20a). Since the Czech Republic has notratdted the Terrorist Financing
Convention of the UR, Section 19 applies, the scope of which is broaough to
cover, in principle, the requirements of criterititB. Section 19 also applies in relation
to Section 163a, without the latter’s restricti@ostained in para.2.

In addition, Section 95 para. 4 extends the priecheasures to other countries, which
is mostly welcome by the examiners as it usefutiyplements the primary aim of

Section 95 which is to protect the interests of @mech Republic and international
organisations, as well as specified interests @friternational community.

Criterion 11.4, applying criteria 2.2 to 2.5

275.

276.

277.

278.

279.

As indicated earlier, the Criminal Code does noplieitly provide that the moral
element of the offence (knowledge and intent) carintferred from objective factual
circumstances. This is acknowledged by the gemeles on the producing of evidence.
This has not been tested by jurisprudence in cglat FT, since the Czech republic has
had no conviction for FT so far.

As indicated earlier in this report, the Czech animh legislation does not provide for
the principle of corporate criminal liability. Thexaminers were not informed of
possible alternative provisions applicable to lemgdities for FT.

By virtue of Section 95 para. 2, providing finaricimaterial or other support to an act
listed under para. 1 is punishable by a term ofrisgmment of 5 to 15 years and the
possible forfeiture of property. Under Section 1§3aa. 2, the level of punishment is 3
to 10 years’ imprisonment.

By virtue of the classification of offences contdnin the Criminal Code (Section 41),
very serious crimesre those criminal offences enumerated in Se@bife.g. terror,
sabotage, theft, embezzlement, fraud, unlawful getdn of addictive and
psychotropic substances) and those intentional iaiimoffences punishable by a
maximum term of imprisonment of at least eight gediherefore, the offence of FT, as
defined in Section 95, constitutes a very seriausie&e The same applies to Section
163a due to the level of punishment contemplatettupara. 2 and 3

The Czech authorities stressed that besides the saaictions, other penalties may be
imposed under the conditions set forth by SectBihgo 57a of current Criminal Code,
such as prohibition of a specific activity or fatéee of a thing etc.

““The terrorist financing Convention was ratified@hDecember 2005 and entered into force on 26 320806
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280.

Overall, the examiners found the level of sanctiadequate. But they reiterate their
concern expressed earlier on the criminalisatioNlbf concerning the approach which
consists in making forfeiture an alternative pumsint to imprisonment - also under
Section 95 — even though the judge can imposelbothrtue of the general provisions.

Recommendation 32

281.

2.2.2

282.

283.

284.

285.

As indicated in the introductory part of this refpasn FT and terrorism in general,
police representatives acknowledged that the CEeggpublic is little exposed to this
problem, although the country has occasionally bessd temporarily by people who
had connections to well-known terrorists. Accordioginformation provided by the
judges met on site, 10 cases have been handldtelypurts in the last 11 ye#tThere
has never been any conviction for FT pronouncethénCzech Republic so far and
apparently no proceedings initiated either onblaisis. For further information, see also
the developments below concerning SR. II.

Recommendations and Comments

The efforts of the Czech Republic to progressiwlgrove the legal framework for the
criminalisation of FT are commendable. At preséimére is a clear provision dealing
with the financing of terrorist acts. The financiof terrorist organisations is also
present in Czech legislation, through more gengravisions on criminal conspiracy
(which, however, explicitly refer to the issue efrbrism). The financing of individual
terrorists, as such, seems totally absent.

The situation as regards the criminalisation of gf€sents certain analogies with the
criminalisation of ML: use and combination of diéat and sometimes non specific
sets of provisions, extensive room for interpretatand theoretical combinations to
comply with the international requirements with es&t elements that are not covered,
or not covered explicitly enough.

The examiners believe that at the moment, a sthmaprovision (or series of
provisions) on financing of terrorism would be gnefble to cover explicitly the various
elements of the international requirements in asisdent way and with a sufficient
degree of legal certainty

It is therefore recommended to introduce FT asaadstlone offence that would be
broad and detailed enough to better cover, besige$inancing of terrorist acts, also
the financing of terrorist organisations and indual terrorists. These provisions
should:

. clearly cover the various elements required by ISRilparticular the collection
of funds by any means, directly or indirectly, ahdir use in full or in part for
FT purposes;

%035 indicated in the introduction, these cases wesentially bomb attacks and other violent actseoted with
serious crime activities (extorison etc.) and wasepolitically or religiously motivated

*IThe Czech authorities do not consider that theticreaf a specific bdy of offence for terrorismdimcing would
lead to improvements in practice or to an incraasthe number of cases prosecuted: “This is ongystems
change and at the legislative level; it will novbaubstantial significance for the area of prosegudinancing of
terrorism. In our opinion no relevant reasons basegractice have been given for such a change.”
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. spell out clearly that in order to be criminallgbie it is not necessary that funds
were actually used to carry out terrorist actselitked to a specific terrorist act

. subject to the final introduction of corporate llap, provide for the liability of
legal persons for FT

2.2.2 Compliance with Special Recommendation Il & 32
Rating Summary of factors underlying rating
SR.II PC No explicit coverage of financing of terrorist onggations and individuagl

terrorists, no explicit coverage of direct or imdit collection oOf
funds/usage in full or in part, no explicit indicat that offence is
prosecutable without the funds being used or linked specific terrorist
act; inconsistencies due to a combination of varipuovisions which
should better be addressed by a stand-alone offence

R.32 C

2.3 Confiscation, freezing and seizing of proceeds ofime (R.3 & 32)

2.3.1 Description and Analysfs

Confiscation — criterion 3.1

286. The general regime on confiscation is regulatedeurtde Sections 51 to 56 of the
Criminal Code. Section 51 and 52 regulateftréiture of property Section 55 and 56
the forfeiture of [a] thing Section 53 and 54 provide for a system of pecynia
punishment which can be used as an alternativespom@nt. These various measures
are conviction-based and besides these, Sectigno¥@les for a system skizure of a
thing, as a final protective measure, also without adion.

Forfeiture of Property
Section 51

(1) Owing to the circumstances of the committedhamal offence and the offender’s personal situattbe court
may order forfeiture of his property, if the offemchas been sentenced to an unsuspended term riéompent
for a premeditated criminal offence by which théenfler acquired, or attempted to acquire, a prggmmefit.

(2) The court may only impose forfeiture of progestithout the conditions under par. 1 being meh#d Special
Part of this Code permits imposition of such punisht; forfeiture of property may be imposed asla sentence
if, because of the nature of the criminal offennd &he person of the offender, imposition of anofiienishment
is not considered necessary for achieving the &b punishing the offender.

Section 52

(1) Forfeiture of property shall apply to the eatproperty of the convicted offender, or only teart of his
property as determined by the court; forfeiturellshat apply to means or things that are requiredsiatisfying

52act 253/2006 Coll. has, after the visit, introducssl/eral changes to the seizure and confiscatiasunes of
the Criminal Code and Criminal Procedure Code
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the wants of the offender or persons whose maintar upbringing is the offender’s duty under wtaty
provisions.

(2) A sentence of forfeiture of property shall téamaie shared ownership of property based on sttyto
provisions.

(3) The forfeited property shall escheat to théesta

Forfeiture of a thing
Section 55

(1) The court may impose forfeiture of a thing whic

a) was used to commit a criminal offence,

b) was determined to be used to commit a criminalnufiée

c) the offender acquired by his criminal offence, smaeward for such a criminal offence, or

d) the offender at least partly acquired for anotlémg stipulated under c), unless the value of thegt

under c) is negligible in relation to the thing atqd.
(2) The court may order forfeiture of a thing oiflguch thing belongs to the offender.
(3) The forfeited thing shall become the propeftshe state.
(4) An offender who is only punished by forfeituoé a certain thing shall be regarded as not haviagn
sentenced, once the decision under which such lpmeist was imposed becomes valid (takes legal gffect

Section 56
A court may only impose forfeiture of a thing as gole punishment where the Special Part of thideQeermits

imposition of this punishment and if, in view oftaee of the committed criminal offence and the bty of
rehabilitating the offender, no other punishmertdasidered necessary for achieving the purpopeishment.

Section 73 Seizure [taking away, expropriation]dhiag

(1) If the punishment of forfeiture of a thing miemed by Section 55 paragraph 1 was not imposedug may
decide on seizure of such thing,

a) if it belongs to the offender who cannot be prosedwr sentenced,
b) if it belongs to the offender, punishment of whighas not imposed by a court, or
c) if it is necessary due to safety of people or prigp@r due to another similar common interest.

(2) The state shall become owner of the thing skize

287. At the time of the on-site visit, a new draft PeGalde had been prepared. It basically
takes over the existing provisions. Sections 51 Bhan forfeiture of property would
thus become Sections 65 and 66, and Section Shefotfeiture of a thing would
become Section 70.

288. Criterion 3.1 requires that laws should providetfw confiscation of property that has
been laundered, and:

a) of property which constitutes proceeds from,trumaentalities used in; and
instrumentalities intended for use in the commissib any ML, FT or other predicate
offences

b) Property of corresponding value

c) Property that is derived directly or indirectisom proceeds of crime; including
income, profits or other benefits from the proceefdsrime, and all property referred to
above, regardless of whether it is held or owned lwyiminal defendant or by a third
part.
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289.

290.

291.

Only Section 55 - which deals with the limited seopf forfeiture of a “thing® -
contains explicit references to the confiscation soine of the various elements
contained under a) above. In particular, whereasi@e51 focuses on the concept of
criminal benefit, Section 51 covers to some ext@hte to the narrow concept of
“thing”) the concept of instrumentalities. Confifoa from persons other than the
perpetrator is possible under Section 73 of then®al Code (orseizure of a thingas

a final measure]).

Sections 51-52 refers to the broader concept afpigrty”, in accordance with criterion
3.1. This broad concept is welcome, although teérdition with the concept of “thing”
was not totally clear to the examiners. As the Gzmathorities explained, confiscation
applies if the offender is sentenced to an exceptigentence or to an unconditional
prison term for a serious intentional offence tlglowvhich he/she has acquired or tried

to acquire a property benefit or if this punishmisrgxplicitly provided for in the body
of a particular offence.

In fact, looking back at Section 252a, confiscationML is contemplated only under
para. 3 (although confiscation would also be pdssib according to the Czech
authorities - in most cases by virtue of the genpravisions}*, applicable to drug
trafficking and “particularly serious criminal atts

(3) An offender will be sentenced to imprisonmearttivo to eight years or forfeiture of

assets

292.

293.

a) if he/she commits an act specified in paragtaptiated to a thing obtained by means
of trafficking in narcotic or psychotropic substasmr by means of another particularly
serious criminal act;

b) if he/she acquires very large benefit by medm@act specified in paragraph 1; or

c) if he/she abuses his/her employment or job josfor the commission of such an act.

As indicated earlier, the category ®@ery serious crimeor “particularly serious
criminal acts” are those criminal offences enunextain Section 62 (e.g. terror,
sabotage, theft, embezzlement, fraud, unlawful yetodn of addictive and
psychotropic substances) and those intentional icaimoffences punishable by a
maximum term of imprisonment of at least eight gedihe approach followed by the
Czech Republic and the combination of Section 51 262a leads to the applicability
of confiscation for ML only for the most seriousegdicate offences. This is an
important gap.

Section 192 of the draft new Penal Code would leoadhe applicability of

confiscation for ML, but still not to all situatisr(conficsation is not provided for under
(new) Section 192 para 2 although this para dedls a first series of aggravating
circumstances), and not in a consistent manndnofdh Section 192 deals with the

%3 the concept was extended in 2006

*4Confiscation (of property, of thing) may be usethei if allowed in the definition of the offencer, ib allowed
by general provision on imposition of this typesainction. For confiscation of property, one hasdosider not
only Section 252a para 3, but also Sections 285ndror confiscation of a thing, Sections 28 andapBly in
particular. In practice it means that the coureliewed to impose confiscation of property for oife under
Section 252a para 1 or 2 only if it deems the aféetserious” and if the offender at least triecgon property
benefit, while it can always impose this punishnfenbffence under para 3.
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294.

295.

296.

297.

298.

299.

laundering of “things” and “property benefit”, casdation for the basic offence under
para 1 applies only in respect to a “things”).

As for Sections 95 para. 2 (which adresses thending of a terrorist act) and 163a
para 2 and 3 (which address the financing of aotistr conspiracy): confiscation is
explicitly provided for as regards the former, Imdgt the latter (para. 2 and 3 only
contemplate prison sentences).

The Czech authorities confirmed that property ofregponding value cannot be
confiscated under Czech legislation (when the woalgproperty has been destroyed
etc.). It was indicated that in such a case, awegrtb court practice, a pecuniary
punishment is imposed — on the basis of Section&®jing from CZK 2000 to CZK 5
million. The examiners do not fully disagree withist argument; however, this
approach introduces a limit to the maximum equivaimpact on a criminal patrimony,
and this limit of equivalent € 167,000 could be m@de in the context of major cases.

Although under Section 52 the whole or only parthaf property of the offender can be
confiscated, there is no distinction being madeavbeh direct and indirect proceeds,
and no reference to assets deriving from crimimat@eds. No such distinctions are
made either under Sections 55-56.

Section 55 para. 2, explicitly states that only pheperty belonging to the offender can
be confiscated. Therefore, criminal (tangible) tss@nsferred to another person (e.g.
to hide or protect them) are thus not confiscatabider the “Forfeiture of thing”
regime. There is no such clearly stated limit untdee regime on “forfeiture of
property” (Sections 51 and 52), but the wordingdussfers only to the property of the
offender (“offender’s personal situation”, “his pexty” etc.). This restrictive approach
could constitute a serious obstacle in the framkwbthe fight against ML, and above
all FT: these mechanisms often involve third parteend complex schemes, certain
operations such as fund raising (FT in particulaoyowned or co-managed assets etc.
Furthermore, the need to establish a clear owrelgik between assets and a given
(seriegsof) offender(s) can put an additional baorda prosecutorial bodies and police
bodies”.

Last but not least, confiscation is left to the datadiscretion of the court (especially
since it can constitute an alternative measuramporisonment). Confiscation, in the

case of FT (Section 95 and 163a) is also left o discretion of the court, but as a
possible additional sanction, which is unusual urigigech legislation as the examiners
were advised on-site. Strictly speaking, this isinaontradiction with R.3, but from a

criminal policy stand point and the need to tatetproceeds of crime and FT, it could
have been preferable to put certain limits to therts’ discretion.

There are thus gaps in the Czech confiscation rginconsistencies between the
regimes applicable to things and property respelgtivneither Section 51 nor Section
52 cover satisfactorily both the proceeds and tistruments of crime, no explicit
coverage of property transferred to third persantsexplicit coverage of direct and
indirect proceeds, the applicability is limited a@orestrictive number of ML and TF
circumstances etc.

%5 The 2006 amendments have introduced the concgassiession or control (instead of ownership only)
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300.

301.

302.

303.

Furthermore, the system in place appears to be leamp

The provisions of the new draft Penal Code madéadta to the examiners at the time
of the on site visit contained no significant imyement as regards the basic
mechanisms of confiscation. However, two new Sestidealing with equivalent value
confiscation would be inserted (Sections 71 on étanfe of substitute value, and
Section 103 on seizure of substitute value). Thec@authorities referred to these new
provisions as being those of (new) Sections 56a &hdFrom the text of the new
Sections 71 and 103 available, the examiners tbek the equivalent confiscation
would be limited to the equivalent of proceeds Wwhare “things” only. The Czech
authorities also indicated that the new Penal Cadeld also enable confiscation
transferred to third persons (new Section 73) btraaslation was not available. The
examiners noted from the provisions at their digfms however, that a new Section
417 would broaden the concept of ownership as i@icA thing belongs to the
offender, if at the time of the decision he/she owmr effectively deals with it as an
owner, while the rightful owner or holder of thent is not knownThis could indeed
allow to some extent to deal with assets (but hgeén, the narrow concept of “things”
applies again) transferred to third persons.

One last remark: the spirit and wording of the ¢sw#tion regime under Section 51
(and Section 65 in the new draft Code) is suchithatits emphasis on the application
of measures to situations where the offender wagirsg a benefit through his/her
crime. Whereas this is conceivable for a large priogn of criminal offences, it raises
the burden of proof unnecessarily and may deny applicability to the area of

AML/CFT since the primary objective of operationgfees of certain professional
launderers and of those who support terrorists (ande who raise terrorist funds) is
not necessarily an immediate profit. This showsiragfae merits of the international
standards, which are based on broad objectiveiesittom which the Czech Republic
could draw greater inspieration.

Provisional measuregriteria 3.2 to 3.6)

Provisional measures are regulated basically bys®te of provisions of the Code of
Criminal Procedure, namely Sections 347 and 348 Sattions 78 and 79.

Section 347

(1) If an accused person is being prosecuted éoinginal offence for which, in view of the naturedaseriousnes
of the offence and the circumstances of the accusgabsition of a sentence of forfeiture of progecain be
expected, and there are concerns that enforcemignissentence will be obstructed or hampered cthet, and
in pre-trial proceedings public prosecutor, mayaehe assets of the accused. The court alwaysss#ie asse
of the accused if it has imposed a sentence otsaisdeiture in a judgement which has not yet canie legal
force.

(2) A complaint is permitted against a decisiorseizure.

Section 348

(1) Seizure applies to all property of the accusa®] accruals and gains from assets seized, andaatets

(property) the accused acquires after seizure. dbes not, however, extend to financial and mdtereans an
things to which forfeiture does not apply under lthe.

n

(2) For issuing decisions on seizure of propertgeurparagraph 1, application is otherwise madeeatiSGn 47
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paras 4 to 7.

Section 78 Liability to deliver a thing (production order)

(1) Anyone possessing a thing important for thengral proceedings is obliged to submit the thingh® court
public prosecutor or police body based on callt i necessary to secure the thing for the purgdseriminal
proceedings, the person is obliged to deliver fiiegtto the bodies on call. Upon the call it is egsary to notify
the person that if he/she fails to meet the call thing can be taken away from him/her as well #er
consequences of the failure to meet the obliggtsattion 66).

(2) The obligation under paragraph 1 does not afplthe written instrument the content of whichates to 2
circumstance for which prohibition of examinatioppiies unless the release from the obligation tepkée
matter confidential or release from the duty of tlistlosure has taken place (Section 99).

(3) The presiding judge is authorised to call feliwkr of a thing; the public prosecutor or polibedy are
authorised to do so in pre-trial proceedings.

Section 79 Taking away of a thing

(1) If the thing necessary for criminal proceediigsot issued on call by the person possessinghthg, it can
be taken away based on order of the presiding jadgein pre-trial proceedings based on order ofpihiglic
prosecutor or police body. The police body neegsia consent of the public prosecutor for the éssdi such
order.

(2) If the body that issued the order to take atvegything does not execute the taking away itseEhall be
executed by the police body based on the order.

(3) The police body may issue the order withoubpecionsent specified in paragraph 1 provided dmdy the prio
consent cannot be achieved and the act must berperd immediately.

(4) A person not participating in the matter shelleventually engaged in taking away of the thing.

(5) The report on delivery and taking away of aaghinust also include a sufficiently accurate desicnn of the
thing delivered or taken away to allow for idemt#tion thereof.

(6) The person that delivered the thing or from chhihe thing was taken away shall be immediatelymia
written acknowledgement of acceptance of the tbingopy of the report by the body that carriedtbetact.

Section 79a Judicial seizure (Securing) of a banlcaount

(1) If the facts ascertained indicate that therfoial means (funds) on a bank account are inte(dietgrmined
designated) for commission of a criminal offencehave been used to commit a criminal offence oy e
proceeds of crime, the presiding judge and in pat-proceedings the public prosecutor or policelyoonay
decide to secure the bank account. The police bads a prior consent of the public prosecutorstorh
decision. No prior consent of the public prosecigareeded in urgent cases that must be performptdiately
In such event the police body shall be obligedufonsit its decision to the public prosecutor withli® hours; the
public prosecutor shall either approve or canceldécision.

(2) Decision under paragraph 1 must be deliveratigdank keeping the account, and to the accaldehafter
the bank has secured the account. The decisiohsgedify the bank details, which means the nundfdyank
account and code of the bank, further the amoumhafey in relevant currency to which the securipplias.
Unless the authority responsible for criminal pextiags mentioned in paragraph 1 specifies othervdsgy
disposal of the financial means placed on the adcop to the amount of securing shall be restriéteth the
moment of service of the decision, except for ekeauof the decision. The financial means not a#ddy the
decision on securing shall be used preferentiallpay any claim being the subject of execution gidicial or
administrative decision. Financial means covereddégision on securing may only be disposed of witthie
execution of decision after prior consent of thégje, and in pre-trial proceedings after prior congf the publig
prosecutor; this does not apply when the decisiaxéecuted in order to satisfy the claims of tlgest

()
Section 79b

For the reasons for which the bank account carebersd it is possible to decide on securing theniial mean
on the account with a savings and credit co-operadr other entities keeping accounts for thirdspas, or

|

o

blockage of financial means of an contributory pemscheme with state benefit, blockage of draviingncial
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credit, and blockage of financial lease. ProvisiohSection 79a shall be used reasonably to carthe decisiont
making to secure and cancel or reduce the seizure.

Section 79¢ Securing the booked (immaterialised) cgrities

(1) If the presiding judge or in pre-trial procergh the public prosecutor decide to secure the dmbskcurities,
the person authorised to keep records of investtoefd under special Act or the Czech National Bsimkil oper
a special account for the holder of such securitiesvhich the securities shall be kept.

(2) The police body may also decide to secure thakéd securities in exigent cases that must beopeed
immediately. The police body shall be obliged tbrsit its decision to the public prosecutor withi® Hours; the
public prosecutor shall either approve or canceldécision.

(3) Disposal of the securities covered by the sagus restricted from the moment of service of tleeision or
securing. The authority responsible for criminabgeedings mentioned in paragraphs 1 a 2 may spicitye
decision, depending on the nature and circumstantdke crime, that no other rights may be execlite
consequence of securing the book securities.

o

(4) Provisions of Section 79a shall be used asagpjate for the reasons for securing the book séesirand
procedure on making the decision to secure andetanceduce the securing.

304. Sections 347 and 348 are meant to secure the éxeaifta final decision based on
Section 51 of the Criminal Code (forfeiture of peoy). As the Czech authorities
explained, the measure applies to the whole prpéra person who has been subject
to a formal prosecution and it is impossible touseconly part of the property. The
decision is made by the court or, in preparatonceedings, by the public prosecutor.
The measures apply if it is reasonable to expeat ¢hforfeiture sentence will be
imposed for the offence committed, and if it is réwh that its execution may be
hindered. During the process, the person who has lbbarged cannot perform any
legal acts that would affect the seized propemgi{sacts would be void).

305. Section 347 represents potentially a very powetdol. This being said, although in
principle the mechanism applies to the entire priypencluding “accruals and gains
from assets seized, and also assets (propertyathesed acquires after seizure”,
Section 348 excludes the imposition of those measstar “financial and material means
and things to which forfeiture does not apply untter law” (this refers to civil law
provisions which deal with subsistence needs). Algh this exception was probably
meant to avoid overlapping with the regime of Sewi 78 and 79 (see below)
applicable mostly to assets deposited with findnaigtitutions, and to preserve
property that is needed for subsistence, it rentaimeclear to the examiners how this
universal freezing mechanism could apply in pra&ctiithout including precisely
financial and tangible proceeds. This is a pardicussue from the point of view of
AML/CFT.

306. Sections 78 and 79 are meant to secure evidentdge a@xecution of a final decision
based on Sections 55, 56 and 73 of the CriminakCfmifeiture/seizure of a thing). As
the Czech authorities explained, the measure applignarily to movable property.
Under the provisions, anyone who holds a “thingevant for criminal proceedings is
obliged to submit/render that “thing” to a coud, d public prosecutor or to a police
authority. Only if the person fails to comply withis obligation, the “thing” may be
taken away from him/her. Sections 79a, 79b and @®er the freezing of bank
accounts, of financial means kept on other typescgfounts, and of securities in
booked form, respectively. The fact that these mmegsare not limited to the assets of
the suspect/offender is a positive step, althowgmetably there is inconsistency with
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307.

308.

309.

310.

the confiscation measures (under Section 55, tarkeiof a “thing” is possible only in
respect to property belonging to the offender).

Only Sections 347/348 deal globally with indirecnkfits from assets, and assets
aquired after the application of temporary measufes seen earlier in respect of
confiscation, this approach has not been followgdhe corresponding Section 51 of
the Criminal Code. Furthermore, Section 79a and d®mot address those issues,
which raises practical questions such as the daligaf benefits and certain financial
assets (interests, deposits made after the freedimgn account, increase of value of
shares etc.).

Prosecutors met on site stressed that in prasticen dealing with criminal cases, the
relevant seizure mechanisms are those of Sect®masd 79 (including 79a/79b/79c) —
which thus limits their use to tangible objects amé limitative list of financial assets.
Section 51 and 52 of the Criminal Code) and theesfSections 347-348 of the
Criminal Procedure code are very strict when it esnto their application. They
confirmed that at the time of the on site visithorary measures cannot apply to
immovable property, and to rights and financialtipgrations/shares in a legal entity.
These issues would be addressed in the new driafir@t Procedure Code. It was also
underlined that the system of temporary measuresngplex, even from the standpoint
of the Czech Republic and that in fact, the spmifithe curent system of seizure and
confiscation and the distinction made between legskts and illegal assets (only the
latter can be confiscated, except under Sectiom&ig a significant impact in practice.

Bearing criterion 3.3 in mind, which requires tlila¢ initial application of temporary
measures should be made without prior notice tg#rson subject to those measures,
the examiners were concerned by the logic of piowéd measures under both Sections
347/348, and Sections 78/79: in the first casemn&rproceedings must have been
initiated and in the second case, the responsilfdit the application of measures lies
primarily on the suspect him/herself. Section 78apd goes so far as to specify that
“Upon the call it is necessary to notify the persioat if he/she fails to meet the call the
thing can be taken away from him/her as well agotonsequences of the failure to
meet the obligation.” The Czech authorities exm@dithat the procedure under Sections
78/79 involves in reality measures applied on-sitthout delay and possibility for the
offender to evade the consequences of the procdtheeperson is given a chance to
cooperate voluntarily but measures can be appli@ddatorily in case of refusal). This
procedure (on the obtaining of evidence) is the ta is used in practice to secure
swift measures and avoid that assets are hidddispersed.

Representatives of the police and prosecution @esuinet on site were not concerned
by their ability and powers to identify and traceogerty subject to possible
confiscation (criterion 3.4). The police — on thewn initiative and at an early stage -
only have access to open sources (this excludekifgarfinancial, commercial and
other information subject to confidentilaity/segrewles, but also tax information).
These sources are accessible to the prosecutar Yatleout court order in the case of
banking information), therefore the police wouldnf@ally open a case to involve the
prosecutor. The examiners were advised by the e@aliemselves that this was done
easily. The major time constraint experienced bge tholice is the 72 hours
freezing/postponment period applicable in caseno§&R, and the fact that according
to the police, the FAU takes too much time to psscan STR before forwarding it to
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them. This matter was discussed and as a reselprliminary analyses by the FAU
have been shortened. In principle, financial engsiiand investigations carried out by
any police body would normally involve a membertloé lllegal Proceeds and Tax
Crime Unit, who is familiar with this type of work.

311. Concerning the protection of rights of bona fidedlparties (criterion 3.5), although
confiscation from third parties is not allowed iringiple, Sections 78 to 79c do not
contain any restriction in this regard and the @zeathorities stressed that such
temporary measures are applied to assets regaafi¢iss real ownership. Temporary
measures under Sections 78 to 79c are always subjeppeal and a bona fide third
party can challenge the imposition of measures. éd@n the Czech authorities
indicated that ownership rights of third personthwegard to things and means secured
cannot be determined before the public prosecutthe panel of judges in the course
of criminal proceedings. This can only be done pans to civil law rules. If a third
party requests the exclusion of certain objectsieans (funds) from the assets seized,
the prosecutor or chair of panel shall advise quexison that his/her request cannot be
taken into consideration, and refer him/her tolgwoceedings, where his/her bona fide
ownership right may be claimed by civil law actiaction for recovery or action for
determinatiortf.

312. Secondary legislation was needed to sort out a pumibpractical problems connected
with the administration of seized assets, as the&yewunderlined in the second
evaluation round report. Act no. 279/2003 Colh. execution of securing the property
and things in criminal proceedinggme into force on 1 January 2004. It was sait tha
this law has eliminated the previous deficiencietated to the administration of
property subject to temporary measures (before twg came into force, law
enforcement agencies were to manage such propethout being professionally or
materially equipped or staffed to do so).

313. According to this law a body active in criminal peedings may perform the
administration of secured property either on it 1pipossible, or entrust — depending
on the type of property secured - either the Offioe Representation of State in
Property Matters or a judicial clerk. These sulgenty then, if needed, sub-contract to
other persons involved in the relevant area ofriassi the management of the property.
Besides that, the law regulates the procedure douring the property in criminal
proceedings by stipulating those actions that shde&dd to the identification and
efficient safeguarding of the perpetrator’'s propdd.g. making a list of the property
during home search; declaration by the obliged qrelsn property; interrogation of
witnesses; duties of debtors to pay the debt dyreot the court; duty of relevant
authorities to report that offender handles theusst property etc.). No further
mechanisms was mentioned as regards the implernmentdtcriterion 3.6.

Additional elementécriterion 3.7)

314. There are no special rules that provide for thefisoation of property that belongs to
an organisation that was found to be primarily anathin nature. The Czech authorities
stressed that since the Czech criminal law doesremilate the criminal liability of

*Sinformation provided after the visit suggests tthet situation described in this paragraph is noessarily true
in all situations and there are certain condititimes the judicial authority needs to observe befeferring the
claims to civil proceedings.
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315.

316.

legal entities; it is impossible to impose forfeguof a legal entity’s property in
criminal proceedings. The only exception is theuaibn where a “thing” that
constitutes proceeds or an instrument of a crimawaivity is subject to the measures
applied pursuant to Section 73 (“seizure [takingugwexpropriation] of a thing”% if this
is required by common interests; the measure cappked against a legal persan

The same Section also provides for the possibibityapply this measure where the
offender cannot be prosecuted or sentenced (howe\dwes not cover the situations
where the offender is hiding abroad or deceaseditaca@nnot be used to enforce a
foreign confiscation order based on civil forfeé}i? but this is different from aivil
forfeiture (or forfeiture based on civil standards of evid®nahich is not recognised in
Czech criminal law.

There Czech Republic has not introduced the revefsthe burden of proof post-
conviction for confiscation purposes. There areconcrete plans to introduce such a
mechanism in future.

Recommendation 32

317.

The statistical information kept by the Ministry dfistice (see also the overall table
under Section 2.1.1 of this report) indicates tbagr the period 2001-2004, there have
been no confiscation measures in respect of the Nducases (under Section 252a)
registered to date.

Overview of convicted persons (final decisions) eagistics from the Ministry of Justice)

Section 251 Section 252 Section 252a

2001 | 2002 2003 2004 2001 | 2002 | 2003 | 2004 | 2001 | 2002 | 2003 | 2004
criminal offences totgl 1070 975 890 812 22 27 27 26 0 4
convicted persons tota] 800 701 663 632 13 19 22 22 0 4
suspended sentendes 414 368 301 278 6 9 11 0 3
Forfeiture of property 0 0 0 0 0
Forfeiture of thing 1 1 0 0 0

318. Over the same period, and out of a total of ovel02Fersons convictedprfeiture of

319.

thing was applied in respect of offences falling undecti®a 251 on 2 occasions (one
in 2002 and one in 2003)-orfeiture of propertywas never applied in relation to
convictions under Section 251-252 recorded foryters 2001-2004.

Other figures provided and interviews held on $iteve shown a real dedication of
practitioners to target the proceeds of crime imegal:

The Unit for Combating Corruption and Major Econoati Crime — total amount of
property seized

2001: 100 000 000 CzK
2002: 2 700 000 000 CZK

" The situation has changed with the amendment8@8 2
S8ith the amendments of 2006, the confiscation sétssis possible where the offender is deceasedhere the
property has been transferred to a third party
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2003: 756 147 000 — from this amount 116 000 00K €@ncerned money laundering
cases
2004 (until June 30): 207 767 000 CZK - from thmscant 124 809 000 CZK concerned
money laundering cases

The lllegal Proceeds and Tax Crime Unit - total amaf property seized
2004 (from July 1):

Proceeds of Crime Section — 1 732 854 086 CZK indkks

Money Laundering Section - 1 838 211 CZK in 2 cases

320.

321.

23.1

322.

323.

324.

325.

But overall, the figures available raise the isstithe effectiveness of confiscation in
ML cases, but also other neighbouring offencest{®e@51 and 252 allegedly used
also for ML).

Finally, there are no consolidated overall statsstkept on proceeds seized and
confiscated.

Recommendations and Comments

Interestingly, observations made earlier in thgoréregarding the coverage of ML and
FT apply also to the area of confiscation and seizlihe Czech Republic is using a
combination of various heterogenous and unnecégsastrictive provisions to comply
with the international requirements.

Although there is much to be commended in respédbits of certain provisions
considered individually, the end result is of sughcomplexity that it generates
loopholes and probably constitutes a challengdéhferCzech practitioners, if one looks
at the current statistics. In particular, the syste very much focused on a distinction
between “property” and “things”, rather than, famstance, on “proceeds” and
“instruments”. Also, the temporary measures offeoren opportunities (with the
exception of their non applicability to such assetsmmovable property, assets held as
financial participations etc.) than the provisiams confiscation, whereas one would
normally expect a match between these two seripsovisions.

The Czech authorities stressed that at the begjnoin January 2005, an inter-
ministerial working group was established upon Mhiaistry of Interior’s initiative to
look at the area of proceeds from criminal actgtand certain related questions. This
group is composed of representatives from the Mniof Interior, Supreme
Prosecutor’'s Office, Ministry of Justice, PoliceeBidium and Unit for Detection of
lllegal Gains and Tax Crime (part of Service ofr@irial Police and Investigation). It
aims at uncovering deficiencies in legal regulai@pplicable to the deprivation of
proceeds and make proposals for legislative amentime

This initiative is mostly commendable. In the imrad, the examiners formulate the
following recommendations for improvements:

* The legal framework on confiscation needs to beereed to ensure consistency

and fill the gaps, so that confiscation appliesespect of all kind of propertshat
has been laundered, and:
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2.3.2

a) of property of all kind which constitutes prode&om, instrumentalities used in;
and instrumentalities intended fase in the commission of amL, FT or other
predicate offences

b) all kind of Property of corresponding value

c) all kind of Property that is derived directly indirectly from proceeds of crime;
including income, profits or other benefits frometproceeds of crime, and all
property referred to above, regardless of whethesrhield or owned by a criminal
defendant or by a third part

confiscation should be provided for as an addilionseasure to the main
punishment in all ML, FT and major proceeds gemegatcrimes and the
discretionary power of the courts should be limitetally, confiscation in such
cases should be mandatory;

the provisions on confiscation of property shoutd Ine based solely on the logic of
the profit-seeking offender

amendments are needed to ensure consistency betwefscation and temporary

measures along the lines mentioned above, and ke swae the latter apply to all

possible forms of assets including direct or inctingroceeds, real estate, financial
participations and interests whatever their form;dat the time of the evaluation,

there was a succession of specific Sections deualitigspecific types of assests -
things, bank accounts, other financial accountsréges etc.).

Sections 347 and 348 on temporary measures may toeleel amended so as to
enable the application of temporary measures withgior notification of the
suspect;

the broad applicability of temporary and final me&@as should be introduced also
in respect of assets held by legal persons;

The Czech authorities should consider enhancingptbtection of rights of bona
fide third parties, and introducing the reversal tbé burden of proof post-
conviction for confiscation purposes.

Compliance with Recommendations 3 & 32

Rating Summary of factors underlying rating

R.3

PC | Inconsistent and complex framework for seizure aodfiscation which
generates mis-matches between temporary and fiealsunes, creates
legal loopholes and misses various elements (intdudirect and indirect
proceeds, equivalent confiscation, confiscationas$ets held by thir
persons); applicability to ML and FT only in a lid number of
situations and spirit of provisons on confiscatimproperty is focused on
profit-seeking; effectiveness issue for confisaati,emporary measures
need to apply without prior notification of the pest; measures not
applicable to legal persons etc.

[N

R.32

LC No consolidated overall statistics kept on finad &mporary measures
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2.4 Freezing of funds used for terrorist financing (SRII & R.32)
241 Description and Analysis
SR 1Il.1.2-3 Laws and procedures to freeze fursdets in accordance with UNSCRs 1267
and 1373
Generally
326. Like in other (especially EU-) countries, the sitoa in the Czech Republic appears to

327.

328.

329.

330.

331.

332.

be quite complex and difficult to assess sinceighee of the implementation of SR Il
is in principle addressed in both domestic and &kl legislation.

The Czech authorities indicated that the freezihtunds on the basis of international
commitments is regulated by Act No. 48/2000 on messs concerning the Afghan
Taliban movement and, in general, by Act No. 98(@h the implementation of
international sanctions for the purposes of presgrinternational peace and security.
The latter substantially changed the domestic phos relating to international
sanctions. It abolishes the previous cumbersometipea which required that each
implementing government directive should be preddueparliamentary approval of an
ad hoc law.

Within the framework of Act No. 48/2000, the Gowerent adopted Directive No.
164/2000 implementing the commitments under UN 8gcCouncil Resolution 1267
(1999), and Directive No. 327/2001 concerning fertimeasures in respect of the
Taliban movement, implementing the commitments wunddN Security Council
Resolution 1333(2000).

No further domestic measures were mentioned inectspf the other UN Security
Council Resolutions.

After the Czech Republic joined the EU in May 20@4e EU regulations apply. In
principle, the European regulations are directlgligpble in European national systems
without the need for domestic implementing legistat Financial institutions are
therefore required to directly implement these latijpns and, as far as the EU lists are
concerned, when new names are published, finamesitutions which identify a
customer who is listed should immediately freeze dlacount. Funds must be frozen
without prior notification to the persons concernBeécisions on the freezing of assets
taken on the basis of the EC Regulations can biéedlged before the European Court.

The Czech Republic relies to a significant extemtttte mechanisms of the European
Union to comply with SR lll. To date, it has notoptded a specific legal framework to
deal with the immediate freezing (and de-freezoifggssets belonging to listed persons,
the issue of such a list and of sanctions for pptyang freezing measures etc.

The National Action Plan to Combat Terrorism version 2004, has highlighted in a
frank and open manner — which is commendable -ouaritechnical problems
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333.

identified/perceived by the Czech authorities, agards the implementation of
international sanction mechanism(s):

“The Czech Republic’s legal system, similarly to sheother countries of the world, is based on the
classical concept of international sanctions whiets, up till now, been applied on the international
scene, namely the territorial principle when thbjsct to be sanctioned is the state. Since Septefrihe
2001 the personal principle has been appliedapplication of sanctions against individuals orugr® of
persons connected with terrorist activities evesugh their common denominator is not a specifitesta
territory or membership of a specific state. Sorasibissues associated with the application oftganc
have not yet been completely resolved either inGhech Republic or internationally, namely:

- Protection of the rights of the individual andhet subjects against whom sanctions are applied
- i.e. the issue of responsibility for entering cfie persons into a sanctions list, for freezimgla
confiscating their property, and the issue of enehtinancial compensation for damages caused
by unfounded freezing of financial means (whetlhés tesponsibility shall be borne by the state
which put such persons on the list or by the UNuBigc Council or by the state which freezes
funds or by the state whose nationals the pertipergons happen to be); a solution to this would
be the establishment of a body within the UN or @viding the persons entered into such a list
with an opportunity to defend themselves; undersaeration is also the possibility of
establishing an authority within the framework toé {JN which would consider, in legal terms,

- as for the sanctions imposed by the European €loDirectives, the persons entered into the
sanctions lists pursuant to Article 230 Sectionf4the Treaty on the Establishment of the
European Communities have the possibility to suettie invalidity of their inclusion in the
sanctions list. The first-instance court of the dhgran Communities which is currently
examining approximately 20 such actions has notgetded in a single case. The possibility of
providing special protection to sanctioned subjegting beyond the current scope of court
protection is now considered even within the frarodwof the EU,

- Inadequate criteria for crossing a person ounftioe sanctions list

- Uncoordinated methodology for giving personal eanin the lists. The lists do not contain
identification data, are not supplemented with pgaaphs, identification of individual persons is
made more difficult by inadequate or uncoordindtadscription of their names

- the need to inform the person who has been ehtete such a list

- Inadequate manner of updating the lists (estafmiént of a consolidated database of sanctioned
persons under the auspices of the European Barlddgration is under consideration); in this
context it is crucial to stress that over the past years more than 4,000 persons allegedly linked
to the organisation Al-Qaida or the Taliban movetrteave been detained in 102 countries. But
the list of sanctioned subjects contains a sulisthnsmaller number of people. This implies that
not all the suspects have eventually been put erséimctions lists and it can therefore only be
surmised that many people have been detained wittoaut proceedings, without arrest warrants
on the basis of an internal ruling of some stads0, it cannot be excluded that the fight against
terrorism has, in some cases, been used to clamp do domestic opposition.

- Problematic control of charity societies and haoitsian organisations.

- It is likewise necessary to take into account elestence of different types of lists (EU, UN
Security Council, interbank or intelligence servists etc.) that are known to have a different
degree of binding effect and enforceability. “

Also, the document entitleAnalysis of the Legal Powers of the IntelligenceviSes
and the Police of the Czech Republic, that are N¢¢d Complete Their Tasks in the
Fight against International Terrorism (AnalysiBps analysed the legal powers of the
intelligence services and the Police in the areahef fight against terrorism and
compared them with those of their foreign countdagéespecially in the EU Member
States). The first outcomes of the comparing prosaygs openly, that the powers of the
Czech Republic bodies have to be extended to askareffective co-operation and
exchange of information between the domestic bodies their foreign counterparts.
The areas where improvemenst were considered esikinclude:
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334.

335.

336.

337.

» the possibility of receiving information from thelgic administration bodies and
from some private entities;

» the steps, that are connected with the Act on Eeid Communications
(conditions of wire-tapping, localisation of cellulphone, databases, jamming of
electronic communication, the ways, how the Paotiae receive information aside
of the prosecution mechanism, etc.);

» the agenda of the so called "Central Register oikBeccounts”;

» the exchange of information according to the Act N&8/2000 Coll., on the
evidence of the inhabitants and their unique idieation numbers and other
sensitive data.

The Czech authorities, aware that the implememtatid international sanction

mechanisms was not yet satisfactory domesticallyehdecided to solve the various
issues globally. The Government has adopted a idecauthorising the Ministry of

Finance and the Ministry of Interior to draft thél lof a new act on international

sanctions. It will designate one concrete body wafipropriate responsibilities to
coordinate the general sanction measures in thehCRepublic. This bill was drafted
by the FAU and discussed by all relevant state dsodht the time of the visit, it had
been submitted to the Committee for the Europeatieviaof the Parliament. The
Czech authorities anticipated that it would stdiwe into force in 2005.

Resolution 1267 (1999)

The Czech Republic has in principle implementedté¢hiNations Security Council

Resolution 1267 (1999) and its successor resolitiorder European Union Council

Regulation (EC) No. 881/2002, which provides forasw@res against Al-Qaeda and the
Taliban. This European Union Regulation has difecte of law in the Czech republic

and requires the freezing of funds and economiouregs belonging to persons
designated by the United Nations Sanctions Comenidtied listed in the Regulation,

and prohibits making funds or economic resourceslave to such listed persons.
These lists are updated regularly by RegulationthefEuropean Commission, and at
this point assets are required to be frozen.

The European Union list of designated personsasttime as the United Nations list of
persons and is drawn up upon designations madéhdyJhited Nations Sanctions
Committee. There is no time delay in the Czech Ripuonce the European Union list
is created as no further regulation is issued. Timesretically, sanctions could be
applied from the point of European Union listing.

As indicated earlier, the FAU has a special resibditg at operational level and —
since 2004 - as overall coordinator, the lattenppeshared — as far as the international
dimension is concerned — with the Ministry of FgreiAffairs. At the beginning, both
the EU and UN lists were forwarded domestically. to.....but no steps have been
taken to make sure the final end-user had recethedlist and had checked the
ownership of assets managed by the entity. ThelCaethorities take the view that the
information is now available on-line and that it up to the financial (and other)
institutions to keep themselves informed.

104



338.

339.

340.

341.

Resolution 1373 (2001)

This is implemented in a similar way in the CzeatpBblic as S/RES/1267 (1999).
With regard to S/RES/1373 (2001), the obligatiorire®ze the assets of terrorists and
terrorist entities in the European Union through u@@l Common Positions
2001/930/CFSP (Common Foreign and Security Poley) 2001/931/CFSP. The
resulting European Union Regulation is Council Ragion 2580/2001. It requires the
freezing of all funds and economic resources bef@ndo persons listed in the
Regulations and the prohibiting or making availabléunds and economic resources
for the benefit of those persons or entities. k& same way as RES 1267, the Czech
authorities consider the list is self executing.

The authority for designating persons or entities Wwith the Council of the European
Union. Any member State as well as any third p&tgte can propose names for the list.
The Council, on a proposal from the Clearing Hoestablishes, amends and reviews
the list. This list, as it applies to the freeziofgfunds or other assets, does not include
persons, groups and entities having their root$n metivities and objectives within the
European Union (European Union internals). Europdaion internals are still listed in
an Annex to the Common Position 2001/931/CFSP, evlieey are marked with an
asterisk, showing that they are not covered byfitbezing measures but only by an
increased police and judicial co-operation by thember States. National legislation is
required to deal with European Union internals.

The criteria of SR.III

Criteria 11l.1 and 111.2 require that a country sta have effective laws and procedures
to freeze without delay terrorist funds or othesedsof persons designated by the
UNSC under Resolutions 1267 and 1373.

It is difficult to assess whether the EU regulasi@ame (considered as) self-executed in
the country and whether entities in the industiy éatitled and committed to apply
directly freezing measures. Discussions with theape sector have revealed limited
awareness and commitment in this respect. Instead;zech authorities indicated that
the freezing of funds are basically applied eiiihethe course of criminal proceedings,
or under the AML Act:

. Section 79a of the Criminal Procedure Code provittes if known facts
indicate that funds in the bank account are detexthio be used, or were used,
for the commission of an offence, or are proceedsfcrime, the chair of the
panel (or the public prosecutor or the police irpgaratory proceedings) may
decide to secure such funds. This applies to fiahnmeans of both the
perpetrator and third persons. Then, the ownemnaicount cannot dispose of
frozen funds. The same mechanism applies to immased securities and to
non-banking financial institutions (Sections 79l &9c). The insufficiencies of
the current general penal law mechanisms have tsenssed under Section
2.3 above;

. in situations not related to criminal proceedirtps, freezing of assets and funds
may be ordered under Article 6 of the AML Act. Sinihie last amendment of
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343.

344.

345.

346.

the AML Act (which came into effect on 1 SeptemB604), the provisions on
the suspension of the execution of an order frachemt can be applied also to
transactions that have the objective of legaliding proceeds from criminal
activity with the objective of financing terrorisbut also relate to the financing
of terrorism from legally acquired funds. The suspen of a client order
(freezing of funds) is only possible for a totalripd of 72 hours. If the
suspicion is confirmed, the FAU submits a criminatification to police bodies
and the transaction is suspended for a furtheo@eaf three days to enable the
police bodies to decide on further steps in thegqdare.

It remained unclear whether until 1 September 20@¢hen the scope of the AML Act
was extended to CFT - the authorities had actedqgpireely together with the industry
to detect and “freeze without delay” the assetbstéd persons, and applied measures
based on the general criminal law. Since 1 Septerdb84, the Czech Republic
complies to some extent with this duty since aligdul entities are required to report
immediately and within 5 days at the latest (AMLtA@rt. 4) suspicious transactions,
the definition of which includes, under Art. 1 betAML Act

“the funds used in a transactiojthat] are intended for the financing of terrorism,
terrorist activities or terrorist organisations (.”.)

The evaluation team found that the approach foltbvby the AML Act is quite
limitative:

* it makes no general reference to assets held sopgrappearing on the
international lists, therefore, the effectivenekthe mechanisms relies a lot
on additional awareness-raising, explanations arid&iructions given by
the authorities;

» instead, it refers to (funds used m}ransaction intended fothis wording
excludes in principle the reporting of dormant far(dhere there has been
no operation/transaction), and possibly also asgeitsh are not funds.

Furthermore, although the broader referencehto financing of terrorism, terrorist
activities or terrorist organisationg to be welcome, it is not reflected in the cnali
law approach of terrorist financing contained it®&m 95 of the Criminal Code, which
is narrower. This could raise certain difficultiesrespect of the transition of measures
applied under the AML Act and then under the péegiklation.

The Czech Republic has no specific criminal sanetifor non reporting of STRs (the
Czech authorities take the view that the ML prawisi of Section 252a can apply in
some cases). The general sanctions contained liNtheAct and which are imposable

on the entity in case of non compliance with the @an be used. Since failure to report
is not criminalised (individually) in penal legisilan, the mandatory character of the
obligation to report has to rely on the internadatplinary arrangements of the entity
(see also the issue of sanctions under Sectior).3.10

Criteria 11.1 and 1.2 also require that assets de frozen without prior notice to the
designated persons informed. This requirement [wimmciple covered by the general —
and broad - confidentiality duty of art. 7 of théMA Act (see the developments on
R.14 under Section 3.7.1).
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348.
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351.

It also remained unclear whether measures have ta&en in respect of the issue of
requests from third States (criterion I11.3), anbether the Clearing House problem in
relation to European internals has been solvedarCzech Republic.

Regarding criterion [ll.4, measures to freeze assamder the United Nations
Resolutions must apply to funds or other assetsedvar controlled wholly or jointly
directly or indirectly by the persons concerned,etnd to funds or other assets derived
or generatedrom funds or other assets owned or controllegingh persons. The two
European Regulations make no mention of the elesnanderlined. Therefore the
definitions of terrorist funds and other assetsjexttbto freezing and confiscation
contained in the regulations do not cover the dutent of the definitions given by the
Security Council (or FATF) — in particular the rantiof controlof the funds does not
feature in Regulation 881 / 2002, in particulare tBuropean Union Regulations
implementing S /RES/1267(1999) simply direct theefting of all funds and economic
resources belonging to, or owned or held by, arahtar legal person, group or entity
designated on the list [ Article 2 (1) ]. Howevielis prohibited to make funds available
directly or indirectly to or for the benefit of atural or legal person, or group, or entity
designated on the list [Article 2 (2) ].

Turning to Criteria IIl.5 and 111.6, these requifeom countries to have effective

systems for communicating actions taken under tieezfng mechanisms to the
financial sector and / or the general public imragsly. Particular measures to inform
the public at large and the industry, to strengthiem dissuasive effect of the CFT
mechanisms, have not been taken in the Czech Remud it seemed that there was a
heavy reliance on the fact that obliged entitiesuldocheck the EU lists regularly.

Guidance is very much needed for the obliged estitias it turned out during

interviews held on site.

Criterion 111.7 requires countries to have in plaeffective and publicly known
procedures for unfreezing (in the case of mistakes namesakes). Formal de-listing
procedures exist under the European Union mechanidoth in relation to funds
frozen under S/RES/1267 (1999) and S/RES/1373 (2(adr Resolution 1267, the
European Council Regulation N°. 881/2002 provided the Commission may amend
the list of persons on the basis of a determinabgnthe United Nations Security
Council or the Sanctions Committee (Article 7). F&esolution 1373, (EC)
N 2580 / 2001 provides that the competent autlesritif each member State may grant
specific authorisations to unfreeze funds aftersotiations with other member States
and the Commission (Article 6). In principle, there, a person wishing to have funds
unfrozen in the Czech Republic would have to tdie matter up with the judicial
authorities who then would turn to the Ministry lebreign Affairs who, if satisfied,
would take the case up with the Commission and therUnited Nations. The same
procedure would apply to persons or entities ingdwdly affected by freezing upon
verification that the person is not a designatadqg since the Czech Republic has no
listing/delisting mechanism of its own (criteridih 10).

Turning to Criterion 1l.9, there are no specificopisions in EC No. 881/2002 for
authorising access to funds frozen in accordantke S/RES1267 (1999). There is a
specific procedure in EC No. 2580/2001 (implement8/RES 1373) for release of
basic expenses and related costs and applicatist bai made to the competent
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353.

354.

355.

356.

357.

authority of the member State in whose territosy filnds have been frozen (Article 5).
In the Czech Republic, these issues are dealtuwitter the Criminal Procedure Code
and the evalutors understood that these decisientaken by the judicial bodies on an
ad hoc basisince there was no specific national legislatiosdwer those issues at the
time of the on-site visit.

Freezing, seizing and confiscating in other circtanses

The general criminal law framework and mechanismsezure and confiscation have
been discussed earlier (see also Section 2.3). ddwestitute to a large extent the basis
for measures under SR.III, pending the adoptionaofyeneral new law on the
application of international CFT sanctions.

The rights ofbona fidethird parties (criterion 111.12) are protected amting to civil
law rules. Under the criminal proceedings, the giadi authorities secure the entire
property, irrespective of ownership rights of thpdrsons. Ownership rights of third
persons cannot be claimed before the public préseou chair of the panel of judges
in the course of criminal proceedings, but onlyspant to civil law rules. Even if such
a third person requests the exclusion of certamdgoor means (funds) from frozen
property, a public prosecutor or chair of panellsidvise the person that such request
cannot be taken into consideration, and refer remii civil proceedings, where his/her
bona fide ownership right may be claimed by cigilvlaction éction for recoveryor
action for determination

The Czech authorities consider (see excerpt fraa\AP 2004 above) that the issue of
domestic and European measures on the protectiathirof parties’s rights in the
context of international CFT initiatives needs &rb-considered.

Monitoring

General monitoring (criterion 111.13) is ensured the Ministry of Interior, by virtue of
the NAP which is a detailed and comprehensive decuroontaining references to the
implementation of all relevant instruments. Howevepresentatives of the Security
Police Department met on site underlined that th&y no coordinative responsibility.
The Intelligence Service also interacts with foreigounterparts and collects
information from abroad which was useful to detactivities of religious integrist
groups who were involved in operations in relatiath the Czech Republic.

On a more operational level and as regards chetk®mpliance in the field, the
responsibility lies in principle with the supervigdbodies responsible for ensuring the
implementation of the AML Act, including the FAU.

The sanctions available to date for non compliareetherefore those contained in this
text under art. 12 (fines) and 13 (withdrawal dicgnse) in particular. Fines can be
imposed by the Ministry of Finance/the FAU as wagl all the supervisory bodies —
which broadens in principle the level of contrgland the withdrawal of a licence can
be initiated by the Ministry of Finance/the FAU.€élssue of sanctions is discussed in
detail under Section 3.10 of this report.

108



358.

359.

360.

361.

362.

363.

2.4.2

364.

365.

There are no further, specific sanctions in thecBzepublic in case of non compliance
with the international freezing requirements, amelfailure to report is not criminalised
in the Czech Republic, apart from serious casesiwhiould probably fall under the

general rules of complicity. Furthermore, sanctiomsler the AML Act can only be

imposed on the reporting entity, not

Additional elements, statistics, effectivenéRs32)

The Czech Republic keeps no detailed information amn ongoing basis of the
occurrence of measures applied in respect of CHFdezing, applied either
spontaneously by the industry as a whole or byah#horities following their own
inquiries/investigation.

The Czech authorities, as indicated in the intréidacto this report, acknowledge that
the country has on occasions been used as a basansit area for certain terrorists.
But, as they say, “there has been no proven casgrofist financing until now”.

During the discussions held on site, it was saat the preventive system had led to
two recent reports made by a bank and by a factanycerning transactions related to
persons listed by the EU. The funds were frozen édiately for a period of 72 hours
and the cases were sent to the police for furtmezstigation. These cases have been
communicated to the EU. 6 earlier cases had belemigad in the same way to the
financial police but there has been no evidencdasoof terrorist involvement. No
information regarding the amounts concerned islavi.

There is no information available that would allawassess to what extent the industry
complies with the reporting duty related to CFT. e@ll, most interlocutors
representing the industry stressed that there éas little communication and above all
guidance efforts to help them comply with the CIEparting and freezing duties. It is
the examiners’ view that this is an issue that d@ealverely undermine the impact of the
measures in place.

Finally, representatives of the CNB acknowledgeat tihhe banking sector (which is
assumed to be quite advanced in terms of compliandemeans — including technical
capacities) have not carried out checks relatedlder clients and transactions, the
information storage tools (often inadequate IT $camhd reliance on paper files) making
controls particularly difficult in their respect.

Recommendations and Comments

The Czech authorities underline that the situaisonot satisfactory at both domestic
and European level, when it comes to implementihg international sanction
mechanisms under the UNSC resolutions.

The situation is made worth in the absence of aptehensive domestic law that could
fill the gaps and impose not only a clear genergy do freeze assets held by the
designated persons. A new law on sanctions is bglengned, and as indicated in the
introductory part, the Ministry of Interior has timited discussions about establishing a
mechanism that would enable the authorities indgdie police, to gather information
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necessary for applying temporary measures in réspiedinancial assets on bank
accounts in a speedy manner.

366. The evaluators encourage the authorities to comple work undertaken in these
directions.

367. For the time being, the country relies mostly om BU regulations and the good will of
the industry, and on the AML Act, the scope of wiweas extended in 2004 to FT. The
evaluators commend the Czech authorities for thafortunately, they feel that the
reporting duty that would trigger the freezing meas is not designed in a way that
would allow to detect all assets held in the Czd&dpublic by listed persons.
Furthermore, a lot needs to be done in terms ofe@vess raising.

368. It is therefore recommended to:

* proceed with the improvements needed and alreasiytifted in the NAP
and theAnalysis of the Legal Powers of the Intelligencevi8es and the
Police of the Czech Republic, that are Needful dmn@lete Their Tasks in
the Fight against International Terrorism

» address together with the European partners theigape EU regulations

» complete the work for the adoption of a general éstc law on the
implementation of international sanctions that wioatidress all those gaps,
or at least those that cannot be filled at EU level

» adopt guidance and information initiatives for theéustry and the public on
CFT issues and the reporting/freezing duty

» carry out an analysis of the effectiveness of @porting/freezing duty

 amend the AML Law to broaden the reporting dutyatbassets held by
persons listed, and not just funds involved ingeantions, and to ensure the
applicability of dissuasive sanctions also in casewon-reporting of such
assets.

2.4.3 Compliance with Special Recommendation 11l & 32

Rating Summary of factors underlying rating

SR.III PC Loopholes in the EU and Czech regulations and reed genera
domestic law to fill the gaps due to over-reliamceEU regulations
lack of guidance and information to the industryd ahe public in
general; interrogations as to the effectivenesdetéction; insufficien
coverage of FT in the AML Act (including lack ofrgdions in case of
non reporting); in any event, the system is corntfdrnwith practica
difficulties that hinder the retrieving of informah on existing of
older customers, earlier transactions etc.

R.32 LC A report is drafted annually that addresseshe insufficiencies in a
frank and open manner;
But no figures available on assets frozen spontanesly by the
industry as a whole; some information is availablgor proceeds
reported to the FAU but it is not kept in a system#&c way; no
detailed information available showing the effectieness of the
freezing measures (e.g. level of compliance of thmdustry,
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‘ number of unreported assets).

Authorities

2.5

251

369.

370.

371.

372.

373.

The Financial Intelligence Unit (FIU) and its functions (R.26, 30 & 32)

Description and Analysis

Recommendation 26

The Financial Analytical Unit (hereinafter FAU) wastablished on 1 July 1996 as an
administrative FIU under the umbrella of the Mirysbf Finnace. The legal basis for

the activity of the FAU is the AML Act (Act No. 6af 1996 Coll. on some measures
against the legalisation of the proceeds of crirmel @n the amendment and
supplementation of connected Acts). The organisatibthe FAU is regulated by a

decree of 24 June 1996.

The FAU is at the origin of two important by-lawBecree 343 of 2004, which
stipulates the specimen of the Form pursuant t&l&rb paragraph 5 of the AML Act
(cross-border reporting) and Decree 344 of 2004¢hvhives more details to reporting
persons as regards the fulfilment of the STR rémpbligation (including of the STR
requirements). These texts replaced earlier vessdbneporting instructions and forms.

Article 10 of the AML Act provides for the respohbsities of the Ministry of Finance
in respect of the implementation of the Act. Althbuthe FAU is not explicitly
mentioned, it is understood that — by virtue of Bexree of 24 June 1996 - Article 10
refers to it. Thus, the FAU has the duty and power

supervise all financial Institutions and other sabjobliged) persons.

sanction non observance of the regulations cordainghe AML Act by all obliged
institutions.

disseminate reports concerning suspicions to latereements agencies for further
investigations

request information in connection with its dutiesnh any Government department and
from any law enforcement agency in the Czech Requbl

request information from financial institutions amoither reporting persons.

co-operate and exchange information with foreiganterparts on the basis of mutual
agreements. Co-operation can also be given evetheirabsence of a treaty of a
convention.

The functions of the FAU go beyond those requirgctctiterion 26.1 as they include
also supervision over all the obliged entities.

Reporting forms have been made available for bla¢hréporting of STRs and cross-
border movements of cash and other financial insnts, precious metals and stones
etc. The FAU has issued three (3) CD ROMs concgrmdML reporting and
typologies/methodology for assistance of finandiatitutions and other reporting
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375.

376.

377.

378.

bodies. It also organises a seminar once a yedr @dtnpetent authorities where
numerous factors, including reporting, typologi¢s. @re discussed. According to the
Czech authorities, banks are the institutions naireisk of money laundering. To
counter this risk the FAU, through the Czech Baglssociation, at least twice a year,
informs banksabout the modalities of reporting, present treindghe area of ML and
the activity of the FAU. However, during the int&ws conducted on site, most
representatives of the various obliged entities mlamed about the lack of guidance
given to them by the FAU and other supervisors/cetemmt bodies. This was
particularly striking for the non-banking sectospecially DNFBPs. The latter, even
though many are newcomers to the area of AML/CE@uire to have more guidance
from the FAU, their supervisor or SRO (criterion26 Particularly, there is a need for
more FT-specific initiatives.

The FIU has access to financial, administrative ¢ enforcement information
(criterion 26.3 and 26.4). As regards financialomfation, banking and commercial
secrecy is not opposable to the FAU. The obligadgre has the obligation to inform
the FAU upon request, within the deadlines deteethiny the FAU, of any information
about the transactions to which the identificatodoligation refers or about which the
FAU is carrying out an investigation. It shall subndocumentation on these
transactions or allow authorised employees of tA& Fverifying the notification or
carrying out control activity to have access tomhand it shall provide information
about the individuals involved in such transacti¢hgicle 8 para 1 of the AML Act).
As regards tax information, the FAU may during aweistigation request information
from the whole tax proceedings from the tax adniater if the matter cannot be
sufficiently clarified in any other manner ArticBepara 2 of the AML Act). Information
is available within the deadlines set by the FALiJ &n case of urgency, the latter can
(and does) send a staff on site to colleét it

As regards administrative and law enforcement médron, it is mostly available upon
request. The Police of the Czech Republic, intefice services, state administration
authorities and other state authorities are obliggatovide the FAU with the necessary
information for the enforcement of its powers parsuto the AML Act, if a special Act
does not forbid them to do so (Article 10 para Shaf AML Act). Earlier limitations
regarding access to tax information were abolishe&200.

As regards information held by DNFBP, there are eswastrictions, in particular files
of lawyers. Access to that kind of documentatioqurees the approval of the Bar
Association.

In general, the FAU representatives met on site mid complain about undue

restrictions regarding access to information, whgch in any event - broader than that
of the police which often goes through the FAU Ibain information needed either for

a specific case forwarded to them by the FAU or ttee purposes of their own

financial/ML investigations (criterion 26.5).

The major practical limitations are the same fdrimlestigative bodies of the Czech
Republic: access to information on holders of beahares, access to information on

SSFurthermore, after the on site evaluation, the eton line network between the FAU and the bamdcaine
operational.
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multiple accounts belonging to/opened under theenafra given person (due to lack of
a central register of bank accounts) etc. (seeé@®e2t6 underneath).

According to Art. 6 of the AML act, a transactiansupended for a maximum time of
72 hours and the FAU has to carry out the prelinyinanalysis and
enquiries/investigations during that deadline, raftdich the transaction is normally
executed. The representatives of the FAU indic#tad this time frame was sufficient
in practice. Police representatives stressed tikwing their request, the FAU had
recently shortened the time needed for the analysis

The structure of the FAU has undergone changesnaus occasions. The Unit started
its activities in 1996 as an “independent divisi@i’the Ministry of Finance and was
directed by the Deputy Minister of Finance, tilFebruary 1998. From this date, the
Minister of Finance directed the FAU himself. ThAUF became a department with
three divisions on 1 May 1998: Data Collection @rdcessing Division, Analytical
Division and Legal and International Division. Tlsigucture was changed on 1 August
1999, when the FAU created four divisions: Datal€xion and Processing Division,
Analytical Division, Legal and Inspection Divisioand International Co-operation
Division. The last change in the structure was aqladuary 2005. Since that date, the
FAU is again, directed by the Deputy Minister anhblds three divisions: 1) Division of
International Co-operation, Data Collection anddessing; 2) Analytical Division and
3) Division for Analysis in Non Banking Sector, lagViatters and Inspections. The
successive changes of direct ministerial autharitgr the FAU do not seem to have
raised controversies regarding the FAU’s indepeoéen autonomy. The Head of the
FAU is appointed by the Minister of Finance withogpecific term. He enjoys
employment protection under the general labour (dve Czech Republic has not
adopted a general civil service law yet). The auri¢ead has been in place since 1998.
The FAU has its own budget for the purchase ofvsan® and hardware, maintenance
of the hardware, data security and the physicalrggof the unit. The staff of the FAU
is paid from the budget of the Ministry of Finan€uverall, bearing in mind criterion
26.6 and for the sake of clarity, the examinergelelthat measures might be needed to
better guarantee the FIU's operational independera® autonomy — including as
regards the appointment of the Head.

Article 7 of the AML Act regulates the confidenttsl of information gathered by the
FAU in pursuance of the Act and in the course sfaittivities. Although the FAU is
part of this Ministry, it has to be technically septed from other workplaces of the
Ministry of Finance. Internally, it is required &pply organisational, personnel and
other measures so as to guarantee that the informatquired through its activities
does not come into contact with any unauthorisédsiduals, according to Art. 7 para
2. The access to the FAU's premises is securedt@n@&AU has its own information
and data-processing system. Art. 7 (para. 2) alpmses a general confidentiality duty
upon the employees of the Ministry. The duty appldso after termination of the
employment relationship. Art. 7 (para. 6) also tatgs the use of information:
“information collected by the Ministry pursuantttds Act may only be used otherwise
in proceedings before the authorities mentionguhirmgraph 4”. This last para. refers to
a wide range of circumstances and authorities whach information gathered by the
FAU can be made available. This is in line with #perit of criterion 26.7, although it
was not fully clear to the examiners which areittstitutions of para. 4 covered by the
concept of “authority” used under para. 6, the ferralso referring indirectly to other
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383.

384.

385.

386.

387.

388.

bodies and individuals (notably those working faupervisory body mentioned under
art. 8 para. 3). In this context, one may also veorabout the adequacy of the drafting
of the first sentence of Art. 7 para. 4 (“it is nmissible to invoke the obligation of
confidentiality (...) against...”). This exception dems theoretically the FAU from a
certain level of discretionnary control over the @ the information, e.g. in case the
circumstances of the request would raise certaspisions as to the real motivation of
the applicant authority/body. This is probably edfetical consideration but perhaps a
reversal of the principle (“the FAU may disclosémmnation to...”) would introduce a
better balance between the need to protect infeoméaield by the FAU and the needs
of other authorities/bodies.

As indicated earlier, the AML Act does not referphsitly to the FAU, but to the
Ministry of Finance. For the sake of clarity, artsleto ensure the existence of the FAU
in legislation, the Czech authorities should pratidy include in the AML Act explicit
references to the Financial Analytical Unit.

The FAU does not release periodic public reportsegsiired by criterion 26.8 and its
representatives acknowledged this insufficienckgessting that the existing workload
was already quite heavy. They indicated that waoloh publish a first such repdtt

The FAU has been a member of the Egmont Group 4i98&.

Its representatives stressed that the Egmont G&tagement of Purpose and its
Principles for Information Exchange are recognised applied. In particular, they

indicated that the FAU can cooperate with any otiape of (police or administrative)

FIU and that a formal agreement or memorandum détstanding is not a prerequisite
to exchange information with foreign counterparts ather agencies dealing with

AML/CFT. This is in line with a broader reading Aft. 7 para 4f) , which specifies

that the confidentiality duty does not apply aghitise relevant foreign authority in the

handing over of information that serves to achignepurpose stipulated by this Act, as
a long as a special legal regulation does not doithi The examiners were advised on
site that there is no such special regulatory lpnéventing exchanges of information
with foreign FIUs.

Recommendation 30

The functioning of the Financial Analytical Unit isgulated by a Decree of 24 June
1996, as subsequently amended.

Although being an integral part of the Ministry Bfnance, the FAU has its own
premises, facilities and equipment, which have msgjvely been improved over the
years. The FAU has its own IT system which allowgoi store and process the
information received. The volume of informationea@d according to the AML Act is
reasonably important as the Czech reporting sysenostly based on STRs.

As indicated earlier, the internal structure of B#J has changed over the years. Since
1 January 2005, it comprises three divisions: Midn of International Co-operation,

€0 After the visit, the Czech authorities advised tihe FAU releases since 2006 a periodic repotthenwvebsite
of the Ministry of Finance informing the public alidts activities, new AML/CFT legislation and nemends of
ML/FT. The first report produced covers the perd@96-2005. Future reports will be released on amakhbasis.
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Data Collection and Processing; 2) Analytical Dimsand 3) Division for Analysis in
the Non Banking Sector, Legal Matters and Inspestid his last change was motivated
by the need to better take into account non-bapdrtimg entities.

The FAU is presently composed of 27 personnel, viscone less compared to the
time of the second evaluation round. The examinene advised on site that a recent
audit had suggested to limit the staffing for budgereasons and there were fears that
the FAU would not be able to retain all the curngositions. Bearing in mind the recent
increase in the number of obliged entities, the ewtbmpetencies of the FAU
(including supervision) as well as the increasingnber of STRs received in recent
years, the examiners felt that the number of sta#ded in fact further increasing to
enable the FAU to effectively and efficiently carowt all its designated duties. In
particular, part of this staff will need to be marneolved in looking closer at under-
reporting sectors, providing guidance and orgagis@wareness-raising events,
producing an annual report and therefore doing mtregegic analytical work also on a
more regular basis, maintaining a well documentadrinet presence, strengthening
cooperation etc.

For the time being, the statistics available comogy on-site inspections (see below)
are far from being impressive (31 controls over Bhgears 2000-2004, of which only
one was done in 2004).

Also, the FAU is sometimes perceived in the Czedpu®lic with mixed feelings.
Whilst some interlocutors stressed the professiemaind level of expertise of the Unit,
others like the police — who work closely on thesesa generated by the FAU —
complained about the relevance of the cases seiieto and the added value of the
preliminary analytical work done. The causes of tpotential issue are difficult to
assess within a few days spent on site and beyeadexaminers’ reach (staffing,
working methods, motivation etc.?). From what teant heard on site, training is
provided or available on a regular basis to memlsrdhe FAU and working
tools/sources of information seemed adequate. iShige needs to be looked at by the
Czech authorities/the management of the FAU.

For the sake of fairness, it must be said thateépeesentatives of the judiciary spoke in
similar terms of the police and prosecution serviaad mentioned their limited ability
to generate ML cases of significant importance.

Recommendation 32

The FAU maintains comprehensive statistics on matevant to ML. The following
data concerning STRs and their origin was maddabiaiby the Czech authorities:

Year Number of STRs Number of criminal complains
sent by the FAU to the Police

2000 1920 103

2001 1750 101

2002 1264 115

2003 1970 114

2004 3265 103
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Type of the obliged person STRs

2001 2002 2003 2004
Banks 1408 1122 1793 3083
Insurance companies 25 19 39 73
Money remitters 53 27 39 71
Lawyers - - - 3
Exchange offices 3 4 6 4
Securities market 235 169 69 6
Real estate agencies 3 - - 2
Pension funds 1 9 5 3
Leasing Company 1 - - 2
Casinos - 1 1 -
Auctioneers - - 1 2
Other supervisory bodies 12 7 15 13
Customs General Directorate 1 - - 1
Liquidator - - - 1
Foreign FIUs - - - 1
Others 9 21 2 -
In total 1751 1379 1970 3265

394. For a few years now, the FAU has also been maingistatistics related to the cross-
border movements of cash and other assets anatherence of sanctions imposed for
non reporting:

Statistic on Cash Cross-Borders Reporting (Numbegqmorts received by the
FAU from the Customs)

Year Number of reports
2000 1016

2001 973

2002 971

2003 1389

2004 1419

Number of sanctions imposed for failure to reporo§s-borders)

Year Number of sanctions
2000 24
2001 36
2002 21
2003 66
2004 12

395. The following figures are available concerning th&écome of STRs received by the
FAU:

Criminal reports (based on STRs) sent by the FAthéoUnit for Combating Corruption and
Major Economical Crime
2001: 101 reports concerning 116 persons
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2002: 115 reports concerning 133 persons
2003: 114 reports concerning 148 persons
2004 (until June 30) 29 reports concerning 37 perso

Criminal reports (based on STRs) sent by the FAth&lllegal Proceeds and Tax Crime
Unit
2004 (from July 1): 73 reports from FIU

The Unit for Combating Corruption and Major Econoati Crime initiated criminal
proceedings on the basis of the reports on STR

2001: 32 cases with 43 suspects

2002: 28 cases with 34 suspects

2003: 72 cases with 97 suspects

2004 (until June 30): 27 cases with 34 suspects eéages with 5 suspects (criminal
proceedings initiated not on the basis of repont$S®R but on the basis of own findings of
the unit)

396. The FAU also keeps figures related to its superyifanction.

Number of on-site inspections conducted in years Q0 — 2004:

Year Number of controls
2000 14
2001 5
2002 6
2003 5
2004 1
In total 31

Number and amount of fines imposed by the FAU in amection with its
control activity for the years 2000 — 2004:

Year Number of fines Amount of fines imposed
2000 3 3 mil. CZK (100.000 EUR)
2001 14 12 mil. CZK (400.000 EUR)
2002 33 30 mil CZK (1 mil EUR)
2003 4 0,65 mil CZK (21.700 EUR)
2004 - -

In total 54 45,65 mil CZK (1,522.000 EUR)

397. There was no breakdown available as to the typerwhinal activities/proceeds
underlying STRs filed with the FAU. But as indicatm the introductory part of this
report, tax criminal offences are a particular ésssince they are involved in the STRs
most often and subsequently also in criminal prdoegs initiated by the FAU.

398. Globally, the situation is satisfactory as regattus level of statistics kept under the
present Section.
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2.5.2

399.

400.

401.

Recommendations and Comments

The FAU appears to comply quite well with its dati@he FAU has now aquired a
certain experience and its working methods aredgie@nproving.

This being said, the analytical work is occasionglerceived by the police as being
further improvable and this possible issue needetexamined.

There are also new trends and demands that are takien into account, which are
connected with the need for greater transparenay public accountability, for
guidance including on new issues connected withARK/CFT requirements. Also,
the list of obliged entities is constantly expamglivhich creates an additional burden
of work when it comes to developing a dialogue witbse sectors, making them aware
of and explaining their duties, supervising commtia with AML/CFT requirements etc.
It is therefore recommended:

to refer explicitly to the FAU in the AML At

to consider the need for better guaranteeing, atutry rules, the autonomy and
independence of the FIU (including its Head)

to provide more guidance on AML/CFT issues, witlrtipalar focus on the non-
banking sector

to publish a periodic report on the FAU’s activitiand AML/CFT issues, including
statistics, typologies and trends; this report woexplain the importance, difficulties,
and the commitment entrusted to the FAU. This wdwlp the Government and the
public understand and appreciate the importancsidi a unit and thus there would be
a justification to allocate further funds for eguipnt and staffing to the Unit.

to increase the staffing of the FAU to enable icope effectively with the multiplicity
of tasks

to analyse the possible reasons for the percengdfficient quality of the analytical
work done on cases forwarded for further invesiigaand to take remedial measures
as appropriate

to consider amending Article 7 of the AML Act, whicovers various issues including
the sharing of information held by the FAU domeaticand internationally, to make it
more accurate and enable the FAU to exert someetisoary power when sharing
information.

o

253 Compliance with Recommendations 26, 30 & 32
Rating | Summary of factors relevant to s.2.5 underlying ovall rating

R.26 | LC Insufficient guidance to the non banking sectorAdiL, and on CFT for
all sectors; no annual report published regularmprovements possibly
needed as regards the drafting/accuracy of Arficlef the AML Act;
possible need to better guarantee statutory autpdiine FIU

R.30 | PC The FAU appears to be under-staffed given the wadge of duties; nee
to review the possible reasons for the perceivetfiitient quality of
analytical work done by the FAU

R32 | C

®IThe FAU is explicitly mentioned in the revised AMAct of 2007; the Czech authorities expect it toeerinto
force on 15 December 2007
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2.6

26.1

Law enforcement, prosecution and other competent wthorities — the
framework for the investigation and prosecution ofoffences, and for confiscation
and freezing (R.27, 28, 30 & 32)

Description and analysis

Recommendation 27

Law enforcement units

402.

403.

The police is the main authority that has respalitsidor ensuring that ML and FT

offences are properly investigated. This includes ¢riminal police (Criminal Police

and Investigation Service — CPIS) through its sgdesgd sub-structures, which will be
examined below.

Besides, the Intelligence Service is also involtedsome extent in AML/CFT, but
mostly in respect of intelligence-based work (tikap check the background of persons
on behalf of a licensing/supervisory body or theUFfk case of suspicions of FT-
related funds etc.).

The lllegal Proceeds and Tax Crime Unit of the CPIS

404.

405.

The lllegal Proceeds and Tax Crime Unit (the sdedalFinancial Police”) was
established in 2003 and commenced its activitiekiip 1 2004. By setting up this Unit
the Government declared its intention to intensifg fight against the most serious
cases of tax crime, customs offences, and any efrékated most serious forms of
economic crime, including the financing of terramist law enforcement level. The
Unit has a nation-wide competence and is respanglbkctly to the Deputy Police
President for Criminal Proceedings. The Unit idfethby approximately 300 persons
and is headed by the Director and two Deputy DinesctThe headquarters is in Prague,
other territorial branches are located in BrnogR]Zstrava, Ceske Budejovice, Hradec
Kralove and Usti nad Labem.

It consists of various subdivisions and in partcuh Proceeds of Crime and Money
Laundering Departmenta Strategic Expertise and Methodology Departnar an
International Co-operation and Terrorist Financ8egtion The Proceeds of Crime and
Money Laundering Departmens divided into the Proceeds of Crime Section
(comprising the Proceeds of Serious Crime and EmarCrime Group and the
Proceeds of Drug-Related and Organized Crime Growgich it corresponds to the
former division within the Corruption and Financi@time Detection Unit), and the
Money Laundering Section (with an Intraterritori@roup and the Extraterritorial
Group). The International Co-operation and TertoRsancing Section establishes
contacts with foreign entities where a flow of ficgal means through more countries is
presumed; furthermore, it ensures internationapecation in the field of policing and
police education and deals with the issue of fimanof terrorism in relation to foreign
countries.
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406.

407.

The Czech authorities stressed that the Unit'sviiets are focused on combating,
detecting and investigating money laundering, wilkadng proceeds from crimes,
combating and detecting terrorism financing andestigation of the most serious
economic crimes (tax crimes). The unit collects amks economic and other
information for a consequent evaluation with resgecthe potential investigation of
the most serious crimes in the economic and relateds. In the area of money
laundering the unit detects, analyses and providesstigation of predicative and
associated crimes with the main aim to seize pax@&®m crime and to affect and to
destabilize groups with the impact in the Czechu®ép — the Unit detects, seizes and
documents assets owned by perpetrators of seriooes and assets derived form
serious crimes committed and submits proposalsn¥estigative, prosecuting and
adjudicating bodies to seize it or it seizes theetss based on its own decision in
accordance with the law; such activities are cdrioeit in the field of combating
legalisation of proceeds of crime upon request mhgeunits with nation-wide
competence or, in justified cases upon request rhgdegional police units based on
prior agreement made by police officials. It alsmi\aely cooperates in detection and
documentation of assets of persons and of proadfesisious crime and takes measures
to seize them based on request made from abroacbninection with rendering
international legal assistance.

It was also indicated that the Financial Policewdraip tactical and strategic analyses
and evaluations of the security situation as regjthrd causes and paterns of tax crimes,
legalisation of proceeds of crime and financing tefrorism and presents to the
competent state administration bodies proposalsessures to prevent such crime.

Unit for the Detection of Organised Crime, CPIS

408.

4009.

This Unit has a nation-wide competence in the fadlthe fight against organised crime
and terrorismlt consists of :

- five central operational departments responsiblethie Deputy
Director (Violent Crime Department; Arms, Explossvand ABC
materials Department; Trading in Human Beings Depant;
Criminal Groups Department, Counterfeiting Deparitheand six
regional offices responsible to Deputy Director;

- the Terrorism and Extremism Department, responsiiéctly to the
Director. This Department coprises a counter-tesnorsection and
the Counter-extremism section.

The main duty of the Terrorism and Extremism Daparit (Counter-terrorism

Section) is to monitor, document and disclose susgeand illegal activities, to take
proactive and reactive measures, based on intetl@@nd information gathered from
its own and other sources, to disclose terroribfesiis and bring them to justice. The
department:

cooperates in investigating attacks and exposidiiiadal terrorist networks within the
framework of international police cooperation;
screens the presence of persons or organisatiespeced from terrorist activities and
their possible activities on the territory of thRC
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410.

cooperates with the Service of Alien and Bordetideoin checking persons at border
crosses and in granting visa;

provides for information service and investigatioh mass destruction weapons
proliferation;

provides for information service for NATO actions;

cooperates with the Office of International Relatiand Information and the Security
Information Service in areas concerned;

provides threat assessment and co-ordination ofuriggc checks concerning

governmental subjects, foreign diplomatic represons and dignitary protection. It
also includes investigation of anonymous letterd gvhone calls threatening

governmental subjects and foreign dignitary vigits co-operation with Protection

Service);

participates in investigation of bomb attacks tlaekground of which is not based on
organized crime, but on extremist activities;

provides National Rapid Response Unit (URNA) wittt@ssary intelligence in case of
terrorist incident

carries out general threat assessment concernirggisé threats to the territory of the
Czech Republic

The Counter-terrorism Section is involved in conmmatterrorism fundraising in the
framework of disclosing and investigation subjesuispicious of links to terrorism. In
addition to co-operation (exchange of relevantrimi@tion) internally with other bodies
involved in the fight against terrorism (law enfengent bodies, intelligence services
and Prosecutor’s Office), the ,organised crime daitthe service of criminal police
and investigations/counter terrorism section” ce+apes with foreign anti-terrorist
agencies, EU working groups and foreign liaisoncefs posted in the Czech Republic.

Unit for Combating Corruption and Financial Crimé the CPIS

411.

412.

On 1 April 2003 in connection with the reorganisatiof the Police of the Czech
Republic two Police Units — Unit for Combating Qgution and Major Economic
Crime of the Criminal Police and Investigation Seevand the Financial Crime and
State Protection Office have been merged into a oew — Unit for Combating

Corruption and Financial Crime of the Criminal Beliand Investigation Service.

The unit’s activity is focused on detection, docutagion and investigation of the most
serious forms of economic and financial crimes aaduption. The unit is focusing

also on monitoring and analysis of illegal finah@perations, suspicious activities and
serious forms of economic crimes committed on thpital market. The Unit has a
nation-wide competence and it has territorial agemnin districts.

Prosecution bodies and access to information andegce

413.

The involvement of the prosecution service is regfiiat an early stage of the
investigation, since — as indicated earlier in tléport — the police alone has only
access to public information (and to tax informatgince more recently). The opening
of a formal investigation at an early stage enalhesinvestigators to have access to
commercial, banking and other information and doent® needed for ML
investigations. The opening of a case does notinequhigh standard of quality of the
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414.

415.

416.

417.

418.

preliminary information available: it can be done the basis of an information
received from abroad or provided through the media.

The police can also obtain the information throtigl FAU, particularly where a case
was submitted by the latter.

Depending on the seriousness of a given case dtte df sanctions, the categories of
offences with serious consequences, and certa@d lsffences) it would be handled (in
first instance) by either of the 4 levels of pragecal services attached to the
corresponding competent court: district prosecatant, higher prosecutor’s
offices/court, Regional prosecutors’ offices/couetnd the Supreme Prosecution
offices/Court.

On site, the examiners heard varying interpretatioh this competence system in
relation to ML. According to some interlocutorsMi case it could be dealt with by
the district prosecutor, but if the case involvedisities, or an amount of assets above
CZK 500,000, it would be a matter for the proseutttached to the Regional court.
Likewise, if the assets exceed CZK 50 million, loe trime was committed by a bank
or a broker and the damage exceeds CZK 100 milttmncase would be dealt with at
the level of the High Court. According to otherarbcutors, ML is not among the
categories of offences that qualify for the compeg¢eof prosecutors and courts other
than those of district level (it would thus be driby a judge of that level, without
specialisation in criminal mattef8)

In any event, the examiners found this system -elwihesults from Section 17 of the
Criminal Procedure Code — quite complex.

It is permitted to waive an arrest warrant in thee€h Republic (criterion 27.2).
According to Section 159 b of the Criminal Proced@ode, as quoted by the Czech
authorities, it is possible to temporarily suspémel initiation of a criminal prosecution
if it is necessary for the detection of a crimiaativity committed to the benefit of a
criminal association or in case of an intentioname or for the detection of its
perpetrators. The police may suspend criminal aaiitth the consent of the prosecutor
for a period of two months (this period can be gngled under certain conditions). It
remained unclear to the examiners to what extectic®®e159b is also applicable to ML
and FT-related offences.

62 additional information provided after the visitdinated that:according to Section 15 of the Deakéhe
Ministry of Justice No. 23/1994 Coll., as amendém, special scope of competency of the High Prasegu
Offices is set as to include:

1: all intentional criminal offences:

a)

b)

<)
d)

committed in the course of activity of a bank, istveent company or investment fund, securities broke
insurance company, health insurance company, perfigial, construction savings company or savings
and credit cooperative, if damage caused by sUeimaéds was at least 100 million CZK;

of natural or legal persons committed in relatioithwinauthorized performance of activity of enstie
listed ad (a), if damage caused by such offencesatveeast 100 million CZK;

by which damage caused on state property or shigr@perty was at least 50 million CZK;

under Chapter Il or IX of the Special part of then@nal Code, if committed for the benefit of crimail
conspiracy (S. 89 para 17 CC) and further crimoféénces of misuse of authority of public official
under S. 158 CC, or criminal offences of bribemggeptance of bribe or indirect bribery under S. 60
162 CC, if committed in relation to detection (umenng) or investigation of criminal offences under
Chapter Il or IX of the Special part of the CrinliGode;

by which financial or economic interests of the &xean Union were affected.
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419. A translation of the provision was not available thee examiners but the Czech
authorities took the view that the provision algplées in relation to suspicions of a
criminal act connected with ML and FT.

420. As regards investigative methods available (cate2i7.3 and 27.4), the Criminal
Procedure Code provides for the following:

» Operations falling under Section 86 to 87b undex teneral Section
“Intercepting and opening of consignments, replacihem and keeping
them under surveillance”

* Intercepting and recording telecommunication openat (Sections 88 and
88a)

» Simulated transfers (Section 158c)

» Surveillance of persons and things, including Bctbnic means (Section
158d)

» Use of an [undercover] agent (Section 158e)

421. The last three techniques are regulated separayellge general provisions of Section
158b. Simulated transfers and Surveillance areestilip the authorisation by the
President of the Police (or the competent Ministar) the case by case approval — in
writing — by the prosecutor, but can be used imateti in case of urgency and for all
types of crimes. The use of an under-cover ageqtines in adition to be approved by
the high court judge of the district concerned, ruploe proposal of the high public
prosecutor’s office. It is permissible only for tievestigation of “especially serious
intentional criminal offences”, in case of offenc&ommitted to the benefit of a
criminal conspiracy” or “another intentional crimainoffence prosecution of which is
obligatory under promulgated international treaty”.

422. Operations under Section 86 to 87b are authorigbdreby the prosecutor (pre-trial
proceedings) or judge depending on the stage of@sure (interception / opening /
substitution). Controlled deliveries under Secti8rb (“consignments kept under
surveillance”) are authorised by, and carried autthee prosecutor’s instructions. The
following conditions have to be fulfilled in castamntrolled delivery:

a) A reasonable suspicion, that the delivery contdaras stated in
887a (narcotics or psychotropic substance, poispresursors,
radioactive material, counterfeited currency orcks shooting
weapons or weapons of mass destruction, ammunition,
explosives or other item, possession of which megua special
permission, “things designated for (determined fadhe
commission of a criminal act, or things acquiredrbgans of a
criminal act”),

b) b) it is necessary in order to clarify the crimentoitted or detect
all of its perpetrators,

c) discovery of important facts in another way wouldt rbe
effective or would be essentially distressed - islidosty
principle of controlled delivery is present.
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423.

424,

425.

426.

427.

428.

Intercepting and recording telecommunication openatunder Sections 88 and 88a are
requested by the prosecutor and authorised by utigej They are applicable for

criminal proceedings initiated for an “especiallgrisus intentional crime” or, as

indicated earlier, when the prosecution of the erim required by virtue of an

international treaty.

Information gathered by means of the above measuses be used as evidence in
criminal proceedings.

Globally, the examiners found the provisions oncgddanvestigative techniques quite
comprehensive and besides the above means, otkiets(iaterception of mail etc.)
They noted, however, that most of them are usable for the most serious criminal
offences (punishable by a maxium term of emprisartnoé 8 years or more) or under
such conditions that it excludes to a large exdhtand FT. As regards controlled
deliveries under Section 87b (combined with SecB@a) in particular, the possible
restrictive consequences of the reference to theeq of “thing” and “the commission
of a criminal act” have been examined earlier ia teport in the context of seizure and
confiscation.

It was difficult to draw a clear picture of the ditions of use of special investigative
techniques in relation with ML and FT and there aveccasional contradictions.
However, the restricted use of special investigatechniques was often confirmed and
there was a large demand of the police in partidaléavour of relaxing the conditions
for the use of investigative techniques also inr@abter range of offences, including
ML. Furthermore, the Czech intelligence servicedated that with imminent changes
in legislation they would loose their ability tatémcept communicatiofs On the other
side, the Czech authorities take the view thattlae no undue limitations to the use of
special investigative techniques for ML and FT, ahdt the legal criterion of the
“internationality of the offence” (the offence isddressed in an international
instrument) applies alternatively with the criteriof the seriousness of the offence -
with its possible limitatiorf§.

As for criterion 27.5, the Police and Customs heagied out a number of combined
operations (though not ML or CFT) under the supovi of the Public Prosecutor.
Both Police and Customs have used special investigéechniques (ranging from
controlled delivery to undercover work etc) depegdon the importance of the case.
Furthermore, it is a common practice to detach tmamdy a member of the CPIS’
units specialised in financial investigations, Mihdaassets recovery to another police
unit dealing with a predicate offence.

International joint investigative teams have bemsiuded into the Criminal Procedure
Code by an amendment effective as of November 2004t investigative teams are
being dealt with in Sections 442-444 of the amen@edinal Procedure Code. The
provisions were quite recent at the time of thetad practical experience was thus
limited.

®3The Czech authorities advised after the visit thetamendment finally drafted does not affect tielligence
services, but the criminal police

®The Czech authorities advised after the visit thatissue is subject to political discussions drad the recent
trend is in favour of limiting the use of operatipelice techniques (after a period of wide usegtead of relaxing
further the conditions for their use
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429.

430.

As indicated earlier, a National Action Plan onrdaesm is drafted annually by the
police and made available to all agencies (a puaision is also available on the
Internet). FT techniques and trends are studiexbioe extent in this context (criterion
27.6).

Although the tasks of the CPI (especially the Ble@roceeds and Tax Crime Unit)

include the drafting of reports on ML, as the exaens were confirmed on site there
has been no such general study drafted so farirerd is none planned for the near
future. This lacuanae needs to be addressed ugentle there seem to be a variety of
vulnerabilities to ML (and therefore also to FT)time Czech Republic, known from

different individual specialists but not necessardcknowledged, discussed and
addressed collectively.

Recommendation 28

431.

432.

433.

434,

The Czech authorities underlined that law enforggnaithorities can obtain all the
information, documents and evidence needed usirgy ghrticular investigative
mechanisms seen above or via a Search warrantchBagrpersons and premises
(Section 82 to 85b under the general Section “Haunskpersonal searches, searches of
other premises and plots of land, entry into dwghi other premises and plots of land”
Searching persons or premises) are possible basedsearch warrant issued by the
judge.

It was also indicated that Section 8 of the CrirhiPicedure Code provides for broad
access to documentation held by banks and othet Egities. Para 1 deals with a
general acces to information as it states thattéStathorities, legal entities and natural
persons are obliged without needless delay and aldess stipulated otherwise in a
special regulation, without payment, to comply Wwxiequests from law enforcement
bodies in the performance of their duties.” Acamsisanking information and data from
the Securities register are subject to specifiesulinder para. 2 (formal criminal
proceedings and the authorisation of the proseeutorthe presiding judge where court
proceedings have been initiated — is required. sste tax information is made subject
to the issuance of a special act).

Seizure of evidence is provided for under Sectid@sand 79 (see alsprovisional
measuresinder Section 2.3 above).

The major problems seem to be related to accesgdonation in the context of FT-
related enquiries, that is before the formal itibia of criminal proceedings. As
indicated earlier, a document call@aalysis of the Legal Powers of the Intelligence
Services and the Police of the Czech Republic, dnatNeedful to Complete Their
Tasks in the Fight against International Terrorismas produced by the Czech police.
The aim of this material is to analyse the legalcpdural powers of the intelligence
services and the Police in the area of the figlairesg terrorism and to compare them
with those of their counterparts abroad (especiallthe EU Member States). The first
outcomes of the comparing process says openlythbgtowers of the Czech Republic
bodies have to be extended to assure the effectiveperation and exchange of
information between the domestic bodies and tleegifin counterparts (as is described
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435.

436.

for example in the Council Regulation No. 2580/2000he areas that would require
amendments were identified as follows:

» the possibilities for receiving information fromethpublic administration
bodies and from some private entities;

» the steps, that are connected with the Act on Elei Communications
(conditions of wire-tapping, localisation of celnl phone, databases,
jamming of electronic communication, the ways, hbe Police can receive
information aside of the prosecution mechanism);etc

» the agenda of the so called "Central Register ofkBaccounts”;

» the exchange of information according to the Act288/2000 Coll., on the
evidence of the inhabitants and their unique idieation numbers and other
sensitive data.

This issue was covered earlier, under SR.III.

Taking of witness statements is also permitted dy Ibhe general provisions on court
hearings and specific provisions contained in thendal Procedure Code.

Recommendation 30

437.

438.

439.

440.

441.

Assessing the needs of institutions is always matel task.

In general, the police and prosecution expresseisfaztion with their working
conditions, means and resources available. Thauatal team was not informed of
particular controversies on the issue of operatidndependence and autonomy.
Specialised on-going training is available and led at regular intervals, including in
an international context. It was underlined by plodice representatives that they now
have the capacity to train their staff themsel¥esunderlined in the second evaluation
round report, a lot has also been done to offdlsski law enforcement agencies and
others in the area of developing investigative méshsuch as crime analysis.

The evaluators were provided with information ore tkalaries of judges and
prosecutors, and to some extent also of the petei# and there were no complains in
this field heard on site. Measures are also in eplac maintain high professional
standards. For instance, the staff of the newlphdished lllegal Proceeds and Tax
Crime Unit was chosen very carefully — every agpiicfor a job in this Unit had to

undergo a detailed recruitment procedure.

However, it was acknowledged that little or nothimegs been done on training on FT,
let alone terrorism as a whole, and the programitheopolice academy, for instance,
does not address terrorist activities at all.

The major problem heard on site concerns the putsex At the time of the on-site
visit, 18% of posts had not been filled. The resslian increased pressure on the
existing prosecutors. One needs to bear in mind ¢laely involvement by the police in
the course of investigations, and the fact thagstigations dealing with ML, especially
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442.

443.

in connection with organised crime activities arntleo sophisticated forms of crime,
are work-intensive and require full dedication. Tinsufficiency of staff was also
mentioned in respect of the Legal Assistance Dapant of the Ministry of Justice and
the Foreign Relations department of the Supremserdion Office.

The interlocutors of the team made no mistery ef fdct that this could negatively
impact on international cooperation especially #fidity of the Czech authorities to
act/react quickly.

Concerning judges and the courts (criterion 304, examiners understood that the
level of specialisation mostly depends on the degpé jurisdiction. First instance
courts are normally competent for ML and FT cadmd, the judges concerned ar
generalists who deal with all kind of cases. Thal@ation team was not informed of
special training initiatives on ML and FT as farthey are concerned. It seemed that
only those of the higher degrees, through theicigfisation in criminal matters, have
had access and the opportunity to be made mordidamith such cases. This being
said, judges benefit since 2002 of increased trigimeasures

Recommendation 32

444,

445,

446.

2.6.2

447 .

448,

Statsistics on seizures and confiscation have peevided earlier in this report (see
Section 2.3). During discussions with members & @PI, the evaluators felt real
dedication to combating ML and major forms of sesiacrimes and targeting the
proceeds of crime. It was underlined that it is nowch easier to apply temporary
measures to criminal assets and that — at ledat as the competent police services are
concerned — staff are more familiar with ML issaesl financial investigations. A CD-
ROM on seizure of assets was recently developpeldfoenforcement staff.

From the statistics provided, it is also clear thate is no over-reliance on the FAU to
generate ML cases.

The issue of a review of the effectiveness of thsy is examined under Section 6.1
of this report.

Recommendations and Comments

The Czech Republic has designated bodies to etisareML and FT-related offences

are properly investigated as required by crite2dnl (especially bearing in mind the
footnote in the Methodology referring to the altime responsibility of prosecution

authorities). Unlike the situation in the past, weheeports of the FAU were sent to all
police bodies, the lllegal Proceeds and Tax Crimé I3 the sole destine of the reports
forwarded by the FAU.

The examiners had difficulties to draw a clear dexai@on line between the main

competencies of the CPIs’ units, especially theghll Proceeds and Tax Crime Unit
and the Unit for the Detection of Organised Crirsi@ce both are competent to deal
with terrorist financing cases. But above all, tbempetencies of the different
courts/prosecution services appear to be quite agnd based on elements which, in
the examiners views, are not necessarily availatlethe very beginning of an

investigation dealing with ML and FT (amount of etssand type of proceeds involved
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449.

2.6.3

etc.). The initiation of a general discussion owho determine the different levels of

jurisdiction and to ensure that specialist judgesecutors handle complex criminal
cases would be beneficial.

In the light of the above, it is recommended:

to review on a regular basis ML trends and techesqu

to initiate consultations on the opportunity of plifying the competence of the
various levels of courts/prosecutorial servicesl ay the same way to ensure that
specialist judges and prosecutors handle complexral cases and can focus on
those cases

to consider reviewing the legal framework for thee wf special investigative
techniques — whilst providing for an adequate chemkd balance system — so as
to ensure the effective investigation of offenceated to ML and FT

to increase the staffing of the prosecution sesysiaad those institutions which are
involved in legal cooperation, in particular theghé Assistance Department of the
Ministry of Justice and the Foreign Relations dapant of the Supreme
Prosecution Office)

to include the topic of terrorism and FT in theexelnt training programmes, in
particular those of law enforcement and proseclgamices.

Compliance with Recommendation 27, 28, 30 & 32

Rating

Summary of factors relevant to s.2.6 underlying ovall rating

R.27

C

R.28

C

[insufficiencies related to FT are covered underll§R

R.30

LC All positions of prosecutors are not filled (andurfficient staff in the

international cooperation department of the Suprepmesecution)
insufficient staff also in the legal cooperatiorpdement of the Ministry
of Justice; training on terrorism and TF issuesdede be included in the
relevant programmes

R.32

C [the general effectiveness issue is discussedeaethvant Section]
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2.7 Cross Border Declaration or Disclosure (SR.IX & R.2)

2.7.1 Description and Analysis

450. Cross-border movements of cash and other instrisremet regulated in detail by the
AML Law. Art. 5 imposes a declaration duty and AtRa provides for a system of
sanctions in case of non-compliance with Art. 5¢pa to 4).

Article 5 Reporting obligation in special circumstances

(1)A natural person entering the Czech Republic from an area outside the Community customs territory'3) or entering into such an area
from the Czech Republic, is obliged to declare to the customs office, in writing, the import or export of any valid means of payment in Czech
or foreign currency, traveller's cheques or money orders exchangeable for cash, bearer securities or securities transferable to order or any
highly valuable commodities such as, precious metals and precious stones, that has a sum total value in excess of 15,000 EUR.

(2) The duty mentioned in paragraph 1 must also be fulfilled by a legal person that imports or exports those items mentioned in paragraph 1
through an individual who carries these items on his/her person when crossing the border of the Community customs territory.

(3) An natural or legal person who sends anything, from the Czech Republic to an area outside the Community customs territory or who
receives anything from that area by mail or other postal consignment that contains any items mentioned in paragraph 1 that have a sum
total value of more than 15,000 EUR, is obliged to declare this consignment to the customs office and ensure that it is submitted for
inspection.

(4) An natural person or legal person also has a reporting obligation pursuant to paragraphs 1 to 3 when imports or exports into/out of the
Community customs territory or if accepts or sends a postal consignment of items mentioned in paragraph 1, that in the course of twelve
consecutive months, have a sum total value that exceeds 15,000 EUR. The reporting obligation arises at the moment that the party
becomes aware that the stipulated threshold will be reached.

(5) A report pursuant to paragraphs 1 and 2 is made on a form issued by the Ministry of Finance and is available at the customs office. The
natural person, who is making the report, is responsible for the accuracy and completeness of the information contained thereon.

(6) An natural person or legal person discharge the reporting obligation pursuant to paragraph 3 at a customs office by the written record by
the sender of the contents of the postal consignment in a customs declaration or in an international consignment note. The sender is
responsible for the accuracy and completeness of the record, which must contain all the information required by the import/export
declaration.

(7) Customs offices shall immediately pass on to the Ministry information about the observance of reporting obligation in travelling
connections and declaration stating all the available information about the sender, recipient and the subject of reporting obligation
connected with postal consignment, including those cases when this obligation was infringed.

(8) When converting money from a different currency to the Euro, the exchange rate announced for the relevant currency by the Czech
National Bank and valid on the Friday of the previous calendar week, is used for a period of one calendar week. The Ministry of Finance
advises the conversion rate of other currencies that are not mentioned on the exchange rate list, to the customs authorities. On the basis of
a verbal request the customs office advises people of the exchange rate and the conversion rates for the purposes of observing their
reporting duty pursuant to paragraphs 1 to 4. The value of securities and highly valuable commodities is understood to be their current
market value or possibly the price set out in accordance with the exchange rate on official markets.

(9) Customs offices control the observance of reporting obligation pursuant to paragraphs 1 to 4.

451. The matter is also regulated by Decree N° 343 ofVie/ 2004, which contains a
specimen of the form to be used for declarations.

452. The Czech Republic has opted for a declaration am@sm which is quite broad. It
applies to currencies and to means of paymentsraignetraveller cheques, bearer
securities, “any commodities such as precious medald stones” etc. The system
applies to both the carrier and — where relevatut the natural or legal person who is
the sender or receiver. It also applies in respeateclarable items sent by a postal

¥ Council Regulation (EEC) no. 2913/92, Articlep&a. 1.
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453.

454,

455.

456.

457.

service. The threshold of € 15,000 (equivalent @pla in line with criterion IX.1. The
declaration is to be made in writing with the Cmsscauthorities.

The Czech Republic’s declaration system is not iepple to the intra-European
Community movements of assets. The Czech Repuba$icohysical borders only with
EU countries and as a consequence, all Customeesffnave been removed and
replaced by mobile units (each of the 54 offices &anobile unit). Therefore, there is a
permanent physical Customs presence in principldy cat extra-Community
entrance/departure points (airports).

The examiners noted that SR.IX, although it isriwst recent (FATF) standard, does
not contemplate any exception, nor does it foreamg possible exception. The
interpretative note is also silent on this issue.

As regards criteria 1X.2 to 1X.5, according to A&.para. 7, the Customs authorities
must inform the Ministry [of Finance, in practiceet FAU] immediately of the
declarations made and the information containedethe This also applies to
undeclared currencies, bearer negotiable instrusretnt

Decree N° 343 specifies that “The stating of ineoty illegible or incomplete
information is considered to be a failure of thecldetion duty.” In all cases, the
written form has to be filled (including by the Gaims authorities in case of undeclared
assets) which contains information on the declaf@atne address, nationality, passport
number etc.), the identity and address of the ovare intended recipient of the
exported/imported assets, a description of the gegbmported assets (including the
value, currency and total amount), their purpdse,route of carriage and the means of
transport.

The table below provides an overview of the nundjaeports sent by the Customs to
the FAU in relation to cross-border movements uraders of the AML Law.

Statistic on Cash Cross-Borders Repor{imgmber of reports received by the FAU from the
Customs)
Year Number of reports
2000 1016
2001 973
2002 971
2003 1389
2004 1419
458. Furthermore, the Customs report suspicions. Theseetn in principle ML, but also
TF (on the basis of the limitative approach folloWey the STR definition provided for
in the AML Law). The team found no formal legal safor such reporting by the
Customs in the AML Law. It seems that the reportiegults from a natural cooperation
under the umbrella of the Ministry of Finance. Thenber of STRs made to the FAU
is however very modest, as there have been two rsycirts made for the period 2001-
2004.
Type of the obliged person STRs

2001 | 2002 | 2003 | 2004
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Customs General Directorate 1 - - 1
(total STRS received by the FAU) 1751 1379 1970 3265
459. When the Czech Republic joined the EU in 2004, gbevers of the Customs were

460.

461.

462.

463.

increased. They now have the capacity to investigat their own, they can carry out
measures such as searches, interceptions of comeationis, infiltration and controlled
deliveries across the border. The Customs can atdpinterrogate a person to know
more about him/her and the goods. Furthermore,rude12a para. 2, a hearing must
be conducted in case of an infringement to theadlattbn duty. Although they cannot
apprehend a person solely on the basis of a sospiti case of undeclared assets the
person can be kept in custody for a maximum of d8r$ after that he/she would
possibly be turned to the Police. It seems thatGhstoms still prefer to rely on the
police as regards the investigative work in casa afiminal offence (including ML, FT
and smuggling for instance). The Customs preferatoy out preliminary intelligence
work in that kind of situation.

Cooperation (criterion 1X.6) is developed mostlyttwihe immigration and other police
bodies, which is the sole authority on-goingly prgsat the borders. There seem to
exist established routines. For instance, befoqgredqending a person, the Customs
would consult with the police. They would do thensain case they detect a suspicious
person or have a suspicion of FT in general. It a@dwitted that the Customs would
ask the (airport) police whether the person is apthiose listed internationally. From
what the evaluators heard on site, there is notipeaof using task forces, or joint
operations as such.

The information collected by the team suggestetittieaCzech Customs can (and do)
cooperate in various ways with foreign counterpéstierion 1X.7), especially within
the EU territory. Various international agreemerdase been signed to this effect and it
was stressed that information, suspicions etc.age sent pro-actively to foreign
counterpart agencies. The Czech Customs can asigio€ustoms bodies to carry out
investigations. The data recorded by the Custondemuart. 5 of the AML Act is
primarily meant for the FAU and a strict reading tfe AML Law and the
confidentiality duty deriving thereof (Art. 7, iragicular para. 2) suggests that the data
obtained is confidential and it is only through tager that this data can — in principle
— be shared with foreign countries (under Art. fap4f).

As for sanctions in case of non compliance withdkelaration duty (criteria 1X.8 and
IX.9), the matter is in principle dealt with — aslicated earlier — under Art. 12a of the
AML Law. Para. 1 provides for the following:

If the customs office discovers that a physicah tegal person failed to comply
with a reporting obligation pursuant to Article Samagraphs 1 to 4, it shall

impose a fine of up to the value of the undeclayedds on it. The Customs
office shall proceed in the same way in the casenadrrect or incomplete

information in report pursuant to Article 5 paragria 5 or in a record pursuant
to Article 5 paragraph 6.

The collection of fines is subject to a standamcpdure. The Customs may also decide
to seize the assets (para. 7) and should the thdil/not be in a position to pay the fine
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465.

466.

467.

468.

within the deadline, the assets can — in lieu ddfaitely confiscated. An appeal does
not suspend the seizure.

A penalty ticket procedure is also applicable foe$ to be paid on-the-spot, up to CZK
5000 (Art 12a, para 11 and 12) in case the viatatbthe declaration duty has been
“reliably proved” — as the provisions say. It was totally clear to the examiners what
distinctive criteria would trigger the impositiori @ penalty ticket instead of a fine in
practice.

The table below gives an overview of the numbesarictions applied for failure to
report cross-border movements of monies and otesets under Art. 5 of the AML
Law.

Number of sanctions imposed for failure to reporogs-border

transportation of currencies and other instruments)
Year Number of sanctions
2000 24
2001 36
2002 21
2003 66
2004 12

In case of a physical cross-border transportatibrcusrency or bearer negotiable
instruments related to TF or ML (criterion IX.9-1}Q), the police is normally
competent as these offences fall under the crinmanal provisions and the Customs
have no competency to seize assets in this reshednhdicated earlier, if the Customs
came across such a case, they would normally hameer to the police or report it to
the FAU under the suspicion reporting regime of AML law. As indicated earlier,
there have been two such occurrences, one in 2@0bree in 2004, which is a modest
figure.

Furthermore, the general criminal law provisions arore adequate than the general
Customs regime when it comes to applying sancti@ezure and confiscation
measures in the case of ML. The general criminal tagime is dealt with under
Section Under the general Customs regulationsage ©f a discovery of undeclared
assets (other than those mentioned under Art.tbBeoAML Law), a fine of up to 80%
of the value of the smuggled property is applicablegal persons are not subject to
sanctions (as they are under the cross-border rdéiola regime) and the customs
seizure is only applicable to secure the paymertheffine or in case the assets are
subject to the general rules of illegal possesgointerfeited products, smuggling of
cigarettes, illegal trading in weapons etc.)

As regards the application of measures under SR lpersons who are carrying out a
physical cross-border transportation of currencyoearer negotiable instruments that
are related to TF (criterion IX.11): the generainee described under Section 2.4 of
this report would in principle apply. The strengtrsd weaknesses have already been
underlined. The EU regulations — and to a lesstamgxhe Czech domestic provisions —
requires the spontaneous freezing of accountstefnationally listed persons, and the
reporting of transactions involving listed personbe freezing of assets in relation to
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cross-border movements is not covered as such.aBunhdicted earlier, the border
police would a person’s background in case Custemgloyees have a suspicion.

469. As indicated earlier, cross-border movements ofiptes metals and stones are equally
subject to a declaration duty when their value eglsehe equivalent of €15,000. In the
examiners’ view, this creates a level of diligend&ch is comparable to that required
under criterion 1X.12 which puts emphasis on “uralstross-border movements” of
such products. The Customs representative stresgezhtedly the good quality of
cooperation with foreign countries, including prieely from the side of the Czech
Republic. The vigilance generated by the declamasigstem is complemented to some
extent by the measures and cooperation taking pheite framework of the Kimberley
certification proces$s. As indicated in the introductory part of this oefp the Czech
Republic is exposed to risks of illegal activitiesrelation to precious stones (rough
gems, conversion of poor quality gems etc.).

470. In this context, it was alleged by a gemologicgbexx that much more needs or could
be done in the Czech Republic to increase natiooaperation, controls in the gem
business, the ability to detect the bad gems bssjrtbe familiarity of the Customs and
police with those issues etc. (see also Sectiam4w@ore particularly Section 4.3).

471. The information provided by the Customs has alsmshthat in the years 2003 to 2004,
there was a significant activity of illegal expoftfinancial funds from the territory of
the Czech Republic. Most cases were exports byn¥mese and Chinese nationals
through the Custom offices at the Prague airparpdrts to the territory of the Czech
Republic were and are mostly carried out by CzexhSlovak nationals. The Majority
of these cases was processed as an administréfiwe® according to the Article 5 of
the AML Act and the relevant Customs office inféidta fine.

Recommendation 32

472. There are no ML or FT specific statistics availadpart from the figures collected by
the FCIS in respect of art. 14 of the LPML on crbesder declarations above LTL
50,000, and the occurrence of sanctions imposeddodeclaration.

% The Kimberley Process Certification Scheme (KPGS process designed to certify the
origin of diamonds from sources which are free oftict. The process was established in
2003 to prevent rebel groups and their rivals ffarancing their war aims from diamond sales.
The certification scheme aims at preventing thell®ot diamonds" from entering the
mainstream rough diamond market. It was set upyttotassure consumers that by purchasing
diamonds they were not financing war and humartsigbuses.

The KPCS originated from a meeting of Southern d&fini diamond producing states in
Kimberley, South Africa in May 2000. In order focauntry to be a participant, it must ensure
- that any diamond originating from the country sle®t finance a rebel group or other entity
seeking to overthrow a UN-recognized government

- that every diamond export be accompanied by &biéitey Process certificate proving (1)

- that no diamond is imported from, or exportedatmon-member of the scheme.
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473. This is partly explained by the obvious lack ofahkement in AML/CFT issues. The

examiners noted that in 2005 (see tables undero®e2h) there has been no suspicion

of money laundering reported either by the Custontie Border Guard.

474. Overall, the statistics available as to Recommeoda®2 in relation with SR IX are
satisfactory.

2.7.2

Recommendations and Comments

475. The system in the Czech Republic to deal with therol of cross-border movements

of currencies, bearer negotiable instruments ahdraassets is quite comprehensive.

The Customs also report their suspicions based bat veeems to be a natural
cooperation with the FAU. However, despite theicergly increased powers, the
Customs seem to rely significantly on the policeewht comes to information and
action in respect of ML and FT, and not only du¢ht® recent removal of the territorial
Customs border, which places a greater relianctherborder and immigration police
services.

476.

2.7.3

In view of the findings of the examineisjs recommended:

To clarify in the AML Law the legal basis for the Customs to report
suspicions of ML and TF and

to review the adequacy of the number of STRs repoetd by the customs in the
context of the Czech Republic and in this connectip take measures to make
sure the Customs are adequately informed and invoéd in the AML/CFT
efforts,

to review, ideally in consultation with other EU cauntries, the EU exception to
SR. IX

Compliance with Special Recommendation IX & Recomdaion 32

Rating Summary of factors relevant to s.2.7 underlying ovall rating

SR.IX

LC There are some minor shortcomings (reporting doitystispicions of ML
and FT needs to be clearly spelled out; the majsufficiency is the
effectiveness issue (low number of ML cases geedray the Custom
compared to the criminal activity context of the eCa Republic)
Customs need to be made more aware of AML/CFT $sasethey rely 3
lot on the police as regards information in thiddi

Community market exception needs to be clarifiegetber with EU
partners)

[72)

74

R.32
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477.

478.

479.

480.

481.

482.

PREVENTIVE MEASURES — FINANCIAL INSTITUTIONS

Preventive measures are dealt with primarily in AML Act, which is a mandatory

enforceable piece of legislation containing exglcisanctions in case of non
compliance with the requirements it sets forth. ML act does not refer to a general
Customer Due Diligence (CDD) or “know-your-custofnpolicy. Enhanced risks and
particular attention required are addressed to semient through the concept of
suspicious transactions (which require increaseshidn) or lower risks (see below).

Reduced riks/requirements are accepted to the tetkignidentification is not necessary
in certain cases: basically, where the customerdemestic financial institution, or a
foreign financial institution based in a countratiapplies identification requirments of
a level comparable to the Czech Republic, or tleatity of the customer (including a
third party/intermediary) is “not in doubt” (Art. (@20) AML Act).

The CNB is authorised by the Act on Banks and thecdh the Czech National Bank to
issue legally binding regulations on prudentiahd&rds. These are binding on banks
and branches of foreign banks, except for brancfidereign banks operating in the
Czech Republic on the basis of the freedom to deo¥inancial services, that is using
the EU single passport, which is now the caselfdogeign bank branches — this is due
to the fact that the regulation is issued underathiorisation stipulated in the Act on
Banks. On the basis of these authorisations, integaper 2003, the CNB issued a
Provision of the CNB N°1 on the Internal Controls&yn of a Benk for the Area of
Money Laundering Preventiprmvhich came into force on 1 October 2003 (No. Bof
September 2003, hereinafter: CNB Provision N°1)e TNB Provision N°1 is based
mainly on the recommendation of the Basel CommitiEBanking Supervisor on
“Customer Due Diligence for Banks”, the FATF Recoemdations and the CNB’s
experience in relation to AML inspections. The pgp of the CNB Provision N°1 is to
set forth requirements, which banks must meet deoto minimise the risks arising
from potential misuse of a bank for money laundgris well as terrorism financing.
By virtue of the basic banking legislation, the CiRentitled to issue by-laws, which is
the case of this Guideline, which is thus a mangatnforceable and sanctionable text.

The aim of the CNB Provision N°1 is not to dupledhe AML Act, but to address a
limited number of issues in greater details (cugondentification and acceptance
policy, role of Money Laundering Reporting Officeisformation systems of banks,
duties of employees, training programmes, and s@ma provisions). The CNB
Provision also requires from banks to have a riskell approach — mostly based on
enhanced risks/diligence for certain situations.

The CSC issued in October 2002 Decree No. 46/286(Reatailed Organisational Rules
for Internal Operations of Securities Traders amdGonduct in relation to Cutomers.
The aim of this Decree is not the prevention of ML/

The insurance sector has not issued specific tdhds would be relevant in the
AML/CFT context.
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483. For Credit Unions, a Directive of internal prin@p| procedures and precautions
against legalisation of criminal activity revenwess adopted but not made available.

484. Relevant sector specific texts as regards DNFBPnaetioned and addresed under
Chapter 4 of this report.

Customer Due Diligence & Record Keeping

3.1 Risk of money laundering or terrorist financing

485. The AML Law is meant to address both money laumderand the financing of
terrorism. FT, however, is addressed only to ther@xthat suspicious transactions to be
reported to the FAU include “transactions intended the financing of terrorism,
terrorist activities or terrorist organisationsdaparticularly “those cases when a
participant to the transaction is directly or irditly a legal person or natural person
against whom the Czech Republic is applying intéonal sanctions pursuant to a
special act and those cases where the subject dfathsaction is, even if only partially,
sanctioned goods or services provided to a saregtiosubject or a sanctioned
individual™®®.

486. The Czech authorities indicated that the country decided, when transposing tH8 2
EU Directive on money laundering, to apply the witdextent of requirements to all
subjects in accordance with Article 2a of tH¥ BEU Directive. In accordance with
Article 12, it has extended the scope of ,obligedbjscts” to cover also second-hand
stores, pawn shops and dealers with articles aftaral value.

487. The following are “obliged persons” according toetAML Act (under Art. la
containing the definition of concepts):

* a bank, savings or credit co-operative, insurameepany, the Czech Consolidation
Agency, the holder of a postal licence and a legéty or an individual authorised
to trade with foreign currency on his own accountoa a client’'s account, to
conduct or intermediate a cash or non cash transfefinancial capital, to
financially lease, to provide credit or monetargne or to the trading with them or
to issuing non cash payment means. The Czech #igbhagxplained that in this
provision are stated standard financial and crediitutions (also on the basis of
Directive 2000/12/EC) providing monetary servicés. addition, this provision
covers also exchange offices, providers of cardd ather similar means of
electronic payment, systems of cross border winesfiers, leasing companies etc.;

» the Czech National Bank, in its activity of accolreping and providing other
banking services;

» the Securities Centre or any other legal entityhatised to maintain parts of
registers of the Securities Centre as well as tdopa its other activities, the

%A footnote in the AML Act refers to “for exampleehAct no. 48/2000 Coll., on measures in relatiorihe
Afghanistani movement the Taliban, the Act no. 98@2Coll., on the application of international d@oms to
maintain international peace and security”
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organiser of a securities market, a securitiesetighht is not a bank, investment
companies, investment funds, pension funds and amiities stock exchange;

the holder of a (gaming) licence to operate bettjagnes in a casino, odds-on
betting or numerical lotteries; the Czech authesitiexplained that since 1
September 2004, this provision no longer covers iggnhalls operating slot
machines because on the basis of experience, phewious incorporation was
found redundant and their use for the purpose afapdaundering irrelevant;

a legal person or a natural person authorisedaitetin real estate or act as an
intermediary in this trade;

a legal person or a natural person authorised yaipulebts and receivables and to
trade with them; the Czech authorities explainedt tthis definition covers
“factoring” and “forfeiting” activities which areansidered as credit activities in the
sense of the EU Directive 2001/12/EC;

a legal person or a natural person acting as aebmkth savings, monetary credits
or loans or brokering activities that lead to tignsg of insurance or reinsurance
contracts; the Czech authorities explained tha grovision includes so called
“financial intermediaries” and “financial advisorsitting mostly on the basis of
their own business license for one or more findnoatitutions, particularly
insurance companies, banks, credit or leasing compatc.insofar as far as their
activity results in intermediation for the listaddncial services;

an auditor, tax advisor or accountant, if he isyéag out the relevant activity as his
business; the Czech authorities underlined thais ilnot expected from this

profession, in the framework of their activity, doectly participate in transactions
in the meaning of the AML Act and thus comply wittentification and record

keeping requirements. The profession is meant t&m@wvledge about transactions
of their clients only ex post facto and therefdsoapplication of the provisions on
the suspension of transactions would not come @atosideration. Nevertheless
they have to report to the FAU — in connection withir activities — if they come

across a suspicious transaction or fact of anyrokived that might indicate a

suspicious transaction;

a court executor when carrying out other activitidésan executor pursuant to a
special legal regulation — the AML Act applies toud executors only when
carrying on other activities, such as custody omiadstration of a property,

conducting of auctions;

a lawyer, notary or other legal person or a natpeaon in a business capacity, if
he executes or assist in the planning or executiotransactions for his client
concerning the

0 Buying or selling of real estate property or busgandertaking,

o0 Managing or custody of money, securities, busisdsses or other assets of a
client, including representing the client or actimig his behalf in connection
with the establishment of a bank account at a loardther financial institution
or a securities account and the managing of suateount, or
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488.

3.2

3.2.1

489.

490.

491.

492.

o0 Acquiring and collecting finance or other valueseadle by money for the
purpose of establishing, managing or controllirgepany, business group or
any other similar department regardless of the tfaat it is a legal person or
not,

or he represents or acts on behalf of his clietniy financial transaction or trading
with real estate;

» a legal or natural person authorised to trade corsg-hand goods (with cultural
items or items of a cultural value) or to the bmikg of such trading or to accept
such things into pawn; the Czech authorities indiddahat this provision includes
all subjects dealing with any form of business wadtond-hand goods (including
second-hand cars for instance);

» alegal person or natural person not mentionedelibhe/she is a businessman, as
long as he/she, in the framework of an individuasibess or auction, accepts a
payment in cash in an amount in excess of 15,00R;EU

The AML Act applies without distinction to branchesibsidiary or business premises

of a foreign legal or natural person mentioned abiat functions on the territory of
the Czech Republic.

Customer due diligence, including enhanced or reded measures (R.5 to 8)

Description and Analysis

Recommendation 5 — Customer Due Diligence (CDDt&dares

FATF Recommendation 5 contains basic obligatioas need to be enshrined in law or
regulation and be sanctionable in case of non camg.

As regards the requirement that financial institasi should not be permitted to keep
anonymous accounts or accounts in fictious nameterfon 5.1*), rules have been
amended in several steps in order to eliminateiging anonimity from the banking
systemAn amendment to the Civil Code stipulated thathey 1 January, 2001 deposit
passbooks, deposit certificates or other formsegfodits may be issued or negotiated
only on names. (Sections 782, 786 (6), 787 (3hefCivil Code)

Existing bearer passbooks were abolished by an @ément to the Act on Banks of 31
December, 2002. The right of the depositor to tBpayment of the balance of
discharged deposit claim shall become statute-thaafter the lapse of ten years from
this date, that is by the end of 2012.

Since 1 May 2002, as a consequence of another ansmdo the Act on Banks, only
withdrawals are possible and any such withdraisal subject to the identification
procedure. In the opinion of the Czech authorgiese that time the existence of “audit
trail” for these products is fully ensured. Howevitre AML Act stipulates as follows:
“The obliged person, when entering into businesktiens, always identifies its
participants, particularly if it concerns...e) Pagmt of the balance from cancelled
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493.

494,

495.

496.

deposit on bearer passbook, if the amount exce&d300 EUR, which could be
interpreted in a way that neither the identificatioor the audit trail is complete, and
that the identification requirement can be circunted (e.g. through splitting the
payments). The Czech authorities advised thataotfme this apparent inconsistency is
irrelevant because the banking regulations prowatea general lower identification
threshold of 100.000 CZK (about Euro 3500) appliegb any financial operation. It
was also explained that the threshold of the bankagulations, in such cases, prevails
over those of the AML Act. In the opinion of theadwators, the situation — at least on
paper — looks quite confusing. .

There is no prohibition in the Czech legislatiorusfng numbered accounts. Numbered
accounts are not used in practice though and aiogptd the rules, the clients should
be identified in these cases as well.

Overall, the situation is satisfactory, as the apgrof anonymous accounts or similar
products such as anonymous passbooks is prohiditddhe existing ones are being
gradually abolished. The evaluators noted the eéjmmcy between the banking
regulation and theAML Act as regards the identtima requirements in respect of
bearer passbook-related operations. These will teebd addressed.

The AML Act does not use the concept of Customee Dilligence (CDD). Instead, it
refers to the concept of identification, which iyided and defined under Art. la.
Although the definition is quite detailed for bathtural and legal persons, it is limited
to requirements purely related to ascertainingvidi@lity, accuracy and reliability of
the identification information (including the stedty authority and majority associate
in case of a legal person).

Identification is required from the financial irtstions (criterion 5.2*) to the following
extent by the AML Act:

a)when establishing business relations: accordingrticle 2 para 2 of the AML Act:
“(2) The obliged person, when entering into busimesstions, always identifies its
participants, ...”; for the banking sector, this applies also to depofassbook,

deposite certificates) and the renting of deposiels; specific provisions apply to the
insurance sector (conclusion of agreements fordifesurance if the annual premium
exceeds EUR 1,000 or a single premium exceeds EBBD2and in case of payments
above those limits for life insurance contracts);

b) when carrying out occasional transactions altbgeapplicable designated threshold,
which also includes situations where the transadsocarried out in a single operation
or in several operations that appear to be linketicle 2 para 1 of the AML Act states
that “(1) If an obliged person is a participant to a taaction that has a value
exceeding 15,000 EURalways identify the participants of the transan, as long as
this Act does not state otherwise later on. Ifitla time of the finalisation of the
transaction or at any other later time, the exaotaunt of the whole fulfilment is not
known,_then the mentioned obligation arises attilme when it becomes obvious that
the stipulated amount will be reachdfithe transaction is implemented in the form of
repeated fulfilments then the sum of the fulfilediotr twelve consecutive months is
decisive, if it does not concern a repeated pastition in a lottery or other similar
game pursuant to a special legal regulation.”;
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497.

c)when carrying out occasional transactions thatvare transfers in the circumstances
covered by the Interpretative Note to SR VII: thMIA Act lists the obliged persons
(Article 1a para 7), among which legal entitiesiratividuals authorised to conduct or
intermediate a cash or non-cash transfer of firdmeapital. In the opinion of the Czech
authorities this also covers the system of crosddyowire transfers, hence clients have
to be identified. More specifically, for cross-berd transfers via SWIFT the
accompanying information contains the account nurabe the name of the originator
and the beneficiary (in the case of domestic fuaddfer, the account number is always
transferred and the name of the originator is Ug@ddo included). Having said this, the
Czech legislation does not explicitly require fing institutions to identify neither the
originator, nor the beneficiary of funds transfédrough the payment chain. However,
the Czech authorities take the view that in mogtiasions, the originators of
transactions are identified as the holders of bacdounts and for ad hoc transactions
the general threshold of Euro 15,000 is applicable;

d)in case of suspicion of money laundering or wstdinancing, regardless of any
exemptions or thresholds: Article 2 para 2 of thRILAAct requires that‘(2) The
obliged person, when entering into business reteti@lways identifies its participants,
particularly if it concerns a) Suspicious transacti(...)“Although in the AML Act, the
concept of suspicious transaction is understootk darioadly under Article 1la para 6),
the identification measures required remain esantiransaction based. This has, in
principle, no real impact since suspicions trigghpse measures whatever the
circumstances or amount of the transaction.

e)When the financial institution has doubts abbetveracity or adequacy of previously
obtained customer identification data: in the CzeRépublic, there is no legal
requirement to renew the identification when douidse arisen about the identity of
the customer or about veracity or adequacy of presly obtained customer
identification data. This being said, Article 3 pdr of the AML Act, requires obliged
persons to continuously control and update thetifigation data.,In the course of
duration of contractual relationship or in furthdransactions, the obliged person
controls the validity and complete character of identification data mentioned in
Article 1a paragraph 3 and keeps a note of thearayes.” Nevertheless, the evaluators
believe this is not the the required measure.

In view of the above, the evaluators conclude thgirovements are needed since
occasional transactions by wire transfers are regulated and the repeated
identification and verification in case of doubboat the customer identification data is
— as such - missing from the measures to be takeine financial institutions.

Required CDD measures (criteria 5.3* and following)

498.

The identification obligation is enshrined in Article 2 of the AML Act. The
identification requirements are determined in Agtita, as follows:

a)for a natural person; ascertaining of his/lena and surname, possibly all his/her names amé&sas, birth
number or date of birth, sex, permanent or othéress, verifying them from an identity card, if yhere stated
on it and further verifying the correspondence mfirmage with the photograph on the identity card aerifying
the number and period of validity of the identieyd and the authority or country which issuedfit concerns &

natural person who is carrying out a business viggti also ascertaining his/her business name, rgthe
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distinguishing information or any further markingidentification number,

b) for a legal person; ascertaining its businesaeor title including any distinguishing informatior any othe
marking, its registered address, identification bamor similar number assigned to it abroad, theejgpossibly|
all the names and surnames, birth number or dabétbf and the permanent or other address of psradro are|
it's statutory authority or it's member, furthercastaining the majority associate or the contrgllbody’ and the
identification of the natural person acting onbthalf in the given transaction; if the statutotgherity or it's
member is a legal person, then ascertaining it;xbss name or title including any distinguishinépimation or
any other marking, its registered address and ifisatton number or similar number assigned tobtaad, and
ascertaining the identification details of indivas who are its statutory authority or its members

Natural, or legal persons or legal arrangements

499. The identification requirement applies to natunadl &&gal persons. The provisions are
silent on the issue of legal arrangements suctuatst which are basically unknown in
the Czech Republic (leaving aside #gilent partnershipwhich is dealt with elsewhere
in this report). According to the information awdile to the evaluators, activities of
foreign trusts are not an issue either in the CZeepublic and it was indicated that
should a foreign trust act as a customer in theclCZeepublic, the general CDD
requirements would apply.

Permanent or occasional customer

500. The amount of EUR 15.000 is a general threshold. dperations above this limit,
every obliged person (with some sector-specific pgateon) has to perform
identification of its client. If the client has bealready identified by the obliged person
at an earlier stage and the identification dateec®rded and kept, it suffices — in the
course of the business relationship — to perforiy appropriate verification of identity
which is possible to carry out e.g. on the basithefpersonal knowledge, submission
of the identification document(s), signature in foomity with the signature specimen
or electronic communication with identity verifica.

501. However, there is no legal requirement to renewideatification when doubts have
arisen about the identity of the customer or ab@uacity or adequacy of previously
obtained customer identification data. Identifioatis not necessary if the participant of
a transaction is an obliged person pursuant tcl&rfia paragraph 7 letter a) to c) of the
AML Act or it is a credit or financial institutionpperating in a country that imposes an
identification duty upon this institution in a coarpble manner or when the identity of
a participant to a transaction or the identity gieason acting in his favour is not in
doubt.

502. The Act on Banks stipulates in its chapter relatioghe deposit guarantee scheme
(insurance to the deposit) certain obligations &mks concerning identification of
customers. Article 41c para 3 reads as follows:

Section 66a of the Commercial Code.
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»(3) A bank shall ensure identification of depostavhen maintaining their accounts or when
accepting their deposits in any other form and kkakp identification data on its depositors
in its files. “Identification data” shall mean:

in the case of natural persons: the first namenauore, address and date of birth or birth index
number or identification number,

in the case of legal entities: the commercial naonedesignation of the legal entity, its
registered office and, for domestic legal entitiesjdentification number.

(4) The identification data referred to in paragta3 shall be stated in the account contract,
in the deposit book and on the certificate of dé@pageposit slip or other comparable
document evidencing the acceptance of the deposit.”

503. A bank shall demand proof of a client’s identity #ach transaction exceeding CZK
100.000 — less than € 4000 (Article 37 (1) of thet &n Banks). At the time of the on
site visit, there was a plan to cancel this spetiedshold and apply only the general
threshold of EUR 15.000 stipulated in the AML Act.)

504. For foreign exchange offices, licensed by the CH, identification requirement is
stipulated for cash transactions above CZK 100(0¥» than €4000) and for all non-
cash transactions and money transfer servicesdquithny threshold) — See Articles 7
and 20 of CNB Decree No. 434/2002 Coll.

505. The CNB Regulation covers among others the ideatifon of clients and the customer
acceptance policy of banks.

506. According to the CSC Decree issued in October 20@2securities trader shall provide
for the manner and conditions of obtaining infonmatabout customers by its own
internal rules.

507. There are no special measures in special legislatar the insurance sector.
Identification obligations are solely regulatedtbg AML Act in respect of insurances.

508. Overall, the Czech regulations largely comply witie first part of Criterion 5.3 as
regards the identification, since in the majority stuations (i.e. when establishing
business relations, or carrying out occasional stiations above the applicable
designated threshold) the obliged persons haveronm the identification, if a client
hasn’t been identified earlier in the required aktdf the client has been identified the
verification of the identity is sufficient. Howevemwhen carrying out occasional
transactions that are wire transfers, the reguiasdar from being complete, as it was
discussed earlier.

Verification of identity

509. Recomendation 5.3* requires the obliged entitiewedfy the identified customer’s
identity using reliable, independent source documendata or information
(identification data). As seen earlier, Article fara 3 of the AML Act regulates the
verification of customers’ identity.

510. In the case of natural persomsticle 1a para 3 of the AML Act stipulates the
verification of identity data as follows:'verifying them from an identity card, if they
are stated on it and further verifying the corresgence of an image with the
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511.

512.

513.

514.

515.

516.

517.

518.

photograph on the identity card and verifying thember and period of validity of the
identity card and the authority or country whictsugd it; if it concerns a natural
person who is carrying out a business activitypascertaining his/her business name,
other distinguishing information or any further rikarg or identification number,”

For the purposes of the AML Actah identification card is understood to be a valid
official document issued by a State authority, fremich it is possible to verify the
likeness of the person who is meant to be idedtifis name and surname, possibly all
his names and surnames, birth number or date dhbhis nationality and possibly
other identification data.(Article 1a para 9).

The evaluators were advised on site that in practince all citizens of the Czech
Republic have an identification document which dtidae carried by them, it is not a
problem for the financial institutions to identifgnd verify the identity of their
customers. In 2004, an amendment to the AML Actoesd the differentiation
between residents and non-residents in respediedf identity verification. For the
identification of a client besides the identity c¢awr passport, other documents are
allowed also, for non-residents are admissible pégit for stay.

The identification of a natural person has to bdgpmed always face to face, with only
minor exceptions stated below.

As regards the legal persotise official document means a valid excerpt frdm t
register, in which it is obligatorily registered another valid document that proves its
existence. This can be for example a valid ex{@eginal or authorised copy) from the
Company Register of Entrepreneurs Register (ComaieRegister), the Foundation
Register or the Register of Beneficial Societies.

Furthermore, the identification of a majority ogrsificant owner (controlling body) is
required. If it is not possible to underpin it wi#m official document, it has to be
proven in another way, e.g. written declaratiorcanfirmation of a legal representative
of the legal person (for instance for bearer shareowever in case of silent
partnership contract under the Commercial Code dormant partnership), the
identification of owners is a problem in the Czédbpublic. Bearer shares are also in
use, which impedes the identification of real ovener

According to para 4 of Article 14The verification or the ascertainment of informati
stated in paragraph 3 may be carried out by meanslectronic data transfer if the
identification of such information is guaranteedrguant to a special Act.- This
means that when the data are collected as regoyrede Act on electronic signatures
(Act no. 227/2000 Coll.), the verification may relgon non paper based documents.

Overall, the basic requirements to gather ID infation are in place, and reference is
made to verification from official documents (offit identification card for natural
persons and a valid extract from the commerciaktegin the case of legal persons —
AML Act, art. 1a para 9).

Criterion 5.4 requires that for customers that lagal persons or legal arrangements,

the financial institution should be required to* agrify that any person purporting to
act on behalf of the customer is so authorised,idedtify and verify the identity of
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5109.

520.

521.

that person; b) Financial institutions should bguieed also to verify the legal status of
the legal person or legal arrangement, and obtaformation concerning the
customer’s name, the names of trustees (for trusigal form, address, directors (for
legal persons), and provisions regulating the poteerbind the legal person or
arrangement.

The issue is dealt with under Article 1a para 3tled AML Act, regulating the
identification requirements. For legal persons tidentification means ,the
identification of the natural person acting on ighalf in the given transaction”
among others. Furthermore, Article 2 para 3 of AML Act stipulates the following:

“ (3) If a participant to the transaction is represed on the basis of a power of
attorney, then that empowered individual is ideedifpursuant to Article 1a paragraph
3 and further by the submission of the power aragy with an officially authenticated
signature. This power of attorney is not requirddhe account holder has empowered
a third person at the obliged person with a rightdisposal on this account, and that
person was identified pursuant to Article 1a pamgun 3 letter a) and signed the right
of disposal in accordance with a specimen signahefore an employee of the obliged
person In the case when an individual who does not atiser have the right of
disposal to this account, deposits cash into theoant and at the same time sends to
the obliged person the documents that have alrdeiyn filled out and signed by the
authorised person the power of attorney is also memfuired” Para 4 of the same
Article adds: {4) If, making the transaction, the obliged perddiacovers or has a
suspicion that a participant to the transactiomit acting on his own behalf or that he
is concealing the fact that he is acting for a ¢thparty, it will order him to declare, in
writing, on whose behalf he is acting and to prédka identification details about this
third party pursuant to Article 1a paragraph 3. Eyene is bound to oblige this
summons unless stipulated otherwise by this Act.

Financial and other institutions are obliged by kwidentify the person who acts on
behalf of the customer. As regards legal persdres,basis for the identification is a
valid extract from the register, in which it is maltory registered or another valid
document that proves its existence. In case ofnan@ercial entity it means an extract
(original or authorised copy) from the Company/Coencial Register. The
identification shall cover the following data: bosss name or title including any
distinguishing information or any other markings registered address, identification
number or similar number assigned to it abroad. Htvendation Register and Register
of Beneficial Societies follow the rules applicalile Commercial Register unless
relevant laws contain special regulation.

Thus, the AML Act requires the identification ofethauthorised persons in the
following cases: 1) in a given transaction, 2 tcustomer is represented by a power
of attorney irrespectively to the type of the pergoatural or legal) represented, 3)
when a person is not acting on his own accourd.dtso clear from the AML Act that,
in principle, natural persons authorised to actbehalf of a legal person must have
been clearly designated beforehand in presencererasentative of the legal person.
Specimen signatures of the person authorised torabthalf of the legal person are to
be kept. In the opinion of the evaluators, thesesaover all situations that may occur
in the Czech Republic in practice, even thougheli®no explicit requirement to verify
that the person is authorised to act on behalfi@fiégal person. The information about
the managers (directors) for legal persons is abhil from the extract. The Czech
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authorities specified that only statutory membes @ct and these are known;
otherwise, transactions are made on the basispofaeer of attorney — AML Act art 2
para 3.

As regards the identification of beneficial owng@rsterion 5.5*), the identification of a
majority or significant owner (controlling body) isequired from the financial
institutions. If it is not possible to support ittw an official document (e.g. with an
extract from the Company Register), it is necessargrove it in other way, e.g. by
written declaration or confirmation of a legal repentative of the legal person.
Financial institutions are not obliged to check thkability of these documents. Bearer
shares are in use in the Czech Republic and am p#reding problem in the Czech
Republic is the dormant partnership in which caseidententifation of the (beneficial)
owners is not possible. In general, financial ingthns are not required to identify and
verify the identity of the ultimate beneficial owseor to take reasonable measures to
identify and verify the identity of the ultimatereficial owners.

Regarding beneficial owner the Act on Banks stifmdadn Article 41f (5)*(5) Where
the real owner of the funds differs from the acd¢dwider, the compensation shall be
paid to the real owner. The account holder shatifgadhe bank of this fact on opening
the account or on the first occasion of disposifghe account and shall identify the
real owner of the funds to the extent laid dowriticle 41c(3). The bank shall record
this information in the account contract or in ahet document the issuance of which
is associated with the acceptance of the depasd,ia its records.”These provisions
are related the insurance of deposit claims ansl ey have no general bearing.

According to criterion 5.5.1* for all customerdhet financial institution should
determine whether the customer is acting on bedfadihother person, and should then
take reasonable steps to obtain sufficient idexatiion data to verify the identity of that
other person. In this respect, Article 2 para. thef AML Act adds:(4) If, making the
transaction, the obliged person discovers or hasugpicion that a participant to the
transaction is not acting on his own behalf or thatis concealing the fact that he is
acting for a third party, it will order him to deale, in writing, on whose behalf he is
acting and to present the identification detail®abthis third party pursuant to Article
la paragraph 3. Everyone is bound to oblige thisusions unless stipulated otherwise
by this Act.” There is not automated declaration from the cliémé implementation
depends on and relies upon external factors andusgicion of the (employee of the)
financial instituton.

As regards criterion 5.5.2, the only provision @spect of understanding the ownership
and control structure of the customer is the idigation of majority or significant
owners (controlling body). It is neither requireat tompanies to identify the natural
persons with a controlling interest and the natpeakons who comprise the mind and
management of company nor to determine who arendhéral persons that ultimately
own or control the customer.

The examiners believe that the situation in thec6@ZRepublic needs to be improved in
this respect: first, it is not required in casecofmpanies to identify the natural persons
with a controlling interest and the natural perse® comprise the decision-making
and management authority of a company (exceptrstgtiodies and their members
who have to be identified according to the AML Lawaihd second, it is not required to
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determine who are the natural persons that ultimaten or control the customer.

Furthermore, it is recalled that bearer sharesmatse in the Czech Republic and also
in the case of silent partnership, the identifmatiof the (beneficial) owners is not
possible.

By virtue of criterion 5.6* financial institutionshould be required to obtain
information on the purpose and intended naturehef bbusiness relationship. The
examiners noted that there is no such requiremetiiei AML Act.

However, CNB Provision N°1 requires from banks wlo@ening a customer account,
to establish the purpose of the of the accountimsd movements of financial funds in
the account, the fact whether or not a customaniemployee, and whether or not the
account is opened for business purposes, and whtble object of customer’s business
activities. The banks have to establish the or@fimustomer financial funds in those
cases determined by the bank itself. Furthermorgglés 47a and 47b of the Securities
Act regulate which rules for internal operationsd amles of conduct in relation to
customers a securities trader must implement. l&rd@b para 1 point d) sets out that a
securities trader is obliged, according to the kémil scope of services a customer
requires, to require information from such custom@ncerning his financial situation,
experience in investing in investment instrumemis goals that such customer pursues
through a required service. Although these promsiprimarily aims to serve investor
protection, they can be used for anti-money laundggsurposes as well.

There is no special provision applicable to theuiaace sector. Insurance companies
and intermediaries therefore, are not requiredotain information on the purpose and
intended nature of the business relationship.

As regards the requirement that financial inswisi should be required to conduct
ongoing due diligence on the business relationétiiperion 5.7*) , there is no such
general obligation in the AML Act. The CNB Proviesi®l°1 requires ongoing diligence
on the basis of a risk-based approachas part ofCirstomer acceptance policy
enshrined in Art. 4). The requirements of critertoid.1 (ongoing due diligence should
include scrutiny of transactions undertaken thraugithe course of that relationship to
ensure that the transactions being conducted amsistent with the institution’s
knowledge of the customer, their business and prskile, and where necessary, the
source of funds) are therefore not covered eithethe AML Act. According to the
Czech authorities, CNB Provision N°1, art. 4, cevall the issues required by this
criterion.

As regards the requirement that financial institosi ensure that documents, data or
information collected under the CDD process is kaptto-date and relevant by
undertaking reviews of existing records, particylaior higher risk categories of
customers or business relationships (5.7.2), thed. A\t (Article 3 paragragraph 1)
stipulates that in the course of duration of contractual relatiofstor in further
transactions, the obliged person controls the vglidind complete character of the
identification data mentioned in Article l1a paragia 3 and keeps a note of their
changes”.In the case of banks, CNB Provision N°1 requiresfthe banks that during
the contractual relationship, they check the vglidand completeness of the
information recorded about the customer and updatd information. There are no
further sector specific provisions on the updaie @view of existing records.
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Risk

532. According to criterion 5.8, Financial institutionshould be required to perform
enhanced due diligence for higher risk categorfesustomer, business relationship or
transaction.

533. The AML Act does not contain explicitly such a gexle@equirement that would apply
to all financial institutions, and obliged entities general. As indicated in the
introductory part to Section 3 of this report, #heIL Act contains an enhanced risk-
based approach and requires particular attentioougin the concept of suspicious
transactions, some elements of which require intirehat reporting institutions know
their customer (e.g. transactions which appearaigptionate or inadequate given the
customer profile, transactions without economicsogaetc. — see Section 3.7 of this
report).

534. Under the CNB Provision N°1, the banks have toofella (higher) risk approach in
respect of identification, customer acceptance idedtifying suspicious transactions.
The provision also contains a non exhaustive lishigher risk factors (under Art. 2
dealing with the definitions):

1. the country of origin of a customer, the courdfyrigin of an owner of a business customer &adcountry of
origin of a founder of a non-business customer, reder that country appears on the list of non-coapee
countries and territories issued by the Financietigh Task Force (hereinafter referred to as th&TF’) or on
the list of countries that the bank considers risaged on its own evaluation (e.g. tax havens),

2. the country of origin of a person with whichustomer executes a transaction wherever that goappears or
the FATF's list of non-cooperative countries anditeries or on the list of countries that the baxkisiders risky
based on its own evaluation (e.g. tax havens),

3.the appearance of a customer, a founder of abnsmess customer, an owner of a business custamen
entity with which a customer executes a transadatiothe list of persons and movements against wéacitions
are being applied pursuant to special legal rules,

4.an unclear ownership structure of a customerisheiegal entity,

5.an unclear ownership structure of a foundermb@-business customer,

6.unclear source of a customer’s funds,

7 .facts giving rise to the suspicion that a custoim@ot acting on his own account or that he iscealing the fac
that he is carrying out the instructions of a thpedty,

8. an unusual transaction pattern, in particulathwespect to the type of customer, the subjectusnnand
settlement method of the transaction, the purpbspening an account, and the line of businessi®fcustomer
where the customer is a business customer,

9. a fact giving rise to the suspicion that a comDis executing a suspicious transaction;

535. These criteria are reflected in the substantivé @faProvision N°1. Banks are required
to keep the information that is needed to establisbther a client is a “risky customer”,
to establish procedures for the acceptance of sustomers etc. Besides, bank are
required to pay special attention to holders afrigicant public offices” (see below the
developments on “politically exposed persons” — FARec. 6).
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As the examiners were advised on-site, it is samei difficult to implement those
enhanced diligence measures: keeping a list of cmhntries would be politically
sensitive, the concept of holders of “significanblic offices” is difficult ot apply in
practice and guidance is needed etc. But oveladlekaminers noted with satisfaction
that a risk based approach as such is present ipathking sector — that is the dominant
part of the financial sector — for higher risksetairies of profiles. It would strengthen
the AML/CFT policy of the country if a similar apgach was followed for all financial
and other entities.

Financial institutions can also apply reduced messicriterion 5.9) in certain cases.
The AML Act admits in Article 2 para 10 tha€10) Identification is not necessary if
the participant to the transaction is a obliged g@m pursuant to Article 1a paragraph
7 letter a) to c)basically, this refers to the financial institut®of the Czech Republic
— see belowpr a credit or financial institution operating in @untry that imposes an
identification duty upon this institution in a coampble manner or when the identity of
a participant to a transaction or the identity ofparson acting in his favour is not in
doubt.”

As regards non-resident clients the reduced ditigeapplicable to identificatiois
applicable for all credit and financial institutenFor resident clients, it covers the
following obliged subjects: banks, savings or dredioperatives, insurance companies,
the Czech Consolidation Agency, the holder of atglobcence, legal entities or
individuals authorised to trade with foreign cuegron their own accounts or on
client’s accounts, to conduct or intermediate casmon cash transfers of financial
capital, to financially lease, to provide creditroonetary loans or to the trading with
them or to issuing non cash payment means, thenQ¢atonal Bank in the keeping of
accounts and providing other banking services, Skeurities Centre or other legal
entities authorised to maintain parts of registdrghe Securities Centre as well as to
perform its other activities, the organisers ofezwsities market, securities dealers,
investment companies, investment funds, pensiordsfuand commodities stock
exchange.

The examiners wondered about the implications actre of the exceptions deriving
from Art. 2 para. 10 seen above, in particular #@gplication to clients and
intermediaries whose identity “is not in doubt”.tdugh this situation is usually self-
evident in practice, bearing in mind the purposéshe AML Act and the need —
according to FATF principles — to renew/updatefyenn-goingly the identification
information, it could become a source of problempriactice from the point of view of
AML/CFT (e.g. offering arguments to accomplices &gpd by financial and other
institutions to evade the consequences of posségégences). Further problems could
be generated by the fact that this provision ismhéa be an exception to the general
identification requirement. Whereas the FATF apphoaccepts that the full CDD
measures are not applied, identification shouldaianan essential component in the
customer relationship. Similar reservations canmaale in respect of the rest of the
provision since it is not fully clear what the cept of “participant” refers to (the
financial institution as an intermediary or as aty#o the transaction). As regards the
reference to “comparable manner”, the examiners adsised on site that this was
meant to address EU countries. In any event, tisemauch room for interpretation and
the Czech authorities may wish to redraft this geaph in more precise terms.

148



540.

541.

542.

543.

544,

545.

546.

547.

The CNB provision N°1 essentially deals with incea diligence, and does not
explicitly contemplate lower risk situations.

According to criterion 5.10, reduced CDD measuresustomers resident in another
country should be limited to countries that areampliance with and have effectively
implemented the FATF Recommendations. As mentiomeder the previous point

concerning criterion 5.9, the AML Act allows reddcilentification measures in case
of credit or financial institutions operating incauntry that imposes an identification
duty upon this institution in a comparable manoethe Czech Republic.

During the discussions held on site, the examinmderstood that in practice, this
provision is interpreted as referring mostly tcenti institutions from the EU. In the
examiners’ view, this does not necessarily meanah&U countries fully comply with

the FATF Recommendations. The Czech authoritiesd ntee either implement a
procedure by which financial institutions are addisof countries which the Czech
authorities consider to have similar obligations dar not comply with the FATF

standards.

The examiners noted that the enhanced/reduced C&d3umes deriving from the AML
Act are for the time being limited to identificatigand to some extent to reporting). If
the Czech Republic introduce broader CCD requirgsném the Act, this would
obviously have an impact on the risk-based apprbagbnd the issue of identification.

According to criterion 5.11, simplified CDD meassirare not acceptable whenever
there is suspicion of money laundering or terrofisancing or specific higher risk
scenarios apply. Since — by virtue of the AML Acthe application of CDD measures
is the general rule, especially in case of supgitansactions including transactions
performed by persons appearing on the internatiGfdl lists, and reduced CDD may
be conducted only in limited cases, this is noisane in the Czech Republic.

According to criteria 5.12, where financial institins are permitted to determine the
extent of the CDD measures on a risk sensitivesbdlsis should be consistent with
guidelines issued by the competent authorities. fi$le based approach is not fully
introduced in the Czech regulatory system. Enhancestomer due diligence is
required only from banks (see point 5.8) and tHgezuis of CNB Provision N°1. have
to adhere to the regulatory requirements. Redude® @& allowed for all types of
obliged persons, however there are no specific glimiels issued by the competent
authorities on this issue and guidelines as a wai@eeeded in the Czech Republic.

Timing of verification

Criteria 5.13 and 5.14 relate to the verificatidntloe identity of the customer and
beneficial owner before or during the course ohlelsthing a business relationship or
conducting transactions for occasional customers.

Concerning the establishment of business relatipastas described above Article 2
para 2 of the AML Act stipulates thzghe obliged person, when entering into business
relations, always identifies its participants..(ivhich also includes explicitly certain
financial/banking services or products, and insceaspecific provisions (subscribing
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of life-insurance contracts and payment of suchreats where the premium or capital
exceeds certain amounts).

As indicated earlier, it is not required in respettcompanies to identify the natural
persons with a controlling interest and the natpeakons who comprise the mind and
management of a company (except staturory bodiégsheir members who have to be
identified according to the AML Law), and it is nquired to determine who are the
natural persons that ultimately own or control ¢thstomer. The verificationbligation

as such (using information from other sources) msntioned for legal persons as
regards the production of an extract of the Registed for natural persons as regards
the production of an official ID document. Therents legal requirement to renew the
identification when doubts have arisen about thentity of the customer or about the
veracity or adequacy of previously obtained custordentification data but obliged
entities have to make sure the information kephéir files is up to date.

Concerning transactions conducted by occasionatoouess, these also trigger
identification pursuant to Art. 2 of the AML actiffolated or inter-related, they exceed
the threshold of EUR 15,000. The law foresees tkdsations where the amount is not
known and identification has to take place whemehg knowledge that the threshold
will be reached/exceeded.

This is the sole explicit exception contained ia &ML Act and the identification and
verification is obligatory before the establishmehthe relationship or when carrying
out the transaction. As a rule, the completionhef identification process can not be
delayed or postponed and therefore criterion 5.18l.1n principle, irrelevant in the
Czech context.

Failure to satisfactorily complete CDD

In principle, it is not permitted to establish/coemee a business relationship or
perform a transaction without completion of thenitdlecation process (criterion 5.15).

According to the AML Act, obliged entities are rmequired in all cases to file an STR
report in case they cannot comply with their idécdation/CDD obligations. The only
situation contemplated is — as far as this concainansaction — in case this would be a
consequence of an explicit refusal of the custotmgurovide the information needed.
Art. 2 para 5 specified thétThe obliged person will not perform the transactim the
event that an identification obligation pursuantgaragraph 1 or 2 is given and the
participant refuses to undergo the identificatiomogess or if he refuses the
identification of a the third persopursuant to paragraph 4. At the same time the
obliged person will inform the relevant departmenit the Ministry of Finance
(hereinafter, “Ministry”) of this fact.” A positive point is that this applies to
information related to both the customer or a tipadty (e.g the beneficiary), but there
is no such requirement to refuse the establishrokat relationship and to report the
fact in the same way to the FAU (leaving asidefétoe that the STR definition includes
the case of the opening of multiple accounts withastified economic reason).

The AML Act is silent on those situations (criterib.16) where the financial institution
has already commenced the business relationshipt andinable to comply with the
identification/CDD requirements, in which case hbsld be required to terminate the
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business relationship and to consider making aisosig transaction report. The
identification/CDD process cannot be postponedlljota partially under the Czech
regulations. The Czech authorities confirmed thiged entities, as a general principle,
cannot establish a business relationship withdfitliing the identification duty.

As regards criteria 5.15 and 5.16, it should beedimted that the CNB Provision N°1
follows a specific approach. Art. 4 says tltite bank shall establish a customer
acceptance policy, within which, having regard igkrfactors, it shall...) set forth the
conditions under which the bank will not enter intontractual relations with a
customer or will cancel an existing contractuala@nship.” The fact that Provision
N°1 addresses those issues is, in principle, dipestep.

Existing customers

Under criterion 5.17, financial institutions shouloe required to apply CDD
requirements to existing customers on the basmaitriality and risk and to conduct
due diligence on such existing relationships atre@mpate times. As it was mentioned
above, the risk sensitive approach has not rea@gnkntroduced into the Czech legal
regulatory framework, apart from the banking secldre AML Act (Art. 3 para 1)
imposes a general duty to keep note of the chanfjédentification data, but in the
opinion of the eveluators this does not reflect thguirement as sudio apply CDD
requirements to existing customers on the basmaiériality and risk and to conduct
due diligence on such existing relationships at rappate times Therefore, the
implementation of this criterion needs to be residaered. The AML Act applied in
principle to all (existing and new) customers &t time it was enacted.

Under criterion 5.18, financial institutions shoulte required to perform CDD
measures on existing customers if they are cus®noewhom Criterion 5.1 applies.
Opening of anonymous accounts is prohibited anexmsing bearer passbooks will be
abolished from the banking system, accompanied wdgntification obligation,
although not in all cases: as seen earlier, aaegrdo the Act on Banks, any
transactions on bearer passbooks are subjectntfidation procedures. However, the
AML Act is less categorical“The obliged person, when entering into business
relations, always identifies its participants, gadarly if it concerns...e) Payment of
the balance from cancelled deposit on bearer pasisbid the amount exceeds15,000
EUR".

Overall and practical considerations

During the discussions held on site, the examifiesnd that obliged entities and
supervisors were quite aware of the identificatioies imposed by the legislation as
regards the client. However, various problems veeienowledged:
» there was limited experience with the concept binalte beneficiaries,
» there were practical obstacles to identify ultima¢eeficiaries
» there was limited experience with the applicatiofikmow-your customer”
principles,
» guidance was insufficient or the concept itself waslear
» identification-related and other information comgreg the customer is too
often kept in paper form
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Recommendation 6 — Politically Exposed Persons

There is no specific provision in the AML Act thaegquires financial institutions to
perform specific CDD in relation with customers wivould be politically exposed
persons.

The CNB'’s Provision on the Internal Control Systefra Bank for the Area of Money
Laundering Prevention (CNB Provision N°1) refersler Article 3 (2) h) briefly to
this issue. Accordingly, banks shall pay specierdion to transactions executed on the
account of persons who hold a “significant publitice”; the bank shall define in an
internal rule the public functions it considersrsigant.

However, the representatives of the Czech Bankisgogiation (CBA) as of other
banks reported several difficulties in identifyipglitically exposed persons and how to
handle the concept. The examiners were told tleaCBA had required guidance and a
definition from the CNB but the latter would hawefused’. For the time being, the
information gathered by these financial instituiaiioes not include data related with
public functions.

According to the documents provided by the Czeatufiies Commission, this issue is
not addressed in the current rulas.indicated earlier, in the insurance sector,eahsr
no specific regulation regarding a policy to combatney laundering and terrorist
financing. The Office of State Supervision over ur@ice and Pension Funds
mentioned that they are preparing a new amendroghetAct on Insurance which will
cover AML provisions, the issue of PEPs will notduiEressed though.

There is thus a need in the Czech Republic to addyenerally the issue of politically
exposed persons, preferably in the AML Act.

Recommendation 7- Correspondent Banking

There is no specific provision in the AML Act abadrrespondent banking. The matter
is dealt with in theProvision of the CNB N°1 of 8 September 2003 onlikernal
Control System of a Bank for the Area of Money dauimg Preventior{as seen earlier,
this regulation is mandatory and enforceable).

According to Article 4 (4) a) of this text, bankdal only co-operate with
correspondent banks:

that apply anti-money laundering and terrorismriitiag regulations,
that have their registered office and actual hdfidean the same state,
whose commercial activities they are familiar with.

The provision covers both AML and CFT aspects, Wwhis commendable. But it

contains no further details and the implementatibthese basic requirements is left to
the individual banks. The examiners were advised ith practice, banks have adopted
their own procedures and internal rules which hbgen elaborated on the basis of

"The evaluators were advised after the visit thatGNB published the web links to documents whiehdealing
with this topic including the Basel Paper ,Custondgele diligence”;banks were also advised that tHeyulksl
create their own lists on the basis of these imtigonal documents.
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model rules issued by the Czech Banking Associati@ommercial bank
representatives met on site indicated that priorestablishing a relationship, the
proposal has to be accompanied by an opinion of Ak structure of the bank
assessing the level/absence of risk in the courlry, quality of supervision, the
professionalism of the candidate correspondent lzamtk the industry etc. before the
board in the Czech Republic approves the estabéishwf the relationship. The Czech
authorities confirmed that compliance with the suléncluding internal AML
programmes) are checked by the CNB during theiuleggon-site examinations. The
controls have shown that these rules are appligidpanks in practice.

The banking sector representatives informed thenteéhat the banks have few
correspondent banks and most of them have theddueaters in an EU country

Although some basic requirements and practice$ #s would meet the requirements
of criterion 7.1 to 7.4 (i.e. gathering informati@bout the respondent institution,
assessing to some extent the respondent instifutibtaining senior management
approval, agreeing on the responsibilities of g@ashitution), the system would gain in
soundness if the CNB Provision included clearly tiagious requirements of FATF
Recommendation VII, including on the issue of “gagathrough-accounts”. The
current approach relies a lot on the good willhaf industry.

Recommendation 8 — Threats from new or develomnbniblogies, non face to face
transactions

The AML Act does not require obliged institutiors have policies in place such as
those required by criterion 8.1.

Risks associated with technologiocal developmergsiaalt with under Article 6 of the
CNB Provision N°1 “when executing transactions gsiechnology that does not
involve direct contact with the customer, the bahlall create and apply procedures
which establish that it is executing a transactioth an already identified customer”
(as seen earlier, this regulation is mandatory emfdrceable). Representatives of an
electronic banking institution met on site confidrtaat the correct procedure for a first
time identification of a customer has to be facéaie.

The Czech Republic has not adopted specific regaktrequiring obliged entities to

have policies and procedures in place to addressercific risks associated with non-
face-to-face business relationships or transacti@ngerion 8.2). In principle, the

requirement is strict for all obliged persons amel primary identification/establishment
of business relationship always has to be facexte-fHowever, there is a possibility of
“intermediated identification”, when a client caotnpresent himself personally for
objective reasons, and the identification may beied out by a person authorised to
perform the certification of signatures and docutseiihis possibility was introduced
in Article 2) (6) to (8) of the AML Act

(6) Identification for the obliged person on itguest, in which the purpose of the identificationstnbe stated,
may also be carried out by a person authoriseartty out the certification of signatures and docotagursuant
to a special legal regulation. In such a case kefgh draw up a public document on the identifioaf which
must contain;

a)who carried out the identification and upon whesgiest,
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b) identification details mentioned in Article larpgraph 3,

c)information about which type of identity card asfdvhat supplementary documentation the identifacaof the
individual was based upon, or possibly on the bafsighat type of identity card, the identity of therson acting
on behalf of the identified legal person or thentity of the representative of the identified perseas verified,
d)a certificate of a statement of the identifieduna person or a person acting on behalf of antifled legal
person or a representative of the identified persout the purpose of performed identification amd
confirmation of the accuracy of the identificatiar, possibly about any reservations to the idematfon being
carried out,

e)the date and place of the drawing up of the deecuran the identification, or possibly the date ptate of the|
identification if they are different from the daad place of the drawing up of the document ontitieation,
fithe signature of the person who carried out tleiification and the imprint of his/her officiahsp.

(7) The person, who carries out the identificatppursuant to paragraph 6, will attach copies of rievant
documents or their parts, from which the identiiima was made, to the public document on identiiica

(8) If the identification and other tasks have bearried out pursuant to paragraphs 6 and 7, tlrdents
therein stated must be deposited with the obligedgn. Until then the obliged person will not uridke any|
transaction pursuant to this Act, with such an itfiex individual.

571. Besides, transactions can also be conducted bydaphrty on the basis of a power of
attorney.

572. The CNB Provision N°1 also requires intermediaaeing on behalf of the bank to
apply “know-your-customer” principles.

573. The Czech authorities stressed that on the badiseoincreasing number of requests
from various types of financial institutions andabn the basis of Article 3 para 10 of
the Second EU Directive the relevant draft bill heen elaborated (amendment to the
Act on Entrepreneurship on Capital Market). At thie of the visit, it had been sent
for comment to all the relevant institutions.

574. This amendment (meant to come into force before eéhé of 2005) is aimed at
amending the AML Act. According to the proposalsyould be possible to conclude a
contract on financial services remotedly withoug¢ tbhysical presence of the client
under the following conditions:

. the first payment from this contract would be thglwan account kept by a bank
located in the EU and over which the client woult/dén an unlimited right of
disposal,

. the client would need to send to the obliged pecsiies of the relevant identity
card and at least one other supportive documemsd ltopies would have to be
readable and contain an identification picture;

575. Where the client (party to the contract on finahs&vices) is a legal person it would
have to be further ensured that:
* on its behalf is acting a person who has a righdisposal over the account of a
legal person through which the first payment wdldarried on;
» the client will have to send to the obliged persopies of identification documents
of a natural person acting on its behalf and furttecuments for the identification
of the legal person.

576. It is worth mentioning that the presence of therdliis not required explicitly in all

cases by the AML Act. The first exemption appearg\iticle 1a para 4 of the AML
Act which allows the verification or the ascertagmh of information to be carried out
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by means of electronic data transfer if the idé&difon of such information is
guaranteed pursuant to a special act. The secorthmion was created by an
amendment to the AML Act, which introduced in Al@ para 6 to 8 the possibility of
the so called “intermediated identification”. Therd exemption derives from Article 2
para 3 of the AML Act, which regulates the casegnmvh participant to the transaction
is represented on the basis of a power of attori@yally, the Czech authorities
informed the evaluators, that a draft bill had beda@borated in order to make it
possible to conclude a contract on financial seswiwithout a physical presence of the
client. Taking into account this factors, it isrféo say that Recommendation 9 applies
to the Czech Republic.

Recommendations and Comments

Although in general the customer identificationgadures (not full CDD measures) are
mostly in place, the examiners note some shortogsnin relation to some criteria for
Recommendation 5. These shortcomings should beesskeht in order to strengthen the
impact of CDD measures. It is thus recommendee-{address the implementation of
recommendation 5, including

» full CDD requirements should be introduced in thglAAct (including on-going
due diligence and know-your customer, risk-basedragrh, consequences of
incomplete CDD measures and application of CCD irements to existing
customer etc.), with appropriate guidance, beyohd measures -currently
applicable to identification only. The Czech autties should also consider
redrafting Art. 2 para. 10 and the exceptions darththerein as they leave room
for misunderstanding and misuse for ML and FT pseso Reference should be
made to reduced CDD measures in case the countrgrigin applies and
implements the FATF Recommendations.

* inconsistencies between the banking regulationstia@dAML Act on the issue of
CDD measures on the occasion of operations withhebgaassbooks need to be
solved and the identification/CDD process guarahte® matter what the threshold
IS;

» the legislation should be amended in order to reguwom financial institutions to
identify the originator and the beneficiary of fisndransfers with at least the
following three data: name, address, account nuffiaad require also the renewal
of customer identification and verification whenutits arise about the identity of
the customer or about veracity or adequacy of presly obtained customer
identification data;

» to require by law the identification of benefic@hners and to obtain information
about the owners of all types of legal entities.

® The Czech authorities indicated after the visit tiis recommendation is in principle fulfilled iasaccordance
with Regulation (EC) No 1781/2006 of the EuropeamliBment and of the Council of 15 November 2006 on
information on the payer accompanying transferiin€ls (valid since 1 January 2007), complete infdiam on

the payer is necessary only in cases of transfdimnds from the Community to outside the Commuigayticle

7). However, in case of transfers of funds withive tCommunity such transfers shall be required to be
accompanied only by the account number of the payerunique identifier allowing the transactionb traced
back to the payer (Article 6).
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578. The issue of PEPs is not addressed through the AL In practice, financial
institutions are not complying with this recommetiala, including the banking sector
who lack guidance in relation to the basic relevaguirement that exists in bankig
regulation. The Czech authorities stressed thatdpie would be addressed in thd 3
EU Directive on Money Laundering and will thus bewo part of the Czech legal
system. It is therefore recommended that PEPseamgnised under the AML Act with
specific enhanced customer due diligence requir&snerbliged entities also need
guidance — and possibly sector specific criteriia this field.

579. The issue of correspondent banking relationshipeats from developing technologies
and non-face-to-face business relationships isesdéd to some extent in the banking
sector only. Therefore, the implementation of thequirements of FATF
Recommendation 7 and 8 needs to be reconsiderasl teoapply to a larger number of
obliged entities.

580. The evaluators regret that in addition to the AMtt Asector-specific AML provisions
were made only for the banking sector by the CNBef that the non-bank financial
institutions also need to better address the varaements of the AML requirements
(including in particular CDDmeasures), it is recommended that texts similar tthe
CNB Provision N°1 be adopted also for the insurangesecurities, foreign exchange
and other relevant sectors.

3.2.3 Compliance with Recommendations 5 to 8

Rec Summary of factors underlying rating

R.5 | PC | Full CDD requirements should be introduced in thgILAAct (including on-
going due diligence and know-your customer, risgdahapproach, consequences
of incomplete CDD measures and application of C@Buirements to existing
customer etc.), with appropriate guidance; incaensises between the banking
regulations and the AML Act on the issue of CDD meas on the occasion pf
operations with bearer passbooks; financial instis are not required fto
identify the originator and the beneficiary of fenttansfers with the full data
and to renew customer identification and verifigat{if doubts etc.); no genergl
legal requirement on the identification of beneficiowners and obtaining
information about ownership of all types of legatiges.

R.6 | NC | A basic requirement is in place only as regardsbngking sector, but it is quite
narrow and limited to “significant public officesthe requirement has a limited
effect in practice, due to insufficient familiariof the industry with the concept
and the absence of guidance (effectiveness issue)

R.7 | LC | Some basic requirements are provided for in thekibgn regulations
complemented by individual initiatives guided by thanking association. The
banking regulations needs to better reflect theuarrequirements of R.7 and the
scope of requirements need to be broadened beyamks {although the latter
which are most importantly concerned are covered).

R.8 | PC | The requirements are only addressed — to some textdar the banks. Th
broader implementation of R.8 needs to be recoresitde

1)
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3.3

3.3.1

581.

582.

583.

3.3.2

584.

585.

3.3.3

Third parties and introduced business (R.9)

Description and Analysis

At the time of the on site visit, a strict interfargon of the AML Act suggested that it is
not permissible in the Czech Republic to rely oterimediaries or third parties to
perform the CDD process or to introduce busine$ss dssumption is based on the
identification process provided for in the AML Aethich is generally accepted in the
Czech Republic as requiring direct contacts betwtdenobliged institution and the
customer.

The CNB Provision N°1 addresses the issue of mrties acting on behalf of the bank.
These are understood to be third parties usedeobpdhks to provide their services and
products, which fall under the exception mentionad the note to FATF
Recommendation 9 on outsourcing and agency rekdtips.

In practice

The team was advised by representatives of theimgrdector that in the Czech
Republic, it is not uncommon in practice that fgrecompanies establish first contacts
through lawyers, in which case, due to the contfiddity applicable to that profession,
it can happen that the financial institution hasely on the information provided where
it is not available otherwise to identify/verifygheal beneficiary. The representatives
stressed however, that they would not open an at@stablish a relationship if the
lawyer refused to reveal his client/the beneficiarywhen the beneficiary cannot be
identified. The examiners believe that this isseeds to be re-addressed.

Recommendations and Comments

In the light of the above, it is clear that intradd business and reliance on third party
for the CDD measures are not permitted in the CERsghublic.

Amendments aimed at introducing this type of relahip in the Czech Republic are
planned, which will hopefully clarify certain aspedVith the entering into force of
the proprosed amendments allowing for the system ofntroduced business,
increased attention will be needed to ensuring theapplicability of
Recommendation 9 in the context of the new provisits.

Compliance with Recommendation 9

Rec

Rating Summary of factors underlying Rating

R.9

NA

3.4

34.1

586.

Financial institution secrecy or confidentiality (R.4)

Description and Analysis

Financial institution secrecy and confidentialitg iregulated in sector-specific
provisions.
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587.

588.

589.

590.

591.

For instance, banking secreisygoverned by Articles 38, 38a, 38b and 39 ofAbton
Banks (Act N° 21/1992 Coll. Of 20 december 199hmended. Banking secrecy rules
apply to all bank businesses, financial servicelsasiks, including account and deposit
statements. It imposes a duty on bank employeeshendhembers of its supervisory
board to maintain confidentiality in business mattthat concern the interests of the
bank and its customers. This obligations contirafesy termination of the employment
or similar relationship. The law defines some exeomg from this rule: information
provided to the CNB, reporting of a criminal aaidaeporting on the basis of a special
act [note by the drafters: for instance the AML JAdtor the purpose of prudential
requirements and assessing the financial soudnadstrastworthyness of a client,
information related to the latter can also be erged with other banks, including
through other legal entitities. The information aso be made available, without the
client’s prior written consent, to various bodigson their written request, including
courts, law enforcement authorities on the basithefCriminal Procedure Code, the
Ministry of Finance, tax authorities etc.

The insurance sect@ another example: confidentiality is governegr¢hby Article 39

of Act No. 363/1999 Coll. On insurance and on anmegwk to some related acts (the
Insurance Act). It applies to members of the stayutand supervisory boards,
employees of insurance and reinsurance undertgkiqgglator, administrator, as well
as persons acting for an insurance or reinsurandertaking in other relationship than
employment, insurance intermediaries, independesg hdjusters and further persons
participating in the exercise of the state sup@wisThese persons are required to keep
confidentiality on the matters concerning insuramfenatural and legal persons,
including after termination of their employmentatbnship or other relationship than
employment. With the approvaf the customer, information can be shared upeir th
written request, with the Ministry when exercisitgsupervision, a court, an authority
acting in criminal proceedings, the Securities Cassion when exercising supervision
according to a special legal provision etc.

In the _Securities SectoBection 20 of the Stock Exchange Act — Act Nat/2292 Coll.
Provides that participants in a stock exchange’stings, members of its committees,
brokers, employees of the stock exchange and kegities engaged in clearing and
settlement of stock exchange transactions are aibligto keep confidential any
information acquired from their position as an desi i.e. information that is important
for the development of the capital market, or ttatcerns the interests of individual
participants. For the purposes of civil or crimipabceedings and when fulfilling the
duty towards the appropriate organisational seatiothe Ministry of Finance under a
special law [a footnote refers to the AML Act], Seepersons may be released from
these confidentiality provisions. Such release maly be granted by the chairman of
the stock exchange chamber.

The Securities Act — Act 591/1992 Coll. Also addessthe issue of confidentiality in
section 80 in similar terms (including an explicference to the AML Act), but the
communication of information is not subject to gmgliminary approval (be it by the
chairman of the stock exchange chamber or anybisdy. e

The AML Act (Art. 7) deals with the confidentialiguty of obliged entitites in relation
to the reporting duty and the possible additiomakcpedings deriving thereof. Para. 4
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592.

593.

3.4.2

594.

595.

596.

597.

3.4.3

provides for an exception to this confidentialitytyl which is not invokable against
certain entities/authorities, including a law ewofment authority if it carries out
proceedings connected with ML or in relation withegorting duty connected with ML
(FT being addressed as an element of ML-relatedigoss transactions), individuals
performing supervision activities, licensing bodidse Security Information Services
and Military Defence Intelligence in the contextao§ecurity check, a foreign authority
in the context of the achievement of the purposelsebAML Act etc.

Furthermore, Art. 8 deals broadly with the accessthe Ministry [the FAU] to
information held by obliged entities.

Overall, the Czech authorities stressed that thergences between different texts are a
“paper matter” and not an issue in practice.

Recommendations and Comments

Globally, thanks to the AML Act, the level of finaial secrecy and confidentiality is
not unacceptably high in the Czech Republic andrinftion gathered can be shared
with foreign bodies for the purposes of AML/CFT.

This being said, there are inconsistencies betweesector specific regulations (which
sometimes provide for the prior approval by an arity or the customer) and the AML
Act (which does not provide for a preliminary apgabof any kind although it covers
mostly the same beneficiaries of the informatiorhefE are also occasional
inconsistencies within a given sector-specific tatgury framework (the Securities
sector). Finally, Art. 7 is — on paper - quite kyicwhen it comes to the lifting of
confidentiality in relation with FT and access sedmoader for law enforcement in the
case of ML (as opposed to FT) related investigatidie information would probably
be available indirectly in practice through the Béyg Information Service or the FAU
but for the sake of legal security, things shoudckear as the criminal police has the
main responsibility in the field of terrorism-redatinvestigations.

It is therefore recommended to review the conststeof provisions on financial
confidentiality to avoid contradictions betweentsespecific regulations and the AML
Act, and to remove in particular unnecessary pilieny authorisations in sector-
specific regulations;

It is also recommended to consider clarifying ire tAML Act the exceptions to
confidentiality in the context of CFT enquiries angestigation so as to clearly enable
law enforcement authorities to accede to infornmaiothat context.

Compliance with Recommendation 4

Rating Summary of factors underlying rating

R.4

LC The AML act suspends to a large extent financialfidentiality and
secrecy but there are, on paper, inconsistenciesguations. Provision
in the AML Act might need to be clarified in relati with FT (as far a
law enforcement/criminal police are concerned).

[

|2
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3.5

3.5.1

598.

599.

600.

601.

602.

603.

604.

605.

Record keeping and wire transfer rules (R.10 & SR.Y)

Description and Analysis

Recommendation 10 — Record Keeping

FATF Recommendation 10 contains basic obligatitvas heed to be enshrined in law
or regulation and be sanctionable in case of nomptiance.

Record-keeping requirements for financial and othetitutions are dealt with under
Art. 3 of the AML Act. In accordance with these yigions, obliged persons have to
record all details obtained for the purposes ohtifieation and to control the validity

and complete character of that information datee irtfiormation obtained has to be
recorded in the data files of the institution, adaog to the rules of para. 2.

The records on customer identification have todtained for a period of 10 years after
the relationship ended with the client. The Czaatharities advised that under this rule,
financial institutions do keep all the clients- atrednsactions-related information in

practice. Furthermore, identified transactionstesladata is kept for a period of 10

years also by virtue of the the general accountécyegulations.

In addition, the obliged persons must also recdirtha information and documents of
any transaction connected with the identificatidtigation for a minimum of 10 years
from the date of completion of the transaction.

The above time limits thus exceed the 5 years ladhRecommendation 10. There is no
formal possibility for the authorities to imposenter deadlines, but (indirectly)
supervisors and the FAU can obtain and store thieesenformation from obliged
entities for over 10 years.

These obligations apply regardless of the amounheftransaction, except for traders
in second hand goods and cultural items, who naiatrr the information for 3 years in
all cases, and 10 years where the value of theadrdion is above EUR 10,000.

Similar rules exist in sectoral regulations for thenks and branches of foreign banks,
as well as foreign exchange institutions which taier the supervision of the CNB.
Article 21 (2) of the Act on Banks and CNB Decreée434/2002 Coll. Provide for a
record keeping of transactions for a period of tgears, without further
precision/distinction. Since the AML Act is more esgffic (record keeping after
completion of the transaction and after terminatibthe relationship), this could create
confusions. The Czech authorities indicated thereehbeen no particular problems
experienced until now.

The AML Act further provides for an obligation testablish internal principles and
measures. These should include (Art. 9 para 3)cinézhanism that allows for the
information stored (...) to be made available to B@sitry”. Also, Article 6 of the
CNB Provision N°1 requires, however, banks to havénformation system in place as
follows (a footnote even refers to the AML Act):
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606.

607.

608.

609.

610.

611.

(1)The bank’s information systamust enable it to ascertain, monitor and evaluate t
information needed

a)to achieve the purpose of a special legislatistand

b) to meet the requirements set forth in this Fsiovi.

(2) The responsible employees and MLRO must hgu®pipate access to information
in the bank’s information system, allowing effeetivse thereof for the evaluation of
suspicious transactions.

Despite this, the CNB found that financial insiibais under its responsibility need to
improve their analytical tools and develop databasgth the information about
customer and transaction records in order to enalidetter and timely access to the
information requested by the authorities. Informatand files are often only stored in
paper form and it would be difficult to impose aidtrequirement to modernise the
storage systems (there would be resistances frenbdhks due to the extra costs this
would generate). The AML Act should draw inspiratioom this provision of the CNB
Provision N°1. As far as the non-bank financial eswfsors are concerned, these
appeared to have conducted no AML/CFT controlsthod, there was no experience in
respect of record keeping in practice in thoseossct

The information registered by obliged entitiesnigrinciple accessible to the FAU, law
enforcement agencies (when a formal proceedingitiated with the prosecutor) and
the supervisors. This is a requirement of Art %t AML Act according to which
obliged entities must provide for “the technicatlastaffing measures to ensure that the
Ministry is able to carry out in the obliged perdbe tasks pursuant to Articles 6 and 8
by the legal deadline”.

One last point concerns the type of information daduments to be kept in the files. A
strict reading of Art. 3 para.2 of the AML Act swgis that the record keeping is
limited to the identification information and docants. Recommendation 10 is quite
broad and requires also to keep account filesnlgsicorrespondence.

Special Recommendation VII — Wire Transfers

At the time of the on site visit, the transfer ohfls was regulated by the Act on Banks
(Act no. 21/1992 Coll.), by the Payment System A&tt no. 124/2002 Coll. on
Transfer of Funds, Electronic Payment Instrument$ Rayment Systems), and by the
Act on Postal Services (Act no. 29/2000 Coll.).

The Act on Bank lists the activities offerable bgnks and non-banking financial
institutions. Article 1 Para 3 lists ,money transsion services” as one of those
activites which can be pursued by a bank, but thergrovisions do not prohobit other
entities from conducting this type of businesfi@ligh para 5 adds, thahe carrying-

on of some of the activities listed in paragrapimdy be subject to authorisation
pursuant to a special legislative &cSince money transmission service is one of those
activities which require authorisation, this adfivimay be permitted only after
authorisation has been granted pursuant to theaspegal rules.

There are two ,special legislative acts” in respfcauthorisation: the Payment System
Act (PSA) and the Act on Postal Services. The P&julates the ,transfer of funds in
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612.

613.

614.

615.

616.

617.

3.5.2

618.

619.

620.

the Czech currency within the territory of the QzeRepublic” and cross-border
transfer, as narrowed down in Article 2 para 2haf Act. Article 2 para 2 of the PSA
stipulates: Cross-border transfer shall mean a transfer of fufrim one member state
of the European Union or the European Economic Aceanother member state of the
European Union or the European Economic Area inatiamal currency of a member
state of the European Union or state of the Europ&ctonomic Area up to the
equivalent of EUR 50,000."Save for cross-border transfers, postal remigsnas
defined in the Act on Postal Services shall notdeemed transfers. Thus the scope of
the applicable rules is limited.

Legal entities or individuals authorised to condactintermediate a cash or non-cash
transfer of financial capital are subjects to thdLAAct. In the opinion of the Czech
authorities this also covers the system of crosdéyowire trasfers, hence their clients
have to be identified.

For cross-border transfers by SWIFT, the transadtiformation contains the account
number and name of both the originator and the fiaey.

For domestic wire transfers, the account numbaivisys transferred and the name of
the originator is usually also included.

At the time of the on site visit the Czech legislatdid not require financial institutions
to keep originator information on fund transfenotigh the payment chain.

Beneficiary financial institutions are not requiread adopt effective risk-based
procedures for identifying and handling wire tramsfthat are not accompanied by
complete originator information. There is no regola on the possible refusal of
executing transactions if the payment instruct@resnot complete and comprehensive.

The regulation, supervision, monitoring and samgi@lso apply in relation to the
obligations under SR VII. However it is doubtful, hether the Czech
Telecommunication Office is able to meet its oldiigias in respect of AML/CFT when
wire-transfers are executed (see also the develaggmelated to SRVI).

Recommendations and Comments

The requirements related to Rec. 10 are basicallglace in the AML Act. However,
CNB regulations are less specific — which couldatzeconfusions in the sector under
the responsibility of the CNB, and therefore, thesgulations should be made
consistent with the AML Act.

Besides identification data, the regulations shal&b cover explicitly account files,
and business correspondence, and any other relafannhation (written findings on
complex and unusual large transactions etc.)

It is also recommended to maintain the pressuréinamcial and other institutions to

store data and documents in a computerised way wuatld allow to retrieve
information in a timely manner.
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621.

622.

3.5.3

The requirements of SR VII on wire-transfers hawt Ibeen directly addressed, but
some elements of those have been dealt with berdift pieces of legislation. The
team was informed that the Czech regulation andtipeawould be compliant with SR

VIl after the enactment of EU-Regulation on infotioa on the payer accompanying
transfer of funds and as a consequence of beingrabddr State of the EU, that would
automatically become part of the Czech legal emwirent. From the information

available, there is a need for the time being:

» to require financial institutions peforming wireamsfers to keep originator
information through the payment chain,

* to introduce effective risk-based regulations anatedures for identifying
and handling wire transfers that are not accomplaloyjecomplete originator
information, including on the possible refusal akeuting transactions if
the payment instructions are not complete and cehsrsive.

The competencies and supervisory power of the ctenpeauthorities should be
strengthened, especially in the case of the haflpostal licence as a provider of wire-
transfer services.

Compliance with Recommendation 10 and Special Rezamdation VII

Rating Summary of factors underlying rating

R.10 LC Requirements are in place but they should moreattplcover account

files and business correspondence as required uRd€, in practice
files and documents are too often kept in papemf@vanking sector
which creates difficulties to retrieve informationa timely manner.

SR.VII LC Not directly addressed in relation to various eBakrcriteria (no

—h

regulation or policies applicable to the handlifgransfers in case ¢
incomplete identification data, no requirement ®efx the originatoy
information throughout the transfer chain etc.).bEore-addressed upon
adoption of relevant EU-Regulation.

Unusual and Suspicious Transactions

3.6

3.6.1

623.

Monitoring of transactions and relationships (R.11& 21)

Description and Analysis

Recommendation 11 — Complex, unusual large trammsct

Obliged entities are required to identify transasi which qualify as suspicious and to
report them to the FAU. The list of examples carediin the AML Act (Article 1a (6))
does include some transactions which show pat@mgar to those mentioned under
FATF Recommendation 11 (e.g. transactions withgudagent economic purpose or
which do not match the client’s profile etc.). 8ty speaking, the obligation does not
go beyond identification/reporting purposes.
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624.

625.

626.

627.

628.

629.

3.6.2

630.

631.

This being said, there is no specific requirementall financial or obliged entities to
pay special attention to all complex, unsusualdargnsactions, or unusual patterns of
transactions etc., to examine the background argbpa of such transactions and to set
forth the findings in writing, and to file thesendiings for competent authorities and
auditors for at least five years as required byedda 11.1 to 11.3.

Only the CNB Provision N°1 (which is obligatory aadforceable) contains a general
requirement under Art. 3 2)f) to pay special aitantto all complex, unsusual large
transactions, or unusual patterns of transactitmsBy virtue of Art. 5 para 7), it does
also require banks to file and store internal repon transactions, including those not
reported to the FAU, which can be understood ttute those addressed under Art. 3
2)f). The storage period is that of the AML Act fmrstomer identification information
(10 Years).

Recommendation 21- Relationships, vigilance viis aisk countries

The situation regarding R.21 is similar to thatrRofl1l. The list of examples of STRs
requiring identification/reporting obligations caied in the AML Act (Article 1a (6))
contains in subparagraph h) a reference to “trdimsec directed to countries that
inadequately or not at all, apply measures agdimstlegalisation of proceeds”. The
requirement is, strictly speaking, limited to tracons, and does not apply to business
relationships. In practice, the list availablehie tipdated NCCT list of the FATF which
is published on the FAU website, which also inchiddink to the EU list of sanctions.

For the Banking Sector, CNB Provision N°1 (whichoigligatory and enforceable)
states that banks shall establish procedures fmrtasing risk factors in respect of
new customers. According to Article 2 g), risk farst of a customer include: i) the
country of origin of a customer, the country ofgimi of an owner of a business
customer and the country of origin of a foundemoh-business customer, wherever
that country appears on the list of NCCT issued®AYF or on the list of countries that
the bank considers risky based on its own evalnaiip the country of origin of a
person with which a customer executes a transaectiw@rever that country appears on
the FATF's list of NCCT. The Provision also indieat‘tax heavens” as an example of
criteria for higher risk countries to be listedtbe entities own list.

From the information provided on site, maintainiisgs of risk countries is a politically
sensitive issue, even for the industry.

The regulations are silent as regards the requinesvaé# criteria 21.2 and 21.3.
Recommendations and Comments

For the time being, the requirements of R.11 amresbed satisfactorily in banking

regulations. It is therefore recommended to expghedobligation of R.11, beyond the

banking sector, to all financial institutions arttier obliged entities.

The basic requirement of R.21 are implemented énANL Act and to some extent in

the banking regulations also through the measuederred to for R.11. All
requirements are not present though and existirasares have little impact in practice
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3.6.3

since there is over- reliance on the FATF list @@ which contained only two or
three countries at the time of the on-site vibite implementation of R.21 should be
re-examined.

Compliance with Recommendations 11 & 21

Rating Summary of factors underlying rating

R.11

PC | This is covered for the banking sector only, unter CNB Provision
N°1.

R.21

PC | Only part of the criteria are implemented in the IAKCct (the coverage i
broader only for the banking sector); the impaategsy modest in practic
due to over-reliance on the FATF NCCT list and Bt ¢f sanctions an
no other initiatives taken either by the authosits&ipervisors, or th
industry.

D =M

3.7

3.7.1

632.

633.

634.

Suspicious transaction reports and other reportingR.13-14, 19, 25 & SR.IV)

Description and Analysis

Recommendation 13 & Special Recommendation IV _—orRep of Suspicious

Transactions.

FATF Recommendation 13 contains basic obligatitvas heed to be enshrined in law
or regulation and be sanctionable in case of nanptiance. This is the case in the
Czech Republic since all obligations containechen AML Act — including reporting of
STRs — are sanctionable by fines imposable onntigyeSince failure to report is not
criminalised (individually) in penal legislationhdé mandatory character of the
obligation to report has to rely on the internadathlinary arrangements of the entity
(see also the issue of sanctions under Sectior).3.10

According to Article 4 of the AML Act, all the olgled persons have a duty to report to
the FAU “a suspicious transaction or a fact of atlyer kind that might indicate a
suspicious transaction”. In a certain way, the répg duty is narrower than the FATF
standards since it applies — according to the S&mnitlon in the AML Act — to
transactions which are possibly linked with ML [eF), rather than with “funds that are
the proceeds of a criminal activity” (FATF wording)n the occasion of a revision of
the AML Act, the Czech authorities could use tlosder requirement, which would
facilitate further the detection and reporting abicious funds/transactions. On the
other hand, the reporting duty applies to othetsfdbat could indicate a suspicious
transaction. This bears some features of the rexapaint of the EU Directive Art. 6.1a
but to be fully in line with the latter, the AML Acshould then refer to facts which
might be an indication of money launderifamnd FT).

The solution adopted by the Czech Republic to lzaxeporting duty and — separately —
a definition of “suspicious transaction” is an im&sting way of facilitating amendments
and the extension of the scope of the reporting dstnecessary. This being said, the
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635.

636.

637.

638.

639.

640.

641.

reader has to carefully refer back to the definitad an STR to understand what the
reporting duty applies to.

The reporting duty applies to (the laundering ofpogeds of all crimes, and as
indicated earlier in this report, the ML definitimontained in the AML Act is very
similar to the international definitions. In padclar, it is based on the all-crime
approach.

The reporting duty also applies to FT insofar a&sdgfinition of an STR of Art. 1a para.
6) includes “funds used in a transaction [that]iatended for the financing of terrorism,
terrorist activities or terrorist organisations. eTlexaminers welcomed the broad
wording but noted that it misses the element obSthwho finance terrorism” required
by criterion 13.2 and SR IV.

The report has to be done to the FIU immediatelgg an later than 5 days after
discovering the transaction. Reports are sent tiijrand through the reporting officer
to be appointed according to Art. 9, except for pinefession of lawyers who report
through the Bar Association. The reporting offibais to be in direct contact with the
FAU. The report may be made orally or in writingtiéle 4 para 2) provides for the
possibility for the desk employee to report dingath the FAU. The reports has to
include the identification details gathered abdwg tustomer, as well as information
about “important circumstances of the transaction”.

The AML Act does not specify the level of suspici@guired and does not refer to a
lower element such as “reasonable grounds to stisggaat looking at the wording
used by the AML Act, the standard of suspicion @ onnecessarily high. On the
occasion of a revision of the AML Act, the Czechhauities could use this looser
requirement, which would facilitate further the elgton and reporting of suspicious
funds.

The AML Act makes no difference between completed attempted transactions

(criterion 13.3). The Czech authorities stresseat the latter are covered by the

reference to “facts of any other kind that mighdiadate a suspicious transaction” (see
also below). This should be clarified and bothagitns should be clearly contemplated.
There are no thresholds for reporting, except gards the specific reporting duties of

employees of the tax administration who report migps where the tax collected or

the tax refund exceeds EUR 15,000. Apart from tiaatmatters are not provided as an
exception to the general reporting duty (criterd@¥).

Financial and other institutions are not requiréckally by the AML Act to report
suspicions of other criminal acts, but Article 4gd0 reminds them that reporting
under the Act does not affect their other possibf@rting duties concerning criminal
acts by virtue of other pieces of legislation.

European Union Directive
As seen above, the reporting duty under the AML @Xat. 4) applies to “a suspicious
transaction or a fact of any other kind that miglalicate a suspicious transaction” and

it is — strictly speaking — also narrower thantim@ney laundering indication concept of
the EU. Art. 4 para. 1Qhe reporting of a suspicious transaction does aff¢ct the
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duty stipulated in a special Act to report factattindicate the committing of a crilne
is understood as to refer to the reporting of cemeder the Penal Code.

Also, Article 7 of the Directive requires statesesure that institutions and persons
subject to the Directive refrain from carrying dwansactions which they know or
suspect to be related to money laundering untiy thave apprised the authorities
(unless to do so is impossible or is likely to frage efforts to pursue the beneficiaries
of a suspected money laundering operation). ThelClegislation — Art. 6 Aml Act —
covers this type of situation.

Recommendation 14 — Protection for disclosure, inigp®ff

Art. 6 of the AML Act provides for an exemption lbility, as required by criterion
14.1. The system in place transfers in fact thbilitg for possible damages to the
Ministry of Finance. The protection is granted te tentity in respect of possible
consequences of complying with Art. 6 (that is,peugling a transaction). Therefore,
the protection is not explicitly granted to the tingion’s directors, officers and
employees, and it does not cover explicitly thecldisure of information to the FAU
(outside the context of a suspended transactionichwis dealt with under Articles 4
and 5. Although Art. 4 para. 6 states explicithatttithe performance of reporting
obligation pursuant to the (...) provisions is notbeeach of the legal duty of
confidentiality imposed pursuant to a special Attie examiners believe that for the
sake of legal security, the protection should eiyi cover the disclosure of
information. Also, interviews conducted on sitegaled that this is an issue in practice,
particularly since employees of reporting institas occasionally have been called to
testify in court and the fact that banking informmatwas communicated has been a
source of controversies in that context.

On the other side, the provisions on tipping ofitécion 14.2) contained under Art. 7
on the confidentiality duty are quite broad anderoall the employees of the obliged
entity, and almost all the possible steps of thee@edings, including the reporting, the
suspension and further enquiries by the FAU. Th&®xovision N°1 extends it to the
investigative stage. Therefore, to be fully in linéth the the 2 EU Directive, the
AML Act would need to contain a similar provision.

On the basis of the Decree No. 344 of 2004 on th&infient of reporting duties
pursuant to the AML Act, it is possible to take m@@s to ensure that the name of
reporting staff is kept confidential (the FAU héae fpossibility, if needed, to replace the
name and details of the reporting employee by a)cod

Recommendation 25 — Feedback on STRs (criterid) 25.

During the evaluation it was learnt from various@sations and entities that the FAU
does not give any feedback to Financial Institigioand DNFBPs, although
occasionally some had managed to know about tigafive) outcome of their reports
e.g. the lawyers/Bar Association.

The FAU stressed that individual subjects are dpeig provided with some feedback
as each individual STR triggers a confirmationiaf teceiving of the STR. Entities are
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always informed about the fact that the FAU lodgettiminal complaint following the
suspension of a transaction. The FAU also closelgperates with the reporting
institution during the process of obtaining additibinformation.

The team was informed that the FAU is prohibitedldy to give any information
concerning STRs. This situation requires to beewed so that the FAU and as
appropriate the supervisory authorities/self-reguiaorganisations concerned provide
adequate feedback to financial institutions anceotteporting bodies in connection
with reported cases of suspicious transactiondjowuit necessarily doing so on a case
by case basis or in real time. The examiners reball in the absence of an annual
report produced by the FAU, even an overall feekloaerview on an annual basis is
not available, that could add to the motivatiorbliged entities.

Recommendation 19 — Currency Transaction Reporting

The Czech Republic has not introduced a systenfifiancial institutions to report
currency or cash transactions above a certain amohis possibility was examined in
the past but it was prefered to stick to an STReasgime to ensure a higher level of
guality of information and not over-burden the FAith vast amounts of reports.

Leaving aside the system on the declaration ofsebmsder movements of cash and
other assets (see the developments on SR IX ured¢io8 2.7 of this report), the only
such system in place concerns certain businesesnsee Section 4.4 of this report).
Not already listed among the obliged persons, whitkhe framework of an individual
business or auction, receive a payment in cash ianaount in excess of 15,000 EUR.
It was explained that this provision applies tolalsiness entitites not already covered
in the list regardless of the kind of activity, fas as a payment in cash for one-off
individual business or auction exceeds EUR 15.000.

The examiners were aware of the already existiadfisy constraints and of the
additional and specific needs in terms of IT reguments that go with a system for
reporting cash transactions. But the Czech autbsrinight wish to reconsider the
merits of introducing a reporting duty for currertcgnsactions above a certain amount
(as suggested by Recommendation 19). This would Hetect further transactions
possibly connected with ML and FT, which otherwgse likely to remain undetected.
The examiners noted in particular that the lisswdpicious transactions to be reported
according to the AML act, although it is not lintitee, does not contain any patterns
involving cash.

Recommendation 32 — Maintenance of Statistics

As indicated under section 2.5, the FAU keeps cemmgnsive statistics. The following
were provided as regards the STRs received, amddtigin, for the years 2001-2004.
The information is detailed enough to show pregigbé origin of the reports, which
emanate to a large majority from the financial gecOverall, and looking at the
statistics - including the various tables reprodue¢ Section 2.5 (on the FAU), the
reporting system seems quite effective as regardsfihancial sector. No separate
statistics are kept on FT-related STRs.
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Type of the obliged person STRs

2001 2002 2003 2004
Banks 1408 1122 1793 3083
Insurance companies 25 19 39 73
Money remitters 53 27 39 71
Lawyers - - - 3
Exchange offices 3 4 6 4
Securities market 235 169 69 6
Real estate agencies 3 - - 2
Pension funds 1 9 5 3
Leasing Company 1 - - 2
Casinos - 1 1 -
Auctioneers - - 1 2
Other supervisory bodies 12 7 15 13
Customs General Directorate 1 - - 1
Liquidator - - - 1
Foreign FIUs - - - 1
Others 9 21 2 -
In total 1751 1379 1970 3265

653. There is no similar requirement to keep statidticghe financial institutions and other
obliged entities although both the AML act and @B Provision N°1 require to store
information. Although one can assume that where mdporting officers have been
appointed, he/she would keep also statistical d=cit is worth underlining that CNB
Provision N°1 requires from the reporting officars their annual assement of the
internal measures to provide the bank managemiémevetatistical overview).

3.7.2 Recommendations and Comments

654. The system for reporting ML and FT put in placdgha Czech Republic appears to be
quite sound, if one excepts the issue of feedbdukwneeds to be addressed.

655. With such a good basis already in place, it wowddbbneficial if the Czech Republic
made a few more efforts to fine-tune the reportirggime to facilitate its
implementation.

656. The examiners made the following recommendations:

. to widen the scope of the CFT reporting obligatioinclude “those who finance
terrorism”

. to introduce an explicit requirement to report mpeed and completed
transactions.

. to extend explicitly the benefit of protection mewes to the disclosure of
information and the obliged entities’ managemeiut staff

. to provide appropriate feedback to financial ingtitns and other obliged entities
besides general information and statistics on dasbe published in future in the
FAU’s annual report

. to re-consider the merits and opportunity of introdg a system for the
reporting of cash transactions.
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3.7.3 Compliance with Recommendations 13, 14, 19 andcBte(ia 25.2), and Special
Recommendation IV
Rating Summary of factors underlying rating
R.13 Lc | Reporting attempted and completed transactionstislaarly spelled out

R.14 LC The protection does not extend explicitly d the disclosure of

information (although it covers the suspension of ransactions),
beyond the obliged entity, to its management and af,

R.19 C
R.25 NC No feedback provided due to strict application @fdl confidentiality
(25.2) requirements by the FAU

SRIV! LC In addition to the general findings concerning thporting obligations

no reference to “those who finance terrorism”

I nternal controls and other measures

3.8

3.8.1

657.

f)

Internal controls, compliance, audit and foreign banches (R.15 & 22)

Description and Analysis

Recommendation 15 — Development of AML/CFT IntdPnagirammes

Article 9 of the AML Act entitled “the system of ternal principles and training
programs” requires from all obliged persons toddtrce and apply procedures of
internal control and communication for the purpo$édeing able to comply with the
obligations stipulated in the AML Act. This meele trequirement of criterion 15.1.

The system must contain the following elements:

“the detailed demonstrative enumeration of thedations of a suspicious transaction,
for the way of the identification of the client,

a mechanism that allows for the information stopemlsuant to Article 3 to be made
available to the Ministry,

the procedure of the obliged person from the detecif the suspicious transaction to the
moment of delivery of the report to the Ministrg that the deadlines stipulated in
Article 4 paragraph 2 are observed as well as thesrfor processing the suspicious
transaction and designating the people who willyaeathe suspicious transaction,

the measures that will prevent the threatened dahgé due to the immediate execution
of the client’s instructions, the securing of threqeeds could be spoiled or significantly
hampered,

the technical and staffing measures to ensurethieaMinistry is able to carry out in the
obliged person the tasks pursuant to Articles 6&bhy the legal deadline.”
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This must be made in writing for all obliged ingtibns, but not for some DNFBPs (in
general, the smaller ones). These written procedurast be forwarded by banks,
insurance and some other financial institutfdns the Ministry (FAU) within 30 days

of their adoption. The Czech Securities Commiss#othe destinee of procedures in
writing from the securities sect@r. Both the Ministry (FAU) and the Securities
Commission have the explicit duty to verify the fmmity of these procedures with
the AML Act and to ask for the necessary improvetsien

As indicated earlier in the report, full CDD infoation and transaction records are not
explicitly addressed in the AML Act and basicalnly identification information has
to be retained.

Obliged institutions are also required to appoint aficer to fulfil the reporting
obligation and to ensure an on-going contact withMinistry (the FAU), unless this is
done by the management itself. The Ministry is tinfed of the designation of this
person by some of the obliged institutions (thditimsons required to submit their
procedures in writing, as well as holders of a ganticence). The CNB Provision N°1
contains further details as to the role of the myofeaindering reporting officer —
MLRO (further assement of the suspiciousness ofSthiR, access of the MLRO to the
information stored) and a clarification as to tlgidction between internal reporting to
the MLRO and the FAU. None of the texts requireattthe MLRO should be
appointed at managerial level so that he/she censdire compliance with the internal
rules and the AML/CFT requirements. There are nquirements to develop
appropriate compliance management arrangementsleseshe appointment of an
officer, whose role appears to be limited to theoréng duty, as opposed to ensuring
compliance. However, it appeared from the intergiemeld on site that banks in
particular had granted larger responsibilitieshieirt responsible officer. The examiners
believe that the role of the appointed officer didue broadened in the AML Act to
become a compliance officer

There is no requirement in the AML Act to establiah audit function to test
compliance with the internal procedures (criteridn2), nor is this role given to the
reporting officer. The only provisions addressihgse matters are those applicable to
the banking sector: CNB Provision n°1 requires fritrea MLRO to submit to the the
management of the bank a report evaluating the’®amiti-money laundering activities.
Furthermore, a CNB Provision N°2 dated 3 februa®®4£ “on the internal control
system of a bank” imposes a duty to have an interoatrol system in place and to
evaluate periodically notably operational risks evhinclude the losses derived from
non-compliance with legal rules. It should be nafeat the requirement deriving from
Provision N°1 is limited to AML. In practice this done by an external auditor ; as the
CNB explained, theinterla audit of a bank is geltgnaot competent for AML/CFT.
This would theoretically be the task of a moneydering compliance department.

®The CNB, as well as a bank, savings or credit cerafpve, insurance company, the Czech Consolidation
Agency, the holder of a postal licence and a legé#ty or an individual authorised to trade witmefign currency

on his own account or on a client’s account, todom or intermediate a cash or non cash transféinancial
capital, to financially lease, to provide creditroonetary loans or to the trading with them orssuing non cash
payment means

“The Securities Centre or other legal entity auteatito maintain parts of registers of the Secsri@entre as
well as to perform its other activities, the orgammiof a securities market, a securities detiat,is not a bank,
investment company, investment fund, pension furdl@mmodities stock exchange
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The AML act also requires from all the obliged &es to train on a regular basis (at
least once in a period of twelve consecutive mQritinsir employees who are likely to
be in contact with STRs. The training has to inelutie detection of suspicious
transactions and the application of the procedpresgided for in the AML Act. This is
globally in line with criterion 15.3.

Screening procedures for the hiring of employeesrmt a requirement for financial
and other institutions.

Apart from the requirements for MLROs of banks tbmit an annual report, there is
no specific provision in the AML Act concerning thght for MLROSs to report to their
senior management (criterion 15.5).

Overall, financial and other institutions are nolignaequired to appoint a reporting
officer, to train their staff and to provide updaiadicators for suspicious transactions.
As the examiners were advised on site, the existaicinternal procedures is the
primary area of control of the FAU in its supervisocapacity, and the other
supervisors — particularly the CNB, but also theCC$he Czech Banking Association
(CBA) and some commercial banks confirmed that banitve already established
internal procedures and have designated a compligineporting) officer. The
representatives of the banks also informed that trenks have an independent audit
unit.

Given these positive factors, the examiners wortHeriey the interviews held on site
have revealed a rather high level of disatisfactionluding in the banking sector, as
regards the level of knowledge and awareness on -AMhd above all CFT-related
issues. The examiners noted that explicit refeetedoth AML and CFT are absent in
the requirements of the AML Act (apart from theidedn of an STR), and in the CNB
Provision N°1 which refers in fact only to the AMble of the MLRO. These factors,
together with the discrepancy between the measargdace and the dissatisfaction
heard on site, do raise interrogations as to tfez@feness of the measures in place. It
is important that these measures in place areexpplioperly within obliged entities to
ensure the functioning of the preventive AML/CFBtgyn of the AML Act in practice.
The money laundering complianofficer is a crucial element in the machinery.

Recommendation 22 — Applicability of Recommenddtarross-border branches and

subsidiaries.

Besides the general provisions on consolidated rsigien that can occasionally be

found in sector-specific regulations (e.g. Act N:/I892 on Banks), there is no
requirement in the AML Act or financial regulatiotisat would ensure that foreign

branches and subsidiaries of Czech financial ingtits are subject to adequate
AML/CFT requirements. Article 4(4) of the AML Praion issued by the CNB, only

states that all banks shall require persons wipeaet to whom they are a controlling
person to apply the “know your customer” principtesthne same extent as the bank,
unless the law of the country of origin of suchgoers prevents this.
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669. In practice, there is only a limited number of lma@s of Czech financial institutions
operating abroad (concerning the banking scetorirfstance, only one branch of a
Czech commercial bank is located abroad - in Slavaknd thus subject to the Slovak
AML/CFT requirements). But the issue needs to baddressed, particularly in the
context of the globalisation of financial markets.

3.8.2 Recommendations and Comments
670. In the light of the above, it is recommended:

e to include in the AML Act a requirement to devel@ppropriate compliance
management arrangements; the reporting officerldhioecome a compliance officer
with broader responsibilities, appointed at manafjéevel (the CNB Provision N°1
will need to be amended accordingly).

* to include in the AML Act an audit requirement fBML/CFT arrangements and the
screening of employees

* AML and CFT need to be addressed more specifically invilr®us requirements of
internal AML/CFT arrangements.

671. Itis also recommended to consider implementingréggiirements of Rec. 22 to make

sure all branches of Czech financial institutiongerating abroad are subject to
AML/CFT requirements.

3.8.3 Compliance with Recommendations 15 & 22

Rating Summary of factors underlying rating

R.15 PC | Rec 15 needs re-addressing in the AML Act due terse¢ shortcomings
which are only compensated to some extent for theking secto
(internal procedures are needed beyond the mereirdapent of a
responsible officer, the reporting officer needsbexzome a compliange
officer appointed at managerial level and exploghtrusted with broader
responsibilities, an audit function and screeniragedures for employees
are needed, AML_and CFTshould be addressed explicitly and
inconsistencies between the AML Act and the bankegylations needed
to be reviewed; effectiveness issue

R.22 NC | No explicit general AML/CFT requirements implemegtiR.22

3.9 Shell banks (R.18)

3.9.1 Description and Analysis
672. As a general principle, the establishment of shatiks is not allowed. According to

Article 34 (2) of the Act on Banks, the licence ni@yrevoked if: a) the bank does not
start its activities within twelve months of beigganted its licence or if it has ceased to
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3.9.2

677.

678.

3.9.3

accept deposits from, or provide loans to, the ipufor six months or more, b) the
licence was obtained through false informationestan the application.

By virtue of Article 4 (5) j) of the Act on Bank#)e registered office of any future bank
must be within the territory of the Czech Repubf@nncerning branches of foreign
banks, the foreign bank wishing to carry on ada#@gitthrough a branch within the
territory of the Czech Republic must have its reged office and its head office in the
same state, according to Article 5 (4) i). Specpiovisions derived from the EU
principles (single licence etc.) apply to brancbEEU based entities.

According to Article 4 (4) a) of CNB Provision N°banks shall only co-operate with
correspondent banks that apply AML/CFT measures thatl have their registered
office and actual head office in the same statds Thn be broadly interpreted as
meaning that banks are not permitted to enterdontoespondent banking relationships
with shell banks.

The question of correspondent banking relationskipdealt with in theProvision of
the CNB N°1 (of 8 September 2003 on the Internaiti©b System of a Bank for the
Area of Money Laundering Prevention).

According to Article 4 (4) a) of this text, banksa only co-operate with
correspondent banks:

o that apply anti-money laundering and terrorismriciag regulations,
o that have their registered office and actual hdadeoin the same state,
o whose commercial activities it is familiar with.

Recommendations and Comments

Basic requirements are in place that ensure theexastience of shell banks in the
Czech Republic. Some improvements are needed toeetizat correspondent banking
relationships requirements are extended beyondb#nking sector to all financial
institutions (e.g. credit unions), and criterion3 8eeds to be addressed.

It is recommended to address the issue of corregmarbanking relationship in the
AML Act and to cover the requirements of criteriaB.3 (on the use of respondent
financial institutions’ accounts by shell banks).

Compliance with Recommendation 18

Rating Summary of factors underlying rating

R.18

LC Relationships with shell banks need to addressraddivant financia
institutions beyond the banks (e.g. credit unioNs).provisions covering
criterion 18.3
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Regulation, supervision, guidance, monitoring and sanctions

3.10  The supervisory and oversight system — competent dorities and SROs/ Role,
functions, duties and powers (including sanctiongR.23, 30, 29, 17, 32 & 25)

3.10.1 Description and Analysis

Recommendation 23 — Adequate Regulation and Semrvi

679. The AML Act sets clear responsibilities in the diedf specific AML/CFT supervision
of the financial and other entities (criterion 23.According to Art. 8, the Ministry
(FAU) has overall responsibility to ensure thatalliged financial and non financial
institutions do comply with the obligations contdhin the AML Act.

680. In addition, Art. 8 gives similar responsibilitiesa series of prudential supervisdrs

. the Czech National Bank (CNB) as regards bankscdiner entities to which it
grants a foreign exchange licence;

. the Czech Securities Commission (CSC) as regards Scurities Centre,
organisers of a security market, securities dealdisr than banks, investment
companies, investment funds, commodities stock anxgé;

. the Office for the Supervision of Co-operative 3gs Unions (OSCSU) as
regards co-operative savings banks and credit gnion

. the Office of the State Supervision for Insuraned Rension Funds (OSSIPF) as
regards insurance companies and pension funds;

. the State Supervision over the Observance of theoAd otteries and Similar
Games as regards casinos, lotteries, gambling, bheltsng agencies etc.;

. The Czech Commercial Inspectorate, as regardsrradesecond hand goods,
and goods of a cultural value and the like.

L In the summer 2005 it was decided by the govermritent integration will be done only in
one phase and quicker. Since April 2006 the Officthe State Supervision over Insurance and
Supplementary Pension Insurance, Credit Union $igmy Authority and Securities
Commission merged into the Czech National Bank. CTN® is now the consolidated financial
market supervisor. Nowadays, the processes of @wgpmr are unifying and integrating with
emphasis on application of comparable qualitataguirements on internal control system, risk
management system including anti money laundegstem of concrete financial institution.
Unified decree for all financial subject supervissdthe CNB is in progress and will be based
on provision valid for banks. Majority of recomnaations will be fulfilled in this integrating
process.
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On site, the examiners met also another body, nathel Credit Union Supervisory
Authority (CUSA)? In May 2004, the Government decided to integgaglually the
financial sector supervision. During the first gta@nd of 2005, beginning of 2006)
supervision of credit unions would be integrated e banking supervision (under the
umbrella of the CNB) and the Czech Securities Cossion would become responsible
for supervising the insurance sector. In a secdades connected with the Czech
Republic accession to the Economic and Monetaryotunthe two aforementioned
supervisory agencies would be integrated into glsisupervisory body.

All financial institutions, once licensed and auiked to operate, are subject to the
AML Act and to the relevant sector-specific regidas, as well as general supervision
(criterion 23.1). The fact that the FAU has a gatasupervisory power requires
additional efforts in terms of coordination butalso prevents any loophole in the
supervison/control system.

Furthermore, the supervsiors are also obligeddorteheir own suspicions (in the form
of STRs) to the FAU, which broadly meets the regmients of Article 10 of th&U
Directive (Member States shall ensure that if, in the coufsespections carried out
in the financial institutions by the competent awities, or in other ways, those
authorities discover facts that could constitutedemce of money laundering, they
inform the authorities responsible for combatingn@y launderiny

The existing self-regulatory organisations (SROfueh as the Bar Association, the
Chamber of Notaries, the Chamber of auditors — havge involved in an inspection
that would be done by the FAU. In all other caghs, FAU can act on its own, or
coordinate control initiatives with the sector-sfieadegulatory /supervisory body.

Supervision is mostly done by one specific depamtnoé the supervisor. In the case of
the CNB, there are two. The On-Site Banking Sugemi Division is in working
contact with the Off-site Banking Supervision Diwis on a daily basis (according to
the circumstances), for example in assessment ik b@ok adequate steps for
improving the AML system after the on-site examioat sources of benchmarks for
the assessment of AML systems of banks etc.

From the discussions held on site, the CNB, OSSiRéF CUSA are aware of their
responsibilities and do ensure in practice thadrfoal institutions under their control
implement the requirements of the AML Act. Somel@m use targeted inspections in
respect of the requirmenst of the Act. Little inf@tion was available about CFT
specific attention paid by the supervisors. The GhBcated that they always check if
financial institutions monitor their clients andngpare them with the terrorist lists and
if they are able to react on a situation when saictame corresponds with a name of
their client.

The supervision has mostly focused on objectivenelds: existence of internal

procedures including the appointment of a reportifiger. The agreement established
between the FAU and other supervisors foreseesttisaihe FAU who agrees upon the
internal procedures, the sectoral supervisors ¢hgaly that they have been updated.

"2The authorities advised after the visit that théydsody responsible for the supervision of crediioms is
OSCSU (although the replies to the questionnaicethe visit on site refered to CUSA, as the exansimeted).
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For some reason, and although the AML Act is gciéar on that, the OSSIPF consider
that the appointment of a reporting officer is antobligation for insurance companies,
but it was advised that in practice, these offi@esin place (in large companies, it is a
member of the Audit department).

These basic requirements are thus in place and ofo#tese supervisors had no
particular difficulty to have the entitities comp{sequests for changes have generally
been sufficient). Also because the CNB regulatimorstain more specific requirements,
controls in the sector under the supervision of @B have been more demanding
(including also for the banks to explain unreportgdnsactions, to improve
identification mechanism§) In practice, the AML system of banks are alsgjexttto
evaluations carried out by external auditors. CUBA also exerted pressure on Credit
unions to include a risk management component.elmreml, the examiners felt some
reluctance to ensure strict compliance with thenmfation keeping requirements that
are connected with AML/CFT purposes. Due to thesegnences of this situation for
the AML/CFT regime, supervisors should be striatehis respect.

These controls have been done either on site,fesitef (e.g. when the AML Act was

last amended in 2004, these supervisors have denenecked whether the internal
procedures had been amended accordingly). CUSAttdhthat some unions had not
updated their internal rules. For the OSSIPF an&&Uon-site AML supervision is

mostly done as a part of the general prudentiagisigory work.

As far as the CSC is concerned, the examiners camtldraw a similar positive picture.

On one side, representatives met at a first gemaealting seemed well aware of the
CSC'’s responsibilities under the AML Act and thewemners were advised that off-site
controls were about to be completed to check whetteeinternal AML provisions had

been updated (some entitites had not respondeithéd @SC would have pushed them).
On the other side, the Sanctions and monitoring altegent of the Securities

Commission that the team asked to meet seemedannate to whether they had
responsibility to ensure compliance also with thBILAAct, they seemed reluctant

to/unaware of their possibility to use the sandigrovided for in the Act, they

regretted that “we have no legal background anch@arecognise STRs”. Although

market manipulation and insider trading are crirtigesl, they acknowledged

difficulties to identify these acts, they had news on the issue of ML risks in their
sector and knew nothing of coordination within 8@S or with the FAU etc.

"3 On-site examinations in AML area comprise the folltg topics:

System of Internal Polices, Rules and ProceduréiseoBank Regarding AML System
Customer Identification

Customer Acceptance Policy

Information System of the Bank (including systemdetection of suspicious transactions)
Evaluation of Suspicious Transactions and Repouirguspicious Transactions to FAU
Duties of the Money Laundering Reporting Officer

Record Keeping (in electronic and paper form)

Training Program for Responsible Staff

Sample Testing (choice and examination of the $gdmp

Bank Internal Control System in AML area (includirge of Internal Audit Department in AML system
of a concrete bank)

Overall Assessment of Effectiveness and EfficieoicikML System of the Examined Bank
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Criterion 23.3 contains requirements to prevenmirals or their associates from
holding or being the beneficial owner of a sigrafit or controlling interest or holding a
management function in a financial institution.

The biggest part of the banking sector in theCAepublic is owned by foreign banks
(France, Germany, the United States). Only aboatdmvall banks are owned by Czech
entities. During the licensing process, the Czechtiddal Bank assesses the
competence of persons having a qualifying holdmghe bank to exercise shareholder
rights in the bank’s business activities (see Aeti¢(3)© of the Act on Banks). In
addition, the consent of the Czech National Banleggiired prior to any acquisition of
a qualifying holding in a bank or prior to any iaese of a qualifying holding in a bank
above certain percentage levels (10%, 20%, 33%,) $68& Article 20(3) of the Act on
Banks).

The essential elements of the application are deml/for in CNB Decree No. 166/2002
Coll. (see Article 2(3)(f), Article 3(3)(h), Artiel 8(3)(a) and Article 9(3)(f)).

During the licensing process, the Czech NationaikBassesses also the competence,
trustworthiness and experience of persons nomindited executive managerial
positions (see Article 4(3)(d) of the Act on Bank&)person convicted lawfully in the
past of a willful criminal offence may not act inch a position (see Article 4(5) of the
Act on Banks). The essential elements of the agtidin are provided for in Decree No.
166/2002 Coll. (Article 7). On 13 December 2002 @zech National Bank issued an
official information regarding the assessment & tdompetence, trustworthiness and
experience of persons nominated for executive memalgpositions in a bank or a
branch of a foreign bank. The Czech National Balsk aequires documents on the
origin of any contributions to the capital of a kaby persons having qualifying
holdings or of any funds from which a qualifyingltiog was acquired in the bank (see
Article 2(3)(c), Article 3(3)(e), Article 8(3)(b)Article 9(3)(e) and Article 10(2)(b) of
Decree No. 166/2002 Coll.).

Regarding the insurance sector, imminent legal amemts were expected, which
would improve the market entry and ownership cdritgothe OSSIPF. At the time of
the visit, “fit and proper” criteria for the manageof insurance companies and brokers
did not exist. The application for an authorisatiorcarry on insurance activity has to
contain the amount of registered capital of a jeitoick company and registered basic
capital of a co-operative and its source, but cimecthe origin of capital in case of an
increase of registered capital is not requiredavy. The OSSIPF does not supervise the
agent but relies on the information provided bylibence-holder.

The CSC representatives confirmed that a licenageliwered to national applicants
following background checks taking also into acddtihand properness”, the need for
a clean criminal record. Foreign investors muss@né a copy of the criminal record
and a certificate stating that the applicant has been subject to administrative
proceedings. The CSC can and does cooperate witigfocounterparts to carry out
those checks. On the other side, no information avaslable as regards the control of
the origin of funds by the CSC.
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CUSA representatives indicated that until 2004, Heetor of credit unions was
extremely liberalised, poorly regulated and famfroneeting the European and other
standards. As of May 2004, the minimum capital veased from CZK 500,000 to CZK
35 million, which has led to a sensible decreasgindpe number of credit unions (there
were no mergers). A Further decrease is expectéld the CNB taking over the
responsibility for this sector. Since then, thegioriof assets and the background of
applicants for a licence is checked, and the CU&A to make sure that managers
and/or the entity are “fit and proper”. The latsgaplies to the history of the person for
the last 5 years. Regarding foreign ultimate beraies, CUSA admitted that they are
at an early stage and need to develop internatiooafacts to do the checking. In
principle, the licence can only be delivered whadS& has satisfied itself that the
requirements are met. Bearer shares are not amiissbe sector of credit unions (they
are not permitted).

Various supervisors acknowledged doing their bestrtderstand as much as possible
the origin of funds and identify the ultimate beoigfy. Information to carry out
double checks is not always available and a cedagmee of flexibility is required.

Banks, insurance businesses and collective investnechemes and market
intermediaries are normally subject to the Coraddpies (criterion 23.4). The Czech
financial sector is increasingly familiar with igsusuch as risk management processes.
From the information gathered on site, the regmjatnd supervisory measures that
apply for prudential purposes are applied for AMEICpurposes, for the time being,
only by the banks (the CNB Provision N°1 also reeglia risk-based approach
applicable to the clientele).

Concerning criteria 23.5, 23.6 and 23.7, the exasrimoted that foreign exchange
offices are licensed fgourchasing foreign currencies under the Trade Licensing Act
by the Trade licensing authorities, and Foreigrhexge offices are licensed feelling
foreign currencies by the CNB. It was confirmedsade that the rules diverge to a large
extent and the team heard controversies abouts#utor (“anybody can do foreign
exchange business at the moment”). As it is stcegsehe introductory part of this
report, there is a significant illegal foreign eadge business taking place openly on
the streets in Prague, which possibly involve frdedt schemes. Therefore, this
problem needs to be addressed by a consistentristdrsapproach.

The examiners were also concerned about allegatbmderground banking taking
place in the Czech Republic and they understoaddthicould refer to so-called “loan
sharks”.

But the issue of informal money transfer/remittanceas also underlined and
acknowledged by the authorities. It appeared thaas difficult to draw a clear picture
of the types of providers involved in this fields(aither primary licence holders and/or
business affiliated to money remittance networkise TNB licenses money transfer
services. The business is supervised by both thB @hd the FAU depending on
whether the licenceholder or the ultimate affilthteusiness is concerned, but despite
allegations of misuses of the sector for ML, thareimesr were struk by the absence of
a clear picture of the providers involved which gests that neither the CNB nor the
FAU supervise comprehensively enough the sectoe. Thech Post, which also offer
money transfer services are supervised by the R2dhtrols have mostly been done

179



704.

705.

706.

707.

708.

709.

off-site (see also the developments concerning SR VThese issues need to be
examined as well.

Regarding criterion 23.7 in particular, there islower risk-based approach applicable
to the financial sector on the basis of AML/CFT sioierations. Risk assesments of that
kind are not carried out as such and for the timmdy the priority for the financial
sector is to first become familiar with the AML/CHiatter. This being said, the CSC
indicated that they perform state supervision otrezir sector using a risk based
supervisionapproach. It was unclear whether AML/CFT controis anly triggered as
part of this overall risk based approach.

Recommendation 30 — Adequate Resources

The FAU remains the main supervisor as it has thadest scope of control and it is
explicitly in charge of AML/CFT requirements. Beéorthe restructuring, the
department in charge of controls comprised onlyta?f.sSince this department was
merged with another one, the figure is still themeg2 staff dealing with controls). The
FAU explained that the focus is now mostly on dfg-gontrols.

Among the financial licensing/supervisory bodiegse tCNB probably has the most
developed services.The Banking Regulation and Sigien Department of the CNB is

divided into various Divisions: Banking Regulatiddff-site Banking Supervision, On-

site Banking Supervision, Licensing and Enforcemantd Supervisory Support. The
total number of banking supervision staff is 97/°28 them are working on the on-site
banking supervision. The On-site Banking Supermidinvision is responsible for on-

site examinations of banks in the AML area andthar time being, this Division has

only 2 employees for conducting on-site examinationAML area in banks. But they

are aware of the fact that this is not enough,thag plan to recruit one more inspector.
If necessary, employees of the Licensing and Erfoent Division can also take part
in AML on-site inspections.

The situation regarding the other sectors is végiaWhilst the OFSSIPF considered
that their staff was sufficient to carry out thaasks, CUSA aknowledged that
compared to the CNB, their means are limited toaheeffective supervisor. The
situation of the CSC remained unkndwn

In general, the staff of the supervisory bodiesgiven means to develop their skills.
Some have received specific AML training. As sekove, the lack of skills of those of
the CSC compliance department was obvious.

The examiners anticipate that with the (plannedjgereof the supervisors under the
umbrella of the CNB, this will provide for opporitias to exchange experience and
allow a greater degree of flexibility in the manamgt of human resources to ensure as
necessary that at times, larger teams are dealthgAML/CFT supervisory actions.

™ One more staff was recruited after the visit
Due to integration and ongoing organisational cleangfter the visit, the matter of staffing is nowirty
assessed in the scope of the CNB as whole
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Standards are in place as regards the integritgtaff working for the FAUI and
financial supervisors. The principle of confidetitiais enshrined in Article 7 (2) and
(3) of the AML Act and applicable to the FAU andetlffinancial) supervisors
mentioned under Article 8. The duty does not expwgh the termination of
employment.

Recommendation 29 — Power to Supervise

The FAU as the “universal supervisor’” has a broadess to information from all
obliged entitities (except where professional seci@pplies such as lawyers) and can
carry out on-site inspections. Its powers are gledifor in Art. 10 to 13 of the LPML.
From the information provided on site, the exanmsnanderstood that the CNB but also
the other financial supervisory bodies, have thevgyp to request additional
information and to carry out on site inspectiongdwview policies, procedures, books
and records and to carry out sample testing. Itsa#$that all supervisors also have the
power to compel the production of documents (witheogourt order) to all documents
related to accounts, business relationships anddcions.

The FAU, the CNB and the other financial supenssioave generally the means and
authority to obtain from the financial institutioaad/or their managers ro comply with
requirements (they can draw their attention to itheufficiency, issue warnings or

reprimands etc.). By virtue of the AML Act, the FAdnd the entities listed under Art. 8
can impose and levy fines in case of non compliavittethe Act. These sanctions only
may apply to the entitiy, not their managers or layges (except in the case of one-
man companies or institutions). The issue of sanstiis examined in detail under
Recommendation 17 underneath.

Recommendation 17 — Sanctions

Criminal sanctionsare not available to sanction non-compliance \iligh AML/CFT
requirements of the AML Act. Although it was recamded in the second round
evaluation to underpin the preventive regime wistablishing a criminal offence of
failure to report, the Czech authorities have &dgint opinion on this issue. A (draft)
bill to amend the laws so that financial institasocould be held criminally responsible
for breaches of AML/CFT requirements was refusethigyCzech Parliament.

In general,_administrative sanctioase provided by Articles 12, 12a and 13 of the
AML Act both against natural and legal persons. &aerolation of or failure to comply
with the requirements set forth by the AML Act thee is an amount of up to CZK 2
million on an individual and in case of a legal gmr the imposed fine may be up to
CZK 10 million. In case of a repeated violationeofailure to comply with obligations
in a consecutive 12 month period it may be up t&dd million if it concerns an
individual and to CZK 50 million if it concerns adal person. It is also possible to
repeal a business or a self-employment license frmmatural or legal person who has
in the long term or repeatedly violated some ofdhges stipulated by the AML Act or
imposed by a decisoin issued pursuant to the AML. Ac

It should be stressed that these sanctions canb@niynposed on the business entity
itself (whether it is carried out by a legal persmna self-employed natural person).
This means that managers and employees are notlgisanctionable. This is contrary
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to criteria 17.3 and 29.4. Therefore, althoughufailto comply with the reporting
obligation is sanctionable, there the mandatoryaittar of the obligation to report has
to rely on the internal disciplinary arrangementstree entity. There is thus, at the
moment, no guarantee that a person who fails t@rtep suspicion would be
sanctionable other then through a reprimand frombation by his/her employer. This
is a major lacuna from the point of view of thehigagainst money laundering and
terrorist financing, especially since for the latteere is currently heavy reliance on the
AML Act.

By virtue of their sectoral regulations, financialipervisors also have remedial
measures, although the evaluators understoodrihatiiciple these are for prudential
purposes only, except for those of the CNB. Fotamse, if the CNB detects any
shortcomings in the activities of a bank or a fgmelbank branch, it is authorised under
Article 26 para 1 of the Act on Banks, to imposmeéial measures and a fine of up to
CZK 50 million on banks and branches of foreign Ksamand, in case of serious
shortcomings under Article 34 of the Act on Banksrevoke the license of a bank or
branches of foreign banks both for violation of &kidL Act and for failure to comply
with the sanctioning legislation.

The FAU provided the following data on sanctions:

Number and amount of fines imposed by the FAU imneetion with its control
activity — years 2000 — 2004

Year Number of fines The amount of fines

2000 3 3 mil. CZK (100.000 EUR)

2001 14 12 mil. CZK (400.000 EUR)

2002 33 30 mil CZK (1 mil EUR)

2003 4 0,65 mil CZK (21.700 EUR)

2004 - -

In total 54 45,65 mil CZK (1,522.000 EUR)

It was explained that there had never been a needithdraw a licence for non
compliance with the AML/CFT Act. Most insufficieres detected to date could be
solved in another way. During the years 2000 to428% FAU has registered and
monitored approx. 600 internal rules delivered bg bbliged entities. The FAU has
reviewed all of them and in 368 cases it sent ® dbliged person in writing the
requirement to eliminate within 30 days the sharttws described and to then inform
the FAU about the measures taken (or in cases of sgrious shortcomings to send a
revised version of the internal rules).

The financial sector supervisors have on occasippsied fines as well.

Other sectors

720.

As indicated earlier in this report (see SR. IX)e tcross-broder declaration duty is
sanctionable as well (under Article 5 of the AMLtA&ines of up to the value of the
undeclared monies/assets or fine applied on the igpdo CZK 5000, by means of a
penalty ticket procedure.
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Recommendation 32 — Statistics on Examinations ¢andtions)

721. In the years 2000 to 2004, the number of on-sitgpentions and controls of
(communicated) internal procedures conducted by#ig were the following

On site controls conducted by the FAU (2000-2004)

Year Number of controls
2000 14
2001 5
2002 6
2003 5
2004 1
In total 31

Number of communications from financial institutsoto the FAU, related to internal
procedures, (2000-2004)

Year Number of communications
2000 47
2001 206
2002 74
2003 27
2004 14
In total 368

722. In the framework of its control activity the FAU siamposed for violations or failure to
comply with obligations in connection with AML/CHines for a total amount of CZK
45,65 millions (approx. Euro 1,5 millions).

Number and amount of fines imposed by the FAU in amection with its control activity

in 2000 — 2004:

Year Number of fines The amount of fines
2000 3 3 mil. CZK (100.000 EUR)
2001 14 12 mil. CZK (400.000 EUR)
2002 33 30 mil CZK (1 mil EUR)
2003 4 0,65 mil CZK (21.700 EUR)
2004 - -

In total 54 45,65 mil CZK (1,522.000 EUR)

723. Special attention has been paid to the examinaticthe systems of internal rules of
banks (including branches of foreign banks) andxahange offices. As a result it has
been imposed 6 fines on banks for a total amour€@£ 6 millions (approx. EUR
200.000) for violations or non-compliance and 28§ on exchange offices for a total
amount of CZK 21,75 millions (approx EUR 725.000).

724. As regards the CNB:
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Banks:

Period Number of on-site
examinations
2002 2
2003 9
2004 5
2005 — plan 7
Foreign exchange
Year 2002 2003 2004 2005
No. of X 475 on-site 444
planed 3 off-site
control
No. of 305 477 on-site
finished 214 off-site
control
Total fines 33,200 365,000 93,000
(EUR
equiv.)

All on-site inspections cover also AML issues.

If the CNB finds a suspicious transaction duringefgn exchange control, the suspicious
transaction report is sent to the FAU (2002 — 2 STR03 — 10 STRs; 2004 — 10 STRS).

725. As regards the CSC:

Securities market;

Year Number of on- Number of all Suspicious
site controls CSC’s final cases
(providing of sanction referred to
investment decisions in FAU by the
services and year in questior CSC’s
collective Monitoring
investment) Section
2001 36 398 0
2002 41 1094 2
2003 32 357 4
January — June 11 36 1
2004

AML/CFT measures are only one element of the anestamination process.

726. As regards the OSSIPF:

In 2003, the Office carried out 25 on-site insp@tsi and in 2004 23 on-site inspections

focused on money laundering and financing of tesnor

* In 8 cases insurance companies did not identifggres in accordance with the law




* In 4 cases internal directives did not includeaiartequired legal provisions
» The Office enforced corrective action and imposattctons
No suspicious transactions were disclosed

Recommendation 25 — Guidance other than STRs

727.

728.

729.

730.

731.

732.

733.

The FAU indicated that they closely cooperate witlofessional associations and
organisations of obliged entitie. In the framewofkthis cooperation, the associations
organise themselves for their members meetingdeantdres where they are informed
about relevant new legal regulations but also upagrehanges on both national and
international levels (at the time of the on sitsitvithe preparation of the3EU
Directive on money laundering).

Most attention is spent on the banking sector, tviiscseen by the FAU as the most
vulnerable to ML and also because STRs from baeksesent 85% of all STRs.
Through the Czech Banking Association banks arelagly (at least twice in a year)
informed about the way their reports are handled amout the activity of the FAU
including information about developments and assuimends in this area. The FAU
also participates in the preparation of the rele\Regulations of the Czech National
Bank (CNB) which are mandatory for banks. In thisgess the FAU may apply its
knowledge and experience gained in the coursesaidtivity. The same applies also as
regards the preparation of the relevant documesgsed by the Czech Banking
Association. Representatives of the FAU participate regular meetings of the
Security Commission of the Czech Banking Assocmtidich is the forum where such
documents are being prepared but also where opeshissues are being discussed.

In connection with the last amendment to the AMLt Aentered into force in
September 2004), the FAU’s legal department hapgpeel and issued a publication
containing a commentary to the Act and also linkagéh other relevant national and
international legislation.

As regards relations with other professional asdmris, this is done irregularly upon
their request and mostly in the form of a partitigpaof the representatives of the FAU
to seminars organised by an association.

In 2004 the web sites of the FAU have been estadis
(http://www.mfcr.cz/index.php?r=8%s part of the web site of the Ministry of Financ
where the FAU among others publishes general irdition regarding the interpretation
of some provisions of the AML Act. The legal depaent of the FAU also provides
obliged subjects upon request with written opini@ss regards interpretions of the
AML Act and its relation with other pieces of lelgison, in urgent cases even provides
consultation by telephone or by e-mail.

The issue of feedback was discussed earlier inréert. Initiatives mostly focus on
banks.

The CNB (On-Site Banking Supervision Division) iearing guidelines (including
gualitative requirements — benchmarks) for on-skamination in the AML area. This
document will reflect the last amendments to thelLAAtt and experience knowledge
(for example FAU’s statements to the certain pafrtie AML Act, CNB’s explanation
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3.10.2

of AML Provision etc.) and experience gained fromsite examinations. Our intention
is to prepare this document for external publicafar banks by June 2006.

The CNB is preparing AML guidelines for all foreiggxchange entities, which is
expected to come into force in March 2005. The ejinés cover identification of

clients, KYC principles, evaluation of suspiciouarsactions, duties of the money
laundering reporting officer.

The CNB also published (on Internet) a guide toutieents containing acknowledged
principles and procedures in the AML area

In 1997 the Czech Banking Association issued thend&ird of Banking Activities
focusing on the AML area (hereinafter the "Stand&d.4’). Due to changes in
relevant Czech legislation the Standard No. 4 wasraled appropriately in 2000 and
another substantive amendment to it is under patipar at the moment, mainly to
reflect the AML provision issued by the CNB and #hklL Act as amended in 2004.
Though the Standard No. 4 is not legally bindingjsi of great importance as a
methodical provision. It includes among other tlinghdicators of suspicious
transactions, algorithm of notification of suspigso transactions process, specific
recommendations or references to key internatiddlL documents such as FATF
Recommendation, BIS paper "Customer Due DiligeceéBinks” etc. The amendment
to the Standard No. 4, puts emphasis for exampkla@iKYC principles or monitoring
of so-called risk factors, and is intended to caherCFT area as well.

The Czech banking Association has also issued apdtandards for the CFT area.

During the summer of 2004, the CSC prepared andighald a document called
Procedure for prevention of the legalisation of g®ceeds of crime and terrorist
financing. It contains recommendations to the obliged persumsiow to deal with
some requirements, which result for these persams the AML Act. This document is
not a legal regulation. It may be regarded as “Ipeattice”. The recommendations
contained in this document result from findings wcegd during state inspections and
from recommendations of international bodies (idelg the FATF), and from
consultations with the FAU and the Czech NatiorahiB

Overall, the examiners encourage the supervisaréing with criterion 25.1) in their
projects to elaborate new guidance documents whilthassist the obliged entities in
understanding and implementing their obligations.idicated earler in this report, the
obliged entities’ demand for explanatory and itastve documentation is quite high in
the Czech Republic as regards both AML and CFT.

Recommendations and Comments

740. The AML Act sets clear responsibilities for supsmg the financial and other entities,

which was very much welcome by the examiners.
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Supervisors are also required to report suspidiotise FAU. In their case, the fact that
the reporting duty is based on the concept of “®isys transactions” could be an
obstacle.

For the time being, with the exception of the C8@ancial supervisors seem to take
their AML duties seriously and they have the metamslo so. However, bearing in
mind that supervision has mostly focused so farth the exception of the CNB — on
formal requirements and to a limited extent witbht@ical on-site inspections to verify
the implementation of AML measures in practice, @mech authorities will need to
remain vigilant on this issue. The examiners beli¢kat the merger of financial
supervisors under the CNB will further raise thenstards further in practice and help
solve certain issues (staffing and means of supersj a more consistent approach
throughout the financial sector etc.).

The evaluation team limited itself to those thaduld still be relevant after these
changes. It is therefore recommended:

* to enlarge the scope of supervision for the effiti@ncial sector beyond the mere
existence of internal rules and their content, em@heck whether the rules are
applied in practice and how reporting officers —-owleed to become compliance
officers — comply with their own duties. Supervss@hould be stricter as regards
information/file storage systems.

* to ensure targeted AML and also CEantrols take place in future for all financial
sectors (including awareness of and training on @stes, efforts to detect FT-
related assets, awareness of international list3, &nd also apply to the agents
(not just the licence holder) where the businesxjmsed to higher risks

» to ensure the staff responsible for the supervisibthe securities markets are
more involved and trained in AML/CFT issues and i@naf their responsibilities
and duties

* to include for the financial supervisor(s) a dutyreport suspicions of ML/FT
activities

» to ensure a consistent approach in the field ofketagntry conditions (checking
the origin of funds including in case of increase dapital, checking the
background of licence applicants and holders on lhsis of fit and proper
criteria) and ensure a clear policy that licencasnot be/are not delivered until
the supervisor has satisfield himself that all cbods are met

* to review urgently the legal and supervisory fraraswapplicable to foreign
exchange activities and to take remedial actionssttup the illegal foreign
exchange business. Licensing and supervision sHmildnder the responsibility
of a single authority

* to examine the allegations of the existence of\eld@ed under-ground banking
activity (possibly “loan-sharks”) and informal mgntansfer business and to take
the necessary remedial measures
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e to issue further guidance documents on both AML &feT, including for
financial supervisory staff

O - =

e

744. The evaluation team believes that the absencanaftions imposable on managers and
staff needs to be addressed. This will become arwgth the supervisors raising their
level of expectations and the AML Act being callgzbn to contain more requirements.
It is therefore recommended:

» to provide for sanctions imposable on obliged &@# managers and employees
» to consider again introducing a criminal offencerfon reporting
3.10.3 Compliance with Recommendations 23, 30, 29, 17&325
Rating Summary of factors relevant to s.3.10 underlying cerall rating

R.17 PC Sanctions are in place and used in practiceut no sanctions are
imposable on entities’ managers and employees; nmdividual
sanctions for non reporting in legislation

R.23 pc | Results seem quite positive but supervisors — thighexception of CNB -
have so far focused on the formal (off-site) cdntbthe existence
internal procedures; CSC is not fully committedMdL/CFT; no MLCO
provided for as such (only MLRO);, market entry nd
ownership/management control are not consistenigimallegal foreign
exchange business taking place openly and allegatid undergroun
banking; insufficient focus on money transfer basgy CFT not enou
taken into account; excessive reliance on the tiedmlder and little o
no controls over the agents despite allegatiomsisfise for ML purpose
(life insurance, money transfer etc.)

R.25 PC | The demand for guidance is high and the authofstig®rvisors have not

(crit yet met the expectations of the industry; littles baen done in the field of

25.1) CFT so far

R.29 C [insufficiencies on the issue of sanctioning mamagend employees are
addressed under R.17]

R.30 Lc | staffing and expertise of supervisors seems to rbessue; they have
mostly focused on formal AML aspects (except theBEFor which large
staff is not needed; but the issue will need torddexamined after the
merger of all financial supervisors and in the eahtof controls beyon
the intial licence holder.

R.32 C

(crit.

32.2)
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3.11

3.11.1

Money or value transfer services (SR.VI)

Description and Analysis (summary)

Description and analysis

Informal remittances and general considerations

745.

746.

The Czech authorities, as well as representativetheo financial business industry
aknowledge the existence of informal money trarsinvices operating in the Czech
Republic, particularly in connection with the largsian community present in the
country.

The replies to the questionnaire indicated thasehe@ogether with licensed money
transfer services affiliated to the main networkerating on the market, are also used
for ML purposes.

“Official” remitters

747.

748.

749.

750.

751.

Although, in principle, both the CNB and the FAUvhasupervisory responsibilities
over licensed operators providing money or valaedfer services (hereinafter MVT),
it was striking during the visit that none of theould provide an overview of the types
and number of operators involved, whether as lieeholders or ultimate service-
providing agent affiliated to a licence holder etwork.

Additional information provided after the visit fahe sake of clarification indicated
that 26 entities have been licensed to operate MMit. of these, 3 have got “agents”.
The total number of the agents is thus 155: 13#tragencies, 10 hotels, 5 bureau de
change, the Czech Post (which counts approxima®@) branches) and 2 information
centres.

In addition, many travel agencies also operateuasawu de change (foreign exchange
office) and it is aknowledged that it is sometind@&cult to identify their main activity.

The evaluators were advised that until recently,agents of remitters had to be
licenced individually, but due to the workload geated, it was prefered in one case to
license only the local representative of the MVTTpany, the licence being then valid
for all the agents operating the service of the MVT

According to law, only the following persons ardiged to perform money or value
transfer (MVT) services in the Czech Republic:

banks, including branches of foreign banks accortiinthe Act no. 21/1992 Coll. (Act
on Banks, Article 1 Para 3)

credit unions, according to the Act no. 87/19951G@lct on Credit Unions)

money transmitters, since the transmission of moisepermitted for non-banking
financial institutions (based on the Act on Banks)
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holder of the postal licence according to the Aot 89/2000 Coll. (Act on Postal
Services, Article 2 and Article 19)

A bank, a credit union or a money transmitter migramoney transmission services,
provided that it is authorised to do so in its tice. In the Czech Republic the Czech
National Bank® is designated as the competent authoritiy to tieghis activity for the
abovementioned entities and the Czech Telecommtioncaffice to licence this
activity of the holder of the postal licence. Thee€h National Bank maintains a list of
the names and addresses of licensed MVT serviceatmps, and is responsible for
ensuring compliance with licensing requirementse Thzech Telecommunication
Office supervises the the postal licence holded (e special paostal licence holder).
The list of supervised entities is publicly avalabn the website of the CNB, with the
exception of money transmitters. The postal liceamaéer is the Czech Post.

According to the AML Act (Article 1la para 7) the ria, savings and credit co-
operatives (credit unions) and the holder of thstgudicense are obliged persons, thus
the AML rules (identification, verification, recordeeping, reporting, etc.) are
applicable to them.

Although it is not explicitly mentioned in the acthe supervision of MVT service
operators is the duty of the CNB for banks, creditons and money transmitters (as
license holders). In the course of the banking sugien, the CNB applies a risk based
approach, including for the AML/CTF area. The risksed approach is used when
selecting a bank for the on-site examination, alst @ the procedures which are
applied during the on-site examination — i.e. ca@€ departments that will be visited
during the on-site examination, in sampling methfmdson-site examination in AML
area (types of transactions, client files, recoeging etc.). Important sources of
information are discussions with representativeEAf) about specified banks, which
are held prior the on-site examination. This infatibn helps the CNB to identify the
weaknesses of AML systems in banks and the risks®woie types of transactions from
AML perspective.

The Czech Post is a money transmitter on its ogimt i&nd is an agent as well. In case
of the Czech Post, under the current legislatioa,Ministry of Informatics carries out
state administration functions in postal servidésthin its powers, the Ministry of
Informatics drafts legal regulations and strategicl policy materials relating to the
development of the postal sector. Under the ameiiesthal Services Act, the role of
the postal services market regulator was transfdrmem the Ministry of Informatics to
an independent regulatory body, the Czech Telecamwation Office, as from 1 April
2005. The Czech Telecommunication Office howeverisresponsible for supervision
from AML/CFT aspects. This is done in principle thye FAU.

The regulation, supervision, monitoring and samgi@lso apply in relation to the
obligations under SR VI.

The evaluators understood that for the time beimg,CNB has focused its supervision
on the intermediaries, that is the primary licensatlty (who is the representative in
the country for the international MVT provider). §ICNB relies on the information

At the time of the on site visit, the Credit UniG@upervisory Authority was responsible for licensitrgdit

unions.
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758.

759.

760.

3.2.1

761.

762.

763.

3.11.2

provided by the licensees as regards compliance WML/CFT of the ultimate
business providing the service to the customersvas$ not fully clear who would
control the agents individually, if needed. In pipie they fall under the authority of
the CNB (as licensing authority), but certain besses acting as agents (travel
agencies, hotels etc.) are not part of the “norneatities controlled by the CNB, in
which case it would be the responsibility of theUFA

The FAU has also focused its supervision over tbkeldr of the postal licence (in
practice, the FAU has checked the post’s interaldsy which apply throughout the
country).

The examinesr noted that money remitters do cotg&riaen it comes to reporting (see
the figures available from the FAU statistics — @¥his not insignificant: almost 200
STRs registered for the period 2001-2004).

The team met with a representative of a remittaxarepany which has 9 agents in the
Czech Republic. The company is licensed by the GIMB operators are registered
through a back-to-back agrement with the headquamtehe United Kingdom. All
transactions go through the central system locatddew York. The company has a
compliance officer in each country who reportshe General Compliance Officer in
London, but also in principle to the FAU in the pestive country. He acknowledged
that more feedback and guidance would be welcordestiassed the lack of familiarity
with the patterns of STRs in his business. He cor&d that all transactions above CZK
1000 require identification with an official ID dement (below that amount, a test
question or code can be used).

Recommendations and Comments

The licensing process is adequately addressed uhderespective relevant laws and
the MVT service operators in general are subject the applicable FATF
Recommendations. The monitoring of MVT service apais are ensured by the
competent designated authorities. However, the & believe that the case of
agents needs further clarification as regards ciamg® with the AML Act. Also, the
alleged informal remittance activity needs to beklat. It is recommended to review
the situation of MVT agents and the Czech post &karsure there is no over-reliance
on the supervision over and information providedh®ylicence holder.

The Czech Authorities may also wish to consideciplg the licensing and supervison
of the financial services offered by the Czech Rwster the competence of the Czech
National Bank for the sake of consistency.

The alleged presence of informal remittance aaiwitn the Czech Republic needs to
be better assessed.

Compliance with Special Recommendation VI

Rating Summary of factors underlying rating

SR.VI pc | Money transfer service provided by the Czech Podtthe control of the

17

agents of a license holder need to be better askieslleged informg
remittance activity needs to be assessed.
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4

PREVENTIVE MEASURES - DESIGNATED NON-FINANCIAL
BUSINESSES AND PROFESSIONS

764. The amendment to the AML Act, in 2004, has extentwsl list of non financial

institutions to include those required by Articke @ the revised EU Directive.

765. The obligations applied to them are to a large rexgame as those applied to the

financial institutions. This includes identificatio record keeping and reporting
obligations with regard to suspicious transactiand also to facts of any other kind
that might indicate a suspicious transaction.

766. The only sector specific texts adopted that adése®e issue of AML/CFT are those of

4.1

the Bar Association. One of them is the Resoluttbrthe Board of the Czech Bar
Association of June 2004 “defining the proceduréo¢ofollowed by attorneys-at-law
and the control Council of the Czech Bar Assocrafior the purposes of compliance
with legislation on measures against the legabsatf proceeds from crime” (the
“CBA Resolution”)

Customer due diligence and record-keeping (R.12)
(applying R.5, 6, 8 to 11, & 17)

767. FATF Recommendation 12 requires that the followuginesses and professions are

also subject to Recommendations 5, 6, 8 to 11 &rdtd 17.4:

a)Casinos (including internet casinosyvhen their customers engage in financial trangastequal to G
above USD/£€ 3,000.

b) Real estate agents — when they are involvedhirsactions for a ient concerning the buying and sell
of real estate.

c)Dealers in precious metals and dealers in precgtenes when they engage in any cash transaction
a customer equal to or above USD/€ 15,000.

d) Lawyers, notaries, other independent legafgssionals and accountants when they preparer foaroy,
out transactions for a client in relation to th#édwing activities:

buying and selling of real estate;

managing of client money, securities or other asset

management of bank, savings or securities accounts;

organisation of contributions for the creation, @®n or management of companies;

creation, operation or management of legal perswnarrangements, and buying and selling
business entities.

e)Trust and Company Service Providers wtiey prepare for and when they carry out transastfor &
client in relation to the following activities:

acting as a formation agent of legal persons;

acting as (or arranging for another person to srhaadirector or secretary of a company, a pa
of a partnership, or a similar position in relatiorother legal persons;

providing a registered office; business addressscoommodation, correspondence or administr
address for a company, a partnership or any otigad person or arrangement;

rtner

acting as (or arranging for another person to sicadrustee of an express trust;
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« acting as (or arranging for another person to sicaaominee shareholder for another person.

DNFBP should especially comply with the CDD meastset out in Criteria 8.to 5.7 but may determil
the extent of such measures on a risk sensitivés idepending on the type of customer, busi
relationship or transaction.

768. According to the AML Act, art. 1a para. 7, the éolling businesses and professions fall
under the category of DNFBP contemplated by FATEdR@mendation 12:

a)The holder of a (gaming) licence to operate hgttjames in a casino, odds-on betting or numerical

lotteries,

b)A legal person or a natural person authorisddhtie in real estates or to broker a trade in them,
c)An auditor, tax advisor or accountant if he ig'yiag out the relevant activity as his business,
d)A lawyer, notary or other legal person or a retperson in a business capacity, if he execut@ssist in
the planning or execution of transactions for Hisnt concerning the
- Buying or selling of real property or businessleriaking,
-Managing or custody of money, securities, businslares or other assets of a client, including
representing the client or acting on his behaléonnection with the establishment of a bank acceaiira
bank or other financial institution or a securitegsount and the managing of such an account, or

-Acquiring and collecting finance or other valuegeable by money for the purpose of establishing,

managing or controlling a company, business graugny other similar department regardless of tlog| fa
that it is a legal person or not ,

or he represents or acts on behalf of his clieahyfinancial transaction or trading with realast

e)a legal person or natural person not mentioabdVe], if he is a businessman, as long as hehea
framework of an individual business or auction,eqats a payment in cash in an amount in excess,00Q
EUR.

(82 ==}

411 Description and Analysis

Application of Recommendation 5 — Customer DuayBilce Procedures

769. First of all, the relevant categories of DNFBP eowered by the AML Act, with the
exception of trusts (which are not part of the @zéegal tradition) and company
service providers (which are not covered as such) .

770. In general the analysis of Recommendation 5 anditkdengs and comments thereto as
defined under Section 3 of this Report for finahaiatitutions also apply to DNFBPs.
In particular, as it was indicated earlier, the rapph of the AML Act regarding CDD
is mostly based on identification and does notudelthe full CDD process (including
on-going due diligence and “know-your-customer’npiples, risk-based approach,
consequencss of an incomplete CDD process, notdugrify as such from external
sources the identification information submitted Iblye customer, no explicit
requirement to identify the beneficial owners).

771. Casinos must identify their client when establighanrelationship, in practice, when the

latter enters the casino (there is thus no thresiHot a transaction triggering
identification). By virtue of the regulations specito the sector, all winnings are
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772.

773.

774.

775.

776.

777.

identified since the code attributed to the customtethe entrance follows him/her
during his/her stay.

Real estate brokers are covered. The Czech audéisceitplained that Art. 1a para 7 lit. |
applies to all business entitites not covered leypitevious provisions, regardless of the
kind of activity, as far as a payment in cash foe-off individual business or auction
exceeds EUR 15.000 (Article 2a point 6 of hecond EU Directivd. It applies to
payments and the offering/sale of individual goodsa service or a combination of
services. This provision does not apply to situstiavhen the value exceeds EUR
15.000 but part of the payment is not made in cable. AML Act (Article 2 para 1)
requires that fractioned payments over twelve coutbe months are also covered (to
avoid smurphing). The dissociation of a given gooa@ group of goods for the purpose
of avoiding the reporting requirement is not acedptThe Czech authorities take the
view that this provision extends the relevant psmn of the EU Directive and thus
covers all cash payments over Eur 15.000 involNaaginess subjects (article 2a of the
EU Directive applies to all dealers in high valumods — not only dealers in precious
metals and precious stones — whenever payment @ rimacash in an amount of
EUR15,000 or more).

Lawyers, notaries and acountants are covered ds W circumstances under which
lawyers are required to comply broadly match thguirements of criterion 12.1. The
categories of lawyer activities not mentioned ia kML Act derive from the fact that
these are not permitted under Czech law. The mmfiess also subject to a duty to
identify the client by virtue of the Law on Advogaand the profession’s own internal
regulations.

As indicated under Chapter 3 of this report, Artp&a 10 which provides for an
exemption from the identification obligation in ars of circumstances is drafted in
terms which can easily be misinterpreted, espgctalk derogation applicable “when
the identity of aprticipant to a transaction or itientity of a person acting in his favour
is not in doubt”. Particularly for the sector of BRP, due to the type of activities
which are often based on mutual trust, or due ¢ontlodest size of the businesses, this
provision opens doors for abuses. It was recomnketawleedraft the exception.

Application of Recommendations 6 and 8 — Politicdlkposed Persons; Threats from
new or developing technologies

As already stated under Section 3 of this Repatiti€ally Exposed Persons (PEPS)
and threats from new or devloping technologiesnategenerally addressed in the AML
Act. The issue is not covered either in any ofNFBP specific regulations.

This being said, the regulations of the gaming @eptohibit internet casinos in the
Czech Republic.

The examiners were advised that serious threatt @xirespect of the treatment of
precious stones. The technical capacity of cer@drch laboratories enable them to
manipulate gems, which has apparently attractedioesriminal activities to the Czech
Republic. In this context, a global policy was ddesed desirable by a representative
of the gemological association.
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778.

779.

780.

781.

782.

783.

Application of Recommendation 9 — Third Parties &mduced Business

As it was indicated for the financial institutiongliance on third parties to perform
parts of the CDD process is permitted to a limggtent. The issue will be addressed in
a new amendment to the AML Act. The issue is noteced either in any of the
DNFBP specific regulations.

In practice, it is not uncommon that lawyers acbasines introducers. Representatives
of the Bar asociation met on site acknowledged thatprofesionnal secrecy can of
course be misused. But they knew of no criticalecas far that would have been
brought to their attention. The Bar associationiesised its own ethical rules in the Act
on Advocacy. These prevent in principle, abusas®fprofessional secrecy.

Application of Recommendation 10 — Record Keeping

Record-keeping requirements are provided for in AL Act and the duration of
information retention is in line with the FATF raggments. As it was indicated under
Chapter 3, there is no requirement to retain @lrgdevant information and it happens
that the storage facilities are inadequate (papem) The banks would oppose
significant improvements in this field due to thests this would trigger. The examiners
believe that this could also be an issue for thé-BR.

Application of Recommendation 11 — Complex, Unydusmbe Transactions.

As indicated earlier in this report, there is nguieement in the AML Act to pay
special attention to complex, unusual large transag. The issue is not covered either
in any of the DNFBP specific regulations.

Application of Recommendation 17 — Sanctions

As detailed under Section 3 of the Report, theiatidn of procedures to impose
sanctions for beaches of or non-compliance withANE Act falls within the general
competence of the FAU.

The State Supervision over the observance of thteoAclLotteries and other similar
games of chance can also impose sanctions upamosasased on the AML Act. The
following statistics are available for the sector:

Number of control in casinos and the amount of impsed sanctions in 2004:

784.

Number of controls Number of fines The amount of fines
1992 12 CZK 914.000 (approx.
EUR 30.000)

The sanctions are the same for all obliged entifiees up to CZK 50,000,000 and/or
the withdrawal of licence (to be initiated by th&U and applied by the competent
licensing body. As indicated earlier, sanctions ocaly be imposed on the entity as
such, not its managers or employees. There isrthymssibility to impose sanctions on
employees who do not report an STR (there areimoral sanctions either).
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785.

4.1.2

786.

4.1.3

The sole exception applies to lawyers and notaifes.is a lawyer or notary who
violates or fails to comply with the obligationgpsilated by the AML Act (and if such
conduct is not an act that is more seriously pwah#d), then it is considered to be a
disciplinary offence within the meaning of “a sp@degal regulation” (the profession’s
regulations) and it shall be examined by the relevarofessional association (Bar
Association, Chamber of Notaries). A hearing of iaciglinary offence proceeds
pursuant to a special legal regulation. If a preif@sal association or its employee
violates an obligation stipulated by the AML Achen the Ministry of Finance (the
FAU) would issue a warning.

Recommendations and Comments
The concerns expressed and weaknesses identifaciieg Recommendation 5 for the
financial sector apply also for DNFBPs. There aseparticular additional weaknesses
or shortcomings identified. It is recommended, inelwith R.12, to ensure the
application of R. 5to R.11 and R17 also in respé@QNFBP.

Compliance with Recommendation 12

Rating Summary of factors relevant to s.4.1 underlying ovell rating

R.12

NC Full CDD measures are not required; politically @sgd persons, threa
from new technologies, third parties/introducedibess not yet addresse
record keeping requirements are basically in ptagedo not cover all th
relevant information; no requirement to pay speeidntion to unusual
complex and large transactions; sanctions can belyimposed on th

lIJQ_U)r

entity as such, not its managers or employees

4.2

421

787.

788.

Suspicious transaction reporting (R.16)
(applying R.13 to 15, 17 & 21)

Description and Analysis

DNFBPs are equally subject to reporting obligatjolilee the financial institutions.
Various exceptions exist, which limit the reportimg the context of transactions
exceeding a certain threshold or certain typesanfstictions/activities (see the first box
under Section 4.1).

The findings for the financial sector as detailedier Section 3 of this Report remain
valid and applicable to the DNFBPs. The reportintydpplies to both ML and FT, but
is limited to STRs (or facts which could indicate &TR), it also applies to suspicions
of ML as opposed to suspicions of proceeds of cwigch would lower the burden of
suspicion for reporting), it does not specify egply the reporting of both attempted
and completed transactions). Protection measus@asures against tipping of are in
place but protection does not explicitly applyhe tisclosure of information and to the
protection of the entities’ staff and managementerhal AML/CFT procedures are
required by the AML Act, but they do not mentionngadiance management
arrangements (the Act refers to “reporting officarid not to a “compliance officer”),
there is no AML/CFT audit nor employee screenirguieement etc.
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789.

790.

791.

792.

793.

However, in the course of the evaluation, furtherakinesses and shortcomings have
been identified in relation to DNFBPs which callr fthe attention of the Czech
authorities to consider and address.

Application of Recommendation 13 — Reporting opBimus Transactions

Since 2004, there are no special professional sganges (lawyers, notaries) that
would prevent them from reporting. All DNFBPs hawereport directly to the FAU
under the general conditions, mostly.

The sole exception are lawyers, who report thrahghBar Association. The role of the
Bar Association is clearly stated in the AML Actr{A4 para.9). In principle, the

Association does not act as a filter (by virtuetttd CBA Resolution it can refuse to
forward an STR if the conditions for reporting gwlyers are not met). The Bar
Association can join a comment to the STR when &wdwng it to the FAU. The report

must be sent within 5 days to the FAU, but in cafsargency, the lawyer can send it
directly without going through the Bar Association.

The larger DNFBPs (e.g. an audit company) have iapgb an officer (generally at

managerial level — this is not a requirement of @zech legislation), who receives the
STRs from the employees.

The overall table of statistics on reported STRnsearlier shows that the reporting
system works effectively as regards the financet@r. On the other side, one may
wonder about the limited impact for the DNFBPs @meyral.

Type of the obliged person STRs

2001 2002 2003 2004
Banks 1408 1122 1793 3083
Insurance companies 25 19 39 73
Money remitters 53 27 39 71
Lawyers - - - 3
Exchange offices 3 4 6 4
Securities market 235 169 69 6
Real estate agencies 3 - - 2
Pension funds 1 9 5 3
Leasing Company 1 - - 2
Casinos - 1 1 -
Auctioneers - - 1 2
Other supervisory bodies 12 7 15 13
Customs General Directorate 1 - - 1
Liquidator - - - 1
Foreign FIUs - - - 1
Others 9 21 2 -
In total 1751 1379 1970 3265

794. Various explanations were given on site for thigs{nos: multiplicity of transactions

made by a single customer during one night makdsficult to detect; notaries: STR
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795.

796.

797.

798.

can only happen in practice when the notary acceptsleposit; real estate
intermediaries: lack of guidance so far). Crimiiméluneces were also mentioned

Application of Recommendation 14 —Protection fechisure and Tipping Off

There are no special rules applicable to DNFBPstajpam the AML Act. The
AML/CFT exceptions to the confidentiality duty astictly specified (and reminded in
the CBA Resolution).

Application of Recommendation 15 — DevelopmentMif/&FT Internal Programme

AML/CFT internal programmes need to be developpe®NFBPs as well. In practice,

only the larger ones have adopted such rules. SaEPs, especially those who have

an international/foreign experience such as awlitefer to their ML compliance
officer, as opposed to a “money laundering compkaoificer.

Application of Recommendation 17- Sanctions

The AML Act sanctions apply to all obliged entitiemd can be imposed for any

insuffiency detected as regards the implementatibrine AML Act. Disciplinary
sanctions are also provided for, as regards ceptaiiessions (lawyers, notaries).

Application of Recommendation 21 — Relationships

There are no specific requirements for DNFBPs gards vigilance vis a vis business

relationships and risk countries.

422 Recommendations and Comments

799.

The application of the relevant FATF Recommendatitmthe non-financial sector —

other entities or DNFBPs — appears to be broadcitiqedly for DNFBPs, the problem
of insufficient guidance and awarenss raisingatiites to their attention on AML/CFT

issues was mentioned. Most of them (including stpers) aknowledged being at an

early stage of awareness seemed to ignore CFT sistutally. It is therefore
recommended to develop awareness raising measndeguidance for DNFBP and
their supervisors on both their AML and CFT obligas under the AML Act and other
relevant pieces of legislation.

4.2.3 Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.2 underlying owall rating

R.16

pc | The reporting duty applies to both ML and FT, baitimited to STRs (or fact

which could indicate an STR), it also applies tsmaions of ML as opposed

suspicions of proceeds of crime (which would lowss burden of suspicion fq
reporting), it does not specify explicitly the remog of both attempted an
completed transactions). Protection measures arsunes against tipping off a|
in place but protection does not explicitly appythe disclosure of informatio
and to the protection of the entities’ staff andnagement. Internal AML/CF]

oS oWw

>

procedures are required by the AML Act, but theyrdd mention complianc

4%
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management arrangements (the Act refers to “ramprtifficer” and not to a
“compliance officer”), there is no AML/CFT audit ncemployee screening
requirement etc.

In addition: strong lack of awareness of AML, atdee all CFT, issues.

4.3

4.3.1

800.

801.

802.

803.

804.

805.

Regulation, supervision and monitoring (R.17, 24-25

Description and Analysis

Recommendation 24 — Requlatory and Supervisory ilegas

The control of compliance of casinos is carriedlputhe FAU and according to Article

8 para 3 letter e) also by the State Supervisiar Betting Games and Lotteries. The
latter admitted being unfamiliar with AML/CFT issuand not having the means and
staffing to control the origin of capital (neitheould there be a legal duty to do so).
Detailed controls are not done at present. Casiptesentatives also indicated that the
staff of the supervisor had no real experince withgaming sector and that there was a
crucial need to introduce basic requirments toptatiee sector against criminals. The
current liberal approach was criticized in that testh both by the industry and the
supervisors.

In relation to this, another issue concerning tlembling sector is the apparent
inadequacy of provisions. The distinction betweeasimos and gambling halls is
insufficiently regulated. As a result, a numberbafs, gambling halls etc. operate live
games (where it is extremely easy to launder monyjout a real casino licence and
the more stringent requirements of the sector’silegpns and those of the AML Act
(notably on identification). The gaming sector ferefore sometimes abnormally
developped (27 companies operating 158 casinoshén dountry, of which 13
companies operating 38 casinos are based in Poaty)e

The very liberal approach also seems to apphjhéoreal estate business, where no
licence and no special requirements would be neéaldst a broker. The real estate
sector would have received, like the gambling gsedittle attention so far. The
acquisition of residential property is limited t®sidents. As a result, foreign investors
would use “local representative” (strawmen) t@wemvent the requirement.

The sector of accountants was also mentioned adlitecal. The Association of
Accounts Union is trying to raise the standardshi@ profession and make it more
homogeneous through a certification process, wingilies- besides being examined —
abiding to ethical standards and refusing to belired in criminal/fraudulent schemes.
Money launderers, as a result, would turn to o#feepuntants it was said.

No particular issues were raised by the other DNF&giPesentatives.

As already indicated, the FAU has a general superyi competenceis a visall
DNFBPs.
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806.

807.

4.3.2

808.

809.

4.3.3

Recommendation 25 — Guidance for DNFBPs (other 8iERS)

The Board of the Czech Bar Association has adoptedorofessional regulations: the
resolution of the Board of the Czech Bar Associatiw. 6/2004 of the Bulletin of June

28, 2004, stipulating the procedure to be followgdawyers and the supervisory board
of the Czech Bar Association when complying withiek set by legal regulations on
measures against legalization of the proceeds @maminal activity, and the resolution

of the Board of the Czech Bar Association No. 7£60the Bulletin of June 28, 2004,

on safekeeping client's money, securities or ods=ets by lawyers. Both regulations
were distributed to all lawyers.

Further texts are being prepared by other profassiut altogether, guidance remains
insufficient, as underlined earlier.

Recommendations and Comments
In view of the above, it is recommended :

to strengthen the regulatory framework and supenviever DNFBPs exposed to risks
of being used for ML/FT purposes (e.g. casinos,lgamm in general, accountants)

to review the legal framework applicable to the bang sector to avoid loopholes that
could be used by criminals, and to consider extendihe scope of the AML Act —
beyond casinos — to a broader range of gamblinigesnto ensure consistent coverage
of the sector of games

The issue of guidance was discussed in generastentier the previous section.

Compliance with Recommendations 24 & 25 (criteBal2 DNFBP)

Rating Summary of factors relevant to s.4.3 underlying ovall rating

R.24 NC Certain sectors of activites of DNFBPs are allegegarticularly

exposed to ML and there are no increased effasta the authorities tp
address this

R.25 NC With a few exceptions, there is a lack of guidafoceDNFBP

(Criteri
on
25.1)
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4.4

44.1

Other non-financial businesses and professions; Medn secure transaction
techniques (R.20)

Description and Analysis

Other DNFBP

810.

The AML Act contains further categories of DNFBPquaed to comply with it.
According to Article 1a para. 7, these are:

- A legal person or a natural person authorisdalijoup debts and receivables and to trade in them,
- A legal person or a natural person authorisdaté@er savings, monetary credits or loans or biioge
activities that lead to the signing of insuranceainsurance contraét

=

- A court executor when carrying out other actestiof an executor pursuant to a special legal

regulatior?,
- alegal person or natural person authorisethtetin second-hand goods, with cultural itemsvitn
articles of a cultural value or to the brokeringsath trading or to accept such things into pawn,

811.

812.

The above DNFBP are subject to the standard reeuitsnof the AML Act, with the
exception of traders in second hand goods and rallitems, who must retain the
identification information for 3 years in all casesd 10 years where the value of the
transaction is above EUR 10,000. The Czech Comaldripection is entitled, besides
the FAU, to impose sanctions on the businesses.

The evaluators wondered whether the category afatl@persons or natural persons
authorised to broker savings, monetary credit®ans or brokering activities that lead
to the signing of insurance or reinsurance coritistwbul dnot preferably fall under the
control of the financial supervisory bodies, foe take of consistency.

Modern secure transaction technigues

813.

814.

815.

The financial services offered by banks (creditdsacheques etc.) and the banking
presence itself are quite developped. The conditifor the introduction of e-
money/electronic wallets were being prepared atithe of the on-site visit.

The CNB promotes non-cash payments, credit tras$ieing the main form. The CNB
owns and operates interbank payment system CERWN®&h handles all interbank
payments in the Czech Republic in CZK. Cross-bondierbank payments are mainly
carried out by means of correspondent banks an8\ikE-T network.

Nevertheless, cash payments continue to play aprednt role in the Czech Republic
and reliance on cash is still high. The CNB managesh circulation according to the
needs of banks. When issuing coins and bankndtesmtin criterion is cost saving.

7)

8)

Article 2 letter f) of the Act no. 363/1999 Colbn insurance matters and on the amendment of some
connected Acts (Act on insurance matters).

Article 74 to 86 of the Act no. 120/2001 Colln oourt executors and execution activities (exasutode)

and on the amendment to further Acts, as amendédbyo. 279/2003 Coll.
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816.

4.4.2

817.

818.

4.4.3

Therefore, the CNB has not envisaged limiting thedpction or issuance of large
denomination banknotes (the largest banknote isshemCZK 5,000/EUR 166).

According to the Act No. 254/2004 Coll., on Limitat of Cash Payments, payments
exceeding EUR 15,000 (in a single sum or connegsgtnents done within a calendar
year) must be, with some exceptions, executed ascash payments Non compliance
with this rule is, in principle, sanctionable byfine of up to CZK 5,000,000/EUR
166,000, imposed by the territorial financial auiti@s or the Customs authorities.

Recommendations and Comments

The examiners welcome that the list of obligedt®#igoes beyond the international
requirements. This being said, the Czech Repubbalsl examine whether it would not
be better to put “legal persons or natural persmtisorised to broker savings, monetary
credits or loans or brokering activities that let the signing of insurance or
reinsurance contract” under the control of therfgial supervisors.

The Czech Republic should continue taking meastoesncourage the development
and use of modern and secure techniques for candutrtansactions, that are less
vulnerable to money laundering.

Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20

LC Possible need to put certain DNFBP under the cdrol of financial
supervisors, due to the type of their activities; RBliance on cash is stil
high despite existing initiatives; there is room fofurther initiatives
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5 LEGAL PERSONS AND ARRANGEMENTS & NON-PROFIT
ORGANISATIONS
5.1 Legal Persons — Access to beneficial ownership andntrol information (R.33)

5.1.1 Description and Analysis

Transparency concerning beneficial ownership amtes to informatior(criteria 33.1 and
33.2)

819. Regional courts are entrusted with the administnatif:
* The commercial registry
» The registry of foundations
» The registry of profit-making associations
» The registry of real estate (apartments/condomigjum

820. The commercial registry of Prague (city Court) @a@ounts about 50% of all registered
companies.

821. The procedures for establishing a company and yhe df companies that can be
registered with the commercial register are desdriin Section 1.5 of this report. Art.
27a para 2 of the Commercial Code provides forrgel@amount of information to be
provided when forming a company. It includes:

“ a)the deed of association or partnership agreémesome other deed of corporate formation, a aoipthe
notarial deed containing the resolution of the tituent general meeting of a joint stock companyobithe
constituent members’ meeting of a co-operative,stiagutes of a joint stock company, limited lialgilcompany
or co-operative etc.

(b) any resolution electing or appointing, or réingl or otherwise terminating the office, of persomho are the
statutory organ or a member of such, liquidatonkbaptcy trustee, composition trustee (settlementiaistrator)
or trustee (administrator) concerned with enfor@tinistration, or the head (manager, director)ttod
enterprise’s organizational component etc.

c)annual reports, ordinary, extraordinary and cbdated financial statements, a possible audit@jort on such
statements, and interim financial statements,girtbompilation is required by this Code; a balasbeet must be
provided with the identification data of the persavho audited it in accordance with the law;

(d) the resolution winding up a legal entity, asulfsequent) resolution cancelling either the (jes)i resolution
on winding up the legal entity or the (previouskalation on such entity’'s conversion, the judicialing
(judgment) nullifying a company (section 68a), thport on liquidation under section 75(1), the ifmembers
under section 75a(l) or the report (statement)ispa$al of property under section 75(6);

(e) the resolution on conversion of legal form &émel report on such conversion, the contract on emgtoansfer
of assets or division or its written draft terms. et

(f) the judicial ruling (judgment) nullifying a genal meeting’s resolution on the conversion of légan

(g) the report drawn up by an expert or expertshenvaluation of a non-monetary (i.e. in-kind) istraent
contribution when a limited liability company orifjo stock company is formed, or when such company’s
registered capital is increased etc.

(h) the judicial ruling (judgment) issued under Benkruptcy and Composition Act;

(hthe contract on transfer of an enterprise omd pf such, the contract on lease (rent) of aerenise or its part,
including the notification of extension (prolongat) of such contract under section 488f(l), andaggropriate,
the deeds proving termination of such lease, aadutiicial ruling (judgment) on acquisition of anterprise by
inheritance;

() the relevant controlling contract (section 19@mnd the contract on profit transfer (section 39@acluding
amendments thereto, and, if appropriate, deedsndecting the cancellation of such contract;
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(k) the document of the other spouse proving spause’s consent to the use of property in joint eship of
the spouses (under other statutory provisions)fminess activity, a copy of the notarial deed qrét on an
agreement (contract) concerning a change in thgesobjoint property etc.

() the contract on pledging a business share (cstiye interest or holding), or a document on transff such
business share;

(m) the general meeting’s resolution under secibh “.

822. Branches of foreign companies established in theaE8ubject to lighter requirements,
and only the documents listed under a), b) andecjeqjuired.

823. As seen above, the commercial registry must benméd in principle of any important
changes in the statutes, structure or ownershgpafimpany and the latter must update
the information that is held by the registry. Ferthore, according to Art. 27a pard,6
missing documents are to be submitted without umtdilm]8 and entrepreneurs who do
not s%)mit the required documents are subjectftneaof CZK 20,000 (approx. Euro
700).

824. Annual financial statements are also to be subdjitiecluding the auditor’s report
where mandatory audit applies, which is the caséhifollowing entities:

- all banks and mutual funds
- foundations and certain other non-profit organmai
- joint-stock companies which in both the current #ralprevious accounting period
meet at least one of the following criteria:
o0 turnover exceeds CZK 80 million
o total assets exceed CZK 40 million
0 average number of employees exceeds 50
0 other accounting units that meet at least two efabove criteria.

825. It remained unclear — mainly for joint stock comigsn- to what extent changes made
to the initial share-holding structure (especiallyen they do not affect fundamentally
the ownership or control of the company) must lpored and are reported in practice,
so that the registry would keep fully updated arctusate information on the
shareholding/owners. Representatives of the audfegsion met on site advised that
although the register is updated, it contained mimrimation about the ownership
structure.

826. Following the political and economic transitiongtmain priority for the registries was
to ensure liberalisation, flexibility, efficiencyd celerity. AML/CFT and the quality of
data has thus not been a concern for the stathange of these registers so far and no
specific initiatives were mentioned at this levelcheck out the situation of companies
in this field (data comparison, cross-checks, asedyetc.). The team was told that it is
quite easy with the right connections to registecompany without having all the

" the relevant provision, at the time of the disars®f the report, is Section 38k para 1 and 2.

8 (7) Every entrepreneur entered in the Commercigis®er shall submit without undue delay, to thesegtion
court two copies of the documents which are toiled fn the registry of documents. Judicial rulifgsdlgments)
which are to be filed in the registry of documestisll be supplied by the court. Where a certaihifaentered in
the Commercial Register and the corresponding deatiris not filed in the registry of documents, ahe
registration court ascertains this, the registrdatuments shall note this and the entrepreneuwecnad shall be
invited to file such missing document in the registf documents without undue delay.

As from 1 January 2007, the collection of documestdeing kept in electronic form and the documents
submitted are available free of charge on www .gestiz
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documents or providing accurate information andrtsobhave no real competence to
cancel a registration (e.g. in case of a fictiti@esnpany) although the issue is dealt
with under Article 32 of the Commercial Code. THere, the control exerted at this
level is more of a formal natufé.

827. Representatives of the commercial register metinaglvised that any person can
register a company for someone else/provide comganyation services, with a
special power of attorney supplied together witlteatified signature. All official
documents have to be certified by a notary andjublge of the commercial register
reviews the documents submitted. However, the exarsiwere also advised that in
practice and with the adequate connections, one€aay out the registration on behalf
of others without fulfilling the requirements.

828. The examiners’ interlocutors admitted that, assltethere is probably a number of
fictitious or front companies in existence in thee€h Republi¥®. Section 125 para. 2
of the Criminal Code makes it an offence to opemteompany without it being
registered, to submit false or incomplete informati and to submit misleading
information. But this mechanism would not have besily used in practice.

829. The examiners were advised at the time of the @nvisit, that a new proceddfevas
under discussion. Its aim is to accelerate and #asegrocedure by using a single
notarised certificate and abolishing the controldotumentation by the judge of the
register. It was anticipated that the new regimi still provide for the possibility to
register a company without providing all the detadubject to the missing information
being provided within 5 days. The examiners weraceoned that accelerating the
registration process would not improve the situaaod could lead to a further decline
in the accuracy and reliability of the informatientered into the register.

830. As indicated earlier in this report, informationbsuitted to the tax administration
(whether by natural or legal persons), and whichlc&de useful in the context of
AML/CFT, is subject to the secrecy provisions oft A¢° 337. The information is
accessible only following the initiation of criminproceedings (the FAU has access
without the initiation of such proceedings though).

831. The Czech Republic also has the institution of dlent partnership (see Section 5.2
below).

Criterion 33.3
832. By virtue of the Commercial Code (art. 156 anddwaiing), shares can be issued as

registered shares or bearer shares, and compaae$reely issue bearer shares in
certificated (paper) or non-certificated (non-papfarm. Bearer shares are freely

8the Czech authorities advised after the visit thet situation has very much impproved with the riegal
changes of Law N° 216/2005, Law N° 79/2006 andRegulation N° 562/2006 (on the the computerisatbn
data).

8The Czech authorities advised after the visit thatnumber of such fictitious companies is decrgagiianks to
the recent legal amendments which strengthenegdter of a court to open the procedure of dissotubtf a
company without a petition.

8 The amendments have removed the obstacles whiste@xiuring the past and changed the procedure
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833.

834.

835.

836.

837.

5.1.2

838.

839.

840.

transferable and transferability is unrestrictenless the statutes of the entity provide
otherwise.

The Czech Securities Commission (CSC) keeps ateegitshareholders of companies
that are listed on the stock market and acquisitadsove 5% of the ownership must be
authorised by the Commission.

Apart from that, one of the few ways to know whe #hareholders of a company are at
a given moment would be to look at the list of jggpants to the annual meetings. But
bearer shares can be co-owned, in which case tHwsvoers can exercise the rights
attached to shares themselves in accordance weih dlwn agreement, or appoint a
joint representative (proxy) to exercise thosetsgihe member of a company can also
appoint a proxy to represent him/her in the genengetings of the company
shareholders on the basis of a power of attorrfethel meeting report remains silent
about the possible representation of shareholttexse is no information available.

The other way would be when the share(s) are reeéemmd the value exceeds €
15,000, which would normally trigger identificatiamd reporting to the FAU under the
AML Act (by a broker, the company itself etc.).

The CSC representatives admitted that other “anomgiproducts exist in the Czech
Republic but could not say more as they were mutlfar with the latte?.

Law enforcement representatives confirmed durirg itlterviews that bearer shares
was a source of difficulties for their financial/gstigations.

Recommendations and Comments

The system in place (at the time of the on-sité)visr the registration of legal persons
does not, in the given circumstances, ensure acwuft level of reliability of the
information registered and of transparency of biersfownership of legal persons.
This is a particular issue given the current pabfiltfor companies to issue bearer
shares which are freely transferable, and which sgen as a problem by law
enforcement agenciés.

It is therefore recommended to review the proceslapplicable to the registry of
commercial entities and the registration proceduee,ncrease the reliability and
updating of information entered. This should inéudcentives to keep the registry up-
to-date and measures to ensure a higher leveladégsional integrity of the courts’
staff in charge of the registers.

It is also recommended to take appropriate measaressure that bearer transferrable
shares are not misused for AML/CFT purposes.

8The Czech authorities advised that there are niheur‘anonymous” products which would be relevamt i
relation with legal persons, apart from bearer ehar
8see footnotes 80 to 82.
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5.1.3

Compliance with Recommendations 33

Rating Summary of factors underlying rating

R.33

NC® | The registration of business entities does not renan adequate level of
reliability of information registered and of tramspncy of ownership;
companies can issue freely transferable beareest{tlrere seem to be no
particular AML/CFT counter-measures in place); siskf integrity

problems in the area of registration of companieseffectiveness issue.

5.2

5.2.1

841.

842.

843.

5.2.2

844.

845.

Legal Arrangements — Access to beneficial ownershignd control information
(R.34)

Description and Analysis

Although the concept of trust appears occasionall{the context of the notaries’
activities description or certain commercial pragu@pen and closed end unit trusts as
a form of collective investment/financial productsyusts as a form of legal
arrangement and as contemplated by the FATF Metbgygare absent in the Czech
Republic.

Other forms of legal arrangements include silenttneass, which exist besides
association agreements. The silent partnershipnisurgpublicised and unregistered
written agreement by which the silent partner dbuotes funds or assets to a business,
but takes no part in the business activities. Tawis of a silent partner is similar to that
of a creditor. As indicated in the general intradug part of this report, the silent
partner is not entitled to controlling activity Wwitegard to both his investment and the
business of entrepreneur. Rights and duties irtioeldo third persons apply (exist)
only with regard to entrepreneur (with the two gtans mentioned earlier).

The examiners were advised on site that if thenspartnership is not specified in the
financial statements of the company or its meetéapprts, it is difficult to know about
the “partner”.

Recommendations and Comments

Trusts, fiduciary companies and other legal cor$imns do not exist in the Czech
Republic. However, the country has the institutbdrihe silent partnership (besides the
more classical partnership or association agreemehtere the silent partner does not
need to be declared or registered.

This kind of agreement can make the identificatbiand timely access to information

on beneficial ownership difficult. No informatios available as to how widespread this
kind of agreements are. Nevertheless, like otheangements which offer a certain

level of opacity, they can be misused for ML andgtifposes.

8See footnotes 80 to 82.
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846.

5.2.3

The Czech Republic therefore needs to take meatumssure a level of identification
of silent partners which would be compatible wile requirements of the fight against
ML and TF.

Compliance with Recommendations 34

Rating Summary of factors underlying rating

R.34

NA

5.3

53.1

847.

848.

849.

850.

851.

Non-profit organisations (SR.VIII)

Description and Analysis

The activities of non-profit organisations in thee€h Republic are governed by
different rules, depending on the type of orgamsatThere are basically 4 types of
organisations. The Czech authorities provided tifi@mation below.

Civic associationsire governed by Law no. 83/1990 Col. On citizespemtions. The
association acquires the legal capacity after tegien with the Ministry of the Interior.
The creation needs to be declared by the Ministthé Czech Statistical Office within
7 days. The latter keeps a register and the fdéstad to associations. An association
can be dissolved by voluntary dissolution, a mergdth another association or
dissolution by the Ministry.

Profit-making or “Beneficiary” associatiorere governed by Law no. 248/1995 Col.
About beneficiary associations. Organisations bgiton to that type have to keep
separately in their book-keeping a register of meaand expenditures connected with
complementary activities, profit-generating sersie@d the general management of the
entity. Profit making associations have to pregareannual balance sheet report. The
report needs to be certified by an auditor in theeses where the association:

a) receives subsidies or other forms of income fropullic entity (state, municipality,
other local authority or state fund) and the tatadount exceeds CZK 1,000,000 —
approx. EUR 33,000 during the reference year;

b) has not established a supervisory board,;

c) generates a benefit exceeding CZK 10,000,000 EWR 330,000;

The law states the type of information to be comdiin the annual balance sheet report
(overview of activities carried out in calendar yesatatement of auditor if it was
verified by an auditor, overview about monetary omes and expenditures, a
breakdown of income and expenditures by type abuess, the evolution and final
status of funds at the end of the reference petimcircumstances and movements of
assets and obligations, the total amount of coter data stated by the administration
board, etc.).

A beneficiary association is established by a enaof foundation signed by all co-
founders. The charter has to include informatioauttthe assets contribution of each
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852.

853.

854.

855.

founder and an expert estimate of the value of éhassets in case of in-kind
contributions. Beneficiary associations acquireldgal personality after being entered
in the register of beneficiary associations kepthgycourts.

Foundations and foundation fungsverned by Law no. 227/1997 Col. On foundations
and foundation funds. The law regulates the usasstts, book-keeping and annual
balance sheet reporting requirements. Accordingrto3, a foundation or foundation
fund originates by written contract enclosed betwéeunders or by a charter of
foundation, if the founder is a single person, pitéstament. The foundation deed has
to contain among other information, the amountssess transferred to the foundation
or fund. Such assets can take the form of moneteans, securities, immovable and
movable property (“things”), as well as rights drehefits attached to assets and values
as long as they “fulfill the presumption of a c@mgtincome and there are no lines on
them” (they are free from rights and debtBphundations must be entered into the
foundation register kept by the courts.

Churches and religious organisatioage governed by Law no. 3/2002 Col. About
freedom of religion and the position of churchescérding to Art. 6, church and
religious organisations acquire legal status frbm time of their registration with the
ministry of interior. This type of legal personsidae financed through:

. contributions from both physical persons and lexgpities

. own income deriving from the sale and lease of rbt®/aimmovable and
immaterial assets that belong to them

. deposit interests,

. gifts and inherited assets,

. collecting funds and receiving contributions on b$is of other special

regulations
. loans and credits
. income from business or from another profit genegaactivity
. grants

Other laws which regulate areas that are relevanthe context of non profit
organisations include:

* Law no. 198/2002 Col. About voluntary service

e Law no. 117/2001 Col. About public collections

» Law no. 202/1990 Col. About lotteries and otherisingames.

* Tax legislation (for example law no. 586/1992 Cah, valid wording — about
income tax and law no. 235/2004 Col., about vatiged tax)

* Law no. 563/1991 Col. About book-keeping

With the exception of profit making associationshigh are subject to taxation) and
charities (which are totally exempted), NPOs arprinciple exempted from taxation as
long as the annual income remains below CZK 1 omillper year (+/- EUR 33,000).
Donations to NPOs are possible up to 2% of the tilogp@erson’s income.
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U7y

856. The databases kept by the tax administration aonpaientially useful information
related to NPOs. As indicated earlier in this réptire information is confidential and
only accessible following the initiation of criminaroceedings (except for the FAU).

857. The examiners were advised by representativeseofTéx Revenue Service that non
profit organisations have been misused but theydcoat tell more about the context
and the cases concerned.

858. No particular measures have been taken to prot€®@d\from their misuse for FT
purposes. The legal framework has not been revieéwttat context.

5.3.2 Recommendations and Comments

859. In view of the above, it is recommended:

» to carry out a review of the possible misuses oONFor criminal/ML/FT purposes,
and as a result to examine the needs for a moreistent legal framework and
centralised information, currently available throwyor 4 different databases.

5.3.3 Compliance with Special Recommendation VIl

Rating Summary of factors underlying rating
SR. pc | A developed legal framework with controls at thesmeensitive level
VI seems to be in place but no particular measures begn taken to protect

NPOs from their misuse for FT purposes. The leganéwork has nat
been reviewed in that context
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6

6.1

6.1.1

NATIONAL AND INTERNATIONAL CO-OPERATION

National co-operation and coordination (R.31 & 32)

Description and Analysis

Recommendation 31 — National Cooperation and Carattbn

860.

861.

862.

863.

864.

865.

At the general levelthe Czech authorities advised that, with a viewnbhprove co-
operation at the national level, to unify all Czemltputs in relation to the European
structures and to enhance mutual acquaintancd opwldevelopments and changes in
the field of AML/CFT, the FAU established in 2002farmal meetings of
representatives from the various sectors. This KKz&BIL/CFT platform — called
Clearing House — gathers representatives from ti@sily of Finance, Ministry of
Interior, Ministry of Justice, the Czech Nationahkrik, the Banking Association,
Securities Commission and others. This informalonnhas meetings under the
leadership of the FAU a few times per year. Thea@ig House members, for example,
were responsible for completing th€ Bund evaluation questionnaire. The FAU uses
this group also for the discussion on the Czechitipos in the framework of the
process of preparation of th& BU Directive.

As regards especially FT, the Czech authoritiesisadv in the replies to the
questionnaire that there is no permamnent cooidmahechanism to deal with those
issues, which somewhat contradicts the informatiiven concerning the above
mentioned Clearing House. The National Securityr@duestablished in 1998, offers a
framework for the coordination of actions and makeposals concerning the national
security in general, including terrorism relatecttea in general.

Besides this, the Ministry of Foreign Affairs aeis the interface between international
bodies such as the UN Security Council and the €ibwh the European Union, and
the national authorities.

The Czech authorities also underlined that, atstifgervision levetoordination is an
important issue in the context of the Czech Repusince both the FAU on the one
hand, and the sector-specific regulatory bodiesttier banking, insurance, securities
and other sectors have supervisory responsibilities

In this context, measures have been taken in faedbuensuring a certain level of
cooperation between the supervisory authoritiesaddition to the Clearing house
platform mentioned above. A Memorandum of Undewditasn was signed between the
Ministry of Finance, the Czech Securities Commisgi6SC) and the Czech National
Bank (CNB) to co-ordinate their activities in theas of licensing, inspection activities
and information exchange, while contributing to laggtion of equal or compatible

criteria or procedures of supervision and, consetiyieto the improved efficiency of

supervision.

Concerning the AML area in the banking sector, apepation agreement was signed
between the FAU/Ministry of Finance and the CNBttinaludes such elements as the
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866.

867.

868.

869.

870.

871.

exchange of requests for legal statements (regattm AML Act), the coordination of
on-site inspections in banks, cooperation in drgftegulation and organizing seminars
for banks. These two authorities cooperate alst Wie Czech Banking Association,
especially for the purposes of training programares seminars on AML/CFT.

The CNB also interacts with the Securities Comroissn the AML area. Last year, the
authorities met twice to exchange information axpkeeience from practice in the AML
area.

According to the AML Act (Art. 8), the sector-spicisupervisors must provide the
FAU with information and collaborate with it. Thexaniners were informed on site
that the FAU is also kept informed about the othigpervisors plans’ of controls and
supervision, but would not know about the FAU’s gplans and inspections.

Overall the examiners welcome that multiple fora and messsare in place to ensure
national cooperation and coordination. During thiscalssions held on site, the
examiners noted that these meetings have led tstaugnts.

Despite the above measures, the examiners wereooted with inconsistent statistics
on ML convictions, diverging views between the cahtauthorities and field
practitioners as regards the criminal law mechasjsserious allegations of sectors
vulnerable to criminals and ML without apparenttiatives being taken (gambling
sector, life insurance products, precious stonekisiny, underground banking and
foreign exchange activities, informal money rennitias etc.

The examiners believe that there is room for sttemgng the national
coordination/cooperation in the area of AML/CFT.eyhalso believe that the central
role of the FAU should be better established. Expee from other countries suggest
that a more formal approach could be useful, fstance through the setting up of a
two committee system which enables to split uprttembers forming the committees
depending on the issues to be dealt with. One ctteencould be made up of members
who are to deal with sensitive/restricted issuesAML/CFT. The other committee
could be made up of members coming from the Supenyibodies, financial sectors,
and DNFBPs:

Central Committeeonsisting of representatives from all the competeithorities

( CNB, CSC, Co-Operative Savings Union, etc) arel Emforcement authorities
(Police, Customs, Public Prosecutor’s Office( magis® Secret Service) involved
in AML/CFT. The committee may meet once every twmnths (or more
frequently but not less than once every three n®)rithdiscuss sensitive/restricted
issues concerning AML/CFT effectiveness and revigwnailments detected in the
system and strategies planned for the future.

a Joint Committeeonsisting of representatives (or representatiesssociations)
of all subject (obliged) persons to discuss curikRtL/CFT issues, guidelines,
current trends, objectives. Meetings to be heltkavery two/three months.

The FAU would be the central element of these tammittees and it would be its task
to co-ordinate actions emanating from the resuitsined from these two committees.
The use of the two committee system lends itselbamg versatile and could have
multiple benefits
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Recommendation 32 Review of effectiveness of AML#asures

872. The Czech authorities advised that various repmisstitute the basis and opportunity
for a review of the relevant measures in placééendountry:

the National Action Plan to Combat Terrorism” (NAP), which is drafted

annually since 2002 by the Ministry of Interior ¢Beity Policy Department), in

close co-operation with the Ministry of Foreign aiffs. All the ministries and

many other central administration authorities amelived in the preparation and
evaluation process of the NAP;

the Ministry of Interior (Security Policy departnigeris also responsible for
drawing up a“‘Report on Public Order and Internal Security in the Czech
Republic”. This report is prepared annually and is subuhittethe Government.
The last Report on Public Order and Internal Seégun the Czech Republic in
2003 was adopted by the Government in 2004. Theserts are drawn up under
the responsibility of the Ministry of the Interidiut they are compiled from
documents provided also by other ministries anderothublic administration
bodies. The Report summarises problems and findmgs the main aim of:
providing an overview of trends in crime and thdymamics, developments in
individual types of crime, and the structures oflirdpiency and criminal
offenders; providing an overview of developmentsniernal order and security;
providing information on the activities of exec@ibodies in security policy, on
drawing up strategies and legislative and non-latijy® measures and enabling
the use of information gathered to combat crime, particular to prepare
legislative decision making, strategic, and orgatnimal objectives; identifying
and highlighting those areas which public authesitiheed to devote special
attention to.

the principles of internal security policy are defned in the Security Strategy
of the Czech Republic(prepared by the Ministry of foreign affairs) apped by
Government Resolution No. 1254 of 10 December 2008. Security Strategy of
the Czech Republic is a document reflecting theisigcinterests and needs of the
Czech Republic in the context of the developingiremment of security. The
Strategy can flexibly respond to substantial changecurring in the security
environment.

Analysis of the Legal Powers of the Intelligence 8&aces and the Police of the
Czech Republic, that are Needful to Complete TheiTasks in the Fight
against International Terrorism (Analysis): this document analysed the legal
powers of the intelligence services and the Paficthe CFT area and compared
them with those of their counterparts abroad (dafigen the EU Member States).
The first outcomes of the comparing process sagslgpthat the powers of the
Czech Republic bodies have to be extended to aslsereffective co-operation
and exchange of information between the domestidiesoand their foreign
counterparts (as is described for example in theaunCidb Regulation No.
2580/2001). The crucial areas that have to be aetkartk:
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873.

874.

875.

6.1.2

876.

o the possibilities of receiving information from tpeblic administration bodies
and from some private entities;

o the steps, that are connected with the Act on Eeit Communications
(conditions of wire-tapping, localisation of cellnlphone, databases, jamming
of electronic communication, the ways, how the d¢®lican receive
information aside of the prosecution mechanism);etc

o the agenda of the so called "Central Register efkBaccounts”;

o the exchange of information according to the Act N88/2000 Coll., on the
evidence of the inhabitants and their unique idieation numbers and other
sensitive data.

 The Analysis of the Ways How the Czech Republic WilGo along with the
Commitments Derived from the EU Council Action Planagainst Terrorism;
this document mirrors the EU Council Action Pla®@10/04) and describes the
ways, how the Czech Republic completes (or not) dbemitments, that are
mentioned in the Road Map. It means that its (peeng evaluation also helps to
find the potential gaps in the area of the fightiagt terrorism. The legal
background of the document preparation is the Guuent Resolution of 19
May 2004 No. 479 (on the NAP 2004).

These various reviews are mostly commendable. Inicpéar, the field of CFT
measures seems well covered and studied. This @Eppede in line with essential
criteria 32.1 which lays down that “countries shibutview the effectiveness of their
systems for combating money laundering and tetrbiniancing on a regular basis.”

As far as AML measures are concerned, howevergthas been no wider review of
their effectiveness. As indicated in the introdugtpart of this report the priority of the
Government in this area is to fulfill the intermmatal commitments and to be in
compliance with the international standards. Thedbzauthorities indicated that the
priority for the following period is to sufficientlimplement the current legislation and
further raising of awareness of relevant subjebtsuaithis issue in a way that would
bring results as regards convicted perpetratorsantiscated proceeds.

The examiners regret that the good potential ptesethe Czech Republic for the
drafting of studies and strategies has not beed ageally, so far, in the AML field.
This is even more crucial in the context of the bemof alleged illegal activities
potentially used for criminal and laundering pugmand the lack of common approach,
the complexity of the legal framework, the limitegbults in terms of ML convictions
so far etc. Such a review would also support theenooncerted approach discussed
earlier in relation to national coordination.

Recommendations and Comments

National coordination mechanisms are in place dedet are good basis for an inter-
institutional dialogue. The FAU and supervisory iesdmanage to coordinate the
supervisory work in a way that limits undue risk®werlapping or loopholes. However,
for the time being, there is a lack of common usteTding on certain issues and a real
concerted approach at national level that woulddan the same path the whole chain
of institutions involved in the prevention, detecti investigation and prosecution of
economic and other activities involving proceedsnfrcrime. As a result, there are
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different “AML/CFT languages” spoken in the CzeclepRblic, with a tendency to
transfer the responsibility for the lack of resuwts others: the industry criticizes the
lack of guidance and the standards, the policazestthe FAU, judges critizes the
police and prosecutors etc. The need for a stramgertation mechanism and shared
responsibilities is obvious. It is therefore recoemued to introduce a regular
coordination body involving all the relevant pasti¢hat would be able to set common
objectives, to address the various critical AML/CEBituations and to trigger both
policy-level and operational initiatives. One ogetfirst taks should be to elaborate a
picture of the ML phenomena and sectors affectet! tarpropose rapid measures to
address the causes.

877. The Czech Republic has the potential to carry adutlies on the effectiveness of
AML/CFT measures in place. It was used so far amlgespect of terrorist and terrorist
financing issues. Therefore, it is recommendedaoycout periodic assessments of
AML measures similar to those used on terrorismtanarist financing purposes.

6.1.3 Compliance with Recommendations 31 & 32 (crite@al3only)

Rating Summary of factors underlying rating

R.31 pc | Although there seems to be a good level of coojeram the country
there is no real coordinated/concerted policy amésuares that would
produce better results; no apparent responses themauthorities tc
certain alleged situations of ML

R.32 PC Well documented analysis of needed measures inetarea of CFT

(crit.1 but comparatively, no similar review of the effectveness of AML

) measures despite the national situation (sectors @osed, complexity

of legal framework, limited apparent results in ML cases)

6.2 The Conventions and UN Special Resolutions (R.35 &R.I)

6.2.1 Description and Analysis

In General

878. International law prevails over domestic law andligectly applicable in the Czech

Republic. Article 10 of the Constitution of the €he Republic provides that
promulgated international treaties, the ratificatmf which has been approved by the
Parliament, and which are binding on the Czech Blepuare part of the Czech legal
system; if such an international instrument stimdadifferently from what is in
legislation, the former shall prevail.

Recommendation 35

879.

The Czech Republic has signed and ratified the ddnitlations Convention against
lllicit Traffic in Narcotic Drugs and PsychotropBubstances (“Vienna Convention”,
1988). It entered into force for the Czech Repubtio 02/09/1991. Earlier
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880.

881.

882.

883.

developments in this report pointed at certain filgancies in respect of the
criminalisation of ML, TF, the complex and incomjgleframework for temporary
measures and confiscation of proceeds of crimdudircg ML and TF, the restrictive
ability to apply special investigative techniquesly for the most serious offences,
which excludes to a large extent ML and FT) etc.

The Czech Republic has signed in 2000 (but notrgttied) the United Nations
Convention against Transnational Organised CrirRalérmo Convention” of 2000).

The Czech Republic has signed in 2000 (but notrgttied) the United Nations
Convention for the Suppression of the Financing @ifrorism (the “terrorist financing
Convention”, 1999%.

The Czech Republic has signed and ratified the €ation on Laundering, Search,
Seizure and Confiscation of the Proceeds from C(tesbourg, 1990). It entered into
force for the Czech Republic on 01/03/1997.

To comply with recommendation 35, there is thusadnfor the country to ratify and
implement the Palermo Convention and the terréinancing Conventiof{.

Special Recommendation |

884.

885.

886.

887.

As indicated above, the Czech Republic has sighatnot yet ratified, the United
Nations Convention for the Suppression of the Féiramof Terrorism of 199,

The situation as regards the implementation of Bdblutions relating to the prevention
and suppression of financing of terrorism is quitenplex as it combines national
legislation and directly applicable EU legislation.

As seen earlier under Section 2.4, the Czech ati#windicated that the freezing of
funds on the basis of international commitmentseigulated by Act No. 48/2000 on
measures concerning the Afghan Taliban movement andyeneral, by Act No.
98/2000 on the implementation of international sans for the purposes of preserving
international peace and security. It was sais thatlatter substantially changed the
domestic procedures relating to international sanst It abolished the previous
cumbersome practice, which required that each im@fging government directive
should be preceded by parliamentary approval @fcahoc law.

Within the framework of Act No. 48/2000, the Gowverent adopted Directive No.
164/2000 implementing the commitments under UN 8gcCouncil Resolution 1267
(1999), and Directive No. 327/2001 concerning ferttmeasures in respect of the
Taliban movement, implementing the commitments untdd Security Council
Resolution 1333(2000).

8 The Czech Republic ratified the Convention on Z&&mber 2005; it entered into force on 26 Janu@dp 2
87

see above
% see above
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888.

889.

6.2.2

890.

6.2.3

No further domestic measures were mentioned ineaspf the other UN Security
Council Resolutions, the most important of whichrevpassed after September 2001
and therefore after the Czech legal acts on sarctieentioned above.

The legal and practical obstacles encountered astige to freezex officio accounts
and more generally assets held by persons andisagi@ns appearing on the UN and
EU lists have been discussed earlier. These incthdelack of guidance to, and
familiarity of obliged institutions to identify, port and freeze accounts on the basis of
the AML Act (that is after a reporting to the FAUWhe absence of a clear and publicly
known procedure (apart from the EU-level measufes)de-listing and unfreezing
appropriate cases in a timely manner, the questtwether an adequate monitoring is in
place in practice to ensure compliance with the ONResolutions. No formal statistics
are kept on listed persons and entities detectethenCzech Republic but some
measures have been taken in respect of a handfpérsbns. The proceedings were
under way at the time of the on site visit. The qjiom of the extent of control of
compliance with the international freezing requiesnts also remains largely open.

Recommendations and Comments
It is recommended to ratify and implement the RaterConvention and the UN

terrorist financing® Convention as soon as possible (in additon to the
recommendations made in relation to SRIII).

Compliance with Recommendation 35 and Special Rezamiation |

Rating Summary of factors underlying rating

R.35

PC | the Palermo Convention and the terrorist finanti@pnvention have ng
been ratified; insufficiencies as regards requirgisieunder the Vienn
Convention have been addressed in other parteokthort

D~

SR.I

PC | As seen earlier: lack of guidance to, and familyaaf obliged institutions
to identify, report and freeze accounts on thesbabthe AML Act (that ig
after a reporting to the FAU), the absence of arcknd publicly knowr
procedure (apart from the EU-level measures) felisimg and unfreezin
appropriate cases in a timely manner, the questioether an adequate
monitoring is in place in practice to ensure comuplie with the UNS
Resolutions. No formal statistics are kept on dspersons and entities
detected in the Czech Republic but some measures been taken i
respect of a handful of persons. The proceeding®g wader way at th
time of the on site visit. The question of the extaf control of complianc
with the international freezing requirements aksmains largely open.

8 The Czech Republic ratified the Convention on Z&&mber 2005; it entered into force on 26 Janu@@ 2
0 The Czech Republic ratified the Convention on Z&&mber 2005; it entered into force on 26 Janu@p 2
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6.3

6.3.1

Mutual Legal Assistance (R.36-38, SR.V, R.32)

Description and Analysis

Recommendations 36-38

891.

892.

893.

894.

Mutual Legal Assistance Mechanisms are regulate@Hmpter XXV. Of the Criminal
Procedure Code (Sections 375 — 4683. indicated earlier, treaties ratified by the
Czech Republic are part of domestic legislation dredformer shall prevail in case of
divergences/contradictions. Thus, Sections 3750-af@he Criminal Procedure Code
shall be applied onlyf the Czech Republic is not, in relation to aeign country,
bound by an international treaty or unless suchtyretipulates something different
from domestic legislation.

Basic principles of international judicial coopéoat under Chapter XXV. Of the
Criminal Procedure Code include the rule of prmnsbf assistance on the basis of
reciprocity (S. 376); execution of request may leaied if endangering fundamental
interests of the state (S. 377); duty to protefdrmation submitted by requested state
is also established (S. 378). Czech authorities miéiate the proceedings under this
Chapter on basis of request of authority of forestate, even if made by phone, fax or
electronically pursuant to special regulations,essal they have doubts as to its
reliability and the matter needs not to be perfatmégthout delay. The original of
request must be subsequently provided in timeysetdpested authority (S. 379).

Authorities active in criminal proceedings perfolegal assistance requested by bodies
of foreign state in a manner stipulated in the CofleCriminal Procedure, unless
international treaty binding on the Czech Repupliovides otherwise. On the request
of authority of foreign state it is possible to peed according to legal regulation of
another state, unless procedure requested is matacy to interests of the Czech
Republic listed in S. 377. Upon foreign requesisifpossible to hear witnesses and
experts under oath. Performance of request mayosg@ned if it could endanger
criminal proceedings pending in the Czech Republenial of performance of request
for MLA is possible only if such request does notnply with requirements set by
international treaty or if its execution would bentrary to fundamental interests of
state set in S. 377. In case of postponement asagfeven partial, of execution of
request the authority competent to perform regoesst provide reasons for its decision
to the authority of foreign state (S. 430).

Authorities of foreign states cannot, in the temtof the Czech Republic, perform acts
of legal assistance on their own. The presenceodiels of foreign states during legal
assistance executed in the territory of the CzegpuRlic in the course of preliminary
proceedings is permissible only upon consent ofSereme Prosecutor’'s Office and,
in the course of proceedings before a court, upmsent of the MoJ. If a promulgated
international treaty binding on the Czech Repudliows for direct legal cooperation of
judicial bodies, such consent would be granted g tourt or, in preliminary

proceedings, by the public prosecutor handlingdogiest. If the body of a foreign state
participates, pursuant to its request, in the imgation in the Czech Republic, it may
ask for possibility to ask additional questionsperson interrogated through body
active in criminal proceedings that conducts imtgation. Such body is obliged to
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895.

896.

897.

898.

899.

comply with such request unless asking or formaiatdf such question would be
contrary to legal system of the Czech Republict@).

Provisions of Sections 435 — 446 regulate spegiaés of requests, which may be
divided into two groups — special types of requestsilable only pursuant to

international treaty binding on the Czech Repuldimd special types of requests
available on the basis of reciprocity. In the grafispecial types of requests available
only pursuant to international treaty binding oe @eech Republic are:

- cross-border pursuit (S. 435);

- cross-border surveillance (S. 436);

- covert investigation (S. 437);

- joint investigative team (S. 442 and 443);

interrogation through video-phonic devices andpietse (Sections 444 and 445).

The Group of special types of requests availabltherbasis of reciprocity includes:

- provisional handing over of person to abroad fer plarpose of procedural steps (S.
438);

- provisional taking over of person from abroad fog purpose of procedural steps (S.
440);

- securing and handing over things and securingagenty (S. 441);

- information from the Register of Punishments ()44

Even in cases where international treaties do pplyathe possibilities of international
cooperation under Chapter XXV. Of the Criminal Rrdare Code cover all types set by
Criterion 36.1. The availability of measures reqdiunder Criterion 36.1.f) is limited
to the extent such measures are established indlimmegislation (see responses to
previous questions on securing, freezing, seizuv@ @onfiscation, in particular as
regards real estate, other property value or dubestivalue). Direct cooperation of
judicial authorities is always established by intgional treaty; therefore use of these
powers in direct request from foreign judicial aarity depends on relevant treaty.

The interpretation of reciprocity and dual crimibatoes not pose particular problems
(recently, guarantee of reciprocity was given agrds e.g. service of documents in
relation to two Eastern Asian countries). Lessusitre measures are not subject to the
condition of dual criminality. Requests for MLA aret declined, pursuant to the
Criminal Procedure Code, on the sole ground thatadffience is also considered to
involve fiscal matters, nor on the ground thatahcerns confidentiality requirements
(except the lawyers’ duty of confidentiality purstido the Law on advocacy). The
authorities advised that the practice is to take atcount the elements of the offence
in the foreign jurisdiction, rather than the cléisation of the offence.

Coordination of steps to be taken in criminal pemtiags is possible under S. 447- 448
of the Criminal Procedure Code. There are no paaticprovisions for coordinated
determination of the best venue for proceedings,niothing prevents; under the EU-
Eurojust judicial cooperation mechanism and theeganprinciple of legal economy,
this is possible and applied in practice.
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900.

901.

902.

903.

904.

905.

906.

In the absence of international treaty, a respotsseMLA requests aiming to
identification, freezing, seizure or confiscatioh assets defined in Criterion 38.1
related to commission of any criminal offence maygrovided pursuant to Sections
441, 449 — 450 and 455 paragraph 3 of the Crinktnatedure Code.

Section 441 paragraph 1 provides for the secunmteansfer of things and property
that may serve as evidence or that were obtained (i®rson to be transferred) through
a given criminal offence or that was obtained focts a thing/properfy. A broader
application is stipulated in Section 441 paragrapkwhich allows for the execution of
requests from a foreign judicial authority by reiieg to the application of the general
provisions for securing things and property in dstiteproceedings (see explanations
regarding Sections 47, 78 — 79c and 347 of CrimiRedcedure Code, also on
legislative proposals related to corresponding ejlin preliminary proceedings, the
securing is performed by the district prosecutbthé proceedings have been brought
before a court, such securing is performed by thict court of the jurisdiction where
property or its substantial part is located.

Sections 449 — 450 and 455 paragraph 3 of the Gainfrocedure Code apply to the
execution of foreign court decisions (including fiscation orders). Such decisions do
not need to be final —S. 449 letter f) on the eXeauof provisional securing of
property or its part. Dual criminality is requireals are other conditions under S. 450
and, consequently, S. 452.

The Czech authorities indicated that coordinaticiipa with other countries is possible
with regard to all aspects of international coopera including seizure and
confiscation actions.

The Czech Republic does not envisage the estal#ishai an “assets forfeiture fund”
and its use for the purposes of bodies activeimioal proceedings.

Swift and smooth processing of international coapen is, however, at present time
hindered by the low number of lawyers working a ffenal cooperation unit at the
Ministry of Justice.

Foreign non-criminal confiscation orders are retpdgursuant to general provisions of
the act no. 97/1963 Coll., on international privatel procedural law. Pursuant to its
Sections 63 and 64 it is possible to recogniseexetute decisions of foreign judicial
authorities, if:

- such decisions are final and valid;

- there is reciprocity (usually on the basis of intdional treaty) (reciprocity is not
required if decision does not apply against Czextional or Czech legal person);

- the decision does not fall into exclusive jurisdintof Czech authorities;

- there is not final and valid decision of Czech autly or recognized decision of
third country’s authority;

- the participant to the proceedings, against whoded@sion is to be executed, was
afforded full possibility to take part in proceegi(such as service of documents);

- recognition is not contrary to Czech public order.

*lIn the amendment implemented by Act No. 253/2008.Cother property value” was also added to the
provision for the purpose of harmonising terminglog
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907.

n
Py
<

908.

Special regulations apply to EU instruments.

The Czech Republic has mechanims in place to didrgubrsons, including for
terrorism financing. As seen earlier, the Czech URé&p has not yet ratified the UN
Convention on terrorism financing, which is an intpat instrument for cooperation in
this field. Furthermore, mutual cooperation coudiddretically suffer from the current
legal framework which does not criminalise (exphgi the various FT elements,
although a combination of different mechanims cdillghart of these gaps.

Recommendation 32

909.

The Ministry of Justice keeps statistics on an omdasis. The following ones were
provided:

Statistics of the MoJ

Procedure / Year 2000 2001 2002 2003
requests to abroad 40 198 92 173
requests from abroad 36 210 147 202
extraditions from abroad 96 247 104 116
extraditions to abroad 85 159 106 110
taking over of convict from abroad 20 27 11 12
handing over of convict to abroad 62 130 65 95
total cases of international cooperation 7564 2483 1380 1272
criminal matters

910.

6.3.2

911.

912.

There is no breakdown available for ML/FT cases, atothe average time needed to
handle a foreign request or possible refusal oistswe. From the information
provided during on site discussions, the examinederstood that all foreign requests
hade been processed in the recent past.

Recommendations and Comments

The Czech Republic is able to cooperate to a laxgent with foreign counterparts in
those areas which are relevant for AML/CFT purpo$iesould seem that the major
limitations to international cooperation are inkedi from the incomplete Czeck Legal
framework on seizure and confiscation. Furthermorertain staffing problems
(Ministry of Justice, prosecutor’s office) could ba obstacle to timely and effectice
cooperation. These issues have already been addrelsewhere in the report.

The Czech Republishould take care that the services dealing with led assistance
are adequately staffed to deal also with those isss. Also, more detailed statistics
should be kept.

%2 The MoJ coordinates MLA when cases are handletiédyourts. Data relate to files started in a giyear, not
to extraditions etc. actually completed that y@de length of each procedure is very variable.
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6.3.3 Compliance with Recommendations 36, 37.1, 38, @p&@commendation V, and
R.32

Rating Summary of factors relevant to s.6.3 underlying owall rating

R.36 LC Legal conditions and practices seem to baryely in line with the
requirements of R.36; this being said, the abilityo cooperate in a
timely and effective manner could be hindered occamally by
the Czech legal framework on seizure and confiscatn (which
excludes for instance on indirect proceeds, valueonfiscation),
and shortage of staff (MoJ, prosecutors)

R.38 LC Same as for R.36
R.37.(crit C
1)
SR.V LC Except in cases where there is a European Arrestana(EAW)

dual criminality is always required for the purpesef extradition.
Similar remarks as for R. 36-38

R.32 LC Overall statistics are available but could be num®iled.

64  Extradition (R.37, 39, SR.V, R.32)

6.4.1 Description and Analysis

913. Except the cases where the European Arrest WarfaAW) is applied, dual
criminality is always required for the purposesentiradition. The element of dual
criminality is interpreted broadly, i.e. it is swafent that the underlying conduct forms a
criminal offence under legal system of both jurisidins.

914. Money laundering offences are extraditable offen¢®s 392 paragraph 1 of the
Criminal Procedure Code). The Czech Republic do¢®xtradite its own nationals (S.
393 paragraph 1 a) of the Criminal Procedure Cdtean surrender its own nationals
only pursuant to the EAW (S. 403 paragraph 2 of @eninal Procedure Code).
Otherwise Czech nationals are prosecuted pursoatbrnestic law (jurisdiction over
conduct of nationals in abroad is established @mstio S. 18 of current Criminal
Code), in the same manner as if the offence wasrdtied in the territory of the Czech
Republic. In those cases, law enforcement bodieg umsa international cooperation,
including the possibility to take over the prosemutof Czech national that was
initiated abroad (S. 447 of the Criminal ProcedDogle).

915. International cooperation in penal matters is hatdby the Supreme prosecutor’s
office, by the Ministry of Justice and through direontact of judicial authorities. Swift
and smooth processing of international cooperaignhowever, at present time
hindered by low number of lawyers working at thengdecooperation unit at the
Ministry of Justice.
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916.

917.

Simplified procedures include direct contact betwesppropriate ministries and
simplified extradition mechanism for those who gikeir consent. Either arrest warrant
or judgment form sufficient basis for extradition.

Extradition can be performed on the basis of ira#omal treaties. The Czech Republic
can also extradite persons in cases when no inienaatreaty applies, on the basis of
the Czech legislation (the Criminal Procedure Co8econd Section, Chapter 25
(section 379 and ff. of the Criminal Procedure Qpdabject to a number of conditions
described in section 21 of the Criminal Code (thsecinvolves a criminal act qualified
as such by criminal law in both countries for whiektradition is permissible, the
punishment for that offence can still be imposeu a citizen of the Czech Republic is
not involved).The Czech Republic does not extradite nationals for criminal
prosecution or to serve a sentence to foreign cesniior any kind of criminal offence.
However, the Czech Republic is competent to bringriminal prosecution for any
criminal offence committed by its own citizens, aedjess of where this occurred. An
amendment to the Constitution of the Czech Repuitt an associated amendment to
the Criminal Code are being discussed and pregaratfow the extradition of a citizen
of the Czech Republic in cases stipulated by lawyothe declared international treaty
to which the Czech Republic is a signatory. Under law of the Czech Republic, a
criminal act committed abroad by an alien or a @ensithout nationality, who has no
permanent residence in the territory of the CzeepuRlic, can also be punished in the
Czech Republic, if such an act proves to be a oaimact also under the provisions of
the legislation valid in the territory where it h&agen committed. A Prosecuting
Attorney is legally obliged to prosecute all crimiracts that come to his/her knowledge,
unless stipulated otherwise by law or by the dedanternational treaty to which the
Czech Republic is a signatorgxtradition is the rule, with the —classical invitilaw
countries — exclusion of own nationals. There myéver, the possibility to take over
the foreign prosecution if a Czech national is suspect. No special difficulties were
reported as far as extradition procedures are coned.

Recommendation 32

918.

6.4.2

There have been two extradition cases dealing Mith

Extradition of a non-national of the Czech Repuldi@an East European country for the
purposes of criminal prosecution related to, irtéa, money laundering. The minister
of justice has granted extradition, which will bereed out after the person requested
serves sentence imposed by Czech courts (for eifferiminal offences);

Extradition of non-national of the Czech RepubbcSouth European country for the
purposes of criminal prosecution very probablytedlao, inter alia, money laundering
(real property scheme). The minister of justicentgd the extradition, which was
carried out. Afterwards, the extradition was, upequest of that country, extended to
cover prosecution for offences committed in difféar€entral European state (which
had transferred criminal prosecution to that S@uhopean country).

Recommendations and Comments
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919.

920.

6.4.3

The situation as regards extradition looks overalitistifactory. The only
recommendation to offer concerning this sectionceons the adequate staffing of the
Ministry of Justice and the Prosecutors Office. éguest involving mutual legal
assistance or extradition will definitely involvieet offices of the two above indicated.
Such request cannot be dealt in a timely mannesidenng that the department of
those who would have to cater for such requestiader staffed.

The Czech Republic could consider relaxing furtlfeutside the context of the

European Arrest Warrant) the dual criminality regment.

Compliance with Recommendations 37 & 39, SpeciatdRenendation V, and
R.32

Rating | Summary of factors relevant to s.6.4 underlying ovall rating

R.39 LC Issue of staffing seen earlier

R.37 (crit. C
2)

SR.V LC Czech law provides that except in cases where fheaeEuropean

Arrest Warrant (EAW) dual criminality is always recgd for the
purposes of extradition; the legislation appearstricted
concerning seizing/freezing of immovable propeotyer property
value or substitute value.

The Ministry of Justice and Prosecutors Office etspnt lack
personnel to provide mutual legal assistance imaly manner.

R.32 C

6.5

6.5.1

921.

922.

Other Forms of International Co-operation (R.40, SRV, R.32)

Description and Analysis

Recommendation 40 — Other forms of co-operation

Recommendation 40 requires that appropriate meshmsnare in place that facilitate
the direct, either spontaneously or upon requesthange of information relating to
money laundering and predicate offences betweerrelesant competent authorities
and their foreign counterparts.

In general

In this respect, the Czech Republic is a Partyartous international instruments which
provide for direct contacts between judicial auities (Vienna Convention, Council of
Europe Convention on laundering, Search Seizure Gonfiscation of the Proceeds
from Crime, Council of Europe Convention on Mutl#gal Assistance in Criminal
Matters and its second additional protocol, Coneenbn mutual legal assistance in
criminal matters between the Meneber States of Ebeopean union, Schengen
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923.

Implementing Convention, bilateral treaties). AsEd member, the Czech Republic
(prosecution services) is part of such cooperati@ehanisms as EUROJUST and the
European Judicial Network. Exchange of informatean take place even when the
matter involves only fiscal matters (criterion 40.Furthermore, the tax authorities
have their own cooperation channels and informagiethange schemes with foreign
counterparts. The examiners could not identify Uydestrictive requirements when it
comes to information exchange (criterion 40.6)t# level of the FIU, information is
exchanged on the basis of the Egmont principlesnformation exchange and art. 10
para 7 of the AML act. In the other cases, the ena#t regulated by the treaties and
agreements and the general principles (recipropitytection of national interests). As
regards controls and sagefuards to ensure thatmatomn is used in an authorised
manner (criterion 40.9): at the level of judiciaitiorities, information received from
abroad is in principle protected by general pravisicontained in the relevant treaties
and agreements; as for the FIU, information reakigen principle kept in the FIU. It
can be shared with other Czech authorities withféineign entity’s approval (general
principle on information exchange from the Egmarutugp).

FAU

The basic provision applicable is Art. 10 para Thaef AML Act:

(7) Within the scope determined by an internatidnehty binding for the Czech Republic, or on tlasib of g
reciprocity, the Ministry shall cooperate with faye authorities that have the same real competgraréicularly
in the handing over and receiving of informatioattserves to achieve the purposes stipulated ByAbi. On
conditions that the information will only be usea &chieve the purposes of this Act and that it wiljoy
protection at least in the scope stipulated by &t the Ministry may also cooperate with otheteimationa
organisations.

924.

925.

926.

The primary international legal basis for interoatil cooperation in this area is the
Strasbourg Convention. But as the above provisiates, cooperation can also be
based — alternatively — on the principle of recgiso

It was also stressed that for the FAU to cooperités not necessary to have a
Memorandum of Understanding concluded. The evatsatoted that Art. 7 para 4 f) of
the AML Act states explicitly that confidentialitig not opposable to “the relevant
foreign authority in the handing over of informatithat serves to achieve the purpose
stipulated by this Act, as long as a special raguriadoes not forbid it.” The examiners
understood that there are no such special linpractice.

Nevertheless it is matter of practice to concludehsagreements which specify the
cooperation and information exchange between thel BAd its foreign counterpart.
The FAU has signed MoUs with FIUs of the followioguntries:

Country Year Country Year

Belgium 1997 Slovakia 2001

France 1998 Poland 2001

Italy 1999 Russia 2002

Bulgaria 1999 San Marino 2003
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Croatia 1999 Ireland 2003
Slovenia 1999 Romania 2003
Latvia 1999 Albania 2004
Lithuania 2000 Georgia 2004
Estonia 2001 Nether. Antilles 2004
Cyprus 2001 Ukraine 2004
927. The FAU has been a member of the Egmont Group si88& (currently it has three

928.

representatives in Egmont Working Groups) and tlemé§val Committee (PC-R-EV)
since 1997. The FAU has also delegated two reprathess to the Contact Committee
of Experts on Money Laundering within the Europe@ommission since 2003.
Representatives of the FAU also participate invaie meetings of the UNODC in
Vienna.

The general figures available on FIU-FIU cooperatincluding spontaneous referrals)
are the following:

Requests sent to foreign FIUs

Year 2001 2002 2003 2004

Requests 126 104 175 101

Requests received from foreign FIUs

Year 2001 2002 2003 2004

Requests 52 75 128 116
929. The FAU explained that the figures on requests sentoreign FIUs have been

930.

931.

932.

increasing in the last seven years, for two reasssentially. A) the number of reliable
counterparts has increased, b) demands of thetadldivision are increasing. The
figures on requests received from foreign FIUs hehvawvn a similar trend.

It was stressed that the best FIU-FIU cooperatikpegence was made with those of
new EU member states. The problem regarding resgotesdomestic requests is not
high, but there are some countries, where FIUs makaively low powers to obtain

information, and as a consequence their posséslito forward it abroad are limited.
The FAU itself has the right to hand over all kmfdnformation obtained domestically
(including tax information) to its foreign countergs.

Cooperation with foreign FIUs was impossible orew foccasions due to the foreign
counterpart’s requirements for an MoU to be in pléend there was none).

Law enforcement

Police cooperation is supported by the Internatidtaice Co-operation Department
within the Police Presidium. This department ippoesible for fulfilling tasks in the
area of international relations and executing térnimational co-operation. It consists of
the following divisions: National central bureau literpol, Europol national unit,
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933.

934.

935.

936.

Sirene officé® and Division of international relations. As seeanlier in this report,
though, there are some limitations in the AML Aetthe access of law enforcement to
commercial information in the context of CFT, whiahits theoretically their ability to
share information with foreign counterparts.

In 2004, work was initiated on the interconnectainthe Czech Republic to the BdL
(Bureau de Liaison, i.e. "Liaison Office”) network the EU official communication
system interconnecting officials of the member estain the Working Group on
Terrorism (E 12) of the European Coufitil Police liaison magistrate have been
detached to the Russian Federation, Ukraine, Siawaid Europol; intelligence liaison
officers are present in Brussels (also for the Bigtéimds and Luxemburg), Poland and
Austria. The Czech Republic has not delegated iarsoh magister abroad in the sense
of the Joint Action of 2% April 1996 (96/277/JHA). A national corresponddat
terrorism has been recently appointed in the fraonkwf co-operation with Eurojust.
None of the liaison officer does handle only theratp of the terrorism, but all of them
handle a wider scale of the security issues, inafuderrorism. As for the foreign
liaison officers in the Czech Republic:

Germany, Switzerland, Nordic Union (Denmark + Swede Norway + Finland +
Iceland), USA, Romania, Italy, Slovakia and Austi@es place their liaison officers in
the Czech Republic;

There are also civil officials, working within marother embassies, that are deeply
involved in the security topics (The Netherlandsusity attaché, etc.);

Some foreign officers are not resident of the CzRepublic, but arrive to the Czech
Republic on the regular basis or according to #ednUnited Kingdom).

The Czech Intelligence Service, who can be askelicbgsing bodies for background

information on applicants for a license for ins@nenaintain contacts with the

intelligence services of foreign countries with tensent of the Government pursuant
to Section 10 of Act No. 153/1994 Coll. The intgdince services of the Czech
Republic co-operate on the basis of the bilatege¢@ments that were signed with the
approval of the government.

The examiners were advised by representatives eofptilice that they can provide
information to foreign counterparts even without agreement or memorandum of
understanding, but in such a case, the informagimvided can only be used for
intelligence purposes, not as evidence in court.

Financial supervisors

Among the financial supervisors, the CNB indicatbdt they can in principle also
cooperate with its foreign counterparts and baaksl, as seen earlier (see section 3.4)
banking information can be shared by commerciakbahemselves for “know-your-
customer” purposes. The CNB Banking Supervisionaighorised to exchange
information with foreign regulators in accordancghwArticle 25a (3) of the Act on
Banks. Such exchanges are based on MoUs, whichr cotably the AML/CFT area.

% The Sirene offics main task is implementing the Schengen acquik thie aim of building up full-operating
national Sirene office. The office is the centratheority for building the national Schengen infotioa system
which should enable the connection of the CR tolBIS

% The Accreditation of thBureau de Liaisoiin the Czech Republic was successfully complatetine 2006.
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Memoranda have been signed with the banking sugmgviauthorities of France,
Germany, the USA, Austria, Slovakia, Belgium, Italyd the Netherlands.

937. The exchange of information from the insurancee®ating to customers requires in
principle the latter’s approval.

938. As seen earlier in this report, the provisions maple to the access to, and use of
information in the Securities sector are inconsista this issue. The examiners further
noted that Act 15/1998 Coll. On the Securities Cassion (Section 26) covers to a
large extent international cooperation with membefsthe EU or the European
economic area, and to a lesser extent or under nestdactive conditions with other
countries. The Czech authorities stressed, howeteat, the CSC’s priority, in the
context of capital market globalisation, has becdhe development of international
co-operation, specifically in the framework of tH@SCO (International Organisation
of Securities Commissions) and CESR (Committeeuwsbfean Securities Regulators).
The key prerequisite of successful integration i European financial environment
is close co-operation with the regulators of therg&mber countries within the CESR.

SR.V and Recommendation 32

939. As indicated earlier, according to SR. V,

Each country should afford another country, on Hasis of a treaty, arrangement or other
mechanism for mutual legal assistance or inforntagachange, the greatest possible measure
of assistance in connection with criminal, civifercement, and administrative investigations,
inquiries and proceedings relating to the financiofyterrorism, terrorist acts and terrorist
organisations.

Countries should also take all possible measuresgure that they do not provide safe havens
for individuals charged with the financing of tersm, terrorist acts or terrorist organisations,
and should have procedures in place to extraditesre possible, such individuals

940. As indicated earlier in this report, at the timetloé on site visit, the Czech Republic
had not yet ratified all the relevant internatiomadtruments addressed in the FATF
Recommendations.

941. The Czech Republic is a Party to a variety of EUchamisms and European
instruments which enable it to cooperate broadiy wie European countries. For non-
European countries, however, international instmisieand mechanisms remain an
essential tool. It is therefore important that @eech Republic becomes a Party to the
international instruments and mechanisms whichr@levant in the context of the fight
against ML and FT.

942. As indicated in other parts of this report, andaaknowledged notably by the Czech
law enforcement agencies in assessments on thegesjsaccess to information for
investigation purposes, but also for prudential amelligence purposes is crucial.
Under the relevant Sections of this report, the luaton team has made
recommendations in favour of relaxing the condgidor the release, and therefore for
the exchange of information in the context of AMET preventive and investigative
purposes.
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943.

944.

945.

946.

6.5.2

947.

948.

949.

The need to take measuers to apply internationdl €fhctions was discussed under
SRIIl. In particular, an adequate legal framewaskneeded to freeze more rapidly
assets (and not just transactions) of internatiptiated subjects. The issue of practical
obstacles (lack of adequate storage systems, narmgi@rmation recording
requirements) to accessing on a timely basis amidege of information kept by
obliged entitities was discussed. The lack of staffharge of international cooperation
(at the prosecutorial services and the Ministryastice) was also underlined. These
internal factors affect the ability of the Czeclpublic to cooperate in a timely manner
in the field of CFT.

On the other side, the FAU, which has a broadeessdo information, is able to
cooperate internationally also in the area of C&d the examiners were assured that
the information can also be exchanged without m&magreement.

The Czech republic has criminalised FT, which ib¢owelcome. However, the scope
of criminalisation appears narrower, when compdeethose required in international
standards and all elements are not explicitly cederCombined with the dual

criminality requirement, this could create somdidlifities in practice, when it comes to
extradition, including for FT; however, the pringps interpreted broadly. The dual
criminality principle does not apply on thebasigted European Arrest Warrant (EAW).

There is an assumption that the Czech Republiittls lised by terrorists. This could
explain why there are little or no statistics aabie to testify about the use of
international cooperation mechanisms in respetérobrism and CFT purposes. But as
the examiners found out during the discussiongethave been about 8 reports made,
by virtue of the AML Act, some which have been coumicated to the EU. Law
enforcement agencies have also had occasional atenta requests for information
with foreign counterparts.

Recommendations and Comments

The Czech authorities are confident that they canige extensive cooperation in the
area of AML/CFT or on related issues, especiallft@European continent. However,
various domestic limitations can affect this abilib cooperate in a timely manner.
These underpinning issues have already been delinother parts of the report.

Some figures are available on CFT cooperation,they are not kept systematically.
The ability of the Czech Republic to cooperatermaionally on CFT was reviewed in
studies produced by the police. This being saetetlinas been no general review of the
presence of terrorist-related funds on Czech #us;is partly hindered by the difficulty
to access information held by the obliged entities

The Czech authorities should therefore carry oudssessment to make sure it does not

offer a safe heaven for terrorism, and keep bsttistics showing this and their level
of cooperation on CFT issues.

229



6.5.3

Compliance with Recommendation 40, Special Recondiattéon V, and R.32

Rating Summary of factors relevant to s.6.5 underlying owall rating

R.40

Lc | There are limitations as regards access to infoomaitt internal level (the
police for intelligence purposes, information frothhe insurance an
securities sector in general) which could affecsdame extent the abilit]
of the Czech Republic to share information intdorally in practice

<< O D

SR.V

LC The Czech Republic is able to cooperate baaly with European
countries (including to extradite for FT on the bass of the European
Arrest Warrant without dual criminality principle) but for others,
the requirement remains and the definition of FT isnot fully in line
with international standards; but the principle is applied broadly.

There is a need for legal bases, in particular toatify the UN terrorist
financing Convention; cooperation at international level is hindered
by the internal difficulties

R.32

LC Some figures are available on CFT cooperan, but they are not kept
systematically; the ability of the Czech Republic @ cooperate
internationally on CFT was reviewed in studies prodced by the
police; no general review of the presence of terrgst-related funds on
Czech soil; this is partly hindered by the difficuty to accessg
information held by the obliged entities

2

7.1

950.

951.

952.

953.

OTHER ISSUES

Other relevant AML/CFT measures or issues

Countries are allowed, under the Methodology, teeha risk based approach when
determining priorities and imposing obligationsabiiged entities.

The examiners noted in this context, that parthef €zech authorities referred to the
existence of such a risk based approach — incluttiegFAU. However, there was a
tendency to rely on assumptions rather than omassts. One of the results of this is
the lack of unanimity on sectors really exposediw used for ML purposes.

Furthermore, the Methodology requires that redwstaddards may only be applied in
case of proven lower risks. The examiners could gwtclude that certain options
followed by the Czech Republic (e.g. excluding ghngp halls from the AML
requirements due to alleged lower risks, considetimat EU countries as a whole may
be subject to a reduced degree of vigilance) hasen bsubject to such reliable
assesments.

On occasions, the examiners were told (CNB) tharethwas no real risk-based

approach and that this was a matter for the oblgy@dies’ internal procedures rather
than an issue for the supervisor.
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954.

7.2

9565.

956.

Therefore, it is recommended that the Czech Repugblould have a consistent risk-
based approach, based on proper assesments amgiaicad approach.

General framework for AML/CFT system

During the discussions held on site, the issue amiess to information was often
mentioned as an issue. This was the case for fieegm the context of investigations
but also inquiries and intelligencegathering) bls#oasupervisors (in the context of
background checks of applicants for a licence amahagers of obliged entities) and
obliged entities (as part as their “know your custg’, identification and more
generally CDD obligations).

Bearing in mind the seriousness of allegationsrizkg of) ML and infiltration of
criminals in a variety of businesses (including td@ming sector, real estate, money
transfer services etc.) and the need to enhancenassion in those sectors, it is
recommended to carry out a general review of thHermmation accessible (to law
enforcement, supervisors, obliged entities androtekevant bodies) for AML/CFT
prevention and investigation purposes, beginninth whe issue of secrecy of tax
information, and to relax where appropriate theditions of access.
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IV. ANNEXES

8 ANNEX 1 — ABBREVIATIONS

AML/CFT
AML Law/ Act

C
CBA
CC
CDD
CNB
CPC/CCP
CPIS
CR
CSC
CTR
EU
DNFBP
FATF
FAU
Fl

FlU
FSAP
FT
IMF
KYC
LC

ML
MLA
MLCO
MLRO
MoE
MoF
Mol
MoJ
MoU
MVT
NA
NAP
NBFI
NC
NPO
OSCE
PC
PG's office
SAR
SC

Anti-Money Laundering and Combating the Financifi§errorism
Law “on some measures against the legalisatioheptoceeds of crime
and on the amendment and supplementation of cogthebtts” (Act
no. 61/1996Coll)

Compliant

Czech Bar Association

Criminal Code

Customer Due Diligence

Czech National Bank

Criminal Procedure Code or Code of Criminal Procedu
Criminal Police and Investigation Service

Czech Republic

Czech Securities Commission

Currency (or cash) Transaction Report

European Union

Designated non Financial Businesses and Professions
Financial Action Task Force on Money Laundering
Financial Analytical Unit [name of the Czech FIU]
Financial Institutions

Financial Intelligence Unit

Financial Sector Assessment Program

Financing of Terrorism

International Monetary Fund

“Know your customer”

Largely Compliant

Money Laundering

Mutual legal assistance

Money laundering compliance officer

Money laundering reporting officer

Ministry of Economy

Ministry of Finance

Ministry of Interior

Ministry of Justice

Memorandum of Understanding

Money or value transfer (service)

Not Applicable

National Action Plan to Combat Terrorism

Non Bank Financial Institutions

Non Compliant

Non Profit Organisation(s)

Organisation for Security and Cooperation in Europe
Partially Compliant

Office of the Prosecutor General

Suspicious Activity Report

Securities Commission
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SIS Special Investigation Service
SR Special Recommendation
STR Suspicious transaction report
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9

ANNEX 2 — LIST OF INSTITUTIONS AND OTHER ENTITIES M ET
ON SITE

Financial Analytical Unit

Ministry of Justice (including the Department ofp®@uvision and Compliance, Department
of Personnel Affairs, Department of Mutual Legalsisance, Department of Legislation,
Department of European Affairs, Department of Inégional Affairs, Commercial Register
- apologized))

Supreme Court Judges (Sections for criminal aniti leiv)

Prosecution services (Prosecutor’s Office to thpr&ume Court including its International
Department and Department of Criminal Proceedings)

Ministry of the Interior (Security Police Departnterintelligence Service, Unit for
Organised Crime and Terrorism, lllegal Proceeds @ad Crime Unit — including its
Department for seizure of assets and money laumgleldnit for Corruption and Financial
Crime)

Ministry of Foreign Affairs (including Departmerarf United Nations)

Ministry of Finance (Tax Revenue Service, DepartnoéiCustoms)

Czech National Bank (Licensing and Enforcement €don, Banking Regulation and
Supervision Department, Risk Management Departn@mtpliance Officer of the CNB)
Credit Union Supervisory Authority

Securities Commission (including the departmengépaasible for communication, pension
funds, investment services, collective investmelegal affairs, and sanctions and
monitoring)

Office of the State Supervision over Insurance &upplementary Pension Insurance
(departments responsible for supervision, legalieg$, international affairs)

State Supervision over Betting Games and Lotteries

Chamber of Auditors

Chamber of Notaries

Bar Association

Chamber of Tax Advisors and Association of AccontgaUnions

Banking Association

Czech Insurance Brokers Association and Czech dnser Association

Association of Real Estate Offices

Casino Association

Representative of a foreign exchange office andva i8ervice company (Travelex)
Representative of an audit company (PWC)

Representatives of two casinos

Czech Gemological Association
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10 ANNEX 3 — TABLES

Table 1: Ratings of Compliance with FATF Recommendaons
Table 2: Recommended Action Plan to improve the AMICFT system
Table 3: Authorities’ Response to the Evaluation {inecessary)

10.1  Table 1. Ratings of Compliance with FATF Recommend&ns

The rating of compliance vis-a-vis the FATF Recomdaions should be made according to
the four levels of compliance mentioned in the 20@dthodology (Compliant ©, Largely
Compliant (LC), Partially Compliant (PC), Non-Corngpit (NC)), or could, in exceptional
cases, be marked as not applicable (na).

Forty Recommendations Rating Summary of factors underlying rating®
Legal systems
1. ML offence PC Need to amend the criminalisation mechanism toghbitin
in line with international requirements (the corsien,
transfer, acquisition, possession of property nieetle
explicitly provided for) and to use a simpler, lggsof-
demanding definition of ML; effectiveness issue
2. ML offence — mental elemenipc Level of punishment needs to be increased; no cat@p
and Corporate I|ab|l|ty ||ab|||ty at present
3. Confiscation and provisionalpc Inconsistent and complex framework for seizure and
measures confiscation which generates mis-matches between
temporary and final measures, creates legal loeshol
and misses various elements (including direct |and
indirect proceeds, equivalent confiscation, coafimn
of assets held by third persons); applicabilityvtb and
FT only in a limited number of situations and dpof
provisons on confiscation of property is focused|on
profit-seeking; effectiveness issue for confisaatio
temporary measures need to apply without prior
notification of the suspect; measures not appleabl
legal persons etc
Preventive measures
4. Secrecy laws consistent with ¢ The AML act suspends a large extent financi
the Recommendations confidentiality and secrecy but there are on paper

inconsistencies in regulations. Provisions in thelLA
Act might need to be clarified in relation with Fds far

% These factors are only required to be set out whemating is less than Compliant.

235



as law enforcement/criminal police are concerned).

5. Customer due diligence PC Full CDD requirements should be introduced in the
AML Act (including on-going due diligence and know-
your customer, risk-based approach, consequences of
incomplete CDD measures and application of CCD

requirements to existing customer etc.), with appete
guidance; inconsistencies between the banking
regulations and the AML Act on the issue of CDD

measures on the occasion of operations with bearer
passbooks; financial institutions are not required
identify the originator and the beneficiary of fisnd
transfers with the full data, and to renew customer
identification and verification (if doubts etc.)p general
legal requirement on the identification of benefic
owners and obtaining information about ownershiglbf
types of legal entities.

6. Politically exposed persons | NC A basic requirement is in place only as regards|the
banking sector, but it is quite narrow and limitex
“significant public offices”; the requirement has| a
limited effect in practice, due to insufficient fdiarity
of the industry with the concept and the absence of
guidance (effectiveness issue)

7. Correspondent banking LC Some basic requirements are provided for in théibgrn
regulations, complemented by individual initiatives
guided by the banking association. The banking
regulations needs to better reflect the varipus
requirements of R.7 and the scope of requiremesdsi|n
to be broadened beyond banks (although the latter,
which are most importantly concerned are covered).

8. New technologies & non facePC The requirements are only addressed — to sometexten
to-face business for the banks. The broader implementation of R.&dse
to be reconsidered.

9. Third parties and introducers) NA

10. Record keeping LC Requirements are in place but they should more
explicitly  cover account files and busingss
correspondence; in practice, files and documemtsar
often kept in paper form (banking sector) whichates
difficulties to retrieve information in a timely maer

11. Unusual transactions PC This is covered for the banking sector only, unther
CNB Provision N°1.
12. DNFBP - R.5, 6, 8-11 NC Full CDD measures are not required; politically esgd

persons, threats from new technologies, third
parties/introduced business not yet addressed;rdeco
keeping requirements are basically in place bundb
cover all the relevant information; no requireme&npay
special attantion to wunusual, complex and large
transactions; sanctions can only be imposed oeriligy
as such, not its managers or employees

13. Suspicious transaction_c Reporting attempted and completed transactionsois n
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reporting

clearly spelled out

14.

Protection & no tipping-off

LC

The protection does not extend explicitly to
disclosure of information (although it covers t
suspension of transactions), beyond the obligeityeta
its management and staff

he
he

15.

Internal controls, complianc
& audit

ePC

Rec 15 needs re-addressing in the AML Act due
several shortcomings which are only compensate
some extent for the banking sector (internal praocesl
are needed beyond the mere appointment @
responsible officer, the reporting officer needs
become a compliance officer appointed at manag

level and explicity entrusted with broader

responsibilities, an audit function and screen
procedures for employees are needed, AML and
should be addressed explicitly and inconsisten
between the AML Act and the banking regulati
needed to be reviewed; effectiveness issue

(0]
d to

f a
to
erial

ing
CFT
cies
NS

16.

DNFBP - R.13-15 & 21

PC

The reporting duty applies to both ML and FT, bsl
limited to STRs (or facts which could indicate anhR3,
it also applies to suspicions of ML as opposed
suspicions of proceeds of crime (which would lower
burden of suspicion for reporting), it does not cfye
explicitly the reporting of both attempted and cdegd

to

transactions). Protection measures and measur@stga

tipping of are in place but protection does notliexjy
apply to the disclosure of information and to
protection of the entities’ staff and managemanterhal
AML/CFT procedures are required by the AML Act, &
they do not mention compliance managem
arrangements (the Act refers to “reporting officarid
not to a “compliance officer”), there is no AML/CH
audit nor employee screening requirement etc.

In addition: strong lack of awareness of AML, atdee
all CFT, issues.

the

DUt
ent

T

17.

Sanctions

PC

Sanctions are in place and used in practice buto
sanctions are imposable on entities’ managers ar
employees; no individual sanctions for non reportig
in legislation

d

18.

Shell banks

LC

Relationships with shell banks need to address
relevant financial institutions beyond the banksg(
credit unions). No provisions covering criterion3.8

all

(L)

19.

Other forms of reporting

20.

Other DNFBP & secur
transaction techniques

Possible need to put certain DNFBP under thg
control of financial supervisors, due to the type D
their activities; Reliance on cash is still high depite
existing initiatives; there is room for further
initiatives

D

237



21. Special attention for highe
risk countries

'PC

Only part of the criteria are implemented in the AN
Act (the coverage is broader only for the bank
sector); the impact is very modest in practice ¢
over-reliance on the FATF NCCT list and EU list
sanctions and no other initiatives taken eithertiy
authorities/supervisors, or the industry.

ing

of

v

22. Foreign branches 8

subsidiaries

*NC

No explicit general AML/CFT
implementing R.22

requiremen

[s

23. Regulation,
monitoring

supervision ar

bc

Results seem quite positive but supervisors — with
exception of CNB — have so far focused on the for
(off-site) control of the existence of internal pedures;
CSC is not fully committed to AML/CFT; no MLC(
provided for as such (only MLRO); market entry g
ownership/management control are not consis
enough; illegal foreign exchange business takirage
openly and allegations of underground bank
insufficient focus on money transfer business; Q6T
enough taken into account; excessive reliance @n
licence holder and little or no controls over thgemts
despite allegations of misuse for ML purposes
insurance, money transfer etc.)

ma

D
nd

tent
I

ng;
th

life

24. DNFBP regulation
supervision and monitoring

NC

Certain sectors of activities of DNFBPs are alldge
particularly exposed to ML and there are no inoeda
efforts from the authorities to address this

d
1S

25. Guidelines & Feedback

NC

dated
rating)

(consoli-

- The demand for guidance is high and
authorities/supervisors have not yet met
expectations of the industry; little has been don
the field of CFT so far

- No feedback provided due to strict application
legal confidentiality requirements by the FAU

- With a few exceptions, there is a lack of guidaiure
DNFBP

the
the

-

of

Institutional and other measures

26. The FIU

LC

Insufficient guidance to the non banking sectoAdAL,
and on CFT for all sectors; no annual report phleks
regularly; improvements possibly needed as regtre
drafting/accuracy of Article 7 of the AML Act; pabte
need to better guarantee statutory autonomy dfittle

Uy

27. Law enforcement authorities

28. Powers of competer|

authorities

1tC

[insufficiencies related to FT are covered underl§R

29. Supervisors

C

[insufficiencies on the issue of sanctioning manage
and employees are addressed under R.17]

30. Resources,

training

integrity  an

dC

dated
rating)

(consoli-

- The FAU appears to be under-staffed given theey

range of duties; need to review the possible reason

the perceived insufficient quality of analytical skalone

by the FAU

- All positions of prosecutors are not filled (a
insufficient staff in the international cooperati
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department of the Supreme prosecution); insuffic
staff also in the legal cooperation departmenthef
Ministry of Justice; training on terrorism and 7]
issues needs to be included in the rele
programmes

staffing and expertise of supervisors seems torb
issue; they have mostly focused on formal Al
aspects (except the CNB) for which large staffas
needed; but the issue will need to be re-exam
after the merger of all financial supervisors and
the context of controls beyond the intial licen
holder

ien

IF
ant

31. National co-operation

PC

Although there seems to be a good level of coojmers
in the country, there is no real coordinated/comlck
policy and measures that would produce better s
no apparent responses from the authorities taioe
alleged situations of ML

32. Statistics

LC

(consoli-

dated
rating)]

Figures are available, but those concerr
convictions are inconsistent when different sour
are compared, which raises some interrogations
their usefulness for the authorities to review
effectiveness of the system, and as to the leve
overall AML coordination

No consolidated overall statistics kept on finad
temporary measures

A report is drafted annually that addresses
insufficiencies in a frank and open manner; But
figures available on assets frozen spontaneousl
the industry as a whole; some information
available for proceeds reported to the FAU bus
not kept in a systematic way; no detailed inforomt
available showing the effectiveness of the freez
measures (e.g. level of compliance of the indus
number of unreported assets)

Well documented analysis of needed measures i
area of CFT but comparatively, no similar review
the effectiveness of AML measures despite
national situation (sectors exposed, complexity
legal framework, limited apparent results in N
cases)

Statistics are kept and available but they could
more detailed

Some figures are available on CFT cooperation,
they are not kept systematically; the ability o&
Czech Republic to cooperate internationally on C
was reviewed in studies produced by the police
general review of the presence of terrorist-relg
funds on Czech soil; this is partly hindered by

the
no

y by
is

ti

[

ing

5try,

n the
of
the
of
AL

be

but
th
CFT

no
ted
the

difficulty to access information held by the oblige
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entities

33. Legal persons - beneficiaNc® | The registration of business entities does not renan

owners adequate level of reliability of information registd and
of transparency of ownership; companies can issue
freely transferable bearer shares; risks of coiwnpin
the area of registration of companies and effentgs
issue.

34. Legal arrangements NA
beneficial owners

International Co-operation

35. Conventions PC the Palermo Convention and the terrorist finanging
Convention have not been ratified; insufficiencies
regards requirements under the Vienna Conventior ha
been addressed in other parts of the report

36. Mutual  legal  assistangeL.C Legal conditions and practices seem to be largeln i

(MLA) line with the requirements of R.36; this being said
the ability to cooperate in a timely and effective
manner could be hindered occasionally by the Czec
legal framework on seizure and confiscation (which
excludes for instance indirect proceeds, value
confiscation), and shortage of staff (MoJ

>

prosecutors)
37. Dual criminality C
38. MLA on confiscation and | c (see R.36)
freezing
39. Extradition LC Issue of staffing seen earlier
40. Other forms of co-operation | | ¢ There are limitations as regards access to infoomait

internal level (the police for intelligence purpsse
information from the insurance and securities gettq
general) which could affect to some extent theitgblf
the Czech Republic to share information internasilyn
in practice

Eight Special Recommendations| Rating | Summary of factors underlying rating

SR.I'  Implement UN instrumentspc As seen earlier: lack of guidance to, and famtlyadf
obliged institutions to identify, report and freeze
accounts on the basis of the AML Act (that is afte
reporting to the FAU), the absence of a clear jand
publicly known procedure (apart from the EU-level
measures) for de-listing and unfreezing appropgates
in a timely manner, the question whether an adequat
monitoring is in place in practice to ensure cowruptie
with the UNSC Resolutions. No formal statistics kept
on listed persons and entities detected in the ICzec

=

%The Czech authorities stress that, thanks to thendments passed after the on site visit, the Siuaias
changed dramatically.
" The Czech Republic ratified the Convention on Z&&mber 2005; it entered into force on 26 Janu@@ 2
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Republic but some measures have been taken incte

spe

of a handful of persons. The proceedings were under

way at the time of the on site visit. The questifrihe
extent of control of compliance with the internatb
freezing requirements also remains largely open.

SRL.II Criminalise terroris

financing

No explicit coverage of financing of
organisations and individual terrorists,
coverage of direct or indirect collection of funasdge
in full or in part, no explicit indication that @fice is
prosecutable without the funds being used or liniced
specific terrorist act; inconsistencies due to

combination of various provisions which should eett

be addressed by a stand-alone offence

SR
terrorist assets

Freeze and confiscatec

Loopholes in the EU and Czech regulations and fered

terrorist
no explici

a general domestic law to fill the gaps due to over

reliance on EU regulations; lack of guidance

interrogations as to the effectiveness of detect
insufficient coverage of FT in the AML Act (inclutl
lack of sanctions in case of non reporting); in amgnt,
the system is confronted with practical difficudtiehat
hinder the retrieving of information on existing ader
customers, earlier transactions etc.

SR.IV transactid

reporting

Suspicious

nc

In addition to the general findings concerning
reporting obligations: no reference to “those winairfice
terrorism”

SR.V International co-operation

LC

dated
rating)

(consoli-

and
information to the industry and the public in gexigr

ion

the

Except in cases where there is a European Arrest

Warrant (EAW) dual criminality is always requiredrf{
the purposes of extradition. Similar remarks as=oB6-
38

The Czech Republic is able to cooperate broadly wit
European countries (including to extradite for FT m

the basis of the European Arrest Warrant without
dual criminality principle) but for others, the

requirement remains and the definition of FT is not
fully in line with international standards; but the

principle is applied broadly.

There is a need for legal bases, in particulaatibyrthe
UN terrorist financing Convention; cooperation

international level is hindered by the internafidiflties

SR VI AML requirements fo
money/value transfe

services

'PC

=

Money transfer service provided by the Czech Posdt
the control of the agents of a license holder neele
better addressed; alleged informal remittance it
needs to be assessed.

SR VIl Wire transfer rules

LC

Not directly addressed in relation to various esake
criteria (no regulation or policies applicable the
handling of transfers in case of incomplete iderdtion
data, no requirement to keep the originator infdroma
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throughout the transfer chain etc.). To be re-asihe
upon adoption of relevant EU-Regulation.

SR.VIII Non-profit organisations

PC

A developed legal framework with controls at thesin

sensitive levels seems to be in place but no pdatic

measures taken to protect NPOs from their misusé
FT purposes. The legal framework has not b
reviewed in that context.

SR.IX Cross Border Declaration
Disclosure

& C

There are some minor shortcomings (reporting daty
suspicions of ML and FT needs to be clearly spe
out); the major insufficiency is the effectivendssue

o]
> fo
een

f
lled

(low number of ML cases generated by the Customs

compared to the criminal activity context of theeCla
Republic); Customs need to be made more awar
AML/CFT issues as they rely a lot on the police
regards information in this field.

Community market exception needs to be clarif
together with EU partners

e of
as

ied
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10.2  Table 2: Recommended Action Plan to Improve the AMICFT System
AML/CFT System Recommended Action (listed in order of priority)
1. General

2. Legal System and Relate(
Institutional Measures

Criminalisation of
Laundering (R.1, 2 & 32)

Money

- to amend Section 252a (Section 160 in the newmi@al Code)
SO as to cover explicitly the various elementshef internationa
requirements (notably the conversion and trandferaperty, and
the acquisition and possession of property) andsta simpler
less proof-demanding definition of ML;

- to provide clearly for the possibility to proséeML where the
predicate offence was committed abroad (as plammede new|
Section 192), and for self-laundering

- to make sure the ancillary offence of conspiracyered unde
Section 7 on preparation apply in relation with tharious
elements of ML

- to increase the level of punishment for ML offesc

- to continue the efforts aimed at introducing liaéility of legal
persons, including for ML

- to provide in the relevant provisions for the matory
confiscation of the proceeds of crime involved ih M addition
to the other sanctions

- to analyse the reasons for the apparent discogdagtween the
ML phenomenon in the Czech Republic, and the tyjpeases
concluded successfully in court for ML until nownda take
further appropriate initiatives to counter this pbomenon.

Criminalisation of  Terroris

Financing (SR.II, R.32)

[ - to introduce FT as a stand-alone offence thatldvixe broad
and detailed enough to better cover, besides th@nding of
terrorist acts, also the financing of terrorist amgations anc
individual terrorists. These provisions should:

a) clearly cover the various elements required WIS in
particular the collection of funds by any meansieciy or
indirectly, and their use in full or in part for Fplurposes;

b) spell out clearly that in order to be criminaligble it is not
necessary that funds were actually used to carryeororist acts
or be linked to a specific terrorist act

C) subject to the final introduction of corporaiability, provide
for the liability of legal persons for FT

Confiscation, freezing and seizif

19
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of proceeds of crime (R.3, R.32)

- the legal frarmdwon confiscation needs to be reviewed

respect of all kind of propertyhat has been laundered, and:

a) of property of all kind which constitutes prodsefrom,
instrumentalities used in; and instrumentalitigemaed foruse in
the commission of anWIL, FT or other predicate offences

b) all kind of Property of corresponding value

c) all kind of Property that is derived directly imdirectly from
proceeds of crime; including income, profits or exttbenefits
from the proceeds of crime, and all property reférto above
regardless of whether it is held or owned by a ir@hdefendan
or by a third part

- confiscation should be provided for as_an add#loneasure tg
generating crimes and the discretionary power & dourts

should be limited; ideally, confiscation in suchses should b
mandatory;

solely on the logic of the profit-seeking offender

confiscation and temporary measures along the lnestioned
above, and to make sure the latter apply to alsiptes forms of
assets including direct or indirect proceeds, esthte, financial
participations and interests whatever their form;gat the time
of the evaluation, , there was a succession ofifgpe®ections

other financial accounts, securities etc.).
- Sections 347 and 348 on temporary measures mgy teebe

without prior notification of the suspect;

be introduced also in respect of assets held 3} [@grsons;

- the Czech authorities should consider enhandiegptotection
of rights of bona fide third parties, and introchgihe reversal o
the burden of proof post-conviction for confiscatjgurposes.

Freezing of funds used fq
terrorist financing (SR.1I, R.32)

D to proceed with the improvements needed anddyjratentified

Intelligence Services and the Police of the CzeepuRlic, that
are Needful to Complete Their Tasks in the Fightimst
International Terrorism

EU regulations
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ensure consistency and fill the gaps, so that soafion applies in

11%

- the provisions on confiscation of property shontit be based

- amendments are needed to ensure consistency dret

dealing with specific types of assests - thingspkbaccounts,

amended so as to enable the application of temponaasures

- the broad applicability of temporary and final asares should

—h

- to address together with the European partherggétps in the

to

the main punishment in all ML, FT and major proceed

we

in the NAP and theAnalysis of the Legal Powers of the



- to complete the work for the adoption of a gehdommestic law
on the implementation of international sanctionst thvould
address all those gaps, or at least those thabtaerfilled at EU
level

- to adopt guidance and information initiatives fbe industry,
and the public on CFT issues and the reportingZingeduty

- to carry out an analysis of the effectiveness tbe
reporting/freezing duty

- to amend the AML Law to broaden the reportingydig all
assets held by persons listed, and not just fungishied in
transactions, and to ensure the applicability ofsdasive
sanctions also in case of non-reporting of suchtass

The Financial Intelligence Un
and its functions (R.26, 30 & 32

t- to refer explicitly to the FAU in the AML Act

- to consider the need for better guaranteeingtatutory rules
the autonomy and independence of the FIU (includmglead)

- to provide more guidance on AML/CFT issues, witrticular
focus on the non-banking sector

- to publish a periodic report on the FAU’'s aciast and
AML/CFT issues, including statistics, typologiesdatnends; thig
report would explain the importance, difficultiesnd the
commitment entrusted to the FAU. This would helpe
Government and the public understand and apprediats
importance of such a unit and thus there would hestfication
to allocate further funds for equipment and staffio the Unit.

—

- to increase the staffing of the FAU to enabletdt cope
effectively with the multiplicity of tasks

- to analyse the possible reasons for the perceingdificient
quality of the analytical work done on cases foxkeal for furthern
investigation and to take remedial measures apppte

- to consider amending Article 7 of the AML Act, iwh covers
various issues including the sharing of informattoeld by the
FAU domestically and internationally, to make it ma@ccurate
and enable the FAU to exert some discretionary powieen
sharing information.

Law enforcement, prosecutiq

n - to review on a raghasis ML trends and techniques

%The FAU is explicitly mentioned in the revised AMAct of 2007; the Czech authorities expect it toeerinto

force on 15 December 2007
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and other competent authoriti
(R.27, 28, 30 & 32)

esS

- to initiate consultations on the opportunity aiplifying the
competence of the various levels of courts/prosem@itservices
and by the same way to ensure that specialist gicaed
prosecutors handle complex criminal cases andaaursfon thosg
cases

1%

- to consider reviewing the legal framework for tiee of special
investigative techniques — whilst providing for auequate
checks and balance system — so as to ensure tbetieff
investigation of offences related to ML and FT

- to increase the staffing of the prosecution sesj and thosge

institutions which are involved in legal cooperation particular
the Legal Assistance Department of the MinistryJostice and
the Foreign Relations department of the SupremeseRtdion
Office)

- to include the topic of terrorism and FT in tleerant training
programmes, in particular those of law enforcememd
prosecution services.

3. Preventive Measures -
Financial Institutions

Risk of money laundering ¢
terrorist financing

r

Customer due diligence
including enhanced or reduct
measures (R.5 to 8)

2~ full CDD requirements should be introduced in #iglL Act
p@including on-going due diligence and know-yourtoaser, risk-

based approach, consequences of incomplete CDDumesaand
application of CCD requirements to existing customte.), with
appropriate guidance, beyond the measures currapilicable tq
identification only. The Czech authorities shouldoaconsidef
redrafting Art. 2 para. 10 and the exceptions doeththerein as
they leave room for misunderstanding and misuséMtorand FT
purposes. Reference should be made to reduced GEd3ures i
case the country of origin applies and implemeies EATF
Recommendations.

- inconsistencies between the banking regulatioms the AML
Act on the issue of CDD measures on the occasiapefationg
with bearer passbooks need to be solved and
identification/CDD process guaranteed no matter twhkize
threshold is;

- the legislation should be amended in order touireqfrom
financial institutions to identify the originatone the beneficiary
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of funds transfers with at least the following thrdata: name,
address, account numb&rand require also the renewal |of
customer identification and verification when dauibrise about
the identity of the customer or about veracity deguacy of
previously obtained customer identification data;

- to require by law the identification of benefic@mvners and tg
obtain information about the owners of all typesegfal entities.

- to recognise PEPs under the AML Act with specdithanced
customer due diligence requirements; obliged estiilso need
guidance — and possibly sector specific criteriia this field.

- the issue of correspondent banking relationsHipgats from
developing technologies and non-face-to-face  bssine
relationships is addressed to some extent in timkibbg sector
only. Therefore, the implementation of the requieais of FATF
Recommendation 7 and 8 needs to be reconsideras wpapply
to a larger number of obliged entities.

- texts similar to the CNB Provision N°1 be adopgdsb for the
insurance, securities, foreign exchange and o#levant sectors

Third parties and introducedVith the entering into force of the proprosed anmeedts
business (R.9) allowing for the system of introduced business, reased
attention will be needed to ensuring the appliégbilof
Recommendation 9 in the context of the new promisio

Financial institution secrecy or to review the consistency of provisions on finah
confidentiality (R.4) confidentiality to avoid contradictions between teespecific
regulations and the AML Act, and to remove in padar
unnecessary preliminary authorisations in secteci$ig
regulations;

1)

- to consider clarifying in the AML Act the excemtis to
confidentiality in the context of CFT enquiries amyestigation
SO as to clearly enable law enforcement authorttieaccede to
information in that context.

Record keeping and wire transter CNB regulations are less specific — which coulcate

rules (R.10 & SR.VII) confusions in the sector under the responsibilitthe CNB, and
therefore, these regulations should be made censistith the
AML Act.

% The Czech authorities indicated after the visit tiis recommendation is in principle fulfilled iasaccordance
with Regulation (EC) No 1781/2006 of the EuropeamliBment and of the Council of 15 November 2006 on
information on the payer accompanying transferiin€ls (valid since 1 January 2007), complete infdiam on

the payer is necessary only in cases of transfeimds from the Community to outside the Commuigayticle

7). However, in case of transfers of funds withire tCommunity such transfers shall be required to be
accompanied only by the account number of the payerunique identifier allowing the transactionb traced
back to the payer (Article 6).
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- besides identification data, the regulations #thalso covel
explicitly account files, and business correspocderand any
other relevant information (written findings on colex and
unusual large transactions etc.)

- to maintain the pressure on financial and othmstitutions to
store data and documents in a computerised waywhiatd allow
to retrieve information in a timely manner.

- to require financial institutions peforming witensfers to kee
originator information through the payment chain,

- to introduce effective risk-based regulations anocedures fo
identifying and handling wire transfers that aré¢ accompaniec
by complete originator information, including onetipossible
refusal of executing transactions if the paymestrirctions are
not complete and comprehensive.

- competencies and supervisory power of the comp
authorities should be strengthened, especiallyhéndase of thg
holder of postal licence as a provider of wire-sfan services.

Monitoring of transactions an
relationships (R.11 & 21)

d to expand the obligation of R.11, beyond the lamlsector, tq
all financial institutions and other obliged ergi

- the implementation of R.21 should be re-examined

Suspicious transaction reports 4
other reporting (R.13-14, 19, 2
& SR.IV)

ndto widen the scope of the CFT reporting obligatto include
’5those who finance terrorism”

- to introduce an explicit requirement to reporteatpted and
completed transactions.

- to extend explicitly the benefit of protection aseres to thg
and staff

- to provide appropriate feedback to financial itn§bns and
other obliged entities besides general informadind statistics o

cases to be published in future in the FAU’s anmepbrt

- to re-consider the merits and opportunity of adticing al
system for the reporting of cash transactions.

Cross Border declaration
disclosure (SR.IX)

DF to clarify in the AML Law the legal basis for tHéustoms ta
report suspicions of ML and TF and

- to review the adequacy of the number of STRsntegoby the
customs in the context of the Czech Republic andthis
connection, take measures to make sure the Cusiam®

disclosure of information and the obliged entitiesanagement

)

pte

v

C

D

U7
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adequately informed and involved in the AML/CFTat$,

- to review, ideally in consultation with other Etduntries, the
EU exception to SR. IX

Internal controls, compliancg
audit and foreign branches (R.
& 22)

b~ to include in the AML Act a requirement to develappropriate
1Bompliance management arrangements; the reportifigero
should become a compliance officer with broadepaasibilities,
appointed at managerial level (the CNB Provisiorl Mfll need
to be amended accordingly).

- to include in the AML Act an audit requirement BML/CFT
arrangements and the screening of employees

- AML and CFT need to be addressed more specifically in
various requirements of internal AML/CFT arrangetsen

- to consider implementing the requirements of RR&to make
sure all branches of Czech financial institutiopgrating abroa
are subject to AML/CFT requirements.

the

Shell banks (R.18)

- to address the issue of cporegent banking relationship in t
AML Act and to cover the requirements of criteribd.3 (on the
use of respondent financial institutions’ accountshell banks).

ne

The supervisory and oversig
system - competent authoriti
and SROs

Role, functions, duties ar
powers (including sanctions
(R.23, 30, 29, 17, 32 & 25)

ht to enlarge the scope of supervision for the eritirancial secto
ebeyond the mere existence of internal rules anid tdostent, anc
to check whether the rules are applied in practioel how
deporting officers — who need to become compliaoffcers —
slcomply with their own duties. Supervisors should dbecter as
regards information/file storage systems.

- to ensure targeted AML and also CE®ntrols take place i
future for all financial sectors (including awareseof and
training on CFT issues, efforts to detect FT-relaw@ssets
awareness of international lists etc.), and alguyaf the agent
(not just the licence holder) where the businesgxigosed tc
higher risks

- to ensure the staff responsible for the supemisof the
securities markets are more involved and trainedML/CFT
issues and aware of their responsibilities andeduti

- to include for the financial supervisor(s) a duty report
suspicions of ML/FT activities

- to ensure a consistent approach in the field afket entry
conditions (checking the origin of funds includimy case of
increase in capital, checking the background @nlae applicant

r

=

\*2J

U7

je3)

and holders on the basis of fit and proper crijesiad ensure
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clear policy that licences cannot be/are not detgeuntil the
supervisor has satisfield himself that all conditi@re met

- to review urgently the legal and supervisory feavork
applicable to foreign exchange activities and tketaemedia
actions to stop the illegal foreign exchange bussnéd.icensing
and supervision should be under the responsibdftya single
authority

- to examine the allegations of the existence aéweloped under
ground banking activity (possibly “loan-sharks”)dainformal
money transfer business and to take the necessangdial
measures

- to issue further guidance documents on both AMd &€FT,
including for financial supervisory staff

- to provide for sanctions imposable on obliged itities’
managers and employees

- to consider again introducing a criminal offentm non
reporting

Money value transfer servicg
(SR.VI)

2s to review the situation of MVT agents and the €e@ost to
make sure there is no over-reliance on the supernvisver and
information provided by the licence holder.

- the Czech Authorities may wish to consider plgcithe
licensing and supervison of the financial servioffiered by the
Czech Post under the competence of the Czech N&Bamk for
the sake of consistency.

- the alleged presence of informal remittance & in the
Czech Republic needs to be better assessed.

4. Preventive Measures —Non

Financial Businesses an(
Professions
Customer due diligence and to ensure the application of R. 5 to R.11 and RI%@ in resped

record-keeping (R.12)

of DNFBP.

—

Suspicious transaction reportil
(R.16)

ng to develop awareness raising measures and g@edan®NFBP
and their supervisors on both their AML and CFTigdtions
under the AML Act and other relevant pieces ofdégion.

Regulation,  supervision
monitoring (R.24-25)

ar

d to strengthen the regulatory framework and supemv over

DNFBPs exposed to risks of being used for ML/FTposes (e.g|

casinos, gambling in general, accountants)

- to review the legal framework applicable to tlanipling secto

to avoid loopholes that could be used by criminaad to
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consider extending the scope of the AML Act — beloasinos -+
to a broader range of gambling entities to enswssistent
coverage of the sector of games

Other designated non-financi
businesses and professions (R.?

al to examine whether it would not be better to ‘pegal persong
P@r natural persons authorised to broker savingsataoy credits
or loans or brokering activities that lead to thigneg of
insurance or reinsurance contract” under the cbntfothe
financial supervisors.

- continue taking measures to encourage the devieopand ust
of modern and secure techniques for conductingéetions, that
are less vulnerable to money laundering.

1%

5.Legal Persons ang
Arrangements & Non-Profit
Organisations

Legal Persons Access
beneficial ownership and contr
information (R.33)

toe to review the procedures applicable to the regisof
ptommercial entities and the registration procediaré)crease thg
reliability and updating of information entered. ighshould
include incentives to keep the registry up-to-datd measures to
ensure a higher level of professional integritytteé courts’ staft
in charge of the registers.

D

- to take appropriate measures to ensure that ibraresferrable
shares are not misused for AML/CFT purposes.

Legal Arrangements — Access
beneficial ownership and contr
information (R.34)

te to take measures to ensure a level of identifioabf silent
opartners which would be compatible with the requieats of the
fight against ML and TF.

Non-profit organisations- to carry out a review of the possible misusesN&fOs for

(SR.VIIN criminal/ML/FT purposes, and as a result to exanthe needs
for a more consistent legal framework and centdlis
information, currently available through 3 or 4 feitnt
databases.

6. National and International

Co-operation

National co-operation and to introduce a regular coordination body invotyirall the

coordination (R.31 & 32)

relevant parties, that would be able to set comwolgectives, td
address the various critical AML/CFT situations adtrigger
both policy-level and operational initiatives. Oaiethe first taks
should be to elaborate a picture of the ML phenareerd sector
affected and to propose rapid measures to addreszatises.

|72}

- it is recommended to carry out periodic assesssneh AML
measures similar to those used on terrorism anorigtrfinancing
purposes.

251



The Conventions and UN Spec
Resolutions (R.35 & SR.1)

al to ratify and implement the Palermo Conventionl dlne UN
terrorist financing® Convention as soon as possible (in addi
to the recommendations made in relation to SRIII).

Mutual Legal Assistance (R.3(
38, SR.V, and R.32)

5- to take care that the services dealing with legalstance ar
adequately staffed.

more detailed statistics should be kept.

D

Extradition (R.39, 37, SR.V &
R.32)

;- to consider relaxing further (outside the contefxthe Europear
Arrest Warrant) the dual criminality requirement

Other Forms of Co-operatiq
(R.40, SR.V & R.32)

n to carry out an assessment to make sure the ryodaes not
offer a safe heaven for terrorism, and keep bestatistics
showing this and their level of cooperation on G§Sues.

7. Other Issues

Other relevant AML/CFT

measures or issues

- to have a consistent risk-based approach, basegroper
assesments and an empirical approach.

General framework — structur
issues

al to carry out a general review of the informat@ecessible (g
law enforcement, supervisors, obliged entities athetr relevan
bodies) for AML/CFT prevention and investigation rposes,
beginning with the issue of secrecy of tax inforimat and to|
relax where appropriate the conditions of access.

1% The Czech Republic ratified the

Convention on Zt@&nber 2005; it entered into force on 26 Janu@®gy 2
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11 ANNEX 4 -LEGISLATION

Act no. 61/1996 Coll.,
on some measures against the legalisation of thegmeeds of crime and on the amendment
and supplementation of connected Acts$

as amended by Act no. 15/1998 Coll., Act no. 1582Coll., Act no. 239/2001 Caoll., Act
no. 440/2003 Coll., Act no. 257/2004 Coll. and Aot 284/2004 Coll.

Parliament has adopted this Act of the Czech Regubl

PART ONE
MEASURES AGAINST THE LEGALISATION OF THE PROCEEDS O F CRIME

CHAPTER ONE
GENERAL PROVISIONS

Article 1
Subject of regulation

The purpose of this Act is, in compliance with thws of the European Commuriityo
stipulate some measures against the legalisatitmegiroceeds of crime.

Article 1a
Definition of the concepts

(1) For the purposes of this Act, the legalisatioh the proceeds of criminal activity
(hereinafter ,legalisation of the proceeds") islarstood to be an action intended to conceal
the illicit origin of the proceeds of this activityith the aim of creating the impression that it is
income acquired in accordance with the law. Atshme time it is not decisive if this action,
in part or whole took place on the territory thee€lz Republic. The stated conduct consists in
particular in

a) The conversion or transfer of property, knowthgt such property is proceeds, for the
purpose of concealing or disguising the illicitgoni of the property or of assisting any person
who is involved in the commission of the predicafence to evade the legal consequences of
his actions;

b) The concealment or disguise of the true natsweyce, location, disposition, movement,
rights with respect to, or ownership of, propekiypowing that such property originates from a
crime;

c) The acquisition, possession or use of propartyeatment of it knowing that it originates
from a crime;

D The Council Directive no. 91/308/EHS dated 101#91 on the prevention of abuse of the financial
system for money laundering, as amended by theciieeof the European Parliament and Council
no. 2001/97/ES dated 4. 12. 2001.
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d) Criminal association or any other type of assthen for the purpose of action stated in
letters a), b) or c).

(2) Proceeds, pursuant to this Act, is underst@obet whatsoever economic benefit from an
action that shows features of a criminal offence.

(3) For the purposes of this Act, Identificatioruisderstood to be

a) for a natural person; ascertaining of hisffeane and surname, possibly all his/her names
and surnames, birth number or date of birth, sekngnent or other address, verifying them
from an identity card, if they are stated on it dadher verifying the correspondence of an
image with the photograph on the identity card aedfying the number and period of
validity of the identity card and the authority country which issued it; if it concerns a
natural person who is carrying out a business visictialso ascertaining his/her business
name, other distinguishing information or any fertmarking or identification number,

b) for a legal person; ascertaining its businemsien or title including any distinguishing
information or any other marking, its registerett@ss, identification number or similar
number assigned to it abroad, the name, possiblgeahames and surnames, birth number or
date of birth and the permanent or other addregeidons who are it's statutory authority or
it's member, further ascertaining the majority @ss@ or the controlling bodyand the
identification of the natural person acting on lishalf in the given transaction; if the
statutory authority or it's member is a legal pexsgben ascertaining its business name or title
including any distinguishing information or any ethmarking, its registered address and
identification number or similar number assigned itoabroad, and ascertaining the
identification details of individuals who are itattory authority or its members.

(4) The verification or the ascertainment of infation stated in paragraph 3 may be carried
out by means of electronic data transfer if thenidieation of such information is guaranteed
by pursuant to a special Att

(5) For the purposes of this Act, transaction iglarstood to be any action that leads to the
movement of money or the transfer of assets octlyrériggers it, with the exception of action
consists in the observance of obligations stipdldte law, imposed by a decision of a court or
a decision of any other State authority. Transadsoalso understood to be the purchase, sale
or exchange of an investment instrument.

(6) For the purposes of this Act, suspicious tratisa is understood to be, transaction carried
out under circumstances that arouse a suspicianadffort to legalise proceeds or that the
funds used in a transaction are intended for thenfting of terrorism, terrorist activities or
terrorist organisations; suspicious transactioesparticularly

a) Deposits in cash and then their immediate wéthvdits or transfers to another
accounts,

b) Establishment of several accounts by one cliéntheir number is obviously
disproportionate to the subject of his/her busirseswities or his/her relative wealth, and
transfers between these accounts,

2)
3)

Section 66a of the Commercial Code.
Act no. 227/2000 Coll., on electronic signatueesl on the amendment of some further Acts (Act on
electronic signatures), as further amended.
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c) Movements on a clients account that obviouslyndo agree with the character or
range of his/her business activities or his/heatiet wealth,

d) Those cases when the number of transactiondq@radcount in a single day or in
consecutive days does not agree with the usual tagneperations of the client,

e) Transactions that obviously do not have an emanceason,

f) Those cases when a participant to the transadtialirectly or indirectly legal person
or natural person against whom the Czech Republapplying international sanctions
pursuant to a special A4t

g) Those cases where the subject of the transaisti@ven if only partially, sanctioned
goods or services provided to a sanctioned subjeztsanctioned individudai/l

h) Those transactions directed to countries tredequately or not at all, apply measures
against the legalisation of proceeds.

(7) Obliged persons pursuant to this Act are;

a) A bank, savings or credit co-operative, insueacompany, the Czech Consolidation
Agency, the holder of a postal licence and a legdity or an individual authorised to trade
with foreign currency on his own account or oniardls account, to conduct or intermediate
a cash or non cash transfer of financial capi@lfinancially lease, to provide credit or
monetary loans or to the trading with them or suisg non cash payment means,

b) The Czech National Bank in the keeping of act®and providing other banking services,

c) The Securities Centre or other legal entity ausied to maintain parts of registers of the
Securities Centre as well as to perform its othgivilies”, the organiser of a securities
market, a securities dedibthat is not a bank, investment company, investriierd, pension
fund and commodities stock exchange,

d) The holder of a (gaming) licence to operateifi@tyames in a casino, odds-on betting or
numerical lotteries,

e) A legal person or a natural person authorisddatie in real estates or to broker a trade in
them,

f) A legal person or a natural person authoriseduy up debts and receivables and to trade
in them,

g) A legal person or a natural person authoriselokdier savings, monetary credits or loans
or brokering activities that lead to the signingrefurance or reinsurance cotract

h) An auditor, tax advisor or accountant if he &rging out the relevant activity as his
business,

i) A court executor when carrying out other actest of an executor pursuant to a special
legal regulatiof,

4)

5)
6)
7)

for example the Act no. 48/2000 Coll., on meastunerelation to the Afghanistani movement the Gati,

the Act no. 98/2000 Coll., on the application dleimational sanctions to maintain internationalgeeand
security.

Avrticle 55 to 70a of the Act no. 591/1992 Calin, securities, as further amended.

Article 45 to 48i of the Act no. 591/1992 Cols further amended.

Article 2 letter f) of the Act no. 363/1999 Colbn insurance matters and on the amendment of some
connected Acts (Act on insurance matters).
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j) A lawyer, notary or other legal person or a makyerson in a business capacity, if he
executes or assist in the planning or executidraoisactions for his client concerning the
1. Buying or selling of real property or businesslertaking,
2.Managing or custody of money, securities, businrgdsares or other assets of a client,
including representing the client or acting onltefalf in connection with the establishment
of a bank account at a bank or other financialitumsbn or a securities account and the
managing of such an account, or

3. Acquiring and collecting finance or other valuaseable by money for the purpose of
establishing, managing or controlling a companysifess group or any other similar
department regardless of the fact that it is allpgeson or not ,

or he represents or acts on behalf of his cliertniyn financial transaction or trading with real
estate,

k) a legal person or natural person authorisettiaite in second-hand goods, with cultural
items or with articles of a cultural value or ke tbrokering of such trading or to accept such
things into pawn,

l) a legal person or natural person not mentianddtters a) to k), if he is a businessman, as
long as he, in the framework of an individual besis or auction, accepts a payment in cash
in an amount in excess of 15,000 EUR.

(8) A obliged person obliged person is also a bmastbsidiary or business premises of a
foreign legal person or natural person mentioneparagraph 7 that functions on the territory
of the Czech Republic.

(9) For the purposes of this Act, an identificatioard is understood to be a valid official
document issued by a State authority, from whicis ipossible to verify the likeness of the
person who is meant to be identified, his nhame sumthame, possibly all his names and
surnames, birth number or date of birth, his naiiibyn and possibly other identification data.
In the case of a legal entity this official docurmhemeans a valid extract from the register, in
which it is obligatory registered or another valmcument that proves its existence.

(10) The value of the transaction or suspicioussiaation in the Euro currency is understood
to be the equivalent value of whatever currencyutdited on the basis of the exchange rate
announced by the Czech National Bank for the dayloich the obligation pursuant to this Act
is fulfilled. Payment in cash also means paymeritigh -value commodities such as precious
metals or precious stones.

8 Article 74 to 86 of the Act no. 120/2001 Colln court executors and execution activities (exasutode)
and on the amendment to further Acts, as amendédbyo. 279/2003 Coll.
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CHAPTER TWO
OBLIGATIONS OF NATURAL PERSON AND LEGAL PERSONS

Article 2
The identification obligation

(1) If a obliged person is a participant of a tet®n that has a value exceeding 15,000 EUR
it always identify the participants of the transaict as long as this Act does not state otherwise
later on. If, at the time of the finalisation oftkransaction or at any other later time, the exact
amount of the whole fulfilment is not known, thdre tmentioned obligation arises at the time
when it becomes obvious that the stipulated amavititbe reached. If the transaction is
implemented in the form of repeated fulfilmentsrthbe sum of the fulfilments for twelve
consecutive months is decisive, if it does not eona repeated participation in a lottery or
other similar game pursuant to a special legallegigun®.

(2) The obliged person, when entering into busimekgions, always identifies its participants,
particularly if it concerns
a) Suspicious transaction,
b) Conclusion of an agreement about an openingcobunt or deposit into a deposit
passbook or into a deposit certificate or the ayeament of another kind of depot,
c) Conclusion of an agreement on the renting @ffatg deposit box or an agreement for
custody,
d) Payment of the balance from cancelled deposibesrer passbook, if the amount
exceeds 15,000 EUR,
e) Conclusion of an agreement for life insurant#e sum of the premium payments in
a single calendar year exceeds an amount in the wdl1,000 EUR or if the amount of a
single premium payment exceeds 2,500 EUR,
f) Acceptance of payments for a previously signélihsurance policy if they exceed
the amounts mentioned in letter e),
g) The purchase of second-hand goods or goodsh#éhwat no documentation of origin,
cultural items or articles of a cultural value aacepting such things in pawn.

(3) If a participant to the transaction is représdron the basis of a power of attorney, then
that empowered individual is identified pursuantAidicle 1a paragraph 3 and further by the

submission of the power of attorney with an offiigiauthenticated signature. This power of

attorney is not required, if the account holder bagpowered a third person at the obliged

person with a right of disposal on this account] &mat person was identified pursuant to

Article 1a paragraph 3 letter a) and signed thetrag disposal in accordance with a specimen
signature before an employee of the obliged persothe case when an individual who does

not otherwise have the right of disposal to thisoamt, deposits cash into the account and at
the same time sends to the obliged person the dattgnthat have already been filled out and
signed by the authorised person the power of atoisalso not required.

(4) If, making the transaction, the obliged perd@tovers or has a suspicion that a participant
to the transaction is not acting on his own bebalthat he is concealing the fact that he is
acting for a third party, it will order him to decé, in writing, on whose behalf he is acting and
to present the identification details about thisdtiparty pursuant to Article 1la paragraph 3.

Everyone is bound to oblige this summons unlegsilstied otherwise by this Act

9) Act no. 202/1990 Coll., on lotteries and othenikir games, as further amended.

19 Article 778 to 787 of the Civil Code.
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(5) The obliged person will not perform the trarigat in the event that an identification

obligation pursuant to paragraph 1 or 2 is gived #re participant refuses to undergo the
identification process or if he refuses the idécdiion of a the third person pursuant to
paragraph 4. At the same time the obliged persdinindorm the relevant department of the

Ministry of Finance (hereinafter, “Ministry”) of ik fact.

(6) Identification for the obliged person on itsquest, in which the purpose of the
identification must be stated, may also be caraetlby a person authorised to carry out the
certification of signatures and documents purstiard special legal regulatith In such a
case he/she will draw up a public document ondbatification, which must contain;

a) who carried out the identification and upon vwehosquest,
b) identification details mentioned in Article larpgraph 3,

¢) information about which type of identity carddaof what supplementary documentation
the identification of the individual was based upon possibly on the basis of what type of
identity card, the identity of the person actinglmhalf of the identified legal person or the
identity of the representative of the identifiedgman, was verified,

d) a certificate of a statement of the identifiedunal person or a person acting on behalf of
an identified legal person or a representativehef ilentified person, about the purpose of
performed identification and on confirmation of #iecuracy of the identification, or possibly
about any reservations to the identification baiagied out,

e) the date and place of the drawing up of the h@su on the identification, or possibly the
date and place of the identification if they aréedent from the date and place of the drawing
up of the document on identification,

f) the signature of the person who carried outittentification and the imprint of his/her
official stamp.

(7) The person, who carries out the identificagpomsuant to paragraph 6, will attach copies of
the relevant documents or their parts, from whioé identification was made, to the public
document on identification.

(8) If the identification and other tasks have bearried out pursuant to paragraphs 6 and 7,
the documents therein stated must be depositedthétiobliged person. Until then the obliged
person will not undertake any transaction pursuanthis Act, with such an identified
individual.

(9) If a lawyer, in the discharge of the dutiesadi/ocacy, accepts money or securities from his
client, he shall deposit them in a separate acceaithta obliged person that is authorised to
keep such accounts. At the same time he shall anitestie his client’s identification details

within the meaning of Article 1a paragraph 3 witpies of the relevant parts of the documents
from which he ascertained the identification dsetaihd a written declaration of the truth of the

" The Notaries' Code.
The Act no. 41/1993 Coll., on the certificationroatching duplicates or copies with the originatdoent
and on the certification of the authenticity ajrsitures of District and Municipal offices and be issue
of certifications of the District and Municipalfafes, as amended by the Act no. 152/1997 Cok ,Abt
no. 132/2000 Coll. and the Act no. 320/2002 Coll.
Decree no. 272/2000 Coll.,, on the certification tbé authenticity of signatures or the matching of
duplicates or copies of documents with the shipjstain.
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stated information. A lawyer shall also proceeadilsirly when renting a safe deposit box for
the safekeeping of his client’s things.

(10) Identification is not necessary if the papamt to the transaction is a obliged person
pursuant to Article 1a paragraph 7 letter a) tor@ credit or financial institution operating in a

country that imposes an identification duty upois tinstitution in a comparable manner or

when the identity of a participant to a transactiothe identity of a person acting in his favour
is not in doubt.

Article 3
The obligation to keep the stipulated information

In the course of duration of contractual relatiopsbr in further transactions, the obliged
person controls the validity and complete charaofethe identification data mentioned in
Article 1la paragraph 3 and keeps a note of theingbs.

Any identification data acquired pursuant to Adida paragraph 3 and Article 2, copies of
documents or an extract of the relevant identiiicatdetails contained in them, that are
submitted for identification and in the event gbnesentation, the original Power of Attorney,
is kept by the obliged person for a period of l@rgeafter the relationship with the client
ended. Information and documents of any transactionnected with the identification
obligation is kept for a minimum of 10 years frohe tdate of completion of the transaction.

The obliged person mentioned in Article la paralgrédetter k) keeps any information and

documents for a period of a minimum of 10 yearshéf value of the transaction was in excess
of 10,000 EUR, in other cases for 3 years aftergieting the transaction. This period begins
to run on the first day of the calendar year foilogvthe year in which the last operation of the
transaction, known to the obliged person, was edrmout.

Article 4
Reporting Obligation

(1) If the obliged person, in connection with itsiegities, discovers a suspicious transaction or
a fact of any other kind that might indicate a stispis transaction, it shall immediately report
it the Ministry, stating all the discovered ideit#ition details about the participants of the
transaction.

(2) It is necessary to carry out the report withontue delay, at the latest by five calendar
days from discovering the transaction. If the anstances of the case require it, particularly if
the danger of default threatens, the reporter Igy@t to notify the Ministry instantly upon
discovering the suspicious transaction.

(3) The report may be made orally onto the recorith avriting is such a way that it guarantees
that the information contained in it remains setnm@h any unauthorised person.

(4) When fulfilling a reporting obligation pursuatt paragraphs 1 to 3 it is necessary to pass
on the identification details of the obliged pergbat is carrying out the role of the reporter,
including the name and surname of the individuabws making the report, the subject and
important circumstances of the transaction, as agethe identification details of the party that
the report concerns and attach any further infaonagspecially the numbers of the accounts
in which the monetary funds concerned in the sulechiteport are accumulated.
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(5) A tax administratdf, which has accepted a payment into its accouint cash or if the tax
subject requests the release of a tax refund iassxof 15,000 EUR to a foreign country, also
has a reporting obligation stated in paragraph 1.

(6) The performance of reporting obligation purduarthe previous provisions is not a breach
of the legal duty of confidentiality imposed purstito a special Act.

(7) The provisions of paragraph 1 and Article 8agaaph 1 do not apply to a notary, lawyer,
auditor or accountant who carries out the relewgativity as a business or a tax advisor when it
is information that he receives from or obtainshis client in the course of ascertaining his
legal position, during his defence or representatioa judicial proceeding or in connection
with such a proceeding, including advice on in$tiy or avoiding such proceedings without
regard to whether such information is acquired teetbese proceedings, in the course of them
or after them.

(8) The provisions of paragraph 7 are not usethdfobliged persons mentioned therein are
aware that the client is requesting a legal adfacehe purpose of legalisation of proceeds or
for the purpose of financing terrorism, terroristsaor terrorist organisations or if the obliged
person itself partakes in such activities.

(9) A lawyer makes the report within the meaningpafragraphs 1, 3 and 4 through the
appropriate professional association. The assooiahall ensure that the report has all the
requirements within the meaning of this Act. Theaggation can have an opinion on the
content and together with this opinion, it hands tlport on to the Ministry. The lawyer and
appropriate professional association proceed g0 assure that the report is delivered to the
Ministry no later than by 5 calendar days from die¢ection of the transaction. If the danger of
default threatens and it is not possible to achibeedelivery of the report to the Ministry by
way of the relevant professional association, dweyer may notify the Ministry directly.

(10) The reporting of a suspicious transaction dussaffect the duty stipulated in a special
Act to report facts that indicate the committingaadrime.

Article 5
Reporting obligation in special circumstances

(1) A natural person entering the Czech Repubtimfan area outside the Community customs
territory*® or entering into such an area from the Czech Réplib obliged to declare to the
customs office, in writing, the import or export afiy valid means of payment in Czech or
foreign currency, traveller's cheques or money mrasxchangeable for cash, bearer securities
or securities transferable to order or any higldjuable commodities such as, precious metals
and precious stones, that has a sum total valagdass of 15,000 EUR.

(2) The duty mentioned in paragraph 1 must alstulfiled by a legal person that imports or
exports those items mentioned in paragraph 1 thraumgindividual who carries these items on
his/her person when crossing the border of the Canityncustoms territory.

(3) An natural or legal person who sends anythiragn the Czech Republic to an area outside
the Community customs territory or who receivesthimg from that area by mail or other
postal consignment that contains any items merntidneparagraph 1 that have a sum total
value of more than 15,000 EUR, is obliged to declhis consignment to the customs office
and ensure that it is submitted for inspection.

12) Article 1 para. 3 of the Act no. 337/1992 Catin, the administration of taxes and fees, as fudheznded.
¥ Council Regulation (EEC) no. 2913/92, Articlep&a. 1.
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(4) An natural person or legal person also hapartig obligation pursuant to paragraphs 1 to
3 when imports or exports into/out of the Commuuiixgtoms territory or if accepts or sends a
postal consignment of items mentioned in paragfgphat in the course of twelve consecutive
months, have a sum total value that exceeds 1% 0B The reporting obligation arises at the
moment that the party becomes aware that the atgmithreshold will be reached.

(5) A report pursuant to paragraphs 1 and 2 is nm@ade form issued by the Ministry of
Finance and is available at the customs office. fidtaral person, who is making the report, is
responsible for the accuracy and completenesseahtbrmation contained thereon.

(6) An natural person or legal person dischargeéeperting obligation pursuant to paragraph 3
at a customs office by the written record by thedse of the contents of the postal

consignment in a customs declaration or in an matgonal consignment note. The sender is
responsible for the accuracy and completeness efréicord, which must contain all the

information required by the import/export declavati

(7) Customs offices shall immediately pass on te #inistry information about the
observance of reporting obligation in travellingnoections and declaration stating all the
available information about the sender, recipientl ahe subject of reporting obligation
connected with postal consignment, including thzesges when this obligation was infringed.

(8) When converting money from a different curreniy the Euro, the exchange rate
announced for the relevant currency by the CzedioNa Bank and valid on the Friday of the
previous calendar week, is used for a period of @alendar week. The Ministry of Finance
advises the conversion rate of other currencigsatteanot mentioned on the exchange rate list,
to the customs authorities. On the basis of a Vedogaest the customs office advises people of
the exchange rate and the conversion rates fopuhgoses of observing their reporting duty
pursuant to paragraphs 1 to 4. The value of séesiréind highly valuable commodities is
understood to be their current market value oripbsthe price set out in accordance with the
exchange rate on official markets.

(9) Customs offices control the observance of répgrobligation pursuant to paragraphs 1 to
4.

Article 6
Suspension of executing of an instruction

(1) If there is a danger that the securing of ttec@eds may be spoiled or made significantly
more difficult by the immediate following of insttions, an obliged person may only carry
out the client’s instructions concerning a suspisidransaction, at the earliest after 24 hours
has elapsed from the Ministry’s receipt of the répbhe obliged person notifies the Ministry,
in a report of a suspicious transaction of the snsjn of executing the client’s instructions.

(2) Procedure pursuant to paragraph 1 is not f@thw the event that the suspension of the
client’s instructions is not possible, for instameeperations carried out by use of credit cards
or when such a suspension, pursuant to the previotification of the Ministry or own
information of the obliged person could jeopardiseinvestigation of a suspicious transaction.
An obliged person shall inform the Ministry forttitviafter carrying out such a transaction.

(3) The obliged person may also suspend executiagltent’s instructions for 24 hours in the
event that the Ministry requests it; the obligedspa informs the Ministry of this procedure.

(4) If the scrutiny of a suspicious transactionspant to paragraph 1 or 3 requires a longer
period of time, the Ministry may, by the due datemtioned in paragraph 1, order the obliged
person to extend the time it is suspending exegulig client’s instructions but no longer than
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72 hours from the time of receiving the reporttHé Ministry does not inform the obliged
person, within that time, that it has lodged a claimp, the obliged person shall execute the
client’s instructions after the expiration of the. If a complaint has been lodged in that time,
the obliged person shall execute the client's utdions after the expiration of 3 calendar days
from the day of the lodgement of the complaintiivlenforcement authorities authority acting
in the criminal proceedings has not made a decisiorthe impounding or seizure of the
subject of the suspicious transaction.

(5) The obliged person is not responsible for amyadges that arise from the observance of the
duties stated in paragraphs 1, 3 or 4; resporsilidr such damages is carried by the State if
the client's instructions were not aimed at exewut suspicious transaction. Any claim for the

reimbursement of damages must be made at the WimitEinance.

Article 7
The Obligation of Confidentiality

(1) If this Act does not state otherwise, the régrohas a obligation of confidentiality in
concerning the report of a suspicious transactiorofothe actions taken by the Ministry
pursuant to this Act, in relation to third partiescluding those persons that the notified
information concerns. The obligation of confidelitya applies to every employee of the
reporter and also to any person active on his belmathe basis of a contract and arises from
the moment of the detection of the suspicious @retien. This obligation of confidentiality
also applies to the fulfilment of further duties the obliged person pursuant to Article 8
paragraph 1.

(2) The employees of the Ministry and authoritiesntioned in Article 8 paragraph 3 are also
obliged to keep confidentiality about any actioakein pursuant to this Act and about the
information acquired during its carriage. The ofgational branch that carries out the tasks
and exercises the powers that, pursuant to thisaftertain to it must be technically separated
from other workplaces of the Ministry of Financetdrnally, it must apply the organisational,
personnel and other measures so as to guaranteéeththainformation acquired in the
observance of this Act does not come into contattt any unauthorised individual. Anyone,
who in conjunction with the investigation carriedtdy the Ministry of Finance, learns any
information acquired on the basis of this Act, diss a obligation of confidentiality pursuant
to this Act.

(3) The obligation of confidentiality of persons mtiened in paragraphs 1 and 2 does not
expire with the termination of employment or anothedationship with the obliged person or
the Ministry or that the individual ceases to caoyt an activity mentioned in Article la
paragraph 7.

(4) It is not possible to invoke the obligationaainfidentiality pursuant to paragraphs 1 and 2
against

a)a law enforcement authority, if it carries oubgeedings on crimes connected with the
legalisation of the proceeds or if it concerns abservance of a reporting duty in connection
with such a crime,

b) a court that makes decisions in civil courtghtiion connected with transaction or claims
arising from this Act,

c¢) individuals performing controls pursuant to Al 8 paragraph 3,
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d) a body, authorised pursuant to a special reigulato make a decision on the withdrawal of
a licence to conduct a business or another indegretlydgainful activity in the event that the
Ministry submits a motion for the withdrawal ofcua licence,

e) an individual who might claim the right to coemsation of damages caused by the
procedure pursuant to this Act, if it concerns ggjent notification of facts that are decisive
in making such a claim. In this case, the obligedspn may inform the client that acts
pursuant to this Act were taken only after the mes written consent of the Ministry,

f) the relevant foreign authority in the handingepwf information that serves to achieve the
purpose stipulated by this Act, as long as a spkgal regulation does not forbid it,

g) an administrative authority that observes tts&gan the system of the certification of raw
diamonds pursuant to a special legal regulatiognihforming the matters of fact pursuant to
Article 10 paragraph 3,

h) an administrative authority authorised to impbses pursuant to special legal regulations,
which allow the Czech Republic to apply internatibsanctiond, in proceedings on the
violation of those legal regulations,

i) the National Security Office, the Ministry of Eace, intelligence services or the Police of
the Czech Republic, as long as, within their altydhey are carrying out a security check of
the proposed individual or if the National Secufitffice is carrying out a security check of the
organisation or checking the security qualificasiasf individuals pursuant to a special legal
regulatiort”,

j) the Security Information Services and Militargfence Intelligence,

k) financial arbiter who makes the decisions punstia a special legal regulation in a litigation
between a plaintiff and a transferring institution.

(5) Violating the confidentiality obligation impodgursuant to paragraphs 1 to 3 is an offence
for which it is possible in a proceeding pursuanatspecial A¢P to impose a fine of up to
200,000 CZzK. This does not affect the responsybftir damages that arises for the individual
that the discovered information concerns, or thesfibe criminal liability of the person who
violated the obligation of confidentialify’

(6) Information collected by the Ministry pursudatthis Act may only be used otherwise in
proceedings before the authorities mentioned iagraph 4.

(7) The provisions of paragraph 1 first sentencendbapply to obliged persons mentioned in
Article 4 paragraph 7.
Article 8
Further obligations

(1) Upon request, the obliged person shall infolre Ministry, by the due date that it
determinates, of any information about the trangastto which the identification obligation

14) Act no. 148/1998 Coll., on the protection of ddeftial facts and on the amendment of some Ads, a

amended.
Czech National Council Act no. 200/1990 Coll.,ieflingements, as amended.
18 Article 178 of the Crimes Act.

15)
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refers or about which the Ministry is carrying oah investigation. It shall submit
documentation on these transactions or will allowtharised employees of the Ministry
verifying the notification or carrying out contrattivity access to them and it shall provide
information about the individuals, who in any walgatsoever took part in such transactions.

(2) During an investigation the Ministry may requesformation from the whole tax
proceedings from the tax administrator if the nrat@nnot be sufficiently clarified in any other
manner.

(3) The Ministry controls whether the obliged pers@omply with the obligations stipulated
by this Act and whether the obliged persons doamgage in legalisation of the proceeds.
When carrying out the controls the Ministry proceadcording to a special legal regulatidn
As well as the Ministry, the following authoritietso carry out controls of the compliance with
obligations pursuant to this Act:
a) the Czech National Bank for banks and other obligedons to which it grants a foreign
exchange licences,
b) the Securities Commission for obliged persons roeetd in Article 1a paragraph 7 letter
c),
c) the Office for the Supervision of Co-operative ®&& Unions in savings banks and
credit unions,
d) the Office of State Supervision for Insurance arghdon Additional Insurance in
insurance companies and pension funds,
e) State Supervision over the observance of the Actatteries and other similar games
carried out by entities under their contfyl
f) the Czech Commercial Inspection for obliged persoestioned in Article 1a paragraph
7 letter k).

Control also refers to obliged persons within theaming of Article 1a paragraph 8. During the
performance of a control activity, the relationstwmen the control authorities and the
controlled parties are governed by the Act on S@adetrol. Those authorities mentioned in
letters a) to e) are obliged to provide the Ministupon request, a opinion within the
determined time or any other requested collabaratio

(4) In controls carried out at the offices of lawseor notaries, the Ministry always
requests the collaboration of the relevant profesdiassociation. An employee of the Ministry
only has the right to peruse written material atiteodocuments of the lawyer or notary that
are directly connected with the activities of a yaw or notary covered by this Act. A
representative of the Association shall decide whiatten material or document has this
characteristic.

Article 9
The System of internal principles and training progams

(1) The obliged person shall introduce and appéy adequate procedures of internal control
and communication for the purpose of being ablecimply with the obligations stipulated by

this Act. The obliged person mentioned in Articke daragraph 7 letters a) to g) shall draw up
in written, in the full range of the valid licencasd permits for the activities that are subject to
the competence of this Act, a system of internaiggples, procedures and control measures

) the Act no. 552/1991 Coll., on State Controlsamended.
8 Article 46 paragraph 1 letters c) and d) of the Ao. 202/1990 Coll., as amended by the Act n6/11998
Coll.
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for the compliance with the obligations stipulateg this Act (hereinafter only, “system of

internal principles”). A party, which under contracarries out an activity that is subject to the
authority of this Act for other obliged person, doeot have to draw up its own system of
internal principles, if its activity is sufficientlcovered by the system of internal principles of
the other obliged person and if it does not employone or people are not working for it in
any other way.

(2) The obliged person shall designate a specifipleyee to fulfil the reporting obligation

pursuant to Article 4 and to ensure an on-goingtaxinwith the Ministry, if the statutory

authority does not ensure these activities diredthe obliged person mentioned in Article 1la
paragraph 7 letters a) to d), shall inform the Bliryi forthwith on the designation of this
person.

(3) The system of internal principles pursuantdacagraph 1 must contain

g) the detailed demonstrative enumeration of the atthas of a suspicious transaction,

h) for the way of the identification of the client,

i) a mechanism that allows for the information stopemlsuant to Article 3 to be made
available to the Ministry,

j) the procedure of the obliged person from the digtectf the suspicious transaction to the
moment of delivery of the report to the Ministrg that the deadlines stipulated in
Article 4 paragraph 2 are observed as well as thesrfor processing the suspicious
transaction and designating the people who willyaeathe suspicious transaction,

k) the measures that will prevent the threatened dahgé due to the immediate execution
of the client’s instructions, the securing of threqeeds could be spoiled or significantly
hampered,

l) the technical and staffing measures to ensuretlieaMinistry is able to carry out in the
obliged person the tasks pursuant to Articles 6&bhy the legal deadline.

(4) The obliged person shall provide the Ministpon request, with information and
documents on the compliance with the obligatiompdsed pursuant to paragraphs 1 to 3.

(5) A obliged person mentioned in Article 1a paegdr 7 letters a) and b) is obliged to deliver
a system of internal principles or its amendmenthé Ministry within 30 days of its creation
or of the effectiveness of the amendments to te&egay of internal principles. A obliged person
mentioned in Article 1a paragraph 7 letter c) leessé obligations in relation to the Securities
Commission. If the submitted version is not in hany with this Act or it does not fulfil its
purpose sufficiently, the Ministry or the Secusti€ommission shall notify the obliged person
of it in writing. In such an event the obliged pmrss obliged, within 30 days from the receipt
of the notification, to eliminate the shortcomingsd inform the Ministry or the Securities
Commission, in the case of a obliged person meation Article 1a paragraph 7 letter c).. The
deadline for eliminating the shortcomings and foe hotification is also binding in the event
that the Ministry or authority mentioned in ArticBeparagraph 3 letters a) to e) has requested
the system of internal principles for control.

(6) The obliged person shall ensure the trainingroployees, who may come in contact with
suspicious transactions during the discharge of therk duties, at least once in the course of
every twelve calendar months. Training programd fa& aimed at the ways of detecting
suspicious transactions and at the applicatiorragriures pursuant to this Act.
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TITLE THREE
THE POWERS OF THE MINISTRY

Article 10

(1) Pursuant to this Act, the Ministry dischargles function of the collection and analysis of
information. As well as authorities mentioned intiéle 6 paragraphs 3 and 4, Article 8 and
Article 9 paragraph 4 it may
a) carry out its own investigation concerning transacto which identification obligation
pursuant to this Act, relates,
b) impose penalties for the non fulfilment of the dststipulated by this Act,
c) give the motion for the withdrawal of a licence ¢onduct a business or other
independently gainful activities.
The Ministry also acts in the full range stipulateg this Act in proceedings on the
compensation of damages.

(2) If the Ministry discovers any facts that mawtjfy the suspicion that a crime has been
committed, it shall lay a complaint pursuant to @eminal Code. At the same time it shall

provide the law enforcement authority with any mfiation and proof of the facts that it has at
its disposal, if they are connected to the complain

(3) If the Ministry discovers any facts that argrsficant for the performance of the tasks in
the certification system of raw diamonds but theseno reason to proceed pursuant to
paragraph 2, it shall inform the administrative hauity that undertakes the tasks of the
certification system of raw diamonds pursuant gpecial legal regulation of them.

(4) If an authority mentioned in Article 8 paragnaB letters a) to f) discovers facts that
indicate a suspicious transaction within the megroh the Article 1a paragraph 6, it shall
immediately inform the Ministry of it by means afogedure pursuant to Article 4.

(5) The Police of the Czech Republic, intelligerssvices, state administration authorities
including those authorities carrying out state adstiation in a transferred competence and
other state authorities are obliged to provide Nhmistry with the necessary information for

the enforcement of its powers pursuant to this &a,special Act does not forbid them to do
so.

(6) The Ministry is authorised to keep the inforroatacquired within the implementation of
this Act in its information system under conditiospulated by a special AtY. For this
purpose, it is authorised to combine information amformation systems that serve various
purposes. Pursuant to a special Atthe Ministry does not provide the person concerned
upon request, with a report of the information tleakept on it, in the information system
maintained pursuant to this Act.

(7) Within the scope determined by an internatidnedity binding for the Czech Republic, or
on the basis of a reciprocity, the Ministry shalbperate with foreign authorities that have the
same real competence, particularly in the handugg and receiving of information that serves
to achieve the purposes stipulated by this Actc@mditions that the information will only be
used to achieve the purposes of this Act and thatilienjoy protection at least in the scope
stipulated by this Act, the Ministry may also corgte with other international organisations.

19) The Act no. 101/2000 Coll., on the protectiorpefsonal information and on the amendment to soots, A

as amended.
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TITLE FOUR
MINISTRY PROCEEDINGS

Article 11
General principles

(1) If not stated otherwise, the provisions of tBeech National Council Act no. 337/1992
Coll., on the administration of taxes and fees,aag®ended, is used in the same way for
proceedings before the Ministry pursuant to this, Kdt concerns

a) an official language,

b) participants of proceedings and their rights,

C) representation,

d) on-site investigation,

e) delivering,

f) exclusion,

g) summons and order of attendance,

h) proceedings expenses,

i) decisions,

j) fines and penalty tickets.

(2) Where, in the Czech National Council Act no7A@392 Coll., on the administration of

taxes and fees, as amended, it is mentioned taxnadrators, tax proceedings and tax
subjects, for the purposes of this Act, it is ustierd to be the Ministry, Ministry proceedings
carried out pursuant to this Act and the subjeat ttas a stipulated obligation pursuant to this
Act.

(3) Proceedings before the Ministry pursuant te tt are always closed.

Article 12
Fines

(1) The Ministry or an authority mentioned in Atéc8 paragraph 3 may impose a fine of an
amount of up to 2,000,000 CZK on an individual thadlates or fails to comply with an
obligation stipulated by this Act, if it does nobrcern a breach of the obligation of
confidentiality or if such conduct is not an actrmseriously punishable. In case of a repeated
violation or a failure to comply with obligations & consecutive 12-month period it may be up
to 10,000,000 CZK if it concerns an individual.dase of a legal person the imposed fine may
be up to 10,000,000 CZK and in case of a repeait@dtion or a failure to comply with of
obligations in a consecutive 12-month period it nbayup to 50,000,000 CZK. The authority
that first discovers the violation shall levy tlieef.

(2) When determining the amount of the fine, inscessary to take into consideration the
personal and property conditions of the individupbn whom the fine is being imposed and
also the character and seriousness of the of thgatibn that was violated or not complied

with, its duration and the consequences of thgalleonduct.

(3) Itis not possible to impose a fine if two y2&iom the end of the year in which the conduct
that gave rise to the right of imposing a fine bégpsed. The right to enforce the levied fine
lapses after five years from the making of the sleai. The yield from the fines is the revenue
of the State Budget of the Czech Republic.

(4) The individual, upon whom the fine has beenadsga, may make an appeal against the
decision that must contain grounds, of the Ministoyimpose a Fine. The appeal must reach
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the Ministry within 30 days of the delivery of tBecision of the fine. An appeal that is lodged
in time has a delaying effect. The Minister of Fioa decides on the appeal.

(5) If it is a lawyer or notary who violates orlg&ato comply with the obligations stipulated by
this Act and if such conduct is not an act thah@e seriously punishable, then it is considered
to be a disciplinary offence within the meaningaopecial legal regulatiéh and shall be
discussed by the relevant professional associgimauant to this special legal regulation. A
hearing of a disciplinary offence proceeds pursuana special legal regulatith and the
provisions of paragraphs 1 to 4 and Article 11 aot applied to such a hearing. If a
professional association or its employee violatesohligation stipulated by this Act, the
Ministry shall warn of it.

Article 12a

(1) If the customs office discovers that a physwah legal person failed to comply with a
reporting obligation pursuant to Article 5 paradrafd to 4, it shall impose a fine of up to the
value of the undeclared goods on it. The Custorfiseo$hall proceed in the same way in the
case of incorrect or incomplete information in négaursuant to Article 5 paragraph 5 or in a
record pursuant to Article 5 paragraph 6.

(2) The customs office in whose territorial disttigis obligation was violated shall conduct the
hearing of the violation of a obligation pursuam#tticle 5 paragraphs 1 to 4.

(3) The customs office to which the hearing of thelation of the obligation pursuant to
paragraph 2 appertains, may hand over the matter ¢castoms office in whose territorial
district lies
a) The headquarters of the legal person that failezbtoply with an obligation mentioned
in Article 5 paragraphs 2 to 4,
b) The permanent residential address of the individhak failed to comply with an
obligation mentioned in Article 5 paragraphs 1n8d 4.

(4) When determining the amount of the fine, thstams office particularly takes into account
the seriousness, manner, duration and consequehttesviolation of the obligation.

(5) A fine levied pursuant to paragraph 1 is dué payable within 30 days from the day when
the decision of its imposition comes into forceeTine is the revenue of the State Budget of
the Czech Republic.

(6) A fine may be imposed up to 2 years from thg @hen the violation of the obligation
pursuant to Article 5 paragraphs 1 to 4 was disamjeat the latest, however, up to 5 years
from the day the violation took place.

(7) The customs office when discovering a violatimina obligation pursuant to Article 5
paragraphs 1 to 4 may seize goods, which relaieet@iolation of duty. An appeal against this
decision does not have a delaying effect.

(8) An individual, to whom a decision on the sengrof goods was delivered or announced, is
obliged to surrender them to the customs officéhdf secured goods are not surrendered at the
summons of the customs office they may deprivgodrson who has them in his possession of
that goods. The customs office shall issue a rédeighe giving up or deprivation of goods to
an individual who gave up the goods or who wasidegrof the goods.

%) The Act no. 85/1996 Coll., on advocacy, as aménde

Act no. 358/1992 Coll., on notaries and theinatiéis (Notaries Code), as amended.
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(9) If the imposed fine is not paid voluntarily Bye due date for payment, the customs office
may use the seized items in lieu.

(10) If the seized items are no longer necessaryafturther proceedings and if their use in
payment of the fine cannot be considered, the mstoffice shall return them to the person,
who delivered them or from whom they were taken.

(11) The customs office may also impose a fineclwidoes not exceed the amount of 5,000
CZK, by means of a penalty ticket procedure. If #h@ation of the duty has been reliably

proved, the individual who violated the duty punsut Article 5 paragraphs 1 to 4 shall pay
the fine on the spot. It is not possible to ap@aainst the imposition of a fine in a penalty
ticket procedure.

(12) The penalty ticket by which the imposition affine is decided has written on it, who,
when and for the violation of what legal obligatitire fine was imposed. The penalty ticket
also serves as a receipt for the payment of ahespot fine in cash.

(13) If this Act does not state otherwise, procegsiregarding the imposition of fines for the
violation of obligations pursuant to Article5 pgraph 1 to 4 are governed by the
Administrative Procedure Code. When collecting esabvering fines, the customs office shall
proceed according to a special legal regulatton.

Article 13

Motion for the withdrawal of a licence to conduct abusiness or some other independently
gainful activity

() If the Ministry discovers that a legal persanan natural person who has earned incomes
from a business or some other independently gaiaftivity, has in the long term and
repeatedly violated some of the duties stipulatedhie Act or imposed by a decision issued
pursuant to this Act, it shall submit the motiom tbhe withdrawal of a licence to conduct a
business or some other independently gainful agtiai the authority which is authorised to
make a decision on its withdrawal pursuant to aigppeegulation. This authority is obliged to
notify the Ministry of the measures it has taked ahthe manner in which it has dealt with the
motion within 30 days of the motive being delivered

(2) Long-term or repeated violations of the obligas stipulated by this Act or imposed by a
decision issued on its basis, is a reason for illevawal of a licence to conduct a business or
other independently gainful activity pursuant tepacial regulation.

2 The Act no. 337/1992 Coll., as amended.

269



TITLE FIVE
Cancelled

Article 14
Cancelled

Article 21
Effectiveness of the Act
This Act comes into effect on thé duly 1996.

* * *

Act no. 15/1998 Coll., on the Securities Commissamd on the amendment and
supplementation of some other Acts came into effacthe ' April 1998, with the exception
of Articles 2, 21 to 28 and Atrticle 30 points 1 @dvhich came into effect on th& Eebruary
1998.

Act no. 159/2000 Coll., which amends Act no. 618.@Dll., on some measures against
the legalisation of the proceeds of crime and om @mendment and supplementation of
connected Acts, as amended by Act no. 15/1998,Guoill some other Acts, came into effect
on the £ August 2000.

Act no. 239/2001 Coll., on the Czech Consolidatgency and on the amendment to
some Acts (Act on the Czech Consolidation Agen@ne into effect on the 1st September
2001 and ceases to be effective on tHéB@dcember 2011.

Act no. 440/2003 Coll., on the treatment of rawnaimds, on the conditions for their
import, export and transit and on the amendmersotoe Acts, came into effect on the 3rd
January 2004.

Act no. 257/2004 Coll., that amends some Acts imwaction with the adoption of the
Act on Capital Market Undertakings, the Act on €otlve Investment and the Act on Bonds,
came into effect on the 1st May 2004.

Act no. 284/2004, that amends Act no. 61/1996 Col. some measures against the
legalisation of the proceeds of crime and on theradment and supplementation of connected
Acts, as further amended and some other Acts wifieinto effect on the 1st

September 2004 with the exception of the provisioihArticle VIII points 3, 5 and 8,
which will come into effect on the 1st January 2005

270



1.

3.

TEMPORARY AND FINAL PROVISIONS
Act no. 284/2004 Coll. dated 8 April 2004

The obliged person shall supplement the systemtefrial principles pursuant to Article 9

of Act no. 61/1996 Coll., as amended by this Attha latest by 60 days from the date of
this Act’s coming into effect. The obliged persoantioned in Article 1a paragraph 7 letter
a) shall send the supplemented system of intemratiples to the Ministry by the due date

and a obliged person mentioned in Article la paplgr7 letter c) shall send it to the

Securities Commission by the due date.

A legal person or an individual, who has been nesaliegorised as a obliged person by this
Act, is obliged to draw up and apply a system denmal principles and enjoin its
employees to observe the reporting duty pursuamrtle 9 paragraph 1 of Act no.
61/1996 Coll., as amended by this Act, at the tatas 60 days from the day of this Acts
coming into effect. If this newly categorised geld person is mentioned in Article 1la
paragraph 7 letters a) and b) of Act no. 61/199k.,Gxs amended by this Act, it shall send
the system of internal principles to the Ministgythe due date. If it is mentioned in Article
la paragraph 7 letter c) of Act no. 61/1996 Call. amended by this Act, it shall send it to
the Securities Commission by the due date.

Where this Act refers to a lawyer it is also untssd to be a European lawy®t.

22)

Act no. 85/1996 Coll., as amended.
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