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1. General overview of the current situation and the developments since the
last evaluation relevant in the AML/CFT field

1.1 General developments

The third evaluation visit of Estonia by MONEYVAlodk place from 3rd to 9th February 2008. The
final report was adopted by the MONEYVAL Commitieits 28th Plenary Session in Strasbourg (8th —
12th December 2008).

The most important developments arising from thepsel mutual evaluation report include the
amendments to the MLTFPA. The amendments consisbobih changes to the law made under
recommendations of the MER and arising from appboaof the law so far. Also the new draft of
International Sanctions Act has been prepared aloichisted to Parliament.

The conclusions and recommendations of the thirdNBA®VAL evaluation report were discussed at the
Governmental committee for the coordination of éssgoncerning the prevention of money laundering
and terrorist financing (hereinaft&overnmental Committg@n 21" January 2009 and at the Advisory
Committee on Prevention of Money Laundering andrdrest Financing (hereinafteiAdvisory
Committe® Governmental Committee adopted action plan f0R2 to achieve a progress in
implementing the recommendations. The prioritiesewarafting the new version of the International
Sanctions Act, amendments to the Money LaundemmigTaerrorist Financing Prevention Act (MLTFPA)
and Customs Act; issuing guidelines and differatibas to achieve better cooperation and awarenfess
anti-money laundering obligations.

Governmental Committee discussed this year's dewedmts on its meeting 9th November 2009. The
Advisory Committee discussed this matter on itstingel 7th November 2009.

The MLTFPA has been implemented for 1,5 years by.fithe market participants have adapted the new
requirements to their everyday activities and mati@co-operation has improved considerably (agre¢me
of cooperation between FIU, Chamber of Notaries &aa Association as well as Police Board,
Prosecutors Office and FSA have been the conaets ¢nabling that).

The MLTFPA has specified that the Minister of Fioarshall issue secondary law for areas with low
money laundering or terrorist financing risks acdoog to (8 18 (5) MLTFPA) and regarding AML/CFT-
specific internal rules of procedure for credit dmehncial institutions (8 31 (6). Minister of Finee
Regulation no 10 “Requirements for the Rules ottBdure established by credit and financial ingting
and for their implementation and verification ofngaliance” and no 11 “Criteria of low risk of money
laundering and terrorist financing which allows thgplication of simplified customer due diligence
measures” were adopted on 3 April 2008. As bothecamto force only on 11 April 2008 (date of the
publication in the Official Gazette) and moreovee Minister of Finance Regulation No 10 stipuldtes
its 8 30 that Credit and financial institutions must bring theictivities and documents into compliance
with the provisions of this Regulation by no latean 1 November 2008t was not taken into account in
the descriptive part and for rating purposes.

For the time being, the regulations of MinisterFaiance have come into force and credit and firednci
institutions have brought their internal procedueggely in accordance with new specified reguladio

The law amending the MLTFPA has been drafted arnat ithe moment in Parliament of Estonia (the
adoption is planned to take place on"2€ovember 2009). The amendments are in line with th



recommendations made to Estonia in the MONEYVALorepSome additional changes were made
according to the practitioners’ proposals to imgrtive regulation even further

1.2. Training

Since January 2008 when the new MLTFPA entered fiotoe, Estonian FIU has actively organised
training seminars to obliged persons. In 2008 aming seminars were organised (number of partitgpa
964), as of October 14, 2009 the respective numiere 17 and 1012. For law enforcement agencies 10
training seminars (number of participants 2559 fimgudges 2 training seminars (50 participantsjeve
organised in 2008. In 2009 1 training seminar wagawmised to law enforcement agencies (34
participants).

FSA has arranged several training sessions todut® the principles of the new MLTFPA and its
advisory guidelines for compliance officers of dteand financial institutions. In cooperation with
Estonian Banking Association FSA has provided 1-dieajning for AML/CFT officers of credit
institutions.

Ministry of Finance has provided training to auditand trust and company service providers.
1.3.Other developments

On the 22 October 2008 the Management Board ofRinhancial Supervision Authority approved
advisory Guidelines by the Financial Supervisiorthiuity “Additional Measures for Preventing Money
Laundering and Terrorist Financing in Credit anddricial Institutions”. In course of drafting the
guidelines, several meetings with supervised estitvere held and, if justified, their comments and
suggestions were taken into account. In the procksdsafting the guidelines the experts from diéfierr
ministries and from University of Tartu were invetl The advisory guidelines were published on the
webpage of FSA, sent to all supervised entitiestaokl effect 1 April 2009.

Also, FSA has issued a circular giving guidanceupervised entities or®Zountry equivalence enacted
in MLTFPA.

FIU, Chamber of Notaries and the Bar Associatiomehessued several guidelines in order to give
guidance for implementation of the MLTFPA.

National co-operation on the field of AML/CFT hasem enhanced by renewed co-operation agreement
between Police Board (including FIU), Prosecutoffsc® and Financial Supervision Authority. The new
agreement provides clearer format for providing expertise in order to improve the prevention,
hindering, disclosing the illegal activities anchdact proceedings. The new agreement describesrnia m
detail the instruments of cooperation in the fiaML/CFT supervision and exchange of information.



2. Key recommendations

Please indicate improvements which have been madespect of the FATF Key Recommendations
(Recommendations 1, 5, 10, 13; Special Recommeanualti and 1V) and the Recommended Action Plan

(Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: LC

Recommendation of It should be made clear in the law or by way ofdgmice and training that the

the  MONEYVAL | prosecution of money laundering does not requireprior or simultaneous

Report conviction for the predicate offence.

Measures taken toThe PC and MLTFPA does not require a prior or siemdous conviction for the

implement the| predicate offence. MLTFPA uses the conceptrohinal activity. It is obligatory to

Recommendation of the prosecution to ascertain criminal activity whicorresponds to the crimes

the Report provided in PC, but it does not require a convittio
In march 2009 was held special round-table meetimgre participated prosecutors,
investigators, judges, specialists from FIU, Ministf Finance and professors pof
criminal law from the Law Faculty of the Universiby Tartu to discuss the concept
of criminal activity.

Recommendation of Estonia should introduce the full concept of corempi for the money laundering

the MONEYVAL | offence.

Report

Measures taken tpAccording to Estonian penal law attempt of all affes is punishable and

implement the| something preceding the stage of attempt has nal piaracter. An attempt is an

Recommendation of intentional acti the purpose of which is to comanitoffence. An attempt is deemed

the Report to have commenced at the moment when the perseordicg to the person’s
understanding of the act, directly commences thmanaigsion of the offence (§ 24
PC). Therefore conspiracy/preparation of an offendeno steps have been taken to
commence the commission of the offence — shallbeopunished. It is true that
Estonian Penal Code contains some instances fgrsegious offences (terrorism,
drug offences), preparation of which constitute asafe offences. Similarly,
conspiracy for some serious offences which aregeai by imprisonment for more
than 12 years, shall be punished under some condit(§ 22-1 PC). Money
laundering, being punished by maximum ten yearssdoet belong into that
category and establishing a separate offence fp@acy for money laundering |s
not proportionate. Thus mere talks, or even plapmfor negotiations for money
laundering cannot be punished, if the persons mmtedirectly commenced the
commission of the offence.

(Other) changes

since the las

evaluation




Recommendation 5 (Customer due diligence)
|. Regarding financial institutions

Rating: LC

Recommendation o0
the MONEYVAL
Report

f The obliged entities are allowed to rely on CDDomnfiation received inter alia
from a credit institution who has been registeredvbose place of business is in a
contracting state of the European Economic Areaaorthird country where
requirements equal to those provided in the MLTREIRAIN force. In the absence pf
further guidance on this issue, Estonian authasitshould at least issue guidance
regarding the question of which countries satisfatt fulfil these requirements.

Measures taken t
implement the|
Recommendation o
the Report

b Obligated persons have to specify, if a third counain be considered equivalent.
MLTFPA sets a definition that an equivalent courdhould have requirements |in
fplace equal to those provided in MLTFPA. Or"#pril 2008 countries attending
the European Commission Committee on the prevemtiomoney laundering and
terrorist financing approved the list of counttiesonsidered equivalent in the
meaning of % AML Directive®.
The list expresses the common understanding of MerSiates. The text of the
agreement of Member States with a translation Egtonian is published on the
webpage of FSA (http://www.fi.ee/?id=1726) and dme twebpage of FIU
http://www.politsei.ee/?id=1760.
In order to give guidance to credit and finanamstitutions on how to apply the lig
FSA issued a circular on 28.01.2009 on third cquetjuivalence. The fact that|a
country does not appear in the list does not réfedow-level standards o
AML/CFT laws and due diligence measures and doésdemand qualifying thg
country as non-equivalent.
FSA underlined that obligated persons have to ghadr own evaluation using
available up-to-date information on a country. Besirelying on its knowledge and
experience, an obligated person has to take irtoust the assessments of FATF,
IMF and The World Bank, memberships in other orgatibns presuming meeting
to the requirements on certain level, factors agisiom the context of the situation,
trade density with that country and other relexarmumstances.

Additional information on the AML/CFT measures iiffekent countries can b
found on the web pages of FATEnd MONEYVAL?, including also publishe
evaluation reports of countries.

Both FATF and MONEYVAL have also asked member stabeadvise the market
participants of risks associated with countries sehdML/CFT lawsdo not meet
the internationally recognized standards. Refergimcethose statements have been
published on the webpage of FSA (http://www.fi.eb#2726.

It is necessary to document every decision takerawsider a country to be
equivalent or apply due diligence measures in iorlat with costumers/persons
originating from a country.

—
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! Common Understa

nding between Member States ot tbuntry equivalence under the Anti-Money Launulgri

Directive (Directive 2005/60/EC)
2 2005/60/EC of the European Parliament and of thenCil of 26 October 2005 on the prevention ofike of the

financial system for t
% Financial Action Ta

he purpose of money laundg&nd terrorist financing
sk Force: http://www.fatf-gafig
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Recommendation of Concerning beneficial ownership, the law leavesesaiiscretion in interpretation

it

the  MONEYVAL | whether it also covers instances when a naturabgeracts for another natural
Report person. Estonian authorities should make it clearthe law that beneficidl
ownership does not only refer to the first natuparson in the chain but that
(also) covers natural persons who ultimately cohttber natural persons.
Measures taken tpRelevant amendment to MLTFPA defines beneficial enship in a way th
implement the| leaves no discretion to the interpretation. New. &r¢1) and (}) clearly state, thjt

Recommendation of 3 peneficial owner is a natural person who, takimlyantage of his or he

the Report

t
Br
influence, exercises control over a transactionpa@another person, and in whgse
interests or favour or on whose account the trdisa®r act is made and |a
beneficial owner is also a natural person who peandy owns the shares or
voting rights of the company or exercises finaltomhover the management of| a
company in at least one of the following ways:
1) by owning over 25 percent of shares or votimgts through direct or indire¢

shareholding or control, including in the form @fder shares;
2) otherwise exercising control over the manageraéatlegal person.

—~

Recommendation of Concerning criterion 5.6, § 13 (1) 4) MLTFPA reqesr “acquisition of

the MONEYVAL

Report

information about a business relationship and theppse of a transaction”. Thi
provision could only indirectly be sanctioned (thiilure to observe thes
requirements indicate a failure of the institutisninternal controls). Estonis
should introduce a direct sanctioning regime fastprovision.

T O

t
the

Measures taken

implement

Recommendation  of information about business relationship and theppse of a transaction afe

the Report

D Relevant amendment to MLTFPA has introduced newendetailed sanctionin

) (®]

provision. According to Art. 570of MLTFPA the failure of acquisition o

sanctioned. Art. 57 states the following: ,§ 57 Failure to comply with
requirements to obtain information
(1) Failure on the part of an obligated person or npleyee to comply with the
requirements to obtain information on the purposd aature of a business
relationship or transaction is punishable by a fipgo 300 fine units.

(2) The act specified in subsection 1 of this segtif committed by a legal perso
is punishable by a fine up to 500 000 Estonian ksdo

117

>

Recommendation of The Estonian approach to address “high risk of myteundering or terrorist

the MONEYVAL

Report

financing” sets the level to apply enhanced CDDatbigher level than “highe
risk” in terms of the Methodology. While “high risls at the upper end of a leve
of risk, “higher risk” refers only to a situation one risky than average.
Furthermore, in the categories of § 19 MLTFPA nesident customers and
private banking do not appear as higher risk sito@d which would require
enhanced CDD measures. Estonia should change time ¢ “high risk” to
“higher risk” and consider adding non-resident costers and private banking 1
the categories which require enhanced CDD measurasithermore, the
authorities should provide financial institutionsitv guidance on the existin
categories of high risk.

(e}

Measures taken t
implement the|
Recommendation of

the Report

b Minister of Finance Regulation no 10 “Requiremeimisthe Rules of Procedur

Qo

established by credit and financial institutionsl dar their implementation an
verification of compliance” Art. 3 (4) enacts: “Cedf Conduct for the applicatig
of customer due diligence measures must inclutkaat the following:

4) a description of high risk transactions, inchglitransactions concluded
private banking, as well as requirements for arat@uures of the conclusion a
ongoing monitoring of such transactions.

Art 13 of the Reqgulation 18nacts:

>
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nd




“(1) Code of Conduct for the application of custerdee diligence measures must

provide:
1) methods for ascertaining the area and profildefactivities of a customer;
2) procedures for monitoring and analyzing traneastconcluded by a custom

with the credit or financial institution and with aedit or financial institution

belonging to the same consolidation group as teditcior financial institution

based on which there shall be a distinction madedsn low risk transactions and

high risk transactions, including transactions hgiog to the area of private

banking;

3) directions for the case where there is a sumpicif money laundering g

terrorist financing in relation to low risk transaos;
4) other measures necessary for implementing theipke “know your client’.
(2) Measures specified in paragraph 1 must disigtgoetween:

=

1) directions for monitoring business relationshiggere the customer is subjected

to the provisions of Articles 17 and 18 of the Mgreaundering and Terrorist

Financing Prevention Act;

2) directions for monitoring business relationshigtere the customer is subjected

to the provisions of Article 19 of the Money Laurnidg and Terrorist Financin
Prevention Act.
Art 19 of MLTFPA enacts:

“(1) If a situation involves a high risk of moneguindering or terrorist financing,

an obligated person shall apply enhanced due digeneasures.

(2) An obligated person must apply the enhanceddiligeence measures specified

in subsection (3) if:

1) a person or customer participating in a tramsaabr official act performed in

economic or professional activities has been ifiedtiand verified without bein
present at the same place as the person or customer

2) upon identification or verification of a perssmspicion arises of the truthfulness

of the data or authenticity of the documents sutemior of the identification of th
beneficial owner or the beneficial owners;

3) a person or customer participating in a tramsadar an official act performed i
economic or professional activities is a persorciigel in subsection 21 (1).

=}

(3) In the events specified in subsections (1) @)én obligated person shall apply

in addition to the diligence measures specifiedhis Act § 13 (1) 1)-4) also at
least one of the following enhanced due diligeneasares: 1) identification and

verification of a person on the basis of additioatuments, data or informatio
which originate from a reliable and independentreewr from a credit institutio

or the branch of a credit institution registeredhie Estonian commercial register

nl
n

or a credit institution, which has been registevedhas its place of business in a

contracting state of the European Economic Areairora country where

requirements equal to this Act are in force, anéhisuch credit institution th
person has been identified while being presertteasame place as the person;
2) application of additional measures for the psgoof verifying the authenticit
of documents and the data contained therein, arothey things, demanding th
they be notarised or officially authenticated onfawnation of the correctness
the data by the credit institution specified inuga 1), which issued the documen
3) making the first payment relating to the tratisacthrough an account open
in the name of a person or customer participatmghe transaction in a creg
institution which has its place of business in ataxting state of the Europe
Economic Area or in a country where requirementsaktp those provided for i
this Act are in force.
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(4) In the events specified in subsections (1) @)én obligated person shall apy
the due diligence measures specified in clausell3) more frequently tha
usually.
(5) An obligated person is responsible for progmpligation of the due diligenc
measures.”
According to the amendments to 8§ 30 (3) 2) of tHeTMPA all obligated person
have the obligation to describe in their rules migedure transactions of a high
risk level, including risks related to means of coumication, computer network ¢
other technological development and establish fhgragoriate requirements ar
procedure for entering into and monitoring suchgeations.
Additionally, an amendment of the MLTFPA addredtesissue of high risk. Ne
Art. 29 (1Y) enacts: “(}) Upon performance of the obligations provided ifor
subsection (1), an obligated person shall drawghdri attention if the place ¢
location or business of a subsidiary, branch omrresgntative office with :
qualifying holding of the obligated person is irithird country where insufficien
measures for prevention of money laundering angbrist financing have bee
applied or if that country does not cooperate mdgonally in the prevention @
money laundering and terrorist financing or israitiery with a low tax rate.”

FSA Advisory Guidelines addrefise issue as well.

Art 5.3.2 provides the following:

“5.3.2. When determining and substantiating thk lésels of a party or customg

participating in a transactionl1l, the obligatedjescibshall take into account, fq

instance, the following risk factors:

Customer riskwhose risk factors result from the customer’spey including:

- the legal form, management structure, area of igtincluding trust funds
partnerships or other such contractual legal estifegal persons having bea
shares;

— whether this is a politically exposed person;

— whether the party is represented by a legal person;

- the residency of the party, including whether tiisa party registered in g
region with a low tax rate;

- the possibility of classifying the customer as pid¢gl customer in a certali
customer category;

— circumstances (including suspicious transactioesitified in the course of
prior business relationship) resulting from the exignce of communicatin
with the customer, its business partners, owne@esentatives and any oth
such persons;

— the duration of the activity, the nature of theibass relations.

Product or service riskwhose risk factors result from the customer’simess

activity or the exposure of a specific product ervice to potential mone

laundering risks. Examples of a higher producteovise risk:

private banking, personal banking

currency exchange, conversion transactions

mediation of alternative means of payment and iait money;

— founding, sale, administration of companies;

Country risk whose risk factors arise from the differences tire legal

environments (whether legal provisions meetingrivdonal standards are appli

in the country to prevent money laundering andotét financing), crime levels
including drug crime and corruption levels, of cties, including also whethe

ly
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international sanctions have been applied agahistdountry or persons in th




country (relevant lists have been published on webpage of the European
Commission,

http://ec.europa.eu/external_relations/cfsp/sanstist/consol-list.htn).
Obligated persons may use also other means ofifgiagsrisk factors recognized
in banking.”
FIU has issued guidelines of rules of procedurestriders part 4 provides that
when determining the risk levels, three risk facsball be taken into account:
country risk, customer risk and transaction riskl @escribes different factors of
higher risk. FIU guidelines are available on:

http://www.politsei.ee/?id=162énd

Recommendation of 8 18 MLTFPA allows for the application of simpl#i€DD measures in case pf
the  MONEYVAL | credit or financial institutions located in a coatiting state of the European
Report Economic Area or a third country, which in the ctwyrof location is subject to
requirements equal to those provided for in this @&wd the performance of whigh
is subject to state supervision. At present, nod@ute from the Estonian
supervisory bodies exists specifying which thirdircoes fulfil these criteria
Though simplified CDD is not mandatory under thethddology but in case of
applying such a system, the requirements of catef.10 have to be met which|is
not the case in Estonia.

Measures taken tpObligated persons have to specify, if a third counan be considered equivalent.

implement  thel MLTFPA sets a definition that an equivalent courghpuld have requirements jin
Recommendation  of place equal to those provided in MLTFPA. O ¥ril 2008 countries attending
the Report the European Commission Committee on the prevemtiononey laundering and

terrorist financing approved the list of countfieonsidered equivalent in the
meaning of § AML Directive®.
The list expresses the common understanding of Mer8kates. The text of the
agreement of Member States with a translation igtonian is published on the
webpage of FSA (http://www.fi.ee/?id=1726) ) and tre webpage of FIU
http://www.politsei.ee/?id=1760
In order to give guidance to credit and finanamstitutions on how to apply the
list, FSA issued a circular on 28.01.2009 (see
http://www.fi.ee/failid/Guidelines_on_3rd_countrygwevalence.pdf) on  third
country equivalence. The fact that a country daogsappear in the list does not
refer to low-level standards of AML/CFT laws andeddiligence measures and
does not demand qualifying the country as non-exdeint.
Obligated persons have to give their own evaluatieing available up-to-date
information on a country. Besides relying on itsowtedge and experience, an
obligated person has to take into account the siseads of FATF, IMF and The
World Bank, memberships in other organizations yomésg meeting to the
requirements on certain level, factors arising ftbecontext of the situation, trage
density with that country and other relevant cirstances.
Additional information on the AML/CFT measures iifferent countries can b
found on the web pages of FATEnd MONEYVAL®, including also publishe

[ ¢)

® Common Understanding between Member States on ¢bindtry equivalence under the Anti-Money Laundgrin
Directive (Directive 2005/60/EC)

® 2005/60/EC of the European Parliament and of thenCil of 26 October 2005 on the prevention ofke of the
financial system for the purpose of money laundgéand terrorist financing

’ Financial Action Task Forcéttp://www.fatf-gafi.org

8 Committee of Experts on the Evaluation of Anti-MgnLaundering Measures and the Financing of Tesmari
http://www.coe.int/t/dghl/monitoring/moneyval/
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evaluation reports of countries.

Both FATF and MONEYVAL have also given opinions aountries whose

AML/CFT laws do notmeet the internationally recognized standardsetfeetes
on those statements have been published on the agebpof FSA
(http://www.fi.ee/?id=172p

It is necessary to document every decision takerowsider a country to b

equivalent or apply due diligence measures in icglatwith costumers/persons

originating from a country.

Recommendation o
the MONEYVAL
Report

f The MLTFPA requires all obligated persons to hauées of procedure whic
ensure that the legal CDD requirements as set nuhé MLTFPA are followed.

Though not explicitly mentioned, the Estonian arities are of the opinion tha

this language covers also all instances in whichusiness relationship begins

prior to full CDD. The Minister of Finance is ob#id to issue a decree specifyi
further requirements for such rules of proceduractsguidance was not yet
existence at the time of the on-site visit and khba done as soon as possible.

Measures taken t
implement the|
Recommendation o

the Report

b Minister of Finance Regulation No 10 of 3 April BYRequirements for the Rule
of Procedure established by credit and financiatitutions and for theif
Fimplementation and verification of compliance” titame into force on 11 Apr

2008 enacts explicitly, that obligated persons khdave rules of procedures
place ensuring application of CDD measures whdrasiness relationship begi
prior to full CDD.

According to Art. 4 (2) of the referred Regulatidi€ode of Conduct for the
application of customer due diligence measured ghavide the procedures ar
specify the cases where it is allowed to estaldislusiness relationship, includiy
opening an account or carrying out a transactiontha request of the persg
participating in the transaction prior to the fudpplication of customer du
diligence measures.”

Recommendation o

f The MLTFPA should clearly require financial institins to terminate a busines

the  MONEYVAL | relationship and notify the FIU in instances in ainia request for additiong

Report documentation arising only from ongoing due diligememains unfulfilled (part g
criterion 5.16).

Measures taken tpRelevant amendment to MLTFPA clearly states theired obligation.

implement  the| According to the new wording of Art. 27 (3) of MLPR if a person or custome

tF:]engg‘prg?t“da“on O participating in a transaction concluded in ecorwari professional activities dog

not, regardless of a respective request, submitrdents and relevant informatic
necessary for performance of the obligation speatifn this Act § 13 (1) 1)-4),
is deemed to be a fundamental breach of contrattteobligated person has t
obligation for extraordinary cancellation of a lergm contract being the basis
a business relationship

The amended wording of Art 27 (6) requires obliggbersons to register releva
information: “(6) an obligated person shall regiséad preserve pursuant to t
procedure provided for in § 26:
1) the information on the circumstances_of refusathef obligatedoerson tg
establish a business relationship or concludersaion;

2) the circumstances of refusal at the initiative giesison participatingn a
transaction or professional act, a person usingpBegsional service or a custon
to establish a business relationship or concludeamsaction if such refusal
related to the application of due diligence meabyrthe obligated person;

3) the circumstances of the termination of a businglssionshipin the event
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provided for in subsection (3) of this section;
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Art 27 (3) establishes the following:

In a long-term contract serving as the basis afiginess relationship, an obligat
person shall stipulate the right to terminate traordinarily without following the
term of advance natification, if a person or customparticipating in a transactig
concluded in economic or professional activitieseglonot, regardless of

respective request, submit documents and relewémtation or if the submitte
documents and data do not eliminate the obligadgn’s suspicion that th
purpose of the transaction or business relationstay be money laundering

terrorist financing.

Amended Art. 30 (3) 5) sets the requirement to halevant rules of procedure
place, stating that “(3) The rules of procedurdisha5) set out the requiremen
and procedure for application of § 27 (6).”

The basis for notifying FIU of such cases comesfthe Art. 32 (1) and (2) (th
latter is amended) which enact: “(1) If, upon pariance of economic @
professional activities or when carrying out aniaidi act, an obligated persg
identifies an activity or circumstances which midig an indication to mone
laundering or terrorist financing or in case thdiggted person has reason
suspect or knows that it is money laundering amtest financing, the obligate
person shall immediately notify the Financial Ifigglnce Unit thereof.

(2) Subsection (1) shall also be applied in thenessepecified in § 27 (6) 1)-3).”

(Other) changes sinc
the last evaluation

D

Recommendation 5 (Customer due diligence)
. Regarding DNFBP®

Recommendation o
the MONEYVAL
Report

f As the relevant provisions of the MLTFPA apply botlinancial institutions and

DNFBP in the same way, the comments and obsergatizade for credit an

financial institutions under Recommendation 5,,8,8L.0 and 11 equally apply fc
DNFBP (with the exception of criterion 8.2 of thATF Methodology). Thus th

Recommendations there are also valid concerning BINF

)
)
D
e

Measures taken t
implement the)
Recommendation o

the Report

f

b The amendments to the MLTFPA are applicable toligated persons, includin
DNFBP-s. Hence, our comments to the Recommend&tiooncerning financial

institutions are generally applicable to the DNFBBRs well. Amended section

(4) of the MLTFPA Conditions of the application of simplified due diigence
measures)is worded as follows:

“(4) An obligated person may apply simplified dudiggénce measures in

transaction if all the following conditions are met

1) a written long-term contract has been concluali¢gld a customer;

2) a payment is made through the account of a paysoustomer participating in

transaction, which has been opened in a creditutish or the branch of a foreig
credit institution registered in the Estonian Comncied Register or in a cred
institution which has been registered or has ig@lof business in a contracti

state of the European Economic Area or in a countrgre requirements equal
those provided by this Act are in force:
3) the obligated person has established by rulastefnal procedure beforeha

that the annual total value of performance of faiahobligations arising from
transactions of that type does not exceed the maxitimit of 200 000 Estonia

kroons.”;

g
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Amended section 27 (3) of the MLTFPA is worded@kfvs:
“(3) If a person or customer participating in angaction concluded in economic [or
professional activities does not, regardless of eap&ctive request, submit
documents and relevant information necessary fdiopeance of the obligation
specified in this Act 8 13 (1) 1)-4), it is deemedbe a fundamental breach |of
contract and the obligated person has the obligdto extraordinary cancellatio
of a long-term contract being the basis of a bissimelationship.”;

According to the Art 30 the rules of procedure ktlascribe transactions of a
higher risk level and establish the appropriat@ireqments and procedure for
entering into and monitoring such transactions. Adaeel Art. 30 (3) 5)) sets the
requirement to have relevant rules of procedupdane, stating that “(3) The rule
of procedure shall: ...5) set out the requirementspncedure for application of
27 (6).”

Amended section 32 (2) of the MLTFPA is worded@kfvs::

“(2) Subsection (1) of this section shall also peled in the events provided by|§
27 (6) 1)-3).”

=]

wi—U)

Recommendation of § 30 (6) MLTFPA applies only to financial instituis but not to DNFBP. The
the  MONEYVAL | evaluators recommend that also DNFBP should be ireduthrough means qf
Report secondary legislation (i.e. Minister of Finance'segulation) to set up
comprehensive internal control mechanisms for mantp@dML/CFT risks having
regard to the sort, scope and complexity of thetivaties.

Measures taken tpFIU has issued the guidelines to (available in Bstoin FIU’s web site):

implement ~  the — ayditors and providers of accounting services:
Recommendation  of iy /amww. politsei.eeffiles/rab/Audiitorite_poolisitatava_teate_esitamise_juhend
2 [RETpEs EST_RUS.pdf

— traders:

http://lwww.politsei.ee/files/rab/Kauplejad_protsadreeglid.pdf
— pawn houses;
http://www.politsei.ee/files/rab/Protseduurireegindidids_pandimajapidajad.pdf
— casinos:
http:/www.politsei.ee/files/rab/tegevusjuhend _kail. pdf
— notaries public (in cooperation with Chamber of &s)
http://www.politsei.ee/files/rab/Notarite_poolt_egiesu_andmeburoole_esitatavia
teate_koostamise_juhend_juuni_2008.pdf
The advisory guidelines issued by Chamber of Nesarand Estonian Ba
Association have been coordinated with FIU.
At the moment the advisory guideline to the distaoasino service providers is|at
the process of drafting since the articles regugathe remote gambling activities
will enter into force on 1 January 2010.
According to § 47 section 3 MLTFPA the Estonian Basociation Board carries
out supervision over association members’ compéandLTFPA and acts issued
on the basis of the act according to Bar Assogia#iot taking into consideration
the stipulation of MLTFPA. According to same paggr section 4 the Ministry of
5
n
nt

=

Justice carries out supervision over notaries’ d@npe to MLTFPA and act
issued on the basis of the act according to Natake, taking into consideratio
the stipulation of MLTFPA. According to MLTFPA thiinistry of Justice has
delegated supervision rights to the Chamber of fa(Notaries Reglemer
section 82 (9).
Cooperation between the Chamber of Notaries andn€ial Intelligence Unit i$
efficient. The Camber of Notaries has entered @woperation Memorandum with

13



Financial Intelligence Unit. In 2009 representadivd both of the aforementioned
establishments have convened on one occasion. €peesentatives have
frequently discussed problems arisen from practicich as filing reports, new
criminal trends etc. A representative of the CamtfeNotaries is active in thg
work of Monetary Laundering Council acting undee tHinistry of Finance. The
meetings of the Council take place four to six 8rper year.

According to § 44 Notaries Act the Chamber of Niewmprepares guidelines for

the harmonization of the practice of notaries eslato office. The Chamber of

Notaries has passed their own guidelines riNavember 2008. Training togk

place after the implementation of the new MLTFPAI aturing the imposing of

guidelines.

Supervision over notaries has been done in theseoofr periodic supervision. No

deficiencies were discovered.

On May the 200 2009 Advisory Committee and Estonian Bar Assooiaiiave

signed a cooperation memorandum to

- impede and forestall the use of Estonian monetgsyem and economy far
monetary laundry and financing of terrorism andamige cooperation in this
regard.

- Bar Association Board has passed guidelines oneStgar the 9 2008 on
procedural rules to fulfill the duties of impedimgnd forestalling monetary
laundering and financing terrorism. The act is reagendable and law offices
are free to use that as an example to develop ¢l directive considering
their specifics.

In December 2008 the Bar Association Board carded supervision to see

whether law offices have implemented the proceduwials of diligence measures

to fulfill their duties according to MLTFPA. In theourse of supervision random
selection of law offices were supervised. The smle@covered approximately 9 %
of law offices. In the course of supervision 15 laflices over Estonia were
examined. During supervision one law office out T did not have the

aforementioned rules of procedure, other 14 lavicedf did have the rules of
procedure. The law office with shortcomings waseasto conduct their business|in

accordance with the law and an additional exanonafllowed in January 2009.

During the additional examination it was discoverdet the law office had

implemented the requested procedural rules. The Association Board has

pointed out to the members of the association idp@ficance of the subject and
the need to implement the aforementioned rules hiair toffices. The Bar

Association Board did not discover any violationMETFPA or the guidelines

implemented on the basis of the act by the membérthe association and

therefore has not had the need to apply punishteentembers. Review of the
results of the supervision has been presentechemeEial Intelligence Unit on April

the 14" 2009.

In February 2009 training was organized by the Bssociation on the subject of

money laundering, under which different topics wedressed (prevention pf

money laundering, what does an entrepreneur havinésv about MLTFPA,
lawyers and money laundering).

During a joint meeting in 2008 it was decided tdoece corresponding meeting

annually where the following topics can be discdsghe review of last year’

supervision, experiences on the subject, problemsrged in the course of
everyday work.

[2)

Recommendation o
MONEYVAL

f Though DNFBP are required under § 19(2) MLTFPA fplgt enhanced dug
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Report

diligence procedures for business relationshipstransaction with non face t
face-customers, no guidance is provided as to @ssiple enhanced due diligen
measures that DNFBP should take to mitigate thé&srifor non-face-to fac
relationships and transactions. Estonian authositéhould issue such guidance.

4]

Measures taken t
implement the)
Recommendation o

the Report

b According to amendments to 8 30 (3) 2) the ruleproicedure ofall obligated
persons have to describe transactions of a higéletavel, including risks relate
fto means of communication, computer network or rotidehnological developmert
and establish the appropriate requirements andeguve for entering into an
monitoring such transaction.
FIU has issued the guidelines which apply to DNHBRailable in Estonian o

measures that DNFBP should take to mitigate thksri®r non-face-to fac
relationships and transactions.

FIU Example rules of procedure for traders for ifiulfy the AML obligations
specifies also the measures for enhanced QD://www.politsei.ee/?id=826
Similar principles are provided by Chamber of Nigsrand the Bar Associatid
guidelines.

FIU’'s web site) and provide guidance as to the iptssenhanced due diligen¢

o<

e

D

n

Recommendation o
the MONEYVAL
Report

f Casinos should be required not only to identify biso to verify the name of
client who engage in financial transactions equakbove the threshold given [
criterion 12.1 of 3 000 USD/EUR; though not requifgy the Methodology, it mg
be easier simply to amend the law by using thetiegiglower) threshold of th
MLTFPA which is 30 000 EEK (1 917.34 EUR).

(Other) change
since the las
evaluation

5As of the beginning of 2009 the new Gambling Actmeato force in Estoni

I requiring to identify, verify and register all visis of casinos.
The Gambling Act 8§ 37 (7)—(11) provide that theaoiger of a game of chance
obliged to identify the persons entering the vemiegame of chance. Fq
identifying the persons the following informatiomedl be recorded:
1) given name and surname;
2) personal ID code, or if this is not presentedatbirth;
3) title and serial number of the ID, date and platissue;
4) time and date of arrival to the venue of gamehaince.
Information shall be registered upon the first gnte of the venue of game ¢
chance by a person on the basis of an ID. The phgbe ID with person
information is photocopied, and the informatioriddsin section 5 is filed with
electronic database.
Before the person is admitted into the venue fong®af chance the organizer
gambling checks the information on the person eéndhtabase for persons visiti
the venue of game of chance on the basis of ID,raadrds the time and date
arrival of the person in the casino
The information may be viewed, copies of it recdiee queried using a compute
based data exchange network or data security mettyadd on with the organiz
of the game of chance only by:

1) supervisory body upon carrying out state sugemi

2) court during a procedure;

3) institution carrying out criminal investigation;

4) Tax and Customs Board in connection with thecedore of a particular ta
case;

5) Financial Intelligence Unit;

6) Security Police Board in connection with prodagd for state secrets acce
permits;
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7) the person with regard to data about themselves.

starting from the last visit of the venue of garieltance by the person.

an amount exceeding 30,000 kroons or an equal anmanother currency.

Recommendation 10 (Record keeping)
I. Regarding Financial Institutions

Information entered in the database on a persdhtshatored for at least 5 years

Additionally, the MLTFPA 8 16 (1) provides that tbeganizer of games of chance
is obligated to identify and verify the data spieclfin subsection 23 (3) regarding
all persons who pay or receive in a single tramsaar several related transactions

Rating: LC
Recommendation of There is no requirement in law or regulation to xedocuments longer than fiye
the  MONEYVAL | years if requested by a competent authority.
Report
Measures taken toThe requirement to keep documents longer than ywars if requested by |a
implement thel competent authority is met by the following prowisi of Code of Crimina
Recommendation of procedure.
the Report Code of Criminal Procedure
§ 215. Obligation to comply with orders and demaafimvestigative bodies and
Prosecutors’ Offices
D The orders and demands issued by investigdtidbes and Prosecutors’
Offices in the criminal proceedings conducted thgrare binding on everyone and
shall be complied with throughout the territorytioé Republic of Estonia.
3) A preliminary investigation judge may imposefine of up to sixty
minimum daily rates on a participant in a procegdimther persons participating fin
criminal proceedings or persons not participatingthe proceedings who have
failed to perform an obligation provided for in selotion (1) of this section by|a
court ruling at the request of a Prosecutor’'s @ffithe suspect and the accused
shall not be fined.
(Other) changes
since the las
evaluation
Recommendation 10 (Record keeping)
Il. Regarding DNFBP'°
Recommendation of There is no requirement in law or regulation to xedocuments longer than five
tF?e tMONEYVAL years if requested by a competent authority.
epor
Measures taken toThe requirement to keep documents longer than years if requested by |a
implement thel competent authority is met by the following prowisi of Code of Crimina
Recommendation of procedure.
the Report Code of Criminal Procedure
§ 215. Obligation to comply with orders and demaafi;mvestigative bodies and
Prosecutors’ Offices
D The orders and demands issued by investigdtidbes and Prosecutors’
Offices in the criminal proceedings conducted thgrare binding on everyone and

shall be complied with throughout the territorytioé Republic of Estonia.

(3) A preliminary investigation judge may imposefine of up to sixty

10j.e. part of Recommendation 12.
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criminal proceedings or persons not participatingthe proceedings who ha
failed to perform an obligation provided for in seltion (1) of this section by
court ruling at the request of a Prosecutor’'s @ffithe suspect and the accu
shall not be fined.

minimum daily rates on a participant in a procegdisther persons participating |i

(Other) changes
since the las
evaluation

Recommendation 13 (Suspicious transaction reporting

I. Regarding Financial Institutions

Rating: LC
Recommendation of It should be clarified in the MLTFPA, that all attpted transactions have to
the  MONEYVAL reported.
Report
Measures taken tpRelevant amendment to MLTFPA clearly states theired obligation.
implement  thel The amended wording of Art. 27 (6) ((1-2)) of MLTARequires obligated persof
Ezclg;nprgft”da“on of to register the details of attempted transactiowsemnacts: “(6) An obligated pers

shall register and preserve pursuant to the praequiovided for in § 26:

establish a business relationship or concludersaion;
2) the circumstances of refusal at the initiatiieaoperson participating in

to establish a business relationship or concludeamasaction if such refusal
related to the application of due diligence meabdyrthe obligated person;”

amended) that state:

might be an indication to money laundering or testofinancing or in case th
obligated person has reason to suspect or knowsitti® money laundering g
terrorist financing, the obligated person shall iediately notify the Financia
Intelligence Unit thereof.
(2) Subsection (1) of this section shall also blied in the events provided by § i
(6) 1)-3).”

1 ) the information on the circumstances of refushithe obligated person to

transaction or professional act, a person usingogegsional service or a custom

The obligation to notify FIU derives from the Ar23(1) and (2) (the latte

“(1) If, upon performance of economic or professional a@iior when carrying
out an official act, an obligated person identifisactivity or circumstances whig
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Recommendation o
the MONEYVAL
Report

f The definition of financing of terrorism as provitiéor by § 5 of the MLTFPA i
linked with the definition as provided for by § 23C (the terrorist financing
offence) and thus it has the same limitations astéhrorist financing offence an
there is no reporting obligation in case of:

1. financing of an individual terrorist;

2. collecting of funds for the purpose of terroristaincing;

3. the provision of funds in the knowledge that they t# be used (for an
purpose) by a terrorist organisation or an indivaluerrorist;

4.
in the specific UN terrorist conventions which aia covered in the Estonid
terrorist offence (8 237 PC).

It is recommended that the reporting obligationlw# broadened and broug

into line with SR. IV.

those conducts of Art 2 of the Terrorist Financdgnvention and addresse

Measures taken t
implement the
Recommendation o

D |t is now clearly stated in 2373 of the Penal Céelgered into force 6.04.2009) th
financing of an individual terrorist and collectingf funds for the purpose ¢
fterrorist financing is punishable.

at

=+

17



the Report

The Penal Code:

§ 237. Funding and supporting a terror crime and itaien

(1) If a person has assisted, funded or conscicsighported in any other way
crime described in Sections 237 (acts of terrori2BY (terrorist organisation) o
237 (preparation of and encitement to acts of termayisf this Penal Code or 4
organization orperson whose activity is directed towards committing amer
described in Section 237 of this Penal Code; ordmabled the use of or collect
resources with the knowledge that these resourdebevused to partially or fully
commit a crime described in Sections 237,'287237 of this Penal Code; then th
person will be punished with an imprisonment secgesf 2 to 10 years.

(2) If a legal person has committed the same crithe, legal person will b
punished with a monetary fine or forced liquidation

(3) The court will implement extended property segzfor the property gaine
through crime described in this Section accordingéction 83of this Penal Code
[RT 1 2009, 19, 114<https://www.riigiteataja.eelact.jsp?id=13163245> entered
into force 6.04.2009].

Recommendation of Savings and loan associations as well as insuraector sent no STRs so far. T
shows that there is presumably either a lack ofeustainding or awareness of anti-

the  MONEYVAL
Report

money laundering obligations of these entities. Fig should provide morg

obligations.

Measures taken t
implement the
Recommendation o
the Report

D As of the 01.09.2009 there were 11 savings and &sanciations (SLA) operatin
in Estonia. The market share of SLAs is relativatyall, constitutes ca 0,056%
fthe total assets of credit institutions. The scopectivities is limited by law tg
deposit taking from its own members and subordimatf government loans ar
foreign aid funds to their membeihe total balance of all SLAs is approx. 179
EEK (ca 11,4 mil EUR), therein ca 1/3 of the liglgk consists the loan resour
for specific purposes and ca 1/3 statutory reseawelsshare capitalhe SLAs are
subject to the reporting obligation according te MLTFPA.
FIU has sent to all savings and loan associatiggesating in Estonia a circule
letter where FIU has called savings and loan aaBons’ attention to the chang
made in the MLTFPA (compared to the old MLTFPA).2008 FIU received on
STR from savings and loan association.

Estonia has analysed the activities of the savargs loan associations. Since
Estonia savings and loan associations are relgtiyelng and they are main
focused to financing agricultural activities at tloeal (i.e. parish) level and th
scale of the funds administered is rather smadl Mih. risks in this sector are low.
FIU received 2 reports in 2008 and 1 report in 2608 insurance agencies. Sin
the high-ML-risk insurance services are not popindEstonia, this is estimated th
the risk of being abused in ML schemes is low far insurance sector. Therefore
is estimated that the number of STRs received fiiois1 sector will not increas
considerably in next few years.
FSA has issued guidelines “Additional measures poevention of money
laundering and terrorist financing in credit anaaficial institutions” on 22 Octobg
2008 and published on the web-site of the FSA. 8inds are addressed to
credit and financial institutions under the AML/CEBilipervision of FSAincluding
insurance sector (life-insurance providers are subject to MLTFP/&uidelines
were sent to all obligated persons and also puddisim the webpage of FSA
(http://www . fi.ee/failid/Soovituslik_juhend RTRTS0@8 EN.pdf. Chapter 9 of
the guidelines describes action in case of sugpicfanoney laundering, includin

guidance and training to these entities that thestds understand their reporting
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(Other) changes$
since the las
evaluation

Recommendation 13 (Suspicious transaction reporting
ll. Regarding DNFBP"

Recommendation o
the MONEYVAL
Report

f The same deficiencies in the implementation of Rewndations 13, 15 and 21 in
respect of financial institutions apply equallyDdIFBP and the Recommendatior
there concerning financial institutions are alsdigtan the context of
Recommendation 16.

Measures taken t

implement the
Recommendation o
the Report

0 Relevant amendment to MLTFPA clearly states theired obligation.

The amended wording of Art. 27 (6) ((1-2)) requidddigated persons to regist
fthe details of attempted transactions and ena¢®: An obligated person shg
register and preserve pursuant to the procedureda for in § 26:

establish a business relationship or concludersaion;

2) the circumstances of refusal at the initiatiieaoperson participating in
transaction or professional act, a person usingpfegsional service or a custom
to establish a business relationship or concludeamasaction if such refusal
related to the application of due diligence meabyrthe obligated person;”.
The obligation to notify FIU derives from the Ar23(1) and (2) (the latte
amended) that state:
“(1) If, upon performance of economic or professional a®ior when carrying

might be an indication to money laundering or téstofinancing or in case th
obligated person has reason to suspect or knowsitti® money laundering g
terrorist financing, the obligated person shall iedmtely notify the Financia
Intelligence Unit thereof.

((2) Subsection (1) of this section shall also ppliad in the events provided by
27 (6) 1)-3)

According to amendments to § 14 of the MLTFPA aligalbed person draws in h
or her economic or professional activity higheeation to business relations
transactions if the place or residence or locatdna customer or a persg
participating in the transaction or a person ugimg professional service, or tf
place of location of a payment service providea dfeneficiary is in a third countt
or on a territorywhere sufficient measures for prevention of morantlering and
terrorist financing have not been applied, or #ttleountry or territory does n
cooperate internationally in the prevention of mprlaundering and terrorig
financing or is a territory with a low tax rate.”

1 ) the information on the circumstances of refushithe obligated person to

out an official act, an obligated person identi@sactivity or circumstances whi¢
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Recommendation o
the MONEYVAL
Report

f Some DNFBP seem less aware of their obligations;lawyers, real estate deale
as well as accountants and auditors sent only & genall number of STR so fg
Further outreach to these entities that they bettederstand their reportin
obligations is necessary.

rs
Al

Measures taken t

implement the
Recommendation o
the Report

b After adoption of MER FIU has organised 13 trainggminars where all obligate
persons’ categories have been represented (in361aparticipants). Unfortunate
fthere is no disaggregated statistics availableaddition, FIU has organised
training seminars to auditors and accounting sesvgroviders (322 participants),

2d

SO Lo o<

training seminar to lawyers (100 participants) dniaining seminar to bailiffs (4

j.e. part of Recommendation 16.
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participants).

To increase the awareness, FIU has made 29 onrsipections to real estate
agents, and 47 on-site inspections to bailiffst@4rustees and 227 to other legal

services providers. According to the statisticse thcidence of reporting ha
somewhat increased in those sectors after inspection 2008 auditors an
accounting services providers sent 6 report to &) of 30 September 2009 t
number was 14. The number of reports sent by dduad services providers se
was 2 and 6, respectively.

Real estate providers have sent only 2 report®<itf@l.2008 since the transactic
are drawn up by notaries public. The analysis ef rports received by notari
public clearly indicates that most of the STRs et involve real estat
transactions. FIU does not forecast the vast iserefthe reports form those sec
in next few years.

(Other)
since the
evaluation

las

changes

D

Special Recommendation Il (Criminalisation of terraist financing)

Rating: PC

Recommendation o
the MONEYVAL
Report

f1t is recommended to amend the legal text crimémadj terrorist acts and th
provision criminalising terrorist financing in a wathat they would be broad arn
detailed enough to cover, besides the financintgwbrist organisations, also rj
terrorist acts as required by the UN Conventionsl dne financing of individu

terrorists.

Measures taken t
implement the
Recommendation o
the Report

b Financing of an individual terrorist in now cleadtated in 2373 of the PC (enter
into force 6.04.2009)

f The Penal Code:

§ 237. Funding and supporting a terror crime and itsaien

(1) If a person has assisted, funded or conscicsighported in any other way
crime described in Sections 237 (acts of terrorjs?8y* (terrorist organisation) o
237 (preparation of and incitement to acts of terraji®f this Penal Code or 4
organization or person whose activity is directesvards committing a crim
described in Section 237 of this Penal Code; ordmabled the use of or collect
resources with the knowledge that these resourdebevused to partially or fully
commit a crime described in Sections 237,'287237 of this Penal Code; then tt
person will be punished with an imprisonment secgesf 2 to 10 years.

(2) If a legal person has committed the same crithe, legal person will b
punished with a monetary fine or forced liquidation

(3) The court will implement extended property seézfor the property gaine
through crime described in this Section accordingection 83of this Penal Code
[RT 1 2009, 19, 114<https://www.riigiteataja.eelact.jsp?id=13163245> entered
into force 6.04.2009].
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Recommendation o
the MONEYVAL
Report

f These provisions should also:

» clearly cover the various elements required by ISRnl particular the
collection of funds by any means, directly or iedily, and their use in fu
or in part for terrorist financing purposes;

« clarify that it is not necessary that funds werduatly used to carry ou
terrorist acts or be linked to a specific terrorastt.

Measures taken t
implement the

b Financing of an individual terrorist in now cleadtated in 2373 of the PC (enter
into force 6.04.2009)

Recommendation o

f
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the Report The Penal Code:

§ 237. Funding and supporting a terror crime and itaien

(1) If a person has assisted, funded or consciosighported in any other way|a

crime described in Sections 237 (acts of terrori2BY (terrorist organisation) ar

237 (preparation of and incitement to acts of terra)if this Penal Code or an

organization or person whose activity is directedvards committing a crime

described in Section 237 of this Penal Code; orémabled the use of or collected
resources with the knowledge that these resourdebevused to partially or fully
commit a crime described in Sections 237,'287237 of this Penal Code; then the
person will be punished with an imprisonment seceesf 2 to 10 years.

(2) If a legal person has committed the same crithe, legal person will be

punished with a monetary fine or forced liquidation

(3) The court will implement extended property segzfor the property gained

through crime described in this Section accordingéction 83of this Penal Code

[RT 1 2009, 19, 114<https://www.riigiteataja.eelact.jsp?id=13163245> entered

into force 6.04.2009].

Recommendation of Current law does not specifically criminalize theoysion of funds in the
the  MONEYVAL | knowledge that they are to be used (for any purpbge terrorist organisation of
Report an individual terrorist.
Measures taken topAs the “individual terrorist” and funding and supiiog of terrorism is covered
implement the| other requirements are applicable automaticallyeage refer to the previolis
Recommendation of answers).
the Report
(Other) changes
since the las
evaluation
Special Recommendation IV (Suspicious transactioreporting)
I. Regarding Financial Institutions
Rating: LC
Recommendation of The definition of financing of terrorism as provitieor by § 5 of the MLTFPA
the  MONEYVAL is linked with the definition as provided for by 287 PC (the terrorist
Report financing offence) and thus it has the same linoitet as the terrorist financing
offence and there is no reporting obligation in eas:

1. financing of an individual terrorist;

2. collecting of funds for the purpose of terroristdicing;

3. the provision of funds in the knowledge that they ® be used (for any
purpose) by a terrorist organisation or an indivalderrorist;

4. those conducts of Art 2 of the Terrorist Financ®gnvention and addressed (in
the specific UN terrorist conventions which are wotered in the Estonian
terrorist offence (8§ 237 PC).

It is recommended that the reporting obligatiorbbeadened and brought into
line with (all essential criteria for) SR. IV.
Measures taken toAs the “individual terrorist” and funding and supfiog of terrorism is covered
implement thel other requirements are applicable automaticallyedggt refer to the previolis
Recommendation of answers).
the Report The Penal Code:

§ 237. Funding and supporting a terror crime and itsaien

(1) If a person has assisted, funded or conscicsighported in any other way|a

crime described in Sections 237 (acts of terrori2BY (terrorist organisation) aor

237 (preparation of and incitement to acts of terra)iof this Penal Code or gn
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organization or person whose activity is directesvards committing a crim
described in Section 237 of this Penal Code; ordmabled the use of or collect
resources with the knowledge that these resourdebevused to partially or fully
commit a crime described in Sections 237,'287237 of this Penal Code; then tt
person will be punished with an imprisonment secgesf 2 to 10 years.

(2) If a legal person has committed the same crithe, legal person will b
punished with a monetary fine or forced liquidation

(3) The court will implement extended property seéz for the property gaine
through crime described in this Section accordingection 83of this Penal Code
[RT 1 2009, 19, 114<https://www.riigiteataja.eelact.jsp?id=13163245> entered
into force 6.04.2009].

(Other)
since the
evaluation

las

changes$

Special Recommendation IV (Suspicious transactioreporting)

Il. Regarding DNFBP"

Recommendation o
the MONEYVAL
Report

f The same deficiencies in the implementation of Rewmndations 13, 15 and 21
respect of financial institutions apply equallyD&NFBP and the Recommendatig
there concerning financial institutions are also liga in the context o
Recommendation 16.

Measures taken t
implement the
Recommendation o
the Report

0D As the “individual terrorist” and funding and supfog of terrorism is covere
other requirements are applicable automaticallyedpd refer to the previol
answers).

The Penal Code:

§ 237. Funding and supporting a terror crime and itsaien

(1) If a person has assisted, funded or conscicsighported in any other way
crime described in Sections 237 (acts of terrorjs?8y* (terrorist organisation) o
237 (preparation of and incitement to acts of terraisf this Penal Code or 3
organization or person whose activity is directesvards committing a crim
described in Section 237 of this Penal Code; ordmabled the use of or collect
resources with the knowledge that these resourdebevused to partially or fully
commit a crime described in Sections 237,'287237 of this Penal Code; then tt
person will be punished with an imprisonment secgesf 2 to 10 years.

(2) If a legal person has committed the same crithe, legal person will b
punished with a monetary fine or forced liquidation

(3) The court will implement extended property seézfor the property gaine
through crime described in this Section accordingection 83of this Penal Code
[RT 1 2009, 19, 114<https://www.riigiteataja.eelact.jsp?id=13163245> entered
into force 6.04.2009].

f
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D

o

e

in
ns

US

Recommendation o
the MONEYVAL
Report

f Some DNFBP seem less aware of their obligatiors;lawyers, real estate deale
as well as accountants and auditors sent only & genall number of STR so fg
Further outreach to these entities that they bettederstand their reportin
obligations is.

s
Al

Measures taken t
implement the
Recommendation o

b After the adoption of the MER FIU has organisedtiEning seminars where 3

f Unfortunately there is no disaggregated statistiesilable. In addition, FIU ha

obligated persons’ categories have been represdmetbtal 361 participants).

the Report

organised 6 training seminars to auditors and auouy services providers (32

N O

12j.e. part of rec. 16
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participants), 1 training seminar to lawyers (1@@tigipants) and 1 training semi
to bailiffs (40 participants).

To increase the awareness, FIU has made 29 onrsipections to real est
agents, and 47 on-site inspections to bailiffst@4rustees and 227 to other leg
services providers. According to the statisticse tihcidence of reporting h
somewhat increased in those sectors after inspectin 2008 auditors an
accounting services providers sent 6 report to &) of 30 September 2009 t
number was 14. The number of reports sent by ddgad services providers se
was 2 and 6, respectively.

Real estate providers have sent only 2 report®<itf@1.2008 since the transactic
are drawn up by notaries public. The analysis ef rdgports received by notari
public clearly indicates that most of the STRs nem# involve real estat
transactions. FIU does not forecast the vast iserefthe reports form those sec
in next few years.
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(Other)

since the las

changes$

evaluation

3.

Other Recommendations

In the last report the following FATF recommendasiavere rated as “partially compliant” (PC) or “non
compliant” (NC) (see also Appendix 1). Please, gpdor each one what measures, if any, have been
taken to improve the situation and implement thggestions for improvements contained in the

evaluation report.

Recommendation 8 (New technologies and non facefiee business)

I. Regarding Financial Institutions

Rating: PC

Recommendation of Estonia should introduce specific provisions in the which address the risk
the  MONEYVAL | misuse of technological developments in money kximgl or terrorist financing
Report schemes.

Measures taken toEstonian authorities underline that § 15 (1) MLTFpwhibits Estonian financig
implement the institutions to open new accounts or first use rofther service without a face t
Recommendation of face identification.

the Report

According to § 4 of the Regulation of the Ministar Finance No 10 (of 3 Apri
2008) the rules of procedure for the applicatiocugtomer due diligence measu
must provide for requirements for the identificatiand verification in case (¢
conducting transaction through means of commuminatiith persons with whon
the credit or financial institution has a businedationship.

Relevant amendment to MLTFPA clearly addresses rikk of misuse of
technological developments. According to the amdnderding of Art. 30 (3) ((2)
“The rules of procedure shall:2). describe transactions of a higher risk le
including risks related to means of communicatioamputer network or othe
technological development and establish the apfai@prrequirements an
procedure for entering into and monitoring suchgeetion;”

The Guidelines of FSA also address the issue:

“4.1.5. In instances accepted beforehand by theagement board of the obligat
person and the circumstances of which have beanlclrmulated in the rules g

(€S
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el,
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2d
f

procedure of the obligated person, a businessigefdtip may be establishe

2d
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without direct contact or being present with thetomer at the same place. As part

of a business relationship established without ctlireontact, services may be
provided on a full scale only after the requiremsesgt out in the MLTFPA have

been attended to completely. In case of a busireasonship established witho
direct contact, the parties shall be identified Hreldue diligence measures appl

in a reasonable period of time. In such instantes party shall be identified and

any information verified by means of communicatiamssome other technolog

and the business relationship may be establishéd ibithe party has the first

amount deposited into its account from the accairthe same party opened

credit institutions of another country party to theropean Economic Area (“EEA”

hereinafter) or a third equivalent country (countdyere requirements equivalent
the provisions of the MLTFPA are applied).

4.1.6. The instances and procedure for the edtadist of business relationshi
without direct contact shall be specified sepayat®l relevant rules of procedure
including any measures for the subsequent apgitaif due diligence measur

and the management of concomitant risks. The ruwksprocedure for the

establishment of a business relationship withoutatlicontact shall establish t
procedure by the application of which it shall lmsgible to ensure compliance w
the conditions set out in Subsection 4, § 15 ofMihd FPA. The rules of procedur
shall describe at least:
- a code of conduct for accepting payment instonstior a demand for payme
from the customer prior to the application of bt tdue diligence measures;
- a code of conduct for the situation where the diligence measures are n
applied fully (identifying and other details effedtby means of electronic means
identification);

- a code of conduct for the situation where theiireq due diligence measur
cannot be observed (identifying a party not managgtthin the time period
prescribed by the obligated person), as a resuithi¢h the customer’s declaratio
of intention cannot be accepted,

- a code of conduct for terminating a businesgiogiship established without dire
contact.

4.1.7. For the establishment of a business relstipnwithout direct contact, the
may be used intelligibly legible information thaashbeen transmitted in writing

electronically, on the basis of which it is possiti:

— verify the signature, based on a certified copyaonfidentity document or an

electronic signature;

— verify the personal identification code, registrpde, representatives of
company, address, credit card number, by meangamation disclosed by th
obligated subject itself and/or public databases;

— use electronic means of identification, for ins&@aa ID card, mobile telephor
ID.

An obligated person may use other intelligibly Bgi documents to identify

person, including certifications by other creditstitutions, notaries, foreig

missions, administrative agencies, foreign busipassers, etc.”

(Other) changes
since the las
evaluation

tf

According to amendments to Penal Code unlawfulafisdentity of other person i
criminalized now. According to § 157f Penal Code for an unlawful use
personal data which can be used for identificafpoimposes is punishable by
pecuniary punishment or up to 3 years' imprisonméhé new regulation enterg
into force on 15 November 2009.
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Ministry of Economic Affairs and Communications hssued the new draft versic
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of the State IT Security Framework (SITSRIigi IT koosvbime raamistikin
October 2009. The SITSF provides general framewaoik guidelines for state af
public entities to build up interoperability framesk, to address the associated ri
in order to reduce the abuse of technological a@gmeénts, to protect civil an
human rights in virtual space, to promote prevenid the abuse of the virtu
space for criminal purposes, to promote cooperatietween public and privat
sector and to develop relevant legislation.
On 1st of October, the department for Critical mniation Infrastructure Protectig
(ClIP) launched at Estonian Informatics Centre imittMinistry of Economic
Affairs and Communications. The aim of the depantimie creating the defens
system for Estonia’s critical information infrastture as well as running th
system.
Also in cooperation with Ministry of Defense thedégy for Cyber Security fo
2008-2013 has been launched. The aim of mentiomedndent is to assist arn
regulate the state and private entrepreneurs aivdoals in order to minimize th
computer emergence risks and maintaining the sigmeyw control and dat
acquisition systems using services via internet.

20D g =

Recommendation 8 (New technologies and non facefiee business)

Il. Regarding DNFBP"®

Rating: PC

Recommendation of As the relevant provisions of the MLTFPA apply btothinancial institutions ang
the  MONEYVAL | DNFBP in the same way, the comments and obsergatizade for credit an
Report financial institutions under Recommendation 5, 69,810 and 11 equally apply fq

DNFBP (with the exception of criterion 8.2 of thaTH- Methodology).

Thus the Recommendations there are also valid comgeDNFBP.

Estonia should introduce specific provisions in the which address the risk
misuse of technological developments in money kximgl or terrorist financing
schemes.

Measures taken t

implement the
Recommendation o
the Report

b Relevant amendment to MLTFPA clearly addresses ribk of misuse of
technological developments. According to the amdnderding of Art. 30 (3) ((2)
the rules of procedure of obligated personsl|difedcribe transactions of
higher risk level, including risks related to measfscommunication, compute
network or other technological development and hiista the appropriate
requirements and procedure for entering into anditmeng such transaction.”

In addition it has to be noted that according t40812 of the Notarisation Ag
identification as indicated by the notary in a maiadeed shall be executg
(identification and verification) only via face tace contact.

f

a
b

1Y%

2d

Recommendation o
the MONEYVAL
Report

f Though DNFBP are required under § 19(2) MLTFPA faplg enhanced du
diligence procedures for business relationshipstransaction with non face t
face-customers, no guidance is provided as to tssiple enhanced due diligen
measures that DNFBP should take to mitigate thé&srifor non-face-to fac
relationships and transactions. Estonian authosit#hould issue such guidance.

O O

e

1)

Measures taken t

implement the
Recommendation o
the Report

b FIU has issued the guidelines which apply to DNFRBRailable in Estonian it

f measures that DNFBP should take to mitigate thksri®r non-face-to fac
relationships and transactions:

http://www.politsei.ee/?id=826

FIU's web site) and provide guidance as to the iptssenhanced due diligenc

e

D

13j.e. part of rec. 12
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(Other) changes
since the las
evaluation

5

According to amendments to Penal Code unlawfulafisdentity of other person i
criminalized now. According to § 157f Penal Code for an unlawful use
personal data which can be used for identificafioimposes is punishable by
pecuniary punishment or up to 3 years' imprisonméhé new regulation enterg
into force on 15 November 2009.

Recommendation 11 (Unusual transactions)
I. Regarding Financial Institutions

Rating: PC

Recommendation o
the MONEYVAL
Report

fFinancial institutions should be required by lavegulation or other enforceabl
means to investigate the background and purposeoofiplex/unusual larg
transactions and to keep a record of the writtemdifigs which will be the
accessible for competent authorities and auditors.

Measures taken t
implement the
Recommendation o

the Report

D Financial institutions are required by law to inigste the background an
purpose of complex/unusual large transactions.

fAccording to 8 12 (1) in economic or professioneti\aties an obligated persa
shall pay special attention to the activities gleason or customer participating in
transaction or official act and to circumstancescWwhiefer to money laundering

terrorist financing or to the probable connectiathunmoney laundering or terrori
financing, including to complex, unusual and highue transactions which do n
have any reasonable economic purpose.

Also, according to art 32 (3) of the MLTFPA An ajdted person, except a cre
institution, notifies the Financial Intelligence Wf any transaction where th
financial obligation exceeding 500,000 kroons oeguoal amount

in another currency is performed in cash, regasdtgswvhether the transaction
made in a single payment or several related paynéntredit institution notifies
the Financial Intelligence Unit of any currency leange transaction exceedi
500,000 kroons in cash, unless the credit institutias a business relationship w
the person participating in the transaction.

In accordance with the precautionary principle @ddeline of the FSA article
5.1.-5.3. regulate the situation as well (see Arihex

According to the amendments to MLTFPA all obligafgetsons have to and

keep a record of the written findings which will theen accessible for compete
authorities.

Section 27 (6) of the MLTFPA is amended as follows:
“(6) An obligated person shall register and presepursuant to the procedu
provided for in § 26:
4)
establish a business relationship or concludersaion;

5) the circumstances of refusal at the initiative gfemson participating in
transaction or professional act, a person usingpfegsional service or a custom
to establish a business relationship or concludeamsaction if such refusal
related to the application of due diligence measyrthe obligated person;

6) the circumstances of the termination of a businelssionship in the event
provided for in subsection (3) of this section;

the information on the circumstances of refusathef obligated person to

the information serving as the basis of the naiti@n obligation arising from § 32.
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Recommendation 11 (Unusual transactions)
Il. Regarding DNFBP**

Recommendation o
the MONEYVAL
Report

f As the relevant provisions of the MLTFPA apply botlinancial institutions ang
DNFBP in the same way, the comments and obsergatizade for credit an
financial institutions under Recommendation 5,,8,8L0 and 11 equally apply f¢
DNFBP (with the exception of criterion 8.2 of thATH Methodology). Thus th
Recommendations there are also valid concerning BINF
DNFBP should be required by law, regulation or otkeforceable means
investigate the background and purpose of compheisiual large transactions a
to keep a record of the written findings which viod then accessible for compets
authorities and auditors

)
)
DY
e

0
nd
Nt

Measures taken t
implement the
Recommendation o

the Report

b According to § 12 (1) MLTFPA in economic or profiesel activities an obligate
person have to pay special attention to the aietsvibf a person or custom
participating in a transaction or official act ar tircumstances which refer
money laundering or terrorist financing or the oection of which with money
laundering or terrorist financing is probable, imihg to complex, high value ar
unusual transactions which do not have any reas@eabnomic purpose.

It means that according to Estonian law all obégapersons have general (&
around) duty of care. Its idea is to put onto pcack normative precautiona
principle (directly applicable).

According to the amendments to MLTFPA all obligapeaisons have to keep a
record of the written findings which will be theocassible for competent
authorities.

Section 27 (6) of the MLTFPA is amended as follows:

“(6) An obligated person shall register and presepursuant to the procedu
provided for in § 26:

7)
establish a business relationship or concludersaion;

8) the circumstances of refusal at the initiative gfemson participating in
transaction or professional act, a person usingpfegsional service or a custom
to establish a business relationship or concludeamasaction if such refusal
related to the application of due diligence measyrthe obligated person;

9) the circumstances of the termination of a businelssionship in the event
provided for in subsection (3) of this section;

10) the information serving as the basis of the naitfan obligation arising
from § 32.";

f

the information on the circumstances of refusathef obligated person to
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the last evaluation

Recommendation 12 (DNFBP — R 5, 6, 8-11)

Rating: PC

Recommendation of As the relevant provisions of the MLTFPA apply hotfinancial institutions and

the  MONEYVAL | DNFBP in the same way, the comments and obsergatiaale for credit and

Report financial institutions under Recommendation 5,,8,8L0 and 11 equally apply fo
DNFBP (with the exception of criterion 8.2 of thaTH- Methodology). Thus the

14i.e. part of Recommendation 12.
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Recommendations there are also valid concerning BINF
Please indicate specifically the measures takeagesds rec. 6 and rec. 9 with
respect to DNFBP.

Measures taken t
implement the

Recommendation of

the Report

DThe amendments to the MLTFPA have been extendedll tobligated persons

New amendments of MLFTPA have extended the pog#hilof direct sanctionin
of violations of MLFTPA

Section 57is added to the MLTFPA in the following wording:
,§ 57", Failure to comply with requirements to obtairoimhation
(1) Failure on the part of an obligated person or ipleyee to comply with the

therefore the relevant provisions cited above pptieable to the DNFBP-s as well.

)

1%

requirements to obtain information on the purposel aature of a business
relationship or transaction is punishable by a tipgo 300 fine units.
(2) The act specified in subsection 1 of this sexgtif committed by a legal person,
is punishable by a fine up to 500 000 Estonian ksdo
Recommendation of § 30 (6) MLTFPA applies only to financial institutis but not to DNFBP. The
the  MONEYVAL | evaluators recommend that also DNFBP should be ireduthrough means af
Report secondary legislation (i.e. Minister of Finance'segulation) to set up
comprehensive internal control mechanisms for mamp\ML/CFT risks having
regard to the sort, scope and complexity of thethities.
Measures taken tThe amendment to the MLTFPA has been extended Itmbdigated persons,
implement the therefore the relevant provisions are applicabaéoDNFBP-s as well.
Recommendation of rq g 30 (3) (applicable to all obligated persdre) been amended as follows:
the Report
The rules of procedure shall /.../
2) describe transactions of a higher risk levat|uding risks related to means (of
communication, computer network or other technaalidevelopment and
establish the appropriate requirements and proeedar entering into and
monitoring such transaction;”;
...
5) set out the requirements and procedure for egapin of § 27 (6).”;
Recommendation of Casinos should be required not only to identify blso to verify the name of |a
the  MONEYVAL | client who engage in financial transactions equalabove the threshold given by
Report criterion 12.1 of 3 000 USD/EUR; though not reqdifey the Methodology, it may
be easier simply to amend the law by using thetiegiglower) threshold of the
MLTFPA which is 30 000 EEK (1 917.34 EUR).
Measures taken b As the new Gambling Act came to force on 1.1.20D8ustomers, regardless of the
implement ~  the| amount they gamble, have to be identified and thferination verified anc
Recommendation of yagistered before entering a gaming hall.
the Report
(Other) changes
since the las
evaluation
Recommendation 17 (Sanctions)
Rating: PC
Recommendation of The general provisions of the Credit Institutiort Ased by the FSA do not provide
the  MONEYVAL | a clear basis to issue precepts regarding thos@tiams of AML/CFT obligations
Report which are not directly sanctionable by §8§ 57 ffred MLTFPA.

Measures taken t
implement the

b New amendments of MLFTPA have extended the po##hilof direct sanctionin

)
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Recommendation o
the Report

f of violations of MLFTPA. See arts. 571-573, 591162
Amendment of Credit Institutions Act is also in tRarliament (in the same dré
law as amendments to MLTFPA). The new wording ofAC8 103 (1) refers td
violations of laws mentioned in FSA Act § 2 or §8 ((7)). The latter refers t
MLTFPA.

CrlA § 103 1) states the following:

The Financial Supervision Authority has the rightdsue a precept if:

“1) violations of the requirements of this Act alaavs specified in subsection (
and clause 6 (1) 7 of the Financial Supervisionhadty Act and legislation
adopted on the basis thereof are discovered upengisig supervision.”.

FSA Act 8 6 (1) ((7)) reads:

“7) perform the functions arising from the GuarantBund Act, the Mone
Laundering and Terrorist Financing Prevention Aog, International Sanctions A
and legislation issued on the basis thereof;”

aft

Ct

Recommendation o
the MONEYVAL
Report

f The sanctioning regime utilizing precepts according88 103 ff of the Cred
Institutions Act places sanctions at one removehat a precept first needs to |
issued before formal sanctions, e.g. penalty paysnensuspension of a liceng
can be imposed based on a finding of a violatiothefprecept.

be

Measures taken t

implement the
Recommendation o
the Report

b New amendments of MLFTPA have extended the po##hilof direct sanctionin
of violations of MLFTPA. (Arts. 57, 577, 59, 62). According to the
amendments all violations of the MLTFPA are dirgstnctionable.

Relevant articles state:

Art. 57 (1) is amended and worded as follows:

“(1) Failure on the part of an obligated persoriteremployee to comply with th
obligation, provided by this Act, to establish arify the identity of a person i
punishable by a fine of up to 300 fine units.”;

,§ 57". Failure to comply with requirements to obtairpimhation

(1) Failure on the part of an obligated persontereimployee to comply with th
requirements to obtain information on the purposel @ature of a busineg
relationship or transaction is punishable by a tipgo 300 fine units.

(2) The act specified in subsection 1 of this segtif committed by a legal perso
is punishable by a fine up to 500 000 Estonian ksd¢

.8 57 Failure to comply with requirements to apply emted due diligenc
measures
(1) Failure on the part of an obligated persontereimployee to comply with th
requirements for application of enhanced due dilbigemeasures or failure to apy
thereof, including failure to comply with the repments for conclusion of
transaction with a third country’s person with atstbackground is punishable by
fine up to 200 fine units.

(2) The act specified in subsection 1 of this segtif committed by a legal perso
is punishable by a fine up to 300 000 Estonian ksd

,§ 57°. Opening of anonymous bank account or savings bank

f

anonymous bank account or savings bank book, arlesion of a relevant contra
is punishable by a fine up to 300 fine units.

(2) The same act, if committed by a legal persemunishable by a fine up to 5
000 Estonian kroons.™;

.8 59'. Failure to comply with obligation to continuousiyonitor busines
relationship

(1) Failure on the part of an obligated persont®remployee to comply with th

(1) Decision made by an employee of a credit oarfoial institution to open an

)

n O

5S

D

obligation to monitor a business relationship pded for in this Act is punishab
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by a fine up to 200 fine units.
(2) The same act, if committed by a legal perssrpunishable by a fine of up to
300 000 Estonian kroons.”;

,§ 62", Failure to comply with requirements of correspamtchanking

(1) Failure on the part of an employee of a credifinancial institution to comply
with the requirements provided for in this Act whestablishing a correspondent
relationship with a credit or financial institutiaf a third country is punishable by a
fine up to 200 fine units.
(2) The same act, if committed by a legal perssipunishable by a fine up to 300
000 Estonian kroons.™;

Art. 63 (1) is amended and worded as follows:
"(1) Failure on behalf of a director or employeeaotredit institution or payment
service provider, or a director or employee of gnpent agent, or a payment agent
who is a natural person to establish or verify infation related to the payer, also
failure to submit thereof or violation of the oldigpns of a payment servigce
provider established by regulation (EC) No 1781&200the European Parliament
and of the Council with regard to information rethtto the payer, which shall be
submitted upon money transfer, is punishable bgeup to 300 fine units.”.

Recommendation of The FIU does not have powers to withdraw or suspeuistration of financial

the  MONEYVAL
Report

institutions in case they fail to comply with AMECrequirements.

Measures taken toThe MLTFPA has been amended to eliminate this prabiTo the § 55 (refusal to

implement the

Recommendation of «2) |n addition to the provisions of the Regist#fr Economic Activities Act, the

the Report

register and suspension of registration) the se¢#phas been added:

authorised processor of the register shall suspremdegistration on the basis of a
reasoned request of the Financial Intelligence Uumitil establishment of
circumstances, but not longer than for up to sixing’.

Recommendation of The indirect sanctioning system of the MLTFPA viacppts of the FSA far

the MONEYVAL
Report

provisions of the MLTFPA which are not covered bysgecific sanctioning
provision of the MLTFPA itself (which is the cased number of important CDD
measures) does not amount to a dissuasive, propate and (for all
circumstances) effective sanctioning regime. Timdiréct sanctioning system
should be revised and replaced by a direct sanctgpnegime providing sanction
in the MLTFPA for all relevant AML/CFT obligations.

n

Measures taken t
implement the
Recommendation o
the Report

b New amendments of MLFTPA have extended the pogasbilof direct sanctioning

f of violations of MLFTPA (please refer to the anssvabove).

(Other) changes

since the las
evaluation

D

R

ecommendation 21 (Special attention for higher ris countries)

Rating: NC

Recommendation o
the MONEYVAL
Report

v

f Estonia should introduce obligations in law or régfion or other enforceable
means requiring financial institutions to
1. give special attention to business relationshipd &mansactions with persor|s
(including legal persons and other financial instibns) from or in countries
which do not or insufficiently apply the FATF Recoemdations.

2. to examine and monitor such transactions, if theyndt have an apparent

30



economic or visible lawful purpose, and have witfindings available tg
assist competent authorities and auditors.

Measures taken t

implement the
Recommendation o
the Report

b Minister of Finance has issued Regulation No 1@ofpril 2008 setting out th
“Requirements for the rules of procedure estabishy credit and financia

regulation requires credit and financial institnBoto establish written rules

procedures which should include a code of condoct dpplication of CDD
measures. It must contain special requirementgléatification and verification o
customers whose place of residence or registerfsk a§ in a country where th
application of AML/CFT measures are insufficienhelregulation also specifig
that for the identification and verification of kegpersons, whose registered off
is in a third country that has not implemented isight AML/CFT measures g
where this country has not engaged in internati@uaperation for AML/CFT
purposes.

Relevant amendment to MLTFPA clearly states theiired obligation (§ 14 Ig 5
“(5) An obligated person draws in his or her ecomowr professional activity
higher attention to business relations or traneastiif the place or residence
location of a customer or a person participatinghimtransaction or a person us
the professional service, or the place of locatiba payment service provider of
beneficiary is in a third country or on a territomshere sufficient measures f
prevention of money laundering and terrorist firnagthave not been applied, or
that country or territory does not cooperate irdéiomally in the prevention o
money laundering and terrorist financing or israitery with a low tax rate.”

The new wording of MLTFPA requires higher attentfoom obligated persons o
such business relationships and transactions.rébisrement is accompanied by
already existing article in MLTFPA (8 12(1)). Acdaomg to § 12 (1) in economic (¢
professional activities an obligated person sheyl gpecial attention to the activiti
of a person or customer participating in a transacbor official act and tg

probable connection with money laundering or téstofinancing, including td
complex, unusual and high value transactions whichhot have any reasonak
economic purpose.

Relevant amendment of MLTFPA § 27 (6) requiressteging and keep records

information giving ground to reporting obligatiomder § 32. A ground fo
reporting in such case comes from the FIU’s guibsi

According to Art. § 29 (9 :

“(1') Upon performance of the obligations provided forsubsection (1), a
obligated person shall draw a higher attentiohéf place of location or business
a subsidiary, branch or representative office wathgualifying holding of the
obligated person is in a third country where ingight measures for prevention
money laundering and terrorist financing have bagplied or if that country dog
not cooperate internationally in the preventionnofney laundering and terrori
financing or is a territory with a low tax rate.”;

Finstitutions and for their implementation and viedfion of compliance”. This

circumstances which refer to money laundering orotist financing or to the
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Recommendation o
the MONEYVAL
Report

f Estonia should introduce specific provisions on leggpion of counter- measure
where a country continues not to apply or insuffitly applies the FATH
Recommendations.

Measures taken t
implement the
Recommendation o
the Report

draws in his or her economic or professional atiiigher attention to busines
frelations or transactions if the place or resideacéocation of a customer or
person participating in the transaction or a penssing the professional service,
the place of location of a payment service provioera beneficiary is in a thir

b Relevant amendment to MLTFPA states (Art. 14 (5(3) An obligated person
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country or on a territory where sufficient measufes prevention of money

laundering and terrorist financing have not beeplia@, or if that country or

territory does not cooperate internationally in grevention of money laundering
and terrorist financing or is a territory with aMdax rate.”
Estonian authorities are publishing relevant FATE Moneyval statements on the
web-sites and inform obligated persons thereof pittww.fi.ee/?id=1726,
http://www.fin.ee/index.php?id=1040R9

(Other) changes$

since the las

evaluation

Recommendation 24 (DNFBP — Regulation, supervisicand monitoring)

Rating: PC

Recommendation of| Beneficial owners and managers of casinos shoulguigect to fit and proper

tlge M?NEYVAL checks at the time of licensing, transfer of owhigrer taking up employment.

epor

Measures taken to | According to the Gambling Act which entered intock® on 1.1.2009 the beneficial

implement the owners and managers of casinos (and other organi$egambling, incl. betting,

Recommendation of| skill games and lotteries) are going through fil&groper checks before the

the Report licence can be given (Gambling Act 88 16—19). Thams and conditions fqr
acquiring a qualifying holding in a gambling companncl. the grounds for
prohibition are regulated in 88 11—15. Every chaimgthe conditions under which
the license was given has to be notified to thenléing authority.

Recommendation of, The Law should require the registration of all pmrs providing trust and company

the MONEYVAL services irrespective of whether or not the prawisof such services constitute

Report their primary professional or economic activity.

Measures taken to | The Ministry of Justice of Estonia is concludingla moment a legal reform on the

implement the general part of economic activities’ legislatiomelenvisaged changes are coveting

Recommendation of| g|| aspects of licensing, registration and nottfima obligations as well as the

the Report definitions of economic activity. According to tldeaft law the new definition for
“economic activity” will be wider, covering all saces provided. This will als
affect the registration procedure of trust and camypservice providers, as the
registration procedure will be replaced by a liteggrocedure.

Recommendation off The Estonian Bar Association is responsible for AL/CFT supervision of their

the MONEYVAL members only. As it is not compulsory for a pramgdawyer (independent legal

Report professionals) to be a member of the Bar Associatibey fall only under the
supervision of the FIU which did not supervise ttsgrar. The FIU should identify
how many of such lawyers exist (e.g. by a mandaggigtration requirement) and
should supervise them (alternatively it could bedenemandatory for these lawyers
to become members of the Bar Association and liegt are supervised by the Bar
Association).

Measures takento | According to 8 22 (2) of Bar Association Act, int&sia, only members of the

implement the Estonian Bar Association may provide legal servegsttorneys, unless otherwise

Recommendation of| provided in this Act. Other legal services provilbrve to register themselves|in

the Report the commercial register and are subject to thersigien by FIU. Supervision of
legal services providers was one of the priorittésFIU for 2009. As of the
beginning of January 2009 there were 227 legalicesvproviders registered |n
Estonian commercial register and FIU made off-sitgections to all of them. In
2008 the number of reports received from this sewts 2, as of 30 September|in
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2009 6 reports.
The status of lawyers as non-members of the Baodason in a law office ig

determined by the Bar Association Act. Accordinghie or her status lawyer |s
equal not to the attorney but equal to the empley#ahe law office to whom the
requirements of confidentiality and the liability the management of a law office
extend.
In accordance with the Bar Association Act 8 55tf®) management of a law office
shall not authorise an employee of the law offidews not an attorney to provide
legal services to a client or grant joint authdr@a for the provision of legal
services to the attorney and a person who is nattamey.
Therefore the client is represented by the attoamay attorney, not the lawyer of
the law office, is responsible as regards to tientl Lawyers act under the control
of attorneys and the management of a law office.
Liable for the fulfilment of ML requirements aresetlattorneys and the management
of the law office and that covers also the actgtof lawyers working in the law
office.

Recommendation of The Chamber of Notaries and the Estonian Bar Assioci should establish

the  MONEYVAL | monitoring and supervisory mechanisms for checkimgpliance of their membefs

Report with the AML/CFT obligations.

Measures taken tbPlease see the text above.

implement the

Recommendation of

the Report

Recommendation of The FIU, the Chamber of Notaries and the Estoniar Bssociation should

the  MONEYVAL | prepare and issue guidelines assisting obligatetities in complying with their

Report AML/CFT obligations.

Measures taken toFIU has issued guidelines for:

implement the| - notaries public (in cooperation with ChambeNaotaries)

Recommendation of http://www.politsei.ee/files/rab/Notarite_poolt_eatesu_andmeburoole_esitatava_t

the Report eate_koostamise_juhend_juuni_2008.pdf
The advisory guidelines issued by Chamber of Nesarand Estonian Bar
Association were consulted with FIU prior to adopti
According to § 44 Notaries Act the Chamber of Nieswprepares guidelines for the
harmonization of the practice of notaries relatedffice. The Chamber of Notaries
has passed their own guidelines on 1st Novembes.200
Bar Association Board has passed guidelines oneSdyr the 9th 2008 on
procedural rules to fulfill the duties of impedirgnd forestalling monetary
laundering and financing terrorism. The act is recendable and law offices are
free to use that as an example to develop their dingctive considering their
specifics.

(Other) changes

since the las

evaluation
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Recommendation 25 (Guidelines and feedback)

Rating: PC

Recommendation of The FSA should update its own guidelines in the lid the requirements of the ne
the MONEYVAL | MLTEPAS.

Report

PW

Measures taken t

implement the
Recommendation o
the Report

bFSA guidelines “Additional measures for preventioh money laundering an
terrorist financing in credit and financial institns” were adopted on 22 Octob

f 2008 and published on the web-site of the FSAolrge of drafting the guideline
several meetings with supervised entities were aetj if justified, their comment
and suggestions were taken into account. In theesmof drafting the guideling
the experts from different ministries and from Umisity of Tartu were involved. /
similar procedure was followed when drafting theeious guidelines. Th
guidelines took effect 01 April 2009.
See: http://www.fi.ee/failid/Soovituslik_juhend RTR 2008_EN.pdf
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Recommendation o

f The FIU should issue guidelines explaining the legguirements and preventiy

e

nt

gjportMONEYVAL measures described therein to its supervised estiti

Measures taken tOF|U is updating regularly their guidelines, The dglines are available i
implement  the| hitp://www.politsei.ee/?id=826

Recommendation of

the Report

Recommendation of The FIU, the Chamber of Notaries and the Estoniaar Bssociation shoulg
tF?(SportMONEYVAL prepare and issue guidelines assisting obligatetities in complying with theif

AML/CFT obligations

]

Measures taken t
implement the

Recommendation of

D According to 8 44 Notaries Act the Chamber of Niesprepares guidelines for t

harmonization of the practice of notaries relatedffice. The Chamber of Notarie

has passed their own guidelines 6riNbvember 2008.
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the Report FIU is updating regularly their guidelines, avai@ab at
http://www.politsei.ee/?id=826
Bar Association Board has passed guidelines oneSw#mar the 9th 2008 o
procedural rules to fulfill the duties of impedingnd forestalling monetar
laundering and financing terrorism. The act is recendable and law offices are
free to use that as an example to develop their dingctive considering the
specifics.

(Other) changes

since the las

evaluation

Special Recommendation | (Implement UN instruments)

Rating: PC

Recommendation of The requirements of the UN Conventions should bewed to ensure that Estonia

the  MONEYVAL | is fully meeting all its obligations under them.rRzularly Estonia should

Report - introduce a national mechanism to freeze the furid®J internals.

> The FSA advised that its guidelines “Additional aseres for prevention of money laundering and
terrorist financing in credit and financial institns” were adopted on 22 October 2008 and puldigire

its web-site.
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— broaden the definition of funds (as it is provided in the EU Regulations
which currently does not explicitly cover funds edrdirectly or indirectly’ by
designated persons or those controlled directlyirmatirectly by designate
persons);

— introduce a national procedure for the purpose afgidering delisting
requests.

—

Measures taken t
implement the
Recommendation o
the Report

D A national mechanism to freeze the funds of EUrmdks could be described
follows:

f Estonia has the legal instruments for freezingitimels of EU internals. If the list
persons, groups and entities in directly applicabteincil Regulation is narrows

International Sanctions Act (ISA) enables to adggitonal implementing measure
The Government of the Republic shall, on the prapo$ the Ministry of Foreign
Affairs, adopt a regulation on taking the measunesessary for the intern
application of international sanctions (ISA § 1 L} and p 4 in conjunction wit
4(1)). In every single case the Ministry of Foreigffairs in cooperation with
national competent authorities supervising the @mpmntation of internationg
sanctions assesses the need for national implemgentieasures in addition

European Union measures.

Estonia iscurrently in the process of updating the legiskatiooncerning the
implementation of international sanctions. The wiaternational Sanctions Act w4
approved by the Government of the Republic on Gat@9®. The Government (
the Republic will submit draft International Sawncts Act to Estonian parliame
(Riigikogu).According to the draft International rf&sions Act (hereinafter dra
ISA), the mechanism is in principle the same. & ist of persons, groups ar
entities in directly applicable Council Regulatigs narrower than required &
UNSCR, then in addition to European Union legiskatithe draft enables to ado
national implementing measures. The GovernmenthefRepublic shall, on th
proposal of the Ministry of Foreign Affairs, adaje measures necessary for
internal application of international sanctionsaftitSA § 7 or § 8 (1)).

In every single case the Ministry of Foreign Affain cooperation with nation:
competent authorities supervising the implememntatid international sanction

Union measures.

The definition of funds is provided as follows

The draft International Sanctions Act approved liy Government of the Repub
on October 29 defines the scope of “financial santt

According to draft ISA 8 4:

“ (1) For the purposes of this Act, an internatiofinancial sanction means
financial sanction that fully or partially preverassubject of international financi

possession, inter alia, it is prohibited or resdc
1) to give loan and credit or pay financial meansamy other similar basis to
subject of international financial sanctions;

than required by UNSCR, then in addition to Europédnion legislation, the

assesses the need for national implementing meagaraddition to European

sanction from using and disposing of financial nseam giving thereof to it$
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2) to pay to a subject of international financiahstions any deposits, divideng
interest income and other similar financial meamscash, including by bills

use or disposal;

Is,

exchange, cheques or other methods and means mepayalso to transfer, pledge
securities, precious metals and stones or any st assets, and give thereof to

3) to open for a subject of international financsainctions a deposit, payment,

35



securities or any other account, give for their assafe deposit box or enter in
contracts for provision of such services;

4) to conclude transactions with a subject of ma@pnal financial sanctions with

regard to immovables, registered ships and regidteovables or rights;

5) to pledge or otherwise give as a security talgest of international financia
sanctions any financial means and economic ressurce

6) to enter into insurance contracts with a sulpéatternational financial sanctior
and make payments on the basis of such contracts;

7) to enter into or continue any business relatiith a subject of international

financial sanctions.

(2) The provisions of subsection (1) of this settshall also be applied in the eve
if an object belongs to the common or joint owngrsif several persons, of who
at least one is the subject of international fimalrganctions.”

Both the ISA currently in force and the draft Im&tional Sanctions Act enables
adopt national measures to implement UNSCR in &xhdito European Uniof
legislation (ISA 8 1 (1) p 1 and p 4 in conjunctwith 4(1) and draft ISA 8§ 7 and
8 (2)).

Thedelisting requests

Estonian national authority for implementing finesicsanctions is the FIU.

Designated persons can submit a request for deglisirectly to the Focal Poir
established within the UN (UNSCR 1822 (2008) p 1Bjhe de-listing request i
submitted to the FIU, the latter will inform thesilgnated person of the possibil
to submit the request directly to the Focal Pofthen receiving the de-listin
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request, the FIU will deal with it oad hocbasis, meaning that if Estonia is {
designating state or the state of citizenship sidence of the person submitting

he
he

de-listing request, the FIU will review the requiestooperation with other relevant

authorities. On the basis of the review, the FIUl wi cooperation with othe

relevant authorities form its opinion and will indte whether it supports or opposes
the request. The Ministry of Foreign Affairs wilirivard the substantiated proposal

for de-listing and the opinion of the FIU to the B8 Sanctions Committee.

If the de-listing request is submitted directlytbe Focal Point and Estonia is the

designating state or the state of citizenship sidence of the person submitting
de-listing request, the competent authority to eevithe request is the FIU
cooperation with other relevant authorities. Whea EIU has reviewed the d
listing request and has formed its opinion in cwoapien with other relevan
authorities, the Ministry of Foreign Affairs wilbfward the opinion to the UNS
Sanctions Committee.

According to the draft ISA the mechanism is the saithe FIU will deal with det

listing requests oad hocbasis. According to 8 19 of the draft ISA perser®ose
assets have been frozen in Estonia, can submiigpetito the FIU. When the FI
receives such petition, it has an obligation teedatne whether the measures tal
are lawful. This includes dealing with de-listingguest (in cooperation with oth
relevant authorities) and determining whether thiesgn subject to asset freeze i
designated person (draft ISA § 18 (3) and (4)).

he

n
-
t
i~
@

en

S a

(Other) changes
since the las
evaluation
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Special Recommendation Il (Freeze and confiscatetrorist assets)

Rating: PC

Recommendation o
the MONEYVAL
Report

f Estonia should implement a national mechanism tee gffect to requests for
freezing assets and designations from other juigutis and to enable freezing
funds of EU internals (citizens and residents).

Measures taken t
implement the
Recommendation o
the Report

D A national mechanism to freeze the funds of EUriks
Estonia has the legal instruments to freeze thdsfwf EU internals. If the list gf
fpersons, groups and entities in directly applicabdeincil Regulation is narrower
than required by UNSCR, then in addition to Eurapdaion legislation, the ISA in
principle enables to adopt national implementingsoees. The Government of the
Republic shall, on the proposal of the Ministry Bbreign Affairs, adopt
regulation on taking the measures necessary for ithernal application o
international sanctions (ISA 8 1 (1) p 1 and p 4amjunction with 4(1)). In ever
single case the Ministry of Foreign Affairs in ceoation with national competent
authorities supervising the implementation of intgional sanctions assesses [the
need for national implementing measures in additidBuropean Union measures.
According to the draft ISA, the mechanism is innpiple the same. If the list of
persons, groups and entities in directly applicabbeincil Regulation is narrower
than required by UNSCR, then in addition to Europ®aion legislation, the draft
enables to adopt national implementing measures.Gdvernment of the Republic
shall, on the proposal of the Ministry of Foreigrifars, adopt the measures
necessary for the internal application of inteiadi sanctions (draft ISA 8 7 or §|8
(1)
In every single case the Ministry of Foreign Affain cooperation with national
competent authorities supervising the implemematd international sanctions
assesses the need for national implementing meagaraddition to Europe
Union measures.
Requests for freezing assets and designationsdtben jurisdictions
A request from non-EU member for freezing shouldabidressed to the Council
the European Union. The request must be agreedmoasly by the Council. |
such a request is refused by the Council for exaraplthe ground that the request
does not fulfill the listing criteria and some ¢kt members of the Council voted
against it, themthe ISA in principle enables to adopt national mees.
The substantiated proposal for listing and for Zineg assets (with all necessary
documentation, including evidence proving thatgheson(s) meet(s) the criteria
listing) has to be sent to the Estonian competetitagity. The competent authority
will forward the proposal to the Ministry of ForeigAffairs, which shall, in co
operation with other relevant government agenciggpare the draft of th
Government of the Republic legislation necessarytte internal application of an
international sanction, and submit such draft lagisn to the Government of the
Republic for resolution. The final decision whetherlist and freeze the assets|of
the person concerned and which other measured&itiecessary for the internal
application of international sanctions will be takby the Government of the
Republic (ISA § 4(1)). In every single case the istiy of Foreign Affairs in
cooperation with national competent authoritiesesuiging the implementation ¢
international sanctions assesses the need fornahtimeasures in addition 1o
European Union measures. Altogether, in principktoBian Government cgn

=

impose sanctions on its own initiative and on gpsal of other jurisdiction.
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Recommendation o

f A national de-listing process should be establishegart of these measures

the MONEYVAL

Report

Measures taken toAs mentioned above (ISA § 1 (1) p 1 and p 4 in gogjion with § 4(1)) in
implement  ~ thel principle Estonian Government can impose sanctions its own initiative.
Ezclg;nprgft”dat'on of Accordingly, if the person is designated and if treezing decision has been tak

by the Government of the Republic, the proceduradéslisting is as follows: Th
national authority for implementing financial sanaos is the FIU. All petitions an
de-listing requests shall be directed to the coemeauthority. If the compete
authority receives the de-listing request, it wdilal with it onad hocbasis. The
competent authority will review the de-listing regti and form its opinion i
cooperation with other relevant authorities. If tRBJ considers the request
grounded it can make a proposal for de-listinghi® Ministry of Foreign Affairs
The Ministry of Foreign Affairs shall, in co-opei@ with other relevan
government agencies, prepare the draft of the Gowent of the Republi
legislation necessary to de-list the person oepeal the Government act by whi
the financial sanction was imposed.

According to the draft ISA the mechanism is priteighe same. Estonia
Government can impose sanctions on its own inigafdraft 8 7). When financia
sanction is imposed by the Government of the Republe competent authority fg
implementing financial sanctions is the FIU. Pess@ubject to asset freeze ¢
submit petitions to the FIU (draft ISA § 19). lfetitompetent authority receives t
de-listing request, it will review the request dadn its opinion in cooperation wit
other relevant authorities. If the FIU in coopevatiwith other relevant authoritie
considers that the request is grounded, it can raageoposal to the Ministry @
Foreign Affairs for repealing the Government act Wwhich the sanction wa
imposed or a proposal for de-listing the persore Ministry of Foreign Affairg
shall, in co-operation with other relevant governiggencies, prepare the draft
the Government of the Republic legislation necgstarepeal the Government 3
by which the sanction was imposed or to removeraguefrom the list subject t
asset freeze.
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Recommendation o
the MONEYVAL
Report

f The definition of “funds” (as taken from the EU Ré&gions) does not explicitl
cover funds owned ‘directly or indirectly’ by deséged persons or those controllg
directly or indirectly by designated persons; thi®uld be amended and be brou
in compliance with the requirements of UNSCR 1267 @NSCR 1373.

y
ad
ght

Measures taken t

implement the
Recommendation o
the Report

implementation of international sanctions. The tditaternational Sanctions A
f(ISA) approved by the Government of the Republicdmtober 29 defines the sco

of “financial sanction”.

According to draft ISA § 4:

“ (1) For the purposes of this Act, an internatiofinancial sanction means

financial sanction that fully or partially preverassubject of international financi

possession, inter alia, it is prohibited or resdc
1) to give loan and credit or pay financial meansamy other similar basis to
subject of international financial sanctions;

D Estonia iscurrently in the process of updating the legishatiooncerning the

sanction from using and disposing of financial nseam giving thereof to it$
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2) to pay to a subject of international financiahstions any deposits, divideng
interest income and other similar financial meamscash, including by bills

use or disposal;

Is,

exchange, cheques or other methods and means mepayalso to transfer, pledge
securities, precious metals and stones or any etlgr assets, and give thereof to

38



3) to open for a subject of international financéainctions a deposit, payme
securities or any other account, give for their asgafe deposit box or enter in
contracts for provision of such services;

regard to immovables, registered ships and regidt@ovables or rights;

5) to pledge or otherwise give as a security talgest of international financia
sanctions any financial means and economic resgurce

6) to enter into insurance contracts with a subpéatternational financial sanctior
and make payments on the basis of such contracts;

financial sanctions.

(2) The provisions of subsection (1) of this setishall also be applied in the eve
if an object belongs to the common or joint owngrsif several persons, of who
at least one is the subject of international fir@irganctions.”

Both the ISA currently in force and the draft ISAable to adopt national measu
to implement UNSCR in addition to European Uniogis&tion (ISA 81 (1) p 1
and p 4 in conjunction with 4(1); draft ISA § 7 a8@).

4) to conclude transactions with a subject of imional financial sanctions with

7) to enter into or continue any business relatiith a subject of international
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Recommendation o
the MONEYVAL
Report

f Apart from banks, no other financial institutions DNFBP are aware of thg
procedures to be followed in order to implement BWESC Resolutions. Thu
Estonian authorities should consider providing clead practical guidance t(
financial institutions and other entities concemitheir responsibilities under th
freezing regime.

Measures taken t

implement the
Recommendation o
the Report

D Minister of Finance Regulation No 10 provides mdesarance.
f performance of the notification obligation and ii@iorming the

management, which must include at least the foligw8) the bases and procedu
for obtaining information from international orgaations concerning person
groupings and units which participate in terrogsts or concerning other subje
of international sanctions.

Art 21 (2) ((2)) and ((4)): Code of Conduct for therformance of the notification
obligation and for informing the management musb grovide

directions for: 2) communication with persons whe subjects of internationa
sanctions;

4) procedures for the implementation of measureeptad by internationg

acts or other subjects of international sanctior@duding for freezing and releasin
of funds.

Art 21 (1) ((8)): Rules of Procedure establish ad€oof Conduct for the

organizations in respect of persons, groupingsuanitd who participate in terroris
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Recommendation o
the MONEYVAL
Report

f Estonia should introduce clear provisions regardithg procedure for unfreezin
the funds or other assets of persons or entitiasiartently affected by a freezi
mechanism upon verification that the person orteiminot a designated person.

Measures taken t
implement the
Recommendation o
the Report

D The draft ISA approved by the Government of theu®ép introduces a mechanis
for unfreezing the funds or assets of persons titieminadvertently affected by

person.
According to the draft International Sanctions Aat,person (mainly obligate
persons — financial and credit institutions) wha aken measures to impleme
financial sanctions must always inform the FIU loé imeasures taken (draft ISA

ffreezing mechanism upon verification that the pergp entity is not a designate
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12 (2) and 14 (2)). If the FIU receives such natifion, it has an obligation

verify whether the measures taken are lawful (dét § 18 (3)). This includes
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obligation to verify whether the person subjectasset freeze is a designat
person. If the FIU determines that the persondesignated person, it will inforr
the person who submitted the notification. Theelatinust then continue th
measures taken. If the FIU determines that theopeissnot a designated persor
will inform the person who submitted the notificati The latter must therefo
unfreeze the assets.

FIU has also an obligation to inform the personjexttbto asset freeze of tf
measures taken and of the possibility to submitipet(draft ISA § 18 (4)).
According to the draft ISA, a person subject toeageeze may also request the
FIU to determine whether the measures taken arllgdraft ISA § 19). If the FIU
receives such request, it has an obligation tdywernether the measures taken
lawful (draft ISA § 18 (3)). This includes an oldigpn to verify whether the persg
subject to asset freeze is a designated perstime FIU determines that the pers
is not a designated person it will inform the parsdo took measures to freeze {
assets. The latter must therefore unfreeze thésasse

In the course of the regular supervision of thelemgntation of financial sanctior
the FIU may also make precepts when it determingisat person whose assets h
been frozen is not a designated person (draft ISA gl) 3)).
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(Other) changes
since the las

5 Amendments to the Code of Criminal Procedure oezirey property or evidence
the European Union Member States (Please seenliAkmexes).

evaluation

Special Recommendation VIl (Non profit organisatians)

Rating: PC

Recommendation o
the MONEYVAL
Report

f Estonian authorities should review the adequaagl#vant laws and regulations {
prevent the abuse of NPOs for financing of termoris

Measures taken t
implement the
Recommendation o
the Report

b The legal acts (have been reviewed and changechpgoove the transparency
NPO sector. Amendments to Non-Profit Associations (NPAA) were adopted b
f Estonian Parliament on 4 July 2008 and enteredforme on 10 July 2008. Afte
the end of a financial year, the management bdzatl grepare the annual accou
and activity report. According to 8 36.1 of NPAAetlannual report of non-pro
associations have to be presented to the coudtragiwithin six months after the
end of the financial year starting 2009 annual repbhe annual reports will b
submitted electronically. The annual report givesyvdetailed information abouit
the economic activities. NPO sector has declared aivareness of the new
regulation.
Entries in the register are public. Everyone has tight to examine the card
register, the annual report and other public fdéson-profit associations and to
obtain copies of registry cards and of documentthépublic files of non-profi
associations.

The annual reports are supervised by the courstexgilf non-profit associatio
fails to submit requisite annual report in timee thourt register shall issue|a
warning on deletion from the register to such aission and obligate to submit the
annual report within a specified term which shaldi least six months. If, withi
six months after official publication in, the aswdion has failed to submit the
annual report to the registrar and failed to preuige registrar with justification fqr
the reason which hinders the association from stioigi the report, and th
creditors of the association have not requestedighalation of the company, the
registrar may delete the association from the tegis
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Starting 01 January 2009 the fines are much bitiger earlier. According to § 7,6
of the NPAA § 76 and § 46 of the Code of Civil Rrdare (CCP) very member of
the management board may be punished separateyfibg in the amount 5 000|.-
up to 50 000.- Estonian kroons for submission obirect information or failure to
submit the information to the court register. Imfon of fine may be repeated until
the corresponding deficiency is eliminated.

Important amendments to NPAA were adopted by EatorRarliament on 29
January 2009 and entered into force on 01 July 200@ of the objectives of these
amendments is to improve better management ansipaaency of non-profit sectar.
For example according to 8 76 an non-profit assiociashall submit the
telecommunications numbers (telephone number axnddianber, e-mail address,
etc.) of the undertaking to the registrar and maynst the address of the web-sjte
of the undertaking. Telecommunications numbers|shlab be indicated in the
annual report which is submitted to the registarcording to the amendment to| §
26 a person with respect to whom a court has, patso the Penal Code, imposed
a prohibition on acting as a member of the managéfeard of a legal person,|a
person who is prohibited from operating within #zne area of activity as the ngn-
profit association, or a person who is prohibited act as a member of the
management board on the basis of an Act or a dewarsion shall not be a member
of the management board. According to amendmergs3®of NPAA 1/5 members
of the non-profit association may demand that auditr controllers who have
examined the annual report, have to be on the gemeeeting and give thejr
explanation about the annual report. The objectivéhis amendment is to give

more possibilities to the member of the non-pra#sociation to get more
information and transparency about the economidvides of the non-profit
association. The obligations of the board memberse€onomic activities of the
non-profit association, legal bases for dissolutainnon-profit associations and
obligations of the liquidators was clarifiediquidators shall deposit the documents
of a non-profit association with a liquidator or archives or other trustworthy
person. If the liquidators do not appoint a depogitof documents, a court shall
appoint one. The name, personal identificationegistry code and, residence |or
location of a depositary of documents shall berextén the register on the petition
of the liquidators. In the case of a court-appaintiepositary, the entry shall be
made on the basis of the court judgment. The depygsiof documents is
responsible for the preservation of documents dutie term prescribed by the law,
it means not less than seven years.
All these amendments guarantee the informatiorhénregister more reliable and
transparent, and better supervision over the ecmna@uttivities of non profit
associations.

Recommendation of Estonian authorities should conduct outreach orve guidance on terrorist

the  MONEYVAL | financing to the NPO sector.

Report

Measures taken t0The representative of the Association of Non-Prafisociations is a member of the

implement  the| Advisory Committee on Prevention of Money Laundgréamd Terrorist Financing.

Recommendation of

the Report

Recommendation of Estonian authorities should supervise or monita MPO sector as envisaged by

the  MONEYVAL | the Interpretative Note to SR VIII.

Report

Measures taken tbPlease see the first answer of SR VIl above.

implement the
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Recommendation o
the Report

f

Recommendation o
the MONEYVAL
Report

f Mechanisms should be introduced for a prompt slgaohinformation among a
relevant competent authorities when there is suspithat a particular NPO g
being exploited for terrorist financing purposes.

Measures taken t
implement the
Recommendation o
the Report

D According to MLTFPA § 45 the Financial Intelligentait and the Security Polic
Board shall cooperate in investigation of transmdi suspected of terrori
ffinancing through mutual official assistance andhenge of information. Th
Director General of the Security Police Board hpgointed a contact person w
has an equal right to the official of the Financiatelligence Unit to receivg

information of all notices of suspicion of terr@arféiancing and to make proposals
to request additional information where necessditye contact person of the
Security Police Board has the right to exerciseesupion specified in the law
jointly with the Financial Intelligence Unit. In actice the FIU and the contact
person of the SPB are working in close cooperation.
Recommendation of Estonia should establish special points of contactistinguished procedures to
gjportMONEYVAL respond to international requests for informati@yarding particular NPOs.
Measures taken o The special point of contact is Estonian FIU.
implement  the According to the MLTFPA § 37. Functions of Finardigelligence Unit
Recommendation of (1) The functions of the Financial Intelligence taie:
the Report 1) to gather, register, process and analyse infiomaeceived pursuant to §§ 32
and 33 of this Act. In the course thereof, the ificgnce of the information
submitted to the Financial Intelligence Unit foretprevention, identification ar
investigation of money laundering, criminal offeacelated thereto and terrorist
financing are assessed;
/-1
8) organisation of foreign communication and exgjgaof information
The FIU and other police offices have online acdeshe Non-profit Associations
and Foundations Register, the Citizens Register,—eall the registers required for
identification of legal persons involved in an NPO.
(Other) changes Estonian authorities stress that no cases of tstfimancing or any other offences
since  the  last connected with terrorism are known to have beenmitted. According to the
evaluation latest risk-review (in 2009) by the Security Pol@eard the terrorist financing risks
remains low in the NPO sector.
Special Recommendation IX (Cross border transactios)
Rating: PC
Recommendation of There are no legal provisions ensuring that theseunder the circumstances |of
the  MONEYVAL | Special Recommendation IX at any time a desigrnaietpetent authority which is
Report authorised to stop or restrain currency or bearegotiable instruments when there

is a suspicion of money laundering or terroristfiicing.

Measures taken t

implement the
Recommendation o
the Report

amendment to paragraph 9 of Customs Act readdlas/fo
FIn order to carry out customs control or ascertalevant circumstances and fact

customs has the right to retain cash for 48 hautke following cases:

1) person has infringed the obligation to declarghcset down in Regulation

1889/2005 article 3 or

b Relevant amendments to the Customs Act are endsagke effect in 2010. The

S

2) there is a suspicion of money laundering owotést financing.”
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According to the above formulation, customs hasritjiet to stop cash irrespecti
of the amount (above or below the threshold). As tdompetent authority t
proceed the money laundering or terrorist finanaages is FIU, then in cases
suspicion of money laundering customs informs Fild decision for further actio
is taken by FIU

e

o

of

Recommendation o
the MONEYVAL
Report

f There are no legal provisions ensuring that theseunder the circumstances
Special Recommendation IX at any time a designedetpetent authority to seiz
cash when there is a suspicion of money laundenrigrrorist financing.

of
e

Measures taken t

implement the
Recommendation o
the Report

amendment to paragraph 9 of Customs Act readdlas/fo
FIn order to carry out customs control or ascertalevant circumstances and fact

customs has the right to retain cash for 48 hautke following cases:

1) person has infringed the obligation to declaghcset down in Regulation

1889/2005 article 3 or

2) there is a suspicion of money laundering owotést financing.”

According to the above formulation, customs hasritjiet to stop cash irrespecti

of the amount (above or below the threshold). As tompetent authority t

proceed the money laundering or terrorist finanaages is FIU, then in cases

suspicion of money laundering customs informs Fild decision for further actio

is taken by FIU.

D Relevant amendments to the Customs Act are endsagke effect in 2010. The

S

e

O

of

Recommendation o
the MONEYVAL
Report

fAs the disclosure system has been establishediromyd 2007, there are not y.
comprehensive statistics available. Thus, it is get possible to assess t
effectiveness of the system.

bt
he

Measures taken t
implement the
Recommendation o
the Report

D Cash declarations on border from Ill quarter of 2007 to Il quarter of 2009
Total Number Number
f Number Amounts of [Amounts of Amounts
Quarter of Declared | Export [EXported Import Imported
Declara- (EUR) Declara- (EUR) Declara- (EUR)
tions tions tions
2007 1l 195 95 733 89y 189 95062 774 6 671123
2007 IV 245 154 145 51D 233 1516879717 12 2 457 538
2008 | 189 172866 00p 18] 172693 58P 8 172 413
2008 11 164 71532 162 155 69 832 861 1699 301
2008 11 283 130 365 90P 277 130234 85p 6 131 051
2008 IV 342 205674 657 325 202623 70D 17 3 050 95y
2009 | 218 207 329 18p 204 205 360 294 14 1968 892
2009 11 134 59 315 950 125 57 721184 9 1594 766
2009 11 164 24 543 466 163 23 847 448 6 696 023

and during the first 9 months of 2009 the respeativmber was 26 notifications.

As of 9 December 2008 the Order No 20-P of the dbare General of ETCE
established amendments in the procedure for conwation the information to FIU
on suspicions regarding the money laundering. Adiogrto the amendment th
officials which disclosed money laundering shdllifi a notification in the interne

https://rab.kripo.ee/rabis/appnd subsequently notify by e-mail the centre
management of ETCB of communicating a notification FIU. The amende
procedure ensures that the information shall benmomicated directly to FIU

In 2008 the Estonian Tax and Customs Board (ET@B} ® FIU 28 notifications

environment, in an electronic format available dme tweb page of FIU:

D

J
e

of

database in good quality and without delay.

43



Recommendation of EC regulation No. 1889/2005 and relevant natioregislation do not cover th
the  MONEYVAL | transfer of cash or bearer negotiable instrumerdtreen Estonia and another E
Report member state.

[¢)

U

Measures taken to National legislation does not cover the transfezasth or bearer negotiable

implement the| instruments between Estonia and another EU mentéer. s
Recommendation of

the Report

(Other) changes
since the las

evaluation

4. Specific Questions

a) Please indicate the measures taken to coveresflential criteria of recommendation 8 (n
technologies and non face-to-face business)

9]
=

In order to meet the mentioned comment the cla0s@B2) of the MLTFPA was amended and worc
as follows:
“The rules of procedure shall:

2) describe transactions of a higher risk levadiuding risks related to means of communication,
computer network or other technological developnaent establish the appropriate requirements and
procedure for entering into and monitoring suchgeation;”

According to amendments to Penal Code unlawfulafsidentity of other person is criminalized no
According to § 157 of Penal Code for an unlawful use of personal datéch can be used fa
identification purposes is punishable by a pecynmamishment or up to 3 years' imprisonment. The
regulation entered into force on 15 November 2009.

Please see also answers provided above for Recotatiam 8 (New technologies and non face-to-f
business), pg 30-33.

led

=

ne

ace

b) Please indicate the measures that were taken atiogl to supervision of trust and company ser\
providers?

ice

Until now case based approach has been appliedsioand company service providers. According &
plan of activities for 2009-2010 FIU will make oitesinspections to those service providers.

h

—

c) Please indicate the supervisory action taken Hye FIU and other supervisors
How many supervisory visits to the reporting easitand the action taken pursuant to those visits?

FSA

In 2008-2009, the supervision of the preventiomohey laundering and terrorist financing was fodu
primarily on the control of due diligence measuapplied by market participants and on assessme
the effectiveness of relevant internal procedured aanagement information systems. Also,
procedures and practice of establishment of relakipps with non-resident customers was constg
monitored. The efficiency of the application of amdments related to the enforcement of the
MLTFPA was evaluated in almost all credit instituns.

Thorough on-site inspections were carried out iA&MH twd® two banks and one investment firm,
order to assess the conformity of internal proceslof these financial institutions with appliedigation

se
nt of
the
\ntly
new

in

and international practices as well as the appiivabf due diligence measures in case of clig

registered in low-tax regions. An on-site inspettaf one credit institution (Estonian subsidiary aof

2Nts

!® The total number of credit institutions in Estomias 6 in 2008. The banking industry is highly carcated;
market share of two major banks is asset-wise &a. 65

44



foreign bank) was carried through in cooperatiothwlie foreign supervisory authority. One perceps'lN
issued requiring obligated person to amend itsriaie procedures to be compliant with the latest

requirements of the law. In 2009 similar on-sitsp@ctions were carried through in two banks (ong of

them is in the state of issuing the on-site indpaateport) and one branch of foreign bnk
In addition to that internal procedures of 6 inmestt service provider and 1 credit institution were
assessed in course of general examination of abégéties.

FIU’s supervisory measures 2008-2009:

Sector Off-site On-site MisdemeanorsPrescriptions
control control 2008/2009.9 [2008/2009.9
2008/2009.9 |2008/2009.9

Loans 28/37 2/8 8/8

Leasing o/7

Casinos 50/25 4/0

Money exchange 34/19 14/9 4/3

Real estate 2712

Pawnbrokers 60/81 29/28 43/1

Payment 8/8 4/4 4/4

intermediaries

Traders 22/11 0/3 8/0

Bankruptcy 84/0

trustees

Baliliffs 47/0

Other lege 0/227

services

Total 131/227 229/190 49/52 71/16

Bar Association Board has passed guidelines oreSegetr the ® 2008 on procedural rules to fulfill the
duties of impeding and forestaling monetary laumde and financing terrorism. The act |is
recommendable and law offices are free to use dlsabn example to develop their own directive
considering their specifics.
In December 2008 the Bar Association Board caraetisupervision to see whether law offices have
implemented the procedural rules of diligence messto fulfill their duties according to MLTFPA. {

the course of supervision random selection of Idfices were supervised. The selection cov
approximately 9 % of law offices. In the course sufpervision 15 law offices over Estonia were

Y There are 7 banks, 11 branches of foreign bankige-thsurance companies (non-life insurance corngmare
not subject to MLFTPA) 17 fund management companieésvestment firms in Estonia as of 01.09.2009.
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examined. During supervision one law office out 1&f did not have the aforementioned rules| of
procedure, other 14 law offices did have the raeprocedure. The law office with shortcomings was
asked to conduct their business in accordance twéhaw and an additional examination followed in
January 2009. During the additional examinatiowas discovered that the law office had implemented
the requested procedural rules. The Bar Associdioard has pointed out to the members of |the
association the significance of the subject andnied to implement the aforementioned rules inr thei
offices. The Bar Association Board did not discowty violation of MLTFPA or the guidelings

implemented on the basis of the act by the memifettse association and therefore has not had thd ne
to apply punishment to members. Review of the tesilthe supervision has been presented to Fiaknci
Intelligence Unit on April the 142009.
The Chamber of Notaries has passed their own dgonéebn I November 2008. Training took place
after the implementation of the new MLTFPA and dgrihe imposing of guidelines.
Supervision over notaries has been done in theseoaf periodic supervision. No deficiencies wgre
discovered.

d) Please indicate the coordination and cooperafioncedures between the supervisory agencies?

Government Committee for Coordination of Issuesceoming prevention of Money Laundering and
Terrorist Financing (hereinafter: Government Cornteei} includes representatives of all AML/CFT
supervisory bodies. The committee holds regulartimge 4 times in a year.
Estonian FIU is co-operating closely with the FiciahSupervision Authority through regular meetings
Police Board (incl FIU), Prosecutor’'s Office andA=8oncluded a Memorandum of Understanding|on
28.09.2009. According to the Art. 2 of the MoU, tbarpose of the Memorandum is hindering
exploitation of the financial sector for criminalinpposes, also preventing, hindering, disclosing fast
and professional processing of offences relatedrdess’ circulation and subjects of state finamgia
supervision (incl. money laundering and financifigeororism through financial sector).
The MoU has an Appendix 1 “Agreement between PoBoard and FSA on prevention of money
laundering and financing of terrorism”. AccordirmArt. 2 of Appendix 1, the purpose of the Agreemen
is to specify the co-operation between Partieshenprevention of money laundering and financing of
terrorism related to credit and financial institus subject to state financial supervision of FSA.
Appendix 1 specifies contact persons of Partiesatitepted means of communication, the time lifaits
answering requests. Appendix 1 also enacts thaéeRdrave to co-operate to ensure uniform apptoati
of AML/CFT legal acts and notify each other of gmmpblems or difficulties arising from applicatiof
AML/CFT legal acts or guidelines. According to tAppendix 1, parties have regular meetings on|the
matters of the scope of the Appendix 1 two timesailyear. Ad hoc meetings will be held, when

necessary. The Appendix 1 also sets an obligatidgheoParties to present annually to the otheryPart
report on breaches found and punishments applippedix 1 also sets ground for co-operation of
Parties in the field of international co-operation.

o =

e) Please report on measures to ensure updatinmpnfofmation on ownership and control of legal
persons?

Measures to ensure updating of information on owstnigr and control of legal persons are provided
Commercial Code:

§ 71. Liability of undertaking

D The registrar may, pursuant to the proceduoeiged by the Code of Civil Procedure, imposge a
fine on an undertaking and any other person requiresubmit the information to the register whdsfad
submit information provided by law or submits in@mt information to the registrar, regardless| of
whether or not such information is subject to emrthe register.

8 35. Notification obligation of administrative agges

The courts, state and local government agencidaries, bailiffs and auditors are required to ryotife
registrar of any incorrect information in the conmoial register or of any information which has been
submitted to the register that they become aware of

n
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f) Please report on international cooperation regyenumbers of received requests and ans
provided?

Vers

In 2008 FIU received 204 foreign enquiries and 4€&7 enquiries. In 2009 the respective figuresldke
and 157. The enquiries sent to Latvia and Russia imtreased considerably.

Mutual legal assistance:

Applications for | Applications for
mutual legal mutual legal
assistance from | assistance
foreign countries | applied by
Estonia
2008 561 264
01.01.2009- 451 171
1.11.2009
Applications for | Applications for
mutual legal mutual legal
assistance from | assistance
foreign countries | applied by
regarding money | Estonia
laundering regarding money
laundering
2005 6 0
2006 5 2
2007 35 4
2008 36 31
01.01.2009- 29 17
1.11.2009
Applications for | Applications for
mutual legal mutual legal
assistance from | assistance
foreign countries | applied by
regarding Estonia
terrorism regarding
financing terrorism
financing
2005 0 0
2006 3 1
2007 0 0
2008 0 0
01.01.2009- 0 0
1.11.2009
Property arrests | Applications for
in money mutual legal
laundering cases | assistance
applied by
Estonia
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regarding
terrorism
financing

2008

0

01.01.2009-
1.11.2009

0

Estonia has completed all applications for muteghl assistance, which have been sent to Estor
years 2007 and 2008. 6 applications during yea® 28@ under way. 2 applications for mutual le
assistance applied in 2008 by Estonia to Germaggrding money laundering have not yet b
answered. 12 applications for mutual legal assigtampplied by Estonia in 2009 regarding mo
laundering have not yet been answered.

5. Questions

I mplement

related to the Third Directive (2005/60/EC) and the
ation Directive (2006/70/EC)18

Implementation

/ Application of the provisions in the Third Directive and the Implementation
Directive

indicate
Third
the

Please

whether the
Directive  and
Implementation
Directive have beer
fully implemented / or
are fully applied ang
since when.

The MLTFPA entered into force on 28anuary 2008. One of the goals of this
was to harmonize Estonian legislation with the nements of the '8 EU AML
Directive and Implementing Directive 2006/70/EC.

Beneficial Owner

ia in

gal
ben
ney

act

Please indicate
whether your lega
definition of
beneficial owner|
corresponds to th
definition of
beneficial owner in
the 39 Directive'®
(please also provid
the legal text with

your reply)

> MLTFPASsection 8 (1) is amended and worded as follows:
“(1) A beneficial owner is a natural person whding advantage of his or hg
influence, exercises control over a transactioh pa@nother person, and in whg
_interests or favour or on whose account the trdizsaor act is made.”;

F Section (1) is added to section 8 MLTFPAin the following wording:

“(1%) A beneficial owner is also a natural person weonmnently owns the shar
or voting rights of the company or exercises fic@htrol over the management o
L company in at least one of the following ways:

shareholding or control, including in the form @doer shares;
2) otherwise exercising control over the managera€atlegal person.”;

1) by owning over 25 percent of shares or votirghts through direct or indirec

Risk-Based Approach

Please indicate th
extent to which
financial institutions

have been permitted

to use a risk-base
approach to

eThis is a general principle in the MLTFPA subsettib4. In compliance wit

DImake certain that the obligated person knows wieobiéneficial owner is in th

MLTFPA subsection 14 (3), an obligated person may useiskeébased approach
and with sufficient measures to verify the identifithe beneficial owner in order to

business relationship or transactidm.the case of fulfilment of this requirement

18 For relevant legal texts from the EU standardsfsmeendix Il

19 please see Artic

le 3(6) of th¥ Birective reproduced in Appendix II.
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discharging certain
of their AML/CFT
obligations.

obligated persons have been given various choices:
1) to what extent to use public data about sharehelgiemembers to that end;
2) to what extent to ask for the relevant data oraltg record the informatio
received in writing;
3) in which cases to ask the customer to fill in gpeesive questionnaire;
4) which other possibilities can be used and are redde in the case of the
respective obligated person.
It must be taken into account that the scope otoowmsr due diligence, inc|.
identification of the beneficial owner is relatedthe risk of money laundering and
terrorist financing, which depends on the custotype, his country of origin
business relationships, the product, service onsaetion. In cases where the
beneficial owners of a legal entity, civil law patship or other contractual legal
arrangement, e.g. a fund or trust need to be fishtand thus it is impossible to
identify the beneficial owners it is sufficient tdentify the circle of persons who
may benefit from the fund or trust. This requiretnéoes not include identificatio
of individuals within the circle of persons.
Art 14 of MLTFPA establishes the general identificati@guirement. Subsectign
(1) imposes on all obligated persons the obligatmidentify a person or customgr
participating in a transaction or official act asllhas the customer’s representatjve
and the beneficial owner and verify their identitjhe obligated person identifies
the aforementioned person on the basis of submileciments and verifies
whether the submitted identification informatiorc@rect or not. The requiremernts
for documents used in the course of identificataomd verification have been
provided in 88 23 and 24 of MLTFPA.
If the information used upon identification origiea from the identified persgn
either in the form of oral statements or submittedttested written documents,
information must be verified through a reliable andependent sourcdt is a
general provision, which has several derogationMiTFPA, depending on th
area of activity of the obligated person, the sasiprovided and the goods saqld,
etc. Derogations are primarily related to the tignof application of due diligence
measures.
It must be noticed that the requirements of ideraifon and verification are equally
applicable to all obligated persons, unless theghdions provided for in MLTFP
stipulate otherwise.
According to subsection (2), an obligated persorstnfulfil the identification
requirement immediately in the case of entering it intermediating transactions
on an occasional basis whereby the transaction mamsiEEK 200,000 or more as
soon as the obligated person learns that the igaitdhias been exceeded.
According to subsection (3), upon application o€ dliligence measures obligated
persons may use risk-based approach, except ifesimgtances provided in la
which concern primarily the so-called amount-basedification obligation o
obligated person pursuant to subsection 32 (eoMLTFPA.
Obligated persons must take all the due diligeneasures specified in subsection
(1) of the section under view, but the scope ardnsity of application of du
diligence measures depends on the specific busiadnship, customer or party
to a transaction or risk level arising from a trct®n. Each obligated person
should recognise the risks arising from its addgit— to known and be able fo
recognise in practice a situation where the obdidgberson might be used as a
channel of money laundering or terrorist financiagd introduce reasonable
measures for prevention or reduction of such ri§ke measures applied by an
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obligated person must take the specifics of tha afeactivity into account. DUIE
diligence measures are suitable and have suffigeope if they can be used for
identifying transactions aimed at money laundedndg terrorist financing or if th
at least contribute to the attainment of the gddle risk-based approach is not
applicable if a customer or a person participaiing transaction or official act has
been entered in the list of persons on whom intemnal sanctions have been
imposed.
If a risk arising from a business relationship,tooser or party to a transaction |is
low and the conditions provided for in § 18 of tNLTFPA are present, an
obligated person may apply the due diligence measpursuant to the simplified

e

n

1)

procedure, but may not leave the due diligence ureasunapplied. However, if th
risk level is high, strengthened due diligence mess must be applied i
accordance with 88 19, 21 or 22 of the MLTFPA. Sachapproach ensures| a
flexible regulation and allows for more rationalkeusf the resources of obligated
persons.

Politically Exposed Persons

Please indicate Estonian legislation for identifying PEPs is in amtance with the provisions of

whether criteria for Thijrd Directive and the implementation Directive.

identifying PEPS N - iteria for identifying PEPs are provided for ist&nian legislation as follows.

accordance with the "

provisions in  thel § 20 of MLTFPA: Politically exposed person

Third Directive and| (1) A politically exposed person is a natural parado performs or has performed

the Implementation prominent public functions, also the family membansl close associates of such a

Directive™ are| person. A person who, by the date of entry intaadaction, has not performed any

provided for in your| prominent public functions for at least a year,tioe family members or close

domestic legislation gssociates of such a person are not considerditalyi exposed persons.

(please also provide 5y £ the purposes of this Act, a person perfognrominent public functions is

the legal text with - . o )

your reply). 1) a head of state, head of government, minisket deputy or assistant minister;
2) a member of parliament;

3) a justice of a supreme, constitutional or anotieairt of which the judgments can

be appealed only in exceptional circumstances;

4) a member of the supervisory board of a staté agditution or the central bank

5) an ambassador, chargé d'affaires and senigeoffi the Defence Forces;

6) a member of a management, supervisory or adiratiie body of a state-owned

company.

(3) The provisions of clauses (2) 1)-5) includeiposs of the European Union and

other international organisations.

(4) A family member of a person performing prominpublic functions is:

1) his or her spouse;

2) a partner equal to a spouse under the law giengon’s country of residence or a

person who as of the date of entry into the trarmadad shared the househg

with the person for no less than a year;

3) his or her children and their spouses or pastnéthin the meaning of clause 2)

4) his or her parent.

a

% please see Article 3(8) of thé” Directive and Article 2 of Commission Directive B8J70/EC
reproduced in Appendix .
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(5) A close associate of a person performing premtipublic functions is:

1) a natural person who has a close businessamghip with a person performin
prominent public functions or with whom a personf@ening prominent publig
functions is the joint beneficial owner of a legaérson or contractual leg
arrangement;

2) a person who as a beneficial owner has full osmp of a legal person ¢
contractual legal arrangement, which is known teeHaeen set up for the benefit
the person performing prominent public functions.

§ 21. Transactions with politically exposed persofther Member States and

third

countries

(1) Upon establishment of a business relationshigndry into a transaction (¢
performance of an official act with a politicallxmosed person of a contracti
state of the European Economic Area or a third ggwor his or her family membe
or close associate, an obligated person shall ap@yenhanced due diligen
measures provided for in § 19.

(2) In the event specified in subsection (1), aligakbed person shall also implemg
the following requirements:

1) apply appropriate risk-based internal proceduims making a decision o
establishment of a business relationship or onlasion of a transaction;

2) the management board of the obligated pers@pmrson or persons authoris
by the management board shall decide on establighoidusiness relationships;

3) upon establishment of a business relationshipugon the conclusion of

transaction, take appropriate measures for ideatitin of the origin of the mone
or other property used;

4) continuously apply the due diligence measuresifipd in clause 13 (1) 5).

g

=

=

of

=

g
ce

nt

ed

“Tipping off”

Please indicat¢ MLTFPA § 34 establishes the confidentiality requirement pefsons with &

whether the
prohibition is limited
to the transactior
report or also cover
ongoing ML or TF
investigations.

notification obligation. According to subsection) @n obligated person, the bo
and a member of a directing body and an employem afbligated person who is
' legal entity is prohibited to notify a person abautnotification given to the
”Financial Intelligence Unit about the person anauabprecepts made by th
Financial Intelligence Unit for the purpose of rieggg additional information o
initiation of criminal proceedings (i.e. tippingfpfAn obligated person may notif
a person that the Financial Intelligence Unit hastricted the use of the persol
account or that other restrictions have been ingdsethe unit after fulfilment o

the respective precept. A similar requirement cafolond in the MLTFPA in force.

This provision corresponds to Article 28 of Direeti Il and FATF

Recommendation 14. 8 61 of the draft Act considg@rangement of the prohibition

as misdemeanour for which the offender could beghaal with a pecuniary penal
as well as detention.

On the basis of subsection (2) the aforementiondel is applied with regard t
provision of information to third parties, unlegt@rwise provided in this Act.
Subsection (3) contains derogations, i.e. whes &llowed to forward informatio
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about prevention of money laundering and terr@uss to third partiedn general it

is allowed to notify only competent authoritie®. ithe Financial Intelligence Unit.

There are no such derogations in the act in fobuee to the dominant publi
interest the draft Act contains derogations whidgdhia compliance with Article 2

of the Directive. The list of persons whom inforinatmay be given, as set out|in
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the clauses of subsection (3), is exhaustive. Istnne taken into account thiat
exchange of information is not permitted betweeh dlligated persons and
according to Recital 33 of Directive Ill, persomiata protection legislation must be

taken into account upon disclosure of informatibn.general it is prohibited t
disclose information to third parties without thensent of the data subject.

An obligated person is allowed to disclose infoliovatwithin the consolidatio
group or financial conglomerate (for the purposeg§® 187-188 of the Insurang
Activities Act), provided that the same persons swbject to the obligation ¢
professional secrecy (clause 1). It is stipulatethée draft Act that information ma
be exchanged only between obligated persons iinfloeemation about the specifi
transaction suspected, with good reason, of maa@ydering or terrorist financin
concerns various obligated persons who operateeirsame branch of the econo
or profession. The prohibition of forwarding infaation is not applicable in th
case where notaries public, attorneys or auditarénathe same legal entity (e.qg.
the same law firm) or cooperation network (e.geawork of law firms), which ha
the same owners, directing bodies and internakcbsystem.

Subsection (4) establishes the imperative rule ¢lvahanged information may |
used solely for the purpose of prevention of momayndering and terrorig
financing. Exchange of information obtained on ltasis of subsection (3) for oth
purposes is prohibited.

According to subsection (5), the prohibition ofditsure is not applied if a notar
public, attorney or auditor tries to convince thiert to refrain from illegal acts.

There is no analogous provision in the MLTFPA incly but there is such
provision, for instance, in the Danish Money Lauimtg Prevention Act.
MLTFPAS§ 34. Confidentiality obligation of the notifier

(1) An obligated person, a structural unit and anfoer of a directing body and 4

employee of an obligated person who is a legalgmers prohibited to notify a

person, the beneficial owner or representativehef gerson about a notificatig
given to the Financial Intelligence Unit about ferson and about precepts ma
by the Financial Intelligence Unit or initiation ofiminal proceedings under § 40
41. An obligated person may notify a person thatRmancial Intelligence Unit ha

restricted the use of the person’s account or dther restrictions have bee

imposed after fulfilment of the precept made byRm@ancial Intelligence Unit.

(2) The provisions of subsection (1) are also &gpio the providing of informatio
to third parties, unless otherwise provided in fas.

(3) An obligated person may give information tdad party if:

1) the third party belongs to the same consolidagia@up or financial conglomera

as the obligated person specified in clauses 3l)1and 2) of this Act and the

undertaking is located in a contracting state efElaropean Economic Area or thi

country where requirements equal to those providethis Act are in force, state

supervision is exercised over fulfilment thereofl arquirements equal to those
force in Estonia are applied for the purpose ofpkeg professional secrets a
protecting personal data;

2) the third party acts in the same legal persostrorcture, which has joint owne
or management or internal control system as thigateld person in the professi
of a notary public, attorney or auditor;

3) the information specified in subsection (1) camns the same person and
same transaction which is related to several old@ypersons and the information
given by a credit institution, financial institutipnotary public, attorney or audit
to a person operating in the same branch of th@ogap or profession who i
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located in a contracting state of the European &eon Area or third country wher|
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requirements equal to those provided in this Aet iarforce, state supervision is
exercised over fulfilment thereof and requiremetigal to those in force in Estonia
are applied for the purpose of keeping professiseatets and protecting personal
data.
(4) Information exchanged pursuant to subsectignn{@y be used only for the
purpose of the prevention of money laundering anatist financing.
(5) The prohibition provided by subsection (1) @t mpplied if a notary publig,
attorney or auditor tries to convince a customeefrain from illegal acts.
With respect to the MLTFPA § 43 establishes restrictions on use of informatNatifications sent tg
prohibition of | the FIU contain personal data and information dairtg information subject tg
“tipping off" please| pysiness and banking secrecy. The notificationssené by credit institutions who
indicate  whether 56 gpligated to maintain the confidentiality ofdrmation subject to banking
e Sl secrecy. The cooperation between the FIU and dkligaersons is based on trust.
circumstances wherg . . o .
the prohibition s lelgated persons must be confident that the indbion given by them to the FIU
lifted and, if so, the IS protected and used strictly pursuant to thegutore provided by law. § 20 of the
details of such MLTFPA in force also imposes on the officials ofethrIU the obligation tg
circumstances. maintain the confidentiality of information madedan to them in the course of
their official duties, including information subjeto banking secrecy. Furthermore,

§ 21 of the MLTFPA in force provides that only offils of the Financia|
Intelligence Unit shall have access to and thetitigiprocess the information in the
Financial Intelligence Unit database. Accordingstidbsection (1) of the draft Act,
the present legal order will remain.

According to subsection (2), in order to preventidentify money laundering ar
terrorist financing or criminal offences relateeto and in order to facilitate pre-
trial investigation thereof, the Financial Inteligce Unit is required to forwand
significant information, including information swut to tax and banking secrecy|to
the prosecutor, the investigative body and the teour connection with court
proceedings.

According to subsection (3), information registeiadthe Financial Intelligenc
Unit shall only be forwarded to a preliminary intigation authority, the prosecut
or a court in connection with a court proceedingtm basis of a written request
the preliminary investigation authority, the Pragec’'s Office or the court or on
the initiative of the Financial Intelligence Unftthe information is significant foy
the prevention, establishment or investigation @hey laundering or a criminal
offence related thereto. The principles of crimipedcedure are applicable to the
use of information as evidence.

According to subsection (4), the FIU has the right notify the Financial
Supervision Authority of infringement of the rerinents established by this A
by a credit or financial institution. On the othesind, the Financial Supervisig
Authority, in accordance with 8§ 49, is obligatednwtify the FIU of suspicion o
money laundering or terrorist financing identifiagdon inspection of a subject pf
financial supervision. Analogous provisions canfdaend in the MLTFPA in forc
as well. The FIU and the Financial Supervision Auify pursue extensiv
cooperation in other issues as well.

Under subsection (5), the FIU shall not in any éy®ovide information about th
obligated person who submitted information for fthepose of fulfilment of th
notification obligation or the members of the dineg body or employees of the
person. The FIU, incl. the contact person appoifigdhe Security Police Board,
shall ensure full confidentiality of the aforememied persons. Otherwise the HIU
would lose its trustworthiness in the eyes of thiigated persons. Under Article 27
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of Directive Ill, Member States shall take all apprate measures in order
protect employees of the institutions or obligapeatsons from being exposed
threats or hostile action.

MLTFPA 8§ 43. Restrictions on the use of information

to

(1) Only the officials of the Financial IntelligemdJnit shall have access to and the
right to process the information in the Financidklligence Unit database.
(2) In order to prevent or identify money laundgrior terrorist financing or
criminal offences related thereto and in order doilitate pre-trial investigation
thereof, the Financial Intelligence Unit is obligat to forward significant
information, including information subject to taxndh banking secrecy to the
prosecutor, the investigative body and the court.
(3) Information registered in the Financial Intgdihce Unit shall only be forwarded
to the authority engaged in the pre-trial procedtine prosecutor or a court jn
connection with criminal proceedings on the badisaowritten request of the
preliminary investigation authority, the Prosecigddffice or the court or on the
initiative of the Financial Intelligence Unit if ¢hinformation is significant for the
prevention, establishment or investigation of moleyndering, terrorist financing
or a criminal offence related thereto.
(4) The Financial Intelligence Unit may notify tRénancial Supervision Authority
of infringement of the requirements establishedhiy Act by a credit or financial
institution.
(5) The Financial Intelligence Unit shall not disst personal data of the person
performing the notification obligation or a memhmr employee of the directing
body of the obligated person.
(6) The procedure for the registration and processf the information gathered by
the Financial Intelligence Unit shall be establisbg a regulation of the Minister of
the Interior.
“Corporate liability”
Please indicat¢ The corporate liability can be applied in specdases if it is provided in special
whether  corporate part in the Penal Code, for example money laungesin.
liability ~ can  be| § 14 in Penal Code. Liability of legal persons
applied where an 1y | the cases provided by law, a legal persal &le held responsible for an
infringement S| act which is committed by a body, member of a badyenior official or competent
committed for the . . X
benefit of that lega representative thereof |n'the interest of the Ipgaton. ' '
person by a persop here has been two indictments /2007 and 2008hagailegal person in cases|of
who occupies a Mmoney laundering.
leading position
within  that legal
person.
Can corporate The corporate liability can be applied if the inffement is committed as a result| of
liability be applied| lack of supervision or control by persons who ogcapleading position and th|s
where the| does not exclude it.
g e S| As an act committed by any competent representative legal person (agent or
Egrr?;:'tttg? thf:tr Ieth: employee) for the benefit of the legal person mayrbputed to the legal person, it
person as a resul% (fis implied that every_legal person has the ir?tet@sinsure_ that no representatjve
lack of supervision thereof would commit offences for its bengfl.t.. Lemdofficials of'a legal person
s have therefore a duty to supervise the activitiethe representatives of the legal

or control by person

who a

person according to the organisational culturegrdances of the legal person.

occupy
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leading position We also inform that in 2009-2010 an analysis isngecarried out concernin
within  that legal| corporate liability and further amendments of ti& Btrengthening the principles
person. corporate liability, are possible.

DNFBPs
Please specify According to the effective act, the provisionsto MLTFPA are applied to perso
whether the

obligations apply tg
all natural and legal
persons trading in a
goods where
payments are mad
in cash in an amoun
of € 15 000 or over.

who act as sellers and intermediaries in transa&tiovolving precious metal
precious stones/jewellery products, works of actisalue or other valuable good
Enabling large cash transactions has repeatedly b@mething that can be eas
taken advantage of for the purpose of money latmglexnd terrorism. Sellers ¢
eprecious metals, sellers of works of art and aunetios belong to a risk group a
thave been specified separately in clause 18 oprté@mble of the directive and t

their economic or professional activities, e.g. lelesaof cars and other mot
vehicles and auctioneers, if a cash payment oés® than EEK 200,000 is made
them, are within the scope of application of the. Ate draft Act provides that th
Act is applicable to a trader who receives a caghment of EEK 200,000 or mor
In concordance with clause 1 of section 2 of thading Act, “trader” means

person or body which, within the framework of theomomic or professiong
activities thereof, offers for sale and sells goodsffers and provides service
Given the wide scope of the definition traders hawebeen specified separately
single groups of goods in the new MLTFPA. Thus, ghkject can be a trader w
receives the respective amount in cash starting fitee receipt of the respecti

According to the effective act, an undertaking isliged to take preventiv
measures if, upon entry into transactions, the takieg accepts, intermediates

200,000. According to the draft Act, the Act is bgxqb regardless of the manner
performance of a monetary obligation with regarcattrader if EEK 200,000 g
more or an equal amount in another currency is fattie trader in the course of
transaction in its economic or professional agésit

FATF Recommendations. Therefore all traders whe@pictarge cash payments |i

amount. In comparison with the act in force theftdfsct changes the limits.

pays over EEK 100,000 in cash and, in the casewfcash settlements, over EE

or
K
of

6. Statistics

a. Please complete - to the fullest extent possibléhe following tables:

2005
L . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions : ; .

(final) frozen seized confiscated
amount amount amount

cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)

ML 15 NA NA NA 2 NA NA NA "' NA NA NA
FT 0 0 0 0 0 0 0 0 0 0 0 0

55



2006

L . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions : ; .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 19 NA 3 6 1 1 NA NA 5 NA NA NA
FT 0 0 0 0 0 0 0 0 0 0 0 0
2007
L . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions : ; .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML | 16 NA 4 9 5 11 NA NA 5 NA 4 21020
FT
2008
L . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions : ; .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 46 NA 13 22 6 12 NA NA 6 999 100 0 0
FT 0 0 0 0 0 0 0 0 0 0 0 0

1. The relevant statistics is not suitable here aditfuses for 2005-2007 reflect the total numbeseizures but not
the number of cases where seizures were imposethére could be several seizures per one case.
2.See FN 1

3.SeeFN 1
4. The amount does not include the value of otheriscafed objects (electronic devices, cars, reat@setc).

10 months 2009
o . Convictions Proceeds Proceeds Proceeds
Investigations Prosecutions . : .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML | 55 NA 27 63 6 6 NA NA 7 461 304 3 17 65
FT 0 0 0 0 0 0 0 0 0 0 0 0
5.See FN 4
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b. STR/ICTR

Explanatory note:

The statistics under this section should providearview of the work of the FIU

The list of entities under the headinmdnitoring entitie$ is not intended to be exhaustive. If your
jurisdiction covers more types of monitoring eetitithan are listed (e.g. dealers in real estapereisory
authorities etc.), please add further rows to thieddes. If some listed entities are not covered as
monitoring entities, please also indicate thishia table.

The information requested under the headidgdicial proceedingsrefers to those cases which were
initiated due to information from the FIU. It is theupposed to cover judicial cases where the FIiy on
contributed to cases which have been generatethily bodies, e.g. the police.

“Cases openédrefers only to those cases where an FIU does rtmma simply register a report or
undertakes only an IT-based analysis. As this ifleaton is not common in all countries, pleasarity
how the term “cases open” is understood in yoursgliction (if this system is not used in your
jurisdiction, please adapt the table to your cousprecific system).

2005
isti [ v udici [
Statistical Information on reports received by theFIU Judicial proceedings
reports about cases nottizc:lzfli\;)ns
suspicious opened enforcement/ indictments convictions
reports about | transactions by FIU prosecutors
Monitoring transactions ML - ML -
entities, e.g. above " " " "
threshold ML | FT | ML | FT | ML | FT 3|5 2| 5|9 5 8| 5
%] @ (7} 17} (2] n 2] 7}
@ 2 « 2 @ 2 I &
o [¢3] o () o () o ()
o o o o
Commercial Banks NA 1213| NA|1697| NA| 64 3 NA 3 NA
Insurance Companies NA 0 NA
Notaries NA 10 NA
Currency Exchange NA 15 NA
Broker Companies NA 0 NA
Securities' Registrars NA 0 NA
Lawyers NA 2 | NA
Accountants/Auditors NA 0 NA
Company Service Providers NA 0 NA
Others (please specify) NA 457 | NA
Financial institutions NA 3 NA
Providers of cash transfer services NA 111 NA
Organisers of gambling and lotterigs NA 36 NA
Persons who carry out or act as
intermediaries in transactions NA 1 NA
with real estate
others (foreign FIUs, Estonian FIU
Ministries, Police, other government NA 306 | NA
agencies, others)
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[Total | [weor] | [ [ [ | | | [ | ]
2006
Statistical Information on reports received by theFIU Judicial proceedings
notifications
reports about cases 10 law
suspicious opened enforcement/ indictments convictions
reports about | transactions by FIU prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
0 (2] (%] (2]
threshold vy | bt | me |Fer|me | FrT | 8 S| 8 S8 S| 8 S
gl 2l 2]l8 2| & @2
(&) (] (8] (O] (&) (O] (&) (O]
o o o o
Commercial Banks NA 1589 NA
Insurance Companies NA 0 NA
Notaries NA 47 NA
Currency Exchange NA 32 NA
Broker Companies NA 0 NA
Securities' Registrars NA 0 NA
Lawyers NA 2 NA
Accountants/Auditors NA 0 NA
Company Service Providers NA 0 NA
Others (please specify 2601| NA| 111 NA 7 NA 7 NA|
and if necessary add NA 931 NA
further rows)
financial institutions NA 90 NA
providers of cash transfer services NA 419 | NA
organisers of gambling and lotteries ~ NA 90 | NA
intermediaries of high-value goods NA 3 NA
others (foreign FIUs, Estonian FIU,
Mlnlstrl_es, Police, other government NA 329 NA
agencies,
others)
Total 2601
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2007

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases
7 to law i -
suspicious opened f " indictments convictions
transactions by FIU enforcemen
o reports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
0 (2] (2] (2]
threshold | vy | pr [me [FT M | P | 8| 2| 81 8] 8| 2| g &
2} a %] (7] 2} (7] 2} (7]
© = © = © = 3] o
(&) () o (] (&) (] (&) (]
o o o o
Commercial Banks NA 2208 NA
Insurance Companies NA 0 NA
Notaries NA 96 NA
Currency Exchange NA 217 NA
Broker Companies NA 0 NA
Securities' Registrars NA 0 NA
Lawyers NA 6 NA
Accountants/Auditors NA 1 NA
Company Service Providers NA 0 NA
Others (please specify
and if necessary add NA 2744 NA
further rows) 5272 NA| 1821 1 NA 1 NA
financial institutions NA 99 NA
providers of cash transfer services NA 1528 | NA
organisers of gambling and lotteries ~ NA 567 | NA
persons who carry out or act as
intermediaries in transactions NA 1 NA
with real estate
intermediaries of high-value goods NA 109 | NA
others (foreign FIUs, Estonian FIU,
Mlnlstrl_es, Police, other government NA 440 NA
agencies,
others)
Total 5272
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30.09.09

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases
Af to law _— -
suspicious opened f indictments convictions
) by FIU enforcement/
reports about | transactions Yy prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
(2] 0 (2] (2]
threshold vy | Fr M [FT | M | FT | 8 S| 8 S| 8| 5| 8 S
| 21l & 2|l 8| 2| 8| @
o (] o () o () (&) (]
o o o o
Commercial Banks 8 1888 26
Insurance Companies 1 0 0
Notaries 89 32 1
Currency Exchange 5802 23 22
Broker Companies 0 0 0
Securities' Registrars 0 3 0
Lawyers 0 3 0
Accountants/Auditors 11 0 0
Company Service Providers 0 0 0
678 204 0 NA 0 NAl O NA 0 NA
Others (please specify)
financial institutions (excl. currency 1126 1141 4
exchange)
other private companies 420 10 0
other professionals
(bailiffs, other legal advisors, 2 8 0
trustees)
others (foreign FIUs, Estonian FIU,
Mlnlstrl_es, Police, other governmen 7 235 0
agencies,
others)
Total 7466 3856 | 1158
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APPENDIX | - Recommended Action Plan to Improve theAML / CFT System

AML/CFT System

Recommended Action (listed in order of priority)

1. General

2. Legal System and Related
Institutional Measures

2.1 Criminalization of Money
Laundering (R.1 & 2)

It should be made clear in the law or by way f guick and
training that the prosecution of money launderiogs not
require a prior or simultaneous conviction for firedicate
offence.

Estonia should introduce the full concept of corespy for
the money laundering offence.

2.2 Criminalization of Terrorist
Financing (SR.II)

It is recommended to amend the legal text criméiradj
terrorist acts and the provision criminalising teist
financing in a way that they would be broad andaiied
enough to cover, besides the financing of terrg
organisations, also all terrorist acts as requbbgdhe UN
Conventions and the financing of individual terstsi These
provisions should also:

— clearly cover the various elements required by ISRl
particular the collection of funds by any meansediy
or indirectly, and their use in full or in part fagrrorist
financing purposes;

- clarify that it is not necessary that funds weraalty
used to carry out terrorist acts or be linked &pacific
terrorist act.

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3

~—

Laundered property, where money laundering is thly
offence being proceeded with, should be coveredhay
Estonian mandatory confiscation regime;
Confiscation of instrumentalities used or intentiethe useg
should be mandatory and apply for all the desigh
offences;

instrumentalities used or intended to be used ie
commission of a crime should be subject to veé
confiscation;

Estonia should introduce specific legislation canoey the
rights of bona fide third parties in case of seizarders (sa
far Estonia has to rely on general principles of)la

rist
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ate
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2.4 Freezing of funds used for
terrorist financing (SR.III)

Estonia should implement a national mechanism te
effect to requests for freezing assets and desansafrom
other jurisdictions and to enable freezing funds Eif
internals (citizens and residents).

A national de-listing process should be establigegart of
these measures.
The definition of “funds” (as taken from the E
Regulations) does not explicitly cover funds owrdickctly

gi
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or indirectly’ by designated persons or those ailetd




directly or indirectly by designated persons; thit®uld be
amended and be brought in compliance with
requirements of UNSCR 1267 and UNSCR 1373.

Apart from banks, no other financial institutions[@NFBP
are aware of the procedures to be followed in ore
implement the UNSC Resolutions. Thus, Estorn
authorities should consider providing clear andcpeal
guidance to financial institutions and other eaesif
concerning their responsibilities under the fregziegime.
Estonia should introduce clear provisions regardihg
procedure for unfreezing the funds or other assiepersons
or entities inadvertently affected by a freezingchamnism
upon verification that the person or entity is aatesignatec
person.

2.5 The Financial Intelligence Un
and its functions (R.26)

—

Though the rating for Recommendation 26 is compliar
has to be noted that the only concern which hasiiséract
potential to become a problem for the FIU is thatdes not
have its own budget. Though this does not appedreta
problem at present, a separate budget would chyrt
strengthen its independence.

2.6 Law enforcement, prosecutio
and other competent authorities
(R.27 & 28)

=}

No recommended action.

2.7 Cross Border Declaration &
Disclosure

Estonia should establish an effective regime tg sto
restrain currency or bearer negotiable instrumenmitgen
there is a suspicion of money laundering or testd
financing at the border (criterion IX.3 a).

There are no provisions authorising Customs toeseash
simply in the case of a suspicion of money laumdgibr
terrorist financing. In such a situation Customsidceither
inform the FIU which could immediately issue a meicthat
the money has to be frozen or Customs could igi
criminal proceedings and inform prosecutors toagebrder
from the investigative judge to seize the cash. iMheomes
to nighttimes, weekends and public holidays, tlystem is
not fully operational. Estonia should establish edfective
system which allows that there is at any time tbsspbility
to seize cash when there is a suspicion of monaydkering
or terrorist financing (in the evaluators view #asiest way
to do so would be to authorise Customs to seizk cathe
case of a suspicion of money laundering or terr
financing).
EC Regulation No. 1889/2005 and relevant natic
legislation do not cover the transfer of cash oarbe
negotiable instruments between Estonia and anditér

the

ian

)
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member state.
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3. Preventive Measures —
Financial Institutions

3.1 Risk of money laundering or
terrorist financing

3.2 Customer due diligence, e The obliged entities are allowed to rely on CDD
including enhanced or reduced information receivedinter alia from a credit institution
measures (R.5 to 8) who has been registered or whose place of busiséssa

contracting state of the European Economic Area tird
country where requirements equal to those providdte
MLTFPA are in force. In the absence of further guice
on this issue, Estonian authorities should at lésste
guidance regarding the question of which countries
satisfactorily fulfil these requirements.

¢ Concerning beneficial ownership, the law leaves espm
discretion in interpretation whether it also coverstances
when a natural person acts for another naturalopefs
Estonian authorities should make it clear in the that
beneficial ownership does not only refer to thetfiratural
person in the chain but that it (also) covers ratpersons
who ultimately control other natural persons.

» Concerning criterion 5.6, § 13 (1) 4) MLTFPA re@s
“acquisition of information about a business relathip
and the purpose of a transactiorThis provision could
only indirectly be sanctioned (that failure to alveethese
requirements indicate a failure of the institutmmternal
controls). Estonia should introduce a direct samitg
regime for this provision.

e« The Estonian approach to addredsgh risk of money
laundering or terrorist financing sets the level to appl
enhanced CDD to a higher level thdamgher risk in terms
of the Methodology. While “high risk” is at the ugpend
of a level of risk, “higher risk” refers only to gituation
more risky than average. Furthermore, in the categmf
§ 19 MLTFPA non-resident customers and private lvan
do not appear as higher risk situations which waeetfuire
enhanced CDD measures. Estonia should changerthg te
of “high risk” to “higher risk” and consider addingon-
resident customers and private banking to the oates
which require enhanced CDD measures. Furthermbes, t
authorities should provide financial institutionsitiw
guidance on the existing categories of high risk.

* 8§ 18 MLTFPA allows for the application of simpliflg
CDD measures in case of credit or financial instoins
located in a contracting state of the European &tun
Area or a third country, which in the country o€#tion is
subject to requirements equal to those providedrfdhis
Act and the performance of which is subject to estat
supervision. At present, no guidance from the Haton
supervisory bodies exists specifying which thirdimoies

~
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fulfil these criteria. Though simplified CDD is npt
mandatory under the Methodology but in case ofyapgl
such a system, the requirements of criterion 5aM@ o be
met which is not the case in Estdhia

e« The MLTFPA requires all obligated persons to haves
of procedure which ensure that the legal CDD renménts
as set out in the MLTFPA are followed. Though not
explicity mentioned, the Estonian authorities afethe
opinion that this language covers also all instargavhich
a business relationship begins prior to full CDDheT
Minister of Finance is obliged to issue a decrescgping
further requirements for such rules of procedurachS
guidance was not yet in existence at the time efd-site
visit and should be done as soon as pogsible

e« The MLTFPA should clearly require financial institins
to terminate a business relationship and notify EHe in
instances in which a request for additional docuatén
arising only from ongoing due diligence remainsuliiifed
(part of criterion 5.16).

e The exemption concerning politically exposed pessibrat
“a person who, by the date of entry into a transathas
not performed any prominent public functions foteatst a
year, or the family members or close associatesuch
person are not considered a politically exposedsper(8
20 (1) MLTFPA) is not in line with the Methodolognd
should be removed.

e Concerning effective implementation of Rec. 6,eatst one
of the smaller local banks did not, at the timehef on-site
visit, conduct independent background checks orir the
customer’s possible role as a politically exposesgn (in
contrast to the larger, internationally active tmamnihich
seem to follow their obligations). Estonian autties
should address this shortcoming by focused supervin
these issues and consider issuing guidance imey&sd.

e There should be a clear requirement in the law khic
obliges financial institution to understand thepasent
bank’s business.

e Estonia should introduce a clear legal requiremiant
financial institutions to obtain approval from gsamj
management before establishing new correspondent
relationships.

* In case of correspondent banking, financial ingths
should be required to document not only the resgect
CDD responsibilities of each institution but the okh
range of AML/CFT responsibilities (e.g. notificatio

* Estonia should introduce specific provisions in fag

2L A list of equivalent third countries has been klisaed in the meanwhile.
22 The relevant Regulation of Minister of Finance wablished in the State Gazette and became eféeotiv
April 11, 2008.
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which address the risk of misuse of technolog
developments in money laundering or terrorist foiag
schemes.

cal

3.3 Third parties and introduced
business (R.9)

The obligated persons should be clearly requiregngure
that timely reproduction of the necessary docuntimta
from third parties is possible.

Concerning criterion 9.4, Estonian authorities $thassue
guidance to explain the financial institutions wh
countries can be considered as having requirenmezal
to those provided in the MLTFPA in force and can
supposed to comply with Recommendation 9.

Estonian authorities should clarify that also ine
circumstances of 8 14 (4) MLTFPA the ultimg
responsibility for customer identification and Vigation
remains with the financial institution relying ohet third

party.

c

be

th
ite

3.4 Financial institution secrecy or
confidentiality (R.4)

The provisions allowing the sharing of informati
between financial institutions where this is reqdiby R.
7, R. 9 and SR VII should be revised: the langustgruld
be simplified to facilitate their application ingatice and
further guidance should be providéd

3.5 Record keeping and wire
transfer rules (R.10 & SR.VII)

The MLTFPA (particularly 8 63) needs to be amenthed
sanctions also apply to credit institutions andrency
exchange bureaux when they breach the provisioribeqg
said Regulation.

Measures need to be taken to ensure full awarerfesg
credit institutions and payment service providefsthe
requirements of Regulation (EC) No 1781/2006. Mueezp
both the FSA and the FIU should elaborate an apatey
monitoring mechanism to ensure its proper impleigori.
Neither the FSA nor the FIU have informed cre
institutions and payment service providers of b
obligations arising from Regulation (EC) No. 178108.
For the sake of a proper implementation of this

Regulation (and consequently SR VII), it is necesda
raise awareness with its requirements concerningl
transfers. Furthermore on-site inspections andr aifiesite
monitoring techniques should aim at ascertainingl

evaluating implementation of this EU Regulationdogdit
institutions and payment service providers. Theesuipory
tools used by the FSA and the FIU should encomtias
monitoring of compliance with the EU Regulation tigth
credit institutions and other financial businesdities
involved in money remittances.

dit
neir

EU

fu

an

3.6 Monitoring of transactions and
relationships (R.11 & 21)

Financial institutions should be required by laegulation
or other enforceable means to investigate the aokg

% This has already been done to a certain exterternimg countries which can be considered as elguivto
“a contracting state of the European Economic Area
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and purpose of complex/unusual large transactionsta

keep a record of the written findings which will bHeen

accessible for competent authorities and auditors.

Estonia should introduce obligations in law or datjan or

other enforceable means requiring financial ingtins to

— (give special attention to business relationshipd
transactions with persons (including legal persaing
other financial institutions) from or in countriegich
do not or insufficiently apply the FAT
Recommendations.

an

— to examine and monitor such transactions, if they d
not have an apparent economic or visible lawful

purpose, and have written findings available tasass

competent authorities and auditors.
Estonia should introduce specific provisions onligpfion
of counter- measures where a country continuestm
apply or insufficiently  applies the FAT
Recommendations.

T =

3.7 Suspicious transaction reports
and other reporting (R.13-14, 19, 1
& SR.IV)

PS5

It should be clarified in the MLTFPA, that all atipted
transactions have to be reported.
The definition of financing of terrorism as provitléor by

8 5 of the MLTFPA is linked with the definition as

provided for by § 237PC (the terrorist financing offenc

and thus it has the same limitations as the testr

financing offence and there is no reporting oblmatin
case of:

- financing of an individual terrorist;

— collecting of funds for the purpose of terror
financing;

— the provision of funds in the knowledge that they @
be used (for any purpose) by a terrorist orgamisadir
an individual terrorist;

- those conducts of Art 2 of the Terrorist Financ
Convention and addressed in the specific UN test
conventions which are not covered in the Estor
terrorist offence (8§ 237 PC).

It is recommended that the reporting obligationl voié
broadened and brought into line with SR. IV.
Savings and loan associations as well as insursecer
sent no STRs so far. This shows that there is prably
either a lack of understanding or awareness ofraatiey
laundering obligations of these entities. The Fhowdd
provide more guidance and training to these entitigat
they better understand their reporting obligations.

)
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3.8 Internal controls, complianc
audit and foreign branches (R.15
22)

The MLTFPA requires obligated persons to estab
written rules of procedure for the application ofied
diligence measures, including assessment and nizesad
of the money laundering and terrorist financingk,r
collection of information and storage of data, r#pg of

lish

"

suspicious transactions as well as rules for chec
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adherence thereto. However, the MLTFPA follows
system that further details of these internal rh@ge to be
established by the Minister of Finance; at the tohehe
on-site visit and two months subsequently, no g
regulation came into force and effect.

Financial institutions should be required to hauwédgnce
in their internal rules of procedure concerning die¢ection
of unusual and suspicious transactions.

It is recommended that the legal requirements égular
training of employees extend to cover new develogmim

AML/CFT matters, including information on current

ML/TF techniques, methods and trends.

uch

Estonian authorities should introduce requirements

imposing an obligation on credit and financial itugions

to put in place screening procedures when hifing

employees beyond the ones established regarding

employees and members of management as per thrantje

aud

articles of CrlA, IAA, Investment Funds Act and the

Securities Market Act.
The MLTFPA requirements for the implementation

AML/CFT measures by foreign branches and subsahari

of credit and financial institutions should extebeyond
customer due diligence and record keeping measures.
Credit and financial institutions should be reqdite pay
particular attention to foreign branches and suaseb
operating in countries which do not or insufficigrapply
FATF Recommendations.

Provision should be made that where minim
requirements of the host and home countries di
branches and subsidiaries in host countries shéel
required to apply the higher standard to extent kheal
(i.e. host country) laws and regulations permit.

3.9 Shell banks (R.18)

The CrlA provides safeguards only concerning

establishment or continuous operation of shell bamkich
are operated from the European Economic Area (E
This restriction to the EEA should be removed ahd
CrlA should prohibit the establishment or continsi

operation of shell banks regardless from which tgun

they are operated (though it is clear that the riatoFSA’s
practice and policy is not to license shell banks).

of

um
ffer,
)|
the
EA).

bu

3.10 The supervisory and oversigh
system - competent authorities an
SROs. Role, functions, duties and
powers (including sanctions) (R.23
29, 17 & 25)

O =
L]

Estonia should create legal provisions clearlyirggathat
criminal records bar applicants from becoming beredf
owners of a significant or controlling interestarfinancial
institution.

Estonia should introduce an effective registratiegime
for financial institutions which are not supervised the
Estonian FSA pursuant to § 2 of the FSA Act.

The Estonian FIU should be empowered to compebthe
site production of records from supervised entitfes

supervisory purposes absent a suspicion of m

ney
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laundering or terrorist financing.

The FIU should be given the power to withdraw sp=nd
the registration of a financial institution fallingnder its
supervision in case it fails to comply with AML/CH
requirements.

The indirect sanctioning system of the MLTFPA
precepts of the FSA for provisions of the MLTFPAiarh
are not covered by a specific sanctioning provisbrthe
MLTFPA itself (which is the case for a number
important CDD measures) does not amount to a diss)z
proportionate and (for all circumstances) effect

sanctioning regime. This indirect sanctioning sysi

should be revised and replaced by a direct sanota
regime providing sanctions in the MLTFPA for alleneant
AML/CFT obligations.

In the light of the changes of the Estonian AML/C
system because of coming into force of the new MRAF
the guidelines issued by the FSA seem already fodiate.
The FSA should update its own guidelines in théatligf
the requirements of the new MLTFPA

The FIU should issue guidelines explaining the lig
requirements and preventive measures describedirhier
its supervised entities.

T
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3.11 Money value transfer service
(SR.VI)

The FIU should establish a programme of on-
inspections of all payment service providers foeaking
compliance with their AML/CFT obligations.

Site

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

As the relevant provisions of the MLTFPA apply bath
financial institutions and DNFBP in the same walye
comments and observations made for credit and diah
institutions under Recommendation 5, 6, 8, 9, 10 Ah
equally apply for DNFBP (with the exception of eribn
8.2 of the FATF Methodology). Thus th
Recommendations there are also valid concerningEMR
8§ 30 (6) MLTFPA applies only to financial institatis but
not to DNFBP. The evaluators recommend that

DNFBP should be required through means of secon
legislation (i.e. Minister of Finance’s regulatioto) set up

comprehensive internal control mechanisms for miaigag

AML/CFT risks having regard to the sort, scope :
complexity of their activities.
Though DNFBP are required under § 19(2) MLTFPA

=

e

also
dary

and

to

apply enhanced due diligence procedures for bus

nes

4 The FSA advised that its guidelines ,Additional me@s for prevention of money laundering and téstor
financing in credit and financial institutions” veeadopted on 22 October 2008 and published onebsite.

1.
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relationships or transaction with non face to fa
customers, no guidance is provided as to the pes
enhanced due diligence measures that DNFBP shakid
to mitigate the risks for non-face-to face relasiips and
transactions. Estonian authorities should issueh

guidance.

Casinos should be required not only to identify &lgb to
verify the name of a client who engage in finan
transactions equal or above the threshold givearibgrion
12.1 of 3000 USD/EUR; though not required by

Methodology, it may be easier simply to amend tve by
using the existing (lower) threshold of the MLTFRAiIch
is 30 000 EEK (1 917.34 EUR).

cial

the

4.2 Suspicious transaction reportir
(R.16)

¢)

The same deficiencies in the implementation
Recommendations 13, 15 and 21 in respect of fiah
institutions apply equally to DNFBP and t
Recommendations there concerning financial inabitist
are also valid in the context of Recommendation 16.

Some DNFBP seem less aware of their obligatiors;

lawyers, real estate dealers as well as accountamds

auditors sent only a very small humber of STR so
Further outreach to these entities that they bg
understand their reporting obligations is necesgidngugh
it has be noted that the Estonian FIU already piexiia
number of training seminars to these entities).

of
nCi
he

e.
fa
otter

4.3 Regulation, supervision and
monitoring (R.24-25)

Beneficial owners and managers of casinos shoulg
subject to fit and proper checks at the time oérging,
transfer of ownership or taking up employment.

The Law should require the registration of all pess
providing trust and company services irrespectivie
whether or not the provision of such services adtrist
their primary professional or economic activity.

The Estonian Bar Association is responsible for

AML/CFT supervision of their members only. As itrist
compulsory for a practising lawyer (independentalg
professionals) to be a member of the Bar Associatizey
fall only under the supervision of the FIU whichd diot
supervise them so far. The FIU should identify hoany
of such lawyers exist (e.g. by a mandatory redising
requirement) and should supervise them (alterngtiite
could be made mandatory for these lawyers to beg
members of the Bar Association and that they
supervised by the Bar Association).

The Chamber of Notaries and the Estonian Bar Aaioai
should establish monitoring and supervisory medms
for checking compliance of their members with

AML/CFT obligations.

The FIU, the Chamber of Notaries and the Estonian
Association should prepare and issue guidelinestangp

1 be

the

g

ome
are

the

B

obligated entities in complying with their AML/CF
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obligations.

4.4 Other non-financial businesses

and professions (R.20)

D

No recommended action.

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Legal Persons — Access to
beneficial ownership and control
information (R.33)

The control over the implementation of obligatimidegal
persons to submit updated information on ownersimg
control to the commercial register should be enbdnc
The requirements that limited liability companieainain
share registers and shareholder registers shoulg
supervised.

The legal framework should be improved to ens
adequate, accurate and timely information on theefigal
ownership and control of legal persons.

1 be

ure

5.2 Legal Arrangements — Access
beneficial ownership and control
information (R.34)

No recommended action.

5.3 Non-profit organisations
(SR.VII)

Estonian authorities should review the adequaayglef/ant
laws and regulations to prevent the abuse of NRDs
financing of terrorism.

Estonian authorities should conduct outreach owigeo
guidance on terrorist financing to the NPO sector.
Estonian authorities should supervise or moniter KiPO
sector as envisaged by the Interpretative NotdR&/Hl.
Mechanisms should be introduced for a prompt shawin
information among all relevant competent authasitihen
there is suspicion that a particular NPO is beixglated
for terrorist financing purposes.

Estonia should establish special points of contact
distinguished procedures to respond to internati
requests for information regarding particular NPOs.

DNna

6. National and International Co-
operation

6.1 National co-operation and
coordination (R.31)

So far there seems to be no much formal co-ordindin
terms of formal agreements, sharing of informatéta.)
between the supervisory bodies. To improve theonati
cooperation in the AML/CFT area, supervisory auties
and, in particular, the FSA and the FIU should seva
formal agreement through a Memorandum
Understanding or other means for cooperation
coordination on supervisory matters.

of
and

6.2 The Conventions and UN
Special Resolutions (R.35 & SR.I)

Estonia should implement all the provisions of thlevant
international conventions it has ratified, partaoly it
should be made clear in the law or by way of gucdaand
training that the prosecution of money launderingsinot
require a prior or simultaneous conviction for gredicate

offence.
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It is recommended to amend the legal text criméiradj
terrorist acts and the provision criminalising teist
financing in a way that they would be broad andaitked

enough to cover, besides the financing of terrgrist

organisations, also all terrorist acts as requbgdhe UN
Conventions and the financing of individual terstsi
These provisions should also:

— clearly cover the various elements required by ISR.I

particular the collection of funds by any means,

directly or indirectly, and their use in full or part for
terrorist financing purposes;

— clarify that it is not necessary that funds wertualty
used to carry out terrorist acts or be linked gpecific
terrorist act.

The requirements of the UN Conventions should

reviewed to ensure that Estonia is fully meeting il

obligations under them. Particularly Estonia should

¢ introduce a national mechanism to freeze the fuofds

EU internals.

* broaden the definition of funds (as it is provided in
the EU Regulations, which currently does not exghic
cover funds owned ‘directly or indirectly’ by desated
persons or those controlled directly or indirechy
designated persons);

e introduce a national procedure for the purpose
considering delisting requests..

6.3 Mutual Legal Assistance (R.36
38 & SR.V)

Arrangements for coordinating seizure and confisoat

action with other countries should be established.
Consideration should be given
* to establishment of an asset forfeiture fund as agel

* to sharing of confiscated assets with other coestri

be

of

when confiscation is a result of coordinated law

enforcement action.
More statistical data (e.g. nature of mutual assist

requests; whether it was granted or refused; thee|t

required to handle them; type of predicate offermetested

to requests) is needed to show the effectivenesthef

system.

6.4 Extradition (R.39, 37 & SR.V)

Estonia should introduce specific legislation whigbuld
require in case of refusal to extradite an Estomatonal
to submit the case without undue delay to the coembs
Estonian authorities for the purpose of prosecutibthe
offences set forth in the extradition request.

More statistical data (e.g. the time required todia
requests) is needed to show the effectivenessafytbtem.

6.5 Other Forms of Co-operation
(R.40 & SR.V)

No recommended action.

71

1%



7. Other Issues

7.1 Resources and statistics (R.|30 The supervisory authorities should be provided witbre
& 32) manpower to carry out the supervisory tasks accbtde
them by law, particularly regarding on-site supsio.

e The Police should be provided with more resourbam@n

and technical) to deal satisfactorily with econowgrines.

e The resources (human and technical) of the TCBIldHma
improved.

* Estonia should keep in addition to the already ta#ed
statistics also comprehensive statistics concerrimg
following issues:

— statistics in MLA concerning the predicate offences

— statistics showing the time in which Estonia regfsah
to extradition requests;

— statistics concerning the exchange of informatibtne
FSA with foreign counterparts.
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APPENDIX II

Excerpt from Directive 2005/60/EC of the EuropeanliBment and of the Council, formally adopted
20 September 2005, on the prevention of the ugbeofinancial system for the purpose of money
laundering and terrorist financing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC (3° Directive):

(6) "beneficial owner" means the natural persom{Bd ultimately owns or controls the customer
and/or the natural person on whose behalf a tréingaar activity is being conducted. The beneficial
owner shall at least include:

(a) in the case of corporate entities:

() the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentag¢he shares or voting rights in that legal entity,
including through bearer share holdings, other thamompany listed on a regulated market that is
subject to disclosure requirements consistent Wimmunity legislation or subject to equivalent
international standards; a percentage of 25 % @hgsshare shall be deemed sufficient to meet this
criterion;

(ii) the natural person(s) who otherwise exercizedrol over the management of a legal entity:

(b) in the case of legal entities, such as foundati and legal arrangements, such as trusts, which
administer and distribute funds:

() where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdkearrangement or entity;

(i) where the individuals that benefit from th@# arrangement or entity have yet to be determined
the class of persons in whose main interest thal Brgangement or entity is set up or operates;

(iif) the natural person(s) who exercises contreéro25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3 Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family nters, or persons known to be close associates,
of such persons;

Excerpt from Commission directive 2006/70/EC of lighst 2006 laying down implementing

measures for Directive 2005/60/EC of the Europeariidment and of the Council as regards the
definition of ‘politically exposed person’ and thechnical criteria for simplified customer due

diligence procedures and for exemption on grouridsfimancial activity conducted on an occasional
or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOB060/EC, "natural persons who are or have been

entrusted with prominent public functions” shattlirde the following:
(a) heads of State, heads of government, miniatetgleputy or assistant ministers;
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(b) members of parliaments;

(c) members of supreme courts, of constitutionairtsoor of other high-level judicial bodies whose
decisions are not subject to further appeal, excegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rquoficers in the armed forces;

(f) members of the administrative, management pesusory bodies of State-owned enterprises.
None of the categories set out in points (a) tooffthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offite subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOB060/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOB060/EC, "persons known to be close associates"
shall include the following:

(a) any natural person who is known to have joiemdiicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial osiip of a legal entity or legal arrangement which
is known to have been set up for the benefit dmfatthe person referred to in paragraph 1.

4. Without prejudice to the application, on a rigasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entwitiied prominent public function within the
meaning of paragraph 1 of this Article for a perwidat least one year, institutions and persons
referred to in Article 2(1) of Directive 2005/60/EDall not be obliged to consider such a person as
politically exposed.
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