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AI From Law 
Enforcement
Authorities

perspectives ?

➢ Promote legitimity of AI uses for LEAs
➢ Ensure coordination and compatibilities of 

the models
➢ Ensure AI capacities for LEAs
➢ Prevent obstruction of Justice (deepfakes)
➢ Promote safety mecanisms in LLM

Which goals ?

➢ Mistrust by citizens

➢ Relevant Accountability/interpretability/
reproducibility of AI decision making

➢ Relevant datasets

Which ethical, legal, social questions ?

➢ Automation of administrative processes

➢ Bulk Information processing

➢ Criminal intelligence analysis

➢ And more…

Opportunities !

➢ Cyberattacks more efficient
➢ Online frauds more realistic
➢ Child sexual exploitation 
➢ From deep fakes to disinformation
➢ Increased criminal learning through the 

Large Language Models

New dimension of threats
The malicious use of AI… 
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