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The CyberEast project supports the authorities of the Eastern Partnership in development of policies and legislation in line with Budapest Convention on Cybercrime, strengthening skills of investigators, prosecutors and judges on cybercrime and electronic evidence, and contributing to improved interagency, international and public-private cooperation.

- As part of Inception phase, training needs and opportunities on cybercrime and electronic evidence in Armenia were assessed through series of meetings with national counterparts and summarised in regional Report.
- As a part of joint effort with OSCE, the project addressed the requirements for policies and legislation under the Budapest Convention at OSCE Workshop on Security Strategies in Yerevan.
- Necessary requirements of reform of data retention legislation in Armenia were addressed during the Workshop on data retention and cooperation with service providers organized by the project.
- The project provided national authorities with assessment of draft Code of Criminal Procedure of Armenia against requirements of the Budapest Convention on Cybercrime.
- Members of the country team took part in International Meeting on cooperation with foreign service providers, facilitating open discussion on experience of public-private cooperation from across all regions represented during the event.
- Under COVID-19 restrictions, Armenian authorities took part in series of online webinars organized to address cutting-edge topics of cybercrime cooperation, such as elections interference, cooperation with CSIRTs and cyberviolence.
- Under COVID-19 restrictions, Armenian national authorities contributed to regional desktop-based studies and surveys on aspects of data protection, law enforcement/service provider cooperation and data preservation.

A background information sheet on this project is available on the project website.

More information:
https://www.coe.int/en/web/cybercrime/cybercrime-office-c-proc-