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C-PROC Cybercrime Programme Office of the Council of Europe 

 

Inventory of activities supported by C-PROC 
Version 29 November 2023 

April 2014  

Cybercrime@Octopus Workshop on cybercrime legislation in Latin America, Mexico City, 31 March - 2 

April 

Cybercrime@Octopus Support to a technical assistance mission of the Organisation of American States 

(OAS) to Colombia, Bogota, 1–4 April 

Cybercrime@Octopus Support to regional OAS workshop on cybersecurity, San José, Costa Rica, 3–4 

April 

Cybercrime@Octopus Support to “Legal Frameworks for ICTs -Building Capacity and Implementing 

Regulation” Conference, St. Julians, Malta, 21 – 26 April 

GLACY Needs assessment visit to TONGA, Nuku’alofa 28 April–2 May 

May 2014  

GLACY Workshop on law enforcement training strategies for GLACY countries (organised 

in cooperation with the European Cybercrime Centre (EC3) at EUROPOL), The 

Hague, Netherlands, 12–16 May 

Cybercrime@EAP Workshop on law enforcement training strategies for Eastern Partnership 

countries (organised in cooperation with the European Cybercrime Centre (EC3) 

at EUROPOL), The Hague, Netherlands, 12–16 May 

Cybercrime@Octopus Side-event on Capacity Building on Cybercrime at the UN Commission for Crime 

Prevention and Criminal Justice, Vienna, Austria, 14 May 

Cybercrime@Octopus Contribution to regional workshop on cybercrime organised by the UN Office on 

Drugs and Crime, Kampala, Uganda, 27–28 May 

T-CY Contribution to the Pompidou Group: Working Group On Cybercrime, Strasbourg, 

14-15 May 

T-CY T-CY ad-hoc sub-group on Jurisdiction and Transborder Access to Data and Data 

Flows, Strasbourg, 27-28 May 

C-PROC C-PROC: Contribution to a regional conference of Ministers of Justice and Home 

Affairs organised under the South-East Europe Cooperation Process (SEECP), 

Bucharest, Romania, 29 May 

June 2014  

GLACY Workshop on judicial training strategies for GLACY countries (organised in 

cooperation with the National Institute of Magistrates of Romania), Bucharest, 

2–3 June 

Cybercrime@EAP Workshop on judicial training strategies for Eastern Partnership countries 

(organised in cooperation with the National Institute of Magistrates of Romania), 

Bucharest, 2–3 June 

Cybercrime@Octopus Contribution to a workshop on cybercrime and advice on cybercrime legislation 

in Jordan, 4-5 June 

Cybercrime@Octopus Legislative advice to Ecuador, Jamaica, Kenya and Mauritania, May/June 

T-CY 11th Plenary of the T-CY, Strasbourg, 17–18 June 

http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/2014/Cyber%20LATAM%20WS%20Mexico_v3.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/GLACY/2688_4-4_LEATrain_EC3_v4.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/GLACY/2688_4-4_LEATrain_EC3_v4.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/2014/3021_CCPCJ_CoE_Side_outline_v2.pdf
http://seecp.just.ro/SEECP-Ministerial-Justice-and-Home-Affairs-Conference/draft-agenda/
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/GLACY/2688_3-2_judicialtrainWS_v5.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/GLACY/2688_3-2_judicialtrainWS_v5.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/cybercrime/T-CY/TCY_Meetings/TCY_Meetings_2014_11.asp
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Cybercrime@Octopus Conference on Article 15 safeguards and criminal justice access to data, 

Strasbourg, 19–20 June 

C-PROC Project planning meeting at INTERPOL, Singapore, 26 June 

C-PROC Discussion on future capacity building projects with EEAS and DEVCO, Brussels, 

11 June 

C-PROC C-PROC: Official opening of the Programme Office, Bucharest, Romania, 2 June 

C-PROC Contribution to a regional cybersecurity conference organised under the South-

East Europe Cooperation Process (SEECP), 23 June 

August 2014  

GLACY Capacity building in Mauritius - Conference and workshops, Port Louis, Mauritius, 

11-14 August 

September 2014  

GLACY Computer Crime Unit Training – Belgian Federal Police, Brussels, Belgium 8-19 

September 

Cybercrime@Octopus Contribution to the Internet Governance Forum 2014 in Istanbul, Turkey, 2 - 5 

September 

T-CY Contribution to the International Conference on Terrorism and Organised Crime, 

Malaga, Spain, 25 - 26 September 

C-PROC President of the Parliamentary Assembly of the Council of Europe, Ms. Anne 

Brasseur, visit to the Cybercrime Programme Office (C-PROC), Bucharest, 5 

September 

GLACY Judicial training of trainers: preparation of a concept, Montpellier, France, 8-10 

September 

GLACY Desk study on amendments of the current Moroccan Criminal Code and Criminal 

Procedure Code in line with the Budapest Convention 

October 2014  

GLACY INTERPOL-Europol Cybercrime Conference, Singapore, 1-3 October 

GLACY Computer Crime Unit Training – Belgian Federal Police, Brussels, Belgium, 13-17 

October 

T-CY Bureau meeting and T-CY ad-hoc sub-group on Jurisdiction and Transborder 

Access to Data and Data Flows”, Strasbourg, 7-9 October 

November 2014  

Cybercrime@Octopus Contribution to Cyber Security Summit 2014 organised by Deutsche Telekom and 

the Munich Security Conference, Bonn, 3 November 2014 

GLACY Needs assessment visit to Sri Lanka, Colombo, Sri Lanka, 10-14 November 

GLACY Law Enforcement First Responder Trainer’s Course and Law Enforcement Training 

Strategy Workshop Pretoria, South Africa, 17 – 21 November 

GLACY Introductory Judicial Training of Trainer’s, Rabat, Morocco, 24-28 November 

GLACY Introductory Judicial Training of Trainer’s, Law Enforcement Training Strategy 

Workshop and Workshop on Interagency Cooperation, Manila, Philippines, 24 – 

28 November 

Cybercrime@EAP Cybercrime Capacity Building for EAP Countries, Chisinau, Moldova, 12-14 

November 

Cybercrime@Octopus Contribution to EUROJUST strategic meeting on cybercrime, The Hague, 19-20 

November 

Cybercrime@Octopus Contribution to the International Conference on Cyberlaw, Cybercrime and 

Cybersecurity in New Delhi, India, 20 November 

http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/CyberCrime@Octopus/3021_art15Conf_Conclusions_v1e.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/C-PROC/cPROC_about_ENG_v3.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/Source/Cybercrime/C-PROC/C-PROC_launch_Alexander_speech.pdf
http://www.coe.int/t/DGHL/cooperation/economiccrime/cybercrime/GLACY/Activity_2_2_mauritius_Aug2014/GLACY_Mauritius_WS.asp
http://www.intgovforum.org/cms/igf-2014-istanbul
http://www.coe.int/Malaga2014
http://www.coe.int/t/DGHL/cooperation/economiccrime/cybercrime/C-PROC/cPROC_media_PACEvisit_5sep14b.pdf
http://www.interpol.int/News-and-media/Events/2014/INTERPOL-Europol-Cybercrime-Conference-2014/INTERPOL-Europol-Cybercrime-Conference-2014
https://www.europol.europa.eu/content/2nd-interpol-europol-cybercrime-conference
http://www.telekom.com/verantwortung/sicherheit/253614
http://www.coe.int/t/DGHL/cooperation/economiccrime/cybercrime/cy_Project_EaP/Chisinau_International_Conference_Nov2014/EAP_Chisinau_WS.asp
http://www.cyberlawcybercrime.com/
http://www.cyberlawcybercrime.com/
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Cybercrime@Octopus Contribution to strengthening the cybercrime legislation in the context of the 

development of a National Information Security Policy (ANIS Policy) in the 

Islamic Republic of Afghanistan, November 

C-PROC Visit of Law enforcement experts from Jordan to  C-PROC, Bucharest, 18 

November 

C-PROC Visit of the Head of Norway’s Permanent Mission to the Council of Europe to C-

PROC, Bucharest, 28 November 

C-PROC Visit of Project Proteus delegation to C-PROC, Bucharest, 28 November 

December 2014  

GLACY GLACY Steering Committee Meeting, Strasbourg, France, 1 December 

GLACY Introductory Judicial Training of Trainers, Dakar, Senegal, 8-12 December 

GLACY Law Enforcement Training Strategy Workshop, Rabat, Morocco, 15-16 December 

Cybercrime@Octopus Delivery of a comparative report on cybercrime model laws, Strasbourg, 2-3 

December 

T-CY 12th T-CY Plenary, Strasbourg, 2-3 December 

Cybercrime@Octopus Contribution to Global Cyberspace Summit organised by the East West Institute, 

Berlin, Germany, 3 – 5 December 

January 2015  

GLACY Judicial Training of Trainers (Act 3.4), Port Louis, Mauritius, 26-30 January 

GLACY Judicial Training (Continuing Judicial Education) (Act 3.4), Limpopo, South Africa, 

19-20 January 

Cybercrime@Octopus Participation in a panel in cybercrime at the Forum Internationale de la 

Cybersecurité, Lille, France, 20 January 

Cybercrime@Octopus Meeting on trust, data and national sovereignty: solutions for a connected world 

organised by the Centre for European Policy Studies (CEPS), Brussels 

Cybercrime@Octopus Participation in Transnational Policy Network: US-EU Roundtable on National 

jurisdiction and digital data flows, Brussels, 20 January 

GLACY Establishment of Cybercrime WIKI and enhancement of Octopus Community, 

Strasbourg 

February 2015  

GLACY Establishment of Cybercrime WIKI and enhancement of Octopus Community 

Cybercrime@Octopus Participation in CYBER NEEDS conference organized by the European Commission 

and the EU Institute for Security Studies, Brussels, 23-24 February 2015 

GLACY Adaptation of Judicial training materials for domestic use (Act 3.3), Rabat, 

Morocco, 26 - 27 February 

GLACY Advice on cybercrime legislation of South Africa (desk study and remote advice) 

GLACY Advice on cybercrime legislation of Tonga (desk study and remote advice) 

March 2015  

Cybercrime@Octopus Participation in the Development of a National Cyber Security Strategy (OAS 

event), San Jose, Costa Rica, 2-3 March 

GLACY Audit and delivery of the Judicial Introductory Course (Act 3.6) and workshop on 

the Budapest Convention, Manila, Philippines,  9-13 March 

Cybercrime@Octopus Meeting on the draft law on cybercrime, Panama City, Panama, 4-5 March 2015 

Cybercrime@Octopus Workshop on the draft cybercrime laws of the Islamic Republic of Mauritania, 

Nouakchott, Mauritania, 9-10 March 

Cybercrime@Octopus Participation in the “Strategic Approach on Cybercrime. Future Challenges in 

Tackling Online Criminality”, Jūrmala, Latvia, 25-27 March 

http://www.coe.int/t/DGHL/cooperation/economiccrime/cybercrime/C-PROC/JORDAN%20VISIT/coe%20cyber%20Jordan%20Nov2014_v1.pdf
http://www.coe.int/t/DGHL/cooperation/economiccrime/cybercrime/GLACY/GLACY%20Steering%20Committee%201Dec%202014/2688_0-1_SC_II_Dec2014_Agenda.pdf
http://www.coe.int/t/dghl/cooperation/economiccrime/cybercrime/T-CY/TCY_Meetings/TCY_Meetings_2014_12.asp
http://cybersummit.info/
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GLACY International conference for policy- and decision-makers (Act 1.3), Colombo, Sri 

Lanka, 26-27 March 

GLACY Workshop on Adaptation of training materials (act 3.3), Dakar, Senegal, 30-31 

March 

Cybercrime@Octopus Participation in workshop on international cooperation against cybercrime 

organized by DIPLO Foundation in view of the UN Crime Congress, Geneva, 

Switzerland, 30 March 

April 2015  

Cybercrime@Octopus Participation in the Innovation and cybercrime: challenges of the digital 

transformation in Europe, Montpellier, FRANCE, 8-9 April 

Cybercrime@Octopus Participation in the Thirteenth United Nations Congress on Crime Prevention and 

Criminal Justice (UN CCPCJ), including side-event on capacity building, Doha, 

QATAR, 12-19 April 

GLACY Audit and delivery of the Judicial Introductory Course (Act 3.6), Rabat, 

MOROCCO,  13-16 April 

GLACY Training workshop on the role of Prosecution Service in international cooperation 

(Act 5.4), SOUTH AFRICA, 22-23 April 

GLACY Training for legal advisors of the General Secretariat of the Government (Act. 

2.2), Rabat, MOROCCO, 27-30 April 

GLACY Judicial training and LEA Training (Act, 3.4, Act 4.4 and 6.2), Nuku’alofa, TONGA, 

24 April – 1 May 

May 2015  

GLACY Introductory Judicial Training (Regional and District magistrates) (Act. 3.4), 

Johannesburg, SOUTH AFRICA, 18-21 May 2015 

GLACY Cybercrime legislation: Needs assessment mission and workshop in Myanmar 

(Act. 2.2), Myanmar, 18 – 19 May 

Cybercrime@Octopus Contribution to CEPOL course on Combatting Card Fraud, Bucharest, Romania, 

12 – 15 May  

Cybercrime@Octopus Participation in 43rd INTERPOL European Regional Conference, Bucharest, 

Romania, 19 – 21 May 

Cybercrime@Octopus Support to African Forum on Data Protection, Dakar, Senegal, 19 – 20 May 2015 

Cybercrime@Octopus TAIEX workshop on Cybercrime and meetings on the cybercrime legislation of 

Jordan, Amann, Jordan, 19 – 21 May  

Cybercrime@Octopus Support in the organisation of the stakeholders’ workshop Afghan Cyber Crime 

Legislation organised in Istanbul, TURKEY, 31 May – 4 June 

June 2015  

Cybercrime@Octopus Participation in the European Dialogue on Internet Governance, Sofia, Bulgaria, 

5 June 

GLACY Participation in the 13th Plenary of the T-CY, Strasbourg, 15–16 June, Octopus 

Conference, 17-19 June and Steering Committee Meeting, 19 June 

CyberCrime@EAP II Participation in the 13th Plenary of the T-CY, Strasbourg, 15–16 June, Octopus 

Conference, 17-19 June and project planning meeting, 19 June 

Cybercrime@Octopus OCTOPUS Conference 2015, Strasbourg, 17-19 June 

GLACY Standard Operating Procedures workshop, Pretoria, South Africa, 23-26 June 

Cybercrime@Octopus Assessment (desk study) of the current Suriname laws against the provisions of 

the Budapest Convention 

 

 

http://www.un.org/en/events/crimecongress2015/
http://www.un.org/en/events/crimecongress2015/
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680449bb6
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680449bb6
http://www.coe.int/en/web/cybercrime/octopus2015
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July 2015  

Cybercrime@Octopus Contribution to COMESA (Common Market for Eastern and Southern Africa) 

Cyber Security Forum and bilateral meetings with the authorities of Kenya, 

Nairobi, 2-3 July 2015 

GLACY Introductory judicial training for judges, Pretoria, South Africa, 13-17 July 

GLACY Introductory judicial training for judges, Clark, Philippines, 13-17 July 

GLACY First Responders training course, Clark, Philippines, 13-17 July 

GLACY Introductory training for Public Attorney’s Office, Manila, Philippines, 20-24 July 

GLACY International cooperation on cybercrime and electronic evidence workshop, 

Clark, Philippines, 14-15 July 

August 2015  

GLACY Study visit of the Ministry of Justice of Philippines to Ankara, Turkey, 17-20 

August 

Cybercrime@Octopus Co-organisation of the ASSOCHAM cybersecurity summit, and bi-lateral meetings 

with the authorities of India, New Delhi, India, 25-26 August 

GLACY First responders training course, Mauritius, 17-21 August 

Cybercrime@Octopus Support to regional workshop on cybercrime legislation in the Pacific organised 

by the US Department of Justice, Fiji, 17-19 August 

GLACY Advice on the cybercrime legislation of Tonga, Nuku’alofa, 24-28 August 

September 2015  

Cybercrime@Octopus Participation in the regional conference on “Regional Partnerships in the Fight 

against Organised Crime”, Mamaia, Romania, 4 September 

GLACY Training of Supreme Court judges, Port Louis, Mauritius, 3-4 September 

GLACY First responders training course, Dakar, Senegal, 7-11 and 14-18 September 

GLACY First responders training course, Kenitra, Morocco, 20-23 September 

CyberCrime@EAP II “Improving international cooperation on cybercrime in the Eastern Partnership 

region”, international meeting and launching event of the CyberCrime@EAP II 

project, Bucharest, 9 – 11 September 

CyberProceeds@IPA Planning workshop for the project CyberProceeds@IPA on confiscation of 

proceeds from online crime in South-eastern Europe, Bucharest, 14-15 

September 

GLACY Support to training of district and regional magistrates, South Africa, 14-19 

September 

GLACY Workshop and advice on the establishment of a Computer Emergency Response 

Team, Pretoria, South Africa, 21-25 September 

GLACY  Pilot of advanced judicial training module, Mauritius, 21-25 September 

GLACY/ CyberCrime@EAP 

II 

Participation of experts from GLACY and EAP countries in EUROPOL/INTERPOL 

annual cybercrime conference, The Hague, Netherlands, 30 September – 2 

October 

October 2015 

CyberCrime@EAP II Moldova Cybersecurity Assessment (October 2015) 

GLACY Support to South Africa in developing Standard Operating Procedures for 

Electronic Evidence, Johannesburg, South Africa, 14 October 

November 2015 

Cybercrime@Octopus and 

GLACY 

Regional Cybercrime-Cybersecurity Conference, Manila, Philippines, 11-12 

November  

CyberCrime@EAP II Belarus Law Reform Workshop, Minsk, Belarus, 11-12 November 

http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/cooperation-with-india-summit-on-cyber-network-security?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-getting-start-1?_101_INSTANCE_yskPBnQTctlR_viewMode=view
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-getting-start-1?_101_INSTANCE_yskPBnQTctlR_viewMode=view
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Cybercrime@Octopus International Conference on Cyberlaw, Cybercrime & Cybersecurity in New Delhi, 

India, 19 November 

CyberCrime@EAP II and 

GLACY 

Participation in the Hearing of the Law Enforcement Group on CLOUD Evidence, 

Strasbourg, France, 30 November 

GLACY First Responders Course: Training of Trainers, Colombo, Sri Lanka, 4-8 

November 

GLACY Participation in Global Forum on Cyber Expertise: International Kick-Off Meeting, 

The Hague, Netherlands, 2-3 November 

GLACY Meeting of African Law Enforcement representatives, Dakar, Senegal, 23-24 

November 

December 2015 

CyberCrime@EAP II Participation in the 14th Cybercrime Convention Committee (T-CY) Plenary 

Meeting, Strasbourg, France, 1-2 December and the EAP Steering Committee on 

3 December  

Cybercrime@Octopus Access to Electronic Data for Law Enforcement Purposes: Mutual Legal Assistance 

and Cybercrime Challenges in EUUSA 

Cooperation” – London, UK, 11 December 

CyberCrime@EAP II Improving international cooperation on cybercrime in the Eastern Partnership 

region, Tbilisi, Georgia, 14-16 December 

CyberCrime@EAP II Protecting Internet Freedom through legislation and Arrangements for Multi-

Stakeholder Dialogue, Internet Governance Forum – Human Rights with regard 

to the Internet, Tbilisi, Georgia, 14 -15 December 

Cybercrime@Octopus NASSCOM – DSCI 10th Annual Information Security Summit 2015, New Delhi, 

India, 16-17 December 

GLACY Participation in the 14th Cybercrime Convention Committee (T-CY) Plenary 

Meeting, Strasbourg, France, 1-2 December and the GLACY 4th Steering 

Committee on 3 December 

GLACY Advanced judicial training, Rabat, Morocco, 7-10 December 

January 2016 

GLACY Advisory mission on Cybercrime Reporting Systems and Interagency/Public-

Private Cooperation, Colombo, Sri Lanka, 12-14 January 

GLACY Advanced judicial training and Support to delivery of introductory judicial 

training, Johannesburg, South Africa, 11-15 January 

iPROCEEDS Planning meeting for regional IPA projects, The Hague, Netherlands, 21 January 

2016 

GLACY Draft the main text of the Training Manual on International Cooperation in 

Cybercrime and Electronic Evidence and integrate written contributions from 

other authors, January-February 2016 

February 2016 

GLACY Meeting of the group of experts on the development of the Standard Operating 

Procedures for digital forensics, Bucharest, Romania, 2-4 February  

GLACY Support to the Delivery of the Introductory Judicial Training, Dakar, Senegal, 8-

11 February  

GLACY Live data forensics training for law enforcement in collaboration with Computer 

Emergency Response Team Romania, Colombo, Sri Lanka, 8-10 February 

GLACY Study visit of Tongan delegation to Computer Emergency Response Team, 

Colombo, Sri Lanka, 11-12 February 

GLACY Support to Myanmar under the framework of preparation of legislation on 

cybercrime and electronic evidence, desk review, February – March 2016 

https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680490af1
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680490af1
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680490af1
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=0900001680490af1
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/glacy-advisory-mission-to-sri-lanka-on-cybercrime-reporting-systems-and-interagency-public-private-cooperation?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/glacy-advisory-mission-to-sri-lanka-on-cybercrime-reporting-systems-and-interagency-public-private-cooperation?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/-/glacy-live-data-forensics-training-for-sri-lanka-in-collaboration-with-cert-roman-2?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2
https://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/tonga-launched-its-first-national-cert?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4&inheritRedirect=true
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Cybercrime@Octopus Technical assistance to Kenya in the elaboration of the first draft of the new 

“Computer and Cybercrimes” Bill for the country, Mombasa, Kenya, 16-19 

February 

GLACY Advisory mission on cybercrime reporting system in Tonga, Nuku’alofa, Tonga, 

22-23 February 

GLACY Support the organization of the Pacific Region Cybercrime Criminal Justice 

Training and Network, Nuku’alofa, Tonga, 24-26 February 

Cybercrime@Octopus Mission of the Cybercrime Convention Committee (T-CY) to engage in a dialogue 

with the Government of Nigeria regarding accession to the Budapest Convention, 

Abuja, Nigeria, 25-26 February 

March 2016 

GLACY+ Planning meeting of the Council of Europe/INTERPOL teams, Bucharest, 

Romania, 11-12 March 

Cybercrime@Octopus Participation in the Caribbean Stakeholders Meeting on Cyber Security and 

Cybercrime (CSM II), St. Lucia, 16-18 March 

GLACY Second international workshop on adaptation and update of the Electronic 

Evidence Guide through development of the Standard Operating Procedures for 

digital forensics (with the participation of all GLACY countries), Port Louis, 

Mauritius, 21-23 March 

GLACY Workshop on law enforcement training strategies, Port Louis, Mauritius, 24 March 

GLACY Study visit of Tongan delegation to Computer Emergency Response Team, Port 

Louis, Mauritius, 24-25 March 

GLACY Advisory mission on cybercrime reporting systems, combined with workshop on 

reporting systems and interagency cooperation, Dakar, Senegal, 30 March-1 

April 

CyberCrime@EAP III Country visit for analysing the situation with public-private cooperation on 

cybercrime and electronic evidence, Kyiv, Ukraine, 31 March-1 April 

GLACY Training of trainers/ Introductory Judicial Training for Judges, Colombo, Sri 

Lanka, 31 March – 03 April 

April 2016  

CyberCrime@EAP II 3rd meeting on Improving the international cooperation on cybercrime and the 

public/private cooperation on cybercrime and electronic evidence in the Eastern 

Partnership region, Kyiv, Ukraine, 4-5 April 

GLACY Introductory Judicial Training for Prosecutors, Colombo, Sri Lanka, 5-6 April 

CyberCrime@EAP III Launching event of the Cybercrime@EAPIII Project and the first international 

meeting on Improving public/private cooperation on cybercrime and electronic 

evidence in the Eastern Partnership region, Kyiv, Ukraine, 6-7 April 

Cybercrime@Octopus Provide assessment of the current status of the legal framework of GUYANA with 

respect to the provisions of the Budapest Convention, 9-10 April 

GLACY International workshop on judicial training curricula integration (with 

participation of all GLACY countries), Johannesburg, South Africa, 11-13 April 

GLACY First Responders Course for the Moroccan Gendarmerie, Rabat, Morocco, 11-14 

April 

CyberCrime@EAP III Country visit for analyzing the situation with public-private cooperation on 

cybercrime and electronic evidence, Yerevan, Armenia, 13-15 April 

Cybercrime@Octopus Participation in the Meeting of Group of Experts on the Review of the 

Commonwealth Model Law on Computer and Computer Related Crime (‘Model 

Law’), London, UK, 13-15 April 

https://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/tonga-launched-its-first-national-cert?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-third-international-meeting?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-third-international-meeting?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-third-international-meeting?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/cybercrime-eap-iii-getting-started?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-integrating-cybercrime-issues-into-national-judicial-training-curricula?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
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iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Belgrade, Serbia, 

14-15 April 

iPROCEEDS Drafting of initial situation report for each country and the region, as a whole, as 

to their current capabilities in respect of the seven results of the project; visits 

to all seven project countries/areas; participation and presentation of the draft 

report during the launching event of the project, 14 April – 15 July  

GLACY Workshop on training strategies for law enforcement and magistrates, Rabat, 

Morocco, 15 April 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Podgorica, 

Montenegro, 18-19 April 

CyberCrime@EAP III Country visit analyzing the situation with public-private cooperation on 

cybercrime and electronic evidence, Tbilisi, Georgia, 18-20 April 

Cybercrime@Octopus T-CY visit to support the process of ratification, Dublin, Ireland, 21-22 April 

GLACY Working meeting with ECTEG on training materials and trainers in COE/EU 

capacity building projects, The Hague, Netherlands, 20 April 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Skopje, The 

Former Yugoslav Republic of Macedonia, 21-22 April 

GLACY International workshop and training for 24/7 points of contact of the GLACY 

countries (with participation of all GLACY countries), Colombo, Sri Lanka, 25-27 

April 

May 2016 

GLACY Advisory mission on reporting systems, combined with in country workshop on 

legal basis for interagency cooperation and workshop on public-private 

cooperation in cybercrime, Johannesburg, South Africa, 2-3 May 

GLACY Advanced judicial training course, Dakar, Senegal, 2-4 May 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Sarajevo, Bosnia 

and Herzegovina, 5-6 May 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Tirana, Albania, 

9-10 May 

GLACY International workshop on Improving international cooperation on cybercrime 

and electronic evidence in West Africa, Dakar, Senegal, 9-11 May 

iPROCEEDS Participation in IPA Western Balkans Security Governance Programming Meeting, 

Tirana, Albania, 10-12 May 

CyberCrime@EAP III Country visit for analyzing the situation with public/private cooperation on 

cybercrime and electronic evidence, Minsk, Belarus, 11-13 May 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Ankara, Turkey, 

12-13 May 

CyberCrime@EAP III Country visit for analyzing the situation with public/private cooperation on 

cybercrime and electronic evidence, Kishinev, Moldova, 16-18 May 

iPROCEEDS Initial country visit to meet with the relevant national stakeholders to gather 

information and as a result prepare a general situation report, Pristina, Kosovo*1, 

19-20 May 

 
1 This designation is without prejudice to positions on status, and is in line with UNSC 1244 and the ICJ Opinion on the Kosovo Declaration of Independence 

 

http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-international-workshop-and-training-for-24-7-points-of-conta-1?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2
http://www.coe.int/en/web/cybercrime/-/glacy-international-workshop-and-training-for-24-7-points-of-conta-1?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D2
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-improving-international-cooperation-on-cybercrime-and-electronic-evidence-in-west-africa?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/glacy-improving-international-cooperation-on-cybercrime-and-electronic-evidence-in-west-africa?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/serbia-iproceeds-assessment-visit-on-criminal-money-flows-on-the-internet?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
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Cybercrime@Octopus 1st International Conference on the Internet, Cyber Security and Information 

Systems, Gaborone, Botswana, 17-20 May 

GLACY/iPROCEEDS/ 

CyberCrime@EAP II, III 

Participation in the 15th Plenary Session of the Cybercrime Convention Committee 

(T-CY) and in the exchange of views with data protection organizations, 

Strasbourg, 23-25 May 

Cybercrime@Octopus Training session on the Budapest convention during the IAP-ECOWAS Cybercrime 

Training for Prosecutors and Investigators supported by the Council of Europe, 

Abuja, Nigeria, 24-26 May 

GLACY 5th GLACY Steering Committee meeting, Strasbourg, France, 26 May 

GLACY Advisory mission on cybercrime reporting systems and workshop on reporting 

systems, interagency cooperation and public-private cooperation, Tonga, 30 - 

31May 

June 2016 

GLACY Participation in the Annual Meeting of the Global Forum on Cyber Expertise 

(GFCE), Washington DC, USA, 1-2 June 

GLACY/GLACY+ GLACY Progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Nuku'Alofa, Tonga, 1-3 June 

GLACY Awareness raising on CY issues for the national police and in-country workshop 

on law enforcement training strategies, Dakar, Senegal, 1-3 June 

GLACY Participation in the 13th Regional Meeting Tackling Organized Crime in Southeast 

Europe, Predeal, Romania, 8 June 

CyberCrime@EAP III Country visit for analyzing the situation with public-private cooperation on 

cybercrime and electronic evidence, Baku, Azerbaijan, 8-10 June 

iPROCEEDS Launching conference, the first steering committee meeting and two regional 

workshops on public/private information sharing and international cooperation, 

Ohrid, The Former Yugoslav Republic of Macedonia, 13-14 June 

GLACY Introductory course on Digital data forensics for LE and CERT (Basic Course) and 

additional support to national delivery of introductory judicial course, Manila, 

Philippines, 15-17 June 

CyberCrime@EAP II Workshop on international cooperation on cybercrime and electronic evidence: 

example of country inputs to the Online Resource on International Cooperation, 

Yerevan, Armenia, 15-17 June 

GLACY Advisory mission on cybercrime reporting systems, combined with workshop on 

reporting systems and interagency cooperation, as well as public-private 

cooperation, Port Louis, Mauritius, 20-21 June 

GLACY Live Data Forensics Training for LE and CERT (Advanced course) and Advanced 

judicial training, Manila, Philippines, 20-22 June 

GLACY/GLACY+ GLACY progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Port Louis, Mauritius, 22-24 June 

GLACY Judiciary Conference for Judges, Prosecutors and Public Defenders, Manila, 

Philippines, 23-24 June 

GLACY Support to the delivery of the First Responder’s course for law enforcement 

officers, Port Louis, Mauritius, 27-30 June 2016 

GLACY  Study visit of Sri Lankan CERT and police/forensics experts on benchmarking 

digital forensics services and standard operating procedures, Manila, Philippines, 

27-29 June 

iPROCEEDS EMPACT working group meeting, Vienna, Austria, 27 June – 1 July 

http://www.coe.int/en/web/cybercrime/-/botswana-first-international-conference-on-the-internet-cyber-security-and-information-systems-icicis-?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/botswana-first-international-conference-on-the-internet-cyber-security-and-information-systems-icicis-?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
https://www.coe.int/en/web/cybercrime/-/advisory-mission-on-reporting-systems-in-tonga
https://www.coe.int/en/web/cybercrime/-/advisory-mission-on-reporting-systems-in-tonga
http://www.coe.int/en/web/cybercrime/-/annual-meeting-of-the-global-forum-on-cyber-expertise-gfce-?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/annual-meeting-of-the-global-forum-on-cyber-expertise-gfce-?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
https://www.coe.int/en/web/cybercrime/-/advisory-mission-on-reporting-systems-in-tonga
https://www.coe.int/en/web/cybercrime/-/advisory-mission-on-reporting-systems-in-tonga
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/ukraine-eap-iii-assessment-visit-on-public-private-cooperation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-getting-started?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-getting-started?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-training-activities-in-philippines?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-training-activities-in-philippines?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/yerevan-international-cooperation-on-cybercrime-and-electronic-evidence-workshop?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-training-activities-in-philippines?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-training-activities-in-philippines?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
http://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-training-activities-in-philippines?inheritRedirect=true&redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4
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GLACY Advisory mission on cybercrime reporting systems, combined with workshop on 

reporting systems and interagency cooperation, as well as public-private 

cooperation, Rabat, Morocco, 29-30 June 

CyberCrime@EAP III Study report on the situation with regard to public/private cooperation on 

cybercrime in the Eastern Partnership region, July-September 2016. 

July 2016 

Cybercrime@Octopus Review of the draft World Bank toolkit on cybercrime in line with the provisions 

of the Budapest Convention, Washington DC, USA, 4-22 July 

Cybercrime@Octopus Workshop on Effective 24/7 points of contact on Cybercrime, Canterbury, UK, 

12-14 July 

CyberCrime@EAP II Workshop on international cooperation on cybercrime and electronic evidence. 

Cooperation of 24/7 points of contact with relevant stakeholders and assessment 

of applicable regulations, Tbilisi, Georgia, 18-19 July 

GLACY Contribution to the Conference for regional magistrates on Cybercrime and 

electronic evidence, Johannesburg, South Africa, 18-19 July 

GLACY Advanced judicial training and contribution to the Conference on Cybercrime and 

electronic evidence for district magistrates, Johannesburg, South Africa, 18-21 

July 

GLACY Workshop on the finalization of the judicial training curriculum on cybercrime and 

electronic evidence, Johannesburg, South Africa, 22-23 July 

GLACY International Workshop on Effectiveness of legislation on cybercrime and 

electronic evidence measured through statistics (with participation of all GLACY 

countries), Rabat, Morocco, 27-28 July 

Cybercrime@Octopus Participation in the 9th annual summit on Cyber & Network security, New Delhi, 

India, 29 July 

August 2016 

iPROCEEDS Advisory mission and workshop on online fraud and other cybercrime reporting 

mechanisms, Pristina, Kosovo*, 3-4 August 

GLACY/GLACY+ GLACY progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Colombo, Sri Lanka, 8-11 August 

GLACY/GLACY+ GLACY progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Dakar, Senegal, 15-18 August 

GLACY/GLACY+ GLACY progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Manila, Philippines, 15-18 August 

GLACY+ Comparative analysis of the African Union Convention (Malabo Convention) 

against the Budapest Convention, desk study, August 

GLACY Results Oriented Monitoring (ROM) review of the GLACY project with the 

participation of Romanian Partners, Bucharest, Romania, 22-26 August 2016 

GLACY Advanced Judicial Training on Cybercrime and Electronic Evidence, Colombo, Sri 

Lanka, 31 August – 2 September 

September 2016 

GLACY/GLACY+ GLACY progress review meetings and updated situation reports and GLACY+ 

initial assessment mission, Johannesburg, South Africa, 6-9 September 2016 

CyberCrime@EAP II Workshop on procedural powers of the law enforcement and security agencies, 

including execution of requests received via 24/7, Kyiv, Ukraine, 5-7 September 

iPROCEEDS Advisory mission and workshop for the setting up or improvement of reporting 

mechanisms, Belgrade, Serbia, 7-8 September 

https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=09000016806a5b8f
https://rm.coe.int/CoERMPublicCommonSearchServices/DisplayDCTMContent?documentId=09000016806a5b8f
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/cybercrime-eap-ii-workshop-on-cooperation-of-24-7-points-of-contact-under-the-budapest-convention-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/glacy-efficiency-of-legislation-on-cybercrime-and-electronic-evidence-measured-through-statistics?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D1&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/glacy-efficiency-of-legislation-on-cybercrime-and-electronic-evidence-measured-through-statistics?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D1&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/cooperating-against-cybercrime-in-india?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/advisory-mission-and-workshop-in-kosovo-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/advisory-mission-and-workshop-in-kosovo-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/preparing-for-glacy-in-sri-lanka?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D1&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/preparing-for-glacy-in-sri-lanka?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4%3Fp_p_id%3D101_INSTANCE_x72woI58Y7Gv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_x72woI58Y7Gv_delta%3D5%26_101_INSTANCE_x72woI58Y7Gv_keywords%3D%26_101_INSTANCE_x72woI58Y7Gv_advancedSearch%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_andOperator%3Dtrue%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_x72woI58Y7Gv_cur%3D1&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/senegal-from-glacy-to-glacy-?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/activities4/-/asset_publisher/x72woI58Y7Gv/content/senegal-from-glacy-to-glacy-?redirect=%2Fen%2Fweb%2Fcybercrime%2Factivities4&inheritRedirect=true
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/the-philippines-making-progress-towards-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/the-philippines-making-progress-towards-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/support-to-cyberime-law-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/support-to-cyberime-law-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/iproceeds-advisory-mission-and-workshop-on-online-fraud-and-other-cybercrime-reporting-mechanisms?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/iproceeds-advisory-mission-and-workshop-on-online-fraud-and-other-cybercrime-reporting-mechanisms?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
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CyberCrime@EAP III Assessment visit to Ukraine to identify and assess the major regulatory obstacles 

to public-private cooperation in cybercrime and electronic evidence, Kyiv, 

Ukraine, 8-9 September 

iPROCEEDS Participation in the Regional Internet Security Event (RISE), Helsinki, Finland, 

13-15 September 

GLACY Participation in the 4th edition of the Conference “Cybersecurity in Romania”, 

Sibiu, Romania, 15-16 September 

CyberCrime@EAP II Workshop on development of legal instruments on cybercrime and amendments 

to existing legislation, Minsk, Belarus, 15-16 September 

GLACY+ Participation in the International Symposium “ASEAN Cyber Security and Cyber 

Crime Center: Possibility and Way Forward”, Bangkok, Thailand, 15-16 

September 2016 

Cybercrime@Octopus Support for the completion of the World Bank toolkit on cybercrime in line with 

the Budapest Convention provisions, in Washington DC, US, 15 September – 31 

December 

CyberCrime@EAP III Second Regional Meeting on Improving public/private cooperation on cybercrime 

and electronic evidence in the Eastern Partnership region, Minsk, Belarus, 19-20 

September 

GLACY+ Initial Assessment missions, Santo Domingo, Dominican Republic, 19-22 

September 

GLACY Support to the National Delivery of the Introductory Judicial Course, Colombo, 

Sri Lanka, 23-25 September 2016 

Cybercrime@Octopus Support for the organization of CyFy 2016 – The India Conference on Cyber 

Security and Internet Governance, New Delhi, India, 28-30 September 

CyberCrime@EAP II, 

iProceeds, GLACY+ 

Participation of in the 4th INTERPOL-Europol Cybercrime Conference “Solutions 

for attribution”, Singapore, 28-30 September 

Cybercrime@Octopus Introductory training course on cybercrime and electronic evidence for judges 

and prosecutors, Lima, Peru, 29-30 September 

iPROCEEDS Advisory mission and workshop for the setting up or improvement of reporting 

mechanisms, Tirana, Albania, 29-30 September 

October 2016  

iPROCEEDS Advisory mission and workshop on online fraud and other cybercrime reporting 

mechanisms, Podgorica/Danilovgrad, Montenegro, 3-4 October 2016 

GLACY, GLACY+ Progress review meetings and updated situation reports on GLACY project and 

Initial Assessment mission on GLACY+ project, Morocco, 3-6 October 2016 

GLACY+, 

Cybercrime@Octopus 

INTERPOL Training on investigating cybercrime cases for investigators from 

African countries, Abuja, Nigeria, 3 - 7 October 2016 

CyberCrime@EAP III Public-Private cooperation: Workshop on cybercrime and incident reporting 

framework including national CERT, Kishinev, Moldova, 6-7 October 2016 

GLACY+ Workshop with the Heads of Cybercrime Units of African countries, Abuja, Nigeria, 

10 - 11 October 2016 

GLACY+ Initial Assessment mission for the project objectives, Accra, Ghana, 10-13 

October 2016. 

iPROCEEDS Regional workshop to review the current state of judicial training curricular on 

cybercrime, electronic evidence and online crime proceeds, Zagreb, Croatia, 11-

12 October 2016 

CyberCrime@EAP III Public-Private cooperation: Workshop on cooperation between the law 

enforcement and ISPs, focusing on preservation, Baku, Azerbaijan, 12-14 

October 2016 

GLACY+ 
Participation in the UNTOC COP Side Event on Electronic Evidence and 

International Cooperation, Vienna, Austria,  

http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/support-to-cyberime-law-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/support-to-cyberime-law-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/-cybersecurity-in-romania-4th-editi-1?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/eap-ii-workshop-on-cybercrime-law-reform-in-belarus?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/eap-ii-workshop-on-cybercrime-law-reform-in-belarus?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/asean-cyber-security-and-cyber-crime-center-possibility-and-way-forward?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/asean-cyber-security-and-cyber-crime-center-possibility-and-way-forward?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/eap-iii-second-regional-meeting?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/eap-iii-second-regional-meeting?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/glacy-in-the-dominican-republic?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/cyfy-2016-in-new-delhi-india?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/cyfy-2016-in-new-delhi-india?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/judicial-training-workshop-in-peru?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/judicial-training-workshop-in-peru?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/iproceeds-judicial-training-workshop-in-zagreb?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
http://www.coe.int/en/web/cybercrime/home/-/asset_publisher/M7lV2fwjKWWH/content/iproceeds-judicial-training-workshop-in-zagreb?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fhome%3Fp_p_id%3D101_INSTANCE_M7lV2fwjKWWH%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-5%26p_p_col_count%3D2
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18 October 2016 

iPROCEEDS 
Participation in the EMPACT pilot training at CEPOL and collaboration with ECTEG 

on Darknets and Virtual Currencies, Budapest, Hungary, 19-21 October 2016 

CyberCrime@EAP II Workshop on Electronic Evidence, Chisinau, Moldova, 20-21 October 2016 

iPROCEEDS  

CyberCrime@EAP III 

International meeting for Public-Private cooperation: meeting with foreign service 

providers, Dublin, Ireland, 24-25 October 2016 

GLACY, GLACY+ 

International Closing Conference to discuss the results of the GLACY project, 

present the results of the statistics study and their impact on cybercrime policy, 

adopt the Declaration on Strategic Priorities, also combined with launching event 

for the GLACY+ project, Bucharest, 26-28 October 2016 

November 2016  

CyberCrime@EAP III 

Legal package review of the Venice Commission on the Moldovan draft laws 

amending the legislation relating to the "security mandate" package, Kishinev, 

Moldova, 2-3 November 2016 

CyberCrime@EAP III Roundtable discussion of procedural law reform: report presentation for Ukraine 

concerning legislative framework for procedural powers, Kyiv, Ukraine, 4 

November 2016  

CyberCrime@EAP III Workshop on best models in the EU and other states for public-private 

cooperation, Yerevan, Armenia, 7-8 November 2016 

CyberCrime@EAP III Public-Private cooperation: Solutions for improved sharing of subscriber 

information (combined with GITI Information Security Day), Tbilisi, Georgia, 9-

10 November 2016 

GLACY+ 

CyberCrime@EAP II 

CyberCrime@EAP III 

iPROCEEDS 

Cybercrime@Octopus 

Participation in the 16th plenary session of the Cybercrime Convention Committee 

(T-CY), Strasbourg, France, 14-15 November 2016 

GLACY+ 

CyberCrime@EAP II 

CyberCrime@EAP III 

iPROCEEDS 

Cybercrime@Octopus 

Participation in the Octopus Conference 2016, Strasbourg, France, 16-18 

November 2016, 16-18 November 2016 

CyberCrime@EAP II 
Workshop on EU cooperation in cybercrime and electronic evidence, Kyiv, 

Ukraine, 21-22 November 2016 

GLACY+ 
Study visit by Moroccan law enforcement to the PHAROS team of the French 

National Police, Paris, France, 24 November 2016 

iPROCEEDS 
Regional workshop for sharing international good practices on reporting 

mechanisms, Tirana, Albania, 25 November 2016 

GLACY+ 
Participation at the 2nd Anti-Cybercrime Forum - Fighting Digital Fraud and Piracy 

in the Banking and Commercial Sectors in Lebanon, Beirut, 29 November 2016  

iPROCEEDS 
Meeting of Implementing Partner Organizations Delivering The Western Balkans 

Integrated Internal Security Governance, Vienna, Austria, 30 November 2016  

December 2016  

GLACY+ 
Participation in UNICRI Cyber Threats Master Class, Turin, Italy, 1-2 December 

2016 

Cybercrime@Octopus 
Participation in the Internet Governance Forum (IGF), Jalisco, Mexico, 6-9 

December 2016 

CyberCrime@EAP II 
Participation in the 4th Annual Meeting of the Cybercrime Working Group of the 

Pompidou Group, Strasbourg, France, 6 – 8 December 2016. 

iPROCEEDS 
Workshop on interagency and international cooperation for search, seizure and 

confiscation of online crime proceeds, Pristina, Kosovo*4, 8-9 December 2016 

http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/iproceeds-and-eap-iii-international-meeting-on-cooperation-with-multinational-service-providers?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/iproceeds-and-eap-iii-international-meeting-on-cooperation-with-multinational-service-providers?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D2%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/global-action-on-cybercrime-from-glacy-to-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D4%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/global-action-on-cybercrime-from-glacy-to-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D4%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/global-action-on-cybercrime-from-glacy-to-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D4%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/global-action-on-cybercrime-from-glacy-to-glacy-?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D4%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-assessment-of-moldovan-legislative-amendments-on-cybercrime-and-electronic-evidence-supported-by-the-council-of-europe-experts?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-assessment-of-moldovan-legislative-amendments-on-cybercrime-and-electronic-evidence-supported-by-the-council-of-europe-experts?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-report-on-ukraine-regarding-public-private-cooperation-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-report-on-ukraine-regarding-public-private-cooperation-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-armenia-will-gain-insight-into-best-practice-on-public-private-cooperation-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-armenia-will-gain-insight-into-best-practice-on-public-private-cooperation-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-regulatory-efforts-on-public-private-cooperation-in-georgia-and-international-cyber-security-event?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/eap-iii-regulatory-efforts-on-public-private-cooperation-in-georgia-and-international-cyber-security-event?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D3%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/t-cy-plenaries
http://www.coe.int/en/web/cybercrime/t-cy-plenaries
http://www.coe.int/en/web/cybercrime/octopus-interface-2016
http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-reporting-mechanisms-international-good-practices
http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-reporting-mechanisms-international-good-practices
http://www.coe.int/en/web/cybercrime/-/council-of-europe-at-the-2016-internet-governance-forum
http://www.coe.int/en/web/cybercrime/-/iproceeds-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/iproceeds-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds
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Cybercrime@Octopus Seminar on "Internet, law and litigation", Paris, France, 9 December 2016 

iPROCEEDS 
Regional workshop on Money Laundering risks related to new technologies and 

2nd Steering Committee, Bucharest, 12-13 December 2016 

iPROCEEDS 

Workshop on interagency and international cooperation for search, seizure and 

confiscation of online crime proceeds, Skopje, The former Yugoslav Republic of 

Macedonia, 15-16 December 2016 

iPROCEEDS 
Support in participation in long-distance master programme for 14 participants, 

July – December 2016 

January 2017  

GLACY+ 
Advisory mission and workshop on cybercrime and cyber security policies and 

strategies, Dakar, Senegal  16-17 January 2017 

iPROCEEDS 
Workshop on online financial fraud and credit card fraud, Belgrade, Serbia, 16-

17 January 2017 

GLACY+ 
Advisory mission and workshop on cybercrime and cybersecurity policies and 

strategies, Accra, Ghana, 19-20 January 2017 

iPROCEEDS 

14 law enforcement officers start the long-distance master programme on 

cybercrime investigation and computer forensics - University College Dublin, 

Ireland, Ireland, 23 January 2017 

CyberCrime@EAP III 

Development of the cyberexercise as a preparatory work for the Coordination and 

partnership exercise, Tbilisi, Georgia,  

23-25 January 2017 

GLACY+ 
Participation in ICANN Capacity building workshop for African law enforcement 

agencies (LEAs), Nairobi, Kenya, 25-26 January 2017 

CyberCrime@EAP II 
Support to development and integration of judicial training on cybercrime and 

electronic evidence, Tbilisi, Georgia, 26-27 January 2017 

February 2017  

GLACY+ 
Support meetings and activities carried out by regional and international 

organizations, The Hague, Netherlands, 3 February 2017 

CyberCrime@EAP III 
Seminar on communication and information sharing with local Internet service 

providers, Kyiv, Ukraine, 8-9 February 2017 

CyberCrime@EAP III 
Workshop on legal amendments related to cybercrime and electronic Evidence, 

Kyiv, Ukraine, 9-10 February 2017 

GLACY+ 
Advisory mission on legislation on Cybercrime and Electronic Evidence, 

Guatemala City, Guatemala - 13-15 February 2017 

CyberCrime@EAP II 

Workshop on reform of legislation to ensure compliance with Articles 16 and 17 

of the Budapest Convention on Cybercrime, Baku, Azerbaijan, 13-15 February 

2017 

CyberCrime@EAP III 

Review of the package of legislative amendments related to cybercrime and 

electronic evidence and Roundtable Discussion on Reform of Cybercrime Laws 

and Regulations, Tbilisi, Georgia, 16-17 February 2017 

iPROCEEDS 

Workshops on inter-agency and international cooperation for search, seizure and 

confiscation of online crime proceeds, Sarajevo, Bosnia and Herzegovina, 16-17 

February 2017 

iPROCEEDS 

Advisory mission and workshop on online fraud and other cybercrime reporting 

mechanisms, Skopje, “The Former Yugoslav Republic of Macedonia”, 20-21 

February 2017 

CyberCrime@EAP III, 

iPROCEEDS 

Development of the cyberexercise as a preparatory work for the Coordination and 

partnership exercise, Tbilisi, Georgia, 23-24 February 2017 

http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-money-laundering-risks-related-to-new-technologies
http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-money-laundering-risks-related-to-new-technologies
http://www.coe.int/en/web/cybercrime/-/skopje-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/skopje-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/news/-/asset_publisher/S73WWxscOuZ5/content/call-for-tenders-2016ao60-long-distance-master-programme-on-cybercrime-investigation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fnews%3Fp_p_id%3D101_INSTANCE_S73WWxscOuZ5%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1%26_101_INSTANCE_S73WWxscOuZ5_advancedSearch%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_keywords%3D%26_101_INSTANCE_S73WWxscOuZ5_delta%3D5%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_S73WWxscOuZ5_cur%3D4%26_101_INSTANCE_S73WWxscOuZ5_andOperator%3Dtrue
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-developing-cybersecurity-and-cybercrime-policies-in-senegal?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-developing-cybersecurity-and-cybercrime-policies-in-senegal?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-online-financial-fraud-and-credit-card-fraud-workshop?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-ghana-advances-its-national-cybersecurity-strategy?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-ghana-advances-its-national-cybersecurity-strategy?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-14-law-enforcement-officers-start-the-long-distance-master-programme-on-cybercrime-investigation-and-computer-forensics?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-14-law-enforcement-officers-start-the-long-distance-master-programme-on-cybercrime-investigation-and-computer-forensics?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/icann-capacity-building-workshop-for-african-law-enforcement?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/icann-capacity-building-workshop-for-african-law-enforcement?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-meeting-the-eurojust-task-force?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-meeting-the-eurojust-task-force?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/eap-iii-seminar-and-workshop-on-public-private-cooperation-to-address-the-issues-of-trust-and-legal-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/eap-iii-seminar-and-workshop-on-public-private-cooperation-to-address-the-issues-of-trust-and-legal-reform-in-ukraine?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/eap-ii-workshop-on-reform-of-legislation-to-ensure-compliance-with-articles-16-and-17-of-the-budapest-convention-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/eap-ii-workshop-on-reform-of-legislation-to-ensure-compliance-with-articles-16-and-17-of-the-budapest-convention-on-cybercrime?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/sarajevo-workshops-on-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/sarajevo-workshops-on-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/cybercrime-eap-iii-and-iproceeds-preparatory-meeting-of-the-cybercrime-exercise?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities7/-/asset_publisher/szy1kYBAmUGV/content/cybercrime-eap-iii-and-iproceeds-preparatory-meeting-of-the-cybercrime-exercise?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities7%3Fp_p_id%3D101_INSTANCE_szy1kYBAmUGV%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
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GLACY+, 

CyberCrime@EAP II 

Workshop on strengthening the 24/7 points of contact for cybercrime and 

electronic evidence organized in cooperation with another EU/CoE project 

GLACY+, as well as Interpol, Singapore, 27 February – 1 March 2017 

iPROCEEDS 
Pilot training on Investigation on Darknet and Virtual Currencies, Bucharest, 

Romania, 28 February – 3 March 2017 

March 2017  

GLACY+ 
Grant Agreement with INTERPOL for the implementation of the activities of 

Objective 2 – Law Enforcement Capabilities, 1 March 2017 – 29 February 2020 

Cybercrime@Octopus 
Assessment and planning workshop for further capacity building support to 

countries of the Mediterranean region,  Bucharest, Romania, 6-7 March 2017 

CyberCrime@EAP II 

Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Yerevan, Republic of Armenia, 6 – 9 March 

2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Tirana, Albania, 13 March 2017  

CyberCrime@EAP II 

Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Baku, Republic of Azerbaijan, 13 – 16 March 

2017 

GLACY+ 
Support Regional Training of Trainers on Cybercrime and Electronic Evidence, 

with participation of West African countries, Dakar, Senegal, 14-17 March 2017 

GLACY+ 
Development of cybercrime investigations, digital forensics capabilities, Colombo, 

Sri Lanka, 14-17 March 2017 

iPROCEEDS 
Workshops on inter-agency and international cooperation, Tirana, Albania, 15-16 

March 2017 

iPROCEEDS 
Advisory mission and workshop on online fraud and other cybercrime reporting 

mechanisms, Ankara, Turkey, 15-16 March 2017,  

Cybercrime@Octopus 
T-CY visits on accession to the Budapest Convention (Costa Rica, Chile, 

Argentina), 16-24 March 2017 

GLACY+ 
Study visit of the Philippines delegation to Mauritius CERT, Port-Louis, Mauritius, 

23-24 March 2017 

CyberCrime@EAP III 
Workshop on public-private partnerships in sector-specific approach, Minsk, 

Belarus, 23-24 March 2017 

iPROCEEDS 
Advisory mission and workshop on online fraud and other cybercrime reporting 

mechanisms, Sarajevo, Bosnia and Herzegovina, 27-28 March 2017  

CyberCrime@EAP II 
Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Tbilisi, Georgia, 27 – 30 March 2017 

GLACY+ 
International workshop on criminal justice statistics on cybercrime and electronic 

evidence, Accra, Ghana, 29-31 March 2017 

GLACY+ 
Advisory mission on legislation on Cybercrime and Electronic Evidence, Panama 

City, Panama, 30-31 March 2017 

GLACY+ 
Residential training on cybercrime and electronic evidence for Prosecutors, 

Panadura, Sri Lanka, 31 March – 2 April 2017 

Cybercrime@Octopus 

Provide support to the T-CY Bureau (1) in the finalisation of the T-CY(2017)2 

draft report on follow up given by Parties to the TCY(2013)17rev report on mutual 

legal assistance and (2) in the preparation of a TCY mapping study on cyber 

bullying and other forms of online violence, March – December 2017 

April 2017  

GLACY+ 
Introductory Cybercrime and Electronic Evidence Training of Trainers Course, 

Accra, Ghana, 3-7 April 2017 

http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/cybercrime-investigation-challenges-focus-of-council-of-europe-and-interpol-initiative?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/cybercrime-investigation-challenges-focus-of-council-of-europe-and-interpol-initiative?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/cybercrime-investigation-challenges-focus-of-council-of-europe-and-interpol-initiative?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-pilot-training-on-investigation-on-darknet-and-virtual-currencies?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/eap-ii-eap-iii-training-programme-on-international-cooperation-on-cybercrime-and-electronic-evidence-for-the-eastern-partnership-region?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities5/-/asset_publisher/yskPBnQTctlR/content/eap-ii-eap-iii-training-programme-on-international-cooperation-on-cybercrime-and-electronic-evidence-for-the-eastern-partnership-region?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities5%3Fp_p_id%3D101_INSTANCE_yskPBnQTctlR%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-online-crime-proceeds?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-online-crime-proceeds?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-goes-regional-first-regional-introductory-judicial-training-of-trainers-tot-for-west-african-countri-1?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-goes-regional-first-regional-introductory-judicial-training-of-trainers-tot-for-west-african-countri-1?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/special-programme-at-cid-focuses-on-cybercrime-investigation-and-digital-forensics-capabilities-of-sri-lanka-police?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-workshops-on-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-proceeds?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-advisory-mission-and-workshop-on-online-fraud-and-other-cybercrime-reporting-mechanis-1?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-advisory-mission-and-workshop-on-online-fraud-and-other-cybercrime-reporting-mechanis-1?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/t-cy-visit-to-costa-rica
http://www.coe.int/en/web/cybercrime/-/t-cy-visit-to-costa-rica
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-advisory-mission-and-workshop-for-the-setting-up-or-improvement-of-reporting-mechanisms?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities6/-/asset_publisher/b7OZXPFctIap/content/iproceeds-advisory-mission-and-workshop-for-the-setting-up-or-improvement-of-reporting-mechanisms?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities6%3Fp_p_id%3D101_INSTANCE_b7OZXPFctIap%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-international-workshop-on-criminal-justice-statistics-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-international-workshop-on-criminal-justice-statistics-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-advisory-mission-assisting-panama-to-improve-cybercrime-legislation?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/activities8/-/asset_publisher/R1ctLE07VeIC/content/glacy-judicial-training-for-sri-lankan-prosecutors?inheritRedirect=false&redirect=http%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Factivities8%3Fp_p_id%3D101_INSTANCE_R1ctLE07VeIC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_count%3D1
http://www.coe.int/en/web/cybercrime/-/glacy-first-training-of-trainers-tot-in-ghana
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CyberCrime@EAP II 
Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Kishinev, Republic of Moldova, 3-6 April 2017 

iPROCEEDS 

Workshop on inter-agency cooperation and on international cooperation for 

search, seizure and confiscation of online crime proceeds, Ankara, Turkey, 3-4 

April 2017 

GLACY+ 
Participation in INTERPOL’s 3rd Americas Working Group Meeting on Cybercrime 

for Heads of Units, Bridgetown, Barbados, 5-7 April 2017 

CyberCrime@EAP III Workshop on the Cybercrime Law Reform, Kyiv, Ukraine, 6-7 April 2017 

iPROCEEDS 
Meeting on public-private cooperation for fighting cybercrime and online crime 

proceeds, Belgrade, Serbia, 10 April 2017 

GLACY+, 

CyberCrime@EAP II 

iPROCEEDS 

3rd meeting of the UN Intergovernmental Expert Group on Cybercrime, Vienna, 

Austria, 10 – 13 April 2017 

CyberCrime@EAP II 
Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Kyiv, Ukraine, 10-13 April 2017 

iPROCEEDS 

Workshop on inter-agency cooperation and on international cooperation for 

search, seizure and confiscation of online crime proceeds, Belgrade, Serbia, 19-

20 April 2017 

CyberCrime@EAP III 

iPROCEEDS 

Coordination and Partnership Cyber Exercise, Georgia, Tbilisi, 24-28 April 2017 

GLACY+ 
Malware Analysis Training organized by INTERPOL, Manila, Philippines, 24-28 

April 2017 

GLACY+ 
Training of trainers and development of  training materials for basic and advanced 

modules for each country, Santo Domingo, Dominican Republic 24-28 April 2017 

May 2017  

CyberCrime@EAP III 
Development of the Study on Strategy of Communications with Multinational 

Service Providers, May – June 2017 

GLACY+ 
Review Meeting of the Training on Dark Web and Virtual Currencies, at EUROPOL, 

The Hague, 2-5 May 2017 

CyberCrime@EAP II 
Training Programme on International Cooperation, including multinational ISPs, 

for the Eastern Partnership region, Minsk, Belarus, 2 – 5 May 2017 

CyberCrime@EAP III Workshop on the Cybercrime Law Reform, Yerevan, Armenia, 3 – 5 May 2017 

CyberCrime@EAP III 
Workshop on reform of legislation to ensure better compliance with the Budapest 

Convention on Cybercrime, Baku, Azerbaijan, 10 – 12 May 2017 

GLACY+ 
Update Judicial training materials & creation of a bench book for magistrates – 

Brainstorming meeting, Bucharest, Romania, 15-16 May 2017 

CyberCrime@EAP III 
Public Hearings on the Cybercrime Law Reform and Planning meeting, Kyiv, 

Ukraine, 17-19 May 

GLACY+ 
Introductory Cybercrime and Electronic Evidence Training of Trainers Course 22-

25 May 2017, Rabat, Morocco 

GLACY+ 
National delivery of the Introductory Judicial Training of Trainers Course on 

Cybercrime and Electronic Evidence Koforidua, Ghana 22-26 May 2017,  

iPROCEEDS 

Support in participation in the summer examination 2017 of the Master 

Programme in Forensic Computing and Cybercrime Investigation, University 

College Dublin, Ireland, 22 May – 3 June 2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Sarajevo, Bosnia and Herzegovina, 22-23 May 2017 

GLACY+ 
Pacific Islands Law Officers’ Network Cybercrime Workshop, Nuku’alofa, Tonga, 

23-25 May 2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Ankara, Turkey, 25-26 May 2017 

http://www.coe.int/en/web/cybercrime/-/iproceeds-workshops-on-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-procee-1
http://www.coe.int/en/web/cybercrime/-/iproceeds-workshops-on-inter-agency-and-international-cooperation-for-search-seizure-and-confiscation-of-online-crime-procee-1
http://www.coe.int/en/web/cybercrime/-/iproceeds-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/iproceeds-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/cybercrime-eap-iii-and-iproceeds-investigating-cybercrime-and-its-financial-gain-working-together-effectively
http://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-of-trainers-in-the-dominican-republic
http://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-of-trainers-in-the-dominican-republic
http://www.coe.int/en/web/cybercrime/-/public-hearings-on-procedural-law-and-discussions-on-memorandum-of-cooperation-completed-in-ukraine
http://www.coe.int/en/web/cybercrime/-/assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/glacy-pacific-islands-law-officers-network-cybercrime-workshop
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-proceeds
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GLACY+ 
Advisory mission on the streamlining of procedures for Mutual Legal Assistance 

related to Cybercrime and Electronic Evidence, Nuku’alofa, Tonga, 26 May 2017 

Cybercrime@Octopus 

First draft analysis of the provisions of the Electronic Transactions and Personal 

Data Bill of Lebanon against the requirements of the Budapest Convention and 

draft the necessary recommendations, 30 May 2017 

GLACY+ 
Participation in the second Annual Meeting of the GFCE, Brussels, Belgium, 31 

May - 1 June 2017 

Cybercrime@Octopus 
Needs assessment visit and workshop on cybercrime and electronic evidence, 

Astana, Kazakhstan, 31 May – 2 June 2017 

June 2017  

CyberCrime@EAP III 
Development of the Study on Liabilities of Internet Service Providers in the 

Eastern Partnership region, June – July 2017 

Cybercrime@Octopus 
Regional Conference for Specialized Prosecution Services on Cybercrime and 

Electronic Evidence, Buenos Aires, Argentina, 1 – 2 June 2017 

GLACY+ 
Lecture at the Specialized Training on International Criminal Law and Global 

Threats to Peace and Security, UNICRI, Turin, 5 June 2017 

GLACY+ 

Participation in INTERPOL’s 5th Eurasian Working Group meeting on Cybercrime 

for Heads of Units and in the Operational side-meeting on Business Email 

Compromise, Madrid, SPAIN, 5-8 June 2017 

CyberCrime@EAP II 

CyberCrime@EAP III 

Steering Committee meeting and participation in the Euro DIG 2017 conference, 

Tallinn, Estonia, 5-7 June 2017 

GLACY+ 

CyberCrime@EAP II 

iPROCEEDS 

Cybercrime@Octopus 

17th plenary meeting of the Cybercrime Convention Committee (T-CY), 

Strasbourg, France, 7-9 June 2017 

iPROCEEDS 3rd meeting of the iPROCEEDS Project Steering Committee (PSC), Luxembourg, 

12 June 2017 

iPROCEEDS International workshop on search, seizure and confiscation of proceeds from 

crime online, Luxembourg, 12-13 June 2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Podgorica, Montenegro, 13-14 June 2017 

GLACY+ 

CyberCrime@EAP II 

iPROCEEDS 

International Workshop on Cybercrime Training Strategies for Law Enforcement 

Agencies and access to ECTEG materials, Brussels, Belgium, 15-16 June 2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Skopje, “the former Yugoslav Republic of Macedonia”, 15-16 June 2017 

GLACY+ 

Advisory mission on the streamlining of procedures for Mutual Legal Assistance 

related to Cybercrime and Electronic Evidence, Tagaytay City, Philippines, 19-20 

June 2017 

iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Pristina, Kosovo* , 19-20 June 2017 

GLACY+ 
Regional LEA Trainer of Trainers course on Cybercrime and Electronic Evidence 

gathering, Dakar, Senegal, 19 – 26 June 2017 

iPROCEEDS 

Regional training of trainers (ToT) on delivery of the introductory training module 

on cybercrime, electronic evidence and online crime proceeds, Budva, 

Montenegro, 20 -24 June 2017 

GLACY+ 

Development of cybercrime investigations, digital forensics capabilities combined 

with National workshop and advice on interagency cooperation and public private 

collaboration to fight cybercrime, Manila, Philippines, 21-23 June 2017 

http://www.coe.int/en/web/cybercrime/-/project-steering-committee-and-attendance-of-the-eurodig-2017-in-tallinn
http://www.coe.int/en/web/cybercrime/-/iproceeds-third-project-steering-committee
http://www.coe.int/en/web/cybercrime/-/iproceeds-organised-an-international-workshop-on-search-seizure-and-confiscation-of-proceeds-from-crime-online
http://www.coe.int/en/web/cybercrime/-/iproceeds-organised-an-international-workshop-on-search-seizure-and-confiscation-of-proceeds-from-crime-online
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-1
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-1
http://www.coe.int/en/web/cybercrime/-/international-workshop-on-cybercrime-training-strategies-for-law-enforcement-agencies
http://www.coe.int/en/web/cybercrime/-/international-workshop-on-cybercrime-training-strategies-for-law-enforcement-agencies
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-2
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-2
http://www.coe.int/en/web/cybercrime/-/glacy-streamlining-mla-on-cybercrime-and-electronic-evidence-in-the-philippines-criminal-justice-system
http://www.coe.int/en/web/cybercrime/-/glacy-streamlining-mla-on-cybercrime-and-electronic-evidence-in-the-philippines-criminal-justice-system
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-3
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-3
http://www.coe.int/en/web/cybercrime/-/glacy-le-cours-de-formateurs-pour-les-1ers-intervenants-sera-integre-dans-la-formation-initiale-des-officiers-de-gendarmerie-d-afrique-de-l-ouest
http://www.coe.int/en/web/cybercrime/-/glacy-le-cours-de-formateurs-pour-les-1ers-intervenants-sera-integre-dans-la-formation-initiale-des-officiers-de-gendarmerie-d-afrique-de-l-ouest
http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-training-of-trainers-on-cybercrime-electronic-evidence-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/iproceeds-regional-training-of-trainers-on-cybercrime-electronic-evidence-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/glacy-advancing-cybercrime-investigation-and-digital-forensics-capabilities-of-law-enforcement-agencies-in-the-philippines
http://www.coe.int/en/web/cybercrime/-/glacy-advancing-cybercrime-investigation-and-digital-forensics-capabilities-of-law-enforcement-agencies-in-the-philippines
http://www.coe.int/en/web/cybercrime/-/glacy-advancing-cybercrime-investigation-and-digital-forensics-capabilities-of-law-enforcement-agencies-in-the-philippines
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iPROCEEDS 
Assessment mission of guidelines to prevent and detect/identify online crime 

proceeds, Belgrade, Serbia, 22-23 June 2017 

iPROCEEDS 
Meeting on public-private cooperation for fighting cybercrime and online crime 

proceeds, Skopje, “the former Yugoslav Republic of Macedonia”, 23 June 2017 

CyberCrime@EAP II 
Participation in IAP Eastern European and Central Asian Regional Conference, 

Tbilisi, Georgia, 26-28 June 2017  

GLACY+ 
Participation in the 59th ICANN Policy Meeting, Johannesburg, South Africa, 26-

29 June 2017 

GLACY+ 

ASEAN Regional meeting in view of sharing good practices and promote 

harmonisation of legislation on Cybercrime and EE as well as rule of law and 

human rights safeguards, Cebu City, Philippines, 27-29 June 2017 

CyberCrime@EAP II 
8th Eastern European and Central Asian Regional Conference of the International 

Association of Prosecutors, Tbilisi, Georgia, 28 June 2017 

iPROCEEDS Meeting on public-private cooperation for fighting cybercrime and online crime 

proceeds, Pristina, Kosovo* , 29 June 2017 

July 2017  

GLACY+ 
Advisory mission on CERT capacities, digital forensics lab and public-private 

cooperation, Nuku’alofa, Tonga, 3-5 July 2017 

CyberCrime@EAP III 
Seminar on CSIRT/CERT Regulations and Operational Environment, Minsk, 

Republic of Belarus, 5-7 July 2017 

GLACY+ 

Workshop on cybercrime reporting systems and collection and monitoring of 

criminal justice statistics on cybercrime and electronic evidence, Nuku’alofa, 

Tonga, 6 July 2017 

GLACY+ 
Advisory mission and workshop on cybercrime and cybersecurity policies and 

strategies, Port Louis, Mauritius, 6-7 July 2017 

CyberCrime@EAP II 
Advisory Mission on Findings and recommendations concerning 24/7 point of 

contact, Tbilisi, Georgia, 10-12 July 2017  

GLACY+ 

East African Regional Conference on Cybercrime and Electronic Evidence, in 

collaboration with the GPEN and with the participation of regional and 

international organizations and relevant countries from the Eastern African 

Region, Pointe aux Piments, Mauritius, 10-12 July 2017 

GLACY+ 

- Development of cybercrime investigations, digital forensics capabilities; 

- In-country workshop and advice on interagency cooperation and public private 

collaboration to fight cybercrime, Nuku’alofa, Tonga, 10-14 July 2017 

GLACY+ 
Nigeria invited to join the Budapest Convention on Cybercrime, Strasbourg, 11 

July 2017 

GLACY+ 
Residential workshop for High Court Judges on cybercrime and electronic 

evidence, Kalutara, Sri Lanka, 28-30  July 2017 

iPROCEEDS Update of the basic course material on cybercrime, electronic and online crime 

proceeds following the regional training of trainers on delivery of the basic 

training module on cybercrime, electronic evidence and online crime proceeds for 

judges and prosecutors with the aim to be further delivered at the national level, 

desk study, July 2017 

August 2017  

iPROCEEDS Preparatory meeting to agree on the aspects/elements, including technical 

solutions of the Cyber Exercise Scenario that need to be 

revised/updated/developed with the aim to be further replicated at the national 

level (C-PROC, consultants), Bucharest, Romania, 9-11 August 2017 

http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-4
http://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-mission-of-guidelines-to-prevent-and-detect-identify-online-crime-procee-4
http://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds
http://www.coe.int/en/web/cybercrime/-/enhancing-regional-and-international-cooperation-in-the-southeast-asian-region
http://www.coe.int/en/web/cybercrime/-/enhancing-regional-and-international-cooperation-in-the-southeast-asian-region
http://www.coe.int/en/web/cybercrime/-/enhancing-regional-and-international-cooperation-in-the-southeast-asian-region
http://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-1
http://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/cybercrime-eap-iii-law-enforcement-and-cyber-security-teams-cooperation-seminar
https://www.coe.int/en/web/cybercrime/-/glacy-eastern-african-countries-meet-in-mauritius-to-address-the-growing-threat-of-cybercrime-in-the-region
https://www.coe.int/en/web/cybercrime/-/nigeria-invited-to-join-the-budapest-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-sustainable-capacity-building-for-sri-lankan-high-court-judges
https://www.coe.int/en/web/cybercrime/-/glacy-sustainable-capacity-building-for-sri-lankan-high-court-judges


18 
 

GLACY+ 
Support to the Residential Workshop on Cybercrime and Electronic Evidence for 

Intake of New Judges, Colombo, Sri Lanka, 9-13 August 2017 

GLACY+ 

- Development of cybercrime investigations, digital forensics capabilities; 

- In-country workshop and advice on interagency cooperation and public private 

collaboration to fight cybercrime, Port Louis, Mauritius, 15-18 August 2017 

Cybercrime@Octopus 
Translation in Arabic of the Budapest Convention and its explanatory report, 

Bucharest, Romania, 16 August 2017 

GLACY+ 
Special training on cybercrime and electronic evidence for Nepal judicial officers, 

Kathmandu, Nepal, 16-20 August 2017 

GLACY+ 
Support to the national delivery of Introductory Course on cybercrime and 

electronic evidence for prosecutors First Batch, Ada, Ghana, 17-18 August 2017 

GLACY+ 

Support to the national delivery of Introductory Course on cybercrime and 

electronic evidence for prosecutors Second Batch, Kumasi, Ghana, 21-22 August 

2017 

GLACY+ 
Workshop for priority countries on data protection and overall police capabilities 

implemented by INTERPOL, Dakar, Senegal, 21-23 August 2017 

iPROCEEDS Development of a Questionnaire on obtaining and using electronic evidence in 

criminal proceedings under the respective domestic legislation of the beneficiary 

countries, desk study, August 2017 

Cybercrime@Octopus Participation at the 10th ASSOCHAM Annual Summit on Cyber 

and Network Security, New Delhi, India, 31 August 2017 

September 2017  

iPROCEEDS Participation in the Underground Economy Conference 2017, Barcelona, Spain, 

05 - 08 September 2017 

CyberSouth 
Second EUROMED Police High Level Meeting, The Hague, The Netherlands, 6-7 

September 2017 

CyberCrime@EAP III 

Seminar on memorandum of cooperation: technical details, and presentation of 

memorandum principles at Annual Telecom meeting of Ukraine, Kyiv, 7-8 

September and Odessa, Ukraine, 9 – 10 September 2017 

CyberCrime@EAP III 4th Regional meeting on public/private cooperation: Legislation, Safeguards and 

Cooperation with Service Providers, Kishinev, Republic of Moldova, 11-12 

September 2017 

GLACY+ Regional Conference on Harmonization of legislation on Cybercrime and 

Electronic Evidence with rule of law and human rights safeguards, Abuja, Nigeria, 

11-13 September 2017 

GLACY+ ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers (Linux as an investigation tool), Accra, Ghana, 11-15 

September 2017 

CyberCrime@EAP III Workshop to support the review of Law 161 to follow up on an Opinion of the 

Venice Commission, Kishinev, Moldova, 14 September 2017 

Cybercrime@Octopus Supports Training on Cybercrime and E-Evidence for Prosecutors in Argentina, 

Mendoza, Argentina, 14-15 September 2017 

iPROCEEDS Online Financial Fraud and Credit Card Fraud Workshop, Podgorica, Montenegro, 

18-19 September 2017 

CyberCrime@EAP II 

Workshop on Support to development of the Law of Armenia on International 

Cooperation in Criminal Matters/Mutual Legal Assistance, Yerevan, Republic of 

Armenia, 19-20 September 2017 

GLACY+ In Country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and how to strength the 24/7 points of 

https://www.coe.int/en/web/cybercrime/-/glacy-residential-workshop-on-cybercrime-and-electronic-evidence-for-intake-of-new-judges-in-sri-lanka
https://www.coe.int/en/web/cybercrime/-/glacy-residential-workshop-on-cybercrime-and-electronic-evidence-for-intake-of-new-judges-in-sri-lanka
https://www.coe.int/en/web/cybercrime/-/the-budapest-convention-and-its-explanatory-report-finally-available-in-arabic
https://www.coe.int/en/web/cybercrime/-/glacy-special-program-on-cybercrime-and-e-evidence-for-the-judiciary-in-nepal-delivered-by-sri-lankan-trainer-justices
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-data-protection-and-overall-police-capabilities-organized-by-interpol-in-senegal
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-data-protection-and-overall-police-capabilities-organized-by-interpol-in-senegal
https://www.coe.int/en/web/cybercrime/-/in-progress-iv-regional-meeting-of-the-cybercrime-eap-iii-project
https://www.coe.int/en/web/cybercrime/-/in-progress-iv-regional-meeting-of-the-cybercrime-eap-iii-project
https://www.coe.int/en/web/cybercrime/-/ecowas-and-the-council-of-europe-joined-forces-to-help-west-african-countries-in-the-fight-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/ecowas-and-the-council-of-europe-joined-forces-to-help-west-african-countries-in-the-fight-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/the-council-of-europe-supports-training-on-cybercrime-and-e-evidence-for-prosecutors-in-argentina
https://www.coe.int/en/web/cybercrime/-/iproceeds-online-financial-fraud-and-credit-card-fraud-worksh-1
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contact for cybercrime and electronic evidence, Kenitra, Morocco, 20-22 

September 2017 

GLACY+ Residential Workshop on Cybercrime and Electronic Evidence for District Judges 

and Magistrates, Colombo, Sri Lanka, 22-24 September 2017 

GLACY+ Advisory mission on the streamlining of procedures for Mutual Legal Assistance 

related to cybercrime and electronic evidence, Rabat, Morocco, 25-26 September 

2017 

GLACY+ Participation in the GFCE Meeting on Global Good Practices, The Hague, 

Netherlands, 25-26 September 2017 

iPROCEEDS Cybercrime Simulation Exercise on cybercrime and financial investigations, 

Skopje, “the former Yugoslav Republic of Macedonia”, 25-28 September 2017 

GLACY+ Introductory Cybercrime and Electronic Evidence Training of Trainers Course for 

the Pacific Region, Nuku’alofa, Tonga, 25-29 September 2017 

Cybercrime@Octopus, 

GLACY+, 

CyberCrime@EAP II, 

iPROCEEDS 

Meeting of the 24/7 Network of Contact Points of the Budapest Convention on 

Cybercrime, The Hague, Netherlands, 26-27 September 2017 

Cybercrime@Octopus 
Participation in the Cybersecurity Forum and Symposium for the Americas region, 

Montevideo, Uruguay, 26-29 September 2017 

GLACY+, 

CyberCrime@EAP II, 

iPROCEEDS 

 

Participation in the 5th INTERPOL – Europol Cybercrime conference, The Hague, 

NETHERLANDS, 27-29 September 2017 

October 2017  

Cybercrime@Octopus 
CyFy 2017: The India Conference on Cyber Security and Internet Governance, 

New Delhi, India, 3-4 October 2017 

GLACY+ Participation of 2 Philippines delegates to the Cybertipline Roundtable, 

Alexandria, Virginia, USA, 3-5 October 2017 

iPROCEEDS 

Regional workshop on guidelines and indicators to prevent and detect online 

crime proceeds, Ljubljana, Slovenia, 

4-5 October 2017 

CyberCrime@EAP III Cooperation memorandum: Support to Internet Governance Forum 2017 

Ukraine, Kyiv, Ukraine, 6 October 2017 

CyberCrime@EAP II, 

iPROCEEDS 

Regional Conference on Cybercrime, Baku, Azerbaijan, 9 - 11 October 2017 

GLACY+ Support to the national delivery of Intro Course on cybercrime and electronic 

evidence for Judges and prosecutors, Santo Domingo, Dominican Republic, 10-

13 October 2017 

CyberSouth Scoping mission in Tunisia, Tunis, Tunisia, 11 October 2017 

GLACY+ Meeting with cybercrime investigations heads of unit from the region to discuss 

operational activities and plan and organize a joint operation, Port Louis, 

Mauritius, 11-13 October 2017 

CyberSouth Scoping mission in Algeria, Alger, Algeria, 12 October 2017 

CyberCrime@EAP III Follow-up mission to Azerbaijan on various matters of public-private cooperation, 

Baku, Azerbaijan, 12-13 October 2017  

iPROCEEDS 
Study visit on CSIRT/CERT Regulations and Operational Environment, Bucharest, 

Romania, 12-13 October 2017 

CyberCrime@EAP III Support to participation of Belarus in COE/OSCE Conference on Internet 

Freedom, Vienna, Austria, 13 October 2017 

https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-gain
https://www.coe.int/en/web/cybercrime/-/jud-trainin
https://www.coe.int/en/web/cybercrime/-/jud-trainin
https://www.coe.int/en/web/cybercrime/cybercrime-octopus/-/asset_publisher/BEv62ODXhRCA/content/enhancing-the-network-of-24-7-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybercrime-octopus%3Fp_p_id%3D101_INSTANCE_BEv62ODXhRCA%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_pos%3D2%26p_p_col_count%3D4
https://www.coe.int/en/web/cybercrime/cybercrime-octopus/-/asset_publisher/BEv62ODXhRCA/content/enhancing-the-network-of-24-7-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybercrime-octopus%3Fp_p_id%3D101_INSTANCE_BEv62ODXhRCA%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-1%26p_p_col_pos%3D2%26p_p_col_count%3D4
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-guidelines-and-indicators-to-prevent-and-detect-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-guidelines-and-indicators-to-prevent-and-detect-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-guidelines-and-indicators-to-prevent-and-detect-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/cybercrime-eap-iii-support-to-internet-governance-events-in-ukraine
https://www.coe.int/en/web/cybercrime/-/cybercrime-eap-iii-support-to-internet-governance-events-in-ukraine
https://www.coe.int/en/web/cybercrime/-/regional-cybercrime-conference
https://www.coe.int/en/web/cybercrime/-/glacy-national-delivery-of-the-introductory-judicial-course-on-cybercrime-and-e-evidence-for-judges-and-prosecutors-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/glacy-national-delivery-of-the-introductory-judicial-course-on-cybercrime-and-e-evidence-for-judges-and-prosecutors-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/glacy-national-delivery-of-the-introductory-judicial-course-on-cybercrime-and-e-evidence-for-judges-and-prosecutors-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/glacy-developing-partnerships-against-cybercrime-in-africa
https://www.coe.int/en/web/cybercrime/-/glacy-developing-partnerships-against-cybercrime-in-africa
https://www.coe.int/en/web/cybercrime/-/glacy-developing-partnerships-against-cybercrime-in-africa
https://www.coe.int/en/web/cybercrime/-/eap-iii-update-of-procedural-legislation-and-public-private-cooperation-studies-in-the-eastern-partnership-region
https://www.coe.int/en/web/cybercrime/-/eap-iii-update-of-procedural-legislation-and-public-private-cooperation-studies-in-the-eastern-partnership-region
https://www.coe.int/en/web/cybercrime/-/iproceeds-study-visit-on-csirt-cert-regulations-and-operational-environment
https://www.coe.int/en/web/cybercrime/-/iproceeds-study-visit-on-csirt-cert-regulations-and-operational-environment
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GLACY+ Residential Workshop on Cybercrime and Electronic Evidence for District Judges 

and Magistrates, Kandy, Sri Lanka, 13-15 October 2017 

CyberCrime@EAP III Follow-up mission to Armenia on various matters of public-private cooperation, 

Yerevan, Armenia, 16-17 October 2017 

GLACY+ Advisory mission on cybercrime reporting and workshop on collection and 

monitoring of criminal justice statistics on cybercrime and electronic evidence, 

Santo Domingo, Dominican Republic, 16-17 October 2017  

CyberSouth Scoping mission in Lebanon, Beirut, Lebanon, 17-18 October 2017 

GLACY+ UNODC Conference on Effective Responses to Online Child Sexual Exploitation in 

Southeast Asia, Bangkok, Thailand, 17-19 October 2017 

CyberCrime@EAP III Follow-up mission to Georgia on various matters of public-private cooperation, 

Tbilisi, Georgia, 19-20 October 2017 

CyberCrime@EAP III Follow-up mission to Belarus on various matters of public-private cooperation, 

Minsk, Belarus, 23-24 October 2017 

iPROCEEDS 

Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Tirana, Albania, 

23-24 October 2017 (first part) 

iPROCEEDS 

Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Podgorica, Montenegro, 

23-26 October 2017 

GLACY+ Cybersecurity Week (to create public awareness and launch cyber security 

initiatives, Accra, Ghana, 23-27 October 2017 

CyberCrime@EAP II 
Participation in ECTEG General Assembly on access to materials and planning of 

training for 24/7 in the EAP, Lisbon, Portugal, 26-27 October 2017  

iPROCEEDS 

Workshop on inter-agency and international cooperation for search, seizure and 

confiscation of online crime proceeds, Podgorica, Montenegro, 26 – 27 October 

2017 

GLACY+ ICANN60 Annual General Meeting, Abu Dhabi, UAE, 28 October - 3 November 

2017 

CyberCrime@EAP III, 

iPROCEEDS 

The 4th South East European Regional Forum on Cybersecurity and Cybercrime, 

Sofia, Bulgaria, 30-31 October 2017 

GLACY+ 

GLACY+ Information session meetings with press and public sector, Bucharest, 

Romania, 31 October 2017 

 

November 2017  

CyberCrime@EAP III Follow-up mission to Moldova on various matters of public-private cooperation, 

Kishinev, Moldova, 2-3 November 2017  

iPROCEEDS 
Regional workshop on obtaining and using electronic evidence, Bucharest, 

Romania, 2-3 November 2017 

iPROCEEDS 

Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Tirana, Albania, 

6-7 November 2017 (second part) 

CyberCrime@EAP III Workshop on data retention and data preservation policy and practice, Baku, 

Republic of Azerbaijan, 6-7 November 2017 

iPROCEEDS Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Sarajevo, Bosnia and Herzegovina, 6-9 November 2017 

GLACY+ Advanced Judicial Training for judges, magistrates and prosecutors, Accra, 

Ghana, 7-9 November 2017  

GLACY+ Participation in the INTERPOL Cybercrime Training for the Pacific Region, Suva, 

Fiji, 6-10 November 2017 

https://www.coe.int/en/web/cybercrime/-/glacy-second-residential-workshop-for-district-judges-and-magistrates-in-sri-lanka
https://www.coe.int/en/web/cybercrime/-/glacy-second-residential-workshop-for-district-judges-and-magistrates-in-sri-lanka
https://www.coe.int/en/web/cybercrime/-/improving-cybercrime-reporting-and-related-criminal-justice-statistics-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/improving-cybercrime-reporting-and-related-criminal-justice-statistics-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/improving-cybercrime-reporting-and-related-criminal-justice-statistics-in-the-dominican-republic
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-albania
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-albania
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-albania
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-in-montenegro
https://www.coe.int/en/web/cybercrime/-/cooperation-with-global-service-providers-enhanced-through-regional-cyber-forum-in-bulgaria
https://www.coe.int/en/web/cybercrime/-/cooperation-with-global-service-providers-enhanced-through-regional-cyber-forum-in-bulgaria
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-obtaining-and-using-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-obtaining-and-using-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-albanian-judges-and-prosecutors-trained-on-cybercrime-and-the-confiscation-of-related-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-albanian-judges-and-prosecutors-trained-on-cybercrime-and-the-confiscation-of-related-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-albanian-judges-and-prosecutors-trained-on-cybercrime-and-the-confiscation-of-related-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-course-on-cybercrime-and-electronic-evidence-in-ghana
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-course-on-cybercrime-and-electronic-evidence-in-ghana
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GLACY+ Advisory mission and workshop on Cybercrime Policies - Review of National 

Cybersecurity Policy & Strategy Document, Accra, Ghana, 9-10 November 2017  

CyberCrime@EAP III Follow-up mission to Ukraine on various matters of public-private cooperation, 

13-14 November 2017, Kyiv, Ukraine 

iPROCEEDS Cybercrime Coordination and Partnership Exercise, Pristina, Kosovo* , 13 – 16 

November  2017 

CyberSouth Assessment visit in Tunisia, Tunis, Tunisia, 13-17 November 2017 

CyberCrime@EAP III 
Contribution to Georgian ICT Development and Cyber Security Event GITI 2017, 

Tbilisi, Georgia, 16-17 November 2017 

Cybercrime@Octopus 
Participation in the 3rd National Cybersecurity Week, Mexico, 16-17 November 

2017 

GLACY+ INTERPOL Instructor Development Course, in SINGAPORE, with the participation 

of ALL GLACY+ countries, Singapore, 20-24 November 2017 

Cybercrime@Octopus Global Forum on Cyber Expertise (GFCE), New Delhi, India, 21 November 2017 

GLACY+ 

Participation in the second meeting of the Specialized Technical Committee on 

Communication and ICT formed by Ministers of Communication and Information 

Technologies from the African region, Addis Ababa, Ethiopia, 21 November 2017 

Cybercrime@Octopus, 

GLACY+ 

Participation in the Global Cyberspace Conference (GCCS2017), New Delhi, India, 

23-24 November 2017 

GLACY+, 

CyberCrime@EAP II, 

iPROCEEDS, 

Cybercrime@Octopus, 

CyberSouth 

18th Plenary Meeting of the Cybercrime Convention Committee (T-CY) and the 

1st Protocol Drafting Plenary, Strasbourg, France, 27-29 November 2017  

CyberSouth Assessment visit in Lebanon, Beirut, Lebanon, 27 - 30 November 2017 

CyberSouth Participation in the 3rd Anti-Cybercrime Forum, Beirut, Lebanon, 29 November 

2017 

GLACY+ GLACY+ Steering Committee, Strasbourg, France, 30 November 2017 

 

December 2017  

GLACY+ 

Forum on the policies on cybercrime capacity building by international/regional 

organisations - LATAM and CARIBBEAN, including Regional workshop on 

cybercrime and cybersecurity strategies with participation of Caribe/LATAM 

regional organizations combined with workshop on international cooperation for 

LATAM and Caribbean countries, Santo Domingo, Dominican Republic, 5-7 

December 2017 

GLACY+ 

Support to the regional delivery of Introductory Course on cybercrime and 

electronic evidence for Judges and prosecutors of the Anglophone Countries of 

the ECOWAS REGION, Accra, Ghana, 5-8 December 2017 

iPROCEEDS 
Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Belgrade, Serbia, 4-7 December 2017 

iPROCEEDS 
Cybercrime Coordination and Partnership Exercise, Belgrade, Serbia, 4 -7 

December  2017 

CyberSouth Assessment visit in Algeria, Algiers, Algeria, 10-14 December 2017 

iPROCEEDS 
2nd semester Examination 2017, Master Programme in Forensic Computing and 

Cybercrime Investigation, Dublin, Ireland, 11–15 Dec 2017 

GLACY+ 

International Workshop on Judicial Training Strategies, with the participation of 

all GLACY+ countries and all the ASEAN countries, Cebu, Philippines, 12-14 

December 2017 

https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-2
https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-2
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/assessment-visit-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/the-african-union-and-the-council-of-europe-renew-their-agreement-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/the-african-union-and-the-council-of-europe-renew-their-agreement-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/the-african-union-and-the-council-of-europe-renew-their-agreement-against-cybercrime
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/assessment-visit-in-lebanon?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/council-of-europe-at-the-3rd-anti-cybercrime-forum?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/council-of-europe-at-the-3rd-anti-cybercrime-forum?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/hemispheric-forum-on-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/ghana-a-judicial-training-hub-on-cybercrime-and-e-evidence-for-the-anglophone-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/ghana-a-judicial-training-hub-on-cybercrime-and-e-evidence-for-the-anglophone-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/ghana-a-judicial-training-hub-on-cybercrime-and-e-evidence-for-the-anglophone-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-3
https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-3
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-assessment-visit-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-towards-a-mainstream-approach-to-training-judges-and-prosecutors-in-cybercrime-and-e-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-towards-a-mainstream-approach-to-training-judges-and-prosecutors-in-cybercrime-and-e-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-towards-a-mainstream-approach-to-training-judges-and-prosecutors-in-cybercrime-and-e-evidence
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GLACY+ 
The annual conference for all District Judges and Magistrates in Sri Lanka, 

Colombo, Sri Lanka, 18-19 December 2017 

iPROCEEDS 
Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Ankara, Turkey, 18-20 December 2017 

iPROCEEDS 

Regional workshop on sharing good practices on reporting mechanisms in South-

eastern Europe and Turkey, Skopje, “the former Yugoslav Republic of 

Macedonia”, 20 December 2017 

iPROCEEDS 
The fourth meeting of the Project Steering Committee (PSC) of iPROCEEDS 

project, Skopje, “the former Yugoslav Republic of Macedonia”, 21 December 2017 

Cybercrime@Octopus 
Participation in the Workshop (WS149) on “Crime and jurisdiction in cyberspace 

– towards solutions” during IGF 2017, Geneva/Switzerland, 20 December 2017 

January 2018  

iPROCEEDS 
Case simulation exercise on cybercrime and financial investigations, Sarajevo, 

Bosnia and Herzegovina, 15 – 18 January 2018 

GLACY+ 
Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence, Kampala, Uganda, 16-18 January 2018 

GLACY+ 
Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence, Port-Louis, Mauritius,  22-24 January 2018 

GLACY+ 

Advisory mission on the streamlining of procedures for mutual legal assistance 

(MLA) related to cybercrime and electronic evidence, Port-Louis, Mauritius,  25-

26 January 2018 

February 2018  

GLACY+ 

First Annual meeting and International Conference of the Ibero-American Cyber 

Network, with participation of Contact Points of the Cybercrime Forum of the 

PALOP countries, Lisbon, Portugal 5-7 February 2018 

Cybercrime@Octopus 
High Level Round Table Discussion on Budapest Convention in Malaysia, Kuala 

Lumpur, Malaysia, 6-7 February 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies and update of the Online Resource, 

Yerevan, Armenia,  6 – 8 February 2018 

iPROCEEDS 
Introductory training module on cybercrime, electronic evidence and online crime 

proceeds to judges and prosecutors, Pristina, Kosovo*, 7-10 February 2018 

Cybercrime@Octopus 
Participation in the Expert Group Meeting (EGM) on Lawful Access to Digital Data 

Across Borders, Vienna, Austria, 12-13 February 2018 

GLACY+ 
Participation in the Public Safety Working Group Inter-sessional Meeting, 

Brussels, Belgium, 12-13 February 2018 

iPROCEEDS 
Meeting on Public-private cooperation for fighting cybercrime and online crime 

proceeds, Podgorica, Montenegro, 13 February 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies and update of the Online Resource, 

Baku, Azerbaijan, 13-15 February 2018 

iPROCEEDS 

Introductory training module on cybercrime, electronic evidence and online crime 

proceeds (1st part), Skopje, “Former Yugoslav Republic of Macedonia”, 15-16 

February 2018 

CyberSouth 
Basic Training on Cybercrime and Electronic Evidence for Magistrates, Beirut, 

Lebanon, 16 February 2018 

GLACY+ 
Advisory mission on the set up of the Cybercrime Division at the CID in Sri Lanka 

Police, Colombo, Sri Lanka, 19-21 February 2018 

Cybercrime@Octopus 

Drug Online Course organized by the Central Directorate for Antidrug Services 

(C.D.A.S) and the Multiagency College of Advanced Studies for Law Enforcement 

Officials, Rome, Italy, 19-22 February 2018 

https://www.coe.int/en/web/cybercrime/-/iproceeds-future-judges-and-prosecutors-trained-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-future-judges-and-prosecutors-trained-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-sharing-good-practices-on-reporting-mechanisms-in-south-eastern-europe-and-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-sharing-good-practices-on-reporting-mechanisms-in-south-eastern-europe-and-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-sharing-good-practices-on-reporting-mechanisms-in-south-eastern-europe-and-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-fourth-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/iproceeds-fourth-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/iproceeds-effective-interagency-cooperation-a-solution-to-fight-cybercrime-and-its-financial-gain
https://www.coe.int/en/web/cybercrime/-/iproceeds-effective-interagency-cooperation-a-solution-to-fight-cybercrime-and-its-financial-gain
https://www.coe.int/en/web/cybercrime/-/glacy-uganda-kick-started-the-process-to-accede-to-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-uganda-kick-started-the-process-to-accede-to-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-meetings-of-the-ibero-american-public-prosecution-services-focused-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-meetings-of-the-ibero-american-public-prosecution-services-focused-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-meetings-of-the-ibero-american-public-prosecution-services-focused-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-introductory-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-2
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-2
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-proceeds
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/basic-judicial-training-course-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/basic-judicial-training-course-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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CyberSouth 
Counter Terrorism Monitoring, Reporting and Support Mechanism (CT Morse) 

meeting, Brussels, Belgium, 20 February 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies and update of the Online Resource, 

Tbilisi, Georgia, 20-22 February 2018 

CyberCrime@EAP 2018 
Workshop on legal and practical aspects of cooperation between law enforcement 

and Internet service providers, Kishinev, Moldova, 26-27 February 2018 

Cybercrime@Octopus 
Participation in the Global Internet and Jurisdiction Conference, Ottawa, Canada, 

26-28 February 2018 

GLACY+ 
Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence in Nepal, Kathmandu, Nepal, 26-28 February 2018 

GLACY+ 
Formation judiciaire de base sur la cybercriminalité et la preuve numérique pour 

la Police Judiciaire, Kenitra, Maroc, 27 Février – 2 Mars 2018 

CyberSouth EuroMed Justice Conference, Brussels, Belgium, 28 February 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies and update of the Online Resource, 

Kishinev, Moldova, 28 February – 2 March 2018 

Cybercrime@Octopus 

Drafting of an Additional Protocol to the Budapest Convention, finalizing and 

presenting the T-CY report on Cyberviolence, February-December 2018 

 

March 2018  

CyberSouth 
Workshop on Responses to the challenge of cybercrime, Amman – Tareq, Jordan, 

05 March 2018 

GLACY+ Data Focus Conference, Jakarta and Surabaya, Indonesia, 5 and 8 March 2018 

iPROCEEDS 

Introductory training module on cybercrime, electronic evidence and online crime 

proceeds (2nd part), Skopje, “Former Yugoslav Republic of Macedonia”, 5-6 

March 2018 

CyberSouth 

CyberCrime@EAP 2018 

GLACY+ 

iPROCEEDS 

International conference on Judicial Cooperation in Cybercrime Matters, The 

Hague, Netherlands, 7-8 March 2018 

GLACY+ 
Technical Review Meeting for the Digital Rights and Freedom Bill, Uyo, Akwa Ibom 

State, Nigeria, 8-10 March 2018 

GLACY+ 
Participation in ICANN 61 Community Forum, San Juan, Puerto Rico, 10-15 March 

2018 

GLACY+ 

Meeting with cybercrime investigations heads of unit from the region to discuss 

operational activities and plan and organize a joint operation, Hong Kong, 12-16 

March 2018 

GLACY+ 

Mission consultative pour l’élaboration de la législation en matière de la 

cybercriminalité et de la preuve  électronique, Ouagadougou, Burkina Faso, 12-

15 mars 2018 

GLACY+ 

Workshop on Cybercrime and Cybersecurity for The Bay of Bengal Initiative for 

Multi-Sectoral Technical and Economic Cooperation (BIMSTEC) Member 

Countries, Bangladesh, 13-15 March 2018 

GLACY+ 
Residential Workshop on Cybercrime and Electronic Evidence for District Judges 

and Magistrates, Colombo, Sri Lanka, 16-18 March 2018 

GLACY+ 
Participation in the ECTEG General Assembly and in the FREETOOL Showcase 

Event, The Hague, The Netherlands, 20-22 March 2018 

GLACY+ 

Introductory Training of Trainers Course on Cybercrime and Electronic Evidence 

for Judges, Magistrates and Prosecutors of the ASEAN Region, Manila, Philippines, 

20-23 March 2018 

CyberSouth Project launching conference, Tunis, Tunisia, 21-23 March 2018 

https://www.coe.int/en/web/cybercrime/-/nepal-starts-the-work-to-harmonize-legislation-on-cybercrime-and-electronic-evidence-with-international-standards
https://www.coe.int/en/web/cybercrime/-/nepal-starts-the-work-to-harmonize-legislation-on-cybercrime-and-electronic-evidence-with-international-standards
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-responses-to-the-challenge-of-cybercrime?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-responses-to-the-challenge-of-cybercrime?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/judicial-cooperation-in-cybercrime-matters-international-joint-conference
https://www.coe.int/en/web/cybercrime/-/judicial-cooperation-in-cybercrime-matters-international-joint-conference
https://www.coe.int/en/web/cybercrime/-/glacy-burkina-faso-prepares-law-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-burkina-faso-prepares-law-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-burkina-faso-prepares-law-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-over-300-sri-lankan-judges-received-basic-training-in-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-over-300-sri-lankan-judges-received-basic-training-in-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-of-trainers-on-cybercrime-for-the-asean-region-takes-place-in-the-philippines
https://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-of-trainers-on-cybercrime-for-the-asean-region-takes-place-in-the-philippines
https://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-of-trainers-on-cybercrime-for-the-asean-region-takes-place-in-the-philippines
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cyber-south-is-getting-started-launching-conference-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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iPROCEEDS 
Workshop online financial fraud and credit card fraud, Sarajevo, Bosnia and 

Herzegovina, 21 – 22 March 2018 

Cybercrime@Octopus Develop a study on legislation for Kuwait, 23 March 2018 

GLACY+ 
Workshop on the streaming of MLA procedures related to cybercrime and 

electronic evidence, Dakar, Senegal,  26-27 March 2018 

CyberCrime@EAP 2018 

GLACY+ 

2nd Regional Cybercrime Cooperation Exercise, Kishinev, Moldova, 27-30 March 

2018 

April 2018  

GLACY+ 

CyberCrime@EAP 2018 

iPROCEEDS 

Cybercrime@Octopus 

CyberSouth 

Meeting of the United Nations Intergovernmental Expert Group on Cybercrime, 

Vienna, Austria, 3-7 April 2018 

CyberSouth 
The 11th Middle East and North Africa Working Group Meeting on Cybercrime for 

Heads of Units, Algiers, Algeria, 4-5 April 2018 

GLACY+ 

Integration of ECTEG training materials into the law enforcement training 

academies and other professional law enforcement training bodies, Colombo, Sri 

Lanka, 4-6 April 2018 

iPROCEEDS 

Meeting of the working group to elaborate/improve guidelines and indicators for 

financial sector entities to prevent money laundering in the online environment, 

Pristina, Kosovo*, 5 April 2018 

iPROCEEDS 

Meeting of the working group to elaborate/improve guidelines and indicators for 

financial sector entities to prevent money laundering in the online environment, 

Skopje, “The former Yugoslav Republic of Macedonia”, 11 April 2018 

GLACY+ 
Cyber Security and Cybercrime Policies for African Diplomats, Addis Ababa, 

Ethiopia, 11-13 April 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies, Cooperation Memorandum and 

Online Resource, Kyiv, Ukraine, 11–13 April 2018 

GLACY+ Initial Assessment Visit to Chile, Santiago, Chile, 16-19 April 2018 

iPROCEEDS 
Case simulation exercise on cybercrime and financial investigations, Tirana, 

Albania, 16-19 April 2018 

GLACY+ 
Integration of ECTEG materials in the training strategy for law enforcement 

officers, Accra, Ghana, 18-20 April 2018 

CyberCrime@EAP 2018 
Meeting of the Cybercrime Working Group at the Pompidou Group, Dublin, 

Ireland, 18-19 April 2018 

iPROCEEDS 

Second national delivery of the introductory training module on cybercrime, 

electronic evidence and online crime proceeds, Podgorica, Montenegro, 19-20 

April, 2018 (1st part) and 17 – 18 May 2018 (2nd part) 

CyberCrime@EAP 2018 
Second Cyber Security Festival organized by Internet Development Initiative and 

University of Georgia, Tbilisi, Georgia, 20 April 2018 

CyberSouth 
Participation at the 1st EuroMed Conference on Digital Evidence, Lisbon, Portugal, 

23-25 April 2018 

GLACY+ Initial Assessment Visit to Nigeria, Abuja, Nigeria, 24-27 April 2018 

CyberCrime@EAP 2018 
Advisory Mission on 24/7 Points of Contact – Functions and Institutional Setup, 

Yerevan, Armenia, 25-26 April 2018 

May 2018  

GLACY+ 
Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence, Banjul, The Gambia, 2–4 May 2018 

https://www.coe.int/en/web/cybercrime/-/iproceeds-workshop-on-online-financial-fraud-and-credit-card-fraud
https://www.coe.int/en/web/cybercrime/-/iproceeds-workshop-on-online-financial-fraud-and-credit-card-fraud
https://www.coe.int/en/web/cybercrime/-/joint-second-regional-cybercrime-cooperation-exercise-currently-in-progress-in-chisinau
https://www.coe.int/en/web/cybercrime/-/joint-second-regional-cybercrime-cooperation-exercise-currently-in-progress-in-chisinau
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-developing-partnerships-in-fighting-against-cybercrime-in-the-mena-region?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-developing-partnerships-in-fighting-against-cybercrime-in-the-mena-region?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-cyber-security-and-cybercrime-policies-for-african-diplomats
https://www.coe.int/en/web/cybercrime/-/glacy-cyber-security-and-cybercrime-policies-for-african-diplomats
https://www.coe.int/en/web/cybercrime/-/glacy-chile-to-join-the-project
https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-4
https://www.coe.int/en/web/cybercrime/-/iproceeds-cybercrime-simulation-exercise-investigating-cybercrime-and-its-financial-ga-4
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/cybercrime-eap-2018-participation-at-the-annual-meeting-of-the-cybercrime-working-group-at-the-pompidou-group-of-the-council-of-europe?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/cybercrime-eap-2018-participation-at-the-annual-meeting-of-the-cybercrime-working-group-at-the-pompidou-group-of-the-council-of-europe?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/cybercrime-eap-2018-project-contributes-to-international-festival-of-cyber-security-in-tbilisi?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/cybercrime-eap-2018-project-contributes-to-international-festival-of-cyber-security-in-tbilisi?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-participation-at-the-1st-euromed-conference-on-digital-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-participation-at-the-1st-euromed-conference-on-digital-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-initial-assessment-of-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-gambia-starts-work-on-its-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/glacy-gambia-starts-work-on-its-cybercrime-legislation


25 
 

iPROCEEDS 

CyberCrime@EAP 2018 

Regional meeting on international cooperation on cybercrime and electronic 

evidence, Kyiv, Ukraine, 3–4 May 2018 

GLACY+ 

Formation régionale des formateurs  sur la cybercriminalité et la preuve 

électronique pour les premiers intervenants des forces d’ordre, Dakar, Sénégal, 

7–11 mai 2018 

Cybercrime@Octopus 

Drug Online Course organized by the Central Directorate for Antidrug Services 

(C.D.A.S.) and the Multiagency College of Advanced Studies for Law Enforcement 

Officials, Rome, Italy, 7-11 May 2018 

CyberSouth 
Study visit of specialized units on cybercrime in Lebanon, Beirut, Lebanon, 7-10 

May 2018 

CyberSouth 
Joint Advisory Mission to analyze ISF capabilities, Beirut, Lebanon, 08-11 May 

2018 

GLACY+ 
Residential Introductory Training on Cybercrime and Electronic Evidence for 

Prosecutors and Judges, Cebu, Philippines, 8-10 May 

GLACY+ 

Meeting with cybercrime investigations heads of unit from the region to discuss 

operational activities and plan and organize a joint operation, Tehran, Iran, 8-10 

May 2018 

iPROCEEDS 

Support in participation at the MSc in Forensic Computing and Cybercrime 

Investigation University College Dublin - 3rd Semester Examination Session, 

Dublin, Ireland, 8-12 May 2018 

CyberSouth CyFy 2018 Africa Conference, Tangier, Morocco, 10-12 May 2018 

GLACY+ 
Lecture on the Budapest Convention, Cyber Security Master Program LUISS 

University, Rome, Italy, 11 May 2018 

GLACY+ GLACY+ Steering Committee, Vienna, Austria, 14 May 2018 

CyberSouth 
Basic judicial training course on cybercrime and electronic evidence, Rabat, 

Morocco, 14-17 May 2018 

GLACY+ 

CyberCrime@EAP 2018 

iPROCEEDS 

Cybercrime@Octopus 

CyberSouth 

Participation in the 27th session of the UN Commission for Crime Prevention and 

Criminal Justice "Criminal justice responses to prevent and counter cybercrime in 

all its forms, including through the strengthening of cooperation at the national 

and international levels", Vienna, Austria, 14-18 May 2018 

iPROCEEDS 
Regional workshop on criminal justice statistics on cybercrime and electronic 

evidence, Bucharest, Romania, 14-15 May 2018 

iPROCEEDS 
Case simulation exercise on cybercrime and financial investigations, Ankara, 

Turkey, 21 – 24 May 2018 

GLACY+ Initial assessment visit to Costa Rica, San-José, Costa Rica, 21-24 May 2018 

CyberCrime@EAP 2018 
Workshop on Cybercrime Threats, Strategies and Online Resource, Minsk, 

Belarus, 22–24 May 2018 

iPROCEEDS 

Second National Delivery of the Introductory Judicial Training Module on 

Cybercrime, Electronic Evidence and Online Crime Proceeds, Tirana, Albania, 30-

31 May 2018 (1st part) 

GLACY+ 
DESK STUDY Analysis of the project of Cybercrime bill in Brazil, May – June 2018 

 

June 2018  

CyberCrime@EAP 2018 
Steering Committee and participation at EuroDIG 2018, Tbilisi, Georgia, 4-6 June 

2018 

CyberSouth Assessment visit in Jordan, Amman, Jordan, 4-6 June 2018 

GLACY+ Initial assessment visit to Cape Verde, Praia, Cape Verde, 4-7 June 2018 

GLACY+ Cybercrime Training organized by the Italian Police, Naples, Italy, 4-15 June 2018 

https://www.coe.int/en/web/cybercrime/-/cybercrime-eap-2018-and-iproceeds-regional-meeting-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/cybercrime-eap-2018-and-iproceeds-regional-meeting-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/regional-training-on-cybercrime-for-african-gendarmerie-officers
https://www.coe.int/en/web/cybercrime/-/regional-training-on-cybercrime-for-african-gendarmerie-officers
https://www.coe.int/en/web/cybercrime/-/regional-training-on-cybercrime-for-african-gendarmerie-officers
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-to-conduct-a-study-visit-of-specialized-units-on-cybercrime-in-lebanon?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-to-conduct-a-study-visit-of-specialized-units-on-cybercrime-in-lebanon?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cyfy-2018-africa-conference?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-basic-judicial-training-course-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-basic-judicial-training-course-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-criminal-justice-statistics-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-workshop-on-criminal-justice-statistics-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-investigating-cybercrime-and-its-financial-gain-under-the-last-cybercrime-simulation-exercise
https://www.coe.int/en/web/cybercrime/-/iproceeds-investigating-cybercrime-and-its-financial-gain-under-the-last-cybercrime-simulation-exercise
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-joins-the-project
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/steering-committee-of-the-cybercrime-eap-2018-project-held-on-the-sidelines-of-eurodig-2018?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/pgg-2018-cybercrime-eap-activities/-/asset_publisher/1mDtS4cMmbEv/content/steering-committee-of-the-cybercrime-eap-2018-project-held-on-the-sidelines-of-eurodig-2018?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fpgg-2018-cybercrime-eap-activities%3Fp_p_id%3D101_INSTANCE_1mDtS4cMmbEv%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-assessment-visit-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-cape-verde-joins-the-project-to-build-up-national-capacities-on-cybercrime
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iPROCEEDS 

CyberCrime@EAP 2018 

European Dialogue on Internet Governance (EuroDIG) 2018, Tbilisi, Georgia, 5-

6 June 2018 

iPROCEEDS 

Participation in the 3rd International Conference “Cyber Crime  Trends and 

Threats: Europe and International Dimensions”, Nicosia, Cyprus, 11-12 June 

2018 

GLACY+ 

ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers (Live Data Forensics), Santo Domingo, Dominican Republic,  

11-15 June 2018 

CyberCrime@EAP 2018 
Contribution to the Armenia Action Plan Steering Committee meeting, Yerevan, 

Armenia, 12 June 2018 

GLACY+ 

Support regional meetings amongst relevant countries and international/regional 

organization -  Second Annual PILON Cybercrime Workshop: Combatting Online 

Child Abuse in the Pacific, Nuku’Alofa, Tonga, 12 – 15 June 2018 

iPROCEEDS 

Second National Delivery of the Introductory Judicial Training Module on 

Cybercrime, Electronic Evidence and Online Crime Proceeds, Belgrade, Serbia, 

12-15 June 2018 

GLACY+ INTERPOL Instructor Development Course, Singapore, 18-22 June 2018 

Cybercrime@Octopus Cybercriminalite et Preuve Numerique, Paris, 18-22 juin 2018 

iPROCEEDS 

 Second National Delivery of the Introductory Judicial Training Module on 

Cybercrime, Electronic Evidence and Online Crime Proceeds, Tirana, Albania, 18-

19 June 2018 (2nd part) 

GLACY+ 
Cabo Verde joins the Budapest Convention on Cybercrime and the Data Protection 

Convention 108, Strasbourg, France, 19 June 2018 

GLACY+ 

Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Magistrates and Prosecutors of the ASEAN Region, Cebu, Philippines, 19-

22 June 2018 

CyberCrime@EAP 2018 
Advisory Mission on international cooperation through 24/7 points of contact and 

mutual legal assistance, Baku, Azerbaijan, 19-21 June 2018 

CyberSouth CEPOL Coordination meeting, Budapest, Hungary, 26 June 2018 

GLACY+ 
In-country workshop on Data Protection and INTERPOL tools and services, Santo 

Domingo, Dominican Republic, 26-28 June 2018 

GLACY+ 
3rd INTERPOL Digital Forensics Expert Group Meeting, Heathrow, United 

Kingdom, 27-29 June 2018 

GLACY+ 
Participation in GFCE Working Group A Meeting - Cyber Security Policy & 

Strategy, The Hague, Netherlands, 28 June 2018 

Cybercrime@Octopus 
Colloque a la Cour de Cassation, Le droit pénal international 

face à la cyber criminalité, Paris, 28 juin 2018 

GLACY+ 

CyberSouth 

 

Morocco joins the Budapest Convention on Cybercrime and its Protocol on 

Xenophobia and Racism, Strasbourg, France, 29 June 2018 

 

July 2018  

Cybercrime@Octopus 

GLACY+ 

Advisory mission on cybercrime legislation in Samoa and Phase 1 – Stakeholders 

Training, Apia, Samoa, 2-3 July 2018 

GLACY+ 
Workshop for  Judges and Magistrates on cybercrime and electronic evidence, 

Apia, Samoa, 4-6 July 2018 

CyberCrime@EAP 2018 

CyberSouth 

GLACY+ 

19th Plenary Meeting of the Cybercrime Convention Committee and 2nd Protocol 

Drafting Plenary, Strasbourg, France, 9-11 July 2018 

iPROCEEDS ECTEG Live Data Forensics Training, Pristina, Kosovo* , 9 – 13 July 2018 

https://www.coe.int/en/web/cybercrime/-/challenges-of-cybercrime-and-transborder-investigations-discussed-at-eurodig-2018
https://www.coe.int/en/web/cybercrime/-/challenges-of-cybercrime-and-transborder-investigations-discussed-at-eurodig-2018
https://www.coe.int/en/web/cybercrime/-/combatting-online-child-abuse-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/combatting-online-child-abuse-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/combatting-online-child-abuse-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-instructor-development-course
https://www.coe.int/en/web/cybercrime/-/iproceeds-supports-the-second-national-delivery-of-the-introductory-training-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-supports-the-second-national-delivery-of-the-introductory-training-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-supports-the-second-national-delivery-of-the-introductory-training-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/cabo-verde-joins-the-budapest-convention-on-cybercrime-and-the-data-protection-convention-108
https://www.coe.int/en/web/cybercrime/-/cabo-verde-joins-the-budapest-convention-on-cybercrime-and-the-data-protection-convention-108
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-the-asean-region
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-the-asean-region
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-the-asean-region
https://www.coe.int/en/web/cybercrime/-/morocco-joins-the-budapest-convention-on-cybercrime-an-becomes-it-s-60th-member-
https://www.coe.int/en/web/cybercrime/-/morocco-joins-the-budapest-convention-on-cybercrime-an-becomes-it-s-60th-member-
https://www.coe.int/en/web/cybercrime/-/glacy-samoa-takes-first-steps-towards-the-budapest-conventi-1
https://www.coe.int/en/web/cybercrime/-/glacy-samoa-takes-first-steps-towards-the-budapest-conventi-1
https://www.coe.int/en/web/cybercrime/-/glacy-samoa-takes-first-steps-towards-the-budapest-conventi-1
https://www.coe.int/en/web/cybercrime/-/glacy-samoa-takes-first-steps-towards-the-budapest-conventi-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-ecteg-live-data-forensics-training
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Cybercrime@Octopus 

iPROCEEDS 

Meeting of the 24/7 Network of Contact Points of the Budapest Convention on 

Cybercrime, Strasbourg, France, 11 July 2018 

Cybercrime@Octopus 

iPROCEEDS 

CyberSouth 

Octopus Conference 2018 – Cooperation against  Cybercrime, Strasbourg, 

France, 11-13 July 2018 

 

GLACY+ 
Visit of the AG of Nepal to Eurojust and Belgium, The Hague (The Netherlands), 

Brussels and Mechelen (Belgium), 16-20 July 2018 

GLACY+ 

Advanced Judicial Training on cybercrime and electronic evidence for Judges, 

Prosecutors and Lawyers with participation of Anglophone countries from the 

ECOWAS Region, Ghana, 17-20 July 2018 

GLACY+ 
Annual CyberSecurity Bootcamp organized by OAS and INCIBE, in collaboration 

with Interpol, Europol and FIRST, Leon, Spain, 17-28 July 2018 

iPROCEEDS 
First preparatory meeting to develop a Cybercrime Exercise Scenario (C-PROC 

and Consultants), Bucharest, Romania, 23-25 July 2018 

GLACY+ 

Integration of ECTEG training materials into the law enforcement training 

academies and other professional law enforcement training bodies, Port Louis, 

Mauritius, 30 July - 1 August 2018 

CyberSouth 

Adaptation of the judicial training course, Strasbourg, France, 30 July – 3 August 

2018 

 

August 2018  

GLACY+ 
Special Programme on Cybercrime and Electronic Evidence for Supreme Court 

Justices, Port Louis, Mauritius, 1-3 August 2018  

Cybercrime@Octopus Comparative analysis of legal framework Qatar, 6 August 2018 

GLACY+ 
ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers, Manila, Philippines, 13-18 August 2018 

GLACY+ 
ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers, Nuku’alofa, TONGA, 20 - 24 August 2018 

GLACY+ 

Cybercrime@Octopus 

Advisory mission on cybercrime legislation in Vanuatu. Elaboration/revision of the 

legislative framework on Cybercrime and electronic evidence and Awareness 

workshop on the Budapest Convention, Vanuatu, 20-24 August 2018 

CyberSouth Advisory mission on 24/7 contact point, Tunis, Tunisia, 27 August 2018 

GLACY+ 

Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and other Judicial Officers of the Pacific Region, Nuku’alofa, 

Kingdom of Tonga, 27-30 August 2018 

GLACY+ 
Joint International Workshop for Cybercrime Investigation Units and MLA Central 

Authorities, Singapore, 27 – 31 August 2018 

Cybercrime@Octopus 
International Symposium on Cybercrime Response, Seoul, Republic of Korea, 29-

31 August 2018 

CyberSouth 
Advisory mission for an expert’s workshop to discuss the opportunities on 

adopting a cybersecurity strategy, Aramoun, Lebanon, 29-30 August 2018 

GLACY+ 

Integration/mainstreaming of training modules on Cybercrime and Electronic 

Evidence into Judicial Training Curricula of training institutions, Nuku’alofa, 

Tonga, 30 August 2018 

Cybercrime@Octopus 

GLACY+ 

Support to the 11th India Security Summit, New Delhi, 31 August 2018 

 

September 2018  

CyberSouth 
Awareness raising meeting on the Budapest Convention and its instruments, 

Alger, Algeria, 2 September 2018 

https://www.coe.int/en/web/cybercrime/-/octopus-conference-2018-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/octopus-conference-2018-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-course-for-english-speaking-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-course-for-english-speaking-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-course-for-english-speaking-countries-of-the-ecowas-region
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-adaptation-of-the-judicial-training-for-cybersouth-priority-countries?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-adaptation-of-the-judicial-training-for-cybersouth-priority-countries?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-special-programme-on-cybercrime-for-the-supreme-court-justices-of-mauritius
https://www.coe.int/en/web/cybercrime/-/glacy-special-programme-on-cybercrime-for-the-supreme-court-justices-of-mauritius
https://www.coe.int/en/web/cybercrime/-/glacy-ecteg-course-on-live-data-forensics-delivered-by-interpol-in-the-philippines
https://www.coe.int/en/web/cybercrime/-/glacy-ecteg-course-on-live-data-forensics-delivered-by-interpol-in-the-philippines
https://www.coe.int/en/web/cybercrime/-/glacy-internet-investigation-and-mobile-forensic-course-in-tonga
https://www.coe.int/en/web/cybercrime/-/glacy-internet-investigation-and-mobile-forensic-course-in-tonga
https://www.coe.int/en/web/cybercrime/-/vanuatu-on-the-way-to-develop-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/vanuatu-on-the-way-to-develop-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/vanuatu-on-the-way-to-develop-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advisory-mission-on-the-establishment-of-the-24-7-contact-point-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-joint-international-workshop-for-cybercrime-investigation-units-and-mla-central-authorities
https://www.coe.int/en/web/cybercrime/-/glacy-joint-international-workshop-for-cybercrime-investigation-units-and-mla-central-authorities
https://www.coe.int/en/web/cybercrime/-/the-budapest-convention-at-iscr-2018
https://www.coe.int/en/web/cybercrime/-/the-budapest-convention-at-iscr-2018
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advisory-mission-on-the-creation-and-organisation-of-csirt?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advisory-mission-on-the-creation-and-organisation-of-csirt?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/11th-india-cyber-security-summit
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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CyberCrime@EAP 2018 

GLACY+ 

iPROCEEDS 

CyberSouth 

Underground Economy Conference 2018, Strasbourg, France, 4-7 September 

2018 

GLACY+ 
Participation in the 4th Americas Working Group Meeting on Cybercrime for Heads 

of Units, Rio de Janeiro, Brazil, 4-6 September 2018 

CyberSouth 
Awareness raising meeting on the Budapest Convention and its instruments, 

Tunis, Tunisia, 6-7 September 2018 

GLACY+ 
Data Protection Legislation Drafting Residential Workshop, Calabar, Nigeria 10-

14 September 2018 

CyberCrime@EAP 2018 
Table-top exercise on international cooperation on cybercrime, Yerevan, 

Armenia, 10-11 September 2018 

iPROCEEDS 

 

Meeting on public-private cooperation for fighting cybercrime and online crime 

proceeds, Brcko District, Bosnia and Herzegovina, 11 September 2018 

CyberSouth Basic Judicial Training, Beirut, Lebanon, 11-15 September 2018 

Cybercrime@Octopus 

Informal meeting on cybercrime of the G77 Group of States to which your country 

has been invited by the United Nations Office on Drugs and Crime (UNODC), 

Vienna, Austria, 11-12 September 2018 

iPROCEEDS 

 

Meeting on public-private cooperation for fighting cybercrime and online crime 

proceeds, Banja Luka, Republika Srpska, Bosnia and Herzegovina, 12 September 

2018 

CyberSouth ECTEG meeting on first responder, Brussels, Belgium, 13 September 2018 

CyberCrime@EAP 2018 
Table-top exercise on international cooperation on cybercrime, Baku, Azerbaijan, 

13-14 September 2018 

Cybercrime@Octopus T-CY Protocol Drafting Group, Strasbourg, France, 17-19 September 2018  

CyberSouth 
Study visit cybercrime unit, forensic unit  and CERT, Bucharest, Romania, 17-18 

September 2018 

GLACY+ 

iPROCEEDS 

CyberSouth 

CyberCrime@EAP 2018 

Meetings of heads of cybercrime units and/or criminal investigation departments 

(CID) to share experience under the project with other countries. Participation in 

6th INTERPOL – Europol Cybercrime Conference, Singapore, 18-20 September 

2018 

iPROCEEDS 

 

Participation in the Regional Ministerial Conference on High-Tech Crime and 

Information Security "Connect securely!”, Belgrade, Serbia, 20-21 September 

2018 

CyberSouth Basic Judicial Training, Alger, Algeria 23-27 September 2018 

GLACY+ Participation in the Pacific Judicial Conference, Apia, Samoa, 24 September 2018 

CyberCrime@EAP 2018 
Workshop on Law Enforcement and CSIRT/CERT Cooperation on Cybercrime, 

Kyiv, Ukraine, 24-26 September 2018 

iPROCEEDS 

 

Second preparatory meeting to finalise the Cybercrime Exercise Scenario (C-

PROC, consultants), Bucharest, Romania, 24-26 September 2018 

GLACY+ 
Advisory mission on cybercrime legislation for Chile, in collaboration with the 

OAS, Washington DC, USA, 24-26 September 2018 

GLACY+ 
Nigeria Conference on Cybercrime and Electronic Evidence  

(NaCCEE 2018), Abuja, Nigeria, 26-28 September 2018 

GLACY+ 
Participation in the bi-annual Policy Network Meeting in the Pacific, organized by 

the Australian Federal Police, Fiji, 26-28 September 2018 

GLACY+ 
Forum on Internet Freedom in Africa (FIFAfrica), Accra, Ghana, 26-28 September 

2018 

CyberCrime@EAP 2018 
Support to Internet Governance Forum and Youth IGF 2018 of Ukraine, Kyiv, 

Ukraine, 27-28 September 2018 

CyberSouth OSCE meeting, Rome, Italy, 27-28 September 2018 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-data-protection-legislation
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-data-protection-legislation
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-3
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-3
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-3
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-3
https://www.coe.int/en/web/cybercrime/-/iproceeds-meeting-on-public-private-cooperation-for-fighting-cybercrime-and-online-crime-procee-3
https://www.coe.int/en/web/cybercrime/-/the-council-of-europe-hosts-session-on-cybercrime-legislation-in-africa-at-the-forum-on-internet-freedom-in-africa-2018-fifafrica18-
https://www.coe.int/en/web/cybercrime/-/the-council-of-europe-hosts-session-on-cybercrime-legislation-in-africa-at-the-forum-on-internet-freedom-in-africa-2018-fifafrica18-
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October 2018  

iPROCEEDS 

Second National Delivery of the Introductory Training Module on Cybercrime, 

Electronic Evidence and Online Crime Proceeds, Bihać, Bosnia and Herzegovina, 

1-4 October 2018 

CyberCrime@EAP 2018 ECTEG Course on Network Investigations, Yerevan, Armenia, 1-5 October 2018 

CyberSouth Formation des magistrats sur la cybercriminalité et la preuve électronique niveau 

Avancé, Rabat, Maroc, 2-5 octobre 2018 

GLACY+ 

Cybercrime@Octopus 

Data Protection Legislation Workshop, Nairobi, Kenya, 2-5 October 2018 

iPROCEEDS 

Cybercrime@Octopus 

Regional Forum on Online Fraud, Zagreb, Croatia, 4-5 October 2018 

GLACY+ 
Advisory mission on cybercrime legislation & Advisory mission on national policies 

and strategies on Cybercrime, San Jose, Costa Rica, 8-11 October 2018 

CyberSouth 
Workshop on the Budapest Convention in Jordan, Amman, Jordan, 8-9 October 

2018 

CyberCrime@EAP 2018 
OSCE Conference on Preventing and Countering Terrorism in the Digital Age, 

Minsk, Belarus, 9-10 October 2018 

CyberCrime@EAP 2018 
Table-top exercise on international cooperation on cybercrime, Minsk, Belarus, 

11-12 October 2018 

CyberCrime@EAP 2018 
Meeting on further capacity building on cybercrime in the Eastern Partnership 

region, Bucharest, Romania, 12 October 2018 

CyberCrime@EAP 2018 
Table-top exercise on international cooperation on cybercrime, Tbilisi, Georgia, 

15–16 October 2018 

GLACY+ 
INTERPOL Cybercrime Investigation Training for African Region, Nairobi, Kenya, 

15-19 October 2018 

iPROCEEDS 

ECTEG regional training on Malware Investigations in cooperation with the 

Department of Cybercrime, Turkish National Police, Ankara, Turkey, 15-19 

October 2018 

GLACY+ 

CyberSouth 

Cybercrime@Octopus 

African Forum on Cybercrime: Policies and Legislation, International Cooperation 

and Capacity Building, Addis Ababa, Ethiopia, 16-18 October 2018 

iPROCEEDS 

Meeting of the working group to elaborate/improve guidelines and indicators for 

financial sector entities to prevent money laundering in the online environment., 

Sarajevo, Bosnia and Herzegovina 18 October 2018 

CyberCrime@EAP 2018 
Table-top exercise on international cooperation on cybercrime, Kyiv, Ukraine, 18-

19 October 2018 

CyberCrime@EAP 2018 ECTEG Course on Live Data Forensics, Baku, Azerbaijan, 22-26 October 2018 

CyberSouth 
Advisory mission on cybersecurity and cybercrime strategies, Algiers, Algeria, 22-

23 October 2018 

GLACY+ 

Cybercrime@Octopus 

Workshop on Cybercrime and Electronic Evidence for Supreme Court Judges, 

Accra, Ghana, 23 October 2018 

GLACY+ 
Workshop on Cybercrime and Electronic Evidence for Judges of the Court of 

Appeal, Accra, Ghana, 24 October 2018 

GLACY+ 
Workshop on Cybercrime & Cybersecurity for Selected Members of Parliament, 

Accra, Ghana, 25 October 2018 

GLACY+ 
International conference on Cybercrime organized by the Judicial School of the 

Dominican Republic, Santo Domingo, Dominican Republic, 25-26 October 2018 

https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-judicial-training-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-judicial-training-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-iproceeds-regional-forum-on-online-fraud
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-and-policies-in-costa-rica
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-and-policies-in-costa-rica
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-e-c-t-e-g-malware-investigation-training-course
https://www.coe.int/en/web/cybercrime/-/first-african-forum-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/first-african-forum-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/president-akufo-addo-ghana-to-accede-to-the-budapest-convention
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CyberSouth Live Data Forensics Training, Budapest, Hungary, 22-26 October 2018 

Cybercrime@Octopus 
Workshop on Cybercrime & Cybersecurity for Selected Members of Parliament, 

Accra, Ghana, 25 October 2018 

CyberCrime@EAP 2018 
Support to Regional  Cyber Week & Expo 2018 in Moldova, Kishinev, Moldova, 29 

October – 2 November 2018 

GLACY+ 
ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers, Colombo, Sri Lanka, 29 October – 2 November 2018 

November 2018  

CyberCrime@EAP 2018 
Advisory Mission on international cooperation through 24/7 points of contact and 

mutual legal assistance, Kyiv, Ukraine, 1-2 November 2018 

iPROCEEDS Training Course on Cryptocurrencies, Budapest, Hungary, 5-7 November 2018 

GLACY+ 

Cybercrime@Octopus 

Basic Judicial training on cybercrime for trainers, Santiago Chile, Chile, 5-9 

November 2018 

CyberCrime@EAP 2018 
Advisory Mission on international cooperation through 24/7 points of contact and 

mutual legal assistance, Kyiv, Ukraine, 6-8 November 2018 

CyberSouth 

Visite d’étude de la Gendarmerie - Centre de prévention et de lutte contre la 

criminalité informatique et la cybercriminalité (CPLCIC), Algiers, Algeria, 8 

novembre 2018 

CyberCrime@EAP 2018 
Support to Georgian Cyber Security Forum 2018, Kvareli, Georgia, 9 November 

2018 

CyberSouth 
Workshop on online fraud and electronic payment frauds, Bucharest, Romania, 

12-14 November 2018 

CyberSouth 
Formation initiale des magistrats en matière de cybercriminalité et preuve 

numérique, Tunis, Tunisie, 12-14 novembre 2018 

iPROCEEDS 
Regional case simulation exercise on cybercrime and financial investigations, 

Bucharest, Romania, 12 – 15 November 2018 

GLACY+ 

Formation judiciaire avancée sur la cybercriminalité et les preuves électroniques 

à l'intention des juges, procureurs et autres membres du personnel judiciaire des 

pays francophones et lusophones de la CEDEAO + la Mauritanie, Dakar, Senegal 

12-15 November 2018 

GLACY+ 
Conference on Cybercrime organized by FIIAP, P, management of the joint EU-

FIIAPP project El PaCcto, San Salvador, El Salvador, 13-14 November 2018 

GLACY+ 

Presentation on Budapest Convention and Additional Protocols at the ENISA-EC3 

Workshop on CSIRT and international law enforcement cooperation, Netherlands, 

13 November 2018 

GLACY+ 

Participation in the seminar "Investigating Web 2.0 - The Collection of Evidence 

Located Abroad and the Challenges of Transborder Access to Data", organized by 

ERA and NIM (National Institute for Magistracy), Bucharest, Romania, 13-14 

November 2018 

GLACY+ 

In Country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and on how to strength the 24/7 points 

of contact for cybercrime and electronic evidence, Sri Lanka 14-16 November 

2018 

CyberSouth Table ronde sur la Cybersécurité, Beyrouth, Liban, 15 novembre 2018 

GLACY+ 
Cybercrime and Fundamental Rights – Expert meeting, Bucharest, Romania, 15-

16 November 2018 

CyberSouth Workshop on the Budapest Convention, Beirut, Lebanon, 16 November 2018 

CyberSouth 
Awareness raising and GAP analysis on the Budapest Convention, Amman, 

Jordan, 18 November 2018 

https://www.coe.int/en/web/cybercrime/-/vc
https://www.coe.int/en/web/cybercrime/-/glacy-first-judicial-training-in-chile
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-study-visit-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-study-visit-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-online-fraud-and-electronic-payment-frauds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-introductory-judicial-course-on-cybercrime-and-electronic-evidence-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-introductory-judicial-course-on-cybercrime-and-electronic-evidence-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-regional-cybercrime-simulation-exercise-investigating-cybercrime-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/ecowas
https://www.coe.int/en/web/cybercrime/-/ecowas
https://www.coe.int/en/web/cybercrime/-/ecowas
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-round-table-on-cybersecurity-strategy?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/handbook-on-cybercrime-and-fundamental-rights
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-the-budapest-convention-on-cybercrime?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-workshop-on-cybercrime-legislation-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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CyberSouth 
Initial training on cybercrime and electronic evidence for magistrates, Amman, 

Jordan, 19- 22 November 2018 

GLACY+ 
In-country workshop on Data Protection and INTERPOL tools and services, Port 

Louis, Mauritius, 19-21 November 2018 

Cybercrime@Octopus 

Introductory Training of Trainers Course on Cybercrime and Electronic Evidence 

for Judges, Prosecutors and State Attorneys, San Jose, Costa Rica, 19-23 

November 2018 

GLACY+ 

Introductory Training of Trainers Course on Cybercrime and Electronic Evidence 

for Prosecutors and State Attorneys of the ASEAN Region, Manila, Philippines, 20-

23 November 2018 

CyberSouth Visite d’étude de la Garde Nationale, Tunis, Tunisie, 21 novembre 2018 

iPROCEEDS 

Second National Delivery of the Introductory Training Module on Cybercrime, 

Electronic Evidence and Online Crime Proceeds, Ankara, Turkey 21-24 November 

2018 

CyberCrime@EAP 2018 
Meeting on Cybersecurity Capacity Maturity Model for Nations (CMM), Tbilisi, 

Georgia, 22 November 2018 

CyberSouth 2nd Steering Committee, Strasbourg, France, 26 November 2018 

CyberCrime@EAP 2018 

GLACY+ 

iPROCEEDS 

CyberSouth 

20th Plenary Meeting of the Cybercrime Convention Committee 

And 3rd Protocol Drafting Plenary, Strasbourg, France, 27-29 November 2018 

CyberSouth 
The 4th Anti-Cybercrime Forum on Cybercrime and Cyber Security Regime - Risks 

and Opportunities, Beirut, Lebanon, 29 November 2018 

December 2018  

iPROCEEDS Workshop online financial fraud and credit card fraud, Skopje, 3 December 2018 

CyberSouth 
Journée d’étude sur la coopération internationale en matière de la lutte contre la 

cybercriminalité, Marrakech, Maroc, 3 december 2018 

CyberSouth Advanced Judicial Training, Alger, Algeria, 3-6 December 2018 

GLACY+ 
5th African Working Group Meeting on Cybercrime for Heads of Cybercrime Units, 

Accra, GHANA, 4-6 December 2018 

GLACY+ 
Reunión de la Comisión Interparlamentaria de Seguridad Ciudadana y 

Administración de Justicia (CISCAJ), Guatemala, 6 December 2018 

iPROCEEDS 
MSc in Forensic Computing and Cybercrime Investigation University College 

Dublin - 4th Semester, Dublin, Ireland, 8–12 December 2018 

CyberSouth 
Study visit of General Directorate of National Security (DGSN), Rabat, Morocco, 

10-11 December 2018 

iPROCEEDS International Workshop on Cybercrime, Ankara, Turkey, 10 December 2018 

GLACY+ 

Cybercrime@Octopus 

First responders training of trainers for Law Enforcement Officials, Abuja, Nigeria, 

10–13 December 2018 

Cybercrime@Octopus 
Mission consultative pour l’élaboration de la législation en matière de la 

cybercriminalité et de preuve électronique, Niamey, Niger, 10-13 décembre 2018 

GLACY+ 
Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence, Freetown, Sierra Leone, 11–14 December 2018 

CyberCrime@EAP 2018 
Regional Meeting: Conference on Cybercrime Strategies and Closing Event for 

Cybercrime@EaP projects (2015-2018), Tbilisi, Georgia, 11– 13 December 2018 

CyberSouth 
Training on electronic evidence for Lebanese magistrates, Beirut, Lebanon, 14 

December 2018 

GLACY+ 
ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers, Dakar, Senegal, 17-21 December 2018 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-basic-judicial-training-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-training-of-trainers-on-cybercrime-and-e-evidence-for-prosecutors-and-state-attorneys-of-the-asean-region
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-training-of-trainers-on-cybercrime-and-e-evidence-for-prosecutors-and-state-attorneys-of-the-asean-region
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-study-visit-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee-2
https://www.coe.int/en/web/cybercrime/-/iproceeds-second-national-delivery-of-the-introductory-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee-2
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-second-steering-committee-meeting?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/workshop-on-online-financial-fraud-and-credit-card-fraud
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-ucd-graduate-testimony-little-did-i-know-that-ucd-could-have-such-a-profound-impact-on-me
https://www.coe.int/en/web/cybercrime/-/iproceeds-ucd-graduate-testimony-little-did-i-know-that-ucd-could-have-such-a-profound-impact-on-me
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-study-visit-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/turkey-international-workshop-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-review-of-cybercrime-legislation-in-niger
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-review-of-cybercrime-legislation-in-niger
https://www.coe.int/en/web/cybercrime/-/glacy-sierra-leone-works-on-the-first-national-legislation-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-sierra-leone-works-on-the-first-national-legislation-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-internal-security-forces-in-lebanon-trained-magistrates-on-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-ecteg-course-on-internet-and-darkweb-investigation
https://www.coe.int/en/web/cybercrime/-/glacy-ecteg-course-on-internet-and-darkweb-investigation
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Cybercrime@Octopus 

Mission consultative sur le cadre législatif relatif à la cybercriminalité et aux 

preuves électroniques et sur l'évaluation des besoins en matière de renforcement 

des capacités, Nouakchott, Mauritanie, 17-19 décembre 2018 

Cybercrime@Octopus 
Workshop on legislation related to cybercrime and electronic evidence, Astana, 

Kazakhstan, 20-21 December 2018 

January 2019  

CyberSouth 
E- FIRST COURSE, European Cybercrime Training Education Group (ECTEG), 

Bucharest, Romania, 14-18 January 2019 

GLACY+ 
Coordination meeting with other EU funded projects with components on cyber, 

Brussels, Belgium, 16 January 2019 

CyberSouth 
Advanced Judicial Training on cybercrime and electronic evidence, Beirut, 

Lebanon, 16-19 January 2019 

Cybercrime@Octopus 
First working meeting on National Strategy of Cyber Security 2019-2020 and its 

Action Plan, Tbilisi, Georgia, 17 January 2019 

GLACY+ 

Cybercrime@Octopus 

Advisory mission on legislation on Cybercrime and Electronic Evidence, 

Guatemala City, Guatemala, 21-24 January 2019 

GLACY+ 
Workshop on Cybercrime and Electronic evidence for Judges, Magistrates and 

Prosecutors of Indonesia, Jakarta, Indonesia, 21-25 January 2019 

CyberSouth 
Le Forum International de la Cybersécurité et Les Réunions 

intergouvernementales en cybersécurité, Paris- Lille, France, 22-25 Janvier 2019 

CyberSouth 
Regional Workshop on Judicial Training Strategy, Beirut, Lebanon, 23-25 January 

2019 

GLACY+ 

Cybercrime@Octopus 

Introductory Judicial Training of Trainers on Cybercrime and Electronic Evidence 

for Judges, Prosecutors and Lawyers and adaptation of materials to the local 

context, Abuja, NIGERIA, 28 January – 01 February 2019 

iPROCEEDS 
Meeting on Public-private cooperation for fighting cybercrime and online crime 

proceeds, Tirana, Albania, 29 January 2019 

February 2019  

GLACY+ 

Mission consultative et atelier sur la collecte et la surveillance des statistiques de 

la justice pénale sur la cybercriminalité et la preuve électronique, Rabat, Maroc, 

04–06 février 2019 

GLACY+ 

Participation in the advisory mission on cybercrime legislation in the framework 

of the Cyber Resilience Program of the Commonwealth Secretariat, Nairobi, 

Kenya, 04-08 February 2019 

CyberSouth 
Advanced Judicial Training on cybercrime and electronic evidence, Tunis, Tunisia, 

05-08 February 2019 

Cybercrime@Octopus 

Contribute to the 2nd meeting related to drafting of the new integrated 

(cybercrime and cybersecurity) Strategy for Georgia 2019-2020, Tbilisi, Georgia, 

5-7 February 2019 

iPROCEEDS 
ECTEG Training Course on Network Investigations, Bucharest, Romania, 11–15 

February 2019 

Cybercrime@Octopus T-CY Protocol Drafting Group meeting, Strasbourg, France, 11-13 February 2019 

GLACY+ 

Cybercrime@Octopus 

Introductory Judicial Training of Trainers (TOT) on Cybercrime and Electronic 

Evidence for Judges, Prosecutors and Lawyers, San Jose, Costa Rica, 11–15 

February 2019 

GLACY+ 
ECTEG Course, Cybercrime and Digital Forensics Specialized Training for Law 

Enforcement Officers, Rabat, Morocco, 11–15 February 2019 

CyberSouth 
Briefing meeting with the Embassies regarding cybercrime and electronic 

evidence, Bucharest, Romania, 15 February 2019 

https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-assessing-mauritania-s-cybercrime-legislation-and-capacities
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-assessing-mauritania-s-cybercrime-legislation-and-capacities
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-assessing-mauritania-s-cybercrime-legislation-and-capacities
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-e-first-working-group?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-lebanon?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-review-of-guatemalan-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/indonesian-prosecutors-trained-on-cybercrime-and-e-evidence-by-filipino-instructors-from-the-supreme-court-and-doj
https://www.coe.int/en/web/cybercrime/-/indonesian-prosecutors-trained-on-cybercrime-and-e-evidence-by-filipino-instructors-from-the-supreme-court-and-doj
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/regional-workshop-on-judicial-training-strategies?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-basic-judicial-training-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-basic-judicial-training-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-basic-judicial-training-in-nigeria
https://www.coe.int/en/web/cybercrime/-/iproceeds-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds-in-albania
https://www.coe.int/en/web/cybercrime/-/iproceeds-public-private-cooperation-for-fighting-cybercrime-and-online-crime-proceeds-in-albania
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-electronic-evidence-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-obtaining-electronic-evidence-from-network-investigations-through-ecteg-training
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-joins-the-countries-that-received-basic-judicial-training-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-joins-the-countries-that-received-basic-judicial-training-on-cybercrime
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-briefing-meeting-with-the-embassies-regarding-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-briefing-meeting-with-the-embassies-regarding-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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CyberSouth ECTEG Live Data Forensics Training, Bucharest, Romania, 18–22 February 2019 

CyberSouth 
Integration of judicial training material in Morocco, Rabat, Morocco, 18-22 

February 2019 

iPROCEEDS 

Second Delivery of the Introductory training module on cybercrime, electronic 

evidence and online crime proceeds, Pristina, Kosovo*,  

19-22 February 2019 

GLACY+ 

iPROCEEDS 

Cybercrime@Octopus 

Conference on Criminal Justice in Cyberspace, Bucharest, Romania, 25-27 

February 2019 

GLACY+ 
INTERPOL Instructor Development Course, Bogota, Colombia, 

25 February - 1 March 2019 

GLACY+ 
Lecture on the Budapest Convention within the Cybersecurity Master program, 

LUISS, Rome, Italy, 28 February 2019 

Cybercrime@Octopus Drafting the 2nd Additional Protocol to the Budapest Convention, Feb-Dec 2019 

March 2019  

GLACY+ 
Coordination meeting at Europol with the PMU of the SIRIUS Project to assess 

possible cooperation GLACY+, The Hague, Netherlands, 1 March 2019 

GLACY+ 
Workshop on Cybercrime and Electronic Evidence for Intake of New Judges, 

Colombo, Sri Lanka, 2-3 March 2019 

EndOCSEA@Europe 
First meeting of the Steering Committee for the Project EndOCSEA@Europe, 

Strasbourg, France, 4 March 2019 

iPROCEEDS 
Case simulation exercise on cybercrime and financial investigations, Tirana, 

Albania, 4–7 March 2019 

CyberSouth 
ECTEG Course on Darkweb and Crypto Currencies, Bucharest, Romania, 4-8 

March 2019 

GLACY+ 
Coordination meeting with EU-funded Cybercrime projects (OCWAR-C, GLACY+, 

Cyber4Dev), Brussels, Belgium, 5 March 2019 

GLACY+ 
Coordination meeting with Eurojust for the preparation of a joint international 

conference, The Hague, Netherlands, 8 March 2019 

iPROCEEDS 

Assessment mission on harmonisation of legislation of Serbia on cybercrime and 

electronic evidence with EU and Council of Europe standards, Belgrade, Serbia, 

11-12 March 2019 

iPROCEEDS 

The third delivery of the Introductory Judicial Training Module on Cybercrime, 

Electronic Evidence and Online Crime Proceeds, Podgorica, Montenegro, 11-12 

March 2019 

Cybercrime@Octopus 
L’Atelier d’information sur la Convention de Budapest sur la Cybercriminalité, 

Abidjan, Côte d’Ivoire, 12 mars 2019 

iPROCEEDS 
Meeting on update ECTEG Training on Darkweb and virtual currencies 

investigations, Bucharest, Romania, 11-13 March 2019 

GLACY+ 

Advanced Judicial Training of Trainers on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and Public Defenders, Santo Domingo, Dominican Republic, 

11–14 March 2019 

CyberSouth 
Advanced Training on Cybercrime and Electronic Evidence for Magistrates, 

Amman, Jordan, 16-19 March and 20-23 March 2019 

GLACY+ 
National Conference on the Technical Implementation of the Budapest 

Convention, Accra, GHANA, 18–19 March 2019 

GLACY+ 
Participation in the Cyber Command Course organized by the Hong Kong Police, 

Hong Kong, 18-22 March 2019 

GLACY+ 

Cybercrime@Octopus 

Advisory Mission on Integration/Mainstreaming of Training Modules in curricula 

of Judicial Training Institutions, Accra, Ghana, 20–22 March 2019 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-ecteg-live-data-forensics-training?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-integration-of-judicial-training-material-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iprocee-2
https://www.coe.int/en/web/cybercrime/-/iprocee-2
https://www.coe.int/en/web/cybercrime/-/romanian-presidency-of-the-council-of-the-european-union-in-cooperation-with-the-council-of-europe-criminal-justice-in-cyberspace
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-cybercrime-and-e-evidence-for-sri-lankan-new-judges
https://www.coe.int/en/web/cybercrime/-/iproceeds-simulating-cybercrime-and-financial-investigations-of-online-crime-proceeds-involving-dark-web
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-darkweb-cryptocurrencies-course?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-of-legislation-on-cybercrime-and-e-evidence-in-serbia
https://www.coe.int/en/web/cybercrime/-/iproceeds-assessment-of-legislation-on-cybercrime-and-e-evidence-in-serbia
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-workshop-on-the-budapest-convention-in-the-ivory-coast
https://www.coe.int/en/web/cybercrime/-/iproceeds-oap-cais-2019-oa-3-6-kick-off-meeting
https://www.coe.int/en/web/cybercrime/-/iproceeds-oap-cais-2019-oa-3-6-kick-off-meeting
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-advanced-judicial-training-on-cybercrime-and-e-evidence-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-national-conference-on-the-implementation-of-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-national-conference-on-the-implementation-of-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-integration-mainstreaming-of-training-modules-in-curricula-of-judicial-training-institutions
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-integration-mainstreaming-of-training-modules-in-curricula-of-judicial-training-institutions
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iPROCEEDS 
6th meeting of the T-CY Protocol Drafting Group (T-CY PDG), Vienna, Austria, 25-

26 March, 2019 

CyberSouth 
Law Enforcement Training in the area of undercover online operations in 

combatting cybercrime, Bucharest, Romania, 25-29 March 2019 

GLACY+ 
Legislation on cybercrime and electronic evidence in The Gambia - Drafting 

Exercise, Banjul, The Gambia, 25–27 March 2019 

iPROCEEDS 
4th Edition of the Critical Infrastructure Protection Forum, Bucharest, Romania, 

25-29 March 2019 

CyberSouth 

GLACY+ 

iPROCEEDS 

Cybercrime@Octopus 

The Fifth meeting of the United Nations Intergovernmental Expert Group on 

Cybercrime (UNIEG), Vienna, Austria, 27-30 March 2019 

iPROCEEDS 
6th Meeting of the Project Steering Committee, Bucharest, Romania, 29 March 

2019 

April 2019  

Cybercrime@Octopus 
Awareness workshop on the Budapest Convention, Conakry, Guinea, 1-2 April 

2019 

CyberSouth 
ECTEG online First responder Course meeting - Undercover online operations 

training, Bucharest, Romania, 2-4 April 2019 

GLACY+ 

Advisory mission on the streamlining of procedures for Mutual Legal Assistance 

related to Cybercrime and Electronic Evidence, Santo Domingo, Dominican 

Republic, 2-5 April 2019 

iPROCEEDS 

Training of trainers on delivery the basic training module on cybercrime, 

electronic evidence and online crime proceeds for judges and prosecutors for 

North Macedonia and Turkey, Skopje, North Macedonia, 2-6 April 2019 

GLACY+ GFCE Working Group Meetings 2019, The Hague, Netherlands, 3-4 April 2019 

GLACY+ 

In-country workshop on Data Protection and INTERPOL tools and services, 

combined with support on how to set up and strengthen the 24/7 points of contact 

for cybercrime and electronic evidence, Manila, Philippines, 3-5 April 2019 

iPROCEEDS 
Workshop on online financial fraud and credit card fraud, Ankara, Turkey, 4 April 

2019 

Cybercrime@Octopus 
Awareness Workshop on the Budapest Convention, Cotonou, Benin, 4-5 April 

2019 

GLACY+ 

Advisory mission on the integration / incorporation of curricula on cybercrime and 

electronic evidence in the training programs of judicial training institutions, Santo 

Domingo, Dominican Republic, 4-5 April 2019 

EndOCSEA@Europe 

Civil Society Conference: Strengthening civil society participation in the 

implementation and monitoring of the Lanzarote Convention, Strasbourg, France, 

8-9 April 2019 

CyberSouth 
Regional workshop towards the elaboration of national reports on the evaluation 

of cyberthreats, Rabat, Morocco, 8-10 April 2019 

GLACY+ 
Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and other Judicial Officers, Santiago, Chile, 8-11 April 2019 

iPROCEEDS 
Case simulation exercise on cybercrime and financial investigations for Bosnia 

and Herzegovina, Montenegro and Serbia, Belgrade, Serbia, 8-11 April 2019 

CyberSouth Workshop on cybersecurity CEPOL, Beirut, Lebanon, 9-11 April 2019 

GLACY+ 
International Conference on Cybercrime and Electronic Evidence and 2nd Meeting 

of the Cybercrime Forum for CPLP countries, Praia, Cape Verde, 11-12 April 2019 

iPROCEEDS 
Legal Reflections on 24/7 Points of Contact and Preservation Requests, Istanbul, 

Turkey, 15-16 April 2019 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-law-enforcement-training-in-the-area-of-undercover-online-operations-in-combatting-cybercrime?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-law-enforcement-training-in-the-area-of-undercover-online-operations-in-combatting-cybercrime?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-the-gambia-commits-to-join-the-international-network-of-the-fight-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-the-gambia-commits-to-join-the-international-network-of-the-fight-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-sixth-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/guinea-making-progress-towards-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/iproceeds-training-of-trainers-for-the-delivery-of-the-introductory-judicial-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee
https://www.coe.int/en/web/cybercrime/-/iproceeds-training-of-trainers-for-the-delivery-of-the-introductory-judicial-training-module-on-cybercrime-electronic-evidence-and-online-crime-procee
https://www.coe.int/en/web/cybercrime/-/iproceeds-workshop-on-online-financial-fraud-and-credit-card-fra-1
https://www.coe.int/en/web/cybercrime/-/cybercrime-octopus-benin-on-its-way-to-join-the-budapest-convention
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/regional-workshop-towards-the-elaboration-of-national-reports-on-the-evaluation-of-cyberthreats?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/regional-workshop-towards-the-elaboration-of-national-reports-on-the-evaluation-of-cyberthreats?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-for-chilean-trained-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-for-chilean-trained-trainers
https://www.coe.int/en/web/cybercrime/-/iproceeds-simulating-cybercrime-and-financial-investigations-of-online-crime-proceeds-involving-dark-w-1
https://www.coe.int/en/web/cybercrime/-/glacy-2nd-meeting-of-the-cybercrime-forum-for-cplp-countries
https://www.coe.int/en/web/cybercrime/-/glacy-2nd-meeting-of-the-cybercrime-forum-for-cplp-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-legal-reflections-on-24-7-point-of-contact-and-preservation-requests
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iPROCEEDS 

Introductory Judicial Training Module on Cybercrime, Electronic Evidence and 

Online Crime Proceeds for judges and prosecutors (2nd part), Podgorica, 

Montenegro, 15-16 April 2019 

GLACY+ Participation in the EU Cyber Forum, Brussels, Belgium, 15-16 April 2019 

CyberSouth 
Visite d’étude a l’unité spécialisée en cybercriminalité de la Police Nationale 

Française, Nanterre, France, 15-16 April 2019 

GLACY+ GLACY+ Steering Committee, Brussels, Belgium, 16 April 2019 

iPROCEEDS 
Introductory Judicial Training Module on Cybercrime, Electronic Evidence and 

Online Crime Proceeds, Vlasic, Bosnia and Herzegovina, 22 - 25 April 2019 

GLACY+ 
4th meeting of the INTERPOL Global Cybercrime Expert Group, Lyon, France, 24-

26 April 2019 

iPROCEEDS 
Support participation in the International Conference on digital forensics and 

digital evidence - DataFocus 2019, Zagreb, Croatia, 30 April 2019 

iPROCEEDS 
Support participation in long-distance master programme at UCD (Summer 

examination), Dublin, Ireland, 30 April - 2 May 2019 

EndOCSEA@Europe 
Desk research for Baseline Mapping on OCSEA in COE Member States, April-

October 2019 

EndOCSEA@Europe 
Desk research for Comparative Review of international mechanisms to prevent 

and combat OCSEA, April-September 2019 

May 2019  

Cybercrime@Octopus Internet and Jurisdiction Conference, Berlin, Germany, 3-5 May 2019 

GLACY+ 

Development of Cybercrime investigations, digital forensics capabilities and 

operating procedures on digital evidence for law enforcement agencies, combined 

with in-country workshops and advice on interagency cooperation and private 

public partnerships to fight cybercrime, Santo Domingo, Dominican Republic, 6-

8 May 2019 

iPROCEEDS 
Case simulation exercises on cybercrime and financial investigations (for North 

Macedonia and Turkey), Ankara, Turkey, 6-9 May 2019 

Cybercrime@Octopus Data protection legislation workshop, Banjul, Gambia, 6-10 May 2019 

GLACY+ 

Introductory Judicial Training of Trainers on Cybercrime and Electronic Evidence 

for Judges, Prosecutors and Lawyers and adaptation of materials to the local 

context, Praia, Cape Verde, 6-10 May 2019 

iPROCEEDS 
Table-top exercise on international cooperation in cybercrime cases, Bucharest, 

Romania, 8-9 May 2019 

GLACY+ 

Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and other Judicial Officers, San Jose, Costa Rica, 13-16 May 

2019 

iPROCEEDS 
Introductory training course on cybercrime, electronic evidence and online crime 

proceeds for judges and prosecutors (1st part), Tirana, Albania, 13-14 May 2019 

Cybercrime@Octopus 7th T-CY Protocol Drafting Group meeting, Strasbourg, France, 13-15 May 2019 

GLACY+ 
Second Expert Meeting on the Joint CoE/FRA Handbook on Cybercrime and 

Fundamental Rights, Vienna, Austria, 14-15 May 2019 

iPROCEEDS 
Introductory training course on cybercrime, electronic evidence and online crime 

proceeds for judges and prosecutors, Ankara, Turkey, 14-17 May 2019 

CyberSouth, 

GLACY+ 

Cybercrime@Octopus 

Free Forensic Tools for the Law Enforcement Community (FREETOOL) – Open 

Source Tools for Cybercrime Investigation and Digital Forensics, Bucharest, 

Romania, 15-17 May 2019 

GLACY+ 

iPROCEEDS 

In-country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and strength the 24/7 points of contact 

for cybercrime and electronic evidence, Nuku’alofa, Tonga, 15-17 May 2019 

https://www.coe.int/en/web/cybercrime/-/iproceeds-montenegro-and-bosnia-and-herzegovina-conduct-the-third-national-delivery-of-the-judicial-training-on-cybercrime-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-montenegro-and-bosnia-and-herzegovina-conduct-the-third-national-delivery-of-the-judicial-training-on-cybercrime-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-at-the-eu-cyber-forum
https://www.coe.int/en/web/cybercrime/-/iproceeds-montenegro-and-bosnia-and-herzegovina-conduct-the-third-national-delivery-of-the-judicial-training-on-cybercrime-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-montenegro-and-bosnia-and-herzegovina-conduct-the-third-national-delivery-of-the-judicial-training-on-cybercrime-and-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-last-series-of-simulation-exercises-on-cybercrime-involving-dark-web-concluded-in-turkey
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-judicial-training-of-trainers-on-cybercrime-and-electronic-evidence-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-judicial-training-of-trainers-on-cybercrime-and-electronic-evidence-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-judicial-training-of-trainers-on-cybercrime-and-electronic-evidence-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/iproceeds-testing-avenues-and-channels-for-international-cooperation-in-cybercrime-cases
https://www.coe.int/en/web/cybercrime/-/glacy-second-expert-meeting-on-the-fra-coe-handbook-on-cybercrime-and-fundamental-rights
https://www.coe.int/en/web/cybercrime/-/glacy-second-expert-meeting-on-the-fra-coe-handbook-on-cybercrime-and-fundamental-rights
https://www.coe.int/en/web/cybercrime/-/iproceeds-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-delivered-by-national-trainers-in-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-judicial-course-on-cybercrime-electronic-evidence-and-online-crime-proceeds-delivered-by-national-trainers-in-turkey
https://www.coe.int/en/web/cybercrime/-/open-source-tools-for-cybercrime-investigation-and-digital-forensics-freetool-showcase
https://www.coe.int/en/web/cybercrime/-/open-source-tools-for-cybercrime-investigation-and-digital-forensics-freetool-showcase
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EndOCSEA@Europe 

Council of Europe Conference: Multi-sectorial co-operation to prevent and combat 

Online Child Sexual Exploitation and Abuse International Conference, Strasbourg, 

France, 16-17 May 2019 

GLACY+ 
Advisory mission on Procedural Legislation on Cybercrime and Electronic 

Evidence, San Jose, Costa Rica 16-17 May 2019 

GLACY+ 
Advisory mission and workshop on cybercrime and cyber security policies and 

strategies, Manila, Philippines, 20-22 May 2019 

CyberSouth ECTEG online First responder Course meeting, Lisbon, Portugal, 20-25 May 2019 

Cybercrime@Octopus 
Pompidou Group – Annual meeting on Drugs Online and request for nominations 

Criminal Intelligence Service, Vienna, Austria, 21-23 May 2019 

GLACY+ 

Cybercrime@Octopus 

Participation in the 20th International Symposium on Cybercrime Response (ISCR 

2019), Seoul, Korea, 22-24 May 2019 

GLACY+ 

Participation in the Cybersecurity Maturity Model assessment mission and 

advisory mission on cybercrime legislation, in coordination with the World Bank, 

the UK FCO and the Commonwealth Secretariat, Windhoek, Namibia, 22-24 May 

2019 

GLACY+ 

Advisory mission on cybercrime reporting and workshop on collection and 

monitoring of criminal justice statistics on cybercrime and electronic evidence, 

Manila, Philippines, 23-24 May 2019 

iPROCEEDS 
Conference on Crime in the Digital Age: Enhancing Capacities of Criminal Justice 

Institutions across the OSCE Area, Vienna, Austria, 24 May 2019 

GLACY+ 

Cybercrime@Octopus 

PILON Regional Workshop on cybercrime and electronic evidence in the Pacific. 

International Cooperation to Share Electronic Evidence to Combat Cybercrime, 

Port Vila, Vanuatu, 27-31 May 2019 

GLACY+ 

Advisory mission on cybercrime reporting and workshop on collection and 

monitoring of criminal justice statistics on cybercrime and electronic evidence, 

Port Louis, Mauritius, 28-30 May 2019 

iPROCEEDS 

Support participation in the Conference on ISS World Europe - Intelligence 

Support Systems for Electronic Surveillance, Social Media/DarkNet Monitoring 

and Cyber Crime Investigations, Prague, Czech Republic, 28-30 May 2019 

GLACY+ 

Workshop on the Development of cybercrime investigations combined with 

National workshop and advice on interagency cooperation and public private 

collaboration to fight cybercrime, Santo Domingo, Dominican Republic, 28-30 

May 2019 

June 2019  

CyberSouth 
CEPOL training event on electronic evidence-Contribution of the Council of 

Europe, Budapest, Hungary, 3-6 June 2019 

GLACY+ 
Regional training of trainers for first responders on cybercrime and electronic 

evidence for African gendarmeries, Dakar, Senegal, 3-7 June 2019 

GLACY+ 

Deployment of an expert to deliver training requested by Dominican Republic on 

Investigation and treatment of cryptocurrencies in its criminal use, Santo 

Domingo, Dominican Republic, 3-7 June 2019 

CyberSouth 
Adaptation of Judicial training material to Tunisian judicial training course, Tunis, 

Tunisia, 10-14 June 2019 

Cybercrime@Octopus 
The 8th Annual Summit on Human Rights in the Digital Age, Tunis, Tunisia, 11-

14 June 2019 

CyberSouth 

Euromed police and Justice Regional Workshop for Euro-Mediterranean 

Cybercrime and Digital Evidence Contact Points, Bucharest, Romania, 12-14 June 

2019 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-supports-the-adaptation-of-the-e-first-e-learning-pack-in-arabic-language?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-cyber-security-and-cybercrime-maturity-assessment-of-namibia
https://www.coe.int/en/web/cybercrime/-/glacy-cyber-security-and-cybercrime-maturity-assessment-of-namibia
https://www.coe.int/en/web/cybercrime/-/cooperation-on-cybercrime-in-the-pacific-pilon-meets-in-vanuatu
https://www.coe.int/en/web/cybercrime/-/cooperation-on-cybercrime-in-the-pacific-pilon-meets-in-vanuatu
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-supports-the-delivery-of-electronic-evidence-training?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-supports-the-delivery-of-electronic-evidence-training?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-sixty-two-african-gendarmerie-officers-participate-in-a-cybercrime-training-for-first-responders
https://www.coe.int/en/web/cybercrime/-/glacy-sixty-two-african-gendarmerie-officers-participate-in-a-cybercrime-training-for-first-responders
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-working-group-meeting-to-build-a-manual-on-cybercrime-and-electronic-evidence-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-participation-in-euromed-police-and-justice-regional-workshop-for-euro-mediterranean-cybercrime-and-digital-evidence-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-participation-in-euromed-police-and-justice-regional-workshop-for-euro-mediterranean-cybercrime-and-digital-evidence-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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iPROCEEDS 
Introductory training course on cybercrime, electronic evidence and online crime 

proceeds for judges and prosecutors (2nd part), Tirana, Albania, 12-13 June 2019 

GLACY+ 

Regional Conference on Cybercrime Strategies and Policies and features of the 

Budapest Convention for the Caribbean Community, Santo Domingo, Dominican 

Republic, 12-14 June 2019 

CyberSouth 
Integration judicial training on cybercrime and electronic evidence, Algiers, 

Algeria, 16-20 June 2019 

CyberSouth 
ECTEG Pilot course Online Investigators course (OSINT), Tunis, Tunisia, 17-21 

June 2019 

GLACY+ 
Participation in the launching event of the HELP online course on Data Protection, 

Bucharest, Romania, 18-19 June 2019 

EndOCSEA@Europe 
Gap analysis of legislation, policy and practices on OCSEA in Azerbaijan, Baku, 

Azerbaijan, 18-21 June 2019 

Cybercrime@Octopus 
Workshop on legislation on cybercrime and electronic evidence, Doha, Qatar, 18-

28 June 2019 

Cybercrime@Octopus 
European Dialogue on Internet Governance, The Hague, Netherlands, 19-20 June 

2019 

GLACY+ ICANN 65 - Policy Meeting, Marrakech, Morocco, 24-27 June 2019 

CyberSouth Malware Analysis Training, Tunis, Tunisia, 24-28 June 2019 

GLACY+ 
International Data Protection Conference for the African Region, Accra, Ghana, 

24-27 June 2019 

GLACY+ 
Second Annual meeting and International Conference of the Ibero-American 

Cyber Network, Santiago, Chile, 25-26 June 2019 

GLACY+ 

iPROCEEDS 

Joint International Workshop for Cybercrime Investigation Units and MLA Central 

Authorities, Singapore, 25-27 June 2019 

iPROCEEDS 
Fourth annual Symposium on Cybersecurity Awareness organised by the Anti-

Phishing Working Group, Bucharest, Romania, 26 - 27 June 2019 

July 2019  

GLACY+ 
Advisory mission and workshop on legislation to FOPREL, San Salvador, El 

Salvador, 1-2 July 2019 

GLACY+, 

CyberSouth 

CyberEast 

iPROCEEDS 

Cybercrime@Octopus 

21st T-CY Plenary and 4th Protocol Drafting Plenary, Strasbourg, France, 8-11 

July 2019 

GLACY+ 
Study visit of Sri Lankan judges to Belgium and workshop on cybercrime and 

electronic evidence, Brussels, Belgium, 8 July 2019 

CyberSouth CyberSouth Third steering Committee, Strasbourg, France, 9 July 2019 

GLACY+ 

CyberSouth 

CyberEast 

iPROCEEDS 

International Conference of National Judicial Trainers Network on Cybercrime and 

Electronic Evidence, Strasbourg, France, 10-12 July 2019 

CyberSouth 
12th Middle East and North Africa Working Group Meeting on Cybercrime for 

Heads of Units in cooperation with Interpol, Amman, Jordan, 16-17 July 2019 

GLACY+ 
Development of Cybercrime Investigation Unit and Data Forensics Unit, Abuja, 

Nigeria 16-19 July 2019 

GLACY+ 
Participation in the Cybersecurity Summer BootCamp 2019, Leon, Spain, 16-27 

July 

CyberSouth 
ECTEG workshop for Digital Forensics Trainers, Budapest, Hungary, 22-26 July 

2019 

https://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-policies-and-strategies-for-the-caribbean-region
https://www.coe.int/en/web/cybercrime/-/glacy-cybercrime-policies-and-strategies-for-the-caribbean-region
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-working-group-meeting-to-build-a-manual-on-cybercrime-and-electronic-evidence-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-open-source-intelligence-training-in-tunisia?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-malware-analysis-training?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/first-data-protection-conference-for-the-african-region
https://www.coe.int/en/web/cybercrime/-/glacy-at-the-2nd-meeting-of-ciberrede
https://www.coe.int/en/web/cybercrime/-/glacy-at-the-2nd-meeting-of-ciberrede
https://www.coe.int/en/web/cybercrime/-/glacy-iproceeds-workshop-on-channels-and-avenues-for-international-cooperation-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-iproceeds-workshop-on-channels-and-avenues-for-international-cooperation-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/symposium-iproceeds-global-cybersecurity-awareness
https://www.coe.int/en/web/cybercrime/-/symposium-iproceeds-global-cybersecurity-awareness
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-in-foprel-countries
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-steering-comittee?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/meeting-of-the-of-the-national-judicial-trainers-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/meeting-of-the-of-the-national-judicial-trainers-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-contribution-to-the-interpol-12th-mena-working-group-on-cybercrime-for-heads-of-units?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-contribution-to-the-interpol-12th-mena-working-group-on-cybercrime-for-heads-of-units?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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GLACY+ 
Development of Cybercrime Investigation Unit and Data Forensics Unit, Praia, 

Cape Verde, 22-25 July 2019 

EndOCSEA@Europe 
Desk research for gap analysis regarding legislation, policy and procedures on 

OCSEA in Armenia, July-September 2019 

EndOCSEA@Europe 
Desk research for gap analysis regarding legislation, policy and procedures on 

OCSEA in Azerbaijan, July-September 2019 

EndOCSEA@Europe 
Desk research for gap analysis regarding legislation, policy and procedures on 

OCSEA in Ukraine, July-September 2019 

EndOCSEA@Europe 
Civil Society Grants to raise awareness on OCSEA through child participation an 

development of tools, July 2019 – July 2020 

 
Child consultations to develop a child-friendly version of the Lanzarote 

Convention, July-October 2019 

August 2019  

GLACY+ 

Follow-up meeting with FOPREL and bilateral meetings with Mexican authorities 

in view of adoption/reviewing legislation and accession to the Budapest 

Convention, Mexico City, Mexico, 19-21 August 2019 

GLACY+ 
Introductory ToT on cybercrime and electronic evidence for magistrates and 

prosecutors, Port Louis, Mauritius, 19-23 August 2019 

September 2019  

GLACY+ INTERPOL Malware Analysis Training, Manila, Philippines, 2-6 September 2019 

CyberSouth 

CyberEast 

iPROCEEDS 

2019 Underground Economy Conference, Strasbourg, France, 3-6 September 

2019 

CyberEast 

Assessment of EaP countries institutional setup, capacities, competencies, 

training needs as well as interagency cooperation gaps and opportunities, Kyiv, 

Ukraine, 3-5 September 2019 

CyberEast 

Assessment of EaP countries institutional setup, capacities, competencies, 

training needs as well as interagency cooperation gaps and opportunities, 

Yerevan, Armenia, 9-10 September 2019 

CyberEast 

Assessment of EaP countries institutional setup, capacities, competencies, 

training needs as well as interagency cooperation gaps and opportunities, Baku, 

Azerbaijan, 12-13 September 2019 

CyberSouth 

Participation in the Cybersecurity Dialogues Congress and delivering a 

presentation on the role of the Council Europe in the cyber environment, Sibiu, 

Romania 12-13 September 2019 

CyberSouth Adaptation of Judicial training material, Amman, Jordan, 15-19 September 2019 

Cybercrime@Octopus 8th meeting of the Protocol Drafting Group, Paris, France, 16-18 September 2019 

CyberEast 

Assessment of EaP countries institutional setup, capacities, competencies, 

training needs as well as interagency cooperation gaps and opportunities, Tbilisi, 

Georgia, 16-17 September 2019 

EndOCSEA@Europe 
Fact finding visit and gap analysis workshop regarding legislation, policy and 

procedures on OCSEA, Yerevan, Armenia, 16-20 September 2019 

EndOCSEA@Europe 
Fact finding visit and gap analysis workshop regarding legislation, policy and 

procedures on OCSEA, Kyiv, Ukraine, 17-19 September 2019 

iPROCEEDS 
Regional training on Undercover Online Investigations in cooperation with SELEC, 

Bucharest, Romania, 17-20 September 2019 

CyberEast Launching Event of CyberEast Project, Brussels, Belgium, 19-20 September 2019 

CyberSouth 
Review of cybercrime legislation against the provisions of the Budapest 

Convention in Jordan, Amman, Jordan, 23 September 2019 

https://www.coe.int/en/web/cybercrime/-/glacy-strategic-partnership-with-foprel-and-discussions-with-mexican-authorities
https://www.coe.int/en/web/cybercrime/-/glacy-strategic-partnership-with-foprel-and-discussions-with-mexican-authorities
https://www.coe.int/en/web/cybercrime/-/glacy-strategic-partnership-with-foprel-and-discussions-with-mexican-authorities
https://www.coe.int/en/web/cybercrime/-/underground-economy-conference-towards-innovate-solutions-to-meet-the-challenge-of-cybercrime-
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-working-group-meeting-to-build-a-manual-on-cybercrime-and-electronic-evidence-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-investigative-techniques-for-deployment-of-undercover-agents-in-the-online-environment
https://www.coe.int/en/web/cybercrime/-/eu-coe-cybereast-project-launching-event
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-review-of-cybercrime-legislation-against-the-provisions-of-the-budapest-convention-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-review-of-cybercrime-legislation-against-the-provisions-of-the-budapest-convention-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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GLACY+ 

In-country advisory mission on integration/ mainstreaming of training modules 

in curricula of judicial training institutions and prosecutors training institution, 

San Jose, Costa Rica, 23-24 September 2019 

GLACY+ 

Cybercrime@Octopus 

African Regional Conference on Cybercrime, National Cyber Security and Internet 

Piracy, Lagos, Nigeria, 23-27 September 2019 

CyberEast 
Support to EAP Internet Governance Summer School, Tbilisi, Georgia, 23-27 

September 2019 

CyberSouth 
Regional workshop on law enforcement training strategies, Amman, Jordan, 24-

25 September 2019 

CyberEast 

Assessment of EaP countries institutional setup, capacities, competencies, 

training needs as well as interagency cooperation gaps and opportunities, Minsk, 

Belarus, 24-25 September 2019 

GLACY+ 

Cybercrime@Octopus 

Hosting a panel on Cybercrime and Data Protection Legislation in Africa at FIF 

Africa 2019, in collaboration with the Data protection Unit of the Council of 

Europe, Addis Ababa, Ethiopia, 25-26 September 2019 

GLACY+ 

Integration of ECTEG training materials into the law enforcement training 

academies and other professional law enforcement training bodies, Nuku’alofa, 

Tonga, 25-27 September 2019 

iPROCEEDS Trust Services Forum-CA Day, Berlin, Germany, 25-26 September 2019 

GLACY+ 

CyberEast 

iPROCEEDS 

EndOCSEA@Europe 

International Joint Conference Euojust-CoE on Internet Investigations: Dark web 

and online child abuse, The Hague, Netherlands, 30 September – 1 October 2019 

EndOCSEA@Europe 

Desk research to analyses OCSEA training strategies and materials for Law 

enforcement officers in Armenia, Azerbaijan, Republic of Moldova and Ukraine, 

September-December 2019 

EndOCSEA@Europe 
ENOC annual conference - Awareness raising among Ombudspersons for children, 

Belfast, Ireland, September 2019 

EndOCSEA@Europe Development of Training Module on OCSEA, September 2019 – December 2019 

October 2019  

GLACY+ 

Advisory mission on cybercrime reporting and workshop on collection and 

monitoring of criminal justice statistics on cybercrime and electronic evidence, 

Accra, Ghana, 1-2 October 2019 

GLACY+ 
Participation in the APWG.EU eCrime Research Symposium, Barcelona, Spain, 1-

3 October 2019 

CyberEast 

Assessment of institutional setup, capacities, competencies and training needs of 

cybercrime units, interagency cooperation gaps and opportunities in the Eastern 

Partnership, Kishinev, Moldova, 1–2 October 2019 

Cybercrime@Octopus 
C-PROC Roundtable on Cybercrime threats and trends, with mass-media 

participation, Bucharest, Romania, 2 October 2019 

GLACY+ 

Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and other Judicial Officers, Praia, Cabo Verde, 7-10 October 

2019 

GLACY+ 

Council of Europe - World Bank joint meeting with Ministry of Innovation and 

Technology of Ethiopia on cybercrime legislation and digital innovation, Addis 

Ababa, Ethiopia, 7 October 2019 

Cybercrime@Octopus 

GLACY+ 

GFCE Annual Meeting, Addis Ababa, Ethiopia, 8-10 October 2019 

CyberSouth, iPROCEEDS, 

Cybercrime@Octopus 

2019 Meeting of the 24/7 Network of Contact Points of the Budapest Convention 

on Cybercrime, The Hague, Netherlands, 8 October 2019 

https://www.coe.int/en/web/cybercrime/-/glacy-integrating-modules-on-cybercrime-and-e-evidence-in-the-judicial-training-curricula-of-costa-rica
https://www.coe.int/en/web/cybercrime/-/glacy-integrating-modules-on-cybercrime-and-e-evidence-in-the-judicial-training-curricula-of-costa-rica
https://www.coe.int/en/web/cybercrime/-/glacy-at-the-african-regional-workshop-on-cybercrime-national-cyber-security-and-internet-piracy
https://www.coe.int/en/web/cybercrime/-/glacy-at-the-african-regional-workshop-on-cybercrime-national-cyber-security-and-internet-piracy
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-regional-workshop-on-law-enforcement-training-strategy-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-regional-workshop-on-law-enforcement-training-strategy-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/series-of-assessment-visits-on-cybercrime-training-complet-2?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eu-iss-host-panel-on-election-security-at-fifafrica-2019
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eu-iss-host-panel-on-election-security-at-fifafrica-2019
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eu-iss-host-panel-on-election-security-at-fifafrica-2019
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/council-of-europe-and-eurojust-2nd-international-conference-darknet-and-online-sexual-violence-against-children?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/council-of-europe-and-eurojust-2nd-international-conference-darknet-and-online-sexual-violence-against-children?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/c-proc-invites-partners-and-media-to-a-roundtable-on-cybercrime-on-the-70th-anniversary-of-the-organization
https://www.coe.int/en/web/cybercrime/-/c-proc-invites-partners-and-media-to-a-roundtable-on-cybercrime-on-the-70th-anniversary-of-the-organization
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/third-annual-meeting-of-the-24-7-network-of-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/third-annual-meeting-of-the-24-7-network-of-contact-points?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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GLACY+ 

CyberEast, 

iPROCEEDS, 

Cybercrime@Octopus 

GLACY+ 

Europol - INTERPOL Cybercrime Conference 2019, The Hague, Netherlands, 9-11 

October 2019 

CyberSouth Contribution to OSCE Forensic Training, Tbilisi, Georgia, 10-15 October 2019 

CyberSouth 

Joint conference between the Parliamentary Assembly of the Mediterranean and 

the Council of Europe on counter-terrorism and new technologies, Strasbourg, 

France, 10-11 October 2019 

iPROCEEDS Performance Review Workshop, Belgrade, Serbia, 14 October 2019 

iPROCEEDS Performance Review Workshop, Podgorica, Montenegro, 15 October 2019 

GLACY+ 

Integration of ECTEG training materials into the law enforcement training 

academies and other professional law enforcement training bodies, Manila, 

Philippines, 15-17 October 2019 

GLACY+ 

Advanced Judicial Training Course on Cybercrime and Electronic Evidence for 

Judges, Prosecutors and other Judicial Officers, Abuja, Nigeria, 15–18 October 

2019 

iPROCEEDS 
Performance Review Workshop, Sarajevo, Bosnia and Herzegovina 

17 October 2019 

iPROCEEDS 
Introductory training module on cybercrime, electronic evidence and online crime 

proceeds, Ohrid, North Macedonia, 21-22 October 2019 and 29-30 October 2019 

iPROCEEDS Open Source Intelligence Training, Bucharest, Romania, 21-25 October 2019 

GLACY+ 
Inter-Ministerial Round Table on cyber security and cybercrime in West Africa, 

Ghana an ECOWAS best practice, Accra, Ghana, 21 October 2019 

Cybercrime@Octopus 

GLACY+ 

Official opening of the National Cyber Security Month climax week and Inter-

Ministerial roundtable discussion on cybercrime in the ECOWAS region, Accra, 

Ghana, 21-23 October 2019 

GLACY+ 

Mission consultative sur les capacités des Equipes d’Intervention Informatique 

Rapide (CERT), laboratoire de criminalistique numérique et la coopération public-

privé, Dakar, Sénégal, 21-23 Octobre 2019 

GLACY+ Operationalization of the 24/7 POC, Accra, Ghana, 22 October 2019 

GLACY+ 

In Country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and how-to strength the 24/7 points of 

contact for cybercrime and electronic evidence, Abuja Nigeria, 22–24 October 

2019 

GLACY+ 
Participation in the EL PAcTO Regional workshop on fighting against Cybercrime, 

Santiago, Chile, 22-25 October 2019 

GLACY+ 
Participation in the third Annual SIRIUS Conference at Europol on behalf of the 

Council of Europe, The Netherlands, 23-24 October 2019 

EndOCSEA@Europe 

Workshop on Gap Analysis of legislation, policies and practices to prevent and 

combat online child sexual exploitation and abuse In Azerbaijan, Baku, 

Azerbaijan, 23-24 October 2019 

GLACY+ 

Mission consultative et atelier sur la collecte et la surveillance des statistiques de 

la justice pénale sur la cybercriminalité et la preuve électronique, Dakar, Sénégal, 

24-25 octobre 2019 

Cybercrime@Octopus 
C-PROC briefing on cybercrime matters to mark the 70th anniversary, Bucharest, 

Romania, 30-31 October 2019 

Cybercrime@Octopus 

GLACY+ 

Advisory mission on harmonization of legislation on cybercrime and electronic 

evidence, Fiji, Suva, 30 October - 1 November 2019 

 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-joint-conference-between-the-parliamentary-assembly-of-the-mediterranean-and-the-council-of-europe-on-counter-terrorism-and-new-technolog-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-joint-conference-between-the-parliamentary-assembly-of-the-mediterranean-and-the-council-of-europe-on-counter-terrorism-and-new-technolog-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-joint-conference-between-the-parliamentary-assembly-of-the-mediterranean-and-the-council-of-europe-on-counter-terrorism-and-new-technolog-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iprocee-3?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iprocee-3?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iprocee-3?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iprocee-3?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-judicial-training-on-cybercrime-electronic-evidence-and-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-judicial-training-on-cybercrime-electronic-evidence-and-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-open-source-intelligence-training-course?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-inter-ministerial-round-table-on-cyber-security-and-cybercrime-in-west-africa
https://www.coe.int/en/web/cybercrime/-/glacy-inter-ministerial-round-table-on-cyber-security-and-cybercrime-in-west-africa
https://www.coe.int/en/web/cybercrime/-/glacy-council-of-europe-strongly-supports-the-climax-week-of-the-national-cyber-security-awareness-month-of-gha-1
https://www.coe.int/en/web/cybercrime/-/glacy-council-of-europe-strongly-supports-the-climax-week-of-the-national-cyber-security-awareness-month-of-gha-1
https://www.coe.int/en/web/cybercrime/-/c-proc-organized-a-briefing-on-cybercrime-matters-to-mark-the-70th-anniversary
https://www.coe.int/en/web/cybercrime/-/c-proc-welcomed-students-at-its-premises-on-the-70th-anniversary
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-in-fiji
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-in-fiji
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November 2019  

GLACY+ INTERPOL Malware Analysis Training, Lyon, France, 4-8 November 2019 

CyberEast Pilot Introductory Judicial Training, Kyiv, Ukraine, 4-8 November 2019 

CyberEast 
Support to OSCE Workshop on Cyber Security Strategy of Armenia, Yerevan, 

Armenia, 6 November 2019 

GLACY+ 
5th INTERPOL Americas Working Group Meeting on Cybercrime for Heads of 

Cybercrime Units, Punta Cana, Dominican Republic, 11-14 November 2019 

CyberSouth 

Integration of the Judicial Training Material on cybercrime and electronic 

evidence: second working group meeting, Rabat, Morocco 

13-14 November 2019 

CyberEast,  

iPROCEEDS, 

Cybercrime@Octopus 

GLACY+ 

22nd T-CY Plenary Meeting of the Cybercrime Convention Committee, 

Strasbourg, France, 18 November 2019 

GLACY+ 7th GLACY+ Steering Committee, Strasbourg, France, 18 November 2019 

GLACY+ 
Development of Cybercrime Investigation Unit and Data Forensics Unit, San Jose, 

Costa Rica, 18-22 November 2019 

EndOCSEA@Europe 
Development and publication of child friendly brochure – “So this is sexual 

abuse?”, 18 November 2019 

EndOCSEA@Europe 
Awareness activities to mark the European Day against Child Sexual Abuse and 

Exploitation, 18 November 2019 

iPROCEEDS Performance Review Workshop, Tirana, Albania, 19 November 2019 

CyberEast, 

iPROCEEDS, 

Cybercrime@Octopus 

GLACY+ 

CyberSouth 

5th Meeting of the Protocol Drafting Plenary, Strasbourg, France, 19-20 

November 2019 

EndOCSEA@Europe 
2nd Steering Committee of the EndOCSEA@Europe project, Strasbourg, France, 

19 November 2019 

CyberEast Support to OSCE Roundtable: enhancing the co-operation between private and 

public sector in fighting cybercrime, Baku, Azerbaijan, 19 November 2019 

CyberEast The 7th edition of International Conference Regional Cyber Resilience Forum 

2019, Kishinev, Moldova, 19-20 November 2019 

iPROCEEDS 

GLACY+ 

CyberSouth 

2019 Octopus Conference on Cooperation against Cybercrime, Strasbourg, 

France, 20-22 November 2019 

GLACY+ International Conference on Cybercrime for the CPLP countries and Participation 

at the meeting of the Ministers of Justice of the CPLP countries, Santa Maria, 

Cabo Verde, 20-22 November 2019 

iPROCEEDS Performance Review Workshop, Skopje, North Macedonia, 21 November 2019 

EndOCSEA@Europe Launch of The Baseline Mapping of Member State Responses to Prevent and 

Combat Online Child Sexual Exploitation and Abuse, Strasbourg, France 21 

November 2019 

EndOCSEA@Europe Publication of The Comparative Review of Mechanisms for Collective Action to 

Prevent and Combat Online Child Sexual Exploitation and Abuse, Strasbourg, 

France 21 November 2019 

EndOCSEA@Europe Regional validation workshop during Octopus Conference, Strasbourg, France 21 

November 2019 

iPROCEEDS Training on the application of indicators for financial sector to prevent money 

laundering in the online environment, Tirana, Albania, 22 November 2019 

https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-pilot-judicial-training-in-ukraine?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-5th-americas-working-group-meeting-on-cybercrime-for-heads-of-cybercrime-units
https://www.coe.int/en/web/cybercrime/-/glacy-5th-americas-working-group-meeting-on-cybercrime-for-heads-of-cybercrime-units
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-morocco?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-performance-review-workshops?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/octopus-conference-2019-outcomes-of-the-1st-dat
https://www.coe.int/en/web/cybercrime/-/octopus-conference-is-approaching
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-performance-review-workshops?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-training-on-guidelines-and-indicators-to-prevent-and-detect-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-training-on-guidelines-and-indicators-to-prevent-and-detect-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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Cybercrime@Octopus Internet Governance Forum, Berlin, Germany, 25-29 November 2019 

iPROCEEDS National delivery of the Introductory training module on cybercrime, electronic 

evidence, Belgrade, Serbia, 25-28 November 2019 

GLACY+ Support to the national delivery of Introductory judicial Course on cybercrime 

and electronic evidence for Judges and prosecutors, San Jose, Costa Rica, 25-28 

November 2019 

iPROCEEDS Performance Review Workshop, Pristina, Kosovo*, 26 November 2019 

CyberEast Support to National Cyber Security Strategy Coordination Meeting, Tbilisi, 

Georgia, 26 November 2019 

iPROCEEDS Performance Review Workshop, Ankara, Turkey, 28 November 2019 

GLACY+ 

CyberSouth 

Training workshop on the international cooperation mechanism of the Budapest 

Convention on Cybercrime, Rabat, Morocco, 28-29 November 2019 

GLACY+ Review of the Cybercrime Bill, November 2019 

December 2019  

GLACY+ Initial assessment visit, Asuncion, Paraguay, 2-5 December 2019 

GLACY+ 
6th INTERPOL African Working Group Meeting on Cybercrime for Heads of 

Cybercrime Units, Nairobi, Kenya, 2-4 December 2019 

iPROCEEDS 
Graduation of the UCD Master programme on Forensic Computing and 

Cybercrime Investigation, Dublin, Ireland, 3 December 2019 

Cybercrime@Octopus 
Cybersecurity and Cybercrime Training for Latin American and Caribbean 

Partners, Montego Bay, Jamaica, 3-4 December 2019 

iPROCEEDS 
Pilot Training on Cryptocurrency and Dark web Investigation, Bucharest, 

Romania, 2-6 December 2019 

CyberSouth Cyber South Judicial Network, Lisbon, Portugal, 3-4 December 2019 

CyberSouth 
Follow up mission on law enforcement training on cybercrime and electronic 

evidence, Tunis, Tunisia, 3-4 December 2019 

GLACY+ 

In-country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and to strength the 24/7 points of 

contact for cybercrime and electronic evidence, Accra, Ghana, 3-5 December 

2019 

iPROCEEDS 
iPROCEEDS Closing Conference: evaluation of progress made and the way 

forward, Strasbourg, France, 9–10 December 2019 

CyberSouth 
Follow up mission on law enforcement training strategies on cybercrime and 

electronic evidence, Rabat, Morocco, 9-10 December 2019 

CyberEast 
Participation in Parliamentary Working Group Meeting on Cybercrime Legislation, 

Kyiv, Ukraine, 10-11 December 2019 

Cybercrime@Octopus 
Special meeting on links between cybercrime and TOC, Washington, USA, 12 

December 2019 

CyberSouth 
Follow up mission on law enforcement training strategies on cybercrime and 

electronic evidence, Amman, Jordan, 12 December 2019 

CyberEast 
Input to Conference on Electronic Evidence for the Judiciary of Belarus, Minsk, 

Belarus, 13 December 2019 

CyberEast 
Workshop on data retention and cooperation with Internet service providers, 

Yerevan, Armenia, 16-17 December 2019 

GLACY+ 
Advisory mission on Data Protection legislation, Santo Domingo, Dominican 

Republic, 16-18 December 2019 

CyberEast Revision of the Assessment report on preservation and data retention aspects, 

EAP, December 2019 - April 2020 

CyberEast Update of the Guidelines for Law Enforcement / ISP Cooperation, EAP, December 

2019 - April 2020 

https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-third-delivery-of-the-introductory-training-module-on-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-third-delivery-of-the-introductory-training-module-on-online-crime-proceeds?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-support-to-the-introductory-judicial-course-on-cybercrime-and-electronic-evidence-in-cost-rica
https://www.coe.int/en/web/cybercrime/-/glacy-support-to-the-introductory-judicial-course-on-cybercrime-and-electronic-evidence-in-cost-rica
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-performance-review-workshops?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-performance-review-workshops?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/glacy-cybersouth-the-presidency-of-the-public-prosecution-office-in-morocco-trains-reference-prosecutors-on-cybercrime-and-electronic-evidence-with-th?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/glacy-cybersouth-the-presidency-of-the-public-prosecution-office-in-morocco-trains-reference-prosecutors-on-cybercrime-and-electronic-evidence-with-th?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-graduation-of-the-ucd-master-programme-on-forensic-computing-and-cybercrime-investigation?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-graduation-of-the-ucd-master-programme-on-forensic-computing-and-cybercrime-investigation?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-pilot-training-on-cryptocurrency-and-dark-web-investigation?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/iproceeds1/-/asset_publisher/0q0xphlFQY9G/content/iproceeds-pilot-training-on-cryptocurrency-and-dark-web-investigation?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fiproceeds1%3Fp_p_id%3D101_INSTANCE_0q0xphlFQY9G%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-network?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-closing-conference
https://www.coe.int/en/web/cybercrime/-/iproceeds-closing-conference
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-follow-up-missions-on-law-enforcement-training-on-cybercrime-and-electronic-evidence-in-tunisia-morocco-and-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-the-dominican-republic-works-on-new-data-protection-law
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January 2020  

CyberEast 
Introductory judicial training at the National School of Judges, Lvov, Ukraine, 21-

24 January 2020 

Cybercrime@Octopus T-CY Protocol Drafting Group meeting, Strasbourg, France, 21-24 January 2020 

CyberEast 
Preparatory meeting - First Responder training for financial investigators, Tbilisi, 

Georgia, 27 January 2020 

GLACY+ Initial assessment visit, Ouagadougou, Burkina Faso, 27-30 January 2020 

GLACY+ 
Legislation assessment, joint mission with Cyber4Dev, Brazzaville, Republic of the 

Congo, 28-30 January 2020 

GLACY+ 
Participation in the FIC and connected workshops, with organization of the EU 

stand, France, 28-30 January 2020 

CyberEast Support to T-CY mission on legislation, Kyiv, Ukraine, 30-31 January 2020 

EndOCSEA@Europe Finalisation of Training Module on OCSEA, January-February 2020 

EndOCSEA@Europe 
Translation of various awareness materials into 10 languages, January – March 

2020 

Cybercrime@Octopus Reconfiguration of the Octopus Community, January-March 2020 

CyberEast 
Revision of the 2008 Guidelines for the Cooperation between Law Enforcement and 

Internet Service Providers against Cybercrime, January-June 2020 

February 2020  

CyberEast 
First Responder training for financial investigators, Batumi, Georgia, 3-7 February 

2020 

CyberEast 
Introductory judicial training at the National School of Judges, Kharkov, Ukraine, 

3-7 February 2020 

Cybercrime@Octopus Workshop on cybercrime legislation, Serrekunda, The Gambia, 5 February 2020 

GLACY+ 
Legislation assessment and awareness on the Budapest Convention, joint mission 

with Cyber4Dev, Quito, Ecuador, 4-6 February 2020 

GLACY+ 
Stakeholders’ Consultation Workshop and finalization of the Cybercrime 

Amendments Bill, Gambia, 5 February 2020 

CyberEast 
Joint EU-CoE Workshop on Law Enforcement Training, Tsinandali, Georgia, 5-7 

February 2020 

Cybercrime@Octopus 

GLACY+ 

Advisory mission on legislation on Cybercrime and EE in line with Budapest 

Convention, Belize City, Belize, 10-13 February 2020 

CyberEast Steering Committee of CyberEast Project, Kyiv, Ukraine, 13-14 February 2020 

CyberSouth 
Second meeting on adaptation of the judicial training manual, Algiers, Algeria, 17-

18 February 2020 

GLACY+ 

Participation in the UNOCT event “Enhancing the Capacity of Member States to 

Prevent and Investigate Cyber-Attacks by Terrorist Actors and Mitigate their 

Impact”, Nairobi, Kenya, 18-19 February 2020 

CyberSouth 
Second meeting on adaptation of the judicial training manual, Amman, Jordan, 19-

20 February 2020 

GLACY+ 

Cybercrime@Octopus 

Stakeholders Consultation Workshop and finalization of the Data Protection Bill, 

Windhoek, Namibia, 24-26 February 2020 

Cybercrime@Octopus 
T-CY Protocol Drafting Group meeting on sub-group, Paris, France, 25-27 February 

2020 

CyberEast, 

iPROCEEDS 2 

Cybercrime@Octopus 

GLACY+ 

International Workshop on Cooperation with Foreign Service Providers on 

Cybercrime and Electronic Evidence, Tbilisi, Georgia, 26-28 February 2020 

https://www.coe.int/en/web/cybercrime/-/introductory-judicial-training-for-the-judges-of-ukraine
https://www.coe.int/en/web/cybercrime/-/introductory-judicial-training-for-the-judges-of-ukraine
https://www.coe.int/en/web/cybercrime/-/glacy-burkina-faso-becomes-a-priority-country
https://www.coe.int/en/web/cybercrime/-/glacy-initial-scoping-mission-in-congo-brazzaville
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/first-responders-training-in-georgia-piloted-in-cooperation-with-the-academy-of-the-ministry-of-finance?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/first-responders-training-in-georgia-piloted-in-cooperation-with-the-academy-of-the-ministry-of-finance?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-introductory-judicial-training-for-the-judges-of-ukraine?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-introductory-judicial-training-for-the-judges-of-ukraine?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-the-gambia-hosts-the-validation-workshop-on-the-cybercrime-bill-2020
https://www.coe.int/en/web/cybercrime/-/glacy-the-gambia-hosts-the-validation-workshop-on-the-cybercrime-bill-2020
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-in-belize
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-legislation-in-belize
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-project-first-steering-committee?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-strengthening-the-capacities-of-member-states-to-respond-to-cyber-terrorism-attacks
https://www.coe.int/en/web/cybercrime/-/glacy-strengthening-the-capacities-of-member-states-to-respond-to-cyber-terrorism-attacks
https://www.coe.int/en/web/cybercrime/-/glacy-strengthening-the-capacities-of-member-states-to-respond-to-cyber-terrorism-attacks
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/4d14t8iYKXnj/content/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-jordan?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_4d14t8iYKXnj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-international-meeting-on-cooperation-with-foreign-service-providers?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-international-meeting-on-cooperation-with-foreign-service-providers?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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Cybercrime@Octopus 
Workshop on legislation on cybercrime and electronic evidence, Windhoek, 

Namibia, 27-28 February 2020 

GLACY+ 
Stakeholders Consultation Workshop and finalization of the Cybercrime Bill, 

Windhoek, Namibia, 24-26 February 2020 

EndOCSEA@Europe 
Final drafts of the Gap Analysis of Legislation, Policies and Practices respectively 

for Ukraine, Armenia and Azerbaijan, February 2020 

EndOCSEA@Europe 
Law Enforcement Materials on Online Child Sexual Abuse and Exploitation Reviews 

for Armenia, Ukraine and Azerbaijan, February 2020 

CyberEast 
Study on data retention in Budapest Convention member states, desk study, 

February-June 2020 

March2020  

CyberEast 
Assessment of crime proceeds and reporting systems, Yerevan, Armenia, 9-10 

March 2020 

CyberEast EU CyberNet Workshop, Brussels, Belgium, 10-11 March 2020 

April 2020  

GLACY+ Review of Cybercrime Legislation of Bermuda, desk study, 23 April 2020 

GLACY+ 

CyberSouth 
Webinar on Global State of Cybercrime Legislation, online, 27 April 2020 

GLACY+ 

CyberSouth 

Webinar on Establishment and functioning of the Cybercrime Specialised Unit, 

online 29 April 2020 

Cybercrime@Octopus 
Virtual T-CY Protocol Drafting Group meetings and subgroup sessions, April - June 

2020 

Cybercrime@Octopus Reconfiguration of the Octopus Community, April-June 2020 

CyberEast Review of security legislation Georgia, desktop review, April-June 2020 

CyberEast Review of new criminal procedure legislation Armenia, desktop review, April 2020 

CyberEast Review of prepared amendments to various laws Ukraine, desktop review, April-

May 2020 

CyberEast Research on data protection in the law enforcement sector, desktop study, April-

July 2020 

iPROCEEDS 2 Update of the Introductory Judicial Training Materials (in cooperation with GLACY+ 

and CyberEast projects), online, April – June 2020 

iPROCEEDS 2 Update of the Advanced Judicial Training Materials (in cooperation with GLACY+ 

and CyberEast projects), online, April – June 2020 

iPROCEEDS 2 Preparation of a specialized course on International Cooperation (jointly with 

GLACY+ and CyberEast projects), online, April – June 2020 

iPROCEEDS 2 Preparation of a specialized course on Electronic Evidence (jointly with GLACY+ 

and CyberEast projects), online, April – June 2020 

CyberSouth Update of the country wikis and legal profiles of the priority countries to be 

published on the Octopus Community platform, desk study, April-May 2020 

EndOCSEA@Europe 

Translation of Lanzarote Statement to the member states on children during Covid 

confinement in 10 languages and Lanzarote Opinions on Sexting and grooming (3 

languages), April 2020 

May 2020  

Cybercrime@Octopus Development of the online HELP Course on Cybercrime, May – June 2020 

GLACY+ 

iPROCEEDS 2 

CyberEast 

Brainstorming meeting to discuss revisions/ updates to the judicial training 

materials of the Council of Europe, online, 06-08 May 2020 

CyberEast Review of advanced judicial training, Bucharest, Romania, 6-8 May 2020, online 

https://www.coe.int/en/web/cybercrime/-/glacy-drafting-workshop-on-legislation-on-cybercrime-and-electronic-evidence-in-namibia
https://www.coe.int/en/web/cybercrime/-/glacy-drafting-workshop-on-legislation-on-cybercrime-and-electronic-evidence-in-namibia
https://www.coe.int/en/web/cybercrime/-/glacy-stakeholders-consultation-workshop-on-the-data-protection-bill-in-namibia
https://www.coe.int/en/web/cybercrime/-/global-state-of-cybercrime-legislation-webinar-series-kick-off
https://www.coe.int/en/web/cybercrime/-/c-proc-webinar-on-the-establishment-and-functioning-of-specialized-cybercrime-units
https://www.coe.int/en/web/cybercrime/-/brainstorming-on-the-review-of-the-judicial-training-courses-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/brainstorming-on-the-review-of-the-judicial-training-courses-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/brainstorming-on-the-review-of-the-judicial-training-courses-on-cybercrime
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GLACY+ 
Webinar on challenges for criminal justice authorities on cybercrime and electronic 

evidence in Latina America and the Caribbean Region, online, 8 May 2020 

GLACY+, 

CyberEast 

CyberSouth 

Webinar on CSIRTs and Criminal Justice Authorities cooperation in the area of 

cybercrime and electronic evidence, in collaboration with ENISA, online, 11 May 

2020 

GLACY+ 

CyberSouth 

Webinar on Impact of COVID-19 on Financial Crimes (in collaboration with 

INTERPOL), online, 13 May 2020 

GLACY+ 
Participation in the GFCE Meeting "Friends of the Gambia", in the framework of the 

GFCE V-Meetings sessions, online, 19 May 2020 

EndOCSEA@Europe Third meeting of the Steering Committee of the Council of Europe Project to “End 

Online Child Sexual Exploitation and Abuse@Europe” (EndOCSEA@Europe), 

online, 27 May 2020 

CyberSouth Workshop to present E-First material, SOP on electronic evidence: meeting with 

police and gendarmerie (training academy, head of specialised units), Lebanon, 

online, 27 May 2020 

EndOCSEA@Europe 

CyberSouth 

Child sexual exploitation and abuse in times of the COVID-19 pandemic, online, 28 

May 2020 

iPROCEEDS 2 Webinar on online child sexual abuse, online, 28 May 2020 

GLACY+ 
Review of Ecuador’s cybercrime legislation and On-line national workshop for 

presentation of results, desk study, 28-29 May 2020 

GLACY+ 
Lecture on the Budapest Convention at LUISS University in Rome, online, 29 May 

2020 

CyberSouth Study on the specialised units on cybercrime and e-evidence in the priority 

countries, desk study, May 2020 

iPROCEEDS 2 

Assessment of compliance with substantive law provisions of Articles 2 to 12 of the 

Budapest Convention on Cybercrime and relevant EU standards for 5 project 

countries/areas (Albania, Montenegro, Turkey, Bosnia and Herzegovina and North 

Macedonia), desk researches May - June 2020 

GLACY+ 
Review of Country Wikis, Legal Profiles and updates on international cooperation 

procedures for the new Octopus Community website, desk study, May 2020 

EndOCSEA@Europe Translation of awareness materials into 10 languages, May – June 2020 

June 2020  

GLACY+ 
Review of Paraguay’s cybercrime legislation and On-line national workshop for 

presentation of results, online, Paraguay, 1-2 June 2020 

GLACY+ Support to the Protocol Drafting Group meeting, online, 2, 4, 9 June 2020 

CyberEast 

CyberSouth 

Election interference webinair: attacks on critical information systems, online, 4 

June 2020 

iPROCEEDS 2 First Meeting of the Project Steering Committee, online, 5 June 2020 

GLACY+ Review of Cybercrime Legislation of Congo, desk study, 8 June 2020 

EndOCSEA@Europe Lanzarote Committee meeting debriefings, online, 8-10 June 2020 

GLACY+ 

Online workshop to raise awareness on the Budapest Convention, in collaboration 

with US Department of Justice and the Attorney General’s Office of Maldives, 9-10 

June 2020 

CyberSouth Online meeting for the 4th Project Steering Committee, 11 June 2020 

CyberEast Participation in EuroDIG Annual Conference, online, Trieste, Italy, 11-12 June 

GLACY+ 
Webinar on Cybercrime and terrorist use of the ICT (in collaboration with UN 

Counter Terrorism Center), online, 12 June 2020 

GLACY+ 
Participation in the INTERPOL’s E-Evidence Boot Camp, online, 15 June – 28 August 

2020 

https://www.coe.int/en/web/cybercrime/cybercrime-challenges-for-criminal-justice-authorities-in-latin-america
https://www.coe.int/en/web/cybercrime/cybercrime-challenges-for-criminal-justice-authorities-in-latin-america
https://www.coe.int/en/web/cybercrime/certs-and-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/certs-and-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/interpol-impact-of-covid-19-on-financial-crimes
https://www.coe.int/en/web/cybercrime/-/results-of-the-third-meeting-of-the-steering-committee-of-the-council-of-europe-project-to-end-online-child-sexual-exploitation-and-abuse-europe-endoc
https://www.coe.int/en/web/cybercrime/-/results-of-the-third-meeting-of-the-steering-committee-of-the-council-of-europe-project-to-end-online-child-sexual-exploitation-and-abuse-europe-endoc
https://www.coe.int/en/web/cybercrime/-/cybersouth-follow-up-webinar-on-electronic-eviden-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-follow-up-webinar-on-electronic-eviden-1
https://www.coe.int/en/web/cybercrime/online-child-sexual-abuse
https://www.coe.int/en/web/cybercrime/-/ecuador-launches-its-legislative-reform-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/ecuador-launches-its-legislative-reform-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-paraguay-progresses-on-legislative-reform-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-paraguay-progresses-on-legislative-reform-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/election-interference-attacks-on-critical-information-systems
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-maldivian-authorities-to-raise-awareness-on-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-maldivian-authorities-to-raise-awareness-on-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/cybersouth-fourth-steering-comitt-2
https://www.coe.int/en/web/cybercrime/cybercrime-and-terrorism
https://www.coe.int/en/web/cybercrime/-/glacy-participated-in-interpol-s-e-evidence-boot-camp
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GLACY+ 
Webinar on international cooperation on cybercrime and on-line piracy, in 

collaboration with the US Department of Justice (US DOJ), online, 16 June 2020 

Cybercrime@Octopus 
Webinar on Cybercrime in Africa and the challenges of international cooperation, 

online, 16 June 2020 

CyberEast Introduction to Cyberviolence (introduction to series), online, 18 June 2020 

GLACY+ 
EU-CoE joint webinar on Criminal justice and cybercrime in cyberspace for the 

Asia-Pacific Region, online, 24 June 2020 

iPROCEEDS 2 
Support participation in long-distance specialized master programme (nomination 

and selection of candidates), online, 25 June – 30 August 2020 

GLACY+ 
Regional Training of Trainers for Gendarmerie of Francophone countries from 

Africa, online, Senegal, 29 June – 03 July 2020 

iPROCEEDS 2 
Development of a specialized course on Electronic Evidence, online, 30 June – 15 

October 2020 

Cybercrime@Octopus 
Cybercrime legislation in the Caribbean (preparation of a series of virtual 

workshops), June 2020 

CyberSouth Study on legislation, June 2020 

CyberEast CyberEast Interview: On the Work of the New Department for Investigation of 

Cybercrimes and High Technology Crimes (DICHTC) within the Investigative 

Committee of Armenia, online, June 2020 

CyberEast CyberEast Interview: On Legislative Development and Training Activities on 

Cybercrime in Ukraine, online, June 2020 

July 2020  

CyberSouth 

Regional event on interagency cooperation between cybercrime units, financial 

investigators, financial intelligence units and prosecutors in the search, seizure and 

confiscation of online crime proceeds, online, 01 July 2020 

GLACY+ 

INTERPOL workshops on E-Evidence Boot Camp (8 weeks e-evidence technical 

course), including Seminar on the Budapest Convention, online, 01 and 21 July 

2020 

iPROCEEDS 2 

Needs assessment mission on Judicial Trainings and meeting with the local office 

of the Council of Europe to better coordinate project activities in Turkey, online, 

02 July 2020 

CyberSouth 
International Standards on Collection and Handling of Electronic Evidence, online, 

03 July 2020 

GLACY+ 
AFRICA | EU-CoE joint webinar on Criminal justice and cybercrime in cyberspace 

for the African Region, online, 07 July 2020 (EN) and 09 July 2020 (FR) 

GLACY+ Report on Cybercrime in Africa (First African Forum), desk study, 10 July 2020 

iPROCEEDS 2 

Assessment of compliance of procedural law frameworks in line with Articles 16 to 

21 Budapest Convention and related legislation (including data protection) in 

Albania, desk study, 10-31 July 2020 

iPROCEEDS 2 

Assessment of compliance of procedural law frameworks in line with Articles 16 to 

21 Budapest Convention and related legislation (including data protection) in 

Montenegro, desk study, 10-31 July 2020 

iPROCEEDS 2 

Assessment of compliance of procedural law frameworks in line with Articles 16 to 

21 Budapest Convention and related legislation (including data protection) in 

Turkey, desk study, 10-31 July 2020 

CyberSouth 

Second session of working group meeting in charge of creating domestic course 

on cybercrime and electronic evidence – adoption of the basic course in Tunisia, 

online, 15-16 July 2020 

GLACY+ Workshop on Data Protection and INTERPOL tools in Benin, online, 15-17 July 2020 

https://www.coe.int/en/web/cybercrime/-/cybercrime-in-africa-and-the-challenges-of-international-cooperation
https://www.coe.int/en/web/cybercrime/introduction-to-cyberviolence
https://www.coe.int/en/web/cybercrime/eu-coe-webinars
https://www.coe.int/en/web/cybercrime/eu-coe-webinars
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-starting-of-the-long-distance-master-programme-on-forensic-computing-and-cybercrime-investigation
https://www.coe.int/en/web/cybercrime/-/glacy-first-responders-course-delivered-online
https://www.coe.int/en/web/cybercrime/-/glacy-first-responders-course-delivered-online
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-the-work-of-the-new-department-for-investigation-of-cybercrimes-and-high-technology-crimes-dichtc-within-the-investigative-comm
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-the-work-of-the-new-department-for-investigation-of-cybercrimes-and-high-technology-crimes-dichtc-within-the-investigative-comm
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-the-work-of-the-new-department-for-investigation-of-cybercrimes-and-high-technology-crimes-dichtc-within-the-investigative-comm
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-legislative-development-and-training-activities-on-cybercrime-in-ukraine
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-legislative-development-and-training-activities-on-cybercrime-in-ukraine
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-tunisia
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interpol
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GLACY+ 
Workshop on Data Protection and INTERPOL tools in Burkina Faso, online, 15-17 

July 2020 

GLACY+ 
Participation in the First Virtual Meeting of FOPREL on impacts of COVID 19 in the 

region, online, 16 July 2020 

GLACY+ 

Cybercrime@Octopus 

Regional Workshop on Cybercrime Legislation in Caribbean Region, in collaboration 

with CARICOM IMPACS, online, 16-17 July 2020 

GLACY+ 
EU-CoE joint webinar on Criminal justice and cybercrime in cyberspace for America 

Latina and the Caribbean Region, online, 20 July 2020 

GLACY+ Workshop on West African School on Internet Governance, online, 20-22 July 2020 

GLACY+ GLACY+ 8th Steering Committee, online, 21 July 2020 

GLACY+ 
EU-CoE joint webinar on Criminal justice and cybercrime in cyberspace for America 

Latina and the Caribbean Region, online, 22 July 2020 

GLACY+ 
High level workshop on cybercrime legislation and the Budapest Convention, desk 

study, 23 July 2020 

GLACY+ 

Cybercrime@Octopus 

CyberEast 

Working Group Meeting on development of HELP Online Course on Cybercrime, 

online, Strasbourg, France, 23-24 July 2020 

GLACY+ 
Online regional workshop on Establishment and functioning of the 24/7 POC 

Network in Africa, online, 28 July 2020 

CyberSouth 
Regional workshop on cybercrime legislation and international cooperation, online, 

29 July 2020 

GLACY+ 
Online regional workshop on Establishment and functioning of the 24/7 POC 

Network in Asia-Pacific, online, 29 July 2020 

GLACY+ 
High Level Workshop in the Republic of Congo on Cybercrime Legislation and the 

Budapest Convention, online, 29 July 2020 

GLACY+ 
Online regional workshop on Establishment and functioning of the 24/7 POC 

Network in Latin America, online, 30 July 2020 

GLACY+ Workshop on initial assessment in Benin, online, 30 July 2020 

EndOCSEA@Europe 

3 Reports/Reviews on Law Enforcement Training Material on OCSEA for Ukraine, 

Azerbaijan, and Armenia translated and shared with counterparts, desk work, July 

– August 2020 

EndOCSEA@Europe 

Four grants for Awareness Raising projects on OCSEA and Lanzarote Convention 

concluded (Ukraine, Montenegro, Serbia, Republic of Moldova), July – September 

2020 

EndOCSEA@Europe 

Improvement of OCSEA Pilot Training Module for Law Enforcement and Judiciary 

with Lesson plans in view of TOT and best practices – lesson plans and 

questionnaires developed, desk work, July – September 2020 

CyberEast 
Develop new advanced judicial training modules (international cooperation), desk 

work, July – August 2020 

CyberEast 
Development of the Effective access to data programme (LEA/ISP), desk work, 

July – October 2020 

CyberEast 
Substantive law study – Budapest, Lanzarote and Istanbul Convention provisions, 

desk study, July – September 2020 

CyberEast 
Development of HELP online course on cybercrime, desk work, July – December 

2020 

CyberEast 

CyberEast Interview: On Gender Misbalance in the Field of Cybercrime and 

Cybersecurity and the Work of the CERT-GOV-MD in Moldova, online, July 2020 

 

 

 

https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interpol
https://www.coe.int/en/web/cybercrime/-/glacy-new-series-of-online-meetings-was-launched-by-council-of-europe-carricom-and-us-department-of-justice
https://www.coe.int/en/web/cybercrime/-/glacy-new-series-of-online-meetings-was-launched-by-council-of-europe-carricom-and-us-department-of-justice
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-legislation-and-international-cooperation-in-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/glacy-high-level-workshop-in-congoon-cybercrime-legislation-and-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-high-level-workshop-in-congoon-cybercrime-legislation-and-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/glacy-online-regional-workshops-in-africa-asia-pacific-and-latin-america-on-establishment-and-functioning-of-the-24-7-points-of-contact-network
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-gender-misbalance-in-the-field-of-cybercrime-and-cybersecurity-and-the-work-of-the-cert-gov-md-in-moldova
https://www.coe.int/en/web/cybercrime/-/cybereast-interview-on-gender-misbalance-in-the-field-of-cybercrime-and-cybersecurity-and-the-work-of-the-cert-gov-md-in-moldova
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August 2020  

iPROCEEDS 2 

Assessment of compliance of procedural law frameworks in line with Articles 16 to 

21 Budapest Convention and related legislation (including data protection) in North 

Macedonia, desk study, 1-31 August 2020 

iPROCEEDS 2 

Assessment of compliance of procedural law frameworks in line with Articles 16 to 

21 Budapest Convention and related legislation (including data protection) in 

Bosnia and Herzegovina, desk study, 1-31 August 2020 

CyberSouth 
Assessment (study) on the legislation on cybercrime and e-evidence in the priority 

countries, desk study, 03 August 2020 

CyberSouth 
First working group on integration of the judicial training materials in Lebanon, 

online, 03-04 August 2020 

GLACY+ Review of the Draft Cybersecurity Bill 2020, desk study, 14 August 2020 

CyberEast 

iPROCEEDS 2 

Long-distance Master Programme in Cybercrime Investigation and Computer 

Forensics starting in September 2020, online, 14 August 2020 

CyberEast 
Webinar on elections security coordination in Georgia (with Cybersecurity EAST 

project), online, 28 August 2020 

CyberSouth 

Assessment (study) on competent authorities and on the functioning of 

international cooperation in the Southern Neighborhood region, desk study, 31 

August 2020 

CyberSouth 
Assessment (study) on judicial training systems and capabilities in the Southern 

Neighborhood, desk study, 31 August 2020 

CyberEast 

Workshop on development of standard operating procedures for cooperation 

between CSIRTs and law enforcement, online, Yerevan, Armenia, 31 August – 2 

September 2020 

September 2020  

GLACY+ 

Support for drafting the Data Protection Law in Namibia, in collaboration with the 

Data Protection Unit of the Council of Europe, online workshop, 01 September – 

15 October 2020 

iPROCEEDS 2 

Assessment of investigation and collection/ handling of electronic evidence under 

the respective domestic legislation in Albania, online and desk study, 2-30 

September 2020 

iPROCEEDS 2 

Assessment of investigation and collection/ handling of electronic evidence under 

the respective domestic legislation in Bosnia and Herzegovina, online and desk 

study, 2 September – 20 November 2020 

iPROCEEDS 2 

Assessment of investigation and collection/ handling of electronic evidence under 

the respective domestic legislation in Montenegro, online and desk study, 2 

September – 2 December 2020 

CyberSouth 

First national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Jordan, online, 03 September 2020 

Cybercrime@Octopus 13th meeting of the Protocol Drafting Group, online, 03-09 September 2020 

CyberEast Webinar on elections security coordination, Tbilisi, Georgia, 4 September 2020 

CyberEast 

Workshop on development of standard operating procedures for cooperation 

between CSIRTs and law enforcement, online, Tbilisi, Georgia, 9-11 September 

2020 

GLACY+ 

Cybercrime@Octopus 

2nd Working Group Meeting on development of HELP Online Course on Cybercrime, 

online, 10-11 September 2020 

GLACY+ 
Review of cybercrime legislation in Papua New Guinea, desk study 14 September 

2020 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-working-group-meeting-to-build-a-manual-on-cybercrime-and-electronic-evidence-in-leban-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-long-distance-master-programme-in-cybercrime-investigation-and-computer-forensics-starting-in-september-2020
https://www.coe.int/en/web/cybercrime/-/cybereast-long-distance-master-programme-in-cybercrime-investigation-and-computer-forensics-starting-in-september-2020
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-online-workshop-on-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-armenian-law-enforcement?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_MPnK4OChbGQj_cur%3D2%26_101_INSTANCE_MPnK4OChbGQj_keywords%3D%26_101_INSTANCE_MPnK4OChbGQj_advancedSearch%3Dfalse%26_101_INSTANCE_MPnK4OChbGQj_delta%3D10%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_MPnK4OChbGQj_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/cybereast-activities/-/asset_publisher/MPnK4OChbGQj/content/cybereast-online-workshop-on-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-armenian-law-enforcement?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybereast-activities%3Fp_p_id%3D101_INSTANCE_MPnK4OChbGQj%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_MPnK4OChbGQj_cur%3D2%26_101_INSTANCE_MPnK4OChbGQj_keywords%3D%26_101_INSTANCE_MPnK4OChbGQj_advancedSearch%3Dfalse%26_101_INSTANCE_MPnK4OChbGQj_delta%3D10%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_MPnK4OChbGQj_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-technical-webinar-preparation-for-elections-security
https://www.coe.int/en/web/cybercrime/-/cybereast-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-georgian-law-enforcement
https://www.coe.int/en/web/cybercrime/-/cybereast-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-georgian-law-enforcement
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CyberSouth 

GLACY+ 

iPROCEEDS 2 

Cybercrime@Octopus 

Participation in the EU Cyber-FORUM, online, 14-17 September 2020 

CyberEast 

Workshop on development of standard operating procedures for cooperation 

between CSIRTs and law enforcement, online, Kishinev, Moldova, 14-16 

September 2020 

CyberEast 
Tabletop exercise on elections security in Georgia (with Cybersecurity EAST 

project), online, 15 September 2020 

GLACY+ 
Report on Cybercrime Statistics, in collaboration with INTERPOL, desk study, 15 

September 2020 

GLACY+ 
Review of the Introductory Judicial Course on Cybercrime and Electronic Evidence, 

desk study, 15 September 2020 

CyberSouth 
First working group on integration of the judicial training materials in Lebanon, 

online, 16 September 2020 

GLACY+ 
Intervention in the ENISA-EC3 Workshop on CSIRT-LEA Cooperation, online, 16 

September 2020 

CyberEast 
Workshop on development of standard operating procedures for cooperation 

between CSIRTs and law enforcement in Ukraine, online, 21-23 September 2020 

EndOCSEA@Europe 
Project update & Presentation at 28th Lanzarote Committee meeting, online, 21-

24 September 2020 

Cybercrime@Octopus 6th meeting of the T-CY Protocol Drafting Plenary, online, 21-25 September 2020 

GLACY+ 
E-First Course, in collaboration with ECTEG and 3 thematic Webinars (Crime Scene, 

Mobile forensics, Seizure of virtual assets), online, 21, 22 and 24 September 2020 

CyberSouth 

First national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Morocco, online, 22 September 2020 

CyberSouth 

First national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Tunisia, online, 24 September 2020 

CyberEast 
Support to Georgian Cyber Forum 2020, hybrid event, Tbilisi, Georgia, 25 

September 2020 

GLACY+ 
Orientation Webinar for the Digital Security Challenge Program, online, 29 

September 2020 

GLACY+ 

In Country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and strength the 24/7 points of contact 

for cybercrime and electronic evidence in Cape Verde, online, 30 September – 02 

October 2020 

Cybercrime@Octopus 

Contribution to the 5th sub-regional seminar of the “Association des Juristes pour 

le Droit des TIC et la Lutte contre la Cybercriminalité“ on : COVID-19, 

JURIDICTIONS NUMERIQUES :  QUELLES SOLUTIONS POUR LA PROTECTION DES 

DONNEES CRITIQUES EN AFRIQUE ? (Yaoundé, Cameroun, 29-30 septembre 

2020) (online participation) 

GLACY+ 

Criminal justice authorities and multi-national service providers: enhancing public-

private cooperation in cyberspace, Webinar 30 September 2020 – Co-organized by 

APWG.EU and the Council of Europe online 

October 2020  

GLACY+ 
Support for drafting the Data Protection Law in Namibia, in collaboration with the 

Data Protection Unit of the Council of Europe, 1,5,8,12 and 15 October 2020 

https://www.coe.int/en/web/cybercrime/-/eu-cyber-forum-legal-certainty-is-key-for-a-better-international-cooperation-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybereast-online-workshop-on-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-moldovan-law-enforcement
https://www.coe.int/en/web/cybercrime/-/cybereast-online-workshop-on-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-moldovan-law-enforcement
https://www.coe.int/en/web/cybercrime/-/cybereast-table-top-exercise-for-policy-makers-preparation-and-coordination-for-elections-security-in-georgia
https://www.coe.int/en/web/cybercrime/-/cybereast-table-top-exercise-for-policy-makers-preparation-and-coordination-for-elections-security-in-georgia
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-working-group-meeting-to-build-a-manual-on-cybercrime-and-electronic-evidence-in-leban-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-sop-for-cooperation-between-csirts-and-law-enforcement-in-the-eastern-partnership-countries-finali
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-sop-for-cooperation-between-csirts-and-law-enforcement-in-the-eastern-partnership-countries-finali
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-technical-webinars-e-first-
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-technical-webinars-e-first-
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-invest?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-invest?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-invest?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-1
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-1
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-1
https://www.coe.int/en/web/cybercrime/criminal-justice-authorities-and-multi-national-service-providers
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CyberSouth 

First national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Lebanon, online, 1 October 2020 

GLACY+ Report on Cybercrime Statistics, in collaboration with INTERPOL, 2 October 2020 

EndOCSEA@Europe 
Webinar on OCSEA for the national police, judges and prosecutors in Ukraine, 

online, 05 October 2020 

CyberEast Technical exercise on elections security in Georgia, online, 5-7 October 2020  

GLACY+ 
INTERPOL Malware Analysis Training for Asia-Pacific GLACY+ countries, online, 5-

9 October 2020 

GLACY+ 

iPROCEEDS 2 

INTERPOL-Europol Annual Conference on Cybercrime, online global event, 6 

October 2020 

iPROCEEDS 2 
Domestic workshop and hands-on simulation for improvement of the skills, set-up 

and competencies of 24/7 points of contact in Serbia, online, 6 October 2020 

EndOCSEA@Europe 

iPROCEEDS 2 

Specialised training course on OCSEA and handling of electronic evidence specific 

to this criminal activity in Turkey, online, 7-9 October 2020 

GLACY+ Review of cybercrime legislation in Papua New Guinea, online, 12 October 2020 

GLACY+ 
INTERPOL Digital Security Challenge Program, online global event, 12-16 October 

2020 

CyberEast 
Assessment of crime proceeds / reporting systems in Georgia, online, 12-13 

October 2020 

CyberSouth 

In-country workshop for developing guidelines on conditions and safeguards in 

cybercrime and e-evidence related investigation in Algeria, online, 14 October 

2020 

iPROCEEDS 2 
Domestic workshop and hands-on simulation for improvement of the skills, set-up 

and competencies of 24/7 points of contact in Albania, online, 15 October 2020 

CyberEast 
Assessment of crime proceeds / reporting systems in Moldova, online, 15-16 

October 2020 

GLACY+ ICANN 69 meeting, online global event, 17-22 October 2020 

iPROCEEDS 2 

Domestic Workshop on Cybersecurity - Table-top exercises for testing procedures, 

crisis management processes, institutional arrangements and agreements within 

Serbian CERT, online, 19-20 October 2020 

CyberSouth 

In-country workshop for developing guidelines on conditions and safeguards in 

cybercrime and e-evidence related investigation in Tunisia, online, 19 October 

2020 

GLACY+ 
Training on Cybercrime & Electronic Evidence - 5 Day Training Session for Criminal 

Justice Sector Southern Sector – Kumasi, Ghana, 19-23 October 2020 

GLACY+ 
The International Symposium on Cybercrime Response, South Korea, 19-30 

October 2020 

CyberEast 
Assessment of crime proceeds / reporting systems in Ukraine, online, 19-20 

October 2020 

CyberSouth 
In-country workshop for developing guidelines on conditions and safeguards in 

cybercrime and e-evidence related investigation in Jordan, online, 20 October 2020 

iPROCEEDS 2 
UNDP Kosovo*: Virtual International Conference - Cybersecurity Threats 

Landscape, new trends and modes of cooperation, online, 20-21 October 2020 

Cybercrime@Octopus 14th meeting of the Protocol Drafting Group, online, 22-28 October 2020 

Cybercrime@Octopus Participation in the IGF, online, 23 October – 17 November 2020 

GLACY+ 
Training on Cybercrime & Electronic Evidence - 5 Day Training Session for Criminal 

Justice Sector (Northern Sector - Accra), Ghana, 26-30 October 2020 

GLACY+ 

Webinar on the International Legal Framework on Cybercrime and Electronic 

Evidence (Internet Society Special Interest Group on Cyber Security), online global 

event, 27 October 2020 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-investigation-and?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-investigation-and?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-investigation-and?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/webinar-on-online-child-sexual-abuse-and-exploitation-for-the-national-police-judges-and-prosecutors-in-ukraine-5-october-2020
https://www.coe.int/en/web/cybercrime/-/cybereast-technical-exercise-for-georgian-elections-security-completed
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-malware-analysis-training-enhancing-technical-capacities-of-glacy-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-domestic-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-points-of-contact-in-serbia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-domestic-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-points-of-contact-in-serbia
https://www.coe.int/en/web/cybercrime/-/training-course-for-the-judicial-sector-in-turkey-on-countering-online-child-sexual-exploitation-for-turkish-magistrates-7-9-october-2020
https://www.coe.int/en/web/cybercrime/-/training-course-for-the-judicial-sector-in-turkey-on-countering-online-child-sexual-exploitation-for-turkish-magistrates-7-9-october-2020
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-4th-digital-security-challenge-2020
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-national-workshop-on-cybercrime-procedural-law-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-national-workshop-on-cybercrime-procedural-law-in-algeria?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3D101_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-domestic-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-points-of-contact-in-albani
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-domestic-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-points-of-contact-in-albani
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-table-top-exercises-for-testing-procedures-crisis-management-processes-institutional-arrangements-and-
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-table-top-exercises-for-testing-procedures-crisis-management-processes-institutional-arrangements-and-
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-table-top-exercises-for-testing-procedures-crisis-management-processes-institutional-arrangements-and-
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-tunis-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-tunis-1
https://www.coe.int/en/web/cybercrime/-/glacy-ghanaian-justices-law-enforcement-and-national-cyber-security-center-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-crimi
https://www.coe.int/en/web/cybercrime/-/glacy-ghanaian-justices-law-enforcement-and-national-cyber-security-center-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-crimi
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-jordan
https://www.coe.int/en/web/cybercrime/-/glacy-ghanaian-justices-law-enforcement-and-national-cyber-security-center-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-crimi
https://www.coe.int/en/web/cybercrime/-/glacy-ghanaian-justices-law-enforcement-and-national-cyber-security-center-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-crimi
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GLACY+ 

Cybercrime@Octopus 

Workshop on draft Cybersecurity Bill with the NCSTWG/GLACY+ National 

Team/Criminal Justice Sector, Ghana, 27 October 2020 

GLACY+ 
Advisory workshop on judicial training strategies on cybercrime and electronic 

evidence, Chile, 27-28 October 2020 

CyberSouth 

In-country workshop for developing guidelines on conditions and safeguards in 

cybercrime and e-evidence related investigation in Morocco, online, 27 October 

2020 

CyberSouth 

In-country workshop for developing guidelines on conditions and safeguards in 

cybercrime and e-evidence related investigation in Lebanon, online, 28 October 

2020 

iPROCEEDS 2 

Domestic Workshop on Cybersecurity for Montenegro CIRT - Table-top exercises 

for testing procedures, crisis management processes, institutional arrangements 

and agreements, 28-29 October 2020 

Cybercrime@Octopus 

Participation in the Expert Group meeting on updating Guide for Requesting 

Electronic Evidence Across Borders (UNODC, CTED, IAP), online, 28-29 October 

2020 

GLACY+ 
Review of legislation on cybercrime and electronic evidence in Mauritius, 29 

October 2020 

Cybercrime@Octopus 
Participation in the Conference “Measuring Cybercrime in the Time of COVID-19: 

The Role of Crime and Criminal Justice Statistics”, online, 29-30 October 2020 

GLACY+ EU CyberNet annual conference, online global event, 30 October 2020  

iPROCEEDS 2 
Development of a guide on freezing and confiscation of virtual currencies and 

related assets, desk activity, October–November 2020 

Cybercrime@Octopus 
Preparation for setting up of a dedicated platform for e-learning and online training 

by C-PROC, online, October – November 2020 

Cybercrime@Octopus 
Development of the HELP course on cybercrime, desktop and online, October – 

December 2020 

November 2020  

iPROCEEDS 2 

Domestic workshop on drafting policies and strategies in cybercrime and/or 

cybersecurity areas in line with international standards in Bosnia and Herzegovina, 

online, 3-4 November 2020 

CyberSouth Second meeting of the CyberSouth Judicial Network, online, 3 November 2020 

CyberSouth National event Tunisia on how to elaborate a natiok8nal report on the evaluation 

of cyberthreats, online, 5 November 2020 

iPROCEEDS 2 Regional meeting with LEA and presentation of the first responder training course 

as updated by ECTEG, online, 5 November 2020 

GLACY+ African DPA Network Series of Regional Webinars: The right to Data Protection in 

the Digital Era, online, 5 November 2020 

GLACY+ Webinar on Effective Access to Electronic Evidence: towards a new Protocol to the 

Budapest Convention, online global event, 9 November 2020 

GLACY+ PILON Regional Workshop on cybercrime and electronic evidence in the Pacific & 

Pacific Forum on cybercrime and electronic evidence: Policies and Legislation, 

Capacity Building. On-line session on COVID-19 and Cybercrime, online, 10 

November 2020 

iPROCEEDS 2 Domestic meetings to support existing public/private initiatives or establish such 

mechanisms at domestic level with a focus on cooperation between service 

providers and criminal justice authorities, Bosnia and Herzegovina, Sarajevo, 11 

November 2020 

EndOCSEA@Europe International Webinar on educational measures to prevent risks associated with 

child self-generated images, online, 12 November 2020 

https://www.coe.int/en/web/cybercrime/-/glacy-chile-focuses-on-streamlining-cybercrime-and-electronic-evidence-in-the-national-training-strategies-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/glacy-chile-focuses-on-streamlining-cybercrime-and-electronic-evidence-in-the-national-training-strategies-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-moroc-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-moroc-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-cybercrime-procedural-law-in-lebanon
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-for-montenegro-cirt-table-top-exercises-for-testing-procedures-crisis-management-processes-institution
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-for-montenegro-cirt-table-top-exercises-for-testing-procedures-crisis-management-processes-institution
https://www.coe.int/en/web/cybercrime/-/iproceeeds-2-domestic-workshop-on-cybersecurity-for-montenegro-cirt-table-top-exercises-for-testing-procedures-crisis-management-processes-institution
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-drafting-policies-and-strategies-on-cybersecurity-in-bosnia-and-herzegovina
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-drafting-policies-and-strategies-on-cybersecurity-in-bosnia-and-herzegovina
https://www.coe.int/en/web/cybercrime/-/cybersouth-second-meeting-of-the-cybersouth-judicial-netwo-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-cybercrime-and-e-evidence-situation-annual-report-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-cybercrime-and-e-evidence-situation-annual-report-in-tunisia
https://www.coe.int/en/web/cybercrime/-/glacy-webinar-on-effective-access-to-electronic-evidence-towards-a-new-protocol-to-the-budapest-conventi-5
https://www.coe.int/en/web/cybercrime/-/glacy-webinar-on-effective-access-to-electronic-evidence-towards-a-new-protocol-to-the-budapest-conventi-5
https://www.coe.int/en/web/cybercrime/-/glacy-pilon-week-webinar-the-effects-of-covid-19-on-cybercrime-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/glacy-pilon-week-webinar-the-effects-of-covid-19-on-cybercrime-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/glacy-pilon-week-webinar-the-effects-of-covid-19-on-cybercrime-in-the-pacific
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cooperation-between-internet-service-providers-and-law-enforcement-agencies-implementation-of-cyber-crime-investigations
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cooperation-between-internet-service-providers-and-law-enforcement-agencies-implementation-of-cyber-crime-investigations
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cooperation-between-internet-service-providers-and-law-enforcement-agencies-implementation-of-cyber-crime-investigations
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CyberSouth 
Effective Access to Electronic Evidence: towards a new Protocol to the Budapest 

Convention (organised by GLACY+ project), online 12 November 2020 

CyberSouth 
National event Lebanon on how to elaborate a national report on the evaluation of 

cyberthreats, online, 12 November 2020 

CyberEast Webinar on Cyberviolence against Women, online, 12 November 2020 

Cybercrime@Octopus 15th meeting of the Protocol Drafting Group, online, 16 November 2020 

iPROCEEDS 2 

Annual International Conference of Judicial Trainers on Cybercrime and Electronic 

Evidence (Second Meeting of National Judicial Trainers  

on Cybercrime and Electronic Evidence), online, 17 November 2020 

CyberEast 
Effective access to data exercise and development of standard procedures between 

LEA/ISPs in Georgia, online, 17-19 November 2020 

GLACY+ 

CyberSouth 

CyberEast 

Cybercrime@Octopus 

Second International Meeting of National Judicial Trainers on Cybercrime and 

Electronic Evidence, online global event, 17 November 2020 

iPROCEEDS 2 
Multi-country TAIEX Workshop on Security Threats amid COVID-19, online, 17-18 

November 2020 

CyberSouth 

First national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Algeria, online, 18 November 2020 

GLACY+ 

CyberSouth 

iPROCEEDS 2 

Participation in the 4th Global Conference on Criminal Finances and 

Cryptocurrencies organized by INTERPOL, Europol and Basel Institute of 

Governance, online global event, 18-19 November 2020 

GLACY+ 

International Conference on Cybercrime for the CPLP countries and online meeting 

of the Ministers of Justice of the CPLP countries, Cape Verde and Portuguese 

speaking countries, 18-20 November 2020 

GLACY+ 
Online advisory workshop on cybercrime and electronic evidence legislation and 

fundamental rights in Sudan, 18-19 November 2020 

EndOCSEA@Europe 
Official launch of ‘Kiko and the Manymes ‘video, storybook for children 4-7 and 

parental guide, online, 19 November 2020 

CyberSouth 

Second national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Jordan, online, 23 November 2020 

iPROCEEDS 2 
Second Steering Committee of the iPROCEEDS-2 project, online, 24 November 

2020 

GLACY+ 
Global Forum on Cyber Expertise Annual V-Meeting 2020, online global meeting, 

24-25 November 2020 

GLACY+ 

Cybercrime@Octopus 

Workshop on international judicial cooperation for prosecutors, hybrid, 

Mozambique, 24-26 November 2020 

GLACY+ 

CyberEast 

iPROCEEDS 2 

International workshop for cybercrime units and law enforcement training 

institutions on LE training strategies and access to ECTEG training materials, 

online, 25 November 2020 

CyberSouth International workshop on training strategies, online, 25 November 2020 

CyberEast Contribution to Cyber Week Moldova, 25 November 2020 

GLACY+ 

In Country workshops on data protection and INTERPOL Tools and Services 

combined with support on how to set-up and how-to strength the 24/7 points of 

contact for cybercrime and electronic evidence in Costa Rica, Chile and Paraguay, 

25-27 November 2020 

iPROCEEDS 2 
Domestic meetings to support existing public/private initiatives or establish such 

mechanisms at domestic level with a focus on cooperation between service 

https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-cybercrime-and-e-evidence-situation-annual-report-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-cybercrime-and-e-evidence-situation-annual-report-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybereast-webinar-on-cyberviolence-against-women
https://www.coe.int/en/web/cybercrime/-/cybereast-effective-access-to-data-online-test-exercises
https://www.coe.int/en/web/cybercrime/-/cybereast-effective-access-to-data-online-test-exercises
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-trainers-on-cybercrime-and-e-evidence-gather-to-discuss-medium-term-development-of-a-global-network-of-peers
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-trainers-on-cybercrime-and-e-evidence-gather-to-discuss-medium-term-development-of-a-global-network-of-peers
https://www.coe.int/en/web/cybercrime/-/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-2
https://www.coe.int/en/web/cybercrime/-/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-2
https://www.coe.int/en/web/cybercrime/-/cybersouth-first-national-meeting-on-the-development-of-domestic-standard-operating-procedures-and-a-toolkit-for-first-responders-on-cybercrime-inve-2
https://www.coe.int/en/web/cybercrime/-/glacy-cabo-verde-virtually-hosts-the-annual-international-conference-on-cybercrime-and-international-cooperation-during-the-covid-19-pandemic-in-the-c
https://www.coe.int/en/web/cybercrime/-/glacy-cabo-verde-virtually-hosts-the-annual-international-conference-on-cybercrime-and-international-cooperation-during-the-covid-19-pandemic-in-the-c
https://www.coe.int/en/web/cybercrime/-/glacy-cabo-verde-virtually-hosts-the-annual-international-conference-on-cybercrime-and-international-cooperation-during-the-covid-19-pandemic-in-the-c
https://www.coe.int/en/web/cybercrime/-/glacy-online-workshop-on-cybercrime-and-electronic-evidence-legislation-in-sudan
https://www.coe.int/en/web/cybercrime/-/glacy-online-workshop-on-cybercrime-and-electronic-evidence-legislation-in-sudan
https://www.coe.int/en/web/cybercrime/-/kiko-s-exciting-adventures-continue-in-the-digital-age
https://www.coe.int/en/web/cybercrime/-/kiko-s-exciting-adventures-continue-in-the-digital-age
https://www.coe.int/en/web/cybercrime/-/cybsersouth-the-second-online-national-meeting-on-the-development-of-standard-operating-procedures-sops-and-toolkit-for-first-responders-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybsersouth-the-second-online-national-meeting-on-the-development-of-standard-operating-procedures-sops-and-toolkit-for-first-responders-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybsersouth-the-second-online-national-meeting-on-the-development-of-standard-operating-procedures-sops-and-toolkit-for-first-responders-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-steering-committee-of-the-project
https://www.coe.int/en/web/cybercrime/-/glacy-mozambique-first-workshop-on-cybercrime-legislation-and-international-judicial-cooperation
https://www.coe.int/en/web/cybercrime/-/glacy-international-gathering-focuses-on-how-to-streamline-cybercrime-and-e-evidence-topics-in-law-enforcement-training-strategies
https://www.coe.int/en/web/cybercrime/-/glacy-international-gathering-focuses-on-how-to-streamline-cybercrime-and-e-evidence-topics-in-law-enforcement-training-strategies
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-2
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-2
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-virtual-workshop-on-data-protection-and-global-policing-capabilities-implemented-by-interp-2
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providers and criminal justice authorities, Bosnia and Herzegovina, 26 November 

2020 

iPROCEEDS 2 

Cybercrime@Octopus 

Annual meeting of the 24/7 points of contact, online, 26 November 2020 

EndOCSEA@Europe 
Presentation of the project results at the ITU Regional Forum for Europe on Child 

Online Protection, online, 26 November 2020 

CyberEast International meeting of 24/7 points of contact, online, 26 November 2020 

CyberSouth 
Meeting of the 24/7 Network of Contact Points of the Budapest Convention on 

Cybercrime, online 26 November 2020 

GLACY+ 
Advisory on cybercrime legislation and Introductory Training on Cybercrime and 

electronic evidence for prosecutors in Mozambique, 26 November 2020 

GLACY+ 
2020 Meeting of the 24/7 Network of Contact Points of the Budapest Convention 

on Cybercrime, online global event, 26 November 2020 

GLACY+ 
INTERPOL Malware Analysis Training – Europe and Africa, online, 23-27 November 

2020 

CyberSouth 

Cybercrime@Octopus 
23rd Plenary T-CY and PDP meeting, online, 30 November – 03 December 2020 

GLACY+ Review of Cybercrime Legislation of Botswana, 30 November 2020 

iPROCEEDS 2 
Domestic guidelines for investigation and collection/handling of electronic evidence 

for Albania, desk activity, November 2020 

EndOCSEA@Europe 
Translating the “Child-Friendly IT Guidelines” into Croatian and Serbian Cyrillic, 

desk work, November – December 2020 

CyberEast 
Desktop Study on organization and criteria for law enforcement units dealing with 

cybercrime, November – December 2020 

iPROCEEDS 2 
Assessment of amendments on the Albanian Penal Code, desk activity, November-

December 2020 

Cybercrime@Octopus 
Restructuring of the cyberviolence online resource, desktop and online, November 

– December 2020 

December 2020  

GLACY+ 

CyberSouth 

Webinars on cryptography and cryptocurrencies for criminal justice authorities, 

online global event, 01-10 December 2020 

Cybercrime@Octopus 7th meeting of the T-CY Protocol Drafting Plenary, online, 01-03 December 2020 

CyberEast 
Effective access to data exercise and development of standard procedures between 

LEA/ISPs in Moldova, online, 2-4 December 2020 

CyberEast 
Contribution to Eurojust SIRIUS Project Meeting, online, Hague, Nederland, 3-4 

December 2020 

CyberEast Second Steering Committee of the CyberEast project, 7 December 2020 

GLACY+ INTERPOL Malware Analysis Training – AMERICAS, 7-11 December 2020 

EndOCSEA@Europe 
Project update and Presentation at 29th Lanzarote Committee meeting, online, 7-

10 December 2020 

GLACY+ African DPA Network Series of Regional Webinars, 8 December 2020 

GLACY+ 

Cybercrime@Octopus 

Joint Workshop on International Cooperation in Cybercrime and Electronic 

Evidence, online global event, 8-9 December 2020 

CyberEast 

CyberSouth 

iPROCEEDS 2 

First Regional Meeting on MLA step-by step guidelines (in cooperation with 

Eurojust), online, Hague, Nederland, 8-9 December 2020 

EndOCSEA@Europe 

Pilot Training course on OCSEA for the national police, judges and prosecutors in 

cooperation with the projects CyberEast and children’s rights project in Ukraine, 

online, 8-11 December 2020 
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CyberEast 
Online training for LEA, judges and prosecutors on OCSEA and electronic evidence 

in Ukraine, online, 8-11 December 2020 

CyberSouth 

Second national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Lebanon, online, 9 December 2020 

GLACY+ 
Online advisory workshop on cybercrime and electronic evidence legislation in 

Kiribati, 9,10 and 16 December 2020 

Cybercrime@Octopus Participation in the Lanzarote Committee 30th meeting, online, 9 December 2020 

iPROCEEDS 2 

Online Workshop on business analysis CERT/LEA and development of guidelines 

and procedures on sharing of data by CERTs/CSIRTs with criminal justice 

authorities in Bosnia and Herzegovina, Republika Srpska, online, 9-11 December 

2020 

CyberSouth 
The fifth Steering Committee meeting of CyberSouth project, online, 10 December 

2020 

GLACY+ Participation in the Human Rights Forum 2020, Philippines, 10 December 2020 

iPROCEEDS 2 
Development of guidelines and procedures on sharing of data by CERTs/CSIRTs in 

Bosnia and Herzegovina, desk activity, 10-11 December 2020 

Cybercrime@Octopus Participation in the EJCN 9th Plenary meeting, online, 10-11 December 2020  

CyberEast 
Effective access to data exercise and development of standard procedures between 

LEA/ISPs in Ukraine, 14-16 December 2020 

GLACY+ 
Support for drafting the Data Protection Law, in collaboration with the Data 

Protection Unit of the Council of Europe in Gambia, 14-16 December 2020 

CyberEast 

CyberSouth 

Joint webinar on Cybersecurity and Human Rights (with Cybersecurity EAST), 

online, 17 December 2020 

CyberSouth 

UNODC Workshop Lebanon on the use of electronic evidence and sensitive 

intelligence in cross-border investigations of emerging terrorist threats, online, 17-

19 December 2020 

iPROCEEDS 2 Domestic guidelines for investigation and collection/handling of electronic evidence 

for Bosnia and Herzegovina, desk activity, December 2020 

iPROCEEDS 2 Domestic guidelines for investigation and collection/handling of electronic evidence 

for Montenegro, desk activity, December 2020 

January 2021  

GLACY+ 
African Network of PDP Authorities Series of Regional Webinars (3rd workshop), 

online, 7 January 2021 

CyberEast 
Assessment of crime proceeds and reporting systems in Azerbaijan, online, 14-15 

January 2021 

CyberEast 
Training on international cooperation on cybercrime and electronic evidence for 

investigators and prosecutors in Ukraine, online, 18-20 January 2021 

GLACY+ 
Lecture at the University of Naples Federico - Cybercrime and e-evidence: the 

criminal justice response, online, 20 January 2021 

CyberEast 
Training on international cooperation on cybercrime and electronic evidence for 

investigators and prosecutors in Georgia, online, 25-27 January 2021 

GLACY+ 
Provide advice on the establishment of the 24/7 POC, roles and responsibilities in 

Brazil, online, 26 January 2021 

iPROCEEDS 2 
Second round of business analyses CERT- LEA. Guidelines on sharing of data by 

CERTs with criminal justice authorities, online, 27-29 January 2021 

GLACY+ GLACY+ Steering Committee, online, 28 January 2021 

CyberEast 
Workshop with Ukrainian authorities on cybercrime/cybersecurity strategy and 

action plan (with CyberSecurity EAST), online, 28 January 2021 
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CyberEast 
Workshop with personal data protection authorities and national communications 

regulators on trust and cooperation, online, 28-29 January 2021 

GLACY+ 
Series of monthly thematic monthly workshops for the International Network of 

the National Judicial Trainers (1/7), online, 29 January 2021 

CyberEast 
Workshop with Moldovan authorities on the reform of criminal procedure 

legislation, online, 29 January 2021 

CyberSouth International Network of the National Judicial Trainers, online, 29 January 2021 

iPROCEEDS 2 

Assessment of investigation and collection/ handling of electronic evidence under 

the respective domestic legislation in Turkey and Kosovo*, desk review, January 

2021 

iPROCEEDS 2 
Domestic guidelines for investigation and collection/handling of electronic evidence 

for Turkey and Kosovo*, January 2021 

EndOCSEA@Europe 
Questionnaire to collect information on national practices which could be included 

in the OCSEA training module, online, January – March 2021 

EndOCSEA@Europe 

Octopus Project 

Update of Octopus country profiles with OCSEA related information for Ukraine, 

Armenia, and Azerbaijan - cooperation with the Octopus project, desk research, 

January – March 2021 

EndOCSEA@Europe 

Update of the Baseline Mapping on Member state responses to prevent and combat 

online child sexual exploitation and abuse (first draft), desk work, January – 

February 2021 

iPROCEEDS 2 
Translation of the introductory judicial training module into Albanian, Macedonian, 

Serbian and Turkish, January – May 2021 

iPROCEEDS 2 
Translation of the specialised training course on International Cooperation into 

Albanian, Macedonian, Serbian and Turkish, January – May 2021 

iPROCEEDS 2 

Specialised ECTEG trainings on cybercrime and digital forensics in all project 

countries/areas (Introduction to Computer Networks), online, January – February 

2021 

iPROCEEDS 2 

Online delivery of the first responder training course as updated and in 

collaboration with ECTEG, to participants from all project countries/area, online, 

January – February 2021 

Octopus Project Negotiation of the 2nd Additional Protocol to the Budapest Convention, online, 

January – March 2021 

Octopus Project Initiation of pilot country profiles on online child sexual exploitation and abuse, 

online, January - February 2021 

Octopus Project Initiation of the desk review of the national legislation on cybercrime and electronic 

evidence in the Caribbean region, January – February 2021 

February 2021  

CyberEast 
Training on international cooperation on cybercrime and electronic evidence for 

investigators and prosecutors in Moldova, online, 1-3 February 2021 

CyberSouth 

UNODC National workshop on enhancing capabilities of Jordanian law enforcement 

and criminal justice officers on the use of digital evidence against Foreign Terrorist 

Fighters, online, 1-4 February 2021 

GLACY+ 
African Network of PDP Authorities Series of Regional Webinars (4th workshop), 

online, 3 February 2021 

CyberSouth 

GLACY+ 

National Workshop on the preparation of cybercrime and e-evidence situation 

(annual) report in Morocco, online, 3 February 2021 

iPROCEEDS 2 
Second round of business analyses CERT- LEA. Guidelines on sharing of data by 

CERTs with criminal justice authorities in Kosovo*, online, 3-4 February 2021 

CyberEast 
Workshop with personal data protection authorities and national communications 

regulators on trust and cooperation in Georgia, online, 4-5 February 2021 
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CyberSouth 

GLACY+ 

Second national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Morocco, online, 5 February 2021 

EndOCSEA@Europe 
4th EndOCSEA@Europe project Steering Committee meeting, online, 5 February 

2021 

CyberEast 

Training on international cooperation on cybercrime and electronic evidence for 

investigators and prosecutors in Armenia, online, 8-10 February 

2021 

CyberSouth 
National event Jordan on how to elaborate a national report on the evaluation of 

cyberthreats, online, 9 February 2021 

iPROCEEDS 2 
Workshop for representatives of judicial training academies to review the current 

state of judicial training and agree on project approach, online, 10 February 2021 

EndOCSEA@Europe 

First webinar on Online Child Sexual Abuse and Exploitation (OCSEA) for the 

National Police, Judges and Prosecutors in the Republic of Moldova, online, 11 

February 2021 

CyberEast 
Workshop with personal data protection authorities and national communications 

regulators on trust and cooperation in Moldova, online, 15-16 February 2021 

CyberSouth 

GLACY+ 

 

Technical webinars in French on "Cryptography for criminal justice authorities" 

(with Interpol), online, 15, 17, 22, 24 and 25 February 2021 

CyberSouth 
National event Algeria on how to elaborate a national report on the evaluation of 

cyberthreats, online, 17 February 2021 

CyberSouth 

Second national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Algeria, 18 February 2021 

iPROCEEDS 2 
Needs assessment and development of the online public reporting system on online 

fraud and other cybercrime offence in North Macedonia, online, 18 February 2021 

CyberSouth 

Final session of working group meeting in charge of creating domestic course on 

cybercrime and electronic evidence – adoption of the advanced course, online, 22-

23 February 2021 

CyberEast 
Training on international cooperation on cybercrime and electronic evidence for 

investigators and prosecutors in Azerbaijan, online, 22-24 February 2021 

Octopus Project T-CY: Protocol Drafting Group meeting, online, 22-24 February 2021 

EndOCSEA@Europe 

iPROCEEDS 2 

Specialised training course on OCSEA and handling of electronic evidence specific 

to this criminal activity for the candidate prosecutors and judges of the Turkish 

Justice Academy, online, 23-25 February 2021 

CyberSouth 
International Network of the National Judicial Trainers, 1st P2P Workshop, 

Electronic Evidence and Digital Theft, online, 24 February 2021 

GLACY+ 
Series of monthly thematic webinars for the International Network of the National 

Judicial Trainers (2/7), online, 24 February 2021 

CyberSouth 

Regional workshop on interagency cooperation between cybercrime units, financial 

investigators, financial intelligence units and prosecutors in the search, seizure and 

confiscation of online crime proceeds, online, 25 February 2021 

CyberEast 
Workshop with Georgian authorities on the reform of criminal procedure 

legislation, online, 25 February 2021 

CyberEast 
Webinar on Hate Speech and Restrictive Measures: cyberviolence series, online, 

26 February 2021 

Octopus Project T-CY: Protocol Drafting Plenary, online, 26 February 2021 

EndOCSEA@Europe 
Translation, adaption of 'Kiko and the Manymes' awareness materials in 12 

languages, February – March 2021 
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https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-third-meeting-of-the-working-group-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-international-cooperation-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-international-cooperation-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-training-course-for-the-candidate-magistrates-in-turkey-on-countering-online-child-sexual-exploitation-and-abuse
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-training-course-for-the-candidate-magistrates-in-turkey-on-countering-online-child-sexual-exploitation-and-abuse
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-training-course-for-the-candidate-magistrates-in-turkey-on-countering-online-child-sexual-exploitation-and-abuse
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-the-first-practitioners-to-practitioners-workshop
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-the-first-practitioners-to-practitioners-workshop
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-interagency-cooperation-on-the-search-seizure-and-confiscation-of-on-line-crime-procee-1
https://www.coe.int/en/web/cybercrime/-/cybereast-webinar-on-hate-speech-and-restrictive-measures
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EndOCSEA@Europe 

Consolidation of the 10 translations of the lesson plans, presentations and chapters 

of the introductory training module to build the capacities of law enforcement, 

prosecutors and judges on online child sexual exploitation and abuse (OCSEA), 

February – April 2021 

iPROCEEDS 2 

Assessment of investigation and collection/ handling of electronic evidence under 

the respective domestic legislation in North Macedonia and Serbia, desk review, 

February 2021 

iPROCEEDS 2 
Domestic guidelines for investigation and collection/handling of electronic evidence 

for North Macedonia and Serbia, desk review, February 2021 

Octopus Project Further development of the cyberviolence online resource, online, February – 

March 2021 

March 2021  

GLACY+ 
INTERPOL Malware Analysis Training (Africa, Europe and Middle East), online, 1-5 

March 2021 

Cybercrime@Octopus 
Workshop on Cybercrime legislation in Trinidad and Tobago, online, 2-3 March 

2021 

GLACY+ 
Building Anti-Cybercrime Capacity in ASEAN - for the Equality, Diversity and 

Inclusion (EDI) toolkit, online, 2 March 2021 

GLACY+ 
African Network of PDP Authorities Series of Regional Webinars (5th workshop), 

online, 3 March 2021 

CyberEast 
Development of standard operating procedures for cooperation between CSIRTs 

and law enforcement in Azerbaijan, online, 3-5 March 2021 

GLACY+ 
Participation in: Applying data protection rules in criminal proceedings workshop 

in Thailand, online, 4 March 2021 

CyberEast 
Workshop with personal data protection authorities and national communications 

regulators on trust and cooperation in Armenia, 4-5 March 2021 

CyberSouth 

Second session of working group meeting in charge of creating domestic course 

on cybercrime and electronic evidence in Lebanon – adoption of the basic course, 

online, 4-5 March 2021 

CyberSouth 

Third national meeting on the development of domestic Standard Operating 

Procedures and a toolkit for first responders on cybercrime investigation and e-

evidence in Lebanon, online, 8 March 2021 

Octopus Project 

Ancillary meeting “Cooperation on cybercrime: risks and safeguards” at the 

Fourteenth United Nations Congress on Crime Prevention and Criminal Justice, 

online, 9 March 2021 

GLACY+ 

iPROCEEDS 2 

Webinar on cyber-bullying: trends, prevention strategies and the role of law 

enforcement, online, 9 March 2021 

EndOCSEA@Europe 
Council of Europe Webinar: When Cyber-Bullying Becomes a Crime Against our 

Children, online, 9 March 2021 

GLACY+ 

Support to the national delivery of Introductory Course on cybercrime and 

electronic evidence for Judges and prosecutors in Cape Verde, online, 9-11 March 

2021 

GLACY+ 
Advisory mission on developing/adapting the training materials for on-line basic 

modules in Philippines, online, 10 March 2021 

CyberSouth 

Final session of working group meeting in charge of creating domestic course on 

cybercrime and electronic evidence in Tunisia – adoption of the advanced course, 

online, 12 March 2021 

GLACY+ 
CyberPeace Institute: Online expert consultation regarding the societal impact of 

ransomware attacks, online, 16 March 2021 

https://www.coe.int/en/web/cybercrime/-/glacy-4th-edition-of-the-interpol-malware-analysis-training-africa-europe-and-mena-region
https://www.coe.int/en/web/cybercrime/-/octopus-project-series-of-online-workshops-on-cybercrime-legislation-and-electronic-evidence-in-the-caribbean-region-kicked-off-with-trinidad-and-toba
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-sop-for-cooperation-between-csirts-and-law-enforcement-in-the-eastern-partnership-countries-finali
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-sop-for-cooperation-between-csirts-and-law-enforcement-in-the-eastern-partnership-countries-finali
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-with-personal-data-protection-authorities-and-national-communications-regulators-on-trust-and-cooperation-on-cybercrime-
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-with-personal-data-protection-authorities-and-national-communications-regulators-on-trust-and-cooperation-on-cybercrime-
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-second-meeting-of-the-working-group-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-third-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat
https://www.coe.int/en/web/cybercrime/-/cybersouth-third-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat
https://www.coe.int/en/web/cybercrime/-/cybersouth-third-national-meeting-on-the-development-of-a-domestic-standard-operating-procedures-and-toolkit-for-first-responder-cybercrime-investigat
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-webinar-cyberbullying-trends-prevention-strategies-and-the-role-of-law-enforcement
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-webinar-cyberbullying-trends-prevention-strategies-and-the-role-of-law-enforcement
https://www.coe.int/en/web/cybercrime/-/cape-verdean-national-judicial-trainers-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/cape-verdean-national-judicial-trainers-deliver-introductory-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/glacy-designing-judicial-training-in-the-philippines-on-demand-online-modules-and-a-bench-book-for-judges
https://www.coe.int/en/web/cybercrime/-/glacy-designing-judicial-training-in-the-philippines-on-demand-online-modules-and-a-bench-book-for-judges
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-third-meeting-of-the-working-group-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-third-meeting-of-the-working-group-in-tunisia
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iPROCEEDS 2 
Second round of business analyses CERT- LEA. Guidelines on sharing of data by 

CERTs with criminal justice authorities in Albania, online, 17-18 March 2021 

CyberEast 
Workshop with Moldovan authorities on cybercrime/cybersecurity strategy and 

action plan (with CyberSecurity EAST), online, 19 March 2021 

GLACY+ Participation in ICANN 70, online, 20-25 March 2021 

Octopus Project 

Participation in Chatham House/EUISS event: International cooperation against 

cybercrime – existing cybercrime responses and paths forward, online, 22 March 

2021 

CyberEast Pilot session of online judicial training in Georgia, online, 22-25 March 2021 

GLACY+ Orientation meeting in Ivory Coast, online, 23 March 2021 

iPROCEEDS 2 
Assessment of the investigation and collection/handling of electronic evidence 

under the domestic legislation, online, 23 March 2021 

GLACY+ 
Overview of Budapest Convention for Prosecutors Office, Attorney General Office 

and Maldivian Police Service, online, 23 March 2021 

GLACY+ 
Initial assessment of criminal justice capacities on cybercrime and e-evidence in 

Colombia, online, 24-26 March 2021 

GLACY+ 
Initial assessment of criminal justice capacities on cybercrime and e-evidence in 

Brazil, online, 24-26 March 2021 

Octopus Project 

Workshop on criminal justice capacities on cybercrime and electronic evidence and 

accession to the Budapest Convention with national authorities of Jamaica, online, 

25-26 March 2021 

GLACY+ 

Octopus Project 

Participation in the African Network of Data Protection Authorities meeting, online, 

29 March 2021 

iPROCEEDS 2 

Workshop and hands-on simulation for improvement of the skills, set-up and 

competencies of 24/7 points of contact in Bosnia and Herzegovina, online, 29 

March 2021 

Octopus Project 
Workshop on Cybercrime Legislation and Electronic Evidence organised with 

national authorities of Montserrat, online, 29-30 March 2021 

GLACY+ 
Series of monthly thematic webinars for the International Network of the National 

Judicial Trainers (3/7), online, 30 March 2021 

CyberSouth 
International Network of the National Judicial Trainers, 2nd P2P Workshop, online, 

30 March 2021 

GLACY+ 

CyberSouth 

iPROCEEDS 2 

Workshop on the functioning and role of 24/7 Networks of Contact Points in the 

international cooperation on cybercrime and e-evidence, online, 31 March – 1 April 

2021 

iPROCEEDS 2 
Second round of business analyses CERT- LEA. Guidelines on sharing of data by 

CERTs with criminal justice authorities in Montenegro, 31 March – 1 April 2021 

Octopus Project Participation in the Lanzarote Committee 31st meeting, online, 31 March 2021 

iPROCEEDS 2 
Translation of the guide on freezing and confiscation of virtual currencies and 

related assets in the projects countries/areas languages, March 2021 

CyberSouth 
Study on the Competent Authorities and the Functioning of International 

Cooperation, desk study, March 2021 

CyberSouth 
Study on Judicial Training Systems and Capabilities in the Southern Neighbourhood 

Region, desk study, March 2021 

CyberSouth 
Study on the conformity of personal data provisions with Convention 108+, desk 

study, March 2021 

Octopus Project 

Preparation of country profiles on Online Child Sexual Exploitation and Abuse 

(OCSEA) for Belize, Guatemala, Honduras, Nicaragua, Philippines, Costa Rica, 

Dominican Republic, Panama, Sri Lanka, El Salvador, desk study, March 2021 

Octopus Project 
Further development of an online training platform on cybercrime, online, March 

2021 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-business-analyses-cert-lea-guidelines-on-sharing-of-data-by-certs-with-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-business-analyses-cert-lea-guidelines-on-sharing-of-data-by-certs-with-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/-/cybereast-roundtable-discussion-on-cybercrime-and-cybersecurity-policies-and-action-plans-with-moldovan-authorities
https://www.coe.int/en/web/cybercrime/-/cybereast-roundtable-discussion-on-cybercrime-and-cybersecurity-policies-and-action-plans-with-moldovan-authorities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-assessment-of-the-investigation-and-collection-handling-of-electronic-evidence-under-the-domestic-legislation
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-assessment-of-the-investigation-and-collection-handling-of-electronic-evidence-under-the-domestic-legislation
https://www.coe.int/en/web/cybercrime/-/glacy-project-welcomes-colombia-as-priority-country
https://www.coe.int/en/web/cybercrime/-/glacy-project-welcomes-colombia-as-priority-country
https://www.coe.int/en/web/cybercrime/-/glacy-brazil-is-a-new-priority-country-initial-assessment-of-criminal-justice-capacities-on-cybercrime-and-e-evidence-concluded
https://www.coe.int/en/web/cybercrime/-/glacy-brazil-is-a-new-priority-country-initial-assessment-of-criminal-justice-capacities-on-cybercrime-and-e-evidence-concluded
https://www.coe.int/en/web/cybercrime/-/octopus-project-workshop-on-criminal-justice-capacities-on-cybercrime-and-electronic-evidence-and-accession-to-the-budapest-convention-organized-with-
https://www.coe.int/en/web/cybercrime/-/octopus-project-workshop-on-criminal-justice-capacities-on-cybercrime-and-electronic-evidence-and-accession-to-the-budapest-convention-organized-with-
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-montserrat
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-montserrat
https://www.coe.int/en/web/cybercrime/-/cybersouth-and-glacy-workshop-on-the-functioning-and-role-of-24-7-networks-of-contact-points-in-the-international-cooperation-on-cybercrime-and-e-evid
https://www.coe.int/en/web/cybercrime/-/cybersouth-and-glacy-workshop-on-the-functioning-and-role-of-24-7-networks-of-contact-points-in-the-international-cooperation-on-cybercrime-and-e-evid
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-business-analyses-cert-lea-guidelines-on-sharing-of-data-by-certs-with-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-business-analyses-cert-lea-guidelines-on-sharing-of-data-by-certs-with-criminal-justice-authorities
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-on-the-competent-authorities-and-the-functioning-of-international-cooperation-in-jordan-and-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-on-the-competent-authorities-and-the-functioning-of-international-cooperation-in-jordan-and-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-on-judicial-training-systems-and-capabilities-in-the-southern-neighbourhood-region-jordan-and-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-on-judicial-training-systems-and-capabilities-in-the-southern-neighbourhood-region-jordan-and-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-on-the-conformity-of-personal-data-provisions-with-convention-108-
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Octopus Project Further development of a HELP course on cybercrime, online, March 2021 

Octopus Project 
Translation of the Guide on Seizing Cryptocurrencies (French, Portuguese and 

Spanish), March 2021 

April 2021  

iPROCEEDS 2 

Workshop and hands-on simulation for improvement of the skills, set-up and 

competencies of 24/7 point of contact in Bosnia and Herzegovina, online, 2 April 

2021 

CyberEast Pilot session of online judicial training, online, Ukraine, 5-8 April 2021 

GLACY+ 
African Network of PDP Authorities Series of Regional Webinars (6th workshop), 

online, 7 April 2021 

Octopus Project 
Participation in UN Intergovernmental Expert Group, UNODC, online, Vienna, 

Austria, 7-8 April 2021 

GLACY+ 
Spanish Series of Technical Webinars on Decrypting Communication Algorithms, 

online, 7-16 April 2021 

iPROCEEDS 2 
Workshop on cybercrime and cybersecurity trends as well as for criminal justice 

statistics, online, Serbia, 12 April 2021 

Octopus Project 
Working Group meeting for development of an online training platform on 

cybercrime, online, 12 April 2021 

Octopus Project 9th T-CY Protocol Drafting Plenary, online, 12 April 2021 

GLACY+ 
Online Workshop on Data Protection and INTERPOL tools and services for Peru and 

Colombia, online, 13-15 April 2021 

Octopus Project 

Desk review and workshop on cybercrime legislation on cybercrime legislation and 

electronic evidence with national authorities of Saint Lucia, online, 13-14 April 

2021 

GLACY+ 
Study on cybercrime legislation and human rights for Sierra Leone, desk study, 14 

April 2021 

iPROCEEDS 2 

Meeting related to Montenegro’s cyber-security strategy, support from the 

iPROCEEDS-2 project in drafting/revising the respective document, online, 15 April 

2021 

CyberEast 
Workshop with personal data protection authorities and national communications 

regulators on trust and cooperation, online, 15-16 April 2021 

GLACY+ 
Study on cybercrime legislation and human rights for Mauritius, desk study, 16 

April 2021 

GLACY+ 
New materials for the Training Skills and Certification Programme for the Council 

of Europe Trainers on Cybercrime and Electronic Evidence, online, 19 April 2021 

CyberSouth 

GLACY+ 

CyberEast 

iPROCEEDS 2 

First Coordination Call of the Steering Committee of the International Network of 

the Judicial Training, online, 20 April 2021 

Octopus Project 

Workshop on criminal justice capacities on cybercrime and electronic evidence and 

accession to the Budapest Convention with national authorities of Guyana, online, 

20-21 April 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation in North 

Macedonia, online, 20-22 April 2021 

CyberEast 
Workshop with Azerbaijani authorities on the reform of criminal procedure 

legislation, online, Azerbaijan, 23 April 2021 

iPROCEEDS 2 

Meeting with representatives of Serbia and Bosnia and Herzegovina, to assess 

need for translation of the first responder training course as updated by ECTEG, 

online, 23 April 2021 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-point-of-contact-in-bosnia-and-herze
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshop-and-hands-on-simulation-for-improvement-of-the-skills-set-up-and-competencies-of-24-7-point-of-contact-in-bosnia-and-herze
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/t-16?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-online-workshops-on-cybercrime-and-cybersecurity-trends-and-criminal-justice-statistics-in-serbia-and-kosov-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-online-workshops-on-cybercrime-and-cybersecurity-trends-and-criminal-justice-statistics-in-serbia-and-kosov-1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-colombia-and-peru-learn-about-data-protection-and-global-policing-capabilities-implemented-by-interpol?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-colombia-and-peru-learn-about-data-protection-and-global-policing-capabilities-implemented-by-interpol?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-from-saint-lucia
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-from-saint-lucia
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-with-personal-data-protection-authorities-and-national-communications-regulators-on-trust-and-cooperation-on-cybercrime-
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-with-personal-data-protection-authorities-and-national-communications-regulators-on-trust-and-cooperation-on-cybercrime-
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/the-international-network-of-national-judicial-trainers-first-coordination-call-of-the-steering-committee?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/the-international-network-of-national-judicial-trainers-first-coordination-call-of-the-steering-committee?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/octopus-project-workshop-on-criminal-justice-capacities-on-cybercrime-and-electronic-evidence-and-accession-to-the-budapest-convention-organised-with-
https://www.coe.int/en/web/cybercrime/-/octopus-project-workshop-on-criminal-justice-capacities-on-cybercrime-and-electronic-evidence-and-accession-to-the-budapest-convention-organised-with-
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-kicked-off-the-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-kicked-off-the-specialised-judicial-training-course-on-international-cooperation
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CyberSouth 
Regional conference on roles and responsibilities in international police-to-police 

and judicial cooperation on cybercrime and e-evidence, online, 26 April 2021 

GLACY+ 
Workshop on Cybercrime Legislation and Electronic Evidence for aligning the 

national legislation with the provisions of the Convention, hybrid, 26-27 April 2021 

CyberEast 
Second Regional Meeting on the Development of Mutual Legal Assistance 

Guidelines (with Eurojust), online, 26-28 April 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation in Bosnia and 

Herzegovina, online, 26-28 April 2021 

Octopus Project 
Desk review and workshop on cybercrime legislation on cybercrime legislation and 

electronic evidence with national authorities of Suriname, online, 27-28 April 2021 

CyberSouth 

GLACY+ 

CyberEast 

iPROCEEDS 2 

International Network of the National Judicial Trainers, 3rd P2P Workshop, online, 

29 April 2021 

iPROCEEDS 2 
Translation of the draft of the Second Additional Protocol into the Serbian language 

upon request from the iPROCEEDS-2 focal point of Serbia, desk activity, April 2021 

Octopus Project 

Preparation of country profiles on Online Child Sexual Exploitation and Abuse 

(OCSEA) for Botswana, Mauritius, Nigeria, Ghana and Kenya, desk study, April 

2021 

Octopus Project 
Further development of an online training platform on cybercrime – setting up of 

the proof-of-concept version, desk activity, April – June 2021 

EndOCSEA@Europe 

Translation into languages of the 10 focus countries and Finalization of the Training 

Module for Combating OCSEA aimed at judges, prosecutors, law enforcement, April 

– June 2021 

May 2021  

CyberEast Pilot session of online judicial training, online, Azerbaijan, 4-7 May 2021 

GLACY+ Advisory mission on legislation for Maldives, hybrid, 6 May 2021 

Octopus Project 
6th round of consultation with stakeholders on the draft text of the 2nd Additional 

Protocol to the Budapest Convention, online, 6 May 2021 

GLACY+ 
Review of the cybercrime and electronic evidence bill (with the view of the 

upcoming second reading in the Parliament) for Kiribati, desk study, 6 May 2021 

CyberEast 
National training for cybercrime units and prosecutors on use of templates for data 

preservation and subscriber information in Armenia, online, 6-7 May 2021 

iPROCEEDS 2 
Workshop on cybercrime and cybersecurity trends as well as for criminal justice 

statistics in Kosovo*, online, 11 May 2021 

CyberEast 
Development of SOPs for CSIRT/LEA, stage II (with Cybersecurity EAST project) 

in Moldova, online, 11-12 May 2021 

GLACY+ 

Octopus Project 

Webinar on Enhanced Cooperation and Disclosure of Electronic Evidence, online, 

13 May 2021 

CyberSouth 

GLACY+ 

Octopus Project 

Second Additional Protocol to the Convention on Cybercrime - Direct cooperation 

with providers and entities in other Parties webinar, online, 13 May 2021 

CyberEast 
National training for cybercrime units and prosecutors on use of templates for data 

preservation and subscriber information, online, Azerbaijan, 13-14 May 2021 

CyberEast 
Development of SOPs for CSIRT/LEA, stage II (with Cybersecurity EAST project) 

in Ukraine, online, 17-18 May 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation in Montenegro, 

online, 18-20 May 2021 

CyberEast 
Development of SOPs for CSIRT/LEA, stage II (with Cybersecurity EAST project) 

in Georgia, online, 20-21 May 2021 

https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-judicial-international-cooperation-and-police-to-police-cooperation-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/cybersouth-regional-workshop-on-judicial-international-cooperation-and-police-to-police-cooperation-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-maldives-pursues-strong-commitment-to-budapest-convention-workshop-on-cybercrime-legislation-and-electronic-evidence-for-aligning-the-national-l?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-maldives-pursues-strong-commitment-to-budapest-convention-workshop-on-cybercrime-legislation-and-electronic-evidence-for-aligning-the-national-l?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-second-regional-meeting-on-the-development-of-mutual-legal-assistance-guidelines
https://www.coe.int/en/web/cybercrime/-/cybereast-second-regional-meeting-on-the-development-of-mutual-legal-assistance-guidelines
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-kicked-off-the-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-kicked-off-the-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-suriname
https://www.coe.int/en/web/cybercrime/-/octopus-project-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-suriname
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-online-workshops-on-cybercrime-and-cybersecurity-trends-and-criminal-justice-statistics-in-serbia-and-kosov-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-online-workshops-on-cybercrime-and-cybersecurity-trends-and-criminal-justice-statistics-in-serbia-and-kosov-1
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/27DRhMFOi6PM/content/international-association-of-prosecutors-glacy-and-octopus-projects-gave-the-start-to-the-series-of-webinars-dedicated-to-the-second-additional-protoc?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_27DRhMFOi6PM%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-the-online-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
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iPROCEEDS 2 
Workshop on drafting a complex cybersecurity strategy that is in line with 

international standards in Montenegro, online, 24 May 2021 

CyberEast 
Development of SOPs for CSIRT/LEA, stage II (with Cybersecurity EAST project) 

in Armenia, online, 24-25 May 2021 

GLACY+ 
Instructor Development Course for English speaking countries, online, 24 May – 

25 June 2021 

iPROCEEDS 2 

Octopus Project 

International Webinar to officially start the training course (Python Programming 

for Investigators Online), online, 25 May 2021 

CyberEast ECTEG Forensic Training on Python Programming, online, 25 May – 25 July 2021 

EndOCSEA@Europe 
Training for judges, prosecutors and law enforcement in Republic of Moldova, 

online, 25-26 May 2021 

iPROCEEDS 2 Business analysis CERT/LEA in Turkey, online, 26-27 May 2021 

iPROCEEDS 2 
Guidelines and procedures on sharing of data by CERTs/CSIRTs with criminal 

justice authorities in Turkey, desk activity, 26-27 May 2021 

Octopus Project 10th Protocol Drafting Plenary, online, 26-27 May 2021 

CyberSouth 

GLACY+ 

CyberEast 

iPROCEEDS 2 

International Network of the National Judicial Trainers, 4th P2P Workshop, online, 

27 May 2021 

Octopus Project 24th T-CY Plenary meeting, online, 28 May 2021 

GLACY+ 
Study on cybercrime legislation and human rights in Nigeria, desk study, 31 May 

2021 

Octopus Project 
Translation of the Budapest Convention and its Protocol and the Data Protection 

Convention and its Protocol into Amharic for Ethiopia, May 2021 

CyberSouth 
Translation of the Guide on Seizing Cryptocurrencies from English into Arabic, desk 

activity, May 2021 

CyberEast 
Launch public opinion surveys on cybercrime reporting and online security, online, 

May – December 2021 

CyberEast 
Review of Introductory Training Course for Judges on cybercrime and electronic 

evidence, online, Georgia, May – June 2021 

Octopus Project 
Comprehensive framework on automated technology to detect online child sexual 

exploitation and abuse, desk activity, May – June 2021 

Octopus Project 
Preparation of country profiles on Online Child Sexual Exploitation and Abuse 

(OCSEA) for Benin, Argentina, Brazil and Chile, online, May – June 2021 

Octopus Project 
Translation of the Introductory course on cybercrime and electronic evidence into 

Portuguese and Spanish, May – June 2021 

EndOCSEA@Europe 
Update of the Baseline Mapping on Member state responses to prevent and combat 

online child sexual exploitation and abuse, desk review, May – June 2021 

June 2021  

GLACY+ Stakeholder webinar on new cybercrime legislation for Belize, online, 3 June 2021 

iPROCEEDS 2 3rd meeting of the Project Steering Committee, online, 3 June 2021 

CyberSouth 

In-country workshops for judges, prosecutors and law enforcement on the 

application of cybercrime legislation, including rule of law safeguards and data 

protection requirements in Lebanon, online, 3 June 2021 

CyberEast 

EndOCSEA@Europe 

Joint workshop on Law Enforcement training against child online sexual abuse, 

online, 3-4 June 2021 

iPROCEEDS 2 

Online platform for legislation: continuous update of the Country Wikis and legal 

profiles for South-eastern Europe in the Octopus Community regarding legislation 

and jurisprudence, desk activity, 4–22 June 2021 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-advisory-workshop-on-drafting-cybersecurity-strategy-in-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-advisory-workshop-on-drafting-cybersecurity-strategy-in-montenegro
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-third-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-lebanon
https://www.coe.int/en/web/cybercrime/-/endocsea-europe-cybereast-improving-operational-capacities-to-tackle-online-child-sexual-exploitation-and-abuse
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CyberSouth 

Final session of working group meeting in charge of creating domestic course on 

cybercrime and electronic evidence – adoption of the advanced course, online, 

Lebanon, 4 June 2021 

CyberSouth 

In-country workshops for judges, prosecutors and law enforcement on the 

application of cybercrime legislation, including rule of law safeguards and data 

protection requirements, online, Morocco, 7 June 2021 

GLACY+ Stakeholder webinar on new cybercrime legislation in Belize, online, 8 June 2021 

GLACY+ 
Judicial Training on Cybercrime and Electronic Evidence for Papua New Guinea, 

hybrid, 8-9 June 2021 

CyberEast 
Development of SOPs for CSIRT/LEA, stage II (with Cybersecurity EAST project) 

in Azerbaijan, online, 8-9 June 2021 

EndOCSEA@Europe 
Launch new training package for law enforcement, judges and prosecutors to 

improve their operational capacities in tackling OCSEA, online, 9 June 2021 

CyberSouth 

In-country workshops for judges, prosecutors and law enforcement on the 

application of cybercrime legislation, including rule of law safeguards and data 

protection requirements, online, Jordan, 9 June 2021 

GLACY+ 
Workshop on Cybercrime Legislation and Criminal Justice Capacities, hybrid, 10-

11 June 2021 

CyberEast 3rd Steering Committee of the CyberEast project, online, 10 June 2021 

Octopus Project 
Desk review and workshop on cybercrime legislation on cybercrime legislation and 

electronic evidence with national authorities of Barbados, online, 14-15 June 2021 

GLACY+ ICANN71 meeting, online, 14-17 June 2021 

CyberSouth 

In-country workshops for judges, prosecutors and law enforcement on the 

application of cybercrime legislation, including rule of law safeguards and data 

protection requirements, online, Algeria, 15 June 2021 

CyberSouth 

In-country workshops for judges, prosecutors and law enforcement on the 

application of cybercrime legislation, including rule of law safeguards and data 

protection requirements, online, Tunisia, 16 June 2021 

GLACY+ 

iPROCEEDS 2 

2nd Webinar to address issues and challenges for chapters 1-5 of the Python 

Programming (ePy3) for Investigators, online, 16 June 2021 

EndOCSEA@Europe Project Closing conference, online, 17 June 2021 

EndOCSEA@Europe Final Steering Committee, online, 18 June 2021 

GLACY+ African Network of PDP Authorities - General Assembly, online, 22 June 2021 

CyberSouth 

GLACY+ 

CyberEast 

iPROCEEDS 2 

International Network of the National Judicial Trainers, 5th P2P Workshop, online, 

22 June 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation in Kosovo*, 

online, 22-24 June 2021 

CyberEast Pilot session of online judicial training, online, Moldova, 23-25 June 2021 

GLACY+ 
Workshop on the new Electronic Communication Abuse Offences Act in Tonga, 

online, 24-25 June 2021 

CyberEast Contribution to EuroDIG 2021, online, Italy, 28-30 June 2021 

CyberSouth 

GLACY+ 

Octopus Project 

The Second African Forum on Cybercrime, co-organized with the African Union, 

online, 28-29 June 2021 

GLACY+ 
Regional Training of Trainers for Gendarmerie of Francophone countries from 

Africa, hybrid, Senegal, 28 June – 2 July 2021 

iPROCEEDS 2 

Regional online meeting with all project countries/area on MLA best practices as 

provided under the Budapest Convention and as further enhanced under its Second 

Additional Protocol, online, 29 June 2021 

https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-third-meeting-of-the-working-group-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-material-mainstreaming-third-meeting-of-the-working-group-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-morocco
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/online-stakeholder-webinar-on-new-cybercrime-legislation-in-belize?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/strong-commitment-of-the-png-authorities-for-the-accession-to-budapest-convention?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-workshops-on-the-development-of-standard-operating-procedures-for-cooperation-between-csirts-and-law-enforcement-stage-ii-in-the-e
https://www.coe.int/en/web/cybercrime/-/endocsea-europe-cybereast-improving-operational-capacities-to-tackle-online-child-sexual-exploitation-and-abuse
https://www.coe.int/en/web/cybercrime/-/endocsea-europe-cybereast-improving-operational-capacities-to-tackle-online-child-sexual-exploitation-and-abuse
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-jordan
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/strong-commitment-of-the-png-authorities-for-the-accession-to-budapest-convention?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybereast-third-steering-committee-of-the-project
https://www.coe.int/en/web/cybercrime/-/octopus-project-desk-review-and-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-barbados
https://www.coe.int/en/web/cybercrime/-/octopus-project-desk-review-and-online-workshop-on-cybercrime-legislation-and-electronic-evidence-organised-with-national-authorities-of-barbados
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-judges-prosecutors-and-law-enforcement-on-the-application-of-data-protection-requirements-in-tunisia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-the-online-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-workshop-on-a-new-cybercrime-act-in-tonga?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/second-african-forum-on-cybercrime-creating-synergies-for-a-coordinated-approach-to-protect-societies-from-the-threat-of-cybercrime
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-cybercrime-first-responders-training-for-the-african-gendarmerie-officers?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-cybercrime-first-responders-training-for-the-african-gendarmerie-officers?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
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iPROCEEDS 2 

First delivery of the workshop on acquisition of regular/digital evidence in 

cybercrime cases, for Turkish magistrates.  Investigating, prosecuting and 

adjudicating cybercrime offences and relevant evidence in Turkey, online, 30 June 

2021 

EndOCSEA@Europe 
Translation, adaption and layout of awareness material of 'Kiko and the Manymes' 

for the project countries, June 2021 

July 2021  

CyberEast 
National training for cybercrime units and prosecutors on use of templates for 

data preservation and subscriber information, online, Georgia, 1-2 July 2021 

GLACY+ Workshop on new cybercrime legislation in Mauritius, online, 2 July 2021 

iPROCEEDS 2 

Third webinar discussing Units 6-9 (Functions, Modules and Packages, User Input 

Validation, File I/O and Unicode, Regular expression) of the Python Programming 

for Investigators Online Course, online, 2 July 2021 

GLACY+ 
Workshop on LEA training strategies for French speaking priority countries in 

Africa, online, Burkina Faso, Benin, Morocco, Senegal, 5-9 July 2021 

CyberEast 
National training for cybercrime units and prosecutors on use of templates for 

data preservation and subscriber information, online, Moldova, 5-6 July 2021 

GLACY+ 

Introductory Judicial Training on Cybercrime and Electronic Evidence, in 

collaboration with OCWAR-C (English speaking countries), online, Western 

African Countries, 5-8 July 2021 

iPROCEEDS 2 

Meeting with the Head of Office of CoE Office in Podgorica, to discuss improving 

of liaising with professional counterparts from this country, online, Montenegro, 6 

July 2021 

GLACY+ 
Regional HUB to Second African Forum - Southern Africa Hub on Specialized 

Units, online, Africa countries, 6 July 2021 

GLACY+ 

Advisory mission on LEA training strategies and integration of ECTEG training 

materials into the law enforcement training academies and other professional law 

enforcement training bodies, online, Benin, 6 July 2021 

CyberEast 
Workshop with Armenian authorities on cybercrime/cybersecurity strategy and 

action plan (with CyberSecurity EAST), online, Armenia, 7 July 2021 

CyberEast 
Workshop with Armenian authorities on the reform of criminal procedure 

legislation, online, Armenia, 7 July 2021 

GLACY+ 

Advisory mission on LEA training strategies and integration of ECTEG training 

materials into the law enforcement training academies and other professional law 

enforcement training bodies, online, Burkina Faso, 7 July 2021 

iPROCEEDS 2 

Second delivery of the workshop on acquisition of regular/digital evidence in 

cybercrime cases, for Turkish magistrates.  Investigating, prosecuting and 

adjudicating cybercrime offences and relevant evidence, online, Turkey, 7 July 

2021 

CyberSouth Sixth Steering Committee meeting of CyberSouth project , online, 8 July 2021 

GLACY+ 
Intervention in the workshop dedicated to Cybercrime Units (organized by EL 

PAcCTO project), online, LATAM, 8 July 2021 

GLACY+ 

Advisory mission on LEA training strategies and integration of ECTEG training 

materials into the law enforcement training academies and other professional law 

enforcement training bodies, online, Morocco, 8 July 2021 

GLACY+ 

Series of monthly thematic webinars for the International Network of the 

National Judicial Trainers on Prosecuting cybercrimes and Cybercrime training, 

online, 8 July 2021 

CyberEast 
National training for cybercrime units and prosecutors on use of templates for 

data preservation and subscriber information, online, Ukraine, 8-9 July 2021 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-streamlining-training-strategies-for-law-enforcement-in-glacy-french-speaking-priority-countries
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-streamlining-training-strategies-for-law-enforcement-in-glacy-french-speaking-priority-countries
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/uKE6ShlCfApw/content/glacy-introductory-training-course-on-cybercrime-for-judges-and-prosecutors-from-ecowas-english-speaking-countries?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_uKE6ShlCfApw%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-online-workshops-on-handling-electronic-evidence-during-the-investigation-and-prosecution-of-cybercrimes-in-turkey
https://www.coe.int/en/web/cybercrime/-/cybersouth-renewed-engagement-of-priority-countries-at-the-sixth-steering-committee
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-second-series-of-practitioners-to-practitioners-workshops-starting-september
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-second-series-of-practitioners-to-practitioners-workshops-starting-september
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-training-courses-on-templates-for-data-preservation-and-subscriber-information-in-the-eastern-partnership-countries-finalized
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GLACY+ 

Advisory mission on LEA training strategies and integration of ECTEG training 

materials into the law enforcement training academies and other professional law 

enforcement training bodies, online, Senegal, 9 July 2021 

GLACY+ GLACY+ 10th Steering Committee, online, 12 July 2021 

CyberEast 
Effective access to data exercise and development of standard procedures 

between LEA/ISPs, online, Azerbaijan, 12-14 July 2021 

GLACY+ 

Introductory Judicial Training on Cybercrime and Electronic Evidence, in 

collaboration with OCWAR-C ToTs for French speaking countries, online, Western 

African countries, 12-15 July 2021 

CyberSouth 
National Workshop for supporting the establishment of the 24/7 Contact Point in 

Tunisia, online, 13 July 2021 

GLACY+ 

Octopus Project 

Regional Parliamentary Webinar to Promote Universality and Implementation of 

the Budapest Convention on Cybercrime for Africa Region, online, 13 July 2021 

GLACY+ Advisory mission on legislation, online, Cote D'Ivoire, 15 July 2021 

iPROCEEDS 2 
Workshop on the Digital Forensic/Triage/Live Data forensic tools developed by 

UCD within the FREETOOL Project, online, 15 July 2021 

iPROCEEDS 2 
Fourth webinar discussing Units 10-12 and the final exam of the Python 

Programming for Investigators Online Course, online, 16 July 2021 

GLACY+ 
Annual forum of the Financial Intelligence Unit (FIU) of the Portuguese Speaking 

African Countries (PALOP) and East Timor, Angola, 20-22 July 2021 

iPROCEEDS 2 

Online workshop on MLA practices on country/area level, alignment of 

procedures with the Budapest Convention and its Second Additional Protocol, 

online, Albania, 21 July 2021 

iPROCEEDS 2 

Meeting with the Project Team of the Western Balkans Partnership against Crime 

and Terrorism (WB PaCT) project, implemented by CEPOL, to identify synergies 

and possibilities of working together, online, 22 July 2021 

Octopus Project 

Advisory mission on drafting legislation on cybercrime and electronic evidence 

(follow-up workshop in cooperation with CARICOM IMPACS), online, Barbados, 

22-23 July 2021 

GLACY+ 
INTERPOL Malware Analysis Training (Africa, Europe and Middle East), online, 

Africa, 26-30 July 2021 

iPROCEEDS 2 

Domestic/online practical exercise bringing together cybercrime, cybersecurity 

and the private sector aimed at developing practical skills of public-private co-

operation, online, Serbia, 27-29 July 2021 

GLACY+ 

Development of Cybercrime investigations, digital forensics capabilities combined 

with in-country workshops and advice on interagency cooperation and private 

public partnerships to fight cybercrime (with focus on coop between CERT and 

LEAs), online, Colombia, 28-29 July 2021 

CyberEast 
Development of training on interagency cooperation and financial 

investigations/intelligence, desktop research, July – September 2021 

Octopus Project 
Further development of an online training platform on cybercrime – setting up of 

the proof-of-concept version, July-September 2021 

Octopus Project Translation of the Budapest Convention into Chinese, July 2021 

Octopus Project 
Work on creation of bilingual templates database for Data Preservation and MLA 

requests, July 2021 

August 2021  

iPROCEEDS 2 

Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, Serbia, 2 August 

2021 

https://www.coe.int/en/web/cybercrime/-/glacy-consolidated-regional-collaborations-during-the-10th-steering-committee-meeting-of-the-project
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-training-course-on-cybercrime-for-judges-and-prosecutors-from-ecowas-french-speaking-countries
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-supporting-the-establishment-of-the-24-7-contact-point-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-for-supporting-the-establishment-of-the-24-7-contact-point-in-tunisia
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-project-first-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-bu
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-project-first-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-bu
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-forensics-tools-developed-by-ucd-within-the-freetool-project
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-forensics-tools-developed-by-ucd-within-the-freetool-project
https://www.coe.int/en/web/cybercrime/-/angola-virtually-hosts-the-annual-forum-of-the-fiu-of-the-portuguese-speaking-african-countries-palop-and-east-timor
https://www.coe.int/en/web/cybercrime/-/angola-virtually-hosts-the-annual-forum-of-the-fiu-of-the-portuguese-speaking-african-countries-palop-and-east-timor
https://www.coe.int/en/web/cybercrime/-/octopus-project-authorities-in-barbados-are-pursuing-updates-of-their-domestic-cybercrime-legislation-in-line-with-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
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GLACY+ 
Specialized course on International Cooperation for Prosecutors and Judges, 

online, Costa Rica, 3-6 August 2021 

iPROCEEDS 2 
Kosovo’s* Academy of Justice preparatory donor coordination meeting, online, 5 

August 2021 

iPROCEEDS 2 
Regional meeting on seizing virtual currency, Bucharest, Romania, 16-19 August 

2021 

iPROCEEDS 2 
Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, 26 August 2021 

iPROCEEDS 2 

Domestic/online practical exercise bringing together cybercrime, cybersecurity 

and the private sector aimed at developing practical skills of public-private co-

operation, online, 31 August – 2 September 2021 

CyberEast 
Development of step-by-step Annex to the MLA Guidelines, desktop research, 

August – September 2021 

CyberEast 
Development of first responder course for investigators (online version), desktop 

research, August – September 2021 

Octopus Project 

Preparation of the high-level regional analysis on legislation on OCSEA for 

Brunei, Cambodia, Indonesia, Laos, Malaysia, the Philippines, Singapore, Sri 

Lanka, Thailand, Vietnam, desk study, August 2021 

Octopus Project 
Translation into Portuguese language of the Specialized Course on International 

Cooperation, August-September 2021 

Octopus Project 
Preparation of the Study on COVID-19 related cybercrime in Asia, desk study, 

August-September 2021 

Octopus Project 

Analysis of the updated Russian Proposal (RF Proposal 2021) for a “draft United 

Nations Convention on Countering the Use of Information and Communication 

Technologies for Criminal Purposes”, desk study, August-September 2021 

Octopus Project 
Finalization of the review and harmonization of the modules of the HELP Course 

on Cybercrime, desk review, August-September 2021 

September 2021  

Octopus Project Cybercrime Convention Committee Bureau meeting, online, 3 September 2021 

CyberEast 
Pilot session of online judicial training (judges and prosecutors), online, Armenia, 

6-9 September 2021 

iPROCEEDS 2 

Domestic/online practical exercise bringing together cybercrime, cybersecurity 

and the private sector aimed at developing practical skills of public-private co-

operation, online, Kosovo*, 7-9 September 2021 

GLACY+ 

Advisory workshop on integration/mainstreaming of training modules in curricula 

of judicial training institutions and prosecutors training institution, online, 

Paraguay, 7-8 and 14 September 2021 

GLACY+ Participation in GFCE Africa Regional Dialogue, online, Africa, 9 September 2021 

CyberEast 
Workshop with Azerbaijani authorities on cybercrime/cybersecurity strategy and 

action plan (with CyberSecurity EAST), online, Azerbaijan, 10 September 2021 

iPROCEEDS 2 
SCENARI training provided by ECTEG under the Translation of the first responder 

training course, E-FIRST, online, 13-17 September 2021 

iPROCEEDS 2 

Domestic/online practical exercise bringing together cybercrime, cybersecurity 

and the private sector aimed at developing practical skills of public-private co-

operation, online, Bosnia and Herzegovina, 14-16 September 2021 

GLACY+ Cryptocurrency basics, online, Mauritius, 14-17 September 2021 

CyberEast 
Effective access to data exercise and development of standard procedures 

between LEA/ISPs, online, Armenia, 14-16 September 2021 

Octopus Project 
Participation in the PACE Hearing on the Draft Second Additional Protocol to the 

Budapest Convention, online, Strasbourg, 14 September 2021 

https://www.coe.int/en/web/cybercrime/-/glacy-specialized-course-on-international-cooperation-for-prosecutors-and-judges-delivered-in-costa-rica
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-meeting-on-seizing-virtual-currency
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-simulation-exercise-on-joint-action-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-paraguay-focuses-on-streamlining-cybercrime-and-electronic-evidence-in-the-curricula-of-judicial-training-institutions
https://www.coe.int/en/web/cybercrime/-/glacy-paraguay-focuses-on-streamlining-cybercrime-and-electronic-evidence-in-the-curricula-of-judicial-training-institutions
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CyberSouth 
Third meeting for mainstreaming of cybercrime judicial training, online, Algeria, 

16 September 2021 

iPROCEEDS 2 

Needs assessment and improvement/development of functions of the online 

public reporting system on online fraud and other cybercrime offence, online, 

Kosovo*, 17 September 2021 

iPROCEEDS 2 

Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, Bosnia and 

Herzegovina, 17 September 2021 

iPROCEEDS 2 

Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, North 

Macedonia, 20 September 2021 

GLACY+ 
Workshop on cybercrime, electronic evidence legislation and fundamental rights 

in Burkina Faso, hybrid, 20 September 2021 

Octopus Project 

Regional workshop on legislation and capacities of criminal justice authorities to 

fight online child sexual exploitation in Asia (C-PROC/UNODC), online, 21 

September 2021 

CyberEast 
Introductory judicial training for the prosecutors, online, Ukraine, 20-23 

September 2021 

iPROCEEDS 2 

Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, Montenegro, 21 

September 2021 

GLACY+ 
5th INTERPOL Working Group on Dark Web and Virtual Assets, online, 21-22 

September 2021 

iPROCEEDS 2 
Domestic workshops on cybercrime and cybersecurity trends as well as for 

criminal justice statistics in each beneficiary, online, Turkey, 22 September 2021 

iPROCEEDS 2 
Reports on cybercrime and cybersecurity trends as well as for criminal justice 

statistics in each beneficiary, desk review, Turkey, 22 September 2021 

iPROCEEDS 2 

Workshop on MLA practices on country level, alignment of procedures with the 

Budapest Convention and its Second Additional Protocol, online, Turkey, 24 

September 2021 

CyberEast 
Introductory judicial training for the prosecutors, online, Georgia, 27-30 

September 2021 

Octopus Project 

GLACY+ 

Second Regional Parliamentary Webinar to Promote Universality and 

Implementation of the Budapest Convention on Cybercrime for Caribbean 

countries, online, 28 September 2021 

Octopus Project 
Meeting of the Working Group for the development of an online training platform 

on cybercrime and electronic evidence, online, 28 September 2021 

GLACY+ 

Advisory workshop on the streamlining of procedures for mutual legal assistance 

enhanced by the Second Additional Protocol related to cybercrime and electronic 

evidence, online, Costa Rica, 29-30 September 2021 

iPROCEEDS 2 
Workshop on drafting policies and strategies in cybercrime area in line with 

international standards, online, North Macedonia, 30 September 2021 

GLACY+ Law Enforcement Training Strategies Handbook, desk review, September 2021 

GLACY+ 
Global survey on the state of play of the judicial training (under the framework of 

the International Network of Judicial Trainers), desk review, September 2021 

iPROCEEDS 2 
Update of the Electronic Evidence Guide of the Council of Europe, desk review, 

September 2021 – January 2022 

iPROCEEDS 2 
Cryptocurrency investigations and forensics training course, online, September – 

December 2021 

Octopus Project 
Comparative analysis of the legislation of Nauru against the provisions of the 

Lanzarote Convention, desk research, September 2021 

https://www.coe.int/en/web/cybercrime/-/cybersouth-mainstreaming-of-cybercrime-judicial-training-third-meeting-of-the-working-group-in-alger-1
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-cybercrime-electronic-evidence-legislation-and-fundamental-rights-in-burkina-faso
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-cybercrime-electronic-evidence-legislation-and-fundamental-rights-in-burkina-faso
https://www.coe.int/en/web/cybercrime/-/octopus-project-joint-council-of-europe-unodc-online-regional-workshop-on-legislation-and-capacities-of-criminaljustice-authorities-to-fight-online-ch
https://www.coe.int/en/web/cybercrime/-/octopus-project-joint-council-of-europe-unodc-online-regional-workshop-on-legislation-and-capacities-of-criminaljustice-authorities-to-fight-online-ch
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-online-introductory-training-courses-on-cybercrime-and-electronic-evidence-with-judges-and-prosecutors-from-the-eastern-partnershi
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-online-introductory-training-courses-on-cybercrime-and-electronic-evidence-with-judges-and-prosecutors-from-the-eastern-partnershi
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-projects-second-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-projects-second-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-projects-second-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-focuses-on-better-solutions-to-simplify-and-rationalize-procedures-for-international-cooperation
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-focuses-on-better-solutions-to-simplify-and-rationalize-procedures-for-international-cooperation
https://www.coe.int/en/web/cybercrime/-/glacy-costa-rica-focuses-on-better-solutions-to-simplify-and-rationalize-procedures-for-international-cooperation
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Octopus Project 
Preparation of country profiles on OCSEA for Brunei, Cambodia, Indonesia, Laos, 

Malaysia, Singapore, Thailand, Vietnam, desk research, September-October 2021 

October 2021  

CyberEast Regional meeting on online crime proceeds, online, 4-5 October 2021 

GLACY+ 
INTERPOL E-Evidence Boot Camp (EEBC) for GLACY+ Countries, online, 4 

October – 26 November 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Co-operation in Türkiye, 

online, 4 – 6 October 2021 

GLACY+ 
Strengthening Law Enforcement Training Strategies for the GLACY+ Countries in 

Africa - Ghana, Nigeria and Mauritius, online, 5-7 October 2021 

GLACY+ 
Workshop on cybercrime and money laundering (organised by EL PAcCTO), 

hybrid, Ecuador, 5-7 October 2021 

GLACY+ 
Workshop on Developing Cybercrime and E-Evidence Training Strategies for Law 

Enforcement in Ghana, online, 6 October 2021 

CyberSouth 
First Regional Workshop on the Second Additional Protocol to the Budapest 

Convention, online, 6 October 2021 

iPROCEEDS 2 

Domestic workshops on cybercrime and cybersecurity trends as well as for 

criminal justice statistics in each beneficiary in Bosnia and Herzegovina, online, 7 

October 2021 

iPROCEEDS 2 

Reports on cybercrime and cybersecurity trends as well as for criminal justice 

statistics in each beneficiary in Bosnia and Herzegovina, desk assignment, 7 

October 2021 

GLACY+ 
Workshop on Developing Cybercrime and E-Evidence Training Strategies for Law 

Enforcement in Nigeria, online, 7 October 2021 

GLACY+ 

Octopus Project 

Webinar on the Second Additional Protocol to the Convention on Cybercrime 

(2/5): Criminal justice cooperation on cybercrime in emergency situation, online, 

11 October 2021 

Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform, online, 

North Macedonia, 13 October2021 

Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform, online, 

Ukraine, 13 October2021 

CyberEast 
Scenario and artefacts development for the Regional Cyber Exercise (with 

CyberSecurity EAST project), online, 14-15 October 2021 

iPROCEEDS 2 

First preparatory meeting for the creation of the Simulation exercise on effective 

sharing of data between cybercrime and cybersecurity communities, online, 14-

15 October 2021 

CyberSouth 
National Workshop on developing a cybercrime reporting mechanism in Lebanon, 

online, 14 October 2021 

Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform, online, 

Georgia, 15 October2021 

Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform, online, 

The Philippines, 15 October2021 

iPROCEEDS 2 

Online workshop on MLA practices on country level, alignment of procedures with 

the Budapest Convention and its Second Additional Protocol in Montenegro, 

online, 15 October 2021 

https://www.coe.int/en/web/cybercrime/-/cybereast-the-regional-meeting-on-crime-proceeds-online
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/interpol-e-evidence-boot-camp-eebc-for-glacy-countries?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-third-round-of-the-online-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-strengthening-law-enforcement-training-strategies-for-the-glacy-countries-in-africa-ghana-nigeria-and-mauritius?inheritRedirect=false
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-strengthening-law-enforcement-training-strategies-for-the-glacy-countries-in-africa-ghana-nigeria-and-mauritius?inheritRedirect=false
https://www.coe.int/en/web/cybercrime/-/cybersouth-first-regional-workshop-on-the-second-additional-protocol-to-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/cybersouth-first-regional-workshop-on-the-second-additional-protocol-to-the-budapest-convention
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/criminal-justice-cooperation-on-cybercrime-in-an-emergency-situation-under-the-spotlight-during-the-2nd-webinar-of-the-series-co-organised-by-the-inte
https://www.coe.int/en/web/cybercrime/-/criminal-justice-cooperation-on-cybercrime-in-an-emergency-situation-under-the-spotlight-during-the-2nd-webinar-of-the-series-co-organised-by-the-inte
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-developing-a-cybercrime-reporting-mechanism-in-lebanon
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CyberEast 
Training on interagency cooperation and financial investigations /intelligence in 

Azerbaijan, online, 18-20 October 2021 

GLACY+ 

Advisory workshop on the streamlining of procedures for MLA enhanced by the 

2nd Additional Protocol related to cybercrime and electronic evidence, hybrid, 

Ghana, 18-19 October 2021 

GLACY+ 
Malware reverse training for Africa, Europe and Middle East, online, 18 October – 

9 November 2021 

Octopus Project Seminar Human Rights in the Digital Sphere, hybrid, 18 October 2021 

iPROCEEDS 2 
Specialised Judicial Training Course on International Co-operation in Serbia, 

online, 18-20 October 2021 

iPROCEEDS 2 
International Joint CoE/Eurojust Conference addressing Joint Investigation 

Teams/Joint Investigations, online, 19 October 2021 

CyberEast 
Regional Conference on Joint Investigative Teams in cooperation with Eurojust, 

online, 19 October 2021 

Octopus Project 
Participation in the 10th ENISA-EC3 Workshop on CSIRT and LE Cooperation, 

online, 19 October 2021 

Octopus Project 

GLACY+ 

Joint Workshop on International Cooperation in Cybercrime: Joint Investigation 

Teams/Joint Investigations, organized by C-PROC & EUROJUST, online, 19 

October 2021 

CyberSouth 
Council of Europe and EUROJUST: Workshop on Joint Investigation Teams/Joint 

Investigations, online, 19 October 2021 

Octopus Project 

High Level HELP Conference on Countering Cross-Border Crime and Human 

Rights Implications; Workshop D – Cybercrime and Human Rights, online, 20 

October 2021 

GLACY+ 
Workshop on legislation and the Budapest Convention – impact and accession 

process, hybrid, Uruguay, 20 October 2021 

GLACY+ 
Specialised course on International Cooperation for prosecutors and judges, 

hybrid, Ghana, 20-22 October 2021 

GLACY+ ICANN 72 meeting (Seattle, USA), online, 23-28 October 2021 

CyberEast 
Training on interagency cooperation and financial investigations/ intelligence in 

Moldova, online, 25-27 October 2021 

iPROCEEDS 2 
Domestic workshops on cybercrime and cybersecurity trends as well as for 

criminal justice statistics in each beneficiary in Albania, online, 25 October 2021 

iPROCEEDS 2 
Reports on cybercrime and cybersecurity trends as well as for criminal justice 

statistics in each beneficiary in Albania, desk assignment, 25 October 2021 

CyberSouth 
National workshop on developing a cybercrime reporting mechanism in Morocco, 

online, 26 October 2021 

CyberSouth 
National workshop on developing the cybercrime reporting mechanism in Tunisia, 

online, 27 October 2021 

GLACY+ 
8th INTERPOL Africa Working Group Meeting on Cybercrime for Heads Units, 

online, 27 October 2021 

GLACY+, Octopus Project, 

CyberSouth 

Second Steering Committee of the International Network of the Judicial Trainers, 

online, 28 October 2021 

GLACY+ 

Global survey on the state of play of the judicial training (under the framework of 

the International Network of Judicial Trainers), desk assignment, 28 October 

2021 

CyberSouth 
National workshop on developing the cybercrime reporting mechanism in Jordan, 

online, 28 October 2021 

iPROCEEDS 2 Business analysis CERT/LEA in North Macedonia, online, 28-29 October 2021 

iPROCEEDS 2 
Guidelines and procedures on sharing of data by CERTs/CSIRTs with criminal 

justice authorities in North Macedonia, desk assignment, 28-29 October 2021 

https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-streamlining-procedures-for-mutual-legal-assistance-and-enhancing-international-cooperation-in-ghana?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-streamlining-procedures-for-mutual-legal-assistance-and-enhancing-international-cooperation-in-ghana?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/-/octopus-project-roundtable-session-of-the-cybercrime-panel-during-the-seminar-on-human-rights-in-the-digital-sphere
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-third-round-of-the-online-specialised-judicial-training-course-on-international-cooperation
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-joint-workshop-on-joint-investigation-teams-joint-investigations
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-joint-workshop-on-joint-investigation-teams-joint-investigations
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-joint-workshop-on-joint-investigation-teams-joint-investigations
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-joint-workshop-on-joint-investigation-teams-joint-investigations
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-high-level-workshop-with-the-authorities-of-uruguay?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-high-level-workshop-with-the-authorities-of-uruguay?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-streamlining-procedures-for-mutual-legal-assistance-and-enhancing-international-cooperation-in-ghana?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-workshops-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-developing-a-cybercrime-reporting-mechanism-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-developing-the-cybercrime-reporting-mechanism-in-tunisia
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-8th-interpol-africa-working-group-meeting-on-cybercrime-for-heads-of-unit?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/international-network-of-the-national-judicial-trainers-second-call-of-the-steering-committee?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-developing-the-cybercrime-reporting-mechanism-in-jordan
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-last-workshop-on-improving-information-sharing-and-cooperation-between-cert-and-lea
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CyberEast 
Support to the Steering Committee and training activities of the International 

Judicial Trainers' Network, online, 28 October and 3 November 2021 

Octopus Project 
Kick-off meeting/Regional Workshop/Roundtable on COVID-19 related 

cybercrime in Asia, online, 29 October 2021 

November 2021  

CyberSouth 
National workshop on developing the cybercrime reporting mechanism in Algeria, 

online, 2 November 2021 

GLACY+ 

Octopus Project 

CyberSouth 

International Network of National Judicial Trainers: A new series of practitioners-

to-practitioners workshops – First workshop, online, 3 November 2021 

GLACY+ 
Train the trainers – introductory course on cybercrime and electronic evidence 

for judges and prosecutors in Liberia, online, 3-7 November 2021 

Octopus Project 

GLACY+ 

Series of roundtables on the Second Additional Protocol for LATAM and Caribbean 

- 1st webinar for Argentina, Brazil, Chile, Paraguay, Uruguay, online, 5 

November 2021 

iPROCEEDS 2 
Online workshop on the role, set-up and competencies of the 24/7 points of 

contact in Turkiye, online, 8 November 2021 

Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform in 

Georgia and Ukraine, online, 8 November 2021 

Octopus Project 
Workshop on the development of first responder Standard Operating Procedures 

for South Africa, online, 8 November 2021 

CyberEast 

Supporting Law Enforcement in the Eastern Partnership in the Europol’s Training 

and Operational Partnership Against Organised Crime (TOPCOP), Budapest, 

Hungary, 8-12 November 2021 

CyberEast 
Training on interagency cooperation and financial investigations/ intelligence in 

Ukraine, online, 8-10 November 2021 

GLACY+ 
Implementers and Donors Forum – GFCE Americas Regional Hub, online, 9 

November 2021 

CyberSouth Third meeting of the CyberSouth Judicial Network, online, 9 November 2021 

Octopus Project Roundtable on COVID-19 related cybercrime in Asia, online, 9 November 2021 

GLACY+ 
Meeting of Cybercrime Unit Heads for ECOWAS and Mauritania, hybrid, Ghana, 9-

10 November 2021 

GLACY+ Paris Peace Forum, online 11-13 November 2021 

Octopus Project 
25th Plenary of the Cybercrime Convention Committee (T-CY), online, 15 

November 2021 

Octopus Project 

High-level event dedicated to the 20th anniversary of the Budapest Convention 

on Cybercrime and the forthcoming Second Additional Protocol, online, 16 

November 2021 

Octopus Project 
EU funded online regional cybercrime trainings for the Caribbean (law 

enforcement series), online, 16 November - 2 December 2021 

Octopus Project 

CyberSouth 

iPROCEEDS 2 

GLACY+ 

CyberEast 

Octopus Conference 2021, online, 16-18 November 2021 

CyberEast 

Supporting Law Enforcement in the Eastern Partnership in the Europol’s Training 

and Operational Partnership Against Organised Crime (TOPCOP), Baku, 

Azerbaijan, 20-25 November 2021 

https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-developing-the-cybercrime-reporting-mechanism-in-algeria
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/the-international-network-of-national-judicial-trainers-a-new-series-of-practitioners-to-practitioners-workshops-first-workshop?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/the-international-network-of-national-judicial-trainers-a-new-series-of-practitioners-to-practitioners-workshops-first-workshop?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/multistakeholder-webinars-on-the-second-additional-protocol-to-the-budapest-convention-in-latam-countries
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/octopus-project-workshop-on-the-development-of-domestic-standard-operating-procedures-for-first-responders-cybercrime-investigation-and-e-evidence-in-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D3%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/octopus-project-workshop-on-the-development-of-domestic-standard-operating-procedures-for-first-responders-cybercrime-investigation-and-e-evidence-in-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D3%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/-/cybereast-supports-law-enforcement-in-the-eastern-partnership-in-the-europol-s-training-and-operational-partnership-against-organised-crime-topcop-
https://www.coe.int/en/web/cybercrime/-/cybereast-supports-law-enforcement-in-the-eastern-partnership-in-the-europol-s-training-and-operational-partnership-against-organised-crime-topcop-
https://www.coe.int/en/web/cybercrime/-/cybersouth-third-meeting-of-the-cybersouth-judicial-network
https://www.coe.int/en/web/cybercrime/t-cy-plenaries
https://www.coe.int/en/web/cybercrime/-/special-event-on-the-20th-anniversary-of-the-budapest-convention-and-the-forthcoming-protocol-update
https://www.coe.int/en/web/cybercrime/20th-anniversary-budapest-convention
https://www.coe.int/en/web/cybercrime/20th-anniversary-budapest-convention
https://www.coe.int/en/web/cybercrime/-/caricom-impacs-and-octopus-project-eu-funded-online-cybercrime-trainings-for-the-caribbean
https://www.coe.int/en/web/cybercrime/-/caricom-impacs-and-octopus-project-eu-funded-online-cybercrime-trainings-for-the-caribbean
https://www.coe.int/en/web/cybercrime/octopus-interface-2021
https://www.coe.int/en/web/cybercrime/-/cybereast-supports-law-enforcement-in-the-eastern-partnership-in-the-europol-s-training-and-operational-partnership-against-organised-crime-topcop-
https://www.coe.int/en/web/cybercrime/-/cybereast-supports-law-enforcement-in-the-eastern-partnership-in-the-europol-s-training-and-operational-partnership-against-organised-crime-topcop-
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CyberSouth 
Training of Trainers on cybercrime and e-evidence for magistrates in Tunisia, 

online, 22, 23 and 25 November 2021 

iPROCEEDS 2 

Domestic/online practical exercise bringing together cybercrime, cybersecurity 

and the private sector aimed at developing practical skills of public-private co-

operation in North Macedonia, online, 23-25 November 2021 

Octopus Project 

iPROCEEDS 2 

GLACY+ 

CyberSouth 

2021 Annual Meeting of the 24/7 Network of Contact Points of the Budapest 

Convention on Cybercrime, online, 24 November 2021 

GLACY+ 
PILON Cybercrime Working Group and Council of Europe co-badged webinar on 

“Countering Disinformation”, online, 26 November 2021 

Octopus Project 

GLACY+ 

Regional conference on cybercrime for women judges, with International 

Association of Women Judges, online, 26-27 November 2021 

GLACY+ 
Support for the development of the data protection secondary legislation in 

Ecuador, online, 26 November – 22 December 2021 

CyberSouth 
Training of Trainers on cybercrime and e-evidence for magistrates in Jordan, 

Amman, Jordan, 29 November – 2 December 2021 

iPROCEEDS 2 

Translation of the Guide for first responders to cybercrime investigations into the 

Albanian and Turkish languages as requested by professional counterparts from 

Kosovo* and Türkiye, November - December 2021 

CyberEast 
EAP International Cooperation Report 2021, desk assignment, November 2021 – 

January 2022 

December 2021  

iPROCEEDS 2 

Regional workshop on enhancement of capabilities, development of standard 

step-by-step guidelines for drafting and processing of mutual legal assistance 

requests (MLA) for criminal cases involving cybercrime and electronic evidence, 

Tirana, Albania, 2-3 December 2021 

iPROCEEDS 2 
4th meeting of the Project Steering Committee, Tirana, Albania, 3 December 

2021 

Octopus Project 
Follow-up workshop on cybercrime legislation in Barbados, online, 3 December 

2021 

Octopus Project Advice on OCSEA legislation for Nauru, online, 3 December 2021 

GLACY+ 
Third expert meeting on the FRA-CoE Handbook on Cybercrime and Fundamental 

rights, online, 6-7 December 2021 

iPROCEEDS 2 

Coordination meeting on promoting the unique online platform for blocking 

access of websites with illegal and harmful content, Lazli, Albania, 6-8 December 

2021 

Octopus Project 
SIRIUS Conference 2021: E-evidence Across Borders organised by EUROJUST, 

online, 6-8 December 2021 

CyberEast 
Joint training of law enforcement and judiciary in cooperation with judicial and 

police academies in Armenia, online, 7-9 December 2021 

iPROCEEDS 2 

Best online reporting platforms presented by developing and implementing 

authorities. Making an informed decision on the future reporting system in 

Kosovo, online, 7 December 2021 

Octopus Project 
Institut des Hautes Etudes en défense nationale (IHEDN) webinar on Digital 

sovereignity and cybersecurity, online, 7 December 2021 

Octopus Project 

GLACY+ 

Series of webinars on the 2nd Additional Protocol (3/5): Party request of 

expedited production of subscriber information and traffic data - with 

International Association of Prosecutors & Octopus, online, 7 December 2021 

Octopus Project Roundtable on COVID-19 related cybercrime in Asia, online, 7 December 2021 

https://www.coe.int/en/web/cybercrime/-/cybersouth-training-of-trainers-on-cybercrime-and-e-evidence-for-magistrates-in-tunisia
https://www.coe.int/en/web/cybercrime/-/c-proc-2021-annual-meeting-of-the-24-7-network-of-contact-points-of-the-budapest-convention-on-cybercri-2
https://www.coe.int/en/web/cybercrime/-/c-proc-2021-annual-meeting-of-the-24-7-network-of-contact-points-of-the-budapest-convention-on-cybercri-2
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/pilon-cybercrime-working-group-and-council-of-europe-co-badged-webinar-on-countering-disinformation-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_DD9qKA5QlKhC_cur%3D4%26_101_INSTANCE_DD9qKA5QlKhC_keywords%3D%26_101_INSTANCE_DD9qKA5QlKhC_advancedSearch%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_DD9qKA5QlKhC_andOperator%3Dtrue
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GLACY+ 

Octopus Project 

Third Regional Parliamentary Webinar to Promote Universality and 

Implementation of the Budapest Convention on Cybercrime, online, 8 December 

2021 

CyberSouth 7th Project Steering Committee, online, 9 December 2021 

GLACY+ 
Introductory workshop on data protection international standards, hybrid, 

Vanuatu, 9-10 December 2021 

CyberEast 
Scenario and artefacts development for the Regional Cyber Exercise (with 

CyberSecurity EAST project), online, 13 December 2021 

GLACY+ Cyber-enabled fraud training, online, 13-17 December 2021 

GLACY+ 

Octopus Project 

Workshop on cybercrime and electronic evidence legislation, hybrid, Nauru, 14 

December 2021 

GLACY+ 

Advisory workshop on the streamlining of procedures for MLA enhanced by the 

2nd Additional Protocol related to cybercrime and electronic evidence combined 

with specialised course on international cooperation in Panama, online, 14-16 

December 2021 

iPROCEEDS 2 
Working Group meeting on the online Training Platform being developed by C-

PROC, online, 14 December 2021 

CyberSouth 
Second regional workshop for the promotion of the Second Additional Protocol to 

the Budapest Convention, online, 15 December 2021 

CyberEast 
Further development of revised Georgian Information Security Law, online, 15 

December 2021 

CyberEast 4th Steering Committee of the project, online, 17 December 2021 

CyberEast 
ECTEG Course on Network Investigations delivered for the Armenian law 

enforcement in partnership with OSCE, Yerevan, Armenia, 20-24 December 2021 

January 2022  

GLACY+ 
Participation of the project management unit in the Regional Workshop on 

Addressing Cybercrime in Sub-Saharan Africa, online, 17-20 January 2022 

GLACY+ 

CyberSouth 

Second series of monthly thematic webinars for the International Network of the 

National Judicial Trainers workshop, online, 18 January 2022 

Octopus Project 
Series of online cybercrime trainings for Caribbean magistrates and prosecutors 

(in cooperation with CARICOM IMPACS), online, 18-20 January 2022 

CyberEast 
Training on interagency cooperation and financial investigations/ intelligence, 

Yerevan, Armenia, 19-21 January 2022 

iPROCEEDS 2 
Domestic workshop on cybersecurity in Albania, online, 20 January 

2022 

iPROCEEDS 2 

Workshop for Turkish law enforcement professionals on Council of Europe-

developed “Guide for first responders to cybercrime investigations”, online, 24-

25 January 2022 

GLACY+ GLACY+ 11th Steering Committee, online, 25 January 2022 

Octopus Project 
Series of online cybercrime trainings for Caribbean magistrates and prosecutors 

(in cooperation with CARICOM IMPACS), online, 27 January 2022 

CyberEast 
Further development of revised Georgian Information Security Law, online, 

January – April 2022 

Octopus Project Updating a series of country wikis on the Octopus Platform, online, January 2022 

Octopus Project 
Further development of the online training platform on cybercrime and electronic 

evidence, online, January-September 2022 

Octopus Project 
Study on COVID-19-related cybercrime and electronic evidence in the 

Philippines, online, January-March 2022 

iPROCEEDS 2 
Translation of the operative text of the Second Additional Protocol into Bosnian, 

Montenegrin, Macedonian, Serbian and Turkish, desk assignment, January 2022 
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https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-for-turkish-law-enforcement-professionals-on-council-of-europe-developed-guide-for-first-responders-to-cybercrime-investigations-
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-reviewing-project-progress-and-planning-activities-for-2022-during-the-11th-steering-committee-meeting?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/caricom-impacs-and-octopus-project-regional-trainings-on-cybercrime-for-magistrates-and-prosecutors-in-the-caribbean-region?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D2%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/caricom-impacs-and-octopus-project-regional-trainings-on-cybercrime-for-magistrates-and-prosecutors-in-the-caribbean-region?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D2%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/octopus/country-wiki
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February 2022  

CyberSouth 

Final session of the working group in charge of developing domestic course on 

cybercrime and electronic evidence – adoption of the advanced course in Jordan, 

online, 1 February 2022 

CyberSouth 
Euromed Justice Project – course on cybercrime and electronic evidence, online, 

1-2 February and 8-9 February 2022 

GLACY+ 
Kick off meeting on COVID-19 related cybercrime and electronic evidence in the 

Philippines, online, 2 February 2022 

CyberEast 
Training on interagency cooperation and financial investigations/ intelligence, 

Tsinandali, Georgia, 2-4 February 2022 

Octopus Project 
Participation in the Digital Partnership Workshop, Session on combating crime in 

cyberspace, online, 3-4 February 2022 

CyberEast 
Law enforcement training for investigators and prosecutors, Baku, Azerbaijan, 7-

9 February 2022 

CyberSouth 
National Workshop on the preparation of criminal justice statistics on cybercrime 

and e-evidence in Lebanon, online, 8 February 2022 

Octopus Project 

GLACY+ 

Additional multi-stakeholder workshops on the Second Additional Protocol: 

second webinar in the series for countries in Latin America, online, 8 February 

2022  

GLACY+ 
Workshop on the roles and responsibilities of a Data Protection Authority in 

Gambia, online, 8 February 2022 

iPROCEEDS 2 

Training skill certification programme for judges and prosecutors delivering 

Council of Europe judicial training on cybercrime and electronic evidence in 

Kosovo, online, 8-11 February 2022 

Octopus Project 

Introductory meeting: part of the series of virtual needs assessment meetings in 

pilot, volunteer countries / institutions: the case for an online training platform in 

Dominican Republic, online, 9 February 2022 

iPROCEEDS 2 
INTERPOL International Database on the Sexual Exploitation of Children (ICSE), 

France, 11 February 2022 

GLACY+ 
Participation of the project management unit in the Cyber Project Community 

online meeting, online, 11 February 2022 

CyberSouth 
National Workshop on the preparation of criminal justice statistics on cybercrime 

and e-evidence in Tunisia, online, 15 February 2022 

Octopus Project 

GLACY+ 

Council of Europe and International Association of Prosecutors: Fourth webinar in 

the series dedicated to the Second Additional Protocol to the Convention on 

Cybercrime, online, 15 February 2022 

GLACY+ 
Advisory mission on data protection legislation – first stakeholder workshop in 

Vanuatu, online, 15 February 2022 

Octopus Project Participation in the CTED workshop, online, 16 February 2022 

iPROCEEDS 2 
Domestic workshop on cybercrime and cybersecurity trends as well as for 

criminal justice statistics in North Macedonia, online, 16 February 2022 

iPROCEEDS 2 

Reports on cybercrime and cybersecurity trends as well as for criminal justice 

statistics in each beneficiary in North Macedonia, desk assignment, 16 February 

2022 

CyberSouth 
National Workshop on the preparation of criminal justice statistics on cybercrime 

and e-evidence in Jordan, online, 17 February 2022 

Octopus Project 
Meeting of the Bureau of the Cybercrime Convention Committee (T-CY), online, 

18 February 2022 

https://www.coe.int/en/web/cybercrime/-/cybersouth-third-working-group-meeting-on-the-mainstreaming-of-judicial-training-material-on-cybercrime-and-electronic-evidence-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-third-working-group-meeting-on-the-mainstreaming-of-judicial-training-material-on-cybercrime-and-electronic-evidence-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybereast-delivers-a-training-course-on-financial-investigation-virtual-currency-and-darknet-for-police-and-prosecutors-in-georgia
https://www.coe.int/en/web/cybercrime/-/octopus-project-session-on-combating-crime-in-cyberspace-organised-during-the-council-of-europe-2022-digital-partnership-workshop-on-co-operation-with
https://www.coe.int/en/web/cybercrime/-/octopus-project-session-on-combating-crime-in-cyberspace-organised-during-the-council-of-europe-2022-digital-partnership-workshop-on-co-operation-with
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-lebanon
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/the-second-additional-protocol-to-the-budapest-convention-2nd-webinar-in-the-series-for-countries-in-latin-america-glacy-and-octopus-projects?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/the-second-additional-protocol-to-the-budapest-convention-2nd-webinar-in-the-series-for-countries-in-latin-america-glacy-and-octopus-projects?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-setting-up-supervisory-authorities-in-the-gamb-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-setting-up-supervisory-authorities-in-the-gamb-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tot-on-training-skills-when-delivering-trainings-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tot-on-training-skills-when-delivering-trainings-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tot-on-training-skills-when-delivering-trainings-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-tunisia
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/council-of-europe-iap-spotlight-on-joint-investigation-teams-and-joint-investigations-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/council-of-europe-iap-spotlight-on-joint-investigation-teams-and-joint-investigations-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/council-of-europe-iap-spotlight-on-joint-investigation-teams-and-joint-investigations-on-cybercrime-and-electronic-evidence?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-drafting-data-protection-legislation-in-vanuatu-second-workshop?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-drafting-data-protection-legislation-in-vanuatu-second-workshop?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-cybercrime-and-cybersecurity-trends-and-statistics-in-north-macedonia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-cybercrime-and-cybersecurity-trends-and-statistics-in-north-macedonia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-jordan
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Octopus Project 

Initial training: part of the series of virtual needs assessment meetings in pilot, 

volunteer countries / institutions: the case for an online training platform in 

Dominican Republic, online, 21 February 2022 

Octopus Project 

GLACY+ 

CyberSouth 

Training course on Cryptocurrency and Dark Web Investigations Online – eCDWI, 

online, 21 February 2022 

CyberSouth 
National Workshop on the preparation of criminal justice statistics on cybercrime 

and e-evidence in Algeria, online, 22 February 2022 

GLACY+ 
Support on the data protection bill (organised in cooperation with the Data 

Protection Unit of the Council of Europe) in Gambia, online, 22 February 2022 

iPROCEEDS 2 
Training Course on Financial Investigations, Virtual Currencies and Darknet in 

Serbia, Montenegro and Bosnia and Herzegovina, online, 22-24 February 2022 

CyberSouth 
National Workshop on the preparation of criminal justice statistics on cybercrime 

and e-evidence in Morocco, online, 23 February 2022 

Octopus Project 

GLACY+ 

Additional multi-stakeholder workshops on the Second Additional Protocol: third 

webinar in the series for countries in Latin America, online, 24 February 2022 

CyberEast 
Regional cooperation forum of cybercrime and cybersecurity experts - Practical 

use cases for SOPs, Istanbul, Türkiye, 24-25 February 2022 

iPROCEEDS 2 

Participation of iPROCEEDS-2 team member in the UN Ad Hoc Committee to 

Elaborate a Comprehensive International Convention on Countering the Use of 

Information and Communications Technologies for Criminal Purposes, New York, 

USA, 28 February – 11 March 2022 

CyberSouth 
National workshop for supporting the development of a domestic toolkit for first 

responders in cybercrime investigations in Lebanon, online, 28 February 2022 

GLACY+ 

Support for an informed participation in the Ad Hoc Committee on new UN Treaty 

first meeting (for Dominican Republic and Nigeria representatives), hybrid, 28 

February – 11 March 2022 

Octopus Project Series of workshops on COVID-19 and cybercrime, online, February 2022 

iPROCEEDS 2 
Specialised ECTEG training on cybercrime and digital forensics (Cryptocurrency 

and Dark Web Investigations- eCDWI), online, February – March 2022 

CyberEast 
Translation of Second Additional Protocol to the Budapest Convention to support 

legal reforms and accession process, desk assignment, February – May 2022 

CyberEast 
Development of intermediate investigators training course on cybercrime and e-

evidence, online, February – April 2022 

March 2022  

CyberSouth 
National workshop for supporting the development of a domestic toolkit for first 

responders in cybercrime investigations in Algeria, 2 March 2022 

CyberSouth 
National workshop for supporting the development of a domestic toolkit for first 

responders in cybercrime investigations in Jordan, 3 March 2022 

Octopus Project 

GLACY+ 

Council of Europe and Parliamentarians for Global Action: Fourth regional 

parliamentary webinar to promote the universality of the Budapest Convention 

on Cybercrime, online, 7 March 2022 

Octopus Project 

GLACY+ 

Regional Conference on COVID-19-related cybercrime and electronic evidence in 

Asia, Colombo, Sri Lanka, 7-9 March 2022 

CyberSouth 
Regional training on Cyber terrorism (CEPOL CT project), online, 7-11 March 

2022 

CyberEast 

iPROCEEDS 2 

International simulation exercise on effective sharing of data between 

cybersecurity and cybercrime communities, Athens, Greece, 7-11 March 2022 

GLACY+ 
Advisory workshop on harmonization of legislation on cybercrime and electronic 

evidence in Uganda, hybrid, 15 March 2022 

https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-algeria
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-the-gambian-legislative-process-on-data-protecti-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-support-for-the-gambian-legislative-process-on-data-protecti-1?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3D101_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-preparation-of-criminal-justice-statistics-on-cybercrime-and-e-evidence-in-morocco
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-project-the-second-additional-protocol-to-the-budapest-convention-3rd-webinar-in-the-series-for-countries-in-latin-america
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-project-the-second-additional-protocol-to-the-budapest-convention-3rd-webinar-in-the-series-for-countries-in-latin-america
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-lebanon
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-ecteg-cryptocurrency-and-dark-web-investigations-online-ecdwi
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-ecteg-cryptocurrency-and-dark-web-investigations-online-ecdwi
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-algeria
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-jordan
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-jordan
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-project-fourth-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-b
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-project-fourth-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-b
https://www.coe.int/en/web/cybercrime/-/parliamentarians-for-global-action-glacy-and-octopus-project-fourth-regional-parliamentary-webinar-to-promote-universality-and-implementation-of-the-b
https://www.coe.int/en/web/cybercrime/-/octopus-project-council-of-europe-organises-a-regional-workshop-on-covid-19-related-cybercrime-and-electronic-evidence-in-asia
https://www.coe.int/en/web/cybercrime/-/octopus-project-council-of-europe-organises-a-regional-workshop-on-covid-19-related-cybercrime-and-electronic-evidence-in-asia
https://www.coe.int/en/web/cybercrime/-/cybereast-and-iproceeds-2-projects-of-the-council-of-europe-in-partnership-with-cybersecurityeast-project-organised-a-cyber-exercise-for-east-and-sout
https://www.coe.int/en/web/cybercrime/-/cybereast-and-iproceeds-2-projects-of-the-council-of-europe-in-partnership-with-cybersecurityeast-project-organised-a-cyber-exercise-for-east-and-sout
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-ugandan-authorities-on-the-harmonisation-of-cybercrime-legislation-and-electronic-evidence-with-international-standards
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-ugandan-authorities-on-the-harmonisation-of-cybercrime-legislation-and-electronic-evidence-with-international-standards
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iPROCEEDS 2 

Workshop on lawful interception of telecommunication traffic and access to 

retained data in line with EU regulations and ETSI standards in Bosnia and 

Herzegovina, online, 15 March 2022 

Octopus Project 
T-CY - Meeting of the Working Group on Undercover Investigations and 

Extension of Searches (UCES), online, 15 March 2022 

CyberSouth 
National workshop for supporting the development of a domestic toolkit for first 

responders in cybercrime investigations in Morocco, online, 15 March 2022 

CyberSouth 
National workshop for supporting the development of a domestic toolkit for first 

responders in cybercrime investigations in Tunisia, online, 16 March 2022 

Octopus Project 

Exchange of views with the diplomatic community in Romania on current threats 

and challenges of cybercrime and new opportunities for cooperation, Bucharest, 

Romania, 17 March 2022 

CyberSouth 
Training of Trainers on cybercrime and e-evidence for magistrates, Beirut, 

Lebanon, 22-25 March 2022 

GLACY+ 
Support for the legislative reform on cybercrime - workshop on procedural 

powers in Nauru, hybrid, 23 March 2022 

GLACY+ 
Advisory mission on national cybercrime strategy in Philippines, hybrid, 23-24 

March 2022 

iPROCEEDS 2 

Online practical exercise bringing together cybercrime, cybersecurity and the 

private sector aimed at developing practical skills of public-private cooperation in 

Albania, online, 23-25 March 2022 

GLACY+ 

Octopus Project iPROCEEDS 

2 CyberSouth CyberEast 

Plenary meeting: Judicial Trainers on Cybercrime and E-Evidence gather to 

discuss medium term priorities of International Network of National Judicial 

Trainers, online, 24 March 2022 

Octopus Project 
T-CY - Meeting of the Working Group on Undercover Investigations and 

Extension of Searches (UCES), online, 25 March 2022 

CyberSouth 
Training of Trainers on cybercrime and e-evidence for magistrates, Algiers, 

Algeria, 28-31 March 2022 

CyberSouth 

Training session “Cybercrime, E-evidence, and Data protection: how to 

investigate cybercrimes more effectively – Recent developments and best 

practices” EuroMed Justice Programme, online, 29-31 March 2022 

iPROCEEDS 2 
Service Providers and LEA Cooperation on conducting cyber-criminal 

investigations Conference, Sarajevo, Bosnia and Herzegovina, 30 March 2022 

iPROCEEDS 2 

Training skill certification programme for judges and prosecutors delivering 

Council of Europe judicial training on cybercrime and electronic evidence, Budva, 

Montenegro, 30 March – 1 April 2022 

GLACY+ 
Support for the legislative reform on cybercrime - workshop on procedural 

powers in Nauru, hybrid, 30 March 2022 

Octopus Project 

Follow-up to the advisory mission on legislation in Barbados: final review of the 

Cybercrime Bill and Mutual Assistance in Criminal Matters Bill, online, 31 March 

2022 

Octopus Project 

Support to participation in the UN Ad Hoc Committee (New York, USA) for the 

preparation of a United Nations Convention on countering the use of information 

and communications technologies for criminal purpose, online, March 2022 

Octopus Project 

Translation into FR, ES, PT of the Training skill certification Programme for 

judges and prosecutors delivering Council of Europe judicial trainings on 

cybercrime and electronic evidence, desk assignment, March – May 2022 

 

April 2022  

https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-morocco
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-development-of-a-domestic-toolkit-for-first-responders-to-cybercrime-investigations-in-tunisia
https://www.coe.int/en/web/cybercrime/-/cooperation-on-cybercrime-exchange-of-views-with-the-diplomatic-community-in-romania
https://www.coe.int/en/web/cybercrime/-/cooperation-on-cybercrime-exchange-of-views-with-the-diplomatic-community-in-romania
https://www.coe.int/en/web/cybercrime/-/cybersouth-training-of-trainers-on-cybercrime-and-e-evidence-for-magistrates-in-lebanon
https://www.coe.int/en/web/cybercrime/-/glacy-legislative-support-on-cybercrime-in-nauru
https://www.coe.int/en/web/cybercrime/-/glacy-legislative-support-on-cybercrime-in-nauru
https://www.coe.int/en/web/cybercrime/-/glacy-supporting-the-drafting-of-philippines-new-cybercrime-strategy
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/27DRhMFOi6PM/content/plenary-meeting-judicial-trainers-on-cybercrime-and-e-evidence-gather-to-discuss-medium-term-priorities-of-international-network-of-national-judicial-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_27DRhMFOi6PM%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/27DRhMFOi6PM/content/plenary-meeting-judicial-trainers-on-cybercrime-and-e-evidence-gather-to-discuss-medium-term-priorities-of-international-network-of-national-judicial-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_27DRhMFOi6PM%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/27DRhMFOi6PM/content/plenary-meeting-judicial-trainers-on-cybercrime-and-e-evidence-gather-to-discuss-medium-term-priorities-of-international-network-of-national-judicial-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_27DRhMFOi6PM%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1
https://www.coe.int/en/web/cybercrime/-/cybersouth-training-of-trainers-on-cybercrime-and-e-evidence-for-magistrates-in-algeria
https://www.coe.int/en/web/cybercrime/-/glacy-legislative-support-on-cybercrime-in-nauru
https://www.coe.int/en/web/cybercrime/-/glacy-legislative-support-on-cybercrime-in-nauru
https://www.coe.int/en/web/octopus/training#{%2264860512%22:[8]}
https://www.coe.int/en/web/octopus/training#{%2264860512%22:[8]}
https://www.coe.int/en/web/octopus/training#{%2264860512%22:[8]}
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iPROCEEDS 2 
Regional training of trainers on delivery of the Specialised Judicial Training 

Course on Electronic Evidence, Budva, Montenegro, 4-7 April 2022 

GLACY+ OCWAR-C Steering Committee, online, 5 April 2022 

GLACY+ 

CyberSouth 

Publishing of the CoE/INTERPOL Guide for developing law enforcement training 

strategies on cybercrime and electronic evidence, 5 April 2022 

Octopus Project Participation in the Privacy Symposium, Venice, Italy, 5-7 April 2022 

CyberEast 
Assessment of hardware and software needs and requirements for Georgian law 

enforcement concerning cybercrime in Georgia, online, 5-15 April 2022 

Octopus Project 
Launch of the HELP course on cybercrime and electronic evidence, hybrid, 

Strasbourg, France, 8 April 2022 

CyberEast 
Training of Trainers for Georgian prosecutors on cybercrime and e-evidence, 

Tbilisi Georgia, 11-13 April 2022 

iPROCEEDS 2 
Training Course on Financial Investigations, Virtual Currencies and Darknet, 

Tirana, Albania, 12-14 April 2022 

GLACY+ 
Series of monthly thematic webinars for the International Network of the 

National Judicial Trainers , online, 14 April 2022 

CyberEast 
Workshop with Georgian authorities on cybercrime policies, Tbilisi, Georgia, 18-

19 April 2022 

GLACY+ 
Workshop on data protection international standards in Chile, online, 19-20 April 

2022 

Octopus Project 
4th meeting of the Working Group on undercover investigations and extension of 

searches, online, 22 April 2022 

GLACY+ 
First workshop for the advisory mission on data protection legislation - policy 

drafting in Vanuatu, hybrid, 27 April 2022 

GLACY+ 

Octopus Project 

Workshop on the universality of the Budapest Convention and the role of policy 

makers on cybercrime legislation, Bogota, Colombia, hybrid, 27-29 April 2022 

CyberSouth 

Course on “The Role of the EU Cyber Ecosystem in Global Cybersecurity Stability” 

(organised by the European Security, the Defence College (ESDC) and the Digital 

Security Authority of Cyprus and the Cyprus Security & Defence Academy), 

online, 27-29 April 2022 

GLACY+ 

Octopus Project 

CyberSouth 

CyberEast 

iPROCEEDS 2 

Workshop on the International Cooperation on Cybercrime Prevention, 

Investigation and Prosecution Using Emerging Technologies: challenges and 

opportunities (jointly organized by the Council of Europe and the Anti-phishing 

Working Group (APWG)), online, 28 April 2022 

Octopus Project 
Further development of the online training platform on cybercrime and electronic 

evidence, online, April – September 2022 

CyberEast 
Review of 2017 Study on Cooperation with Multinational Service Providers, desk 

research, April – June 2022 

CyberEast 
Review of 2017 Study on Liabilities of Internet Service Providers, desk research, 

April – June 2022 

iPROCEEDS 2 
Translation of version 3.0 of the Electronic Evidence Guide into Albanian, 

Macedonian, Serbian and Turkish, April – May 2022 

May 2022  

Octopus Project 
5th meeting of the Working Group on undercover investigations and extension of 

searches, online, 2-3 May 2022 

CyberSouth 

GLACY+ 

Octopus Project 

CyberEast 

International law enforcement training course on investigating ransomware 

attacks, online, 3-4 May 2022 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-training-of-trainers-on-delivery-of-the-specialised-judicial-training-course-on-electronic-evidence-4-7-april-2022-budva-monteneg
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-training-of-trainers-on-delivery-of-the-specialised-judicial-training-course-on-electronic-evidence-4-7-april-2022-budva-monteneg
https://www.coe.int/en/web/cybercrime/-/glacy-cybersouth-guide-for-law-enforcement-training-strategies-on-cybercrime-and-electronic-evidence-published
https://www.coe.int/en/web/cybercrime/-/glacy-cybersouth-guide-for-law-enforcement-training-strategies-on-cybercrime-and-electronic-evidence-published
https://www.coe.int/en/web/cybercrime/-/council-of-europe-help-online-course-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-third-p2p-workshop-second-series-
https://www.coe.int/en/web/cybercrime/-/the-international-network-of-national-judicial-trainers-third-p2p-workshop-second-series-
https://www.coe.int/en/web/cybercrime/-/glacy-and-data-protection-unit-workshop-on-data-protection-international-standards-in-chile
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-data-protection-legislation-in-vanuatu-workshop-for-drafting-the-data-protection-and-privacy-policy
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-data-protection-legislation-in-vanuatu-workshop-for-drafting-the-data-protection-and-privacy-policy
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-project-workshop-on-international-standards-on-cybercrime-and-electronic-evidence-the-role-of-foreign-policymakers
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-project-workshop-on-international-standards-on-cybercrime-and-electronic-evidence-the-role-of-foreign-policymakers
https://www.coe.int/en/web/cybercrime/-/glacy-and-apwg-webinar-explores-international-cooperation-on-cybercrime-using-emerging-technologies
https://www.coe.int/en/web/cybercrime/-/glacy-and-apwg-webinar-explores-international-cooperation-on-cybercrime-using-emerging-technologies
https://www.coe.int/en/web/cybercrime/-/glacy-and-apwg-webinar-explores-international-cooperation-on-cybercrime-using-emerging-technologies
https://www.coe.int/en/web/cybercrime/-/international-law-enforcement-training-course-on-investigating-ransomware-attacks-organised-by-the-council-of-europe-brings-together-34-countries-from
https://www.coe.int/en/web/cybercrime/-/international-law-enforcement-training-course-on-investigating-ransomware-attacks-organised-by-the-council-of-europe-brings-together-34-countries-from
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iPROCEEDS 2 

iPROCEEDS 2 
Regional Meeting on Operational Training Needs Assessment (OTNA) Validation 

Workshop, Budapest, Hungary, 5-6 May 2022 

GLACY+ 
FOSI Training course (in cooperation with INTERPOL and OCWAR-C), online, 9 

May – 17 June 2022 

Octopus Project 

CyberEast 

6th meeting of the Working Group on undercover investigations and extension of 

searches, hybrid, Strasbourg, France, 9 May 2022 

CyberSouth 

Course "The EU’s Cybersecurity Strategy for the Digital Decade" (organized by 

Interagency Law Enforcement Academy of Advanced Studies, Rome under the 

auspices of European Security and Defense College (ESDC), hybrid, Rome, Italy, 

10-12 May 2022 

Octopus Project 

GLACY+ 

CyberEast 

iPROCEEDS 2 

CyberSouth 

26th Cybercrime Convention Committee (T-CY) Plenary, hybrid, Strasbourg, 

France, 10-11 May 2022 

Octopus Project 

GLACY+ 

CyberEast 

iPROCEEDS 2 

CyberSouth 

International Conference & Opening for signature of the Second Additional 

Protocol to the Convention on Cybercrime, hybrid, Strasbourg, France, 12-13 

May 2022 

iPROCEEDS 2 
Training Course on Financial Investigations, Virtual Currencies and Darknet, 

Ankara, Turkiye, 11-13 May 2022 

GLACY+ 
ASEAN Cybercrime Conference and Operational meeting (organised in 

cooperation with INTERPOL), online, 16-19 May 2022 

GLACY+ 
e-Evidence Program for Prosecution (e-EPP): Module 2 - Legal framework of e-

Evidence admissibility, online, 17 May 2022 

CyberEast 
Forum of criminal justice, civil society and private sector on transparency of 

cybercrime action, Yerevan, Armenia, 17 May 2022 

GLACY+ 
The importance of capacity building on cybercrime investigations: experiences in 

Latin American and the Caribbean, online, 18 May 2022 

GLACY+ 
First workshop for the advisory mission on data protection legislation - debriefing 

session: legislative drafting, hybrid, Vanuatu, 18 May 2022 

CyberEast 

Tabletop exercise for policy makers on critical infrastructure protection and 

cybercrime (in cooperation with CyberSecurity EAST), Tsinandali, Georgia, 19-20 

May 2022 

CyberSouth Training of Trainers for magistrates, Rabat, Morocco, 23-26 May 2022 

Octopus Project 

GLACY+ 

Series of webinars on the 2nd Additional Protocol (5/5): data protection 

safeguards and principles in “cross-border” investigations (organised in 

cooperation with the International Association of Prosecutors), online, 23 May 

2022 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime 

(organised in cooperation with INTERPOL), Abuja, Nigeria, 24-26 May 2022 

GLACY+ 
Support for the national delivery/Introductory course on cybercrime and 

electronic evidence, hybrid, Sierra Leone, 24-27 May 2022 

CyberEast 
Forum of criminal justice, civil society and private sector on transparency of 

cybercrime action, Baku, Azerbaijan, 24 May 2022 

iPROCEEDS 2 
Training Course on Financial Investigations, Virtual Currencies and Darknet, 

Skopje, North Macedonia, 25-27 May 2022 

https://www.coe.int/en/web/cybercrime/t-cy-plenaries
https://www.coe.int/en/web/cybercrime/-/opening-coecyber2ap
https://www.coe.int/en/web/cybercrime/-/opening-coecyber2ap
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-data-protection-legislation-in-vanuatu-workshop-for-drafting-the-data-protection-and-privacy-bill
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-data-protection-legislation-in-vanuatu-workshop-for-drafting-the-data-protection-and-privacy-bill
https://www.coe.int/en/web/cybercrime/-/moroccan-magistrates-acquire-new-training-skills-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/council-of-europe-iap-5th-webinar-spotlight-on-data-protection-safeguards-and-principles-in-cross-border-investigations
https://www.coe.int/en/web/cybercrime/-/council-of-europe-iap-5th-webinar-spotlight-on-data-protection-safeguards-and-principles-in-cross-border-investigations
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-series-of-training-on-financial-investigation-virtual-currencies-and-darknet-for-police-and-prosecutors-in-the-south-east-europe-and-turki
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GLACY+ 

Series of workshops (1/3 workshop) on the new cybercrime legislation and 

Budapest Convention - police and prosecutors (organised in cooperation with 

INTERPOL), hybrid, Port Louis, Mauritius, 25-26 May 2022 

GLACY+ 
Advisory mission on LEA training strategies (organised in cooperation with 

INTERPOL), Port Louis, Mauritius, 27 May 2022 

CyberEast 
Forum of criminal justice, civil society and private sector on transparency of 

cybercrime action, Tbilisi, Georgia, 27 May 2022 

GLACY+ 

Octopus Project 

CyberEast 

iPROCEEDS 2 

CyberSouth 

Support for an informed participation in the Ad Hoc Committee on new UN Treaty 

to Elaborate a Comprehensive International Convention on Countering the Use of 

Information and Communications Technologies for Criminal Purposes, hybrid, 

Vienna, Austria, 29 May – 10 June 2022 

GLACY+ 
Series of webinars on Budapest Convention and cybercrime legislation - judges & 

prosecutors (workshop 1/2) for Brazil, online, 30-31 May 2022 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime 

(organised in cooperation with INTERPOL), Accra, Ghana, 30 May – 1 June 2022 

Octopus Project 

Council of Europe’s Guides on Electronic Evidence and related Standard 

Operating Procedures presented during the Cross-border exchange of e-evidence 

course organised by CEPOL in cooperation with EJTN, Budapest, Hungary, 30 

May – 3 June 2022 

Octopus Project 

CyberSouth 

EuroMed Justice Programme Conference on e-evidence and data protection in 

criminal matters in the Euro-Mediterranean Region, Lyon, France, 31 May – 2 

June 2022 

GLACY+ 

Support for the national delivery/Introductory course on cybercrime and 

electronic evidence (organised in cooperation with OCWAR-C) Part 1, hybrid, 

Dakar, Senegal, 31 May – 3 June 2022 

CyberEast 
Review of EaP 2017 Report on Public–Private Cooperation - Development of 

guidelines for effective access to data, desk research, May – June 2022 

June 2022  

GLACY+ 
Regional Conference on data protection and cybercrime, hybrid, Tunis, Tunisia, 1 

June 2022 

GLACY+ 

CyberSouth 

Coordination Call of the Steering Committee of the International Network of 

Judicial Trainers, online, 2 June 2022 

CyberEast 
Roundtable Discussion on admissibility of electronic evidence for Prosecutor's 

Office in Ukraine, online, 2 June 2022 

CyberEast 
Law enforcement training for investigators with MIA Academy – Intermediate, 

Chisinau, Moldova, 6-8 June 2022 

GLACY+ 
Series of webinars on Budapest Convention and cybercrime legislation - judges & 

prosecutors (workshop 2/2) in Brazil, online, 6-7 June 2022 

CyberSouth Euromed Police Steering Committee meeting, online, 8 June 2022 

CyberEast 5th Steering Committee of the CyberEast project, online, 10 June 2022 

Octopus Project 
7th meeting of the Working Group on undercover investigations and extension of 

searches, online, 14 June 2022 

GLACY+ 
Introductory Training on Cybercrime and electronic evidence for judges, 

magistrates and prosecutors, Asuncion, Paraguay, 14-17 June 2022 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime 

(organised in cooperation with INTERPOL), Santiago, Chile, 14-16 June 2022 

GLACY+ 
Development of Cybercrime investigations, digital forensics capabilities combined 

with in-country workshops and advice on interagency cooperation and private 

https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-police-and-prosecutors-in-mauritius-on-interpretation-and-application-of-the-new-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-police-and-prosecutors-in-mauritius-on-interpretation-and-application-of-the-new-cybercrime-legislation
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-developing-cybercrime-and-e-evidence-training-strategies-for-mauritius
https://www.coe.int/en/web/cybercrime/-/glacy-series-of-stakeholder-webinars-on-national-cybercrime-legal-framework-in-brazil-and-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-series-of-stakeholder-webinars-on-national-cybercrime-legal-framework-in-brazil-and-budapest-convention
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/octopus-project-council-of-europe-s-guides-on-electronic-evidence-and-related-standard-operating-procedures-presented-during-the-cross-border-exchange
https://www.coe.int/en/web/cybercrime/-/octopus-project-council-of-europe-s-guides-on-electronic-evidence-and-related-standard-operating-procedures-presented-during-the-cross-border-exchange
https://www.coe.int/en/web/cybercrime/-/octopus-project-council-of-europe-s-guides-on-electronic-evidence-and-related-standard-operating-procedures-presented-during-the-cross-border-exchange
https://www.coe.int/en/web/cybercrime/-/conference-on-e-evidence-and-data-protection-in-criminal-matters-in-the-euro-mediterranean-region
https://www.coe.int/en/web/cybercrime/-/conference-on-e-evidence-and-data-protection-in-criminal-matters-in-the-euro-mediterranean-region
https://www.coe.int/en/web/cybercrime/-/international-network-of-national-judicial-trainers-first-2022-call-of-the-steering-committee
https://www.coe.int/en/web/cybercrime/-/international-network-of-national-judicial-trainers-first-2022-call-of-the-steering-committee
https://www.coe.int/en/web/cybercrime/-/glacy-strong-participation-of-public-authorities-in-paraguay-in-a-judicial-training-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-strong-participation-of-public-authorities-in-paraguay-in-a-judicial-training-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
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public partnerships to fight cybercrime (organised in cooperation with 

INTERPOL), Santiago, Chile, 14-16 June 2022 

iPROCEEDS 2 
Participation at ISS World Europe 2022, Prague, Czech Republic, 14-16 June 

2022 

iPROCEEDS 2 

Domestic meetings to support existing public/private initiatives or establish such 

mechanisms at domestic level with a focus on cooperation between service 

providers and criminal justice authorities, Banja Luka, Bosnia and Herzegovina, 

15 June 2022 

iPROCEEDS 2 

Domestic meetings to support existing public/private initiatives or establish such 

mechanisms at domestic level with a focus on cooperation between service 

providers and criminal justice authorities, Pristina, Kosovo*, 15 June 2022 

iPROCEEDS 2 

Training skill certification programme for judges and prosecutors delivering 

Council of Europe judicial training on cybercrime and electronic evidence, 

Istanbul, Turkiye, 15-17 June 2022 

CyberSouth 
8th Steering Committee for the CyberSouth project, Bucharest, Romania, 16-17 

June 2022 

CyberEast 
Participation in EuroDIG 2022 / Subtopic 3 on Budapest Convention, hybrid, 

Trieste, Italy, 20-22 June 2022 

GLACY+ 

Training of Trainers first ECTEG Course, Cybercrime and digital forensics 

specialized training for law enforcement officers (organised in cooperation with 

INTERPOL and OCWAR-C), online, 20 June – 8 July 2022 

GLACY+ 

Advisory workshop on the streamlining of procedures for mutual legal assistance 

enhanced by the Second Additional Protocol related to cybercrime and electronic 

evidence, Praia, Cape Verde, 20-21 June 2022 

GLACY+ 
First Responders Training of Trainers for the Petty Officers Gendarmerie, hybrid, 

Dakar, Senegal, 20-24 June 2022 

CyberSouth 
National workshop on promotion of the Second Additional Protocol in Algeria, 

online, 21 June 2022 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime 

(organised in cooperation with INTERPOL), Asuncion, Paraguay, 21-23 June 2022 

GLACY+ 
Specialized course on International Cooperation for Prosecutors and Judges, 

Praia, Cape Verde, 22-24 June 2022 

iPROCEEDS 2 

International meeting on launching version 3.0 of the Electronic Evidence Guide, 

workshops on best practices when collecting E-evidence, Bucharest, Romania, 

22-23 June 2022 

GLACY+ 

Octopus Project 

Series on workshops on the new cybercrime act and international standards , 

hybrid, Suva, Fiji, 23-30 June 2022 

GLACY+ 
Special Commission on Innovation, Science and Technology of the Parliament of 

Uruguay, online, 23 June 2022 

CyberEast 

Support cooperation forums of cybercrime and cybersecurity experts (with 

CyberSecurity EAST) - Cooperation networks, Bucharest, Romania, 23-24 June 

2022 

GLACY+ 

Octopus Project 

Series of roundtables on the Second Additional Protocol for LATAM and Caribbean 

- 4th webinar, online, 24 June 2022 

iPROCEEDS 2 
5th Meeting of the Project Steering Committee for the iPROCEEDS 2 project, 

Bucharest, Romania, 24 June 2022 

GLACY+ 
Training of Trainers for the 1st responders Gendarmerie, online, Senegal, 27 

June – 1 July 2022 

CyberSouth 
National workshop on promotion of the Second Additional Protocol in Lebanon, 

online, 28 June 2022 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-criminal-justice-authorities-and-isp-cooperation-in-kosovo-
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-criminal-justice-authorities-and-isp-cooperation-in-kosovo-
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-criminal-justice-authorities-and-isp-cooperation-in-kosovo-
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tot-on-training-skills-when-delivering-trainings-on-cybercrime-and-electronic-eviden-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tot-on-training-skills-when-delivering-trainings-on-cybercrime-and-electronic-eviden-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-the-8th-steering-committee-takes-stock-of-the-achievements-and-identifies-new-joint-activities-with-the-countries-from-the-southern-neighbo
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-training-of-trainers-of-the-first-responders-course-on-e-evidence-delivered-in-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-training-of-trainers-of-the-first-responders-course-on-e-evidence-delivered-in-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-to-streamline-procedures-for-mutual-legal-assistance-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-to-streamline-procedures-for-mutual-legal-assistance-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-to-streamline-procedures-for-mutual-legal-assistance-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/glacy-petty-officers-gendarmerie-of-senegal-attended-the-first-responders-training-of-trainers
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-application-of-the-second-additional-protocol-to-budapest-convention-organised-for-algerian-authorities
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-specialised-course-on-international-cooperation-for-prosecutors-and-judges-in-cape-verde
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-launching-of-the-electronic-evidence-guide-v-3-0
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-launching-of-the-electronic-evidence-guide-v-3-0
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-projects-stakeholder-series-of-workshops-on-new-national-cybercrime-legislation-concluded-in-fiji
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-projects-the-second-additional-protocol-to-the-budapest-convention-final-roundtable-in-the-series-for-countries-in-latin-america
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-projects-the-second-additional-protocol-to-the-budapest-convention-final-roundtable-in-the-series-for-countries-in-latin-america
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-5th-meeting-of-the-project-steering-committee
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-the-application-of-the-second-addition-protocol-to-the-budapest-convention-for-lebanese-authorities
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GLACY+ 
Initial assessment (organised in cooperation with INTERPOL), Suva, Fiji, 28-29 

June 2022 

Octopus Project 

Participation in the Conference “Policing in the digital age: how new technologies 

can help better policing our modern societies”, Strasbourg, France, 28-29 June 

2022 

CyberEast 
Law enforcement training for investigators with MIA Academy – Intermediate, 

Tbilisi, Georgia, 28-30 June 2022 

GLACY+ 
Preparatory meeting with Ecuador on the further steps to align the national 

legislation to Budapest Convention, online, 29 June 2022 

GLACY+ 
PAcCTO Webinar "Gender-based cybercrime: what does it mean, how do we deal 

with it", online, 30 June 2022 

Octopus Project 

HELP course on Cybercrime and Electronic Evidence and the new Additional 

Protocol to the Cybercrime Convention presented at the 2022 HELP Network 

Conference, hybrid, Strasbourg, France, 30 June – 1 July 2022 

Octopus Project 

Translation into French, Spanish and Portuguese of the “Training skill certification 

Programme for judges and prosecutors delivering Council of Europe judicial 

trainings on cybercrime and electronic evidence”, June – July 2022 

CyberEast 

Expert review of the new Code of Criminal Procedure in Ukraine - compliance 

with the Convention, desk review, June 2022 

 

July 2022  

iPROCEEDS 2 
Workshop on interagency and international cooperation on cyber-attacks in 

coordination with CEPOL, Bucharest, Romania, 4-8 July 2022 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime, 

Manila, Philippines, 4-6 July 2022 

GLACY+ 
Support for the national delivery of the introductory course on cybercrime and 

electronic evidence Part 2, Dakar, Senegal, 4-7 July 2022 

GLACY+ 
Finalisation of the support materials for the Advanced Judicial Course on 

cybercrime and electronic evidence, desk research, 10 July 2022 

iPROCEEDS 2 
International mock trial on ransomware investigation and prosecution, Izmir, 

Turkiye, 11-14 July 2022 

GLACY+ 

Ad-Hoc Working group on development of a guide on judicial training strategies 

on cybercrime and electronic evidence (under the framework of the International 

Network of National Judicial Trainers), online, 12 July 2022 

iPROCEEDS 2 

Training skill certification programme for judges and prosecutors delivering 

Council of Europe judicial training on cybercrime and electronic evidence, 

Belgrade, Serbia, 12-14 July 2022 

GLACY+ GLACY+ 12th Steering Committee, online, 13 July 2022 

CyberSouth 
Judicial training course on international cooperation on cybercrime and e-

evidence, Beirut, Lebanon, 13-15 July 2022 

CyberEast 
Advanced judicial training for the judiciary of Ukraine, Suceava, Romania, 18-21 

July 2022 

GLACY+ 
Regional Joint Exercise on Cybercrime and Financial Investigations – AFRICA, 

Kigali, Rwanda, 18-20 July 2022 

Octopus Project 
Training session “H5P Interactive tools for Online Training”: development of 

online e-learning platform, online, 18 July 2022 

GLACY+ 

Intervention of the project management unit in the Cybercrime Regulation 

Responses event (Professional Course on Digital Governance and Cybersecurity) 

in Philippines, online, 19 July 2022 

https://www.coe.int/en/web/cybercrime/-/glacy-fiji-becomes-the-18th-priority-country-of-glacy-project-initial-assessment-of-criminal-justice-capacities-on-cybercrime-and-e-evidence-concluded
https://www.coe.int/en/web/cybercrime/-/network-of-national-correspondents-of-police-authorities-launched-in-strasbourg
https://www.coe.int/en/web/cybercrime/-/network-of-national-correspondents-of-police-authorities-launched-in-strasbourg
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/octopus-project-help-course-on-cybercrime-and-electronic-evidence-and-the-new-additional-protocol-to-the-cybercrime-convention-to-be-presented-at-the-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/octopus-project-help-course-on-cybercrime-and-electronic-evidence-and-the-new-additional-protocol-to-the-cybercrime-convention-to-be-presented-at-the-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/octopus-project-help-course-on-cybercrime-and-electronic-evidence-and-the-new-additional-protocol-to-the-cybercrime-convention-to-be-presented-at-the-?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/octopus/training
https://www.coe.int/en/web/octopus/training
https://www.coe.int/en/web/octopus/training
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-interagency-and-international-cooperation-on-cyberattacks-delivered-in-partnership-with-cepol-for-the-south-east-region-and-tu
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-workshop-on-interagency-and-international-cooperation-on-cyberattacks-delivered-in-partnership-with-cepol-for-the-south-east-region-and-tu
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-cybercrime-exercise-on-a-ransomware-attack
https://www.coe.int/en/web/cybercrime/-/international-network-of-national-judicial-trainers-kick-off-meeting-of-the-ah-hoc-working-group-on-judicial-training-strategies-on-cybercrime-and-ele
https://www.coe.int/en/web/cybercrime/-/international-network-of-national-judicial-trainers-kick-off-meeting-of-the-ah-hoc-working-group-on-judicial-training-strategies-on-cybercrime-and-ele
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-another-specialised-judicial-tot-delivered-for-serbian-prosecutors
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-another-specialised-judicial-tot-delivered-for-serbian-prosecutors
https://www.coe.int/en/web/cybercrime/-/glacy-reviewing-project-progress-and-planning-activities-during-the-project-s-12th-steering-committee-meeting
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-training-course-on-international-co-operation-on-cybercrime-and-electronic-evidence-in-lebanon
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-training-course-on-international-co-operation-on-cybercrime-and-electronic-evidence-in-lebanon
https://www.coe.int/en/web/cybercrime/-/interpol-and-glacy-9th-africa-working-group-on-cybercrime-meets-in-rwanda
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GLACY+ 
Channels and Avenues - Regional workshop for Europe & Africa (USDOJ), Kigali, 

Rwanda, 21 July 2022 

GLACY+ 
Train the trainers for E-FIRST ECTEG Course, Cybercrime and digital forensics 

specialized training for law enforcement officers, Cabo Verde, 25-29 July 2022 

Octopus Project 
Translation of the HELP Course on Cybercrime into French, Spanish, Portuguese 

as well as Arabic language, July – September 2022 

Octopus Project 

Translation/update of translations of the 2nd Additional Protocol and its 

Explanatory report into UN and other languages to facilitate signatures and 

ratifications, July – September 2022 

iPROCEEDS 2 
Developing a Guide on Ransomware investigation, desk review, July – December 

2022 

iPROCEEDS 2 Study on cybercrime victims, desk review, July 2022 – March 2023 

August 2022  

GLACY+ 
Intervention of the project management unit in the EU CyberNet Club on the 

Budapest Convention, online, 4 August 2022 

GLACY+ PILON Regional Webinar on cybercrime legislation, online, 5 August 2022 

Octopus Project 
Participation at the Cyber issues conference in Argentina, Buenos Aires, 8-9 

August 2022 

GLACY+ 

Octopus Project 

Support of the T-CY Mission - on harmonization of legislation on cybercrime and 

electronic evidence, Montevideo, Uruguay, 11-12 August 2022 

GLACY+ 

Refresher course on the Budapest Convention, cybercrime and electronic 

evidence for Trainer Justices of Supreme Court and courts of appeal – (part 1 for 

magistrates), online, Sri Lanka, 13-15 August 2022 

GLACY+ 

Support the national delivery of the introductory course on cybercrime and 

electronic evidence for judges and prosecutors (in cooperation with OCWAR-C 

project) (part 1), Cotonou, Benin, 16-19 August 2022 

Octopus Project 
Pilot workshop on the implementation of the 2nd Additional Protocol in domestic 

legislation, Bucharest, Romania, 18-19 August 2022 

GLACY+ 

Refresher course on the Budapest Convention, cybercrime and electronic 

evidence for Trainer Justices of Supreme Court and courts of appeal – (part 2 – 

High Court Judges), online, Sri Lanka, 19-21 August 2022 

GLACY+ Initial needs assessment, Lima, Peru, 22-25 August 2022 

Octopus Project 
8th Meeting of the Working Group on Undercover Investigations and extension of 

searches, online, 26 August 2022 

Octopus Project 

GLACY+ 

iPROCEEDS 2 

CyberSouth 

3rd session of the UN Ad Hoc Committee to Elaborate a Comprehensive 

International Convention on Countering the Use of Information and 

Communications Technologies for Criminal Purposes, New York, USA, 29 August 

– 9 September 2022 

CyberEast 
OSINT Training with CEPOL and ECTEG on war crimes investigations in Ukraine, 

online, 29 August - 2 September 2022 

GLACY+ 

Support the national delivery of the introductory course on cybercrime and 

electronic evidence for judges and prosecutors (in cooperation with OCWAR-C 

project) (part 2), Cotonou, Benin, 30 August – 2 September 2022 

Octopus Project 
Side event at the UN AHC on capacity building in the fight against cybercrime, 

New York, USA, 31 August 2022 

Octopus Project 
Participation in the International Symposium on Cybercrime Response, Seoul, 

South Korea, 31 August – 2 September 2022 

Octopus Project 
Further development and maintaining of the cyberviolence resource, August – 

September 2022 

https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-training-of-trainers-of-the-first-responders-course-on-e-evidence-delivered-in-the-ecowas-region
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-training-of-trainers-of-the-first-responders-course-on-e-evidence-delivered-in-the-ecowas-region
https://help.elearning.ext.coe.int/
https://help.elearning.ext.coe.int/
https://www.coe.int/en/web/cybercrime/second-additional-protocol
https://www.coe.int/en/web/cybercrime/second-additional-protocol
https://www.coe.int/en/web/cybercrime/second-additional-protocol
https://www.coe.int/en/web/cybercrime/-/glacy-more-training-on-cybercrime-and-e-evidence-for-sri-lankan-judges
https://www.coe.int/en/web/cybercrime/-/glacy-more-training-on-cybercrime-and-e-evidence-for-sri-lankan-judges
https://www.coe.int/en/web/cybercrime/-/glacy-training-of-trainers-on-cybercrime-and-electronic-evidence-delivered-in-ben-1
https://www.coe.int/en/web/cybercrime/-/glacy-training-of-trainers-on-cybercrime-and-electronic-evidence-delivered-in-ben-1
https://www.coe.int/en/web/cybercrime/-/the-council-of-europe-supports-training-on-osint-tools-for-prosecutors-and-investigators-of-ukraine
https://www.coe.int/en/web/cybercrime/-/glacy-supporting-national-delivery-of-an-introductory-course-on-cybercrime-and-electronic-evidence-in-benin
https://www.coe.int/en/web/cybercrime/-/glacy-supporting-national-delivery-of-an-introductory-course-on-cybercrime-and-electronic-evidence-in-benin
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/un-ad-hoc-committee-on-ict-crimes-side-event-on-capacity-building-by-the-czech-republic?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/un-ad-hoc-committee-on-ict-crimes-side-event-on-capacity-building-by-the-czech-republic?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cybercrime/octopus-project-activities/-/asset_publisher/3Ag6FT4xhPvX/content/korea-and-the-convention-on-cybercrime-at-icsr-2022?inheritRedirect=false&redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Foctopus-project-activities%3Fp_p_id%3D101_INSTANCE_3Ag6FT4xhPvX%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26p_p_col_id%3Dcolumn-4%26p_p_col_count%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_cur%3D1%26_101_INSTANCE_3Ag6FT4xhPvX_keywords%3D%26_101_INSTANCE_3Ag6FT4xhPvX_advancedSearch%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_delta%3D20%26p_r_p_564233524_resetCur%3Dfalse%26_101_INSTANCE_3Ag6FT4xhPvX_andOperator%3Dtrue
https://www.coe.int/en/web/cyberviolence/home
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Octopus Project 
Translation of the Course on Financial Investigations into French and Spanish, 

August – September 2022 

Octopus Project 
Preparation of the good practices study on the implementation of the first 

Additional Protocol to the Budapest Convention, August-December 2022 

September 2022  

Octopus Project 

iPROCEEDS 2 CyberEast 

GLACY+ 

CyberSouth 

Underground Economy Conference 2022, Strasbourg, France, 5-8 September 

2022 

CyberSouth Co-ordination meeting with EUROMED Justice, online, 6 September 2022 

CyberSouth Co-ordination meeting with UNODC, online, 6 September 2022 

Octopus Project 
Participation in the Europol AP Twins CSE Experts’ Annual Meeting, The Hague, 

the Netherlands, 7-9 September 2022 

CyberEast 
Regional Cyber Exercise (with CyberSecurity EAST project) with support of CERT 

TR (USOM) - Part 2, Istanbul, Turkiye, 12-16 September 2022 

GLACY+ 

Participation in INTERPOL Americas Working Group on Cybercrime for Heads of 

Units (organised by INTERPOL, as implementing partner of the project), Buenos 

Aires, Argentina, 12-14 September 2022 

GLACY+ 
Participation of project management unit in the GFCE Annual Meeting, The 

Hague, Netherlands, 13-15 September 2022 

Octopus Project 
9th meeting of the T-CY Working on undercover investigations and extension of 

searches, online, 13 September 2022 

GLACY+ 

Channels and Avenues - Regional workshop for Latin America and Caribbean 

regions (organised by INTERPOL, as implementing partner of the project), 

Buenos Aires, Argentina, 15-16 September 2022 

GLACY+ 

Panama and the Budapest Convention on Cybercrime – support for the legislative 

reform and awareness raising workshop for policymakers, Panama City, Panama, 

15 September 2022 

CyberSouth Co-ordination meeting with EUROMED Police, online, 15 September 2022 

iPROCEEDS 2 
Domestic public/private meeting with a focus on cooperation between criminal 

justice authorities and service providers, Belgrade, Serbia, 16 September 2022 

GLACY+ 

Advisory mission on search, seizure, and confiscation of online proceeds of crime 

(organised by INTERPOL, as implementing partner of the project), Lima, Peru, 

19-21 September 2022 

GLACY+ 
Participation in the Commonwealth Secretariat Conference on Addressing 

Cybercrime in Asia, Singapore, 20-21 September 2022 

iPROCEEDS 2 Cybersecurity Dialogues 8th Edition, Sibiu, Romania, 21 September 2022 

CyberSouth 
Workshop on the current legislative framework and amendments to the law on 

cybercrime, Amman, Jordan, 21-22 September 2022 

Octopus Project Support to the T-CY Bureau meeting, online, 22 September 2022 

CyberEast 
Workshop with main stakeholders on cybercrime policies and legislation in line 

with the II Additional Protocol, Chisinau, Moldova, 26 September 2022 

GLACY+ 
Specialized course on International Cooperation for prosecutors and judges, 

Quito, Ecuador, 26-28 September 2022 

Octopus Project 
Participation in the Conference “Shaping cybersecurity”, Potsdam, Germany, 26-

27 September 2022 

CyberEast 

Assessment of efficiency of cybercrime reporting systems / Training on cyber 

incident taxonomy and handling on basis of SOP/ Roundtable discussion with 

stakeholders (academia) on coordinated and non-fragmented iOCTA reporting, 

Baku, Azerbaijan, 26-27 September 2022 

https://www.coe.int/en/web/octopus/training
https://www.coe.int/en/web/cybercrime/-/underground-economy-conference-2022-a-prime-example-of-public-private-cooperation
https://www.coe.int/en/web/cybercrime/-/cybereast-fourth-regional-cyber-cooperation-exercise
https://www.coe.int/en/web/cybercrime/-/glacy-the-7th-interpol-americas-working-group-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-the-7th-interpol-americas-working-group-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-the-7th-interpol-americas-working-group-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-the-7th-interpol-americas-working-group-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/panama-and-the-convention-on-cybecrime-glacy-workshop-on-domestic-legislation
https://www.coe.int/en/web/cybercrime/-/panama-and-the-convention-on-cybecrime-glacy-workshop-on-domestic-legislation
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-the-cooperation-between-the-criminal-justice-authorities-financial-sector-and-isp-in-serb-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-the-cooperation-between-the-criminal-justice-authorities-financial-sector-and-isp-in-serb-1
https://www.coe.int/en/web/cybercrime/-/cybersecurity-dialogues-congress-8th-edition-a-war-torn-post-pandemic-world-attacks-at-360-
https://www.coe.int/en/web/cybercrime/-/cybersouth-workshop-on-cybercrime-legislation-in-jord-1
https://www.coe.int/en/web/cybercrime/-/cybersouth-workshop-on-cybercrime-legislation-in-jord-1
https://www.coe.int/en/web/cybercrime/-/workshops-on-cybercrime-reporting-in-azerbaijan-georgia-moldova-and-armenia-26-september-27-october-2022-


82 
 

iPROCEEDS 2 
Advanced training course on cybercrime, electronic evidence and online crime 

proceeds, Sarajevo, Bosnia and Herzegovina, 27-29 September 2022 

CyberSouth Judicial training course on e-evidence, Beirut, Lebanon, 27-30 September 2022 

CyberEast 
Support to the Annual Meeting of the International Association of Prosecutors in 

Georgia, online, 29 September 2022 

GLACY+ 
Ecuador and Budapest Convention - advisory mission on legislation - procedural 

powers and international cooperation, Quito, Ecuador, 29-30 September 2022 

iPROCEEDS 2 
European Commission Crime Fighting Week, Brussels, Belgium, 29 September 

2022 

iPROCEEDS 2 
Workshop on investigating/prosecuting online frauds, Sarajevo, Bosnia and 

Herzegovina, 30 September 2022 

GLACY+, Octopus Project 

Belize and Budapest Convention – Strengthening dialogue between policymakers 

and criminal justice authorities and raising awareness of the Convention on 

Cybercrime, Belmopan, Belize, 30 September 2022 

GLACY+ 
Translation of international standards relating to cybercrime and electronic 

evidence for judicial bench book, 30 September 2022 

October 2022  

CyberEast Study Visit to ENISA with CyberSecurity EAST project, Athens, Greece, 3 October 

2022 

CyberSouth Judicial training on electronic evidence, Algiers, Algeria, 2-4 October 2022 

CyberSouth Judicial training on international cooperation on cybercrime, Algiers, Algeria, 5-6 

October 2022 

GLACY+ 
Participation in the EU CyberNet Stakeholder Community Day, Brussels, Belgium, 

6 October 2022 

CyberEast 

Assessment of efficiency of cybercrime reporting systems / Training on cyber 

incident taxonomy and handling on basis of SOP/ Roundtable discussion with 

stakeholders (academia) on coordinated and non-fragmented iOCTA reporting, 

Tbilisi, Georgia, 10-11 October 2022 

Octopus Project 
T-CY visit and Workshop on the status of cybercrime legislation, Astana, 

Kazakhstan, 10-11 October 2022 

GLACY+ INTERPOL Digital Security Challenge Program, Singapore, 11 – 13 October 2022 

CyberEast 

Assessment of efficiency of cybercrime reporting systems / Training on cyber 

incident taxonomy and handling on basis of SOP/ Roundtable discussion with 

stakeholders (academia) on coordinated and non-fragmented iOCTA reporting, 

Chisinau, Moldova, 13 October 2022 

GLACY+ Operational meeting MOROCCO – INTERPOL – Northern Europe, 14 October 2022 

GLACY+ 

iPROCEEDS 2 

Octopus Project 

Channels and avenues for international cooperation in cybercrime, the Hague, 

Netherlands, 17 – 18 October 2022 

CyberSouth 
Visit to Tunisia to meet and discuss with national institutions future activities and 

the new decree-law on cybercrime 54/2022, Tunis, Tunisia, 18-19 October 2022 

CyberEast 

iPROCEEDS 2 

CyberSouth  

Octopus Project 

GLACY+ 

Europol Cybercrime Conference, the Hague, Netherlands, 19 – 20 October 2022 

GLACY+ 
INTERPOL Digital Security Challenge Program, the Hague, Netherlands, 20 

October 2022 

iPROCEEDS 2 

Octopus Project 

The sixth Annual Meeting of the 24/7 Network of Contact Points, the Hague, 

Netherlands, 21 October 2022 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-specialised-advanced-judicial-training-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-specialised-advanced-judicial-training-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/cybersouth-judicial-training-on-e-evidence-in-lebanon
https://pog.gov.ge/en/news/saqarTvelos-prokuratura-25-29-seqtembers-prokurorTa-saerTashoriso-asociaciis-IAP-27-e-wliur-konfer
https://pog.gov.ge/en/news/saqarTvelos-prokuratura-25-29-seqtembers-prokurorTa-saerTashoriso-asociaciis-IAP-27-e-wliur-konfer
https://www.coe.int/en/web/cybercrime/-/european-commission-crime-fighting-week
https://www.coe.int/en/web/cybercrime/-/cybersouth-and-algeria-judicial-training-on-e-evidence-and-international-co-operation
https://www.coe.int/en/web/cybercrime/-/cybersouth-and-algeria-judicial-training-on-e-evidence-and-international-co-operation
https://www.coe.int/en/web/cybercrime/-/workshops-on-cybercrime-reporting-in-azerbaijan-georgia-moldova-and-armenia-26-september-27-october-2022-
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-5th-digital-security-challenge-2022
https://www.coe.int/en/web/cybercrime/-/workshops-on-cybercrime-reporting-in-azerbaijan-georgia-moldova-and-armenia-26-september-27-october-2022-
https://www.coe.int/en/web/cybercrime/-/glacy-the-hague-workshop-on-channels-and-avenues-for-international-cooperation-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/the-sixth-annual-meeting-of-the-24-7-network-of-contact-points
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GLACY+ 

CyberEast 

CyberSouth 

CyberEast Effective access to data exercise: standard templates and procedures for access 

to data between LEA and ISPs, Yerevan, Armenia. 24-25 October 2022 

CyberSouth Training course for judicial focal points on cybercrime and e-evidence in Tangier, 

Morocco, 24-25 October 2022 

CyberEast Assessment of efficiency of cybercrime reporting systems / Training on cyber 

incident taxonomy and handling on basis of SOP/ Roundtable discussion with 

stakeholders (academia) on coordinated and non-fragmented iOCTA reporting, 

Yerevan, Armenia, 26-27 October 2022 

Octopus Project  

GLACY+ 

 

Workshop on countering online child sexual exploitation and abuse, Mauritius, 26 

– 27 October 2022 

CyberSouth 
Training course for judicial focal points on cybercrime and e-evidence in Fes, 

Morocco, 27-28 October 2022 

Octopus Project 
HELP Course on Cybercrime and Electronic Evidence Translation into French, 

Spanish, Portuguese and Arabic, 28 October 2022 

CyberEast 
Workshop on strategy and practice of public-private cooperation (follow-up from 

2019), Chisinau, Moldova, 31 October 2022 

iPROCEEDS 2 
Participation in the UNICC/UNDP, Annual Common Conference on Cybersecurity 

for Developing Nations, Valencia, Spain, 3-7 October 2022 

iPROCEEDS 2 Specialised Judicial Training Course on Electronic Evidence, Ankara, Turkiye, 10-

12 October 2022 

iPROCEEDS 2 Workshop on current challenges on cybercrime investigations in Türkiye, 

Istanbul, Turkiye, 12 October 2022 

iPROCEEDS 2 Basic training course on cybercrime, electronic evidence and online crime 

proceeds, Pristina, Kosovo, 11-13 October 2022 

iPROCEEDS 2 Workshop on dealing with electronic evidence in international investigations, 

Pristina, Kosovo, 13 October 2022 

November 2022  

CyberEast 
Effective access to data exercise: standard templates and procedures for access 

to data between LEA and ISPs, Baku, Azerbaijan, 1-2 November 2022 

CyberSouth  

GLACY+ 

CyberEast 

iPROCEEDS 2 

Octopus Project 

International workshop on conducting criminal investigations in ransomware 

attacks, the Hague, Netherlands, 3-4 November 2022 

CyberSouth 
4th meeting of the CyberSouth Judicial network, The Hague, Netherlands, 4 

November 2022 

GLACY+ 

Octopus Project 
Americas Regional Forum, San Jose, Costa Rica, 7-9 November 2022 

CyberEast 
Effective access to data exercise: standard templates and procedures for access 

to data between LEA and ISPs, Tbilisi, Georgia, 8-9 November 2022 

GLACY+ 

Octopus Project 

CyberEast 

CyberSouth 

iPROCEEDS 

Global conference on promoting role of women in cyber space, San Jose, Costa 

Rica, 9-10 November 2022 

https://www.coe.int/en/web/cybercrime/-/workshops-on-effective-access-to-data-with-safeguards-for-law-enforcement-agencies-and-service-providers-in-armenia-azerbaijan-georgia-and-the-republi
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-training-workshops-on-international-co-operation-on-cybercrime-for-judges-and-prosecutors?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=165535556&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D165535556%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://www.coe.int/en/web/cybercrime/-/workshops-on-cybercrime-reporting-in-azerbaijan-georgia-moldova-and-armenia-26-september-27-october-2022-
https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-project-workshop-on-countering-online-child-sexual-exploitation-and-abuse-mauritius
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-training-workshops-on-international-co-operation-on-cybercrime-for-judges-and-prosecutors?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=165535556&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D165535556%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://www.coe.int/en/web/cybercrime/-/unicc-common-secure-conference-2022
https://www.coe.int/en/web/cybercrime/-/unicc-common-secure-conference-2022
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-the-cooperation-between-the-criminal-justice-authorities-financial-sector-and-isp-in-serbia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-strengthening-the-cooperation-between-the-criminal-justice-authorities-financial-sector-and-isp-in-serbia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-introductory-training-course-for-judges-and-prosecutors-on-cybercrime-and-electronic-evidence-in-kosovo-
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-introductory-training-course-for-judges-and-prosecutors-on-cybercrime-and-electronic-evidence-in-kosovo-
https://www.coe.int/en/web/cybercrime/-/workshops-on-effective-access-to-data-with-safeguards-for-law-enforcement-agencies-and-service-providers-in-armenia-azerbaijan-georgia-and-the-republi
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-cooperation-on-ransomware
https://www.coe.int/en/web/cybercrime/-/council-of-europe-and-eurojust-cooperation-on-ransomware
https://www.coe.int/en/web/cybercrime/-/strengthening-international-cooperation-on-cybercrime-and-electronic-evidence-in-the-americas
https://www.coe.int/en/web/cybercrime/-/workshops-on-effective-access-to-data-with-safeguards-for-law-enforcement-agencies-and-service-providers-in-armenia-azerbaijan-georgia-and-the-republi
https://www.coe.int/en/web/cybercrime/-/more-action-needed-to-promote-the-role-of-women-in-the-fight-against-cybercrime
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CyberSouth  
Judicial training courses on electronic evidence, Amman, Jordan 13 – 15 

November 2022 

CyberSouth 
Judicial training course on international co-operation, Amman, Jordan, 16-17 

November 2022 

CyberEast 

Effective access to data exercise: standard templates and procedures for access 

to data between LEA and ISPs (joint event for Moldova and Ukraine), Chisinau, 

Moldova, 15-16 November 2022 

CyberSouth 
Coordination meeting with US/INL on cybercrime activities in the MENA region, 

on-line, 17 November 2022 

CyberSouth 
Participation to the EUROMED POLICE 3rd Strategic Cooperation Forum, The 

Hague, Netherlands and on-line, 17-18 November 2022 

GLACY+ 
Introductory Training on Cybercrime and electronic evidence for judges, 

prosecutors and defense lawyers, online, Tarawa, Kiribati, 21-23 November 2022 

GLACY+ 
Stakeholder webinar on the role and responsibilities of 24/7 Points of Contact, 

online, Fiji, 22 November 2022 

Octopus Project 
Participation ESDC-NL MFA-ESIWA Course “The Role of the EU Cyber Ecosystem 

in the Global Cyber Security Stability”, Brussels, 23 November 

GLACY+ 
Participation in the 2nd Regional Meeting of Heads of Cybercrime Units, Dakar, 

Senegal, 23-25 November 2022 

CyberSouth 
Training course for judicial focal points on cybercrime and e-evidence, 

Marrakesh, Morocco, 23-24 November 2022 

GLACY+ 

Octopus Project 

CyberEast 

CyberSouth 

iPROCEEDS 

Participation to “Synergies for preventing the cybercrime phenomenon and to 

enhancing cybersecurity organised within the Justice and Home Affairs Agencies’ 

Network” under CEPOL Presidency 2022, 22 November 2022 

GLACY+ 

Train the Trainers E-FIRST ECTEG Course, Cybercrime and digital forensics 

specialized training for law enforcement officers, Santo Domingo, Dominican 

Republic, 28 November – 9 December 2022 

Octopus Project 

GLACY+ 

Participation in the Internet Governance Forum 2022, Addis Ababa, Ethiopia, 28 

November – 2 December 2022 / Organisation of the Workshop “Cyberattacks and 

e-evidence: attribution and accountability”, 1 December 2022 

GLACY+ 

Octopus Project 

Participation in the PILON Annual Regional Conference on cybercrime, Nadi, Fiji, 

28 November – 2 December 2022 

iPROCEEDS 

GLACY+ 

Octopus Project 

CyberEast 

CyberSouth 

Regional Workshop on domestic implementation of the Second Additional 

Protocol to the Budapest Convention and workshop on new mechanisms for 

international cooperation, France, 28 November 2022 

iPROCEEDS 

GLACY+ 

Octopus Project 

CyberEast 

CyberSouth 

Regional Workshop on launching the Guide on investigating Ransomware attacks 

and workshop on collecting the evidence in ransomware cases, 28 November 

2022    

Octopus Project T-CY Bureau meeting, Strasbourg, France, 28 November 2022 

Octopus Project 

GLACY+ 

CyberEast 

iPROCEEDS 2 

CyberSouth 

The 27th T-CY Plenary, Strasbourg, France, 29-30 November 2022 

https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-judicial-training-courses-on-electronic-evidence-and-international-co-operation-on-cybercrime?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=165528482&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D165528482%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-judicial-training-courses-on-electronic-evidence-and-international-co-operation-on-cybercrime?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=165528482&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D165528482%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://www.coe.int/en/web/cybercrime/-/workshops-on-effective-access-to-data-with-safeguards-for-law-enforcement-agencies-and-service-providers-in-armenia-azerbaijan-georgia-and-the-republi
https://www.coe.int/en/web/cybercrime/-/intro_train_cybercrime_electronic-evidence_kiribati
https://www.coe.int/en/web/cybercrime/-/intro_train_cybercrime_electronic-evidence_kiribati
https://www.coe.int/en/web/cybercrime/-/stakeholder-webinar_24/7_coe_fiji
https://www.coe.int/en/web/cybercrime/-/2ndregionalmeeting_heads-of-cybercrime-units_senegal
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-support-judicial-international-co-operation-on-cybercrime-and-electronic-evidence?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=165541906&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D165541906%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://linkprotect.cudasvc.com/url?a=https%3a%2f%2fwww.intgovforum.org%2fen%2fcontent%2figf-2022-ws-357-cyberattacks-and-e-evidence-%25E2%2580%2593-attribution-and-accountability&c=E,1,plVfcARQ_l1u-UET6OjjB7U3Ch1bvriLVG8vKBfGPq1S889YHdgZceT-YRQU3vbb0J3sJqcTkX0H19-cfwxen9UGSj42rz8YGVr-1HV5Z9Lg_JehMzhrt0Il&typo=1
https://linkprotect.cudasvc.com/url?a=https%3a%2f%2fwww.intgovforum.org%2fen%2fcontent%2figf-2022-ws-357-cyberattacks-and-e-evidence-%25E2%2580%2593-attribution-and-accountability&c=E,1,plVfcARQ_l1u-UET6OjjB7U3Ch1bvriLVG8vKBfGPq1S889YHdgZceT-YRQU3vbb0J3sJqcTkX0H19-cfwxen9UGSj42rz8YGVr-1HV5Z9Lg_JehMzhrt0Il&typo=1
https://www.coe.int/en/web/cybercrime/-/strengthening-cybercrime-responses-in-the-pacific
https://www.coe.int/en/web/cybercrime/t-cy-plenaries
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GLACY+ 
Support of the technical table on security issues between the Government of 

Ecuador and the European Union, hybrid, Ecuador, 30 November 2022 

iPROCEEDS 2 

 

Participation in the Regional Conference on Combating Organized Crime, 17th 

edition, Brasov, Romania, 14-16 November 2022 

iPROCEEDS 2 
6th Meeting of the Project Steering Committee and additional workshops, 

Strasbourg, France, 28 November 2022 

CyberSouth 
Coordination meeting with UNODC on cybercrime activities in the MENA region, 

online, 28 November 2022 

December 2022  

GLACY+ 
Participation in the Cyber Diplomacy Training: A Framing Discussion: Cybercrime 

in Cyberspace, Munich, Germany, 5 December 2022 

CyberEast 

iPROCEEDS 2 

Participation in UCD Master Programme Graduation Event and Conferring 

ceremony, Eastern Partnership/IPA region, Dublin, Ireland, 6 December 2022 

Octopus Project 

iPROCEEDS 2 

International Conference on Applying the cybercrime frame to digital violence 

against women, Strasbourg, France and online, 6-7 December 2022 

iPROCEEDS 2 
Participation in the International Cybercrime Conference 7th edition, Antalya, 

Turkiye, 6-7 December 2022 

CyberSouth 9th Steering committee meeting of the project, 7 December, Brussels Belgium 

GLACY+ 

Support of the national delivery of the Introductory Judicial Training on 

Cybercrime and Electronic Evidence (w/OCWAR-C), Accra, Ghana, 6-9 December 

2022 

iPROCEEDS 2 
Domestic public/private meeting on cooperation between criminal justice and 

ISPs, Antalya, Turkiye, 8 December 2022 

GLACY+ 

Participation in the National Cybercrime Convention: Philippines Cybercrime 

Landscape after Accession to the Budapest Convention, Manila, Philippines and 

online 9 December 2022 

CyberEast 6th Steering Committee of the project, Tbilisi, Georgia, 12 December 2022 

CyberSouth 
Finalisation and validation of the basic and advance training courses for 

magistrates, 12-14 December 2022, Algiers, Algeria 

iPROCEEDS 2 
Domestic public/private meeting on cooperation between criminal justice and 

ISPs, Skopje, North Macedonia, 15 December 2022 

iPROCEEDS 2 Basic training course on cybercrime, electronic evidence and online crime 

proceeds, Belgrade, Serbia, 13-15 December 2022 

iPROCEEDS 2 Participation in the General Assembly of the Southeast Europe Police Chiefs 

Association, Bucharest, Romania, 13 December 2022 

Octopus project Webinar on the First Additional Protocol to the Budapest Convention, 15 

December 2022 

Octopus Project 
HELP Course on Cybercrime and Electronic Evidence legal adaptation into 

Bulgarian, Hungarian and Slovak, 15 December 2022 

iPROCEEDS 2 Domestic workshop on dealing with electronic evidence in international 

investigations, Belgrade, Serbia, 15 December 2022 

CyberSouth Finalisation and validation of the basic training course for magistrates in 

Lebanon, online 15-30 December 2022 

CyberEast 
Regional Meeting on Cybercrime Reporting and Data Sharing, Tbilisi, Georgia, 

20-21 December 2022 

CyberSouth 

Finalization and validation of the basic judicial training course on cybercrime and 

e-evidence for its future adoption into the national training curricula for 

magistrates, online, Lebanon, December 2022 – March 2023 

January 2023  

https://www.coe.int/en/web/cybercrime/-/regional-organised-crime-conference
https://www.coe.int/en/web/cybercrime/-/regional-organised-crime-conference
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-6th-meeting-of-the-project-steering-committee-and-additional-workshops
https://www.coe.int/en/web/cybercrime/-/graduation-of-master-students-in-cybercrime-investigation-and-computer-forensics
https://www.coe.int/en/web/cybercrime/-/graduation-of-master-students-in-cybercrime-investigation-and-computer-forensics
https://www.coe.int/en/web/istanbul-convention/conference-joining-forces-applying-the-cybercrime-frame-to-digital-violence-against-women-
https://www.coe.int/en/web/istanbul-convention/conference-joining-forces-applying-the-cybercrime-frame-to-digital-violence-against-women-
https://www.coe.int/en/web/cybercrime/cybersouth-activities/-/asset_publisher/evi3rDpsvYdT/content/cybersouth-9th-project-steering-committee-reviews-progress?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId=176182419&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fcybersouth-activities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT_assetEntryId%3D176182419%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_evi3rDpsvYdT
https://www.coe.int/en/web/cybercrime/-/trainthetrainers_ghana
https://www.coe.int/en/web/cybercrime/-/trainthetrainers_ghana
https://www.coe.int/en/web/cybercrime/-/7th-international-cybercrime-workshop
https://www.coe.int/en/web/cybercrime/-/7th-international-cybercrime-workshop
https://www.coe.int/en/web/cybercrime/-/sixth-steering-committee-meeting-of-the-cyber-east-project-held-in-tbilisi-georgia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-introductory-training-course-for-judges-and-prosecutors-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-introductory-training-course-for-judges-and-prosecutors-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/southeast-europe-police-chiefs-association-general-assembly-agreed-on-future-operational-cooperation-in-the-region
https://www.coe.int/en/web/cybercrime/-/southeast-europe-police-chiefs-association-general-assembly-agreed-on-future-operational-cooperation-in-the-region
https://www.coe.int/en/web/cybercrime/webinars
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-meeting-on-csirt/law-enforcement-incident-reporting-and-data-sharing
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GLACY+ Preparatory call to the legislative support, online, Nepal, 6 January 2023 

GLACY+ 

Octopus Project 

iPROCEEDS 2 

CyberEast 

CyberSouth 

Fourth Session of the UN Ad Hoc Committee on Cybercrime, Vienna, Austria, 8-

20 January 2023 

Octopus Project 
UN AHC side event – the Convention on Cybercrime in practice: lessons learnt 

2001 – 2022, Vienna, Austria, 10 January 2023 

Octopus Project 
Cyberviolence extended working group meeting, 18 January 2023, Strasbourg, 

France, 18 January 2023 

GLACY+ 

Support for the regional training workshop on financial investigation, virtual 

currencies and dark web for ECOWAS region (1st group of countries), Dakar, 

Senegal, 24-26 January 2023 

CyberSouth 
First basic judicial training course on cybercrime and e-evidence delivered by 

national trainers, Kolea, Algeria, 29 January – 2 February 2023 

GLACY+ Finalization of the Mid-term assessments, online, 30 January 2023 

GLACY+ 

Support for the regional training workshop on financial investigation, virtual 

currencies and dark web for ECOWAS region (2nd group of countries), Dakar, 

Senegal, 30 January – 1 February 2023 

GLACY+ 

Octopus Project 

CyberEast 

iPROCEEDS 2 

CyberSouth 

International Conference on Xenophobia and Racism committed through 

computer systems, Strasbourg, France, 30-31 January 2023 

Octopus Project T-CY Bureau Meeting, Strasbourg, France, 31 January 2023 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation, Tirana, 

Albania, 31 January – 01 February 2023 

iPROCEEDS 2 
International cybersecurity exercise on incident response tools, trends and 

security technologies, Bilbao, Spain, 31 January – 2 February 2023 

CyberEast 

Revised Report Article 15 safeguards and guarantees contributes directly to 

output 1.3 of the CyberEast project for the Eastern Partnership countries, 

February-April 2023 

Octopus Project Development of the Online Training Platform, January – March 2023 

Octopus Project Further development of the Cyberviolence Resource and Octopus Platform, 

January – March 2023 

February 2023  

iPROCEEDS 2 
Domestic workshop on sharing electronic evidence on international 

investigations, Tirana, Albania, 1 February 2023   

CyberSouth 
EU CyberNet co-ordination meeting of EU funded projects in the cybercrime area, 

online, 1 February 2023 

GLACY+ 

13th Steering Committee meeting-assessing project performance and strategic 

planning for the third phase of GLACY project, Brussels, Belgium, 1-3 February 

2023 

GLACY+ 
Workshop on cybercrime and electronic evidence legislation, Kigali, Rwanda, 6-8 

February 2023 

CyberEast 
First responder course with OCSEA module - in cooperation with Police Academy, 

Yerevan, Armenia, 7-10 February 2023 

GLACY+ Orientation meeting with Timor Leste, online, 10 February 2023 

GLACY+ 
Participation in the Anniversary of the Cybercrime Unit of the Prosecutors' Office 

of Peru, online, 14 February 2023 

https://www.coe.int/en/web/cybercrime/-/un-ahc-side-event-the-convention-on-cybercrime-in-practice-lessons-learnt-2001-2022-vienna-10-january-2023-
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-data-protection-for-multiple-lebanese-stakeholders
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-data-protection-for-multiple-lebanese-stakeholders
https://www.coe.int/en/web/cybercrime/-/octopus-project-international-conference-on-xenophobia-and-racism-committed-through-computer-systems-sharing-good-practices-on-20-years-of-implementing-the-first-additional-protocol-to-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/octopus-project-international-conference-on-xenophobia-and-racism-committed-through-computer-systems-sharing-good-practices-on-20-years-of-implementing-the-first-additional-protocol-to-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-specialised-judicial-training-course-on-international-co-operation-and-workshop-on-sharing-electronic-evidence-in-international-investigations
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tf-csirt-meeting-2023-first-regional-symposium-europe
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-tf-csirt-meeting-2023-first-regional-symposium-europe
https://www.coe.int/en/web/cybercrime/-/glacy-13th-steering-committee-meeting-assessing-project-performance-and-strategic-planning-for-the-third-phase-of-glacy-project-1
https://www.coe.int/en/web/cybercrime/-/glacy-13th-steering-committee-meeting-assessing-project-performance-and-strategic-planning-for-the-third-phase-of-glacy-project-1
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-cybercrime-and-electronic-evidence-legislation-6
https://www.coe.int/en/web/cybercrime/-/cybereast-first-responder-training-on-cybercrime-and-electronic-evidence-for-armenian-investigators
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GLACY+ 

Octopus Project 

CyberEast 

iPROCEEDS 2 

CyberSouth 

Regional Exercise on Joint Investigative Teams and service provider cooperation 

under the Second Additional Protocol/ Joint training of 24/7 points of contact for 

better cooperation with private sector, Lisbon, Portugal, 14-16 February 2023 

Octopus Project 
Visit of the Minister of Security of Argentina, Strasbourg, France, 16 February 

2023 

GLACY+ INTERPOL Global Cybercrime Conference, online, Singapore, 16 February 2023 

CyberSouth 
National workshop on data protection for multiple Lebanese stakeholders, Beirut, 

Lebanon, 17 February 2023 

iPROCEEDS 2 

Regional training skill certification programme for judges and prosecutors 

delivering Council of Europe judicial training on cybercrime and electronic 

evidence, Skopje, North Macedonia, 21-23 February 2023 

CyberEast 
First responder course with OCSEA module - in cooperation with Police Academy, 

Baku, Azerbaijan, 21-24 February 2023 

Octopus Project 

Launch of the Council of Europe HELP course “Cybercrime and Electronic 

Evidence” for lawyers in Slovakia and Bulgaria, Bratislava, Slovakia, 22 February 

2023 

iPROCEEDS 2 
Domestic workshop on sharing electronic evidence on international 

investigations, Skopje, North Macedonia, 23 February 2023 

CyberSouth 
National Workshop on Data Protection for the Jordanian judicial professionals, 

Amman. Jordan, 23 February 2023 

GLACY+ 
Support to the Forum of the Ibero-American Network of Cybercrime Prosecutors 

(CiberRed), Cartagena de Indias, Colombia, 27 February – 3 March 2023 

Octopus Project 
Visit of the delegation of Curaçao to the Council of Europe, Strasbourg, France, 

27 February 2023 

CyberEast 
First responder course with OCSEA module - in cooperation with Police Academy 

(integration), Tbilisi, Georgia, 27-28 February 2023 

Octopus Project 

Strengthening the capacities of criminal justice authorities in addressing 

xenophobic and racist acts committed through computer systems 

- 2nd Webinar on Good Practices and Challenges, online, 28 February 2023 

iPROCEEDS 2 
Second webinar on Xenophobia and Racism committed through computer 

systems, Strasbourg, France, 28 February 2023 

March 2023  

GLACY+ 
Support for the operational meeting Morocco-Tunisia-Cote d’Ivoire, Bouznika, 

Morocco, 6-7 March 2023 

GLACY+ 

CyberSouth 

International Conference on Strengthening Co-operation on Cybercrime and E-

evidence in Africa, Bouznika, Morocco, 6-7 March 2023 

GLACY+ 
Workshop with the Multisectorial Commission dealing with accession to 

international treaties - on Second Additional Protocol, Peru, online, 9 March 2023 

GLACY+ 
Advisory workshops on search, seizure, and confiscation of online crime 

proceeds, Cotonou, Benin, 9-10 March 2023 

CyberSouth 

Launching event of the South Programme V: “Protecting human rights, rule of 

law and democracy through shared standards in the Southern Mediterranean", 

Lisbon, Portugal, 13-14 March 2023 

GLACY+ 
Advisory workshops on search, seizure, and confiscation of online crime 

proceeds, Dakar, Senegal, 13-14 March 2023 

GLACY+ 

Stakeholder series of workshops on new domestic cybercrime legal framework 

and Convention on Cybercrime (WKS 2/2) – Law Enforcement, Brazil, online, 14-

16 March 2023 

https://www.coe.int/en/web/cybercrime/-/cybereast-regional-training-on-joint-investigative-teams-under-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-training-on-joint-investigative-teams-under-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-training-on-joint-investigative-teams-under-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/glacy-priority-countries-participated-in-the-interpol-global-cybercrime-conference
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-workshop-on-data-protection-for-multiple-lebanese-stakeholders
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-last-series-of-training-on-trainers-on-training-skills-concluded-in-north-macedonia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-last-series-of-training-on-trainers-on-training-skills-concluded-in-north-macedonia
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-last-series-of-training-on-trainers-on-training-skills-concluded-in-north-macedonia
https://www.coe.int/en/web/cybercrime/-/cybereast-first-responder-training-for-investigators-on-cybercrime-and-electronic-evidence-takes-place-in-azerbaijan
https://www.coe.int/en/web/cybercrime/-/launch-of-the-council-of-europe-help-course-cybercrime-and-electronic-evidence-for-lawyers-in-slovakia-and-bulgaria
https://www.coe.int/en/web/cybercrime/-/launch-of-the-council-of-europe-help-course-cybercrime-and-electronic-evidence-for-lawyers-in-slovakia-and-bulgaria
https://www.coe.int/en/web/cybercrime/-/cybersouth-workshop-on-data-protection-for-the-jordanian-judicial-professionals
https://www.coe.int/en/web/cybercrime/-/visit-of-cura%C3%A7ao-s-delegation-to-the-council-of-europe
https://www.coe.int/en/web/cybercrime/-/octopus-project-webinar-on-strengthening-the-capacities-of-criminal-justice-authorities-on-addressing-xenophobia-and-racism-committed-online
https://www.coe.int/en/web/cybercrime/-/octopus-project-webinar-on-strengthening-the-capacities-of-criminal-justice-authorities-on-addressing-xenophobia-and-racism-committed-online
https://www.coe.int/en/web/cybercrime/-/octopus-project-webinar-on-strengthening-the-capacities-of-criminal-justice-authorities-on-addressing-xenophobia-and-racism-committed-online
https://www.coe.int/en/web/cybercrime/-/octopus-project-webinar-on-strengthening-the-capacities-of-criminal-justice-authorities-on-addressing-xenophobia-and-racism-committed-online
https://www.coe.int/en/web/cybercrime/-/octopus-project-webinar-on-strengthening-the-capacities-of-criminal-justice-authorities-on-addressing-xenophobia-and-racism-committed-online
https://www.coe.int/en/web/cybercrime/-/call-to-action-following-the-international-conference-on-strengthening-co-operation-on-cybercrime-and-e-evidence-in-africa
https://www.coe.int/en/web/cybercrime/-/call-to-action-following-the-international-conference-on-strengthening-co-operation-on-cybercrime-and-e-evidence-in-africa
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-the-peruvian-authorities-on-the-new-tools-of-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-for-the-peruvian-authorities-on-the-new-tools-of-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-and-interpol-advisory-workshops-on-search-seizure-and-confiscation-of-online-crime-proceeds
https://www.coe.int/en/web/cybercrime/-/glacy-stakeholder-series-of-workshops-on-new-domestic-cybercrime-legal-framework-and-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-stakeholder-series-of-workshops-on-new-domestic-cybercrime-legal-framework-and-convention-on-cybercrime
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iPROCEEDS 2 
Domestic simulation exercises on effective sharing of data between cybersecurity 

and cybercrime communities, Podgorica, Montenegro, 14-15 March 2023 

CyberEast 
Advanced judicial training with Judicial Academy, Yerevan, Armenia, 14-17 March 

2023 

iPROCEEDS 2 
Domestic workshop and Report on cybercrime and cybersecurity trends as well 

as for criminal justice statistics, Podgorica, Montenegro, 16 March 2023 

CyberSouth Workshop on legislation, Tunis, Tunisia, 21 March 2023 

CyberEast 
First responder course with OCSEA module - in cooperation with Police Academy 

(integration), Kishinev, Moldova, 21-22 March 2023 

CyberEast 
Forums of criminal justice, civil society and private sector on transparency of 

cybercrime action, Kishinev, Moldova, 23 March 2023 

GLACY+ 
Preparatory meeting with the delegates on the margins of the UN Ad Hoc 

Committee meeting (5th meeting), online, 24 March 2023 

iPROCEEDS 2 
Domestic simulation exercises on effective sharing of data between cybersecurity 

and cybercrime communities, Pristina, Kosovo*, 27-28 March 2023 

iPROCEEDS 2 
SEPCA Conference on countries fight against cybercrime, Banja Luka, Bosnia and 

Herzegovina, 28 March 2023 

iPROCEEDS 2 

GLACY+ 

Support to participation in the Introductory course on E-Evidence, Budva, 

Montenegro, 28-31 March 2023 

Octopus Project Metadata Law Enforcement Conference, Lisbon, Portugal, 29-30 March 2023 

iPROCEEDS 2 

Regional workshop on public-private cooperation on cybercrime and practical 

implementation of Second Additional Protocol to the Budapest Convention 

provisions, Banja Luka, 29 March 2023 

iPROCEEDS 2 
Domestic meeting on raising awareness of existing reporting mechanisms of 

cybercrime, Banja Luka, Bosnia and Herzegovina, 29 March 2023 

iPROCEEDS 2 
Regional Specialised Judicial Training Course on Electronic Evidence, Budva, 

Montenegro, 29 - 31 March 2023 

iPROCEEDS 2 
Domestic simulation exercises on effective sharing of data between cybersecurity 

and cybercrime communities, Banja Luka, 30 - 31 March 2023 

iPROCEEDS 2 
Domestic workshop on sharing electronic evidence on international 

investigations, Budva, Montenegro, 31 March 2023 

April 2023  

GLACY+ 

Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Dominican Republic, online,  

3 April 2023 

iPROCEEDS 2 
Domestic simulation exercises on effective sharing of data between cybersecurity 

and cybercrime communities, Skopje, North Macedonia, 3-4 April 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Chile, online, 4 April 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Philippines, online, 4 April 2023 

CyberSouth 
National workshop on the links between cybercrime investigations and data 

protection regulations in Algeria, online, 4 April 2023 

CyberEast 
National exercise/mock trial for police, prosecutors and judges, with participation 

of defence attorneys, Tbilisi, Georgia, 4-6 April 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Sri Lanka, online, 5 April 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Mauritius, online, 6 April 2023 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities-and-workshop-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities-and-workshop-on-cybercrime-and-cybersecurity-trends-as-well-as-for-criminal-justice-statistics
https://www.coe.int/en/web/cybercrime/-/cybereast-advanced-cybercrime-and-electronic-evidence-training-takes-place-at-the-academy-of-justice-of-armenia
https://www.coe.int/en/web/cybercrime/-/cybereast-findings-of-the-cyber-barometer-study-for-the-republic-of-moldova-discussed-during-the-forum-on-transparency-and-accountability-of-cybercrime-action
https://www.coe.int/en/web/cybercrime/-/cybereast-findings-of-the-cyber-barometer-study-for-the-republic-of-moldova-discussed-during-the-forum-on-transparency-and-accountability-of-cybercrime-action
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-cybercrime-week-for-south-east-european-countries
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-specialised-judicial-training-on-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-specialised-judicial-training-on-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-regional-specialised-judicial-training-on-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-domestic-simulation-exercise-on-effective-sharing-of-data-between-cybersecurity-and-cybercrime-communities
https://www.coe.int/en/web/cybercrime/-/cybersouth-online-workshop-on-the-links-between-cybercrime-and-personal-data-protection
https://www.coe.int/en/web/cybercrime/-/cybersouth-online-workshop-on-the-links-between-cybercrime-and-personal-data-protection
https://www.coe.int/en/web/cybercrime/-/cybereast-law-enforcement-officers-members-of-judiciary-and-defence-attorneys-from-georgia-attend-an-in-country-exercise-on-cybercrime-and-e-evidence-1
https://www.coe.int/en/web/cybercrime/-/cybereast-law-enforcement-officers-members-of-judiciary-and-defence-attorneys-from-georgia-attend-an-in-country-exercise-on-cybercrime-and-e-evidence-1
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GLACY+ 

Training of Trainers E-FIRST ECTEG Course, Cybercrime and digital forensics 

specialized training for law enforcement officers, Asuncion, Paraguay, 10-21 April 

2023 

GLACY+ 

Octopus Project 

CyberEast 

iPROCEEDS 2 

CyberSouth 

Support for the participation of T-CY Parties and Observers in the 5th session of 

the Ad Hoc Committee on new UN Treaty, Wien, Austria, 11-21 April 2023  

Octopus Project 
Contribution to the Botnet and Malware Ecosystems Fighting Conference, 

Strasbourg, France, 11-14 April 2023 

CyberEast 
Advanced judicial training with Judicial Academy, Baku, Azerbaijan, 11-14 April 

2023 

CyberSouth 
Contribution to the first Steering Committee Meeting of South Programme V, 

online, 19 April 2023 

CyberEast Regional Cyber Cooperation Exercise, Iasi, Romania, 19-21 April 2023 

GLACY+ 
National workshop for raising awareness on the role of 24/7 Pont of Contacts for 

Peru, online, 20-21 April 2023 

GLACY+ 

Advisory workshop on integration/ mainstreaming of training modules in curricula 

of judicial training institutions and prosecutors' training institution for Peru, 

online, 24-25 April 2023 

iPROCEEDS 2 
Europol workshop on investigation of cryptocurrencies, The Hague, Netherlands, 

24-26 April 2023 

iPROCEEDS 2 
GFCE Europe - Regional Meeting and Cyber Agora conference, Brussels, Belgium, 

25-26 April 2023 

Octopus Project 

CyberEast 

Pilot demo of the online training platform; CyberEast Joint training and 

integration session on cybercrime and electronic evidence for law enforcement 

and prosecutors of Ukraine, Suceava, Romania, 25-28 April 2023 

CyberSouth 
Basic training course on cybercrime for DGSN and Gendarmerie officials, Kenitra, 

Morocco, 25-27 April 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Senegal, online, 26 April 2023 

CyberEast 
National exercise/mock trial for police, prosecutors and judges, with participation 

of defence attorneys, Kishinev, Moldova, 26-28 April 2023 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime, 

San Jose, Costa Rica, 26-28 April 2023 

CyberSouth 
Workshop with the Ministry of Justice of Morocco on the next strategy and steps 

of CyberSouth, Rabat, Morocco, 28 April 2023 

Octopus Project 
Support for the initiation of legislative assessments for Seychelles, Malawi and 

Mexico, online, April – May 2023 

Octopus Project 
On-going development of the online cyberviolence resource and online training 

platform, online, April-June 2023 

CyberSouth 
Finalisation of the judicial training material on cybercrime and e-evidence to be 

used by national trainers in Morocco, online, April-May 2023 

May 2023  

iPROCEEDS 2 
Regional Conference of the International Association of Prosecutors (IAP), 

Istanbul, Turkiye, 2-4 May 2023 

CyberEast 
Introductory judicial training with National School of Judges (Odessa and Dnipro 

regions), Bucharest, Romania, 2-3 May 2023 

GLACY+ 
E-Evidence Programme for Prosecution - Budapest Convention and the Second 

Additional Protocol lecture, online, 3 May 2023 

https://www.coe.int/en/web/cybercrime/-/the-botnet-and-malware-ecosystems-fighting-conference-a-step-forward-in-the-fight-against-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-cybercrime-co-operation-exercise-takes-place-in-iasi
https://www.coe.int/en/web/cybercrime/-/glacy-national-awareness-raising-workshop-on-the-role-of-the-24/7-network-under-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-national-awareness-raising-workshop-on-the-role-of-the-24/7-network-under-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-peruvian-training-institutions-for-judges-and-prosecutors-to-streamline-cybercrime-and-electronic-evidence?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=226695398&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D226695398%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/glacy-peruvian-training-institutions-for-judges-and-prosecutors-to-streamline-cybercrime-and-electronic-evidence?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=226695398&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D226695398%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-participation-of-cybercrime-experts-from-south-east-europe-and-t%C3%BCrkiye-in-europol-events
https://www.coe.int/en/web/cybercrime/-/cybereast-25-ukrainian-investigators-and-prosecutors-attend-a-training-course-on-cybercrime-and-e-evidence-in-suceava
https://www.coe.int/en/web/cybercrime/-/cybereast-25-ukrainian-investigators-and-prosecutors-attend-a-training-course-on-cybercrime-and-e-evidence-in-suceava
https://www.coe.int/en/web/cybercrime/-/cybereast-25-ukrainian-investigators-and-prosecutors-attend-a-training-course-on-cybercrime-and-e-evidence-in-suceava
https://www.coe.int/en/web/cybercrime/-/cybersouth-training-course-on-cybercrime-and-electronic-evidence-for-young-experts-from-the-police-and-gendarmerie-services
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CyberEast 
Advanced judicial training for judges in Ukraine, Bucharest, Romania, 4-6 May 

2023 

GLACY+ 
Training of Trainers: Introductory Judicial Training on cybercrime and electronic 

evidence (PART I), Abuja, Nigeria, 8-9 May 2023 

GLACY+ 

Training of Trainers - training skills and certification programme for CoE judicial 

trainers & Training of Trainers: Introductory Judicial Training on cybercrime and 

electronic evidence (PART II), Abuja, Nigeria, 10-12 May 2023 

CyberSouth 
Course ‘The EU’s Cybersecurity Strategy for the Digital Decade’, online, 10-12 

May 2023 

GLACY+ 
Workshop on Data Protection and INTERPOL tools and services for Brazil, online, 

10-12 May 2023 

iPROCEEDS 2 
INJT Practitioners-to-practitioners 1st workshop on cybercrime investigations and 

electronic evidence, online, 11 May 2023 

GLACY+ 
Third series of practitioner-to-practitioner workshops - Session on electronic 

evidence, online, 11 May 2023 

Octopus Project 

CyberEast 

Participation in the Cyber Crime Conference (ICT Security Magazine), Rome, 

Italy, 11-12 May 2023 

CyberSouth 
Support the delivery of the advanced course by the national trainers, previously 

trained by the project, Kolea, Algeria, 14-17 May 2023 

iPROCEEDS 2 
EuroMed Justice Conference on Joint Investigations, Trier, Germany, 15-16 May 

2023 

GLACY+ 

Train of Trainers - Refresher of the Introductory Training on Cybercrime and 

electronic evidence for judges, magistrates and prosecutors and advanced course 

(PART I), Santiago, Chile, 15-16 May 2023 

GLACY+ 
Initial assessment and Advisory mission on cybercrime legislation, Dili, Timor 

Leste, 15-17 May 2023 

GLACY+ 

Octopus Project 

Training on the Child Protection System for countering online child sexual 

exploitation and abuse (OCSEA), Port-Louis, Mauritius, 15-19 May 2023 

iPROCEEDS 2 
Balkan Cybersecurity Days 2023, held by FIRST and DCAF, Ohrid, North 

Macedonia, 16-18 May 2023 

GLACY+ 
Training of Trainers - training skills and certification programme for CoE judicial 

trainers (PART II), Santiago, Chile, 17-19 May 2023 

GLACY+ 
Training of Trainers - training skills and certification programme for CoE judicial 

trainers (PART I), Lima, Peru, 22-26 May 2023 

GLACY+ 
Advisory mission on search, seizure, and confiscation of online proceeds of crime, 

Colombo, Sri Lanka, 22-24 May 2023 

GLACY+ 

Octopus Project 

Meeting of the CiberRed and Forum de Cibercrime and International Conference 

on Second Additional Protocol, Brasilia, Brazil, 23-25 May 2023 

CyberSouth EU CT/OC week, online, 23-25 May 2023 

CyberEast 7th CyberEast Steering Committee, Kishinev, Moldova, 23 May 2023 

CyberEast 

Regional meeting to improve international cooperation and information sharing 

between cybercrime, financial investigations and financial intelligence (FIUs), 

Kishinev, Moldova, 24-25 May 2023 

GLACY+ 

Training of Trainers - training skills and certification programme for CoE judicial 

trainers & Training of Trainers: Introductory Judicial Training on cybercrime and 

electronic evidence (PART II), Lima, Peru, 24-26 May 2023 

GLACY+ 
Support for the national consultations on the amendments of the cybercrime 

legal framework, Abuja, Nigeria, 24-26 May 2023 

GLACY+ 
Coordination meeting with main national stakeholders on the accession process 

for Uruguay, online, 25 May 2023 

https://www.coe.int/en/web/cybercrime/-/cybereast-introductory-and-advanced-training-course-on-cybercrime-and-electronic-evidence-for-20-ukrainian-judges
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-of-trainers-programme-took-place-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-of-trainers-programme-took-place-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-of-trainers-programme-took-place-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-of-trainers-programme-took-place-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-judicial-training-of-trainers-programme-took-place-in-nigeria
https://www.coe.int/en/web/cybercrime/-/glacy-first-p2p-workshop-of-the-third-series-of-workshops-of-the-international-network-of-national-judicial-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-first-p2p-workshop-of-the-third-series-of-workshops-of-the-international-network-of-national-judicial-trainers
https://www.coe.int/en/web/cybercrime/-/cybersouth-advanced-training-on-cybercrime-and-electronic-evidence-conducted-by-national-trainers
https://www.coe.int/en/web/cybercrime/-/cybersouth-advanced-training-on-cybercrime-and-electronic-evidence-conducted-by-national-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-refresher-course-on-cybercrime-and-electronic-evidence-for-prosecutor-trainers-in-chile
https://www.coe.int/en/web/cybercrime/-/glacy-refresher-course-on-cybercrime-and-electronic-evidence-for-prosecutor-trainers-in-chile
https://www.coe.int/en/web/cybercrime/-/glacy-refresher-course-on-cybercrime-and-electronic-evidence-for-prosecutor-trainers-in-chile
https://www.coe.int/en/web/cybercrime/-/glacy-co-operation-with-timor-leste-on-the-legislative-reform-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/octopus-and-glacy-projects-training-on-child-protection-system-for-countering-online-child-sexual-exploitation-and-abuse-in-mauritius?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=233519265&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D233519265%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/octopus-and-glacy-projects-training-on-child-protection-system-for-countering-online-child-sexual-exploitation-and-abuse-in-mauritius?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=233519265&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D233519265%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-balkan-cybersecurity-days-2023
https://www.coe.int/en/web/cybercrime/-/glacy-first-part-of-the-tot-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors-in-peru
https://www.coe.int/en/web/cybercrime/-/glacy-first-part-of-the-tot-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors-in-peru
https://www.coe.int/en/web/cybercrime/-/glacy-/-octopus-meetings-of-the-network-of-ibero-american-prosecutors-specialized-in-cybercrime-and-forum-of-portuguese-speaking-prosecutors-specialized-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-/-octopus-meetings-of-the-network-of-ibero-american-prosecutors-specialized-in-cybercrime-and-forum-of-portuguese-speaking-prosecutors-specialized-in-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybereast-seventh-steering-committee-meeting-takes-place-in-chisinau
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-meeting-between-cybercrime-experts-financial-investigators-and-financial-intelligence-units-to-improve-international-co-operation-and-information-sharing
https://www.coe.int/en/web/cybercrime/-/cybereast-regional-meeting-between-cybercrime-experts-financial-investigators-and-financial-intelligence-units-to-improve-international-co-operation-and-information-sharing
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-national-consultations-on-amendments-to-the-cybercrime-legal-framework
https://www.coe.int/en/web/cybercrime/-/glacy-support-for-national-consultations-on-amendments-to-the-cybercrime-legal-framework
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GLACY+ 
Advisory mission on cybercrime units development and inter-agency cooperation, 

Colombo, Sri Lanka, 25 May 2023 

CyberEast 
Training sessions for LEA/CSIRT: cyber incident and cybercrime 

taxonomy/handling in accordance with SOPs, Yerevan, Armenia, 29-30 May 2023 

CyberSouth Judicial training on e-evidence, Tunis, Tunisia, 29-31 May 2023 

iPROCEEDS 2 
Europol EC3 Annual Meeting on OCSEA, The Hague, Netherlands, 30 May – 2 

June 2023 

June 2023  

CyberSouth 10th CyberSouth project Steering Committee, Tunis, Tunisia, 1 June 2023 

CyberEast 
Training sessions for LEA/CSIRT: cyber incident and cybercrime 

taxonomy/handling in accordance with SOPs, Tbilisi, Georgia, 1-2 June 2023 

GLACY+ 

Octopus Project 

Participation in the RightsCon session: GFCE Regional Meeting for the Americas 

and the Caribbean, San Jose, Costa Rica, 5 June 2023 

CyberSouth 
14th Middle East and North Africa Working Group meeting on Cybercrime for 

Heads of Units (organised by Interpol), Riyadh, Saudi Arabia, 5-7 June 2023 

CyberEast 
Training sessions for LEA/CSIRT: cyber incident and cybercrime 

taxonomy/handling in accordance with SOPs, Baku, Azerbaijan, 5-6 June 2023 

GLACY+ 

Octopus Project 

RightsCon session on "Safeguards as enabler of effective criminal justice on 

cybercrime", San Jose, Costa Rica, 6 June 2023 

Octopus Project 

Meeting with the Attorney General of Barbados, the Law Reform Commission and 

CARICOM IMPACS on legislative review, accession to the Budapest Convention 

and further capacity building for Barbados, online, 6 June 2023 

GLACY+ 
Advisory workshop on cybercrime reporting and criminal justice statistics, Accra, 

Ghana, 6-7 June 2023 

CyberSouth 
Study visits to EMEA HQ of Multinational Service Providers, Dublin, Ireland, 6-7 

June 2023 

iPROCEEDS 2 ISS World Europe, Prague, Czech Republic, 6-8 June 2023 

GLACY+ 

Octopus Project 

Enhanced co-operation and disclosure of electronic evidence: High Level 

Workshop on Second Additional Protocol, Accra, Ghana, 8-9 June 2023 

CyberEast 
Training sessions for LEA/CSIRT: cyber incident and cybercrime 

taxonomy/handling in accordance with SOPs, Kishinev, Moldova, 8-9 June 2023 

GLACY+ 

Advisory workshop on integration/ mainstreaming of training modules in curricula 

of judicial training institutions and prosecutors' training institution, Cotonou, 

Benin, 12-13 June 2023 

iPROCEEDS 2 
Specialised Judicial Training Course on International Cooperation, Belgrade, 

Serbia, 12-14 June 2023 

GLACY+ 

iPROCEEDS 2 

Regional Specialised Judicial Training Course on Electronic Evidence, Tirana, 

Albania, 13-16 June 2023 

GLACY+ Cybercrime Community Meeting, Brussels, Belgium, 14 June 2023 

iPROCEEDS 2 
Workshop on current challenges on cybercrime investigations, Belgrade, Serbia, 

14 June 2023 

iPROCEEDS 2 
Domestic workshop on cybercrime and electronic evidence (delivered by national 

trainers), Belgrade, Serbia, 15 June 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies for Ghana, online, 16 June 2023 

iPROCEEDS 2 
Domestic workshop on sharing electronic evidence on International 

investigations, Tirana, Albania, 16 June 2023   

CyberEast 
Regional meeting of civil society organisations at EuroDIG 2023 and Civil society 

forum Ukraine, Tampere, Finland, 19-21 June 2023 

https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/cybersouth-training-course-on-electronic-evidence-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-participation-of-cybercrime-experts-from-south-east-europe-and-t%C3%BCrkiye-in-europol-events
https://www.coe.int/en/web/cybercrime/-/cybersouth-renewed-interest-and-support-at-the-10th-steering-committee-meeting
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/rightscon-highlights-international-co-operation-and-safeguards-for-effective-cybercrime-response
https://www.coe.int/en/web/cybercrime/-/rightscon-highlights-international-co-operation-and-safeguards-for-effective-cybercrime-response
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/rightscon-highlights-international-co-operation-and-safeguards-for-effective-cybercrime-response
https://www.coe.int/en/web/cybercrime/-/rightscon-highlights-international-co-operation-and-safeguards-for-effective-cybercrime-response
https://www.coe.int/en/web/cybercrime/-/cybersouth-study-visit-to-multinational-service-providers
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-iss-world-europe
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/ghana-takes-steps-to-strengthen-its-response-to-cybercrime-through-the-second-additional-protocol-to-the-convention-on-cybercrime?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=233519334&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D233519334%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/glacyplusactivities/-/asset_publisher/DD9qKA5QlKhC/content/ghana-takes-steps-to-strengthen-its-response-to-cybercrime-through-the-second-additional-protocol-to-the-convention-on-cybercrime?_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId=233519334&_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_redirect=https%3A%2F%2Fwww.coe.int%2Fen%2Fweb%2Fcybercrime%2Fglacyplusactivities%3Fp_p_id%3Dcom_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC%26p_p_lifecycle%3D0%26p_p_state%3Dnormal%26p_p_mode%3Dview%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_cur%3D0%26p_r_p_resetCur%3Dfalse%26_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC_assetEntryId%3D233519334%23p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC#p_com_liferay_asset_publisher_web_portlet_AssetPublisherPortlet_INSTANCE_DD9qKA5QlKhC
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/cybereast-series-of-trainings-on-the-handling-of-cyber-incident-and-cybercrime-taxonomy-take-place-in-the-eastern-partnership-countries
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-workshop-on-mainstreaming-cybercrime-and-electronic-evidence-for-judicial-and-prosecutors-training-institutions
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-workshop-on-mainstreaming-cybercrime-and-electronic-evidence-for-judicial-and-prosecutors-training-institutions
https://www.coe.int/en/web/cybercrime/-/judges-and-prosecutors-from-serbia-attend-trainings-on-international-co-operation-cybercrime-investigations-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-last-series-of-specialiased-judicial-training-involving-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/cybereast-representatives-of-eastern-partnership-countries-examine-the-role-of-civil-society-oversight-during-eurodig-2023
https://www.coe.int/en/web/cybercrime/-/cybereast-representatives-of-eastern-partnership-countries-examine-the-role-of-civil-society-oversight-during-eurodig-2023
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GLACY+ 
Africa Cyber Surge Operation 2.0 - Table top exercise, Dar es Salaam, Tanzania, 

19-23 June 2023 

CyberSouth National conference on cybercrime, Amman, Jordan, 20-21 June 2023 

iPROCEEDS 2 
INJT Practitioners-to-practitioners 2nd workshop on cybercrime investigations and 

electronic evidence, online, 21 June 2023 

GLACY+ 

CyberSouth 

iPROCEEDS 2 

CyberEast 

Octopus Project 

2nd practitioner-to-practitioner workshop of the third series of workshops of the 

International Network of the National Judicial Trainers, online, 21 June 2023 

iPROCEEDS 2 

CyberSouth 

Octopus Project 

Launch of the HELP Course on Cybercrime and Electronic Evidence, Rabat, 

Morocco, 23 June 2023 

GLACY+ 
E-evidence training first responders course (pilot) in Paraguay, online, 26-30 

June 2023 

GLACY+ 
Workshop for countries invited to accede - support for accession and further 

capacity building, Strasbourg, France, 26 June 2023 

GLACY+ 
Workshop on the role of hub countries in the new GLACY-e project, Strasbourg, 

France, 26 June 2023 

GLACY+ GLACY+ 14th Steering Committee, Strasbourg, France, 26 June 2023 

GLACY+ 
Advisory workshop on mainstreaming regional training centers on cybercrime 

and electronic evidence training strategies, Nuku’alofa, Tonga, 27 June 2023 

GLACY+ 

Octopus Project 

CyberEast 

iPROCEEDS 2 

CyberSouth 

T-CY Bureau, 28th T-CY Plenary and related meetings, Strasbourg, France, 27-28 

June 2023 

GLACY+ 

Advisory mission on integration of ECTEG training materials into the law 

enforcement training academies and other professional law enforcement training 

bodies in Paraguay, online, 29-30 June 2023 

iPROCEEDS 2 
The 7th Meeting of the iPROCEEDS 2 Project Steering Committee, Strasbourg, 

France, 29 June 2023 

iPROCEEDS 2 
Support amendment of the Information Security Law in Serbia, June – 

September 2023 

July 2023  

GLACY+ 
Regional Training of Trainers for first responders within Gendarmeries of African 

Organization of Gendarmes (OGA), Dakar, Senegal, 03–07 July 2023 

GLACY+ 
Advisory Mission on Search, Seizure and Confiscation of Online Crime Proceeds, 

Santo Domingo. Dominican Republic, 03-05 July 2023 

Octopus Project 

Participation in the PGA Regional Workshop for the Parliamentarians of the 

Caribbean region, on the universality of the Budapest Convention and 

cyberviolence, online, 05-06 July 2023 

GLACY+ 
Advisory mission on development of cybercrime units and inter-agency 

cooperation, Santo Domingo. Dominican Republic, 06 July 2023 

GLACY+ 
Training of Trainers:  adult training methodology skills for national trainers, 

Abidjan, Cote D'Ivoire, 10-11 July 2023 

GLACY+ 
Preparatory meeting for the regional case simulation exercise on cybercrime, 

Ankara, Türkiye, 11–13 July 2023 

GLACY+ 
Training of Trainers: Introductory Judicial Training on cybercrime and electronic 

evidence, Abidjan, Cote D'Ivoire, 12-14 July 2023 

https://www.coe.int/en/web/cybercrime/-/glacy-supports-interpol-s-africa-cyber-surge-operation-ii
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-conference-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-the-second-p2p-online-workshop-of-the-international-network-of-the-national-judicial-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-the-second-p2p-online-workshop-of-the-international-network-of-the-national-judicial-trainers
https://www.coe.int/en/web/cybercrime/-/cybersouth-launch-of-the-help-course-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-regional-instructors-deliver-the-newly-developed-e-evidence-first-responder-course-package-in-paraguay
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-7th-meeting-of-the-project-steering-committee-and-additional-workshops
https://www.coe.int/en/web/cybercrime/-/glacy-regional-training-of-trainers-for-the-first-responders-gendarmerie-of-oga
https://www.coe.int/en/web/cybercrime/-/glacy-regional-training-of-trainers-for-the-first-responders-gendarmerie-of-oga
https://www.coe.int/en/web/cybercrime/-/glacy-training-of-trainers-on-cybercrime-and-electronic-evidence-delivered-in-c%C3%B4te-d-ivoire
https://www.coe.int/en/web/cybercrime/-/glacy-training-of-trainers-on-cybercrime-and-electronic-evidence-delivered-in-c%C3%B4te-d-ivoire
https://www.coe.int/en/web/cybercrime/-/glacy-training-of-trainers-on-cybercrime-and-electronic-evidence-delivered-in-c%C3%B4te-d-ivoire
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GLACY+ 
Fundamentals of Open-Source Investigation (FOSI) Training courses -Spanish 

version, online, 17 July – 25 August 2023 

GLACY+ Support for the National Cybercrime Conference, Bogota, Colombia, 18-19 July 

2023 

GLACY+ Introductory course on Budapest Convention for the task force involved in the 

legislative reform on cybercrime and electronic evidence in Malawi, online, 20-21 

July 2023 

GLACY+ Workshop with the Sector leadership (Ministry of ICT) in Rwanda, 25 July 2023 

Octopus Project 
East Africa Legislative Summit on the Budapest Convention, Arusha, Tanzania, 

26-28 July 2023 

iPROCEEDS 2 
INTERPOL International Child Sexual Exploitation (ICSE) Database Training, 

Lyon, France, 26-27 July 2023 

Octopus Project 
Coordination of positions of T-CY Parties and Observers for the 6th session of the 

Ad Hoc Committee on the new UN Treaty, online, 28 July 2023 

GLACY+ 
Desk study on cybercrime and electronic evidence legislation (part of the wider 

advisory mission on legislation) in Mozambique, 30 July 2023 

GLACY+ 
Refresher workshop with the legal drafters on the envisaged legal reform in 

Nauru, 31 July – 1 August 2023 

Octopus Project 
Assessment of cybercrime legislation in Mauritania, online, July – September 

2023 

CyberSouth 
Finalisation of the basic judicial training course on cybercrime and electronic 

evidence in Lebanon, online, July – September 2023 

August 2023  

Octopus Project 2nd Cyber Affairs Summit Conference, Buenos Aires, Argentina, 2 August 2023 

GLACY+ 
Training of Trainers:  adult training methodology skills for national trainers, 

Mombasa, Kenya, 14-15 August 2023 

GLACY+ 
Training of Trainers: Introductory Judicial Training on cybercrime and electronic 

evidence, Mombasa, Kenya, 15-18 August 2023 

GLACY+ 

Advisory workshop on integration/ mainstreaming of training modules in curricula 

of judicial training institutions and prosecutors' training institution, Mombasa, 

Kenya, 18 August 2023 

Octopus Project 

CyberSouth 

iPROCEEDS 2 

GLACY+ 

6th session of the Ad Hoc Committee on the new UN Treaty, New York, USA, 21 

August – 1 September 2023 

GLACY+ 
Workshop on the results and impact of the first year of Peru's incorporation as a 

priority country of the GLACY project, online, 25 August 2023 

GLACY+ 
E-evidence training for first responders course – national delivery, Santiago de 

Chile, Chile, 28-30 August 2023 

Octopus Project 
Assessment of cybercrime legislation in Seychelles, online, August – September 

2023 

September 2023  

CyberSouth 

iPROCEEDS 2 

GLACY+ 

Underground Economy Conference 2023, Prague, Czech Republic, 04-07 

September 2023 

iPROCEEDS 2 
International workshops on first responders, Prague, Czech Republic, 04-07 

September 2023 

GLACY+ 
Training of Trainers - Advanced Judicial Training on Cybercrime and on electronic 

evidence for national trainers, Santiago de Chile, Chile, 04-08 September 2023 

https://www.coe.int/en/web/cybercrime/-/glacy-interpol-trains-criminal-justice-professionals-from-latin-america-on-fundamentals-of-open-source-investigations
https://www.coe.int/en/web/cybercrime/-/glacy-interpol-trains-criminal-justice-professionals-from-latin-america-on-fundamentals-of-open-source-investigations
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-course-on-the-convention-on-cybercrime-budapest-convention-for-malawi-s-task-force-assists-the-legislative-reform-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/glacy-introductory-course-on-the-convention-on-cybercrime-budapest-convention-for-malawi-s-task-force-assists-the-legislative-reform-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/east-africa-and-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-counterpart-from-bosnia-and-herzegovina-attends-training-on-international-child-sexual-exploitation-icse-database
https://www.coe.int/en/web/cybercrime/-/council-of-europe-at-the-2nd-cyber-affairs-summit-conference-in-argentina
https://www.coe.int/en/web/cybercrime/-/glacy-partners-with-the-kenya-judiciary-academy-to-train-future-national-trainers-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-partners-with-the-kenya-judiciary-academy-to-train-future-national-trainers-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/underground-economy-conference-2023-commitment-to-solve-global-cybercrime-challenges-needs-ongoing-collaboration-and-technical-innovation
https://www.coe.int/en/web/cybercrime/-/glacy-the-first-pool-of-chilean-national-trainers-on-cybercrime-and-electronic-evidence-completed-the-training-cycle
https://www.coe.int/en/web/cybercrime/-/glacy-the-first-pool-of-chilean-national-trainers-on-cybercrime-and-electronic-evidence-completed-the-training-cycle
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GLACY+ 
Debriefing workshop with the national task force mandated to lead the legislative 

reform in Mozambique, online, 6 and 8 September 2023 

GLACY+ 

Training of Trainers: E-FIRST ECTEG Course, Cybercrime and digital forensics 

specialized training for law enforcement officers – French version, Istanbul 

Türkiye, 11-22 September 2023 

GLACY+ 
Training of Trainers - Advanced Judicial Training on Cybercrime and on electronic 

evidence for national trainers, Lima, Peru, 11-15 September 2023 

GLACY+ 
Legislative drafting workshop - part 1, Kigali, Rwanda, 11-13 and 15 September 

2023 

Octopus Project 
Stakeholder series of workshops on national cybercrime legislation, Bridgetown, 

Barbados, 11-13 September 2023 

CyberEast 
Training session on digital forensics and online financial investigations for the 

financial investigators, Tbilisi, Georgia, 11-15 September 2023 

CyberSouth 
Co-ordination meetings with EUROMED Justice, EUROMED Police, GIZ and 

INTERPOL “Momentum”, online, 11-18 September 2023 

Octopus Project 
International Symposium on Cybercrime Response, Seoul, South Korea, 13-15 

September 2023 

GLACY+ 
Training of Trainers - Advanced Judicial Training on Cybercrime and on electronic 

evidence for national trainers, Mombasa, Kenya, 18-22 September 2023 

GLACY+ 

Support for national delivery - Introductory course on cybercrime and electronic 

evidence for prosecutors in Tamale in cooperation with TAIEX and OCWAR-C, 

Tamale, Ghana, 18-20 September 2023 

Octopus Project 
T-CY Advisory mission on legislation to Malaysia, Putrajaya, Malaysia, 18-19 

September 2023 

CyberSouth 
Final assessment visit and study on the progress made, Tunis, Tunisia, 18-22 

September 2023 

CyberSouth 
Training of Trainers Workshop on cybercrime and e-evidence for magistrates, 

Tunis, Tunisia, 19-21 September 2023 

GLACY+ 
Workshop on cybercrime and electronic evidence legislation (part of the wider 

advisory mission on legislation), Maputo, Mozambique, 20-22 September 2023 

Octopus Project 

CyberSouth 

CyberEast 

iPROCEEDS 2 

GLACY+ 

Joint workshop on cooperation provisions in emergency situations introduced by 

the Second Additional Protocol to Budapest Convention, art.9-10 (with Eurojust), 

The Hague, Netherlands, 21-22 September 2023 

CyberSouth National Conference on Cybercrime, Algiers, Algeria, 24-25 September 2023 

GLACY+ 
Regional case simulation exercise on cybercrime with Octopus project, Ebene, 

Mauritius, 25-29 September 2023 

iPROCEEDS 2 
The 70th TF-CSIRT Meeting and trainings hosted by Swedish CERT-forum, 

Stockholm, Sweden, 25-27 September 2023 

iPROCEEDS 2 
Regional CSIRT/LEA Inter-agency Co-operation Exercise, Port Louis, Mauritius, 

25-29 September 2023 

iPROCEEDS 2 

Domestic workshops on Second Additional Protocol to the BC provisions and 

cybercrime legislative reforms and on Second Additional Protocol to the BC 

provisions and cybercrime legislative reforms, Pristina, Kosovo*, 26-28 

September 2023 

iPROCEEDS 2 Domestic workshops on Second Additional Protocol to the BC provisions and 

cybercrime legislative reforms and on Second Additional Protocol to the BC 

provisions and cybercrime legislative reforms, Tirana, Albania, 26-27 September 

2023 

https://www.coe.int/en/web/cybercrime/-/glacy-the-first-pool-of-national-trainers-from-peru-finalises-the-advanced-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/glacy-the-first-pool-of-national-trainers-from-peru-finalises-the-advanced-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors
https://www.coe.int/en/web/cybercrime/-/octopus-project-barbados-launches-series-of-workshops-on-draft-cybercrime-legislation-involving-key-stakeholders-and-agencies-2
https://www.coe.int/en/web/cybercrime/-/cybereast-representatives-of-the-georgian-ministry-of-finance-attend-advanced-training-on-electronic-evidence-and-financial-investigations
https://www.coe.int/en/web/cybercrime/-/cybereast-representatives-of-the-georgian-ministry-of-finance-attend-advanced-training-on-electronic-evidence-and-financial-investigations
https://www.coe.int/en/web/cybercrime/-/korea/council-of-europe-cooperation-on-cybercrime-iscr-2023
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-on-cybercrime-and-electronic-evidence-for-national-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-advanced-judicial-training-on-cybercrime-and-electronic-evidence-for-national-trainers
https://www.coe.int/en/web/cybercrime/-/glacy-taiex-supports-the-national-delivery-of-the-introductory-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors-in-ghana
https://www.coe.int/en/web/cybercrime/-/glacy-taiex-supports-the-national-delivery-of-the-introductory-course-on-cybercrime-and-electronic-evidence-for-judges-and-prosecutors-in-ghana
https://www.coe.int/en/web/cybercrime/-/malaysia-and-the-convention-on-cybercrime
https://www.coe.int/en/web/cybercrime/-/cybersouth-tunisia-increases-its-national-team-of-judicial-trainers-on-cybercrime-and-electronic-evidence
https://www.coe.int/en/web/cybercrime/-/glacy-advisory-mission-on-cybercrime-and-electronic-evidence-legislation-in-mozambique
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-international-co-operation-provisions-of-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/glacy-workshop-on-international-co-operation-provisions-of-the-second-additional-protocol-to-the-convention-on-cybercrime-budapest-convention-
https://www.coe.int/en/web/cybercrime/-/cybersouth-national-conference-on-cybercrime-1
https://www.coe.int/en/web/cybercrime/-/glacy-regional-csirt/lea-simulation-exercise-for-interagency-co-operation
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-ratel-serbian-cert-takes-part-in-the-70th-meeting-of-tf-csirt
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-first-round-of-performance-assessment-workshops-completed-in-pristina-and-tirana-1
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CyberSouth 
Final assessment visit and study on the progress made, Algiers, Algeria, 26 

September 2023 

GLACY+ 
Participation of the PMU in the Third Technical Roundtable on Digital and cyber 

programs between Ecuador and EU, online, 27 September 2023 

GLACY+ 
Third series of practitioner-to-practitioner workshops - Session on cyberviolence 

and human rights, online, 27 September 2023 

Octopus Project 

iPROCEEDS 2 

Third series of practitioner-to-practitioner workshops - Session on cyberviolence 

and human rights, online, 27 September 2023 

October 2023  

CyberSouth Contribution to the SIRIUS event for MENA countries, online, 3 October 2023 

iPROCEEDS 2 

Domestic review workshops of the legislation. Domestic workshops on Second 

Additional Protocol to the BC provisions and cybercrime legislative reforms. 

Domestic workshops on assessment/development of joint LEA/CERT training 

programmes, as part of their national cybercrime/cybersecurity strategies. 

Domestic workshops on inter-agency cooperation. Domestic workshops to review 

the performance of information sharing and cooperation mechanisms. Domestic 

workshops on international cooperation, Sarajevo, Bosnia and Herzegovina, 3-4 

October 2023  

GLACY+ 
Lecture for Spanish judges on cybercrime and e-evidence: international 

cooperation, online, 5 October 2023 

GLACY-e 
Support for the Americas Interpol Working Group, Santo Domingo, Dominican 

Republic, 7-10 November 2023 

CyberEast 

iPROCEEDS 2 

Regional Workshop on cooperation and information sharing between FIU and 

cybercrime, Antalya, Türkiye, 10-12 October 2023 

Octopus Project 
Participation in IGF 2023 in Kyoto, WS on war crimes and gross human rights 

violations: the case for e-evidence, 8-12 October 2023 

CyberSouth 

Meetings with relevant national institutions of Lebanon to assess progresses to 

fight cybercrime, in the framework of the CyberSouth project, online, 10-27 

October 2023 

CyberSouth 
Meeting with the relevant national institutions in view of assessing the progress 

made by the CyberSouth project, Rabat, Morocco, 11-12 October 2023 

CyberSouth 

Contribution to the Lisbon Forum of the North-South Centre on Human Rights, 

Environment and Economic Crimes: Youth at the forefront, Lisbon, Portugal, 16-

17 October 2023 

iPROCEEDS 2 

Domestic review workshops of the legislation. Domestic workshops on Second 

Additional Protocol to the BC provisions and cybercrime legislative reforms. 

Domestic workshops on assessment/development of joint LEA/CERT training 

programmes, as part of their national cybercrime/cybersecurity strategies. 

Domestic workshops on inter-agency cooperation. Domestic workshops to review 

the performance of information sharing and cooperation mechanisms. Domestic 

workshops on international cooperation, Skopje, North Macedonia, 16-18 October 

2023 

iPROCEEDS 2 ETSI Cyber Security Conference, Valbonne, France, 16-19 October 2023 

GLACY+ 

Octopus Project 
Advisory mission on legislation, Lilongwe, Malawi, 17-19 October 2023 

GLACY+ 
Roundtable with Latin America and the Caribbean Embassies on capacity building 

options for the region, Brussels, Belgium, 17 October 2023 

GLACY+ 

Support for hub countries (the Philippines) to attend specialized courses at the 

International Advanced Training Institute for the prevention of and the fight 

against organized crime, Caserta, Italy, 17-27 October 2023 

https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-and-cybereast-principles-for-co-operation-between-financial-investigators-and-cybercrime-experts-discussed-during-regional-workshop-in-antalya
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-and-cybereast-principles-for-co-operation-between-financial-investigators-and-cybercrime-experts-discussed-during-regional-workshop-in-antalya
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-representatives-of-the-ministry-of-security-of-bosnia-and-herzegovina-attend-etsi-security-conference
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GLACY+ 

Support for hub countries (the Philippines) to attend 6th ASEAN Cybercrime 

prosecutors’ Roundtable meeting and Singapore international cyber week, 

Singapore, Singapore, 17-19 October 2023 

GLACY+ 
Participation in the EU CyberNet Stakeholder Community Day, Brussels, Belgium, 

18 October 2023 

GLACY+ 

CyberEast 

iPROCEEDS 2 

CyberSouth 

Octopus Project 

Support for participation of the priority countries in the EUROPOL Cybercrime 

Annual Conference, The Hague, Netherlands, 18-19 October 2023 

GLACY+ 

Support for participation of the priority countries in the side event organised 

ICANN, EUROPOL and Council of Europe on Internet Governance, The Hague, 

Netherlands, 19 October 2023 

GLACY+ 

CyberEast 

iPROCEEDS 2 

CyberSouth 

Octopus Project 

Support for participation of the priority countries in the Annual meeting of the 

24/7 Points of Contact Network, The Hague, Netherlands, 20 October 2023 

iPROCEEDS 2 
Workshops with European Commission Directive 977/2023 and International 

Association of Prosecutors, The Hague, Netherlands, 20 October 2023 

GLACY+ 
Legislative drafting workshop – second workshop, Kigali, Rwanda, 23- 27 

October 2023 

CyberEast 

Octopus Project 

Regional Technical Exercise on cybercrime/security coordination, Napareuli, 

Georgia, 23-27 October 2023 

Octopus Project 
Assessment of legislation of Seychelles on cybercrime and electronic evidence, 

October – November 2023 

Octopus Project 
Assessment of legislation of Mauritania on cybercrime and electronic evidence, 

October – November 2023 

GLACY+ 

3rd Series of practitioner-to-practitioner workshops of the International Network 

of National Judicial trainers - Session on cryptocurrencies, online, 23 October 

2023 

GLACY+ 

Support for national delivery - Introductory course on cybercrime and electronic 

evidence for judges and prosecutors (second workshop), Sunyani, Ghana, 24-26 

October 2023 

iPROCEEDS 2 

International simulation exercises for cybersecurity and cybercrime communities - 

Regional Cybercrime Co-operation Exercise between CSIRTs and Law Enforcement 

Officers from the Eastern Partnership, South East Europe and Türkiye, Kakheti, 

Georgia, 24-27 October 2023 

iPROCEEDS 2 

Domestic review workshops of the legislation. Domestic workshops on Second 

Additional Protocol to the BC provisions and cybercrime legislative reforms. 

Domestic workshops on assessment/development of joint LEA/CERT training 

programmes, as part of their national cybercrime/cybersecurity strategies. 

Domestic workshops on inter-agency cooperation. Domestic workshops to review 

the performance of information sharing and cooperation mechanisms. Domestic 

workshops on international cooperation, Podgorica, Montenegro, 24-25 October 

2023 

iPROCEEDS 2 
INNJT Practitioners-to-practitioners workshop on cryptocurrencies, online, 26 

October 2023 

Octopus Project 
International Conference on International Cooperation on Cybercrime in 

Kazakhstan, organized by OSCE, supported by CoE, 26-27 October 2023 

https://www.coe.int/en/web/cybercrime/-/c-proc-delegates-attend-the-annual-conference-of-the-european-cybercrime-centre-ec3-
https://www.coe.int/en/web/cybercrime/-/c-proc-delegates-attend-the-annual-conference-of-the-european-cybercrime-centre-ec3-
https://www.coe.int/en/web/cybercrime/-/the-seventh-annual-meeting-of-the-24/7-network-of-contact-points
https://www.coe.int/en/web/cybercrime/-/the-seventh-annual-meeting-of-the-24/7-network-of-contact-points
https://www.coe.int/en/web/cybercrime/-/cybereast-iproceeds-2-regional-cybercrime-co-operation-exercise-between-csirts-and-law-enforcement-officers-from-the-eastern-partnership-south-east-europe-and-turkiye
https://www.coe.int/en/web/cybercrime/-/cybereast-iproceeds-2-regional-cybercrime-co-operation-exercise-between-csirts-and-law-enforcement-officers-from-the-eastern-partnership-south-east-europe-and-turkiye
https://www.coe.int/en/web/cybercrime/-/cybereast-iproceeds-2-regional-cybercrime-co-operation-exercise-between-csirts-and-law-enforcement-officers-from-the-eastern-partnership-south-east-europe-and-turkiye
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-second-round-of-performance-assessment-workshops-completed-in-bosnia-and-herzegovina-north-macedonia-and-montenegro
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Octopus Project 
Advisory mission on law enforcement capacity building – visits to Karaganda and 

Almaty Police Academies, 28-31 October 2023 

Octopus Project 
Development of the online training platform on cybercrime and electronic 

evidence, October-December 2023 

November 2023  

CyberSouth 

Meetings with relevant national institutions of Jordan to assess progresses to 

fight cybercrime, in the framework of the CyberSouth project, online, 1-2 

November 2023 

CyberSouth 
Translation into Arabic of the Guide for conducting criminal investigations of 

ransomware attacks, 1-15 November 2023 

Octopus Project 
World Forum for Democracy: Forum Talk 1: The truth of war crimes – Making 

Use of Electronic Evidence and Open-Source Intelligence, 6-8 November 2023 

CyberEast 
OSINT tools course for the Ministry of Finance investigators, Tbilisi, Georgia, 6-

10 November 2023 

GLACY-e 

Octopus Project 

Support for the Americas Interpol Working Group, Santo Domingo, Dominican 

Republic, 7-10 November 2023 

iPROCEEDS 2 
18th edition of the Regional Conference on Combating Organized Crime, 

Constanta, Romania, 7-9 November 2023 

GLACY+ 

Support for national delivery - Introductory course on cybercrime and electronic 

evidence for judges and prosecutors (third workshop), Takoradi, Ghana, 7-9 

November 2023 

GLACY+ 

GLACY-e 

Octopus Project 

Regional meeting on judicial training strategies for selected African countries (in 

cooperation with OCWAR-C), Paris, France, 8–9 November 2023 

Octopus Project 

Presentation of C-PROC work at the Course "The Role of the EU Cyber Ecosystem 

in Global Cybersecurity Stability" for EU-MS and Indo-Pacific countries - 7-9 

November 2023, organized by MFA/NL, ESIWA under the auspices of ESDC 

GLACY+ 
Advisory mission on legislation in cooperation with FOPREL, Santo Domingo, 

Dominican Republic, 8 November 2023 

GLACY+ 

Octopus Project 

Advisory workshop on cybercrime legislation in cooperation with FOPREL, Mexico 

City, Mexico, 10 November 2023 

GLACY+ 
E-evidence course for first responders (in-country pilot delivery), Lima, Peru, 13–

17 November 2023 

GLACY+ 

Octopus Project 

Regional workshop on private - public partnership for LATAM countries, Santiago 

de Chile, Chile, 13-14 November 2023 

GLACY+ 

GLACY-e 

Workshop to promote Budapest Convention and cybercrime policing, Freetown, 

Sierra Leone, 13-14 November 2023 

GLACY+ 

GLACY-e 

Support for meeting of the LAC CERTs and Heads of Cybercrime Units, Santo 

Domingo, Dominican Republic, 13 November 2023 

GLACY+ 

GLACY-e 

Train the Trainers: E-FIRST Course: First responders training, Cebu, Philippines, 

13-24 November 2023 

CYBERKOP 

Octopus Project 

Launch Meeting of CYBERKOP action under Octopus Project, Pristina, Kosovo*, 

14 November 2023 

GLACY+ 

GLACY-e 
Legislative drafting workshop, Lagos, Nigeria, 14-16 November 2023 

CyberEast 

iPROCEEDS 2 

Regional Meeting on cooperation between CSIRTs and law enforcement as part of 

CyberWeek, Kishinev, Moldova, 14-15 November 2023 

GLACY+ 
Support for hub countries (Dominican Republic) to attend the meeting of Heads 

of Police in Latin America, Bogota, Colombia, 15-16 November 2023 

https://www.coe.int/en/web/cybercrime/-/glacy-and-octopus-projects-enhancing-public-private-cooperation-in-latin-america-on-cybercrime-and-e-evidence
https://www.coe.int/en/web/cybercrime/-/octopus-project-cyberkop-launching-meeting
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-and-cybereast-regional-meeting-on-the-protection-of-critical-information-infrastructure-during-cyberweek-2023
https://www.coe.int/en/web/cybercrime/-/iproceeds-2-and-cybereast-regional-meeting-on-the-protection-of-critical-information-infrastructure-during-cyberweek-2023
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iPROCEEDS 2 

Domestic review workshops of the legislation. Domestic workshops on Second 

Additional Protocol to the BC provisions and cybercrime legislative reforms. 

Domestic workshops on assessment/development of joint LEA/CERT training 

programmes, as part of their national cybercrime/cybersecurity strategies. 

Domestic workshops on inter-agency cooperation. Domestic workshops to review 

the performance of information sharing and cooperation mechanisms. Domestic 

workshops on international cooperation, Belgrade, Serbia, 15-16 November 2023 

CyberSouth Translation into Arabic of the Electronic evidence Guide, 16-30 November 2023 

iPROCEEDS 2 

Domestic review workshops of the legislation. Domestic workshops on Second 

Additional Protocol to the BC provisions and cybercrime legislative reforms. 

Domestic workshops on assessment/development of joint LEA/CERT training 

programmes, as part of their national cybercrime/cybersecurity strategies. 

Domestic workshops on inter-agency cooperation. Domestic workshops to review 

the performance of information sharing and cooperation mechanisms. Domestic 

workshops on international cooperation, Ankara, Türkiye, 21-22 November 2023 

GLACY+ 

GLACY-e 

Advisory mission on cybercrime strategies (preparatory meeting), Quito, 

Ecuador, 21-23 November 2023 

GLACY+ 
Kenya and the Budapest Convention: meetings with key stakeholders on 

potential cooperation on cybercrime, Nairobi, Kenya, 27 November 2023 

GLACY+ 

Octopus Project 

Global Conference on Cyber Capacity Building 2023. Sessions on Sustainability of 

LEA capacity building through country-driven training and Lessons learned and 

what is next in Cyber Capacity Building, Accra, Ghana, 29-30 November 2023 

C-PROC: CyberEast 

CyberSouth, GLACY+ 

Octopus Project 

Discussion paper: Freedom of expression within the context of action on 

cybercrime – Practical considerations 

Cybercrime Division, 

Octopus Project 

Good practice study: Implementing the Protocol to the Convention on Cybercrime  

on Xenophobia and Racism 

CyberEast 

Study on gaps, limitations and capacities to collect and process electronic 

evidence of war crimes and related offences in Ukraine, online, November – 

December 2023 

CyberSouth 

Update and printing of the Budapest Convention and its Protocols booklets in 

Arabic, its explanatory report and guidance notes on election interference and 

scope of powers, online, November 2023 

Octopus Project 
Update of the Budapest Convention booklets with the latest guidance note 

(English, French, Spanish, Portuguese) 

CyberSouth 
Finalisation of the basic training course on cybercrime and e-evidence in Lebanon 

and its translation into Arabic, online, November 2023 

December 2023  

iPROCEEDS 2 
Workshop on current challenges on cybercrime investigations (delivered by 

national trainers), Tirana, Albania, 4 December 2023 

GLACY+ 
Stakeholder webinar on the role and responsibilities of 24/7 POC in Fiji, online, 4-

5 December 2023 

GLACY+ 
Advisory Mission on Search, Seizure and Confiscation of Online Crime Proceeds, 

Bogota, Colombia, 4-5 December 2023 

CyberSouth 
Meetings on accession to the Budapest Convention and presentation of the next 

phase of the project CyberSouth+, Tunis, Tunisia, 4-5 December 2023 

Octopus Project 

GLACY+ 

GLACY-e 

CYBERKOP 

29th T-CY Plenary and Octopus Conference, Bucharest, Romania, 11–15 

December 2023 
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iPROCEEDS 2 

CyberSouth 

CyberEast 
Octopus Conference / Regional Meeting of Policy Makers on cybercrime policies / 

Closing event for the project, Bucharest, Romania, 13-15 December 2023 

GLACY+ 

GLACY-e 

iPROCEEDS 2 

CyberSouth 

Octopus Project 

Plenary of the International Network of Judicial Trainers, Bucharest, Romania, 12 

December 2023 

GLACY+ 

GLACY-e 

Closing conference of GLACY+ project and Opening conference for GLACY-e 

project, Bucharest, Romania, 14 December 2023 

CyberSouth 
Closing conference of CyberSouth project, Bucharest, Romania, 14 December 

2023 

iPROCEEDS 2 iPROCEEDS 2 Project Closing Meeting, Bucharest, Romania, 14 December 2023 

GLACY+ 

Octopus Project 

Desk study on cybercrime legislation in Cameroun jointly with OCTOPUS project, 

desk study, 15 December 2023 

iPROCEEDS 2 Mapping study on cyberviolence, online, 28 December 2023 

iPROCEEDS 2 
Developing a Guidebook on Judicial Training Strategies on Cybercrime and 

Electronic Evidence, online, 28 December 2023 

Octopus Project 
Launch of the CYBOX online training platform on cybercrime and electronic 

evidence 

 


