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Romanian Cybercrime Unit

. Central
« As part of Romanian National Police in 2003 was

established a Romanian Cybercrime Unit

- As cybercrime is consider a serious crime,
Cybercrime Unit is organized under the Directorate
of Combating Organized Crime
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Central level

Cyber
Attacks

« Provides cyber expertise for the territorial units

- Strategic planning and capacity building both national
and international

» Central Cybercrime Unit is organized on four different
bureaus
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Digital forensic




National level

15 x Services for Countering Computer Crimes
{6-7 officers / local cybercrime unit)

27 x Services for Countering Organized Criminality
(1-2 officers / local services cybercrime)
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Q) EMPACT

Leading positions within EMPACT
Cybercrime framework

» Driver Non Cash Means of Payment Frauds
+ CoDriver Attacks against Information Systems
+ Pariticipant Child Sexual Exploitation

In 2010, the EU set up a four-year policy cycle in order to
create a greater measure of continuity for the fight against
serious international and organised crime.

Calls for robust and coordinated action to target the most
pressing criminal threats facing the EU
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