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EXECUTIVE SUMMARY 

1. This report provides a summary of the anti-money laundering (AML) and countering the 
financing of terrorism (CFT) measures in place in the Principality of Andorra (Andorra) as at the 
date of the on-site visit (between 6 and 18 March 2017). It analyses the level of compliance with the 
&ÉÎÁÎÃÉÁÌ !ÃÔÉÏÎ 4ÁÓË &ÏÒÃÅ ɉ&!4&Ɋ τπ 2ÅÃÏÍÍÅÎÄÁÔÉÏÎÓ ÁÎÄ ÔÈÅ ÌÅÖÅÌ ÏÆ ÅÆÆÅÃÔÉÖÅÎÅÓÓ ÏÆ !ÎÄÏÒÒÁȭÓ 
AML/CFT system, and provides recommendations on how the system could be strengthened.  

Key Findings  

¶ Andorra adopted its national risk assessment (NRA) and action plans for addressing the risks in 
December 2016. It is a candid assessment, and, taking into account that it is its first wholesale 
exercise to consider the money laundering (ML) and financing of terrorism (TF) risks it faces, it 
is reasonably comprehensive. Where there are shortcomings, it is in relation to the activities of  
foreign subsidiaries of Andorran banks. 

¶ It is evident that there has been the political commitment to make sweeping changes to 
Andorran legislation. It was not clear though what political oversight will apply in relation to 
monitoring implementation of key aspects of the action plans. Despite this, legislation to 
criminalise tax crimes and revise the Law on international cooperation in criminal matters and 
the fight against money laundering and the financing of terrorism 20 December 2000, as 
amended (AML/CFT Act), all part of action plans, was already well advanced at the time of the 
on-site visit. 

 
¶ The authorities systematically use financial intelligence and other information provided by the 
5ÎÉÔÁÔ Äȭ)ÎÔÅÌÌÉÇîÎÃÉÁ &ÉÎÁÎÃÅÒÁ Äȭ!ÎÄÏÒÒÁ (the UIFAND) in developing investigations of ML cases. 
The good ratio of suspicious activity report (SARs) submitted against the number of 
investigations initiated based oÎ ÔÈÅÍ ÓÕÐÐÏÒÔÓ ÌÁ× ÅÎÆÏÒÃÅÍÅÎÔ ÁÕÔÈÏÒÉÔÉÅÓȭ ɉ,%!Ɋ ÖÉÅ× ÔÈÁÔ ÔÈÅ 
5)&!.$ȭÓ ÁÎÁÌÙÓÅÓȾÄÉÓÃÌÏÓÕÒÅÓ ÁÒÅ ÏÆ Á ÈÉÇÈ ÑÕÁÌÉÔÙȢ  

¶ Cooperation and communication between the UIFAND and LEAs seems to be intensive and 
fruitful. It, inter alia, includes face-to-face meetings which enable the interlocutors to discuss all 
aspects of the case(s) and to preserve the confidentiality of information.   

¶ !ÎÄÏÒÒÁ ÈÁÓ Á ÓÍÁÌÌ ÌÁ× ÅÎÆÏÒÃÅÍÅÎÔ ÁÎÄ ÍÁÇÉÓÔÒÁÔÅÓȭ ÃÏÍÍÕÎÉÔÙȟ ×ÈÉÃÈ ÈÁÓ ÆÁÃÉÌÉÔÁÔÅÄ ÇÏÏÄ 
cooperation and coordination, effective investigation and prosecution of complex cases. These 
cases have generated uniform ML case law and reflect high professional standards. Currently, the 
criminal justice system investigates and prosecutes a wide range of ML cases which are 
consistent with ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÔÈÒÅÁÔÓ ÁÎÄ ÒÉÓË ÐÒÏÆÉÌÅȢ .ÅÖÅÒÔÈÅÌÅÓÓȟ ÔÈÅ ÒÁÔÉÏ ÂÅÔ×ÅÅÎ 
investigations/prosecutions initiated and subsequent convictions obtained appears to be 
modest.  

¶ The ML threats that the country faces, the current workload judiciary and law enforcement are 
exposed to, the complexity of cases, certain shortcomings in the legal framework, and court 
proceedings that appear to be exceptionally long are key concerns which call for further reforms 
by the authorities. 

¶ Imprisonment sanctions imposed by the courts on natural persons are proportionate and 
dissuasive and are cumulated with fines which can amount up to 3 times the value of the 
laundered funds.   

¶ The authorities seem to apply a reasonably proactive approach in pursuing the confiscation of 
assets. This means that assets obtained or laundered are pursued even in cases when the dual 
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criminality principle could prevent that.  

¶ Searching for criminally obtained property is quite a complex process. Although parallel financial 
investigations are systematically carried out, a lack of human resources and limited access to 
databases by some LEAs cast doubt on effectiveness in identifying proceeds. 

¶ Cash smuggling has been identified as a vulnerability in the NRA. Nonetheless, the cross-border 
identification and seizure of cash does not seem to be sufficiently prioritised by $ÕÁÎÁ Äȭ!ÎÄÏÒÒÁ 
(Customs Department).   

¶ Andorra has enacted a robust legal framework for criminalising TF, which is largely in line with 
international standards. 

¶ The absence of prosecutions and convictions for TF appears to be broadly in line with the risk-
profile of the country.  

¶ The authorities have conducted a detailed analysis of wire transfers with other jurisdictions, 
including high-risk countries, within the framework of the NRA. However, the possibility to 
monitor wire transfers data to and from high-risk jurisdictions from the TF perspective has not 
been fully explored by the UIFAND prior to the NRA. 

¶ The framework for targeted financial sanctions (TFS) seems complete, and capable of applying 
sanctions promptly. Nevertheless, the possibility of recognising TFS lists of the European Union 
(EU) and neighbouring countries (Spain and France) has not been considered by Andorra, 
despite close political, economic and social ties.  

¶ A limited regulatory regime for registration and supervision of non-profit organisations (NPOs) 
does not fully target, and does not seem to be proportionate to, the risk of abuse of NPOs for TF 
purposes.  

¶ There is a system in place to freeze property and assets of persons identified under United 
Nations Security Council Resolutions (UNSCR) lists for financing of proliferation of weapons of 
mass destruction (PF). However, Andorra is not taking sufficient steps to address all the issues 
surrounding proliferation. 

¶ Large financial institutions (FIs) assess and broadly understand their ML/TF risks, but it seems 
that they may be down-played to some extent. Smaller FIs and designated non-financial 
businesses and professions (DNFBPs) appeared less clear about risks, but operate 
straightforward business models for a limited number of customers. Most FIs and DNFBPs 
classify their clients into risk categories in order to apply appropriate customer due diligence 
(CDD) measures. However, some of the methodologies followed for classifying risk are not yet 
fully adapted to the specificities of their customers and their activities. FIs and DNFBPs generally 
demonstrated a strong commitment to applying AML/CFT obligations.  

¶ There are some technical deficiencies in the licensing and registration controls to prevent 
criminals and their associates from holding positions of control or management in FIs and 
DNFBPs. Except for banks, those holding senior compliance roles are not vetted by supervisors.   

¶ Taking into accÏÕÎÔ ÔÈÅ ÓÉÚÅ ÏÆ ÔÈÅ 5)&!.$ȭÓ ÓÕÐÅÒÖÉÓÏÒÙ ÕÎÉÔ ÄÕÒÉÎÇ ÔÈÅ ÐÅÒÉÏÄ ÕÎÄÅÒ ÒÅÖÉÅ×ȟ 
the UIFAND is to be commended on what it has achieved since the last evaluation. Nevertheless, 
the limited resources available to the UIFAND have hampered supervision and there is 
significant key-man risk present. The UIFAND had to curtail a large part of its inspection 
programme in 2015 and 2016 to deal with a bank failure and the NRA. Risk-based supervision is 
not fully applied to FIs and DNFBPs. 
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¶ There is a need for better strategic engagement and coordination of activities between the 
supervisory authorities. Whereas the UIFAND relies extensively upon the cooperation of the 

Institut Nacional Andorrà de Finances (the INAF) with foreign regulators in order to exercise 
consolidated supervision of the significant overseas activities of subsidiaries, it does not seem 
that there is adequate engagement on AML/CFT matters between the prudential supervisor and 
its counterparts abroad. 

¶ The NRA includes quite a comprehensive assessment of ML risks involved in the use of shell 
companies created in Andorra. It also considers TF risks presented by foundations and 
associations (NPOs). It does not consider how companies may be used more generally for TF. 
The past and current involvement of banks, lawyers, accountants and gestorias in the formation 
of legal persons, and possibility that some professional trustees resident in Andorra are 
administering foreign legal arrangements have not been considered sufficiently.    

¶ Measures are in place to prevent misuse of Andorran companies. A combination of: (i) controls 
exercised over foreign investment by the Ministry of Tourism and Commerce; (ii) use of notaries 
(which are subject to AML/CFT Act); and (iii) requirement for companies with foreign ownership 
to hold a bank account (nearly always in Andorra) are the key elements of a comprehensive 
process for mitigating the risk of misuse.  

¶ Gestorias are commonly used to incorporate companies in Andorra. Whilst they are subject to 
the AML/CFT Act, supervision of this sector is insufficient. 

¶ International cooperation constitutes a significant part of the Andorran AML/CFT system, given 
that most of the predicate crimes to ML are committed abroad. Andorra proactively seeks legal 
assistance from foreign authorities. All competent authorities demonstrated a very good level of 
direct communication with their counterparts. However, the use of diplomatic channels with 
countries with which Andorra does not cooperate frequently sometimes takes a slower course.  

¶ Although being a formal reason for which mutual legal assistance (MLA) requests can be refused, 
the dual criminality requirement in cases of tax crimes is strictly applied only if no link with 
another predicate offence can be identified. 

Risks and General Situation 

2. Andorra has a low level of domestic crime. Its main ML threat originates from foreign 
criminals who use the Andorran financial system to launder proceeds from foreign predicate crimes. 
The NRA identifies that tax evasion, fraud, corruption, drug trafficking and tobacco smuggling pose a 
threat to Andorra. Many predicate offences are committed in Spain and France, and Andorra 
cooperates closely with these countries. Tobacco smuggling is the only domestic threat rated as high. 

3. !ÎÄÏÒÒÁȭÓ ÐÏÓÉÔÉÏÎ ÁÓ Á ÒÅÇÉÏÎÁÌ financial centre, with an increasingly international dimension, 
presents a potential for illicit funds to enter the Andorran economic system, particularly as part of 
the layering process. Tax evasion was not a predicate crime to ML at the time of the on-site visit and 
ÔÈÉÓ ÉÎÃÒÅÁÓÅÓ !ÎÄÏÒÒÁȭÓ ÖÕÌÎÅÒÁÂÉÌÉÔÙ ÔÏ -,Ȣ !Ó Á ÆÉÎÁÎÃÅ ÃÅÎÔÒÅȟ ÉÔ ÃÏÕÌÄ ÁÌÓÏ ÂÅ ÕÓÅÄ ÔÏ ÃÏÌÌÅÃÔ ÆÕÎÄÓ 
and then to transfer them to foreign countries in order to use them for terrorist purposes.  

4. The banking sector offers a broad range of services, including private banking, to a significant 
pool of non-residents. It is involved in more than 80% of ML cases and has had greatest exposure to 
the proceeds of tax crime. Whilst the failure of a bank during the period under review is considered 
by the authorities to be an isolated case, it serves to highlight the threats and vulnerabilities to which 
banks are exposed.   
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Overall Level of Effectiveness and Technical Compliance 

5. !ÎÄÏÒÒÁ ×ÁÓ ÒÁÔÅÄ ȰÐÁÒÔÉÁÌÌÙ ÃÏÍÐÌÉÁÎÔȱ ×ÉÔÈ ÆÉÖÅ ÃÏÒÅ 2ÅÃÏÍÍÅÎÄÁÔÉÏÎÓ ÉÎ the 4th Round 
mutual evaluation report (MER). It has taken a number of steps to enhance compliance with the 
requirements set under former Recommendation (R.) 1 and former Special Recommendation (SR.) 
II: (i) the physical elements of ML have been brought more into line with the United Nations (UN) 
Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances (Vienna 
Convention) and the UN Convention Against Transnational Organised Crime (Palermo Convention), 
and most predicate offences are now covered; (ii) provisions of Law 9/2005 of 21 February of the 
Penal Code, as amended (CC) now apply most of the requirements of the International Convention 
for Suppression of the Financing of Terrorism (TF Convention); and (iii) steps have been taken to 
enhance the institutional capacities of the judiciary, e.g. an investigative section has been established 
within the Justice Administration to deal with economic crimes. However, criminal liability for legal 
persons has still not been introduced. The authorities have also addressed many of the deficiencies 
identified under former R.5 (CDD measures) and former R.13 and former SR.IV (reporting). 

6. !ÎÄÏÒÒÁ ×ÁÓ ÒÁÔÅÄ Ȱnon-compliantȱ ÏÒ ȰÐÁÒÔÉÁÌÌÙ ÃÏÍÐÌÉÁÎÔȱ ×ÉÔÈ ÆÏÕÒ ËÅÙ 2ÅÃÏÍÍÅÎÄÁÔÉÏÎÓ 
in the 4th Round MER. Steps have been taken by the authorities to address deficiencies under former 
R.23. In particular: (i) a supervisory unit has been established in the UIFAND; and (ii) natural and 
legal persons engaged in insurance activities are now subject to fit and proper requirements. 
Concerning former R.35 and SR.I, whilst amendments to the CC have addressed a number of 
technical deficiencies, a number of shortcomings remain with regard to implementation of the 
Vienna and Palermo Conventions. Andorra has introduced a framework to implement UNSCRs 
1267(1999) and 1373(2001) ɀ as required by SR.III.  

7. In terms of effectiveness, Andorra achieves substantial results with respect to four of the 
Immediate Outcomes (IO) and moderate results with respect to seven IOs. 

8. Changes to legislation have been made since the on-site visit. However, these could not be 
taken into account in this MER for procedural reasons1. These are: (i) further amendments to the CC 
which makes tax evasion punishable by a fine and term of imprisonment of between three months 
and five years - adopted by the Andorran parliament on 13 July 20172; (ii) further amendments to 
the AML/CFT Act, transposing Directive (EU) 2015/849 on the European Parliament and of the 
Council of 20 May 2015 on the prevention of the use of the financial system for the purposes of 
money laundering or terrorist financing, and Regulation 2015/847 of the European Parliament and 
of the Council of 20 May 2015 on information accompanying transfers of funds - adopted on 22 June 
2017 and now in force; and (iii) new insurance legislation - adopted on 22 June 2017 and now in 
force but applicable from 1 January 2018. 

Assessment of Risks, coordination and policy setting (Chapter 2 - IO.1; R.1, R.2, R.33) 

9. Andorra adopted its NRA and action plans for addressing risks in December 2016. It is a 
candid and reasonably comprehensive assessment of the ML and TF threats and vulnerabilities in 
Andorra. Nevertheless, certain shortcomings were noted in relation to the assessment of risk in the 

                                                      
1 These legislative amendments are not referred to elsewhere in this MER, which considers legislation in place 

at the time of the on-site visit. 

2 Articles concerning tax crimes apply to these crimes committed (i) from the date of entry into force of the 
amendments (July 2017) - for taxes without taxable period; and (ii) from 1 January 2018, for taxes with taxable 
period. 
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activities of foreign subsidiaries of Andorran banks. The NRA identifies the lack of a clear AML/CFT 
Strategy, though this had not hindered the implementation of priority actions identified in the NRA.  

10. It is evident that there has been political commitment to make sweeping changes to Andorran 
legislation. It is not clear though what political oversight will apply in relation to monitoring 
implementation of key aspects of the NRA action plans. 

11. 4ÈÅ ÏÂÊÅÃÔÉÖÅÓ ÁÎÄ ÁÃÔÉÖÉÔÉÅÓ ÏÆ ÔÈÅ 5)&!.$ȭÓ ÏÐÅÒÁÔÉÏÎÁÌ ÕÎÉÔ ÁÎÄ ,%!Ó ÁÐÐÅÁÒ ÔÏ ÂÅ fully 
consistent with the NRA and action plans. However, strategic co-operation and co-ordination of 
supervisory activities need to be improved.   

12. Two permanent committees have been established to co-ordinate AML/CFT work: (i) the 
Permanent committee on the Prevention of ML/TF (PC1); and (ii) the Permanent committee for the 
prevention and fight against terrorism and its financing and the proliferation of weapons of mass 
destruction and its financing (PC2). In practice, they act as discussion fora and their role is limited to 
the revision of legislation in line with international standards. However, work on the NRA and in 
resolving the failure of a bank provide recent evidence that there is cooperation and coordination at 
policy level. 

Financial Intelligence, Money Laundering and Confiscation (Chapter 3 - IOs 6-8; R.3, R.4, R.29-
32) 

13. The authorities systematically use financial intelligence which LEAs consider to be of a high 
quality. Cooperation and communication between the UIFAND and LEAs features different forms and 
aims at producing good results. The modest number of suspicious activity report (SARs) submitted 
by FIs and DNFBPs appears to be a result of intensive and direct informal communication between 
them and UIFAND before a SAR is submitted. The authorities deem that such practice has 
contributed to the quality of SARs and also reduced their numbers. So far, two SARs concerning TF 
have been submitted.  

14. The UIFAND has access to a wide range of databases. LEAs consider that the quality of 
intelligence and the analysis provided by the UIFAND is high.   

15. Although being well structured, the UIFAND is exposed to vulnerabilities that usually 
characterise units of its size. Law 10/2012 of 21 June on foreign investment in the Principality of 
Andorra (Foreign Investment Act) imposing the UIFAND the obligation to check and approve each 
ÎÅ× ÆÏÒÅÉÇÎ ÁÐÐÌÉÃÁÔÉÏÎ ÔÏ ÉÎÖÅÓÔ ÉÎ !ÎÄÏÒÒÁȟ ÓÅÒÉÏÕÓÌÙ ÉÍÐÁÃÔÓ ÔÈÅ ÏÐÅÒÁÔÉÏÎÁÌ ÕÎÉÔȭÓ ×ÏÒËÌÏÁÄȢ 
Nonetheless, the operational analyses carried out upon receipt of the SARs are always prioritised 
against the checks of the foreign applications to invest in Andorra. 

16. !ÎÄÏÒÒÁ ÈÁÓ Á ÓÍÁÌÌ ÌÁ× ÅÎÆÏÒÃÅÍÅÎÔ ÁÎÄ ÍÁÇÉÓÔÒÁÔÅÓȭ ÃÏÍÍÕÎÉÔÙȟ ×ÈÉÃÈ ÈÁÓ ÆÁÃÉÌÉÔÁÔÅÄ ÇÏÏÄ 
cooperation and coordination, effective investigation and prosecution of complex cases. These cases 
have generated uniform ML case law and reflect high professional standards. Recent reforms ɀ most 
notably amendments to the ML offence and appointment of the specialised investigative judges to 
deal exclusively with serious economic crimes - have had a positive effect.  

17. Currently, the criminal justice system investigates and prosecutes a wide range of ML cases 
×ÈÉÃÈ ÁÒÅ ÃÏÎÓÉÓÔÅÎÔ ×ÉÔÈ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÔÈÒÅÁÔÓ ÁÎÄ ÒÉÓË ÐÒÏÆÉÌÅȢ .ÅÖÅÒÔÈÅÌÅÓÓȟ ÔÈÅ ÒÁÔÉÏ ÂÅÔ×ÅÅÎ 
investigations/prosecutions initiat ed and subsequent convictions obtained appears to be modest.  

18. The ML threats that the country faces, the current workload, complexity of cases, lack of 
human resources, limitations imposed by non-incrimination of certain FATF-listed predicate 
offences, and the court proceedings that appear to be exceptionally long, call for further 
strengthening of the institutional and legal framework.  
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19. Terms of imprisonment imposed by the courts are proportionate and dissuasive. However, 
Andorra does not have criminal liability for legal persons and, to date, existing alternative measures 
have only been applied once.  

20. Prosecutors and police may obtain financial information in the framework of a criminal 
investigation, with the prior approval of an investigative judge. This legal condition is not an obstacle 
per se, but could trigger the obligation to notify the suspect about the investigation and the content 
of the file, which could seriously impede the investigation.  

21. The ML offence combined approach3 triggers supplementary requirements in establishing the 
foreign predicate offence, which is challenging for the judiciary in stand-alone ML. Certain FATF-
listed predicate offences not criminalised in Andorra (primarily tax crimes) were usually being 
reported by the foreign authorities as the predicate offence. 

22. Legislative and institutional reforms carried out in recent years have had a positive impact on 
ÔÈÅ ÅÆÆÅÃÔÉÖÅÎÅÓÓ ÏÆ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÃÏÎÆÉÓÃÁÔÉÏÎ ÒÅÇÉÍÅȢ 4ÈÅ ÁÕÔÈÏÒÉÔÉÅÓ ÓÅÅÍ ÔÏ ÁÐÐÌÙ Á ÒÅÁÓÏÎÁÂÌÙ 
proactive approach in pursuing confiscation of assets, even in cases when the dual criminality 
principle could prevent that. However, a lack of resources and restricted access to databases cast 
doubt on the effectiveness of LEAs in identifying proceeds. The lack of comprehensive aggregated 
ÓÔÁÔÉÓÔÉÃÓ ÆÒÏÍ ÔÈÅ ÄÉÆÆÅÒÅÎÔ ÊÕÄÉÃÉÁÌ ÁÕÔÈÏÒÉÔÉÅÓ ÁÎÄ ,%!Ó ÁÌÓÏ ÈÁÍÐÅÒÓ ÔÈÅ ÁÕÔÈÏÒÉÔÉÅÓȭ ÁÂÉÌÉÔÙ ÔÏ 
ÁÓÓÅÓÓ ÔÈÅ ÄÅÇÒÅÅ ÔÏ ×ÈÉÃÈ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÃÏÎÆÉÓÃÁÔÉÏÎ ÏÂÊÅÃÔÉÖÅÓ ÁÒÅ ÁÃÈÉÅÖÅÄȢ  

23. Cash smuggling has been identified as vulnerability in the NRA. Nonetheless, the cross-border 
identification and seizure of cash does not seem to be prioritised by the Customs Department.   

24. Andorra does not have comprehensive asset-sharing mechanisms with other countries, apart 
from the United StateÓ ɉ53ɊȢ 'ÉÖÅÎ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÒÉÓË ÐÒÏÆÉÌÅȟ ÔÈÉÓ ÍÉÇÈÔ ÎÅÇÁÔÉÖÅÌÙ ÉÎÆÌÕÅÎÃÅ ÃÏ-
operation from other jurisdictions in seizing and confiscating the proceeds of crime.  

Terrorist Financing and Financing Proliferation (Chapter 4 - IOs 9-11; R.5-8) 

25. Andorra has enacted a robust legal framework for criminalising TF, which is largely in line 
with international standards, and has conducted a candid national TF risk assessment. The 
authorities have not prosecuted any type of TF activity in the period under review. One investigation 
indirectly related to terrorism has been carried out by the authorities and there is one ongoing 
investigation of TF suspicion. The absence of prosecutions and convictions for TF appears to be 
broadly in line with the risk-profile of the country. 

26. Being geographically located between France and Spain, Andorra naturally relies on close 
cooperation with these countries for combatting terrorism and TF. Excellent relations and 
information exchange exist with relevant counterparts in Spain, France and Italy. 

27. Concerning foreign TF risk, LEAs appear to have a good understanding of the threat of 
recruitment, radicalisation and self-radicalisation of individuals. No evidence has been found to date 
suggesting that Andorran residents have travelled to conflict zones abroad to help foreign terrorist 
groups. The NRA and on-site interviews have confirmed that LEAs make efforts (especially at the 
intelligence level) to identify the sources of funds that can potentially be used for the purpose of TF, 
such as tobacco smuggling. The authorities have conducted a detailed analysis of wire transfers with 
other jurisdictions, including high-risk countries, within the framework of the NRA. However, the 

                                                      
3 A specific list of predicate offences in conjunction with a threshold of a minimum of 6 months of 

imprisonment as a sanction. 
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possibility to monitor wire transfers data to and from high-risk jur isdictions from the TF perspective 
has not been fully explored by the UIFAND prior to the NRA. 

28. The framework for TFS under UNSCRs 1267/1989 and 1988, and pursuant to UNSCR 1373 
seems complete, and capable of applying sanctions promptly. Listing in Andorra is automatic 
following the UN designation and without delay. However, the assessment team could not assess the 
effectiveness in designating foreign or domestic terrorists since no formal request for designation 
pursuant to UNSCR 1373 has ever been submitted to/by the competent authorities. The evaluation 
team believes that Andorra could have considered the possibility of recognising terrorists and 
terrorist organisations designated by the EU and neighbouring countries, given the close 
relationship that Andorra has with those jurisdictions and risk of terrorism and TF that is found 
there. In practical terms, this would mean that any EU, Spanish or French designations (once in force 
in those jurisdictions) could have direct effect in Andorra. 

29. A limited regulatory regime for the registration and supervision of NPOs is in place that does 
not fully target and does not seem to be proportionate to the risk of abuse of NPOs for TF purposes. 
Besides some financial accounting requirements, NPOs are not supervised or monitored by the 
authorities. NPOs met on-site had not been trained by the authorities on possible misuse of the NPO 
sector for TF purposes, and, as a result, there was a lack of awareness on TF risks even by NPOs 
operating close to conflict areas. 

30. Andorra has a complete framework for TFS pursuant to UNSCRs 1718, 1737 and their 
successor resolutions. No PF-related assets or funds have been frozen so far. PC2 coordinates 
activities and provides a platform for cooperation amongst the relevant authorities on, inter alia, PF 
issues. However, insufficient evidence has been provided by the authorities to demonstrate: (i) a 
satisfactory level of coordination and cooperation in relation to PF matters; and (ii) that Andorra has 
robust export controls over proliferation-sensitive goods and technologies. Accordingly, it remains 
unclear if the authorities have an adequate understanding of PF risks. 

Preventive Measures (Chapter 5 - IO4; R.9-23) 

31. FIs and DNFPBs have explained that they have a low risk tolerance, in part as a result of action 
taken by the authorities in respect of a banking failure. Notwithstanding this, use of cash in the 
financial sector continues to be quite extensive and action against tax evasion (not a criminal offence 
at the time of the on-site visit) has been taken quite recently.  

32. Large FIs assess and broadly understand their ML/TF risks, but it seems that they may be 
played down to some extent. Smaller FIs and DNFBPs appeared less clear about risks, but operate 
straightforward business models for a limited number of customers.  

33. Most FIs and DNFBPs classify their clients into risk categories in order to apply appropriate 
CDD measures. However, some of the methodologies followed for classifying risk are not yet fully 
adapted to the specificities of their customers or their activities. There is quite a large variation 
amongst banks in the percentage of customers considered to present a higher risk. 

34. FIs and DNFBPs generally demonstrated a strong commitment to applying AML/CFT 
obligations and a number of factors have encouraged most to strengthen their AML/CFT policies and 
procedures. Not all parts of the DNFBP sector appear aware of their AML/CFT responsibilities.  

35. The extent to which CDD held for existing customers has been remediated is variable. 
NevertheleÓÓȟ &)Ó ÁÎÄ $.&"0Ó ÈÁÄ ÍÅÁÓÕÒÅÓ ÉÎ ÐÌÁÃÅ ÔÏ ȰÒÅÇÕÌÁÒÉÓÅȱ ÔÈÅÉÒ ÃÌÉÅÎÔ ÂÁÓÅ ÁÈÅÁÄ ÏÆ ÔÈÅ 
criminalisation of tax evasion and to accommodate new tax reporting requirements. One bank 
reported losing a significant proportion of its client base as a result of tax regularisation.  
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36. There is some evidence of under-reporting of suspicious activity. In cases where accounts 
were terminated under tax regularisation programmes, it appears that few SARs were submitted.  
The NRA notes that some have involved third parties in analysing and deciding whether SARs should 
be submitted.  

37. Banks have expanded into foreign markets. They appear to understand the risks inherent in 
ÓÕÃÈ ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÁÎÄ ÈÁÖÅ ÄÅÖÅÌÏÐÅÄ ÑÕÉÔÅ ÃÏÍÐÒÅÈÅÎÓÉÖÅ ÇÒÏÕÐ-wide programmes 
against ML/TF risk. 

Supervision (Chapter 6 - IO3; R.26-28, R. 34-35) 

38. 4ÁËÉÎÇ ÉÎÔÏ ÁÃÃÏÕÎÔ ÔÈÅ ÓÉÚÅ ÏÆ ÔÈÅ 5)&!.$ȭÓ ÓÕÐÅÒÖÉÓÏÒÙ ÕÎÉÔ ÄÕÒÉÎÇ ÔÈÅ ÐÅÒÉÏÄ ÕÎÄÅÒ ÒÅÖÉÅ×ȟ 
it is to be commended on what it has achieved since the last evaluation. Nevertheless, the limited 
resources available to the UIFAND have hampered supervision and there is significant key-man risk 
present. The UIFAND had to curtail a large part of its inspection programme in 2015 and 2016 to 
deal with a bank failure and the NRA.  

39. There are some technical deficiencies in the licensing and registration controls to prevent 
criminals and their associates from holding positions of control or management in FIs and DNFBPs. 
Except for banks, those holding senior compliance roles are not vetted by supervisors. 

40. Risk-based supervision is not fully applied to FIs and DNFBPs by the UIFAND. AML/CFT 
supervision is largely focused on checking: (i) that policies and procedures are in place; and (ii) CDD 
applied, rather than on an assessment of the effectiveness of the governance and business models. 
4ÈÅ 5)&!.$ȭÓ ÏÆÆ-site supervision of FIs is more effective and based on reviews by external auditors 
ÏÆ &)Óȭ ÌÅÖÅÌ ÏÆ ÃÏÍÐÌÉÁÎÃÅ ×ÉÔÈ ÔÈÅ !-,Ⱦ#&4 !ÃÔȢ 4ÈÅ ÓÃÏÐÅ ÏÆ ÔÈÉÓ ×ÏÒË ÉÓ ÓÅÔ ÂÙ ÔÈÅ 5)&!.$Ȣ  

41. There is a need for better strategic engagement and coordination of activities between the 
supervisory authorities to: (i) leverage off the overlap between prudential and AML/CFT supervision 
in relation to governance and internal controls; and (ii) share expertise, knowledge, experience and 
infoÒÍÁÔÉÏÎȢ 7ÈÅÒÅÁÓ ÔÈÅ 5)&!.$ ÒÅÌÉÅÓ ÅØÔÅÎÓÉÖÅÌÙ ÕÐÏÎ ÔÈÅ ).!&ȭÓ ÃÏÏÐÅÒÁÔÉÏÎ ×ÉÔÈ ÆÏÒÅÉÇÎ 
regulators in order to exercise consolidated supervision of the significant foreign activities of 
subsidiaries, it does not seem that there is adequate engagement on AML/CFT matters between the 
prudential supervisor and its counterparts abroad. 

42. There is limited supervisory engagement by the UIFAND with the DNFBP sector, including the 
on-going collection of data for off-site analysis.  

43. It is clear that action being taken in respect of major ML cases has been dissuasive of non-
compliance with AML/CFT requirements. Except for withdrawal or modification of an authorisation, 
it is the Government rather than the UIFAND which determines the sanctions to be imposed for 
serious and very serious breaches of the AML/CFT Act, based on proposals made by the UIFAND. 

Transparency of Legal Persons and Arrangements (Chapter 7 - IO5; R. 24-25) 

44. The NRA includes quite a comprehensive assessment of ML risks involved in the use of shell 
companies created in Andorra. It also considers TF risks presented by NPOs (foundations and 
associations). It does not consider how companies may be used more generally for TF. The past and 
current involvement of banks, lawyers, accountants and gestorias in the formation of legal persons, 
and possibility that some professional trustees resident in Andorra are administering foreign legal 
arrangements have not been considered sufficiently.    
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45. Measures are in place to prevent misuse of Andorran companies. A combination of: (i) 
controls exercised over foreign investment by the Ministry of Tourism and Commerce; (ii) use of 
notaries (which are subject to the AML/CFT Act) when there is a change in ownership; and (iii) 
requirement for a company with foreign ownership to hold a bank account (nearly always in 
Andorra) are the key elements of a comprehensive process for mitigating the risk of misuse. 
(Ï×ÅÖÅÒȟ ÉÔ ÉÓ ÎÏÔÅÄ ÔÈÁÔȡ ɉÉɊ ÃÏÎÔÒÏÌÓ ÏÖÅÒ ÆÏÒÅÉÇÎ ÉÎÖÅÓÔÍÅÎÔ ÍÁÙ ÎÏÔ ÉÄÅÎÔÉÆÙ ÁÌÌ ȰÃÏÎÔÒÏÌÌÅÒÓȱȠ ɉÉÉɊ 
changes in ownership may be kept private for some time (though they are not enforceable against 
third parties until notarised) and there has been limited supervision so far of compliance by notaries 
with AML/CFT requirements; and (iii) there have been cases when banks have failed to apply CDD 
requirements in accordance with the AML/CFT Act.  

46. The application of the Foreign Investment Act to collective investment schemes is very 
limited. Instead, such schemes must be authorised by the INAF and distributed and managed by an 
Andorran FI subject to the AML/CFT Act. Significant assets are held in such investment schemes. 

47. Relaxation of controls over foreign investment appears to have eradicated the historical use of 
ȰÎÁÍÅ-ÌÅÎÄÅÒÓȱ ɀ Andorran nationals fronting the ownership and control of companies by 
foreigners. Gestorias are commonly used to incorporate companies in Andorra. Whilst they are 
subject to the AML/CFT Act, supervision of this sector is insufficient. 

48. Sanctions have not been applied for failing to provide information to the Companies Registry 
or historical use of nominee companies.  

International Cooperation (Chapter 8 - IO2; R. 36-40) 

49. International cooperation constitutes a significant part of the Andorran AML/CFT system, 
considering that most of the predicate crimes to ML are committed abroad. Andorra has a 
sufficiently comprehensive legal system for conducting formal international cooperation. 

50. Given that most of the predicate offences to ML are committed abroad, Andorra proactively 
seeks legal assistance from foreign authorities. All competent authorities, including the judicial 
authorities and the LEAs, demonstrated a very good level of direct communication with their 
counterparts in Spain and France predominantly, but also Portugal, the US and some countries in 
Latin Americaȟ ×ÈÉÃÈ ÉÓ ÃÏÎÓÉÓÔÅÎÔ ×ÉÔÈ !ÎÄÏÒÒÁȭÓ -,Ⱦ4& ÒÉÓË ÐÒÏÆÉÌÅȢ 4ÈÅ ÕÓÅ ÏÆ ÄÉÐÌÏÍÁÔÉÃ ÃÈÁÎÎÅÌÓ 
with countries with which Andorra does not cooperate frequently sometimes takes a slower course. 

51. The establishment of specialised investigative sections in the Courts has contributed to the 
prioritisation of ML cases and ML-related international cooperation.  

52.  Although being a formal reason for which MLA requests can be refused, the dual criminality 
requirement in cases of tax crimes is strictly applied only if no link with another predicate offence 
can be identified. 

53. When a judge receives an MLA request with regards to a particular individual, that individual 
can ask for detailed information to be provided to them about the case where they become aware of 
the request. Even though it is possible to delay responding to the individual for 6 months in the case 
of serious offences, this can impair cooperation in so much that undercover investigations being 
conducted in other countries could be jeopardised. 
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Priority Action s  

54. The prioritised recommended actions for Andorra, based on these findings, are: 

¶ As identified in the NRA, the authorities should develop and implement an AML/CFT strategy 
and policy based on the high level objectives set in the NRA. This strategy should be approved by 
the Government. 

¶ 4ÈÅ ÒÏÌÅ ÁÎÄ ÐÏ×ÅÒÓ ÏÆ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÃÏÏÒÄÉÎÁÔÉÎÇ ÃÏÍÍÉÔÔÅÅ ɉ0#ρɊ ÓÈÏÕÌÄ ÂÅ ÅÎÈÁÎÃÅÄ ÔÏ 
enable it to drive the structural changes that the action plans propose. The authorities should 
take action to strengthen cooperation and coordination within PC2. 

¶ The Government should assess the resourcing needs of each agency arising from implementation 
of the national and sectoral action plans, e.g. staffing and information technology (IT), ensure 
that each is adequately resourced for their role, and hold PC1 accountable for delivery of the 
various plans. 

¶ Human and IT resources of the operational unit of the UIFAND should be reviewed taking into 
account the amount of work it is currently assigned. Access to the cadastral and tax databases 
should be granted to the UIFAND. 

¶ The UIFAND should strengthen its case study analysis on the basis of a summary of cases 
prepared for NRA purposes. Typologies of the most common ML trends should be prepared and 
subsequently discussed by PC1 and with the private sector.   

¶ Andorra should significantly reinforce human and technical resources (IT tools) of relevant 
authorities involved in ML investigations, especially the Police Department and specialised 
investigative judges ("ÁÔÌÌÉÁ Äȭ!ÎÄÏÒÒÁ), in order to effectively combat complex stand-alone ML 
schemes. 

¶ Andorra should criminalise: (i) tax evasion in a manner that covers all the elements related to 
direct and indirect tax crimes; (ii) bribery in private sector; and (iii) smuggling of goods other 
than tobacco, and make them a predicate offences for ML. 

¶ Andorran authorities should consider, in line with the European Convention on Human Rights 
(ECHR) obligations, what further measures should be taken to simplify the appellate procedure 
or to otherwise significantly expedite the timely conclusion  of criminal proceedings. 

¶ The authorities should keep comprehensive statistics, including: (i) data on the amount of 
property seized and confiscated; (ii) type of confiscation; and (iii) breakdown of figures by 
predicate offence. 

¶ The authorities should make legislative steps to increase of the secrecy measure beyond 6 
months period and thus minimise the threats originating from the current, overly broad, 
regulations to notify the suspect(s) of the proceedings against them and provide them access to 
the criminal files. 

¶ The authorities should strengthen the mechanism for cross-border control of cash and 
adequately apply measures provided in the national action plan. 

¶ Regular, or at least periodic, assessments of aggregated wire transfers with countries having a 
high-risk of terrorist activities to detect any potential TF suspicion should be continued by the 
UIFAND.  

¶ In light of the close economic and political ties with neighbouring jurisdictions, the authorities 
should consider recognising lists of terrorists and terrorist organisations designated in 
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particular by the EU, France and Spain.  

¶ Andorra should conduct proper and comprehensive periodical monitoring of all NPOs operating 
in the jurisdiction to identify those NPOs at risk from terrorist abuse and conduct outreach and 
exercise oversight of those identified as presenting a risk.  

¶ Training on possible misuse of the NPO sector for TF purposes should be provided to the entire 
NPO sector as a matter of priority.  

¶ The work of PC2 should be enhanced through: (i) more active participation of the Police 
Department; and (ii) ensuring that its agenda routinely covers TFS issues, including the ways in 
which TF and PF sanctions could be evaded.  

¶ Authorities with competences for countering PF (CPF), as well as FIs and DNFBPs, should be 
trained on the risks of PF in order to develop capacity in this area. 

¶ FIs and DNFBPs should be required to: (i) identify, assess and document ML/TF risks inherent in 
their own activities through a periodic and formal business risk assessment; and (ii) to share 
that assessment with the UIFAND from time to time. 

¶ The UIFAND should issue high level guidance on: (i) the types of criteria to be taken into account 
by FIs, corporate service providers (CSPs) and other DNFBPs when determining customer risk 
profiles, in order to encourage more bespoke and tailored assessments of risk; and (ii) risk 
classification groupings, in order to encourage a more graduated application of CDD measures 

¶ There should be consistent market entry and on-ÇÏÉÎÇ ȰÆÉÔ ÁÎÄ ÐÒÏÐÅÒȱ ÃÏÎÔÒÏÌÓ ÆÏÒ $.&"0Ó ÁÎÄ 
ȰÆÉÔ ÁÎÄ ÐÒÏÐÅÒȱ ÃÈÅÃËÓ ÆÏÒ ÓÅÎÉÏÒ ÃÏÍÐÌÉÁÎÃÅ ÏÆÆÉÃÅÒÓȢ 3ÕÐÅÒÖÉÓÏÒÓ ÓÈÏÕÌÄ ÃÏÍÐÌÅÔÅ ÔÈÅÉÒ 
ÒÅÔÒÏÓÐÅÃÔÉÖÅ ÁÐÐÌÉÃÁÔÉÏÎ ÏÆ ȰÆÉÔ ÁÎÄ ÐÒÏÐÅÒȱ ÃÏÎÔÒÏÌÓ ÔÏ &)ÓȢ 

¶ The UIFAND should develop and implement a comprehensive risk-based approach to on-site and 
off-site supervision of FIs and DNFBPs which is sufficiently resourced and more focussed on 
governance and business models. This should reflect: (i) findings from the NRA; (ii) data 
collected in business risk assessments and annual returns; and (iii) information held by other 
supervisors.  

¶ There should be greater coordination of supervision amongst supervisors in order to: (i) pool the 
expertise and knowledge that is held in the different supervisors; and (ii) promote consolidated 
AML/CFT supervision of group activities conducted abroad.  

¶ ML/TF risks present in the formation and administration of companies by lawyers, gestorias and 
other CSPs should be assessed and addressed. 

¶ Andorra should consider, as a matter of priority, signing and ratifying: (i) the UN Convention 
against Corruption (UNCAC); and (ii) Council of Europe Convention on Laundering, Search, 
Seizure and Confiscation of the Proceeds from Crime and on the Financing of Terrorism in order 
to enhance its mechanism for international cooperation (CETS 198). 

¶ In line with the FATF methodology Andorra should not make dual criminality a condition in 
rendering MLA at least for requests which do not involve coercive actions. 

¶ Additional resources should be allocated to international cooperation in judicial authorities and 
LEAs in order to eliminate undue delays. The case management system should be improved in 
judicial authorities and LEAs to promote the timely management and execution of all MLA 
requests. 
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Effectiveness and Technical Compliance Ratings 

Effectiveness Ratings 

IO.1 IO.2 IO.3 IO.4 IO.5 IO.6 IO.7 IO.8 IO.9 IO.10 IO.11 
Sub. Sub. Mod. Mod. Mod. Sub. Mod. Mod. Sub. Mod. Mod. 

Technical Compliance Ratings  

R.1 R.2 R.3 R.4 R.5 R.6 R.7 R.8 R.9 R.10 
LC PC PC C LC LC C PC LC LC 

 

R.11 R.12 R.13 R.14 R.15 R.16 R.17 R.18 R.19 R.20 
LC PC LC LC PC PC LC LC C LC 

 

R.21 R.22 R.23 R.24 R.25 R.26 R.27 R.28 R.29 R.30 
LC PC PC LC PC PC LC PC LC C 

 

R.31 R.32 R.33 R.34 R.35 R.36 R.37 R.38 R.39 R.40 
PC PC LC PC LC PC LC LC LC LC 
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MUTUAL EVALUATION REPORT 

Preface  

55. This report summarises the AML/CFT measures in place in Andorra as at the date of the on-
site visit. It analyses the level of compliance with the FATF 40 Recommendations and the level of 
ÅÆÆÅÃÔÉÖÅÎÅÓÓ ÏÆ !ÎÄÏÒÒÁȭÓ !-,Ⱦ#&4 ÓÙÓÔÅÍȟ ÁÎÄ ÒÅÃÏÍÍÅÎÄÓ ÈÏ× ÔÈÅ ÓÙÓtem could be 
strengthened.  

56. This evaluation was based on the 2012 FATF Recommendations, and was prepared using the 
2013 Methodology. The evaluation was based on information provided by the country, and 
information obtained by the evaluation team during its on-site visit to the country from 6 to 18 
March 2017.  

57. The evaluation was conducted by an assessment team consisting of:  

Evaluators 

¶ Mrs Dana Cristina Burduja, Prosecutor, General Prosecutor Office, Romania (legal evaluator) 

¶ Ms Arpi Harutyunyan, Chief Specialist in the Department for the Relations with the European 

Court of Human Rights, Ministry of Justice, Armenia (legal evaluator) 

¶ -Ò 2ÏÍÁÉÎ "ÕÇÎÉÃÏÕÒÔȟ #ÈÅÆ ÄÅ 3ÅÃÔÉÏÎȟ 3ÅÒÖÉÃÅ ÄȭÉÎÆÏÒÍÁÔÉÏÎ ÅÔ ÄÅ #ÏÎÔÒĖÌÅ ÓÕÒ ÌÅÓ #ÉÒÃÕÉÔÓ 

Financiers, Monaco (law enforcement evaluator) 

¶ Mrs Fiona Crocker, Director of Financial Crime Supervision and Policy, Financial Services 

Commission, Guernsey (financial evaluator) 

¶ Mr Franck Oehlert, Legal Expert, AML/CFT and Internal Control Law Division, Autorité de 

Contrôle Prudentiel et Résolution, France (financial evaluator) 

MONEYVAL Secretariat 

¶ Mr Lado Lalicic, Head of AML/CFT Monitoring, Typologies and Conference of the Parties to 
CETS no. 198 Unit 

¶ Mr Andrey Frolov, Administrator 

¶ Mr Andrew Le Brun, Administrator 

¶ Mr Alexandre Deschamp, Legal Assistant 

58. The report was reviewed by the FATF Secretariat, Mr Lajos Korona (Hungary) and Mr David 
Parody (Gibraltar). 

59. Andorra previously underwent a MONEYVAL Mutual Evaluation in 2012, conducted according 
to the 2004 FATF Methodology. The 2012 evaluation and 2015 follow-up report have been published 
and are available at http://www.coe.int/en/web/moneyval/jurisdictions/andorra . 

60. That Mutual Evaluation concluded that the country was compliant with 4 Recommendations; 
largely compliant with 22; partially compliant with 18; and non-compliant with 4. One 
Recommendation (R.34) was considered to be not applicable. Andorra was rated compliant or 
largely compliant with 7 of the 16 Core and Key Recommendations.  

61. Andorra was placed under the regular follow-up process immediately after the adoption of its 
4th round MER and enhanced follow-up in March 2015. Ahead of its fifth round mutual evaluation, 
!ÎÄÏÒÒÁȭÓ ÒÅÐÏÒÔÉÎÇ ÕÎÄÅÒ ÔÈÅ τÔÈ round follow-up process was discontinued in September 2015. 

http://www.coe.int/en/web/moneyval/jurisdictions/andorra
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CHAPTER 1. ML/TF RISKS AND CONTEXT 

62. Andorra is a landlocked country located high in the Mediterranean side of the Eastern 
Pyrenees Mountains between France and Spain. It covers an area of 468 km2 (of which only 1.3% are 
urban areas) and has a population of approximately 70 000. The official language is Catalan. The 
euro is the official currency, although Andorra is not a member of the EU.  

63. The Andorran gross domestic product (GDP) was EUR 2,525 million in 2014. The Andorran 
economy is largely based on tourism, commerce and financial services which account for most of its 
GDP. In global terms, the Andorran financial sector is relatively small. Nevertheless, financial 
activities, including cross-border business, are important, accounting for 22% of GDP.  

64. Andorra has two co-princes who are joint Heads of State. These co-princes are the President 
of France and the Bishop of Urgell. However, it is the Head of Government in Andorra that has 
executive power and not the co-princes. In 1981, the Government, consisting of the Head of 
Government and seven ministers, was established. The General Council (Andorran parliament) elects 
the Head of Government for a 4-year term who, in turn, chooses from six to twelve ministers. 
Andorra has an independent judiciary and a mixed legal system of civil and customary law. 
Legislative power is vested in both the Government (e.g. through regulations) and the parliament 
(Consell General).  

65. Andorra experienced a period of economic growth between 2000 and 2005 with an average 
annual GDP growth of approximately 7.6%. However, the 2008 economic crisis halted this growth 
and, in 2009, Andorra initiated a transformation process with the objective of stimulating economic 
growth, ensuring its competitiveness in the global economy and demonstrating renewed 
commitment to international standards.  

66. Andorra is a full member of the UN, International Criminal Court, Organisation for Security 
and Cooperation in Europe, International Criminal Police Organisation (Interpol ) and the World 
Trade Organisation (WTO).  

ML/TF Risks and Scoping of Higher-Risk Issues 

Overview of ML/TF Risks  

67. The Andorran NRA4  classifies the overall ML risk in Andorra as medium-high and the overall 
TF risk as medium-low. With low levels of domestic crime, it identifies the main ML threats as 
originating from foreign criminals who use the Andorran financial system to launder proceeds from 
foreign predicate crimes. The NRA identifies that: (i) tax evasion, bribery and corruption present a 
high threat to Andorra; and (ii) fraud and drug trafficking pose a medium-high threat. Many 
predicate offences are committed in Spain, France and Latin America (reflecting commercial links), 
and Andorra cooperates closely with these countries. Consistent with this risk assessment, all ML 
convictions to date have been based on predicate offences committed abroad. 

68. Tobacco smuggling is the only domestic threat rated as high, which is often committed by 
organised crime groups. 

69. Case analyses used by the authorities point to: (i) some evidence of the use of complex 
structures to launder the proceeds of corruption; (ii) cash transfers between bank accounts held for 

                                                      
4 The NRA report comprises of: (i) national level NRA; (ii) sectoral level NRA; and (iii) back-up for sectoral level 

NRA. 
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the same customer in order to break audit trails (all crimes); and (iii) use of tobacconists by 
organised criminal groups to launder the proceeds of tobacco smuggling.  There is also some 
evidence to suggest that there have been attempts to circumvent new requirements to exchange tax 
information automatically (relevant to the enforcement of tax offences committed outside Andorra). 
!ÌÌ ÏÆ ÔÈÅÓÅ ÁÒÅÁÓ ÁÒÅ ÃÏÎÓÉÄÅÒÅÄ ÉÎ ÔÈÅ ÃÏÕÎÔÒÙȭÓ .2!Ȣ  

70. !ÎÄÏÒÒÁȭÓ ÐÏÓÉÔÉÏÎ ÁÓ Á ÒÅÇÉÏÎÁÌ ÆÉÎÁÎÃÉÁÌ ÃÅÎÔÒÅȟ ×ÉÔÈ ÁÎ increasingly international dimension, 
presents a potential for illicit funds to enter the Andorran economic system, particularly as part of 
the layering process. Tax evasion was not a predicate crime to ML at the time of the on-site visit and 
this increaseÓ !ÎÄÏÒÒÁȭÓ ÖÕÌÎÅÒÁÂÉÌÉÔÙ ÔÏ -,Ȣ  

71. Taking account of threats and vulnerabilities, the NRA identifies risks at both national and 
sectoral level. These are classified as: (i) general and structural risks; (ii) tax crime-related risks; (iii) 
cash-related risks; (iv) smuggling-related risks; (v) risks with legal structures; (vi) TF risk; (vii) NPO-
related risk; and (viii) other risks. Key risks (derived from threats and vulnerabilities) include: (i) the 
absence of a clear AML/CFT policy and strategy; (ii) lack of human and technical resources; (iii) 
failure to criminalise tax offences; (iv) inadequate cross-border cash controls; (v) limitation in scope 
of smuggling offence; (vi) use of shell companies; and (vii) absence of comprehensive and clear 
mechanism and tools to manage and collect statistics.  

72. In March 2015, the US Financial Crimes Enforcement Network (FinCEN) listed a domestically-
Ï×ÎÅÄ ÂÁÎË ÁÓ Á &) ÏÆ ȰÐÒÉÍÁÒÙ ÍÏÎÅÙ ÌÁÕÎÄÅÒÉÎÇ ÃÏÎÃÅÒÎȱ ÐÕÒÓÕÁÎÔ ÔÏ ÔÈÅ 53! 0!42)/4 !ÃÔȢ 
FinCEN reported that ÓÅÖÅÒÁÌ ÏÆ ÔÈÅ ÂÁÎËȭÓ ÈÉÇÈ-level management had facilitated financial 
transactions on behalf of third party money launderers, providing services to individuals and 
organisations involved in organised crime, corruption, human trafficking, trade-based ML, and fraud. 
In February 2016, FinCEN withdrew its finding following significant action taken by the Andorran 
authorities (see boxes 4 and 13).  A large number of on-going ML cases are linked to this failed bank.   

73. Although the TF risk is rated as medium-low, ÔÈÅ .2! ÅÍÐÈÁÓÉÓÅÓ !ÎÄÏÒÒÁȭÓ ÐÏÓÉÔÉÏÎ ÁÓ Á 
regional financial centre. Its financial sector could be used to collect funds and then to transfer them 
to foreign countries in order to use them for terrorist purposes. However, the authorities state that 
financial flows to, and from, higher risk countries are negligible. Tobacco smuggling, which is a 
significant domestic crime, is a method used in other countries to fund terrorist activities and so this 
could pose a TF threat. So far, there have been no cases of domestic TF detected.  

#ÏÕÎÔÒÙȭÓ ÒÉÓË ÁÓÓÅÓÓÍÅÎÔ Ǫ 3ÃÏÐÉÎÇ ÏÆ (ÉÇÈÅÒ 2ÉÓË )ÓÓÕÅÓ 

!ÎÄÏÒÒÁȭÓ ÒÉÓË ÁÓÓÅÓÓÍÅÎÔ 

74. !ÎÄÏÒÒÁȭÓ .2! ×ÁÓ ÁÄÏÐÔÅÄ ÉÎ $ÅÃÅÍÂÅÒ ςπρφȢ )Ô ÉÎÃÌÕÄÅÓ Á ÎÁÔÉÏÎÁÌ ÌÅÖÅÌ .2! ÁÎÄ Á 
sectorial NRA. Both are based on the World Bank methodology, and the World Bank assisted the 
authorities with its use. The NRA exercise brought together a wide range of authorities, FIs and 
DNFBPs and several workshops were held with the World Bank. Different working groups were 
established to assess ML/TF vulnerabilities and threats (including groups for banking, insurance and 
DNFBP sectors).  

75. The NRA is reasonably comprehensive and candid about the present ML/TF risks. However, 
the NRA does not fully consider the risk that is inherent in the activities of foreign subsidiaries of 
Andorran banking groups. Also, information on the geographic origin of beneficial owners of 
customers of banks and DNFBPs5 was not available for the risk assessment. 

                                                      
5 However, information was collected from DNFBPs about the beneficial ownership of legal persons created.  
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Scoping of issues of increased focus 

76. The assessment team identified those areas which required an increased focus through an 
analysis of information provided by the authorities, including the NRA, and by consulting various 
open sources. 

(i)  ML prosecution and confiscation 

77. The assessment team considered: (i) whether law enforcement focuses its collective efforts on 
criminal activities that present the greatest ML/TF risk; and (ii) why most judicial investigations do 
not lead to ML prosecutions. In light of findings in the 4th Round MER, the assessment also 
considered whether the authorities now take provisional measures and confiscate the proceeds of 
crime where ML has been prosecuted in Andorra but there has been no prosecution for the 
underlying predicate offence (autonomous ML). 

78. The effectiveness of the Asset Recovery Office (ARO) ×ÁÓ ÃÏÎÓÉÄÅÒÅÄ ÉÎ ÌÉÇÈÔ ÏÆ ÓÏÍÅ ȰÂÉÇ 
ÃÈÁÌÌÅÎÇÅÓȱ ÎÏÔÅÄ ÉÎ ÔÈÅ .2!Ȣ !ÌÓÏȟ ÒÅÓÏÕÒÃÅÓ ÁÖÁÉÌÁÂÌÅ ÔÏ ÌÁ× ÅÎÆÏÒÃÅÍÅÎÔ ×ÅÒÅ ÃÏÎÓÉÄÅÒÅÄȢ 

(ii)  International cooperation 

79. The assessment focussed on how proactive the Andorran authorities have been: (i) collecting 
information from outside Andorra in order to support domestic ML investigations; and (ii) sharing 
information with foreign authorities in order to initiate and support foreign investigations.  

80. As the Andorran legal system makes dual criminality a condition for rendering assistance and 
the country is not a signatory to a number of conventions designed to support international co-
operation, the assessment considered whether these factors have limited cooperation in practice.  

(iii)  Cash controls 

81. At the time of the 4th Round MER, Andorra had not put in place any measures to detect the 
physical cross-border transportation of currency. Measures subsequently introduced were an 
increased area of focus in light of the issues identified under the National level NRA concerning 
reported levels of cross-border interceptions of cash at the Spanish border.  

(iv)  Preventive measures  

82. !Ó ÎÏÔÅÄ ÅÌÓÅ×ÈÅÒÅ ÉÎ ÔÈÉÓ ÃÈÁÐÔÅÒȟ ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÏÆ the Andorran finance sector is 
considerable. Accordingly, the assessment focussed on drivers for international expansion and how 
well cross-border ML/TF risks were understood and managed by banking groups.  

83. The assessment considered the circumstances surrounding the banking failure and level of 
deposits that had yet to be vetted and cleared by the authorities (and reasons therefore), and level of 
reporting of ML/TF suspicion in respect of these deposits.   

84. Given that tax evasion was not fully  recognised as a crime in Andorra at the time of the on-site 
visit , the assessment considered the extent to which tax that is payable in other countries could be 
evaded. 

(v) Regulation and supervision 

85. The assessment focussed on how effectively supervisors were responding to cross-border 
risks, in particular, the extent to which: (i) different domestic supervisors work together; and (ii) 
apply consolidated group supervision for AML/CFT purposes, including interaction with host 
supervisors.  

86. The assessment considered the extent to which risks in the establishment and administration 
of legal persons and legal arrangements is understood by supervisors and how the UIFAND ensures 
that all DNFBPs are subject to systems for monitoring compliance with AML/CFT requirements.  
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87. In light of the banking failure, the assessment team had an increased focus on: (i) the extent to 
which fitness and propriety of board members and senior management is taken into account by 
supervisors; and (ii) use made of annual AML/CFT audits by external accountants. 

88. The assessment also focussed on the capacity of, and resources available to, the supervisory 
unit of the UIFAND. 

(vi)  Transparency of legal persons and legal arrangements 

89. The assessment considered the effectiveness of measures to identify and verify beneficial 
ownership of companies, including the role played by notaries, and potential use of nominee 
shareholdings.  

(vii)  TF 

90. The assessment considered whether the Andorran authorities have assessed the use of the 
ÆÉÎÁÎÃÉÁÌ ÓÅÃÔÏÒ ÁÓ Á ȰÔÒÁÎÓÉÔ ÐÏÉÎÔȱ ÆÏÒ ÔÅrrorist funds and the threat of tobacco smuggling as a 
conduit for TF. The latter took account of: (i) a significant level of undetected criminal proceeds 
related to this crime in Andorra; (ii) the findings of the NRA that refer to several international and 
national case studies and assessments6 identifying cigarette smuggling as one of the main sources for 
TF; and (iii) the fact that it is a cash intensive offence. Given the very recent assessment of risks 
presented by NPOs, there was also increased focus on the regulation and supervision of this sector. 

Materiality  

91. ,ÉËÅ ÍÁÎÙ %ÕÒÏÐÅÁÎ ÅÃÏÎÏÍÉÃÓȟ !ÎÄÏÒÒÁȭÓ ÅÃÏÎÏÍÉÃ ÁÃÔÉÖÉÔÙ ÃÅÎÔÒÅÓ ÏÎ ÓÅÒÖÉÃÅÓȢ 4ÏÕÒÉÓÍ ÁÎÄ 
commerce are the pillars of the economy, with tourism bringing in nearly 8 million visitors each 
year, mostly Spanish and French. The financial sector is also strategically important, and financial 
activities, including cross-border business, account for 22% of GDP (EUR 2,525 million). In global 
terms, the financial sector is relatively small: the country is not ranked in the Global Financial 
#ÅÎÔÒÅÓ )ÎÄÅØȠ ÔÈÅ 4ÁØ *ÕÓÔÉÃÅ .ÅÔ×ÏÒË ÒÅÆÅÒÓ ÔÏ ÉÔÓ ÆÉÎÁÎÃÉÁÌ ÓÅÃÔÏÒ ÁÓ ȰÔÉÎÙȱȠ ÁÎÄ ÔÈÅ ÎÕÍÂÅÒ ÏÆ 
companies established in Andorra is modest. Nevertheless, Andorra is a regional financial centre 
which had not fully criminalised tax evasion at the time of the on-site visit and which, historically, 
has attracted assets from neighbouring countries. 

92. Andorra has reformed its fiscal framework and signed a number of double-taxation 
agreements to promote the export of products and services. Additionally, in 2012 it lifted 
restrictions on foreign investment and provided additional support for the establishment of new 
businesses in Andorra. In particular, the Government has set the objective of attracting foreign 
investment in specific sectors where it has a potential competitive advantage, such as healthcare, 
education, or sports. 

93. Financial services, particularly banking, have been a key example of internationalisation. The 
number of countries in which Andorran banks operate has increased from six prior to 2008 to 13 in 
2015; and, whereas overseas operations had previously focused on neighbouring countries, 
Andorran banks are now well represented in regions such as Latin America and the US. 

94. Banks dominate the financial sector. At 30 June 2016, Andorran banks directly managed EUR 
24 470 million of assets and their foreign subsidiaries managed a further EUR 22 322 million of 
assets (around 60% in subsidiaries in the EU and around 20% in Latin America).  

                                                      
6 Ȱ'ÌÏÂÁÌ -, Ǫ 4& 4ÈÒÅÁÔ !ÓÓÅÓÓÍÅÎÔ 2ÅÐÏÒÔȱ ɉ&!4&ȟ *ÕÌÙ ςπρπɊȠ Ȱ#ÏÕÎÔÅÒÉÎÇ ÉÌÌÉÃÉÔ ÔÒÁÄÅ ÉÎ ÔÏÂÁÃÃÏ ÐÒÏÄÕÃÔÓȱȟ 
)ÎÔÅÒÐÏÌȟ *ÕÎÅ ςπρτȠ "ÏØÅÓ ωȟ ρςȟ ρυ ÁÎÄ ςπ ÏÆ ÔÈÅ &!4& 2ÅÐÏÒÔ Ȱ)ÌÌÉÃÉÔ ÔÏÂÁÃÃÏ ÔÒÁÄÅȱ ɉ*ÕÎÅ ςπρςɊȠ ÁÎÄ ÔÈÅ 
national TF Risk Assessment of the US, 2015. 
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95. Whilst the level of financial inclusion is high, the use of cash is still significant. However, the 
ÓÉÚÅ ÏÆ ÔÈÅ ȰÓÈÁÄÏ×ȱ ÅÃÏÎÏÍÙ ÉÓ ÔÈÏÕÇÈÔ ÔÏ ÂÅ ÎÅÇÌÉÇÉÂÌÅȢ  

Structural Elements  

96. The structural elements needed to ensure an effective AML/CFT system are generally present 
in Andorra, including: political stability; stable institutions with accountability, integrity and 
transparency; the rule of law; and a capable, independent and efficient judicial system.  

97. 4ÈÅ 0ÁÒÉÓ $ÅÃÌÁÒÁÔÉÏÎ ɉςππωɊ ÓÅÔ ÏÕÔ !ÎÄÏÒÒÁȭÓ ÃÏÍÍÉÔÍÅÎÔ ÔÏ ÇÒÅÁÔÅÒ ÔÁØ ÔÒÁÎÓÐÁÒÅÎÃÙȢ 
Since then, inter alia, Andorra has ratified the Organisation for Economic Co-operation and 
Development (OECD) Convention on Mutual Administrative Assistance in Tax Matters and has 
become a signatory to the OECD Convention concerning the Automatic Exchange of Tax 
Information 7. Andorra has recently introduced a business tax, income-tax, and VAT at a rate of 4.5%. 
The country has also signed several agreements on the exchange of tax information and became a 
signatory to the OECD Convention concerning the automatic exchange of tax information in 2014. 

98. There is a high-level commitment in Andorra to addressing AML/CFT issues, as shown by the 
comprehensive reform agenda put in place by the Government since 2009.  Important reforms, 
highlighted in the NRA, have been set in train to address weaknesses identified in the system. In 
particular, Andorra will criminalise tax crimes, which will constitute a predicate offence for ML. 

99. In recent years, significant efforts have been made to harmonise financial services legislation 
with international and European standards.  

100. In 2015, Andorra established a framework for the recovery and resolution of banks (Law 
8/2015) . Law 8/2015 introduces processes for recovery and resolution, and gives administrative 
authorities powers that are necessary to ensure financial stability. The law has established Agència 
%ÓÔÁÔÁÌ ÄÅ 2ÅÓÏÌÕÃÉĕ Äȭ%ÎÔÉÔÁÔÓ "ÁÎÃÛÒÉÅÓ (AREB), as the competent authority in matters of resolution. 
It  ÁÌÌÏ×Ó !2%" ÔÏ ÁÐÐÒÏÖÅ Á ÒÅÓÏÌÕÔÉÏÎ ÐÌÁÎȟ ÕÎÄÅÒ ×ÈÉÃÈ Á ÂÁÎËȭÓ ȬȬÇÏÏÄȭȭ ÁÎÄ ȬȬÂÁÄȭȭ ÁÓÓÅÔÓȟ 
liabilities, and clients can be separated and transferred to a Ȱbridgeȱ bank, and then the Ȱbridgeȱ 
bank sold. 

Background and other Contextual Factors  

AML/CFT strategy  

101. The NRA identified that there had been a lack of a clear AML/CFT strategy and sets out high 
level principles and objectives which policy-makers and the AML/CFT authorities should take into 
account when determining ÓÕÃÈ Á ÓÔÒÁÔÅÇÙȢ 0ÒÉÎÃÉÐÌÅÓ ÉÎÃÌÕÄÅȡ ɉÉɊ ÁÎ ȰÁÂÓÏÌÕÔÅ ÃÏÍÍÉÔÍÅÎÔȱ ÔÏ 
effectively preventing and fighting ML and TF; (ii) as a priority, neutralising the proceeds of crime 
through establishing, promoting and adequately resourcing the domestic AML/CFT agencies; (iii) 
not placing unreasonable or unduly restrictive conditions on international cooperation; and (iv) 
promoting transparency of beneficial ownership of companies and bank accounts. 

102. Such an AML/CFT strategy (distinct from the action plans emanating from the NRA) has not 
yet been adopted. Instead, the authorities have focussed on implementation of national and sectoral 
action plans (and more detailed action plans for delivering on key actions at national and sector 
level). These detailed plans identify: (i) the agency with prime responsibility for taking action; (ii) 

                                                      
7 On 30 November 2016, the Parliament approved Law 19/2016 of 30 November, on the automatic exchange of 

information in tax matters. This law came into force on 1 January 2017. 
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agencies which will have a secondary role in implementation; (iii) the steps to be taken; (iv) the 
timeframe for implementation; and (v) financial implications.   

103. Two policy objectives will affect implementation of the AML/CFT Strategy. In the financial 
sector, Andorra intends to become an international financial centre of reference and prestige, 
diversifying into activities that are not core to the sector at the present time. The country is also 
actively attracting direct foreign investors and supporting national companies throughout their 
ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÐÒÏÃÅÓÓȢ 

Legal & institutional framework 

104. -, ÉÓ ÃÒÉÍÉÎÁÌÉÓÅÄ ÕÎÄÅÒ !ÒÔȢ τπω ɉȰÌÁÕÎÄÅÒÉÎÇ ÏÆ ÍÏÎÅÙ ÏÒ ÖÁÌÕÁÂÌÅÓȱɊ ÏÆ ÔÈÅ ##Ȣ 4ÈÅ 
provision covers all relevant elements of Art. 3(1) (b) (c) of the Vienna Convention and Art. 6(1) of 
the Palermo Convention. At the time of the on-site visit some of the categories of crimes listed in the 
FATF Glossary weÒÅ ÎÏÔ ÃÏÎÓÉÄÅÒÅÄ ȰÐÒÅÄÉÃÁÔÅ ÏÆÆÅÎÃÅÓȱȢ This includes tax crime and smuggling of 
goods other than tobacco. Corruption, even though included in the list, does not fully covered bribery  
in private sector8. There is no criminal liability for legal persons in Andorra. TF is criminalised in a 
manner that is fully consistent with the TF Convention. The CC incriminates the financing of terrorist 
ÁÃÔÓ ɉ!ÒÔÉÃÌÅ σφφ ÂÉÓ ɉρɊ ÏÆ ÔÈÅ ##Ɋ ÁÎÄ ÔÈÅÎ ÄÅÆÉÎÅÓ ÔÈÅ ÎÏÔÉÏÎÓ ÏÆ ȰÆÉÎÁÎÃÉÎÇȱ ɉ!ÒÔÉÃÌÅ σφφ ÂÉÓ ɉςɊ ÏÆ 
ÔÈÅ ##Ɋȟ ȰÆÕÎÄÓȱ ɉ!ÒÔÉÃÌÅ σφφ ÂÉÓ ɉσɊ ÏÆ ÔÈÅ ##Ɋ ÁÎÄ ȰÔÅÒÒÏÒÉÓÔ ÁÃÔÓȱ ɉ!ÒÔÉÃÌÅ σφς ɉρɊ ÏÆ ÔÈÅ ##Ɋȟ ÁÌÌ ÏÆ 
them in line with the standards. 

105. With regard to confiscation, Article 411(1) of the CC provides for the confiscation of the 
proceeds of a ML offence and states that, for the effects of the application of the forfeiture and the 
forfeiture by equivalence (Article 70 of the CC), money, property or valuables which are the object of 
laundering, committed or attempted, are considered as proceeds from crime. Extended confiscation 
is also available (Article 70(2)). The law also provides for mandatory confiscation of property 
belonging to a convicted person on which there exists sufficient evidence that it is a proceed, direct 
or indirect, from criminal activities while its legal origin cannot be proven; this measure applies to all 
criminal offences (Article 70 (2) of the CC) and, therefore, ML and terrorism financing are included.  

106. Andorra has introduced a comprehensive TFS framework pursuant to the relevant UNSCR. FIs 
ÁÎÄ $.&"0Ó ÍÕÓÔ ÉÍÐÌÅÍÅÎÔ 4&3 ȰÉÍÍÅÄÉÁÔÅÌÙȟ ÆÒÏm [their] publication by the Permanent 
#ÏÍÍÉÔÔÅÅ ÏÎ ÔÈÅ 5)&!.$ ×ÅÂÓÉÔÅȱ ɉArticle 71(3) of the AML/CFT Act) ɀ which is automatically and 
immediately updated in case of update by the UN.  

107. The institutional framework for the implementation of the AML/CFT regime has been 
reinforced and is composed of: 

 

                                                      
8 For further details ɀ Greco, Council of Europe, Third Round Evaluation Report, 2011 (Theme I), 2013 and 

2015 Compliance Reports and the 2017 Addendum. Paragraph 2 of Article 240 of the Andorran CC 
(Dishonest management of an enterprise) criminalises passive bribery in the private sector to a certain 
extent. Greco considers that Article 240 is designed solely to protect private interests and  does not pursue 
the same aim as Articles 7 and 8 of the Criminal Law Convention on Corruption (ETS 173), which are 
intended to protect general interests potentially harmed as a result of bribery within an undertaking, such as 
fair competition in business and public procurement, quality of the environment, food safety, infrastructure 
safety, consumer interests, the smooth running of financial and business establishments, etc. and should not 
be regarded as an alternative to real criminalisation of active and passive bribery in the private sector (First 
Compliance Report, https://rm.coe.int/16806c2a1e , page 8). 

 

https://rm.coe.int/16806c2a1e
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Policy and coordination 

108. PC1 is a technical and advisory body charged with coordinating activities in AML/CFT 
matters. It is comprised of representatives of the: (i) Ministry of the Presidency; (ii) Ministry of 
Finance (representing the Customs Department and the Tax Department); (iii) Ministry of Home 
Affairs and Justice (representing the Police Department); (iv) Ministry of Economy; (v) Ministry of 
Foreign Affairs; (vi) the UIFAND (which chairs meetings); and (vii) if subjects related to the financial 
system are involved, the INAF. The General Prosecutor and one investigative judge of the specialised 
section of the courts also attend meetings.  

109. The PC2 is charged with enabling domestic cooperation and coordination between relevant 
competent authorities in order to prevent, combat, suppress and disrupt, amongst other things, the 
proliferation of weapons of mass destruction and its financing. PC2 is composed of representatives 
of the: (i) Ministry of Finance (representing the Customs Department and the Tax Department); (ii) 
Ministry of Home Affairs and Justice (representing the Police Department); (iii) Ministry of Foreign 
Affairs; and (iv) the UIFAND. It is the body that has responsibility for taking action to comply with all 
TFS. 

110. The Ministry of Home Affairs and Justice  is responsible for criminal law, procedural law, the 
codification of legislation concerning international cooperation and legal assistance, as well as civil 
law and judicial enforcement. As the central authority, the ministry is also responsible for receiving 
foreign MLA requests in criminal matters under the European Convention on Mutual Assistance in 
Criminal Matters (European Convention on MA) and other Conventions (Palermo Convention, 
Vienna Convention and Convention on Laundering, Search, Seizure and Confiscation of the Proceeds 
from Crime (Strasbourg Convention). It manages a database with statistics of MLA or other 
international requests for cooperation made and received. The Ministry for Foreign Affairs  also 
receives foreign MLA requests. 

Investigation and disruption  

111. "ÁÔÌÌÉÁ Äȭ!ÎÄÏÒÒÁ includes the specialised investigative section of the court system. Until 
March 2015, there were four investigating judges for criminal matters, and all of them had 
competences to deal with ML cases. Since March 2015, a new specialised investigative section (two 
specialised judges9) deals exclusively with economic crimes, including ML and TF.  

112. The &ÉÓÃÁÌÉÁ 'ÅÎÅÒÁÌ Äȭ!ÎÄÏÒÒÁ ɉ0ÕÂÌÉÃ 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅɊ ÒÅÐÒÅÓÅÎÔÓ ÔÈÅ 3ÔÁÔÅ ÉÎ ÐÕÒÓÕÉÎÇ 
indictments before the court. It is comprised of six prosecutors, one of them being appointed as the 
General Prosecutor.  

113. The 5ÎÉÔÁÔ Äȭ)ÎÖÅÓÔÉÇÁÃÉĕ #ÒÉÍÉÎÁÌ %ÓÐÅÃÉÁÌÉÔÚÁÄÁ φ (Police Department) is the specialised 
unit in the Police Department responsible for investigating ML/TF and associated predicate offences. 
It is headed by a high-ranking police officer and split into three groups, two of which investigate ML 
and other economic and financial crimes. 

114. The Customs Department enforces the reporting of cross-border movements of currency and 
bearer negotiable instruments (BNIs) over EUR 10 000 or equivalent. 

Judiciary  

115. The judicial process comprises: (i) Tribunal de Corts  (first instance court for criminal 
matters); and (ii) Tribunal Superior de la Justicia  (second instance court for criminal matters). The 

                                                      
9 The Andorran authorities advised that soon after the on-site visit a third judge was appointed in the 

specialised investigative section.    
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first instance court has five magistrates (two of which have received relevant ML/TF training), all 
having powers to judge ML/TF and predicate offences. It also hears appeals against criminal 
judgments delivered by Batllia. The second instance court has three magistrates all of whom hear 
appeals in respect of ML/TF and predicate offences. 

Supervisory and operational agencies  

116. The UIFAND is responsible for: (i) receiving, analysing and disseminating financial 
intelligence; and (ii) supervising compliance by all FIs and DNFBPs with the AML/CFT Act and 
Regulation made under the AML/CFT Act, as amended (AML/CFT Regulations). It also submits 
legislative proposals to the Government on AML/CFT matters.  

117. The INAF is responsible for the authorisation and prudential supervision of all FIs, except for 
insurance companies and money or value transfer service (MVTS) providers. It also advises the 
Government on matters relating to economic and financial policies. The Ministry  of Finance is 
responsible for the authorisation and prudential supervision of insurance companies. AREB is in 
charge of the resolution of failed banking entities and investment firms.  

118. The Unitat de Prevenció i Lluita contra la Corrupció  is in charge of the coordination of 
public and private initiatives in the fight against corruption. Inter alia, it monitors trends and 
international developments in the fight against corruption and proposes and implements national 
anti-corruption policies. 

Financial sector and DNFBPs 

119. &ÉÎÁÎÃÉÁÌ ÁÃÔÉÖÉÔÉÅÓ ÁÒÅ Á ËÅÙ ÐÁÒÔ ÏÆ !ÎÄÏÒÒÁȭÓ ÅÃÏÎÏÍÉÃ ÁÃÔÉÖÉÔÙ ÃÏÎÔÒÉÂÕÔÉÎÇ ÁÐÐÒÏØÉÍÁÔÅÌÙ 
22% of its GDP (though this percentage has fallen since 2000 ɀ 26%). Banking and asset 
management are the largest sectors. At 30 June 2016, EUR 10 555 million of deposits and EUR 
13 915 million of assets were managed (off-balance sheet) by Andorran banks (EUR 24 470 million 
of assets under administration). In addition, EUR 905 million of assets were advised on or managed 
(off-balance sheet) by non-bank FIs and EUR 3 512 million were managed (off-balance sheet) by 
management companies of undertakings for collective investment (representing 91 collective 
investment schemes), nearly all by bank-owned companies. Total assets held by active insurance 
companies at the end of 2015 were EUR 2 200 million and life insurance premia in 2015 were 
approximately EUR 230 million.  

120. The authorities did not provide details for aggregated financial flows into, and out of, Andorra, 
but this will be measured in billions of euros each year.  

121. 4ÈÅÓÅ ÆÉÇÕÒÅÓ ÔÅÌÌ ÏÎÌÙ ÐÁÒÔ ÏÆ !ÎÄÏÒÒÁȭÓ ÓÔÏÒÙ ×ÉÔÈ ÁÐÐÒÏØÉÍÁÔÅÌÙ %52 22 322 million of 
assets managed in wholly-owned subsidiaries outside the country as Andorran banks have entered 
into new foreign markets (mostly in the EU and Latin America) in order to compensate for declining 
ÂÕÓÉÎÅÓÓ ÏÐÐÏÒÔÕÎÉÔÉÅÓ ÄÏÍÅÓÔÉÃÁÌÌÙȢ Ȱ)ÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÏÆ ÔÈÅ ÆÉÎÁÎÃÅ ÓÅÃÔÏÒ ÉÓ ÃÏÎÓÉÄÅÒÁÂÌÅȡ 
Andorran banking groups have subsidiaries in six Latin America countries, the Bahamas, Israel, 
Luxembourg, Monaco, Spain, Switzerland, and the US. In addition, whilst information has not been 
provided by the authorities, it appears that at least two Andorran DNFBPs (CSPs) also operate 
through wholly-owned subsidiaries outside Andorra (including in Switzerland). The overseas 
activities of banking groups reflect the nature of activities carried on in Andorra by those groups, i.e.: 
(i) banking; (ii) asset management, brokerage, dealing and advice; (iii) collective investment fund 
management; and (iv) insurance. 
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Table 1: Composition of the financial market and DNFBPs sectors  

Type of FI/DNFBP Total number  
Banks  6 (excluding 1 under resolution) 
Advisory/i nvestment institutions  9 
Management companies of undertakings for 
collective investment  

7 

Providers of life insurance  15 
Money services businesses (foreign p ost 
offices)  

2 

Exchange offices (other than banks)  0 
Casinos 0 
Real estate agents  22910 
Lawyers (but not law firms)  20211 
Notaries  4 
Accountants, auditors, economists, tax 
advisors, gestorias  and CSPs 

15812 (including 3 CSPs) 

Dealers in precious metals and stones  17 

 

122. The number of licensed institutions remained largely stable since the 4th round MER.  

123. Four of the banks (represented by three banking groups) are domestically-owned (by 
Andorran families), one is a subsidiary (51%) of a Spanish quoted bank under the supervision of the 
European Central Bank and the other is owned by an international private equity group. The range of 
products and services offered, which includes private banking, is not complex and has evolved 
towards higher value-added services such as asset management (in particular brokerage13 and 
ÄÉÓÃÒÅÔÉÏÎÁÒÙ ÁÓÓÅÔ ÍÁÎÁÇÅÍÅÎÔɊȢ !ÐÐÒÏØÉÍÁÔÅÌÙ φπϷ ÏÆ ÔÈÅ ÂÁÎËÉÎÇ ÓÅÃÔÏÒȭÓ ÂÕÓÉÎÅÓÓ ÖÏÌÕÍÅ ÉÓ 
related to private banking.  

124. All of the investment institutions are relatively small (compared to banks), independently 
owned and focus on discretionary asset management (mostly investment funds, bonds and equities) 
and the provision of financial advice in Andorra (mostly bonds, investment funds and alternative 
investments). Most customers are Andorran, Spanish and French. 

125. Five of the seven management companies of undertakings for collective investment are bank-
owned and account for 95% of market share in the investment sector. These collective investment 
schemes are exclusively designed for bank customers and not distributed through asset management 
companies. Schemes invest in equities, bonds, other schemes, structured products (market-linked 
investments) and the money market.  

126. Five of the 15 providers of life assurance are bank-owned and account for around 87% of total 
premia. The remainder are local companies (11% of premia) or local branches of foreign insurance 
companies (2% of premia). Approximately 80% of insurance premia derive from investment 
products, mainly unit-linked insurance products where the benefit payable to the policy-holder on 
termination is linked to the value of an investment portfolio selected by the policyholder and held by 
the insurance company). The vast majority of products are distributed through banking networks.  

                                                      
10 The majority do not buy and sell property: rather they rent or manage property used in the tourist sector. 

11 Not all lawyers are DNFBPs. 

12 Not all are DNFBPs and gestorias are not properly identified.  

13 Execution, custody, and settlement of customer orders. 
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127. Non-residents account for approximately 40% of assets under management in Andorran 
banks. Most customers of investment institutions are Andorran, Spanish or French. Around 30% of 
life-savings business relates to non-resident customers, where local non-bank companies have the 
highest share. 

128. One of the two foreign post offices present in Andorra is also a MVTS provider. It also offers 
international money transfer facilities through a global MVTS provider , though the latter is not 
registered in Andorra. The other foreign post office provides limited banking services to Andorran 
residents. Approximately EUR 12 million of funds were transferred by the two post offices in 2015, 
including EUR 3 million through a global MVTS.  

129. Insufficient information is held by the authorities about: (i) the number of Andorran and other 
companies formed and/or administered by gestorias (where there are inadequate market entry 
controls); and (ii) number of Andorran and other companies administered by lawyers. It is 
understood that gestorias are most involved in the formation of Andorran companies.  

130. The NRA notes that: (i) a significant number of lawyers limit their activities to representing 
clients in civil and criminal judicial proceedings; and (ii) a significant number of economists, 
accountants and lawyers are not regularly involved in establishing companies ɀ focussing instead on 
book-keeping, preparation of financial statements, tax management and advice (domestic and 
foreign). Foreign lawyers cannot practice in Andorra.  

131. Notaries are primarily involved in the authentication and certification of signatures and 
documents, including public deeds that are required under the Law 20/2007 of 18 October on public 
limited companies and limited liability companies, as amended (Companies Act).  

132. Most real estate agents do not buy and sell property; rather they rent or manage property that 
is used in the tourist sector. The acquisition of real estate by foreigners is regulated by the Foreign 
Investment Act and must be approved in advance by the Ministry of Trade and Commerce. However, 
it is not necessary to involve a real estate agent in property transactions and real estate can be 
purchased through private agreements which are not authorised by a notary or registered (though 
volumes are very low14). Turnover of high value dealers accounts for a very small percentage of GDP 
(less than half of one per cent) ɀ and is focussed on visitors to the country.  

Preventive measures 

133. The AML/CFT Act and tÈÅ !-,Ⱦ#&4 2ÅÇÕÌÁÔÉÏÎÓȟ ×ÈÉÃÈ ÒÅÆÅÒ ÔÏ ȰÐÁÒÔÉÅÓ ÕÎÄÅÒ ÏÂÌÉÇÁÔÉÏÎȱȟ 
are equally applicable to DNFBPs and FIs in the majority of cases. Inter alia, an obligation is placed 
on FIs and DNFBPs to: (i) apply CDD measures; (ii) keep records; and (iii) report suspicion of ML/TF 
to the UIFAND. These requirements are, to large extent, based on Directive 2005/60/EC of the 
European Parliament and of the Council of 26 October 2005 on the prevention of the use of the 
financial system for the purpose of money laundering and terrorist financing.  

134. AML/CFT Regulations are made under the AML/CFT Act and place more detailed 
requirements upon FIs and DNFBPs - in line with principles established in the AML/CFT Act. The 
AML/CFT Act does not expressly provide that sanctions will apply to requirements set out in the 
AML/CFT Regulations. 

135. Technical communiqués (TCs) are used by the UIFAND to convey to FIs and DNFBPs 
information on their AML/CFT obligations and on supervisory messages. The INAF also uses TCs to 
ÓÅÔ ÏÕÔ ÔÈÅ ÓÕÐÅÒÖÉÓÏÒȭÓ ÅØÐÅÃÔÁÔÉÏÎÓȢ  
                                                      
14 The authorities have explained that it is necessary for a property to be registered before opening a new 

electricity or water account. 
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136. The Andorran Bar Association has also prepared a handbook for its members to assist 
compliance with preventive measures. The handbook, available to members through a restricted 
website, provides guidance and forms and template documents to be used by members.  

137. The Andorran Banking Association (ABA) has published a revised Code of Practice (January 
2017). This sets out minimum recommendations for professional conduct and is structured in line 
with the Andorran legal framework and relevant international standards, including the FATF 
Recommendations. It includes six principles: (i) acting with honesty, objectivity and integrity; (ii) 
acting with due diligence in the provision of products and services; (iii) respecting customer 
confidentiality; (iv) strictly complying with AML/CFT requirements; (v) ensuring the security and 
protection of assets; and (vi) promoting strong corporate governance. Banks undertaken to comply 
with the Code, application of which will assist banks to comply with preventive measures.  

Legal persons and arrangements 

Legal persons 

138. The following types of legal person can be established in Andorra under the Companies Act: 
(i) limited liability company (societat de responsabilitat limitada); and (ii) public limited company 
(also referred to as a joint stock company) (societat anònima). A company that has only a single 
ÓÈÁÒÅÈÏÌÄÅÒ ÉÓ ÃÏÎÓÉÄÅÒÅÄ ÔÏ ÂÅ Á ȰÓÏÌÅ ÐÒÏÐÒÉÅÔÏÒÓÈÉÐȱ ÁÎÄ ÍÕÓÔ ÉÎÃÌÕÄÅ ÔÈÉÓ ÅØÐÒÅÓÓÉÏÎ ɉÏÒ 
abbreviation thereof) when disclosing its company form. A cooperative form company (societat 
cooperativa) can be formed under Law 5/2015 on Andorran cooperative companies.  

139. Foundations and associations may also be established for non-profit purposes under the Law 
11/2008 of 12 June on foundations (Law on Foundations) and Law on Associations 29 December 
2000 (Law on Associations) respectively.  

Table 2: Type and number of registered legal persons (at 28 February 2017)  

Legal Persons Total number of registered legal persons  

Limited liability company  9 791 
Public limited company  2 165 
Cooperative form company  1 
Foundations  659 
Associations  29 

 

140. Companies are subject to registration requirements with the Companies Registry and obtain 
legal personality upon registration. The minimum capital for a limited liability company is EUR 3 000 
and minimum for a public limited company is EUR 60 000. Andorran companies must have their 
registered office in Andorra. The general assembly of shareholders is the sovereign body of a 
company and passes resolutions on the most important matters, e.g. amendments to by-laws and 
approval of financial statements.  

141. The genÅÒÁÌ ÁÓÓÅÍÂÌÙ ÁÌÓÏ ÄÅÃÉÄÅÓ ÏÎ ÔÈÅ ÆÏÒÍ ÏÆ ÔÈÅ ÃÏÍÐÁÎÙȭÓ ÇÏÖÅÒÎÉÎÇ ÂÏÄÙ ÆÏÒ ÄÁÙ-to-
day management which may be: (i) a sole administrator; (ii) joint administrators (where powers 
must be exercised jointly); (iii) joint and several administrators (where powers may be exercised 
separately); or (iv) a board of directors. In the case of a single person company, the powers of the 
general assembly are exercised by the single member. Members of the governing body may be both 
individuals and corporations. In the latter case, the legal person must designate an individual to 
represent it on the governing body.  
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142. A request must be made to the Ministry of Trade and Commerce to authorise each foreign 
investment with a stake of 10% or more of the share capital or voting rights in an Andorran 
company. Companies carrying on a trade or providing an industrial or service activity must also be 
registered in the Registry of Trade and Industry.  

143. There are not yet provisions in the Companies Act for capturing and recording beneficial 
ownership information about a company. However, information on the identity of foreigners holding 
shares or exercising voting rights in Andorran companies is already held centrally by the Ministry of 
Trade and Commerce. 

144. No restriction is placed on who may form a company. Lawyers and gestorias are generally 
involved in the formation of companies but it is less common for them to act as officers or provide 
registered or other addresses after incorporation.   

145. Foundations are non-profit entities and may be formed only with the prior authorisation of 
the Government to benefit generic groups of people, rather than specified natural or legal persons, or 
classes thereof. They are subject to registration requirements with the Foundations Registry and 
obtain legal personality upon registration. They may be formed by: (i) Andorran nationals; (ii) 
foreign nationals legally resident in Andorra; and (iii) legal persons constituted in accordance with 
Andorran law. The registered office of a foundation must be located in Andorra.  

146. A board of trustees ɀ generally unpaid - governs and represents the foundation, comprising of 
at least three individuals or legal persons. In the latter case, the legal person must designate an 
individual to represent it on the governing body. Individuals who are trustees, or appointed to 
represent a legal person which is a trustee, must be: (i) Andorran nationals; or (ii) foreign nationals 
legally resident in Andorra. Legal persons on the board must be established under Andorran law. 
The board can appoint general and special attorneys (the general attorney has the status of 
manager). A statutory protectorate has the task of overseeing the correct application of the Law on 
Foundations, including checking that they are not established for personal interests. 

147. An association is constituted by any volunteer grouping of three or more persons and may not 
have as a purpose (explicit or implicit) the procurement of financial profits to be distributed among 
members. They may be constituted by: (i) Andorran nationals; (ii) foreign nationals legally resident 
in Andorra; and (iii) legal persons constituted in accordance with Andorran law. Non-resident 
foreign persons may be members of an association but cannot take part in its management. The 
registered office of an association should be located in Andorra. Associations can be registered in the 
Register of Associations but it is a declarative status for publicity and qualification to apply for a 
public subsidy and so not mandatory15. They do not have a personality that is separate from their 
membership. As a minimum, the internal organisation of an association should provide for a: (i) 
general meeting of members (sovereign body); (ii) board of directors; and (iii) president of the 
board.  

148. Both foundations and associations are required under the AML/CFT Act to keep records of 
persons who receive funds, but the UIFAND does not supervise compliance with this requirement. 

Legal arrangements  

149. Andorran legislation does not regulate the establishment or operation of trusts. Andorra is not 
a Party to the Hague Convention on Laws Applicable to Trusts and their Recognition. Nevertheless, 
there are no provisions prohibiting: (i) trusts (or similar legal arrangements established under 

                                                      
15 However, upon registration, members of an association are no longer generally responsible for actions 

carried out in the name of the association or for obligations undertaken before third parties. 
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foreign law) conducting their activities through the Andorran financial system; or (ii) Andorran 
residents or Andorran companies acting as trustee (or equivalent) for foreign trusts (or similar legal 
arrangements). Indeed, there are suggestions that professional trustees resident in Andorra are 
administering foreign legal arrangements (though information in this respect is not held by the 
authorities). Where a trust has professional trustees in Andorra, they are subject to the AML/CFT Act 
when acting in that capacity. 

International context for legal persons and arrangements  

150. As stated in the NRA, there has been a significant increase in the number of Andorran 
companies formed since foreign investment in the country was liberalised in 201216. Out of the 9 044 
companies on the register in May 2016, 1 440 were established by foreigners, and 40% of 
shareholders of Andorran companies are foreign (mainly Spanish and French nationals), though a 
number will be legally resident in Andorra. Despite the increase in the number of companies formed, 
the total number registered in Andorra is still rather modest. 

151. Historically, there is little evidence to suggest that extensive use is currently made of 
Andorran companies by non-residents. Whilst there is a reference to Andorra in the FATF MER of 
Spain (2014) in relation to the use of complex and opaque legal structures, this cites good 
cooperation with the authorities.  

152. There is evidence that South American companies are used by customers of FIs. The cost of 
establishing companies in these countries is relatively low and they offer greater confidentiality. 

Supervisory arrangements  

153. The UIFAND is legally responsible for AML/CFT supervision of all FIs and DNFBPs under the 
AML/CFT Act. It has a broad range of powers to monitor compliance with AML/CFT requirements 
and can impose administrative sanctions relating to minor offences under the AML/CFT Act. Only the 
'ÏÖÅÒÎÍÅÎÔ ÃÁÎ ÉÍÐÏÓÅ ÓÁÎÃÔÉÏÎÓ ÆÏÒ ȰÓÅÒÉÏÕÓȱ ÁÎÄ ȰÖÅÒÙ ÓÅÒÉÏÕÓȱ ÉÎÆÒÉÎÇÅÍÅÎÔÓ ÏÆ ÔÈÅ !-,Ⱦ#&4 
legislation. In practice, the UIFAND places considerable reliance on information collected, and 
opinions provided, in AML/CFT audit reports on FIs that are prepared annually by external auditors 
in line with a programme set by the supervisor.  

154. The INAF is responsible for the authorisation and prudential supervision of FIs, except for: (i) 
the insurance sector; and (ii) financial activities conducted by the two foreign post offices. Since 
2013, the INAF has been able to more fully assess the integrity of their shareholders and directors. 
Article 23 of the AML/CFT Regulations sets out the basis for cooperation between the UIFAND and 
the INAF, and a memorandum of understanding (MoU) is in place between the two supervisors. 
Whereas the UIFAND relies upon the ).!&ȭÓ ÃÏÏÐÅÒÁÔÉÏÎ ×ÉÔÈ ÆÏÒÅÉÇÎ ÒÅÇÕÌÁÔÏÒÓ ÉÎ order to exercise 
consolidated supervision of the significant overseas activities of subsidiaries, it does not seem that 
there is adequate engagement on AML/CFT matters between the prudential supervisor and its 
counterparts abroad. 

155. In 2013, the INAF joined the International Organisation of Securities Commissions (IOSCO) 
and signed its multilateral MoU (MMoU), formalising reciprocal cooperation and exchange of 
information in respect of supervision of securities markets. 

156. The Ministry of Finance is currently responsible for the authorisation and prudential 
supervision of insurance companies under the Law on the Actions of Insurance Companies of 11 May 

                                                      
16 The Foreign Investment Act and associated Regulation of Foreign Investment Act. 
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1989, as amended (Insurance Law). Since 2015, the Ministry has been able to assess the integrity of 
shareholders and directors of insurance companies. Supervisory responsibility will be transferred 
from the Ministry to the INAF once new insurance legislation ɀ which implements principles 
established by the International Association of Insurance Supervisors (IAIS) and European regime of 
Solvency II - is brought into force (on 1 January 2018).  The Ministry is not a member of the IAIS; nor 
is it a signatory to its MMoU. Regulation and supervision of the insurance sector is still rather 
limited. The INAF indirectly supervises bank-owned insurance companies. 

157. The following details were provided by the authorities in relation to the DNFBP sector: 

Table 3: Overview of DNFBPs in Andorra  

Name of the sector/services  Licensing/Registration  Relevant legislation  

Casinos Licensing Article 7 of Act 37/2014 of 11 
December on the regulation of 
gambling (Gambling Law) 

Real estate agents Registration (sole traders and 
companies) 

Real Estate Agents Law 2000 

Lawyers  Licensing of lawyers (but not law 
firms)  

Law 48/2014 

Notaries  Licensing of notaries  Notarial Law 1996 
Accountants, auditors, 
economists, tax advisors, 
gestorias and CSPs 
 

Licensing Law of 6/2008 on the exercise 
of liberal professions and 
collegiate and professional 

Dealers in precious metals and 
stones 

No requirement for licensing or 
registration 

N/A  

 

158. Whilst the authorities point to the existence of licencing requirements for lawyers, 
accountants, auditors, economists, tax advisors, gestorias17 and other CSPs: (i) they are not able to 
provide exact numbers of those carrying on a business that is covered by the AML/CFT Act; and (ii) 
such requirements do not include measures to prevent their control or management by criminals or 
associates of criminals. Nor is a requirement placed on individuals (except lawyers) or legal entities 
offering these services to be part of a professional association. The extent of services provided by 
CSPs is thought to focus on company incorporation. 

159. As noted above, the following authorities are involved in the creation, registration and 
supervision of legal persons: (i) Registries for companies, foundations and associations; (ii) Ministry 
of Trade and Commerce, where companies have foreign shareholders; and (iii) protectorate for 
foundations.  

International Cooperation  

160. Andorra provides for a wide range of international assistance among competent authorities in 
relation to ML/TF, and associated predicate offences. Given its geographical position and since most 
of the predicate crimes to ML are committed abroad, international cooperation is of particular 
importance for Andorra. In terms of quantity, the highest level of international cooperation Andorra 
                                                      
17 Gestorias are private agencies which specialise in dealing with legal and administrative work. For a fee they 
carry out paperwork involved in getting passports, work permits, car documentation etc. and liaise with 
Government agencies, thereby saving their clients much inconvenience and queuing time. In Andorra, they also 
assist with the formation of companies and applications by foreigners under the Foreign Investment Act. 
Gestorias are also commonly found in Spain.  
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has demonstrated with France, Spain, Portugal, and to a lesser extent ɀ Latin America, US, and with 
countries of Eastern Europe. The major share of the cooperation is carried out through direct 
communication. 

161. Apart from cooperation under various international treaties and MoUs, the authorities are 
also able to cooperate with foreign counterparts on ad hoc basis, without a treaty or a MoU, based on 
domestic regulations. Even though Andorra is not part of EUROJUST, the authorities indicated that 
they have participated in coordination and cooperation meetings a number of times which led to 
successful international operations against crime. Andorra is also a party of La Red Iberoamericana 
de Cooperación Jurídica Internacional (IberRed). The key authorities (the Public 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅȟ 
the UIFAND, the investigative judges and the Police Department) have been very active in the area of 
informal exchange of information with foreign counterparts. This is the case also for the INAF, 
though cooperation does not benefit from participation of the supervisory unit of the UIFAND  

162. Nevertheless, international cooperation could still suffer from the dual criminality 
requirement related to the lack of full criminalisation of tax crimes.  However, the dual criminality 
requirement is strictly applied only if no link with other predicate offence(s) foreseen by the 
Andorran legislation can be identified. The absence of formal prioritisation criteria for MLA cases 
and case management system for some authorities, as well as the lack of human resources, are the 
issues that have yet to be addressed by Andorra.   

Terrorist Financing and Financing of Proliferation 

163. Andorra has never been the subject of a terrorist attack and has never detected any TF activity 
within the principality. The NRA has rated the TF risk as medium-low. Apart from some unconfirmed 
suspicion held by Andorra in the form of intelligence information, no evidence has been found 
suggesting that Andorran residents have travelled to conflict zones abroad to help foreign terrorist 
groups. The NRA acknowledges, however, that there is a possibility of recruitment, radicalisation 
and self-radicalisation of individuals. 

164. The NRA also acknowledges that Andorra might be used as a transit point for terrorist 
financing. However, no evidence has been found to confirm that this is actually occurring. The Police 
Department and judicial authorities have never received formal requests for information or 
assistance by foreign counterparts in relation to TF or terrorism investigations. Nevertheless, as a 
regional financial centre Andorra recognises that the TF risk cannot be neglected. The authorities in 
Andorra appear to have a good understanding of the terrorism and TF threat and work closely on the 
matter with Spain and France. Andorra has enacted a robust legal framework for criminalising TF, 
which is largely in line with the international standards. Nevertheless, to date there has been no 
clear national CFT strategy or policy.  

165. Andorra does not have manufacturers of defence materials and its economy is largely based 
on other sectors like tourism and financial services. Therefore, relating to PF it is mainly at risk of 
ÂÅÉÎÇ ÅØÐÌÏÉÔÅÄ ÁÓ Á ÔÒÁÎÓÉÔ ÃÏÕÎÔÒÙȢ 4ÈÉÓ ÒÉÓË ÍÁÙ ÂÅ ÈÅÉÇÈÔÅÎÅÄ ÄÕÅ ÔÏ !ÎÄÏÒÒÁȭÓ ÌÏÃÁÔÉÏÎ ÂÅÔ×ÅÅÎ 
Spain and France, both of which produce a wide range of military and dual-use goods. There have 
been no export between Andorra and Iran or DPRK since the UIFAND issued a TC in 2015 
prohibiting all financial transactions with these countries.  
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CHAPTER 2. NATIONAL AML/CFT POLICIES AND COORDINATION 

Key Findings and Recommended Actions 

Key Findings 

Andorra adopted its NRA and action plans for addressing the risks in December 2016. It is a candid 

assessment, and, taking into account that it is its first wholesale exercise to consider the ML and TF 

risks it faces, it is reasonably comprehensive. Where there are shortcomings, it is in relation to 

consideration of the risk presented by the activities of foreign subsidiaries.  

It is evident that there has been the political commitment to make sweeping changes to Andorran 

legislation. It was not clear though what political oversight will apply in relation to monitoring 

implementation of key aspects of the action plans. Despite this, legislation to criminalise tax crimes 

and revise the AML/CFT Act, all part of action plans, was already well advanced at the time of the on-

site visit. 

The NRA identifies the lack of a clear AML/CFT strategy and, as a consequence, sets out high level 

principles and objectives which policy-makers and the AML/CFT authorities should take into 

account when determining such a strategy.  However, in practice, these principles appear to have 

been adopted in the actions Andorra has so far taken to address ML/TF risks. 

4ÈÅ ÏÂÊÅÃÔÉÖÅÓ ÁÎÄ ÁÃÔÉÖÉÔÉÅÓ ÏÆ ÔÈÅ 5)&!.$ȭÓ ÏÐÅÒÁÔÉÏÎÁÌ ÕÎÉÔ ÁÎÄ ,%!Ó ÁÐÐÅÁÒ ÔÏ ÂÅ ÆÕÌÌÙ ÃÏÎÓÉÓÔÅÎÔ 

with the NRA and action plans, which will not cause the UIFAND or LEAs to act in a way that is at all 

different from their current operating models. However, strategic co-operation and co-ordination of 

supervisory activities will need to be improved if action plans are to be effectively implemented. 

Two permanent committees have been established to co-ordinate AML/CFT work: PC1 and PC2. In 

practice, they act as discussion fora and their role is limited to the revision of legislation in line with 

international standards. 

The NRA and action plans demonstrate that there is a good level of co-ordination and commitment. 

The assessment team ascertained that the general level of understanding by different interlocutors 

of the ML/TF risks varies significantly. While the UIFAND, LEAs and FIs demonstrated a strong 

understanding of relevant threats, lower levels of awareness within the DNFBP sector probably 

result from the fact that the sectorial NRAs have been available in the English language only. 

Recommended Actions 

¶ As identified in the NRA, the authorities should establish an AML/CFT strategy and policy based 

on the high level objectives set in the NRA reflecting actions already being taken to address the 

ML/TF risks identified in the NRA. This strategy should be approved by the Government. 

¶ The role and powers of PC1 should be enhanced to enable it to drive the structural changes that 

the action plans propose. This could include publishing terms of reference to clarify the 

membership and the role of the committee. The authorities should take action to strengthen co-

operation and coordination within PC2. 

¶ The Government should assess the resourcing needs of each agency arising from implementation 

of the action plans, e.g. staffing and IT, ensure that each is adequately resourced for their role, 

and hold PC1 accountable for delivery of the various plans. 
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¶ A formal mechanism should be established in order to ensure that there is close strategic and 

operational  co-operation amongst LEAs and financial supervisors on relevant cases. 

¶ As identified in the NRA, information on wire transfers and beneficial ownership of bank 

deposits should be regularly collected and analysed. Information should be collected and 

analysed on: (i) the overseas activities of FIs and DNFBPs; and (ii) extent of DNFBP activities in 

the country, in order to build a full understanding of risks inherent in these areas. 

¶ The authorities should continue to promote findings and conclusions from the NRA to the private 

sector. 

Immediate Outcome 1 (Risk, Policy and Coordination)  

#ÏÕÎÔÒÙȭÓ ÕÎÄÅÒÓÔÁÎÄÉÎÇ ÏÆ ÉÔÓ -,Ⱦ4& ÒÉÓËÓ 

166. The NRA was approved by the Council of Ministers, the executive body of Government, on 14 
December 2016 and addresses ML and TF risk. It includes a national action plan and a number of 
sectoral action plans for addressing the risks identified. It used the World Bank model which drew 
upon qualitative and quantative data from the authorities and private sector. It has clearly aided the 
understanding and knowledge of the competent authorities in relation to the threats and 
vulnerabilities Andorra faces. These included: (i) the extensive use of cash and weaknesses in cross-
border cÁÓÈ ÃÏÎÔÒÏÌÓȠ ɉÉÉɊ ÒÉÓËÓ ÉÎ ÎÅÉÇÈÂÏÕÒÉÎÇ ÃÏÕÎÔÒÉÅÓȠ ɉÉÉÉɊ !ÎÄÏÒÒÁȭÓ ÐÏÓÉÔÉÏÎ ÁÓ Á ÒÅÇÉÏÎÁÌ 
finance centre offering private banking services to non-resident customers; and (iv) failure (at the 
time of the NRA) to criminalise tax offences. Further informatio n on threats and risks identified in 
the NRA is given in Chapter 1.    

167. It is a reasonably comprehensive assessment taking into account that it is its first wholesale 
exercise to consider risk. The assessment was informed by past Andorran MERs, international 
typologies, open source information, public reports, SARs, and other quantitative and qualitative 
information provided by public and private sectors. Additionally, more than 400 cases were analysed 
in order to identify typologies, methods and instruments used. Where there are shortcomings, or its 
understanding is impaired, it is in relation to how, and to what extent, Andorra has considered the 
ÉÍÐÁÃÔȾÉÎÆÌÕÅÎÃÅ ÏÆ ÔÈÅ ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÍȱ ÏÆ ÉÔÓ ÆÉÎÁÎÃÉÁÌ ÓÅÒÖÉÃÅÓ ÓÅÃÔÏÒ ÏÎ ÉÔÓ ÁÓÓÅÓÓÍÅÎÔÓ ÏÆ 
ML/ TF threats and vulnerabilities. In particular, the internationalism of its banking sector is 
significant as banks have pursued: (i) ambitious strategies to develop higher value private banking 
activities; and (ii) international expansion into Europe and Latin America, and to a lesser extent 
North America and the Middle East. As a consequence, half of assets under management are held in 
!ÎÄÏÒÒÁÎ ÂÁÎËÓȭ ÆÏÒÅÉÇÎ ÓÕÂÓÉÄÉÁÒÉÅÓȢ 

168. The sectorial NRA on banking emphasises that Andorran banks have had to build robust 
systems because this internationalism has exposed Andorran banking groups to foreign regulatory 
standards and to a key dependency on relations with foreign correspondent banks in order to 
operate. It also considers the activities that are being conducted through these overseas subsidiaries 
and risks presented domestically by non-resident customers. It assesses the ML threat presented by 
the banking sector as being high, vulnerability as being medium-high, and, consequentially, risk as 
ȰÍÅÄÉÕÍ-ÈÉÇÈȱȢ 

169. The analysis in one area was not fully considered in the NRA: data was not available for the 
NRA on the geographic origin of customers (and their beneficial owners) of banks (though general 
ÉÎÆÏÒÍÁÔÉÏÎ ÉÓ ÈÅÌÄ ÏÎ ÔÈÅ ÐÒÏÆÉÌÅ ÏÆ ÂÁÎËÓȭ ÃÕÓÔÏÍÅÒ ÁÎÄ ÂÅÎÅÆÉÃÉÁÌ Ï×ÎÅÒÓÈÉÐ ÂÁÓÅÓ). Also, an 
analysis of the origin  and destination of wire transfers to some higher risk countries was not 
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evidenced. These are not considered to be significant deficiencies. There had also been limited 
consideration of the risks presented to Andorra by tÈÅ ÁÃÔÉÖÉÔÉÅÓ ÏÆ ÉÔÓ ÂÁÎËÓȭ ÔÈÒÏÕÇÈ ÔÈÅÉÒ ÏÖÅÒÓÅÁÓ 
subsidiaries, notwithstanding : (i) the significant size of these foreign operations; and (ii) the 
different threats and vulnerabilities  present that could affect them. Nor did the NRA consider the 
extent to which Andorran banks operate group-wide programmes against ML/TF. In addition, whilst 
the authorities made full use of available information, they did not directly seek input from 
competent authorities in the jurisdictions in which most non-resident customers reside or those in 
which substantial activities are carried on through subsidiaries. Given the growth and current level 
ÏÆ ÆÏÒÅÉÇÎ ÁÃÔÉÖÉÔÉÅÓȟ ÔÈÅÓÅ ÁÒÅ ÃÏÎÓÉÄÅÒÅÄ ÔÏ ÂÅ ÉÍÐÏÒÔÁÎÔ ÏÍÉÓÓÉÏÎÓ ÉÎ ÔÈÅ ÃÏÎÔÅØÔ ÏÆ !ÎÄÏÒÒÁȭÓ .2!Ȣ 

170. There is also an incomplete picture of what is happening in the DNFBP sector as: (i) no market 
entry criteria apply to some categories of business, such as gestorias which facilitate company 
formation; and (ii) the geographic origin of customers was not considered. As a consequence the 
authorities do not categorically know the number of DNFBPs offering the service, though activity 
levels appeared to be low, limited to formation (and not also management, e.g. provision of 
directors) and focussed on the domestic market.    

171. One of the strengths of the NRA is the frank identification and description of the 
vulnerabilities and gaps in the current legal and institutional framework which concerns the: (i) 
investigation and prosecution of ML; and (ii) confiscation of the proceeds of crime. Measures and 
concrete actions to improve these areas largely correspond with the assessment teamȭÓ findings.  

172. The risk of TF ɀ domestically and internationally - has been the subject of close attention and 
scrutiny by the authorities in the NRA. Andorra has demonstrated that it has generally a good 
understanding of TF risks, threats and vulnerabilities. The NRA and the interviews held onsite 
confirmed that LEAs made efforts to identify the sources of funds that can potentially be used for the 
purpose of TF, such as tobacco smuggling and credit card fraud. Special attention has been paid by 
the authorities to the activities related to potential recruitment, radicalisation and self-radicalisation 
of individuals and the possible ÕÓÅ ÏÆ ÉÔÓ ÆÉÎÁÎÃÉÁÌ ÓÅÃÔÏÒ ÁÓ Á ȰÔÒÁÎÓÉÔ ÐÏÉÎÔȱ ÆÏÒ ÔÅÒÒÏÒÉÓÔ ÆÕÎÄÓȢ 4ÈÅ 
risk of terrorist abuse in the NPO sector and the problem of cash smuggling in the TF context, have 
also been considered in the NRA in an attempt to properly identify, assess and understand the TF 
risks. 

173. Nevertheless, there is an area that requires further attention. As explained under IO.9, there is 
a need for regular, or at least periodic, assessment of aggregated wire transfers with countries that 
present a higher terrorist threat. 

National policies to address identified ML/TF risks  

174. Andorra is to be commended for producing a very candid risk assessment and setting in place 
actions that it needs to achieve. The NRA includes a national action plan and sectoral action plans 
from which the authorities have developed more detailed action plans for delivering on key actions 
at national and sector level (for FIs and DNFBPs). These detailed plans identify: (i) the agency with 
prime responsibility for taking action; (ii) agencies which will have a secondary role in 
implementation; (iii) the steps which should be taken; (iv) the timeframe for implementation; and 
(v) financial implications. Evaluators consider it important for there to be demonstrable political 
support for the national, sectoral and detailed action plans in order to ensure that: (i) AML/CFT 
agencies are held accountable for their delivery; and (ii) additional resources can be made available 
when needed. Legislation to criminalise tax crimes, revise the AML/CFT Act, and introduce criminal 
liability for legal persons, all part of the action plans, was already well advanced at the time of the 
on-site visit. 
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175. The NRA identifies the lack of a clear AML/CFT strategy and, as a starting point, sets out high 
level principles and objectives which policy-makers and the AML/CFT authorities should take into 
account when determining such a strategy. This omission is identified in the national action plan as a 
priority.  These principles include: (i) aÎ ȰÁÂÓÏÌÕÔÅ ÃÏÍÍÉÔÍÅÎÔȱ ÔÏ ÅÆÆÅÃÔÉÖÅÌÙ ÐÒÅÖÅÎÔÉÎÇ ÁÎÄ 
fighting ML/ TF; (ii)  neutralising the proceeds of crime, as a priority; (iii)  establishing, promoting and 
adequately resourcing domestic AML/CFT agencies; (iv) implementing an accurate risk-based 
approach; and (v) applying a comprehensive AML/CFT preventive system to FIs and DNFBPs.  In 
practice, these principles have already been adopted through actions taken and proposed in the 
national action plan and provide evidence that, whilst not formally recorded, national AML/CFT 
policies are in place. 

176. In due course, these principles will form the basis for an AML/CFT strategy that is distinct 
from the high level and detailed sector plans that have already been adopted and implementation of 
which has already started. It will be important for this strategy to: (i) address the significant human 
and technical resourcing issues within the Customs Department, the Police Department and the 
UIFAND, which, if not addressed, could potentially undermine efforts to strengthÅÎ !ÎÄÏÒÒÁȭÓ 
AML/CFT framework; and (ii) be endorsed by the Government, which has already made a significant 
commitment to overhauling and modernising financial services legislation and given a political 
commitment to the NRA process.  

177. The NRA confirms that, as a direct consequence of a banking failure, the number of ML-related 
investigations, prosecutions and confiscations will increase significantly. There is now a need for a 
full analysis of the mitigating measures that will be needed to respond to this particular challenge 
and to prepare a clear strategy on how these cases are to be prioritised.   

Exemptions, enhanced and simplified measures  

178. Action is in train to strengthen preventive measures in two important areas: (i) cash-related 
ML; and (ii) tobacco smuggling-related ML. This includes a proposed ban on all cash transactions 
over EUR 10 000, either in a single or a series of connected transactions, and a proposal that FIs and 
DNFBPs should pay special attention to those clients and transactions which are potentially linked to 
tobacco-related businesses and industries.  

179. In the case of the later, it is proposed that the UIFAND should: (i) issue a TC on relevant risk 
indicators regarding tobacco smuggling-related ML, including the use of cash; and (ii) require 
enhanced CDD measures to be applied to tobacco-related industries and businesses.  

180. Given the Andorran context, these proposed measures appear reasonable. 

181. More generally, the authorities have not explained how the results of the NRA are to be used 
to justify exemptions (e.g. those considered under c.1.6) and support the application of any 
simplified measures for lower risk scenarios. However, as mentioned under IO.4, the current use of 
exemptions by FIs does not appear to be extensive and application of simplified CDD is not 
prevalent.  

Objectives and activities of competent authorities 

182. As explained under IO.3, the UIFANDȭÓ ÓÕÐÅÒÖÉÓÏÒÙ ÕÎÉÔ has a limited view into the wider 
governance, business models and operational issues within those FIs and DNFBPs it supervises, 
including three banks which have relatively substantial foreign operations. Whilst these areas are 
covered by the main prudential supervisor - the INAF - they overlap with AML/CFT supervision. 
Whilst there is a MoU in place between the two supervisors, strategic co-operation and co-ordination 
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of supervisory activities will need to be improved if relevant action plans are to be effectively 
implemented. 

183. Furthermore, as identified in IO.3, risk-based supervision has still to be fully applied to FIs and 
$.&"0Ó ×ÈÉÃÈ ÍÁÙ ÍÅÁÎ ÔÈÁÔ ÔÈÅ 5)&!.$ȭÓ ÓÕÐÅÒÖÉÓÏÒÙ ÁÃÔÉÖÉÔÉÅÓ ÄÏ ÎÏÔ ÃÏÍÐÌÅÔÅÌÙ ÁÄÄÒÅÓÓ -, 
and TF risks that have been identified by the country. 

184. The objectives and activities of the UIFANDȭÓ ÏÐÅÒÁÔÉÏÎÁÌ ÕÎÉÔ and LEAs appear to be fully 
consistent with the NRA and action plans, which will not cause the UIFAND or LEAs to act in a way 
that is at all different from their current operating models. It is to be commended that, for some time, 
the authorities have focused on investigating, prosecuting and confiscating proceeds from foreign 
predicate offences, which is in line with threats identified. It is noted also that in excess of 30% of 
investigative judges have been assigned to the specialised section of the courts in order to deal 
exclusively with financial crime. The majority of mitigating actions foreseen by the NRA concern 
legislative and institutional reforms and are to be addressed at national level. 

185. It appears that combating terrorism and TF have always been a priority for the LEAs. The 
objectives (although often informal) and activities of the competent authorities seem to be broadly 
consistent with the TF risk identified.   

National coordination and cooperation 

186. PC1 was established under Government decree in 2008 to deal with AML/CFT issues. Article 
56 ter of the AML/CFT Act determines that it is to be comprised of representatives of: (i) the 
Ministries of the Presidency, Finance, Home Affairs and Justice, Economy and Foreign Affairs; and 
the UIFAND, which is the chair. The legislation states that, when matters affect the Andorran 
financial system, a representative of the INAF shall attend.  

187. The purpose of the committee is to co-ordinate the work of the various ministries, the UIFAND 
and the INAF in the fight against ML/TF. Through its membership, the Committee: (i) studies the 
ML/TF situation in Andorra; (ii) participates in the assessment of measures and actions undertaken 
in the field of ML/TF; (iii) offers advice on legislative changes; (iv) attends international meetings; 
and (v) provides advice on the drafting of reports addressed to international bodies. In practice, it 
has primarily been concerned with making legislation to implement the FATF Recommendations, EU 
Directives and recommendations in the 4th round MER.  

188. At the date of the on-ÓÉÔÅ ÖÉÓÉÔȟ !ÎÄÏÒÒÁȭÓ Government had agreed to merge PC1 with a second 
committee which deals with the implementation of international sanctions, including TFS (PC2). 
Evaluators were informed that, going forward, this merged committee will focus on implementation 
of the action plans in the period up to 2019 - using executive powers held by its members. No 
changes have been proposed to roles and responsibilities of committee members. 

189. The NRA concludes that PC1 has not been sufficiently active in defining AML/CFT policy and 
strategy. This view is supported by a review of minutes of meetings of the committee held in 2015 
and 2016 which do not convey that representatives are driving change, moving matters forward, or 
co-ordinating their activities. For example there is no evidence that the committee has discussed 
AML/CFT matters or integrity issues arising from major ML cases (including bribery in private 
sector at operational level), and IO.6 refers to failure to discuss police information on organised 
crime group activities with regard to tobacco smuggling. It is noted that: (i) the INAF is not a 
standing member of the committee (though it has attended many of the meetings held); (ii) 
representatives from key agencies have been absent in some committee meetings (because of other 
engagements); (iii) there is limited attendance by the Police Department and Customs Department; 
and (iv) not all members actively participate in deliberations on the development of key proposals. 
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Instead, minutes convey an impression that PC1 is more of a discussion forum and limited to the 
revision of legislation in line with international standards. PC1 does not appear to take decisions, 
there is no follow up of actions arising from previous meetings, and there is no consideration of the 
activities of each agency between meetings. There are similar concerns about the effectiveness of the 
work of PC2. 

190. Despite this, work undertaken in a short period of time by the domestic authorities on the 
NRA and action plans, led by the UIFAND, and action taken to resolve the banking failure (see box 
13) demonstrate that there is meaningful coordination and cooperation at policy level 

191. In addition, Article 53 of the AML/CFT Act requires the UIFAND to promote and co-ordinate 
measures to prevent ML/TF. This complements its two core roles of: (i) AML/CFT supervisor; and 
(ii) financial intelligence unit (FIU), and there is a clear benefit to one agency undertaking both. For 
ÅØÁÍÐÌÅȟ ×ÈÅÎ ÔÈÅ 5)&!.$ȭÓ ÏÐÅÒÁÔÉÏÎÁÌ ÁÒÅÁ ÄÅÔÅÃÔÓ ÄÅÆÉÃÉÅÎÃÉÅÓ ÉÎ ÔÈÅ ÁÐÐÌÉÃÁÔÉÏÎ ÏÆ #$$ ÏÒ 
ÒÅÐÏÒÔÉÎÇ ÍÅÁÓÕÒÅÓȟ ÔÈÉÓ ÉÎÆÏÒÍÁÔÉÏÎ ÃÁÎ ÂÅ ÓÈÁÒÅÄ ÓÅÁÍÌÅÓÓÌÙ ×ÉÔÈ ÔÈÅ 5)&!.$ȭÓ ÓÕÐÅÒÖÉÓÏÒÙ ÁÒÅÁ 
in order to inform its supervisory efforts. The benefit from this internal relationship can be seen in 
the sanctions cases detailed in IO.3, the most significant of which have emanated from investigations 
by the operational area.   

192. Domestic operational cooperation (especially informal) between the relevant AML/CFT 
authorities is also well-established in Andorra. However, as noted above, there has been limited 
interaction between the supervisory arm of the UIFAND and the INAF to co-ordinate supervisory 
activities. Evaluators also understand that information on judicial investigations is not made 
available to, or used by, supervisors, which could assist identification of emerging risks and trends in 
ML/ TF. 

193. There is little evidence of any co-ordination or cooperation in relation to PF matters. 
Accordingly, it remains unclear whether the level of co-ordination and cooperation and sharing of 
information and intelligence across all relevant competent authorities is adequate to effectively 
combat PF. 

0ÒÉÖÁÔÅ ÓÅÃÔÏÒȭÓ Á×ÁÒÅÎÅÓÓ ÏÆ ÒÉÓËÓ 

194. Andorra has produced a sector level NRA and associated action plans to reduce ML/TF risk in 
each sector. The NRA includes qualitative and quantitative information provided by the supervisor, 
private sector and professional associations. The main findings have subsequently been shared 
through workshops. 

195. However, awareness of the output from the NRA appears mixed: the banking sector is best 
informed and some sectors of the DNFBP sector such as gestories least aware. The NRA was adopted 
in the English language, and, at the time of the on-site visit, was being translated into Catalan. 

196. The UIFAND met with the banking sector on many occasions in 2016 and 2017 to consider the 
ÏÕÔÐÕÔ ÆÒÏÍ ÔÈÅ .2!ȟ ÁÎÄ ÉÔ ×ÁÓ ÅÖÉÄÅÎÔ ÆÒÏÍ ÔÈÅ ÅÖÁÌÕÁÔÏÒÓȭ ÍÅÅÔÉÎÇÓ ×ÉÔÈ ÂÁÎËÓ ÔÈÁÔ ÔÈÅÙ ÈÁÄ 
been engaged in the process and broadly ÃÏÎÃÕÒÒÅÄ ×ÉÔÈ ÉÔÓ ÃÏÎÃÌÕÓÉÏÎÓȢ 7ÉÔÈÉÎ !ÎÄÏÒÒÁȭÓ ÓÍÁÌÌ 
non-bank FI sector, awareness of the NRA was also high as their principals were drawn in either 
ÔÈÒÏÕÇÈ ÔÈÅÉÒ ÂÕÓÉÎÅÓÓȭ ÐÁÒÔÉÃÉÐÁÔÉÏÎ ÏÒ ÔÈÒÏÕÇÈ ÔÈÅÉÒ ÐÏÓÉÔÉÏÎ ×ÉÔÈÉÎ ÁÎ ÁÓÓÏciation. Like the banks, 
they broadly agreed with the findings. 

197. Conversely, knowledge about the NRA appeared poorest amongst the larger DNFBP 
community (except notaries). The evaluation team met a lawyer that had not participated in the NRA 
process, and had not seen its output, and a CSP which had participated in three NRA meetings but 
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had not yet seen the results from the assessment. However measures are foreseen to communicate 
more widely the output from the NRA.  

Overall Conclusions on Immediate Outcome 1 

198. Andorra has put significant effort into undertaking its NRA. As a consequence, for a first time 
wholesale exercise to understand ML/ TF risk, it is a very detailed and frank assessment of the 
ML/ TF risks it faces, upon which subsequent assessments can build. Whilst not approved until 
December 2016, it was encouraging to observe at the time of the on-site visit that Andorra had 
already begun addressing the recommendations drawn up in the action plans. 

199. Andorra has achieved a substantial level of effectivenes s for IO.1. 
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CHAPTER 3. LEGAL SYSTEM AND OPERATIONAL ISSUES 

Key Findings and Recommended Actions 

Key Findings 

Immediate Outcome 6 

The authorities systematically use financial intelligence and other information provided by the 

UIFAND in developing investigations of ML cases. The good ratio of SARs submitted against the 

number of investigations initiated based on them supports LEAs consideration that the UIFAND 

analyses/disclosures are of a high quality. 

The number of SARs submitted by the reporting entities appears to be modest. Before submitting 

SARs, reporting entities often visit the UIFAND and discuss the case informally. The authorities deem 

that, thanks to such practice, most of the SARs received by the UIFAND lead to disclosures to judicial 

authorities and subsequent investigations. So far, two SARs concerning TF have been submitted.  

The insertion of tobacco smuggling crime into the list of ML predicate offences has increased the 

number of SARs. Subsequent analyses of these SARs led, in most of cases, to judicial investigations 

and seizure of assets. The UIFAND, based on analyses it has carried out, is currently draft ing 

guidelines and indicators on this specific typology.   

The number of controls performed by the Customs Department is not in line with the threats 

identified by the NRA. 

Cooperation and communication between the UIFAND and LEAs seem to be intensive and fruitful. It, 

inter alia, includes face-to-face meetings which enable the interlocutors to discuss all aspects of the 

case(s) and to preserve the confidentiality of information.   

Human resources are an issue of concern given the heavy workload the UIFAND is exposed to ɀ e.g. 

the role of the UIFAND to check and approve each foreign application to invest in Andorra seriously 

impacts ÔÈÅ ÏÐÅÒÁÔÉÏÎÁÌ ÕÎÉÔȭÓ ×ÏÒËÌÏÁÄȢ .ÏÎÅÔÈÅÌÅÓÓȟ ÔÈÅ ÏÐÅÒÁÔÉÏÎÁÌ ÁÎÁÌÙÓÅÓ ÃÁÒÒÉÅÄ ÏÕÔ ÕÐÏÎ 

receipt of the STRs are always prioritised against the checks of the foreign applications to invest in 

Andorra.  

Immediate Outcome 7 

Andorra has a small law enforcement and magistrates community, which has facilitated good 

cooperation and co-ordination, effective investigation and prosecution of complex ML cases. These 

cases have generated uniform ML case law and reflect high professional standards.  

The criminal justice system investigates and prosecutes a wide range of cases which are consistent 

×ÉÔÈ ÔÈÅ ÃÏÕÎÔÒÙȭÓ -, ÔÈÒÅÁÔÓ ÁÎÄ ÒÉÓË ÐÒÏÆÉÌÅȢ 4ÈÉÓ ÉÎÃÌÕÄÅÓ ÓÔÁÎÄ-alone ML with a foreign predicate 

offence, third-party and self-laundering. Nevertheless, the ratio between investigation/prosecution 

and subsequent convictions appears to be modest.  

The ML offence combined approach (having a specific list of predicate offences in conjunction with 

the threshold of a minimum of 6 months of imprisonment as a sanction) and non-criminalisation of 

tax crime trigger supplementary requirements in establishing the foreign predicate offence, which is 
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challenging for the judiciary in stand-alone ML. 

The ML threats that the country faces, the current workload, complexity of cases18, lack of human 

resources, certain shortcoming with regard to legal framework and the court proceedings that 

appear to be exceptionally long, call for further strengthening of the institutional and legal 

framework.  

The imprisonment sanctions imposed by the courts on natural persons are proportionate and 

dissuasive and are cumulated with fines which can amount up to 3 times the value of the laundered 

funds. Andorra does not have criminal liability for legal persons and to date the existing alternative 

measures provided by the law have only been applied once.  

Immediate Outcome 8 

The Andorran authorities consider depriving criminals of their assets to be one of the priorities in 

overall criminal justice policy. The legislative and institutional reforms carried out in recent years 

have had a positive impact on the effectiveness of the confiscation regime, while further measures to 

improve the system have been provided in the National Level Strategy and Action Plan of the NRA. 

Confiscations mostly involve assets resulting from ML which include the property laundered and 

instrumentalities used. Other than that, a conviction for a predicate crime in foreign jurisdiction 

usually triggers direct confiscation.   

Authorities seem to apply a reasonably proactive approach in pursuing the confiscation of assets. 

This means that assets obtained or laundered are pursued even in cases when the dual criminality 

principle could prevent that.    

Searching for criminally obtained property is quite a complex process - although parallel financial 

investigations are systematically carried out, lack of human and technical resources and restrictive 

access to databases by some of the LEAs casts doubt on the effectiveness in identifying proceeds. 

Cash smuggling has been identified as vulnerability in the NRA. Nonetheless, the activities 

undertaken by the authorities to uncover ML through transportation of cash do not reflect the risks 

identified. 

Andorra does not have the comprehensive asset sharing mechanisms with other countries, apart 

from the U3Ȣ 'ÉÖÅÎ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÒÉÓË ÐÒÏÆÉÌÅ ÔÈÉÓ ÍÉÇÈÔ ÎÅÇÁÔÉÖÅÌÙ ÉÎÆÌÕÅÎÃÅ ÃÏ-operation from other 

jurisdictions in seizing and confiscating the proceeds from crime.  

Recommended Actions 

Immediate Outcome 6 

¶ Human and IT resources of the operational unit of the UIFAND should be reviewed taking into 

account the amount of work it is currently assigned. Access to the cadastral and tax databases 

should be granted to the UIFAND.  

¶ The UIFAND should consider why the number of SARs made in recent years is modest given the 

ÃÏÕÎÔÒÙȭÓ ÒÉÓË ÃÏÎÔÅØÔȟ ÁÎÄ ÔÁËÅ ÁÐÐÒÏÐÒÉÁÔÅ ÁÃÔÉÏÎ ÂÁÓÅÄ ÏÎ ÉÔÓ ÆÉÎÄÉÎÇÓȢ  

¶ The UIFAND should strengthen its case study analysis on the basis of a summary of cases 

                                                      
18 The need for such reinforcement is emphasised by the significant number of SARs expected in respect of ML 

cases related to the banking failure. 
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prepared for the NRA purposes.  Typologies of the most common ML trends, including potential 

vulnerabilities, should be discussed by PC1 and with the private sector. 

¶ The UIFAND should continue on-going efforts to produce and approve the manual to be used by 

staff to mitigate the risk of loss of institutional memory in case of staff departures.  

¶ The capacities of the Customs Department should be strengthened in order to enhance border 

controls of transportation of cash into and out of Andorra.  

Immediate Outcome 7 

¶ Andorra should significantly reinforce human and technical resources (IT tools) of relevant 

authorities involved in ML investigations, especially the Police and specialised investigative 

judges (Batllia), in order to effectively combat complex stand-alone ML schemes. 

¶ Andorra should criminalise: (i) tax evasion in a manner that covers all the elements related to 

direct and indirect tax crimes; (ii) bribery in  private sector; (iii) smuggling of goods other than 

tobacco, and make them a predicate offences for ML; and consider adopting an all-crime 

approach regarding ML predicate offences. 

¶ Andorran authorities should consider, in line with ECHR obligations, what further measures 

should be taken to simplify the appellate procedure or to otherwise significantly expedite the 

timely conclusion of criminal proceedings. 

¶ Given the risks of using legal persons as vehicles for ML, as identified in the NRA, Andorra should 

consider introducing criminal liability of legal persons in legislation. 

¶ The authorities should make legislative steps to increase of the secrecy measure beyond 6 

months period and thus minimise the threats originating from the current, overly broad, 

regulations to notify the suspect(s) of the proceedings against them and provide them access to 

the criminal files. This point is also relevant to IO.2, IO.8 (due to risk of asset dissipation) and 

IO.9. 

¶ The authorities should systematically collect statistics regarding ML investigations, prosecutions 

and convictions in line with FATF guidance, including: (i) aggregation of active and concluded ML 

investigations; (ii) number of persons investigated broken down by predicate offence and type of 

ML; and (iii) prosecutions and defendants sent to trial (including the predicate offence and the 

assets seized). 

¶ The legal framework should place a requirement on FIs and DNFBPs to provide information 

requested for judicial investigations on a timely basis and within exact deadlines. This point is 

also relevant to IO.2 and IO.8. 

Immediate Outcome 8 

¶ The authorities should develop a case management system which would enable them to keep 

comprehensive statistics, which would include: (i) data on the amount of property seized and 

confiscated; (ii) type of confiscation; and (iii) breakdown of figures by predicate offence. Such 

database shall also assist authorities in assessing the risks and determining the effectiveness of 

the confiscation system in place.  

¶ As identified in the NRA, the authorities should strengthen the mechanism for cross-border 

control of cash and adequately apply measures provided in the National Level Strategy and 
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Action Plan of the NRA. 

¶ Andorra should introduce asset-sharing mechanisms with relevant foreign jurisdictions. 

¶ Permanent training programme and guidelines on financial investigations and asset tracing shall 

be introduced to ARO. 

Immediate Outcome 6 (Financial intelligence ML/TF)  

Use of financial intelligence and other information 

(a) Access to information 

200. The UIFAND is the authority responsible for receiving, analysing and disseminating SARs 
submitted by the obliged entities. The UIFAND can also initiate investigations following its own 
findings, foreign FIUs requests, or upon information received by a third party. 

201. The UIFAND has direct system access to a wide range of information and databases. Direct 
access to the Police Department database has been granted on the basis of the MoU signed between 
the UIFAND and the Police Department in 2015.  

Table 4: Databases to which the UIFAND has direct access 

Database Holder  Available information  

The UIFAND SARs 

The UIFAND International requests  

The UIFAND National cooperation information/requests 

The UIFAND 
Cash smuggling infringements from Customs 
Department 

Customs Department  Cross-border transportation of cash controls 

Companies register  Companies information 

Police Department  Vehicle licensing 

Police Department  Employment registry 

Police Department   Andorran citizens 

Police Department  Immigration register 

Police Department  Interpol database 

Police Department  Criminal records 

Police Department  Investigations (only yes/no) 

 

202. Access is also possible to the following databases and information (also not requiring prior 
judicial order), where it is requested in writing by the Head of the UIFAND: (i) tax department 
databases; (ii) information on real estate ownership19; and (iii) information from any other 

                                                      
19 Information on property ownership is not centralised and is held at local administration level and by notaries. 
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administration, e.g. Customs Department and the Ministry of Finance. The authorities refer to this as 
ȰÉÎÄÉÒÅÃÔ ÁÃÃÅÓÓȱȢ 4ÈÅ 5)&!.$ ÍÁÙ ÁÌÓÏ ÒÅÑÕÅÓÔ ÁÎÄ ÏÂÔÁÉÎ ÃÏÐÉÅÓ ÏÆ ÃÒÉÍÉÎÁÌ ÒÅÃÏÒÄÓ ÆÒÏÍ ÔÈÅ 
judicial authorities. Given the risk profile of the country, direct access to tax and real estate 
ownership data would be beneficial, in particular for the operational unit of the UIFAND.  

203. The UIFAND has the power to request financial information without prior judicial order 
(unlike Police Department and prosecutors) as well as additional information from the obliged 
entities, regardless if a SAR has already been submitted.  

204. Andorran authorities have not kept detailed statistics with regard to requests the UIFAND 
made to the reporting entities following the submission of a SAR. This can partially be explained by 
the manner in which communication between the UIFAND and reporting entities is carried out. Each 
time an obliged entity considers whether to send a SAR, the UIFAND is consulted in advance and 
usually a meeting is scheduled to discuss the matter. During the meeting the obliged entity exposes 
the case to the UIFAND which then provides feedback/requests additional information, thus 
reducing the need for subsequent formal communication. Such communication is effective given the 
small size of the jurisdiction and the low number of the reporting entities which generate modest 
number of SARs. 

205. In most of cases, the UIFAND seeks additional information once the SAR is analysed. More 
precisely, the UIFAND usually requires additional information from the entire banking system 
whenever they receive a SAR. However, outside of an isolated study20, authorities were unable to 
provide accurate statistics of such requests.   

(b) Use of intelligence 

206. From 2001 to 2015, financial intelligence was disseminated by the UIFAND to the Public 
Prosecutor. This practice has proved to be cumbersome given that, for any further action to be 
undertaken, the public prosecutor needed the approval of the investigative judge. Since 2015, and 
subsequent to the legislative amendments, the UIFAND reports have been disseminated directly to 
the investigative judge, who decides on the further actions in gathering evidence and opening the 
investigation.  

207. The statistics presented by the authorities show that most of the ML/TF cases investigated 
come from the reports disseminated by the UIFAND. 

Table 5: Ratio of ML/ TF judicial investigations based on UIFAND disclosures to other sources  
 

  Judicial 
investigat ions 

based on 
UIFAND 

disclosure  

Judicial 
investigations 
based on other 

sources 

ML/TF 
investigatio

ns 

ML/TF  
investigations 

based on 
UIFAND 

disclosure  

2010  14 3 17 82 % 

2011  11 3 14 79 % 

2012  4 6 10 40 % 

2013  6 2 8 75 % 

2014  10 4 14 71 % 

                                                      
20 The UIFAND conducted a study on requests sent to banks in 2015 which includes some statistics for this 

sector; it is further elaborated under core issue 6.4.  
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2015  16 8 24 67 % 

TOTAL 61 26 87 69 % 

 
208. Also, due to the SAR refinement process previously described (see above 6.1.a) the ratio 
between the number of reports disseminated by the UIFAND and subsequent ML/TF investigations 
indicates that financial intelligence is widely used by LEAs in pursuing ML cases. 

Table 6: ML-related judicial proceedings following the reports filed by the UIFAND  

Year 

Cases 
opened 

by 
UIFAND 

Reports 
disseminated 

by UIFAND 

Judiciary 
investigations 

ÆÏÌÌÏ×ÉÎÇ 5)&!.$ȭÓ 
disclosure  

 
Prosecutions  

 
Convictions  

2010 60 14 14 2 - 

2011 82 19 11 1 - 

2012 70 14 4 2 - 

2013 75 16 6 2 - 

2014 76 25 10 2 2 

2015 111 21 16 1 - 

2016  
(until 
20.06)  

31 11 14 2 1 

 
209. An example of a case triggered by the UIFAND report is provided below. It demonstrates a 
proper use of powers by the UIFAND to seek information, as well as the use of financial intelligence 
by LEAs. 

Box 1: Example of a case triggered by the UIFAND 
 

Origin:  SAR 
Alleged crime: ML 
Destination of analysis: Specialis ed investigative judge  

 
On 2nd February of 2016, the UIFAND opened a case and started a financial analysis following the 
transactions made by one of the clients of a financial entity which were not in line with their 
professional and financial background.  

 

!ÆÔÅÒ ÃÏÎÓÕÌÔÉÎÇ ÔÈÅ ÃÏÍÍÅÒÃÉÁÌ ÁÎÄ ÃÏÍÐÁÎÉÅÓȭ ÒÅÇÉsters and other databases to which the UIFAND 
has direct access to, the following information was gathered: the client was one of the owners of a 
legal person with commercial activities established in 2013. Analysis showed that his monthly 
ÉÎÃÏÍÅ ÃÏÕÌÄÎȭÔ be more than 1 500 EUR, which was not in line with the amounts of the afore-
mentioned transactions.  

 

Further checks confirmed that the client had previously been under investigation in Andorra for the 
crime against the intellectual property (sale of satellite channel fake cards). The same person had a 
criminal file in a neighbouring country for an alleged crime of tobacco smuggling.  

 

The UIFAND requested additional information regarding the financial movements in other banking 
entities in the country. Once the information was received and analysed, the UIFAND concluded that 
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the client had other bank accounts, which were closed, linked to the commercial activities until 
2013.  

 

In addition, during 2015 there have been 22 cash receipts in amount of around EUR 60.000. This 
was explained as a regular revenue.  

 

CONCLUSION OF THE ANALYSIS 
The cash incomes in the bank account were not justified. These could come from a presumed illicit 
activity. The Police Department and judiciary information reinforced this conclusion. The amounts 
deposited in cash, could correspond to the payments received or from benefits obtained from 
operations of tobacco smuggling. In any case, they would correspond to a percentage of a total 
amount of tobacco that could have been exported illicitly.  

 

LAW ENFORCEMENT INVESTIGATION AND PROSECUTION 
The case was sent to the Batllia (Investigative Court). Investigation was opened and three persons 
were arrested.  

 

When the arrest took place (July 2016), around EUR 19.000 in cash were found inside the engine of 
ÔÈÅ ÏÎÅ ÏÆ ÔÈÅ ÓÕÓÐÅÃÔȭÓ ÃÁÒȢ 4ÈÉÓ ×ÁÓ ÄÅÔÅÃÔÅÄ ÂÙ ÔÈÅ ÏÆÆÉÃÅÒÓ ÆÒÏÍ ÔÈÅ #ÕÓÔÏÍÓ Department and 
Foreign Unit.  
 
On 5th July, 2016, the main suspect was charged for crime of ML in line with Article 409 of the CC. 
LEAs which carried out the investigation, identified and seized/frozen EUR 30.155 in cash, 4.500 
cartons of cigarettes, and three luxury vehicles.   

 
210. The UIFAND advised that their reports - once they are sent to the investigative judge - are also 
made available to police officers who then use them for investigative purposes. As a matter of 
systematic practice, the findings are discussed in face to face meetings, which include the UIFAND, 
the Police Department, prosecutor and investigative judge. These meetings enable the exchange of all 
relevant data/information and coordination among the UIFAND and LEAs on how to proceed 
further. All interlocutors met on-site consider such practice as a way to properly coordinate 
investigatory activities and preserve the confidentiality of information. To them, it also confirms that 
LEAs routinely use financial information not only for ML but also for investigating predicate offences. 
However, the NRA notes that in some, rather exceptional cases, the UIFAND reports were not sent to 
the Police Department. As a consequence, the Police Department had to carry out their own analyses 
thus overlapping with the UIFANDȭÓ work. 

211. With regard to TF, apart from the cases that were reported under IO.9, analysis of financial 
intelligence did not confirm any attempt of TF offence so far. 

SARs received and requested by competent authorities 

212. The SARs are received in paper form with the supporting documents attached. In complex 
cases and in any case when the UIFAND requests so, SARs are also submitted in a digital form (on a 
CD/DVD) to foster the information processing. The table below summarises the number of SARs 
disseminated: 

 

 

 



46   

Table 7: SARs received and disseminated by activity  

 2012  2013  2014  2015  2016 21 

 Rcvd. Diss. Rcvd. Diss. Rcvd. Diss. Rcvd. Diss. Rcvd. Diss. 

Banks 20 9 28 12 32 13 52 19 48 17 

Non-
banking FI  

        1  

Notaries  1    1 1 1 1   

Lawyers  3 1 2 2 1 0 1    

Accountants  0      1    

Economists       1 1 2  

Insurance 
Companies 

      1    

Real Estate 
Agencies  

0    2 2 1  1  

Money 
Orders  

1  1 0   2  1  

Total  25 10 31 14 36 16 60 21 53 17 

 

213. As indicated in the table, banks are the main source of the SARs, while DNFBPs have 
submitted very few of them. The number of SARs is in general considered as modest for the reasons 
further elaborated under IO.4. Despite the low numbers of SARs sent by DNFBPs, a good proportion 
of the SARs sent by this sector led to dissemination by the UIFAND.  

Box 2: Example of a case triggered by a SAR made by a DNFBP 
 

Origin: SAR  
Reporting entity: DNFBP  
Alleged crime: ML 
Destination of analysis: Specialized judge  

 
A reporting entity submitted an SAR involving ÐÅÒÓÏÎ ɉ!Ɋȟ ÈÉÓ ÐÁÒÔÎÅÒ ɉ!ȭɊȟ ÈÉÓ ÍÏÔÈÅÒ ÉÎ ÌÁ× ɉ!ȭȭɊ 
ÁÎÄ ÈÉÓ ÆÁÔÈÅÒ ÉÎ ÌÁ× ɉ#ȭɊȢ 0ÅÒÓÏÎ ! ÉÓ ÔÈÅ Ï×ÎÅÒ ÏÆ ÁÎ !ÎÄÏÒÒÁÎ ÌÅÇÁÌ ÐÅÒÓÏÎ ɉ"Ɋȟ ÁÎÄ ÐÅÒÓÏÎÓ !ȭ ÁÎd 
!ȭȭ ÈÁÖÅ ÐÏ×ÅÒÓ ÏÆ ÁÔÔÏÒÎÅÙ ÏÆ company B. All involved persons are citizens and residents of a 
European country (Y). 

While performing CDD, negative information was found regarding person C.  

The consultation in the commercial and companies data bases provided the following information:  

In 2013, person A was the only shareholder of company B. The declared purpose of the company 
×ÁÓ ȰÉÎÖÅÓÔÍÅÎÔ ÁÎÄ ÅÎÅÒÇÙ ÉÎÖÅÓÔÉÇÁÔÉÏÎ ÐÒÏÊÅÃÔÓȱȢ 

On the 10/2013, person A created in Andorra the legal entity B. 

                                                      
21 Statistics between 28/09/2016 and 31/12/2016 were given after the onsite visit. 
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On the 07/2014, person A, acting in name and representation of company B, appears in front of the 
same notary, to ÇÒÁÎÔ ÐÏ×ÅÒÓ ÏÆ ÁÔÔÏÒÎÅÙ ÏÆ ÔÈÅ ÃÏÍÐÁÎÙ ÔÏ ÐÅÒÓÏÎ !ȭ ÁÎÄ ÐÅÒÓÏÎ !ȭȭȢ  

The UIFAND obtained the following information in open sources of information:  

In 2004 a company from country Y bought an Italian company that produces and distributes gas. 
Later, the Italian justice confiscated the heritage of the original owners of the Italian company (the 
head of the company was person C), because of possible links with the organised crime. The 
company was a part of a scheme which lauders funds of a criminal group. In 2013 the Italian justice, 
seized about 48 millions of Euros from person C (died in 2000).  

PÒÏÐÅÒÔÙ ÏÆ ÐÅÒÓÏÎÓ !ȭȟ !ȭȭ ÁÎÄ # ÈÁÖÅ also been confiscated by the Italian justice.  

The UIFAND requested and obtained relevant information (via Egmont) from the countries 
concerned:  

- Person A is a holder of four individual bank accounts, in four entities in Andorra. All the 
accounts were opened in 2013 and before.  

- The bank accounts analysed have the same kind of movements.  

- The transactions that took place in the three accounts in 2013 consisted in the deposit of 39 
transfers (13 in each entity) ordered by person A, from his bank accounts in three entities in 
country Y. This lead to the following conclusions:  

Person A in July 2013, and before the confiscation process started, initiated a transfer of his 
property  outside country Y, in a fractionate manner for both - the accounts and the amount.  

The documents made available to the UIFAND indicated that the beneficial owners of the Andorran 
company ×ÅÒÅ ÐÒÏÂÁÂÌÙ ÐÅÒÓÏÎÓ !ȭ ÁÎÄ !ȭȭȢ 4ÈÉÓ ÃÏÍÐÁÎÙ ÃÏÕÌÄ ÈÁÖÅ ÂÅÅÎ ÕÓÅÄ ÔÏ ÈÉÄÅ property 
that belonged to person C.  

The accounts presented a total balance close to EUR 1.500.000. 

LAW ENFORCEMENT and MLA COOPERATION 

The case was disseminated to the Specialized Section of the Batllia (investigative Court) and an 
investigation was launched. 

The Police Department conducted the investigative activities together with the Italian investigatory 
authorities. The Anti-Mafia prosecutor of Palermo travelled to Andorra, in order to participate in the 
investigation. The investigation is still underway.  

 

214. The tables of SARs received and disseminated by professions (6.2), the ML-related judicial 
proceedings following the reports filed by the UIFAND (6.1(b)); and the ratio between the number of 
SARs received and disclosed to the investigative judges by the UIFAND tend to support the 
appreciation that the general quality of the SARs is high, especially from banks. Both the reporting 
entities and the UIFAND consider their active cooperation in the production of SARs (as described 
under 6.1) to be a key reason for the good quality reporting. 

215. The private sector, including DNFBPs, is undergoing the AML/CFT trainings organised by the 
UIFAND since 2013. These trainings covered not only general AML/CFT concepts but also concrete 
indicators and typologies. However, as elaborated under IO.3, this training has been focused on non-
banking FIs and DNFBPs. Also, professionals met on-site indicated that more training on trends and 
typologies from the UIFAND would be appreciated. Such training would probably help to enhance 
the number of good quality reports by DNFBPs. 
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216. The National level NRA identified that some reporting entities involved third parties in their 
SARs decision-making process. This practice has been confirmed by private sector met on-site. 
Indeed one of the Andorran banks has externalised its legal department ɀ entrusted it  to a law firm. 
! ÒÅÐÒÅÓÅÎÔÁÔÉÖÅ ÏÆ ÔÈÉÓ ÌÁ× ÆÉÒÍ ÉÓ ÁÌÓÏ ÔÈÅ ÍÅÍÂÅÒ ÏÆ ÔÈÅ ÂÁÎËȭÓ !-,Ⱦ#&4 ÃÏÍÍÉÔÔÅÅȟ ×ÈÉÃÈ 
decides whether or not a SAR should be submitted. Although, in this concrete case, the situation did 
not seem particularly problematic, the fact that this kind of practice occurs may create a risk of 
tipping off. 

217. The National level NRA recognises that the introduction of the tobacco smuggling in the list of 
predicate offences for ML had a positive impact on the number of SARs. At the time of the onsite visit, 
twelve (12) SARs have been filed with the UIFAND. In those cases, the UIFAND analysed the reported 
reasonable grounds that ML, including self-laundering, took place. Investigations were subsequently 
open, several persons were arrested, and money, real estate and vehicles were seized. 

 

Box 3: Example of a case involving tobacco smuggling  as a predicate offence 

SAR submitted by a banking entity; Source: UIFAND annual report   

An obliged entity submitted a suspicious transactions report to the UIFAND in relation to cash 
movements generated by a duly authorised shop in Andorra which sales tobacco. 
The analysis of banking transactions carried out by the Unit's operational area showed a substantial 
volume of annual revenues which was distributed in an unusual manner.  
The study determined that, in the last two years, 95% of the revenues were obtained in cash, while 
credit card income entailed only 5% of the total.  
 
With respect to the distribution in time of the cash revenues, the study concluded that there was no 
logical pattern and that there was an acyclic correlation with the dates and periods of greatest 
tourist influx. The shop shows coherent commercial margins while almost all payments to suppliers 
concern tobacco. The annual turnover is approximately three million euros. 
 
Consequently, there was reasonable indicative evidence to believe that part of the tobacco was sold 
for illegal export. 
 
Risk indicators that lead to such conclusion:  

- the type of commercial premises and their location make it hard to justify the volume of 
revenues,  

- the handling of large amounts of cash for the declared business activity in relation to 
collections made by credit card, 

- the pattern of the distribution over the course of time of the shop's revenue is not logical. 
The investigation is still underway.  
 

218. The manner the analysis described above was carried out has also been applied to all other 
cases involving tobacco smuggling as a predicate offence. This typology has also been shared with 
the reporting entities through the UIFAND annual report. Tobacco smuggling SARs have been 
ÓÕÂÍÉÔÔÅÄ ÉÎ Á ÄÉÇÉÔÁÌ ÆÏÒÍȟ ÔÈÕÓ ÅÎÁÂÌÉÎÇ ÌÁÒÇÅ ÁÍÏÕÎÔ ÏÆ ÉÎÆÏÒÍÁÔÉÏÎ ÔÏ ÂÅ ÁÔ ÔÈÅ 5)&!.$ȭÓ ÄÉÓÐÏÓÁÌ 
without delay.  

219. With regard to cash couriers and as already elaborated under 6.1.a, the UIFAND has a direct 
access to the joint Customs Department database, which they consult for every SAR received. This 
database is populated by the Customs Department upon their controls. However, the number of 
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controls and sanctions appears to be rather low22 in comparison to the risk regarding both - cash 
couriers and tobacco smuggling23. Hereafter is a table of the controls performed by the Customs 
Department, while details on sanctions applied are provided under the IO.8.  

Table 8: Number of vehicles controlled at Customs Department from 06.08.2015 till 
20.04.2016  

 

2015 

From  06.08.2015 till 
31.12.2015  

2016 

From  01.01.2016 till 
20.04.2016  

Andorra to 
France 

229 10 

France to 
Andorra 

627 304 

Andorra to Spain 38 164 

Spain to Andorra 295 94 

 

220. Authorities recognised that not enough staff has been allocated to the border controls. Since 
the cash declaration regulation has been recently introduced, the Customs Department still lacks 
expertise to detect such infractions. From the meetings held on-site, it appears that the focus of 
officers is on smuggling of goods rather than on cash. Currently staff undergoes training organised 
by Spanish Agencia Tributaria.  

221. TC 02/2015 sets out obligations applicable to entries and withdrawals of cash for an amount 
of EUR 10 000 EUR. It notably requires that Andorran banks: (i) request their customers to present a 
duly completed declaration form for the Customs Department for each deposit of EUR 10 000 or 
more (or equivalent); and  (ii) inform customers of the requirement to disclose cross border cash 
movement in the case of a withdrawal of EUR 10 000 or more (or equivalent). This measure is 
intended to ensure that information on such withdrawals or deposits will be included in the Customs 
Departmentȭs database which is accessible to the UIFAND. Yet the understanding of the assessment 
team is that a client who fails to fill in this special form would not face any consequences. Failure to 
submit the form would not trigger the same responsibility as it would be in the case of false 
declaration of cross border movements of currency. 

Operational needs supported by FIU analysis and dissemination 

(a) Operational analysis & dissemination 

222. Unlike the number of judicial investigations triggered by the UIFAND disseminations, the 
number of ML prosecutions and convictions is modest. The interlocutors met on-site confirmed that 
this was not due to the low quality or any other issue related to the UIFAND reports, or to 

                                                      
22 Approximately eight (8) controls/day in 2015 and even less in 2016 based on the data provided 

23 NRA states that open sources information indicates that a significant number of cases of smuggling of 
tobacco from Andorra to Spain are detected at the Spanish border. From the Andorran side, the number of 
controls appears to be low. 



50   

cooperation between them and LEAs, but to other issues that involve complex judicial proceedings, 
which, in general, are lengthy. This is further elaborated under the IO.7. 

223. The 5)&!.$ȭÓ ÐÏ×ÅÒ ÔÏ ÐÏÓÔÐÏÎÅ ÔÒÁÎÓÁÃÔÉÏÎÓ ÉÓ ÏÎÌÙ ÕÓÅÄ ×ÈÅn there are enough 
grounds/evidence that a freezing order would be issued by the investigative judge. In general, the 
postponement mechanism is rarely used because of its inherent problems (e.g. risk of jeopardising 
ÔÈÅ ÉÎÖÅÓÔÉÇÁÔÉÏÎÓȟ ÅÔÃȣɊȢ 4ÈÅ ÐÏÓÔÐÏÎÅÍent order may last up to five days. However, once the 
postponement measures are lifted, if no judicial order to freeze the funds has been issued, the risk of 
further transfers, and inability to trace them, is rather high. 

224. Although the use of resources currently available for operational analysis seems to be 
appropriate, the heavy workload raises concerns as to whether the UIFAND is sufficiently staffed. At 
the time of the on-site visit, three (3) persons were in charge for the UIFAND operational activities24: 
two of them had previous work experience with the police, and one is a financial analyst. The officers 
with police background have vast experience on AML/CFT matters, while the financial analysis has 
joined the UIFAND since November 2013. 

225. The UIFAND advised that they were in the process of hiring new staff members; however, at 
the time of the onsite visit, the evaluation team learned that one staff member had just left the 
institution. Staff departures are an issue of concern, especially in the context of a small FIU. With the 
idea to remedy the possible consequences of frequent staff departures, the UIFAND drafted a manual 
aiming to gather the existing analytical methodologies and good practice developed so far.  The 
assessment team welcomes the 5)&!.$ȭÓ ÅÆÆÏÒÔÓ ÉÎ ÔÈÉÓ ÄÉÒÅÃÔÉÏÎȢ 4ÈÅ ÍÁÎÕÁÌȟ ÁÓ Á ÍÁÔÔÅÒ ÏÆ 
priority, should include: (i) guidelines and available methodologies for the analytical process that the 
UIFAND staff apply; and (ii) guidelines and key principles of cooperation with the LEAs. 

226. Regarding the IT resources, the UIFAND uses a custom-made Lotus database to manage its 
cases. For the analytical process, access to Microsoft Office software and IBM I2 is available. 
However, the software has not been largely used for analytical purposes - I2 is used only in specific 
cases to make them more understandable by judicial authorities. Complex SARs and smuggling 
related SARs are filed in digital format on a CD/DVD while, sometimes, the excel spreadsheets are 
filled in manually by the analysts since most of the communications related to SARs is paper-based. 
The UIFAND database is also filled manually. This might cause a problem given the issues related to 
the UIFAND staffing.  

227. The use of human resources by the UIFAND is also affected by the role of the institution under 
the Foreign Investment Act. The UIFAND has an obligation to check and approve each new foreign 
investment that is covered by that law. The operational staff of the UIFAND therefore analyses all 
foreign investment applications. In practical terms, an operational officer performs checks on each 
legal and physical person behind these investments, assessing the level of potential ML/TF risks. In 
2014 and 2015, respectively 1022 and 1141 foreign investment applications had undergone these 
checks. Nonetheless, the priority is always given to the STRs analysis. The criminalisation  of the tax 
crime and its inclusion in the list of ML predicate offences will significantly increase the workload of 
the operational department. The time allocated to foreign investment checks, in the context of the 
afore-mentioned legislative changes, might need to be further considered by the UIFAND and 
adequate response to this challenge should be sought.   

(b) Strategic analysis 

228. 4ÈÅ 3ÔÒÁÔÅÇÉÃ ÁÎÁÌÙÓÉÓ ÉÓ ÐÅÒÆÏÒÍÅÄ ÂÙ ÔÈÅ 5)&!.$ȭÓ ÏÐÅÒÁÔÉÏÎÁÌ ÁÎÄ ÓÕÐÅÒÖÉÓÏÒÙ ÕÎÉÔÓȢ 7ÈÅÎ 
the operational officers notice a certain rehearsal of cases submitted to the UIFAND, they may decide 

                                                      
24 Authorities indicated that a third additional police officer has joined the UIFAND shortly after the onsite visit. 
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to conduct a parallel analysis on these cases. This analysis may result in preparation of a TC, which is 
then disseminated to the reporting entities. According to the AML/CFT Act, TCs presents an 
obligatory instruction which the reporting entities have to follow. This type of information on 
indicators and trends is aÌÓÏ ÄÉÓÓÅÍÉÎÁÔÅÄ ×ÉÔÈÉÎ ÔÈÅ ȰÔÙÐÏÌÏÇÉÅÓȱ ÐÁÒÔ ÏÆ ÔÈÅ 5)&!.$ ÁÎÎÕÁÌ ÒÅÐÏÒÔÓ 
×ÈÉÃÈ ÃÁÎ ÂÅ ÆÏÕÎÄ ÏÎ ÔÈÅ ÐÕÂÌÉÃ ÐÁÒÔ ÏÆ ÔÈÅ 5)&!.$ȭÓ ×ÅÂÓÉÔÅ25.  

229. Both the TCs and typologies identified some important patterns and trends, including: (i) ML 
risks associated with Panamanian companies; and (ii) practice of parallel cash withdrawals through 
the same office and deposits as a mean to hide and disable the tracing of money.  

230. Some of these TCs are published on the public part of the UIFAND website while others are on 
its restricted part. For example, in 2011 the UIFAND decided to disseminate indicators on TF 
through a TC on the public section of the website. If posted on the public part, the document has to 
remain general and cannot contain detailed indicators. On the other hand, if circulated through the 
restricted access part of the website, the TC can be more detailed but subject to less dissemination. 
TCs should be as detailed as possible and their publication on either restricted or public webpages of 
the UIFAND appears to be carefully examined in advance. 

Table 9: List of TCs issued by the UIFAND arranged by availability 26 

Number Content Availability  

TC-02/2014  Enhanced CDD regarding Bosnia and Herzegovina Public 

TC-04/2014  CDD regarding Panamanian entities Restricted  

TC-05/2014  Prohibiting "cash transaction" seeking to disguise internal transfers  Restricted  

TC-02/2015  Obligations on cash deposits/withdrawals of EUR 10 000 or more and on 

operations of large amounts of cash (EUR 100 000 or EUR 250 000 of 

cumulative annual amount) 

Restricted  

TC-02/2016  Prohibitions against Syria (following FATF listing)  Public 

TC-10/2016  High risk operations related to the AEOI for tax purposes Public 

TC-01/2017  Associations, foundations and other NPOs: main methods used to abuse NPOs, 

risk indicators and measures to be applied by NPOs 

Public 

 

231. TCs are, in general, a very valuable and flexible feature of the Andorran AML/CFT system. The 
UIFAND can use this power given by the law to respond to emerging needs mostly related to the 
prevention of ML/TF in the country. Meetings with FIs and DNFBPs confirmed that they were duly 
taken into account and swiftly translated into policies and procedures. However the assessment 
team considers that more TCs (or typologies in annual reports), based on cases and trends that have 
taken place in Andorra, should be issued.  

 
                                                      
25 http://www.uifand.ad/p ublicacions  

26  List excludes CTs related to: (i) updates of lists of countries classified high risk by the FATF; and (ii) 
instructions concerning audits of obliged entities.  

http://www.uifand.ad/publicacions
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Cooperation and exchange of information/financial intelligence 

232. As already mentioned, UIFAND operational officers have direct access to numerous databases, 
including Customs Department and Police Department databases. In practice, each operational 
officer has 2 computers: (i) a computer only connected to the UIFAND database, without internet 
connection; (ii) a computer with internet connection in order to access the register of companies, 
Customs Department database, and other private databases (such as World check) or open Internet.  

233. The Customs $ÅÐÁÒÔÍÅÎÔȭÓ database contains all the controls performed by that department 
(including the records of the control). For every failure to declare, or in case of false declaration, the 
UIFAND would create an entry in their own database, including the profile of the person. 

234. To access the Police Department database, a separate computer with a secured network is 
used. Only two UIFAND analysts can access this database which contains criminal records and 
indicates if a person is being investigated (details can then be asked directly) or is a matter of 
interest by Interpol. This database also contains the registries of cars, employment, immigration, etc.  

235. The manner the information is provided to the UIFAND by FIs and DNFBPs has already been 
elaboratedȢ 4ÈÉÓ ÐÒÏÃÅÓÓ ÉÓ ÉÎÔÅÎÓÉÖÅ ÁÎÄ ÍÏÓÔÌÙ ÔÁËÅÓ ÐÁÒÔ ÉÎ ÔÈÅ ȬÆÁÃÅ ÔÏ ÆÁÃÅȭ ÍÅÅÔÉÎÇÓ between the 
representatives of these institutions. In that regard, the confidentiality of information seems to be 
well preserved.   

236. There is evidence that, within the UIFAND, the operational unit has fruitful cooperation with 
the supervision unit. For example, in 2015, the UIFAND conducted a study regarding the number of 
information requests issued by the operational unit to Andorran banks on subjects of SARs or 
UIFAND requests leading to a positive result (while the concerned bank did not send any SAR). Each 
bank exceeding a certain percentage of positive result has been reported to the supervision 
department for possible vulnerabilities or threats within their system. Evidence has also been 
presented of cooperation between the INAF and the operational unit of the UIFAND in order to assist 
the former with licensing decisions and approval of changes to shareholders and senior 
management. 

237. The UIFAND can also receive information from LEAs. A typical case of such practice involves 
Police Department pre-investigative actions against one or more persons, in which they have 
insufficient information to request a judicial order to access financial information. LEAs would then 
send a request for information to the UIFAND, which treats such requests like a SAR. Usual checks 
and analysis are then performed and, in case there are suspicions, the UIFAND would send the 
report/disclosure to the investigative judge. 

238. The UIFAND chairs the PC1 and PC2 meetings. Authorities indicated that both PC1 and PC2 
would soon be merged into a single PC. However, to date, the role of these PC seems too passive: it is 
limited to the revision of legislation advised by the relevant international standards (see also IO.1). 
These platforms are not used for exchange of information of strategic importance ɀ as an example, 
ÐÏÌÉÃÅ ÉÎÆÏÒÍÁÔÉÏÎ ÏÎ ÏÒÇÁÎÉÓÅÄ ÃÒÉÍÅ ÇÒÏÕÐÓȭ ÁÃÔÉÖÉÔÉÅÓ ×ÉÔÈ ÒÅÇÁÒÄ ÔÏ ÔÏÂÁÃÃÏ ÓÍÕÇÇÌÉÎÇ ÉÓ ÎÏÔ 
shared with other interlocutors.  

Overall Conclusions on Immediate Outcome 6 

239. The UIFAND gathers a wide variety of information and has access to relevant databases. It 
provides good quality analyses which are afterwards largely used by LEAs to investigate ML. The 
UIFAND has set good cooperation with the reporting entities and with LEAs. Altogether, these 
elements lead to a good ratio between the number of reports generated by the UIFAND and the 
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number of investigations subsequently opened. Yet, the number of SARs received by the UIFAND 
remains modest.   

240. Successful cases provided to the assessment team confirm the appropriate use of financial 
intelligence by the competent authorities. 

241. The members of the operational unit of the UIFAND are well experienced and are able to 
produce high quality intelligence. However, human resources are a matter of concern bearing in 
mind the 5)&!.$ȭÓ ÃÕÒÒÅÎÔ ÁÎÄ ÅØÐÅÃÔÅÄ ×ÏÒËÌÏÁÄȢ 

242. TCs ɀ being a specific means of the 5)&!.$ȭÓ ÃÏÍÍÕÎÉÃÁÔÉÏÎ ×ÉÔÈ ÔÈÅ ÒÅÐÏÒÔÉÎÇ ÅÎÔÉÔÉÅÓ ɀ are 
perceived as strength of the AML/CFT system, primarily in the area of prevention.  

243. Andorra has achieved a substantial level of effectiveness for Immediate Outcome 6.  

 
Immediate Outcome 7 (ML investigation and prosecution)  
 
244. Andorra has a small LEAs community in charge of investigating ML: the specialised unit of 
the Police Department (UICE2), the investigative judges within the specialised investigative section 
of the Court of First Instance and Preliminary Investigations (Batllia) and the Public 0ÒÏÓÅÃÕÔÏÒȭÓ 
Office. 

245. In the last 3 years, the judiciary has faced significant legislative and institutional reforms ɀ in 
2015 the ML offence was amended (self-laundering was fully incriminated and tobacco smuggling 
was introduced as a predicate offence) and specialised investigative judges were appointed to deal 
exclusively with serious economic crimes, including ML. 

ML identification and investigation 

246. The judicial authorities and LEAs enjoy a solid degree of independence, they are skilled and 
motivated to effectively combat ML and have the ability to investigate and prosecute a wide range of 
ML offences, including complex cases involving large scale third party ML schemes.  Stand-alone ML 
with an underlying foreign predicate offence is the most common type of ML offence in Andorra.  The 
effectiveness of the criminal process is therefore essentially influenced by the quality and timely 
inputs provided by other countries through international judicial cooperation. Andorran LEAs 
systematically conduct financial investigations in all ML cases and seek appropriate assistance from 
their foreign counterparts. Due to the size of the country, cooperation and co-ordination between 
different LEAs and between LEAs and judiciary are rather intensive and informal, based on 
permanent communication (mostly in the form of face-to-face meetings). Such practice has led to 
uniform case-law and investigative practice.  

247. In essence, the limited number of financial investigators and the difficulties encountered in 
international judic ial cooperation with some countries have had certain negative effects. The NRA 
highlighted the need for a significant effort to resolve the lack of human resources, given that 
Andorra is a regional financial centre with substantial ML threats. 

248.  Although formally three different LEAs (Police Department, Prosecutor and Batllia/ 
investigative judge) can initiate preliminary investigations, in practice the investigative judge is a 
dominus litis of the investigative procedure. Only the judge can authorise the collection of evidence, 
including financial information. Prosecutors need judicial approval to access such information, and 
although they are informed of the investigatory actions, their involvement is proactive once the 
investigatory phase is finished. They may ask for additional evidence to be gathered, however, such 
proposals are subject to the approval of investigative judge. The Police Department are pro-active in 
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gathering evidence but ÔÈÅÙ ÁÃÔ ÍÏÓÔÌÙ ÕÐÏÎ ÔÈÅ ÉÎÖÅÓÔÉÇÁÔÉÖÅ ÊÕÄÇÅȭÓ ÉÎÓÔÒÕÃÔÉÏÎÓ ÇÉÖÅÎ ÔÈÅÉÒ ÌÉÍÉÔÅÄ 
access to information. External forensic accounting expertise may be ordered in the course of the 
investigation, but in practice such analyses are performed by the Police Department.  

249. The officers of the Economic Crime police (UICE 2) undergo trainings in Spain, France and 
Italy. Investigative judges have been trained in the ML field in the École Nationale de la Magistrature 
(France) and in the Consejo General del Poder Judicial (Spain). The Andorran Superior Council of 
Justice has established a compulsory training plan for all prosecutors and judges. In addition, the 
0ÕÂÌÉÃ 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅ ÈÁÓ ÔÁËÅÎ ÍÅÁÓÕÒÅÓ ÔÏ ÓÔÒÅÎÇÔÈÅÎ ÔÈÅ ÉÎÓÔÉÔÕÔÉÏÎÁÌ ÃÁÐÁÃÉÔÉÅÓ ÂÙ 
concluding different agreements for training and exchange of best-practices mainly with Spain, 
France and Italy.  

250. There are 2 investigative judges27 supported by 2 assistants and 5 administrative staff in the 
specialised economic crime section of the court (Batllia). No detailed statistics on the cases that are 
ÙÅÔ ÕÎÄÅÒ ÔÈÅ ÉÎÖÅÓÔÉÇÁÔÉÖÅ ÊÕÄÇÅÓȭ ÒÅÖÉÅ× ×ÅÒÅ ÁÖÁÉÌÁÂÌÅ ÂÕÔ ÊÕÄÇÅÓ ÁÄÖÉÓÅÄ ÔÈÁÔȟ ÁÔ ÔÈÅ ÔÉÍÅ ÏÆ ÔÈÅ 
on-site visit, there were approximately 150 on-going ML investigations. The workload is 
considerable, given the specificity and complexity of the files (usually stand-alone ML with foreign 
predicate offence).  

251. The number of prosecutors (6 in total including the General Prosecutor) also appears to be 
modest, taking into consideration that they are in charge to prosecute all crimes in the country and 
are also involved in different civil procedures.  

252. The lack of human resources presents a risk. The system could suffer from this shortcoming 
even more in the near future taking into account the expected increase of the number of ML cases 
after incrimination of tax offences and the numerous SARs linked to ML cases arising from a banking 
failure. Eight police officers within the specialised police unit are in charge not only of investigating 
ML and other economic crimes but also of executing MLA requests, performing the duties of ARO and 
of other administrative tasks. They advised that they needed specific IT tools to improve the 
financial analysis. It appears that the capacities of the institutions allow only several complex cases 
to be investigated per year.  

253. Mainly, ML investigations in Andorra are triggered by the UIFAND reports (app. 73%). Other 
than that, ML cases are opened by the Police Department on their own initiative, usually based on 
information provided by foreign counterparts (mostly Spanish and French Police), or through MLA.  

254. A weak proactive approach in initiating  ML investigations was identified in the 4th MER. While 
there are improvements in this regard, LEAs have not yet developed specific guidelines establishing 
the circumstances in which ML cases should be initiated, in order to strategically target areas of risk 
with regard to ML, nor does it appear that the NRA findings are used/taken into account for this 
purpose.  

255. Nevertheless, the ML prosecution rate for cases initiated by LEAs ex officio (30,43%)28 is 
higher than the prosecution rate in cases initiated by the UIFAND (16,39%)29. The authorities 
advised that this was due to the fact that in cases initiated by LEAs the predicate offence has already 

                                                      
27 Please see footnote 8 which refers to post on-site appointment of a third investigative judge.   

28 Between 2010 and 2016, LEAs have initiated 23 ML investigations on their own initiative (without UIFAND 
report) involving 182 persons. As a result of these investigations, 7 indictments were issued against 20 
persons (no indictment in 2013-2014) which culminated in 7 convictions, 6 of which being final. 

29 Out of the 106 UIFAND reports disseminated to LEAs in 2010-2016, in 61 cases investigations were opened 
(57,54 %), 10 of these cases went to trial (16,39% out of these investigations) and 3 final convictions, against 
4 persons, have been pronounced. 
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been identified and investigated (usually in a foreign jurisdiction), which significantly facilitates the 
follow up ML investigation. On the other hand, cases initiated by the UIFAND usually concerns ML 
where the predicate offence is unknown.  

256. During the period 2010 ɀ 2016, 84 ML investigations were opened, 17 indictments were 
issued and 9 final convictions were handed down30. There were 5 pending ML cases before the first 
instance court at the time of the on-site visit31. The total number of ML prosecutions can be 
considered as modest compared to the ML risks the country faces. Even though this is, inter alia, 
caused by some objective circumstances (summarised below), immediate actions are needed to 
increase the level of cases with judicial finality.  

257. As regards qualitative indicators, according to the information received during the on-site, the 
conviction rate in ML cases is 82% (9 convictions and 2 acquittals), which is higher than the average 
conviction rate in Andorra (70-80%) thus indicating the positive effects of the strategic approach 
that the judiciary has recently adopted in combating ML32.  

258. From the interviews held on-site, it could be concluded that the following reasons are the  key 
impediments to successful prosecution of ML offences: (i) the lack of proof for the predicate offence, 
since evidence related to the origin of assets are required in courts; (ii) the impossibility to localise 
the accused (almost all ML perpetrators are foreigners), given that it is mandatory to inform him/her 
of the accusations ɀ e.g. prosecutors and judges from Andorra used to travel abroad in order to 
render such information or send MLAs in this regard ; and iii) the limitations posed by the criminal 
legislation with regard to non-criminalization of some offences. With regard to point ii) it needs to be 
noted that the domicile of subject of investigation may affect the process only if the domicile is 
situated in a non-cooperative jurisdiction. In such case, no mechanism is available to inform him/her 
about the initiation of a criminal proceeding. 

259. There are no statistics available about the number of financial investigations. However, the 
practitioners advised that financial investigations are conducted alongside all ML cases. Banking 
secrecy cannot be invoked as grounds for refusal but there are no procedural deadlines  for failing to 
submit the response in a reasonable time, which might affect the financial investigation (information 
is normally submitted within one month). For asset identification, the restrictive access to databases 
limits Police Department capabilities in this endeavor thus, similarly to ML cases, transferring 
further actions to the investigative judge.   

260. Special investigative techniques are available for the investigation of ML offences but the exact 
statistics on their use in practice was not available. The most frequent techniques are wiretapping, 
controlled delivery and monitoring of the accounts. The ȰUnlucky caseȱ33 is a good example of 
successful evidence gathering through the application of SIMs.  

                                                      
 

31 One of the these cases resulted in a conviction shortly after the onsite: on 26 April 2017, a person was 
convicted for ML to 3 years of imprisonment, fine of EUR 1 million and the confiscation of several funds, 
including bank accounts and a vehicle of a third party 
(http://www.justicia.ad/ca/jurisprudencia/9956.html?view=sentencia&format=pdf ). 

32 These mostly concern: i) the appointment of specialised investigative judges; ii) the appointment of 
permanent judges - in the past judges used to came from Spain and France and take only urgent cases; and 
iii) the unified jurisprudence that the High Court of Justice has developed with regard to the standard of 
proof for the predicate offence.  

33 Unlucky caseȱ- following the analysis of the UIFAND and a preliminary investigation of the Public 
0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅȟ ÉÎ ÃÏÏÐÅÒÁÔÉÏÎ ×ÉÔÈ ÔÈÅ Border Unit of the Police Department and officers of the Courts, 
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261. Undue delays in criminal procedures are mainly caused by lack of information and evidence 
from some countries in which the predicate offences have been committed. Cooperation with foreign 
authorities is efficient in some cases (e.g., Spain, France, Italy, Mexico, Brazil, Panama) and very 
difficult or non-existent with some higher risk countries.  

262. Excessive involvement of courts and even the Constitutional Court in ML investigations also 
affects the reasonable length of investigations. From the information received on-site, it appears that 
ÅÖÅÒÙ ÉÎÖÅÓÔÉÇÁÔÉÖÅ ÊÕÄÇÅȭÓ ÏÒÄÅÒ ÁÎÄ ÒÅÓÏÌÕÔÉÏÎ ɉÉÎÃÌÕÄÉÎÇ ÄÏÍÅÓÔÉÃ ÒÅÑÕÅÓÔ ÆÏÒ ÆÉÎÁÎÃÉÁÌ 
information or orders for submitting the rogatory letters) may be appealed before the higher court 
instance. The following possibilities to appeal may be used simultaneously: 

Regular appeal (Article 194 of the CPC - ȰÒÅÃÕÒÓ ÄȭÁÐÅÌɇÌÁÃÉĕȱɊ ÁÇÁÉÎÓÔ ÔÈÅ ÄÅÃÉÓÉÏÎÓ ÏÆ ÔÈÅ 
investigative judge before the Corts Court [Tribunal de Corts], which is only available in a 
numerus clausus cases.  

Urgent and preferential procedure - Article 41(1) of the Constitution - this is an appeal against 
any alleged violation on fundamental right(s) recognised by the Constitution. This appeal is 
treated as a priority case and is dealt by the judge on duty. The decision of the judge on duty can, 
then, be subject of appeal before the High Court of Justice.  The decision of this Court can then be 
appealed before the Constitutional Court. 

Appeal of annulment or incident de nul·litat (Article 18bis of the Llei transitòria de procediments 
judicials) is a legal remedy that can be filed before the judge who has taken the 
decision/resolution and its scope is limited to alleged violations of the right to a fair trial. The 
decision of the judge concerning the incident de nul·litat can then be appealed before the 
Constitutional Court. The Constitutional Court examines the proportionality of the measure(s) in 
the light of the Constitution and the doctrine of the European Court of Human Rights (Tribunal 
Constitucional-Causa 2016-31 i 27-2-2%ȟ 2ÅÃÕÒÓÏÓ ÄȭÅÍÐÁÒÁ 3ÅÎÔîÎÃÉÁ ÄÅÌ υϊ ÄÅ ÇÅÎÅÒ ÄÅÌ φτυϋ-
04).  

263. In the interpretation of the High Court of Justice the right to privacy includes the right not to 
have the property/assets disclosed (Judgment 24-2015, CA 41.1 0000212/2015 High Court 
Jurisprudence regarding an appeal against rogatory letters sent to Venezuela and Spain). 
Consequently, the court could verify if there are solid grounds to submit rogatory letters and if the 
investigative judge acted in good faith, consistently and not arbitrarily. Any resolution that may 
involve human rights considerations can then be challenged before the Constitutional Court. The 
jurisprudence of the Constitutional Court (Resolution, of 13 March 2017 - Cause 2017-4-RE) 
confirmed, however, that the right to privacy does not include secrecy of assets.  

264. 4ÈÉÓ ÒÅÃÅÎÔ ÉÎÔÅÒÐÒÅÔÁÔÉÏÎ ÏÆ ÔÈÅ #ÏÎÓÔÉÔÕÔÉÏÎÁÌ #ÏÕÒÔȭÓ ÃÏÍÐÅÔÅÎÃÅ ÉÓ ÓÅÅÎ ÁÓ ÃÏÎÔÒÏÖÅÒÓÉÁÌ 
among the justices of oÔÈÅÒ ÃÏÕÒÔÓȢ 4Ï ÔÈÅÍȟ ÔÈÅ #ÏÎÓÔÉÔÕÔÉÏÎÁÌ #ÏÕÒÔ ÁÃÔÓ ÁÓ Á ȰÔÈÉÒÄ ÉÎÓÔÁÎÃÅȱ ÁÎÄ 
ÖÅÒÉÆÉÅÓ ÔÈÅ ÒÅÁÓÏÎÉÎÇ ÏÆ ÔÈÅ ÊÕÄÇÅȭÓ ÄÅÃÉÓÉÏÎÓȢ  

265. The complex judicial proceedings and most notably their frequent interruptions caused by the 
possibilities to appeal/challenge aÌÍÏÓÔ ÅÁÃÈ ÁÎÄ ÅÖÅÒÙ ÊÕÄÇÅȭÓ ÄÅÃÉÓÉÏÎ ÂÅÆÏÒÅ ÄÉÆÆÅÒÅÎÔ ÃÏÕÒÔÓ ɉÁÓ 
elaborated in the previous paragraphs) result in lengthy trials (average 5-6 years per case). The 
assessment team considers this fact as one of the key concerns that impedes the effectiveness to 
adjudicate ML cases. It is undoubtedly one of the key reasons for a modest ratio between 
investigations/prosecutions on one and convictions on other side. The magistrates pointed out that 

                                                                                                                                                                             
3 persons were indicted in 2016 for a smuggling-related ML case and some goods have been seized. The 
investigation revealed a cash intensive profile of some business in high amounts of money which did not fit 
with their declared lawful activity. Illegitimate co-mingled with legal business activity and licit funds with 
illicit funds.  
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the situation with regard to the length of trials had already improved following the creation of the 
specialised court section and further to appointing of permanent judges. Although these 
reinforcements cannot affect the cumbersome appealing procedures, the judges met on-site were of 
the opinion that the criminal proceedings would now last much less and be finalised in 2-σ ÙÅÁÒÓȭ 
time. The statute of limitations (10 years following the commission of a ML offence) has so far not 
posed any obstacle for the completion of the proceedings. 

266. Access to the criminal file by the defendant at any stage of the procedure is also considered to 
be a potential vulnerability which could jeopardise ML investigations34. Every person who is being 
investigated can, upon request, access all the evidence gathered, except when there is a secrecy 
resolution. However, the secrecy can last up to 6 months. This can be particularly problematic  in the 
context of MLA, when special investigative techniques are in place in the requesting state (e.g. if in 
France someone is under surveillance for 1 year and measures need to be applied in Andorra - then 
after 6 months the person must be informed by the Andorran judge if he/she inquired about the 
investigation). Considerations about this measure are also discussed under IO.8. 

Consistency of ML investigations and prosecutions with threats and risk profile, and national 
AML policies 

267. LEAs do not have guidance on ML investigations, while the absence of AML strategy has 
already been discussed under IO.1. The National Action plan proposed within the NRA framework 
should further elaborate the objectives and make them more specific and target oriented with the 
aim to increase LEAs proactivity in combating ML. 

268. Andorra is a regional financial centre with a well-developed financial infrastructure35, which 
has attracted proceeds from foreign tax crimes36, corruption, fraud, drug trafficking and organised 
crime. Domestic threats are more limited and posed by smuggling of tobacco and, to some extent 
qualified fraud37. According to the NRA, the following are exposed to the highest risks: the banking 
sector, involved in more than 80% of the ML cases; shell companies pool (e.g. foreign Panamanian 
companies and Andorran companies incorporated in the framework of the foreign investment 
process); and the use of illicit cash.  

269. The fact that tax crime does not constitute an offence in Andorra is a significant technical 
deficiency which influences the effectiveness of the AML process. Nevertheless, the jurisprudence, 
which in such cases decides not to be bound by the numen jure of the offence (this approach has also 
been approved by the Constitutional Court), is partially remedying this deficiency (elaborated also 
under the IO.8).  

                                                      
34 According to Article 46 (2) of the CPC34, during the investigation of a case for major crimes (which includes 

ML), the Judge of the First Instance may, ex parte, at the proposal of the Public Prosecutor's Office or at that 
of any the parties to the case, by means of a reasoned order, decree the secrecy of all or part of the 
actions for a maximum unextendable  time of six months,  with the obligation to lift the secret of the 
investigation proceedings at least one month before the conclusion of the investigation phase. 

35 Andorran banking groups have subsidiaries in 6 Latin America countries, the Bahamas, Israel, Luxembourg, 
Monaco, Spain, Switzerland, and the US, therefore the effectiveness of international cooperation provided is 
a key factor for effective ML investigations in Andorra. 

36 The extent of the ML threat posed by foreign tax evasion cannot be estimated, given the lack of data 
regarding to SARs and investigations related to tax crime.  

37 Ȭ1ÕÁÌÉÆÉÅÄ ÆÒÁÕÄȭ ÉÓ ÃÒÉÍÉÎÁÌÉÓÅÄ ÂÙ !ÒÔÉÃÌÅ ςπω ÏÆ ÔÈÅ ##Ȣ  
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270. The interlocutors met on-site have demonstrated adequate awareness of ML threats, risk 
profile and typologies. The statistics regarding final convictions confirm the findings in the NRA. 
Overall, the predicate offences underlying the ML final convictions pronounced in 2010-2016 are 
drug trafficking (7 cases), fraud (3 cases), corruption, illicit financial activity and misappropriation of 
funds (1 case)38. 

271. No statistics concerning details on on-going ML investigations - domestic and foreign 
criminality, persons investigated broken down by predicate offences, were made available to the 
assessment team, therefore examples of cases and information from the practitioners have been 
used as a relevant source. As already noted, there are 150 ML investigations at the moment. They 
include i) cases with predicates already dealt by foreign jurisdictions, usually related to foreign drug 
trafficking; and ii) cases that indicate potential ML in Andorra in respect of which some investigative 
activities have just started. The latter includes foreign and domestic corruption and fraud; and cases 
linked to the failure of a bank.  

272. There have been significant changes in ML methods detected since the 4th MER. A banking 
failure has uncovered the involvement of bank professionals in laundering proceeds of corruption 
and fraud committed by organised criminal groups. The case below is an important precedent as it is 
the first case in Andorra in which the CEO and staff of a large FI have been investigated and 
prosecuted for ML committed in an organised manner. 

Box 4: Major ML cases committed through professional scheme at failed ban k 

In March 2015, FinCEN released a Notice of Finding that identified a domestic bank with a 
significant subsidiary in Spain as a foreign FI of primary money laundering concern, concluding 
that several officials of high level management had ȰÆÁÃÉÌÉÔÁÔÅÄ ÆÉÎancial transaction on behalf of 
Third-0ÁÒÔÙ -ÏÎÅÙ ,ÁÕÎÄÅÒÅÒÓ ɉȰ40-,ÓȱɊ ÐÒÏÖÉÄÉÎÇ ÓÅÒÖices for individuals and organisations 
involved in organized crime, corruption, smuggling and fraud [...]. TPMLs were able to establish 
close relationships with complicit bank personnel who facilitated illicit transactionsȱȢ 

The notice made reference to 4 cases, three of them being already under investigation by 
Andorran LEAs at the moment of ÐÕÂÌÉÃÁÔÉÏÎÓ ÏÆ &ÉÎ#%.ȭÓ .Ïtice of Finding, hindered by the lack 
of cooperation with Venezuela.  

/Î ρσ -ÁÒÃÈ ςπρυȟ ,%!Ó ÁÒÒÅÓÔÅÄ ÔÈÅ ÂÁÎËȭÓ ÃÈÉÅÆ ÅØÅÃÕÔÉÖÅ ÏÆÆÉÃÅÒ ÏÎ ÓÕÓÐÉÃÉÏÎ ÏÆ -,Ȣ )Î ÔÈÅ 
framework of the case, which comprises 4 different complex ML schemes and large amount of 
money, MLA requests were sent to China, Russian Federation, the US and Mexico and Spain. The 
ÉÎÖÅÓÔÉÇÁÔÉÖÅ ÊÕÄÇÅ ÏÒÄÅÒÅÄ ÔÈÅ ÓÅÉÚÕÒÅ ÏÆ ÔÈÅ #%/ȭÓ ÁÓÓÅÔÓ ÁÍÏÕÎÔÉÎÇ ÔÏ %52 ρυ ÍÉÌÌÉÏÎ ɉÒÅÁÌ 
estate, money in bank accounts, vehicles, paintings, and a wine collection) and sent freezing 
requests to Switzerland and some other countries. 

After the intervention of the Andorran authorities (see box 13), in February 2016, FinCEN 
withdrew its finding against the bank. FinCENȭÓ ÄÅÃÉÓÉÏÎ took into account that the bank would 
no longer operate as a banking institution and that the bank, under the control of the Andorran 
authorities, no longer operated in a manner that poses a threat to the US financial system.  

At the time of the on-site visit, the most advanced part of the investigation, which involved 
Chinese suspects, had already been sent to court for prosecution. 26 persons are currently on 
trial, accused of aggravated ML (committed through an organised criminal group and by a 
perpetrator acting on behalf of a banking entity).  

Whilst the FinCEN notice highlighted only a limited number of ML cases, it appears that CDD 
                                                      
38 In total, there were 9 convictions but one of them concerned proceeds from three different predicate 

offences (drug trafficking, fraud and illicit financial activity) . 
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measures had not been properly applied by the bank since there were deficiencies in many 
customer files and documents. At the time of the on-site visit, CDD had still to be remediated for 
many customers ɀ ÂÁÓÅÄ ÏÎ Á ÒÅÖÉÅ× ÏÆ ÔÈÅ ÂÁÎËȭÓ ÃÕÓÔÏÍÅÒ ÄÁÔÁÂÁÓÅ ÂÙ ÁÎ international 
consulting firm. These customers had exhibited indicators of high risk activity, and 10 SARs had 
been sent to the UIFAND at the time of the on-site visit. There is still doubt about the origin of 
funds for other customers which it is expected will form the basis for a large number of SARs. 

 

273. Apart from this case, the authorities provided examples of important on-going ML cases 
associated with corruption committed in LATAM or Spain where money and financial products have 
been seized. Except Venezuela, direct channels of communications with authorities from LATAM are 
usually used. Cooperation with Spain is also smooth and effective.  

274. Case Sunbird39, successfully investigated under the coordination of EUROJUST by LEAs in the 
Netherlands, Andorra and Spain in 2013, revealed a relevant ML method in this area - ML operations 
were conducted through a company established in Andorra that invested in large-scale construction 
projects; 16 million EUR was deposited in bank accounts in Andorra, most of it from a Dutch drug 
trafficker.  

275. As regards foreign third party money launderers using bank accounts in Andorra held by 
companies affiliated to complex corporate structures, the authorities presented an example of a 
successful case initiated by the UIFAND, where 2 Panamanian nationals were convicted, in absentia, 
to 5 years imprisonment (3 years in detention and 2 years of suspended sentence), a fine of 
600,000.00 EUR each and the confiscation of the proceeds, for having committed aggravated ML 
crime through an organised group. Details follow.  

"ÏØ υȡ ȰChongȱ #ÁÓÅ ɀ ML through complex legal structure  

The defendants were associated to an organised criminal group acting for the purpose of 
committing large fraud (pyramid schemes), corruption and drug trafficking in Panama and 
Colombia. The coordinator of the group assigned one of the defendants as financial and 
administrative consultant of the corporate structure GRUPO DMG, a financial vehicle corporation 
used to launder proceeds amounting to several million US dollars. The defendant created over 
200 enterprises in Panama without any operating permit or accounting system. The fictitious 
transfers of funds between their bank accounts were intended to comply with an apparent 
corporate purpose and to establish a tie between the enterprises forming GRUPO DMG, giving a 
legitimate appearance of the illicit income. In order to channel the proceeds in the legal financial 
system, the defendants opened 2 bank accounts in a bank in Andorra in the name and on behalf 
of 2 Panamanian companies, one of them non-existent, and, as attorneys-in-fact of the 
aforementioned bank accounts, transferred money from Belize and Panama without justification. 
These amounts were seized by the Andorran authorities in 2009. Some members of the group 
were convicted in Colombia and US for the predicate offences (Chong Case, Judgement of 2 April 
2014 of the Tribunal de Corts, 009-4/11).  

 

276. Cash has been identified as an important method used by criminals to launder mostly the 
proceeds of domestic crime in Andorra (e.g. smuggling of tobacco). The use of cash appears to be 
intensive in Andorra and some of the ML methods identified in the NRA refer to the use of cash of 
illicit origin to acquire high-value goods (such as gold ingots and cut diamonds) or real estate. This is 

                                                      
39 The summary of the case is provided under the IO.2. 
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due to the fact that there is: i) no threshold on cash payments in Andorra; and ii) a low effectiveness 
of cross-border transportation of cash controls. 

277. Nevertheless, the use of cash within the framework of FIs has sometimes been observed in ML 
cases and measures have been taken to mitigate it: 

Box 6: Use of cash and the banking sector to disguise the origin of the funds  

In the framework of the investigations conducted by the UIFAND, some bank clients had 
withdrawn cash from their bank accounts at the banking offices and had concurrently deposited 
the cash in other bank accounts of the same bank at the same office (held by the same or another 
person). 

In just one investigation, there were multiple transactions of cash-withdrawn followed by an 
immediate cash-deposit to avoid any link between the transactions and the bank accounts 
involved. This fact hindered the traceability of the operations and the funds. 

In this context, the supervisory and the operational units of the UIFAND conducted a joint 
comprehensive analysis of all transactions to trace the origin of the funds in order to contribute 
to ongoing investigations. 

Furthermore, transactions like the above-mentioned were prohibited through a binding TC. 

 

278. Recently, the Andorran authorities have targeted ML related to crimes against intellectual 
property.  Although there was only one investigation in relation to this predicate offence, it revealed 
potential gaps that should be addressed by the legislator ɀ primarily the need to introduce another 
SIM, namely the technique to monitor IT activities. 

279. There have been no investigations related to ML through virtual currencies or Hawala 
transfers. 

280. Domestic criminality broken down by predicate offence is presented in the chart below: 

Table 10: Percentage of investigations opened and persons prosecuted and convicted -
domestic criminality - broken down by predicate offence (2010 -2015, excluding ML) 40 

 

 
3ÏÕÒÃÅȡ *ÕÓÔÉÃÅ !ÄÍÉÎÉÓÔÒÁÔÉÏÎȠ Ȱcounterfeiting currencyȱ ÉÎÃÌÕÄÅÓ credit and debit card duplications. 

                                                      
40 This figure refers to the percentage of total number of investigations opened and prosecuted and convicted 

persons broken down by predicate offence (not to the total absolute number) 
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281. The authorities assessed potential areas of ML risks posed by domestic crimes (counterfeiting 
currency, drug trafficking, arms trafficking and, to a lesser extent, corruption) bearing in mind i) 
quantitative statistical indicators related to the crimes reported in Andorra; and ii) the lack of 
qualitative indicators for typologies uncovered in these cases. Between 2012 and the first half of 
201641, there have been a significant number of drug trafficking reported crimes (558) and 216 
convicted persons. LEAs met on-site advised that those were apparently cases of drug abuse42 (self-
consumption) which did not generate proceeds. 

282. LEAs advised that, due to specific circumstances, crimes such as arms trafficking and 
counterfeiting of currency did not generate assets in Andorra since they were simplified forms of 
abuse - arm trafficking apparently included illicit use of hunting guns, while counterfeiting was 
mostly related to cloning of the credit/debit cards abroad and involved low amounts.     

283. There have been 25 reported offences against public functions (3 of those were related to 
abuse of public funds) and one conviction for unlawful use of public funds. LEAs and judges have 
shown zero tolerance to potential corruption in Andorra while shortcomings in criminalisation of 
bribery in private sector appear not to have significant effect on their efforts to properly address this 
phenomenon and prosecute accordingly. Important integrity issues in one FI in Andorra have 
already been highlighted.  

284. Even ÔÈÏÕÇÈ ÔÈÅ ÃÁÓÅ ÓÔÕÄÉÅÓ ÐÒÅÓÅÎÔÅÄ ÁÒÅ ÁÎ ÁÒÇÕÍÅÎÔ ÔÈÁÔ !ÎÄÏÒÒÁȭÓ ,%!Ó ÁÒÅ ÔÁÒÇÅÔÉÎÇ -, 
consistently with the risks identified, Andorra has yet to allocate sufficient investigative and 
prosecution resources to effectively mitigate all the risks. The modest ML 
investigations/prosecutions ratio is an issue that deserves attentions and needs to be taken into 
account given the overall ML threat faced by the country.  

Types of ML cases pursued 

285. !ÎÄÏÒÒÁȭÓ judicial authorities have demonstrated that they have the ability to pursue all kinds 
of ML offences and in particular complex cases with sophisticated legal structures involving 
numerous countries and transactions. LEAs usually prosecute ML as an independent crime, without 
necessarily prosecuting the predicate offence (which have or have not been prosecuted in the 
foreign jurisdiction where it has been committed). 

286. In fact, all the 9 final convictions pronounced in the period under review are related to third 
party stand-alone ML with a foreign predicate offence, since self-laundering was criminalised only 
recently (in 2015). 

Table 11: ML convictions (2010 -2016)  
 

Year 
Trigger for 

investigation  
Type 

Predicate Offence(s)  
Natu
ral 

pers
ons 

Confiscation  
Category Committed 

2010  

SAR Stand-alone Drug trafficking Abroad 1 
EUR 241,66 
USD 1 447,03 

Police 
Department  

Stand-alone Drug trafficking Abroad 2 
EUR 57,24  
31,75% of a 
Real Estate 

                                                      
41 Mutual evaluation questionnaire (MEQ) p 187 

42 4ÈÅ ## #ÈÁÐÔÅÒ ς ÃÏÎÃÅÒÎÓ ÔÈÅ ÃÒÉÍÅÓ ȬÒÅÌÁÔÅÄ ÔÏ the illegal trafficking of toxic drugsȭȢ 3ÅÌÆ-consumption is a 
ÐÁÒÔ ÏÆ ÔÈÉÓ ÃÈÁÐÔÅÒ ÁÎÄ ÔÈÁÔ ÉÓ ×ÈÙ ÔÈÅ .2! ÒÅÆÅÒÓ ÔÏ ȬÄÒÕÇ ÔÒÁÆÆÉÃËÉÎÇȭ ÁÎÄ ÎÏÔ ȬÓÅÌÆ-ÃÏÎÓÕÍÐÔÉÏÎȭȢ   
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2012  
Police and 
Customs 
Department 

Stand-alone Drug trafficking Abroad 1 EUR 60 560 

2013  
Police 
Department  

Stand-alone Drug trafficking Abroad 3 
EUR 2 385 
800,91 
4 Real Estate  

2014  
 

SAR to UIFAND Stand-alone 

- Drug 
trafficking  
- Fraud 
- Corruption 
- Illicit financial 
activity  

Abroad 2 EUR 389 750,40 

SAR to UIFAND Stand-alone Drug trafficking Abroad 1 EUR 31 848,83 

2015  
Justice 
Administration  

Stand-alone Drug trafficking Abroad 3 

EUR 3 601 
237,60 
USD 838 965,22 
CHF 122 339,95 
JPY 4 143 807 
GBP 30,75  

2016  
SAR to UIFAND Stand-alone 

- Fraud 
- Misappropriat  
ion of funds 

Abroad 1 EUR 66 870 

Police 
Department  

 Stand-alone 
(attempt)  

Fraud Abroad 1 - 

 

287. The number of prosecutions and convictions appears to be modest (reference to core issue 
7.1.). The ML offence combined approach (having a specific list of predicate offences in conjunction 
with the threshold of a minimum of 6 months of imprisonment as a sanction) triggers supplementary 
requirements in establishing the foreign predicate offence. This presents a problem for LEAs in cases 
where there is no investigation of predicate offence taking place abroad or when cooperation by the 
foreign jurisdiction is lacking. Given that the usual arguments of the defence in ML cases are that the 
proceeds derive from foreign tax crime, there is an additional burden on prosecutors to prove that 
the predicate offence concerns other facts, incriminated in Andorra and included in the list. 
Nevertheless, there is a solid and uniform High Court of Justice jurisprudence (sentence of the 
Criminal Division of the High Court of Justice of 29/11/2010, Roll no. 12/10, mentioned in Sentence 
of 7 May 2014 of the Tribunal de Corts - 009/4/12) stating that the intent and knowledge required to 
prove the ML offence can be inferred from objective factual circumstances. It appears that this 
jurisprudence is applied by all courts. It also provides guidance to LEAs. The initial elements of the 
origin of money, details about the predicate offence and connection with ML need to be established 
while different indicators can be considered such as: the use of shell companies, false documents and 
false business relationships as a justification for transactions, involvement of politically exposed 
person (PEP), etc. Although the legislation does not foresee the possibility for reversal of the burden 
of proof, in practice it could be applied if sufficient circumstantial evidence is available. Overall, the 
fact is that neither the interpretation of the law nor the required level of proof are the problem but 
the law itself and non-incrimination of certain predicate offences as indicated above.  

288. In order to challenge the use of self-laundering related arguments (non-criminalised before 
2015, mitior lex for offences committed under the former law), the courts stated that it is possible to 
claim that the defendant has committed self-laundering only if he/she can prove that the proceeds 
laundered in Andorra are exactly those deriving from the predicate offence for which the defendant 
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was convicted abroad. If this is not the case, the case is considered as stand-alone ML and triggers 
the conviction43. 

289. However, self-laundering is now an important type of ML offence, and, in the context of 
Andorra, its importance increased with the criminalisation of tobacco smuggling. This has been 
confirmed by several ML investigations/prosecutions with tobacco smuggling as a predicate offence.  

290. Andorran nationals participating in the laundering process as intermediaries who facilitate 
the integration process of illicit money in exchange for a commission, without knowing the exact 
nature of the predicate offence, is another ML typology relevant for the country. An example of a 
successful prosecution is presented in the box below: 
 

Box 7: AA Case - attempted stand -alone ML, third party, fraud, intermediaries  

AA was a manager of a reporting entity in Andorra (real estate agent) and acquired a Spanish 
company, whose object was the management of commodities and international commerce. 

AA contacted a foreign lawyer. The lawyer, according to the information AA had, was an 
intermediary in the business of buying/selling commodities. He also had a lot of contacts with 
individuals interested in the investment in commodities. 

AA provided the data of her bank account in order to funnel the revenues that would be sent to her 
account, acting as an intermediary, and interested in receiving the high commissions (5%). The 
ÖÅÒÄÉÃÔ ÌÉÔÅÒÁÌÌÙ ÓÔÁÔÅÓ ÔÈÁÔ !! ÄÉÄ ÓÏ Ȱ×ÉÔÈÏÕÔ ÁÎÙ ÃÏÎÃÅÒÎ ÁÔ ÁÌÌ ÏÎ ÏÂÔÁÉÎÉÎÇ ÔÈÅ ÉÎÆÏÒÍÁÔÉÏÎ 
related to the origin of tÈÅ ÆÕÎÄÓ ÏÒ ÔÈÅ ÉÄÅÎÔÉÔÙ ÏÆ ÔÈÅ Ï×ÎÅÒȾÓȱȢ &ÉÎÁÌÌÙȟ ÉÔ ×ÁÓ ÐÒÏÖÅÄ ÔÈÁÔ !! 
intended to facilitate the transfer of funds coming from the fraud committed in the United Kingdom. 
The transaction was not completed due to external circumstances. 

The Court considered that AA was in a position of wilful blindness about the origin of the funds and 
their clients (she was not interested at all in knowing the content of the documents about the origin 
of the funds and other CDD measures). Additionally, The Court states that AA was a reporting entity 
ÁÃÃÏÒÄÉÎÇ ÔÏ ÔÈÅ !-,Ⱦ#&4 !ÃÔ ÁÎÄȟ ÔÈÅÒÅÆÏÒÅȟ ×ÁÓ ȰÉÎ Á ÐÏÓÉÔÉÏÎ ÏÆ ÓÐÅÃÉÁÌ ÉÍÐÏÒÔÁÎÃÅ ÒÅÇÁÒÄÉÎÇ ÔÈÅ 
ÁÐÐÌÉÃÁÔÉÏÎ ÏÆ ÔÈÅ !-,Ⱦ#&4 ÌÅÇÁÌ ÆÒÁÍÅ×ÏÒËȱȢ 

AA was convicted, on 25 May 2016, for (attempted) ML in the framework of a stand-alone ML case, 
to 1 year and 6 months imprisonment (conditionally suspended) and a fine of 1 million EUR.  

(Judgement of 25 May 2016, Criminal Court, final by decision of 21 November 2016 of the High Court of 
Justice) 

 
Effectiveness, proportionality and dissuasiveness of sanctions 
 
291. Criminal penalties for ML offences appear to be proportionate and dissuasive, in line with 
other offences for serious crimes provided by the CC. The penalty for the simple form of the offence 
is imprisonment from 1 to 5 years, cumulated with a fine up to 3 times the value of the laundered 
funds, along with confiscation. Gross negligent conducts are punished with an imprisonment term of 
up to 1 year. 

292.  The CC provides imprisonment from 3 to 8 years and professional disqualification in case of 
ML under aggravating circumstances, respectively: a) when ML is committed through an organised 
criminal group; b) when the perpetrator acts on a regular basis; c) when the perpetrator acts in the 

                                                      
43 Judgement of 25 January 2012, of the Court of Corts. 
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framework of a banking or financial entity, a real estate agency, or an insurance company. Given the 
fact that these circumstances correspond to the major ML threats in Andorra, it is reasonable to 
presume that, in complex ML schemes, the judiciary would establish the aggravated form of the 
offence thus assuring the dissuasiveness of sanctions. 

293. According to the statistics, the average penalty imposed by the courts in the period under 
review is 3 years imprisonment cumulated with a fine of approximately 750 000 EUR. From the 
jurisprudence reviewed it can be concluded that judges usually apply the maximum penalty in case 
of ML associated to drug trafficking committed through an organised group. The fines are substantial 
and have a clear deterrent effect, together with the confiscation of the proceeds. There are no 
information about the actual execution of the penalties (imprisonment and fines) in cases where the 
foreigners are judged in absentia, which raises some concerns about how effective is the sanctioning 
regime, given that the absence of the defendant triggers undue delays in pronouncing the final 
decision.   

Table 12: Sanctions for ML crimes  

 
Years 

 

 
Cases 

 
Persons 

 
Penalty  

2012  1 1 2 years and 6 months of imprisonment 
Fine EUR 90 000; Expulsion from Andorra for 20 years 

2013  1 3 Each person was convicted to 5 years of imprisonment 
Fine EUR 300 000; Expulsion from Andorra for 10 years 

2014  2 2 2 persons were convicted to 5 years of imprisonment 
Fine EUR 600 000; Expulsion from Andorra for 20 years 

1 Person 3 was convicted to 2 years of imprisonment 
Fine EUR 250 000; Expulsion from Andorra for 20 years 

2015  1 3 Person 1: 
4 years of imprisonment; Fine EUR 3 000 000  
Persons 2 and 3:  
2 years of imprisonment; Fine EUR 1 000 000  

2016 44 2 2 Person 1: 3 years of imprisonment 
Expulsion from the country for 20 years 

 Person 2: 1 and a half year of imprisonment; Fine EUR 1 000 000  
Expulsion from the country for 20 years 

 

294. The CC does not provide for criminal liability for legal persons and it seems that this is not due 
to fundamental principles of domestic law. In case of conviction against a natural person, some 
additional measures (not penalties) may be imposed to legal persons (Article 7145 and 41146 of the 

                                                      
44 2016: from 01.01.2016 till 30.05.2016 

45 Such measures include: the dissolution of a legal entity; its temporary or permanent closure; suspension of 
its activities; judicial administration over the ÌÅÇÁÌ ÅÎÔÉÔÙȠ Á ÂÁÎ ÏÎ ÔÈÅ ÃÏÍÐÁÎÙȭÓ ÒÉÇÈÔ ÔÏ ÓÉÇÎ ÃÏÎÔÒÁÃÔÓ 
with any public authority ; and pecuniary sanction of up to EUR 300 000 or up to 4 times the benefit 
obtained, or sought to be obtain, through the commission of the crime). 

46 Dissolution of the legal person or final closure of its premises or establishments open to the public; 
suspension of the activities of the legal person, or closure of its premises or establishments open to the 
public for a period of not more than five years; prohibition to carry out the activities, mercantile 
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CC). This measure has only been applied once in a tobacco smuggling case where a business was 
convicted to the payment of a fine.  

295. Some of the interlocutors met on-site have expressed their doubt about the effectiveness of 
int roducing criminal liability of legal persons in the legislation, stating that Andorran companies had 
not been involved in ML and that the execution of sanctions on foreign companies would be difficult. 
The evaluation team, however, does not agree with this  given the risks of using legal persons as 
vehicles for ML (as identified in the NRA47) and the significance of the major ML cases linked to the 
banking failure.  

Alternative criminal measures 

296. All the interlocutors met on-site advised that confiscation is a priority in Andorra (elaborated 
under IO.8.)  

297. Confiscation is considered a deterrent tool for legal persons, usually used by natural persons 
to keep their assets, even in the absence of their criminal responsibility. Statistics about shell 
companies investigated are being kept by the Public 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅȟ ÉÎ ÏÒÄÅÒ ÔÏ ÁÓÓÅÓÓ ÔÈÅ 
confiscation process (there are 43 legal persons involved in the investigation of ML cases during 
2011 ɀ 2016).  

298. The liability for personal enrichment, provided by Article 99 of the CPC is another alternative 
criminal measure. Here, the person not criminally responsible for an offence or civilly liable for its 
consequences is obliged to pay compensation up to the amount of the profit gained ɀ if he/she 
profited lucratively from  the offence. 

Overall Conclusions on Immediate Outcome 7 

299.  Andorran judicial authorities have demonstrated the ability to pursue all kinds of ML offences 

and in particular complex cases with sophisticated legal structures involving numerous countries 

and transactions. Recent complex ML prosecution targeting a FI in Andorra, introduction of a self-

laundering offence, strengthening of the specialised/investigatory section of the court (Batllia) and 

the overall determination to combat ML represent positive developments since the last evaluation. 

Nonetheless, and as acknowledged in the NRA, further improvements are needed given the 

particular ML risks identified in the country. Significant technical deficiencies, including the lack of 

criminalisation  of tax crimes thus their exclusion from the list of predicate crimes to ML, as well as 

the lack of human resources have affected to a large extent LEAs ability to produce the expected 

results. 

                                                                                                                                                                             
transactions or business through the exercise of which the crime was facilitated or covered up, for a 
maximum of five years; and a fine under the terms provided in Article 71. 

47 The need for introducing criminal liability for legal persons is specifically expressed in the NRA, motivated 
by the fact that ȰÆÏÒ Á ÖÁÒÉÅÔÙ ÏÆ ÒÅÁÓÏÎÓȟ ÉÔ ÍÁÙ ÂÅ ÉÍÐÏÓÓÉÂÌÅ ÔÏ ÐÒÏÃÅÅÄ ÁÇÁÉÎÓÔ ÔÈÅ ÎÁÔÕÒÁÌ ÐÅÒÓÏÎÓ 
responsible for offences. In increasingly large and complex structures, operations and decision-making are 
diffuse. For this reason, corporate entities are frequently used as vehicles fÏÒ ÔÈÅ ÐÁÙÍÅÎÔ ÏÆ Á ÂÒÉÂÅ ÏÒ -,ȣȢ 
The lack of criminal liability of legal persons hinders the international cooperation of Andorran judicial 
authorities with ÊÕÒÉÓÄÉÃÔÉÏÎÓ ×ÈÅÒÅ ÔÈÅ ÃÒÉÍÉÎÁÌ ÌÉÁÂÉÌÉÔÙ ÏÆ ÌÅÇÁÌ ÐÅÒÓÏÎÓ ÉÓ ÆÏÒÍÁÌÌÙ ÅÓÔÁÂÌÉÓÈÅÄȢȱ 
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300.  The modest ratio of convictions/finalis ed proceedings versus the number of ML investigations 

and prosecution is another issue that raises concerns. The judiciary is confronted with obstacles 

during both the investigatory and main hearings phases which require to be addressed at the general 

policy level and to be resolved through legislative and institutional reforms.  

301.  The sanctions imposed by the courts to natural persons appear to be effective, proportionate 

and dissuasive. 

Andorra has achieved a moderate level of effectiveness for IO.7 . 

 

Immediate Outcome 8 (Confiscation)  

302. The Andorran authorities prioritise tracing and confiscating the proceeds of crime and 
consider these measures to be an important part of the overall criminal justice policy.   

Confiscation of proceeds, instrumentalities and property of equivalent value as a policy 
objective 

303. Confiscation of the proceeds of crime, instrumentalities used and property of equivalent value 
has been one of the key policy objectives of all LEAs in Andorra. The political commitment across the 
different institutions has been confirmed by all interlocutors met on-site. Parallel to this, a number of 
concrete reforms have taken place. This includes amendments to different pieces of legislation and 
setting of the specialised units for asset tracing and their management.   

304. The legislative and institutional reforms carried out in recent years have had a positive impact 
on the effectiveness of the confiscation regime. The system in place provides for mandatory 
confiscation in the criminal proceedings. It allows extended confiscation and the confiscation of 
assets of a corresponding value where the direct proceeds of offences are no longer available. Some 
forms of non-conviction based confiscation (NCBC) are also provided by the law. 

305. )Î ςπρτȟ ÔÈÅ ÃÏÕÎÔÒÙ ÉÎÔÒÏÄÕÃÅÄ ÔÈÅ ȰÅØÔÅÎÄÅÄ ÃÏÎÆÉÓÃÁÔÉÏÎȱ ɀ as of December 2016 it applies 
to all criminal offences thus abandoning the previous approach when it was enforceable only for 
specific crimes as regulated by the CC48. These changes resulted from the analysis of risks and 
ÏÂÓÔÁÃÌÅÓ ÔÏ ÅÆÆÅÃÔÉÖÅ ÃÏÎÆÉÓÃÁÔÉÏÎȢ 4ÁËÉÎÇ ÉÎÔÏ ÁÃÃÏÕÎÔ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÒÉÓË ÐÒÏÆÉÌÅ ÁÎÄ ÔÈÅ ÆÁÃÔ ÔÈÁÔ 
most of the crime is committed abroad, the introduction of the extended confiscation and specific 
forms of the NCBC were steps forward in strengthening the effectiveness of the overall confiscation 
regime.   

306. Andorra applies NCBC since 2005. The system was upgraded in 2015, extending the scope of 
NCBC through the amendments to the CC. In short, in case of final or provisional dismissal (as per 
CPC), as long as it has been proven that the crime was committed, the proceeds obtained, 
instruments used and the profit which derived from them are subjects to confiscation.  

307. The reforms that institutional framework has undergone recently resulted in the 
establishment of the ARO ɀ the unit of the Police Department assigned to facilitate the tracing and 
identification of the proceeds of crime which may become the objects of freezing, seizure and 
confiscation. Furthermore, a specialised investigative section of the court and the Judicial Asset 
Management Bureau (JAMB) have also been set. While the former focuses on the cases of financial 

                                                      
48 This change was approved by Qualified Law 17/2016 implementing the Directive 2014/42/EU, which 

entered into force on 23rd December 2016. 
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crimes with special attention to the confiscation of their proceeds, the latter is primarily occupied 
with the management and preservation of the value of assets seized.    

308. The NRA and the Action Plan, in their parts which analyse the confiscation regime and the 
challenges it is exposed to, foresee number of important steps to be implemented in the future. As 
elaborated under IO.1, the country is to be commended for producing a very candid list of actions 
that aim at strengthening the current system and for initiating concrete steps to implement them.  

Confiscations of proceeds from foreign and domestic predicates, and proceeds located abroad 

309. As already noted, the legal framework enables numerous possibilities for confiscating the 
proceeds of crime - confiscation following the conviction in the criminal proceedings, including the 
extended confiscation, NCBC, economic penalty (fines), and claims for restitution/compensation to 
victims. Assets of an equivalent value could also be recuperated when the direct proceeds of an 
offence are no longer available. Authorities observed that the parallel financial investigations are 
usually applied to all proceeds generating crimes. Authorities also presented a case of confiscation 
from a third party to support their statement that this type of confiscation is pursued in practice49.    

310. In the majority of cases Andorra is used by criminals as a destination in which they try to hide 
or disguise the proceeds of crimes committed in other jurisdictions. On the other hand, there have 
been no cases referring to the opposite situation, i.e. confiscation of proceeds which have been 
moved to other countries following the crime committed in Andorra. 

311. Authorities seem to apply a reasonably proactive approach in pursuing the confiscation of 
assets. One has to bear in mind that tax crime is not an offence in Andorra and, therefore, not a 
predicate offence for ML. This is considered to be a risk not only for ML and associated predicates 
but also for executing confiscation orders received from other jurisdictions. Since the seizure and 
confiscation requests need to be made based on crimes other than tax crime, additional impediments 
are put to foreign requests. Nonetheless, the practice and the case law presented to the assessment 
team confirm that LEAs often re-qualify the predicate crimes committed abroad in line with the CC. 
In most of cases Andorran judicial and law enforcement agencies investigate such cases through 
introduction of the ML component thus avoiding the violation of a dual criminality principle. Such 
practice enables LEAs to pursue the case in line with the domestic legislation and also enables 
subsequent seizure(s) and confiscation(s) to be executed. The authorities advised that their 
generally adopted approach is to always try to qualify the crime with a view to further pursue the 
case and not to simply drop it due to potential dual criminality shortcomings. The appropriateness of 
such approach has been confirmed by the Constitutional Court. Moreover, frozen and seized asset 
data and the figures provided by the authorities (see tables 13 below) support the argument that the 
UIFAND, the Police Department and judicial authorities proactively search and trace criminal assets. 

312. The role of the UIFAND in analysing financial information is very important in detecting and 
tracing proceeds and instrumentalities of crime. Once the UIFAND receives an SAR or other 
information, a case is open in order to analyse all available financial and other information, including 
Tax Department information. The practice and the case law confirm that the UIFAND makes full use 

                                                      
49 The case concerns the confiscation of assets/funds found on the account of a person who was a part of drug 

trafficking criminal group. While he was claimed innocent by the court, his father was convicted for drug 
trafficking and the confiscation was ordered against both of them. Sentence of the First instance Criminal 
#ÏÕÒÔȟ ÃÏÎÆÉÒÍÅÄ ÂÙ ÔÈÅ 3ÕÐÅÒÉÏÒ #ÏÕÒÔ ÏÆ *ÕÓÔÉÃÅȟ ÃÏÎÓÉÄÅÒÅÄ ÔÈÁÔ Ȱthe acquittal of the appellant cannot 
imply that the confiscation cannot be recognised in relation to the amounts held at the Principality of Andorra 
ÕÎÄÅÒ ÈÉÓ ÆÏÒÍÁÌ ÔÉÔÕÌÁÒÉÔÙȟ ËÎÏ×ÉÎÇ ÔÈÁÔ ÔÈÅ ÒÅÁÌ Ï×ÎÅÒ ÏÆ ÔÈÅ ÆÕÎÄÓ ÉÓ ÈÉÓ ÆÁÔÈÅÒȟ ×ÈÏ ×ÁÓ ÃÏÎÖÉÃÔÅÄ ɍȣɎȱ. 
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of all available information. More than 90% of the value of seized property concerns the cases 
triggered by the UIFAND.  

Seizure and confiscation 

313. The authorities were able to show some figures concerning the property seized and 
confiscated following the ML prosecutions/convictions. The highest confiscation order was made in 
2010 and amounted to EUR 16 million. The average confiscation order in other cases amounted 
approximately to 1 million EUR. It must, however, be noted that the courts also apply the 
confiscation orders in cases which included a significantly lower amounts. The confiscation orders 
are in most of the cases generated following the ML convictions or MLA requests. The statistics show 
that out of 20 confiscations concerning ML as a predicate crime, 4 cases of confiscation were applied 
based on the NCBC mechanism.  

Table 13: ML related seizing/freezing and confiscations 2010 -2016 (until 30 June 2016)  

Years 
Number 
of cases 

Property seized / 
frozen (EUR)50 

Number and types 
of confiscations 51 

Value of confiscated property 
(EUR)52 

2010  11 
EUR 17 million; 1 real 

estate ; 3 vehicles 5 
2 Convictions 

3 MLA 

EUR 16.3 million; 3 real estate 
properties + 31.75% of a real estate ; 
1 safe deposit box ; 1 parking place 

2011  4 
EUR 2 million; 23 

vehicles 
2 
 

1 MLA 
1 NCBC 

EUR 4 million  

2012  6 EUR 197.5 million  4 
1 Conviction 

3 NCBC 
EUR 3 million  

2013  1 EUR 263.500  3 
1 Conviction 

2 MLA 
EUR 3.5 million; 4 real estate 

properties 

2014  13 
EUR 11 million; 1 real 

estate ; 1 parking 
place ; 2 vehicles 

3 
2 Convictions 

1 MLA 
EUR 4 million  

2015  16 EUR 71 million  1 1 Conviction EUR 4.5 million  

2016  N/A  N/A  2 
1 Conviction 

1 MLA 
EUR 400 000  

Total  51 

EUR 299 million; 2 
real estates ; 1 

parking place ; 28 
vehicles 

20 
8 MLA 

8 Convictions 
4 NCBC 

EUR 36 million; 7 real estate 
properties + 31.75% of a real estate ; 
1 safe deposit box ; 1 parking place 

 

314. Authorities reported that the MLA requests for seizures and confiscations were also given 
priority and that they were usually executed in 24h. However, the evaluation team was not provided 
with detailed statistics on freezing/seizure requests coming from abroad including their execution 
rate.  

                                                      
50 Approximated values after conversion in euros and aggregation on the basis of cases provided 

51 MLA; NCBC 

52 Approximated values after conversion in euros and aggregation on the basis of cases provided 
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315. Provisional measures to prevent the dealing, transfer or disposal of property, once the 
investigation for a predicate crime is open, are foreseen by the CPC. Nonetheless some features of the 
CPC might raise concerns as to what extent these measures secure that all the assets are 
seized/frozen by the end of the criminal proceedings. This primarily concerns the issue of obligatory 
notification to a suspect by an investigative judge - upon his/her request ɀ that an investigation has 
been initiated against him/her. Indeed, once a judicial investigation is open, judges are obliged, upon 
request by a suspect, to notify him/her about the on-going criminal investigation, and grant him/her 
an access to all case files. The information and the access to files must be given in a month time 
following the submission of the request unless the judicial secrecy measure is applied (as per the 
decision of investigative judge - Article 46a of the CC, also discussed under the IO.7). This presents a 
risk and may facilitate the dissipation of assets especially of those that might have been a subject of 
extended or a third party confiscation.   

316. As already noted, the majority of seizure requests granted by the investigative judge concerns 
the cases triggered by the UIFAND. This is mainly explained by the ML risk profile of Andorra, where 
most of proceeds originate from the predicate offences committed abroad. Nevertheless, the seizure 
and the confiscation regime may also be impaired, to some extent, by difficulties faced by the Police 
Department (including ARO) when searching and identifying the criminally obtained property. This 
concerns databases available to them ɀ apart from the companies53, cars, boats, planes and 
immigration  registries, police need judicial approval to access other relevant information. Therefore 
the fact that most of the seizure measures originate from the UIFAND analyses - which has an access 
to financial information/bank accounts and various databases (see under IO.6) - does not come as a 
surprise.  

317. Despite the evident achievements attained through the legislative and institutional reforms, 
certain features are still missing ɀ this primarily concerns the capacities of ARO. Namely, interviews 
held on-site confirmed that, although a new structure within the Police Department, ARO staff has 
not been systematically trained on financial investigations and asset tracing. Furthermore, no 
specific guidelines in this matter were provided to them. International cooperation, being of key 
importance in the context of Andorra, might also be negatively influenced by the facts that ARO i) has 
no access to the Secure Information Exchange Network Application /Europ ean Police Office software 
system for information exchange; ii) is not involved in EU ARO platform; and iii) is not a member of 
the Camden Asset Recovery Interagency Network (CARIN).  

318. The 5)&!.$ȭÓ ÐÏ×ÅÒ to postpone the transaction is used in cases when there is enough 
grounds/evidence that a freezing order will be issued by the investigative judge. The statistics show 
that this tool does not play a significant role in securing the assets. This issue has also been discussed 
under IO.6. 

 

 

 

 

 

 

 

                                                      
53 As noted under other IOs companies register do not have information on beneficial ownership.  
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Table 14: Postponement orders followed by a seizing order  

Year  Number of 
postponement 
orders issued 
by UIFAND to 

suspend 
transactions  

Number of cases where 
UIFAND order was 

followed by a 
preliminary 

investigation and a 
seizure/freezing order 

was issued  

Number of cases 
where a 

prosecution 
/indictment was 

initiated  

Convictions and confiscation  

Cases Amount 
(EUR) 

2010  4 
3 seizure/freezing orders 

(1 dismissal) 

1 prosecution 
(2 on-going 

investigations 
1 dismissal) 

(0 conviction 
3 pending cases) 

- 

2011  2 
1 seizure/freezing order 

(1 dismissal) 

(1 on-going 
investigation 
1 dismissal) 

(0 conviction 
1 pending case) 

- 

2012  - - - - - 

2013  3 

2 seizure/freezing orders 
(1 preliminary 

investigation without 
seizure/freezing) 

(3 on-going 
investigations) 

(3 pending cases) - 

2014  4 
3 seizure/freezing orders 

(1 dismissal) 

1 prosecution 
(2 on-going 

investigations 
1 dismissal) 

(3 pending cases) - 

2015  - - - - - 

2016  - - - - - 

 

319. The overall value of property seized by the LEAs appears to be high, which suggests that LEAs 
and the UIFAND efficiently identify, trace assets and take measures to secure them in the course of 
an investigation.  

320. Although, the evaluation team was not provided with comprehensive statistical data, 
comparison of the figures available indicate that since 2011 the amounts of assets that have been 
actually recovered following ML convictions is high, thus demonstrating a fair level of effectiveness 
in executing the confiscation orders. However, it appears that in recent years the gap between seized 
and confiscated assets has widened. The authorities advised that various factors influenced this ɀ on 
one hand strengthening the authorities' ability to trace assets has raised the amount of proceeds 
seized; large scale cases recently launched and yet not finalised, while some long lasting cases has 
not yet resulted in final verdicts/confiscation orders (see under IO.7).   

321. The JAMB is responsible for managing the proceeds of crime. Meetings held on-site confirmed 
that the authorities made good use of resources available. For the purpose of preservation of the 
value of different assets, their management can be entrusted to various agencies. The JAMB decides, 
in consultation with the agency(ies) concerned to whom they should entrust the management of 
specific assets. This is done on a case by case basis. The authorities also provided the assessment 
team with several examples where the existing legal provisions (see also R.38) were properly 
applied in practice. These examples concerned some businesses seized (hotels) where 
administrators were appointed by the JAMB, and in which the businesses have been properly 
managed while the seizure order was still in place. This practice has proven to be successful since 
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the assets continued to generate profit. This might be of a particular importance in the cases of 
acquittals which would then not trigger additional burden to the state to pay the compensation 
request to the defendant. In case of conviction such management would equally be of benefit for the 
state budget. 

322. Depending on the type of property frozen/seized, the competent authorities can adopt 
different measures for their management: i) cash can be transferred to the INAF; ii) financial assets 
(other than cash) can be converted into cash with the approval of the owner and then deposited to 
the INAF;  iii) JAMB can assign the financial entity to manage the funds; and iv) for the real estate - as 
per the decision of the JAMB - a professional can be appointed to manage them.  

Claims for restitution 

323. Since the ML risk profile of Andorra mainly concerns the autonomous ML offences related to 
the funds unlawfully obtained in foreign countries, identification of victims appears to be a difficult 
endeavor. Nevertheless, the judicial authorities advised that they always made efforts to identify the 
ÖÉÃÔÉÍÓȭ ×ÈÅÒÅÁÂÏÕÔÓȟ ÉÎÃÌÕÄÉÎÇ ÔÈÒÏÕÇÈ ÔÈÅ ÒÏÇÁÔÏÒÙ ÌÅÔÔÅÒÓȢ )Î ÃÁÓÅÓ ×ÈÅÒÅ Á ÖÉÃÔÉÍ ÉÓ ÉÄÅÎÔÉÆÉÅÄȟ 
judicial authorities give priority to the compensation of a victim, in accordance with the Article 176 
of the CPC. Assets can be immediately returned to victims, even in the absence of a treaty or MoU 
(Art 22 of Judicial Cooperation Law).  

Box 8: Compensation to victims case  

Case where the victim was a foreign FI 

In the framework of a ML case investigated in Andorra, the Andorran Courts were informed that the 
accused JFP had been already convicted in the US (in 2009) because of a fraud against a FI. 

In 2008 the Andorran Courts seized the amounts of money that were the proceeds of the referred 
fraud (approx. EUR 4.000.000, 00) and this amount of money was transferred in 2014 to the victim 
of the fraud (Financial entity from the US). 

 

324. However, Andorra does not have comprehensive asset sharing mechanisms with other 
countries, with the exception of the agreement the country has signed with the US. So far, asset 
sharing has been applied on a case by case basis. As a matter of fact, the legislation, as it currently 
stands, provides for asset sharing possibilities in case a bilateral/multilateral agreement has been 
signed. Given the importance of international cooperation for Andorra, this might negatively 
influence co-operation from other jurisdictions in seizure and confiscation of the proceeds from 
crime.   

Economic penalties (fines) 

325. There is no criminal liability for legal persons and the fundamental principles of domestic law 
do not seem to preclude that. However, as an alternative to the confiscation and restitution claims, 
Andorra indicated that prosecutors seek to apply fines as a way to recover assets from the legal 
entities (Articles 71 and 366 ter of the CC). This is enforceable when a conviction against a natural 
person is secured. These fines seem to be proportionate and dissuasive and they do not prejudice the 
criminal liability of natural persons. The amounts of fines are calculated based on several criteria 
indicated by the CC - Article 44 provides the numerus apertus list, which includes: the seriousness of 
the infringement; the economic situation/wealth of the person (i.e. incomes, revenues, familiar 
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charges, etc.), the amount of money laundered; general environment/scope of the predicate crime; 
possible involvement of PEPs; involvement of lawyers in concealing of assets, etc. 

 

Box 9: F.A.O.G case 

During more than 5 years, ERG, FAOG and JAMQ were opening the accounts in their names at three 
Andorran banking entities, for the purpose of introducing into the legal circuits the money they 
obtained from the illegal trafficking of narcotic drugs.  

In this case, the Court considered that the circumstantial evidence is of capital importance: the 
disposal of large amounts of money in cash; the non-existence of legal businesses or of a 
professional activity which would justify the origin of money; and the connection with the illegal 
trafficking of drugs.  

4ÈÅ ÉÎÖÅÓÔÉÇÁÔÉÏÎ ÃÏÎÄÕÃÔÅÄ ÂÙ ,%!Ó ÁÐÐÌÉÅÄ ÔÈÅ ȰÆÏÌÌÏ× ÔÈÅ ÍÏÎÅÙȱ ÓÔÒÁÔÅÇÙ ÁÎÄ ÒÅÁÌÉÓÅÄ ÔÈÁÔ ÔÈÅ 
use of different currencies was also a relevant evidence of the origin of the money.  

ERG, FAOG and JAMQ were not able to prove any legal economic activity which would justify these 
extraordinary deposits and the financial activity which were reflected in their accounts at the 
aforementioned banking entities of Andorra in the period between 1994 and 2013. They did not 
provide any evidence of any sales which, according to their statements, were made in the name of 
the companies of M. G. L. Neither they provided any evidence of the international transport activity 
(to prove their economic activity as drivers), with frequent trips to Europe. 

The accused were convicted of ML, punished with a fine of EUR 3 000 000 and more than EUR 4 
000 000 were confiscated. 

 

326. The economic penalties, which can amount up to three times the value of laundered funds, 
have been applied in almost all ML convictions and they appear to be dissuasive. This is consistent 
×ÉÔÈ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÐÏÌÉÃÙ ÁÎÄ ÔÈÅ ÐÒÏÃÌÁÉÍÅÄ ÐÒÉÎÃÉÐÌÅ ÔÈÁÔ ÔÈÅ ÔÁÒÇÅÔÉÎÇ ÏÆ ÔÈÅ ÐÒÏÆÉÔ ÏÆ ÔÈÅ ÃÒÉÍÅȟ 
with the emphasis on organised crime, is a priority.  

Table 15: Economic penalties (until 30 May 2016)  

Years Case 
Number of 

persons 
Amount of economic penalty (EUR)  

2010  2 3 
- 300 000 

- 40 000 

- 120 000 
2011  - - - 

2012  1 1 - 90 000 

2013  1 3 - 300 000 (x3) 

2014  2 3 
- 600 000 (x2) 

- 250 000 

2015  1 3 
- 3 000 000 

- 1 000 000 (x2) 

2016  2 2 - 1 000 000 
Total  9 15 EUR 8.9 million 

Statistics Limitations  
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327. The figures provided under this immediate outcome still present an incomplete picture of 
!ÎÄÏÒÒÁȭÓ ÃÏÎÆÉÓÃÁÔÉÏÎ ÍÅÁÓÕÒÅÓ ÁÐÐÌÉÅÄ ÓÏ ÆÁÒȢ Although both judicial and law enforcement 
authorities keep statistics in this matter, the lack of comprehensive aggregated statistics on 
provisional and confiscation measures with regard to: (i) proceeds and instrumentalities; (ii)  
conviction (including the confiscation from a third party) and NCBC; (iii) direct confiscation or 
property of an equivalent value; and (iv) type of predicate offence, ÈÁÍÐÅÒÓ ÔÈÅ ÁÕÔÈÏÒÉÔÉÅÓȭ ÁÂÉÌÉÔÙ ÔÏ 
get a comprehensive and detailed picture of the total amount of proceeds that criminals in Andorra 
are deprived of. It also creates difficulties to assess the degree to which the objectives of the 
confiscation policy are achieved. Although the available data do suggest that seizure of assets is 
pursued to an increasing degree54 and that high penalties are imposed, comprehensive aggregated 
statistics would enable further strategic analysis determining which exact reforms might be needed. 

Confiscation of falsely or undeclared cross-border transaction of currency/BNI 

328. Movements of currency across the border have been identified as a high risk for ML. In 
addition, the NRA states that Andorran cross border transportation of cash system could have a 
medium-high impact on TF vulnerability. However, the cross-border identifi cation and seizure of 
cash seems not to be prioritised by the Customs Department. The NRA also takes into account the 
findings of the FATF MER of Spain (2014) which stated that the majority of the cash smuggling 
to/from Andorra is related to tax offences committed abroad. 

329. Andorra has implemented a declaration system for incoming and outgoing cross-border 
transportation of cash. These dispositions were implemented in the AML/CFT Act by the Law 
20/2013. Any natural person entering or leaving the country carrying EUR 10,000 or more in cash 
(or its equivalent in foreign currency) has to declare that sum to the Customs Department.   

330. Non-compliance with the obligation to declare, due to a false declaration or a failure to 
declare, constitutes an infringement punished with a fine ranging from EUR 600 to maximum 25% of 
the amount of cash which exceeds EUR 10,000 if carried across the border (see R.32). These 
sanctions appear to be low and not sufficiently dissuasive. Customs are not empowered to retain 
cash for a reasonable period of time during which the investigative actions could be initiated and 
evidences gathered on potential links with ML/TF. Andorran authorities advised that this power is 
granted to police and can be executed at the cross border points. In 201355 a recommendation was 
ÍÁÄÅ ÂÙ ÔÈÅ 5)&!.$ȟ ÔÈÅ 0ÕÂÌÉÃ 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅ ÁÎÄ ÔÈÅ 0ÏÌÉÃÅ $ÅÐÁÒÔÍÅÎÔ ÔÏ ÔÈÅ !ÎÄÏÒÒÁÎ 
Government to establish a total retention by the Customs of undeclared/falsely disclosed cash 
transported in order to allow effective investigations of ML/TF.  

  
Table 16: Cash Declarations received by Customs  Department  

 Inbound (EUR)  Outbound (EUR)  

2014  431 236, 18 327 319, 06 

2015  1 150 375 484 866, 55 
TOTAL 1 581 611, 18 812 185, 61 

Source: Customs Department 

                                                      
54 The fact that the number of cases has increased in 2014 and 2015 may indicate that the money is being 

followed in more and more cases. 

55 Report regarding the transposition or Regulation 2005/1889/CE and the possibility to retain not declared 
cash in the border 



74   

331. The UIFAND and the Police Department are the recipients of the information related to all 
cash transaction reporting made to the Customs Department for cross-border transportation of cash. 
The Police Department carries out weekly checks on who declared cash at the border (based on its 
own and data provided by the Customs Department) and assess the risk in this area. Customs 
Department officers may also inform the Police Department officers at the border about suspicion of 
ML/TF in order to provisionally retain the cash. Up to now, any retention of cash has been made by 
the Police Department in application of the general CPC provisions and no notifications on suspicious 
ML have been submitted by the Customs Department. Some specific preventive measures imposed 
by the UIFAND on banks under TC-02/2015 are elaborated under IO.6.  

332. Up until the end of 2015, no checks of vehicles for cash detection purposes were carried out. 
Since then, the Customs Department has performed several controls on cash flows, however they 
have not produced concrete results in identifying ML/TF activities (see table below). These figures 
may be considerably below the estimated amount of undeclared/falsely disclosed cash transported. 
For example, Spain56 reported the detection of 263 travellers between Spain and Andorra carrying 
more than EUR 7.2 million of undeclared or falsely declared cash. 

Table 17: Number of sanctions for non or false declaration  

 Cases Undeclared cash Sanctions 

2015  1 11 525 EUR 600 EUR 

2016  

(until 
20.10.2016)  

 

6 

29 900 EUR 995 EUR 

10 065 EUR 600 EUR 

12 605 EUR 600 EUR 

10 015 EUR 600 EUR 

14 800 EUR 840 EUR 

10 000 EUR 600 EUR 

TOTAL 7 99 000 EUR 4 835 EUR 

       Source: Customs Department 

333. Despite limited results achieved so far, the authorities presented a case of a cross-border 
control operation between French, Spanish and Andorran customs. It concerns the case where this 
cooperation has proven successful in combating tobacco smuggling and confiscation of goods and 
assets obtained thereof.   
 

Box 10: ARAMIS case 

The French, Spanish and Andorran customs administrations organised a large-scale coordinated 
operation from 21 May to 4 June 2012 to combat tobacco trafficking from Andorra. 

This operation, called ARAMIS, was attended by officials from the Regional Customs and Tax Offices 
of Perpignan and Toulouse from France, Spain and Andorran customs. 

                                                      
56 Data taken from the FATF MER on Spain (December 2014) 
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Initially, this operation consisted of an exchange of information on criminal organisations 
specialised in tobacco and cigarette trafficking, and subsequently, in a second phase, in 
implementation of the specific controls and joint patrols between the participating national 
services. At the same time, controls were intensified at the border crossings of Andorra with France 
and Spain. 

This operation demonstrated the mobilization and reactive capacities of the three participating 
customs administrations, with the aim of establishing joint control mechanisms and coordinated 
operational actions to combat large-scale illicit trafficking by organised groups. 

During this operation, 3.280,580 cigarettes and 400 cigars were seized in customs and other 
controls in different countries.  

Specifically in Andorra, 54 boxes of tobacco (27.333 packages) were confiscated and a total amount 
of EUR 150.253 were imposed as a penalty for the infringement of Article 9 1 a) of the Law of 
sensitive goods. 

Consistency of confiscation results with ML/TF risks and national AML/CTF policies and 
priorities.  

334. Since the NRA was issued in December 2016 and given the lack of aggregated statistics, it is 
rather difficult for the evaluation team to determine whether the confiscation results reflect the 
assessment of ML/TF risks and priorities set out in the NRA. The authorities presented figures for 
2016 which indicate that the most significant seizures and confiscations concern tobacco smuggling 
and, to a lesser extent, qualified fraud, drug crimes and illicit association. Although the available data 
suggests that assets which may become the object of seizure and confiscation are pursued to an 
increasing degree, it seems that the authorities still face some challenges during the investigation 
procedure (resources available, access to databases by LEAs, judicial secrecy limits, etc.). 
Nevertheless, the effective implementation of measures in the action plan of the NRA, which aim to 
rectify these deficiencies, has to be ensured in order to continue to improve the system which is 
currently in place.   

335. 4ÈÅ .2! !ÃÔÉÏÎ 0ÌÁÎ ÓÔÁÔÅÓ ÔÈÁÔ ȬNCBC does not apply when the person accused is acquitted 
ÂÅÃÁÕÓÅ ÏÆ ÍÅÒÅÌÙ ÆÏÒÍÁÌ ÄÅÆÅÃÔÓ ÄÕÒÉÎÇ ÔÈÅ ÔÒÉÁÌȟ ÔÈÅÒÅÆÏÒÅ Á ÓÐÅÃÉÆÉÃ ȰÉÎ ÒÅÍȱ ÃÉÖÉÌ ÐÒÏÃÅÄÕÒÅ ÓÈÏÕÌÄ ÂÅ 
established.ȭ 4ÈÅ ÁÓÓÅÓÓÍÅÎÔ ÔÅÁÍ ÓÕÐÐÏÒÔÓ ÓÕÃÈ ÓÔÁÔÅÍÅÎÔȟ ÁÎÄ ÇÉÖÅÎ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÒÉÓË ÐÒÏÆÉÌe 
where most of crimes are committed abroad, introduction of the civil confiscation regime would be a 
significant step forward in ensuring the effective confiscation of the proceeds of crime.   

336. Some of the risks concerning the cross border movement of cash did not yet result in concrete 
ÁÃÔÉÏÎÓ ÁÎÄ ÍÅÁÓÕÒÅÓȢ &ÏÒ ÅØÁÍÐÌÅȟ ÓÏÍÅ ÐÅÒÓÏÎÓ ×ÅÒÅ ÉÄÅÎÔÉÆÉÅÄ ÁÃÔÉÎÇ ÁÓ ȬÍÕÌÅÓȭ - transporting 
ÓÏÍÅÏÎÅ ÅÌÓÅȭÓ ÃÁÓÈ ÏÖÅÒ ÔÈÅ ÂÏÒÄÅÒȢ 4ÈÅ ÃÕÒÒÅÎÔ ÓÙÓÔÅÍ ÄÏÅÓ ÎÏÔ ÐÒÏÖÉÄÅ ÍÅÃÈÁÎÉÓÍÓ ÔÏ ÐÒÏÖÅ ÉÆ 
the transported cash belongs to the holder or not. No measures have been taken in relation to this 
issue. Authorities reported that this trend would decrease due to the introduction of the tax crimes 
in the legislation and AEOI for tax purposes which will no longer make Andorra an attractive place to 
evade payment of tax. 

337. The same can be said for other risks identified, such as cases where several persons linked by 
a common interest jointly transport more than 10 000 EUR but less than this amount individually, 
and the absence of obligation to declare precious metals and other high-value commodities at the 
border.  
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338. For these reasons, the assessment team is of the opinion that the efforts to uncover ML 
through transportation of cash do not reflect the risks identified. Combating cash smuggling appears 
not to be a priority objective for the authorities. 

Overall Conclusions on Immediate Outcome 8 

339. Andorra has recently taken measures to strengthen its legal and institutional framework for 
confiscation, based on a genuine commitment to pursue the recovery of proceeds. The overall system 
of provisional measures and confiscation demonstrates some characteristics of an effective system 
and the sanction regime seem to be dissuasive (with exception of fines for non or false declaration of 
cross border transportation of cash).  

340. Although the amounts confiscated so far appear to be significant, there is still  a considerable 
gap between the amounts of funds frozen and those confiscated ɀ this being a result of various 
factors underlined in the previous chapters of the report. 

341. Certain legal and institutional obstacles continue to limit the effectiveness of LEAs in pursuing 
the confiscation of proceeds from crime. Insufficient human resources, restrictive access to 
databases by some of the LEAs and problems identified with regard to cross-border identification 
and seizure of cash are the most relevant issues of concern in the current system. 

342. Andorra has achieved a moderate level of effectiveness for IO.8.  
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CHAPTER 4. TERRORIST FINANCING AND FINANCING OF PROLIFERATION 

Key Findings and Recommended Actions 

Key findings 

Immediate Outcome 9 

Andorra has enacted a robust legal framework for criminalising TF, which is largely in line with the 
international standards, and has conducted a comprehensive national TF risk assessment. 
Nevertheless, to date it is not clear what political oversight will apply to monitoring implementation 
of the national CFT policy and Action Plan.  

Being geographically located between France and Spain, Andorra naturally relies on close 
cooperation with these countries for combatting terrorism and TF. Excellent relations and 
information exchange exist with the relevant counterparts in Spain, France and Italy.  

4ÈÅÒÅ ÉÓ ÎÏ ÅÖÉÄÅÎÃÅ ÉÎÄÉÃÁÔÉÎÇ ÔÈÁÔ !ÎÄÏÒÒÁȭÓ ÆÉÎÁÎÃÉÁÌ ÓÙÓÔÅÍ ÍÉÇÈÔ ÂÅ ÕÓÅÄ ÁÓ Á ÔÒÁÎÓÉÔ ÐÏÉÎÔ ÆÏÒ 
terrorist financing. Concerning foreign TF risk, the LEAs in Andorra appear to have a good 
understanding of the threat of recruitment, radicalisation and self-radicalisation of individuals. No 
evidence has been found suggesting that Andorran residents have travelled to conflict zones abroad 
to help foreign terrorist groups. Andorra has never been formally requested by foreign counterparts 
to provide information or assistance in relation to a TF or terrorism investigation conducted abroad. 

The authorities have not prosecuted any type of TF activity and no convictions for the offence of TF 
have been secured in the period under review. Therefore, they have had no opportunity to apply in 
practice tools and mechanisms available to combat TF and thus test their effective implementation in 
practice. The two investigations carried out so far by the authorities demonstrated that they took 
seriously any indications or links to possible terrorist and TF activities. The absence of prosecutions 
and convictions for TF appears to be broadly in line with the risk-profile of the country. 

Although Andorra has never directly dealt with any case of terrorism or TF, the authorities have 
demonstrated their understanding that this does not exclude per se an underlying threat of TF in the 
country. The NRA and the interviews held onsite confirmed that LEAs made efforts (especially at the 
intelligence level) to identify the sources of funds that can potentially be used for the purpose of TF.  

It appears that Andorra would benefit from having a more flexible legal framework (an intelligence 
law) to prevent terrorism and TF in light of the evolving TF risks (such as recruitment, radicalisation 
or auto-radicalisation through the Internet).  

The evaluation team remains concerned with the issue of judicial secrecy and its potential impact on 
TF investigations.  

The authorities have conducted a detailed analysis of wire transfers with other jurisdictions, 
including high-risk countries, within the framework of the NRA. However, the possibility to monitor 
wire transfers data to and from high-risk jurisdiction s from the TF perspective has not been fully 
explored by the UIFAND prior to the NRA. 

Immediate Outcome 10 

The TFS framework under UNSCRs 1267/1989 and 1988, and pursuant to UNSCR 1373 seems 
complete, and capable of applying sanctions promptly. Listing in Andorra is automatic following the 
UN designation and without delay. However, the assessment team could not assess the effectiveness 
in designating foreign or domestic terrorists since no formal request for designation pursuant to 



78   

UNSCR 1373 has ever been submitted to/by the competent authorities. 

The evaluation team believes that Andorra could be more proactive in recognising terrorists and 
terrorist organisations designated by the EU and neighbouring countries, given the close 
relationship that Andorra has with those jurisdictions and risk of terrorism and TF that is found 
there. In practical terms, this would mean that any EU, Spanish or French designations (once in force 
in those jurisdictions) could have direct effect in Andorra. 

The overall general level of awareness of TFS seems to be satisfactory, though some sectors (mostly 
DNFBPs) need additional guidance and training.  

FIs, especially the larger ones, have in place robust systems to detect funds or other assets owned by 
designated persons or entities. However, smaller FIs and especially some DNFBPs seem to have 
focused less attention and resources for this purpose. The off-site supervision of FIs through the 
external audits on AML/CFT compliance does not include a requirement for the auditor to test the 
effectiveness of a FI's screening arrangements. 

A limited regulatory regime for registration and supervision of NPOs does not fully target and seem 
not to be proportionate to the risk of abuse of NPOs for TF purposes. No formal review of the risks 
posed by the NPO sector had been undertaken prior to the NRA. Besides some financial accounting 
requirements, NPOs are not supervised or monitored by the authorities in any other manner. The 
NPOs met onsite had never received training by the authorities on possible misuse of the NPO sector 
for TF purposes, and, as a result, there was a shortage of awareness on TF risks even by NPOs 
operating close to the conflict areas. Still the NPOs met onsite prefer to remain a reporting entity 
under the AML/CFT Act, as they perceive this as an additional measure to prevent their possible 
misuse for TF purposes. 

No positive matches have been identified with persons designated under the relevant UNSCRs, thus, 
no freezing of assets and instrumentalities of terrorists, terrorist organisations or terrorist financers 
has been applied. Nevertheless, Andorra has mechanisms and disposition to act in compliance with 
the core issue 10.3. 

Immediate Outcome 11 

The mechanism implementing PF sanctions is similar to that for TF sanctions. Andorra has a 
complete TFS framework pursuant to UNSCRs 1718, 1737 and their successor resolutions. No PF-
related assets or funds have been frozen so far. 

There is less understanding among certain DNFBPs about the obligations regarding TFS related to PF 
as opposed to the banking sector. Not all reporting entities were aware of the guidance on PF 
sanctions issued by the authorities. 

Not enough evidence has been presented by the authorities to demonstrate that Andorra has robust 
export control of proliferation -sensitive goods and technologies. It remains unclear to the 
assessment team if the competent authorities have adequate understanding of proliferation risks. 

The PC2 has been set up to coordinate activities and provide a platform for cooperation among the 
relevant authorities on, inter alia, PF issues. However, insufficient evidence has been provided by the 
authorities to demonstrate the satisfactory level of co-ordination and cooperation (including on 
information/intelligence sharing) across all relevant authorities in relation to PF matters. 

Recommended actions 

Immediate Outcome 9 

¶ As suggested in the NRA, Andorra should further develop a clear national CFT strategy built on 
the existing Action Plan, whilst PC1 should be used to strengthen inter-agency co-operation on 
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TF issues, especially at the policy level. 

¶ Regular or at least periodic assessments of aggregated wire transfers with countries having a 
high-risk of terrorist activities to detect any potential TF suspicion should be continued by the 
UIFAND. 

¶ As proposed in the NRA Action Plan, Andorra should consider introducing legislation on 
operational intelligence services to provide the authorities with a more comprehensive legal 
framework in the context of TF and terrorism prevention. 

 Immediate Outcome 10 

¶ Andorra should conduct proper and comprehensive periodical monitoring of all NPOs operating 
in the jurisdiction to: (i) form an objective analysis of risks posed by the sector; (ii) identify those 
NPOs at risk from terrorist abuse; and (iii) conduct outreach and exercise oversight of those 
identified as presenting a risk. 

¶ Training on possible misuse of the NPO sector for TF purposes should be provided to the entire 
NPO sector as a matter of priority. 

¶ In light of the close economic and political ties with neighbouring jurisdictions, the authorities 
should consider recognising lists of terrorists and terrorist organisations designated in 
particular by the EU, France and Spain.  

¶ The work of the PC2 should be enhanced through more active participation of the Police 
Department and ensuring that the agenda of the Committee routinely covers TFS issues, 
including how sanctions may be evaded. 

¶ The authorities should include a requirement for the auditor to test the effectiveness of a FI's TFS 
screening arrangements during AML/CFT audits. They should also consider the adequacy of 
supervision of DNFBP compliance with TFS sanctions given the limited number of supervisory 
on-site visits conducted to date. 

¶ Regular training on the proper implementation of TFS should be provided to reporting entities 
and specifically to gestorias and other DNFBPs. 

Immediate Outcome 11 

¶ The authorities with CPF competences should be trained on the risks of PF (including on 
typologies and indicators of proliferation-related sanctions evasion activity, risks of abuse of 
proliferation -sensitive goods and technologies, and the FATF typologies and best practices 
paper) in order to develop capacity in this area. 

¶ The authorities should ensure that the agenda of PC2 regularly covers PF issues, including how 
PF sanctions may be evaded. The Police Department should regularly take part in the meetings of 
the Committee.  

¶ Further training and awareness-raising activities, including on the ways in which PF sanctions 
could be evaded, should be provided to the reporting entities by the UIFAND and specifically to 
gestorias and other DNFBPs. 
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Immediate Outcome 9 (TF investigation and prosecution)  

0ÒÏÓÅÃÕÔÉÏÎȾÃÏÎÖÉÃÔÉÏÎ ÏÆ ÔÙÐÅÓ ÏÆ 4& ÁÃÔÉÖÉÔÙ ÃÏÎÓÉÓÔÅÎÔ ×ÉÔÈ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÒÉÓË-profile 

343. In the period under review the authorities have not prosecuted any type of TF activity and no 
convictions for the TF offence have been secured. As noted in Chapter 1, Andorra has conducted a 
detailed national TF risk assessment in 2016, which concluded that the overall TF risk for the 
country is medium-low.  

344. The methodology applied to assess TF risk in Andorra examines both domestic and foreign TF 
risk. The authorities have analysed different factors related to the sources of funds lawfully and 
unlawfully generated within Andorra that may potentially be used for the purpose of TF. So far, there 
have been no cases of domestic TF detected.  

345. With regard to foreign TF risk, the NRA acknowledges that there is a possibility of 
recruitment, radicalisation and self-radicalisation of individuals. The LEAs in Andorra appear to have 
a good understanding of this relatively new threat and work closely on the matter with Spain and 
France. Apart from some unconfirmed suspicion held by Andorra in the form of intelligence 
information, no evidence has been found suggesting that Andorran residents have travelled to 
conflict zones abroad to help foreign terrorist groups. The NRA also acknowledges that Andorra 
might be used as a transit point for terrorist financing. However, there is no evidence that this is 
actually occurring.  

346. At the time of the onsite, the UIFAND, the Police Department and judicial authorities have 
never been formally requested by foreign counterparts to provide information or assistance in 
relation to a TF or terrorism investigation conducted abroad. This supports the finding of the NRA 
that, so far, no links have been found between Andorran residents and terrorists/terrorist 
organisations. There are also no indications that terrorist networks operate in Andorra.    

347. In principle, the assessors deem that the conclusions of the NRA in relation to IO.9 are 
reasonable. The absence of prosecutions and convictions for TF, therefore, appears to be broadly in 
line with the risk-profile of the country.  

TF identification and investigation 

348. Potential TF is identified through intelligence collected by the Police Department, SARs 
submitted and through international cooperation. The main source of information used to identify 
potential TF cases has been the intelligence information generated by the specialised groups of the 
Police Department. 

349. The Police Department is the law enforcement agency authorised to investigate any suspicion 
of terrorism or TF. There are two dedicated anti-terrorism teams established within the Police 
Department to proactively investigate, gather operational intelligence and exchange it with the 
equivalent foreign counterparts.  

350. If the different Police groups in charge of the terrorism-related cases were to suspect terrorist 
activity, the suspicion would be communicated to the divisions of the Police Department in charge of 
financial investigations in order to conduct a parallel financial investigation. Moreover, there are 
specialised investigative sections of the Courts (investigative judges) competent to deal with 
potential TF investigations. Therefore, it appears that Andorra has the necessary mechanisms and 
resources in place to proactively work to detect terrorism and TF cases and is able to deal with them 
if detected.  
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351. Between 2011 and 2016, three SARs which had been reported to the UIFAND contained some 
suspicion of TF. However, two of the cases did not confirm the suspicion. The first case turned out to 
be a Nigerian scam involving a person from West Africa. The description of the second case is 
provided in the case study box below. The third case is under investigation (see Box 12 below).  

Box 11: Case of TF suspicion analysed by the authorities  

In July 2013, a SAR was submitted to the UIFAND by one of the banks in relation to an unusual 
transaction conducted by a client of the entity. Although the SAR was originally presented as a 
ML-related SAR, a small component of TF suspicion was identified by the UIFAND.  

The bank detected that one Andorran legal entity had received wire transfers from Germany, and 
subsequently, part of these funds had been withdrawn in cash in Paris. One of the persons related 
to this company was an Andorran resident with Moroccan nationality. The UIFAND initiated a 
joint preliminary investigation with the Police Department to determine if this could be a TF or 
terrorism related case. Finally, after having checked all the details of the case with the law 
enforcement counterparts, no indications that could point to TF or terrorism were found.  

 

352. The evaluation team believes that the UIFAND should be proactive in analysing data on wire 
transfers with high-risk jurisdictions/clients at least  on a periodic basis. This may help the 
authorities to reassure that any potential indication of terrorism or TF activity is detected. The 
assessment team also considers that the low number of TF-related SARs from reporting entities can 
be explained, in part, by insufficient awareness among reporting entities on TF threat.  

353. During the period under review, the authorities conducted one investigation indirectly related 
to terrorism and there is one investigation of potential TF which is ongoing. The first investigation 
was opened further to the discovery of a symbol potentially linked to ISIL by the Police Department 
during a search conducted in the context of the investigation of another crime. The investigation 
focused on this particular issue and, after investigating for a year, it found that no links with 
terrorism or TF existed. Since no further evidence or suspicion was found, this case was closed. 
Nevertheless, the authorities confirmed that the former suspect of that investigation remains under 
close surveillance by the Police Department. The second investigation is still ongoing, and therefore, 
a very brief description of it is given in the Box below. 

Box 12: Case of TF suspicion (still under investigation)  

Based on a SAR submitted to the UIFAND, an analysis pointed out that some suspicious financial 
transactions with a credit card were being conducted in relation to a high-risk area and the usual 
routes to it.  

This information is being used by the GPO and the units of the Police Department in charge of 
terrorism and TF. Close cooperation is set with the foreign counterparts to join efforts in 
investigating the potential TF. Andorran authorities assured the assessment team of their pro-
activity, with regard both to national and international aspects of the case.  

 

354. Additionally, the evaluation team was informed that LEAs possess some intelligence regarding 
isolated and not confirmed cases of potential radicalisation or auto-radicalisation (mainly through 
the Internet) and some not confirmed information on foreign fighters in relation to ISIL and its 
affiliated organisations.  
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355. Although, fortunately, the authorities have not had yet the opportunity to apply in practice the 
tools and mechanisms available to combat TF (and thus test their effective implementation in 
practice), in the two investigations mentioned above, the Police Department, UIFAND and the GPO 
took seriously into account the indications or links to possible terrorist activities. 

356. So far, to conduct operational intelligence services, the Police Department has applied the 
general legal framework (applicable to all criminal acts) which it considers to be not fully apt for 
terrorism and TF investigations in some circumstances. As was identified in the NRA and then 
confirmed during the interviews, the Police Department deems that a more flexible legal framework 
to prevent terrorism and TF is needed. The needed intelligence law, in their view, should enhance 
Police Department powers and equip it with flexible tools to face the new challenges and trends 
related to terrorist international operations (such as recruitment, radicalisation or auto-
radicalisation through the Internet). Notably, this refers to a more flexible application of special 
investigative techniques encompassing intervention in communications, banning of webpages 
promoting terrorism or radi calisation, etc.. In fact, the need for a formal discussion at a high political 
level to consider the introduction of a new law has been suggested in the NRA Action Plan. 

357. Informal domestic cooperation between the relevant competent authorities involved in the 
prevention and detection of ML and TF is well-established in Andorra. Within 24 hours after the 
detection of a TF suspicion, a joint meeting of competent authorities (UIFAND, Police and the General 
Prosecutor Office) has to be held in order to coordinate further actions. Besides, regular and similar 
meetings take place to update all relevant authorities of the advancement of the case.  

358. The evaluation team is concerned about judicial secrecy in Andorra and its potential impact 
on TF investigations. Judicial secrecy can only be maintained for up to 6 months (elaborated under 
IOs 7 and 8). After that period, a judge, upon request from a person under investigation, is obliged to 
disclose to that person the information about the on-going proceedings which concerns him/her. 
This may jeopardise very sensitive TF investigations should they be opened in the future. This can 
also impair potential MLA assistance as it could compromise investigations under secrecy which are 
being conducted.  

359. Despite the fact that Andorra has never directly dealt with any case of terrorism or TF, the 
authorities have demonstrated their understanding that this does not exclude per se an underlying 
threat of TF in the country. The NRA and the interviews held onsite confirmed that LEAs made 
efforts (especially at the intelligence level) to identify the sources of funds that can potentially be 
used for the purpose of TF. Special attention has been paid to the crimes considered in the 
framework of the NRA as a possible source of TF.  

360. Tobacco smuggling has been recognised by the international community as a relatively 
common instrument worldwide to finance terrorism. LEAs have demonstrated that investigations of 
domestic tobacco smuggling are considered as high priority. They have conducted a number of 
parallel financial investigations in these cases. Up to now, these parallel financial investigations have 
always led to ML investigations and not to TF cases. 

361. Notwithstanding the fact that cross-border transportation of cash has never been detected or 
suspected to be used for terrorist purposes, the assessors are concerned about the substantial level 
of cash smuggling through Andorra (especially in the light of Spanish data regarding the number and 
amount of detected cash smuggling cases in the Spanish side of the border with Andorra, however 
these flows were not related to TF but to tax crimes)57. For example, in 2015, according to 

                                                      
57 The FATF report of Spain: http://www.fatf -gafi.org/media/fatf/documents/reports/mer4/Mutual -Evaluation-Report-Spain-

2014.pdf 

http://www.fatf-gafi.org/media/fatf/documents/reports/mer4/Mutual-Evaluation-Report-Spain-2014.pdf
http://www.fatf-gafi.org/media/fatf/documents/reports/mer4/Mutual-Evaluation-Report-Spain-2014.pdf
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information pr ovided by Spain in the international cooperation feedback, the Spanish authorities 
intercepted more than EUR 1.5 million of cash coming from Andorra.  

362. Cash smuggling creates a certain vulnerability that could be exploited for TF purposes in 
Andorra as well as in neighbouring countries. The existing controls in place are weak and some 
major technical deficiencies remain in the Andorran legal framework which requires improvement. 
On the other hand, it should be emphasised that the authorities fully understand the existing 
deficiencies of the cash control regime and concrete steps to improve the system have already been 
taken. The mitigating measures include the strengthening of cash border controls from both the 
legislative and operational perspective: relevant legislative reform has been initiated and at the time 
of the on-site visit a draft law on cross-border transportation of cash had been prepared.    

363. 7ÈÅÎ ÁÓËÅÄ ÁÂÏÕÔ ×ÈÅÔÈÅÒ ÔÈÅÒÅ ×ÅÒÅ ÁÎÙ ÓÉÇÎÓ ÏÆ ÔÈÅ ÕÓÅ ÏÆ Ȱ(Á×ÁÌÁȱ ÏÒ ÓÉÍÉÌÁÒ ÉÎÆÏÒÍÁÌ 
money transfer services detected in Andorra, the authorities interviewed onsite confirmed that no 
indications that such activities are taking place in the country have been found. The authorities also 
indicated that the use of on-line payment systems and e-wallets is not common in Andorra.  

364. There are also some concerns about the absence of the criminalisation of smuggling of goods 
(apart from tobacco) that limits the ability of the authorities to detect and combat antiquities 
smuggling, the proceeds from which could be used by the Islamic State. Although no such cases have 
been identified to date, this technical deficiency could adversely impact on the effectiveness of the 
CFT system once tested in practice. Andorran authorities advised that such goods would be detected 
through the use of Interpol databases or WCO platforms and assured that the provisions on illicit 
trafficking of stolen goods would apply.  

365. The issue of adequacy of human resources for CFT has also been raised during the onsite. 
Although, the human resources issue is not a matter of urgent concern, the evaluation team agrees 
with the conclusion of the NRA that the number of available law enforcement staff, specifically in the 
investigative section of the Courts, should be increased. Notwithstanding the fact that the lack of 
human resources appears to be a general deficiency of the Andorran AML/CFT system, the 
authorities confirmed that absolute priority would be given to any potential TF case.  

366. Some CFT training and capacity building activities have been provided to the competent 
authorities outside of Andorra, in France, Spain and Italy. However, this happens occasionally. The 
lack of regular training is partially compensated by close cooperation with the Spanish competent 
authorities, who have been sharing their experiences and techniques in the CFT field. In this regard, 
the authorities referred to regular trainings and workshops provided to the Police Department by 
the Centre on Deactivation of Explosives of the Spanish police. 

367. Given the near absence of TF cases in Andorra, international cooperation on terrorism and TF 
is mostly conducted on an informal rather than a formal basis. In the period under review, the 
competent authorities have never been formally requested by foreign counterparts to provide 
information on or assistance in relation to a TF or terrorism investigation conducted abroad. 

368. The authorities have demonstrated that they have very good information/intelligence sharing 
with t he equivalent foreign bodies (especially with France and Spain). The Public 0ÒÏÓÅÃÕÔÏÒȭÓ Office 
plays a pivotal role in the international cooperation process and is very pro-active in seeking and 
providing different forms of international cooperation and assistance, including on an informal basis. 
Cooperation and information exchange with Spain and France at the operational level is conducted 
on a daily basis through direct contact persons in both countries. In this regard, the authorities 
confirmed that they pay special attention to any suspicion of TF they detect or are informed of.    
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369. In September 2015, Andorra and Spain signed a convention on combating crime and on safety, 
where both states among other things undertook to work together against terrorism, and its 
financing. Andorra has also signed a MoU with Italy, including on combating TF. The work on 
another two MoUs, one with France and one with Belgium, is under way. The TF risks of misuse of 
credit cards in conflict zones have recently been discussed in Madrid with the competent authorities 
of Spain and other countries.  

TF investigation integrated with -and supportive of- national counter-terrorism strategies 

370. To date, Andorra has had no overarching national strategy to combat terrorism and TF. After 
the completion of the NRA, the authorities have developed a detailed Action Plan that includes a list 
of measures to mitigate the TF risks. The next step envisaged by the Action Plan is to formally 
establish a clear national policy and strategy to prevent and fight TF.   

371. Andorra has two permanent committees responsible for preventing and combating TF, 
however certain deficiencies regarding their effectiveness have been highlighted in the NRA and 
during the onsite visit. Although interagency co-operation on TF issues is well established and 
features a proactive approach at the operational level, the policy level still appears to have some 
shortcomings. For example, the implementation of the FATF and MONEYVAL recommendations are 
the main fields of intervention by PC1 in practice. Moreover, some relevant competent authorities 
such as the Police Department, Tax and Customs Department have not participated in the meetings 
of the groups on a regular basis. There are also shortcomings in the coordination and interaction 
ÂÅÔ×ÅÅÎ ÔÈÅ 0#ρ ÁÎÄ 0#ςȟ ×ÈÉÃÈ ÁÒÅ ÅØÐÅÃÔÅÄ ÔÏ ÂÅ ÒÅÓÏÌÖÅÄ ÓÏÏÎ ÆÕÒÔÈÅÒ ÔÏ ÔÈÅ ÁÕÔÈÏÒÉÔÉÅÓȭ ÄÅÃÉÓÉÏÎ 
to merge the two committees into one.   

Effectiveness, proportionality and dissuasiveness of sanctions 

372. In the period under review, there have been no TF prosecutions and convictions, therefore, 
the evaluators were unable to assess whether sanctions or measures applied against natural persons 
convicted of TF offences are effective, proportionate and dissuasive. Nevertheless, it has to be noted 
that in 2014 Andorra increased penalties for TF (the basic sanction for TF offence went from 2 to 5 
years of imprisonment to 2 to 8 years; the sanction for aggravated TF offence went from 3 to 8 years 
of imprisonment to 3 to 10 years). 

Alternative measures used where TF conviction is not possible (e.g. disruption) 

373. So far, no specific measures have been adopted by Andorra to disrupt TF activities as there 
has been no evidence of TF in Andorra. The authorities stated that if propaganda of terrorism or 
radicalism through the Internet is found, they would be able shut down such websites.   

Overall Conclusions on Immediate Outcome 9 

374. Even though there have been no prosecutions for TF, the proactive approach taken by LEAs in 
cases of potential suspicion of TF demonstrates that the authorities have not been inactive in the 
field of CFT. The Public 0ÒÏÓÅÃÕÔÏÒȭÓ /ÆÆÉÃÅȟ ÔÈÅ ÊÕÄÉÃÉÁÌ ÁÕÔÈÏÒÉÔÉÅÓ ÁÎÄ ÔÈÅ 0ÏÌÉÃÅ Department are 
well aware that the small size of the country does not exempt them from addressing this problem, 
ÐÁÒÔÉÃÕÌÁÒÌÙ ÉÎ ÖÉÅ× ÏÆ !ÎÄÏÒÒÁȭÓ ÇÅÏÇÒÁÐÈÉÃÁÌ ÐÒÏØÉÍÉÔÙ ÔÏ ÒÅÇÉÏÎÁÌ ÔÅÒÒÏÒÉÓÔ ÁÃÔÉÖÉÔÉÅÓ ÁÎÄ ÔÈÅ 
opportunities it provides as a financial centre. The evaluation team concludes that Andorra has 
sufficient/appropriate mechanisms and practices in place to investigate the financial aspect of 
terrorist activities when necessary. 
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375. Andorra has achieved a substantial level of effectiveness for IO .9. 
 

 
Immediate Outcome 10 (TF preventive measures and financial sanctions)  

Implementation of targeted financial sanctions for TF without delay 

376. As noted in more details in the Technical Annex (cf. R.6), Andorra has adopted legislative 
amendments in 2014 in order to implement TFS without delay, in compliance with UNSCR 1267, its 
successor resolutions and UNSCR 1373.  

377. According to Article 68 of the AML/CFT Act58, the PC2 prepares and publishes on the 
5)&!.$ȭs ×ÅÂÓÉÔÅ Á Ȱlist of names and circumstances of persons and entities deemed to have links with 
terrorist activities, the financing of terrorism, or financing of the proliferation of weapons of mass 
destructionȱȢ 4ÈÅ ÐÅÒÓÏÎÓ ÉÎÃÌÕÄÅÄ ÏÎ ÔÈÅ ÌÉÓÔ ÓÈÁÌÌ ÂÅ ÔÈÅ ÆÏÌÌÏ×ÉÎÇȡ ɉÉɊ 0ÅÒÓÏÎÓ ÏÒ ÅÎÔÉÔÉÅÓ ÌÉÓÔÅÄ ÂÙ 
the corresponding UN committee; (ii) Persons or entities designated by the Andorran state; (iii) 
Persons or entities based on a request submitted by a foreign state.  

378. The persons or entities listed by the UN Sanctions Committee (i) are automatically included by 
law. The consolidated list drawn by the UN Sanctions Committee is therefore directly applicable in 
Andorra and is available on the website of the 5)&!.$ ÔÈÒÏÕÇÈ Á ÌÉÎË ÏÎ ÔÈÅ 5)&!.$ȭÓ ×ÅÂÐÁÇÅȢ 
Therefore, TFS under UNSCRs 1267/1988 and 1989 and subsequent resolutions are implemented 
with out delay. For domestic designations (ii), the inclusion of persons or entities on the list has to be 
issued and published by the PC2. Therefore, the mechanism for designation exists, but has never 
been used by Andorra so far. 

379. Finally, implementation of requests by foreign states (iii) goes through PC2 which has to 
consider and, if appropriate, give effect to requests sent by other countries to include a person on the 
list. The PC2 has discretion in this respect to assess whether there are reasonable grounds to justify 
the inclusion of persons and entities in the lists. Should it conclude that there are reasonable grounds 
for such inclusion, it issues a specific resolution in this matter. However, to date, no requests have 
been made to Andorra by foreign jurisdictions and, therefore, there are no persons or entities 
included on the Andorran list on the basis of a foreign request. 

380. Regarding the mechanism for informing the private sector, reporting entities are obliged to 
consult thÅ 5)&!.$ȭÓ ×ÅÂÐÁÇÅ ɉÕÐÄÁÔÅÓ ÏÆ ÔÈÅ 5. ÃÏÎÓÏÌÉÄÁÔÅÄ ÓÁÎÃÔÉÏÎ ÌÉÓÔ ÁÒÅ ÁÕÔÏÍÁÔÉÃÁÌÌÙ 
published). Additionally, e-mails are sent to obliged entities identified by the authorities as 
presenting a higher TF risk and professional bodies to inform them about any update of the lists. 
Nevertheless, not all DNFBPs are covered by these emails. It appears that for a certain number of 
reporting entities, specifically DNFBPs, the only way to know about changes in the lists is to consult 
ÔÈÅ 5)&!.$ȭÓ ×ÅÂÐÁÇÅȢ 4ÈÉÓ ÍÉÇÈÔ Ãause delays in the implementation of TFS. In fact, some 
ÁÓÓÏÃÉÁÔÉÏÎÓ ÏÆ ÐÒÏÆÅÓÓÉÏÎÁÌÓ ÉÎÄÉÃÁÔÅÄ ÔÈÁÔ ÔÈÅÙ ÃÏÎÓÕÌÔ ÔÈÅ 5)&!.$ȭÓ ×ÅÂÓÉÔÅ ÏÎ Á ×ÅÅËÌÙ ÂÁÓÉÓȢ  

381. The UIFAND has recently transmitted comprehensive guidance on the implementation of TFS 
to the private sector, which among others describes how to implement TFS, freeze assets, make a 
SAR, etc.59 However, the evaluation team could not assess the extent of implementation of the 
guidance and its impact on reporting entities given that it was transmitted shortly before the on-site 

                                                      
58 As amended by Law 4/2014 

59 http://www.uifand.ad/images/stories/Docs/Guies/Guia_Aplicac_Recom_6_7.pdf  

http://www.uifand.ad/images/stories/Docs/Guies/Guia_Aplicac_Recom_6_7.pdf
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visit.  The UIFAND has also issued guidance on TF risk on NPOs, based on a FATF document issued in 
June 2014; it was disseminated by Andorra only in March 2017.  

382. Banks and their investment and insurance subsidiaries have developed their own automated 
screening systems to check clients and beneficial owners of customers against sanctions lists 
whereas non-bank FIs and DNFBPs tend to use commercial databases (mostly World-check). Some 
ÌÅÓÓ ÒÅÓÏÕÒÃÅÄ $.&"0ȭÓȟ ÓÕÃÈ ÁÓ ÌÁ×ÙÅÒÓȟ ÈÁÖÅ ÁÃÃÅÓÓ to those commercial databases through their 
professional associations.   

383. The UIFAND confirmed that the testing of the sanctions screening systems took place during 
its inspections. The inspection programme, however, was significantly cutback in 2015 and 2016 as a 
result of: i) a banking failure which required significant resources from the UIFAND; and ii) the NRA 
findings. In view of this, fewer tests have been carried out.  Although FIs are subject to off-site 
supervision through the external audits on AML/CFT compliance, this does not include a 
requirement for the auditor to test the effectiveness of a FI's screening arrangements. The evaluators 
also found out that the MTVS provider in the country only updates its list on a monthly basis. This 
MVTS provider has not been inspected by the UIFAND.  In addition, not all FIs record data on their 
customers in electronic form, especially when it concerns numbered accounts. Some CDD 
information is kept physically and some electronically therefore checking lists to seek potential 
matches may prove difficult and matches may be missed. 

384. The evaluation team also noted that some DNFBPs (e.g. accountants and real estate agencies) 
were not equipped with commercial databases and, although trainings were provided since 2013 by 
the UIFAND, were not sufficiently aware of the UN sanctions lists, the controls to apply and the 
measures to take in case of a positive hit. These professionals seemed to rely on the Andorran 
&ÏÒÅÉÇÎ )ÎÖÅÓÔÍÅÎÔ ÐÒÏÃÅÄÕÒÅÓȭ ÃÈÅÃËÓ ÐÅÒÆÏÒÍÅÄ ÂÙ ÔÈÅ Government as well as by Andorran banks. 
Both DNFBPs and also some small FIs indicated that there was lack of information and training 
provided by the UIFAND in this respect. Banks demonstrated a satisfactory level of understanding of 
TFS. 

385. Chapter 7 explains the measures that are in place to prevent the misuse of Andorran 
companies. These checks include: (i) controls exercised over foreign investment by the Ministry of 
Tourism and Commerce; and (ii) use of notaries, both of which also take account of TFS. Similar 
controls are applied to the acquisition of real estate.  

Targeted approach, outreach and oversight of at-risk non-profit organisations 

386. Despite the small size of the country, Andorra has a large number of NPOs. According to the 
NRA, there are 659 registered NPOs. NPOs in Andorra can take two legal forms: foundations (28) and 
associations (631).  

387. The Constitution of Andorra provides that the right to form an association is a fundamental 
right and that the registration of associations cannot be mandatory. The assessment team was 
assured onsite that in practice there are no non-registered associations, as carrying out financial and 
any other activities would require registration in Andorra.  

388. Nevertheless, the evaluators consider that since no proper analysis of the sector is 
periodically carried out, the possibility of the existence of non-registered associations and their 
potential misuse for TF purposes cannot be completely eliminated; the authorities should thus 
consider registering all associations to ensure improved monitoring. 

389. The NPO sector is regulated mainly by the Law on Associations, the Regulation on the 
Associations Register, Law on foundations and the Regulation of the Foundations Registry and 
Protectorate of 1 April 2009 (Foundations Regulations). NPOs in Andorra are reporting entities 
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under the AML/CFT Act. In addition, the AML/CFT Act also provides that NPOs shall be required to 
retain for five years the identification data concerning persons to whom funds are paid and the 
documents mentioned in Article 28 of the Law on Associations (register of members, book of 
ÍÉÎÕÔÅÓȟ ÉÎÖÅÎÔÏÒÙ ÏÆ ÁÓÓÅÔÓ ÁÎÄ ÁÃÃÏÕÎÔÉÎÇ ÒÅÇÉÓÔÅÒÓ ÒÅÌÁÔÉÎÇ ÔÏ ÔÈÅ ÁÓÓÏÃÉÁÔÉÏÎȭÓ ÁÃÔÉÖÉÔÉÅÓɊȢ 

390. Even though the regulations on associations and foundations include some elements to 
ÐÒÏÍÏÔÅ ÔÒÁÎÓÐÁÒÅÎÃÙ ÁÎÄ ÉÎÔÅÇÒÉÔÙ ÏÆ ÔÈÅ ÒÅÇÉÓÔÒÁÔÉÏÎ ÁÎÄ ÍÁÎÁÇÅÍÅÎÔ ÏÆ .0/Óȟ ÉÔ ÉÓ ÔÈÅ ÅÖÁÌÕÁÔÏÒÓȭ 
view that at this stage they do not target the risk of abuse of NPOs for TF purposes. 

391. Nevertheless, no formal review of the risks posed by the NPO sector had been undertaken 
before the NRA. The NRA analysis of the NPO sector in Andorra was carried out based on the findings 
of the FATF 2014 typology report on NPOs60ȟ ÄÉÓÔÉÎÇÕÉÓÈÅÄ ÂÅÔ×ÅÅÎ .0/Ó ÃÁÒÒÙÉÎÇ ÏÕÔ ȬÓÅÒÖÉÃÅȭ61 
ÁÎÄ ȬÅØÐÒÅÓÓÉÖÅȭ62 activities. 87% of the NPOs in Andorra carry out expressive activities, while 11% is 
involved in service activities, and 2% carries out both service and expressive activities. Following the 
findings of the FATF Report63, the authorities have identified 28 NPOs acting ÁÓ Ȱservice NPOsȱ ÉÎ ÔÈÅ 
international context, including 7 NPOs operating in places relatively close to conflictive areas (e.g. 
Burkina Faso, Uganda or others), and considered them as the riskiest ones.  

392. While these figures do not seem to be too alarming, nevertheless, a proper and comprehensive 
monitoring and supervision of all the NPOs operating in Andorra is necessary to prevent the misuse 
of NPOs for TF purposes.   

393. The NPOs regulations provide for a number of conditions for registration, as well as 
requirements to maintain updated information. However there is a complete lack of supervisory, 
monitoring or sanctioning mechanisms. Although the registering authorities are mandated to carry 
out verification of NPOs while registering, no proper mechanisms for verification of the registering 
NPOs are in place and no corresponding measures are being performed by the authorities. The 
registrars do not have access to, or any connection with the databases of other state authorities, such 
as the UIFAND or the Police Department, thus, only basic formal requirements are observed by the 
registering authorities. If during the registration process, there is the suspicion of criminal activity in 
the light of the presented documentation the registrar must notify the Minister of the Interior, who 
may refer the matter to the prosecution. Nevertheless, the authorities met onsite could not recall a 
similar experience.  

394. Domestic legislation merely requires NPOs to keep a register of members, minutes, an 
inventory of assets and accounting registers relating to their activities. Foundations are also subject 
to accounting obligations (article 22 of the Law on Foundations). According to the authorities, when 
NPOs receive public funds, they are subject to enhanced control, which means that income and the 
payments carried out by the NPO and the accounting records are verified by the Andorran 
authorities.  

395. Other than these forms of financial accounting, NPOs are not supervised or monitored by the 
State authorities in any other manner. The NPOs met onsite, including an NPO which received 
around 40% of its funding from the Government, indicated that they had never been under any type 

                                                      
60 The FATF report (June 2014) ɀ Ȱ2ÉÓË ÏÆ ÔÅÒÒÏÒÉÓÔ ÁÂÕÓÅ ÉÎ ÎÏÎ-ÐÒÏÆÉÔ ÏÒÇÁÎÉÓÁÔÉÏÎÓȱȢ  

61 Service activities ɀ housing, social services, education, health care. 

62 Expressive activities ɀ sports and recreation, arts and culture, interest representation, advocacy. 

63 4ÈÅ &!4& 2ÅÐÏÒÔ ÓÔÁÔÅÓ ÔÈÁÔ Ȱservice NPOs principally engaged in the provision of humanitarian services 
present the most desirable targets for terrorist entitiesȱȢ 
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of supervision or monitoring by the authorities, besides annually reporting basic financial 
information to the authorities. No audits had ever been carried out in the NPOs met onsite. Domestic 
legislation envisages no sanctioning regime for NPOs, other than criminal sanctions, which have 
never been applied in practice, and sanctions with regard to breaches in tax activities. The 
authorities met onsite did not have information, and by law are not required to possess any 
information on the foreign states which NPOs cooperate with. Prior to the NRA, no analysis had been 
conducted by domestic authorities in relation to associations operating close to conflict areas. 
Furthermore, there was no proper assessment of the TF risks posed by the misuse of NPOs, and no 
designated authority that can conduct such an analysis. 

396. The NPOs met onsite had never received training by the authorities on the possible misuse of 
the NPO sector for TF purposes, and, as a result, they were insufficiently aware of the risk, including 
those operating close to conflict areas. The NPOs met onsite, had never seen the necessity to 
undertake a risk analysis before working in a new environment or with new partners. This, however, 
seemed to be due to a lack of awareness, rather than a careful scrutiny.  

397. According to the authorities, the majority of NPOs are funded from sources in Andorra, either 
by the Government, or public funding and fundraising activities. The NPOs met onsite demonstrated 
a sufficient level of caution with regard to accepting funding from unknown sources, indicating that 
due to the size of the country, they always know personally the individuals who make the donations, 
and the purpose of such donations. Nevertheless, it was also observed that they had encountered 
cases of anonymous monetary transfers which they had accepted. Even though the NPOs did not per 
se assess the context and terrorism and TF risks and vulnerabilities in the geographical areas in 
which they planned to operate, their profile and operations appear not to bear specific risk of being 
abused for the criminal activities purposes. Despite the fact that NPOs are currently reporting 
entities under the AML/CFT Act, no NPOs have ever submitted an SAR to the UIFAND.  

398. Moreover, the NPOs met onsite were not properly informed and did not have any 
understanding about their functions and obligations as a reporting entity. Considering that the FATF 
standards do not require NPOs to be reporting entities, the NRA suggests that NPOs should be 
removed and not appear as reporting entities. According to the NRA, a general framework regulating 
the activities of the NPOs and proper rules of financial transparency would ensure the prevention of 
TF more effectively than the applications of all the obligations established under the AML/CFT Act. 
Despite this reasoning, the registrars of NPOs consider that the removal would not be desirable, as 
being a reporting entity has never been a cause for concern for NPOs, and it can serve as an 
additional guarantee for combating the possible misuse of NPOs for TF purposes.   

Deprivation of TF assets and instrumentalities 

399. No confirmed positive matches have been identified with persons designated under the 
relevant UNSCRs, thus, no freezing of assets and instrumentalities of terrorists, terrorist 
organisations or terrorist financers has been applied. Nevertheless, Andorra has the mechanisms 
and the disposition to act in compliance with the core issue 10.3. 

Consistency of measures with overall TF risk profile  

400. Despite the fact that Andorra has never detected any terrorist or TF activity within its 
jurisdiction, the two countries neighbouring Andorra, namely France and Spain, have a significant 
level of exposure to terrorism and TF risks. Many other European countries have also suffered from 
recent terrorist attacks. Moreover, Andorra has very close economic and political ties with 
neighbouring jurisdictions.  
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401. Therefore, the evaluation team believes that Andorra could consider recognising terrorists 
and terrorist organisations designated by the EU and neighbouring countries, given the close 
relationship that Andorra has with those jurisdictions and the risk of terrorism and TF that is found 
there. In practical terms, this would mean that the EU, Spanish or French designations could also 
have a direct effect in Andorra. This could strengthen the TFS framework of Andorra and further 
ensure that its financial system cannot be exploited by terrorists and terrorist financiers from 
neighbouring countries and the EU. 

Overall Conclusions on Immediate Outcome 10 

402. Andorra appears to have a complete and appropriate TFS framework. Nonetheless, the 
communication between supervisors and FIs on changes in the lists is not done promptly. In 
addition, the supervision over DNFBPs needs further improvement. A targeted approach, outreach 
and oversight in dealing with NPOs at risk have not been implemented and conducted. The 
possibility to recognise the EU and neighbouring countries TFS lists to prevent the risks of its 
financial system being exploited by designated terrorists/terrorist organisations has never been 
considered by Andorra despite close political, economic and social ties with neighbouring 
jurisdictions. 

403. Andorra has achieved a moderate level of effectiveness for IO .10. 
 
 

Immediate Outcome 11 (PF financial sanctions)  

Implementation of targeted financial sanctions related to proliferation financing without delay 

404. The mechanism implementing PF sanctions is similar to that for TF sanctions. It appears that 
Andorra has a comprehensive TFS framework pursuant to UNSCRs 1718, 1737 and their successor 
resolutions, which is properly implemented. Listing in Andorra is automatic after UN designation 
and without delay. To date, no funds, assets or economic resources have been frozen under PF-
related UNSCRs.  

Identification of assets and funds held by designated persons/entities and prohibitions 

405. FIs, especially the larger ones, have in place robust systems to detect funds or other assets 
owned by designated persons or entities. The majority of private sector participants rely on 
commercial databases (predominantly World-Check) to screen customers. Nevertheless, some 
DNFBPs seem to have focused less attention and resources for this purpose. 

406. The PC2 has been set up to coordinate activities and provide a platform for cooperation 
between the domestic authorities, including on PF issues. The assessors had a chance to look 
through the minutes of the PC2 meetings which revealed that PF issues had rarely been discussed in 
practice. Neither the minutes of the PC2 meetings nor the interviews conducted onsite provided 
sufficient evidence to demonstrate that the risk of proliferation-related sanctions evasion has been 
considered by the Committee. Besides that, as has already been mentioned under IO.9, there are 
some underlying concerns about the effectiveness of the work of the PC2. The participation of the 
Police Department in PC2 has been limited, which apparently negatively influenced the activities of 
the Committee. 

407. It appears that the ÐÏÓÓÉÂÌÅ ÓÁÎÃÔÉÏÎÓ ÅÖÁÓÉÏÎ ÁÃÔÉÖÉÔÙ ÁÎÄ ÔÈÅ ÌÅÖÅÌ ÏÆ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÅØÐÏÓÕÒÅ 
to this risk, for example, through the use of shell companies, have never been discussed between the 
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competent authorities, at least at the intelligence level. There is little evidence of any co-ordination 
and cooperation activities being conducted between domestic competent authorities in relation to 
PF matters. 

408. Moreover, the evaluation team was not provided by the authorities with enough evidence to 
demonstrate that Andorra has a robust export control regime for proliferation-sensitive goods and 
technologies in order to identify situations where there may be connections with designated 
persons. The authorities indicated that Andorra does not have manufacturers of defence materials 
and, therefore, does not produce controlled military or dual-use goods. Nevertheless, this does not 
exempt Andorra from the risk of being exploited as a transit country for the PF activities. Nor does it 
appear that the risks inherent in operating as a regional financial centre or activities of Andorran 
companies abroad are taken into account. The evaluation team has also considered the risk and the 
context of the country, in particular the fact that Andorra is located between Spain and France, both 
of which produce a wide range of controlled military and dual-use goods. In case of Spain, the last 
FATF mutual evaluation of the country conducted in 2014 identified that Spain has a significant 
exposure to the risk of proliferation-related sanctions evasion, mainly in relation to Iran. 

409. There are no export licensing or similar requirements in Andorra, except for arms. Although 
Andorra is not a member of the EU, the Principality is treated as an EU member when it comes to 
trade in manufactured goods (no customs duties). To date, there have been several exports of goods 
to Iran which have the characteristics of dual-use goods. Andorra was acting as a transit country in 
those export transactions. Though a documentary control was made by the Customs Department, it 
seems that no physical inspection of the goods exported to Iran was conducted.  

410. There have also been several exports of goods to North Korea. However, the amount of total 
exports to DPRK is negligible.  

411. Nevertheless, it seems that the information on companies involved in the export operations 
either with Iran or DPRK has never been shared by the Customs Department with the UIFAND. 
Therefore, this information had not been studied by the UIFAND and no checks had been conducted 
on the parties (legal persons or entities) of the export contracts in order to detect any potential 
attempts to evade sanctions through the use of legal structures.  

412. It should be noted that in 2015, Andorra, through a TC issued by the UIFAND, prohibited all 
commercial transactions with Iran and DPRK. Since then, there have been no exports from Andorra 
to Iran or DPRK.   

&)Ó ÁÎÄ $.&0"Óȭ ÕÎÄÅÒÓÔÁÎÄÉÎÇ ÏÆ ÁÎÄ ÃÏÍÐÌÉÁÎÃÅ ×ÉÔÈ ÏÂÌÉÇÁÔÉÏÎÓ 

413. Reporting entities64, other than large FIs (including insurance and asset management 
companies owned by banks) have much less awareness of UN sanctions regime related to the PF. It 
should also be noted that some smaller FIs do not even see a need to consult the lists on the basis of 
their client base, given that their clients are typically Andorran or Spanish nationals whom they 
know well.    

414. The authorities issued a comprehensive guidance65 on TFS in February 2017, shortly before 
the on-site visit. With the exception of reporting entities affiliated to professional associations that 
ÄÉÓÓÅÍÉÎÁÔÅÄ ÔÈÅ 5)&!.$ȭÓ ÇÕÉÄÁÎÃÅ ÔÏ ÔÈÅÉÒ ÍÅÍÂÅÒÓȟ ÔÈÅ ÅÖÁÌÕÁÔÉÏÎ ÔÅÁÍ ÈÁÓ ÎÏ ÁÓÓÕÒÁÎÃÅ ÔÈÁÔ ÁÌÌ 
reporting entities were properly informed about the requirements to prevent PF and it was not 

                                                      
64 Specifically: dealers in precious stones and metals, jewellers, real estate agencies, accountants, company 

service providers. 

65  Guidance on the application of restrictive measures: FATF Recommendations 6 and 7.  
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possible to assess the effectiveness of the guidance due to its recent publication. Nevertheless, those 
reporting entities met onsite were aware of the guidance.  

415. The evaluation team remained concerned about the level of understanding of and compliance 
with the TFS obligations among gestorias. Given the lack of supervision over this sector and a general 
little knowledge of the PF-related sanctions, it is unlikely that gestorias consider PF risk when 
forming companies. 

Competent authorities ensuring and monitoring compliance 

416. The UIFAND is responsible for monitoring and ensuring compliance by FIs and DNFBPs with 
their obligations regarding proliferation related TFS. The supervisor does test screening systems in 
place (TF and PF) as part of its on-site supervisory work and to date has found no exceptions.  

417. With regard to communicating changes to the PF and TF lists ɀ a two-fold approach is 
followed by Andorra: (i) changeÓ ÔÏ ÔÈÅ ÌÉÓÔÓ ÁÒÅ ÁÕÔÏÍÁÔÉÃÁÌÌÙ ÐÕÂÌÉÓÈÅÄ ÉÎ ÔÈÅ 5)&!.$ȭÓ ×ÅÂÐÁÇÅ 
and (ii) additionally, for those sectors with a higher risk, e-mails are sent to inform them about any 
update of the lists. Nevertheless, as mentioned above under IO.10, updated information on the lists is 
not systematically communicated to all reporting entities. As a result, there may be situations where 
some FIs or DNFBPs which are expected to look at the UIFAND website may not be aware of new 
designations or de-listings for some time. 

418. 4ÈÅ ÅØÔÅÒÎÁÌ ÁÕÄÉÔÓ ÏÆ &)Ó ÏÎ !-,Ⱦ#&4 ÃÏÍÐÌÉÁÎÃÅ ÃÏÎÄÕÃÔÅÄ ÁÓ ÐÁÒÔ ÏÆ ÔÈÅ 5)&!.$ȭÓ ÏÆÆ-site 
supervision do not include a requirement for the auditor to test the effectiveness of a FI's screening 
arrangements for PF. Also, not all FIs record data on their customers in electronic form, especially 
when it concerns numbered accounts. In practical terms, this means that, in cases where CDD 
information related to customers is mainly recorded physically and only some information 
electronically, checking the lists in order to seek potential matches can become difficult and matches 
may be missed. 

Overall Conclusions on Immediate Outcome 11 

419. It is clear that there is a system in place to freeze property of persons identified under UNSCR 
PF lists. However, the assessors consider that Andorra is not taking sufficient steps to address all the 
issues surrounding proliferation. There is a lack of awareness of TF-related UN sanctions regime 
with certain reporting entities. The competent authorities involved at the governmental level in 
export control of proliferation sensitive materials do not seem to be well aware about the PF risks. 
The work of the PC2 is not entirely effective and there is little evidence on interagency co-ordination 
and cooperation in PF matters.  

420. Andorra has achieved a moderate level of effectiveness for IO .11. 
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CHAPTER 5. PREVENTIVE MEASURES 

Key Findings and Recommended Actions 

Key Findings 

FIs and DNFPBs have explained that they have a low risk tolerance, in part as a result of action taken 

by the authorities following a banking failure. Notwithstanding this, the use of cash continues to be 

quite extensive and action against tax evasion (though not a criminal offence at the time of the on-

site visit) has been taken quite recently. 

Large FIs assess and broadly understand their ML /TF risks, both domestic and cross-border, but it 

seems that they may be down-played to some extent. Smaller FIs and DNFBPs appeared less clear 

about risks, but operate straightforward business models for a limited number of customers. 

Notwithstanding this, it seems that insufficient attention is given by them to factors other than 

customer risk. 

Most FIs and DNFBPs classify their clients into risk categories in order to apply appropriate CDD 

measures. However, some of the methodologies followed for classifying risk are not yet fully adapted 

to the specificities of their customers or their activities. There is quite a large variation amongst 

banks in the percentage of customers considered to present a higher risk. 

FIs and DNFBPs generally demonstrated a strong commitment to applying AML/CFT obligations, 

though the UIFAND has uncovered cases where CDD has not been properly applied. A number of 

factors, including action taken by the authorities, have encouraged most to strengthen their 

AML/CFT policies and procedures, although screening procedures to ensure high standards when 

hiring employees appear light. Not all parts of the DNFBP sector appear aware of their AML/CFT 

responsibilities.  

This commitment to applying AML/CFT obligations was not evident at the failed bank. There is still 

doubt about the origin of funds for a large number of customers which will form the basis for a 

substantial number of SARs. 

The application of simplified CDD measures is quite limited and risks appear to be managed. Very 

little reliance is placed on CDD undertaken by third parties. Preparation for the AEOI for tax 

purposes and criminalisation of tax evasion has reinforced the need to consider the provenance of 

funds. 

FIs and most DNFBPs comply with obligations to keep documents (some indefinitely) and monitor 

business relationships. Practices for ensuring that information held is kept up to date and relevant 

are not sufficient for some accounts where there is no transactional activity, and there is a gap in in 

on-going CDD requirements. 

The extent to which CDD held for existing customers in the banking and other sectors has been 

remediated is variable. Nevertheless, FIs and DNFBPs had ÍÅÁÓÕÒÅÓ ÉÎ ÐÌÁÃÅ ÔÏ ȰÒÅÇÕÌÁÒÉÓÅȱ ÔÈÅÉÒ 

client base ahead of the criminalisation of tax evasion and to accommodate new tax reporting 

requirements. One bank reported losing a significant proportion of its client base as a result of tax 

regularisation.  

The use of numbered accounts is still widespread. Details of customers are held in separate 

databases or manually, increasing the risk that persons may not be picked up when screening 
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against databases, including for TFS. For smaller FIs and DNFBPs, screening against TF lists is less 

common. 

'ÉÖÅÎ ÔÈÅ ÃÏÕÎÔÒÙȭÓ ÃÏÎÔext, the number of SARs is modest and there is some evidence of under-

reporting. In cases where accounts were terminated under tax regularisation programmes, it 

appears that few SARs were submitted. The NRA notes that some reporting entities have involved 

third parties in analysing and deciding whether SARs should be submitted.  

Banks have expanded into foreign markets. They appeared to understand the risks inherent in such 

ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÁÎÄ ÈÁÖÅ ÄÅÖÅÌÏÐÅÄ ÑÕÉÔÅ ÃÏÍÐÒÅÈÅÎÓÉÖÅ ÇÒÏÕÐ-wide programmes against 

ML/TF risk . It is not clear that CSPs with overseas operations have similarly managed risk. 

Recommended Actions 

¶ FIs and DNFBPs should be required to: (i) identify , assess and document ML/TF risks inherent in 

their own activities through a periodic and formal business risk assessment; and (ii) to share 

that assessment with the UIFAND from time to time - in order to inform its supervisory 

approach.  

¶ The UIFAND should issue high level guidance on: (i) the types of criteria to be taken into account 

by FIs, CSPs and other DNFBPs when determining customer risk profiles, in order to encourage 

more bespoke and tailored assessments of risk; and (ii) risk classification groupings, in order to 

encourage a more graduated application of CDD measures. 

¶ FIs and DNFBPs should be required to complete the application of CDD measures to existing 

customers within an appropriate period of time to be set by the UIFAND, in order to ensure that 

information, including tax status, and documentation held for long-standing relationships is in 

line with current requirements.  

¶ The screening by banks of numbered accounts against TF sanctions lists should be automated. 

Other FIs and DNFBPs should screen customers on a timely basis using up-to-date TF sanctions 

lists. 

¶ As recognised in the NRA, third parties should be excluded from taking part in deciding whether 

a FI or DNFBP should submit a SAR to the UIFAND. 

¶ The UIFAND should: (i) enforce the requirement for FIs and DNFBPs to have independent audit 

functions to test the system; and (ii) issue guidance on the screening measures to be applied 

when hiring employees. 

 

Immediate Outcome 4 (Preventive Measures) 

Understanding of ML/TF risks and AML/CTF obligations  

421. Andorra has made significant efforts to understand its ML/TF risks, especially by conducting a 
formal NRA process. However, the NRA has yet to be translated into Catalan and shared with 
stakeholders.  

422. The majority of FIs met by evaluators explained that thÅÙ ÈÁÖÅ Á ȰÃÏÎÓÅÒÖÁÔÉÖÅȱ ÒÉÓË ÁÐÐÅÔÉÔÅȢ 
Whilst it is right to say that the types of products and services offered in Andorra are not complex, it 
is noted that the use of cash by customers is still quite extensive and action against tax evasion 
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(though not a criminal offence at the time of the on-site visit) has been taken quite recently. Indeed, 
the avoidance of payment of tax is the subject of a very recent TC (10/2016) issued by the UIFAND. 

423. Following recommendations made by the UIFAND during the NRA process, each of the 
banking groups has now agreed to formally self-assess ML/TF risk at business level using a template 
developed by the ABA. This is a positive development. Each of the banks had already developed 
methodologies for assessing business risk ɀ some of which also consider trends in risk. Because of 
this, they were able to articulate their understanding of ML/TF risk. Evaluators are not aware of 
similar self-assessments being conducted in other sectors, at least formally. 

424. These self-assessments appear to understate risk. Whereas the NRA suggests that banking 
risk is medium/high, self-assessments point to a moderate ML/TF risk, notwithstanding the 
prevalence in the sector of private banking and wealth management and growing number of non-
resident customers (e.g. in South America). The use of cash was also highlighted consistently at 
meetings as presenting a higher risk. Accordingly, whilst risks are understood, it seems that there 
may be a tendency to down-play them to some extent.  

425. It is not clear that all of the banks have all of the aggregated information that they need to 
assess and understand ML/TF risk  to hand ɀ in particular  data on financial flows to, and from, other 
countries, and on the beneficial ownership of accounts. In particular, the absence of this information 
may prevent banks identifying and understanding the TF threats that they face where customers are 
from areas of conflict, or countries that are adjacent to such areas. 

426. In order to compensate for increasingly limited domestic business opportunities (particularly 
ÆÏÌÌÏ×ÉÎÇ ÔÈÅ ȰÒÅÇÕÌÁÒÉÓÁÔÉÏÎȱ ÏÆ ÃÕÓÔÏÍÅÒÓȭ ÔÁØ ÁÆÆÁÉÒÓɊȟ ÂÁÎËÓ ÈÁÖÅ ÅØÐÁÎÄÅÄ ÉÎÔÏ ÏÖÅÒÓÅÁÓ ÍÁÒËÅÔÓ 
in Europe, the US and Latin America. Banks appeared to understand the risks inherent in such 
ȰÉÎÔÅÒÎÁÔÉÏÎÁÌÉÓÁÔÉÏÎȱ ÁÎÄ ÈÁÖÅ ÄÅÖÅÌÏÐÅÄ ÑÕÉÔÅ ÃÏÍÐÒÅÈÅÎÓÉÖÅ ÇÒÏÕÐ-wide programmes against 
ML/TF risk. Nevertheless, new markets (including some in Latin America) serve to increase the 
overall risk profile of Andorran banking groups.  

427. Asset managers and insurance companies that are a part of banking groups were also able to 
articulate their understanding of risk. They also explained that: (i) they apply the same policies and 
procedures as their parent; and (ii) typically provide products and services only to persons who are 
also customers of the bank (involving a double level of due diligence on customers). They explained 
that this helped to mitigate the different risks inherent in these complementary activities.   

428. Smaller FIs (asset managers and insurance companies) and DNFBPs appeared less clear about 
risks, but operate straightforward business models for a limited number of customers, such that 
risks can be easier to understand. They explained that they have no appetite for high-risk 
relationships, such as those involving complex structures, and have close and long-standing 
relationships with just a limited number of customers.  

429. Asset managers and insurance companies met consider that they have a low ML/TF risk. By 
way of comparison, the NRA suggests that asset management presents a medium-high risk and 
insurance a medium risk. Whereas DNFBPs met indicated that few customers are considered to 
present a higher risk, lawyers are assessed as presenting a medium-high risk in the NRA and CSPs 
and estate agents a medium risk. 

430. Evaluators consider that this difference in understanding of risk arises from too great a focus 
by smaller FIs and DNFBPs on knowledge of the customer, without taking full account of other 
relevant factors such as the product or service offered (e.g. investment through collective investment 
funds) and context (e.g. action against tax evasion has not been taken until quite recently). Where 
such factors are not taken into account, or given insufficient weighting, then risk cannot be clearly 
understood. /ÎÅ ÐÒÁÃÔÉÔÉÏÎÅÒ ÁÌÓÏ ÏÂÓÅÒÖÅÄ ÔÈÁÔ ÃÌÉÅÎÔÓ ÁÒÅ ȰÌÉËÅ ÆÒÉÅÎÄÓȱ ɉÒÅÆÌÅÃÔÉÎÇ Á ÔÈÅÍÅ ÐÉÃËÅÄ 
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up in other meetings) and this may affect the objectivity of customer risk assessments. In the case of 
CSPs, it was not clear that the context in which legal persons could be abused by criminals was fully 
understood, particularly in cases where CSPs also operate in overseas markets. 

431. The risks that are inherent in the use of cash are now understood much better following the 
introduction of new requirements by the UIFAND in this area. However, most of the FIs involved in 
private banking do not consider the use of cash to be unusual, and continue to permit its use so long 
as certain requirements are met.  

432. FIs and many DNFBPs met appear to have a good level of awareness of AML/CFT obligations. 
However, by way of exception, the evaluation team met with one accounting firm that had only very 
recently become aware of its AML/CFT obligations and one gestoria that did not realise that it was 
subject to the AML/CFT Act and unaware of its requirements. This may be reflective of failings in 
other DNFBPs.  

433. Most FIs and DNFBPs interviewed demonstrated a strong commitment to applying AML/CFT 
obligations. There are a number of factors to explain this, including action taken by the authorities 
following recent ML cases committed through a failed bank, implementation of AEOI for tax 
purposes with other countries, and the outcome of the NRA. These have encouraged FIs and DNFBPs 
to strengthen their AML/CFT policies and procedures.  

434. Whilst FIs and DNFBPs appeared generally satisfied with information provided by the 
UIFAND on TFS, a number considered that their understanding of TF risk would benefit from the 
availability of further typologies shared on a more frequent basis in light of the relatively quick 
development of TF trends. 

435. 'ÅÎÅÒÁÌÌÙȟ ÔÈÅ ÁÕÔÈÏÒÉÔÉÅÓȭ ÈÁÖÅ ÓÅÎÔ ÏÕÔ Á ÓÔÒÏÎÇ ÍÅÓÓÁÇÅ ÏÆ ×ÈÁÔ ÃÁÎ ÈÁÐÐÅÎ ×ÈÅÒÅ Á &) ÏÒ 
DNFBP launders the proceeds of crime. They can expect to be put out of business, and those holding 
management positions can expect to lose their liberty. Also, the response of foreign correspondent 
ÂÁÎËÓ ÁÎÄ ÃÕÓÔÏÄÉÁÎÓ ÔÏ &ÉÎ#%.ȭÓ ÁÄÖÉÓÏÒÙ ÈÁÓ ÄÅÍÏÎÓÔÒÁÔÅÄ ÔÈÁÔȟ where risks are not understood 
and managed, access to the international financial system and counterparts may be challenged in the 
context of de-risking. Nevertheless, as positive aspects, both factors have helped to facilitate the on-
going work of supervisors, and to focus minds in, and the mentality of, the country on understanding 
ML/TF risks and obligations. 

Application of risk mitigating measures  

436. To mitigate risks, the private sector applies a risk-based approach. All FIs met (with the 
exception of one insurance company and one asset management company) have categorised their 
clients according to risk, in order to apply proportionate measures to mitigate risk. Most DNFBPs too 
have a classification system. 

437. Risk assessments conducted by banks (and non-bank FIs that are subsidiaries) are based on 
ÃÒÉÔÅÒÉÁ ÔÁËÅÎ ÆÒÏÍ ÃÕÓÔÏÍÅÒÓȭ ÐÒÏÆÉÌÅÓ. None of the banks met during interviews had also considered 
volume of transactions and/or value of customer assets held by the customer, which appear to be 
relevant in terms of assessing risks. Generally, some of the methodologies followed for classifying 
risk mainly use criteria specified in the AML/CFT Regulations and are not yet fully adapted to the 
specificities of their customers and their activities.  

438. Evaluators noted quite a large variation amongst banks in the percentage of customers who 
are assessed as presenting a higher risk based on selected criteria: between 5% and 50% of 
customers. Whilst the profile and appetite of banks met on-site differed, they all provide private 
banking services to non-resident customers and so it is not immediately apparent why there should 
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be such a wide variation in risk ratings and consequent application of CDD measures. It also appears 
that there may be insufficient diversification of risk classifications. For example, one large bank 
reported that approximately one third of its customer base was considered to present a high risk and 
approximately two thirds a low risk, leaving very few assessed as presenting a risk in between the 
two. It was also explained that some banks consider that private banking, asset management and 
non-resident customers always present higher risks whereas some customers have small balances 
on their account (a few thousand euros). Not many use classificatioÎÓ ÓÕÃÈ ÁÓ ȰÌÏ×-ÍÅÄÉÕÍȱȟ 
ȰÍÅÄÉÕÍ-ÈÉÇÈȱ ÏÒ ȰÖÅÒÙ ÈÉÇÈȱ ɉÏÒ ÓÉÍÉÌÁÒɊ ×ÈÉÃÈ ×ÏÕÌÄ ÁÓÓÉÓÔ ÉÎ Á ÍÏÒÅ ÅÆÆÅÃÔÉÖÅ ÁÐÐÌÉÃÁÔÉÏÎ ÏÆ Á 
risk-based approach. More generally, evaluators are concerned that the number of customers 
assessed by some banks as presenting a higher risk seems low taking into account the importance of 
private banking, growing number of non-resident customers, historic reliance on non-tax compliant 
relationships and continuing use of cash.  

439. The effect of the above may be that enhanced CDD measures, including monitoring, will not be 
applied where customers that actually present a higher ML/TF risk are not rated accordingly.  

440. Some smaller FIs (asset managers) and DNFBPs have established less sophisticated risk 
classification models. However, this may be appropriate given their size, the number and profile of 
customers (mainly individuals), and limited nature of activity conducted. 

441. Customer profiles and ratings are reviewed periodically by FIs and DNDBPs. One bank 
explained that its client risk profiles were updated monthly, taking account of transactional data; 
others reviewed CDD information on a periodic basis, often annually (possible given the limited 
customer base) but less frequently for lower risk accounts (up to 5 years).  

442. Evaluators were told that simplified CDD measures would be applied only where permitted by 
the AML/CFT Act, and enhanced measures would be applied where risk is higher. Accordingly, the 
application of simplified measures is not prevalent. Banks (and non-bank FIs that are subsidiaries) 
make quite extensive use of compliance resources in on-boarding decisions. Accordingly, in many 
cases, accounts will not be established without an independent review of information and 
documentation obtained to open the account. This is the case also in some other FIs, but is less 
common in DNFBPs. The application of CDD measures is considered later in this chapter. 

443. Banking groups have developed comprehensive policies, procedures and controls in order to 
respond to risks identified. These are reviewed annually by the UIFAND (along with other FIs). 
Compliance functions have been reinforced, additional training has been provided, and new 
technology used to monitor transactions in response to risks identified. However, screening 
procedures to ensure high standards when hiring employees appear light, given integrity issues 
identified under IO.3. Variable policies, procedures and controls are in place at others FIs, reflecting 
straightforward business models for some. The NRA has highlighted that not all CSPs or estate 
agents have policies and procedures in place. The application of CDD measures is considered later in 
this chapter. 

Application of CDD and record keeping requirements  

444. FIs and DNFBPs rely on various sources of information to determine beneficial ownership of 
legal persons. They make use of: (i) customer declarations; (ii) information held in public registries; 
and (iii) external data sources. However, since many legal persons are established in Panama and 
Belize, it is not clear to what extent information available publicly will help to identify who is the 
beneficial owner and so over-reliance might be placed on information provided by the customer. 
Some deficiencies in the definition oÆ ȰÂÅÎÅÆÉÃÉÁÌ Ï×ÎÅÒÓÈÉÐȱ ×ÅÒÅ ÁÌÓÏ ÏÂÓÅÒÖÅÄ ÉÎ ÍÁÎÕÁÌÓ 
provided by three of the banking groups to evaluators (failure to acknowledge that a legal person 
may be controlled through means other than ownership). Most FIs and DNFBPs explained that, when 
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beneficial ownership information could not be obtained, or only with great difficulty, they would 
prefer not to enter into a business relationship, and complex ownership structures appear to be 
quite rare. Very few provide accounts to trusts, since the arrangement is not recognised in Spain or 
Andorra (countries in which most customers are resident). 

445. FIs and DNFBPs met said they apply high standards to establish the origin of money of new 
customers. Many (but not all) said that they would require corroborative documents to certify the 
origin of funds (e.g., contract of sale of real property or shares in a corporation) which would vary 
according to risk. In respect of tax, they would request a declaration and, based on an assessment of 
risk (e.g. taking account of tax domicile) would conduct more extensive reviews. FIs appear to be 
particularly  cautious in this area and indicated that they would not accept a new customer if the 
origin of funds or tax compliance status of that person could not be established.  

446. FIs explained that, for non-resident cash deposits equal to or greater than EUR 10 000, they 
would review the declaration form processed by the Customs Department in line with requirements 
set by the UIFAND.  

447. 4ÈÅ ÕÓÅ ÏÆ ȰÏÍÎÉÂÕÓȱ ÁÃÃÏÕÎÔÓ ÁÐÐÅÁÒÓ ÔÏ ÂÅ ÌÉÍÉÔÅÄȟ Ánd most banks and custodians met do 
not appear to make extensive use of the exemption in the AML/CFT Act that permits them to operate 
an account for a counterparty (an intermediary) acting on behalf of third parties without: (i) having 
assessed the ML/TF risk of that third party; or (ii) applying CDD measures to those underlying third 
parties. Instead, most bankers and custodians explained that they would apply some CDD measures 
to underlying third parties ɀ effectively duplicating CDD already conducted by asset managers. 
During on-boarding of the relationship with the intermediary, banks and custodians explained that 
they would require the agreement of their governing bodies for such relationships to be set up.  

448. None of the FIs or DNFBPs met by evaluators rely on CDD measures already applied by third 
party introducers. They explained that they will apply their own CDD measures (and so CDD is 
applied twice to the same customer (including beneficial owner)). This is consistent with 
information provided by the authorities that only two banks have relied on CDD applied by a third 
party, and only in very limited circumstances. This information is held by the UIFAND since a 
requirement is placed on FIs and DNFBPs to notify any cases where reliance is placed. 

449. Numbered accounts are commonly offered in Andorra by banks and account for around 20% 
of total customers. Banks explained that the practice is necessary in order to safeguard the privacy of 
domestic customers, given the small size of the population in Andorra, where bank employees will 
know many of their customers. It was not explained why such accounts should also be offered to 
non-resident customers. Exactly the same CDD measures are applied to numbered customers as 
ȰÎÏÍÉÎÁÌȱ ÃÕÓÔÏÍÅÒÓȟ ÔÈÏÕÇÈ ÓÏÍÅ ÂÁÎËÓ ÓÁÉÄ Ôhat CDD information is sometimes recorded 
physically or in separate databases, which may present difficulty when screening for TFS (see 
below). The necessary front office and compliance staff have access to information on holders of 
numbered accounts.  

450. FIs and DNFBPs are aware of the requirement that they should refuse to establish or 
terminate a client relationship if CDD measures cannot be completed and have declined to establish 
relationships. As a result of new tax agreements, FIs have also closed accounts where CDD 
information has not been provided. According to information provided by the ABA, around 3% of 
applications to establish banking relationships in 2016 were rejected. This included cases where 
relationships were not established as a result of incomplete CDD. There was a similar level of 
rejections in 2015.   

451. Whilst the above presents a generally positive picture, the banking failure highlights a failure 
to apply basic AML/CFT requirements in that case. It appears that CDD measures had not been in 



98   

place at the bank since many deficiencies were found in customer files and documents (see box 4). 
There have also been cases when banks have failed to apply CDD requirements in accordance with 
the AML/CFT Act, including in two cases opened by the UIFAND during the on-site visit. In the first 
ÃÁÓÅȟ ÔÈÅ ÂÁÎË ÃÏÎÃÅÒÎÅÄ ÈÁÄ ÆÁÉÌÅÄ ÔÏ ÉÄÅÎÔÉÆÙ Á ÃÕÓÔÏÍÅÒȭÓ ÃÏÎÎÅÃÔÉÏÎ ÔÏ ÁÎ ÏÒÇÁÎÉÓÅÄ ÃÒÉÍÅ ÇÒÏÕp, 
and, in the second, the bank had failed to identify that a person connected to the customer had been 
convicted for fraud. An older on-going case also highlighted failure by four separate banks to 
recognise the connection of a customer to an organised crime group.  

452. FIs and DNFBPs (where applicable) generally comply with their obligations to apply on-going 
monitoring. The largest FIs have tools to automatically monitor the transactions of their clients, 
which can detect unusual transactions. For example, two banks explained that they had recently 
implemented latest generation software which checks data for consistency and monitors changes in 
behaviour patterns. For lines of activities considered to present a high risk (private banking and 
wealth management), FIs met apply enhanced CDD at a number of levels, including verification of 
transactions. However, thresholds applied in practice for cash transactions are considered by 
evaluators to be relatively high. Whilst some smaller FIs and DNFBPs monitor accounts manually, 
they have a very limited customer based and little transactional activity.  

453. Banking groups apply a risked-based approach to ensuring that documents, data or 
information collected under CDD measures is kept up to date and relevant. In the case of higher risk 
relationships, accounts are reviewed at least annually. In other cases, relationships will be reviewed 
on the basis of trigger events, such as when an unusual transaction occurs or negative information is 
reported in the press. This means that some large institutions that are active in retail banking and 
have very many customers may review information only every 3 to 5 years where there is no 
transaction on an account. This is not considered to be sufficient. Smaller FIs and DNFBPs (with 
fewer customers) are able to review customer relationships more frequently.  

454. 0ÒÁÃÔÉÃÅÓ ÏÎ ÕÐÄÁÔÉÎÇ ÉÎÆÏÒÍÁÔÉÏÎ ÈÅÌÄ ÁÂÏÕÔ ȰÅØÉÓÔÉÎÇ ÃÕÓÔÏÍÅÒÓȱ ɉÁÓ ÄÅÆÉÎÅÄ ÕÎÄÅÒ ÃȢρπȢρφɊ 
in the banking sector are heterogeneous as a result of insufficient guidance from supervisors, though 
higher risk customers have been targeted first. One bank reported that it had already remediated a 
substantial proportion of its historical customer base, whereas another had covered only a small 
percentage.  

455. For other FIs, the review of existing customers is still on-going. Some asset management 
companies reported that they still encounter some difficulty updating information held for existing 
portfolios where the relationship has been established for many years. Where CDD information or 
documentation is incomplete or inaccurate, risk may not be managed effectively. FIs have also 
applied defined measures in advance of the application of tax information exchange agreements and 
introduction of tax evasion as a predicate offence. A number have lost quite a considerable number 
of customers.  

456. The UIFAND explained that it had not detected a breach of record-keeping requirements. 
Banks (and non-bank FIs that are subsidiaries) keep records longer than is required in hard and soft 
forms (in some cases, considerably longer than is required). Notaries are required to hold onto 
records for a significant length of time. However, compliance by other DNFBPs with record-keeping 
requirements is not as strong. One CSP met on-site explained that it had started to keep records only 
since the start of 2017 (which may indicate that there is also an issue with other CSPs), and the NRA 
highlights failure on the part of a small percentage of some DNFBPs to keep records. 
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Application of EDD measures  

(a) PEPs 

457. Andorra did not require enhanced CDD measures to be applied to domestic PEPs at the time 
of the on-site visit. 

458. Both FIs and DNFBPs explained that they adopt a cautious approach to PEPs and apply 
stronger measures in situations involving PEPs. As part of their risk-based approach, some have 
gone further than the legal provisions in Andorra require and have extended enhanced CDD 
measures (in line with the standards) also to domestic PEPs.  

459. Extensive use is made by FIs of external databases (e.g., WorldCheck, Dow Jones etc.) to 
highlight relevant connections. One bank explained that clients classified as PEPs are not able to 
make or receive wire transfers and two others explained that transactions were always subject to 
enhanced monitoring. Some DNFBPs also rely on databases, but could not explain whether those 
databases also cover domestic PEPs. Lawyers and notaries can make use of a database through the 
Andorran Bar Association. According to a survey conducted by the authorities as part of the NRA, 
quite a number of DNFBPs do not identify whether a customer is a PEP. The survey also suggests that 
notaries tended to identify only domestic PEPs (as at the time they did not have access to the Bar 
Association database).   

460. The number of connections with foreign PEPs is low and the amount of assets held is usually 
quite limited. The NRA states that Andorran banks have relationships with 125 foreign PEPs ɀ the 
majority of which come from OECD countries.  

461. Due to the small size of the country, most FIs and DNFBPs reported that domestic PEPs were 
well known to them and not difficult to detect. 

(b) Correspondent banking 

462. Andorran banks do not offer correspondent banking services (except to group entities). 
Neither do they act as intermediary payment institutions. All have respondent relationships with 
banks outside the country. 

(c) New technologies 

463. FIs explained that they have a very conservative approach to the use of new technology and 
risks appear to be limited: the use of internet banking is quite limited and higher risk products such 
as prepaid cards and mobile real-time payments are not offered by banks. Nevertheless, all banks 
(not part of groups established outside Andorra) explained that their compliance functions would be 
involved in the roll-out of new technology (and products and services more generally too). 

464. It was not apparent that there is any extensive use made by DNFBPs of new technology. 

465. However, awareness of developments in this area and related ML/TF risks could be improved 
through the provision of additional guidance by supervisors. 

(d) Wire transfer rules 

466. With the exception of two foreign post offices, only banks can act as money remitters in 
Andorra. This limitation on market access reduces the risk that is associated with the cross-border 
transfer of funds. Amounts remitted through are not material: around EUR 12 million per annum.  

467. All banks have automatic systems to ensure that accurate information on the payer and 
beneficiary is included in transfers (though the latter was not a requirement at the time of the on-
site visit). Banks indicated that nothing other than full compliance with wire transfer rules would be 
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acceptable now to correspondent institutions. However, not all policies and procedures make 
reference to the collection of beneficiary information, and, until quite recently, it appears that the 
necessary information was not included in domestic transfers.  

468. During interviews, banks explained that incoming messages provided all of the necessary 
information and that data fields were not left blank and did not include ÉÎÆÏÒÍÁÔÉÏÎ ÓÕÃÈ ÁÓ ȰÏÎÅ ÏÆ 
ÏÕÒ ÃÕÓÔÏÍÅÒÓȱȢ $ÁÔÁ ÐÒÏÖÉÄÅÄ ÂÙ ÔÈÅ !ÎÄÏÒÒÁÎ ÁÕÔÈÏÒÉÔÉÅÓ ÓÈÏ×Ó ÔÈÁÔ ÁÐÐÒÏØÉÍÁÔÅÌÙ υππ ×ÉÒÅ 
transfers (representing around 1% of the total and mostly international) were rejected by banks in 
2015 and 2016.  

(e) Targeted financial sanctions 

469. Banks make extensive use of private sector data sources and screening systems available 
through NameBook and the Society for Worldwide Interbank Financial Telecommunication to 
comply with legislation implementing TFS when relationships are established, periodically 
thereafter, when lists changes, and when there are transactions. In practice, this means that searches 
cover persons not designated in Andorra. FIs did not highlight the use of other measures to detect 
funds or other assets connected to designated persons. There have been no true positive hits to date.  

470. As noted above, numbered accounts are still used quite extensively in Andorra, and interviews 
highlight that screening of such accounts is often still manual. Evaluators consider that the use of 
manual searches for such a large number of customers presents unacceptable risks. These risks are 
recognised by banks which are taking remedial action. 

471. The MVTS provider indicated that its internal database for screening was updated only on a 
monthly basis and so there would be a gap in screening persons designated in Andorra.  

472. FIs and DFNBPs also indicated that they are notified of changes to TFS by the UIFAND (in a 
limited number of cases) or their professional association. This means that smaller FIs and many 
DFNBPs who are not members of professional associations and who do not regularly check the 
5)&!.$ȭÓ ×ÅÂÓÉÔÅ ÍÁÙ ÎÏÔ ÂÅ Á×ÁÒÅ ÏÆ ÃÈÁÎÇÅÓȢ  

473. For smaller FIs and DNFBPs, screening against TF lists is less common and, when done, is 
often manual because the majority of FI and DNFBPs have only small numbers of customers. It was 
explained that lists are not always used given the profile of customers (mainly Andorran and 
Spanish) and length of the relationship. It is noted that the Andorran Bar Association provides access 
to a private sector data source to its members (and notaries) at no cost.   

474. Whereas the UIFAND has explained that its on-site supervisory visits randomly check whether 
designated persons would be picked up by FIs and DNFBPs, external AML/CFT audits conducted for 
FIs do not consider compliance with TFS requirements. There seemed to be a good level of 
awareness of guidance issued by the UIFAND on TFS, notwithstanding that it has been published 
only in February 2017.  

(f)  Higher risk countries 

475. Through the use of TCs, the UIFAND publishes lists of higher risk countries that have been 
identified by the FATF. It is noted also that, since 2014, Andorra considers Panama to present a 
higher risk and therefore obliged entities are required to apply enhanced CDD.  

476. Many FIs and DNFBPs are not even willing to establish business relationships with clients 
having connections to higher risk countries. Some banks explained that they blocked transfers to 
higher risk countries and other FIs and DNFBPs explained that they applied stronger CDD measures, 
including monitoring, in such situations. The NRA states that: (i) banks have around 45 customers 
that come from countries identified by the FATF as having strategic deficiencies; and (ii) transfers to 
and from such countries represent just 0.01% of international transfers. 
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477. FI and DFNBPs indicated that they are notified of changes to the list of higher risk countries by 
the UIFAND (in a limited number of cases) or their professional association. This means that smaller 
FIs and many DFNBPs who are not members of professional associations and who do not regularly 
ÃÈÅÃË ÔÈÅ 5)&!.$ȭÓ ×ÅÂÓÉÔÅ ÍÁÙ ÎÏÔ ÂÅ Á×ÁÒÅ ÏÆ ÃÈÁÎÇÅÓȢ  

478. According to a survey conducted by the authorities as part of the NRA, most DNFBPs have not 
had a business relationship with a customer in any of the countries listed by the FATF as having 
strategic AML/CFT deficiencies. 

Reporting obligations and tipping off  

479. The number of reports made to the UIFAND ɀ set out under Chapter 3 - has increased since 
the 4th round MER. Most reports made to the operational unit of the UIFAND come from banks which 
have strong procedures in place regarding reporting obligations. The UIFAND considers the quality 
of reports received from banks to be good and points to the high percentage of files disseminated to 
competent authorities for further investigation. In contrast, the number of SARs made by non-
banking FIs and DNFBPs is very low. Indeed, the securities sector has never made a SAR and the 
insurance sector has made just one report (2010 to 2015). The NRA concludes that the level of 
reporting by lawyers, accountants, CSPs and high value dealers is below expectations. 

480. However, the level of reporting by banks might be expected to be higher. The increase in 
reporting levels does not appear to reflect the substantial efforts taken by FIs and DNFBPs to 
prepare for: (i) the introduction of tax information exchange agreements; and (ii) criminalisation in 
Andorra of the offence of tax evasion, the effect of which has been to terminate a considerable 
number of customer relationships. Whilst tax crime was not a predicate offence at the time of the on-
site visit, it appears that banks have not considered the possibility that funds that have not been 
declared to revenue authorities will have their origin in criminal activities as defined in Article 409 
of the CC. This possibility is highlighted in guidance published by the UIFAND late in 2016 (TC-
10/2016 ), which, although published at around the same time as the NRA was adopted, perhaps 
came too late to have a greater impact. Notwithstanding this, some lawyers explained that they are 
waiting for the introduction of tax evasion as a predicate offence in order to consider whether to 
make a SAR. 

481. There are some other indications of under-reporting by banks during the period under 
review. In 2015, the UIFAND compared the total number of information requests made to banks to 
the number of those requests that had led to a positive result (i.e., the bank held and disclosed 
relevant information about the subject of the request). In the case of one bank, it was noted that it 
had held information on 42% of requests made by the UIFAND which was considered to be high 
compared to the low number of SARs made by that particular bank66. Across all banks, the UIFAND 
found that 26% of requests had led to a positive result, and considers that a percentage over 20% 
ÓÈÏÕÌÄ ÂÅ ÓÔÕÄÉÅÄ ÔÏ ÉÄÅÎÔÉÆÙ ÁÎÙ ÖÕÌÎÅÒÁÂÉÌÉÔÉÅÓ ÏÒ ÔÈÒÅÁÔÓ ×ÉÔÈÉÎ ÂÁÎËÓȭ ÓÙÓÔÅÍÓȢ 4ÈÅ 5)&!.$ 
explained that this points to banks holding information that should have formed the basis for a SAR, 
where a SAR had not been made.  

482. Non-banking FIs and DNFBPs explained that the low numbers of SARs reflected: (i) the profile 
of their customer base; and (ii) the CDD measures that had been initially applied to customers. Based 
on meetings with CSPs, an alternative explanation might be that some reporting entities are unaware 
of, or not familiar with, their reporting obligations. 

                                                      
66 It must be noted that the number of SARs from the bank concerned increased significantly in 2016. 
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483. The UIFAND has issued several TCs to assist FIs and DNFBPs in detecting suspicious 
transactions. Despite this, most FIs and DNFBPs met asked for more feedback, training and 
typologies to be provided by the UIFAND on reporting obligations, especially for TF. 

484. The NRA notes that some reporting entities have involved third parties (e.g. outside lawyers) 
in analysing and deciding whether SARs should be submitted. In line with this, evaluators met one FI 
whose legal advisor sits on the committee charged with making reports to the UIFAND and where 
the lawyer is designated as one of the baÎËȭÓ ÒÅÐÒÅÓÅÎÔÁÔÉÖÅ ÁÔ ÔÈÅ 5)&!.$Ȣ Evaluators do not 
consider this to be good practice: the decision as to whether to make a report to the UIFAND should 
be taken only by officers of the FI or DNFBP. Whilst banks appear to have practical measures in place 
to prevent tipping off and this does not appear to have caused any difficulty, the involvement of third 
parties in the reporting process does not sit comfortably with c.21.2.  

Internal controls and legal/regulatory requirements impending implementation  

485. Larger FIs and DNFBPs have established a function in charge of compliance and prevention of 
ML/ TF, which is often independent from business lines and reports directly to the board (rather 
than through the executive). They have also established, or are covered by, an internal audit function 
which independently evaluates effective implementation of manuals, policies and procedures, and 
systems and controls. The NRA highlights that banks have provided their compliance functions with 
additional resources and capabilities and have reinforced their independence and authority in recent 
years, something that was confirmed in meetings during the on-site visit. One bank explained that it 
had increased the size of its compliance team by 11 in the last year (bringing it up to 35 people). 
Compliance officers met on-site appeared to be experienced and knowledgeable in their fields. 

486. Not all smaller FIs and DNFBPs have established independent compliance functions (due to 
their size and scale) or have an independent audit function to test the system (despite there being a 
legal requirement to do so). One CSP met on-site explained that it did not have a compliance officer 
and this may be reflective of failings in other CSPs.  

487. Under the Code of Conduct approved by the ABA in January 2017 (updating an earlier 
version), banks are required to ensure that all selected staff are honest and skilled, and, where 
appropriate, to take measures to check the information supplied by applicants. Inter alia, they are 
also required to: (i) have a training plan in place to ensure improvement of professional and 
personal skills and adequate knowledge of products and services provided; and (ii) supply adequate 
information to their staff about applicable legal, regulatory and ethical standards and provide them 
with appropriate training on those subjects. 

488. Despite this, recruitment checks appear light. One bank said that it would rely on press 
reports and CDD data sources in order to promote high standards when hiring employees. Another 
explained that the criminal records of foreign employees were checked by the Government and that 
it applied checks only to specialised positions and not more generally. Accordingly, further steps 
seem to be needed to more formally ensure high integrity standards. In order to check the on-going 
probity of staff, the UIFAND explained that some banks restrict or monitor transactions over 
personal staff accounts. 

489. The NRA reports that employee training in banks has increased significantly in recent years ɀ 
with resources invested in training doubling between 2014 and 2015 ɀ but suggests that 
programmes could be further customised to different employee groups. The NRA notes that 
approximately half of total compliance employees are currently undergoing specialised training. The 
ABA has also recently signed an agreement with the University of Andorra to provide an AML 
certificate ɀ and the first group of students started their studies in February 2017. Use is also made 
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of on-line training and staff bulletins. In the case of other FIs and DNFBPs, the NRA notes that 
training is not systematic or frequent enough. 

490. The NRA has also highlighted that not all CSPs or estate agents have policies and procedures 
in place and quite a number of non-incorporated DNFBPs do not have written internal AML/CFT 
procedures. 

491. Financial groups have defined AML/CFT policies and procedures that are applicable to all 
entities in their group (occasionally with some adaptions). Groups monitor compliance with both 
group and local requirements through: (i) head office involvement in local boards and committees; 
(ii) periodic reporting and returns, e.g. covering risk; and (iii) internal audit reviews. No 
impediments to the implementation of group-wide programmes were identified. It is not clear to 
evaluators, however, that such controls are in place for CSPs based in Andorra which also operate 
outside the country through subsidiaries. 

Overall Conclusions on Immediate Outcome 4 

492. Andorra has achieved a moderate level of effectiveness for IO.4.  
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CHAPTER 6. SUPERVISION 

Key Findings and Recommended Actions 

Key Findings 

Taking into account the size of the supervisory unit during the period under review, the UIFAND is to 
be commended on what is has achieved since the last evaluation. Amongst FIs and parts of the 
$.&"0 ÓÅÃÔÏÒȟ ÔÈÅÒÅ ×ÁÓ Á ÈÉÇÈ Á×ÁÒÅÎÅÓÓ ÏÆ ÔÈÅ ÕÎÉÔȭÓ ÁÃÔÉÖÉÔÉÅÓ ÁÎÄ ×ÉÄÅÓÐÒÅÁÄ ÒÅÃÏÇÎÉÔÉÏÎ ÔÈÁÔ 
the team was knowledgeable and experienced in AML/CFT matters. However, the limited resources 
available to the UIFAND have hampered supervision and there is significant key-man risk present. 
The UIFAND had to curtail a large part of its inspection programme in 2015 and 2016 to deal with a 
banking failure and the NRA.  

Whilst the INAF may take action against a FI, it does not have a direct power to: (i) remove a 
ÐÁÒÔÉÃÕÌÁÒ ÓÈÁÒÅÈÏÌÄÅÒ ÏÒ ÔÏ ÆÒÅÅÚÅ Á ÐÁÒÔÉÃÕÌÁÒ ÓÈÁÒÅÈÏÌÄÅÒȭÓ ÒÉÇÈÔÓ or; (ii) permanently remove a 
director or senior manager from their post (except in the case of a bank). Retrospective external 
checks have not been performed by the INAF on shareholders, or by the Government on 
shareholders, directors or managers of insurance companies. Except for banks, those holding senior 
compliance roles are not vetted by supervisors.  

Risk-based supervision is not fully applied to FIs and DNFBPs by the UIFAND. AML/CFT supervision 
is largely focused on checking: (i) that policies and procedures are in place; and (ii) CDD applied, 
rather than on an assessment of the effectiveness of the governance and business models. The use of 
external auditors in off-site supervision is more effective: each year the UIFAND scrutinises audit 
reports on FIÓȭ ÌÅÖÅÌ ÏÆ ÃÏÍÐÌÉÁÎÃÅ ×ÉÔÈ ÔÈÅ !-,Ⱦ#&4 !ÃÔȟ ×ÈÉÃÈ ÁÒÅ ÐÒÅÐÁÒÅÄ ÁÎÎÕÁÌÌÙ ÏÎ ÉÔÓ 
instruction by external auditors (external AML/CFT audit reports).  

The amount of information available to supervisors to assist them to identify and monitor ML/TF 
risks on an on-going basis - for both a firm and sector basis - is still quite limited and there is limited 
analysis of information held. There are a number of activities provided by FIs where the UIFAND has 
yet to develop an understanding in order to consider whether risks are properly mitigated.  

There is insufficient strategic engagement and co-ordination of activities between the supervisory 
authorities to leverage off the overlap between prudential and AML/CFT supervision in relation to 
governance and internal controls and to share expertise, knowledge, experience and information.  
7ÈÅÒÅÁÓ ÔÈÅ 5)&!.$ ÒÅÌÉÅÓ ÕÐÏÎ ÔÈÅ ).!&ȭÓ ÃÏÏÐÅÒÁÔÉÏÎ ×ÉÔÈ ÆÏÒÅÉÇÎ ÒÅÇÕÌÁÔÏÒÓ ÉÎ ÏÒÄÅÒ ÔÏ ÅØÅÒÃÉÓÅ 
consolidated supervision of the significant overseas activities of subsidiaries, it does not seem that 
engagement on AML/CFT matters between the prudential supervisor and its counterparts abroad 
fully takes account of knowledge and expertise present in the UIFAND. 

There is limited supervisory engagement by the UIFAND with the DNFBP sector, including the on-
going collection of data for off-site analysis. The supervisor is limited by incomplete knowledge of 
who is providing corporate services within certain categories of DNFBPs.  

It is clear that action being taken in respect of major ML cases has been dissuasive of non-compliance 
with AML/CFT requirements. Except for withdrawal or modification of an authorisation, it is the 
Government rather than the UIFAND which determines the sanctions to be imposed for serious and 
very serious breaches of the AML/CFT Act, based on proposals made by the UIFAND. This could 
allow the Government to exercise undue influence on AML/CFT matters (though there is no evidence 
that this has happened).  

There has been limited outreach (outside of direct supervision) to help educate industry to raise 
















































































































































































































































