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Multidisciplinary approach on cybercrime 
training 

• This is the cybercrime battlefield.

• And this scenario is changing everyday
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Keeping up with the rate of change

• Some time ago, police officers were the best trainers for the new 
ones.

• But nowadays the newest technology, the methods and techniques 
that would be used by cybercriminals, is on the academia and private 
sector.

• Cooperation among the three actors is key to level up with the other 
side.





Contribution of academia and private sector
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Attracting talent: National cyberleague



Attracting talent: C1b3rwall (CyberWall)



Training LEAs: Master on Analysis of Digital 
Evidence and Fight against Cybercrime
https://www.icfs-uam.es/formacion/master-en-analisis-de-evidencias-digitales-y-lucha-contra-el-cibercrimen/

• Mixed approach (on site and online)
• 15 Saturdays from 8:30 to 20:30

• ECTS: 60 (600 hours)

• No more tan 35 students each year

https://www.icfs-uam.es/formacion/master-en-analisis-de-evidencias-digitales-y-lucha-contra-el-cibercrimen/


Next steps

• We are on the process of signing two new agreements
• Guardia Civil

• Policía Nacional

• “Sponsorship classrooms”
• Legal figure to act as an umbrella for joining (training) activities

• Both classrooms are (indirectly) funded by private sector


