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WE ARE NO LONGER SECURING COMPUTERS.

WE ARE SECURING SOCIETY.

Mikko Hyppönen
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Who will 
protect 
Digital 

African?

$2.32 Billion
•2020

$3.6-$4.5 Billion
▪2023-2025

$15-30 billion
•within 10 years

What market % can 
be yours?

Sources: https://coleofduty.com/news/2020/06/23/2020-growth-middle-east-and-africa-cyber-security-market-
2020-worldwide-overview-by-industry-size-and-share-future-trends-growth-factors-and-leading-players/
http://www.marketsandmarkets.com/PressReleases/africa-cyber-security.asp
Africa Cyber Security Report 2016 info@serianu.com & www.serianu.com
William Makanti, CEO Serianu, June 2021

Opportunity: Job Creation, Wealth & Tax Revenue 
Generation

Make Cybersecurity a Societal profit center not just 
organisational cost center

(ISC)2 Cybersecurity
Workforce Study, 2020
shows 3.1 million global
gap
Source: (ISC)2 Cybersecurity Workforce Study, 2020
https://www.isc2.org/Research/Workforce-Study#

OPPORTUNITY: CYBERSECURITY TOTAL ADDRESSABLE MARKET (TAM)

Cybercrime solutions value chain: 
We must out recruit the bad actors

https://coleofduty.com/news/2020/06/23/2020-growth-middle-east-and-africa-cyber-security-market-2020-worldwide-overview-by-industry-size-and-share-future-trends-growth-factors-and-leading-players/
http://www.marketsandmarkets.com/PressReleases/africa-cyber-security.asp
mailto:info@serianu.com
http://www.serianu.com/
https://www.isc2.org/Research/Workforce-Study
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Fueled by:
▪ Opportunity - Work

from Home
(Pandemic) etc

▪ Interconnectedness
▪ Ignorance
▪ IoT
▪ BYOD
▪ Cloud

Source: Abdul-Hakeem Ajijola

Compounded by lack of:
▪ Awareness,
▪ Consistent approach and
▪ Consensus on cyber norms

Mis-perception that Cybersecurity is not an African problem to solve



Who will protect the

Digital African?
• If not you and I, then who?

Together develop 
Continental, 

Regional and 
National capacities

• African Joint Operation against 
Cybercrime (AFJOC)  
https://www.interpol.int/en/Crimes/Cybercrime/Cybercrime-operations/AFJOC-African-Joint-
Operation-against-Cybercrime

• Global Action on Cybercrime Extended 
(GLACY+) https://www.coe.int/en/web/cybercrime/glacyplus

• Cybercrime Knowledge Exchange (CKE)
via National Security Officer (NSO) @ 
National Central Bureaus (NCBs)

• Cybercrime Collaborative Platform 
(CCP): Operations restricted via NSO @ 
NCBs

Always factor the 
underserved, 
unserved and 

unborn

• They must live, in the future, with the 
decisions that we make, and 
precedents that we set. today.

WAY FORWARD

No one else can make 
Africa better, unless we 

“Africans” do.

▪ People – Build Human 
Resource Capacity.

▪ Process – Participate 
in global cyber norms 
development; Adhere 
to global standards; 
enforce Smart 
regulations; and carry 
out joint operations as 
colleagues.

▪ Technology – Develop 
and implement 
requisite 
infrastructure.

https://www.interpol.int/en/Crimes/Cybercrime/Cybercrime-operations/AFJOC-African-Joint-Operation-against-Cybercrime
https://www.coe.int/en/web/cybercrime/glacyplus
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