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Building capacities of African Criminal Justice Authorities on Cybercrime 

and Electronic Evidence 

 

Room 3 Tuesday, 16 October 2018, 14h00-17h30 

 

Background: For countries to be able to fight cybercrime in an effective and successful manner there are 

many topics to be addressed. This ranges from raising awareness on the importance of fighting 

cybercrime, by conducting needs assessments, drafting legislation, building specialized law enforcement 

units and training of judiciaries.  

Important in this regard is also for countries to engage in efficient regional and international 

cooperation. This entails not just operational cooperation between LEA’s but also sharing experiences 

with neighboring countries to support capacity building against cybercrime.  

The aim of this workshop is to share insights of several countries and international organizations 

providing capacity building against cybercrime, to learn about the different approaches, the topics they 

are focused on, the working methods they use and obviously  their practical results.   

 

Purpose: (1) To provide insight on multiple capacity building initiatives by different organizations and 

countries (2) To share experiences of several African countries reaping the benefits of capacity building 

against cybercrime (3) To discuss good practices, problematic areas and the way ahead. 
 

 
Chair: Wouter VEENSTRA, , Manager Outreach & Partnerships, GFCE Secretariat  
 
Rapporteur: TBD 
 
Panel: 

► UNODC (20 min)  

- Mr. Robert GILBERT, Cybercrime Expert at UNODC 

- Discussion  
 

► Implementing the Commonwealth Cyber Declaration (20 min) 

- Ms. Olaide OLUMIDE - Deputy Programme Manager, Commonwealth Cybersecurity Programme 

- Discussion  
 

► GLACY+ (30 min) 

- Mr. Matteo LUCCHETTI, Programme Manager Cybercrime, Council of Europe 

- Dr. (Mrs.) Yanembal MOORGHEN, Permanent Secretary, Ministry of Technology, Communication 

and Innovation, Mauritius 

- Discussion  
 

► From Training to Action: Collaborations between the United States and Ghana in Cyber 

Investigations (30 min) 

- Mr. Timothy C. FLOWERS, Sr. Trial Attorney, Computer Crime and Intellectual Property Section, 

U.S. Department of Justice  

- Mr. Albert ANTWI-BOASIAKO, Cyber Security Advisor, Ministry of Communication of Ghana 

- Discussion  
 

► GFCE: From awareness to implementation (20 min) 

- Mr. Wouter VEENSTRA, Manager Outreach & Partnerships, GFCE Secretariat 

- Discussion  
 

► ECOWAS (20 min) 

- Mr. Mawuli AMOA, Program Officer – Telecommunications and Networks, ECOWAS Commission 

- Discussion  
 

► Discussion on the way forward 
 

Reference 
materials 

Commonwealth Cyber Declaration 
GFCE Delhi Communiqué   

GLACY+ Project 

 

https://www.chogm2018.org.uk/sites/default/files/Commonwealth%20Cyber%20Declaration%20pdf.pdf
https://www.thegfce.com/delhi-communique/documents/publications/2017/11/24/delhi-communique
https://www.coe.int/en/web/cybercrime/glacyplus

