
   
 

 

 
 

 
 

 
 

PILON Week Webinar – The effects of COVID-19 on cybercrime in 
the Pacific 

 

Date and 

hour 

10/11/2020 

02h00 PM (Apia, SAMOA time zone; UTC+14h)  

00:00 UTC 

Speakers Jung Kee YOU, Criminal Intelligence Office, INTERPOL Financial Crimes Unit 

Patricia FEMIA, Australia’s Federal Prosecution Service 

Virgil SPIRIDON, Head of Operations, Cybercrime Programme Office, Council of 

Europe 

Language The webinar will be held in ENGLISH.  

No simultaneous interpretation will be provided. 

Objectives Carried out under Objective on cybercrime legislation and policies of the Glacy+ 

project, the activity aims to address the current cybercrime challenges in the COVID-

19 context in the region and encourage the sharing of experiences and best practices 

on matters related to cybercrime and electronic evidence. 

To this end, the workshop is intended to address the proposed topics from layered 

angles, law enforcement and judiciary, with experts and testimonials from the 

region. 

Expected 

duration 

1h30  

 

Participants More than 100 participants are expected to join. 

The workshop is deemed particularly relevant for cybercrime policy makers,  

criminal justice and law enforcement professionals coming from the 17 Pacific 

island countries that, together with Australia and New Zealand, are members of 

PILON: America Samoa, the Cook Islands, the Federated States of Micronesia, Fiji, 

Kiribati, Nauru, Niue, Palau, Papua New Guinea, the Pitcairn Islands, the Republic 

of the Marshall Islands, Samoa, Solomon Islands, Tokelau, Tonga, Tuvalu and 

Vanuatu).  



 
 
 
 
 

Each registered participant will receive a confirmation email one day prior to the 

webinar with instructions on how to connect and rules of engagement. 

Relevant 

resources 

T-CY Protocol negotiations 
Budapest Convention and related standards  

 

www.coe.int/cybercrime 

https://www.coe.int/en/web/cybercrime/t-cy-drafting-group
https://www.coe.int/en/web/cybercrime/the-budapest-convention

