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The Portuguese Association for Victim Support

• social charity organization, founded in 1990;

• its goal is to inform, protect and support victims of crime;

• supported by volunteers;

• giving free and confidential support in a personal, sensitive and professional way;

• is governed by the principles of equal opportunities, treatment and non-

discrimination.
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Safer Internet Helpline



Safer Internet Helpline – 2 types of support

• A platform for reporting online contents: child pornography, incentive to 

racism and incentive to violence

• A Helpline for Cybercrime Victims, available from 09h00 to 21h00 on 

working days



Safer Internet Helpline

Helpline for Cybercrime Victims, available from 09h00 to 21h00 on working days

With this helpline we aim to assure free and confidential support on the following situations:

• Cybercrime victims – e.g. Cyber–bullying, Grooming, Identity Theft

• Technical Help in promoting the safe use of the Internet

• Online Addictions (Social Media, Videogames)



Safer Internet Helpline

The platform for reporting online contents of child pornography, incentive to racism and incentive to violence

works in the following way:

1. The content’s link is shared through a complaint form available on Centro Internet Segura’s website.

2. The content is reviewed and classified by the expert.

3. If the above mentioned content is involved, it will be denounced to the competent authorities, namely the

Judiciary Police (PJ)

4. After notifying the police, the content is signalled to the Internet Service Providers (if the content is lodged in

Portugal).

5. The content is removed within three working days (preferably).



Awareness raising and changing attitudes
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Support to victims of cybercrime

Typologies of cybercrime



Support to victims of cybercrime

Concepts and definitions



Support to victims of cybercrime

Legal framework



Support to victims of cybercrime

Understanding cybercrime: victimology and impact



Support to victims of cybercrime

Key aspects in specialised support to victims 



Support to victims of cybercrime

Specialised support to victims of cyber-dependente crimes 

• Malware and Hacking
• Distributed denial-of-service (DDoS) attacks
• Ransomware
• Phishing, spear phishing
• Exploiting software vulnerabilities to gain remote access
• Theft of online personal/confidential information



Support to victims of cybercrime

Specialised support to victims of online fraud



Support to victims of cybercrime
Specialised support to children and young people victims of online sexual abuse



Support to victims of cybercrime

Specialised support to victims of cyberbullying



Support to victims of cybercrime
Specialised support to victims cyberstalking and non-consensual sharing of images
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