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Conclusions of the Study
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• In the wake of Covid-19 pandemic, cybercrimes
ocontinued to grow in each of the 9 countries
oincreased in severity but also mutated

• LEA challenges were similar everywhere

• Countries’ preparedness varied significantly

• Governments used technology, especially 
mobile apps, albeit with varying success
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Recommendations for Capacity Building
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• Adopt global approach on substantive and procedural law

• Strengthen investigative powers and capabilities

• Assess cybercrime landscape regularly

• Monitor specific critical factors

• Be agile and flexible to deal with unexpected crisis

• Digitize criminal justice authorities

• Collaborate and cooperate

• Invest in creating awareness and advocacy 
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Thanks!


