
Effective cooperation: Intensive program to face cyber 

threats

■ The focus of cooperation (anticipating cyber risks)

Continental cooperation Europe (Council of Europe) vs Africa (African Union) case study on 
existing models of cooperation (cybersecurity, multi legal assistance, law enforcement)

■How to organize and prepare different institutions to face and prevent future
cyberattacks (short-term action)

■Institutional level: Ministry of Justice/Home and their related departments
(improvement/modernization of justice : instruments and departments), upgrade
the competencies of institutional users, to better implement law enforcement)

■Training and learning to fight cybercrime (implementation of a consistent
program of cybersecurity to all stakeholders: from an earlier level until university)

■Public/private sector (capacity building with multiple stakeholders)

■Artificial intelligence vs cybersecurity (updated insight: concerns regarding
responsibility considerations)

■Effective tools for strong cooperation (the crucial role of Law: Domestic and
International Law)

■Is there any forensic cooperation between states?


