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2= ' Whatis INTERPOL?

194 MEMBER COUNTRIES CONNECTED THROUGH A SECURE NETWORK

INTERPOL
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INTERPOL'S CRIME PROGRAMMES

INTERPOL
We provide a range of policing expertise and capabilities to our member countries, supporting three main crime programmes:

ORGANIZED AND

COUNTER-TERRORISM EMERGING CRIME

CYBERCRIME

...........................................................................................................................................................................................................................

. Assisting member

. countries to prevent

. and disrupt terrorist

. activities through

: the identification of

. individuals, networks
. and affiliates.

. Targeting and disrupting :
. international criminal
. networks; identifying,

. analysing and

responding to criminal

- threats.

. Making cyberspace safe
. for all by supporting :
. member countries to |
. prevent and investigate
. cyberattacks. :




GLOBAL POLICING CAPABILITIES
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CYBERCRIME
REDUCING THE GLOBAL IMPACT OF CYBERCRIME AND PROTECTING COMMUNITIES
FOR A SAFER WORLD
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‘ Regional Cybercrime Threat Assessment

‘ll National Cyber Review

I Investigation & Operation feedbacks
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INTERPOL

INTERNATIONAL CRIMINAL POLICE ORGANIZATION

COURSE ACCREDITATION AWARD

NCS4 AL SOUTHERN
DN MISSISSIPPI

Following a rigorous course review conducted by a team of Assessors
and receiving the endorsement by the INTERPOL Board of Accreditation

The NCS4, National Center for tor Sports Safety and Security
University of Southem Mississippi, USA

Successfully complied with the training standards
Set forth by the INTERPOL General Secretariat

for the
SPORTS SECURITY SENIOR MANAGEMENT TRAINING COURSE
And therefore has received accreditation by INTERPOL
valid for a period of 4 years

Lyon, France
16 October 2017
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% INTERPOL's cybercrime training activities

INTERPOL

* Online courses

Open source

Internet Basics intelligencein
investigations

Introduction to
digital forensics

Email Darknet and Obtaining Digital
Cryptocurreny Evidences from

Investigation Investigation Foreign Countries

https://www.interpol.int/How-we-work/Capacity-building/INTERPOL-s-
Global-Learning-Centre/IGLC-FAQ-and-help
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¢ INTERPOL’s cybercrime training activities

INTERPOL

* Specialized Training Courses

Digital
| Security
Ma ware Challenge
Analysis

Cybercrime
Investigation

INTERPOL For official use only



COLMCIL OF PURDPE

GLACY+

EU/COE Joint Project on
Global Action on Cybercrime Extended

Implementad
by tha Coundl of Europe

ELIROPEAN LWICH COMSEIL DE LEURDPE

Duration 48 months (Mar 2016 - Feb 2020)
Budget EUR 10 million
Funding European Union (Instrument Contributing to Peace and
Stability) and Council of Europe
GLACY + + Cabo Verde + Ghana + Philippines
countries » Chile + Mauritius + Senegal
*» Costa Rica + Morocco « SrilLanka
» Dom. Republic +« Nigeria + Tonga

LATIN & Caribbean Asia-Pacific
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ASEAN CYBER CAPACITY DEVELOPMENT PROJECT PHASE |

Cyber Investigation Training, JCLEC, Indonesia

2016-2019: NUMBERS

Meeting of Decision-Makers and Heads of Units, Singapore

Cybe e Workshop for Judicial Authorities, Singapore

Darknet and Cryptocurrencies Training, Singapore
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NATIONAL CYBER REVIEW
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Work towards increased
self-sustainability for all
beneficiaries

OBJECTIVES
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ASEAN CYBER
CAPACITY
DEVELOPMENT
PROJECT
PHASE Il

Further strengthen the capability
to fight cybercrime and to close
capability gaps

Address the findings and gaps
identified in the National Cyber
Reviews (NCRs) conducted in the
ten ASEAN countries during the
first phase of the project from
2016-2018



ASEAN CYBER CAPACITY
DEVELOPMENT PROJECT
PHASE II

22/09/2019
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Thank You-Merci-Gracias

EDPS-CD@interpol.int
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