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What is INTERPOL?
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INTERPOL policing expertise and capabilities 
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INTERPOL Cybercrime Directorate
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INTERPOL cybercrime training strategy

Threat 
Assessment

Action Plan
/Projects

Guiding 
Policy
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Global Training Needs Analysis

Regional Cybercrime Threat Assessment

National Cyber Review

Investigation & Operation feedbacks

Cybercrime threat assessment
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INTERPOL’s Guiding policy for training

Training Needs 
Analysis (TNA)

Design and 
Development

Planning and 
Delivery

Accreditation

Certification

Evaluation

1. Attendance Certificate
2. Successful Completion Certificate
3. Certifying certificate
4. Online course certificate
5. Appreciation certificate

1. Extent to which course 
objectives were achieved?

2. Usefulness of course content?
3. Quality of venue and 

facilities?
4. Quality of visual aids?
5. Quality of handouts?
6. Effectiveness of the trainers?
7. Overall rating of this course?
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• Online courses

Internet Basics

Email 
Investigation

Open source 
intelligence in 
investigations

Darknet and 
Cryptocurreny 
Investigation

Introduction to 
digital forensics

Obtaining Digital 
Evidences from 

Foreign Countries

INTERPOL’s cybercrime training activities

https://www.interpol.int/How-we-work/Capacity-building/INTERPOL-s-
Global-Learning-Centre/IGLC-FAQ-and-help
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• Specialized Training Courses

INTERPOL’s cybercrime training activities

Cybercrime 
Investigation

Malware 
Analysis

Digital 
Security 
Challenge
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380

Cyber Investigation Training, JCLEC, Indonesia

Meeting of Decision-Makers and Heads of Units, Singapore

Cybercrime Workshop for Judicial Authorities, Singapore

Darknet and Cryptocurrencies Training, Singapore

Digital Forensics Training, Singapore

Cybercrime Workshop for LEA Managers, Singapore

INTERPOL-Europol Cybercrime Conference, 
Singapore
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2016-2019: NUMBERS

NATIONAL CYBER REVIEW

ASEAN CYBER CAPACITY DEVELOPMENT PROJECT PHASE I
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ASEAN CYBER 
CAPACITY 

DEVELOPMENT 
PROJECT
PHASE II

O
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Further strengthen the capability 
to fight cybercrime and to close 
capability gaps

Address the findings and gaps 
identified in the National Cyber 
Reviews (NCRs) conducted in the 
ten ASEAN countries during the 
first phase of the project from 
2016-2018

Work towards increased 
self-sustainability for all 
beneficiaries
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Cybersecurity and Cybercrime Strategy: Formulating Guideline

Scalability Training: Identified e-learning modules

Targeted Approach Training: Countries’ needs 

Specialized Training based on Trend
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PRESENTATION TITLE – CHANGE IN MASTER SLIDE

انتباهكمعلىالشكرجزيلنشكركم

Thank You-Merci-Gracias

EDPS-CD@interpol.int


