
There is a lot to learn about the Internet, especially for those generations who still
grew up without broadband connections and Wi-Fi technology. Let’s take the example
of DailyMotion, a video hosting service website. Whether deliberately or accidentally,
its name does not only point to its ever changing pools of content and users but it
also symbolises a technology that develops at great speed and sets its users into
motion. It invites active participation from those who used to be passive customers.
To be blunt, services such as DailyMotion depend on consumers’ contribution – that
is, on user-generated content (UGC) that circulates globally via a French-based service
carrying an English name in order to reach the widest possible audience.

New models for two-way distribution of content over the Internet, confront us with
new shades of familiar copyright questions such as: what are the legal restrictions for
putting content online? Where does piracy start? Who is the pirate? This IRIS plus
looks at the EU and US American copyright framework concerning UGC and how it has
translated into case law. Suspecting that neither the pending revision of the relevant
EU e-commerce Directive nor further court decisions might settle the matter entirely,
the article also explores other options for improving the relationship between UGC
providers and copyright owners. Enjoy reading and meeting DailyMotion and other
living examples for continous legal education!
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1. Introduction

New technologies allow people to become producers of their
own content (e.g., videos, music, podcasts and blogs). Internet
host providers put at their disposal easy, inexpensive ways of
bringing this content to the public. In particular so-called User-
Generated Content (UGC) services such as Google Video,1
YouTube,2 DailyMotion,3 MySpace4 or Flickr5 allow people eas-
ily to upload and share video clips, photos or music on dedi-
cated platforms. These services derive income from advertise-
ments posted on their websites.

Most amateurs just want to share their photos and videos
with friends, but the global nature of the Internet allows them
to reach virtually anybody in the world. For example, a pho-
tographer may put his pictures on a photography website to
make them available to his friends and relatives.6 A musician
may sign up for a video-sharing site to make his musical works
available to a large public.7 In these cases they only have to
give an e-mail address and account name, the country they
come from, and date of birth (however, this information
remains unchecked), and they can start uploading content.
With a little luck, they can even become famous! It is no longer
uncommon to see unknown amateur artists become widely pop-
ular through their page in MySpace8 or YouTube.9 These plat-
forms are also used by professional people to generate a wider
audience.10

These developments bring a wealth of content to a larger
than ever public. According to the European Commission's ICT
Progress Report,11 more than half of all Europeans have become
regular Internet users and 80% of them have broadband con-
nection. And according to media reports, with the advent of a
new, incredibly fast Internet (10,000 times faster than a typi-
cal broadband connection!), Internet users will be able to send,
for example, the entire Rolling Stones back catalogue from
Britain to Japan in less than two seconds. David Britton, pro-
fessor of physics at Glasgow University and a leading figure in
developing this speedy Internet, the so-called “grid project”,
states that “[W]ith this kind of computing power, future generations
will have the ability to collaborate and communicate in ways older
people like me cannot even imagine”.12

This near-science-fiction scenario heralds a future world of
unlimited communication and knowledge sharing. But the
Rolling Stones’ music company (like many other rightsholders)
probably won’t share the joy. For them, ease of communication
means, above all, ease of infringing their copyrights.

2. User-uploaded Content?

Times have changed. In the old days of rock and roll, mem-
bers of a rock concert audience would light their cigarette
lighters for special songs. Nowadays they rather hold up their
cell phones to record parts of the show with their built-in video
cameras. Some of these bootlegged videos are uploaded to UGC
platforms the day after the rock concert, and their quality is
sometimes astonishing. For those who indulge in nostalgia, the
same UGC service may also offer the favourite TV show of their
childhood. For those who look for more recent content, it is also
usual to find last evening’s TV show as well. For free.

“User-generated” does not necessarily mean that the con-
tent was actually created by the user. UGC services provide
the means of uploading content in order to make it available
to the public. The uploaded content is not checked before it
is published; hence users can upload whatever they like, no
matter whether it is self-created content or the work of
somebody else and, in the latter case, irrespective of whether
or not they hold the rights for the work. In other words, the
ease of uploading content has a downside: whenever users of
UGC services upload copyright protected television shows,
films or music without being licensed to do so, they infringe
the rights and interests of authors, performing artists and
producers on a potentially global scale.

Most people uploading on UGC services are not trained as
lawyers and therefore may not be expected to know the intri-
cacies of copyright law. Many of them, however, do not even
care whether or not they are infringing copyrights. None-
theless, they are primarily responsible for the content they
make available to the public and can be held liable for direct
copyright infringement. This is not disputed. The hotly
debated issue is rather whether or not a service provider may
also be liable for copyright violations caused by the users of
his service? In the end, UGC service providers gain an advan-
tage (at least in an indirect way) from the fact that inte-
resting copyrighted material is being offered on their plat-
forms because it helps them build a wider audience. And a
wider audience means more revenue from advertisements
published on their platforms. Cui prodest scelus, is fecit, goes
the old Latin saying. The culprit is the one who profits from
the crime. Or should this not be valid for UGC?

UGC service providers consider that they only offer a
hosting service and therefore only users are responsible for
the content they upload. Moreover, a certain number of
measures introduced by UGC service providers are aimed at
removing infringing content whenever it comes to their
knowledge. UGC service providers claim to lack any prior
knowledge of the content and they do not actively monitor
content made available through their website. All this is
prima facie in line with applicable legislation in Europe and
the United States, which provides for a limitation of liabil-
ity for host providers when they do not have actual know-
ledge of infringement and remove content promptly after
obtaining such knowledge.13

Rightsholders (at least some big media companies) think
differently: they maintain that UGC service providers are pub-
lishers of the content available on their platforms. Conse-
quently, UGC service providers should be held directly respon-
sible for any infringement of copyright caused by users.

3. War or Peace?

It could be argued that videos posted on UGCs are short in
length and poor in quality, and therefore cannot damage rights-
holders’ economic interests, but rather become a means of pro-
moting their content. Rightsholders who choose not to act
against these acts of infringement may benefit from this free
publicity and further use UGC services as a platform for self-
promotion.
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Rightsholders who prefer to control their content and be
remunerated for any use made of it have two options: to liti-
gate or to license.

Obviously, the user who uploads copyrighted material is
the primary infringer. However, prosecuting individual users is
an expensive and complicated proposition, not least of all
because they are part of a large anonymous crowd. Suing indi-
viduals for uploading content to UGC platforms is expensive,
time-consuming and may not bring much in return.

If a rightsholder shies away from the burden of suing indi-
vidual users, he may ask a UGC service provider to remove the
infringing content. This does not, however, necessarily gua-
rantee an end to the illegal use of the content because copies of
the same content may be posted by other users. France has just
witnessed a recent example of this: after the website of the
French newspaper Le Parisien showed the French President Nico-
las Sarkozy having a verbal clash with a visitor of the Salon de
l’Agriculture, copies of the video were posted on DailyMotion. Le
Parisien, who held the rights to the video in question, asked Dai-
lyMotion to remove it (DailyMotion obliged while Le Parisien kept
it on its own website). Thereafter, multiple copies of the video
were posted on different UGC services, this time without even
mentioning Le Parisien as the video’s source – an obvious protest
against the copyright holder’s demands on DailyMotion.14

It is much easier to sue the host provider for direct
infringement of copyright: at least the host provider is identi-
fiable and makes substantial profits from users’ activities. But
even more importantly, it leads to a tangible result even if the
content resurfaces again on this or other UGC service providers’
portals.

Such a lawsuit would mainly aim at courts classifying UGC
service providers as publishers of content and not host
providers. This would make them directly responsible for the
content uploaded by users. Big media companies in particular
are resorting to this type of litigation in order to protect their
copyrights. Just to name two prominent examples: in France,
the private broadcaster TF1 has recently announced its litiga-
tion against YouTube and DailyMotion for copyright infringe-
ment.15 In the US, YouTube is also facing a copyright infringe-
ment claim from entertainment group Viacom.16

Licensing content to UGC service providers can be another
source of revenue for rightsholders, but in many cases rights-
holders are afraid of losing control over management of their
copyrighted works. It should be noted that in some cases liti-
gation may simply be a way of obtaining a better bargaining
position for licensing deals. Indeed, for both sides their bar-
gaining power will depend on the extent to which UGC service
providers can rely on legal norms limiting their liability.

This article presents a general view on copyright infringe-
ment caused through UGC services. Firstly, it examines the
legal position of UGCs and their liability regime. To this end,
the article analyses jurisprudence from France and the United
States. Secondly, it discusses different solutions to this issue,
including filtering, licensing and legislative intervention.
Finally, some thoughts are put forward regarding the future of
audiovisual distribution on the Internet.

3.1 Litigation

At the core of the legal controversy lies the question of how
the law qualifies UGC service providers: are they host providers
or rather publishers of content? The UGC service provider sim-
ply offers the technical means of publishing content but does
not decide upon which content is being published. At a first
glance, it seems that UGCs are host providers, but certain char-

acteristics of their services make the qualification less obvious.
But even if UCGs were to be considered as host providers, sub-
sequent questions would arise: what is the liability regime that
applies to copyright infringements committed by users of the
service who upload the content, and are UGCs secondarily
liable for these acts of infringement?

Cases of copyright infringement on p2p networks show that
whenever service providers have some form of control over
users’ activities they may be held liable for users’ infringing
acts. The best-known example of this is Napster. Without the
support services provided by Napster, users could not have
engaged in the unauthorised reproduction of copyrighted
material through its network. Merely supplying the means to
accomplish an infringing activity would not have amounted to
contributory infringement. However, because Napster’s central
servers operated the index of files, Napster had actual know-
ledge of the infringing activities on its network but had neg-
lected to prevent the unauthorised copying of music files.
Therefore, the court concluded that Napster materially con-
tributed to the infringing activity.

This lesson was well learned by developers of new p2p soft-
ware. These software programmes create networks that are
decentralised (that is, they operate without central servers or
centralised indexes of files). They are different from Napster in
that they lack actual knowledge of how customers will use their
software when delivering it. The software distributors claim
not to participate in the process of searching or exchanging
files within the network. Moreover, they maintain that they
neither receive any information about search activities nor
know of such activities. However, even if they may not be held
liable for merely distributing an infringement enabling prod-
uct, they are not necessarily free of responsibility. Indeed they
may be held liable if their words or actions actively promote or
encourage infringement.17

UGC service providers too learned their lesson. They rely on
rules limiting liability for host providers in order to build their
business model which entices individual users to “generate”
content and to offer it on their platforms. Moreover, they warn
users that uploading copyrighted works is not allowed on their
sites, so that they cannot be accused of inducing infringement.

This chapter discuss some examples of French case law and
presents briefly the Viacom lawsuit against YouTube and
Google pending in the United States.

3.1.1 Europe

3.1.1.1 Legal Framework

The liability of intermediaries on the Internet is regulated
at European level by the so-called e-commerce Directive.18
Articles 12-14 limit liability for information society services in
three cases:

- mere conduit (Art. 12)19
- caching (Art. 13)20
- hosting (Art. 14)

According to Art. 14 of the e-commerce Directive, a host
provider is an information society service that consists of the
storage of information provided by a recipient of the service.
Such a service is not liable for the information stored by the
user, provided that:

- the provider does not have actual knowledge of illegal
activity or information and, as regards claims for damages,
is not aware of facts or circumstances from which the ille-
gal activity or information is apparent; or
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- the provider, upon obtaining such knowledge or awareness,
acts expeditiously to remove or to disable access to the
information.

The limitation of liability does not apply when the user of
the service acts under the authority or the control of the
provider.

Notwithstanding this rule, a court or administrative author-
ity may require a service provider to terminate or prevent an
infringement if foreseen by the legal system of the Member
State in question. Member States may also establish procedures
for the removal or disabling of access to information.

Art. 15 of the e-commerce Directive prohibits Member States
from imposing a general obligation on information society
services to monitor the information which they transmit or
store, or to request that providers actively seek out facts or cir-
cumstances indicating illegal activity.21

The rules contained in the e-commerce Directive could be
summarised as follows: the host provider is not liable for user-
uploaded content as long as it does not have actual knowledge
of any illegal activity or information and is not aware of facts
or circumstances from which the illegal activity or information
is apparent. If the host provider obtains such knowledge or
awareness, he has to act expeditiously to remove the informa-
tion or to disable access to it. Unfortunately, the Directive
uses but does not clarify terms such as “actual knowledge”,
“awareness”, “being apparent” or “general obligation”. These
require further interpretation because the Directive does not
clarify any of them. Member States have to further develop the
general concept in the context of their national legislation.

In France, the Act on confidence in the digital economy
(Lcen)22 basically reproduces the relevant rules of the e-com-
merce Directive thus leaving the final word with the judiciary.
The following case law from France illustrates how long a haul
the definition of the relevant terms is.

3.1.1.2 French Case Law

French courts have so far delivered a number of interesting
decisions on the liability of UGC service providers. Whereas in
most cases they recognise UGC service providers as host
providers (hébergeurs), two recent decisions of the Tribunal de
grande instance de Paris (Regional Court of Paris) show that the
legal qualification of UGCs become less certain in cases where
the service provided goes beyond the mere storage of informa-
tion uploaded by a user (e.g. by imposing a certain structure
on users’ pages or by including advertisements). Regarding the
liability regime for UGC services, French courts implicitly state
that it would be disproportionate to place on rightsholders the
burden of constantly monitoring repeated infringements while
UGC service providers reap profits from them. Although the
decisions mentioned hereunder do not follow a single line of
interpretation, they show that the provisions of the e-com-
merce Directive are rather unclear when applied to UGC serv-
ices.

The decisions of the Tribunal de grand instance Paris
(Regional Court of Paris – TGI) in the cases Lafesse and Joyeux
Noël are particularly striking.

In the first case, the French comedian known as “Lafesse”
sued the French branch of MySpace23 for copyright infringe-
ment of the comedian’s filmed sketches that had been made
available on the MySpace site. MySpace defines itself as “a
social networking service that allows members to create unique
personal profiles online in order to find and communicate with
old and new friends”. The users are therefore responsible for
the content included on their private pages. However, the TGI

Paris decided in a summary procedure24 that MySpace is the
editor/publisher of users’ pages because it imposes a predeter-
mined presentation for users’ pages and includes advertise-
ments from which it draws profit.

In the second case, the filmmaker, the producer and the
distributor of the film “Joyeux Noël” sued the UGC service Dai-
lyMotion for copyright infringement and parasitic conduct.25
In its decision,26 the Tribunal de grande instance of Paris
stated that DailyMotion’s business model required the avail-
ability of well-known works in order to build an audience and
attract advertising revenues. The architecture of the site and
the technical means put in place by DailyMotion were aimed at
showing Internet users that they were able to access all sorts
of video material without distinction and DailyMotion allowed
users to upload copyrighted material without any restrictions.
Therefore, DailyMotion should be considered as having had
knowledge of facts and circumstances which should have
caused DailyMotion to expect that copyrighted videos were
being put online without the rightsholders’ authorisation. The
court added that, although the Lcen does not impose a general
obligation of monitoring third-party content, service providers
cannot invoke limitation of liability in cases where they induce
or generate the infringing activities. Since Dailymotion delib-
erately provided users with the means of infringing copyright,
it was incumbent upon the service to carry out an a priori
check on the content hosted on its servers. This had not been
done until rightsholders notified DailyMotion, therefore the
UGC service had become liable for copyright infringement at
the moment the infringing content had been uploaded.

The decision in the Joyeux Noël case has been widely dis-
cussed and sometimes criticised for misinterpreting the prohi-
bition of imposing a general obligation of monitoring content
introduced by the e-commerce Directive and the Lcen.27 Con-
cerning the MySpace case, a recent report28 of the French Par-
liament has warned against the “temptation” to classify host
providers as editors of content.29

Other French courts have accepted the view that UGC serv-
ice providers act as mere host providers. Since the provider is
not liable unless he/she has actual knowledge of copyright
breaches, rightsholders have to notify service providers of con-
crete cases of infringement. Whenever a host provider obtains
such knowledge or awareness, it has to remove or to disable
access to the infringing files. However, what happens when
(after removal) users of the service upload again the same
copyrighted work? If rightsholders were under an obligation to
notify every single infringement for removal of the file, this
situation could obviously reproduce itself ad infinitum, making
the whole process cumbersome, sometimes counterproductive30
and (in many cases) fruitless for the rightsholders.

The e-commerce Directive seems to imply that the infringe-
ment concerns a concrete piece of information and requires
knowledge of the exact location of the file. The Lcen provides
for an optional notification procedure which sheds some light
on the issue. Art. 6-I-5 Lcen states that knowledge of infringe-
ment is considered as acquired by the host provider when the
rightsholder notifies it of a number of details concerning the
infringement, including amongst others the description of the
rights infringed and the precise location of the infringing file.
This seems to speak in favour of a new notification for each
concrete case of infringement.

A recent decision of the TGI Paris has dealt with this prob-
lem.31 Plaintiffs (again the above mentioned comedian
“Lafesse” together with other rightsholders) argued that Dai-
lyMotion is an editor and not a host provider since it decides
on the size of files and modifies them by reencoding them. On
top of that, DailyMotion makes editorial choices by imposing a
certain architecture on the site and by publishing third-party
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advertising for a profit. According to the court, the Lcen
defines editors as those who decide on which content is to be
made available to the public. Therefore, only the selection of
content is an editorial decision. The modification of files done
by DailyMotion is a simple technical operation and has no
impact on the choice of content as such. The architecture of
the site does not have an impact on the choice of content
either. Besides, the Lcen does not forbid host providers to make
money by publishing third-party advertisements as long as the
advertisers do not decide on the content posted by users. How-
ever, the court enjoined DailyMotion to prevent further distri-
bution of the works in question, so that DailyMotion will not
be able to rely on the limitation of liability for host providers
for further postings of the same content.

Two other recent decisions, while confirming the principle
of no general obligation of monitoring content, have also
introduced an obligation of monitoring a priori subsequent
infringements of a particular work.

In the first case the plaintiff was the producer of a docu-
mentary film named Les enfants perdus de tranquility Bay
(“Tranquility Bay” in its international version).32 In the sec-
ond case the plaintiffs were the producer and the distributor
of a documentary film named Le monde selon Bush (The World
according to Bush).33 In both cases the films at stake had been
made available by users of the UGC site Google Video,34 were
removed by Google after notification by the plaintiffs, but soon
thereafter were again made available on the site. Therefore, the
rightsholders sued Google for copyright infringement.

In both cases the court accepted the view that Google Video
acts as a host provider and is therefore protected from liabil-
ity by Art. 6-I-2 Lcen.

However, in the Tranquility Bay case the court decided that
this limitation of liability applied only to the period between
the first uploading of the infringing file by a user and the first
removal of the file by the host provider. Any subsequent upload
of the same copyrighted work engaged the liability of the host
provider, because after having acquired knowledge of the
infringing nature of the distribution of the film in question,
the host provider was under an obligation to put in place any
measure necessary to prevent any further illegal distribution of
the film. According to the court, it makes no difference
whether a different user subsequently uploads the film because
the copyrights infringed are the same in all cases.

In the Monde selon Bush case the court followed the same
line of argument, stating that the limitation of liability of Art.
6-I-2 Lcen has to be construed in a restrictive way, so that
third party rights are not infringed. Even if French law does
not recognise a general obligation of monitoring content, the
court stated that ISPs have “a somewhat special obligation” of
monitoring from the moment at which they acquire knowledge
of the infringing content. Given that the film was still avail-
able on Google Video after the plaintiffs’ notification, the court
considered that the film had been made available to the pub-
lic with the knowledge of the defendants. The court also stated
that the defendants could not invoke a defence of technical
impossibility of monitoring content on their site, since they
actually use sophisticated technical means to trace down and
block illegal content (e.g videos with paedophile content,
inciting to hatred or glorifying crimes against humanity).

It has to be noted that these judgments have not set a
binding precedent. Most probably we will have to wait until the
Cour de Cassation (French supreme court) pronounces on one
of these cases in order to have a final decision on this matter.
Nevertheless, some lessons can already be learned: first of all,
both the e-commerce Directive and the Lcen give rise to legal
uncertainty and may need review. French courts seem to imply

that a literal interpretation of the e-commerce Directive places
too heavy a burden on the shoulders of rightsholders. Accord-
ingly, judges may deem it necessary to go beyond a literal
interpretation of the law especially in cases where bad faith or
unjust enrichment seem obvious. Valgaeren and Roland con-
sider that such judicial decisions “appear to be “backwards”,
i.e. starting from a conviction that the platform provider should
be held liable (which appears to be more definite if it derives
revenues from the activity) and then crafting a “legal” reason-
ing to do so”.35 It could also be argued that the courts are
applying common sense to legal norms that were adopted with-
out having in mind UGC services.

3.1.2. United States - The Viacom Case

As in previous Internet copyright conundrums like Napster
or Grokster, the fate of UGCs may be decided on the other side
of the Atlantic, in a one billion dollar dispute between the US
media conglomerate Viacom36 and Google, the owner of
YouTube. Viacom’s complaint37 seeks a declaration that
YouTube’s conduct wilfully infringes Plaintiffs’ copyrights, a
permanent injunction requiring the use of reasonable method-
ologies to prevent or limit infringement of Plaintiffs’ copy-
rights, and statutory damages for YouTube’s past and present
wilful infringement, or actual damages plus profits, of at least
USD one billion.

Viacom states that Google and YouTube have “sought its
fortunes” by “brazenly exploiting the infringing potential of
digital technology”, harnessing technology to “wilfully
infringe copyrights on a huge scale” and “profiting from the
illegal conduct of others as well”. Defendants "know and intend
that much of the content on the YouTube site consists of unli-
censed infringing copies of copyrighted works" and that they
"actively engage in, promote and induce this infringement”.

Viacom alleges that a vast amount of YouTube content con-
sists of infringing copies of Plaintiffs’ copyrighted works
(including “SpongeBob SquarePants,” “The Daily Show with Jon
Stewart,” “The Colbert Report,” “South Park,” “Ren & Stimpy,”
“MTV Unplugged,” “An Inconvenient Truth,” “Mean Girls”).
Plaintiffs also accuse YouTube of preventing copyright owners
from finding on the YouTube site all of the infringing works
from which YouTube profits. Furthermore they claim that
YouTube has deliberately chosen not to take reasonable pre-
cautions in order to prevent infringement on its site and delib-
erately withheld the application of available copyright protec-
tion measures in order to coerce rightsholders into granting
YouTube licenses on favourable terms. Plaintiffs state further
that YouTube has also implemented features that prevent copy-
right owners from finding infringing videos by searching the
YouTube site, thereby hindering Plaintiffs’ attempts to locate
infringing videos in order to protect their rights.

According to Google, YouTube is protected by the "safe har-
bor" provisions introduced by the Digital Millennium Copyright
Act (DMCA) to establish limitations on service providers’ lia-
bility relating to material online.38

The safe harbor provisions of the DMCA are far more
detailed and stricter than those of its European counterpart,
the e-commerce Directive. The DMCA describes a service
provider as “an entity offering the transmission, routing, or
providing of connections for digital online communications,
between or among points specified by a user, of material of the
user’s choosing, without modification to the content of the
material as sent or received” (17 U.S.C. section 512 (k) (1)).
YouTube must meet a number of tests to qualify for protection
from liability under the safe harbor. First of all, YouTube must
not have actual knowledge of specific infringing material that
is available through its service, and not be aware of circum-



6 © 2008, European Audiovisual Observatory, Strasbourg (France)

L E G A L O B S E R V A T I O N S
OF THE EUROPEAN AUDIOVISUAL OBSERVATORY

stances from which infringing activity is apparent. This is very
similar to the regulation included in the e-commerce Directive.
However, according to a report from the US Senate,39 a host
provider would not qualify for the safe harbor if he had turned
a blind eye to ‘‘red flags’’ of obvious infringement:

“if the service provider becomes aware of a ‘red flag’ from
which infringing activity is apparent, it will lose the limi-
tation of liability if it takes no action. The ‘red flag’ test
has both a subjective and an objective element. In deter-
mining whether the service provider was aware of a ‘red
flag,’ the subjective awareness of the service provider of the
facts or circumstances in question must be determined.
However, in deciding whether those facts or circumstances
constitute a ‘red flag’ — in other words, whether infring-
ing activity would have been apparent to a reasonable per-
son operating under the same or similar circumstances —
an objective standard should be used.

This “red flag” test could be decisive in the Viacom case. It
remains to be seen whether the courts consider that the many
obvious cases of infringing activity on YouTube amount to a
“red flag”. Previous case law shows that general knowledge that
infringing activity may be taking place does not amount to a
red flag.40

As an additional requirement, YouTube must not receive a
financial benefit directly attributable to the infringing activ-
ity, if the service provider has the right and ability to control
the activity.

Furthermore, YouTube has to comply with notice and take-
down procedures, and is obliged to adopt and implement a ter-
mination policy for repeat infringers and make it known to its
users. Furthermore, it has to accommodate standard technical
measures that are used by copyright owners to identify or pro-
tect copyrighted works. These measures must have been devel-
oped pursuant to a broad consensus of copyright owners and
service providers, have to be available on reasonable and
nondiscriminatory terms and must not impose substantial costs
on service providers or substantial burdens on their systems or
networks.

In the end, US judges will have to answer the same legal
questions as their European colleagues: is YouTube a host
provider? And if answered in the affirmative, should YouTube
be held responsible for users’ infringements of copyright?

As under European law, a more fundamental question poses
itself: can UGC service providers, who benefit at least indi-
rectly from acts of infringement, just sit and do nothing but
reap the profits?

Michael Fricklas, general counsel of Viacom, obviously
cannot agree with that stance: “Putting the burden [of moni-
toring infringement] on the owners of creative works would
require every copyright owner, big and small, to patrol the Web
continually on an ever-burgeoning number of sites. That's
hardly a workable or equitable solution. […] Under the law,
the obligation is right where it belongs: on the people who
derive a benefit from the creative works and are in the position
to keep infringement out of their businesses”.41 Michael Kwun,
Managing Counsel for Google, thinks differently: Rights-
holders “want to shirk the responsibility Congress gave them”
to “identify infringing material they want removed”. “Placing
that burden on hosting platforms would turn the DMCA on its
head”.42

The stakes are high, and some commentators feel that Via-
com has resorted to litigation with the aim of having sanc-
tioned by the courts an interpretation of the DMCA that would
go beyond the letter of the law. As Lawrence Lessig puts it,

lawyers “get two bites at the copyright policy-making apple, one
in Congress and one in the courts. But in Congress, you need
hundreds of votes. In the courts, you need just five”.43 Indeed,
as we have seen in the French case law, courts tend to strike a
balance between a strict application of the law and a more
“common sense” approach. Other commentators are not so sure
that the DMCA safe harbor protects YouTube from liability after
all.44

In any event, a final decision in this case will shape the
future not only of YouTube, but of UGC business models on a
global scale.

3.2 Other Options

3.2.1. Licensing

UGC service providers need content. Big media need public
attention. Usually the most popular content is in the hands of
big media. UGC services attract millions of people. Anyone can
do the maths. UGC service providers and content owners seem
doomed to understand each other, but do they risk being
uneasy bedfellows?

In fact, not all major content owners are at odds with
YouTube: Google’s UGC service provider has already struck part-
nership deals with a long list of content providers, including
CBS, BBC, Universal Music Group, Sony Music Group, Warner
Music Group, NBA and The Sundance Channel.45 In Europe
there are examples of license agreements between UGCs and
collecting societies: e.g. in Germany between the music col-
lecting society Gesellschaft für musikalische Aufführungs- und
mechanische Vervielfältigungsrechte (GEMA) and Youtube,46 in
France between DailyMotion and the Société Civile des Produc-
teurs de Phonogrammes en France (SPPF),47 as well as further
agreements with content owners. This list is not exhaustive,
but has the merit of showing that cooperation between all
involved parties is possible.

3.2.2. Filtering

In its Communication on Creative Content Online in the
Single Market,48 the European Commission launches a number
of actions to support the development of innovative business
models and the deployment of cross-border delivery of diverse
online creative content services. Four main, horizontal chal-
lenges which merit action at EU-level are identified:

- Availability of creative content;
- Multi-territory licensing for creative content;
- Interoperability and transparency of Digital Rights Man-
agement systems (DRMs);

- Legal offers and piracy.

The Communication also lists some policy/regulatory issues
for consultation. Concerning legal offers and piracy, the Com-
mission amongst other things asks interested parties whether
they consider that applying filtering measures would be an
effective way of preventing online copyright infringements.

Could “the answer to the machine be in the machine” after
all?49 Could automatic filtering solve this problem?

That is at least what the current trend seems to be. Major
copyright holders and UGC service providers have agreed on a
set of collaborative principles50 to protect the interests of
both rightsholders and UGC service providers.51 The principles
call for a number of constructive and cooperative efforts by
both parties based on filtering technology, including the fol-
lowing:
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- Implementation of state of the art filtering technology;
- Upgrading technology when commercially reasonable;
- Cooperating to ensure that the technology is implemented in
a manner that effectively balances legitimate interests, includ-
ing fair use;

- Cooperation in developing procedures for promptly addressing
claims that content was blocked in error;

- Regularly using the technology to remove infringing content
that was uploaded before the technology could block it;

- Identification and removal of links to sites that are clearly ded-
icated to, and predominantly used for, the dissemination of
infringing content.

In France, rightsholders in the audiovisual, cinema and music
sectors, Internet access providers (IAPs) and public authorities
have recently signed an agreement on cultural works and on com-
bating piracy on the Internet.52 As part of the agreement, host
providers have undertaken to assess, select and promote systems
for marking content (fingerprinting and watermarking) in collab-
oration with rightsholders.

As a result of these agreements, DailyMotion has recently
announced53 that it will use Signature,54 a technology developed
by the French Institut national de l'Audiovisuel (Ina), together
with audio fingerprinting technology developed by Audible
Magic.55 This technology requires amongst other things that con-
tent owners provide DailyMotion with fingerprinted copies of the
works they do not want to see included on DailyMotion.

YouTube is not part of any of the agreements mentioned supra
but has also announced the introduction of similar technology
and uses audio filtering tools developed by Audible Magic.56 This
move may have an impact on the Viacom lawsuit, even if the plain-
tiffs are not completely happy about this filtering solution. In fact,
rightsholders are not sure whether the system actually works and
do not like the idea of having to provide fingerprinted copies of
their works to Google.57

But automatic filtering of content may also have unwanted
negative effects, for example, blocking content that is actually
legal because a copyright exception applies to that particular
case.58 This is a concern for the signatories of the Fair Use Prin-
ciples for User Generated Video Content,59 a group of university
bodies and associations dealing with freedom of speech on the
Internet.60 These principles are “meant to provide concrete steps
that they can and should take to minimize the unnecessary, col-
lateral damage to fair use as they move forward with those efforts”.
As an example of possible fair use problems, the Electronic Fron-
tier Foundation (one of the signatories) proposes on its website a
"Test Suite" of Fair Use Examples for Service Providers and Content
Owners. This is a set of video examples that illustrate how some
user-generated content may be improperly blocked by automatic
filtering of content based on fingerprinting.61 Their view is that
such videos should not be filtered out automatically, and that
additional human review would be necessary in such cases. More-
over, human beings are not infallible in this field: Viacom had to
admit recently that it made a mistake when asking Youtube to
remove a parody clip that was allowed under the fair use doctrine.
Viacom has also set up an “email hotline” for those who have their
clips removed without merit.62

Moreover, it is not clear yet whether these filters will actu-
ally work, especially with older audiovisual content, or whether
they can be circumvented by users (as happened with many DRMs
solutions).63 Only time will tell.

3.2.3. Legislative intervention:
revision of the DMCA/e-commerce directive?

The case law mentioned supra illustrates that the provisions of
the e-commerce Directive are not clear enough to deal with new
business models. The Parliamentary Report on the application of the
Lcen mentioned supra stated that the evolution of hosting activi-
ties requires urgent legislative intervention to clarify the liability
regime of host providers. For its part, the French government is
preparing a public hearing on digital issues towards the end of May
2008, and the legal uncertainties surrounding host providers could
be part of the discussions.64 But since the Lcen is a transposition of
the e-commerce Directive, it is most likely that such a clarification
of the liability regime of host providers will have to wait until the
e-commerce Directive is revised. And that may take some time!

The DMCA has not been tested in courts yet, but it is known
that major rightsholders are not very satisfied with the current
legal setting.

4. In Search of a Common (Sense)
Approach?

Only fifteen years ago, the European Organization for Nuclear
Research (CERN) put in the public domain proprietary software
that enabled the creation of the world wide web,65 a ground-
breaking development that has changed the way we communicate,
inform and entertain ourselves. Now we have entered the so-called
web 2.0,66 the web of Wikipedia, blogs, the web of user-generated
content. As incredible as it may appear, YouTube was founded just
three years ago, and in such a short period of time, together with
other UGC services, it has revolutionised the way we enjoy and
share audiovisual content.

However, the creative revolution heralded by the web 2.0 can-
not be led at the expense of creative people.

It is never a good idea to throw out the baby with the bath
water. This applies to both rightsholders and UGC service providers.
A disregard for the rights of creative people can discourage
creativity, but overzealous protection of copyrighted works
can also be detrimental to rightsholders.

Litigation is sometimes necessary, but it is not the only option.
A new, commonly agreed approach might allow rightsholders to
control which content is available on UGC services without placing
on anybody an unreasonably heavy burden.

In other words, the future of content distribution requires a
common approach that makes sense to all parties involved. Para-
phrasing Philip Marlowe, let’s hope that common sense does not
speak too late.
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