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An Act to prohibit the interception of, and other
access to, telecommunications except where
authorised in special circumstances or for the
purpose of tracing the location of callers in
emergencies, and for related purposes.

Chapter 1—Introduction

Part 1-1—Preliminary

1 Short title [seeNote 1]

This Act may be cited as tielecommunications (Interception
and Access) Act 1979

2 CommencementseeNote 1]

This Act shall come into operation on the dayndmich the
Australian Security Intelligence Organisation A&79comes into
operation.

4 Application

This Act binds the Crown in right of the Commomaltk, of a State
and of the Northern Territory.

4A Application of the Criminal Code

Chapter 2 of th€riminal Codeapplies to all offences against this
Act.

Note: Chapter 2 of th€riminal Codesets out the general principles of
criminal responsibility.
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Chapter 1 Introduction
Part 1-2 Interpretation

Section 5

Part 1-2—Interpretation

5 Interpretation
(1) In this Act, unless the contrary intention egrs:
ACC means the Australian Crime Commission.
ACC Act means théustralian Crime Commission Act 2002

access, in relation to a stored communication, has thammg
given by section 6AA.

accessible, in relation to a communication, has the meaningrg
by section 5H.

ACC operation/investigation has the same meaning as in the ACC
Act.

ACMA means the Australian Communications and Media
Authority.

activities pregjudicial to security has the same meaning as it has in
theAustralian Security Intelligence Organisation A&7,

affidavit includes affirmation.

AFP employee has the same meaning as in fhestralian Federal
Police Act 1979

agency means:

(a) exceptin Chapter 2—an interception agen@nother
enforcement agency; or

(b) in Chapter 2—an interception agency.

ancillary offence means an offence constituted by:
(a) aiding, abetting, counselling or procuring teenmission of
an offence;
(b) being, by act or omission, in any way, dingcit indirectly,
knowingly concerned in, or party to, the commissid@an
offence;

2 Telecommunications (Interception awdess) Act 1979



Introduction Chapter 1
InterpretationPart 1-2

Section 5

(c) receiving or assisting a person who is, todfiender’s
knowledge, guilty of an offence, in order to enabie person
to escape punishment or to dispose of the proceetie
last-mentioned offence;

(d) attempting or conspiring to commit an offenae;

(e) inciting, urging, aiding or encouraging, oimnping or
publishing any writing that incites, urges, aideacourages,
the commission of an offence or the carrying oarof
operations for or by the commission of an offence.

appropriately used, in relation to a computer network that is
operated by, or on behalf of, a Commonwealth agesexgurity
authority or eligible authority of a State, has theaning given by
section 6AAA.

Assistant Integrity Commissioner has the same meaning as in the
Law Enforcement Integrity Commissioner Act 2006

associate, with a criminal organisation or a member of sagh
organisation, includes:

(a) be in the company of the organisation or mefrdrel

(b) communicate with the organisation or membeaitny means
(including by post, fax, telephone, or by emaibdrer
electronic means).

Australian Capital Territory includes the Jervis Bay Territory.

authorised officer of an enforcement agency means:

(a) the head (however described) of the enforcéemgency or a
person acting as that head; or

(b) a deputy head (however described) of the eafoent
agency or a person acting as that deputy head; or

(c) aperson who holds, or is acting in, an officgosition in
the enforcement agency that is covered by an ag#tmn in
force under subsection 5AB(1).

authorised representative of a carrier means one of the following
persons:

(a) the Managing Director of the carrier;
(b) the secretary of the carrier;
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(c) an employee of the carrier authorised in wgtior the
purposes of this paragraph by the Managing Diremtohe
secretary of the carrier.

authority, in relation to a State, includes:
(a) a Minister of that State;
(b) an officer of that State;
(c) an authority or body established for a puplicpose by or
under a law of that State; and
(d) without limiting the generality of paragrap),(the Police
Force of that State.

Board of the ACC means the Board of the Australian Crime
Commission established under section 7B of the ACC

carriage service provider has the meaning given by the
Telecommunications Act 1997

carrier means:
(a) exceptin Parts 5-4 and 5-4A:
(i) a carrier (within the meaning of the
Telecommunications Act 1990r
(i) a carriage service provider; and
(b) in Parts 5-4 and 5-4A—a carrier (within theamimg of the
Telecommunications Act 1997

carry includes transmit, switch and receive.

certifying officer, in relation to an agency, or an eligible authorit
of a State, means:

(a) in the case of the Australian Federal Polidee—t
Commissioner of Police, a Deputy Commissioner diceo
or a person authorised to be a certifying offidethe
Australian Federal Police under subsection 5AQ{d);

(aa) in the case of the Australian Commissiorn_fow
Enforcement Integrity:
(i) the Integrity Commissioner; or
(i) an Assistant Integrity Commissioner; or
(iii) a person authorised to be a certifying offiof ACLEI
under subsection 5AC(2); or
(b) in the case of the ACC:
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(i) the Chief Executive Officer of the ACC or axaeiner;
or

(i) a person authorised to be a certifying offioéthe ACC
under subsection 5AC(3); or
(c) in the case of the Police Force of a State—Gthmissioner,
a Deputy Commissioner, an officer whose rank iswedent
to that of Assistant Commissioner of the Austrak@uderal

Police, or a person authorised to be a certifyiifiger of the
Police Force of the State under subsection 5A®4);

(d) in the case of the Crime Commission:
(i) a member of the Crime Commission; or
(i) a person authorised to be a certifying offioéthe
Crime Commission under subsection 5AC(5); or
(e) in the case of the Independent Commissionsjai
Corruption:
(i) the Commissioner, or an Assistant Commissipokthe
Independent Commission Against Corruption; or

(i) a person authorised to be a certifying offioéthe
Independent Commission Against Corruption under
subsection 5AC(6); or

(ea) in the case of the Office of Police Integrity
(i) the Director, Police Integrity; or

(i) a person authorised to be a certifying offioéthe
Office of Police Integrity under subsection 5AC(@j;
(f) in the case of the Crime and Misconduct Consiois:
(i) the Chairperson (as defined by the Crime and
Misconduct Act); or
(i) an Assistant Commissioner (as defined byGhiene
and Misconduct Act); or
(g9) in the case of the Police Integrity Commission
(i) the Commissioner of the Police Integrity Coresion;
or

(i) an Assistant Commissioner of the Police Imiiyg
Commission; or
(iii) a person authorised to be a certifying offiof the

Police Integrity Commission under subsection 5AC(8)
or

(i) in the case of the Corruption and Crime Consiois:
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(i) the Commissioner of the Corruption and Crime
Commission; or

(i) a person authorised to be a certifying offioéthe
Corruption and Crime Commission under subsection
5AC(9); or

(i) inthe case of any other agency:

(i) the chief executive officer or an acting chesiecutive

officer of the agency; or

(i) a person authorised to be a certifying offioéthe
agency under subsection 5AC(10).

certifying person means any of the following:
(a) the Director-General of Security;
(b) a Deputy Director-General of Security;

(c) aperson authorised to be a certifying perddhe
Organisation under section 5AD.

chief officer, in relation to an agency, an eligible Commonwealt
authority or an eligible authority of a State, ms&an
(a) in the case of the Australian Federal Polidee—t
Commissioner of Police; or
(aa) in the case of the Australian Commissior_tow
Enforcement Integrity—the Integrity Commissioner; o
(b) in the case of the ACC—the Chief Executivei€afif of the
ACC; or
(ba) in the case of an eligible Commonwealth atitijre-the
member constituting, or the member who generakgiples
at hearings and other meetings of, the Commonwe&aital
Commission concerned; or
(c) in the case of the Police Force of a State-Ctmmissioner
of that Police Force; or
(d) in the case of the Crime Commission—the Corsioiger of
the Crime Commission; or
(e) in the case of the Independent Commissionsjai
Corruption—the Commissioner of the Independent
Commission Against Corruption; or
(ea) in the case of the Inspector of the Indepgin@emmission
Against Corruption—the Inspector of the Independent
Commission Against Corruption; or
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(eb) in the case of the Office of Police Integritthe Director,
Police Integrity; or
(f) in the case of the Crime and Misconduct Consinis—the
Chairperson of the Commission; or
(h) in the case of the Police Integrity Commissidghe
Commissioner of the Commission; or
(ha) in the case of the Inspector of the Poli¢edrty
Commission—the Inspector of the Police Integrity
Commission; or
(k) in the case of the Corruption and Crime Consinis—the
Commissioner of the Commission; or
() in the case of the Parliamentary InspectahefCorruption
and Crime Commission—the Parliamentary Inspectdhef
Corruption and Crime Commission; or
(m) in the case of an enforcement agency thattisun
interception agency and is not an eligible autlyafta
State—the chief executive officer or an acting thie
executive officer of the agency.

Commissioner means:

(a) in relation to the Police Force of a State—@lbenmissioner
of Police (however designated) of that State; or

(b) in relation to the Crime and Misconduct Consina—a
member of the Commission, including the Chairperson

Commissioner of Police means the Commissioner of Police
referred to in section 6 of thfeustralian Federal Police Act 1979
and includes an acting Commissioner of Police.

Commonwealth agency means:
(a) the Australian Federal Police; or

(aa) the Australian Commission for Law Enforcemeiegrity;
or

(b) the ACC.

Commonwealth Royal Commission means a Royal Commission
within the meaning of thRoyal Commissions Act 1902

communicate, in relation to information, includes divulge.
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communication includes conversation and a message, and any part
of a conversation or message, whether:

(a) in the form of:
(i) speech, music or other sounds;
(i) data;
(iii) text;
(iv) visual images, whether or not animated; or
(v) signals; or
(b) in any other form or in any combination ofifts.

Communications Access Co-ordinator has the meaning given by
section 6R.

conduct includes any act or omission.

Corruption and Crime Commission means the Corruption and
Crime Commission established by the Corruption@riche
Commission Act.

Corruption and Crime Commission Act means th€orruption and
Crime Commission Act 20@8 Western Australia.

Crime and Misconduct Act means th&€rime and Misconduct Act
2001 of Queensland.

Crime and Misconduct Commission means the Crime and
Misconduct Commission of Queensland.

Crime Commission means the New South Wales Crime
Commission.

Crime Commission Act means thé&ew South Wales Crime
Commission Act 1988f New South Wales.

criminal law-enforcement agency means a body covered by any of
paragraphs (a) to (k) of the definitionesfforcement agency in
this subsection.

criminal organisation means an organisation (whether
incorporated or not, and however structured) thiat i

(a) a declared organisation within the meaning of:

(i) theCrimes (Criminal Organisations Control) Act 2009
of New South Wales; or

8 Telecommunications (Interception awdess) Act 1979



Introduction Chapter 1
InterpretationPart 1-2

Section 5

(ii) the Serious and Organised Crime (Control) Act 2@08
South Australia; or
(b) an organisation of a kind specified by or unde described
or mentioned in, a prescribed provision of a lava &tate or
Territory.

delivery point means a location in respect of which a nomination o
determination is in force under section 188.

Deputy Commissioner of Police means a Deputy Commissioner of
Police referred to in section 6 of tAestralian Federal Police Act
1979

Deputy Director-General of Security means an officer of the
Organisation who holds office as Deputy Directomé&mal of
Security.

deputy PIM (short for deputy public interest monitor) means a
person appointed as a deputy public interest mouaitder:
(a) theCrime and Misconduct Act 20@f Queensland; or
(b) thePolice Powers and Responsibilities Act 2@®0
Queensland.

Director-General of Security means the person holding, or
performing the duties of, the office of Director+&eal of Security
under theAustralian Security Intelligence Organisation A&7®.

Director, Police I ntegrity means the Director, Police Integrity
under the Police Integrity Act.

earth-based facility means a facility other than a satellite-based
facility.

eligible authority, in relation to a State, means:
(a) in any case—the Police Force of that State; or
(b) in the case of New South Wales—the Crime Cossion,
the Independent Commission Against Corruption, the
Inspector of the Independent Commission Against
Corruption, the Police Integrity Commission or thepector
of the Police Integrity Commission; or
(ba) in the case of Victoria—the Office of Policgéegrity; or

(c) in the case of Queensland—the Crime and Midgon
Commission; or
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(d) in the case of Western Australia—the Corrupaod Crime
Commission or the Parliamentary Inspector of ther@iion
and Crime Commission.

eligible Commonwealth authority means a Commonwealth Royal
Commission in relation to which a declaration urskstion 5AA
is in force.

emergency servicefacility has the meaning given by subsection
6(2A).

enforcement agency means:
(a) the Australian Federal Police; or
(b) a Police Force of a State; or

(c) the Australian Commission for Law Enforcemkrégrity;
or

(d) the ACC; or

(e) the Crime Commission; or

(f) the Independent Commission Against Corruptam;
(g) the Police Integrity Commission; or

(h) the Office of Police Integrity; or

(i) the Crime and Misconduct Commission; or

() the Corruption and Crime Commission; or

(k) an authority established by or under a lawhef
Commonwealth, a State or a Territory that is pibsd by
the regulations for the purposes of this paragraph;

() a body or organisation responsible to the Btigiial Council
for Police and Emergency Management - Police; or

(m) the CrimTrac Agency; or
(n) any body whose functions include:
(i) administering a law imposing a pecuniary pgnar
(i) administering a law relating to the protectiof the
public revenue.

equipment means any apparatus or equipment used, or intdoded
use, in or in connection with a telecommunicatinasvork, and
includes a telecommunications device but doesnabtide a line.

examiner has the same meaning as in the ACC Act.

10
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facility has the same meaning as in Teéecommunications Act
1997

federally relevant criminal activity has the same meaning as in the
ACC Act.

foreign communication means a communication sent or received
outside Australia.

foreign communications warrant means an interception warrant
issued or to be issued under section 11C.

foreign intelligence means intelligence about the capabilities,
intentions or activities of people or organisationsside Australia.

foreign intelligence information means information obtained
(whether before or after the commencement of thimiion)
under a warrant issued under section 11A, 11B 6r 11

foreign organisation means an organisation (including a
government) outside Australia.

General Register means the General Register of Warrants kept
under section 81A.

Governor, in relation to a State, means, in the case oNibr¢hern
Territory, the Administrator of the Northern Teoriy.

immigration offence means an offence against section 236 of the
Migration Act 1958

I ndependent Commission Against Corruption means the
Independent Commission Against Corruption of NewtBdVales.

I ndependent Commission Against Corruption Act means the
Independent Commission Against Corruption Act 1&88ew
South Wales.

ingpecting officer means:
(&) the Ombudsman;
(b) a Deputy Commonwealth Ombudsman; or

(c) a member of the staff referred to in subseci(1) of the
Ombudsman Act 1976
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Inspector of the Independent Commission Against Corruption
means the Inspector of the Independent Commissgainat
Corruption referred to in section 57A of the Indegent
Commission Against Corruption Act.

I nspector of the Police I ntegrity Commission means the Inspector
of the Police Integrity Commission referred to @éctson 88 of the
Police Integrity Commission Act.

Integrity Commissioner has the same meaning as inltha
Enforcement Integrity Commissioner Act 2006

intended recipient, of a communication, has the meaning given by
section 5G.

interception agency means:
(a) except for the purposes of section 6R, P&b2-Chapter 5:
(i) a Commonwealth agency; or

(ii) an eligible authority of a State in relatitmwhich a
declaration under section 34 is in force; or

(b) for the purposes of Part 2-6:
(i) a Commonwealth agency; or
(i) an eligible authority of a State; or
(c) for the purposes of section 6R and Chapter 5:
(i) the Organisation; or
(i) a Commonwealth agency; or

(iif) an eligible authority of a State in relatiom which a
declaration under section 34 is in force.

interception warrant means a warrant issued under Chapter 2.

interception warrant information has the meaning given by
section 6EA.

in the possession of, in relation to a document, record or copy,
includes in the custody of or under the control of.

issuing authority means a person in respect of whom an
appointment is in force under section 6DB.

lawfully accessed information means information obtained by
accessing a stored communication otherwise thanntravention
of subsection 108(1).
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lawfully intercepted information has the meaning given by
section 6E.

law of the Commonwealth includes a law of the Australian Capital
Territory.

line has the same meaning as in Teéecommunications Act 1997

listening device has the same meaning as in Division 2 of Part llI
of the Australian Security Intelligence Organisation A&79

maintain includes adjust and repair.

Managing Director, in relation to a carrier, means the chief
executive officer (however described) of the carrie

member, of a criminal organisation, includes:

(a) in the case of an organisation that is a lmadgorate—a
director and an officer of the body corporate; and
(b) in any case:
(i) an associate member or prospective memberdtiemw
described) of the organisation; and

(i) a person who identifies himself or herseff some way,
as belonging to the organisation; and

(iii) a person who is treated by the organisabopersons
who belong to the organisation, in some way, ag ibr
she belongs to the organisation.

member of a police force means:
(&) a member of the Australian Federal Police; or
(b) an officer of the Police Force of a State errifory.

member of the Australian Federal Police includes a special
member of the Australian Federal Police.

member of the Crime Commission means a person who is, or who
is acting in the office of, the Chairperson, or ennier, of the
Crime Commission.

member of the staff of a Commonwealth Royal Commission
means:

(a) alegal practitioner appointed to assist thenfission; or
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(b) a person authorised to be a member of theditaf
Commonwealth Royal Commission for the purposesisf t
Act under section 5AE.

member of the staff of the ACC has the same meaning as in the
ACC Act.

member of the staff of the Crime Commission means a person
who is, for the purposes of the Crime Commissioty Acnember
of the staff of the Crime Commission.

member of the staff of the Inspector of the I ndependent
Commission Against Corruption means:
(&) a member of the staff referred to in subsechioE(1) or (2)
of the Independent Commission Against Corruptioty Ac

(b) a person engaged under subsection 57E(3pbfitt; or

(c) aperson whose services are used under sidrs6ZE(4) of
that Act.

member of the staff of the Inspector of the Police I ntegrity
Commission means a person who is engaged or employed under
subsection 92(1), (2) or (3) of the Police Intgg@ommission Act
or whose services are used under subsection 9P{HAtACt.

member of the staff of the Office of Police I ntegrity means a
person who is, for the purposes of the Police hitieé\ct, a
member of the staff of the Office of Police Intégri

member of the staff of the Police I ntegrity Commission means a
person who is, for the purposes of the Police hitie@ommission
Act, a member of the staff of the Commission.

Minister, in relation to a State, means:
(a) except where paragraph (b) applies—a Minsténe Crown
of that State; or
(b) in the case of the Northern Territory—a perbolding
Ministerial office within the meaning of tHdorthern
Territory (Self-Government) Act 1978

Minister for Defence means the Minister administering the
Defence Act 1903

Minister for Foreign Affairs means the Minister administering the
Diplomatic Privileges and Immunities Act 1967

14
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missing person information, in relation to a missing person, has
the meaning given by section 182.

named person warrant means an interception warrant issued or to
be issued under section 9A, 11B or 46A.

network protection duties, in relation to a computer network,
means duties relating to:
(a) the operation, protection or maintenance efri&twork; or
(b) if the network is operated by, or on behalfeof
Commonwealth agency, security authority or eligible
authority of a State—ensuring that the network is
appropriately used by employees, office holders or
contractors of the agency or authority.

nominated AAT member means a member of the Administrative
Appeals Tribunal in respect of whom a nominatiomiforce
under section 6DA to issue warrants under Part 2-5.

nominated carriage service provider means a carriage service
provider covered by a declaration in force undéseation 197(4).

non-missing person information has the meaning given by
section 182.

notifiable equipment, in relation to a carrier or nominated carriage
service providenmeans equipment that:
(a) provides all or part of the carrier or provide
telecommunication services; or
(b) manages all or part of the provision of theieaor
provider’s telecommunication services; or
(c) manages some or all of the information to Wwtgection 276
of theTelecommunications Act 19@pplies in relation to the
carrier or provider.

oath includes affirmation.

offence means an offence against a law of the Commonwealth
of a State.

office holder means a person who holds, occupies or performs the
duties of an office, position or appointment.
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Office of Police I ntegrity means the Office of Police Integrity
established by the Police Integrity Act.

officer, in relation to an agency, an eligible Commonwealt
authority or an eligible authority of a State, m&an
(a) in the case of the Australian Federal Policereaber of the
Australian Federal Police; or
(aa) in the case of the Australian Commissior_tow
Enforcement Integrity—the Integrity Commissioneracstaff
member of ACLEI; or
(b) in the case of the ACC—the Chief Executivei€ff of the
ACC, an examiner or a member of the staff of theCAGr
(ba) in the case of an eligible Commonwealth atiyre-a
member of the Commonwealth Royal Commission
concerned or a member of the staff of the Royal
Commission; or

(c) in the case of the Police Force of a State-efficer of that
Police Force; or

(d) in the case of the Crime Commission—a membéne
Crime Commission or a member of the staff of thien@r
Commission; or

(e) in the case of the Independent Commissionsgai
Corruption—an officer of the Independent Commission
Against Corruption, being a person who is an offeee
defined by the Independent Commission Against Qxion
Act; or

(ea) in the case of the Inspector of the Indepein@emmission
Against Corruption:

(i) the Inspector of the Independent CommissiomiAst
Corruption; or

(i) a member of the staff of the Inspector of the
Independent Commission Against Corruption; or

(eb) in the case of the Office of Police Integrity

(i) a member of the staff of the Office of Policgegrity;
or

(i) anindividual who is engaged under paragrap(i)(b)
of the Police Integrity Act; or

(f) in the case of the Crime and Misconduct Consinis—a
commission officer (within the meaning of the Criamed
Misconduct Act); or
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(h) in the case of the Police Integrity Commission
(i) the Commissioner or Assistant Commissionethef
Police Integrity Commission; or
(i) a member of the staff of the Police Integrity
Commission; or
(ha) in the case of the Inspector of the Poli¢ednty
Commission:
(i) the Inspector of the Police Integrity Comméssi or
(i) a member of the staff of the Inspector of Baice
Integrity Commission; or
(k) in the case of the Corruption and Crime Consinis—an
officer of the Corruption and Crime Commission; or
() in the case of the Parliamentary InspectahefCorruption
and Crime Commission—the Parliamentary Inspectdhef
Corruption and Crime Commission or an officer af th
Parliamentary Inspector.

officer of a State has the meaning given by subsection 6G(2).
officer of a Territory has the meaning given by subsection 6G(3).

officer of the Commonwealth has the meaning given by subsection
6G(1).

officer of the Corruption and Crime Commission means an
officer of the Corruption and Crime Commission \itthe
meaning of the Corruption and Crime Commission Act.

officer of the Parliamentary | nspector means an officer of the
Parliamentary Inspector of the Corruption and Cridoenmission
within the meaning of the Corruption and Crime Cdssion Act.

Ombudsman means the Commonwealth Ombudsman.

Organisation means the Australian Security Intelligence
Organisation.

organised crime control law means a law of a State, a purpose of
which is to combat organised crime or restrictabgvities of
criminal organisationghat provides for:
(a) the declaration of an organisation as a dedlarganisation;
or
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(b) the making of orders described as control ierde interim
control orders in relation to members of criminal
organisations.

original warrant means a warrant other than a renewal of a
warrant.

Parliamentary I nspector of the Corruption and Crime

Commission means the Parliamentary Inspector of the Corraptio
and Crime Commission within the meaning of the Qption and
Crime Commission Act.

Part 2-2 warrant means a warrant issued under Part 2-2.
Part 2-5 warrant means a warrant issued under Part 2-5.

passing over includes being carried.

Note: See section 5F for when a communication $sipg over a
telecommunications system.

permitted purpose, in relation to an interception agency, an eligibl
Commonwealth authority or an eligible authorityaobtate, means
a purpose connected with:

(a) in any case:

(i) an investigation by the agency or eligibletarity of a
prescribed offence;

(i) the making by an authority, body or persoraafecision
whether or not to begin a relevant proceeding liaticn
to the agency or eligible authority;

(iii) a relevant proceeding in relation to the aggor
eligible authority;

(iv) the exercise by the chief officer of the aggwor eligible
authority of the powers conferred by section 68; or

(v) the keeping of records by the agency under 2&@r or
by the eligible authority under provisions of a lafsthe
State that impose on the chief officer of the aritho
requirements corresponding to those imposed on the
chief officer of a Commonwealth agency by secti8ds
and 81; or

(aa) in the case of the ACC:
(i) an ACC operation/investigation; or

18
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(ii) a report to the Board of the ACC on the outeoof
such an operation or investigation; or

(iif) an investigation of, or an inquiry into, atjed
misbehaviour, or alleged improper conduct, of a
member of the staff referred to in subsection 48¢1)
theAustralian Crime Commission Act 2Q0#

(iv) a report on such an investigation or inquiy;

(v) the making by a person of a decision, follogvguch an
investigation or inquiry, in relation to the emphognt
of such a staff member (including a decision to
terminate the staff member’'s employment); or

(vi) areview (whether by way of appeal or othessyiof
such a decision; or

(b) in the case of the Australian Federal Police:

(i) an investigation of, or an inquiry into, altsd
misbehaviour, or alleged improper conduct, of an
officer of the Commonwealth, being an investigation
inquiry under a law of the Commonwealth or by a
person in the person’s capacity as an officer ef th
Commonwealth; or

(ii) a report on such an investigation or inquiny;

(ila) the making by a person of a decision under t
Australian Federal Police Act 1978 relation to the
engagement of an AFP employee, the retirement of an
AFP employee or the termination of the employmént o
an AFP employee or in relation to the appointment o
the termination of the appointment of a special ipem
of the Australian Federal Police; or

(iib) areview (whether by way of appeal or othisey of
such a decision; or

(i) the tendering to the Governor-General of igdvto
terminate, because of misbehaviour or improper
conduct, the appointment of an officer of the
Commonwealth; or

(iv) deliberations of the Executive Council in o@ation
with advice to the Governor-General to terminate,
because of misbehaviour or improper conduct, the
appointment of an officer of the Commonwealth; or

(v) the performance of a function or duty, or &xercise of
a power, by a person, court or other body unden or
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relation to a matter arising under, Division 104rod
Criminal Code or
(vi) the performance of a function or duty, or theercise of

a power, by a person, court, tribunal or other body
under, or in relation to a matter arising under,
Division 105 of theCriminal Code so far as the
function, duty or power relates to a preventative
detention order; or

(baa) in the case of the Australian Commissior_tw

Enforcement Integrity:

(i) a corruption investigation (within the meaniofgthe
Law Enforcement Integrity Commissioner Act 2008

(ii) a report on such an investigation; or

(ba) in the case of an eligible Commonwealth attyio

(i) an investigation that the Commonwealth Royal
Commission concerned is conducting in the course of
the inquiry it is commissioned to undertake; or

(ii) a report on such an investigation; or

(c) in the case of the Police Force of a State:

(i) an investigation of, or an inquiry into, alks)
misbehaviour, or alleged improper conduct, of an
officer of that State, being an investigation aguiry
under a law of that State or by a person in theqes
capacity as an officer of that State; or

(ii) a report on such an investigation or inquiny;

(iia) the making by a person of a decision intietato the
appointment, re-appointment, term of appointment,
retirement or termination of appointment of an a#fior
member of staff of that Police Force; or

(iib) a review (whether by way of appeal or othisey of
such a decision; or

(i) the tendering to the Governor of that Stefedvice to
terminate, because of misbehaviour or improper
conduct, the appointment of an officer of that &tat

(iv) deliberations of the Executive Council of tistate in
connection with advice to the Governor of that Stat
terminate, because of misbehaviour or improper
conduct, the appointment of an officer of that &tat

(v) the performance of a function or duty, or &xercise of
a power, by a person, court or other body undein or
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relation to a matter arising under, an organiseder
control law of that State; or
(d) in the case of an eligible authority of a 8tat
(i) an inspection of the authority’s records tisainade
under a requirement of the law of that State, baing
requirement of the kind referred to in paragraph
35(1)(h); or
(i) areport on such an inspection; or
(da) in the case of the Independent Commissiorinsga
Corruption:
(i) an investigation under the Independent Comionss
Against Corruption Act into whether corrupt conduct
(within the meaning of that Act) may have occurred,
may be occurring or may be about to occur; or
(i) areport on such an investigation; or

(db) in the case of the Inspector of the Indepeh@®mmission
Against Corruption:

(i) dealing with (by reports and recommendations)
complaints of abuse of power, impropriety or other
forms of misconduct (within the meaning of the
Independent Commission Against Corruption Act) on
the part of the Independent Commission Against
Corruption or officers of that Commission; or

(i) dealing with (by reports and recommendatiocs)duct
amounting to maladministration (within the meanafig
the Independent Commission Against Corruption Act)
by the Independent Commission Against Corruption or
officers of that Commission; or

(dc) in the case of the Inspector of the Poligedrity
Commission—dealing with (by reports and
recommendations) complaints of abuse of power,
impropriety or other forms of misconduct (withireth
meaning of the Police Integrity Commission Act)tbae part
of the Police Integrity Commission or officers bat
Commission; or

(e) in the case of the Police Integrity Commission

(i) an investigation under the Police Integrity Guoission
Act of police misconduct (within the meaning of
section 5 of that Act) of a police officer (withihe
meaning of that Act); or
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(ia) an investigation under the Police Integrign@nission
Act of corrupt conduct (within the meaning of
section 5A of that Act) of an administrative office
(within the meaning of that Act); or

(ib) an investigation under the Police Integritgn@mission
Act of misconduct (within the meaning of section &B
that Act) of a Crime Commission officer (within the
meaning of that Act); or

(ii) a report on an investigation covered by
subparagraph (i), (ia) or (ib); or

(i) the tendering to the Governor of New Soutlals of
advice to terminate, because of misbehaviour or
improper conduct, the appointment of the
Commissioner of the New South Wales Police Force; o

(iv) deliberations of the Executive Council of N&guth
Wales in connection with advice to the Governothat
State to terminate, because of misbehaviour orapgr
conduct, the appointment of the Commissioner of the
New South Wales Police Force; or

(f) in the case of the Office of Police Integrity:

(i) an investigation by the Director, Police Intiégunder
the Police Integrity Act into the conduct of a membf
the force (within the meaning of that Act); or

(i) an investigation by the Director, Police Igtégy under
the Police Integrity Act or the Whistleblowers
Protection Act, into serious misconduct (within the
meaning of the Police Integrity Act); or

(iii) a report on an investigation covered by satggraph (i)
or (ii); or
(g9) inthe case of the Corruption and Crime Corsiais

(i) an investigation under the Corruption and Grim
Commission Act into whether misconduct (within the
meaning of that Act) has or may have occurredt is o
may be occurring, is or may be about to occursor i
likely to occur; or

(ii) a report on such an investigation; or

(ga) in the case of the Crime and Misconduct Ccssion:

(i) an investigation under the Crime and Miscorichnt
into whether misconduct (within the meaning of that
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Act) may have occurred, may be occurring or may be
about to occur; or
(i) areport on such an investigation; or
(h) in the case of the Parliamentary InspectahefCorruption
and Crime Commission—dealing with a matter of
misconduct (within the meaning of the Corruption &rime
Commission Act) on the part of the Corruption anth@
Commission, an officer of the Corruption and Crime
Commission or an officer of the Parliamentary Iregpeof
the Corruption and Crime Commission.

PIM (short for public interest monitor) means the parappointed
as the public interest monitor under:
(a) theCrime and Misconduct Act 20@f Queensland; or
(b) thePolice Powers and Responsibilities Act 2@®0
Queensland.

police disciplinary proceeding means a disciplinary proceeding,
before a tribunal or body that is responsible fsciglining
members of the Australian Federal Police or offiagra Police
Force of a State, against a member of the Austr&etleral
Police, or an officer of that Police Force, asthee may be, not
being a proceeding by way of a prosecution for féence.

Palice I ntegrity Act means thé&olice Integrity Act 2008f
Victoria.

Police Integrity Commission means the Police Integrity
Commission of New South Wales.

Palice I ntegrity Commission Act means th@olice Integrity
Commission Act 1996f New South Wales.

Premier, in relation to a State, means, in the case oNtbr¢hern
Territory, the Chief Minister of the Northern Teaony.

premisesincludes:
(a) any land;
(b) any structure, building, aircraft, vehiclessel or place
(whether built on or not); and
(c) any part of such a structure, building, aifigneehicle, vessel
or place.
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prescribed investigation, in relation to a Commonwealth agency,
an eligible Commonwealth authority or an eligibleterity of a
State:

(aa) in the case of the Australian Commissior_tow
Enforcement Integrity—means a corruption investaat
(within the meaning of theaw Enforcement Integrity
Commissioner Act 20060or

(a) in the case of the ACC—means an ACC
operation/investigation; or

(b) in the case of the Crime Commission—means an
investigation that the Crime Commission is concdwgin the
performance of its functions under the Crime Corsiois
Act; or

(ba) in the case of an eligible Commonwealth attyre-an
investigation that the Commonwealth Royal Commissio
concerned is conducting in the course of the ingtis
commissioned to undertake; or

(c) in the case of the Independent Commission Agjai
Corruption—means an investigation that the Indepand
Commission Against Corruption is conducting in the
performance of its functions under the Independent
Commission Against Corruption Act; or

(ca) in the case of the Inspector of the Indepen@emmission
Against Corruption—means an investigation that the
Inspector is conducting in the performance of tispéctor’s
functions under the Independent Commission Against
Corruption Act; or

(cb) in the case of the Office of Police Integritgneans an
investigation that the Director, Police Integrisydonducting
in the performance of the Director’s functions unithe
Police Integrity Act; or

(d) in the case of the Crime and Misconduct Corsiois—
means an investigation that the Commission is cctiaylin
the performance of its functions under the Crimg an
Misconduct Act; or

(f) in the case of the Police Integrity Commissiameans an
investigation that the Commission is conductinghie

performance of its functions under the Police Irtgg
Commission Act; or
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(fa) in the case of the Inspector of the Polidednity
Commission—means an investigation that the Inspésto
conducting in the performance of the Inspectorigfions
under the Police Integrity Commission Act; or

(i) in the case of the Corruption and Crime Consiois—means
an investigation that the Commission is conducitmtpe
performance of its functions under the Corruptiod &€rime
Commission Act; or

() in the case of the Parliamentary InspectahefCorruption
and Crime Commission—means dealing with a matter of
misconduct in the performance of the Parliamentary
Inspector’s functions under the Corruption and @rim
Commission Act.

prescribed offence means:

(a) a serious offence, or an offence that wasiauseoffence
when the offence was committed,;

(b) an offence against subsection 7(1) or se@&yror
(ba) an offence against subsection 108(1) oraediB3; or

(c) an offence against a provision of Part 10.theCriminal
Code or

(d) any other offence punishable by imprisonmentife or for
a period, or maximum period, of at least 3 years; o

(e) an ancillary offence relating to an offenceadfind referred
to in paragraph (a), (b), (c) or (d) of this detiom.

prescribed substance means:

(a) a substance that is a narcotic drug or psyspiat substance
for the purposes of thérimes (Traffic in Narcotic Drugs and
Psychotropic Substances) Act 1980

(b) a controlled drug or border controlled drughivi the
meaning of Part 9.1 of th@riminal Code or

(c) a controlled plant or border controlled plaithin the
meaning of Part 9.1 of theériminal Code or

(d) a controlled precursor or border controlleegoirsor within
the meaning of Part 9.1 of tikximinal Code

preventative detention order has the same meaning as in Part 5.3
of theCriminal Code
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proceeding means:

(a) a proceeding or proposed proceeding in a &édeurt or in a
court of a State or Territory;

(b) a proceeding or proposed proceeding, or driggar
proposed hearing, before a tribunal in Australishefore
any other body, authority or person in Australigihg
power to hear or examine evidence; or

(c) an examination or proposed examination byaefore such a
tribunal, body, authority or person.

publicly-listed ASIO number has the meaning given by subsection
6(3).

record means:

(a) in relation to information—a record or copyhether in
writing or otherwise, of the whole or a part of the
information; or

(b) in relation to an interception, whether or motontravention
of subsection 7(1), of a communication:

(i) arecord or copy, whether in writing or othés®y of the
whole or a part of the communication, being a réaor
copy made by means of the interception; or

(i) arecord or copy, whether in writing or othese, of the
whole or a part of a record or copy that is, byuérof
any other application or applications of this diiim, a
record obtained by the interception.

relevant offence, in relation to a Commonwealth agency, an
eligible Commonwealth authority or an eligible aurity of a
State, means:

(a) in the case of the Australian Federal Policgsrescribed
offence that is an offence against a law of the
Commonwealth; or

(aa) in the case of the Australian Commissior_tow
Enforcement Integrity—a prescribed investigation
concerning conduct that involves a prescribed ateor
possible conduct that would involve a prescribddrafe; or

(b) in the case of the ACC—a prescribed offencshizh a
prescribed investigation relates; or
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(ba) in the case of an eligible Commonwealth atiyre-a
prescribed offence to which a prescribed investigat
relates; or

(c) in the case of the Police Force of a State+eaqgibed
offence that is an offence against a law of thateStor

(d) in the case of the Crime Commission—a presdritffence
that is an offence against a law of New South Walebsto
which a prescribed investigation relates; or

(e) in the case of the Independent Commissionsgai
Corruption—a prescribed offence that is an offesmgainst a
law of New South Wales and to which a prescribed
investigation relates; or

(ea) in the case of the Inspector of the Indepein@emmission
Against Corruption—a prescribed offence that i@Hance
against a law of New South Wales and to which agrileed
investigation relates; or

(eb) in the case of the Office of Police Integritg prescribed
offence that is an offence against a law of Viet@nd to
which a prescribed investigation relates; or

(f) in the case of the Crime and Misconduct Consinis—a
prescribed offence that is an offence againstatvedf
Queensland and to which a prescribed investigattates;
or

(h) in the case of the Police Integrity Commissiemprescribed
offence that is an offence against the law of Newts
Wales and to which a prescribed investigation estabr

(ha) in the case of the Inspector of the Poli¢edrity
Commission—a prescribed offence that is an offergagnst
a law of New South Wales and to which a prescribed
investigation relates; or

(k) in the case of the Corruption and Crime Consiniz—a
prescribed offence that is an offence againstatvedf
Western Australia and to which a prescribed ingesitbn
relates; or

() in the case of the Parliamentary InspectahefCorruption
and Crime Commission—a prescribed offence thahis a
offence against the law of Western Australia andtich a
prescribed investigation relates.

relevant staff member of an enforcement agency means:
(a) the head (however described) of the enforcémgency; or
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(b) a deputy head (however described) of the eafoent
agency; or

(c) any employee, member of staff or officer af #nforcement
agency.

relevant gtatistics, in relation to applications of a particular kind,
means all of the following:
(&) how many applications of that kind were made;
(b) how many applications of that kind were witgn or
refused; and
(c) how many warrants were issued on applicatadribat kind.

renewal, in relation to a warrant issued to an agencegpect of a
telecommunications service or person, means a marra
(a) that is issued to the agency in respect dfshavice or
person; and
(b) the application for which was made while:
(i) the first-mentioned warrant; or
(i) awarrant that is, by virtue of any other apgtion or
applications of this definition, a renewal of the
first-mentioned warrant;
was still in force.

renewal application means an application by an agency for a
warrant in respect of a telecommunications seroigeerson, being
an application made while a warrant issued to femey in respect
of that service or person is still in force.

responsible person for a computer network means:
(a) if an individual operates the network, or tieéwork is
operated on behalf of an individual—that individuad
(b) if a body (whether or not a body corporategrapes the
network, or the network is operated on behalf bbdy
(whether or not a body corporate):
(i) the head (however described) of the body, person
acting as that head; or
(ii) if one or more positions are nominated byt thead, or
the person acting as that head, for the purposeégsof
subparagraph—each person who holds, or is actjng in
such a position.
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restricted record means a record other than a copy, that was
obtained by means of an interception, whether 6imo
contravention of subsection 7(1), of a communicapassing over
a telecommunications system.

satellite-based facility means a facility in a satellite.
secretary has the same meaning as in @@porations Act 2001

security has the same meaning as it has inAistralian Security
Intelligence Organisation Act 1979

security authority means an authority of the Commonwealth that
has functions primarily relating to:

(a) security; or

(b) collection of foreign intelligence; or

(c) the defence of Australia; or

(d) the conduct of the Commonwealth’s internatiaftairs.

senior executive AFP employee has the same meaning as in the
Australian Federal Police Act 1979

serious contravention has the meaning given by section 5E.
serious offence has the meaning given by section 5D.

special investigation means an investigation into matters relating
to federally relevant criminal activity that the £Gs conducting
and that the Board of the ACC has determined ta $igecial
investigation.

Special Register means the Special Register of Warrants kept
under section 81C.

staff member, in relation to the Australian Federal Police, nea
an AFP employee who is not a member of the Ausindfiederal
Police.

staff member of ACLEI has the same meaning as inlthev
Enforcement Integrity Commissioner Act 2006

State includes the Northern Territory.

stored communication means a communication that:
(a) is not passing over a telecommunications syshad
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(b) is held on equipment that is operated by, iarl the
possession of, a carrier; and

(c) cannot be accessed on that equipment, bysampe&rho is not
a party to the communication, without the assistarfcan
employee of the carrier.

stored communications warrant means a warrant issued under
Chapter 3.

stored communications warrant information has the meaning
given by section 6EB.

subscriber means a person who rents or uses a telecommumisati
service.

telecommunications device means a terminal device that is capable
of being used for transmitting or receiving a comioation over a
telecommunications system.

telecommunications network means a system, or series of systems,
for carrying communications by means of guidedrgguided
electromagnetic energy or both, but does not ircludystem, or
series of systems, for carrying communicationslgdig means of
radiocommunication.

telecommunications number means the address used by a carrier
for the purposes of directing a communication sdritended
destination and identifying the origin of the commiuation, and
includes:
(a) atelephone number; and
(b) a mobile telephone number; and
(c) a unique identifier for a telecommunicatiomvide (for
example, an electronic serial number or a Mediae&sc
Control address); and
(d) auser account identifier; and
(e) an internet protocol address; and
(f) an email address.

telecommunications service means a service for carrying
communications by means of guided or unguided meegnetic
energy or both, being a service the use of whicblers
communications to be carried over a telecommurinatsystem
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operated by a carrier but not being a service dorying
communications solely by means of radiocommunicatio

telecommunications service warrant means an interception
warrant issued or to be issued under section 9, 46Ar 48.

telecommunications system means:
(a) atelecommunications network that is withirsfalia; or
(b) atelecommunications network that is partlyhm Australia,
but only to the extent that the network is withinstralia;
and includes equipment, a line or other facilitgttis connected to
such a network and is within Australia.

telephone application means an application made by telephone for
a Part 2-5 warrant or a stored communications wiairra

Territory does not include the Northern Territory.

warrant means:
(a) exceptin Chapter 2—an interception warrarg stored
communications warrant; or
(b) in Chapter 2 (except in Part 2-5)—an intereptvarrant
(whether issued before or after the commencemethii of
definition); or
(c) in Part 2-5—a Part 2-5 warrant.

Whistleblowers Protection Act means th&Vhistleblowers
Protection Act 200Df Victoria.

(2) Where a telecommunications service is provioked carrier for
the use of an employee or employees of the cqr@rbeing a
telecommunications service to which that persahassubscriber
or those persons are subscribers), the carriel; $bvalhe purposes
of this Act, be deemed to be the subscriber to that
telecommunications service.

(3) For the purposes of this Act, the questiontivlieequipment, or a
line or other facility, is connected to a teleconmications network
is to be determined in the same manner as thatignés
determined for the purposes of figlecommunications Act 1997

(4) A reference in this Act to the Attorney-Genestaall, at a time
when the Attorney-General is absent from Austratiahen, by
reason of illness of the Attorney-General or foy ather reason,
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the Director-General of Security cannot readily owmicate with
the Attorney-General, be read as including a refezdo a
Minister who has been authorized in writing by the
Attorney-General to perform the functions of theoitey-General
under this Act at such a time.

(4A) A reference in this Act to an employee ofaarier includes a
reference to a person who is engaged by the camrighose
services are made available to the carrier.

(4B) A reference in this Act to an employee otawgity authority
includes a reference to a person who is engagéaebsecurity
authority or whose services are made availablbaécurity
authority.

(5) For the purposes of the definitiontefecommunications system in
subsection (1), a telecommunications network d¥etiaken to be
within Australia to the extent that the networkiged for the
purpose of carrying communications:

(a) over an earth-based facility within Austrababetween
earth-based facilities within Australia;

(b) from an earth-based facility within Austraiaa
satellite-based facility, but only to the exterdttthe next
earth-based facility to which the communicationB e
carried is an earth-based facility within Australia

(c) from a satellite-based facility to an eartlsdxh facility within
Australia, but only to the extent that the lastiedérased
facility from which the communications were carrigds an
earth-based facility within Australia; and

(d) over a satellite-based facility, or betweetekite-based
facilities, but only to the extent that:

(i) the last earth-based facility from which the
communications were carried was an earth-based
facility within Australia; and

(ii) the next earth-based facility to which the
communications will be carried is an earth-based
facility within Australia;

whether or not the communications originated intfal&, and
whether or not the final destination of the comneatidns is
within Australia.
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(6) For the purposes of the definitionfofeign intelligence in
subsection (1)Australia includes the external Territories.

5AA Eligible Commonwealth authority declarations

The Minister may, by notice published in tBazette declare a
Commonwealth Royal Commission to be an eligible
Commonwealth authority for the purposes of this iAtte
Minister is satisfied that the Royal Commissiotiksly to inquire
into matters that may involve the commission ofespribed
offence.

5AB Authorised officers

(1) The head (however described) of an enforcemgency may, by
writing, authorise a management office or managémpesition in
the enforcement agency for the purposes of parad@f the
definition ofauthorised officer in subsection 5(1).

(2) The head of the enforcement agency must goapg of an
authorisation to the Communications Access Co-@aitdin

Authorisations are not legislative instruments

(3) An authorisation made under this section tsanlegislative
instrument.

5AC Authorisation of certifying officers

(1) The Commissioner of Police may authorise, itimg, a senior
executive AFP employee who is a member of the Aliatr
Federal Police to be a certifying officer of thes#alian Federal
Police.

(2) The Integrity Commissioner may authorise, niting, a staff
member of ACLEI who is an SES employee to be afgierg
officer of ACLEI.

(3) The Chief Executive Officer of the ACC may lamrtise, in writing,
a member of the staff of the ACC who is an SES egsg# or
acting SES employee to be a certifying officerhaf ACC.

(4) The Commissioner of a Police Force of a Stedg authorise, in
writing, an officer of the police force of the Stavhose rank is
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equivalent to that of a senior executive AFP emgdowho is a
member of the Australian Federal Police to be tfgerg officer
of the Police Force of the State.

(5) The Commissioner of the Crime Commission mafearise, in

writing, a member of the staff of the Crime Comrngas~vho
occupies an office or position at an equivalenéléw that of a
senior executive officer within the meaning of fhablic Sector
Employment and Management Act 2@@2lew South Wales to be
a certifying officer of the Crime Commission.

(6) The Commissioner of the Independent CommisAigainst

Corruption may authorise, in writing, an officertb& Independent
Commission Against Corruption who occupies an effic

position at an equivalent level to that of a seex®cutive officer
within the meaning of thBublic Sector Employment and
Management Act 200& New South Wales to be a certifying
officer of the Independent Commission Against Cptian.

(7) The Director, Police Integrity may authorisewriting, a member

of the staff of the Office of Police Integrity whacupies an office
or position at an equivalent level to that of ar@xive within the
meaning of théublic Administration Act 200df Victoria to be a
certifying officer of the Office of Police Integyit

(8) The Commissioner of the Police Integrity Corssion may

authorise, in writing, a member of the staff of Baice Integrity
Commission who occupies an office or position aéguivalent
level to that of a senior executive officer withire meaning of the
Public Sector Employment and Management Act 2008ew
South Wales to be a certifying officer of the Pellntegrity
Commission.

(9) The Commissioner of the Corruption and Crinoenthission may

authorise, in writing, an officer of the Corruptiand Crime
Commission who occupies an office or position aéguivalent
level to that of a senior executive officer withiie meaning of the
Public Sector Management Act 1984Western Australia to be a
certifying officer of the Corruption and Crime Conssion.

(10) The chief executive officer of any other aggemay authorise, in

writing, an officer of the agency (by whatever narattled) who
holds, or is acting in, an office or position iretagency which is
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involved in the management of the agency to bet#ying officer
of the agency.

5AD Authorisation of certifying person

The Director-General of Security may authoriseyriting, a
senior officer of the Organisation (within the miggnof section 24
of theAustralian Security Intelligence Organisation A&79) to

be a certifying person.

5AE Authorisation of members of the staff of a Commonwealth
Royal Commission

A sole Commissioner or a member of a Commonwédiyal
Commission may authorise, in writing, a personstisgj the
Commission to be a member of the staff of the Casaion for the
purposes of this Act.

5A Communicating etc. certain information

For the purposes of this Act, a person who gigesnother person,
makes use of, makes a record of, or produces desue in a
proceeding, a record (in this section calledréhevant record)
obtained by an interception, whether or not in creéntion of
subsection 7(1), of a communication shall be takesommunicate
to the other person, make use of, make a recomt gfye in
evidence in that proceeding, as the case may baush of the
information obtained by the interception as caméved from the
relevant record.

5B Exempt proceedings

(1) A reference in this Act to an exempt procegdga reference to:
(a) a proceeding by way of a prosecution for a@ibed
offence; or
(b) a proceeding for the confiscation or forfeitaf property, or
for the imposition of a pecuniary penalty, in coctien with
the commission of a prescribed offence; or
(ba) a proceeding under tBpam Act 20Q3r
(bb) a proceeding under, or a proceeding reldbragmatter
arising under, Division 104 of th@riminal Code or
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(bc) a proceeding under, or a proceeding reldbregmatter
arising under, Division 105 of th@riminal Code so far as
the proceeding relates to a preventative detetidar; or

(c) a proceeding for the taking of evidence punst@ section 43
of theExtradition Act 1988in so far as the proceeding
relates to a prescribed offence; or

(ca) a proceeding under, or a proceeding relatirgmatter
arising under, an organised crime control law; or

(d) a proceeding for the extradition of a pergomfa State or
Territory to another State or Territory, in so &rthe
proceeding relates to a prescribed offence; or

(da) a proceeding by way of a coroner’s inqueshithe opinion
of the coroner, the event that is the subject efitiguest may
have resulted from the commission of a prescriligzhoe;
or

(e) a police disciplinary proceeding; or

(ea) a proceeding in so far as it relates to:

(i) a decision by the Commissioner of Police toni@ate
the employment of an AFP employee or the
appointment of a special member of the Australian
Federal Police; or

(i) a decision by the Commissioner of a Policedecof a
State to terminate the appointment of an officer or
member of stafbf that Police Force; or

(f) any other proceeding (not being a proceedingay of a
prosecution for an offence) in so far as it relateslleged
misbehaviour, or alleged improper conduct, of dicerf of
the Commonwealth or of a State; or

(g) a proceeding for the recovery of an amounttdwecarrier in
connection with the supply of a telecommunicatisevice;

(h) a proceeding under section 13 of bhatual Assistance in
Criminal Matters Act 1981 relation to a criminal matter
(within the meaning of that Act) that concerns &ermce,
against the laws of the foreign country that mawerequest
resulting in the proceeding, that is punishable by
imprisonment for life or for a period, or maximurarppd, of
at least 3 years; or

(haa) a proceeding under Division 5 of Part sefibternational
Criminal Court Act 20020r
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(hab) a proceeding before the International Crah@ourt sitting
in Australia under Part 5 of thaternational Criminal Court
Act 2002 or
(ha) a proceeding of an eligible Commonwealth auwityr or
(hb) a proceeding of the Independent Commissioai sy
Corruption; or
(hc) a proceeding of the Inspector of the Indepah€ommission
Against Corruption; or
(hd) a proceeding in relation to an applicatiodemsubsection
34B(1) of theAustralian Crime Commission Act 2002
respect of contempt of the Australian Crime Comiuaigsor
(i) a proceeding of the Director, Police Integrity
(ia) a proceeding of the Corruption and Crime Cassion; or
(ib) a proceeding of the Parliamentary Inspectdhe Corruption
and Crime Commission; or
() a proceeding under Division 1 of Part 4 of thiernational
War Crimes Tribunals Act 1996r
(k) a proceeding of the Police Integrity Commisgsior
(ka) a proceeding of the Inspector of the Politedrity
Commission; or
(kb) a proceeding of the Crime and Misconduct Cassian; or
() a proceeding by way of a bail applicationhiétapplication
relates to a proceeding by way of a prosecutiomfor
prescribed offence; or
(m) a proceeding by way of review of a decisionetiuise such a
bail application; or
(n) a proceeding by way of a review of a decigmgrant such a
bail application.

Note: Paragraphs (), (m) and (n) were inserted @sponse to the decision
of the Court of Appeal of New South WaledDirector of Public
Prosecutions v Serrato@d995) 132 ALR 461.

(2) Without limiting subsection (1), a referenneGhapter 3 to an
exempt proceeding includes a reference to:
(a) a proceeding by way of a prosecution for darue
punishable:
(i) by imprisonment for a period, or a maximumipdy of

at least 12 months; or

(ii) by afine, or a maximum fine, of at least i@nalty units
if the offence is committed by an individual; or
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(iii) if the offence cannot be committed by aniindual—
by a fine, or a maximum fine, of at least 300 pgnal
units; or

(b) a proceeding for the confiscation or forfeitaf property, or
for the imposition of a pecuniary penalty, in coctien with
the commission of such an offence; or

(c) a proceeding for the taking of evidence punsta section 43
of the Extradition Act 1988in so far as the proceeding
relates to such an offence; or

(d) a proceeding for the extradition of a persamf a State or

Territory to another State or Territory, in so &rthe

proceeding relates to such an offence; or

(e) a proceeding by way of a coroner’s inqueshithe opinion
of the coroner, the event that is the subject efitiguest may
have resulted from the commission of such an offeoc

(f) a proceeding for recovery of a pecuniary pgnfar a
contravention that would, if proved, render thesper
committing the contravention liable to:

(i) a pecuniary penalty, or a maximum pecunianygbty,
of at least 60 penalty units if the contraventien i
committed by an individual; or

(i) if the contravention cannot be committed loy a
individual—a pecuniary penalty, or a maximum
pecuniary penalty, of at least 300 penalty units.

5C Information or question relevant to inspectionby Ombudsman

(1) For the purposes of this Act, information agueestion is relevant
to an inspection under Part 2-7 or 3-5 of an agerregords if the
information or question is about:

(a) in any case:
(i) the location;
(i) the making, compilation or keeping; or
(iii) the accuracy or completeness;
of any of those records;
(b) in any case—any matter to which any of thes®rds
relates; or
(c) if the Ombudsman suspects on reasonable gsatiatl an

officer of the agency has contravened this Act—aajter
relating to the suspected contravention.
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(2) Nothing in subsection (1) limits the genesabf a reference in this
Act to information, or to a question, that is relavto an
inspection of an agency’s records.

5D Serious offences

General types of serious offences

(1) An offence is aeriousoffenceif it is:
(&) a murder, or an offence of a kind equivalernturder; or
(b) a kidnapping, or an offence of a kind equinate
kidnapping; or
(c) an offence against Division 307 of tGaminal Code or
(d) an offence constituted by conduct involvingaah or acts of
terrorism; or
(e) an offence against:
(i) Subdivision A of Division 72 of th€riminal Code or
(ii) Division 101 of theCriminal Code or
(iii) Division 102 of theCriminal Code or
(iv) Division 103 of theCriminal Code or
() except for the purposes of an applicationgavarrant by an
agency other than the ACC, an offence in relatiowtiich
the ACC is conducting a special investigation.

(2) An offence is also serious offence if:
(a) itis an offence punishable by imprisonmentife or for a
period, or maximum period, of at least 7 years; and
(b) the particular conduct constituting the offermavolved,
involves or would involve, as the case requires:
(i) loss of a person’s life or serious risk ofda¥ a
person’s life; or
(i) serious personal injury or serious risk ofises
personal injury; or
(iii) serious damage to property in circumstances
endangering the safety of a person; or
(iila) serious arson; or
(iv) trafficking in prescribed substances; or
(v) serious fraud; or
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(vi) serious loss to the revenue of the Commontlgal
State or the Australian Capital Territory; or

(vii) bribery or corruption of, or by:
(A) an officer of the Commonwealth; or
(B) an officer of a State; or
(C) an officer of a Territory; or

Offences involving planning and organisation

(3) An offence is also serious offenceif it is an offence punishable
by imprisonment for life or for a period, or maximperiod, of at
least 7 years, where the offence:

(a) involves 2 or more offenders and substantaimng and
organisation; and

(b) involves, or is of a kind that ordinarily inves, the use of
sophisticated methods and techniques; and

(c) is committed, or is of a kind that is ordimagommitted, in
conjunction with other offences of a like kind; and

(d) consists of, or involves, any of the following
(i) theft;
(ii) handling of stolen goods;
(iii) tax evasion;
(iv) currency violations;
(v) extortion;
(vi) bribery or corruption of, or by:
(A) an officer of the Commonwealth; or
(B) an officer of a State; or
(C) an officer of a Territory;
(vii) bankruptcy violations;
(viil) company violations;
(ix) harbouring criminals;
(X) dealings in firearms or armaments;
(xi) a sexual offence against a person who is uhée
(xii) an immigration offence.

Offences relating to criminal groups

(3AA) An offence is also aerious offenceif it is an offence against
section 93T of th€rimes Act 190@f New South Wales.
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Offences relating to people smuggling, slaveryyakegervitude,
deceptive recruiting and trafficking in persons.etc

(3A) An offence is also serious offence if it is an offence against:
(a) any of the following provisions of tii&iminal Code

(i) section 73.1, 73.2, 73.3, 73.3A, 73.8, 733,10 or
73.11,;

(ii) section 270.3, 270.6, 270.7 or 270.8;
(iii) section 271.2, 271.3, 271.4,271.5, 271.@06t.7; or

(b) section 233A, 233B, 233C, 233D, 233E, 2343%&of the
Migration Act 1958

Sexual offences against children and offencesvingichild
pornography

(3B) An offence is also a serious offence if:

(a) itis an offence against Division 272 or 2%8hdivision B or
C of Division 471, or Subdivision D or F of Divisiagt74, of
the Criminal Code or

(b) the particular conduct constituting the offeratherwise
involved, involves or would involve:

(i) the production, publication, possession, symplsale
of, or other dealing in, child pornography; or

(i) consenting to or procuring the employmenaathild, or
employing a child, in connection with child
pornography.

Money laundering offences etc.

(4) An offence is also serious offence if it is an offence against any
of the following provisions:
(a) Part 10.2 of th€riminal Code(other than section 400.9);
(aa) section 135.3 of tl&riminal Code
(b) Division 1A of Part IV of th&€€rimes Act 190@f New South
Wales;
(c) section 194, 195 or 195A of tleimes Act 19580f
Victoria;
(d) section 64 of th€rimes (Confiscation of Profits) Act 1989
Queensland;
(e) section 563A ofhe Criminal Cod®f Western Australia;
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() section 138 of th€riminal Law Consolidation Act 193&
South Australia;

(g) section 67 of th€rime (Confiscation of Profits) Act 1998
Tasmania;

(h) section 74 of thBroceeds of Crime Act 19%f the
Australian Capital Territory;

(i) Division 3A of Part VII of Schedule | to thériminal Code
Actof the Northern Territory.

Cybercrime offences etc.

(5) An offence is also serious offence if it is an offence against any
of the following provisions:

(a) Part 10.7 of th€riminal Code

(b) section 308C, 308D, 308E, 308F, 308G, 308B80&1 of the
Crimes Act 190@f New South Wales;

(c) section 247B, 247C, 247D, 247E, 247F, 247340H of the
Crimes Act 19580f Victoria;

(d) a provision of a law of a State (other thamNgouth Wales
or Victoria) that corresponds to a provision codeog
paragraph (a), (b) or (c);

(e) a provision of a law of a Territory that capends to a
provision covered by paragraph (a), (b) or (c);

(f) section 440A offhe Criminal Cod®f Western Australia.

Serious drug offences

(5A) An offence is also serious offence if it is an offence against
Part 9.1 of th&€riminal Code(other than section 308.1 or 308.2).

Cartel offences

(5B) An offence is also serious offenceif it is:

(a) an offence against section 44ZZRF or 44ZZR&ef
Competition and Consumer Act 2010

(b) an offence under subsection 79(1) of @rmenpetition and
Consumer Act 201that relates to an offence covered by
paragraph (a); or

(c) an offence against section 44ZZRF or 44ZZR@eftext set
out in Part 1 of Schedule 1 to tBempetition and Consumer
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Act 2010 so far as that section applies as a law of a Sta¢
Northern Territory or the Australian Capital Teori; or

(d) an offence under subsection 79(1) of@menpetition and
Consumer Act 2010 far as that subsection applies as a law
of a State, the Northern Territory or the Austral@apital
Territory) that relates to an offence covered byageaph (c).

Note: Offences covered by paragraph (c) or (d) fpam of the Competition
Code of the State or Territory concerned.

Market misconduct

(5C) An offence is also serious offenceif it is an offence against any
of the following provisions of th€orporations Act 2001

(a) section 1041A;

(b) subsection 1041B(1);
(c) subsection 1041C(1);
(d) section 1041D;

(e) subsection 1041E(2);
(f) subsection 1041F(1);
(g) subsection 1041G(1);
(h) subsection 1043A(1);
(i) subsection 1043A(2).

Offences connected with other serious offences

(6) An offence is also serious offence if it is an offence constituted
by:
(a) aiding, abetting, counselling or procuring teenmission of;
or
(b) being, by act or omission, in any way, dingctt indirectly,
knowingly concerned in, or party to, the commisgidnor
(c) conspiring to commit;
an offence that is a serious offence under anhie@pteceding
subsections.

(7) An offence is also serious offence if it is an offence constituted
by receiving or assisting a person who is, to thenafée’'s
knowledge, guilty of a serious offence mentionedubsection (1),
in order to enable the person to escape punishoneatdispose of
the proceeds of the offence.
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(8) An offence is also serious offence if it is an offence against any
of the following provisions:
(a) section 131.1, 135.1, 142.1 or 142.2, subzedt#8.2(3), or
section 268.112 of th&riminal Code
(b) section 35, 36, 36A, 37, 39, 41, 42, 43, 8A 4r 47 of the
Crimes Act 1914

Offences relating to criminal associations and angations

(8A) An offence is also serious offence if it is an offence against
Division 390 of theCriminal Code

Offences relating to criminal organisations

(9) An offence is also serious offenceif:

(a) the particular conduct constituting the offemvolved,
involves or would involve, as the case requires:
(i) associating with a criminal organisation, anamber of
a criminal organisation; or
(ii) contributing to the activities of a criminafganisation;
or
(iii) aiding, abetting, counselling or procurirfiet
commission of a prescribed offence for a criminal
organisation; or
(iv) being, by act or omission, in any way, ditgair
indirectly, knowingly concerned in, or party togth
commission of a prescribed offence for a criminal
organisation; or
(v) conspiring to commit a prescribed offencedarriminal
organisation; and
(b) if the offence is covered by subparagraph)@jihe conduct
constituting the offence was engaged in, or isaealsly
suspected of having been engaged in, for the perpbs
supporting the commission of one or more prescribed
offences by the organisation or its members; and
(c) if the offence is covered by subparagraphijajhe
conduct constituting the offence was engaged i or
reasonably suspected of having been engaged ithdor
purpose of enhancing the ability of the organisatoits
members to commit or facilitate the commission ¢ or
more prescribed offences.
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5E Serious contraventions

(1) For the purposes of this Actsa&ious contravention is a
contravention of a law of the Commonwealth, a Svata Territory
that:

(a) is a serious offence; or
(b) is an offence punishable:

(i) by imprisonment for a period, or a maximumipdy of
at least 3 years; or

(ii) if the offence is committed by an individuaby-a fine,
or a maximum fine, of at least 180 penalty units; o

(iii) if the offence cannot be committed by aniindual—
by a fine, or a maximum fine, of at least 900 pgnal
units; or

(c) could, if established, render the person catimgithe
contravention liable:

(i) if the contravention were committed by an wdual—
to pay a pecuniary penalty of 180 penalty unitsore,
or to pay an amount that is the monetary equivalént
180 penalty units or more; or

(i) if the contravention cannot be committed loy a
individual—to pay a pecuniary penalty of 900 pepalt
units or more, or to pay an amount that is the rtavge
equivalent of 900 penalty units or more.

(2) Except so far as the contrary intention apgpescontravention, or
a contravention of a particular kind, is taken,tfee purposes of
this Act, to be a contravention, or to be a cordraion of that
kind, as the case may be, that:

(a) has been committed or is being committed; or
(b) is suspected on reasonable grounds of haweg b

committed, of being committed or of being likelytie
committed.

(3) To avoid doubt, a reference in this sectioa tumber of penalty
units in relation to a contravention of a law dbtate or a Territory
includes a reference to an amount of a fine or piecy penalty
that is equivalent, under section 4AA of themes Act 1914to
that number of penalty units.
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5F When a communication is passing over a teleconumications
systemseeNote 1]

For the purposes of this Act, a communication:

(a) is taken to start passing over a telecommtinitasystem
when it is sent or transmitted by the person senttin
communication; and

(b) is taken to continue to pass over the systetihiubecomes
accessible to the intended recipient of the comoatian.

5G The intended recipient of a communicationseeNote 1]

For the purposes of this Act, theended recipient of a
communication is:

(a) if the communication is addressed to an imtdigl (either in
the individual’s own capacity or in the capacityaof
employee or agent of another person)—the individural

(b) if the communication is addressed to a pevgon is not an
individual—the person; or

(c) if the communication is not addressed to aqerthe
person who has, or whose employee or agent haspton
over the telecommunications service to which the
communication is sent.

5H When a communication is accessible to the intdad recipient

(1) For the purposes of this Act, a communicaisosccessible to its
intended recipient if it:
(a) has been received by the telecommunicatianicse
provided to the intended recipient; or
(b) is under the control of the intended recipient
(c) has been delivered to the telecommunicatiendce
provided to the intended recipient.

(2) Subsection (1) does not limit the circumstaricewhich a
communication may be taken to be accessible intéaded
recipient for the purposes of this Act.
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6 Interception of a communication

(1) For the purposes of this Act, but subjechie section,
interception of a communication passing over a
telecommunications system consists of listeningrteecording, by
any means, such a communication in its passagetioaer
telecommunications system without the knowledgehefperson
making the communication.

Communications to or from emergency service faeslit

(2A) Anemergency servicefacility is premises that are declared by the
Minister, by written instrument, to be an emergegegvice
facility.

(2B) The Minister may declare premises to be aargency service
facility if the Minister is satisfied that the préesas are operated by:
(a) a police force or service of the Commonweatlftg State or
of the Australian Capital Territory; or
(b) afire service of a State or of the AustralZapital Territory;
or
(c) an ambulance service of a State or of theraliah Capital
Territory; or
(d) a service for despatching, or referring matter the
attention of, a force or service referred to inggaaph (a), (b)
or (c);
to enable that force or service, or another forcgeovice, to deal
with a request for assistance in an emergency.

(2C) A declaration by the Minister under subset{2B) is not a
legislative instrument for the purposes of Liagislative
Instruments Act 2003

(2D) If the Minister makes a declaration underssdbion (2B), the
Minister must, by legislative instrument, specify:

(a) the name of the force or service operatingptieenises to
which the declaration relates; and

(b) the geographical region in which those premae located.

(2E) If a House of the Parliament disallows, in@dance with
section 42 of théegislative Instruments Act 2008 legislative
instrument made under subsection (2D), the dedar&d which
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the instrument relates is taken to have been relvakéhe time of
the disallowance.

(2F) If a person who is lawfully engaged in dutielting to the
receiving and handling of communications to or fram
emergency service facility listens to or record®amunication
passing over a telecommunications system to or frem
emergency service facility, the listening or reéogddoes not, for
the purposes of this Act, constitute an interceptibthe
communication.

(2G) Subsection (2F) only applies in relation moeanergency service
facility if signs notifying persons that communicets to or from
the facility may be listened to or recorded ar@udievisible at
each entrance to the facility.

(2H) If:

(a) an inspector under section 267 of Ragliocommunications
Act 1992is lawfully engaged in performing spectrum
management functions of the Australian Communioatio
and Media Authority under thiustralian Communications
and Media Authority Act 2008 theRadiocommunications
Act 1992 and

(b) while performing those spectrum managementtfans, the
inspector incidentally listens to or records a camivation
passing over a telecommunications system;

the listening or recording does not, for the pugsasf this Act,
constitute an interception of the communication.

Communications to publicly-listed ASIO numbers

(3) Apublicly-listed ASIO number is a telephone number that:
(a) enables members of the public to contact tlgasation;
and
(b) is listed in:
(i) atelephone directory; or
(i) atelephone number database;
that is available to the public.
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4) If:
(a) a person makes a call to a publicly-listed@8umber; and
(b) another person who is lawfully engaged inelitelating to
the receiving and handling of communications td thamber
listens to or records a communication passing aver
telecommunications system in the course of that cal
the listening or recording does not, for the pugsasf this Act,
constitute the interception of the communication.

6AAA When a computer network is appropriately usedby an
employee etc. of a Commonwealth agency etc.

For the purposes of this Act, if a computer nekae operated by,
or on behalf of, a Commonwealth agency, securitii@ity or
eligible authority of a State, the networlajgpropriately used by
an employee, office holder or contractor of thenageor authority
if:

(a) the employee, office holder or contractor tnadertaken, in
writing, to use the network in accordance with aogditions
specified, in writing, by the agency or authoriayd

(b) those conditions are reasonable; and

(c) the employee, office holder or contractor cbegpwith those
conditions when using the network.

6AA Accessing a stored communication

For the purposes of this Aetgcessing a stored communication
consists of listening to, reading or recording sach
communication, by means of equipment operated darer,
without the knowledge of the intended recipienthaf
communication.

6A Investigation of an offence

(1) A reference in this Act to the investigationdn agency, or by an
eligible authority of a State, of an offence ieéerence to:

(a) in the case of the Australian Federal Police-thaestigation
of that offence, in the course of the performancéhe
Australian Federal Police of its functions, by mengbof the
Australian Federal Police;
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(b) in the case of a Police Force of a State—uaedtigation of
that offence, in the course of the performancehlay Police
Force of its functions, by officers of that Polieerce; or

(c) in the case of the following eligible autha# or agencies, a
prescribed investigation, in so far as it relatethat offence:

(ia) the Australian Commission for Law Enforcement
Integrity;
(i) the ACC;
(i) the Crime Commission;
(i) the Crime and Misconduct Commission;
(v) the Independent Commission Against Corruption;

(va) the Inspector of the Independent Commissigaist
Corruption;

(vi) the Poalice Integrity Commission;
(vii) the Inspector of the Police Integrity Comsian;
(viii) the Office of Police Integrity;

(xX) the Corruption and Crime Commission;

(xi) the Parliamentary Inspector of the Corruptéo
Crime Commission.

(2) A reference in this Act to an investigatiomrélation to an offence,
is, in the case of an offence that is suspectegasonable grounds
of being likely to be committed, a reference toithestigation of
the likely commission of that offence.

6B Involvement in an offence

For the purposes of this Act, a person shalbkert to be involved
in an offence if, and only if, the person:
(a) has committed, or is committing, the offerme;
(b) is suspected on reasonable grounds of haangritted, of
committing, or of being likely to commit, the offes

6C Issue of warrant to agency or eligible authori

For the purposes of this Act, a warrant issuedroapplication by
an agency or an officer of an agency, or on aniegin by an
eligible authority of a State, shall be taken tadseied to that
agency or eligible authority, as the case may be.
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6D Judges
(1) In this Act, unless the contrary intention egrs:

eligible Judge means a Judge in relation to whom a consent under
subsection (2) and a declaration under subsejoaré in force.

Judge means a person who is a Judge of a court cregtédweb
Parliament.

(2) A Judge may by writing consent to be nomindtgdhe Minister
under subsection (3).

(8) The Minister may by writing declare Judgesdlation to whom
consents are in force under subsection (2) toigikd Judges for
the purposes of this Act.

(4) An eligible Judge has, in relation to the parfance or exercise of
a function or power conferred on an eligible Judgéhis Act, the
same protection and immunity as a Justice of tigh iiourt has in
relation to proceedings in the High Court.

6DA Nominated AAT members

(1) The Minister may, by writing, nominate a perseho holds one of
the following appointments to the Administrative ggals Tribunal
to issue warrants under Part 2-5 or 3-3:
(a) Deputy President;
(b) full-time senior member;
(c) part-time senior member;
(d) member.

(2) Despite subsection (1), the Minister mustmmhinate a person
who holds an appointment as a part-time senior reemmba
member of the Tribunal unless the person:

(a) is enrolled as a legal practitioner of thelHgpurt, of
another federal court or of the Supreme Court $fatie or of
the Australian Capital Territory; and

(b) has been so enrolled for not less than 5 years

(3) A nomination ceases to have effect if:
(a) the nominated AAT member ceases to hold aniappent
of a kind set out in subsection (1); or

Telecommunications (Interception and Access) A¢919 51



Chapter 1 Introduction
Part 1-2 Interpretation

Section 6DB

(b) the Minister, by writing, withdraws the nomiian.

(4) A nominated AAT member has, in performing adiion of or
connected with, issuing a warrant under Part 2-5-8ythe same
protection and immunity as a Justice of the Higlu€bas in
relation to proceedings in the High Court.

6DB Issuing authorities

(1) The Minister may, by writing, appoint as asug authority:
(a) a person who is:
(i) ajudge of a court created by the Parliament;
(i) a Federal Magistrate; or
(iii)y a magistrate;
and in relation to whom a consent under subse¢#pis in
force; or
(b) a person who:

(i) holds an appointment to the Administrative &pfs
Tribunal as Deputy President, full-time senior memb
part-time senior member or member; and

(ii) is enrolled as a legal practitioner of a feadecourt or of
the Supreme Court of a State or a Territory; and

(iii) has been enrolled for at least 5 years.

(2) A person who is:
(a) ajudge of a court created by the Parliamant;
(b) a Federal Magistrate; or
(c) a magistrate;
may, by writing, consent to be appointed by theister under
subsection (1).

(3) A person’s appointment ceases to have effect i
(a) the person ceases to be a person whom thstifiiould
appoint under this section; or
(b) the Minister, by writing, revokes the appoietm

(4) Anissuing authority has, in relation to therfprmance or exercise
of a function or power conferred on an issuing arith by this
Act, the same protection and immunity as a Justi¢ghe High
Court has in relation to proceedings in the Higlui@o
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6E Lawfully intercepted information

(1) Subject to subsection (2), a reference inAlisto lawfully
intercepted information is a reference to informatbbtained
(whether before or after the commencement of #itian) by
intercepting, otherwise than in contravention disgction 7(1), a
communication passing over a telecommunicationtesys

(2) A reference in this Act to lawfully interceptenformation that was
originally obtained by an agency, or by an eligialghority of a
State, is a reference to:

(a) information obtained, whether before or affter
commencement of this section, by intercepting a
communication under a warrant issued to the agency
authority; or

(b) information communicated to the agency or adiy in
accordance with section 65A or 63E.

6EA Interception warrant information

A reference in this Act tinterception warrant information is a
reference to:

(a) information about any of the following:
(i) an application for an interception warrant;
(ii) the issue of an interception warrant;

(iii) the existence or non-existence of an intptue
warrant;

(iv) the expiry of an interception warrant; or

(b) any other information that is likely to enathe
identification of:

(i) the telecommunications service to which aeriogption
warrant relates; or

(i) a person specified in an interception warrasa person
using or likely to use the telecommunications serv¥D
which the warrant relates.

6EB Stored communications warrant information

A reference in this Act tetored communications warrant
information is a reference to:

(a) information about any of the following:
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(i) an application for a stored communicationsraat;
(ii) the issue of a stored communications warrant;

(i) the existence or non-existence of a stored
communications warrant;

(iv) the expiry of a stored communications warramt
(b) any other information that is likely to enathe
identification of:
(i) the telecommunications service to which aestor

communications warrant relates; or

(i) a person specified in a stored communicatiwasrant
as a person using or likely to use the
telecommunications service to which the warrant
relates.

6F Offences

Except so far as the contrary intention appearsference in this
Act to an offence, or to an offence of a particlliaud, is a
reference to an offence, or to an offence of tivad kas the case
may be, that:
(a) has been committed or is being committed; or
(b) is suspected on reasonable grounds of haweg b
committed, of being committed or of being likelylde
committed.

6G Officer of the Commonwealth, of a State or of derritory

(1) A reference in this Act to aificer of the Commonwealth

includes a reference to:

(a) a person holding, or acting in, an office liiging a judicial
office) or appointment, or employed, under a lavihef
Commonwealth;

(b) a person who is, or is a member of, an authoribody
established for a public purpose by or under adathe
Commonwealth, or is an officer or employee of sach
authority or body; and

(c) an officer of the Australian Capital Territory

but does not include a reference to an officehefNorthern
Territory or of an external Territory.
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(2) A reference in this Act to afficer of a State includes a reference
to:

(a) a person holding, or acting in, an office liiging a judicial
office) or appointment, or employed, under a lavthef
State; and

(b) a person who is, or is a member of, an authoribody
established for a public purpose by or under adathe
State, or is an officer or employee of such ana@uitthor
body.

(3) A reference in this Act to aificer of a Territory includes a
reference to:

(a) a person holding, or acting in, an office ljiiging a judicial
office) or appointment, or employed, under a lavihef
Territory; and

(b) a person who is, or is a member of, an authoribody
established for a public purpose by or under adathe
Territory, or is an officer or employee of suchaarthority or
body.

6H Person to whom application relates

For the purposes of this Act, an application byagency to a
Judge or nominated AAT member for a warrant relties
particular person if, and only if, information Hasen, or is
proposed to be, given to the Judge or nominated A&mber
under Part 2-5, in connection with the applicatiomrder to
satisfy the Judge or nominated AAT member, in r@teto the
person, of the matters referred to in:
(a) in the case of a warrant under section 48—gpapdns
46(1)(c) and (d); or
(b) in the case of any other Part 2-5 warrant—graahs
46(1)(c) and (d) or 46A(1)(c) and (d), as the aasgiires; or
(c) in the case of a stored communications warrgatragraph
116(1)(d).

6J Proceeding by way of a prosecution for an offee

A reference in this Act to a proceeding by waygfrosecution for
an offence includes a reference to a proceedingavitiew to the
committal of a person for trial for the offence.
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6K Proceeding for confiscation or forfeiture or fa pecuniary
penalty

A reference in this Act to a proceeding, or fwraceeding under a
law of the Commonwealth, for the confiscation afdédgure of
property, or for the imposition of a pecuniary pénan
connection with the commission of a prescribedraféeincludes a
reference to:
(a) a proceeding for the condemnation or recowégyship or
aircraft, or of goods, seized under section 20BeCustoms
Act 1901in connection with the commission of an offence
against:
(i) subsection 50(7) or subsection 112(2BC) of the
Customs Act 19QDr
(ii) Division 307 of theCriminal Code and
(b) a proceeding by way of an application for atheo under
subsection 243B(1) of tHeustoms Act 190&nd
(c) a proceeding by way of an application for stnaning order,
or an order that is ancillary to a restraining ordeder a
prescribed Act of the Commonwealth, a State or the
Australian Capital Territory.

6L Relevant proceeding

(1) A reference in this Act, in relation to an agg, or an eligible
authority of a State, to a relevant proceedinqnithe case of the
Australian Federal Police or a Police Force ofateSta reference
to:

(a) a proceeding by way of a prosecution for a@ibed
offence that is an offence against a law of the
Commonwealth, or of that State, as the case magrbe;

(b) a proceeding under a law of the Commonwealtiof that
State, as the case may be, for the confiscatidorfmiture of
property, or for the impaosition of a pecuniary pgnan
connection with the commission of a prescribedrafée or

(c) a proceeding for the taking of evidence astiorad in
paragraph 5B(1)(c), in so far as the proceedirajeslto:

(i) a prescribed offence; or
(i) a prescribed offence that is an offence agfagnlaw of
that State;
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as the case may be; or

(ca) a proceeding under, or in relation to a mattising under,
an organised crime control law of that State; or

(d) a proceeding for the extradition of a perssm&ntioned in
paragraph 5B(1)(d), in so far as the proceedirajeslto a
prescribed offence that is an offence against aolfative
Commonwealth, or of that State, as the case magrbe;

(e) a police disciplinary proceeding that is agaexding against a
member of the Australian Federal Police, or of fPaltce
Force, as the case may be; or

(ea) in the case of the Australian Federal Police:

(i) a proceeding against an AFP employee in sagahe
proceeding relates to a decision by the Commissiohe
Police to terminate the employment of the emplogee;
(i) a proceeding against a special member ofhsralian
Federal Police in so far as the proceeding retatas
decision by the Commissioner of Police to termirih&e
appointment of the member; or
(eb) in the case of a Police Force of a State-eaeqading against
an officer or member of staff that Police Force in so far as
the proceeding relates to a decision by the Conomiss of
that Police Force to terminate the appointmenhefdfficer
or member of staff; or
(f) any other proceeding (not being a proceeding/ay of a
prosecution for an offence) in so far as it relateslleged
misbehaviour, or alleged improper conduct, of dicexf of
the Commonwealth, or of that State, as the caselbmay

(2) A reference in this Act, in relation to an agg, or an eligible
authority of a State, to a relevant proceeding is:
(a) in the case of the Australian Commission fawL
Enforcement Integrity or the ACC—a reference to:

(i) a proceeding by way of a prosecution for aspribed
offence to which a prescribed investigation relates
related; or

(i) a proceeding under a law of the Commonweaith
State for the confiscation or forfeiture of progexdr for
the imposition of a pecuniary penalty, in conneattio
with the commission of a prescribed offence to Wwhac
prescribed investigation relates or related; or
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(b) in the case of the Crime Commission, the letelent
Commission Against Corruption, the Inspector of the
Independent Commission Against Corruption, thedeoli
Integrity Commission or the Inspector of the Polizggrity
Commission—a reference to a proceeding by way of a
prosecution for a prescribed offence:

(i) that is an offence against the law of New &diales;
and

(ii) to which a prescribed investigation relatesalated; or

(ba) in the case of the Office of Police Integritg reference to a
proceeding by way of a prosecution for a prescritféehce:

(i) thatis an offence against the law of Victoaad

(ii) to which a prescribed investigation relatesalated; or

(c) in the case of the Crime and Misconduct Corsinis—a
reference to:

(i) a proceeding by way of a prosecution for espribed
offence that is an offence against the law of Qsleer
and to which a prescribed investigation relates or
related; or

(i) a proceeding under a law of Queensland fer th
confiscation or forfeiture of property, or for the
imposition of a pecuniary penalty, in connectiothwi
the commission of a prescribed offence; or

(d) in the case of the Corruption and Crime Corsiaisor the
Parliamentary Inspector of the Corruption and Crime
Commission—a reference to a proceeding by way of a
prosecution for a prescribed offence:

(i) thatis an offence against the law of Westustralia;
and

(ii) to which a prescribed investigation relategelated.

6M Terminating the appointment of an officer

A reference in this Act to terminating, becautensbehaviour or
improper conduct, the appointment of an officethef
Commonwealth or a State includes a reference tovim the
officer from office on the ground of misbehaviourimproper
conduct.
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6N Declaration of staff members of State Police Foes
(1) This section applies to an agency that istbkéce Force of a State.

(2) The Minister may make a written declaratioattimembers of an
agency included in a specified class of membeteefgency
occupy positions corresponding to those of AFP egg#s who
are not members of the Australian Federal Police.

(3) Members included in the class of members cdgency specified
in a declaration are referred to in this Act, ifaten to the agency
concerned, as staff members.

6P ldentification of service

For the purposes of this Act, a service may katified by:
(&) a number assigned to it from time to time; or
(b) by any other unique identifying factor.

6Q Identification of telecommunications device

For the purposes of this Act, a telecommunicatidevice may be
identified by:
(a) a unique telecommunications number assignédrom
time to time; or
(b) any other unique identifying factor.

6R Communications Access Co-ordinator
(1) In this Act:

Communications Access Co-ordinator means:
(a) the Secretary of the Department; or

(b) if a person or body is covered by an instrumerder
subsection (2)—that person or body.

(2) The Minister may, by legislative instrumergesify a person or
body for the purposes of paragraph (b) of the dejimof
Communications Access Co-ordinator in subsection (1).

(3) Unless the context otherwise requires, amawae by or in relation
to the Communications Access Co-ordinator is takdme an act
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done by or in relation to the Co-ordinator on bebahall the
interception agencies.
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Chapter 2—Interception of
telecommunications

Part 2-1—Prohibition on interception of
telecommunications

7 Telecommunications not to be intercepted

(1) A person shall not:
(a) intercept;
(b) authorize, suffer or permit another persomtercept; or
(c) do any act or thing that will enable him or be another
person to intercept;
a communication passing over a telecommunicatigsies).

(2) Subsection (1) does not apply to or in refatm
(a) an act or thing done by an employee of a@aimithe course
of his or her duties for or in connection with:
(i) the installation of any line, or the instaitat of any
equipment, used or intended for use in connectitm w
a telecommunications service; or
(i) the operation or maintenance of a telecommatnons
system; or
(i) the identifying or tracing of any person whas
contravened, or is suspected of having contravened
being likely to contravene, a provision of Part6lof
theCriminal Code
where it is reasonably necessary for the emplayee that
act or thing in order to perform those duties dffety; or
(aa) the interception of a communication by anogeeson
lawfully engaged in duties relating to the instiadia,
connection or maintenance of equipment or a linere it is
reasonably necessary for the person to intercept th
communication in order to perform those dutiesaiely;
or
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(aaa) the interception of a communication by aqeif:

(i) the person is authorised, in writing, by ap@ssible
person for a computer network to engage in network
protection duties in relation to the network; and

(i) itis reasonably necessary for the persoimtercept the
communication in order to perform those duties
effectively; or

(ab) the interception of a communication by a pedgwfully
engaged in duties relating to the installation,neamion or
maintenance of equipment used, or to be usedhéor t
interception of communications under warrants; or

(ac) the interception of a communication whereitierception
results from, or is incidental to, action takendmyofficer of
the Organisation, in the lawful performance of dniser
duties, for the purpose of:

(i) discovering whether a listening device is lgeirsed at,
or in relation to, a particular place; or

(i) determining the location of a listening desjor

(b) the interception of a communication under aram; or

(c) the interception of a communication pursuard tequest
made, or purporting to be made, under subsecti¢h) 80
(2); or

(d) the interception of a communication under aharisation
under section 31A.

(2A) For the purposes of paragraphs (2)(a), (ad)(aaa), in
determining whether an act or thing done by a peveas
reasonably necessary in order for the person forpetis or her
duties effectively, a court is to have regard tchsonatters (if any)
as are specified in, or ascertained in accordaritte the
regulations.

(3) Paragraph (2)(aaa) does not apply to a vaoaunication in the
form of speech (including a communication that imes a
recorded or synthetic voice).

(4) Subsection (1) does not apply to, or in relato, an act done by
an officer of an agency in relation to a commundaif the
following conditions are satisfied:

(a) the officer or another officer of the agenswiparty to the
communication; and
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(b) there are reasonable grounds for suspectaigtiother party
to the communication has:
(i) done an act that has resulted, or may resulbss of
life or the infliction of serious personal injuryy
(ii) threatened to kill or seriously injure anotheerson or to
cause serious damage to property; or
(iii) threatened to take his or her own life ordi an act that
would or may endanger his or her own life or create
serious threat to his or her health or safety; and
(c) because of the urgency of the need for théoaoe done, it is
not reasonably practicable for an application féxaat 2-5
warrant to be made.

(5) Subsection (1) does not apply to, or in relato, an act done by
an officer of an agency in relation to a commundaif the
following conditions are satisfied:

(a) the person to whom the communication is deebtias
consented to the doing of the act; and
(b) there are reasonable grounds for believingttie person is
likely to receive a communication from a person vias:
(i) done an act that has resulted, or may resulbss of
life or the infliction of serious personal injurgt
(ii) threatened to kill or seriously injure anothperson or to
cause serious damage to property; or
(i) threatened to take his or her own life ordm an act that
would or may endanger his or her own life or create
serious threat to his or her health or safety; and
(c) because of the urgency of the need for théodoe done, it is
not reasonably practicable for an application f&aat 2-5
warrant to be made.

(6) As soon as practicable after the doing of@rirerelation to a
communication under the provisions of subsectigro(45), an
officer of the agency which is concerned with tbenmunication
shall cause an application for a Part 2-5 warmiet made in
relation to the matter.

(6A) Subsection (6) does not apply if action hasrbtaken under
subsection (4) or (5) to intercept a communicat@rcause it to be
intercepted, and the action has ceased beforgiadticable for an
application for a Part 2-5 warrant to be made.
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(7) Where after considering an application madeiation to a matter
arising under subsections (4) or (5) and (6) a duwighominated
AAT member does not issue a warrant in relatiothéo
application, the chief officer of the agency comeet shall ensure
that no further action is taken by the agency teraept the
communication or to cause it to be intercepted.

(8) Subsections (4), (5), (6) and (7) only appheve the agency
concerned is:
(a) the Australian Federal Police; or

(b) the Police Force of a State.

(9) The doing of an act mentioned in subparag(a(b)(ii) or (iii) or
(5)(b)(ii) or (iii) in a particular case is takem tonstitute a serious
offence, even if it would not constitute a serioffence apart from
this subsection.

Note: See subsection (6). A Part 2-5 warrant cay lmmissued for the
purposes of an investigation relating to the corsioisof a serious
offence.

(10) Subsection (9) has effect only to the extmtessary:
(a) to enable an application to be made for thrpqmes of
subsection (6); and
(b) to enable a decision to be made on such dicappn and, if
a Judge so decides, a Part 2-5 warrant to be isandd
(c) to enable this Act to operate in relation t®aat 2-5 warrant
issued on such an application.
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Part 2-2—Warrants authorising the Organisation
to intercept telecommunications

9 Issue of telecommunications service warrants bittorney-General

(1) Where, upon receipt by the Attorney-General oéquest by the
Director-General of Security for the issue of anaat under this
section in respect of a telecommunications servie,
Attorney-General is satisfied that:

(a) the telecommunications service is being tik&y to be:

(i) used by a person engaged in, or reasonabpested by
the Director-General of Security of being engagei
of being likely to engage in, activities prejudidia
security; or

(ia) the means by which a person receives or sgnds
communication from or to another person who is
engaged in, or reasonably suspected by the
Director-General of Security of being engaged mpfo
being likely to engage in, such activities; or

(ii) used for purposes prejudicial to securitydan

(b) the interception by the Organisation of cominations
made to or from the telecommunications service, willis
likely to, assist the Organisation in carrying d&tfunction
of obtaining intelligence relating to security;

the Attorney-General may, by warrant under hisesrtrand,
authorize persons approved under section 12 irecesyh the
warrant to intercept, subject to any conditionsastrictions that
are specified in the warrant, communications thateing made
to or from that service and such a warrant mayai#é entry on
any premises specified in the warrant for the psepaf installing,
maintaining, using or recovering any equipment usddtercept
such communications.

Note: Subparagraph (a)(ia)—subsection (3) resttiietsssuing of warrants
if subparagraph (a)(ia) applies.

(1A) The reference in paragraph (1)(b) to theroeption of
communications made to or from a telecommunicatsamsice
includes a reference to the accessing of the conuations as
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stored communications after they have ceased ®@as a
telecommunications system.

(2) A request by the Director-General of Secufdtythe issue of a
warrant in respect of a telecommunications setrvice:
(a) shall include a description of the servicdisignt to identify
it, including:
(i) the name, address and occupation of the sibesdjif
any) to the service; and
(i) the number (if any) allotted to the servicgdcarrier;
and
(b) shall specify the facts and other grounds biclvthe
Director-General of Security considers it necessaay the
warrant should be issued and, where relevant, riuengls on
which the Director-General of Security suspectgem@sgn of
being engaged in, or of being likely to engagentivities
prejudicial to security.

(38) The Attorney-General must not issue a warraatcase in which
subparagraph (1)(a)(ia) applies unless he or statisfied that:

(a) the Organisation has exhausted all other ipedate methods
of identifying the telecommunications services ysedikely
to be used, by the other person referred to in
subparagraph (1)(a)(ia); or

(b) interception of communications made to or fram
telecommunications service used or likely to bedusethat
person would not otherwise be possible.

9A Issue of named person warrants by Attorney-Germral

(1) Upon receiving a request by the Director-Gahef Security for
the issue of a warrant under this section in respieg person, the
Attorney-General may, under his or her hand, isswarrant in
respect of the person if the Attorney-General isBed that:

(a) the person is engaged in, or reasonably stexspbyg the
Director-General of Security of being engaged mpfdbeing
likely to engage in, activities prejudicial to sety and

(b) the interception by the Organisation of:

(i) communications made to or from telecommunaadi
services used by the person; or
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(i) communications made by means of a particular
telecommunications device or particular
telecommunications devices used by the person;

will, or is likely to, assist the Organisationdarrying out its
function of obtaining intelligence relating to sty and

(c) relying on a telecommunications service wartarobtain the
intelligence would be ineffective.

(1A) The warrant authorises persons approved uselgion 12 in
respect of the warrant to intercept, subject to@mditions or
restrictions that are specified in the warrant:

(&) communications that are being made to or faom
telecommunications service that the person is using
likely to use; or

(b) communications that are being made by meaas of
telecommunications device or telecommunicationscasy
identified in the warrant, that the person is usiomgs likely
to use.

Note: Subsection (3) restricts the issuing of arar@rauthorising
interception of communications made by means of a

telecommunications device or telecommunicationscdsvidentified
in the warrant.

(1B) The warrant may authorise entry on any prem#pecified in the
warrant for the purpose of installing, maintainioging or
recovering any equipment used to intercept suchmmamications.

(1C) The reference in paragraph (1)(b) to thergeetion of
communications made to or from a telecommunicatsamsice
includes a reference to the accessing of the corwations as
stored communications after they have ceased ®@as a
telecommunications system.

(2) A request by the Director-General of Secuigtythe issue of a
warrant in respect of a person:

(&) must include the name or names by which tiheopeis
known; and

(b) must include details (to the extent thesekamvn to the
Director-General of Security) sufficient to idegtthe
telecommunications services the person is usingg, likely
to use; and
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(ba) if the warrant would authorise interceptidn o
communications made by means of a telecommunication
device or telecommunications devices identifiethia
warrant—must include details (to the extent thesekaown
to the Director-General of Security) sufficientdentify the
telecommunications device or telecommunicationsogsv
that the person is using, or is likely to use; and

(c) must specify the facts and other grounds oiclwtine
Director-General of Security considers it neces#aay the
warrant should be issued, including the groundbich the
Director-General of Security suspects the persdreofg
engaged in, or of being likely to engage in, atiggi
prejudicial to security.

(3) The Attorney-General must not issue a warttaait authorises
interception of communications made by means of a
telecommunications device or telecommunicationsogsv
identified in the warrant unless he or she is 8atlghat:

(a) there are no other practicable methods avaitalthe
Organisation at the time of making the applicatoidentify
the telecommunications services used, or likelygased,
by the person in respect of whom the warrant woeld
issued; or

(b) interception of communications made to or fram
telecommunications service used, or likely to bedudy that
person would not otherwise be practicable.

9B Provisions applying to warrants issued under stion 9 or 9A

Request must be forwarded in writing

(1) Where the Director-General of Security makescpest, otherwise
than in writing, for the issue of a warrant undeect®n 9 or 9A, he
or she must forthwith forward to the Attorney-Gealex request in
writing for the warrant.

Warrants authorising entry

(2) Where a warrant under section 9 or 9A autlesrentry on
premises, the warrant:
(a) must state whether entry is authorised to &genat any time
of the day or night or only during specified howasd
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(b) may, if the Attorney-General thinks fit—proeidhat entry
may be made without permission first being sought o
demand first being made, and may authorise meatwatbhe
or she is satisfied are necessary for that purpose.

Length of time warrant remains in force

(8) A warrant under section 9 or 9A must spedify period for which
it is to remain in force. The warrant may be revbkg the
Attorney-General at any time before the end ofsihecified
period.

(8A) The specified period must not exceed:
(a) if subparagraph 9(1)(a)(ia) applies—3 mondis;
(b) otherwise—6 months.

Issue of further warrant

(4) Subsection (3) does not prevent the issuefaftaer warrant in
respect of a telecommunications service or a pgi@®the case
may be) in relation to which or whom a warrant lmasyarrants
have, previously been issued.

10 Issue of warrant by Director-General of Securif in emergency
for Organisation to intercept telecommunications

(1) Where:

(a) the Director-General of Security has forwardedhade a
request to the Attorney-General for the issue whearant
under section 9 in respect of a telecommunicatsengice or
under section 9A in respect of a person;

(b) the Attorney-General has not, to the knowledithe
Director-General of Security, made a decision wispect to
the request and has not, within the preceding peri
months, refused to issue a warrant under sectinmeéspect
of the telecommunications service or under se@iviin
respect of a person (as the case requires);

(c) the Director-General of Security has not, wittine
preceding period of 3 months, issued a warrant utiie
section in respect of the telecommunications sergic
person (as the case requires); and
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(d) the Director-General of Security is satisfied:

(i) that the facts of the case would justify thsue of a
warrant by the Attorney-General; and

(ii) that, if the interception to which the requeslates does
not commence before a warrant can be issued and mad
available by the Attorney-General, security will beis
likely to be, seriously prejudiced;

the Director-General of Security may, by warrandemhis or her
hand, authorize persons approved under section feapect of the
warrant to intercept, subject to any conditionsestrictions that
are specified in the warrant, communications thateing made
to or from that service, or communications of thatson (as the
case requires), and such a warrant may authorizg @many
premises specified in the warrant for the purpdsestalling,
maintaining, using or recovering any equipment uesddtercept
such communications.

(1A) The reference in subparagraph (1)(d)(iite interception not
commencing includes a reference to the communicstithat were
to be intercepted, not being accessed as storethuaroations
after they have ceased to pass over a telecomntiomisaystem.

(2) Where a warrant under this section authorzds/ on premises,
the warrant shall state whether entry is authortedae made at
any time of the day or night or only during spesifihours and
may, if the Director-General of Security thinks fitovide that
entry may be made without permission first beingga or
demand first being made, and authorize measurebéhar she is
satisfied are necessary for that purpose.

(38) A warrant under this section shall specify pleeiod for which it is
to remain in force, being a period that does nokeer 48 hours,
but may be revoked by the Attorney-General at ang before the
expiration of the period so specified.

(4) Where the Director-General of Security issa@garrant under this
section, he or she shall forthwith furnish to thtofney-General:

(a) a copy of the warrant; and

(b) a statement of the grounds on which he oiishatisfied as
to the matters referred to in subparagraph (1){d)(i
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(5) The Director-General must, within 3 workingydafter issuing a
warrant under this section, give a copy of the amtrto the
Inspector-General of Intelligence and Security.

11A Telecommunications service warrant for colle@n of foreign
intelligence

(1) Where:

(a) the Director-General of Security gives a rnotitwriting to
the Attorney-General requesting the Attorney-Gelnera
issue a warrant under this section authorisinggoers
approved under section 12 in respect of the watoadb acts
or things referred to in subsection 9(1) in relatio a
particular telecommunications service for the psgpof
obtaining foreign intelligence relating to a maspecified in
the notice; and

(b) the Attorney-General is satisfied, on the $asgiadvice
received from the Minister for Defence or the Miaisfor
Foreign Affairs, that the collection of foreign étiigence
relating to that matter is in the interests of Aalsa’s
national security, Australia’s foreign relationsAurstralia’s
national economic well-being;

the Attorney-General may, by warrant under hisertrand,
authorise persons approved under section 12 iecesp the
warrant, subject to any conditions or restrictithreg are specified
in the warrant, to do such of those acts or thingslation to that
telecommunications service as the Attorney-Gerwmasiders
appropriate in the circumstances and are spegifithte warrant,
for the purpose of obtaining that intelligence.

(2) A request by the Director-General of Secuigtythe issue of a
warrant under this section:
(a) shall include a description of the servicdisignt to identify
it, including:
(i) the name, address and occupation of the sibesdif
any) to the service; and
(i) the number (if any) allotted to the servigedcarrier;
and
(b) shall specify the facts and other grounds biclvthe
Director-General of Security considers it neces#aay the
warrant should be issued.
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Note: Warrants are obtained under this sectiothf@purpose of performing
the function set out in paragraph 17(1)(e) of Alstralian Security
Intelligence Organisation Act 1979

11B Named person warrant for collection of foreigrintelligence

(1) The Attorney-General may, under his or herdh@sue a warrant
in respect of a person if:

(a) the Director-General of Security gives a rnofitwriting to
the Attorney-General requesting the Attorney-Gelniera
issue a warrant under this section authorisinggmsrs
approved under section 12 in respect of the watoadb acts
or things referred to in subsection 9A(1A) in reatto:

(i) communications that are being made to or feom
telecommunications service that a person or foreign
organisation is using, or is likely to use; or

(i) communications that are being made by medrs o
particular telecommunications device or particular
telecommunications devices that a person or foreign
organisation is using, or is likely to use;

for the purpose of obtaining foreign intelligenmegating to a
matter specified in the notice; and

(b) the Attorney-General is satisfied, on the $asgiadvice
received from the Minister for Defence or the Miaisfor
Foreign Affairs, that:

(i) the obtaining of foreign intelligence relatihgthat
matter is in the interests of Australia’s natioseturity,
Australia’s foreign relations or Australia’s natain
economic well-being; and

(i) it is necessary to intercept the communiaagiof the
person or foreign organisation in order to obthm t
intelligence referred to in paragraph (a); and

(iii) relying on a telecommunications service veantr to
obtain the intelligence would be ineffective.

(1A) The warrant authorises persons approved wselgion 12 in
respect of the warrant to intercept, subject to@mnditions or
restrictions that are specified in the warrant:

(&) communications that are being made to or faom
telecommunications service that the person or dorei
organisation is using, or is likely to use; or
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(b) communications that are being made by meaas of
telecommunications device or telecommunicationsogsy
identified in the warrant, that the person or fgrei
organisation is using, or is likely to use.

Note: Subsection (3) restricts the issuing of ararrauthorising
interception of communications made by means of a

telecommunications device or telecommunicationscdsvidentified
in the warrant.

(1B) The warrant may authorise entry on any prem#pecified in the
warrant for the purpose of installing, maintaininging or
recovering any equipment used to intercept suchmmamications.

(2) A request by the Director-General of Secuigtythe issue of a
warrant in respect of a person or foreign orgaiteat
(&) must include the name or names by which tihgopeor
organisation is known; and
(b) must include details (to the extent thesekamvn to the
Director-General of Security) sufficient to idegtthe
telecommunications services the person or foreign
organisation is using, or is likely to use; and
(ba) if the warrant would authorise interceptidn o
communications made by means of a telecommunication
device or telecommunications devices identifiethia
warrant—must include details (to the extent thesekaown
to the Director-General of Security) sufficientidentify the
telecommunications device or telecommunicationsodsv
that the person is using, or is likely to use; and
(c) must specify the facts and other grounds oiclwtine
Director-General of Security considers it neces#aay the
warrant should be issued.

(3) The Attorney-General must not issue a warttaait authorises
interception of communications made by means of a
telecommunications device or telecommunicationsaasv
identified in the warrant unless he or she is 8atlghat:

(a) there are no other practicable methods avaitalthe
Organisation at the time of making the applicatoidentify
the telecommunications services used, or likelygased,
by the person or foreign organisation in respeettodm or
which the warrant would be issued; or
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(b) interception of communications made to or fram
telecommunications service used, or likely to bedudy that
person or foreign organisation would not othervliee
practicable.

Note: Warrants are obtained under this sectiothf@purpose of performing

the function set out in paragraph 17(1)(e) ofAlstralian Security
Intelligence Organisation Act 1979

11C Foreign communications warrant for collectionof foreign
intelligence

(1) Where:

(a) the Director-General of Security gives a retitwriting to
the Attorney-General requesting the Attorney-Gelniera
issue a warrant under this section authorisinggoers
approved under section 12 in respect of the watoant
intercept foreigrcommunications for the purpose of
obtaining foreign intelligence relating to a matpecified in
the notice; and

(b) the Attorney-General is satisfied, on the $asdiadvice
received from the Minister for Defence or the Miaisfor
Foreign Affairs, that:

(i) the collection of foreign intelligence relagmo that
matter is in the interests of Australia’s natiosaturity,
Australia’s foreign relations or Australia’s natain
economic well-being; and

(i) itis necessary to intercept foreign commuticns in
order to collect the intelligence referred to in
paragraph (a); and

(i) relying on a telecommunications service veatror a
named person warrant to obtain the intelligencelgvou
be ineffective;

the Attorney-General may, by warrant under hisertand,
authorise persons approved under section 12 iecesp the
warrant, subject to any conditions or restrictithvet are specified
in the warrant, to intercept foreign communicatiforsthe purpose
of obtaining that intelligence.

(2) A warrant under subsection (1) must not ausledhe interception
of any communications except foreign communications
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(3) A request by the Director-General of Secuigtythe issue of a
warrant under this section must:

(a) include a description that is sufficient tendify the part of
the telecommunications system that is likely taycéne
foreign communications whose interception is soughd

(b) specify the facts and other grounds on whieh t
Director-General of Security considers it neces#aay the
warrant should be issued, including the reasons the
information cannot be collected by other means.

(4) A warrant under this section must include:

(a) anotice addressed to the carrier who opetiagerelevant
telecommunications system, giving a description itha
sufficient to identify the part of the telecommuations
system that is covered by the warrant; and

(b) a notice addressed to the Director-Gener8eaiirity stating
that the warrant authorises the obtaining of fareig
intelligence only for purposes relating to the maipecified
in the notice requesting the issue of the warrant.

(5) Where:
(&) a communication is intercepted under a wamuiader this
section; and
(b) the Director-General of Security is satisfipdt the
communication is not relevant to the purposes fipeldn
the warrant;
the Director-General of Security must cause angreor copy of
the communication to be destroyed.
Note: Warrants are obtained under this sectiothf@ipurpose of performing

the function set out in paragraph 17(1)(e) ofAlstralian Security
Intelligence Organisation Act 1979

11D Provisions applying to foreign intelligence waiants

Warrants authorising entry

(1) Where a warrant under section 11A or 11B auske entry on
premises, the warrant:
(a) must state whether entry is authorised to dgenat any time
of the day or night or only during specified howasg
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(b) may, if the Attorney-General thinks fit—proeidhat entry
may be made without permission first being sought o
demand first being made, and may authorise meatwathe
or she is satisfied are necessary for that purpose.

Length of time warrant remains in force

(2) A warrant under section 11A, 11B or 11C mystcify the period
for which it is to remain in force. The period must exceed 6
months, and the warrant may be revoked by the AdipGeneral
at any time before the end of the specified period.

Issue of further warrant

(3) Subsection (2) does not prevent the issuefaftaer warrant in
respect of a telecommunications service, a persarpart of a
telecommunications system (as the case may be)atian to
which or whom a warrant has, or warrants have,ipusty been
issued.

Part 106 of the Criminal Code

(4) Nothing in Part 10.6 of tHeriminal Codeis to be taken to prohibit
the doing of anything under, or for the purposesafarrant under
section 11A, 11B or 11C.

Note: Part 10.6 of th€riminal Codedeals with offences relating to
telecommunications.

Information about Australian citizens or permangggidents

(5) The Director-General must not request theeigdia warrant under
section 11A, 11B or 11C for the purpose of collegtinformation
concerning an Australian citizen or permanent esgid

(6) The reference in subsection 11A(1), 11B(1) &hG(1) to
conditions or restrictions includes a reference to conditions or
restrictions designed to minimise:

(a) the obtaining by the Organisation, pursuarat ¢earrant
issued under section 11A, 11B or 11C (as the caselm),
of information that is not publicly available comaimg
Australian citizens or permanent residents; or

(b) the retention of information of that kind.
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12 Persons authorised to intercept communicatiorfer Organisation

The Director-General of Security, or an officétlee Organisation
appointed by the Director-General of Security, riting, to be an
authorizing officer for the purposes of this subbigex; may, by
writing under his or her hand, approve officers antployees of
the Organisation and other persons as personsriagiti®o
exercise, on behalf of the Organisation, the aitthoonferred by
Part 2-2 warrants.

13 Discontinuance of interception before expiratio of warrant

Where, before a Part 2-2 warrant ceases to fugdn, the
Director-General of Security is satisfied that ¢iheunds on which
the warrant was issued have ceased to exist, $leecshall
forthwith inform the Attorney-General accordinglychtake such
steps that are necessary to ensure that the iptencef
communications under the warrant is discontinued.

14 Certain records retained by Organisation to belestroyed

Where:
(a) arecord or copy has been made of a commiimicat
intercepted by virtue of a Part 2-2 warrant;
(b) the record or copy is in the possession otoclys or under
the control, of the Organisation; and
(c) the Director-General of Security is satisfibdt the record or
copy is not required, and is not likely to be regdj in or in
connection with the performance by the Organisatiits
functions or the exercise of its powers (includihg powers
conferred by sections 64 and 65);
the Director-General of Security shall cause tlvem or copy to
be destroyed.

Note: See subsection 11C(5) for additional rulesuathe destruction of
material obtained under a warrant issued undeiosetiC.

15 How warrants etc. to be dealt with

(1) Where the Attorney-General issues or revokieara 2-2 warrant,
he or she shall cause:
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(a) the Director-General of Security to be infodhfierthwith of
the issue of the warrant or of the revocationhascase may
be; and

(b) the warrant or the instrument of revocatiantte case may
be, to be forwarded, as soon as practicable, t®iteetor
General of Security.

(1A) Where:

(a) the Director-General of Security is informetiar
paragraph (1)(a) of the issue of a warrant (othan t&a
warrant under section 11C); and

(b) itis proposed, under the warrant, to intetcep
communications made to or from a telecommunications
service while they are passing over a telecommtinita
system operated by a carrier; and

(ba) the execution of the warrant will involve tiaging of action
by the carrier or its employees;
the Director-General of Security shall cause:

(c) an authorised representative of that caradretinformed
forthwith of the issue of the warrant; and

(d) where, under paragraph (1)(b), the Directon&sal of
Security receives the warrant—a copy of the warrant
certified in writing by a certifying person to berae copy of
the warrant, to be given as soon as practicatiieatio
authorised representative.

Note: Subsection 15(7) deals with cases where trexfr-General of
Security is informed of the issue of a warrant ursietion 11C.

(1B) Where:

(a) an authorised representative of a carriebkas informed,
under subsection (1A), of the issue of a warramd; a

(b) the Director-General of Security is informatter
paragraph (1)(a) that the warrant has been revoked;

the Director-General of Security shall cause:

(c) that authorised representative to be inforfoetthwith of the
revocation; and

(d) where, under paragraph (1)(b), the Directon&sal of
Security receives the instrument of revocation—ayaaf the
instrument, certified in writing by a certifying rs®n to be a
true copy of the instrument, to be forwarded ass®
practicable to that authorised representative.
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(3) The Attorney-General shall record on each estjin writing for
the issue of a warrant received by him or her fthen
Director-General of Security his or her decisiothwespect to the
request and shall cause the request to be rettoribd
Director-General of Security.

(4) Where:

(a) the Director-General of Security issues a argrunder
section 10; and
(b) itis proposed, under the warrant, to intetcep
communications made to or from a telecommunications
service while they are passing over a telecommtinita
system operated by a carrier; and
(ba) the execution of the warrant will involve tiaging of action
by the carrier or its employees;
the Director-General of Security shall cause:
(c) an authorised representative of that caradyetinformed
forthwith of the issuing of the warrant; and
(d) a copy of the warrant, certified in writing the
Director-General, or a Deputy Director-General e€&ity,
to be a true copy of the warrant, to be given as s5
practicable to that authorised representative.

(6) The Director-General of Security shall caused kept in the
Organisation’s records:

(a) each warrant issued under section 10;

(c) each warrant, and each instrument of revocaticeived
under this section by the Director-General from the
Attorney-General; and

(e) each request, and each document, returnée to t
Director-General by the Attorney-General.

(7) Where:

(a) the Director-General of Security is informetiar
paragraph (1)(a) of the issue of a warrant undeisel1C;
and

(b) itis proposed, under the warrant, to intetcep
communications made while they are passing over a
telecommunications system operated by a carrier;

the Director-General of Security must cause:
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(c) an authorised representative of that caradretinformed
forthwith of the issue of the warrant; and

(d) where, under paragraph (1)(b), the Directon&sal of
Security receives the warrant—a copy of the pathef
warrant referred to in paragraph 11C(4)(a), cediin
writing by a certifying person, to be a true cofyre
warrant, to be given as soon as practicable toatlidorised
representative.

16 Additional requirements for named person warrans

(1) Where:
(a) an authorised representative of a carriebkas given a
copy of a warrant under section 9A or 11B; and
(aa) the warrant is not a warrant that authoiisesception of
communications made by means of a telecommunication
device or telecommunications devices identifiethia
warrant; and
(b) itis proposed, under the warrant, to intetcep
communications made to or from a telecommunications
service operated by the carrier; and
(c) the service was not identified in the warrant;
a certifying person must cause that authorisecesgmtative to be
given, as soon as practicable, a description itingrof the service
sufficient to identify it.

(1A) Where:
(a) an authorised representative of a carriebbeas given a
copy of a warrant under section 9A or 11B; and
(b) the warrant is a warrant that authorises aetgtion of
communications made by means of a telecommunication
device or telecommunications devices identifiethie
warrant; and
(c) itis proposed, under the warrant, to intetcbp means of a
telecommunications device, communications made to o
from a telecommunications service operated by #nger;
and
(d) the device was not identified in the warrant;
a certifying person must cause that authorisecesgmtative to be
given, as soon as practicable, a description itingrof the device
sufficient to identify it.
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(2) Where:

(a) an authorised representative of a carriebkas given a
description of a telecommunications service toromf
which, or a telecommunications device or
telecommunications devices by means of which,
communications are proposed to be intercepted wnder
warrant under section 9A or 11B; and

(b) the Director-General of Security is satisfipdt the
interception of communications to or from that ssgyor by
means of the device or devices, is no longer redquir

a certifying person must cause:

(c) that authorised representative to be inforofetie fact
immediately; and

(d) confirmation in writing of the fact to be givas soon as
practicable to that authorised representative.

17 Reports to be made to Attorney-General on restd of
interception

(1) The Director-General of Security shall furntsithe
Attorney-General, in respect of each Part 2-2 wayraithin 3
months after the expiration or revocation, whichdiret occurs,
of the warrant, a report in writing on the extemtthich the
interception of communications under the warraistdssisted the
Organisation in carrying out its functions.

(2) A report under subsection (1) in relation twarant issued under
section 9A or 11B must include details of the teltamunications
service to ofrom which each intercepted communication was
made.

18 Evidentiary certificates

(1) The following:

(a) the Managing Director of a carrier;

(b) the secretary of a catrrier;

(c) an employee of a carrier authorised in writiogthe
purposes of this paragraph by the Managing Diremtdhe
secretary of the carrier;

may issue a written certificate signed by him argedting out such
facts as he or she considers relevant with re$pextts or things
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done by, or in relation to, employees of the cairieorder to
enable a warrant to be executed.

(2) A document purporting to be a certificate essunder
subsection (1) and purporting to be signed by tla@agding
Director or secretary, or an employee, of a caisi¢o be received
in evidence in an exempt proceeding without furgireof and is,
in an exempt proceeding, conclusive evidence ofitatters stated
in the document.

(38) The Director-General of Security or the DepDtyector-General
of Security may issue a written certificate sighgchim or her
setting out such facts as he or she considersamievith respect to
acts or things done:

(a) in order to enable, or in connection with dima} a warrant
issued under this Part to be executed; or

(b) in connection with the execution of a warrastied under
this Part.

(4) The Director-General of Security or the DepDtyector-General
of Security may issue a written certificate sighgchim or her
setting out such facts as he or she considersarievith respect
to:

(a) anything done by an officer or employee of@rganisation
in connection with the execution of a warrant issurder
this Part; or

(b) anything done by an officer or employee of @rganisation
in connection with:

(i) the communication by a person to another pecdpor
(i) the making use of; or
(iii) the making of a record of; or
(iv) the custody of a record of; or
(v) the giving in evidence of;
information obtained by the execution of suchaarant.

(5) A document purporting to be a certificate essuinder
subsection (3) or (4) by the Director-General afiBiy or the
Deputy Director-General of Security and to be sthhg him or
her is to be received in evidence in an exempteeditnig without
further proof and is, in an exempt proceedprgna facieevidence
of the matters stated in the document.
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(6) In subsections (1) and (2), a reference tavtheaging Director or
secretary of a carrier includes a reference tdMeaging Director
or secretary of a body corporate of which the eais a

subsidiary.

(7) For the purposes of this section, the questibether a body
corporate is a subsidiary of another body corpasate be
determined in the same manner as the questiortésntieed under

the Corporations Act 2001
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Part 2-3—Emergency requests authorising officers

of a carrier to intercept
telecommunications

30 Emergency requests

(1) Where:

(a) a person is a party to a communication passieg a
telecommunications system;

(b) as aresult of information conveyed by anotiety to the
communication (in this section referred to asddiéer) and
of any other matters, the first-mentioned persomfothe
honest belief that either of the following emergea@xist:

(i) another person (whether or not the callegyimg, is
being seriously injured or has been seriously egur

(i) another person (whether or not the calleif)kisly to die
or be seriously injured; and

(c) the first-mentioned person does not know tleation of the
caller;

the first-mentioned person may:
(d) in a case where the first-mentioned person:

(i) is a member of a police force; and

(i) is of the opinion that tracing the locatiohtbe caller is
likely to be of assistance in dealing with the egeaicy;

request, or cause another member of a police forcequest,

an employee of a carrier to intercept, or to cauber

employees of the carrier to intercept, the comnmatioa for

the purposes of tracing the location of the cabher;

(e) in a case where the first-mentioned persois member of
a police force—inform, or cause another persomfiarin, a
member of a police force of the matters referreith to
paragraphs (a), (b) and (c).
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&)

©)

(4)

Where a member of a police force is so infanibe member
may, if the member is of the opinion that tracihg tocation of the
caller is likely to be of assistance in dealinghitlie emergency,
request an employee of a carrier to intercept) @atise other
employees of the carrier to intercept, the commatioa for the
purposes of tracing the location of the caller.

Where, pursuant to a request made, or purgpiti be made, by a
member of a police force under subsection (1) prgi2 employee
of a carrier intercepts a communication passing ave
telecommunications system for the purpose of ttadie location
of the caller, the employee shall:

(&) communicate, or cause another employee afdhéer to
communicate, the location of the caller to the pensho
made the request or to any other member of a pfuice;
and

(b) communicate particulars of the interceptiothi® Managing
Director of the carrier.

As soon as practicable after making to an egg# of a carrier a
request under, or purporting to be under, subse¢tipor (2), a
member of a police force shall give, or cause aratiember of a
police force to give, to the Managing Director lo¢ tcarrier a
written confirmation of the request that sets bigtihformation
given by the first-mentioned member to that empéoiye
connection with the request.
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Part 2-4—Authorisation of interception for
developing and testing interception
capabilities

31 Applications for authorisation

(1) The head (however described) of a securithiaity that has
functions that include activities relatingdeveloping or testing
technologies, or interception capabilities, or espe acting as that
head, may request the Attorney-General to autharisger
section 31A, interception of communications passiver a
telecommunications system by employees of the aitiyho
authorised under section 31B.

(2) The request:

(&) must be in writing; and

(b) must include details of the development otirigsof
technologies, or interception capabilities, in tielato which
authorisation is sought; and

(c) mustinclude details of the extent to which deselopment
or testing would involve, or would be likely to ioive,
interception of communications passing over a
telecommunications system; and

(d) must refer to the functions of the authoritgttthe
development or testing would support; and

(e) must state the grounds for seeking the awhiion; and

(f) must summarise the outcomes of any previotisagisations
given to the authority under section 31A in relatio the
technology or interception capability that is thébject of the
application; and

(g) must nominate the period (not exceeding 6 h&)rfor
which the authorisation is sought to be in force.
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31A Attorney-General may authorise interception fo developing
and testing interception capabilities

(1) Upon receiving the request, the Attorney-Gaheray authorise
interception of communications passing over a teteounications
system by employees of the security authority augbd under
section 31B.

(2) The authorisation is subject to:
(a) a condition prohibiting:

(i) interception of communications passing over a
telecommunications system except for the purpokes o
development or testing of technologies, or intetioep
capabilities; or

(iiy communicating, using or recording such
communications except for such purposes; and

(b) any other conditions specified in the autradics.

(3) The authorisation must be in writing and napstcify the period
(not exceeding 6 months) for which it will haveest.

(4) The head (however described) of the secutitiaity, or a person
acting as that head, must ensure that a copy @ttherisation is
kept by the authority and is available for inspattdon request by
the Minister who is responsible for the authority.

(5) An authorisation given under subsection (I)dta legislative
instrument.

31B Authorisation of employees of a security auttray

(1) The following persons:
(a) the head (however described) of a securityaaiiy;
(b) an officer of the security authority covergdan approval in
force under subsection (2);
may, by writing, authorise employees of the autlgdar the
purposes of this Part.

(2) The head (however described) of a securithiaity may, by
writing, approve an officer of the authority foletburposes of
paragraph (1)(b).
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31C Destruction of records

If:

(a) information, or a record, that was obtainaedhie course of
developing or testing technologies or interception
capabilities, by interception of communicationsgag over
a telecommunications system is in a security ailier
possession; and

(b) the information or record is no longer reqdine relation to
the development or testing;

the head (however described) of the security ailjhar a person
acting as that head, must cause the informatioaaard to be
destroyed as soon as practicable.

31D Reports to the Attorney-General

The head (however described) of a security ailjhar a person
acting as that head, must give to the Attorney-Genewithin 3
months after an authorisation under section 31&mivo the
authority ceases to have effect, a written repoouét
(a) the outcome of the development or testingofimologies, or
interception capabilities, in relation to which the
authorisation was given; and
(b) the destruction of information or records unskection 31C.
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Part 2-5—Warrants authorising agencies to
intercept telecommunications

Division 2—Declaration of State Law Enforcement
Authorities as Agencies

34 Declaration of an eligible authority of a Stateas an agency

Subject to section 35, the Minister may, by legige instrument
and at the request of the Premier of a State, dealaceligible
authority of that State to be an agency for the@pses of this Act.

35 Preconditions for declaration

(1) The Minister shall not make a declaration ursdetion 34 in
relation to an eligible authority of a State unlkssor she is
satisfied that the law (in this subsection callegrel evant law) of
that State makes satisfactory provision:

(a) imposing on the chief officer of the eligiladathority
requirements corresponding to the requirements that
sections 80 and 81 impose on the chief officer of a
Commonwealth agency; and

(c) requiring the chief officer of the eligibletaority to give to a
specified Minister (in this subsection called thgponsible
Minister) of that State, within 3 months after a warrant
issued to the eligible authority ceases to be ioefpa written
report about:

(i) the use made by the eligible authority of mfi@tion
obtained by interceptions under the warrant; and

(i) the communication of such information to pars other
than officers of the eligible authority; and

(d) requiring the chief officer of the eligiblethority to give to
the responsible Minister as soon as practicablkjraany
event within 3 months, after each 30 June, a writéport
that sets out such information as:

(i) Division 2 of Part 2-8 requires to be set outhe
Minister’s report under that Division relating teetyear
ending on that 30 June; and

Telecommunications (Interception and Access) A¢919 89



Chapter 2 Interception of telecommunications
Part 2-5 Warrants authorising agencies to intercept tefenanications
Division 2 Declaration of State Law Enforcement AuthorissAgencies

Section 35

(i) can be derived from the eligible authority&cords; and

(e) requiring the responsible Minister to givehe Minister, as
soon as practicable after a report of a kind reteto in
paragraph (c) or (d) is given to the responsiblaider, a
copy of the report; and

(f) requiring the chief officer of the eligible tnority to cause a
restricted record (whether made before or after the
commencement of this section) that is in the paiseof
the eligible authority to be kept, except whersibeing
otherwise dealt with in accordance with this Actl &ime
relevant law, in a secure place where it is noessible to
persons other than persons who are entitled seabvdth it;
and

(g) requiring the chief officer of the eligibletaority to cause a
restricted record of a kind referred to in paragréjpto be
destroyed forthwith where the chief officer is shéd that
the restricted record is not likely to be requifeda
permitted purpose in relation to the eligible auitlypother
than a purpose connected with an inspection okitinee
referred to in paragraph (h) or with a report ochsan
inspection; and

(h) requiring regular inspections of the eligiblghority’s
records, for the purpose of ascertaining the exiént
compliance by the officers of the eligible authprxitith the
requirements referred to in paragraphs (a), (f)@haf this
subsection, to be made by an authority of thaeStt is
independent of the eligible authority and on wtsdfficient
powers have been conferred to enable the independen
authority to make a proper inspection of those nésor
that purpose; and

(ha) requiring that a person who performs a fuamctir exercises
a power under section 45 in relation to an appboaby an
eligible authority for a warrant must not undertalke
inspection of the eligible authority’s records tbe purpose
referred to in paragraph (h) in relation to a relcofrthe
eligible authority that relates to the applicatiand

()) requiring an authority of that State that haexde an
inspection of the eligible authority’s interceptiecords for
the purpose referred to in paragraph (h) to repastiting to
the responsible Minister about the results of tispéction;
and
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(k) empowering an authority of that State thata assult of
inspecting the eligible authority’s records for thepose
referred to in paragraph (h), is of the opiniort tra officer
of the eligible authority has contravened:

(i) a provision of this Act; or

(i) arequirement referred to in paragraph (c);
to include in the report on the inspection a repa the
contravention; and

(m) requiring the responsible Minister to givethe Minister, as

soon as practicable after a report on an inspedfidine kind
referred to in paragraph (j) is given to the resilae
Minister, a copy of the report.

(1A) Paragraphs (1)(f) and (g) do not apply testnicted record that is
a record of a communication that was interceptetbuparagraph
7(2)(aaa).

(2) The Minister must not make a declaration ursgetion 34 in
relation to an eligible authority of a State unltées Minister is
satisfied that that State has entered into an aggeEto pay all
expenses connected with the issue of warrantsetadthority.

36 State laws requiring copies of documents to lagven to
responsible Minister

(1) Nothing in this Division is to be taken to piide a law of a State
from requiring the chief officer of the eligible thority to give to a
specified Minister (theesponsible Minister) of that State a copy
of each warrant issued to the eligible authoritbg af each
instrument under section 52 or 57 revoking suclaaant.

(2) If a State makes a law of the kind mentiomedubsection (1),
then, for the purposes of section 63AA, the chiéter of the
eligible authority is taken to be communicatingenaeption
warrant information for the purposes of this Pgrglving
documents to the responsible Minister to complynlie
requirement.
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37 Revocation of declaration

(1) If requested by the Premier of a State to keveodeclaration in
force under section 34 in relation to an eligibléharity of that
State, the Minister shall, by notice in writing fisbed in the
Gazetterevoke the declaration.

(2) Subject to subsection (1), the Minister maynbtice in writing
published in thé&azetterevoke a declaration in force under
section 34 in relation to an eligible authorityeoState if, and only
if, the Minister is satisfied that:

(a) the law of that State no longer makes satisfagrovision
in relation to the authority as mentioned in subieac35(1);

(b) the extent of compliance with a requiremena tdw of that
State, being a requirement of a kind referred tsuinsection
35(1), has been unsatisfactory in so far as theiregent
relates to the authority;

(c) no agreement of the kind referred to in sutise@5(2),
being an agreement entered into by that Statealeates to
the authority, is in force;

(d) the extent of compliance by that State withtdrms of an
agreement of the kind referred to in subsectio2 3%eing
an agreement entered into by that State, has been
unsatisfactory in so far as the agreement relatdset
authority; or

(e) the extent of compliance by the chief offioéthe authority,
or by officers of the authority, with this Act hbeen
unsatisfactory.

38 Effect of revocation

Where a declaration under section 34 in relatiosn eligible
authority of a State is revoked, this Act:
(a) continues to apply in relation to a warrautt thvas issued to
the authority before the revocation; and

(b) so applies at a particular time as if the aritir were an
agency at that time.
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Division 3—Applications for warrants

39 Agency may apply for warrant

(1) An agency may apply to an eligible Judge animated AAT
member for a warrant in respect of a telecommuigicatservice or
a person.

(2) An application for a warrant shall be madeaoragency’s behalf
by:
(a) in the case of the Australian Federal Policereaber of the
Australian Federal Police; or

(aa) in the case of the Australian Commissiorn_fow
Enforcement Integrity:
(i) the Integrity Commissioner; or
(i) an Assistant Integrity Commissioner; or
(i) a staff member of ACLEI who is authorisedwmiting
by the Integrity Commissioner for the purposeshds t
paragraph; or
(b) in the case of the ACC:
(i) the Chief Executive Officer of the ACC or axaeniner;
or

(i) a member of a police force who is a membethef staff
of the ACC; or

(c) in the case of the Police Force of a State-efficer of that
Police Force; or

(d) in the case of the Crime Commission:
(i) a member of the Crime Commission; or
(i) a member of the staff of the Crime Commission

(e) in the case of the Independent Commissionsgai
Corruption—an officer of that Commission; or

(ea) in the case of the Office of Police Integrity
(i) a member of the staff of the Office of Policgegrity;
or
(ii) an individual who is engaged under paragrap{i)(b)
of the Police Integrity Act; or
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(f) in the case of the Crime and Misconduct Consinis—a
commission officer (within the meaning of the Crianed
Misconduct Act); or

(g9) in the case of the Police Integrity Commission

(i) an Assistant Commissioner or the Commissiafehe
Police Integrity Commission; or

(i) a member of the staff of the Police Integrity
Commission; or

(i) in the case of the Corruption and Crime Consiois—an
officer of the Corruption and Crime Commission.

40 Form of application

(1) Subject to subsection (2), an applicationafevarrant shall be in
writing.

(2) If the person making an application for a \matron an agency’s
behalf:

(a) is the chief officer of the agency or a persorelation to
whom an authorisation by the chief officer is inci®under
subsection (3); and

(b) thinks it necessary, because of urgent cir¢amnees, to make
the application by telephone;

the person may make the application by telephone.

(3) The chief officer of an agency may authorisavriting, for the
purposes of subsection (2), persons who, or claggesrsons who,
are entitled under section 39 to make applicatmnthe agency’s
behalf.

41 Contents of application

A written application by an agency for a warrshall set out:
(&) the name of the agency; and

(b) the name of the person making the applicatiothe
agency'’s behalf.

42 Affidavit to accompany written application

(1) A written application by an agency for a watrghall be
accompanied by an affidavit complying with thistemt
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(2) The affidavit shall set out the facts and ogir@unds on which the
application is based.

(3) The affidavit shall specify the period for whiit is requested that
the warrant be in force and shall state why ibissidered
necessary for the warrant to be in force for tteaiqal.

(4) If the application is for a telecommunicati@gsvice warrant, the
affidavit shall set out, in relation to the serviaad in relation to
each person to whom the application relates, thewimg
information, so far as it can be derived from therecy’s records:

(a) the number of previous applications (if arg)Wwarrants that
the agency has made and that related to the senwioethat
person, as the case may be;

(b) the number of warrants (if any) previouslyisg on such
applications; and

(c) particulars of the use made by the agencyformation
obtained by interceptions under such warrants.

(4A) If the application is for a named person aatr the affidavit must
set out:

(a) the name or names by which the person is knanth

(b) details (to the extent these are known tccttief officer)
sufficient to identify the telecommunications seps the
person is using, or is likely to use; and

(ba) if the warrant would authorise interceptidn o

communications made by means of a telecommunication
device or telecommunications devices identifiethie
warrant—details (to the extent these are knowhécchief
officer) sufficient to identify the telecommunicatis device
or telecommunications devices that the personiigusr is
likely to use; and

(c) the number of previous applications (if any) Warrants that
the agency has made and that related to the perdora
service that the person has used; and

(d) the number of warrants (if any) previouslyisg on such
applications; and

(e) particulars of the use made by the agencgfofmation
obtained by interceptions under such warrants.

(5) Notwithstanding subsection (1), a written aggtion may be
accompanied by 2 or more affidavits that togetlkéiosit each
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matter that, but for this subsection, this sectiould have
required an affidavit accompanying the applicatimset out,
specify or state.

43 Information to be given on telephone applicatio

The information given to a Judge or nominated AA@mber in
connection with a telephone application to the dusignominated
AAT member:

(a) shall include particulars of the urgent circiamces because
of which the person making the application on tienay’'s
behalf thinks it necessary to make the applicabipn
telephone;

(b) shall include each matter that, if the appiazahad been
made in writing, section 41, 42 or 48 would hawguieed the
application, or an affidavit accompanying it, td set,
specify or state; and

(c) shall be given orally or in writing, as thedde or nominated
AAT member directs.

44 Giving further information to Judge

(1) A Judge or nominated AAT member may requirghier
information to be given in connection with an apation to the
Judge or nominated AAT member for a warrant.

(2) The further information:
(a) shall be given on oath if the application wasde in writing;
and
(b) shall be given orally or otherwise, as thegdudr nominated
AAT member directs.

45 Application by interception agency of Queenslah

Scope

(1) This section applies if an interception ageotQueensland
applies, under section 39, to an eligible Judgeooninated AAT
member for a warrant in respect of a telecommuigicatservice or
a person.
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PIM may make submissions

(2) The PIM may, orally or in writing, make subsimns to the Judge
or nominated AAT member about the following matters
(a) in relation to an application for a warrantéspect of a
telecommunications service—the matters mentioned in
paragraphs 46(2)(a) to (f);
(b) in relation to an application for a warranr@spect of a
person—the matters mentioned in paragraphs 46A®(a

().
PIM may question certain persons

(3) The PIM may, for the purpose of making subiniss under
subsection (2), question:
(a) the person making the application for the amtron the
interception agency’s behalf; or
(b) a person who, under section 44, is requirethbyludge or
nominated AAT member to give further informatiorthe
Judge or nominated AAT member in connection with th
application.
However, the PIM may only do so in the presenciefeligible
Judge or nominated AAT member.

PIM may delegate powers

(4) The PIM may delegate to a deputy PIM the PIpbBsver under
subsection (2) or (3), or both. The delegation rnbesin writing.

(5) In exercising powers under a delegation, aijePIM must
comply with any directions of the PIM.

45A Queensland law not affected

Nothing in this Act affects the operation of wlaf Queensland, to
the extent that the law authorises or requires:

(a) a person who proposes to apply, under se8fippn behalf
of an interception agency of Queensland for a vnaira
respect of a telecommunications service or a person

(i) to notify the PIM of the proposed applicatia;
(ii) to notify the PIM of any information that &gks to the
proposed application; or
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(i) to give to the PIM any document that relateghe
proposed application; or
(b) a person who applies, under section 39, oalbehan
interception agency of Queensland for a warran¢spect of
a telecommunications service or a person:
(i) to notify the PIM of the application; or
(ii) to notify the PIM of any information that &gks to the
application; or

(i) to give to the PIM any document that relateshe
application.
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Division 4—Warrants

46 Issue of telecommunications service warrant

(1) Where an agency applies to an eligible Judgeminated AAT
member for a warrant in respect of a telecommuigicatservice
and the Judge or nominated AAT member is satistiadhe basis
of the information given to the Judge or nominadd member
under this Part in connection with the applicatitat:

(a) Division 3 has been complied with in relattorthe
application; and
(b) in the case of a telephone application—becafisegent
circumstances, it was necessary to make the afiphday
telephone; and
(c) there are reasonable grounds for suspectaigatparticular
person is using, or is likely to use, the servargg
(d) information that would be likely to be obtaihiey
intercepting under a warrant communications made to
from the service would be likely to assist in coctiwn with
the investigation by the agency of a serious offeinc
serious offences, in which:
(i) the particular person is involved; or
(iiy another person is involved with whom the parar
person is likely to communicate using the service]
(e) having regard to the matters referred to ssation (2), and
to no other matters, the Judge or nominated AAT bem
should issue a warrant authorising such commuwicstio
be intercepted;
the Judge or nominated AAT member may, in his ordigeretion,
issue such a warrant.

Note: Subparagraph (d)(ii)—subsection (3) resttistsissuing of warrants
if subparagraph (d)(ii) applies.
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(2) The matters to which the Judge or nominated Avember shall
have regard are:

(&) how much the privacy of any person or persemsid be
likely to be interfered with by intercepting undewarrant
communications made to or from the service refetoad
subsection (1); and

(b) the gravity of the conduct constituting théeofe or offences
being investigated; and

(c) how much the information referred to in paeggr (1)(d)
would be likely to assist in connection with thgestigation
by the agency of the offence or offences; and

(d) to what extent methods of investigating thierde or
offences that do not involve so intercepting comitations
have been used by, or are available to, the agancly;

(e) how much the use of such methods would béylikeassist
in connection with the investigation by the agentyhe
offence or offences; and

(f) how much the use of such methods would beyite
prejudice the investigation by the agency of tHerafe or
offences, whether because of delay or for any o#eeson;
and

(g) in relation to an application by an interceptagency of
Queensland—any submissions made by the PIM under
section 45 to the Judge or nominated AAT member.

(3) The Judge or nominated AAT member must nofeisswarrant in
a case in which subparagraph (1)(d)(ii) applieessmhe or she is
satisfied that:

(a) the agency has exhausted all other practicabthods of
identifying the telecommunications services usedikely to
be used, by the person involved in the offenceffences
referred to in paragraph (1)(d); or

(b) interception of communications made to or fram
telecommunications service used or likely to bedusethat
person would not otherwise be possible.

46A Issue of named person warrant

(1) Where an agency applies to an eligible Judgeminated AAT
member for a warrant in respect of a person andublge or
nominated AAT member is satisfied, on the basithef
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information given to the Judge or nominated AAT rbemunder
this Part in connection with the application, that:
(a) Division 3 has been complied with in relattorthe
application; and
(b) in the case of a telephone application—becafisegent
circumstances, it was necessary to make the afiphday
telephone; and
(c) there are reasonable grounds for suspectaigatparticular
person is using, or is likely to use, more than one
telecommunications service; and
(d) information that would be likely to be obtaihiey
intercepting under a warrant:

(i) communications made to or from any
telecommunications service that the person is using
is likely to use; or

(i) communications made by means of a particular
telecommunications device or particular
telecommunications devices that the person is using
is likely to use;

would be likely to assist in connection with theestigation
by the agency of a serious offence, or seriouso#is, in
which the person is involved; and

(e) having regard to the matters referred to ssation (2), and
to no other matters, the Judge or nominated AAT beem
should issue a warrant authorising such commuwoiegtio
be intercepted,;

the Judge or nominated AAT member may, in his ordigxretion,

issue such a warrant.

Note: Subsection (3) restricts the issuing of arargrauthorising
interception of communications made by means of a

telecommunications device or telecommunicationscgsvidentified
in the warrant.

(2) The matters to which the Judge or nominated Avember must
have regard are:

(&) how much the privacy of any person or persemsid be
likely to be interfered with by intercepting undewarrant:
(i) communications made to or from any
telecommunications service used, or likely to bedys

by the person in respect of whom the warrant igkgu
or
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(i) communications made by means of a particular
telecommunications device or particular
telecommunications devices used, or likely to betus
by the person in respect of whom the warrant igkgu

as the case requires; and

(b) the gravity of the conduct constituting théeate or offences
being investigated; and

(c) how much the information referred to in paegajr (1)(d)
would be likely to assist in connection with thgestigation
by the agency of the offence or offences; and

(d) to what extent methods (including the use wharant issued
under section 46) of investigating the offence fierces that
do not involve the use of a warrant issued undsrsiction
in relation to the person have been used by, oawgable
to, the agency; and

(e) how much the use of such methods would béylikeassist
in connection with the investigation by the agentthe
offence or offences; and

(f) how much the use of such methods would béylike
prejudice the investigation by the agency of tHerafe or
offences, whether because of delay or for any otsson;
and

(g) in relation to an application by an interceptagency of
Queensland—any submissions made by the PIM under
section 45 to the Judge or nominated AAT member.

(8) The Judge or nominated AAT member must noeisswarrant

that authorises interception of communications nadmeans of a
telecommunications device or telecommunicationsaesv
identified in the warrant unless he or she is 8atighat:

(a) there are no other practicable methods avaitalkthe
agency at the time of making the application tantifg the
telecommunications services used, or likely to $edu by
the person in respect of whom the warrant woultfeed;
or

(b) interception of communications made to or fram
telecommunications service used, or likely to bedudy that
person would not otherwise be practicable.
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47 Limit on authority conferred by warrant

A warrant issued under section 46 or 46A doeswthiorise the
interception of communications passing over a teteaunications
system that a carrier operates unless:

(a) natification of the issue of the warrant hasmreceived by
an authorised representative of the carrier unalesesction
60(1); and

(b) the interception takes place as a result bbataken by an
employee of the carrier.

48 Issue of warrant for entry on premises

(1) If an agency could apply for a warrant und=stion 46
(authorising interceptions of communications térom a service),
it may instead apply for a warrant under this secthat also
authorises entry on premises. The agency does swlgling in
the application that would otherwise have been mexdker section
46 a request that the warrant also authorise emntigpecified
premises.

(2) Where a written application for a warrant irdzs a request that
the warrant authorise entry on specified premigeaffidavit
accompanying the application shall:

(a) state why it is considered necessary for theamt to
authorise entry on those premises;

(b) set out the number of previous applicatioharfy) for
warrants that the agency has made and that requeste
authorisation of entry on those premises; and

(c) set out the number of warrants (if any) presiy issued on
such application.

(3) Where:

(a) an agency applies under this section to gibéti Judge or
nominated AAT member for a warrant in respect of a
telecommunications service; and

(b) the Judge or nominated AAT member is satistied
subsection (2) has been complied with in relatmthée
application; and

(c) section 46 would empower the Judge or noméhAlET
member to issue a warrant if the application hazhbraade
under either of those sections; and
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(ca) Division 3 has been complied with in relattorthe
application; and

(d) the Judge or nominated AAT member is satisfoedthe
basis of the information given to the Judge or matad
AAT member under this Part in connection with the
application, that:

(i) fortechnical reasons connected with the reatur
operation of the service or of a telecommunications
system of which the service forms a part; or

(i) where, if the warrant were issued under sgCti6,
communications to or from the telecommunications
service would be intercepted while passing over a
telecommunications system operated by a carrier—
execution of the warrant as a result of actionnaie
employees of that carrier might jeopardise securfity
the investigation by the agency of a serious offeénc
which a person to whom the application relates is
involved;

it would be impracticable or inappropriate tcenaept
communications under a warrant in respect of thace
otherwise than by the use of equipment or a lis&lted on
those premises;

subsections (4) and (5) apply.

(4) The Judge or nominated AAT member may isswaraant under
this section authorising:

(a) entry on those premises in order to instadlintain, use or
recover equipment or a line used in the intercepbio
communications being made to or from the servind; a

(b) interceptions of such communications by the afsthat
equipment or line.

(5) If the Judge or nominated AAT member issueh suwarrant:

(a) the warrant shall state whether entry is aighd to be made
at any time of the day or night or only during sfied hours;
and

(b) the warrant may provide that entry may be maitdeout
permission first being sought or demand first beiragle,
and authorise measures that the Judge or nomiA&t€d
member is satisfied are necessary and reasonatiteato
purpose.
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49 Form and content of warrant

(1) A warrant shall be in accordance with the griégd form and
shall be signed by the Judge or nominated AAT memibe
issues it.

(2) A warrant may specify conditions or restricarelating to
interceptions under the warrant.

(2A) Without limiting subsection (2), a named persvarrant may state
that the warrant does not authorise the intercemifo
communications made to or from a specified telecomoations
service.

(3) A warrant shall specify, as the period for g¥hit is to be in force,
a period of:
(a) if subparagraph 46(1)(d)(ii) applies—up tod&ys; or
(b) otherwise—up to 90 days.

(4) A Judge or nominated AAT member shall not vamyarrant by
extending the period for which it is to be in farce

(5) Neither of subsections (3) and (4) prevengsisBue of a further
warrant in respect of a service, or a person,speet of which a
warrant has, or warrants have, previously beeretssu

(6) In subsection (Swarrant means a warrant issued under this Act.

(7) A warrant shall set out short particulars afte serious offence in
relation to which the Judge or nominated AAT menibsuing the
warrant was satisfied, on the application for tlagrant, as
mentioned in:

(a) in the case of a warrant under section 48—gpapdn
46(1)(d); or

(b) otherwise—paragraph 46(1)(d) or 46A(1)(d)irescase
requires.

50 Issue of warrant on telephone application

(1) As soon as practicable after completing agdieg a warrant
issued on a telephone application, a Judge or redednAAT
member shall:

(b) inform the person who made the applicatiothenagency’s
behalf of:

Telecommunications (Interception and Access) A¢919 105



Chapter 2 Interception of telecommunications
Part 2-5 Warrants authorising agencies to intercept tefenanications
Division 4 Warrants

Section 51

(i) the terms of the warrant; and
(ii) the day on which, and the time at which, Werrant
was signed; and
(c) give the warrant to that person.

(2) A Judge or nominated AAT member who issuegagamnt on a
telephone application shall keep a copy of the avarr

51 Action by agency after warrant issued on telegine application

(1) A person (in this section called thgplicant) who makes a
telephone application on an agency’s behalf slwafiply with this
section within one day after the day on which areatris issued
on the application.

(2) The applicant shall cause each person who igdeenation to the
Judge or nominated AAT member in connection with th
application to swear an affidavit setting out thisimation so
given by the person.

(3) The applicant shall give to the Judge or nated AAT member:
(a) the affidavit or affidavits; and

(b) unless the applicant is the chief officerted aigency—a copy
of an authorisation by the chief officer under sdb®n
40(3) that was in force in relation to the applicahen the
application was made.

52 Judge or nominated AAT member may revoke warranwhere
section 51 contravened

(1) Where a Judge or nominated AAT member wheedsuwarrant
on a telephone application is satisfied that sadib has not been
complied with in relation to the warrant, he or shay, by writing
signed by him or her, revoke the warrant and sfdik or she
does so:

(a) immediately inform:
(i) the person who made the application on thaegse
behalf; or
(ii) the chief officer of the agency;
of the revocation; and
(b) give the instrument of revocation to that persor to the
chief officer, as soon as practicable.
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(2) Where a warrant issued to an agency is revakeer
subsection (1), the chief officer of the agency thas soon as
practicable, give a copy of the instrument of reatam to the
Secretary of the Department.

3) If:
(a) awarrant has been issued to an agency; and
(b) another agency or the Organisation is exergiauthority
under that warrant (see section 55); and
(c) the warrant is revoked under subsection (1);
the chief officer of the agency to which the watramas issued
must:

(d) immediately inform the chief officer of theher agency or
the Director-General of Security (as the case requof the
revocation; and

(e) give a copy of the instrument of revocatiomh® person
referred to in paragraph (d) as soon as practicable

54 Entry into force of warrants

A warrant comes into force when it is issued.

55 Exercise of authority conferred by warrant

(1) The authority conferred by a Part 2-5 warraay only be
exercised by a person in relation to whom an agronder
subsection (3) is in force in relation to the watra

(3) The chief officer of an agency, or an officéan agency in
relation to whom an appointment under subsectipis(ih force,
may approve any of the following persons to exertme authority
conferred by warrants (or classes of warrantskeigsa the agency:

(a) officers (or classes of officers) of the ageacanother
agency;,

(b) staff members (or classes of staff membergh@fgency or
another agency;

(c) officers or employees (or classes of officaremployees) of
the Organisation;

(d) persons assisting the Organisation in theoperdnce of its
functions.
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(4) The chief officer of an agency may appoiniviiting an officer of
the agency to be an approving officer for the paegoof
subsection (3).

(5) In spite of subsection (1), a designated effior an employee of a
carrier, may provide technical assistance to agmengho is
exercising the authority conferred by a warrant.

(6) A reference in subsection (5) to the provisibiechnical
assistance includes a reference to:

(a) the doing of any act involved in the inter¢eptof a
communication under a warrant, to the extent thatict is
incidental to the doing of an act referred to inggaaph (b);
and

(b) the doing of any act in connection with:

(i) the installation of equipment for the purposés
intercepting a communication in accordance with a
warrant; or

(i) the maintenance, testing or use of such egeint; or

(iii) the removal of such equipment.

(7) The chief officer of an agency or a person w¢han approving
officer for an agency under subsection (4) mayyiiting, declare
persons to be designated officers for the purpossbsection (5).

(8) To avoid doubt, the Organisation exercisel@utlyy under a
warrant even if a person assisting the Organisatitime
performance of its functions, who is not an offioelemployee of
the Organisation, is approved to exercise thataityhunder
paragraph (3)(d).

57 Revocation of warrant by chief officer

(1) The chief officer of an agency:
(&) may, at any time, by signed writing, revokgarant issued
to the agency; and
(b) must do so, if he or she is satisfied thatgiteeinds on which
the warrant was issued to the agency have ceasadsto

(2) If another agency or the Organisation is es@rg authority under
the warrant, then before revoking the warrantcthief officer
must inform the chief officer of the other agencytte
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Director-General of Security (as the case requiséff)e proposed
revocation.

(3) After revoking the warrant, the chief officaust:
(a) if subsection (2) applies—immediately inforne tchief
officer of the other agency or the Director-Genefal
Security (as the case requires) of the revoca#ind,;
(b) in any case—qgive a copy of the instrumenieebcation to
the Secretary of the Department as soon as prhlgica

(4) The chief officer of an agency may delegatedniher power under
paragraph (1)(a) to a certifying officer of the agge

(5) This section does not apply in relation toanant that has ceased
to be in force.

58 Discontinuance of interceptions under certain arrants

(1) The chief officer of an agency must, on theosation or proposed
revocation of a warrant issued to the agency, iniately take
such steps as are necessary to ensure that irttercsepf
communications under the warrant are discontinued.

(2) If the chief officer of an agency or the Dit@eGeneral of Security
is informed under section 57 of the revocationroppsed
revocation of a warrant, he or she must immedidtdtg such
steps as are necessary to ensure that intercepfions
communications under the warrant by the agenchier t
Organisation (as the case requires) are discortinue

59 When revocation of certain warrants takes effdc

A warrant revoked under subsection 52(1) or 5d¢Es not cease
to be in force until the instrument of revocatisrréceived by or
on behalf of the Secretary of the Department omtagant
expires, whichever happens sooner.

59A Notification to Secretary of the Department

(1) Where a Part 2-5 warrant is issued to an ggehe chief officer of
the agency must cause a copy of the warrant toviea ¢o the
Secretary of the Department as soon as practicable.
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(2) Where:

(a) itis proposed, under a warrant issued uneleia 46A, to
intercept communications made to or from a
telecommunications service; and

(b) the warrant is not a warrant that authorigésrception of
communications made by means of a telecommunication
device or telecommunications devices identifiethis
warrant; and

(c) the service was not identified in the warrant;

the chief officer must cause the Secretary of thpddtment to be
given, as soon as practicable, a description itingrof the service
sufficient to identify it.

60 Notification to authorised representative of caier of issue or
revocation of certain warrants

(1) Where:

(a) a warrant (other than a warrant issued unelgtion 48) is
issued to an agency; and

(b) itis proposed, under the warrant, to intetcep
communications to or from a telecommunicationsiserv
while they are passing over a telecommunicatiostesy
operated by a carrier;

a certifying officer of the agency shall cause;

(c) an authorised representative of that caradyetinformed
immediately of the issue of the warrant; and

(d) a copy of the warrant, certified in writing bycertifying
officer of the agency to be a true copy of the aatrto be
given as soon as practicable to that authorise@septative.

(3) Where:
(a) an authorised representative of a carriebkas informed,
under subsection (1), of the issue of a warrard; an
(b) the warrant is revoked,;
a certifying officer of the agency to which the veart was issued
shall cause:
(c) that authorised representative to be informadediately of
the revocation; and
(d) a copy of the instrument of revocation, cegtlfin writing by
a certifying officer of the agency to be a trueyxopthe
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instrument, to be given as soon as practicablieab t
authorised representative.

(4) Where:

(a) an authorised representative of a carrieblas informed,
under subsection (1), of the issue of a named persorant;
and

(aa) the warrant is not a warrant that authoiisesception of
communications made by means of a telecommunication
device or telecommunications devices identifiethie
warrant; and

(b) itis proposed, under the warrant, to intetcep
communications made to or from a telecommunications
service operated by a carrier; and

(c) the service was not identified in the warrant;

a certifying officer of the agency must cause thahorised
representative to be given, as soon as practicatolescription in
writing of the service sufficient to identify it.

(4A) Where:

(a) an authorised representative of a carriebleas informed,
under subsection (1), of the issue of a named pevsorant;
and

(b) the warrant is a warrant that authorises aajgtion of
communications made by means of a telecommunication
device or telecommunications devices identifiethie
warrant; and

(c) itis proposed, under the warrant, to intetcbp means of a
telecommunications device, communications made to o
from a telecommunications service operated by #nger;
and

(d) the device was not identified in the warrant;

a certifying officer of the agency must cause thahorised
representative to be given, as soon as practicaldescription in
writing of the device sufficient to identify it.

(5) Where:

(a) an authorised representative of a carriebkas informed,
under subsection (1) of the issue of a named pevsorant;
and
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(b) a certifying officer of that agency is satesfithat the
interception of communications made to or from dipalar
service, or by means of a particular device oripalgr
devices, is no longer required;

the certifying officer must cause:

(c) that authorised representative to be informadediately of
the fact; and

(d) confirmation in writing of the fact to be givas soon as
practicable to that authorised representative.

61 Evidentiary certificates

(1) The following:

(a) the Managing Director of a carrier;

(b) the secretary of a carrier;

(c) an employee of a carrier authorised in writiogthe
purposes of this paragraph by the Managing Diremtdhe
secretary of the carrier;

may issue a written certificate signed by him argedting out such
facts as he or she considers relevant with re$pextts or things
done by, or in relation to, employees of the cairieorder to
enable a warrant to be executed.

(2) A document purporting to be a certificate essunder
subsection (1) and purporting to be signed by th@égding
Director or secretary, or an employee, of a casteall be received
in evidence in an exempt proceeding without furgireof and is,
in an exempt proceeding, conclusive evidence ofrtaters stated
in the document.

(4) A certifying officer of an agency may issuwitten certificate
signed by him or her setting out such facts asrtshe considers
relevant with respect to:

(a) anything done by an officer or staff membethef agency in
connection with the execution of a Part 2-5 wartrant

(b) anything done by an officer or staff membethaf agency in
connection with:

(i) the communication by a person to another pecspor
(i) the making use of; or
(i) the making of a record of; or
(iv) the custody of a record of; or
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(v) the giving in evidence of;
information obtained by the execution of suchaarant.

(4A) A certifying person may issue a written cigctite signed by him or
her setting out such facts as he or she considiergant with
respect to:

(a) anything done by a person referred to in papy55(3)(c)
or (d) in connection with the execution of a Pak ®arrant;
or

(b) anything done by a person referred to in pasty 55(3)(c)
or (d) in connection with:

(i) the communication by a person to another pecgpor
(i) the making use of; or
(iii) the making of a record of; or
(iv) the custody of a record of; or
(v) the giving in evidence of;
information obtained by the execution of suchaarant.

(5) A document purporting to be a certificate essuinder
subsection (4) or (4A) by a certifying officer af agency, or a
certifying person, and to be signed by him or her:

(a) is to be received in evidence in an exemptgeding
without further proof; and

(b) in an exempt proceeding, is prima facie evigeof the
matters stated in the document.

(6) In subsections (1) and (2), a reference tdvtaeaging Director or
secretary of a carrier includes a reference tdvtheaging Director
or secretary of a body corporate of which the eais a
subsidiary.

(7) For the purposes of this section, the questibather a body
corporate is a subsidiary of another body corpasate be
determined in the same manner as the questioriesntieed under
theCorporations Act 2001

61A Certified copy of warrant

A document certified in writing by a certifyingfiwer of an agency
to be a true copy of a warrant shall be receiveglidence in an
exempt proceeding as if it were the original watrran
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Part 2-6—Dealing with intercepted information etc.

62 Application of Part

Except so far as the contrary intention appehis Part applies in
relation to:
(a) information, whether obtained before or affter
commencement of this Part;
(b) an interception, whether before or after ttahmencement,
of a communication; and

(c) a proceeding, whether begun before or aftar th
commencement.

63 No dealing in intercepted information or inter@ption warrant
information

(1) Subject to this Part, a person shall notrafte commencement of
this Part:
(&) communicate to another person, make use ofiage a
record of; or
(b) give in evidence in a proceeding;
lawfully intercepted information or information almed by
intercepting a communication in contravention disaction 7(1).

(2) Subject to this Part, a person must not, dfiercommencement of
this subsection:

(&) communicate interception warrant informatiormhother
person; or

(b) make use of interception warrant information;

(c) make a record of interception warrant inforimrat or

(d) give interception warrant information in evide in a
proceeding.
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63AA Dealing in interception warrant information for the purposes
of Part 2-2, 2-5, 2-7 or 2-8

A person may, for the purposes of Part 2-2, 2-B,0r 2-8:
(&) communicate interception warrant informatiomhother
person; or
(b) make use of interception warrant information;
(c) make a record of interception warrant inforiwrat or
(d) give interception warrant information in evigde in a
proceeding.

63A Dealing in connection with existing proceeding

(1) A person may:

(a) for a purpose connected with a proceeding hégfore the
commencement of this Part, or for 2 or more suchqres,
and for no other purpose, communicate to anotheope
make use of, or make a record of; or

(b) give in evidence in such a proceeding;

information:

(c) obtained by intercepting a communication befbat
commencement, whether or not in contravention of
subsection 7(1); or

(d) obtained, before that commencement, by viotfue warrant
issued under section 11A.

(2) Nothing in subsection (1) makes admissiblevidence in any
proceedings information, obtained by virtue of anaat that was
defective, that would not have been admissibl&éase
proceedings if that subsection had not been enacted

(3) For the purposes of this section, a proceebjngay of a
prosecution of a person on indictment for an oféesitall be
deemed to have begun before the commencementsd®ahi if a
proceeding with a view to the committal of the per$or trial for
the offence began before that commencement.
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For the purposes of this section, a proceeldyngay of an appeal
from, or otherwise arising out of, another procagdihall be
deemed to have begun before the commencementsd®ani if the
other proceeding began, or by virtue of any otlpglieation or
applications of this section is deemed to have beefore that
commencement.

63B Dealing in information by employees of carries

1)

&)

©)

4

An employee of a carrier may, in the perforg®aof his or her
duties as such an employee, communicate or makefusecause
to be communicated, information (being informatibat has been
lawfully obtained or obtained by intercepting a ecoamication in
contravention of subsection 7(1)) relating to:
(a) the operation or maintenance of a telecomnatioics
network operated by the carrier; or
(b) the supply of services by the carrier by mezfres
telecommunications network.

An employee of a carrier may communicate arsego be
communicated to another carrier, or to an empl@feaother
carrier, information (being information that hagsbeawfully
obtained or obtained by intercepting a communicaitio
contravention of subsection 7(1)) relating to:
(a) the operation or maintenance of a telecomnatioics
network operated by the other carrier; or
(b) the supply of services by the other carriemmsans of a
telecommunications network;
if the communication of the information is for therpose of the
carrying on by the other carrier of its businesatireg to the
supply of services by means of a telecommunicati@taork
operated by the other carrier.

An employee of a carrier may, in the perforoeaof his or her
duties as such an employee, communicate or makefusecause
to be communicated, interception warrant infornmatfahe
information is reasonably necessary to enablentteedeption of a
communication under a warrant.

An employee of a carrier may communicate arsego be
communicated to another carrier, or to an emplajesother
carrier, interception warrant information if thédarmation is
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reasonably necessary to enable the interceptian of
communication under a warrant.

63C Dealing in information for network protection purposes etc.

(1) Subject to subsection (3), a person engagedtinork protection
duties in relation to a computer network may, inf@ening those
duties, communicate or make use of, or cause tmimnunicated,
lawfully intercepted information that was obtairt®dintercepting
a communication under paragraph 7(2)(aaa).

(2) Subject to subsection (3), a person engagedtinork protection
duties in relation to a computer network may comicate, or
cause to be communicated, to the following persmnéully
intercepted information that was obtained by irgpting a
communication under paragraph 7(2)(aaa):

(a) aresponsible person for the network;

(b) another person if the information is reasopalglcessary to
enable the other person to perform the other p&rson
network protection duties in relation to the netkvor

(3) A person must not communicate or make userafause to be
communicated, lawfully intercepted information unde
subsection (1) or (2) if the information was obgalrby converting
a communication intercepted under paragraph 7(@)ato a
voice communication in the form of speech (inclygdin
communication that involves a recorded or synthatice).

63D Dealing in information for disciplinary purposes

(1) This section applies to a person engagedtinark protection
duties in relation to a computer network if:
(a) the network is operated by, or on behalf &oammonwealth
agency, security authority or eligible authorityao$tate; and
(b) the duties are of a kind referred to in paapbr(b) of the
definition of network protection dutiesin subsection 5(1).

(2) Subject to subsections (3) and (4), the pensay communicate or
make use of, or cause to be communicated, lawiitgrcepted
information that was obtained by intercepting a samication
under paragraph 7(2)(aaa) if the communicatiorseris for the
purpose of:
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(a) determining whether disciplinary action sholddtaken in
relation to a use of the network by an employetceholder
or contractor of the agency or authority; or

(b) taking disciplinary action in relation to aeusf the network
by such an employee, office holder or contracta oase
where the use is not an appropriate use of theanktoy that
employee, office holder or contractor; or

(c) reviewing a decision to take such disciplinacyion.

Note: See section 6AAA for when a computer netwsrippropriately used
by such an employee, office holder or contractor.

(3) A person must not communicate or make userafause to be
communicated, lawfully intercepted information unde
subsection (2) if the information was obtained bgwerting a
communication intercepted under paragraph 7(2)(aéa)y voice
communication in the form of speech (including enowunication
that involves a recorded or synthetic voice).

(4) A person must not communicate or make userafause to be
communicated, lawfully intercepted information gopurpose
referred to in subsection (2) if the person wouddttavene another
law of the Commonwealth, or a law of a State orilay, in
doing so.

63E Responsible person for a computer network magommunicate
information to an agency

A responsible person for a computer network nayraunicate
lawfully intercepted information (other than foreigtelligence
information) to an officer of an agency if:
(a) the information was communicated to the resjiod@ person
under paragraph 63C(2)(a); and
(b) the responsible person suspects, on reasogailads, that
the information is relevant to determining whetaeother
person has committed a prescribed offence.

64 Dealing in connection with Organisation’s fundbns

(1) A person may, in connection with the perforggby the
Organisation of its functions, or otherwise for pages of security,
communicate to another person, make use of, or ma&eord of
the following:
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(a) lawfully intercepted information other thamdign
intelligence information;

(b) interception warrant information.

(2) A person, being the Director-General of Sdaguwt an officer or
employee of the Organisation, may, in connectiat Wie
performance by the Organisation of its functiormsnmunicate to
another such person, make use of, or make a refdiatreign
intelligence information.

(3) Subsections (1) and (2) do not apply to infation:

(a) obtained by a person referred to in parag&&gB)(c) or (d)
by intercepting a communication when exercisindhatity
under a warrant issued to an agency; or

(b) communicated, in accordance with section 6@, person
referred to in paragraph 55(3)(c); or

(c) that is interception warrant information itatéon to a
warrant issued to an agency;

unless the information has been communicated to the
Director-General of Security under section 68.

(4) However, a person referred to in paragrapB}%&) or (d)may
communicate to another person, make use of, or ma&eord of
information referred to in paragraph (3)(a), (bY@rof this
section, that has not been communicated to the®ir€&eneral of
Security under section 68, for a purpose or puiposeanected
with the investigation to which the warrant, unddsich the
information was obtained, relates, and for no ofh&pose.

65 Communicating information obtained by Organisaion

(1) The Director-General of Security may, pershnalr by a person
authorised by the Director-General, communicatantather
person, in accordance with subsection 18(3) or (dA3ubsection
19A(4) of theAustralian Security Intelligence Organisation Act
1979the following:

(a) lawfully intercepted information;

(b) interception warrant information.

(2) A person to whom foreign intelligence inforioathas been
communicated in accordance with subsection (1iy) accordance
with an approval given under this subsection, naymunicate
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that information to such persons, and in such marmseare
approved in writing by the Attorney-General.

(3) Subsections (1) and (2) do not apply to infation:

(a) obtained by a person referred to in parag&&gB)(c) or (d)
by intercepting a communication when exercisinghatity
under a warrant issued to an agency; or

(b) communicated, in accordance with section 6@, person
referred to in paragraph 55(3)(c); or

(c) that is interception warrant information itatéon to a
warrant issued to an agency;

unless the information has been communicated to the
Director-General of Security under section 68.
Note: See subsection 64(4) for when the DirectaneBa of Security may

communicate information, referred to in paragra®iia), (b) or (c) of
this section, that has not been communicated ws®lion 68.

65A Employee of carrier may communicate information to agency

An employee of a carrier may, for a purpose appses connected
with the investigation by an agency of a seriodsrafe, and for no
other purpose, communicate to an officer of thenagehe
following:
(a) lawfully intercepted information other thamdign
intelligence information;
(b) interception warrant information.

66 Interceptor may communicate to officer who appéd for warrant
or authorised person

(1) A person who has intercepted a communicatitdeta warrant
issued to an agency may communicate informatioaioéd by the
interception to:

(a) the officer of the agency who applied for wearant on the
agency'’s behalf; or

(b) a person in relation to whom an authorisatinder
subsection (2) is in force in relation to the watra

(2) The chief officer of an agency, or an authingfficer of an
agency for whom an appointment under subsectiors (4)force,
may authorise in writing a person (or class of peyseferred to in
any of paragraphs 55(3)(a) to (c) to receive infaion obtained
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by interceptions under warrants (or classes ofaves) issued to
the agency.

(3) The chief officer, or an authorising officef,an agency may make
an authorisation under subsection (2) in relatma person (or
class of person) who is not an officer or staff rhenof that
agency only for a purpose or purposes connectddanit
investigation to which a warrant issued to thanageelates.

(4) The chief officer of an agency may appoiniviiting an officer of
the agency to be an authorising officer for theppses of this
section.

67 Dealing for permitted purpose in relation to agncy

(1) An officer or staff member of an agency may,d permitted
purpose, or permitted purposes, in relation tcatpency, and for
no other purpose, communicate to another persoke e of, or
make a record of the following:

(a) lawfully intercepted information other thamdign
intelligence information;
(b) interception warrant information.

(1A) Subsection (1) does not apply to information:

(a) obtained by an officer or staff member of garecy by
intercepting a communication when exercising autyor
under a warrant issued to another agency; or

(b) communicated to an officer or staff membeawnfagency in
accordance with section 66, where the informatias w
obtained by intercepting a communication under aava
issued to another agency; or

(c) that is interception warrant information itatéon to a
warrant issued to another agency;

unless the information has been communicated tffarer of the
agency under section 68.

(1B) However, an officer or staff member of anragemay
communicate to another person, make use of, or ma&eord of
information referred to paragraph (1A)(a), (b) oy, (hat has not
been communicated to an officer of the agency useetion 68,
for a purpose or purposes connected with the ifgaggin to
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which the warrant, under which the information wh$ained,
relates, and for no other purpose.

(2) An officer of an eligible Commonwealth authgnnay, for a
permitted purpose, or permitted purposes, in i@tai the
authority, and for no other purpose, communicatnther
person, make use of, or make a record of the fatigw

(a) lawfully intercepted information other thamdmn
intelligence information;

(b) interception warrant information.

68 Chief officer may communicate information obtaned by agency

The chief officer of an agency (in this sectiatied the
originating agency) may, personally, or by an officer of the
originating agency authorised by the chief offieenmmunicate
lawfully intercepted information that was originatibtained by
the originating agency or interception warrant irfation:

(a) if the information relates, or appears toteglto activities
prejudicial to security—to the Director-GeneralSgcurity;
and

(b) if the information relates, or appears totesléo the
commission of a relevant offence in relation totheo
agency:

(i) if the other agency is the Australian Fedé&talice or
the Police Force of a State—to a member of the
Australian Federal Police or an officer of thatitel
Force, as the case may be; or

(ii) in any other case—to the chief officer of thiher
agency; and

(c) if the information relates, or appears totesléo:

(i) the subject matter of a proceeding under adéthe
Commonwealth for the confiscation or forfeiture of
property, or for the imposition of a pecuniary pégnan
connection with the commission of a prescribed
offence; or

(i) an act or omission by a member of the Augdral
Federal Police that may give rise to a proceedgzjret
that member, or to which a proceeding against that
member relates, being a police disciplinary prooegd
or
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(ii@) an act or omission by an AFP employee ocige
member of the Australian Federal Police that mag gi
rise to a decision by the Commissioner of Police to
terminate the employment of the employee or the
appointment of the special member; or

(iif) misbehaviour or improper conduct of an officof the
Commonwealth;

and the originating agency is not the Austrakaderal

Police—to the Commissioner of Police; and

(ca) if:

(i) the information relates, or appears to relaign act or
omission by a member of the staff of the ACC thaym
give rise to a decision by the Chief Executive €Hfiof
the ACC to terminate the employment of the staff
member; and

(ii) the originating agency is not the ACC;

to the Chief Executive Officer of the ACC; and

(d) if the information relates, or appears totesléo:

(i) the subject matter of a proceeding under adéw State
for the confiscation or forfeiture of property,for the
imposition of a pecuniary penalty, in connectiomhwi
the commission of a prescribed offence; or

(ia) the subject matter of a proceeding undem oelation
to a matter arising under, an organised crime obfaw
of a State; or

(i) an act or omission by an officer of the Peli€orce of a
State that may give rise to a proceeding agaimast th
officer, or to which a proceeding against thatazfi
relates, being a police disciplinary proceeding; or

(ii@) an act or omission by an officer or membkstaff of
the Police Force of a State that may give rise to a
decision by the Commissioner of that Police Foece t
terminate the appointment of the officer or mendder
staff; or

(iii) misbehaviour or improper conduct of an officof a
State;
and the originating agency is not the Police Eafcthat
State—to the Commissioner of that Police Force; and
(da) if the information relates, or appears tateslto the
commission of a relevant offence in relation tceligible
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Commonwealth authority—to the chief officer of thegible
Commonwealth authority; and
(db) if the information relates, or appears tatel to a corruption
issue or an ACLEI corruption issue (within the megrof
theLaw Enforcement Integrity Commissioner Act 2086
the Integrity Commissioner; and
(ea) if the information relates, or appears tateglto a matter that
may give rise to an investigation by the Independen
Commission Against Corruption—to the Commissiorfer o
the Independent Commission Against Corruption; and
(eb) if the information relates, or appears tatelto a matter that
may give rise to an investigation by the Inspeofdhe
Independent Commission Against Corruption—to the
Inspector of the Independent Commission Against
Corruption; and
(ec) if the information relates, or appears tatelto a matter that
may give rise to an investigation by the Direcfulice
Integrity—to the Director, Police Integrity; and
(f) if the information relates, or appears to teldo a matter that
may give rise to an investigation by the Policedmity
Commission—to the Commissioner of the Police Iritggr
Commission; and
(fa) if the information relates, or appears t@te) to a matter that
may give rise to an investigation by the Inspeofdhe
Police Integrity Commission—to the Inspector of Badice
Integrity Commission; and
(h) if the information relates, or appears totesléo a matter that
may give rise to an investigation by the Crime and
Misconduct Commission—to the Commissioner of thien€r
and Misconduct Commission; and
(j) if the information relates, or appears to teldo a matter that
may give rise to an investigation by the Corruptorl
Crime Commission—to the Commissioner of the Coiaupt
and Crime Commission; and
(k) if the information relates, or appears to teléo a matter that
may give rise to the dealing by the Parliamentagpéctor of
the Corruption and Crime Commission with a matfer o
misconduct (within the meaning of the Corruption &rime
Commission Act)—to the Parliamentary Inspectorhaf t
Corruption and Crime Commission.
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69 State authority may ask not to receive informabn under
section 68

(1) The chief officer of an eligible authority afState in relation to
which no declaration is in force under section 3/nby writing
given to the chief officer of another agency, rexjuke other
agency not to communicate information under sed®ito the
eligible authority.

(2) A request under subsection (1) remains inefamtil:
(a) the chief officer of the eligible authorityvizkes the request
by writing given to the chief officer of the othagency; or
(b) a declaration is made under section 34 iniogldo the
eligible authority.

(3) Where a request under subsection (1) is icefaection 68 does
not permit an officer of the other agency to comivate
information to an officer of the eligible authority

70 Communicating information obtained by intercepton under
Part 2-3

A member of a police force may, in the coursperforming his or
her duties as such a member, communicate to anoigraber of a
police force, or to any other person whose assistamy be
required in dealing with an emergency of a kinénefd to in
paragraph 30(1)(b), information communicated (whetiefore or
after the commencement of this section) to thé-firantioned
member in accordance with subsection 30(3) orgdsion.

71 Dealing with information where interception supected to be
unlawful

(1) Where a person suspects on reasonable grthadsformation
(in this section called theslevant information) obtained by
intercepting a communication may tend to estalihisha
prescribed offence (in this section callesligpected offence),
being:

(a) an offence against subsection 7(1) constithjetthe
interception, or by authorising, suffering or petting, or
doing an act or thing to enable, the interception;
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(b) an offence against section 63 constituteddsgraunicating
to a person, making use of, making a record ofji\wing in
evidence in a proceeding, information obtainedHzy t
interception; or

(c) an ancillary offence relating to an offenceaddind referred
to in paragraph (a) or (b) of this subsection;

has been committed, the succeeding provisions®&#ttion have
effect, whether or not the interception contravesigosection 7(1).

(2) The person may communicate the relevant indtion to:
(a) the Attorney-General,
(b) the Director of Public Prosecutions;
(c) the Commissioner of Police; or
(ca) the Integrity Commissioner; or
(d) the Chief Executive Officer of the ACC.

(3) A person to whom the relevant informationasnenunicated in
accordance with subsection (2) may, for a purposaected with:

(a) an investigation of a suspected offence;

(b) the making by an authority, body or persom dcision
whether or not to begin a proceeding by way ofasgcution
for a suspected offence; or

(c) aproceeding by way of a prosecution for geated
offence;

or for 2 or more such purposes, and for no othgogse,
communicate to another person, make use of, or ma&eord of,
some or all of the relevant information.

72 Making record for purpose of permitted communi@tion

A person who is permitted by section 63B, 63 6BE, 65 or
65A, subsection 66(1), section 68 or subsectio)Ad(
communicate particular information to another pensay, for the
purpose of so communicating the information in adaace with
that section or subsection, make a record of tfeerimation, or
cause such a record to be made.

73 Further dealing by recipient of certain information

(1) Subject to subsections (2) and (3), a persamhiom information
has, in accordance with section 63A, subsectionN®3B3C(2) or
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63D(2), section 67, subsection 71(3) or this suidm@cbeen
communicated for a purpose, or for 2 or more purposiay, for
that purpose, or for one or more of those purpasesfor no other
purpose, communicate to another person, make use ofake a
record of, that information.

(2) If a person to whom information has been comicated in
accordance with subsection 63D(2) communicategtbemation
to another person (threcipient) under subsection (1) of this
section, the recipient must not communicate, usmake a record
of, the information under subsection (1) of thistem if the
recipient would contravene another law of the Comwealth, or a
law of a State or Territory, in doing so.

(3) If the recipient communicates that informattora third person
under subsection (1) of this section, the thirdspemust not
communicate, use, or make a record of, the infdonatnder that
subsection if the third person would contravenelzgrdaw of the
Commonwealth, or a law of a State or Territoryg@ing so.

74 Giving information in evidence in exempt proceding

(1) A person may give lawfully intercepted infotmoa (other than
foreign intelligence information) in evidence in @empt
proceeding.

(2) For the purposes of applying subsection (glation to
information, the question whether or not a commaion was
intercepted in contravention of subsection 7(1) mayletermined
on the balance of probabilities.

(3) A person may give interception warrant infotimain evidence in
an exempt proceeding.

75 Giving information in evidence where defect itonnection with
warrant

(1) Where a communication has been interceptedmtravention of
subsection 7(1) but purportedly under a warrartgothan a
warrant under section 11A, 11B or 11C), a person gine
information obtained by the interception in evideirt an exempt
proceeding, being a proceeding in a court or beddrédunal,
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body, authority or person, if the court, triburi@dy, authority or
person, as the case may be, is satisfied that:
(a) but for an irregularity, the interception waulot have
constituted a contravention of subsection 7(1); and
(b) in all the circumstances, the irregularity sloobe
disregarded.

(2) A reference in subsection (1) to an irregtyais a reference to a
defect or irregularity (other than a substantidedeor
irregularity):

(a) in, or in connection with the issue of, a doent purporting
to be a warrant; or

(b) in connection with the execution of a warramtthe
purported execution of a document purporting t@abe
warrant.

75A Evidence that has been given in exempt procead

If information is given in evidence (whether befar after the
commencement of this section) in an exempt proogeainder
section 74 or 75, that information, or any parthaft information,
may later be given in evidence in any proceeding.

This section was inserted as a responsetdetbision of the Court of
Appeal of New South Wales Wood v Bevegl997) 92 A Crim R
209.

Note:

76 Giving information in evidence in criminal proeedings under
this Act

(1) A person may give information obtained by iépting a
communication in contravention of subsection 7(1¢vidence in a
proceeding by way of a prosecution for:

(a) an offence against subsection 7(1) constitbjethe
interception, or by authorising, suffering or petting, or
doing any act or thing to enable, the interception;

(b) an offence against section 63 constituteddsgraunicating
to a person, making use of, making a record ofivang in
evidence in a proceeding, information obtainedhay t
interception; or

(c) an ancillary offence relating to an offenceadfind referred
to in paragraph (a) or (b) of this subsection.
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(2) A person may give interception warrant infotimain evidence in
a proceeding by way of a prosecution for:
(a) an offence against subsection 7(1); or
(b) an offence against section 63; or
(c) an ancillary offence relating to an offenceaddind referred
to in paragraph (a) or (b) of this subsection.

76A Giving information in evidence in civil proceelings for remedial
relief

(1) A person may give information obtained by répting a
communication in contravention of subsection 7(1¢vidence in a
proceeding by way of an application under secti@nALfor
remedial relief in respect of:

(a) the interception; or
(b) the communication (in contravention of sectt®) of
information obtained by the interception.

(2) A person may give interception warrant infotima in evidence in
a proceeding by way of an application under sectidmA.

77 Intercepted material and interception warrant nformation
inadmissible except as provided

(1) Where a communication passing over a teleconirations
system has been intercepted, whether or not imaertion of
subsection 7(1), then:

(a) subject to paragraph (b), neither informatiwor, a record,
obtained by the interception is admissible in evaein a
proceeding except in so far as section 63A, 74738, 76
or 76A permits a person to give in evidence in that
proceeding information so obtained; and

(b) for the purpose of determining the exteng(i¥) to which
section 63A, 74, 75, 75A, 76 or 76A permits a persogive
in evidence in a proceeding information obtainedHzy
interception:

(i) a person may communicate to another persokemse
of, make a record of, or give in evidence in the
last-mentioned proceeding, information so obtairzeutt

(ii) information, or a record, so obtained is agsitle in
evidence in the last-mentioned proceeding.
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(2) Neither information, nor a record, obtainedviyue of a warrant
under section 11A, 11B or 11C is admissible in enitk in a
proceeding unless section 63A, 74 or 75A permfsraon to give
in evidence in that proceeding information obtaibgd/irtue of
the warrant.

(3) Interception warrant information is admissiliievidence in a
proceeding only to the extent that section 63AA, 781, 76 or
76A permits a person to give interception warrafdrmation in
evidence in that proceeding.

(4) For the purpose of determining the extenai(y) to which
section 63AA, 74, 75A, 76 or 76A permits a persogive
interception warrant information in evidence inrageeding:

(a) a person may:
(i) communicate the information to another person;
(i) make use of the information; or
(iif) make a record of the information; or
(iv) give the information in evidence in the predang; and
(b) the information is admissible in evidencehie proceeding.

78 Where evidence otherwise inadmissible

Nothing in this Part renders information, or strieted record,
admissible in evidence in a proceeding to a greatiemt than it
would have been admissible in evidence in thatgedmng if this
Part had not been enacted.

79 Destruction of restricted records

(1) Where:

(a) arestricted record (whether made beforeter #fe
commencement of this section) is in the possessian
agency (other than an eligible authority of a Statelation
to which a declaration is in force under sectioly a#d

(b) the chief officer of the agency is satisfibdttthe restricted
record is not likely to be required for a permitmdpose in
relation to the agency;

the chief officer shall cause the restricted rec¢ortde destroyed
forthwith.
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(2) In spite of subsection (1), a restricted rdamust not be destroyed
unless the agency has received from the Secretdng o
Department written notice that the entry in the &ahRegister
relating to the warrant under which the record wlaisined has
been inspected by the Minister.

(3) This section does not apply to a restrictedme that is a record of
a communication that was intercepted under paragrép)(aaa).

79A Responsible person for a computer network mustnsure
restricted records are destroyed

(1) This section applies if:
(a) arestricted record is a record of a commtigicahat was
intercepted under paragraph 7(2)(aaa); and
(b) the restricted record is in the possession of:
(i) aresponsible person for the computer network
concerned; or
(ii) the individual or body (whether or not a bottyrporate)
who operates the network, or on whose behalf the
network is operated; or

(iii) a person engaged in network protection duiie
relation to the network.

(2) The responsible person must cause the restriecord to be
destroyed as soon as practicable after becomirgjfiedtthat the
restricted record is not likely to be required:

(a) for the purpose of enabling a person to parfibre person’s
network protection duties in relation to the netkyar

(b) if the network is operated by, or on behalfaf
Commonwealth agency, security authority or eligible
authority of a State—for any of the following puges:

(i) determining whether disciplinary action shobleltaken
in relation to a use of the network by an employee,
office holder or contractor of the agency or auitlyor

(ii) taking disciplinary action in relation to & of the
network by such an employee, office holder or
contractor in a case where the use is not an apgptep
use of the network by that employee, office holater
contractor;

(i) reviewing a decision to take such disciplipaction.
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Part 2-7—Keeping and inspection of interception
records

80 Commonwealth agencies to keep documents conregtivith issue
of warrants

The chief officer of a Commonwealth agency muasise to be
kept in the agency’s records:

(a) each warrant issued to the agency; and

(b) a copy of each notification under subsecti®A®), being a
notification given to the Secretary of the Depamimand

(c) each instrument revoking such a warrant; and

(d) a copy of each certificate issued under sulise61(4) by a
certifying officer of the agency; and

(e) each authorisation by the chief officer under
subsection 66(2).

81 Other records to be kept by Commonwealth ageres in
connection with interceptions

(1) The chief officer of a Commonwealth agency huasise:

(a) particulars of each telephone applicatioref@art 2-5
warrant made by the agency; and

(b) in relation to each application by the agefurya Part 2-5
warrant, a statement as to whether:

(i) the application was withdrawn or refused; or
(i) a warrant was issued on the application; and

(c) in relation to each Part 2-5 warrant whoséauity is
exercised by the agency, particulars of:

(i) the warrant; and

(ii) the day on which, and the time at which, each
interception under the warrant began; and

(iii) the duration of each such interception; and

(iv) the name of the person who carried out each s
interception; and
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(v) in relation to a named person warrant—eachiceto
or from which communications have been intercepted
under the warrant; and

(d) in relation to each restricted record (otliremt a restricted
record that is a record of a communication that was
intercepted under paragraph 7(2)(aaa)) that hasyatime
been in the agency’s possession, particulars of:

(i) if the restricted record is a record obtaifydan
interception under a warrant issued to the agenbgt—t
warrant; and

(i) each occasion when the restricted record cémhether
by its making or otherwise) to be in the agency’s
possession; and

(iii) each occasion (if any) when the restrictedard ceased
(whether by its destruction or otherwise) to bénia
agency’s possession; and

(iv) each other agency or other body (if any) fronio
which, or other person (if any) from or to whong th
agency received or supplied the restricted recand;

(e) particulars of each use made by the agentandgtilly
intercepted information; and

() particulars of each communication of lawfuihtercepted
information by an officer of the agency to a persoibody
other than such an officer; and

(g) particulars of each occasion when, to the kadge of an
officer of the agency, lawfully intercepted infortizen was
given in evidence in a relevant proceeding in retato the
agency;,

to be recorded in writing or by means of a compagesoon as
practicable after the happening of the events ticlwthe
particulars relate or the statement relates, asdbe may be.

(2) If a Part 2-5 warrant is a named person wéarthe particulars
referred to in subparagraph (1)(c)(ii) must indéctite service in
respect of which each interception occurred.

(2A) If:
(a) the Organisation is exercising the authorigferred by a
Part 2-5 warrant issued to a Commonwealth agemay/; a
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(b) the Commonwealth agency does not have thepkmts
referred to in subparagraph (1)(c)(ii), (iii) ov)ior
paragraph (1)(d);

the Director-General of Security must:

(c) cause those particulars to be recorded inrdacce with

subsections (1) and (2); and

(d) give the records produced to the chief offizkthe

Commonwealth agency to which the Part 2-5 warraag w
issued.

(3) The chief officer of a Commonwealth agency truasise to be
kept in the agency’s records each record thathref officer has
caused to be made, or is given, under this section.

81AA Organisation to record particulars in relation to eligible
authorities of a State

If:
(a) the Organisation is exercising the authortgferred by a
Part 2-5 warrant issued to an eligible authority &tate; and

(b) the eligible authority does not have the jgattirs referred to
in subparagraph 81(1)(c)(ii), (iii) or (iv), or Eagraph
81(1)(d);

the Director-General of Security must:

(c) cause those particulars to be recorded inrdacce with
subsections 81(1) and (2); and

(d) give the records produced to the chief offickethe eligible
authority to which the Part 2-5 warrant was issued.

81A General Register of Warrants

(1) The Secretary of the Department is to cauSergeral Register of
Warrants to be kept.

(2) The Secretary of the Department is to causeteecorded in the
General Register in relation to each Part 2-5 warparticulars of:

(a) the date of issue of the warrant; and

(b) the Judge or nominated AAT member who isshed t
warrant; and

(c) the agency to which the warrant was issued; an
(d) in the case of a telecommunications serviceams
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(i) the telecommunications service to which theremat
relates; and
(i) the name of the person specified in the walres a
person using or likely to use the telecommunication
service; and
(e) in the case of a named person warrant:
(i) the name of the person to whom the warrarmitest and
(i) each telecommunications service that is dpatin the
warrant, or in relation to which interceptions auribed
by the warrant have occurred; and
(f) the period for which the warrant is to be ande; and
(g) each serious offence in relation to whichibdge or
nominated AAT member who issued the warrant was
satisfied, on the application for the warrant, &ntioned in:
(i) in the case of a warrant under section 48—graiah
46(1)(d); or
(i) otherwise—paragraph 46(1)(d) or 46A(1)(d)tlas case
requires.

81B Regular submission of General Register to Mister

(1) Within 3 months after the commencement of 8ale5 to the
Telecommunications (Interception) Amendment Ac620@
Secretary of the Department must deliver the Gémragister to
the Minister for inspection.

(2) Once at least within each succeeding peridgimbnths, the
Secretary of the Department must deliver to theidtén, for
inspection by the Minister, any part of the Gen&agjister that
represents information recorded since the Geneggisier, or any
part of the General Register, was last deliverdtiedVinister.

81C Special Register of Warrants

Special Register of Warrants

(1) The Secretary of the Department is to cauSgeeial Register of
Warrants to be kept.
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Contents of Register

(2) The Secretary of the Department is to causeteecorded in the
Special Register the following particulars in rigatto each
registrable expired warrant:

(a) the date of issue of the warrant;

(b) the Judge or nominated AAT member who isshed t
warrant;

(c) the agency to which the warrant was issued;
(d) in the case of a telecommunications serviceans:

(i) the telecommunications service to which theresat
related; and

(i) the name of the person specified in the watres a
person using or likely to use the telecommunication
service; and

(e) in the case of a named person warrant:
(i) the name of the person to whom the warramiteel, and

(i) each telecommunications service that is dptin the
warrant, or in relation to which interceptions auribed
by the warrant have occurred; and

(f) the period for which the warrant was in force;

(g) each serious offence in relation to whichbdge or
nominated AAT member who issued the warrant was
satisfied, on the application for the warrant, &ntioned in:

(i) in the case of a warrant under section 48—graiah
46(1)(d); or
(i) otherwise—paragraph 46(1)(d) or 46A(1)(d)tlas case
requires.
Note: Registrable expired warrant is defined by subsections (3) and (4).

Registrable expired warrant—original warrant renalve

(3) For the purposes of this section, if:
(a) a Part 2-5 warrant has been issued; and
(b) the warrant was an original warrant; and
(c) there were one or more renewals of the wareard

(d) at the end of the period of 3 months afterttime (the
cessation time) when the last renewal of the warrant ceased
to be in force, no criminal proceedings had bestitirted, or
were likely to be instituted, against a persontantiasis of
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information obtained as a result of intercepting a
communication under:

(i) the warrant; or
(i) arenewal of the warrant; and
(e) the cessation time is after the commencenfethiwsection;

the warrant, and each renewal of the warrant, bes@an
registrable expired warrant at the end of that period.

Registrable expired warrant—original warrant nonewed

(4) For the purposes of this section, if:
(a) a Part 2-5 warrant has been issued; and
(b) the warrant was an original warrant; and
(c) no renewal of the warrant was issued; and
(d) at the end of the period of 3 months aftertiime (the
cessation time) when the warrant ceased to be in force, no
criminal proceedings had been instituted, or wikiedyf to be
instituted, against a person on the basis of inédion
obtained as a result of intercepting a communioatioder
the warrant; and
(e) the cessation time is after the commencenfethiwsection;
the warrant becomesregistrable expired warrant at the end of
that period.

Interpretation—criminal proceedings supported biginepted
information

(5) A reference in this section to criminal prodiegs that had been,
or were likely to be, instituted on the basis dbimation obtained
as a result of intercepting a communication undeaaant
includes a reference to criminal proceedings theewor were
likely to be, supported by information obtainedha®sult of
intercepting a communication under a warrant.

81D Regular submission of Special Register to Misier

Original submission

(1) Within 3 months after the commencement of 8ale5 to the
Telecommunications (Interception) Amendment Ac6 2@
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Secretary of the Department must deliver the SpBagister to
the Minister for inspection by the Minister.

Subsequent submissions

(2) Once at least within each succeeding peridgimbnths, the
Secretary of the Department must deliver to theidtén, for
inspection by the Minister, any part of the SpeBabister that
represents information recorded since the Spedgld®er, or any
part of the Special Register, was last deliveretthédMinister.

Special Register and General Register to be dadivat the same
time

(3) Asfar as is practicable, the Secretary of@Dkpartment is to
ensure that delivery of the Special Register, pard of the Special
Register, as the case requires, takes place aathe time as the
delivery of a part of the General Register undéssation 81B(2).

81E Provision of information by eligible authorities

When section applies

(1) This section applies to an eligible authoatya State if the eligible
authority is an agency.

Secretary may require information

(2) The Secretary of the Department may, by writtetice given to
the chief officer of the eligible authority, regaithe chief officer to
give the Secretary such information as the Segregmuires for
the purposes of complying with the obligations isga on him or
her by section 81C.

Information to be given

(8) The chief officer must give the informationtkwn the period, and
in the manner, specified in the notice.

83 Inspections

(1) The Ombudsman shall inspect the records df Eacnmonwealth
agency:
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(a) at least twice during the period beginninthat
commencement of this Part and ending on 30 Jung; Eo®l
(b) at least twice during each financial year bagig on or after
1 July 1988;
in order to ascertain the extent to which the agsrafficers have
complied with sections 79, 80 and 81 since thatroentement, or
since the last inspection under this Part of thenag's records, as
the case requires.

(2) The Ombudsman may at any time inspect a Conuaalth
agency’s records in order to ascertain the extenthich the
agency’s officers have complied during any periatthw
sections 79, 80 and 81.

84 Reports

(1) The Ombudsman shall, as soon as practicatdeinsany event
within 3 months, after the end of each financiaryeeport to the
Minister in writing, in relation to each Commonwigehgency,
about the results of the inspections under sulmse8&(1), during
that financial year, of the agency’s records.

(1A) The Ombudsman must include in each reporeusdbsection (1)
in relation to a financial year:
(&) a summary of the inspections conducted ifittancial year
under section 83; and
(b) particulars of any deficiencies identifiedttirpact on the
integrity of the telecommunications interceptioginee
established by this Act; and
(c) particulars of the remedial action (if anyRea or proposed
to be taken to address those deficiencies.
Note: In complying with this section, the Ombudsmeamains bound by the

obligations imposed by section 63 relating to disate of intercepted
information or interception warrant information.

(2) The Ombudsman may report to the Minister iitiag at any time
about the results of an inspection under this &atshall do so if
so requested by the Minister.

(3) The Ombudsman shall give a copy of a repadeasubsection (1)
or (2) to the chief officer of the agency to whitle report relates.

Telecommunications (Interception and Access) A¢919 139



Chapter 2 Interception of telecommunications
Part 2-7 Keeping and inspection of interception records

Section 85

85 Ombudsman may report on other breaches of thi&ct

Where, as a result of an inspection under thisdahe records of
an agency, the Ombudsman is of the opinion thaiffacer of the
agency has contravened a provision of this Actgiothan

section 79, 80 or 81), the Ombudsman may includesior her
report on the inspection a report on the contragant

86 Ombudsman’s general powers

(1) For the purposes of an inspection under thrs & an agency’s
records, the Ombudsman:

(&) may, after notifying the chief officer of thgency, enter at
any reasonable time premises occupied by the agandy

(b) is entitled to have full and free access latezlsonable times
to all records of the agency; and

(ba) is entitled to have full and free accesdlatasonable times
to the General Register and the Special Register; a

(c) notwithstanding section 63 or any other lasentitled to
make copies of, and to take extracts from, recofdise
agency or the General Register or Special Regier;

(d) may require an officer of the agency to give ©mbudsman
such information as the Ombudsman considers negessa
being information that is in the officer's possessior to
which the officer has access, and that is reletattie
inspection.

(2) The chief officer of a Commonwealth agencyllstrasure that the
agency’s officers provide to the Ombudsman sucistasge in
connection with the performance or exercise of@ngudsman’s
functions or powers under this Part as the Ombudsemsonably
requires.

(8) The Ombudsman’s powers include doing anytimeglental or
conducive to the performance of any of the Ombudgésna
functions under this Part.

87 Power to obtain relevant information

(1) Where the Ombudsman has reason to believathafficer of an
agency is able to give information relevant tor@spection under
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this Part of the agency’s records, subsectionarfd)(3) have
effect.

(2) The Ombudsman may, by writing given to thécedf, require the
officer to give the information to the Ombudsman:

(a) by writing signed by the officer; and
(b) at a specified place and within a specifiedque

(3) The Ombudsman may, by writing given to thecedf, require the
officer to attend:

(a) before a specified inspecting officer;
(b) at a specified place; and
(c) within a specified period or at a specifieddion a specified
day;
in order to answer questions relevant to the inspec

(4) Where the Ombudsman:

(a) has reason to believe that an officer of @negis able to
give information relevant to an inspection undés art of
the agency’s records; and

(b) does not know the officer’s identity;

the Ombudsman may, by writing given to the chidicef of the
agency, require the chief officer, or a person mat@d by the
chief officer, to attend:

(c) before a specified inspecting officer;

(d) at a specified place; and

(e) within a specified period or at a specifieddion a specified
day;

in order to answer questions relevant to the irtspec

(5) The place, and the period or the time and spgcified in a
requirement under this section shall be reasorfebling regard to
the circumstances in which the requirement is made.

88 Ombudsman to be given information and access twathstanding
other laws

(1) Notwithstanding any other law, a person isexatused from
giving information, answering a question, or givexress to a
document, as and when required by or under this &athe
ground that giving the information, answering tlhwestion, or
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giving access to the document, as the case maydal
contravene a law, would be contrary to the puldlieriest or might
tend to incriminate the person or make the persdube to a
penalty, but:
(a) the information, the answer, or the fact thatperson has
given access to the document, as the case mande; a
(b) any information or thing (including a documenitained as
a direct or indirect consequence of giving thefinentioned
information, answering the question or giving asdesthe
first-mentioned document, as the case may be;
is not admissible in evidence against the perscepxn a
proceeding by way of a prosecution for an offergairast
section 107.

(2) Nothing in section 63 or any other law pregest officer of an
agency from:
(a) giving information to an inspecting officeri{ather orally or
in writing and whether or not in answer to a questi or
(b) giving to an inspecting officer access toeord of the
agency;,
for the purposes of an inspection under this Hatimagency’s
records.

(3) Nothing in section 63 or any other law preges officer of an
agency from making a record of information, or éags record of
information to be made, for the purposes of givimg information
to a person as permitted by subsection (2).

89 Dealing with information for the purposes of irspection and
report

Where:

(a) information is given or communicated to arpetding
officer, as permitted by subsection 88(2) or teisti®n, for
the purposes of an inspection, or of a report omgpection,
under this Part of an agency'’s records; or

(b) an inspecting officer obtains information agsult of being
given access to records of an agency, as perntjted
subsection 88(2), for the purposes of an inspectiafer this
Part of the agency’s records;
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the inspecting officer may, notwithstanding seci@wor any other
law, communicate to another inspecting officer, enake of, or
make a record of, the information for the purpasfesn inspection,
or of a report on an inspection, under this Pathefagency’s
records.

90 Ombudsman not to be sued

Subject to the provisions applying by virtue obsection 92(3), an
inspecting officer, or a person acting under apeating officer's
direction or authority, is not liable to an actienjt or proceeding
for or in relation to an act done, or omitted todome, in good
faith in the performance or exercise, or the puggbperformance
or exercise, of a function, power or authority @néd by this Part.

91 Delegation by Ombudsman

(1) The Ombudsman may, either generally or asraike provided by
the instrument of delegation, delegate to anotisgrecting officer,
all or any of the Ombudsman’s powers under thi¢ &ther than a
power to report to the Minister and this power efegjation.

(2) A power so delegated, when exercised by thegdée, shall, for
the purposes of this Part, be deemed to have begciged by the
Ombudsman.

(3) A delegation under subsection (1) does notgnethe exercise of
a power by the Ombudsman.

(4) A delegate shall, upon request by a persactdt by the exercise
of any power delegated to the delegate, producmgtieiment of
delegation, or a copy of the instrument, for insjpecby the
person.

92 Application of Ombudsman Act

(1) Section 11A of th©mbudsman Act 19tbes not apply in
relation to the exercise or proposed exercisepuiveer, or the
performance or the proposed performance of a fonctf the
Ombudsman under this Part.
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(2) A reference in section 19 of tenbudsman Act 1976 the
Ombudsman’s operations does not include a referenaeything
that an inspecting officer has done or omitteddadder this Part.

(3) Subject to section 88 of this Act, subsecti®sg), (3), (4) and (8)
of theOmbudsman Act 19%pply for the purposes of this Part and
so apply as if:

(a) areference in those subsections to an offiege a reference
to an inspecting officer;

(b) areference in those subsections to informatid not
include a reference to lawfully intercepted infotiog;

(c) areference in those subsections to that Acewa reference
to this Part;

(d) paragraph 35(3)(b) of that Act were omitteatl a

(e) section 35A of that Act had not been enacted.

92A Exchange of information between Ombudsman an8tate
inspecting authorities

(1) In this section:

State agency means an eligible authority of a State that is an
agency.

State inspecting authority, in relation to a State agency, means the
authority that, under the law of the State conadrhas the
function of making inspections of the kind refertedn paragraph

35(1)(h).

(2) The Ombudsman may give information that:
(a) relates to a State agency; and
(b) was obtained by the Ombudsman under this Act;
to the authority that is the State inspecting autya relation to
the agency.

(3) The Ombudsman may only give information tcaathority under
subsection (2) if the Ombudsman is satisfied thatgiving of the
information is necessary to enable the authorifyeidorm its
functions in relation to the State agency.
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(4) The Ombudsman may receive from a State inspgeatthority
information relevant to the performance of the Od#man’s
functions under this Act.
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Part 2-8—Reports about interceptions under
Parts 2-3 and 2-5

Division 1—Reports to the Minister

93 Annual reports to Minister about interceptionsunder Part 2-3

The Managing Director of a carrier shall, as sasipracticable
after each 30 June, give to the Minister a writegrort about the
interceptions carried out by employees of the eapursuant to
requests made, or purporting to be made, undepsae®d during
the year ending on that 30 June.

94 Annual reports regarding applications and warrants under
Part 2-5

(2) The chief officer of a Commonwealth agency tgige to the
Minister, within 3 months after a telecommunicati@ervice
warrant issued to the agency ceases to be in fanveften report
containing:

(a) information about:
(i) the use made by the agency of information iolei by
interceptions under the warrant; and
(i) the communication of such information to pars other
than officers of the agency; and
(iii) the number of arrests that have been, oflikety to be,
made on the basis of such information; and
(b) an assessment of the usefulness of informatibained by
interceptions under the warrant.

(3) The chief officer of a Commonwealth agencyilslaa soon as
practicable, and in any event within 3 months,raéeech 30 June,
give to the Minister a written report that sets suth information
as:

(a) Division 2 requires to be set out in the Miei% report
under that Division relating to the year endingtioat
30 June; and

(b) can be derived from the agency’s records.
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(3A) A report under subsection (3) must includgaement of the total
expenditure (including expenditure of a capitauna} incurred by
the agency concerned in connection with the exeswdf warrants
during the year to which the report relates.

(4) Section 34C of thActs Interpretation Act 190does not apply in
relation to a report under subsection (3) of thistisn.

94A Reports regarding emergency interception actio

(1) The chief officer of an agency referred tsusection 7(8) must
give to the Minister a written report concerning:

(a) an emergency interception action taken byficeo of the
agency that, because of the operation of subset(@n),
took place without a warrant under Part 2-5; and

(b) an emergency interception action taken byféioev of the
agency in respect of which an application for areuatrwas
made under Part 2-5 and refused.

(2) The chief officer of the agency must give tbport within 3
months after:
(a) in the case set out in paragraph (1)(a)—the da which the
action ceased; and
(b) in the case set out in paragraph (1)(b)—the da which the
application was refused.

(3) The report must contain the following informat

(a) if an interception occurred:

(i) the date and time at which the interceptiogare and
(ii) the duration of the interception;

(b) if there was no interception but action hadrbtaken to
cause a communication to be intercepted—detaillseof
action taken;

(c) the circumstances that led the officer conedno believe
that the conditions of subsection 7(4) or (5) wsatisfied,;

(d) in the case set out in paragraph (1)(a)—theaes it was not
practicable to apply for a warrant under Part 2-Eeiation to
the action;

(e) in the case set out in paragraph (1)(b)—theaes the judge
or nominated AAT member refused the applicaticthéf
reasons are known;
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() information about the use made by the agerfiéggformation
obtained by the interception;

(g) information about the communication of sudloimation to
persons other than officers of the agency;

(h) the number of arrests that have been, oiikelyto be, made
on the basis of such information;

(i) an assessment of the usefulness of informatiained by
the interception.

(4) In this section:

emergency interception action means an interception done under
subsection 7(4) or (5) or action taken under orthase
subsections to cause an interception to occur.

94B Reports regarding named person warrants

(1) The chief officer of an agency to which a ndrperson warrant
has been issued must give to the Minister a writport about the
action (if any) that has taken place under the averr

(2) The chief officer must give a report in redatito the warrant
within 3 months after the warrant ceases to beriocef

(3) The report must contain the following inforiatin relation to
each interception:

(a) the service to drom which the intercepted communication
was made (being a service that the person namébe in
warrant used, or was likely to use);

(b) the reasons it would not have been effedtiviatercept the
communications under a telecommunications service
warrant;

(c) information about the use made by the agefiayformation
obtained by each interception;

(d) information about the communication of sudloimation to
persons other than officers of the agency;

(e) the number of arrests that have been, oiilely to be, made
on the basis of such information;

(f) an assessment of the usefulness of informatiained by
each interception.
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95 Minister may seek further information from Commonwealth
agency

(1) The Minister may by writing request the chofficer of a
Commonwealth agency, or eligible Commonwealth aitthdo
give to the Minister in writing specified informati that:

(a) the Minister needs in connection with prepgudrreport
under Division 2; and

(b) is not contained in a report by the chiefadfiunder
subsection 94(3).

(2) To the extent that it is practicable to dotbe, chief officer of a
Commonwealth agency, or eligible Commonwealth aitthcshall
comply with a request made to the chief officeremd
subsection (1).

96 Annual reports by State authorities

(1) Subject to subsection (2), the chief offickao eligible authority
of a State shall, as soon as practicable, andyireaent within 3
months, after each 30 June, give to the Ministeritien report
that:

(a) if information that section 102 or 102A re@sitto be set out
in the Minister’s report under Division 2 relatitgythe year
ending on that 30 June can be derived from theoaityts
records—sets out that information; or

(b) in any other case—states that no such infodomaian be so
derived.

(1A) A report under subsection (1) must includgaement of the total
expenditure (including expenditure of a capitauna} incurred by
the eligible authority concerned in connection with execution
of warrants during the year to which the reporates.

(2) Where a Minister of a State has given to theidfer a written
report that sets out the information that, buttfis subsection,
subsections (1) and (1A) would require to be sgfroa report by
the chief officer of an eligible authority of thatate, the chief
officer need not give to the Minister the last-nienéd report.
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97 Reports by Managing Directors about acts donaiconnection
with certain warrants under Part 2-5

The Managing Director of a carrier shall giveatie Minister,
within 3 months after a warrant under section 486X ceases to
be in force, a written report about the acts angkidone by or in
relation to employees of the carrier:

(a) to enable, or in connection with enabling, ommications to

be intercepted under the warrant; and

(b) to ensure discontinuance of interceptions utitewarrant;
and the days on which, and the times at which glagss or things
were done.
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Division 2—Reports by the Minister

99 Annual report by Minister about warrants under Part 2-5

The Minister shall, as soon as practicable aféeh 30 June, cause
to be prepared a written report that relates to/éze ending on
that 30 June and complies with this Division.

100 Report to set out how many applications madend warrants
issued

(1) The report shall set out, for each Commonveadiency, and for
each eligible authority of a State that was an egamhany time
during that year:

(a) the relevant statistics about applicationdfart 2-5 warrants
that the agency or authority made during that yaad;

(b) the relevant statistics about telephone apptins for
Part 2-5 warrants that the agency or authority ntaotag
that year; and

(c) the relevant statistics about renewal appboatthat the
agency or authority made during that year; and

(d) the relevant statistics about applicationsHart 2-5 warrants
that the agency or authority made during that gealrthat
included requests that the warrants authorise emtry
premises; and

(e) how many Part 2-5 warrants issued on applinatmade by
the agency or authority during that year specitiedditions
or restrictions relating to interceptions underagrants;
and

(ea) in relation to the applications of a kindere¢d to in
paragraph (a), (b), (c) or (e), the relevant diaiabout
applications of that kind that relate to named @ers
warrants; and

(eb) in relation to all named person warrantsadsduring that
year on application made by each agency or aughorit

(i) how many of those warrants involved the inggtion of
a single telecommunications service; and
(i) how many of those warrants involved the ictgtion of
between 2 and 5 telecommunications services; and
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(i) how many of those warrants involved the natption of
between 6 and 10 telecommunications services; and
(iv) how many of those warrants involved the inggtion of
more than 10 telecommunications services; and
(ec) in relation to all named person warrantsdadsduring that
year on application made by each agency or aughorit
(i) the total number of telecommunications sersice
intercepted under those of the warrants that did no
authorise the interception of communications made b
means of a telecommunications device or
telecommunications devices identified in the walran
and
(i) the total number of telecommunications seggic
intercepted under those of the warrants that did
authorise the interception of communications made b
means of a telecommunications device or
telecommunications devices identified in the walran
and

(i) the total number of telecommunications deddy
means of which communications were intercepted unde
those of the warrants that did authorise the iefgion
of communications made by means of a
telecommunications device or telecommunications
devices identified in the warrant; and

(ed) in relation to applications of a kind refefte in

paragraph (a), (b), (c), (d) or (e), the relevaatistics about
applications of that kind that relate to warrantsdlation to
which subparagraph 46(1)(d)(ii) would apply if tharrants
were issued; and

(f) the categories of the serious offences spetifinder
subsection 49(7) in Part 2-5 warrants issued oficgtipns
made by the agency or authority during that yead; a

(g) in relation to each of those categories, hcamyrserious
offences in that category were so specified.

(2) The report shall set out:
(a) the relevant statistics about applicationgfart 2-5 warrants
that were made during that year; and
(b) the relevant statistics about telephone apfitins for
Part 2-5 warrants that were made during that yeat;
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(c) the relevant statistics about renewal appboatmade during
that year; and
(d) the relevant statistics about applicationsHart 2-5 warrants
that were made during that year and that includgdests
that the warrants authorise entry on premises; and
(e) how many Part 2-5 warrants issued on apptinatmade
during that year specified conditions or restrictigelating to
interceptions under the warrants; and
(ea) in relation to the applications of a kindereéd to in
paragraph (a), (b), (c) or (e), the relevant diaisbout
applications of that kind that relate to named @ers
warrants; and
(eb) in relation to all named person warrantsadsduring that
year:

(i) how many of those warrants involved the inggroon of
a single telecommunications service; and

(i) how many of those warrants involved the ictgtion of
between 2 and 5 telecommunications services; and

(iii) how many of those warrants involved the neption of
between 6 and 10 telecommunications services; and
(iv) how many of those warrants involved the inggtion of
more than 10 telecommunications services; and
(ec) in relation to all named person warrantsadsduring that
year:

(i) the total number of telecommunications sersice
intercepted under those of the warrants that did no
authorise the interception of communications made b
means of a telecommunications device or
telecommunications devices identified in the walran
and

(ii) the total number of telecommunications seegic
intercepted under those of the warrants that did
authorise the interception of communications made b
means of a telecommunications device or
telecommunications devices identified in the walran
and

(iii) the total number of telecommunications deddy
means of which communications were intercepted unde
those of the warrants that did authorise the iefgion
of communications made by means of a
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telecommunications device or telecommunications
devices identified in the warrant; and
(ed) in relation to applications of a kind refette in
paragraph (a), (b), (c), (d) or (e), the relevaatistics about
applications of that kind that relate to warrantsdlation to
which subparagraph 46(1)(d)(ii) would apply if tharrants
were issued; and
(f) the categories of the serious offences spatifinder
subsection 49(7) in Part 2-5 warrants issued oficgtipns
made during that year; and
(g) in relation to each of those categories, haamyrserious
offences in that category were so specified.

101 Report to contain particulars about duration ¢ warrants

(1) The report shall set out, for each Commonveadiency, and for
each eligible authority of a State that was an egamhany time
during that year:

(a) the average of the respective periods spdcifiethe Part 2-5
warrants that are original warrants and were issued
applications made by the agency or authority duifirad
year, as the periods for which the warrants welgetm
force; and

(b) the average of the respective periods durihighvthe
warrants referred to in paragraph (a) were in foaoel

(c) the average of the respective periods spegiiiethe Part 2-5
warrants that are renewals of other warrants and 8sued
on applications made by the agency or authoritinduhat
year, as the periods for which the renewals werenmin in
force; and

(d) the average of the respective periods duringhvthe
warrants first referred to in paragraph (c) weréoite; and

(da) in relation to periods of a kind referredrtgaragraph (a),
(b), (c) or (d), the averages of the periods of kirad that
relate to warrants in relation to which subparagrap
46(1)(d)(ii) applied; and
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(e) how many 90 day final renewals, how many 1&{ fihal
renewals, and how many 180 day final renewals,goein
warrants issued to the agency or authority, cedsddg that
year to be in force.

(2) The report shall set out:

(a) the average of the respective periods spdgifiePart 2-5
warrants that are original warrants and were issued
applications made during the year, as the periodg/fich
the warrants were to be in force; and

(b) the average of the respective periods durihighvthe
warrants referred to in paragraph (a) were in foaoel

(c) the average of the respective periods spegiiiethe Part 2-5
warrants that are renewals of other warrants amd 8sued
on applications made during that year, as the geffior
which the renewals were to remain in force; and

(d) the average of the respective periods duringhvthe
warrants first referred to in paragraph (c) weréoitce; and

(da) in relation to periods of a kind referredrtgaragraph (a),

(b), (c) or (d), the averages of the periods of kirad that
relate to warrants in relation to which subparalgrap
46(1)(d)(ii) applied; and

(e) how many 90 day final renewals, how many 1&{ fihal
renewals, and how many 180 day final renewals,eckas
during that year to be in force.

(3) A reference in subsection (1) or (2) to a 89 final renewal, to a
150 day final renewal or to a 180 day final reneiwal reference to

a warrant:
(a) that is the last renewal of an original watyrand

(b) that ceased to be in force:
(i) more than 90 days but not more than 150 days;

(i) more than 150 days but not more than 180 days

(iii) more than 180 days;
as the case may be, after the day of issue tbtignal
warrant.
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102 Report to contain information about effectivelmss of warrants

(1) The report shall set out, for each Commonweadfency, for each
eligible Commonwealth authority, and for each éligiauthority
of a State:

(&) how many arrests were made during that year:

(i) in connection with the performance by the anyeor
authority of its functions; and

(ii) on the basis of information that was or ircéa
lawfully intercepted information;

(b) the categories of the prescribed offencesgedings by way
of prosecutions for which ended during that yeamd
proceedings in which, according to the record$iefagency
or authority, lawfully intercepted information wgien in
evidence; and

(c) inrelation to each of those categories:

(i) the number of such offences in that categang
(i) the number of such offences in that categomespect
of which convictions were recorded.

(2) The report shall set out:

(&) how many arrests were made during that year:

(i) in connection with the performance by Commoaliile
agencies, by eligible Commonwealth authorities, layd
eligible authorities of States, of their respective
functions; and

(i) on the basis of information that was or iraal
lawfully intercepted information;

(b) the categories of the prescribed offencesgadings by way
of prosecutions for which ended during that yeamd
proceedings in which, according to the respectiverds of
Commonwealth agencies, of eligible Commonwealth
authorities, and of eligible authorities of Stategfully
intercepted information was given in evidence; and

(c) inrelation to each of those categories:

(i) the number of such offences in that categang

(i) the number of such offences in that categomespect
of which convictions were recorded.
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(8) The report is to set out, for:
(a) each Commonwealth agency; and

(b) each eligible authority of a State, wheredligible authority
was an agency at any time during the year to wihelreport
relates;

the percentage worked out using the formula:

Eligible warrants
Total warrants

100

where:

Eligible warrants means the number of warrants that satisfy the
following conditions:
(a) the warrant was issued to the agency or aityhas the case
requires;
(b) the warrant was in force during the year tochiihe report
relates;
(c) a prosecution was instituted, or was likelyp#instituted, on
the basis of information obtained by interceptiander:
(i) the warrant; or
(i) if the warrant was a renewal of an originanant:
(A) the original warrant; or
(B) any other renewal of the original warrant; or
(iii) if the warrant was an original warrant—argnewal of
the original warrant.

Total warrants means the number of warrants that were:
(a) issued to the agency or authority, as the aggres; and
(b) in force during the year to which the repetates.

(4) The report is to set out the percentage wodkgdising the
formula:

Eligible warrants
Total warrants

100
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where:

Eligible warrants means the number of warrants that satisfy the
following conditions:

(a) the warrant was issued to:
(i) a Commonwealth agency; or
(i) an eligible authority of a State, where thigible

authority was an agency at any time during the y@ar
which the report relates;

(b) the warrant was in force during the year tacllihe report
relates;
(c) a prosecution was instituted, or was likelyp#instituted, on
the basis of information obtained by interceptiander:
(i) the warrant; or
(i) if the warrant was a renewal of an originanant:
(A) the original warrant; or
(B) any other renewal of the original warrant; or

(iii) if the warrant was an original warrant—argnewal of
the original warrant.

Total warrants means the number of warrants that were:
(a) issued to:

(i) Commonwealth agencies; and

(ii) eligible authorities of States, where thegddie
authorities were agencies at any time during tlee @
which the report relates; and

(b) in force during the year to which the repetates.

(5) A reference in this section to a prosecuthaat tvas instituted, or
was likely to be instituted, on the basis of infatian obtained by
interceptions under a warrant includes a referémeeprosecution
that was supported, or likely to be supported,nfgrimation
obtained by interceptions under a warrant.

102A Report regarding interceptions without warrart
The report must state, for each agency referréa $absection
7(8), the number of occasions on which an offigestaff member

of the agency intercepted a communication in rekaon
subsection 7(4) or (5).
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103 Other information to be included in report
The report must set out:

(a) the total expenditure (including expenditura eapital
nature) incurred by agencies to which the repdates in
connection with the execution of warrants during year to
which the report relates; and

(aa) for:
(iy each Commonwealth agency; and
(ii) each eligible authority of a State, where dhigible
authority was an agency at any time during the jear
which the report relates;

the amount worked out using the formula:

Total warrant expenditur
Number of warrants

where:
Total warrant expenditure means the total expenditure
(including expenditure of a capital nature) incdrbg the
agency or the authority, as the case requiregnnection
with the execution of warrants during the year toch the
report relates.
Number of warrants means the number of warrants to which
the total warrant expenditure relates; and
(ab) information about the availability of judgesissue warrants
under Part 2-5 and the extent to which nominated AA
members have been used for that purpose, but clatling
information that would identify a particular judge AAT
member; and
(ac) for:
(i) each Commonwealth agency; and
(ii) each eligible authority of a State, where #higible
authority was an agency at any time during the y@ar
which the report relates;
the number (if any) of interceptions carried ontbehalf of
each other such Commonwealth agency or eligibllecaity;
and

(aca) the number (if any) of interceptions caroed by the
Organisation on behalf of:

(i) each Commonwealth agency; and
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(ii) each eligible authority of a State, where #higible
authority was an agency at any time during the fear
which the report relates; and

(ad) for each State and for the Australian Cafitatitory, the
number and type of emergency service facilitieated in
that State or Territory that have been declarethbyMinister
during the year to which the report relates; and

(ae) a summary of the information:

(i) that is required under subsection 84(1A) tartwtuded
by the Ombudsman in the report made under subsectio
84(1); and

(ii) that relates to the year to which the Minigeeport
relates; and

(b) such other information (if any) as is presedb

103A Annual report for 1999-2000

(1) The annual report for 1999-2000 must includevéew of the
amendments made by tfielecommunications (Interception) and
Listening Device Amendment Act 1987his Act.

(2) For the purposes of the review, the Ministeistrarrange for a
public notice, in plain English, to be publishediirieast one daily
newspaper circulating in each State and Territcadfing for
submissions from the public on the operation of mongents
providing for the issuing of warrants by nominatediT members,
and including an address to which submissions reaseit.
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Division 3—Provisions about annual reports

104 Annual reports

(1) The Minister shall cause a copy of a repodeasrsection 93 or
Division 2 to be laid before each House of theiBarént within 15
sitting days of that House after the Minister rgesithe report, or
the report is prepared, as the case may be.

(2) A report under section 93 or Division 2 shradt be made in a
manner that is likely to enable the identificatfra person.

(3) For the purposes of section 34C of Atwts Interpretation Act
1901, a report that section 93 or Division 2 requiebe given or
prepared as soon as practicable after 30 Junedtendar year
shall be deemed to be a periodic report that tiisréquires a
person to furnish to the Minister and that relatethe
administration of Part 2-3, or Parts 2-5, 2-6 afif] s the case
may be, during the year ending on that 30 June.
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Part 2-9—Offences

105 Contravention of section 7 or 63

(1) A person who contravenes subsection 7(1) dise63 is guilty of
an offence against that subsection or section.

(2) An offence against subsection 7(1) or seddi®fis an indictable
offence and, subject to this section, is punishahleonviction by
imprisonment for a period not exceeding 2 years.

(3) Notwithstanding that an offence against sutise& (1) or
section 63 is an indictable offence, a court of suamy jurisdiction
may hear and determine proceedings in respectcbf & offence
if, and only if:
(a) the proceedings are brought in the name of the
Attorney-General or the Director of Public Proséms;
(b) the defendant and the prosecutor consent; and
(c) the court is satisfied that it is proper foe tourt to hear and
determine proceedings in respect of the offence.

(4) Where, in accordance with subsection (3),watonf summary
jurisdiction convicts a person of an offence agasudbsection 7(1)
or section 63, the penalty that the court may irepes
imprisonment for a period not exceeding 6 months.

106 Obstruction

(1) A person shall not obstruct or hinder a perscting under a
warrant.

Penalty: Imprisonment for 6 months.

(2) Subsection (1) does not apply if the persastrolsting or hindering
has a reasonable excuse.

Note: A defendant bears an evidential burden iatiah to the matter in
subsection (2) (see subsection 13.3(3) ofGhminal Codg.
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107 Offences relating to inspections under Part 2-

(1) A person shall not refuse or fail:
(a) to attend before a person;
(b) to furnish information; or
(c) to answer a question;
when required under section 87 to do so.

Penalty: Imprisonment for 6 months.

(2) A person shall not:

(a) intentionally obstruct, hinder or resist agmerin connection
with the performance or exercise of the Ombudsman’s
functions or powers under Part 2-7; or

(b) give to an inspecting officer, in connectioithxan inspection
under Part 2-7, information or a statement that the

first-mentioned person knows to be false or misteadh a
material particular.

Penalty: Imprisonment for 6 months.

(8) Subsection (1) and paragraph (2)(a) do nolyapthe person first
mentioned in subsection (1) or (2) has a reasoretdese.

Note: A defendant bears an evidential burden iatieh to the matter in
subsection (3) (see subsection 13.3(3) ofGhminal Codg.
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Part 2-10—Civil remedies

107A Civil remedies—unlawful interception or communication

When section applies

(1) This section applies to an interception obmmunication passing
over a telecommunications system if the intercepévas in
contravention of subsection 7(1).

Aggrieved person

(2) For the purposes of this section, a persam &ggrieved person if,
and only if:

(a) the person was a party to the communication; o
(b) the communication was made on the person’albeh

Interception—civil court remedy

(3) If a person (in this subsection called degendant):
(a) so intercepted the communication; or
(b) did an act or thing referred to in paragrafi)(b) or (c) in
relation to the interception;

the Federal Court of Australia or a court of a &tat Territory
may, on the application of an aggrieved persomtgtee aggrieved
person remedial relief in respect of the interaaptly making such
orders against the defendant as the court consigirepriate.

Note: Paragraphs 7(1)(b) and (c) deal with the@ightion or enabling of
interception etc.

Communication—civil court remedy

(4) If:
(a) information was obtained by intercepting thenmunication;
and
(b) a person (in this subsection called daieendant)
communicated the information to another person in
contravention of section 63;
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the Federal Court of Australia or a court of a &tat Territory
may, on the application of an aggrieved persomtgtee aggrieved
person remedial relief in respect of the commuiocadf the
information by making such orders against the d#danas the
court considers appropriate.

Interception—criminal court remedy

(5) If a court convicts a person (in this subsettalled the

defendant) of an offence against subsection 7(1) constitbied

(a) the interception; or

(b) the doing of an act or thing referred to ingoaph 7(1)(b) or

(c) in relation to the interception;

the court may, on the application of an aggrievegn, grant the
aggrieved person remedial relief in respect ofitkerception by
making such orders against the defendant as thé cansiders
appropriate.

Note: Paragraphs 7(1)(b) and (c) deal with the@ightion or enabling of
interception etc.

Communication—criminal court remedy

(6) If:
(a) information was obtained by intercepting tbenmunication;
and
(b) the information was communicated to a person i
contravention of section 63; and
(c) a court convicts a person (in this subsecatalted the
defendant) of an offence against section 63 constituted by
the communication of the information;
the court may, on the application of an aggrievegn, grant the
aggrieved person remedial relief in respect ofcbramunication
of the information by making such orders againstdafendant as
the court considers appropriate.

Orders

(7) Without limiting the orders that may be madeler this section
against a person (in this subsection calledd#hendant) in respect
of a particular interception or a particular commeation of
information, a court may make an order of one orentd the
following kinds:
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(a) an order declaring the interception or comroatndn, as the
case requires, to have been unlawful,

(b) an order that the defendant pay to the aggdgerson such
damages as the court considers appropriate;

(c) an order in the nature of an injunction (intthg a mandatory
injunction);

(d) an order that the defendant pay to the aggdgerson an
amount not exceeding the amount that, in the opiofche
court, represents the total gross income deriveithdy
defendant as a result of the interception or comaation, as
the case requires.

Terms etc. of orders

(8) Without limiting the orders that may be magealcourt under this
section, an order may:
(a) include such provisions as the court considecgssary for
the purposes of the order; and
(b) be made either unconditionally or subjectuohsterms and
conditions as the court determines.

Injunctive relie—variation etc.

(9) A court may revoke or vary an order in theunatof an injunction
made by the court under this section.

Punitive damages

(10) A reference in paragraph (7)(b) to damagelsides a reference to
damages in the nature of punitive damages.

Minor irregularities in warrants etc.

(11) Despite subsection (1) of this section, fieistion does not apply to
an interception that contravenes subsection 7 (i) lmetause of a
defect or irregularity (other than a substantidedeor
irregularity):

(a) in, or in connection with the issue of, a doent purporting
to be a warrant; or

(b) in connection with the execution of a warramtthe
purported execution of a document purporting t@abe
warrant.
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107B Limitation periods etc.

Interception—civil court remedy

(1) An application under subsection 107A(3) far grant of remedial
relief in respect of an interception is to be madhin 6 years
after the end of the interception.

Communication—civil court remedy

(2) An application under subsection 107A(4) fae grant of remedial
relief in respect of a communication of informatisrio be made
within 6 years after the communication.

Criminal court remedies

(3) An application under subsection 107A(5) orf(8)the grant of
remedial relief is not subject to any limitatiorripe, but must be
made as soon as practicable after the convictioneroed.

107C No limitation on other liability

No limitation

(1) This Part does not limit any liability (whethaiminal or civil) that
a person has under any other provision of thisohetnder any
other law.

Remedial relief even if defendant convicted ohacte

(2) An application under subsection 107A(3) orrggy be made even
if the defendant referred to in that subsectionldesn convicted of
an offence under, or arising out of, this Act.

107D Concurrent operation of State and Territory hws

This Part is not intended to exclude or limit tperation of a law
of a State or Territory that is capable of opeationcurrently
with this Part.
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107E State or Territory courts—jurisdictional limi ts

This Part does not enable an inferior court Sfate or Territory to
grant remedial relief of a kind that the courtimhble to grant
under the law of that State or Territory.

107F Extended meaning ofonviction—orders under section 19B of
the Crimes Act 1914

A reference in this Part to the conviction ofeagon of an offence
includes a reference to the making of an order uséetion 19B of
theCrimes Act 1914n relation to a person in respect of an offence.
Note: Section 19B of th€rimes Act 1914mpowers a court that has found

a person to have committed an offence to takeraetithout
proceeding to record a conviction.
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Chapter 3—Access to stored communications

Part 3-1—Prohibition on access to stored
communications

108 Stored communications not to be accessed

(1) A person commits an offence if:
(a) the person:
(i) accesses a stored communication; or
(i) authorises, suffers or permits another pettsoaccess a
stored communication; or
(iii) does any act or thing that will enable thergon or
another person to access a stored communicatidn; an
(b) the person does so with the knowledge of eeith the
following:
(i) the intended recipient of the stored commuitiice
(ii) the person who sent the stored communication.

Penalty: Imprisonment for 2 years or 120 penalfysuor both.

Note: This section does not prohibit accessingoofimunications, that are
no longer passing over a telecommunications system, the
intended recipient or from a telecommunicationsicein the
possession of the intended recipient.

(1A) Without limiting paragraph (1)(b), a persartaken for the
purposes of that paragraph to have knowledge atareferred to
in paragraph (1)(a) if written notice of an intemtito do the act is
given to the person.

Note: For giving notice, see section 28A of Aeis Interpretation Act 1901

(2) Subsection (1) does not apply to or in refatm

(a) accessing a stored communication under adstore
communications warrant; or

(b) accessing a stored communication under arcegpdon
warrant; or

(c) accessing a stored communication under a ctenpuacess
warrant issued under section 25A of fhestralian Security
Intelligence Organisation Act 1976r

Telecommunications (Interception and Access) A¢919 169



Chapter 3 Access to stored communications
Part 3-1 Prohibition on access to stored communications

Section 108

(d)

(€)

(®

(9

(h)

Note:

an act or thing done by an employee of a eaimnithe course
of his or her duties for or in connection with:
(i) the installation of any line, or the instaitat of any
equipment, used or intended for use in connectitim w
a telecommunications service; or
(i) the operation or maintenance of a telecommatnons
system; or
(iii) the identifying or tracing of any person whas
contravened, or is suspected of having contravened
being likely to contravene, a provision of Part6lot
theCriminal Code
if it is reasonably necessary for the employedadhat act or
thing in order to perform those duties effectively;
accessing a stored communication by anothsppdawfully
engaged in duties relating to the installation,raation or
maintenance of equipment or a line, if it is readin
necessary for the person to access the communidatio
order to perform those duties effectively; or
accessing a stored communication by a peraofully
engaged in duties relating to the installation,raation or
maintenance of equipment used, or to be usedctmssing
stored communications under:
(i) stored communications warrants; or
(i) interception warrants; or
(iif) computer access warrants issued under se@# of
the Australian Security Intelligence Organisation Act
1979 or
accessing a stored communication if the aceessgts from,
or is incidental to, action taken by an officertloé
Organisation, in the lawful performance of his er Huties,
for the purpose of:
(i) discovering whether a listening device is lgeirsed at,
or in relation to, a particular place; or
(i) determining the location of a listening desjor
accessing a stored communication by an officestaff
member of the Australian Communications and Media
Authority engaged in duties relating to enforcenadrthe
Spam Act 2003

A defendant bears an evidential burden iatieh to the matter in
subsection (2) (see subsection 13.3(3) ofQhminal Codg.
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(3) For the purposes of paragraph (2)(b), acaeasstored
communication is taken to be under an interceptiarrant if, and
only if, the warrant would have authorised intetmapof the
communication if it were still passing over a telgenunications
system.

(4) In determining, for the purposes of paragrgi@h&l) and (e),
whether an act or thing done by a person was rel$pnecessary
in order for the person to perform his or her dugéectively, a
court is to have regard to such matters (if anygrasspecified in,
or ascertained in accordance with, the regulations.

Note: The civil remedy provisions in Part 3-7 maply to a contravention
of this section.
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Part 3-2—Access by the Organisation to stored
communications

109 Access to stored communications under Part 2varrants

In addition to authorising interception of comriaations, a
Part 2-2 warrant also authorises a person to aecstssed
communication if:

(a) the warrant would have authorised intercepbibine
communication if it were still passing over a
telecommunications system; and

(b) the person is approved under section 12 peesof the
warrant.
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Part 3-3—Access by enforcement agencies to stored
communications

Division 1—Applications for warrants

110 Enforcement agencies may apply for stored comumnications
warrants

(1) An enforcement agency may apply to an issainthority for a
stored communications warrant in respect of a perso

(2) The application must be made on the agenatmlb by:

(a) if the agency is referred to in subsectior2y9a person
referred to in that subsection in relation to thgency; or

(b) otherwise:
(i) the chief officer of the agency; or

(ii) an officer of the agency (by whatever nambech who
holds, or is acting in, an office or position irethgency
nominated under subsection (3).

(3) The chief officer of the agency may, in wrgimominate for the
purposes of subparagraph (2)(b)(ii) an office asifan in the
agency that is involved in the management of temeag

(4) A nomination under subsection (3) is not adiegjve instrument.

111 Form of applications
(1) The application must be in writing.

(2) However, a person making the application @dbency’s behalf
may make the application by telephone if the person
(a) is the chief officer of the agency or a persorelation to
whom an authorisation by the chief officer is inc®under
subsection (3); and
(b) thinks it necessary, because of urgent cir¢camnees, to make
the application by telephone.

(3) The chief officer of an enforcement agency mayvriting,
authorise persons (including classes of persomghéopurposes of
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subsection (2). However, each person must be eshtithder
section 110 to make applications on the agencyialfe

112 Contents of written applications

The application must, if it is in writing, settou
(a) the name of the agency; and

(b) the name of the person making the applicatiothe
agency’s behalf.

113 Affidavits to accompany written applications

(1) The application must, if it is in writing, l@companied by an
affidavit complying with this section.

(2) The affidavit must set out the facts and otjreunds on which the
application is based.

(3) Despite subsection (1), a written applicatiegy be accompanied
by 2 or more affidavits that together set out eaeltter that, but
for this subsection, this section would have regpigin affidavit
accompanying the application to set out.

114 Information to be given on telephone applicadins

The information given to an issuing authorityconnection with a
telephone application to the issuing authority:

(&) must include particulars of the urgent circtanses because
of which the person making the application on tienay’'s
behalf thinks it necessary to make the applicabipn
telephone; and

(b) must include each matter that, if the appiccahad been
made in writing, section 112 or 113 would have reglithe
application, or an affidavit accompanying it, td set; and

(c) must be given orally or in writing, as theuisgy authority
directs.

115 Giving further information to Judge

(1) Anissuing authority may require further infaation to be given in
connection with an application to the issuing atitiigor a
warrant.
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(2) The further information:
(&) must be given on oath if the application waslenin writing;
and
(b) must be given orally or otherwise, as theirggauthority
directs.
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Division 2—Issuing of warrants

116 lIssuing of stored communications warrants

(1) Anissuing authority to whom an enforcemerdgrary has applied
for a stored communications warrant in respect@érgon may, in
his or her discretion, issue such a warrant icfiatl, on the basis
of the information given to him or her under thestHn connection
with the application, that:

(a) Division 1 has been complied with in relattorthe
application; and

(b) in the case of a telephone application—becafisegent
circumstances, it was necessary to make the afiphday
telephone; and

(c) there are reasonable grounds for suspectaigatparticular
carrier holds stored communications:

(i) that the person has made; or

(i) that another person has made and for whietpérson
is the intended recipient; and
(d) information that would be likely to be obtaihley accessing
those stored communications under a stored comzioms
warrant would be likely to assist in connectionhuite
investigation by the agency of a serious contrawarih
which the person is involved (including as a victifithe
serious contravention); and
(da) if the stored communications warrant is aggpfor in
relation to a person who is the victim of the sasio
contravention—the person is unable to consent,isr i
impracticable for the person to consent, to thtsed
communications being accessed; and
(e) in any case—having regard to the mattersnedeo in
subsection (2), and to no other matters, the igsatnhority
should issue a warrant authorising access to soobds
communications.

(2) The matters to which the issuing authority thasse regard are:
(&) how much the privacy of any person or persemsid be
likely to be interfered with by accessing thoseestio
communications under a stored communications warasal
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(b) the gravity of the conduct constituting theices
contravention; and

(c) how much the information referred to in paegajr (1)(d)
would be likely to assist in connection with theestigation;
and

(d) to what extent methods of investigating th@oses
contravention that do not involve the use of aestor
communications warrant in relation to the persovetzeen
used by, or are available to, the agency; and

(e) how much the use of such methods would béylikeassist
in connection with the investigation by the agentthe
serious contravention; and

(f) how much the use of such methods would beylite
prejudice the investigation by the agency of theoss
contravention, whether because of delay or forahgr
reason.

(38) The warrant may be issued in relation to thvestigation of more
than one serious contravention.

117 What stored communications warrants authorise

A stored communications warrant authorises parsgproved
under subsection 127(2) in respect of the war@attess, subject
to any conditions or restrictions that are spedifiethe warrant, a
stored communication:
(a) that was made by the person in respect of wihemvarrant
was issued; or
(b) that another person has made and for whicinteaded
recipient is the person in respect of whom the ardrwas
issued;
and that becomes, or became, a stored communidagiore the
warrant is first executed in relation to the cartfeat holds the
communication.

118 Form and content of stored communications waants

(1) A stored communications warrant:
(&) must be in accordance with the prescribed famd
(b) must be signed by the issuing authority wisoés it.

Telecommunications (Interception and Access) A¢919 177



Chapter 3 Access to stored communications
Part 3-3 Access by enforcement agencies to stored comatimoms
Division 2 Issuing of warrants

Section 119

(2) A stored communications warrant may specifiyditions or
restrictions relating to accessing stored commudiica under the
warrant.

(3) A stored communications warrant must set battsparticulars of
each serious contravention in relation to whichiglseing
authority issuing the warrant was satisfied, onapglication for
the warrant, as mentioned in paragraph 116(1)(d).

119 Duration of stored communications warrants

(1) A stored communications warrant remains icéor
(a) until it is first executed; or
(b) until the end of the period of 5 days aftex ttay on which it
was issued;
whichever occurs sooner.

(2) However, if the warrant relates to more thag o
telecommunications service and those servicesarallnoperated
by the same carrier, the warrant remains in faaéhe extent that
it relates to a telecommunications service operbyeal particular
carrier:

(a) until it is first executed in relation to ddeommunications
service operated by that particular carrier; or

(b) until the end of the period of 5 days after ttay on which it
was issued;

whichever occurs sooner.

(3) An issuing authority must not vary a storechomunications
warrant by extending the period for which it iso®in force.

(4) This section does not prevent the issue ofthér warrant in
respect of the person in respect of whom the wawas issued.

(5) However, if the further warrant relates to taene
telecommunications service as the previous waritamst not be
issued within 3 days after the day on which thevipres warrant
was executed or (if subsection (2) applies) wasdascuted.
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Division 3—How warrants etc. are dealt with

120 Stored communications warrants issued on telapne
applications

(1) Anissuing authority who issues a stored comigations warrant
on a telephone application:
(&) must, as soon as practicable after completigsigning the
warrant:
(i) inform the person who made the applicationpehalf
of the enforcement agency concerned, of the tefms o
the warrant, the day on which it was signed andithe
at which it was signed; and
(i) give the warrant to that person; and
(b) must keep a copy of the warrant.

(2) A person who makes a telephone applicatioaroanforcement
agency’s behalf must, within one day after the alayvhich a
warrant is issued on the application:

(a) cause each person who gave information tsthuéng
authority in connection with the application to swan
affidavit setting out the information so given lnetperson;
and

(b) give to the issuing authority:

(i) the affidavit or affidavits; and

(i) unless the applicant is the chief officertbé
enforcement agency—a copy of an authorisation &y th
chief officer under subsection 111(3) that wasoircé
in relation to the applicant when the applicaticasw
made.

(3) An issuing authority may, by writing signed loyn or her, revoke
a warrant that he or she issued on a telephoné&apph if
satisfied that subsection (2) has not been compligdin relation
to the warrant. If he or she does so, he or shé:mus

(a) forthwith inform the person who made the aggilon on the
enforcement agency’s behalf, or the chief offidethe
enforcement agency, of the revocation; and
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(b) give the instrument of revocation to that persor to the
chief officer, as soon as practicable.

(4) The chief officer of that agency must, if amatenforcement
agency is exercising authority under the warrant:

(a) cause the chief officer of the other agendydanformed
forthwith of the revocation; and

(b) cause a copy of the instrument of revocatiobe given as
soon as practicable to the chief officer of theeotdgency.

121 What happens when stored communications warras are issued

The chief officer of the agency must cause:

(a) an authorised representative of the carrigriiblds the
stored communications to which the warrant reltidse
informed forthwith of the issue of the warrant; and

(b) a copy of the warrant, certified in writing bycertifying
officer of the agency to be a true copy of the aatrto be
given as soon as practicable to that authorise@septative.

122 Revocation of stored communications warrantsybchief officers

(1) The chief officer of an enforcement agencwtoch a stored
communications warrant has been issued must, o lsatisfied

that the grounds on which the warrant was issugd baased to
exist:

(a) cause the chief officer of any other enforcehagency that
is exercising authority under the warrant to berinfed
forthwith of the proposed revocation of the warramd

(b) by writing signed by him or her, revoke therraat.

(2) The chief officer of an enforcement agency raggny time, by
writing signed by him or her, revoke a warrant es$to the agency
after causing the chief officer of any other enéonent agency that
is exercising authority under the warrant to beiinfed forthwith
that the chief officer proposes to revoke the watra

(8) The chief officer of an enforcement agency rdalegate his or her
power under subsection (2) to a certifying offioéthe agency.

(4) This section does not apply in relation toanant that has ceased
to be in force.
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123 What happens when stored communications warras are
revoked

(1) Upon revoking a stored communications warrt@,chief officer
of an enforcement agency must cause the chiefeoftitany other
enforcement agency that is exercising authorityeurice warrant
to be informed forthwith of the revocation.

(2) If an authorised representative of a carrées bheen informed,
under section 121, of the issue of a stored comeations warrant
and that warrant is subsequently revoked, the dffifer of the
enforcement agency to which the warrant was issugst:

(a) cause that authorised representative to lenred forthwith
of the revocation; and

(b) cause a copy of the instrument of revocatientified in
writing by a certifying officer to be a true copf/tbe
instrument, to be given as soon as practicableab t
authorised representative.

124 Access to additional telecommunications seras under stored
communications warrants

) If:

(a) an authorised representative of a carrieblas informed,
under section 121, of the issue of a stored comeations
warrant; and

(b) itis proposed, under the warrant, to accesed
communications that, immediately before they becatoeed
communications, had passed over a telecommunication
service operated by a carrier; and

(c) the service was not identified in the warrant;

the chief officer must cause that authorised regmiadive to be
given, as soon as practicable, a description itingrof the service
sufficient to identify it.

2) If:

(a) an authorised representative of a carriebkas informed,
under subsection (1) of the issue of a stored comrations
warrant; and

(b) the chief officer of the agency to which tharvant was
issued, or a certifying officer of that agencysadisfied that
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it is no longer necessary to access stored commtions
that, immediately before they became stored
communications, had passed over that service;
the chief officer or the certifying officer mustuse:

(c) that authorised representative to be inforfoetthwith of the
fact; and

(d) confirmation in writing of the fact to be giveas soon as
practicable to that authorised representative.
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Division 4—Provisions relating to execution of warants

125 Entry into force of stored communications warants

A stored communications warrant comes into fovben it is
issued.

126 Limit on authority conferred by warrant

A stored communications warrant does not autb@esess to
stored communications unless notification of tiseiésof the
warrant has been received under section 121 bytho@sed
representative of the carrier holding the storedrooinications.

127 Exercise of authority conferred by warrant

(1) The authority conferred by a stored commurocet warrant may
only be exercised by a person in relation to whonagproval
under subsection (2) is in force in relation towearant.

(2) The chief officer of an enforcement agencyawofficer of an
enforcement agency in relation to whom an appointraader
subsection (3) is in force, may approve any offthlewing
persons to exercise the authority conferred by amasr(or classes
of warrants) issued to the agency:

(a) officers (or classes of officers) of the ageacanother
enforcement agency;

(b) staff members (or classes of staff membergh@fgency or
another enforcement agency.

(3) The chief officer of an enforcement agency rapgoint in writing
an officer of the agency to be an approving officerthe purposes
of subsection (2).

128 Provision of technical assistance

(1) Despite subsection 127(1), a designated offarean employee of
a carrier, may provide technical assistance toffaceo or staff
member of an enforcement agency who is exercisia@uthority
conferred by a stored communications warrant.
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(2) For the purposes of subsection (1), the prowisf technical
assistance includes (but is not limited to):
(a) the doing of any act in connection with:

(i) the installation of equipment for the purposés
accessing stored communications in accordanceawith
stored communications warrant; or

(i) the maintenance, testing or use of such aqeint; or

(i) the removal of such equipment; and

(b) the doing of any act involved in the accessihg stored
communication under a stored communications wartant
the extent that the act is incidental to the daihgn act
referred to in paragraph (a).

(3) The chief officer of an enforcement agency @erson who is an
approving officer for an enforcement agency undéssction
127(3) may, in writing, declare persons to be destigd officers
for the purposes of this section.

129 Evidentiary certificates relating to actions ly carriers

(1) The following:

(a) the Managing Director of a carrier or a bodyporate of
which the carrier is a subsidiary;

(b) the secretary of a carrier or a body corpoo@tehich the
carrier is a subsidiary;

(c) an employee of a carrier authorised in wrifiogthe
purposes of this paragraph by a person referrad to
paragraph (a) or (b);

may issue a written certificate signed by him argedting out such
facts as he or she considers relevant with respextts or things
done by, or in relation to, employees of the cairieorder to
enable a warrant to be executed.

(2) A document purporting to be a certificate essunder
subsection (1) and purporting to be signed by agrereferred to
in paragraph (a), (b) or (c) of that subsection:

(a) is to be received in evidence in an exemptgeding
without further proof; and

(b) in an exempt proceeding, is conclusive eviderfcthe
matters stated in the document.
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(3) For the purposes of this section, the questibather a body
corporate is a subsidiary of another body corpdsate be
determined in the same manner as the questiortésntieed under
theCorporations Act 2001

130 Evidentiary certificates relating to actions g enforcement
agencies

(1) A certifying officer of an enforcement agemogy issue a written
certificate signed by him or her setting out sumtts as he or she
considers relevant with respect to:

(a) anything done by an officer or staff membethaf agency in
connection with the execution of a stored commuitoa
warrant; or

(b) anything done by an officer or staff membethaf agency in
connection with:

(i) the communication by a person to another pecfo
information obtained by the execution of such a
warrant; or

(i) the making use of such information; or

(iii) the making of a record of such informatian;
(iv) the custody of a record of such information;
(v) the giving in evidence of such information.

(2) A document purporting to be a certificate esswinder this section
by a certifying officer of an enforcement agency émbe signed
by him or her:

(a) is to be received in evidence in an exemptgeding
without further proof; and

(b) in an exempt proceeding,pama facieevidence of the
matters stated in the document.

131 Certified copies of stored communications waants

A document certified in writing by a certifyindgfaer of an
enforcement agency to be a true copy of a storsaremications
warrant is to be received in evidence in an exgmnpteeding as if
it were the original warrant.
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132 Obstruction

(1) A person commits an offence if the personmigss or hinders
another person acting under a stored communicatvansant.

Penalty: Imprisonment for 6 months or 30 penaltysjor both.

(2) Subsection (1) does not apply if the persastrolsting or hindering
has a reasonable excuse.

Note: A defendant bears an evidential burden iatiah to the matter in
subsection (2) (see subsection 13.3(3) ofGhminal Codg.
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Part 3-4—Dealing with accessed information etc.

Division 1—Prohibition on dealing with accessed
information

133 No dealing with accessed information or storecbmmunications
warrant information

(1) A person commits an offence if:
(a) the person:
(i) communicates information to another person; or
(i) makes use of information; or
(iii) makes a record of information; or
(iv) gives information in evidence in a proceediagd
(b) the information is:
(i) lawfully accessed information; or

(i) information obtained by accessing a stored
communication in contravention of subsection 108(1)

or
(iii) stored communications warrant information.

Penalty: Imprisonment for 2 years or 120 penaltysuor both.

(2) Subsection (1) does not apply to conduct peechunder this Part.

Note 1: A defendant bears an evidential burderlation to the matter in
subsection (2) (see subsection 13.3(3) ofGhminal Codg.

Note 2: The civil remedy provisions in Part 3-7 nagoply to a contravention
of this section.
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Division 2—Permitted dealings with accessed infornteon

134 Dealing in stored communications warrant infomation for the
purposes of Part 3-2, 3-3, 3-5 or 3-6

A person may, for the purposes of Part 3-2, 3-3,0r 3-6:

(&) communicate stored communications warrantiméion to
another person; or

(b) make use of stored communications warrantimétion; or

(c) make a record of stored communications warrant
information; or

(d) give stored communications warrant informaiimevidence
in a proceeding.

135 Dealing in information by employees of carries

Communicating information to the appropriate entarent
agency

(1) An employee of a carrier may communicate imfation obtained
by accessing stored communications under a stored
communications warrant to:

(a) the officer of the enforcement agency who igdpior the
warrant on the agency’s behalf; or

(b) an officer of the agency in relation to whomaathorisation
under subsection (2) by the chief officer of therazy is in
force in relation to the warrant.

(2) The chief officer of an enforcement agency raathorise in
writing officers, or classes of officers, of thesagy to receive
information obtained by accessing stored commuioiegatunder
stored communications warrants, or classes of sachants,
issued to the agency.

Information relating to operation of networks etc.

(3) An employee of a carrier may communicate okenase of, or
cause to be communicated, lawfully accessed infoomar
information that has been obtained by accessitgrads
communication in contravention of subsection 108(1)

188 Telecommunications (Interception &wdess) Act 1979



Access to stored communicatio@hapter 3
Dealing with accessed information efeart 3-4
Permitted dealings with accessed informatDivision 2

Section 135

(a) the employee does so in the performance ajrtier duties
as such an employee; and
(b) the information relates to:
(i) the operation or maintenance of a telecomnaitinos
network operated by the carrier; or
(ii) the supply of services by the carrier by neaha
telecommunications network.

(4) An employee of a carrier may communicate aisedo be
communicated to another carrier, or to an empl@feaother
carrier, lawfully accessed information or inforneatithat has been
obtained by accessing a stored communication itraeention of
subsection 108(1) if:

(a) the communication of the information is foe {urpose of
the carrying on by the other carrier of its bustnesating to
the supply of services by means of a telecommuipitst
network operated by the other carrier; and

(b) the information relates to:

(i) the operation or maintenance of a telecomnativos
network operated by the other carrier; or

(ii) the supply of services by the other carrigmeans of a
telecommunications network.

Stored communications warrant information

(5) An employee of a carrier may, in the perforoenf his or her
duties as such an employee, communicate or makefusecause
to be communicated, stored communications warrdatration
if:

(a) the employee does so in the performance ajttter duties
as such an employee; and

(b) the information is reasonably necessary tdlenaccess to a
stored communication under a stored communications
warrant.

(6) An employee of a carrier may communicate aisedo be
communicated to another carrier, or to an emplajesother
carrier, stored communications warrant informatfahe
information is reasonably necessary to enable adoes stored
communication under a stored communications warrant
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136 Dealing in connection with Organisation’s funttons

(1) A person may, in connection with the perforggby the
Organisation of its functions, or otherwise for pages of security,
communicate to another person, make use of, or ma&eord of
the following:

(a) lawfully accessed information other than fgreintelligence
information;

(b) stored communications warrant information.

(2) The Director-General of Security may, in coctien with the
performance by the Organisation of its functiomsnmunicate
foreign intelligence information to an officer anployee of the
Organisation.

(3) An officer or employee of the Organisation mayconnection
with the performance by the Organisation of itsctions,
communicate foreign intelligence information to the
Director-General of Security or to another sucliceff or
employee.

(4) The Director-General of Security or an officeremployee of the
Organisation may, in connection with the perforneabyg the
Organisation of its functions, make use of, or makecord of,
foreign intelligence information.

137 Communicating information obtained by Organiséion

(1) The Director-General of Security may, in aczorce with
subsection 18(3) or (4A), or subsection 19A(4)hefAustralian
Security Intelligence Organisation Act 19t®mmunicate the
following to another person:

(a) lawfully accessed information;
(b) stored communications warrant information.

(2) The communication may be made by the DireGeneral of
Security personally or by a person authorised by th
Director-General.

(3) A person to whom foreign intelligence informoat has been
communicated:

(a) in accordance with subsection (1); or
(b) in accordance with an approval given undes shibsection;
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may communicate that information to such persomd,ia such
manner, as are approved in writing by the AttorGeneral.

138 Employee of carrier may communicate informatia to
enforcement agency

(1) An employee of a carrier may, for a purpospunposes connected

with the investigation by the Australian Communicas and
Media Authority of a serious contravention or witle
performance of its functions relating to enforcetradithe Spam
Act 2003 and for no other purpose, communicate to anafic
staff member of the authority the following:

(a) lawfully accessed information other than fgreintelligence

information;
(b) stored communications warrant information.

(2) An employee of a carrier may, for a purpospunposes connected
with the investigation by any other enforcementageof a
serious contravention, and for no other purposenconicate to an
officer or staff member of the agency the following
(a) lawfully accessed information other than fgreintelligence
information;
(b) stored communications warrant information.

139 Dealing for purposes of investigation etc.

(1) An officer or staff member of an enforcemegeiacy or an eligible
Commonwealth authority may, for one or more purpaséerred
to in subsection (2), and for no other purpose,roamicate to
another person, make use of, or make a recorcedbtlowing:

(a) lawfully accessed information other than fgreintelligence
information;
(b) stored communications warrant information.

(2) The purposes are purposes connected with:
(a) an investigation by the agency or by anothéoreement
agency of a contravention to which subsection @Jias; or
(b) the making by an authority, body or persom dicision
whether or not to begin a proceeding to which sciise (4)
applies; or
(c) a proceeding to which subsection (4) apples;
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(d) the keeping of records by the agency undetr32ar

(3) A contravention to which this subsection applis a contravention
of a law of the Commonwealth, a State or a Teryitbat:
(a) is a serious offence; or
(b) is an offence punishable:

(i) by imprisonment for a period, or a maximumipdy of
at least 12 months; or

(ii) if the offence is committed by an individuaby-a fine,
or a maximum fine, of at least 60 penalty units; or

(iii) if the offence cannot be committed by aniindual—
by a fine, or a maximum fine, of at least 300 pgnal
units; or

(c) could, if established, render the person catimgithe
contravention liable:

(i) if the contravention were committed by an indual—
to pay a pecuniary penalty of 60 penalty units oremn
or to pay an amount that is the monetary equivalént
60 penalty units or more; or

(i) if the contravention cannot be committed oy a
individual—to pay a pecuniary penalty of 300 pepalt
units or more, or to pay an amount that is the raoge
equivalent of 300 penalty units or more.

(4) A proceeding to which this subsection appkes
(a) a proceeding by way of a prosecution for darmfe of a kind
referred to in paragraph (3)(a) or (b); or
(b) a proceeding for the confiscation or forfeitaf property, or
for the imposition of a pecuniary penalty, in coctien with
the commission of such an offence; or
(ba) a proceeding under tBpam Act 20Q3r
(c) a proceeding for the taking of evidence punst@ section 43
of theExtradition Act 1988in so far as the proceeding
relates to such an offence; or
(d) a proceeding for the extradition of a persamfa State or a
Territory to another State or Territory, in so &rthe
proceeding relates to such an offence; or
(e) a proceeding for recovery of a pecuniary pgrfal a
contravention of a kind referred to in paragrapiic)3 or
(f) a police disciplinary proceeding.
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(5) To avoid doubt, a reference in subsectiond3 number of
penalty units in relation to a contravention oéw lof a State or a
Territory includes a reference to an amount ofia r pecuniary
penalty that is equivalent, under section 4AA e@imes Act
1914 to that number of penalty units.

140 Dealing with information if access suspected be unlawful

(1) A person may communicate information to theoAtey-General,
the Director of Public Prosecutions, the Commissiaf Police,
the Integrity Commissioner or the Chief Executivii€@r of the
ACC if:

(a) the information was obtained by accessingiedt
communication; and

(b) the person suspects on reasonable groundghthat
information may tend to establish that an offericéhe
following kind (asuspected offence) has been committed:

(i) an offence against subsection 108(1) constititty the
access, or by authorising, suffering or permittimg,
doing an act or thing to enable, the access;

(i) an offence against section 133 constituted by
communicating to a person, making use of, making a
record of, or giving in evidence in a proceeding,
information obtained by the access;

(i) an ancillary offence relating to an offenska kind
referred to in subparagraph (i) or (i) of this agraph.

(2) A person to whom the information is commurgchin accordance
with subsection (1) may communicate to anothergremnake use
of, or make a record of, some or all of the infotiorafor a
purpose (or 2 or more purposes) connected with:
(a) an investigation of a suspected offence; or
(b) the making by an authority, body or persom dcision
whether or not to begin a proceeding by way ofasgcution
for a suspected offence; or
(c) aproceeding by way of a prosecution for geated
offence;

and for no other purpose.
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141 Making record for purpose of permitted communtation

A person who is permitted by section 135, 13138 or
subsection 140(1) to communicate particular infaromato
another person may:

(&) make a record of the information, or

(b) cause such a record to be made;

for the purpose of so communicating the informatroaccordance
with that section or subsection.

142 Further dealing by recipient of certain information

A person to whom information has, in accordanith subsection
135(4), section 139, subsection 140(2) or thisisecbeen
communicated for a purpose, or for 2 or more pueppsiay:

(&) communicate that information to another person

(b) make use of, or make a record of, that infaioma
for that purpose, or for one or more of those psegpand for no
other purpose.

143 Giving information in evidence in exempt proceding

(1) A person may give lawfully accessed informatfother than
foreign intelligence information) in evidence in @empt
proceeding.

(2) For the purposes of applying subsection (X¥lation to
information, the question whether or not a stor@thmunication
was accessed in contravention of subsection 108§%)be
determined on the balance of probabilities.

(3) A person may give stored communications warirgormation in
evidence in an exempt proceeding.

144 Giving information in evidence if communicatio unlawfully
accessed

(1) A person may give, in evidence in an exempteeding,
information obtained by accessing stored commuioieatobtained
in contravention of subsection 108(1) if:

(a) the access was purportedly under a stored corneations
warrant; and
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Section 145

(b) the court in which, or the tribunal, body, lzarity or person
before which, the proceeding is held is satisffeat:t
(i) but for an irregularity, the access would hate
constituted a contravention of subsection 108(i; a
(ii) the irregularity is not a substantial defectirregularity;
and
(iii) in all the circumstances, the irregularityosild be
disregarded.

(2) A reference in subsection (1) to an irregtyais a reference to a
defect or irregularity:
(a) in, or in connection with the issue of, a doent purporting
to be a warrant; or
(b) in connection with the execution of a warramtthe
purported execution of a document purporting tabe
warrant.

145 Evidence that has been given in exempt procéeg

If information is given in evidence in an exerppbceeding under
section 143 or 144, that information, or any péthat
information, may later be given in evidence in anyceeding.
Note: This section was inserted as a responsetdetision of the Court of

Appeal of New South Wales Wood v Bevegl997) 92 A Crim R
209.

146 Giving information in evidence in civil procedings for remedial
relief

(1) A person may give information obtained by asteg a stored
communication in contravention of subsection 108{¥vidence
in a proceeding by way of an application underieact65 for
remedial relief in respect of:

(a) the access; or
(b) the communication (in contravention of secti®3) of
information obtained by the access.

(2) A person may give stored communications warirgormation in
evidence in a proceeding by way of an applicatioden
section 165.
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Division 3—Admissibility of evidence

147 Accessed material inadmissible except as prdeid

(1) Neither information, nor a record, obtaineddogessing a stored
communication is admissible in evidence in a prdoegexcept in
so far as section 143, 144, 145 or 146 permitgsopeo give in
evidence in that proceeding information so obtained

(2) Subsection (1) of this section applies whethrarot the stored
communication was accessed in contravention ofestiios
108(1).

(8) However, for the purpose of determining theeek(if any) to
which section 143, 144, 145 or 146 permits a pets@ive in
evidence in a proceeding information obtained leyabcess:

(a) a person may communicate to another persoke ome of,
make a record of, or give in evidence in the lastitioned
proceeding, information so obtained; and

(b) information, or a record, so obtained is adibig in
evidence in the last-mentioned proceeding.

148 Stored communications warrant information inaanissible
except as provided

(1) Stored communications warrant informationdmssible in
evidence in a proceeding only to the extent thetice 143, 145 or
146 permits a person to give stored communicaticarsant
information in evidence in that proceeding.

(2) For the purpose of determining the extenariy) to which
section 143, 145 or 146 permits a person to giveedt
communications warrant information in evidence praceeding:

(a) a person may:
(i) communicate the information to another person;
(i) make use of the information; or
(iif) make a record of the information; or
(iv) give the information in evidence in the predang; and
(b) the information is admissible in evidencehe proceeding.
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149 Evidence that is otherwise inadmissible

This Part does not render:
(a) information; or
(b) any record that was obtained by accessingradct
communication (whether or not in contravention of
subsection 108(1));
admissible in evidence in a proceeding to a greatemt than it
would have been admissible in evidence in thatgedmng if this
Part had not been enacted.
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Division 4—Destruction of records

150 Destruction of records

Q) If:

(a) information, or a record, that was obtainegbgessing a
stored communication (whether or not in contrawmmof
subsection 108(1)) is in an enforcement agencyss@ssion;
and

(b) the chief officer of the agency is satisfibdttthe information
or record is not likely to be required for a purposferred to
in subsection 139(2);

the chief officer must cause the information oiorédo be
destroyed forthwith.

(2) The chief officer must, as soon as practicadnhe in any event
within 3 months, after each 30 June, give to theisfier a written
report that sets out the extent to which informaaad records
were destroyed in accordance with this section.
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Part 3-5—Keeping and inspection of access records

Division 1—Keeping access records

151 Enforcement agencies to keep documents conrextivith issue
of warrants

The chief officer of an enforcement agency masise to be kept
in the agency'’s records:
(a) each stored communications warrant issueldet@gency;
and
(b) each instrument revoking such a warrant; and
(c) acopy of each certificate issued under sulmse&30(1) by a
certifying officer of the agency; and
(d) each authorisation by the chief officer unsiginsection
135(2); and
(e) particulars of the destruction of informatemd records that
the chief officer has caused in accordance with@ed50.
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Section 152

Division 2—Inspection of access records by Ombudsma

152 Functions of Ombudsman

Subject to this Division, the Ombudsman has thlewing
additional functions:

(a) to inspect an enforcement agency'’s recordsder to
ascertain, so far as is practicable, the extenboipliance, in
relation to those records, with sections 150 arid &6d

(b) to report to the Minister about the resulténspections under
this Division; and

(c) to do anything incidental or conducive to gegformance of
any of the preceding functions.

153 Reports

(1) The Ombudsman must report to the Minister iitimg, in relation
to each enforcement agency, about the resultedh#pections
under section 152, during that financial year hef agency’s
records.

(2) Each report under subsection (1) in relatma financial year must
be given to the Minister as soon as practicabkr #fte end of the
financial year, and in any event within 3 monthemfhe end of
the financial year.

(3) If, as a result of an inspection under thigif}on of the records of
an enforcement agency, the Ombudsman is of theaopihat an
officer of the agency has contravened a provisidahie Act (other
than section 150 or 151), the Ombudsman may indluties or her
report on the inspection a report on the contragent
Note: In complying with this section, the Ombudsmeamains bound by the

obligations imposed by section 133 relating toldsere of accessed
information or stored communications warrant infation.

(4) The Ombudsman may report to the Minister iitiag at any time
about the results of an inspection under this vignd must do
so if so requested by the Minister.
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Section 154

(5) The Ombudsman must give a copy of a reporeusdbsection (1)
or (3) to the chief officer of the enforcement ageto which the
report relates.

154 Ombudsman’s general powers

(1) Subject to section 133, the Ombudsman’s poweder the
Ombudsman Act 197tend to an inspection by the Ombudsman
under this Division as if the inspection were avestigation by the
Ombudsman under that Act.

(2) The exercise of those powers in relation tinapection by the
Ombudsman under this Division is taken, for allpmges, to be an
exercise of powers under tRanbudsman Act 1976

155 Ombudsman to be given information etc. despitather laws

(1) Neither section 133 nor any other law prevant®fficer of an
enforcement agency from:
(a) giving information to an inspecting officerl{ather orally or
in writing and whether or not in answer to a questi or
(b) giving to an inspecting officer access toeord of the
agency;
for the purposes of an inspection under this Hatteagency’s
records.

(2) Neither section 133 nor any other law prevant®fficer of an
enforcement agency from making a record of inforomator
causing a record of information to be made, forpgheoses of
giving the information to a person as permittedsblgsection (1).

156 Dealing with information for the purposes ofmspection and
report

(1) Aninspecting officer may communicate to amotimspecting
officer, make use of, or make a record of, infoiorafor the
purposes of an inspection (or of a report on apdaton) under
this Division of an enforcement agency’s records if

(a) the information was given or communicatech®ihspecting
officer, as permitted by subsection 155(1) or Heistion, for
the purposes of an inspection (or of a report omsgpection)
under this Division of an enforcement agency’s rdspor
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(b) the inspecting officer obtained the informates a result of
being given access to records of an enforcememicggas
permitted by subsection 155(1), for the purposeanof
inspection under this Division of the agency’s reso

(2) This section has effect despite section 13@ngrother law.

157 Application of Ombudsman Act

(1) Section 11A of th©mbudsman Act 19tbes not apply in
relation to the exercise or proposed exercisepuiveer, or the
performance or the proposed performance of a fonctf the
Ombudsman under this Division.

(2) A reference in section 19 of tenbudsman Act 1976 the
Ombudsman’s operations does not include a referienaeything
that an inspecting officer has done or omitteddadder this
Division.

(3) Subject to section 155 of this Act, subsediBB(2), (3), (4) and
(8) of theOmbudsman Act 197pply for the purposes of this
Division and so apply as if:

(a) areference in those subsections to an offieze a reference
to an inspecting officer; and

(b) areference in those subsections to informatid not
include a reference to lawfully accessed infornratio
lawfully intercepted information; and

(c) areference in those subsections to that Acewa reference
to this Division; and

(d) paragraph 35(3)(b) of that Act were omitteail a

(e) section 35A of that Act had not been enacted.

158 Exchange of information between Ombudsman anState
inspecting authorities

(1) The Ombudsman may give information that:
(a) relates to an enforcement agency that is sty of a
State (State agency); and
(b) was obtained by the Ombudsman under this Act;
to the authority (&tate inspecting authority) that, under the law of
the State concerned, has the function of makinggictsons of the
kind referred to in paragraph 35(1)(h) in relatiorthe agency.
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Section 158

(2) The Ombudsman may give information to an atiyrander
subsection (1) only if the Ombudsman is satisfied the giving of
the information is necessary to enable the authtoiperform its
functions in relation to the State agency.

(3) The Ombudsman may receive from a State inspeatithority
information relevant to the performance of the Odgran’s
functions under this Act.
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Part 3-6—Reports about access to stored
communications

Division 1—Reports to the Minister

159 Annual reports regarding applications and warants under
Part 3-3

(1) The chief officer of an enforcement agency tnas soon as
practicable, and in any event within 3 months,rageech 30 June,
give to the Minister a written report that sets suth information
as:

(a) Division 2 requires to be set out in the Miei%s report
under that Division relating to the year endingloat
30 June; and

(b) can be derived from the agency’s records.

(2) Section 34C of thActs Interpretation Act 190does not apply in
relation to a report under this section.

160 Minister may seek further information from Commonwealth
agency

(1) The Minister may, by writing, request the ¢ro#ficer of an
enforcement agency to give to the Minister in wgtspecified
information that:

(a) the Minister needs in connection with prepguarreport
under Division 2; and

(b) is not contained in a report by the chiefadfiunder
section 159.

(2) To the extent that it is practicable to dotbe, chief officer must
comply with the request.
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Division 2—Reports by the Minister

161 Annual report by Minister about stored communcations
warrants

The Minister must, as soon as practicable atieh&0 June, cause
to be prepared a written report that relates to/éze ending on
that 30 June and complies with this Division.

162 Report to set out how many applications madend warrants
issued

(1) The report must set out, for each enforceragancy:

(a) the relevant statistics about applicationssfored
communications warrants that the agency made dtieiy
year; and

(b) the relevant statistics about telephone apjptios for stored
communications warrants that the agency made dthrtg
year.

(2) The report must set out:

(a) the relevant statistics about applicationsstored
communications warrants that were made duringytba;
and

(b) the relevant statistics about telephone apjptios for stored
communications warrants that were made duringytbar;
and

(c) the relevant statistics about renewal appboatmade during
that year; and

(d) how many stored communications warrants issuned
applications made during that year specified coomltor
restrictions relating to access to stored commuioics under
the warrants.

163 Report to contain information about effectivelmss of warrants

The report must set out, for each enforcemen@ge
(&) how many arrests were made during that yesin@basis of
information that was, or included, lawfully accesse
information; and
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(b) how many proceedings ended during that yesntiere
proceedings in which, according to the record$iefagency,
lawfully accessed information was given in evidence
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Section 164

Division 3—Provisions about annual reports

164 Annual reports

(1) The Minister must cause a copy of a reporteumivision 2 to be
laid before each House of the Parliament withirsittihg days of
that House after the report is prepared.

(2) A report under Division 2 must not be mada imanner that is
likely to enable the identification of a person.

(3) For the purposes of section 34C of Atwts Interpretation Act
1901, a report that Division 2 requires to be prepagdoon as
practicable after 30 June in a calendar year srtaé be a periodic
report:

(a) that this Act requires a person to give toNheister; and
(b) that relates to the administration of Par& 3-4 and 3-5
during the year ending on that 30 June.
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Part 3-7—Civil remedies

165 Civil remedies—unlawful access or communicatio

When section applies

(1) This section applies to an accessing of a&dtoommunication if
the access was in contravention of subsection 108(1

Aggrieved person

(2) For the purposes of this section, a persam &ggrieved person if,
and only if:

(a) the person was a party to the communication; o
(b) the communication was made on the person’albeh

Access—civil court remedy

(3) If a person (thdefendant):
(a) so accessed the communication; or
(b) did an act or thing referred to in subparagra@8(1)(a)(ii) or
(iii) in relation to the access;

the Federal Court of Australia or a court of a &tat Territory
may, on the application of an aggrieved persomtgtee aggrieved
person remedial relief in respect of the accesmiaking such
orders against the defendant as the court consigrepriate.

Note: Subparagraphs 108(1)(a)(ii) and (iii) deahvthe authorisation or
enabling of access etc.

Communication—civil court remedy

(4) If:
(a) information was obtained by accessing the comoation;
and
(b) a person (théefendant) communicated the information to
another person in contravention of section 133;
the Federal Court of Australia or a court of a &tat Territory
may, on the application of an aggrieved persomtgtee aggrieved
person remedial relief in respect of the commuiocadf the

208

Telecommunications (Interception &wdess) Act 1979



Access to stored communicatio@hapter 3
Civil remediesPart 3-7

Section 165

information by making such orders against the diddahas the
court considers appropriate.

Access—criminal court remedy

(5) If a court convicts a person (tHefendant) of an offence against
subsection 108(1) constituted by:

(a) the access; or
(b) the doing of an act or thing referred to ibgaragraph
108(2)(a)(ii) or (iii) in relation to the access;
the court may, on the application of an aggrievexgn, grant the
aggrieved person remedial relief in respect ofateess by making
such orders against the defendant as the couridersas
appropriate.

Note: Subparagraphs 108(1)(a)(ii) and (iii) deahvthe authorisation or
enabling of access etc.

Communication—criminal court remedy

(6) If:
(a) information was obtained by accessing the comoation;
and
(b) the information was communicated to a person i
contravention of section 133; and
(c) a court convicts a person (in this subseatalted the
defendant) of an offence against section 133 constituted by
the communication of the information;
the court may, on the application of an aggrievexgn, grant the
aggrieved person remedial relief in respect ofcthramunication
of the information by making such orders againstdbfendant as
the court considers appropriate.

Orders

(7) Without limiting the orders that may be madeler this section
against a person (tliefendant) in respect of a particular access to
or a particular communication of information, a donay make an
order of one or more of the following kinds:

(a) an order declaring the access or communicati®the case
requires, to have been unlawful;

(b) an order that the defendant pay to the aggdgerson such
damages as the court considers appropriate;
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(c) an order in the nature of an injunction (intthg a mandatory
injunction);

(d) an order that the defendant pay to the aggdgerson an
amount not exceeding the amount that, in the opinfc¢he
court, represents the total gross income deriveithdy
defendant as a result of the access or communicatsothe
case requires.

Terms etc. of orders

(8) Without limiting the orders that may be magealcourt under this
section, an order may:
(a) include such provisions as the court considecgssary for
the purposes of the order; and
(b) be made either unconditionally or subjectuohsterms and
conditions as the court determines.

Injunctive relief—variation etc.

(9) A court may revoke or vary an order in theunatof an injunction
made by the court under this section.

Punitive damages

(10) A reference in paragraph (7)(b) to damagelsides a reference to
damages in the nature of punitive damages.

Minor irregularities in warrants etc.

(11) Despite subsection (1) of this section, fieistion does not apply to
an accessing that contravenes subsection 108(Lbenhuse of a
defect or irregularity (other than a substantidedeor
irregularity):

(a) in, or in connection with the issue of, a doent purporting
to be a warrant; or

(b) in connection with the execution of a warramtthe
purported execution of a document purporting t@abe
warrant.
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166 Limitation periods etc.

Access—civil court remedy

(1) An application under subsection 165(3) for ghant of remedial
relief in respect of an access is to be made wihiears after the
access took place.

Communication—civil court remedy

(2) An application under subsection 165(4) forghant of remedial
relief in respect of a communication of informatisrio be made
within 6 years after the communication.

Criminal court remedies

(3) An application under subsection 165(5) orf¢@)the grant of
remedial relief is not subject to any limitatiorripe, but is to be
made as soon as practicable after the convictioneroed.

167 No limitation on other liability

No limitation

(1) This Part does not limit any liability (whethaiminal or civil) that
a person has under any other provision of thisohetnder any
other law.

Remedial relief even if defendant convicted ohacte

(2) An application under subsection 165(3) oy be made even if
the defendant referred to in that subsection has benvicted of
an offence under, or arising out of, this Act.

168 Concurrent operation of State and Territory lavs

This Part is not intended to exclude or limit tperation of a law
of a State or Territory that is capable of opeationcurrently
with this Part.
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169 State or Territory courts—jurisdictional limit s

This Part does not enable an inferior court Sfate or Territory to
grant remedial relief of a kind that the courtimhble to grant
under the law of that State or Territory.

170 Extended meaning otonviction—orders under section 19B of
the Crimes Act 1914

A reference in this Part to the conviction ofeagon of an offence
includes a reference to the making of an order uséetion 19B of
theCrimes Act 1914n relation to a person in respect of an offence.
Note: Section 19B of th€rimes Act 1914mpowers a court that has found

a person to have committed an offence to takeraetithout
proceeding to record a conviction.
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Chapter 4—Access to telecommunications
data

Part 4-1—Permitted access to telecommunications
data

Division 1—Outline of Part

171 Outline of Part

(1) Divisions 3 and 4 set out some circumstandesnvsections 276,
277 and 278 of th&elecommunications Act 1988 not prohibit a
disclosure of information or a document.

Note 1: Division 3 covers the Organisation. Divisid covers enforcement
agencies.

Note 2: Those Divisions do not permit the disclesofrthe contents or
substance of a communication: see Division 2.

(2) Division 5 sets out some circumstances whetises 276, 277
and 278 of th@elecommunications Act 199@ not prohibit a use
of information or a document.

(3) Division 6 creates an offence for secondasgldsure or use of
information or a document that is disclosed as fitgthby
Division 4.
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Division 2—General provisions

172 No disclosure of the contents or substanceatommunication

Divisions 3 and 4o not permit the disclosure of:
(a) information that is the contents or substarfce
communication; or
(b) a document to the extent that the documertagmnthe
contents or substance of a communication.

173 Effect of Divisions 3to 5

Nothing in Divisions 3 to 5 limits the generaliy anything else in
those Divisions or in Subdivision A of Division 8 Bart 13 of the
Telecommunications Act 1997
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Division 3—The Organisation

174 Voluntary disclosure

1)

)

Sections 276, 277 and 278 of fredecommunications Act 1999
not prohibit a disclosure by a person (Hukder) of information or
a document to the Organisation if the disclosui|g @nnection
with the performance by the Organisation of itschions.

Limitation

This section does not apply if the Directom@eal of Security, the
Deputy Director-General of Security or an officeremployee of
the Organisation requests the holder to discloséntformation or
document.

Note: Sections 175 and 176 deal with the disclostireformation or a
document in response to authorisations by the Gsgton.

175 Authorisations for access to existing informa&in or documents

)

)

®)

Sections 276, 277 and 278 of felecommunications Act 1990
not prohibit a disclosure of information or a do@mif the
information or document is covered by an authaosan force
under subsection (2).

Making of authorisation

The following persons (each of whom isetigible person):
(a) the Director-General of Security;
(b) the Deputy Director-General of Security;
(c) an officer or employee of the Organisationered by an
approval in force under subsection (4);

may authorise the disclosure of specified inforovatr specified
documents that came into existence before thettimgerson
from whom the disclosure is sought receives naifon of the
authorisation.

Note: Section 184 deals with notification of auikations.
The eligible person must not make the authtida unless he or

she is satisfied that the disclosure would be imeation with the
performance by the Organisation of its functions.
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4

Approvals

The Director-General of Security may, by writj approve an
officer or employee of the Organisation for thepgmses of

paragraph (2)(c).

176 Authorisations for access to prospective infamation or

1)

&)

®)

4

(®)

documents

Sections 276, 277 and 278 of fredecommunications Act 1999
not prohibit a disclosure of information or a doamnif the
information or document is covered by an authadosan force
under this section.

Prospective authorisation

The following persons (each of whom isetigible person):

(a) the Director-General of Security;

(b) the Deputy Director-General of Security;

(c) an officer or employee of the Organisation votds, or is
acting in, a position that is equivalent to, orttisehigher
than, an SES Band 2 position in the Department;

may authorise the disclosure of specified infororatr specified
documents that come into existence during the gdapwhich the
authorisation is in force.

Authorisation for access to existing informationdmcuments may
also be sought

The eligible person may, in that authorisati@iso authorise the
disclosure of specified information or specifieccdments that
came into existence before the time the authooisatbmes into
force.

Limits on making the authorisation

The eligible person must not make the authtioa unless he or
she is satisfied that the disclosure would be imeation with the
performance by the Organisation of its functions.

Period for which authorisation is in force

An authorisation under this section:
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(a) comes into force at the time the person frdmm the
disclosure is sought receives notification of théharisation;
and

(b) ends at the time specified in the authorisafiwhich must be
a time that is no longer than the end of the peoic@D days
beginning on the day the authorisation is maddgasrit is
revoked earlier.

Note: Section 184 deals with notification of auikations.

Revoking the authorisation

(6) An eligible person must revoke the authorgaif he or she is
satisfied that the disclosure is no longer required

Note: Section 184 deals with notification of reviboas.
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Division 4—Enforcement agencies

177 Voluntary disclosure

Enforcement of the criminal law

(1) Sections 276, 277 and 278 of feecommunications Act 1999
not prevent a disclosure by a person ttbkeler) of information or
a document to an enforcement agency if the disodoisu
reasonably necessary for the enforcement of theircal law.

Enforcement of a law imposing a pecuniary penaltgrotection
of the public revenue

(2) Sections 276 and 277 of thelecommunications Act 1996 not
prevent a disclosure by a person (tlotder) of information or a
document to an enforcement agency if the disclosurgasonably
necessary for the enforcement of a law imposingcupiary
penalty or for the protection of the public revenue

Limitation

(3) This section does not apply if a relevantfstadmber of an
enforcement agency requests the holder to disthesiformation
or document.

Note: Sections 178 to 180 deal with the disclosifiieformation or a

document in response to authorisations by an as#wofficer of an
enforcement agency.

178 Authorisations for access to existing informaan or
documents—enforcement of the criminal law

(1) Sections 276, 277 and 278 of feecommunications Act 1999
not prevent a disclosure of information or a docuiniiethe
information or document is covered by an authadosan force
under subsection (2).

(2) An authorised officer of an enforcement agemay authorise the
disclosure of specified information or specifieccdments that
came into existence before the time the person fwbom the
disclosure is sought receives notification of theharisation.
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Note: Section 184 deals with notification of auibations.

(3) The authorised officer must not make the atghton unless he or
she is satisfied that the disclosure is reasoradtgssary for the
enforcement of the criminal law.

178A Authorisations for access to existing informigon or
documents—Iocating missing persons

(1) Sections 276, 277 and 278 of Feecommunications Act 1996
not prevent a disclosure of information or a docuiniiethe
information or document is covered by an authaosan force
under subsection (2).

(2) An authorised officer of the Australian Fedé?alice, or a Police
Force of a State, may authorise the disclosurpedied
information or specified documents that came ixistence before
the time the person from whom the disclosure igkbreceives
notification of the authorisation.

Note: Section 184 deals with notification of auikations.

(3) The authorised officer must not make the atighation unless he or
she is satisfied that the disclosure is reasoradtgssary for the
purposes of finding a person who the AustralianefgdPolice, or
a Police Force of a State, has been notified isimgs

179 Authorisations for access to existing informaan or
documents—enforcement of a law imposing a pecuniary
penalty or protection of the public revenue

(1) Sections 276 and 277 of thelecommunications Act 1996 not
prevent a disclosure of information or a documgtiie
information or document is covered by an authaosan force
under subsection (2).

(2) An authorised officer of an enforcement agemay authorise the
disclosure of specified information or specifieccdments that
came into existence before the time the person fwbom the
disclosure is sought receives notification of theharisation.

Note: Section 184 deals with notification of auikations.

(3) The authorised officer must not make the atghton unless he or
she is satisfied that the disclosure is reasoradtgssary for the
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enforcement of a law imposing a pecuniary penaitypothe
protection of the public revenue.

180 Authorisations for access to prospective infamation or
documents

(1) Sections 276, 277 and 278 of Feecommunications Act 1996
not prevent a disclosure of information or a docaniiethe
information or document is covered by an authadosan force
under this section.

Prospective authorisation

(2) An authorised officer of a criminal law-enfernent agency may
authorise the disclosure of specified informatiosmecified
documents that come into existence during the gdapwhich the
authorisation is in force.

Authorisation for access to existing informationdmcuments may
also be sought

(3) The authorised officer may, in that authoi@atalso authorise the
disclosure of specified information or specifieccdments that
came into existence before the time the authooisatomes into
force.

Limits on making the authorisation

(4) The authorised officer must not make the atghton unless he or
she is satisfied that the disclosure is reasonabtgssary for the
investigation of an offence against a law of then@wnwealth, a
State or a Territory that is punishable by imprisent for at least
3 years.

(5) Before making the authorisation, the autharisticer must have
regard to how much the privacy of any person osqres would be
likely to be interfered with by the disclosure.

Period for which authorisation is in force

(6) An authorisation under this section:
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(a) comes into force at the time the person frdmm the
disclosure is sought receives notification of théharisation;
and

(b) ends at the time specified in the authorisafiwhich must be
a time that is no longer than the end of the peoiogb days
beginning on the day the authorisation is maddgasrit is
revoked earlier.

Note: Section 184 deals with notification of auikations.

Revoking the authorisation

(7) An authorised officer of the criminal law-enfement agency must
revoke the authorisation if he or she is satisfied the disclosure
is no longer required.

Note: Section 184 deals with notification of reviboas.
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Division 5—Uses of telecommunications data connecke
with provision of access

181 Uses of telecommunications data connected wihovision of
access

Section 276, 277 or 278 of thelecommunications Act 19€bes
not prohibit a use by a person of information dioaument if:
(a) the use is made for the purposes of, or imection with, a
disclosure of the information or document by thespe; and
(b) because of Division 3 or 4 of this Part, theelbsure is not
prohibited by that section.
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Division 6—Secondary disclosure/use offence

182 Secondary disclosure/use offence

(1) A person commits an offence if:
(a) information or a document is disclosed topgheson as
permitted by Division 4; and
(b) the person discloses or uses the informatia@ooument.

Penalty: Imprisonment for 2 years.

Exempt disclosures

(2) Paragraph (1)(b) does not apply to a discls@imon-missing
person information if the disclosure is reasonat@gessary:
(a) for the performance by the Organisation ofutsctions; or
(b) for the enforcement of the criminal law; or
(c) for the enforcement of a law imposing a peagnpenalty;
or
(d) for the protection of the public revenue.

Note: A defendant bears an evidential burden iatieh to the matter in
subsection (2) (see subsection 13.3(3) ofQhminal Codg.

(2A) Paragraph (1)(b) does not apply to a disclesd missing person
information in relation to a missing person if:
(a) the disclosure is reasonably necessary fopuingoses of
finding the missing person; or
(b) the information is disclosed to the person wbtfied the
Australian Federal Police, or a Police Force ofaes of the
missing person and:
(i) the missing person consented to the disclosure
(ii)y the missing person is unable to consent,taed
disclosure is reasonably necessary to preveneatthy
the missing person’s health, life or safety; or
(iii) the missing person is dead.

Note: A defendant bears an evidential burden iatieh to the matter in
subsection (2A) (see subsection 13.3(3) ofGhieninal Codg.
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©)

4

(®)

Exempt uses

Paragraph (1)(b) does not apply to a use nfmissing person
information if the use is reasonably necessary:

(a) for the enforcement of the criminal law; or

(b) for the enforcement of a law imposing a peagnpenalty;
or

(c) for the protection of the public revenue.

Note: A defendant bears an evidential burden iatieh to the matter in
subsection (3) (see subsection 13.3(3) ofQhminal Codg.

Paragraph (1)(b) does not apply to a use s$imj person
information in relation to a missing person if thee is reasonably
necessary for the purposes of finding the missargqn.

Note: A defendant bears an evidential burden iatiah to the matter in
subsection (4) (see subsection 13.3(3) ofGhminal Codg.

In this Act:

missing person information, in relation to a missing persamegans
information or a document that is disclosed uneetisn 178A
(locating missing persons) in relation to the penatio the
Australian Federal Police, or a Police Force ofaes has been
notified is missing.

non-missing person information means information or a
document that is disclosed as permitted by Dividiphut not
under section 178A (locating missing persons).
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Part 4-2—Procedural requirements relating to
authorisations

183 Form of authorisations and notifications

(1) The following:

(a) an authorisation under Division 3 or 4 of Pait;

(b) the notification of such an authorisation;

(c) the revocation of such an authorisation;

(d) the notification of such a revocation;

must:

(e) be in written form or in electronic form (fekample, email);
and

(f) comply with such requirements as are deterchismeder
subsection (2).

(2) The Communications Access Co-ordinator mayebislative
instrument, determine requirements for the purpoges

paragraph (1)(f).

(8) The Co-ordinator must consult the ACMA and ltifermation
Commissioner in relation to matters that relattheoprivacy
functions (within the meaning of tfaustralian Information
Commissioner Act 20)®efore making a determination under
subsection (2).

184 Notification of authorisations or revocations

The Organisation

(1) If a person makes an authorisation under ini8 of Part 4-1, an
officer or employee of the Organisation must notifg person
from whom the disclosure is sought.

(2) If, under subsection 176(6), a person revakeauthorisation, an
officer or employee of the Organisation must notifg person who
was notified of the authorisation.
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Enforcement agencies

(3) If an authorised officer of an enforcementragemakes an
authorisation under Division 4 of Part 4-1, a ralsvstaff member
of the enforcement agency must notify the persomfwhom the
disclosure is sought.

(4) If, under subsection 180(7), an authorisetteffof a criminal
law-enforcement agency revokes an authorisatioelezant staff
member of the enforcement agency must notify thiegmewho
was notified of the authorisation.

185 Retention of authorisations

The head (however described) of an enforcemesriggmust
retain an authorisation made under Division 4 of Bdl by an
authorised officer of the enforcement agency ferghriod of 3
years beginning on the day the authorisation issmad

185A Evidentiary certificates relating to acts bycarriers

(1) The following:

(a) the Managing Director of a carrier or a bodyporate of
which the carrier is a subsidiary;

(b) the secretary of a carrier or a body corpooétghich the
carrier is a subsidiary;

(c) an employee of a carrier authorised in writiogthe
purposes of this paragraph by a person referrad to
paragraph (a) or (b);

may issue a written certificate signed by him ardwedting out such
facts as he or she considers relevant with respextts or things
done by, or in relation to, employees of the catirieorder to
enable the disclosure of information or a docuntenered by an
authorisation in force under a provision of Divisi® or 4 of

Part 4-1.

(2) A document purporting to be a certificate essuinder
subsection (1) and purporting to be signed by agrereferred to
in paragraph (a), (b) or (c) of that subsection:

(a) is to be received in evidence in an exemptgeding
without further proof; and
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(b) is, in an exempt proceeding, conclusive evigenf the
matters stated in the document.

(3) For the purposes of this section, the questibether a body
corporate is a subsidiary of another body corpasate be
determined in the same manner as the questiortésntieed under
the Corporations Act 2001

185B Evidentiary certificates relating to acts bythe Organisation

(1) The Director-General of Security or the DepDtyector-General
of Security may issue a written certificate sighgchim or her
setting out such facts as he or she considersariavith respect
to:

(a) anything done by an officer or employee of@rganisation
in connection with the disclosure of informationeor
document covered by an authorisation in force uader
provision of Division 3 or 4 of Part 4-1; or

(b) anything done by an officer or employee of @rganisation
in connection with:

(i) the communication by a person to another pecgo
information, or information contained in a document
covered by such an authorisation; or

(i) the making use of such information; or

(i) the making of a record of such informatia;
(iv) the custody of a record of such information;
(v) the giving in evidence of such information.

(2) A document purporting to be a certificate essunder
subsection (1) by the Director-General of Secuwsityhe Deputy
Director-General of Security and to be signed by br her:

(a) is to be received in evidence in an exemptgeding
without further proof; and

(b) is, in an exempt proceedingjma facieevidence of the
matters stated in the document.
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185C Evidentiary certificates relating to acts byenforcement
agencies

(1) A certifying officer of an enforcement agemogy issue a written
certificate signed by him or her setting out sumtts as he or she
considers relevant with respect to:

(a) anything done by an officer or staff membethaf agency in
connection with the disclosure of information atacument
covered by an authorisation in force under a pronisf
Division 3 or 4 of Part 4-1; or

(b) anything done by an officer or staff membethaf agency in
connection with:

(i) the communication by a person to another peofo
information, or information contained in a document
covered by such an authorisation; or

(i) the making use of such information; or

(iii) the making of a record of such informatian;
(iv) the custody of a record of such information;
(v) the giving in evidence of such information.

(2) A document purporting to be a certificate essunder
subsection (1) by a certifying officer of an enfement agency and
to be signed by him or her:
(a) is to be received in evidence in an exemptgeding
without further proof; and
(b) is, in an exempt proceeding, prima facie evideof the
matters stated in the document.

186 Report to Minister

(1) As soon as practicable, and in any event wighmonths, after
each 30 June, the head (however described) offarcement
agency must give the Minister a written report tiedtes to the
year ending on that 30 June and that sets out:

(a) the number of authorisations made under sed® by an
authorised officer of the enforcement agency dutinag
year; and

(aa) the number of authorisations made underaed@8A by an

authorised officer of the enforcement agency dutlivag
year; and
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(b) the number of authorisations made under sedff® by an
authorised officer of the enforcement agency dutlivag
year; and

(c) for a criminal law-enforcement agency—the nemdxf
authorisations made under section 180 by an aws#ubri
officer of the enforcement agency during that yead

(d) any other matter requested by the Ministeelation to those
authorisations.

(2) The Minister must prepare a report that caorsténe information
set out in each report under subsection (1). Thertenay contain
any other information the Minister considers appiadip.

(38) The Minister must cause a copy of a reporenstibsection (2) to
be laid before each House of the Parliament witBisitting days
of that House after the day on which the report ecaspleted.

(4) A report under this section must not be maxke inanner that is
likely to enable the identification of a person.
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Chapter 5—Co-operation with agencies

Part 5-1—Definitions

187 Definitions

(1) This section sets out the meaning of the Valhg 2 important
concepts used in this Chapter:
(a) interception capability (relating to obligat®under
Part 5-3);
(b) delivery capability (relating to obligationader Part 5-5).
These concepts do not overlap.

Interception capability

(2) In this Chaptelinterception capability, in relation to a particular
kind of telecommunications service that involvaswal involve,
the use of a telecommunications system, meansthebdity of
that kind of service or of that system to enable:

(a) a communication passing over the system fatbecepted,;
and

(b) lawfully intercepted information to be transtad to the
delivery points applicable in respect of that kaidervice.

Delivery capability

(3) In this Chapterelivery capability, in relation to a particular kind
of telecommunications service that involves, ofl imVolve, the
use of a telecommunications system, means the itigpabthat
kind of service or of that system to enable lawfititercepted
information to be delivered to interception ageadrem the
delivery points applicable in respect of that kaicservice.
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Part 5-2—Delivery points

188 Delivery points

(1) Each carrier must:

&)

®)

(4)

(&) nominate, in respect of a particular kind of
telecommunications service of that carrier ancespect of
each interception agency, at least one place itrélissas
the location of a point from which lawfully intenzied
information can most conveniently be transmittedeiation
to that interception agency; and

(b) inform the Communications Access Co-ordinatiathe place
or places nominated for each interception agency.

Note 1: The nominated location becomes a deliveigtpsee the definition of
delivery point in subsection 5(1).

Note 2: The definition ofarrier in subsection 5(1) includes carriage service
providers.

Note 3: Delivery points are significant for theanteption capability
obligations in Part 5-3 and for the delivery cafibobligations in
Part 5-5.

Disagreement over delivery points

The Communications Access Co-ordinator magngttime, notify
a carrier that an interception agency does noteaigréhe location
of a point nominated under subsection (1) by thatier in respect
of a particular kind of telecommunications senacel of that
interception agency.

Upon being so notified, the carrier must nceténanother location
of a point in respect of that kind of telecommultimas service and
of that interception agency and inform the Commaiins Access
Co-ordinator.

Note: The nominated location becomes a delivergtpsee the definition of
delivery point in subsection 5(1).

If the location of a point nominated under sediion (3) is still
unsatisfactory to the interception agency, the Camipations
Access Co-ordinator must:

(a) inform the carrier to that effect; and
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(b) refer the disagreement to the ACMA for a deiaation
under subsection (5).

(5) The ACMA, after hearing the views of the carrand the views of
the interception agency concerning the best lopaifaa point in
relation to that kind of telecommunications senaoel that
interception agency, must determine the locatioa pbint for the
purposes of this section.

Note: The determined location becomes a deliveiytpsee the definition
of delivery point in subsection 5(1).

Factors to be considered in determining deliverints

(6) In determining the location of a delivery piithe carrier and the
interception agency or, failing agreement, the AGMAust have
regard to:

(a) the configuration of the kind of telecommuniicas service
in respect of which the delivery point is requitede
decided; and

(b) the relative costs to the carrier and theragption agency of
any particular point that is chosen as that dejiysint; and

(c) the reasonable needs of the interception agemd
(d) the reasonable commercial requirements of&neer; and

(e) the location of any delivery points alreadjsérg in relation
to that interception agency or other interceptigarecies.

(7) Itis not a requirement that a place wher@ngarception takes
place is the place nominated as the location @ligeaty point if,
in accordance with the criteria set out in subsec{6), another
more suitable location exists.

Changing delivery points

(8) If:

(a) the location of a delivery point has been wheieed by the
ACMA in respect of a particular kind of telecommeattions
service and of an interception agency; and

(b) as aresult of a material change in the cistances of the

carrier concerned, the location of that point beesm
unsuitable;
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the carrier:

(c) may nominate another place as the locatighaifdelivery
point in respect of that kind of telecommunicatisesvice
and of that interception agency; and

(d) must inform the Communications Access Co-attinof the
place so nominated.

Note: The nominated location becomes a delivergtpsee the definition of
delivery point in subsection 5(1).

9) If:

(a) the location of a delivery point has been wheieed by the
ACMA in respect of a particular kind of telecommeattions
service and of an interception agency; and

(b) as aresult of a material change in the cistances of the
interception agency, the location of that pointdmes
unsuitable; and

(c) the interception agency, either directly ootigh the
Communications Access Co-ordinator, requests thréecéo
nominate another place as the location of thaveelipoint;

the carrier must:

(d) nominate another place as the location ofdeétery point
in respect of that kind of telecommunications sesand of
that interception agency; and

(e) inform the Communications Access Co-ordinafahe place
nominated.

Note: The nominated location becomes a delivergtpsie the definition of
delivery point in subsection 5(1).

(10) Subsections (2) to (7) apply in relation tocanination under
subsection (8) or (9) as if it were a nominatiodem
subsection (1).
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Part 5-3—Interception capability

Division 1—Obligations

189 Minister may make determinations

(1) The Minister may, by legislative instrumentake determinations
in relation to interception capabilities applicabea specified kind
of telecommunications service that involves, ofl imVolve, the
use of a telecommunications system.

(2) A determination:

(&) must specify an international standard or gjinés (the
international standard), or the relevant part of the
international standard, on which the determinaisdmased;
and

(b) must provide for interception capability byoating,
applying or incorporating the whole or a part af th
international standard, with only such modificai@s are
necessary to facilitate the application of the déed or the
relevant part of the standard in Australia (inchgdany
transitional arrangement in relation to an exiskimgl of
telecommunications service that might be requiradgt

(c) must be accompanied by a copy of the intepnatistandard
or of the relevant part of the international stadda

(3) For the purposes of subsection (2), the imtiional standard
specified in a determination:

(&) must deal primarily with the requirementsrdérception
agencies in relation to the interception of comroations
passing over a telecommunications network andeglat
matters; and

(b) may be a part of an international agreememti@ngement
or a proposed international agreement or arrangemen

Matters to be taken into account

(4) Before making a determination under subsedtipnthe Minister
must take into account:

(a) the interests of law enforcement and natisealrity; and
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(b) the objects of thEéelecommunications Act 19%nd
(c) the privacy of the users of telecommunicatigystems.

(5) The Minister may take into account any othetter the Minister
considers relevant.

190 Obligations of persons covered by a determirian

(1) If a determination under section 189 appléea particular kind of
telecommunications service that involves, or willalve, the use
of a telecommunications system, each carrier simphat kind
of service must comply with the determination.

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.

(2) Without limiting subsection (1), if a carrisrrequired to have
interception capability in relation to a particukand of
telecommunications service under the determinatiencarrier is
required to ensure that the capability is develppeialled and
maintained.

Note 1: A person may be exempted from the requingsnef this section
under a provision of Division 2.

Note 2: The cost of this capability is to be bobyethe carriers: see Division 2
of Part 5-6.

191 Obligations of persons not covered by a deteifnation in
relation to a kind of telecommunications service

(1) Each carrier supplying a particular kind démmunications
service that is not covered by any determinaticsenisection 189
but that involves, or will involve, the use of éemmunications
system must ensure that the kind of service osyiséem has the
capability to:

(a) enable a communication passing over the sysidia
intercepted in accordance with an interception argrrand

(b) transmit lawfully intercepted information toet delivery
points applicable in respect of that kind of sesvic

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.
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(2) Without limiting subsection (1), the obligationder that
subsection includes the obligation to ensure thetapability is
developed, installed and maintained.

Note 1: A person may be exempted from the requingsnef this section
under a provision of Division 2.

Note 2: The cost of this capability is to be bobyethe carriers: see Division 2
of Part 5-6.
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Division 2—Exemptions

192 The Communications Access Co-ordinator may gréa
exemptions

(1) The Communications Access Co-ordinator mayrgtea specified
person from all or any of the obligations imposedtze person
under Division 1 in so far as those obligationateeto a specified
kind of telecommunications service.

(2) The exemption must be in writing.

(8) The exemption may be:
(a) unconditional; or
(b) subject to such conditions as are specifidtiénexemption.

(4) An exemption given under subsection (1) isantggislative
instrument.

(5) If:

(a) a person applies in writing to the Communaagi Access
Co-ordinator for an exemption under subsectiorfrgh all
the obligations, or from particular obligations,posed on
the person under Division 1 in so far as thosegekilbns
relate to a specified kind of telecommunicationvise; and

(b) the Co-ordinator does not make, and commuamitathe
applicant, a decision granting, or refusing to grére
exemption within 60 days after the day on which the
Co-ordinator receives the application;

the Co-ordinator is taken, at the end of that geab60 days, to
have granted an exemption to the applicant fronotiigations to
which the application relates in so far as thodgations relate to
that kind of telecommunications service.

(6) An exemption that is taken under subsectigriqhave been
granted to a person who applied for an exemptiateun
subsection (1) has effect only until the Communmicest Access
Co-ordinator makes, and communicates to the peesdacision
on the application.
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Matters to be taken into account

(7) Before giving an exemption under subsectignt{ie
Communications Access Co-ordinator must take intmant:

(a) the interests of law enforcement and natisealrity; and
(b) the objects of thEelecommunications Act 1997

(8) The Communications Access Co-ordinator mag iato account
any other matter he or she considers relevant.

193 ACMA may grant exemptions for trial services

(1) The ACMA may exempt a specified person frohoakny of the
obligations imposed on the person under Divisian do far as
those obligations relate to a kind of telecommuinbces service
that is a trial service.

(2) The ACMA must not grant an exemption unlessAICMA, after
consulting any interception agencies that the ACdsAsiders
appropriate, is satisfied that the exemption iskeht to create a
risk to national security or law enforcement.

(3) The exemption must be in writing.

(4) The exemption may be:
(a) unconditional; or
(b) subject to such conditions as are specifiatiénrexemption.

(5) An exemption given under subsection (1) isant#gislative
instrument.

238 Telecommunications (Interception &wdess) Act 1979



Co-operation with agencie€hapter 5
Interception capability plan®art 5-4

Section 195

Part 5-4—Interception capability plans

195 Nature of an interception capability plan

(1) An interception capability plam@ plan) of a carrier or nominated
carriage service provider is a written instrumdsatt complies with

subsections (2) and (3).
Matters to be included in the instrument

(2) The instrument must set out:

(a) a statement of the policies of the carrigorawider in
relation to interception generally and of its stgaes for
compliance with its legal obligation to provided@nteption
capabilities in relation to a particular kind of
telecommunications service that involves, or willdlve, the
use of a telecommunications system; and

(b) a statement of the compliance by the carnigrrovider with
that legal obligation; and

(c) a statement of any relevant developmentserbtisiness of
the carrier or provider that are proposed withi pleriod of
5 years from the start of the plan and that, iflengented,
are likely to affect those interception capabititiand

(d) a statement of the locations at which commativas passing
over a telecommunications system are intercepted or
proposed to be intercepted by the carrier or peayidnd

(e) alist of employees of the carrier or providéh
responsibility for interception and other relatedttars; and

(f) the matters determined by the Minister unddosgction (4).

Approval of instrument

(3) The instrument must be approved by the chietaetive officer
(however described) of the carrier or provider patperson
authorised in writing by that officer for the pugas of this
subsection to approve the instrument.
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Ministerial determination

(4) The Minister may, by legislative instrumengfefmine matters for
the purposes of paragraph (2)(f).

(5) The Minister must consult the ACMA before nrakia
determination under subsection (4).

IC plans are not legislative instruments

(6) An instrument made under subsection (1) isanegislative
instrument.

196 Time for giving IC plans by carriers

(1) A carrier must give an IC plan to the Commatimns Access
Co-ordinator by:
(a) each 1 July; or
(b) if the Co-ordinator agrees to a later daydadtof a particular
1 July—that later day.

Note: If the business plans of the carrier chatigecarrier may be required
to give the Co-ordinator another IC plan underisec201.

(2) The Communications Access Co-ordinator mustim the ACMA
of any agreement under paragraph (1)(b).

Further rule for future carriers

(3) If the carrier became a carrier on a day $thd day) after the
commencement of this section, the carrier mustgilg®an IC
plan to the Communications Access Co-ordinatoriwi€® days
after the start day.

197 Time for giving IC plans by nominated carriageservice
providers

(1) A nominated carriage service provider musegin IC plan to the
Communications Access Co-ordinator by:

(&) each 1 July; or

(b) if the Co-ordinator agrees to a later daydadtof a particular
1 July—that later day.
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Note: If the business plans of the nominated cgeriervice provider
change, the provider may be required to give the@@mator another
IC plan under section 201.

(2) The Communications Access Co-ordinator mustrim the ACMA
of any agreement under paragraph (1)(b).

Further rule for future nominated carriage servigeviders

(3) If the carriage service provider became a maieid carriage
service provider on a day (ts&rt day) after the commencement
of this section, the provider must also give arpléh to the
Communications Access Co-ordinator within 90 ddyerdhe start
day.

Ministerial declaration

(4) For the purposes of this Part and Part 5-Aé Minister may, by
writing, declare a carriage service provider t@beminated
carriage service provider.

(5) A declaration made under subsection (4) isarlegislative
instrument.

198 Consideration of IC plans

(1) If a carrier or a nominated carriage serviaavgger gives the
Communications Access Co-ordinator an IC plan under
section 196, 197 or 201, or an amended IC plannuthigesection,
the Co-ordinator must, within 60 days of receivihg plan:

(a) approve the plan and notify the carrier owter of the
approval; or

(b) give the plan back to the carrier or providéh a written
request for the carrier or provider to give the @dinator an
amended IC plan to take account of specified netter

Consultation with interception agencies and the ACM

(2) As soon as practicable after receiving an & ftheoriginal
plan) under section 196, 197 or 201, the Communicatiatess
Co-ordinator must:

(a) give a copy of the plan to:
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(i) the interception agencies that, in the opiradihe
Co-ordinator, are likely to be interested in thampland
(i) the ACMA; and
(b) invite each such interception agency to prexdidmments on
the plan to the Co-ordinator.

Request for amendment of original plan

3 If:

(a) the Communications Access Co-ordinator recefve
comment from an interception agency requesting an
amendment of the original plan; and

(b) the Co-ordinator considers the request to teasonable one;

the Co-ordinator must:

(c) give the carrier or provider a copy of the coemt or a
summary of the comment; and

(d) request that the carrier or provider respanthé comment or

summary within the period (thesponse period) of 30 days
of receiving the comment or summary.

Response to request for amendment of original plan

(4) The carrier or provider must respond to a estjfor an
amendment of the original plan either:

(a) by indicating its acceptance of the requesgrbending the
original plan appropriately and by giving the ameahglan
to the Communications Access Co-ordinator withim th
response period; or

(b) by indicating that it does not accept the esjand providing
its reasons for that non-acceptance.

The ACMA’s role

(5) If the carrier or provider indicates that dtes not accept a request
for an amendment of the original plan, the Commations Access
Co-ordinator must:

(a) refer the request and the carrier’s or pravsd@sponse to
the ACMA; and

(b) request the ACMA to determine whether any aiment of
the original plan is required.

(6) The ACMA must then:
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(a) determine in writing that no amendment ofdhginal plan
is required in response to the request for the dment; or
(b) if, in the opinion of the ACMA:
(i) the request for the amendment is a reasoraaigeand
(ii) the carrier’s or provider’s response to teguest for the
amendment is not reasonable;
determine in writing that the original plan shebble amended
in a specified manner and give a copy of the detetion to
the carrier or provider.

Amendment of original plan

(7) On receipt of a determination under paragi@&ptb), the carrier or
provider must:
(a) amend the original plan to take account of dedermination;
and
(b) give the amended plan to the Communicationsess
Co-ordinator.

ACMA determination not a legislative instrument

(8) A determination made under subsection (6ptsariegislative
instrument.

199 Commencement of IC plans

An IC plan of a carrier or nominated carriages/ser provider:

(&) comes into force on the day the carrier ovider is notified
by the Communications Access Co-ordinator thapthe
has been approved; and

(b) continues in force until the day the carriepoovider is
notified by the Co-ordinator that another IC pldirthe
carrier or provider has been approved.

200 Compliance with IC plans

During the period that an IC plan of a carrienominated carriage
service provider is in force, the carrier or prarignust ensure that
its business activities are consistent with thapla
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201 Consequences of changed business plans

(1) If, because of changes to the business plaasarrier or
nominated carriage service provider, an IC plargiby that
carrier or provider ceases, during the period leeémother such IC
plan is due to be given, to constitute an adedi@apdan of that
carrier or provider, the carrier or provider must:

(a) prepare a new IC plan having regard to thbeaged
business plans; and

(b) give the new IC plan to the Communications &8s
Co-ordinator as soon as practicable.

Note: The new IC plan is subject to consideratioadcordance with
section 198.

(2) Subsection (1) applies only if the changeusibess plans has, or
is likely to have, a material adverse effect onaghity of the
carrier or provider to comply with its obligationader Part 5-3.

202 Confidential treatment of IC plans

Once the Communications Access Co-ordinatorABRA or an
interception agency receives an IC plan of a caoiemominated
carriage service provider, the Co-ordinator, thevCor the
interception agency:
(&) must treat the plan as confidential; and
(b) must ensure that it is not disclosed to amggeor body not
referred to in this section without the written péssion of
the carrier or provider.
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Part 5-4A—Requirement arising from proposed
changes

202A Purpose of Part

The purpose of this Part is:

(a) to require carriers and nominated carriageiceproviders
to give notice of the particulars of any change tha
proposed in relation to a telecommunications seroica
telecommunications system, whose implementation may
affect the capacity of the carrier or provider éonply with
its obligations under:

(i) this Act; or
(ii) section 313 of th&@elecommunications Act 19%nd

(b) to allow the Communications Access Co-ordin&motify

agencies of such proposed changes.

202B Carrier or provider to notify of proposed change

(1) This section applies if, at any time, a cardea nominated
carriage service provider becomes aware that théementation
by the carrier or provider of a chanthat is proposed to a
telecommunications service or a telecommunicatsystemis
likely to have a material adverse effect on theacdp of the
carrier or provider to comply with its obligationader:

(a) this Act; or
(b) section 313 of théelecommunications Act 1997

(2) A change to a telecommunications service tefecommunications
system includes (but is not limited to) the follogi

(a) the carrier or carriage service provider pdowg one or more
new telecommunication services;

(b) the carrier or carriage service provider cliagghe location
of notifiable equipment (including moving equipmentside
Australia);

(c) the carrier or carriage service provider prowinotifiable
equipment (including procuring equipment that isated
outside Australia);
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(d) the carrier or carriage service provider éngginto

outsourcing arrangements:
(i) to have all or part of the telecommunicati@ngces

provided for the carrier or provider; or

(ii) to have all or part of the provision of tegnmunication
services managed for the carrier or provider; or

(i) to have all or some information to which siea 276 of
theTelecommunications Act 19@pplies in relation to
the carrier or provider, managed for the carrier or
provider;

(e) the carrier or carriage service provider engginto
arrangements to have all or some information tactvhi
section 276 of th&elecommunications Act 19@pplies in
relation to the carrier or provider accessed bgqes outside
Australia.

(3) The carrier or provider must notify the Comnuations Access
Co-ordinator, in writing, of its intention to impteent the proposed
change.

(4) A notification provided under subsection ®)st include a
description of the proposed change.

(5) After notifying the Communications Access Qalinator of a
proposed change, the carrier or provider may impldrthe
change if the carrier or provideas not been notified in writing by
the Co-ordinator within 30 days after the day theier or
provider notifies the Co-ordinator.

(6) If:

(a) the Communications Access Co-ordinator natiffee carrier
or provider in writing within 30 days after the didoe carrier
or provider notifies the Co-ordinator; and

(b) within 30 days after the Co-ordinator so nesifthe carrier or
provider, the Co-ordinator makes a determinatiotiean
section 203 that applies to the carrier or provider

the carrier or provider must not implement the pisgal change
until the carrier or provider has complied with thetermination.

(7) To avoid doubt, subsection (6) does not prethen
Communications Access Co-ordinator from making a
determination under section 203, that applieseacHrrier or
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provider, more than 30 days after the Co-ordinfitst notifies the
carrier or provider in writing as mentioned in aph (6)(a).

202C Communications Access Co-ordinator may notifggencies

(1) After the Communications Access Co-ordinatas heen notified
by a carrier or nominated carriage service providem intention
to implement a proposed change, the Co-ordinatgrmoéfy
agencies that are likely to be interested of tloppsed change.

(2) On receiving notification from a carrier oioprder of an intention
to implement a proposed change, the Communicafieness
Co-ordinator, and each agency that receives nati€io of the
proposed change, must treat the proposed changmfdential.
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Part 5-5—Delivery capability

203 Communications Access Co-ordinator may make

determinations

(1) The Communications Access Co-ordinator maykting, make
determinations in relation to delivery capabilitéggplicable in
relation to:

(a) a specified kind of telecommunications sertic involves,
or will involve, the use of a telecommunicationstgyn and
that is supplied by one or more specified carriansi

(b) one or more specified interception agencies.

Note 1: The definition ofarrier in subsection 5(1) includes carriage service
providers.

Note 2: For specification by class, see subsedtt{) of theActs
Interpretation Act 1901

Note 3: A determination may make different proviswith respect to
different matters or different classes of mattesee(subsection 33(3A)
of theActs Interpretation Act 1901

(2) A determination under subsection (1) musttesta all or any of
the following:
(a) the format in which lawfully intercepted infoation is to be

delivered to an interception agency from the dejiy@int in
respect of a kind of telecommunications service @frttiat

interception agency;

(b) the place to which, and manner in which, thidrmation is
to be delivered,

(c) any ancillary information that should accomypémat
information.

(3) The Communications Access Co-ordinator mussatt the
ACMA before making a determination under subsecign

(4) A determination made under subsection (1ptsariegislative
instrument.
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204 Obligations of persons covered by a determinah

(1) If a determination under section 203 applies:

(a) to a particular kind of telecommunicationsvezr that
involves, or will involve, the use of a telecommeations
system; and

(b) to a carrier;

the carrier must comply with the determination.

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.

(2) Without limiting subsection (1), if a carrisrrequired to have
delivery capability in relation to a particular kiof
telecommunications service under the determinatfencarrier is
required to ensure that the capability is develppetalled and
maintained.

Note: The cost of this capability is to be bornethy interception agencies:
see Division 3 of Part 5-6.

205 Obligations of persons not covered by a deternation in
relation to a kind of telecommunications service

(1) Each carrier supplying a particular kind démmunications
service that is not covered by any determinaticsenisection 203
but that involves, or will involve, the use of éemmunications
system must ensure that the kind of service osystem has a
delivery capability.

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.

(2) Without limiting subsection (1), the obligationder that
subsection includes the obligation to ensure ttapability is
developed, installed and maintained.

Note: The cost of this capability is to be bornethuy interception agencies:
see Division 3 of Part 5-6.
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Part 5-6—Allocation of costs
Division 1—Outline of Part

206 Outline of Part

(1) Division 2 provides that the cost of develapimstalling and
maintaining an interception capability imposed aragier under
Part 5-3 is to be borne by the carrier.

(2) Division 3 provides that the cost of develapimstalling and
maintaining a delivery capability imposed on a iesrander
Part 5-5 is to be borne by the interception agencie
Note: This Part does not deal with the allocatiboasts in relation to

carriers complying with authorisations under DieisiB or 4 of

Part 4-1. Section 314 of tAelecommunications Act 19€@als with
this matter.
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Division 2—Interception capability

207 Costs to be borne by the carriers

The capital and ongoing costs of developingaltiey and
maintaining a capability imposed on a carrier ursgation 190 or
191 in respect of a particular kind of telecommatians service
are to be borne by the carrier.

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.
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Division 3—Delivery capability

208 Costs to be borne by the interception agencies

The capital and ongoing costs, worked out in etaace with
section 209, of developing, installing and mairitagra delivery
capability imposed on a carrier under Part 5-58pect of a
particular kind of telecommunications service aréeé borne by
the interception agency concerned.

Note: The definition otarrier in subsection 5(1) includes carriage service
providers.

209 Working out costs of delivery capabilities

(1) Each carrier who is obliged to ensure the graeent, installation
and maintenance of a delivery capability must enthat the
capability is developed, installed and maintainedwach terms and
conditions:

(a) as are agreed in writing between the carridrthe
interception agency concerned; or

(b) in the absence of such an agreement—as azamdeed in
writing by the ACMA.

(2) The terms and conditions on which a carrig¢oigrovide a
delivery capability must be consistent with thédaling
principles:

(a) the principle that the most cost effective ngeaf ensuring
the development, installation and maintenanceatf th
capability is employed,;

(b) the principle that the carrier is to incur gusts (whether of a
capital nature or otherwise) relating to the depsgient,
installation and maintenance of that capability;

(c) the principle that the carrier may, over timegover from an
interception agency such of those costs as aréregijuinder
section 208, to be borne by that interception agenc

(3) Nothing in subsection (2) prevents a carnient entering into an
agreement with more than one interception agency.

(4) The agreement should also provide that ifwbeking out of the
costs to a particular interception agency of depialg, installing
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Section 210

and maintaining a delivery capability is the subpca
disagreement between the carrier and that intéocepgency:
(a) the interception agency may request the ACblArbitrate
the matter; and
(b) if it does so, those costs are to be as datedhby the
ACMA.

(5) The regulations may make provision in relatiothe conduct of
an arbitration by the ACMA under this section.

(6) The existence of a cost dispute in relatioa telivery capability
does not affect the obligations of the carrierdspect of that
capability while that dispute is being resolved.

(7) If, as a result of the arbitration of a coispdite between the carrier
and an interception agency, the ACMA concludes @hatser rate
of charge would have been available, the carrier:

(&) must allow the interception agency creditdoy costs
already charged to the extent that they were wookect a
rate that exceeds that lesser rate; and

(b) must adjust its means of working out futuretsp

to take account of that conclusion.

(8) For the purposes of this section, any refezénchis section to
terms and conditions agreed between a carrier minterception
agency includes a reference to terms and conditigreed
between the carrier and:

(a) in the case of an interception agency of &Stthe State, on
behalf of the interception agency; and

(b) in the case of an interception agency of the
Commonwealth—the Commonwealth, on behalf of the
interception agency.

(9) A determination made under paragraph (1)(bpisa legislative
instrument.

210 Examination of lower cost options

(1) In undertaking an arbitration under sectiod,26e ACMA may on
its own initiative or at the request of an interto@p agency, by
notice in writing given to a carrier, require tregrier:
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(a) to examine, at the expense of the carrierptissibility of a
lower cost option than the one designated by théecdor
providing a delivery capability; and

(b) to report to the ACMA, within a period speetliin the
notice, on the results of that examination.

(2) If a carrier receives a notice under subsadtl), the carrier must,
within the period specified in the notice:

(a) carry out the examination concerned; and

(b) report in writing to the ACMA on the resultstbe
examination.

(3) A natice given under subsection (1) is nagidlative instrument.

211 ACMA may require independent audit of costs

(1) In undertaking an arbitration under sectiod,26e ACMA may,
by notice in writing, require a carrier to arrarigean audit of the
costs claimed to have been incurred by the cdrriezlation to the
provision to an interception agency of a deliveapability.

(2) Subject to subsection (3), the audit is teéied out by an
auditor selected by the carrier and approved byABIA.

(3) If the auditor selected by a carrier is ngtraped by the ACMA,
the ACMA may require that the audit be carried lmptin auditor
selected by the ACMA or by the ACMA itself.

(4) Unless the audit is carried out by the ACMgelf, the ACMA
may, in the notice requiring the audit, specify plegiod within
which the auditor is to report to the ACMA.

(5) If a carrier receives a notice under thisisecthe carrier:

(&) must co-operate in full with the person oryodrrying out
the audit; and

(b) must bear the costs of the audit.

(6) A notice given under this section is not dadkdive instrument.
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RegulationsPart 6-1

Section 300

Chapter 6—Regulations

Part 6-1—Regulations

300 Regulations

The Governor-General may make regulations, remnsistent with
this Act, prescribing matters:

(a) required or permitted by this Act to be présexl; or

(b) necessary or convenient to be prescribeddoying out or
giving effect to this Act.
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Table of Acts

Notes to the Telecommunications (Interception and
Access) Act 1979

Note 1

TheTelecommunications (Interception and Access) A¢988 shown in this
compilation comprises Act No. 114, 1979 amendeidi@isated in the Tables

below.

Subsections 5F(2) and 5G(2) ceased to have effiet @ecember 2009.

For application, saving or transitional provisionade by the€orporations
(Repeals, Consequentials and Transitionals) Actl2&®eAct No. 55, 2001.

For application, saving or transitional provisionade by thé&reedom of

Information Amendment (Reform) Act 204€eAct No. 51, 2010.

All relevant information pertaining to applicaticsgving or transitional
provisions prior to 7 March 2000 is not includedhis compilation. For

subsequent informaticseeTable A.

Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions

Telecommunications 114, 1979 25 Oct 1979 1 June 1980 (see
(Interception) Act 1979 Gazette 1980,

No. G21, p. 2)

Telecommunications 181, 1979 4 Dec 1979 1 June 1980 (see —
(Interception) Amendment s. 2 and Gazette
Act 1979 1980, No. G21,

p. 2)

Director of Public 114, 1983 14 Dec 1983 S. 8(1): 16 Dec —
Prosecutions 1985 (see s. 2(2))
(Consequential S. 8(2): 16 Dec
Amendments) Act 1983 1985 (see s. 2(3))

Remainder: 5 Mar
1984 (see s. 2(1)
and Gazette 1984,
No. S55)

Telecommunications 116, 1983 16 Dec 1983 16 Dec 1983 —
(Interception) Amendment
Act 1983

Telecommunications 6, 1984 4 Apr 1984 4 Apr 1984 S.4
(Interception) Amendment
Act 1984
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions
Telecommunications 116, 1984 17 Oct 1984 17 Oct 1984 —
(Interception) Amendment
Act (No. 2) 1984
Telecommunications 8, 1985 29 Mar 1985 29 Mar 1985 —
(Interception) Amendment
Act 1985
Telecommunications 63, 1985 4 June 1985 4 June 1985 Ss. 2(2) and
(Interception) Amendment 8
Act (No. 2) 1985
Intelligence and Security 102, 1986 17 Oct 1986 1 Feb 1987 (see —
(Consequential s. 2 and Gazette
Amendments) Act 1986 1987, No. S13)
as amended by
Crimes Legislation 28, 1991 4 Mar 1991 S. 74(3): (a) —
Amendment Act 1991
Telecommunications 89, 1987 5 June 1987 Ss. land 2: Royal  Ss. 6(2),
(Interception) Amendment Assent 16(2), (3),
Act 1987 Ss. 5(1)(a), (2), 6 17(2) and
and 8: 16 Dec 18(2)-(4)
1987 (see s.
2(1A))
Remainder: 1 Sept
1988 (see Gazette
1988, No. S256)
as amended by
Crimes Legislation 120, 1987 16 Dec 1987 Part X (ss. 53,54): —
Amendment Act 1987 Royal Assent (b)
Crimes Legislation 120, 1987 16 Dec 1987 Ss. 55 and 59: —
Amendment Act 1987 Royal Assent (c)
Ss. 56-58: (c)
Ss. 60-67: (c)
Extradition (Repeal and 5, 1988 9 Mar 1988 S. 5:1 Dec 1988 S. 7(2) and
Consequential Provisions) (see Gazette 1988, (3)
Act 1988 No. S366) (d)
Crimes Legislation 65, 1988 15 June 1988 Ss. 9-11: 1 Sept —
Amendment Act 1988 1988 (see s. 2(2),
(3) and Gazette
1988, No. S256)
Remainder: Royal
Assent
Crimes Legislation 66, 1988 15 June 1988 Part VI (ss. 25— —
Amendment Act (No. 2) 28): (e)
1988
Statutory Instruments 99, 1988 2 Dec 1988 2 Dec 1988 —

(Tabling and Disallowance)
Legislation Amendment Act
1988
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and year of Assent commencement saving or
transitional
provisions

Telecommunications 121, 1988 14 Dec 1988 Ss. 5, 6, 10, 12, —
Amendment Act 1988 13, 23(2) and

26(1): 1 Jan 1989
(see Gazette 1988,
No. S402)

Ss. 14, 23(3) and
26(2): 30 June
1989 (see Gazette
1989, No. S216)
Remainder: Royal
Assent

Telecommunications and 63, 1989 19 June 1989 Ss. 1 and 2: Royal —
Postal Services Assent
(Transitional Provisions Part 5 (ss. 17, 18):
and Consequential 30 June 1989 (see
Amendments) Act 1989 Gazette 1989, No.

S216)
Remainder: 1 July
1989: (see Gazette
1989, No. S230)
as amended by
Transport and 11, 1991 21 Jan 1991 S. 45: (f) —
Communications
Legislation Amendment
Act 1990

Law and Justice Legislation 11, 1990 17 Jan 1990 Ss. 50, 51(1)(a) S. 51(2)

Amendment Act 1989 and 52-56: 14 Feb
1990 (9)
S. 51(1)(b) and (2):
Royal Assent (g)

Crimes Legislation 28, 1991 4 Mar 1991 Ss. 60, 61(1), S.73

Amendment Act 1991 64—66 and 68—72:
Royal Assent (h)
Ss. 61(2), 62, 63,
67 and 73: 29 Apr
1991 (see Gazette
1991, No. S108)
(h)

Telecommunications 99, 1991 27 June 1991 Ss. 1 and 2: Royal —
(Transitional Provisions Assent
and Consequential Ss. 3-23 and 25:
Amendments) Act 1991 1 July 1991

Remainder: 1 Feb
1992 (see s. 2(3)
and Gazette 1992,
No. S32)

Telecommunications 103, 1993 22 Dec 1993 Ss. 3(2), 5, 12, Ss. 3(3),
(Interception) Amendment 14-18 and 24-28: 17(2), (3),
Act 1993 1 Feb 1994 (see 24(2) and

Gazette 1994, No.  25(2), (3)
S27)
Remainder: Royal
Assent
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions

Royal Commission into the 170, 1994 16 Dec 1994 16 Dec 1994 —

New South Wales Police
Service (Access to
Information) Act 1994

Evidence (Transitional 3,1995 23 Feb 1995 S. 14: Royal S. 14
Provisions and Assent (i)

Consequential S. 27: 18 Apr 1995
Amendments) Act 1995 @)

International War Crimes 19, 1995 29 Mar 1995 S. 3: 28 Aug 1995 —
Tribunals (Consequential (see Gazette 1995,
Amendments) Act 1995 No. S323)

Remainder: Royal
Assent

Telecommunications 141, 1995 12 Dec 1995 Schedule 1 Sch. 1
(Interception) Amendment (Part 2): 12 June (items 3, 14,
Act 1995 1996 19, 34, 36,

Remainder: Royal 39)
Assent

Statute Law Revision Act 43, 1996 25 Oct 1996 Schedule 5 (items —

1996 147-149): Royal
Assent (j)

Telecommunications 59, 1997 3 May 1997 Schedule 1 (items —
(Transitional Provisions 51-55): 1 July
and Consequential 1997 (k)

Amendments) Act 1997

Telecommunications 160, 1997 11 Nov 1997 Schedule 1 (items S. 3 (rep. by
(Interception) and Listening 6, 19, 20, 24, 25, 151, 1999,
Device Amendment Act 27-39, 47-50), Sch. 2)
1997 Schedule 2 and

Schedule 3 (items
1-8, 11-13):
1 Feb 1998 (see
Gazette 1998,
No. GN3)
Remainder: Royal
Assent

as amended by

Telecommunications 151, 1999 11 Nov 1999 11 Nov 1999 —

(Interception)

Amendment Act 1999

Migration Legislation 89, 1999 16 July 1999 Schedule 2: —
Amendment Act (No. 1) 22 July 1999 (see
1999 Gazette 1999,

No. S337) (1)

Public Employment 146, 1999 11 Nov 1999 Schedule 1 —
(Consequential and (item 918): 5 Dec
Transitional) Amendment 1999 (see Gazette
Act 1999 1999, No. S584)

(m)

Telecommunications 151, 1999 11 Nov 1999 11 Nov 1999 —

(Interception) Amendment
Act 1999
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions
Australian Security 161, 1999 10 Dec 1999 Schedule 3 (items —
Intelligence Organisation 1, 62-81): (n)
Legislation Amendment Act
1999
Australian Federal Police 9, 2000 7 Mar 2000 2 July 2000 (see Sch. 3
Legislation Amendment Act Gazette 2000, (items 20,
2000 No. S328) 32, 34, 35)
[see Table
Al
Telecommunications 63, 2000 22 June 2000 Schedule 3 (items Sch. 3
(Interception) Legislation 2, 3): (0) (item 72)
Amendment Act 2000 Remainder: Royal [see Table
Assent Al
Criminal Code Amendment 137, 2000 24 Nov 2000 Ss. 1-3 and Sch. 2
(Theft, Fraud, Bribery and Schedule 1 (items (items 418,
Related Offences) Act 1,4,6,7,9-11, 419) [see
2000 32): Royal Assent Table A]
Remainder:
24 May 2001
Law and Justice Legislation 24,2001 6 Apr 2001 S. 4(1), (2) and S. 4(1) and
Amendment (Application of Schedule 47: (p) (2) [see
Criminal Code) Act 2001 Table A]
Corporations (Repeals, 55, 2001 28 June 2001 Ss. 4-14 and Ss. 4-14
Consequentials and Schedule 3 [see Note 1]
Transitionals) Act 2001 (items 513-515):
15 July 2001 (see
Gazette 2001,
No. S285) (q)
National Crime Authority 135, 2001 1 Oct 2001 Schedules 1-7 —
Legislation Amendment Act and 9-12: 12 Oct
2001 2001 (see Gazette
2001, No. S428)
Schedule 8: 13 Oct
2001 (see Gazette
2001, No. S428)
Remainder: Royal
Assent
Cybercrime Act 2001 161, 2001 1 Oct 2001 21 Dec 2001 (see —
Gazette 2001,
No. S529)
as amended by
Crimes Legislation 127, 2004 31 Aug 2004 (see 127, 2004 —
Amendment below)
(Telecommunications
Offences and Other
Measures) Act (No. 2)
2004
Royal Commissions and 166, 2001 1 Oct 2001 1 Oct 2001 —
Other Legislation
Amendment Act 2001
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions

International Criminal Court 42, 2002 27 June 2002 Schedules 1-7: —
(Consequential 26 Sept 2002 (see
Amendments) Act 2002 s. 2(1) and

Gazette 2002, No.
GN38)
Remainder:

28 June 2002

Telecommunications 67, 2002 5 July 2002 Schedule 1 (items Sch. 2
Interception Legislation 23, 29, 33, 37,39): (item 46)
Amendment Act 2002 22 June 2000 [see Table

Remainder: Royal Al
Assent

Proceeds of Crime 86, 2002 11 Oct 2002 Ss. 1-3: Royal —
(Consequential Assent
Amendments and Remainder: 1 Jan
Transitional Provisions) Act 2003 (see s. 2(1)

2002 and Gazette 2002,
No. GN44)

Australian Crime 125, 2002 10 Dec 2002 Schedule 2 (items —
Commission Establishment 190-224): 1 Jan
Act 2002 2003

Schedule 3
(item 17): (r)

Australian Security 77,2003 22 July 2003 Schedule 1 (items Sch. 1
Intelligence Organisation 28, 29): 23 July (item 29)
Legislation Amendment 2003 [see Table
(Terrorism) Act 2003 Al

Telecommunications 113, 2003 12 Nov 2003 Schedule 1: 6 Feb —
Interception and Other 2004 (see Gazette
Legislation Amendment Act 2004, No. S27)

2003 Remainder: Royal
Assent

Telecommunications 55, 2004 27 Apr 2004 28 Apr 2004 —
(Interception) Amendment
Act 2004

Crimes Legislation 127, 2004 31 Aug 2004 Schedule 1 (items Sch. 1
Amendment 25-29, 31): 1 Mar (item 31)
(Telecommunications 2005 (am. by 40,
Offences and Other Schedule 5 2006, Sch.
Measures) Act (No. 2) (item 9): (s) 1 [item 16])
2004 [see Table

Al
as amended by
Telecommunications 40, 2006 3 May 2006 Schedule 1 —
(Interception) (item 16): (see 40,
Amendment Act 2006 2006)
Telecommunications 148, 2004 14 Dec 2004 15 Dec 2004 —

(Interception) Amendment
(Stored Communications)
Act 2004
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions
Crimes Legislation 95, 2005 6 July 2005 Schedule 1: 1 Mar —
Amendment 2005
(Telecommunications Schedule 2 (items
Interception and Other 1, 2,9): 17 Dec
Measures) Act 2005 2005 (see
F2005L04095)
Schedule 2
(item 4): (1)
Schedule 2
(item 5): (1)
Schedule 2
(item 15): 1 June
1980
Remainder: Royal
Assent
Criminal Code Amendment 96, 2005 6 July 2005 Schedules 1 and —
(Trafficking in Persons 2: 3 Aug 2005
Offences) Act 2005 Remainder: Royal
Assent
Statute Law Revision Act 100, 2005 6 July 2005 Schedule 1 (items —
2005 66—82): Royal
Assent
Intelligence Services 128, 2005 4 Nov 2005 Schedules 1-8: —
Legislation Amendment Act 2 Dec 2005
2005 Remainder: Royal
Assent
Law and Justice Legislation 129, 2005 8 Nov 2005 Schedule 1 (items Sch. 1
Amendment (Serious Drug 70-76): 6 Dec (items 75,
Offences and Other 2005 76) [see
Measures) Act 2005 Table A]
Telecommunications 152, 2005 14 Dec 2005 Schedule 1 (items —
(Interception) Amendment 3-18): 1 Oct 2006
(Stored Communications (see
and Other Measures) Act F2006L03104)
2005 Remainder: Royal
Assent
Telecommunications 40, 2006 3 May 2006 Schedules 1-3: Sch. 3
(Interception) Amendment 13 June 2006 (see  (items 6,
Act 2006 F2006L01623) 10), Sch. 4
Schedule 4: 1 July  (items
2006 31-34) and
Schedule 5: 3 Nov ~ Sch. 5
2006 (items 19,
Schedule 6 25, 29, 34)
(items 1, 3): (u) [see Table
Schedule 6 Al
(item 8): (u)
Remainder: Royal
Assent
as amended by
Statute Law Revision Act 8, 2007 15 Mar 2007 Schedule 2 —
2007 (item 15): (ua)
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions
Telecommunications 177, 2007 28 Sept 2007 Schedule 2 —_
(Interception and (item 1): (see 177,
Access) Amendment Act 2007 below)
2007
Law Enforcement Integrity 86, 2006 30 June 2006 Schedule 1 (items —
Commissioner 76-85, 88-92):
(Consequential 30 Dec 2006 (see
Amendments) Act 2006 s. 2(1))
Schedule 1 (items
86, 93-95): (v)
Schedule 1 (items
87, 96): (v)
Law and Justice Legislation 3, 2007 19 Feb 2007 Schedules 1-3: —
Amendment (Marking of 25 Aug 2007
Plastic Explosives) Act Remainder: Royal
2007 Assent
Telecommunications 177, 2007 28 Sept 2007 Schedule 1: 1 Nov Sch. 1
(Interception and Access) 2007 (see (items
Amendment Act 2007 F2007L03941) 57-59,
Schedule 2 63-68) and
(item 1): (w) Sch. 2
Schedule 2 (items (items
2-26): 29 Sept 22-26) [see
2007 Table A]
Remainder: Royal
Assent
Telecommunications 23, 2008 26 May 2008 Schedule 1 (items —
(Interception and Access) 1-19): 27 May
Amendment Act 2008 2008
Schedule 1 (items
20-25, 35, 37,
39A): 1 July 2008
(see
F2008L02096)
Schedule 1 (items
43A, 46A): 1 July
2008
Remainder: Royal
Assent
Telecommunications 95, 2008 3 Oct 2008 Schedule 2 (items Sch. 2
Interception Legislation 1-11, 13, 21, (items
Amendment Act 2008 25-27): 4 Oct 25-27) [see
2008 Table A]
Schedule 2 (items
12, 14-20, 22): (x)
Schedule 2 (items
23, 24): Royal
Assent
Telecommunications 32, 2009 22 May 2009 Schedule 1: 18 Sch. 2
Interception Legislation June 2009 (see (item 4) [see
Amendment Act (No. 1) s. 2(1)) Table A]

2009

Schedule 2 (items
2-4): 23 May 2009
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions
Trade Practices Amendment 59, 2009 26 June 2009 Schedule 1 —
(Cartel Conduct and Other (item 2): 24 July
Measures) Act 2009 2009
Telecommunications 2, 2010 12 Feb 2010 13 Feb 2010 Sch. 2
(Interception and Access) (items
Amendment Act 2010 14-17) [see
Table A]
Crimes Legislation 3,2010 19 Feb 2010 Schedule 4 (items Sch. 4
Amendment (Serious and 14-16, 16A, 17, (items 18,
Organised Crime) Act 2010 18, 18A-18H, 18J) [see
18J): Royal Assent  Table A]
Crimes Legislation 4, 2010 19 Feb 2010 Schedule 4 (item Sch. 7 (item
Amendment (Serious and 4) and Schedule 7 29) [see
Organised Crime) Act (items 25, 29): 20 Table A]
(No. 2) 2010 Feb 2010
Statute Law Revision Act 8, 2010 1 Mar 2010 Schedule 1 —
2010 (items 48-52) and
Schedule 5
(item 123): Royal
Assent
Crimes Legislation 42, 2010 14 Apr 2010 Schedule 1 Sch. 1
Amendment (Sexual (items 75-78): (item 78)
Offences Against Children) 15 Apr 2010 [see Table
Act 2010 Al
Trade Practices Amendment 44, 2010 14 Apr 2010 Schedule 4 —
(Australian Consumer Law) (item 2): 1 July
Act (No. 1) 2010 2010
Anti-People Smuggling and 50, 2010 31 May 2010 Schedule 1 —
Other Measures Act 2010 (items 17, 18) and
Schedule 3:
1 June 2010
Freedom of Information 51, 2010 31 May 2010 Schedule 5 Sch. 7 [see
Amendment (Reform) Act (item 76) and Note 1]
2010 Schedule 7: (y)
Trade Practices Amendment 103, 2010 13 July 2010 Schedule 6 —
(Australian Consumer Law) (items 1, 140):
Act (No. 2) 2010 1Jan 2011
Corporations Amendment 131, 2010 24 Nov 2010 Schedule 1 —
(No. 1) Act 2010 (item 21): 13 Dec
2010 (see
F2010L03188)
Crimes Legislation 2,2011 2 Mar 2011 Schedule 1 Sch. 1
Amendment Act 2011 (items 5-8): Royal  (items 7, 8)
Assent [see Table
Al
Law and Justice Legislation 3,2011 2 Mar 2011 Schedule 2 —
Amendment (Identity (item 28): 3 Mar
Crimes and Other 2011
Measures) Act 2011
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Table of Acts

Act Number Date Date of Application,
and year of Assent commencement saving or
transitional
provisions

Telecommunications 4,2011 22 Mar 2011 Schedules 1-5, Sch. 1
Interception and Schedule 6 (items (items 28,
Intelligence Services 28, 29) and 29), Sch. 2
Legislation Amendment Act Schedule 7: (item 9),
2011 23 Mar 2011 Sch. 3 (item

9), Sch. 4
(item 4),
Sch. 5 (item
37) and
Sch. 6 (item
29) [see
Table A]
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Act Notes

@

(b)

©

©)

©)

®

The Intelligence and Security (Consequential Amendments) Act 1986 was amended by
subsection 74(3) of the Crimes Legislation Amendment Act 1991, subsection 2(7) of which
provides as follows:

(7) Subsection 74(3) and Part 3 of Schedule 2 are taken to have commenced
immediately after the commencement of section 25 of the Intelligence and Security
(Consequential Amendments) Act 1986.

Section 25 commenced on 1 February 1987 (see Gazette 1987, No. S13).

The Telecommunications (Interception) Amendment Act 1987 was amended by Part X
(sections 53 and 54) only of the Crimes Legislation Amendment Act 1987, subsection 2(3) of
which provides as follows:

(3) Sections 53, 54, 55 and 59 shall come into operation on the day on which this Act
receives the Royal Assent.

The Telecommunications (Interception and Access) Act 1979 was amended by sections
55-67 only of the Crimes Legislation Amendment Act 1987, subsections 2(3)—(5) of which
provide as follows:

(3) Sections 53, 54, 55 and 59 shall come into operation on the day on which this Act
receives the Royal Assent.

(4) Sections 56, 57 and 58 shall come into operation immediately after the
commencement of subsection 5(2) and section 8 of the Telecommunications
(Interception) Amendment Act 1987.

(5) Sections 60 to 67, inclusive, shall come into operation immediately after the
commencement of section 21 of the Telecommunications (Interception) Amendment
Act 1987.

Subsection 5(2) and section 8 commenced on 16 December 1987.
Section 21 commenced on 1 September 1988 (see Gazette 1988, No. S256).

The Telecommunications (Interception and Access) Act 1979 was amended by section 5 only
of the Extradition (Repeal and Consequential Provisions) Act 1988, subsection 2(3)(a) of
which provides as follows:

(3) This Act, in so far as it provides for the amendment of the Telecommunications
(Interception) Act 1979 as set out in the Schedule, shall come into operation:

(a) when the Extradition Act 1988 comes into operation; or

The Telecommunications (Interception and Access) Act 1979 was amended by Part VI
(sections 25-28) only of the Crimes Legislation Amendment Act (No. 2) 1988, subsection 2(5)
of which provides as follows:

(5) Part VI of this Act commences, or shall be taken to have commenced, as the case
requires, immediately after the commencement of section 21 of the
Telecommunications (Interception) Amendment Act 1987.

Section 21 commenced on 1 September 1988 (see Gazette 1988, No. S256).

The Telecommunications and Postal Services (Transitional Provisions and Consequential
Amendments) Act 1989 was amended by section 45 only of the Transport and
Communications Legislation Amendment Act 1990, subsection 2(13)(e) of which provides as
follows:

(13) The amendments made in the Schedule are taken to have commenced as follows:

(e) each amendment of a provision of, or an item in a Schedule to, the
Telecommunications and Postal Services (Transitional Provisions and
Consequential Amendments) Act 1989 is taken to have commenced
immediately after the commencement of the provision, or item, concerned.

The amendments made by section 45 commenced on 1 July 1989 (see Gazette 1989, No.
S230).
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@

(h)

@

(k)

0]

(m)

The Telecommunications (Interception and Access) Act 1979 was amended by
sections 50-56 only of the Law and Justice Legislation Amendment Act 1989, subsections
2(1) and (5)(b) of which provide as follows:

(1) Subject to this section, this Act commences on the 28th day after the day on which
it receives the Royal Assent.

(5) Sections 12 and 13, paragraph 51(1)(b) and subsection 51(2) commence:

(b) on the day on which this Act receives the Royal Assent;
The Telecommunications (Interception and Access) Act 1979 was amended by
sections 60—73 only of the Crimes Legislation Amendment Act 1991, subsections 2(1) and (2)
of which provide as follows:

(1) Subject to this section, this Act commences on the day on which it receives the
Royal Assent.

(2) Section 23, paragraph 30(b), subsection 61(2) and sections 62, 63, 67 and 73
commence on a day to be fixed by Proclamation, being the day on which
Schedule 1(3) to the State Drug Crime Commission (Amendment) Act 1990 of New
South Wales commences.

The Telecommunications (Interception and Access) Act 1979 was amended by sections 14
and 27 only of the Evidence (Transitional Provisions and Consequential Amendments) Act
1995, subsections 2(1) and (13) of which provide as follows:

(1) This Part and Parts 2 and 3 commence on the day on which this Act receives the

Royal Assent.

(13) Section 27 of this Act and the Schedule to this Act commence:

(a) on the day on which sections 153 and 155 of the Evidence Act 1995
commence; or
(b) if those sections commence on different days—the first day on which both
of those sections are in force.
The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 5
(items 147-149) only of the Statute Law Revision Act 1996, subsection 2(1) of which provides
as follows:
(1) Subject to subsections (2) and (3), this Act commences on the day on which it
receives the Royal Assent.
The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 1
(items 51-55) only of the Telecommunications (Transitional Provisions and Consequential
Amendments) Act 1997, subsection 2(2)(d) of which provides as follows:
(2) The following provisions commence on 1 July 1997:
(d) Schedule 1;
The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 2
only of the Migration Legislation Amendment Act (No. 1) 1999, subsection 2(4) of which
provides as follows:
(4) Subject to subsection (5), the remaining items of Schedule 1, and Schedule 2,
commence on a day to be fixed by Proclamation.
The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 1
(item 918) only of the Public Employment (Consequential and Transitional) Amendment Act
1999, subsections 2(1) and (2) of which provide as follows:

(1) Inthis Act, commencing time means the time when the Public Service Act 1999
commences.

(2) Subject to this section, this Act commences at the commencing time.
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(n)  The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 3
(items 1 and 62-81) only of the Australian Security Intelligence Organisation Legislation
Amendment Act 1999, subsection 2(2) of which provides as follows:

Schedule 3

(2) Subject to subsections (3) to (6), Schedule 3 commences immediately after the
commencement of the other Schedules to this Act.

The other Schedules to this Act commenced on 10 December 1999.

(0) Subsection 2(2) of the Telecommunications (Interception) Legislation Amendment Act 2000
provides as follows:

(2) Ifitems 58 to 64 of Schedule 2 to the Australian Federal Police Legislation
Amendment Act 2000 commence on or after the day on which this Act receives the
Royal Assent, then the amendments made by items 2 and 3 of Schedule 3 to this
Act commence immediately after the commencement of items 58 to 64 of
Schedule 2 to the Australian Federal Police Legislation Amendment Act 2000.

Items 58 to 64 of Schedule 2 commenced on 2 July 2000 (see Gazette 2000, No. S328).

(p) The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 47
only of the Law and Justice Legislation Amendment (Application of Criminal Code) Act 2001,
subsection 2(1)(a) of which provides as follows:

(1) Subject to this section, this Act commences at the later of the following times:

(a) immediately after the commencement of item 15 of Schedule 1 to the
Criminal Code Amendment (Theft, Fraud, Bribery and Related Offences)
Act 2000;

Item 15 commenced on 24 May 2001.

(@) The Telecommunications (Interception and Access) Act 1979 was amended by Schedule 3
(items 513-515) only of the Corporations (Repeals, Consequentials and Transitionals) Act
2001, subsection 2(3) of which provides as follows:

(3) Subject to subsections (4) to (10), Schedule 3 commences, or is taken to have
commenced, at the same time as the Corporations Act 2001.
(r)  Subsections 2(1) [item 10] and (4) of the Australian Crime Commission Establishment Act
2002 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, on the day or at the time specified in column 2 of the table.

Commencement information

Column 1 Column 2 Column 3
Provision(s) Commencement Date/Details

10. Schedule 3, Immediately after the commencement of section 3 1 January 2003
item 17 of the Proceeds of Crime Act 2002, subject to

subsection (4)

(4) If section 3 of the Proceeds of Crime Act 2002 commences before 1 January 2003,
the provisions covered by items 8, 9 and 10 of the table do not commence at all.

(s) Subsection 2(1) (item 5) of the Crimes Legislation Amendment (Telecommunications
Offences and Other Measures) Act (No. 2) 2004 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.
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Provision(s)

Commencement

Date/Details

5. Schedule 5,
item 9

Immediately after the commencement of item 6 of
Schedule 1 to the Cybercrime Act 2001.

21 December 2001

(t)  Subsection 2(1) (items 5 and 6) of the Crimes Legislation Amendment (Telecommunications
Interception and Other Measures) Act 2005 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken

to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.

Provision(s) Commencement Date/Details
5. Schedule 2, The day on which this Act receives the Royal Does not
item 4 Assent. commence

However, if section 6 of the Australian

Communications and Media Authority Act 2005

commences before this Act receives the Royal

Assent, the provision(s) do not commence at all.
6. Schedule 2, Immediately after the commencement of section 6 Does not
item 5 of the Australian Communications and Media commence

Authority Act 2005.

However, if section 6 of the Australian
Communications and Media Authority Act 2005
commences before this Act receives the Royal
Assent, the provision(s) do not commence at all.

(u) Subsection 2(1) (items 5, 7 and 9) of the Telecommunications (Interception) Amendment Act
2006 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.

Provision(s)

Commencement

Date/Details

5. Schedule 6, Immediately after the commencement of item 10 of 1 October 2006
item 1 Schedule 1 to the Telecommunications

(Interception) Amendment (Stored

Communications and Other Measures) Act 2005.
7. Schedule 6, Immediately after the commencement of item 10 of 1 October 2006
item 3 Schedule 1 to the Telecommunications

(Interception) Amendment (Stored

Communications and Other Measures) Act 2005.
9. Schedule 6, Immediately after the commencement of 1 February 1994
item 8 section 17 of the Telecommunications

(Interception) Amendment Act 1993.
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(ua) Subsection 2(1) (item 40) of the Statute Law Revision Act 2007 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.

Provision(s) Commencement Date/Details
40. Schedule 2, Immediately after the time specified in the 3 November 2006
item 15 Telecommunications (Interception) Amendment

Act 2006 for the commencement of item 2 of
Schedule 5 to that Act.

(v)  Subsection 2(1) (items 3, 4, 6 and 7) of the Law Enforcement Integrity Commissioner
(Consequential Amendments) Act 2006 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.

Provision(s) Commencement Date/Details

3. Schedule 1, At the same time as section 3 of the Law Does not

item 86 Enforcement Integrity Commissioner Act 2006 commence
commences.

However, if the provision(s) do not commence
before 1 July 2006, the provision(s) do not
commence at all.

4. Schedule 1, Immediately after the commencement of 1 July 2006
item 87 Schedule 4 to the Telecommunications
(Interception) Amendment Act 2006.

6. Schedule 1, At the same time as section 3 of the Law Does not
items 93 to 95 Enforcement Integrity Commissioner Act 2006 commence
commences.

However, if Schedule 5 to the Telecommunications
(Interception) Amendment Act 2006 commences
before that time, the provision(s) do not commence

at all.
7. Schedule 1, Immediately after the commencement of 13 June 2006
item 96 Schedule 1 to the Telecommunications

(Interception) Amendment Act 2006.

(w) Subsection 2(1) (item 3) of the Telecommunications (Interception and Access) Amendment
Act 2007 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.
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Provision(s)

Commencement

Date/Details

3. Schedule 2,
item 1

Immediately after the time specified in the
Telecommunications (Interception) Amendment
Act 2006 for the commencement of item 8 of
Schedule 5 to that Act.

3 November 2006

(x)  Subsection 2(1) (items 4, 6 and 8) of the Telecommunications Interception Legislation
Amendment Act 2008 provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken

to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.

Provision(s) Commencement Date/Details
4. Schedule 2, The later of: 5 December 2008
item 12 (a) the start of the day after this Act receives the (see Vict. Gazette
Royal Assent; and
. . No. S340)
(b) immediately after the commencement of
section 5 of the Police Integrity Act 2008 of (paragraph (b)
Victoria. applies)
However, the provision(s) do not commence at all
if the event mentioned in paragraph (b) does not
occur.
6. Schedule 2, The later of: 5 December 2008

items 14 to 20

(a) the start of the day after this Act receives the
Royal Assent; and

(b) immediately after the commencement of
section 5 of the Police Integrity Act 2008 of
Victoria.

However, the provision(s) do not commence at all

if the event mentioned in paragraph (b) does not

occur.

(see Vict. Gazette
No. S340)

(paragraph (b)
applies)

8. Schedule 2,
item 22

The later of:

(a) the start of the day after this Act receives the
Royal Assent; and

(b) immediately after the commencement of
section 5 of the Police Integrity Act 2008 of
Victoria.

However, the provision(s) do not commence at all

if the event mentioned in paragraph (b) does not

occur.

5 December 2008

(see Vict. Gazette
No. S340)
(paragraph (b)
applies)

(y) Subsection 2(1) (item 7) of the Freedom of Information Amendment (Reform) Act 2010
provides as follows:

(1) Each provision of this Act specified in column 1 of the table commences, or is taken
to have commenced, in accordance with column 2 of the table. Any other statement
in column 2 has effect according to its terms.
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Provision(s) Commencement Date/Details

7. Schedules 4to 7 Immediately after the commencement of section 3 1 November 2010
of the Australian Information Commissioner Act
2010.
However, if section 3 of the Australian Information
Commissioner Act 2010 does not commence, the
provision(s) do not commence at all.
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LIt (RO am. No. 63, 1985; No. 102, 1986 (as am. by No. 28, 1991);
No. 40, 2006
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Heading to Chapt. 1 ................. ad. No. 40, 2006
Part 1-1
Heading to Part 1-1 of .............. ad. No. 40, 2006
Chapt. 1

am. No. 40, 2006
am. No. 161, 1999
rep. No. 89, 1987
ad. No. 24, 2001

Part 1-2
Heading to Part IA...............c... ad. No. 89, 1987
rep. No. 40, 2006
Heading to Part 1-2 of ............. ad. No. 40, 2006
Chapt. 1
S D e am. No. 181, 1979; No. 102, 1986; Nos. 89 and 120, 1987;
No. 121, 1988; No. 63, 1989; No. 11, 1990; Nos. 28 and
99, 1991; No. 103, 1993; No. 170, 1994; No. 141, 1995;
Nos. 59 and 160, 1997; Nos. 89, 146, 151 and 161, 1999;
Nos. 9 and 63, 2000; Nos. 55, 135 and 166, 2001; Nos. 67
and 125, 2002; No. 113, 2003; Nos. 55 and 127, 2004;
Nos. 95, 100, 129 and 152, 2005; Nos. 40 and 86, 2006;
No. 177, 2007; No. 95, 2008; No. 32, 2009; Nos. 2, 3, 8
and 50, 2010; Nos. 2 and 4, 2011
S.BAA . ad. No. 166, 2001
S.5AB...cii ad. No. 177, 2007
S.BAC...c ad. No. 95, 2008
am. No. 32, 2009
SS. 5AD, 5AE ... ad. No. 95, 2008
S.BA ad. No. 89, 1987
am. No. 103, 1993
S.BB i ad. No. 89, 1987
am. No. 5, 1988; No. 11, 1990; No. 170, 1994; No. 19, 1995;
No. 160, 1997; No. 63, 2000; No. 166, 2001; Nos. 42 and
67, 2002; No. 113, 2003; Nos. 100 and 152, 2005; No. 40,
2006; No. 177, 2007; Nos. 2, 3 and 4, 2010
NOte t0 S. 5B ... ad. No. 160, 1997
am. No. 63, 2000
S.5C i ad. No. 89, 1987

am. No. 40, 2006
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Heading to S. 5D....ccocvvveeevninnns
Subhead. t0 S. 5D(2) ......evveennne
Subhead. to s. 5D(2A) ..............

Subhead. to s. 5D(5) ......evveennne

Subhead. to s. 5D(6) ...

rs. No. 40, 2006
rep. No. 40, 2006

ad. No. 40, 2006
rep. No. 42, 2010

am. No. 161, 2001
rs. No. 55, 2004

am. No. 40, 2006

ad. No. 141, 1995

am. No. 89, 1999; No. 137, 2000; No. 161, 2001; Nos. 67
and 86, 2002; No. 113, 2003; Nos. 55 and 127, 2004; Nos.
96, 129 and 152, 2005; Nos. 40 and 86, 2006; Nos. 3 and
177, 2007; No. 59, 2009; Nos. 3, 4, 42, 44, 50, 103 and
131, 2010; No. 3, 2011

ad. No. 40, 2006

ad. No. 40, 2006
am. No. 177, 2007; No. 23, 2008; No. 2, 2010

ad. No. 40, 2006

am. No. 89, 1987; No. 121, 1988; No. 63, 1989; No. 103,
1993; No. 67, 2002; No. 55, 2004; No. 95, 2005; No. 40,
2006

ad. No. 2, 2010
ad. No. 40, 2006

ad. No. 89, 1987

am. No. 11, 1990; No. 28, 1991; No. 103, 1993; No. 170,
1994; No. 160, 1997; No. 151, 1999; No. 63, 2000; Nos.
67 and 125, 2002; No. 113, 2003; Nos. 100 and 152,
2005; No. 86, 2006

ad. No. 89, 1987

ad. No. 89, 1987
am. No. 120, 1987; No. 65, 1988

am. No. 55, 2004; No. 40, 2006

ad. No. 160, 1997
am. No. 40, 2006

ad. No. 40, 2006
rs. No. 40, 2006

ad. No. 89, 1987
am. No. 120, 1987; No. 66, 1988; No. 103, 1993; No. 148,
2004; No. 152, 2005; No. 40, 2006; No. 2, 2010

rs. No. 40, 2006

ad. No. 141, 1995
am. No. 40, 2006

ad. No. 40, 2006
ad. No. 89, 1987

ad. No. 89, 1987
am. No. 152, 2005

ad. No. 89, 1987
am. No. 160, 1997; No. 63, 2000; No. 67, 2002; No. 40, 2006
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S B ad. No. 89, 1987
S.BK s ad. No. 89, 1987
am. No. 160, 1997; Nos. 67 and 86, 2002; Nos. 95 and 129,
2005
S.BL i, ad. No. 89, 1987

am. No. 11, 1990; No. 28, 1991; No. 103, 1993; No. 170,
1994; No. 160, 1997; No. 151, 1999; No. 63, 2000; Nos.
67, 86 and 125, 2002; No. 113, 2003; Nos. 100 and 152,
2005; Nos. 40 and 86, 2006; No. 3, 2010

S. M, ad. No. 89, 1987

........................................ ad. No. 103, 1993
am. No. 9, 2000

ad. No. 63, 2000
ad. No. 40, 2006
ad. No. 177, 2007

Chapter 2
Heading to Part Il ...........cccee. am. No. 103, 1993
rep. No. 40, 2006

Heading to Chapt. 2 ................. ad. No. 40, 2006
Part 2-1
Heading to Part 2-1 of .............. ad. No. 40, 2006

Chapt. 2
S T e am. No. 181, 1979; No. 114, 1983; No. 63, 1985; No. 102,

1986; No. 89, 1987; No. 121, 1988; No. 63, 1989; No. 28,
1991; No. 103, 1993; No. 141, 1995; No. 43, 1996;

No. 160, 1997; No. 161, 1999; Nos. 127 and 148, 2004;
No. 152, 2005; No. 40, 2006; No. 177, 2007; No. 2, 2010

S TA ad. No. 116, 1983
am. No. 6, 1984
rep. No. 89, 1987

........................................ ad. No. 116, 1984
am. No. 8, 1985
rep. No. 89, 1987

S.TBA....oi ad. No. 8, 1985

am. No. 63, 1985
rep. No. 89, 1987

S.TC i ad. No. 116, 1984
rep. No. 89, 1987
S8 e, am. No. 181, 1979; No. 89, 1987; Nos. 65 and 121, 1988;
No. 99, 1991
rep. No. 103, 1993
Part HA ..o ad. No. 120, 1987
rep. No. 103, 1993
SS. 8A, 8B .. ad. No. 120, 1987
rep. No. 103, 1993
S.8C i ad. No. 120, 1987

am. No. 120, 1987
rep. No. 103, 1993
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Ss. 8D-8H......ccoeeeeeiiis ad. No. 120, 1987
rep. No. 103, 1993

S 8l ad. No. 120, 1987

am. No. 120, 1987
rep. No. 103, 1993

Part 2-2
Heading to Part Il .................... am. No. 103, 1993
rs. No. 161, 1999
rep. No. 40, 2006
Heading to Part 2-2 of ............. ad. No. 40, 2006
Chapt. 2
Heading tos. 9........ccccceeiiins am. No. 161, 1999
rs. No. 63, 2000
S0 am. No. 121, 1988; No. 63, 1989; No. 43, 1996; No. 161,
1999; No. 63, 2000; No. 40, 2006
Note t0 S. (1) vvvvveerriirieeeiiiins ad. No. 40, 2006
S OA ad. No. 63, 2000
am. No. 40, 2006; No. 177, 2007; No. 23, 2008
Note t0 S. A(LA)..ccevvvveeeeriinns am. No. 23, 2008
S. OB i ad. No. 63, 2000
am. No. 40, 2006
Heading tos. 10.........ccccceais am. No. 161, 1999
S 10 i am. No. 43, 1996; No. 161, 1999; No. 63, 2000; No. 128,
2005; No. 40, 2006
S. 11 e am. No. 89, 1987; No. 121, 1988; No. 63, 1989; No. 99, 1991

rep. No. 103, 1993
rs. No. 63, 2000

ad. No. 102, 1986
am. No. 89, 1987; No. 121, 1988; No. 63, 1989; No. 99,
1991; No. 103, 1993; No. 161, 1999; No. 63, 2000; No. 50,

2010
Notetos. 11A ..o, ad. No. 63, 2000
S.11B i ad. No. 63, 2000
am. No. 40, 2006; No. 23, 2008; No. 50, 2010
Note to s. 11B(1A)....cccvveeernnnnns am. No. 23, 2008
S.11C i ad. No. 63, 2000
am. No. 50, 2010
Subhead. to s. 11D(4) .............. rs. No. 127, 2004
S 1ID o ad. No. 63, 2000
am. No. 127, 2004
Note to s. 11D(4) .cccvvvevveveennenne am. No. 127, 2004
Headingtos. 12.......ccccceeenneene am. No. 161, 1999
S 12 e am. No. 102, 1986; No. 43, 1996; No. 161, 1999; No. 63,
2000; No. 40, 2006
S 13 e am. No. 102, 1986; No. 89, 1987; No. 103, 1993; No. 43,

1996; No. 63, 2000; No. 40, 2006
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Headingtos. 14.......cccceeevnnnns am. No. 161, 1999
S. 14 i, rs. No. 102, 1986

am. No. 89, 1987; No. 103, 1993; No. 161, 1999; No. 63,
2000; No. 40, 2006

NotetoS. 14...ccoooevviiiiiieeeeeens ad. No. 63, 2000

S. 15 e am. No. 102, 1986; No. 89, 1987; No. 121, 1988; No. 63,
1989 (as am. by No. 11, 1991); No. 99, 1991; No. 103,
1993; No. 43, 1996; No. 161, 1999; No. 63, 2000; No. 55,
2004; No. 40, 2006; No. 4, 2011

Note t0 S. 15(1A) ..ocvvvvvieeeriinns ad. No. 63, 2000

S 16 i am. No. 102, 1986
rep. No. 89, 1987
ad. No. 63, 2000
am. No. 40, 2006; No. 23, 2008; No. 4, 2011

S. A7 i, am. No. 102, 1986; No. 89, 1987; No. 28, 1991; No. 103,
1993; No. 161, 1999; No. 63, 2000; No. 40, 2006
S 18 ad. No. 103, 1993
am. No. 161, 1999; No. 55, 2001; No. 2, 2010
Heading to Part IV ..........cc..c... am. No. 181, 1979; No. 89, 1987
rep. No. 103, 1993
Part V..o rep. No. 103, 1993
SS. 18,19 i rep. No. 89, 1987
S.20 i am. No. 181, 1979
rep. No. 89, 1987
SS. 20A, 20B ... ad. No. 89, 1987

am. No. 121, 1988; No. 99, 1991
rep. No. 103, 1993

S. 21 i am. No. 181, 1979; No. 89, 1987; No. 121, 1988; No. 63,
1989; No. 99, 1991
rep. No. 103, 1993

S22 e am. No. 181, 1979
rep. No. 89, 1987
S 23 e am. No. 181, 1979

rs. No. 89, 1987
rep. No. 103, 1993

S 24 i am. No. 181, 1979
rep. No. 89, 1987
S 25 e am. No. 181, 1979; No. 89, 1987; No. 63, 1989; No. 99, 1991
rep. No. 103, 1993
S.25A ad. No. 63, 1985
rep. No. 89, 1987
S.26 s rep. No. 89, 1987
S. 27 am. No. 181, 1979
rep. No. 89, 1987
S 28 rep. No. 89, 1987
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Part 2-3
Headingto Part V.........ccccoevns am. No. 121, 1988

rs. No. 67, 2002
rep. No. 40, 2006

Heading to Part 2-3 of ............. ad. No. 40, 2006
Chapt. 2

Part V... ad. No. 63, 1985

S.29 e ad. No. 63, 1985
rep. No. 89, 1987

S. 30 i ad. No. 63, 1985
am. No. 89, 1987; No. 121, 1988; No. 63, 1989

Part 2-4

Part 2-4 .....ccooeeeeeeiiiiiiiiieeeeee, ad. No. 177, 2007

S. 3L ad. No. 63, 1985
rep. No. 89, 1987
ad. No. 177, 2007

SS. 31A-31ID ..o ad. No. 177, 2007

Part 2-5

Heading to Part Vl..........cc....... rs. No. 67, 2002
rep. No. 40, 2006

Heading to Part 2-5 of ............. ad. No. 40, 2006

Chapt. 2

Part VI....coovieieeeeeeiieiiieeeeee, ad. No. 89, 1987

Div.1of Part Vl.......ccooeeeeeeeennn. rep. No. 40, 2006

S. 32 ad. No. 89, 1987
rep. No. 40, 2006

S. 33 ad. No. 89, 1987
rs. No. 103, 1993
am. No. 67, 2002
rep. No. 40, 2006

Division 2

S. 34 ad. No. 89, 1987
am. No. 3, 1995; No. 152, 2005

S. 35 ad. No. 89, 1987

am. No. 121, 1988; No. 63, 1989; No. 11, 1990; No. 28,
1991; No. 63, 2000; No. 135, 2001; No. 125, 2002; No. 40,
2006; No. 23, 2008; No. 32, 2009; Nos. 2 and 8, 2010

S 36 i ad. No. 89, 1987
am. No. 99, 1988
rep. No. 152, 2005
ad. No. 23, 2008

SS. 37,38 ad. No. 89, 1987
Division 3
S 39 ad. No. 89, 1987

am. No. 11, 1990; No. 28, 1991; No. 103, 1993; No. 160,
1997; No. 151, 1999; No. 63, 2000; Nos. 67 and 125,
2002; No. 113, 2003; Nos. 100 and 152, 2005; No. 86,
2006; No. 95, 2008
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Ss. 40,41, ad. No. 89, 1987
S 82 ad. No. 89, 1987
am. No. 63, 2000; No. 40, 2006; No. 23, 2008
S A3 ad. No. 89, 1987
am. No. 160, 1997
S A4 ad. No. 89, 1987 (as am. by No. 11, 1991)
am. No. 160, 1997
Headingtos.45.......cccceennenne am. No. 63, 2000
rep. No. 40, 2006
S 45 ad. No. 89, 1987

am. No. 160, 1997
rep. No. 40, 2006
ad. No. 32, 2009

S.A5A e ad. No. 63, 2000
rep. No. 40, 2006
ad. No. 32, 2009

Division 4
Heading to s. 46... ....am. No. 63, 2000; No. 40, 2006
S4B i ad. No. 89, 1987

am. No. 160, 1997; No. 40, 2006; No. 32, 2009
Note t0 S. 46(1)...cccvveevrveenneanns ad. No. 40, 2006
Heading tos. 46A........ccccceueene am. No. 40, 2006
S ABA . ad. No. 63, 2000

am. No. 40, 2006; No. 23, 2008; No. 32, 2009
Note to s. 46A(1) ..ccvvevvveennenne ad. No. 40, 2006

am. No. 23, 2008
Headingtos. 47 ...ccoovvveeenninns am. No. 63, 2000

rs. No. 40, 2006
S AT ad. No. 89, 1987

am. No. 121, 1988

rs. No. 63, 1989

am. No. 103, 1993; Nos. 9 and 63, 2000; No. 67, 2002;
No. 40, 2006

rs. No. 40, 2006

am. No. 4, 2011

S48 i ad. No. 89, 1987
am. No. 121, 1988; No. 63, 1989; No. 28, 1991; No. 160,
1997; No. 63, 2000; No. 67, 2002; No. 40, 2006

S 49 ad. No. 89, 1987
am. No. 160, 1997; No. 63, 2000; No. 67, 2002; No. 40, 2006
S.50 i ad. No. 89, 1987
am. No. 11, 1990; No. 160, 1997
S 51 i ad. No. 89, 1987
am. No. 160, 1997
Headingt0s. 52....ccovcvvveeevninns am. No. 160, 1997
S 52 ad. No. 89, 1987

am. No. 103, 1993; No. 160, 1997; No. 63, 2000; No. 40,
2006; No. 23, 2008; No. 4, 2011
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Headingtos. 53 ....ccoocvveeiiniins rs. No. 40, 2006
rep. No. 23, 2008
S 53 ad. No. 89, 1987
am. No. 103, 1993; No. 160, 1997; No. 63, 2000; No. 40,
2006
rep. No. 23, 2008
S 54 i ad. No. 89, 1987

rs. No. 103, 1993
am. No. 63, 2000; No. 67, 2002; No. 40, 2006
rs. No. 40, 2006

S 55 e ad. No. 89, 1987
am. No. 11, 1990
rs. No. 103, 1993
am. No. 160, 1997; No. 63, 2000; No. 55, 2004; No. 40,
2006; No. 4, 2011

S.56 s ad. No. 89, 1987
am. No. 103, 1993; No. 63, 2000
rep. No. 40, 2006

am. No. 40, 2006

ad. No. 89, 1987
am. No. 103, 1993; No. 63, 2000; No. 40, 2006; No. 23,
2008; No. 4, 2011

S.58 e ad. No. 89, 1987
am. No. 63, 2000; No. 67, 2002; No. 40, 2006; No. 4, 2011
S.59 ad. No. 89, 1987

am. No. 40, 2006; No. 4, 2011
ad. No. 23, 2008
am. No. 4, 2011

ad. No. 89, 1987

rs. No. 63, 1989

am. No. 28, 1991; No. 103, 1993; No. 63, 2000; No. 67,
2002; No. 55, 2004; No. 40, 2006; No. 23, 2008; No. 4,
2011

S Bl o ad. No. 89, 1987
am. No. 121, 1988; No. 63, 1989; No. 103, 1993; No. 63,
2000; No. 55, 2001; No. 67, 2002; No. 40, 2006; No. 177,
2007; No. 4, 2011

S.BLA ad. No. 66, 1988
am. No. 103, 1993

Part 2-6

Heading to Part VIl................... rep. No. 40, 2006

Heading to Part 2-6 of ............. ad. No. 40, 2006

Chapt. 2

Part VIl ......ccoveeieeeiieeevee e ad. No. 89, 1987

S B2 i ad. No. 89, 1987

Headingtos. 63.......ccccceeennenne am. No. 141, 1995; No. 40, 2006
S B3 e ad. No. 89, 1987

am. No. 121, 1988; No. 63, 1989 (as am. by No. 11, 1991);
No. 141, 1995; No. 40, 2006
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Headingtos. 63AA .......cccoeues rs. No. 40, 2006
S.63AA.... s ad. No. 141, 1995
am. No. 40, 2006
S.B3A ad. No. 120, 1987
am. No. 103, 1993
S.B3B i, ad. No. 63, 1989
am. No. 141, 1995; No. 40, 2006
Ss. 63C—63E......cccceieeiieeiii, ad. No. 2, 2010
Headingtos. 64.......cccceeevneene am. No. 161, 1999
S. 64 i, ad. No. 89, 1987

am. No. 141, 1995; No. 161, 1999; No. 63, 2000; No. 40,
2006; No. 4, 2011

Headingtos. 65.......ccccveeevnnnnns am. No. 161, 1999

S.B5 ad. No. 89, 1987
am. No. 141, 1995; No. 161, 1999; No. 63, 2000; No. 77,
2003; No. 40, 2006; No. 4, 2011

S.B5A e ad. No. 120, 1987
am. Nos. 66 and 121, 1988; No. 63, 1989
rs. No. 103, 1993
am. No. 141, 1995; No. 63, 2000; No. 40, 2006

Heading tos. 66.........cccceevuneene am. No. 4, 2011
S.B6 i ad. No. 89, 1987

am. No. 4, 2011
S B7 i ad. No. 89, 1987

am. No. 141, 1995; No. 160, 1997; No. 63, 2000; No. 166,
2001; No. 40, 2006; No. 4, 2011

S B8 i ad. No. 89, 1987
am. No. 170, 1994; No. 141, 1995; No. 160, 1997; No. 151,
1999; No. 63, 2000; No. 166, 2001; No. 67, 2002; No. 113,
2003; Nos. 100 and 152, 2005; Nos. 40 and 86, 2006;
No. 3, 2010; No. 2, 2011

S. B9 i ad. No. 89, 1987
Headingtos. 70.......ccccveeevnnnns am. No. 40, 2006
S.T0 i ad. No. 89, 1987
S.TL i ad. No. 89, 1987

am. No. 135, 2001; No. 125, 2002; No. 86, 2006
S T2 e ad. No. 89, 1987

am. No. 120, 1987; No. 63, 1989; No. 2, 2010
S T3 ad. No. 89, 1987

am. No. 120, 1987; No. 63, 1989; No. 28, 1991; No. 2, 2010
S T4 i ad. No. 89, 1987

am. No. 141, 1995; No. 63, 2000; No. 40, 2006
S.T5 ad. No. 89, 1987

am. No. 63, 2000
S.T5A e ad. No. 63, 2000
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Headingtos. 76.......cccveeevnnnns am. No. 141, 1995
S.T76 i, ad. No. 89, 1987
am. No. 141, 1995; No. 40, 2006
S.T6A oo, ad. No. 141, 1995

am. No. 40, 2006
am. No. 141, 1995; No. 40, 2006

ad. No. 89, 1987
am. No. 120, 1987; No. 103, 1993; No. 141, 1995; No. 63,
2000; No. 40, 2006

S T8 i ad. No. 89, 1987
am. No. 40, 2006
ST ad. No. 89, 1987
am. No. 103, 1993; No. 141, 1995; No. 40, 2006; No. 2, 2010
S T9A e ad. No. 2, 2010
Part 2-7
Heading to Part VIII..... ... rep. No. 40, 2006
Heading to Part 2-7 of ad. No. 40, 2006
Chapt. 2 rs. No. 40, 2006
Part VI .....coooiiiiiiieiiiieee s ad. No. 89, 1987
S.80 i ad. No. 89, 1987

am. No. 65, 1988; No. 103, 1993; No. 63, 2000; No. 135,
2001; No. 125, 2002; No. 40, 2006

rs. No. 40, 2006

am. No. 23, 2008; No. 8, 2010

S8l i ad. No. 89, 1987
am. No. 65, 1988; No. 28, 1991; No. 103, 1993; No. 160,
1997; No. 63, 2000; No. 135, 2001; No. 125, 2002; No. 40,
2006
rs. No. 40, 2006
am. No. 2, 2010; No. 4, 2011

S.8LAA .. ad. No. 4, 2011
Headingtos. 81A.......cccccevnnnn am. No. 141, 1995
S.8LA ad. No. 103, 1993

am. No. 141, 1995; No. 160, 1997; No. 63, 2000; No. 67,
2002; No. 40, 2006

Headingtos. 81B..........ccccee.. am. No. 141, 1995
S.81B .o ad. No. 103, 1993
am. No. 141, 1995; No. 40, 2006
S.81IC . ad. No. 141, 1995
am. No. 160, 1997; No. 63, 2000; No. 67, 2002; No. 40, 2006
S.8ID it ad. No. 141, 1995
am. No. 40, 2006
Subhead. to s. 81E(2)............... am. No. 40, 2006
S.8lE ..ot ad. No. 141, 1995
am. No. 40, 2006
S.82 i ad. No. 89, 1987

am. No. 103, 1993; No. 141, 1995
rep. No. 40, 2006
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Table A
Application, saving or transitional provisions

Australian Federal Police Legislation Amendment 2@d0(No. 9, 2000)

Schedule 3

20 Definition
In this Part:
commencing time means the time when this Part commences.

32 Amendment of the Telecommunications (Interception) Act
1979

@ TheTelecommunications (Interception) Act 1%&in force at and after
the commencing time applies to a former 61 cegiédn the same way
as it does to a later 61 certificate.

2 TheTelecommunications (Interception) Act 1%&in force at and after
the commencing time applies to a former 61A docunrethe same
way as it does to a later 61A document.

3) In this item:

former 61 certificate means a certificate issued under section 61 of the
Telecommunications (Interception) Act 1%t%ny time before the
commencing time by a member of the Australian Faldeolice of the
rank of Assistant Commissioner.

former 61A document means a document certified in writing under
section 61A of th& elecommunications (Interception) Act 1%t%any
time before the commencing time by a member oflrgtralian
Federal Police of the rank of Assistant Commisgione

later 61 certificate means a certificate issued under section 61 of the
Telecommunications (Interception) Act 1%t%r after the commencing
time by a senior executive AFP employee (withinrtreaning of the
Australian Federal Police Act 1978 in force at and after the
commencing time).
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later 61A document means a document certified in writing under
section 61A of th@&elecommunications (Interception) Act 19¢%r
after the commencing time by a senior executive Afiployee (within
the meaning of thAustralian Federal Police Act 197%s in force at
and after the commencing time).

34 Warrants or writs etc. may continue to be execu  ted

If, immediately before the commencing time, anynaat, writ, order,
permission or other instrument (thethority) issued under a law of the
Commonwealth, a State or a Territory could be eteztby a person
who was at that time a member, staff member origpheember of the
Australian Federal Police, the authority continteebe able to be
executed at and after the commencing time by th&open his or her
capacity as:

(a) the Commissioner of the Australian Federaidepbr

(b) a Deputy Commissioner of the Australian FebRddice; or

(c) an AFP employee; or

(d) a special member of the Australian FederailcBpl

(all within the meaning of thAustralian Federal Police Act 1978 in
force at and after the commencing time).

Note: A person who is a member or staff membehefAustralian Federal Police
immediately before the commencing time is takebe@ngaged as an AFP
employee. Similarly, a person who is a special memolf the Australian
Federal Police immediately before the commencimg tis taken to be
appointed as a special member. See item 2 of thisdsile.

35 Regulations dealing with matters of a transitio  nal or

(1)

(2)

saving nature

The Governor-General may make regulationsjnmoansistent with any
other provision of this Schedule, prescribing mattd a transitional or
saving nature in relation to the amendments madecbedule 1 or 2.

Regulations made under this item within one yéter the
commencement of this item may commence on a déigredran the
day on which they are made, but not earlier thercdhmmencement of
this item.
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Telecommunications (Interception) Legislation Anmeadt Act 2000
(No. 63, 2000)

Schedule 3

72 Transitional provision for operation of section 55 of the
Telecommunications (Interception) Act 1979
If:

(a) before the commencement of items 40, 41 and #&mber
of the Australian Federal Police was exercisindnauity
conferred by a warrant issued under section 4Beof t
Telecommunications (Interception) Act 1928d

(b) on the commencement of those items the wahasihot
expired or been revoked; and

(c) the authority conferred by the warrant is eisad after the
commencement of those items;

then, despite the amendments made by those itheauthority
conferred by the warrant must continue to be egettas if those
amendments had not been made.

Criminal Code Amendment (Theft, Fraud, Bribery &alated Offences) Act
2000(No. 137, 2000)

Schedule 2

418 Transitional—pre-commencement offences

Q) Despite the amendment or repeal of a provibiothis Schedule, that
provision continues to apply, after the commencedroéthis item, in
relation to:

(a) an offence committed before the commencenfeiitem;
or

(b) proceedings for an offence alleged to have lbeenmitted
before the commencement of this item; or

(c) any matter connected with, or arising outsofch
proceedings;

as if the amendment or repeal had not been made.
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(2) Subitem (1) does not limit the operation oftet8 of theActs
Interpretation Act 1901

419 Transitional—pre-commencement notices

If:

(a) a provision in force immediately before thencoencement
of this item required that a notice set out theefdf one or
more other provisions; and

(b) any or all of those other provisions are régatay this
Schedule; and

(c) the first-mentioned provision is amended by Bchedule;

the amendment of the first-mentioned provisiontiy Schedule does
not affect the validity of such a notice that wageg before the
commencement of this item.

Law and Justice Legislation Amendment (Applicatib@riminal Code) Act
2001 (No. 24, 2001)

4 Application of amendments

(1) Subject to subsection (3), each amendment fmadeis Act
applies to acts and omissions that take place @éfteamendment
commences.

(2) For the purposes of this section, if an aatraission is alleged to
have taken place between 2 dates, one before androor after
the day on which a particular amendment commenkesct or
omission is alleged to have taken place beforathendment
commences.
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Telecommunications Interception Legislation Amendmiet 2002

(No. 67, 2002)

Schedule 2

46 Transitional

(1)

(2)

3)

Any action taken or any other thing done byinorelation to, the
Criminal Justice Commission of Queensland or theepsland Crime
Commission established by tBeime Commission Act 19%#
Queensland before the commencement of this Schaddker or for the
purposes of th&elecommunications (Interception) Act 193%o be
treated for the purposes of that After that commencement as if it had
been taken or done by or in relation to the Crime lisconduct
Commission of Queensland.

The Governor-General may make regulationslatios to transitional
matters that:
(a) relate to the operation of thelecommunications
(Interception) Act 197@nd arise out of the merging of the
Criminal Justice Commission of Queensland and the
Queensland Crime Commission established byCtivae
Commission Act 1993f Queensland to form the Crime and
Misconduct Commission of Queensland; or
(b) otherwise arise out of the enactment of tloise8ule.

Regulations made for the purposes of paragfay{h) have effect
despite subitem (1).

294

Telecommunications (Interception &wdess) Act 1979



Notes to the Telecommunications (Interception and Access) Act 1979

Table A

Australian Security Intelligence Organisation Ldgi®on Amendment

(Terrorism) Act 2003No. 77, 2003)

Schedule 1

29 Saving of authorisations

An officer who was authorised by the Director-Gehef Security for
the purpose of subsection 65(1) of frdecommunications
(Interception) Act 1978nmediately before the commencement of this
item is taken to be, immediately after the commerag of this item, a
person authorised for that purpose.

Crimes Legislation Amendment (Telecommunicatiofesnoés and Other

Measures) Act (No. 2) 20@#lo. 127, 2004)

Schedule 1

31 Saving—offences against Part VIIB of the  Crimes Act 1914

(1)

(2)

For the purposes of ti@lecommunications (Interception and Access)
Act 1979 prescribed offence includes an offence in relation to conduct
(within the meaning of th€riminal Codé that:
(a) occurred before Part VIIB of ti@imes Act 1914vas
repealed by this Act; and
(b) constituted an offence against a provisiothaf Part.

Subsection 7(1) of theelecommunications (Interception and Access)
Act 1979does not apply to, or in relation to, an act amghdone by an
employee of a carrier (within the meaning of that)An the course of
his or her duties for or in connection with theritifying or tracing of
any person who has contravened, or is suspecteavaig contravened,
a provision of Part VIIB of th€rimes Act 191defore its repeal by this
Act, where it is reasonably necessary for the eygddo do that act or
thing in order to perform those duties effectively.
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Law and Justice Legislation Amendment (Serious ¥fgnces and Other
Measures) Act 2008No. 129, 2005)

Schedule 1

75 Application of amendments to conduct before and after
commencement

(1) In this item:
earlier conduct means conduct engaged in before the commencement
of this Schedule.
engage in conduct has the same meaning as in @reminal Code

later conduct means conduct engaged in after the commencement of
this Schedule.

new law means Part 9.1 of tl@riminal Codeas in force from time to
time.

old law means:

(a) the provisions of Division 2 of Part Xl dfi¢ Customs Act
1901as in force from time to time before the commenaaim
of this Schedule to the extent to which those [ziovis
related to narcotic substances; and

(b) any law related to those provisions.

2 The amendments made by this Schedule do nét appelation to
earlier conduct.

3 Despite the amendments made by this Schedhdaltl law continues
to apply in relation to later conduct if:
(a) the later conduct is related to earlier comdared
(b) because of that relationship, the later cohdwwld have
constituted a physical element (or a part of a jglays
element) of an offence against the old law, hadbttdaw
remained in force.

(4) If later conduct is alleged against a persoa prosecution for an
offence against the old law, that conduct mustoeotlleged against the
person in a prosecution for:

(a) an offence against the new law; or
(b) an offence related to an offence against éve law.
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76 Transitional regulations

(1)

(@)

The regulations may make provision for mattgra transitional nature
(including any saving or application provisionsjsarg from the
amendments or repeals made by this Schedule.

The Governor-General may make regulationstferpgurposes of
subitem (1).

Telecommunications (Interception) Amendment Ac6ZR@. 40, 2006)

Schedule 3

6 Saving provision

The repeal and substitution of subsection 9A(thef
Telecommunications (Interception) Act 19%89this Schedule does not
affect the validity of a warrant issued under thahsection before the
commencement of this Schedule.

10 Saving provision

The repeal and substitution of subsection 11B(1hef
Telecommunications (Interception) Act 19%8this Schedule does not
affect the validity of a warrant issued under th#tsection before the
commencement of this Schedule.

Schedule 4

31 Pending applications

(1)

TheTelecommunications (Interception) Act 1%&amended by this
Schedule applies to applications made before theencement of this
Schedule for warrants under section 45 of thattiAat

(&) were made before the commencement of thisdbbdyeand
(b) were not refused or withdrawn before that canocement;

as if they were applications made for warrants usedetion 46 of that
Act.
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(2)

32
(1)

(@)

TheTelecommunications (Interception) Act 1%&amended by this
Schedule applies to applications made before theencement of this
Schedule for warrants under section 45A of thattAat:

(&) were made before the commencement of thisdbbdeand
(b) were not refused or withdrawn before that canocement;

as if they were applications made for warrants usdetion 46A of that
Act.

Continuation of warrants under sections 45 and 45A

A warrant that was issued before the commenneofehis Schedule
under section 45 of theelecommunications (Interception) Act 1979
and that was in force immediately before that comreenent continues
in force after that commencement as if it had hesmed under

section 46 of that Act.

A warrant that was issued before the commennenfahis Schedule
under section 45A of theelecommunications (Interception) Act 1979
and that was in force immediately before that comeeenent continues
in force after that commencement as if it had besmed under

section 46A of that Act.

33 Warrants under sections 46, 46A and 48 unaffect ed

The amendments of sections 46, 46A and 48 of #iecommunications
(Interception) Act 1978nade by this Schedule do not affect the validity
of warrants issued under those sections beforedimmencement of

this Schedule.

34 Renewals of warrants

To avoid doubt, a warrant issued after the comnmaeoe of this
Schedule under section 46 or 46A of Tredecommunications
(Interception) Act 197%nay be, for the purposes of that Act, a renewal
of a warrant issued before that commencement wsaition 45 or 45A
of that Act.
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Schedule 5

19 Saving provision

A certificate issued under subsection 61(3) offteBlecommunications
(Interception) Act 197%hat had effect immediately before the repeal of
that subsection by this Act has effect after tegeal as if that
subsection had not been repealed.

25 Saving provision

The General Register of Warrants kept by the Cowsionigr of Police
before the commencement of this item is takenr #itst
commencement, to be the General Register of Warkapgt by the
Secretary of the Department.

29 Saving provision

The Special Register of Warrants kept by the Corsionier of Police
before the commencement of this item is takeny #fitet
commencement, to be the Special Register of Warkaet by the
Secretary of the Department.

34 Saving provision

A notice given under section 81E of fhelecommunications
(Interception) Act 197%hat had effect immediately before the
commencement of this Schedule has effect afterctiratnencement as
if it were a notice by the Secretary requiring itifermation concerned
to be given to the Secretary.

Telecommunications (Interception and Access) Amentliict 2007
(No. 177, 2007)

Schedule 1

57 Definitions
In this Part:
ACMA means the Australian Communications and Media Aittho

TIA Act means thdelecommunications (Interception and Access) Act
1979
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58 Transitional—certificates of the Organisation
If:

(a) a certificate was in force under paragraph(2§B) of the
Telecommunications Act 19@vimediately before the
commencement of this item; and

(b) before that commencement, a copy of the ceaté was
given to the person from whom the disclosure wasgs
and

(c) before that commencement, no disclosure had bwde as
permitted by the certificate;

then the certificate has effect after that commeres# as if it were an
authorisation in force under subsection 175(2hefTIA Act that
authorised the disclosure of information or docutweri a kind covered
by the certificate that came into existence befoat commencement.

59 Transitional—certificates of enforcement agenci es

Enforcement of the criminal law
(D) If:

(a) a certificate was in force under subsectia®(2Bof the
Telecommunications Act 198Wmediately before the
commencement of this item; and

(b) before that commencement, a copy of the ceaté was
given in accordance with subsection 305(2) or {3hat Act;
and

(c) before that commencement, no disclosure had bwde as
permitted by the certificate;

then the certificate has effect after that commeres# as if it were an
authorisation in force under subsection 178(2hefTIA Act that
authorised the disclosure of information or docutweri a kind covered
by the certificate that came into existence befoat commencement.

Enforcement of a law imposing a pecuniary penalty or protection
of the public revenue
2 If:

(a) a certificate was in force under subsectia®(2Bor (5) of
the Telecommunications Act 19@vimediately before the
commencement of this item; and
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®3)

(b) before that commencement, a copy of the ceaté was
given in accordance with subsection 305(2) or {3hat Act;
and

(c) before that commencement, no disclosure had beade as
permitted by the certificate;

then the certificate has effect after that commeresd as if it were an
authorisation in force under subsection 179(2hefTIA Act that
authorised the disclosure of information or docuts@f a kind covered
by the certificate that came into existence befoat commencement.

Part 4-2 of the TIA Act does not apply

Part 4-2 of the TIA Act does not apply to athawisation referred to in
this item.

63 Transitional—delivery points

(1)

(@)

Note:

3)

This item applies in relation to a delivery ipioftheold point) in force,
immediately before the commencement of this itenmespect of a
carriage service of a carrier or carriage servioiger and of an
agency under section 314A of thelecommunications Act 1997

At the commencement of this item:

(a) the old point is taken to be a delivery pdthenew point) in
force under section 188 of the TIA Act in respeicthe
equivalent kind of telecommunications service @it ttarrier
or carriage service provider and of the equivaietarception
agency; and

(b) if the old point was one determined by the AEM
section 188 of the TIA Act applies as if the nevinpavas
one determined by the ACMA.

Subsections 188(8) to (10) of the TIA Aet out the process for changing delivery
points determined by the ACMA.

If:

(a) before the commencement of this item:

(i) a notification of a disagreement was made unde
subsection 314A(2) of theelecommunications Act
1997 or

(i) a nomination was made under paragraph 314a)&f
the Telecommunications Act 1993f
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(i) a request was made under paragraph 314A(®)(the
Telecommunications Act 199and
(b) immediately before the commencement of tleisijtthe
procedures set out in section 314A of that Actdfealing
with that disagreement, nomination or request ladended;

then:

(c) despite the repeal of that section made lsyAlst, that
section continues to apply after that commencernment
relation to that disagreement, nomination or rejagsf the
repeal had not been made; and

(d) a delivery point (th&ansitional point) nominated or
determined, after that commencement, under thébsan
respect of a carriage service of a carrier or ageriservice
provider and of an agency becomes a delivery [{tet
trandated point) under section 188 of the TIA At respect
of the equivalent kind of telecommunications sex\wt that
carrier or provider and of the equivalent intercaptgency;
and

(e) if the transitional point was one determingdhe ACMA,
section 188 of the TIA Act applies as if the trast point
was one determined by the ACMA.

64 Transitional—exemptions from interception capab ility

Agency co-ordinator exemptions

(1) An exemption in force under subsection 326€ihe
Telecommunications Act 198vmediately before the commencement
of this item in relation to a carriage service bHect after that
commencement as if it were an exemption in foraeusubsection
192(1) of the TIA Act in relation to the equivaldand of
telecommunications service.

2 If:

(a) an application was made under section 326eof t
Telecommunications Act 19®%éfore the commencement of
this item in relation to a carriage service; and

(b) the application had not been decided (inclgdiecause of
the operation of subsection 326(4) of that Act) iedfately
before the commencement of this item;

302 Telecommunications (Interception &wdess) Act 1979



Notes to the Telecommunications (Interception and Access) Act 1979

Table A

3)

then:

(c) the application has affect at the commenceroktitis item
as if it had been made under section 192 of theAdA and

(d) for the purposes of the Communications Ac€as®rdinator
deciding it, the Co-ordinator is taken to have nese it on
the day it was received under fhelecommunications Act
1997.

ACMA exemptions

An exemption in force under subsection 327(ihe
Telecommunications Act 1987mediately before the commencement
of this item in relation to a carriage service bHect after that
commencement as if it were an exemption in forageusubsection
193(1) of the TIA Act in relation to the equivaldiihd of
telecommunications service.

65 Transitional—nominated carriage service provide  rs

A declaration in force under subsection 331(3hef t
Telecommunications Act 1987mediately before the commencement
of this item has effect after that commencemeriitiasvere a
declaration in force under subsection 197(4) offttfe Act.

66 Transitional—IC plans

(1)

(2)

An IC plan in force under Division 3 of Part ébthe
Telecommunications Act 19@vimediately before the commencement
of this item has effect after that commencemeitittiasvere an IC plan
in force under Part 5-4 of the TIA Act.

If:

(a) before the commencement of this item, an 8D plas
lodged under Division 3 of Part 15 of the
Telecommunications Act 199nd

(b) immediately before the commencement of tleisijtthe
procedures set out in section 332C of that Actgaling
with that plan had not ended;

then:

(c) at the commencement of this item, the plaaken to have
been given under Part 5-4 of the TIA Act; and
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(d) the plan must be dealt with in accordance wéttion 198 of
the TIA Act.

3 For the purposes of paragraph (2)(d), a thing:
(a) that is required to occur under section 198efTIA Act in
relation to the plan; and
(b) that already occurred under section 332C @f th
Telecommunications Act 19@Yrelation to the plan;

is taken to have already occurred under sectiono1 @8 TIA Act in
relation to the plan.

67 Section 8 of the Acts Interpretation Act 1901

This Part does not limit the operation of secticof $heActs
Interpretation Act 1901n relation to the amendments or repeals made
by this Schedule.

68 Transitional regulations

The Governor-General may make regulations presayitiatters of a
transitional nature (including prescribing any savor application
provisions) relating to the amendments or repeadenby this
Schedule.

Schedule 2

22 Application—exempt proceedings

The amendment made by item 5 of this Scheduleegplirelation to
proceedings instituted before or after the commeereee: of that item.

23 Application—serious offences

The amendment made by item 7 of this Scheduleegplirelation to
conduct engaged in before or after the commenceaighat item.

24 Transitional—continuation of evidentiary certif icates

A certificate in force immediately before the commoement of this

item under subsection 61(1) of thelecommunications (Interception
and Access) Act 19t®ntinues in force after that commencement as if
it had been issued under that subsection aftectmmencement.
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25 Application—permitted dealings with accessed
information
The amendments made by items 20 and 21 of thisdBthapply in

relation to proceedings instituted before or atbhercommencement of
those items.

26 Transitional—issue of evidentiary certificates in relation to
old warrants
Paragraph 61(4)(a) of tAeelecommunications (Interception and
Access) Act 1978pplies as if a reference to a Part 2-5 warrarhticecl
a reference to a warrant issued under Part VlaifAlat as in force
before 13 June 2006.

Telecommunications Interception Legislation AmerdrAet 2008
(No. 95, 2008)

Schedule 2

25 Transitional provision—certifying officers

() This item applies to an authorisation in foioenediately before the
commencement of this item, under one of the follgnprovisions of
the definition ofcertifying officer in relation to an agency, or an
eligible authority of a State, in subsection 5(fljhe
Telecommunications (Interception and Access) A¢918s in force at
that time):

(a) paragraph (a);

(b) subparagraph (aa)(iii);

(c) subparagraph (b)(ii);

(d) paragraph (c);

(e) subparagraph (d)(ii);

(f) subparagraph (e)(ii);

(g) subparagraph (ea)(ii) or (iii);
(h) subparagraph (g)(iii);

(i) subparagraph (i)(ii);

(i) subparagraph (j)(ii).
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(2) The authorisation has effect, on and aftercdramencement of this
item, as if it were an authorisation in force under

(a) in the case of an authorisation under par&gfa)pof the
definition of certifying officer—subsection 5AC(1) of that
Act (as inserted by item 21 of this Schedule); or

(b) in the case of an authorisation under subpapdwy(aa)(iii) of
the definition ofcertifying officer—subsection 5AC(2) of
that Act (as inserted by item 21 of this Schedude);

(c) in the case of an authorisation under subpapdg(b)(ii) of
the definition ofcertifying officer—subsection 5AC(3) of
that Act (as inserted by item 21 of this Schedude);

(d) in the case of an authorisation under pardgepof the
definition of certifying officer—subsection 5AC(4) of that
Act (as inserted by item 21 of this Schedule); or

(e) in the case of an authorisation under subpapag(d)(ii) of
the definition ofcertifying officer—subsection 5AC(5) of
that Act (as inserted by item 21 of this Schedude);

(f) in the case of an authorisation under subpardy(e)(ii) of
the definition ofcertifying officer—subsection 5AC(6) of
that Act (as inserted by item 21 of this Schedude);

(g) in the case of an authorisation under subpapéy(ea)(ii) or
(iii) of the definition ofcertifying officer—subsection
5AC(7) of that Act (as inserted by item 21 of tBichedule);
or

(h) in the case of an authorisation under subpapéwy(g)(iii) of
the definition ofcertifying officer—subsection 5AC(8) of
that Act (as inserted by item 21 of this Schedude);

(i) in the case of an authorisation under subpagy(i)(ii) of
the definition ofcertifying officer—subsection 5AC(9) of
that Act (as inserted by item 21 of this Schedude);

() in the case of an authorisation under subpagay(j)(ii) of
the definition ofcertifying officer—subsection 5AC(10) of
that Act (as inserted by item 21 of this Schedule).

(3) To avoid doubt, the amendments made by thie@dk do not affect
the validity of anything done before the commenaaneé this item in
relation to, or in reliance on, an authorisatiomvtoch this item applies.
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26 Transitional provision—certifying person

(1)

(2)

(3)

This item applies to an authorisation in foricemediately before the
commencement of this item, under paragraph (d@tefinition of
certifying person in subsection 5(1) of thEelecommunications
(Interception and Access) Act 19 in force at that time).

The authorisation has effect, on and aftecciramencement of this
item, as if it were an authorisation in force unsiection 5AD of that
Act (as inserted by item 21 of this Schedule).

To avoid doubt, the amendments made by thie@de do not affect
the validity of anything done before the commenaaneé this item in
relation to, or in reliance on, an authorisatiomvtach this item applies.

27 Transitional provision—member of the staff of a

(1)

(2)

(3)

Commonwealth Royal Commission

This item applies to an authorisation in foricemediately before the
commencement of this item, under paragraph (bhetiefinition of
member of the staff of a Commonwealth Royal Commission in
subsection 5(1) of th€elecommunications (Interception and Access)
Act 1979(as in force at that time).

The authorisation has effect, on and aftectramencement of this
item, as if it were an authorisation in force unskection 5AE of that
Act (as inserted by item 21 of this Schedule).

To avoid doubt, the amendments made by thie@dk do not affect
the validity of anything done before the commenaaneé this item in
relation to, or in reliance on, an authorisatiomvtach this item applies.

Telecommunications Interception Legislation Amendmet (No. 1) 2009

(No. 32, 2009)

Schedule 2

4 Transitional provision

(1)

This item applies to an authorisation that éffect, on and after the
commencement of item 25 of Schedule 2 toTtelecommunications
Interception Legislation Amendment Act 2088 if it were an
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(2)

®3)

authorisation in force under subsection 5SAC(4)ef t
Telecommunications (Interception and Access) Ag9.19

Note: Item 25 of Schedule 2 to tlielecommunications Interception
Legislation Amendment Act 2068mmenced on 4 October 2008.

The authorisation has effect, on and afterciramencement of this
item, as if it were an authorisation in force unsigibsection 5AC(4) of
theTelecommunications (Interception and Access) At918s
amended by item 3 of this Schedule.

To avoid doubt, the amendments made by iterintBi® Schedule do
not affect the validity of anything done before tuenmencement of
this item in relation to, or in reliance on, antarisation to which this
item applies.

Telecommunications (Interception and Access) Amentliict 2010

(No. 2, 2010)

Schedule 2

14 Validation of the dealing with information by t he

Australian Federal Police

If:

(a) before the commencement of this item, an effar staff
member of the Australian Federal Police communct&te
another person, made use of, or made a record of,
information of a kind referred to in section 67tloé
Telecommunications (Interception and Access) Aeg;1&nd

(b) apart from this item:

(i) the officer or staff member would have contragd
section 63 of that Act by communicating, using or
recording that information; and

(i) the officer or staff member would not haventavened
that section if subparagraphs (b)(v) and (vi) &f th
definition of permitted purpose in subsection 5(1) of
that Act had been in force;

the officer or staff member is taken not to havet@vened that section
by communicating, using or recording that inforroati
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15 Application—investigations
Subparagraphs (e)(ia) and (ib) of the definitiopefmitted purpose in
subsection 5(1) of thEelecommunications (Interception and Access)
Act 1979 as inserted by this Schedule, apply in relatoart
investigation that begins after the commencemettisfitem whether
or not the conduct or misconduct under investigatiocurred before,
on or after that commencement.

16 Transitional—previously issued evidentiary cert ificates

@ This item applies to a certificate if:

(a) the certificate was issued under subsecti¢h) 8 129(1) of
the Telecommunications (Interception and Access) A¢919
before the commencement of this item; and

(b) the certificate was in force immediately beftinat
commencement.

(2) The certificate has effect, after that commemneet, as if it had been
issued under that provision of that Act as insebythis Schedule.

17 Application—issue of evidentiary certificates

Q) Sections 18 and 129 of tlielecommunications (Interception and
Access) Act 197%s amended by this Schedule, apply in relatiacts
or things done before, on or after the commencerwiethis item.

2 Sections 185A, 185B and 185C of that Act, a=ited by this
Schedule, apply in relation to an authorisation enaader Part 4.1 of
that Act before, on or after the commencement isfitam.

Crimes Legislation Amendment (Serious and Organéde) Act 2010
(No. 3, 2010)

Schedule 4

18 Application

Subsections 5D(3AA) and (9) of tielecommunications (Interception
and Access) Act 197pply whether the conduct constituting the
offences concerned was engaged in before or &terdmmencement
of this item.
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18J Application

TheTelecommunications (Interception and Access) At9,18s
amended by this Division, applies in relation te tommunication, use
and making of a record of information, and the mvof information in
evidence in proceedings, on or after the commenceofehis item,
whether the information was obtained before orrdfiat
commencement.

Crimes Legislation Amendment (Serious and Organ@éde) Act (No. 2)
2010(No. 4, 2010)

Schedule 7

29 Application of amendments made by items 24 and 25

The amendments made by items 24 and 25 of thisdBthapply to
information obtained before, on or after the comoeament of this
item.

Crimes Legislation Amendment (Sexual Offences Ag@&inildren) Act 2010
(No. 42, 2010)

Schedule 1

78 Application

Q) Subject to subitems (2) and (3), subsectior3BI) pf the
Telecommunications (Interception and Access) AE9,18s in force on
and after the commencement of this item, applieslation to an
offence committed on or after that commencement.

2 Subsection 5D(3B) of thEelecommunications (Interception and
Access) Act 197%s in force on and after the commencement of this
item, applies in relation to:

(a) an offence against section 474.19, 474.20,227474.23,
474.26 or 474.27 of th@riminal Code or
(b) an offence referred to in paragraph (b) of tubsection;

whether the offence was committed before, on ar afftat
commencement.
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3) Paragraph 5D(3B)(a) of tAelecommunications (Interception and
Access) Act 197%s in force on and after the commencement of this
item, is taken to include a reference to an offeagaanst Part Il1A of
theCrimes Act 1914as in force at any time before that commencement.

Crimes Legislation Amendment Act 2QNb. 2, 2011)

Schedule 1

7 Application

TheTelecommunications (Interception and Access) A¢9,18s
amended by this Part, applies in relation to tharoonication, use and
making of a record of information, and the givirfgrdormation in
evidence in proceedings, on or after the commenctofeahis item,
whether the information was obtained before orrdftat
commencement.

8 Review of operation of amendments relating to se  rious
misconduct by staff member

(1) The Minister must cause an independent reviebetundertaken of the
operation of section 47A of theustralian Crime Commission Act 2002
as inserted by this Schedule, and the amendmenis yaPart 2 of this
Schedule.

(2) The review must be undertaken as soon as patddi after the end of
the period of 2 years after the commencement sfSbhedule.

Telecommunications Interception and Intelligencesi8es Legislation
Amendment Act 201(No. 4, 2011)

Schedule 1

28 Saving provision in relation to items 5 and 27

The amendments made by items 5 and 27 of this 8thdd not affect
the validity of any approval given under subsec6(3) or 127(2) of
theTelecommunications (Interception and Access) A¢9b@fore this
Schedule commences.
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29 Saving provision in relation to item 9

Q) This item applies to a delegation if:

(a) the delegation was made under subsection 57 (hg
Telecommunications (Interception and Access) Ac919
relation to the power of the chief officer of areagy to
revoke a warrant under subsection 57(2) of thaf dwad

(b) the delegation was in force immediately betbie Schedule
commences.

2 The delegation has effect, after this Schedalemences, as if it had
been made under subsection 57(4) of that Act aticel to the power of
the chief officer of the agency to revoke a wartamder paragraph
57(1)(a) of that Act, as amended by this Act.

Schedule 2

9 Application of this Schedule

The amendments made by this Schedule apply irioelad changes
that are proposed, after this Schedule commenzes, t
telecommunications services or telecommunicatigagems.

Schedule 3

9 Application of this Schedule

The amendments made by this Schedule apply inaeltd:
(a) information or documents that come into exiséebefore or
after this Schedule commences; and

(b) persons who the Australian Federal Policey Bolice Force
of a State, are notified are missing before o dftis
Schedule commences.

Schedule 4

4 Application of this Schedule

The amendments made by this Schedule apply tocapiplns for stored
communications warrants made after this Schedutamences,
whether:
(a) the conduct constituting the serious contraeas concerned
is engaged in before or after this Schedule compserand
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(b) the information to be accessed by the warriarfisst held on
equipment before or after this Schedule commences.

Schedule 5

37 Application of Schedule

The amendments made by this Schedule apply inoeltd:

(a) warrants issued before this Schedule commeiichs
Managing Director of the relevant carrier is ndoimed of
the issue or revocation of the warrant (as the rapdres)
under section 15, 60, 121 or 123 of ffeecommunications
(Interception and Access) Act 19@6fore this Schedule
commences; and

(b) warrants issued after this Schedule commences.
Schedule 6

29 Application of amendments relating to communica tion of
information

Section 18 and subsection 19(2) of festralian Security Intelligence
Organisation Act 197%s amended by this Schedule, and subsection
19A(4) of that Act, as inserted by this Schedupglwin relation to any
information, whether the information comes into plessession of the
Organisation before or after this Schedule commgnce
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