
Improving crime statistics: design, 

collection and analysis 

 

Lessons learned in the UK 

John Flatley 

Office for National Statistics 



Challenges: cyber versus traditional   

• Traditional well defined; cyber less so 

• Offender/victim relationships of different scales 

• Geo-coding the crime event more challenging 

• Victims less aware of circumstances of victimisation  

• Greater unwillingness to report 

• Commercial considerations  

• Reputational damage 

• Embarrassment 

• Losses written off or carried by someone else 



Some lessons from 3 case studies 

• Crimes recorded by police  

 

• Administrative data on fraud 

 

• Crime Survey for England & Wales - sample survey 

of the household population 



Police  recorded crime 

• Cybercrime generally not separate legal offence 

 

• Thus hidden within existing offences 

 

• Initiative for police to “flag” offences committed on-line 

 

• Voluntary in 2014/15 & mandatory requirement 2015/16 

 

• Will improve the information we have on cybercrime  



How is online crime defined? 

• When  reporting officer believes offence was committed, in 

full or in part, through a computer, computer network or 

other computer-enabled device such as:  

• sending or receiving emails 

• use of social media,  networking and dating sites 

• online auction or retail sites 

• communication via online video game networks or communications platform 

• Use of desktop computers or laptops, in the home or in the workplace 

• smartphones, tablets and other telecommunications devices linked to 

computer networks; or 

• any other identifiable system or network that produces, processes and 

transmits data 



Recording of fraud now centralised 

Review of fraud recognised need for more joined up 

approach to reporting, recording & analysing fraud 

 

Led to creation of a national reporting Centre (Action 

Fraud) who take reports from the public, local police forces 

and other organisations including public sector & 

commercial bodies 

 

Includes both online and traditional fraud 

 

Victims can report 24/7 using an online reporting tool  

 

Can also report and get advice by calling specialist 

advisers: Weekdays 8am to 9pm & weekends 9am to 5pm 



Trends in fraud 

• Action Fraud took full control of recording in 1 April 2013 

 

• Significant rise in volume of frauds recorded 

 

• Not clear whether this is due to increases in: 

 

• actual fraud 

• level of reporting - as now easier for victims to report 

• identification and recording resulting from having 

centralised team 

 

• As with police recorded online fraud hidden within overall 

category but possible to identify those committed online 

based on information collected at reporting (around half)  



Issues with administrative data 

• Restricted to crimes reported to police/Action Fraud  

 

• Known subject to significant under-reporting, eg. by: 

 

• Financial institutions who write off losses 

 

• By victims whose losses made good by banks or 

 

• Too embarrassed to report or think it not worth reporting 

 

• Some of these gaps can be addressed  



Fraud reported by industry bodies 



Other industry data available  



Crime Survey another valuable source  

• Representative sample survey of population 

 

• Includes crimes that have not been reported 

 

• Captures richer data on circumstances of crime & victims 

 

• Range of questions included in recent years 

 

• New work ongoing to improve estimates of fraud & 

cybercrime 



Experiences of the public 



Reporting rates 



Victimisation rates: burglary v card fraud 

Proportion of adults who had been victim of plastic 

card fraud in last year, 2005/06 to 2013/14 CSEW 

Traditional acquisitive crime continues to fall 

 

Victimisation rate twice as high for card fraud than burglary   



Work to extend coverage of CSEW 

• Developed & cognitively tested new questions on fraud & 

cybercrime 

 

• Uses everyday language & not technical jargon 

 

• Hope to future proofs questions 

 

• Remain offence based, eg fraud & computer misuse, but will 

be able to identify online & offline incidents 

 

• Include crimes irrespective of geographical location of 

offender ie. UK, abroad or in cyberspace 

 

• Still likely to be subject to under-reporting and doesn't cover 

cybercrime against other victims but will give fuller picture 



Further information  

www.ons.gov.uk/ons/taxonomy/index.html?nscl=Crime+and+

Justice 

 

http://www.ons.gov.uk/ons/guide-method/method-

quality/specific/crime-statistics-methodology 

 

 

 

 

john.flatley@ons.gsi.gov.uk 
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