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Save the date! 
Special event 
 

► 20th anniversary of the Budapest Convention on Cybercrime 

► 2nd Additional Protocol to the Convention on enhanced cooperation and disclosure of electronic 

evidence 

 

Workshops 
 

► Regional workshops: Cybercrime strategies and capacity building - Experiences 

► COVID-19 related cybercrime 

► Cybercrime and artificial intelligence 

► Judicial training on cybercrime and e-evidence 

► Cybercrime: Who are the offenders, who are the victims? 

► Automated detection of child sexual abuse materials 

► Ransomware and crypto currencies 

► Global state of cybercrime legislation 

► Outlook: cybercrime in 2022 

 

Participation 
 

The conference will provide an opportunity for cybercrime experts from public and private sectors 

as well as international and non-governmental organisations from all over the world to share 

experience. High-level interventions are expected in the special event on 16 November. Participation 

is subject to registration. Working languages will be English, French and Spanish. Given the 

uncertain COVID-19 situation and to remain inclusive, this event will be held online. 

 

Registration will be open from 20 September to 20 October 2021 at www.coe.int/cybercrime.  

 

The conference will be preceded by the plenary session of the Cybercrime Convention Committee 

(T-CY) on 15 November. Participation in that meeting is restricted.  

 

Contact 
 
Cybercrime Division 

Directorate General of Human Rights and Rule of Law 

Council of Europe, 67075 Strasbourg CEDEX, France 

 

Tel +33-3-8841-2175 

Email  cybercrime@coe.int 

 

 

The Octopus Conference is part of the Octopus Project which is 

currently funded by voluntary contributions from Canada, 

Hungary, Japan and USA.  

 

 
 

 

 

Cooperation against Cybercrime 

Octopus Conference 2021 
16 -18 November 2021 – Online 

http://www.coe.int/cybercrime
https://www.coe.int/en/web/cybercrime/octopus-project


 

 
Draft programme  
TUE, 16 NOVEMBER 

 

Plenary session (12h00 – 18h00 France) 

 

Special event organised in cooperation with the Hungarian Chairmanship of the Committee of 

Ministers on the occasion of the: 

 

20th anniversary of the Budapest Convention on Cybercrime  

& 

2nd Additional Protocol on enhanced cooperation and disclosure of electronic 

evidence 

► Opening 

 

► 20 years of Budapest Convention – benefits and impact 

 

► The 2nd Additional Protocol to the Convention on Cybercrime 

 

► High-level interventions  

 

WED, 17 NOVEMBER 

Workshops (8h00 – 20h00 France) 

► Regional WS for Asia ► COVID-19 and 

cybercrime 

► The global state of 

cybercrime 

legislation 

► Cybercrime and 

artificial intelligence 

Interventions by 

participants: 

► Lightning talks I 

► Crime and crypto-

currencies 

► Ransomware ► Regional WS for 

Latin America and 

Caribbean 

THU, 18 NOVEMBER 

Workshops (8h00 – 14h00 France) 

► Regional WS for 

Pacific 

► Regional WS for 

Africa 

► Cybercrime: 

Victims 

► Cybercrime: 

Offenders 

► Automated detection 

of child sexual abuse 

materials 

► Capacity building: 

judicial training 

► Capacity building: 

Guides and tools 

Interventions by 

participants: 

► Lightning talks II 

Plenary session (14h30-18h00 France) 

 

► Outlook 1: 

Cybercrime – threats 

and trends 

 

 

► Outlook 2: Human 

rights and rule of 

law in cyberspace 

 

► Outlook 3: 

Cooperation 

against cybercrime 

in 2022 

 

► Conclusions: 

Octopus take-aways  

18h00 End of conference 

 

www.coe.int/cybercrime 
 

 


