**Oturum 1.3**

**Küresel Ekonomide**

**Uluslararası İşbirliği**

***Vaka Çalışması ve Grup Çalışmasına Giriş***

**Prosedür araçları**

**Madde 29 - Saklanan bilgisayar verilerinin hızlandırılmış korunması**

1. Taraflardan herhangi biri, başka bir tarafın ulusal sınırları içinde bulunan bir bilgisayar sistemi aracılığıyla saklanan ve talepte bulunan Tarafın araştırma, erişim, el koyma ya da benzer şekilde elde tutma amacıyla yardım talebine konu etmeyi düşündüğü ya da açıklanmasını talep edeceği verilerin korunması işleminin hızlandırılmasını söz konusu Taraftan talep edebilir.

2. Paragraf 1 çerçevesinde bilgilerin korunması amacıyla yapılan talepler:

a.) Verilerin korunmasını isteyen mercii;

b.) Cezai soruşturma veya kovuşturmaya konu olan suç ve ilgili olayların kısa bir özetini;

c.) Korunacak olan saklı bilgisayar verilerini ve bunların suçla ilişkisini;

d.) Saklanan bilgisayar verilerini elinde bulunduran kişiyi veya bilgisayar sisteminin konumunu tanımlayan mevcut bilgileri;

e.) Verilerin korunması gerekliliğini ve;

f.) İlgili Tarafın, saklanan bilgisayar verilerinin aranması veya benzeri erişim, el koyma ya da benzer şekilde elde tutma veya açıklanması amacıyla karşılıklı yardım talebinde bulunmayı düşünüyor olduğunu belirtici nitelikte olacaktır.

3. Kendisinden talepte bulunulan Taraf, ilgili talebi aldıktan sonra ilgili verileri ulusal yasalarına uygun olarak süratle korunması için gerekli önlemleri alacaktır. Herhangi bir talebe cevap verilmesinin söz konusu olduğu durumlarda, verilerin korunmasının, ilgili suçun her iki Tarafın sınırları dahilinde de cezai niteliğinin bulunması şartı aranmayacaktır.

4. İşbu Sözleşmede madde 2 ila 11 çerçevesinde tanımlananlar dışındaki suçlara ilişkin olarak verilerin araştırılması, verilere erişim sağlanması, el konulması ya da verilerin benzer şekilde elde tutulması veya açıklanması amacıyla karşılıklı yardım talebine cevap vermek için ilgili suçun her iki Tarafın sınırları dahilinde de cezai niteliğinin bulunması şartını arayan bir Taraf, söz konusu şartın verilerin açıklandığı tarihte yerine getirilemiyor olduğunu gösteren gerekçeler bulunması halinde, işbu madde çerçevesinde verilerin korunması amacıyla iletilen talepleri reddetme hakkını sakı tutar.

5. Yukarıdakilere ek olarak, verilerin korunması talebi ancak aşağıdaki durumlarda reddedilebilir:

a.) Yardım talebine konu olan suçun kendisinden yardım talep edilen Tarafça siyasi suç ya da siyasi bir suçla bağlantılı olan bir suç olarak değerlendirilmesi; ya da

b.) Söz konusu talebin gereğinin yerine getirilmesinden kendisinden yardım talep edilen Tarafın egemenliğine, emniyetine, kamu düzenine ya da diğer önemli menfaatlerine zarar verici olarak değerlendirilmesi.

6. Kendisinden yardım talep edilen Taraf, verilerin korunması işleminin, verilere gelecekte ulaşılamamasına sebep olacağını ya da yardım talep eden Tarafın yürüttüğü soruşturmanın gizliliğini zedeleyeceğini ya da buna başka şekillerde zarar vereceğini düşünmesi halinde, bu düşüncesini yardım talep eden Tarafa en kısa sürede bildirecek, talepte bulunan Taraf da yardım talebinin gereğinin her halükarda yapılmasını isteyip istemediği yönünde karar verecektir.

7. 1. paragrafta belirtilen talebe cevaben yerine getirilen koruma işlemi en az altmış gün sürecek, bu suretle talepte bulunan Tarafın verilerin araştırılması, verilere erişim sağlanması, el konulması ya da verilerin benzer şekilde elde tutulması veya açıklanması amacıyla talepte bulunabilmesi sağlanacaktır. Bu yönde bir talebin alınmasının ardından, veriler söz konusu talep konusunda karar verilene dek korunacaktır.

**Madde 30 - Korunan trafik verilerinin hızlandırılmış açıklanması**

1. Özel iletişim sayılan trafik verilerinin korunmasına ilişkin olarak 29. Madde çerçevesinde iletilen talebin yerine getirilmesi sırasında, kendisinden yardım talep edilen Tarafın başka bir ülkedeki hizmet sağlayıcının söz konusu iletişimin sağlanmasında dahli bulunduğunu keşfetmesi halinde, söz konusu Taraf, talepte bulunan Tarafa, ilgili hizmet sağlayıcının ve verilerin aktarıldığı yolun belirlenmesi için gerekli olacak ölçüde trafik verisini en kısa sürede açıklayacaktır.

2. Paragraf 1 kapsamındaki trafik verilerinin açıklanması ancak aşağıdaki durumlarda gerçekleşmeyebilir:

a.) Yardım talebine konu olan suçun kendisinden yardım talep edilen Tarafça siyasi suç ya da siyasi bir suçla bağlantılı olan bir suç olarak değerlendirilmesi; ya da

b.) Söz konusu talebin gereğinin yerine getirilmesinden kendisinden yardım talep edilen Tarafın egemenliğine, emniyetine, kamu düzenine ya da diğer önemli menfaatlerine zarar verici olarak değerlendirilmesi.

**Madde 31 - Saklanan bilgisayar verilerine erişimle ilgili karşılıklı yardım**

1. Taraflardan herhangi biri, kendisine talepte bulunan Tarafın ulusal sınırları içinde bulunan bir bilgisayar sistemi aracılığıyla saklanan verilerin, bu çerçevede Madde 29 uyarınca korunan verilerin, söz konusu Tarafça araştırılması, bunlara erişilmesi, el konulması ya da bunların benzer şekilde elde tutulması ya da açıklanması amacıyla söz konusu Taraftan talepte bulunabilir.

2. Kendisinden yardım talep edilen Taraf, bu talebe, Madde 23’te belirtilen uluslararası belgelerin, düzenlemelerin ve yasaların, ayrıca işbu bölümünün ilgili hükümlerinin uygulanması suretiyle cevap verecektir.

3. Söz konusu talebe cevap verilmesi işlemi aşağıdakiler söz konusu olduğunda daha hızlı bir şekilde gerçekleştirilecektir:

a.) ilgili verilerin kaybolmasının veya değiştirilmesinin söz konusu olabileceğine dair gerekçeler bulunması; ya da

b.) 2. paragrafta atıfta bulunulan araçlar, düzenlemeler ve yasalar başka şekillerde hızlandırılmış bir işbirliği sağlıyor olması.

**Madde 35 – 7/24 Ağ**

1. Taraflardan her biri, bilgisayar sistemleri ve verileriyle ilgili cezai suçlarla ilgili soruşturma veya kovuşturma amacıyla acil yardım sağlanmasını temin etmek veya bir cezai suçla alakalı elektronik ortamda delil toplamak üzere haftanın yedi gün yirmi dört saat boyunca bir irtibat noktası belirleyecektir. Söz konusu yardım, aşağıdaki süreçlerin kolaylaştırılması ya da ulusal yasa ve uygulamaların uygun görmesi halinde doğrudan yapılması ile olacaktır:

a.) teknik görüş verilmesi;

b.) 29. ve 30. Maddeler uyarınca verilerin korunması;

c.) delillerin toplanması, hukuki bilgi sağlanması ve şüphelilerin yerlerinin bulunması.

2. a. Tarafların irtibat noktaları hızlı iletişim sağlanmasına elverişli nitelikte olacaktır.

b. Herhangi bir Tarafın belirlediği irtibat noktasının, ilgili Tarafın uluslararası karşılıklı yardımdan veya suçluların iadesinden sorumlu makam veya makamlarının bir parçası olmaması durumunda, söz konusu irtibat noktasının ilgili makam veya makamlarla hızlı bir şekilde koordinasyon sağlayabilecek nitelikte olması gerekmektedir.

3. Taraflardan her biri, ağın rahat biçimde işletilmesini sağlayacak eğitimli ve donanımlı personelin bulunmasını sağlayacaktır.