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LIST OF ACRONYMS USED

AML/CFT Anti-Money Laundering and Counter-Terrortshancing

Act No. 297/2008 Coll. on the Prevention of Legatisn of Proceeds of
AML/CFT Act Criminal Activity and Terrorist Financing (hereitaf referred to as

AML/CFT Act)
ATM Automatic Telling Machine
CARIN Camden Asset Recovery Interagency Network
SCC Criminal Code
CDD Customer Due Diligence
CsD Central Securities Depository
CIs Collective Investments Act
CPC Criminal Procedure Code
DNFBP Designated Non-Financial Businesses and Ssiafies
EAW European Arrest Warrant
ECDD Enhanced Customer Due Diligence
ESW Egmont Secure Web
EU European Union
FlU Financ?al Intelligence Unit (“Spravodajska Jedndtkaartnej Policie” in
Slovakia)
FMS Act Act No. 747/2004 Coll. On Supervision oéthinancial Market
IIEG Interagency Integrated Group of Experts
IT Information Technology
MEQ Mutual Evaluation Questionnaire
MER Mutual Evaluation Report
MLA Mutual Legal Assistance
MoF Ministry of Finance
MOU Memorandum of Understanding
NBS National Bank of Slovakia
NPO Non-Profit Organisation
ML Money Laundering
PEPs Politically Exposed Persons
SCC Slovak Criminal Code
SCDD Simplified Customer Due Diligence
SROs Self-Regulatory Authorities
STR Suspicious Transaction Report
TF Terrorist Financing
UN United Nations
UNSCR United Nations Security Council Resolution
UTR Unusual Transaction Report
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|. PREFACE

This is the fifth report in MONEYVAL’s 4th round ofmutual evaluations, following up the
recommendations made in th& Bund. This evaluation follows the current versifnthe 2004
AML/CFT Methodology, but does not necessarily coatthe 40+9 FATF Recommendations and
Special Recommendations. MONEYVAL concluded that 4k round should be shorter and more
focused and primarily follow up the major recommatimhs made in the®round. The evaluation
team, in line with procedural decisions taken by NEYVAL, have examined the current
effectiveness of implementation of all key and comad some other important FATF
recommendation§.e. Recommendations 1, 3, 4, 5, 10, 13, 17, 83,28, 30, 31, 35, 36 and
40, and SR I, SR II, SR 11I, SR IV and SR, Whatever the rating achieved in tHérdund.

Additionally, the examiners have reassessed the pliance with and effectiveness of
implementation of all those other FATF recommerafeti where the rating was Non-Compliant
(NC) or Partially Compliant (PC) in thé®3ound. Furthermore, the report also covers inparsge
annex issues related to the Directive 2005/60/E@e@fEuropean Parliament and of the Council of
26 October 2005 on the prevention of the use offithencial system for the purpose of money
laundering and terrorist financing (hereinafter thiéhe Third EU Directive”) and Directive
2006/70/EC (the “Implementing Directive')o ratings have been assigned to the assessment of
these issues.

The evaluation was based on the laws, regulatiodsother materials supplied by Slovakia, and
information obtained by the evaluation team duitagn-site visit to Slovakia from 4 to 9 October
2010, and subsequently. During the on-site visie evaluation team met with officials and
representatives of relevant government agenciestlangbrivate sector in Slovakia. A list of the
bodies met is set out in Annex | to the mutual eabn report.

The evaluation was conducted by an assessment teamoh consisted of members of the
MONEYVAL Secretariat and MONEYVAL and FATF expelits criminal law, law enforcement
and regulatory issues and comprised: Mr Professdiaw C. Gilmore (Professor of International
Criminal Law at the University of Edinburg and Stiéc expert to MONEYVAL) and Mr Paul
Landes (Head of the Israel's FIU) who participataed legal evaluators, Mr. Radoslaw
OBCZYNSKI (Specialist, AML/CFT Unit - Enforcement epartment - Polish Financial
Supervision Authority) and Ms Marta Fernandez MARTAdvisor, AML/CFT Unit - Spanish
Treasure General Directorate) who participated @santial evaluators, Mr Milovan
MILAVANOVIC (Head of International Department inghSerbian FIU) who participated as a law
enforcement evaluator and Mr John RINGGUTH and Mne3 DALYAN, members of the
MONEYVAL Secretariat. The experts reviewed the institutional frameworkge trelevant
AML/CFT laws, regulations, guidelines and other uiegments, and the regulatory and other
systems in place to deter money laundering (ML) #rel financing of terrorism (FT) through
financial institutions and Designated Non-Finan@&abkinesses and Professions (DNFBPs), as well
as examining the capacity, the implementation Ancetfectiveness of all these systems.

The structure of this report broadly follows theusture of MONEYVAL and FATF reports in the
3% round, and is split into the following sections:

General Information

Legal System and Related Institutional Measures

Preventive Measures - Financial Institutions

Preventive Measures — Designated Non-Financialr&ssies and Professions

6
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5. Legal Persons and Arrangements and Non-Profit Gsgions
6. National and International Cooperation
7. Statistics and Resources

Annex (implementation of EU standards).
Appendices (relevant new laws and regulations)

6. This Report on the 4th Assessment Visit shoulddael in conjunction with the“round adopted
mutual evaluation report (as adopted at MONEYVAI2E" Plenary meeting from 12 to 15
September 2006), which is published on MONEYVAL shsité. The FATF Recommendations
that have been considered in this report have bssigned a rating. For those ratings that have not
been considered the rating from ti&r8und MER continues to apply.

7. Where there have been no material changes frorpdsition as described in thé 8ound MER,
the text of the 8 round MER remains appropriate and information jafed in that assessment has
not been repeated in this report. This appliedffite general and background information. It also
applies in respect of the ‘description and analyssction discussing individual FATF
Recommendations that are being reassessed ireffost and the effectiveness of implementation.
Again, only new developments and significant changee covered by this report. The
‘recommendations and comments’ in respect of iddial Recommendations that have been re-
assessed in this report are entirely new and tdftiecposition of the evaluators on the effectivgne
of implementation of the particular Recommendatiomrently, taking into account all relevant
information in respect of the essential and addéiariteria which was available to this team of
examiners.

8. The ratings that have been reassessed in thistmeflect the position as at the on-site visit 012
or shortly thereafter.

! http://www.coe.int/moneyval
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II. EXECUTIVE SUMMARY

Background Information

1.

This report summarises the major anti-money laundeand counter-terrorist financing measures
(AML/CFT) that were in place in Slovakia at the érof the &' on-site visit (4 to 9 October 2010)
and immediately thereafter. It describes and amalysese measures and offers recommendations
on how to strengthen certain aspects of the systeme. MONEYVAL 4" cycle of assessments is a
follow-up round, in which Core and Key (and somientimportant) FATF Recommendations have
been re-assessed, as well as all those for whmkaldh received non-compliant (NC) or partially
compliant (PC) ratings in its%round MER. This report is not, therefore, a fidsassment against
the FATF 40 Recommendations and 9 Special Recomattiend but is intended to update readers
on major issues in the Slovak AML/CFT system.

Key Findings

2.

Slovakia enacted on 1 September 2008 a new Act29G/2008 Coll. on the Prevention of
Legalisation of Proceeds of Criminal Activity an@rforist Financing transposing the Third EU
Money Laundering Directive, and Implementing Direet Overall, the new law has brought the
Slovak preventive AML/CFT system broadly into limath the FATF standards. Notably it
established a clear legal basis for reporting simps of financing of terrorism, which was missing
at the time of the last evaluation.

Even though no formal action plan (at policy levaiining at reviewing the implementation of
AML/CFT policies domestically was adopted by thev&mment after the adoption of thd ®und
mutual evaluation report (MER) for the implemerdatiof the recommendations, most of the
elements of the action plan as set out in tAed®ind MER appear to have been addressed and
significant progress has continued to be made stheeadoption of the Bround MER in
September 2006.

The evaluators were not advised of any specific ADHET risk assessment undertaken since the
last evaluation. Nonetheless, they were advised ttleze is a significant threat from domestic

organised crime investing its proceeds overwheligingthin the Slovak economy. Other prevalent

economic and financial crimes include official egtion, theft of vehicles, tax evasion, fraud, and
smuggling.

The authorities consider the TF risk to be low. Th@or improvement with regard to the fight
against terrorist financing since the adoptiontef ° round MER has been the incrimination of
financing of terrorism offence as an autonomousrafé which is broadly in line with the
international standards, though some issues, asl fb@neath, remain outstanding.

Overall, Slovakia has continued to develop anchgtieen its AML/CFT regime since the adoption
of the ¥ round MER. There is, however, still a very low déwf prosecutions for money
laundering (ML) (and, though this is less clearpalers to confiscate assets). The evaluators have
serious concerns about how effectively money latindgeis being used as a tool to fight major
proceeds-generating crime and organised crime.nGikie centrality of the FIU in the Slovak
AML/CFT system, its present level of resources pasition in the overall police structure, as well
as its operational independence and autonomynstitls to be further strengthened.
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Legal Systems and Related Institutional Measures

7.

10.

11.

Several modifications have been introduced to doea& Criminal Code (SCC) resulting in the
present legislation, which has brought ML incrintioa largely in compliance with the Vienna
and Palermo Conventions. However, some uncertaimatiel shortcomings still appear to remain.
The “property” for the purposes of the money laumdgoffence has not yet been clearly defined in
the criminal legislation, which was also raised ageficiency in the '8 round MER. The
requirement of the purposive element of “concealivegorigin of the thing” for the laundering acts
under Section 233 appears to impose an extra bundéehe practitioners for the acts of disguising
of or possession or use of the property for pelsasea

The 3° round MER noted the lack of criminal, civil or amhistrative sanctions for ML offences
applicable to legal persons as deficiencies. Sliayakith the enactment of the Act no. 224/2010
Coll. amending the Criminal Code, has introducedtuimay be regarded as a form of criminal
liability for legal persons. These amendments camte force on 1 September 2010 and make it
possible to impose protective/security measuresegal entities and confiscation of a property
belonging to a legal entity. The sanctions appliedbr natural and legal persons for ML offences
appear to be effective, proportionate and disseasiv

The statistics provided do not show how many cdionies relate to third party laundering on behalf
of others, as opposed to self-laundering, or indaed many cases were generated by the police
through financial investigations in parallel withetr investigations into the predicate offencese Th
available ML statistics present a low number of wotions and agreements on guilt and
punishment. Furthermore, the use of ML offencénadontext of use of stolen cars, which in many
jurisdictions would generally be prosecuted as ivang offences, continues to be a feature of
criminal prosecution in this area. Car theft is pinedicate offence in no less than 62% of the money
laundering cases, since in total 292 out of 47&<agere linked to car theft. Furthermore, theft of
other things or documents consists of 37 casestal, twhich increases the offences treated as
receiving offences to 70% of the money launderiages. The evaluators consider that prosecution
of crimes of these types as ML offences is notgtimary goal of the AML regime. There is no
evidence of money laundering prosecutions or caiovis in relation to major and more serious
proceeds-generating cases perpetrated by orgacis®g or others for pure economic gain.
Therefore, the reasons for the discrepancy betwsemxtent of organised crime in Slovakia and
the type and quality of ML cases brought forwandd(avhich have resulted in convictions) need to
be analysed by the Slovak authorities.

The evaluation team welcomed the amendments matie t8lovak Criminal Code that came into
force on 1 January 2010, which introduced an autmus TF offence into Slovak law as

recommended as a matter of urgency in tAed@ind MER. However, a number of shortcomings
still prevent it from being fully in line with theequirements of Special Recommendation Il. The
financing of an individual terrorist’'s day-to-dagtiities is not criminalised as required under SR
II. In addition, the Slovak Criminal Code needb#orevised so as to fully incriminate the financing
of some of the acts defined in the treaties listedhe annex to the UN Terrorist Financing

Convention. As there had been no investigationssqmutions and convictions for TF offences in
Slovakia at the time of the on-site visit, the &rig legislative framework has not been tested in
practice.

The legislative steps taken by Slovakia since thaption of the 3 round MER has brought the

Slovak general criminal freezing and confiscatigstem more into line with the international

standards, though further steps are needed focdutpliance. The Slovak Republic however could

not demonstrate that the implementation of freeaind confiscation measures is being effectively

pursued, as no meaningful statistical informatiarfreezing and confiscation were made available.
9
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12.

13.

14.

The implementation of SR.III relies primarily updahe application of binding EU legislation.
However, to supplement current EU procedures, airegent to freeze assets of EU-internals was
adopted by the Government Regulation No. 397/20816 (©n execution of international sanctions
to ensure international peace and security). Gedaneric shortcomings which exist in the EU
Regulation apply also in Slovakia. The Slovak Gowegnt Regulation contains the list of
sanctioned persons, whose activity is confinedh®e territory of EU Member States or EU
nationals. Financial institutions in Slovakia arbliged to freeze immediately all funds and
economic assets of the persons included on thénligie Annex to Government Regulation No.
397/2005 Coll. Nevertheless, Slovakia does not lzayeeffective national law or procedure, apart
from the EU’s mechanism, to examine and give effedthe actions initiated under the freezing
mechanisms of other jurisdictions, which ensure phempt determination and the subsequent
freezing of funds or other assets without delayv&kia does not have a publicly available
procedure in place for any individual or entityapply for a review of the designation from the
designating authority, with the ability to seek thar review of an adverse finding by the
designating authority, to a review body. Similatlyere is no specific procedure which deals with
unfreezing in a timely manner the funds or otheetsof persons or entities inadvertently affected
by a freezing mechanism, upon verification thatpkeeson or entity is not a designated person. As
at the time of the "3round mutual evaluation still there are no appatprmeasures in place for
monitoring the effective compliance with SR Ill. A® guidance was provided to DNFBPs and
financial institutions other than banks, and theelef awareness of these sectors in respect of the
freezing obligations still needs increasing. Thieas been no case of freezing of assets under the
UNSCRs, which raises the concerns about the effautiss of the existing procedures.

The AML/CFT Act defines the FIU as the nationaltuor the area of prevention and detection of
money laundering and terrorist financing. The Aesatibes in detail the competences of the FIU.
The FIU, one of departments of the Bureau for CdingaDrganised Crime of the Presidium of
Police Force, is central to the Slovak AML/CFT gyst The 8 round MER emphasised its rather
weak position in the overall police structure. Qttlen defining its roles and competencies more
clearly in the new AML/CFT Act, no substantive stelpave been taken by the authorities to
strengthen the position of the FIU in the systemmatTsaid, it should be noted that the evaluators
have not found any indication that the operationé¢pendence of the FIU has been affected so far
by this issue. Nevertheless, reiterating the figdiof the previous report, the present evaluators
identified a continued lack of legal safeguardemsure the FIU's operational independence and
autonomy. Employees in the FIU have direct access variety of police databases and publicly
available sources, which were integrated withinaiskactory IT system. This enables it to act
quickly and effectively in its analytical functions

The FIU is required to disseminate cases to lawreafment bodies which relate to all criminal

offences, not just ML and TF. Especially, interfratid activities like phishing and pharming have
a significant place in the FIU’s daily work. Moreay the FIU is obliged to inform tax authorities

of possible tax evasion cases, and to maintainparate database of information extracted from
unusual transaction reports, which information edmavailable to the security service in Slovakia.
The Slovak authorities consider that, as a poligg the FIU should not concentrate on just a few
specific criminal offences. They noted that the Fhhalyses and disseminates information on all
criminal offences equally, which they consider addiie to the FIU’'s work. The evaluators none-
the-less consider that these additional requiresngotnot allow the FIU to concentrate sufficiently

on ML and TF. This gives rise to concerns aboutetfiectiveness of the overall AML/CFT system

in place, bearing in mind that the AML/CFT Act ifsputs the FIU at the centre of that system,
with responsibility for co-ordination and developmef the whole system. The FIU employees are
professional and motivated. The FIU shows a vegh hével of dedication to its responsibilities. It

is however debatable whether their large respditibican be performed with the present level of
resources and its current position in the overaicp structure.

10
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15. The present cross-border declaration system inaRlavis based on the directly applicable EU

Regulation; hence it only applies to the movementthe borders between Slovakia and non-EU
Member States. In addition to the EU Regulatioryeéhare several other laws in place which are
used in Slovakia in order to implement requiremasitSR IX. A very low number of declared
transfers of cash or other bearer negotiable gilgesto concerns about the effectiveness of the
implementation of the declaration system. Moreower,cases of false declarations or failure to
declare have been recorded.

Preventive Measures — Financial Institutions

16.

17.

18.

19.

20.

21.

As an EU Member State Slovakia was required to emgint the Third EU AML/CFT Directive
(Directive 2005/60/EC) and the implementing DireetP006/70/EC). The Act No. 297/2008 Coll.
of 2 July 2008 on the Prevention of LegalisationPobceeds of Criminal Activity and Terrorist
Financing and on Amendments and Supplements tcai@eficts as amended by the acts No.
445/2008 and No. 186/2009 entered into force orlth®eptember 2008. The Act implements the
Third EU AML/CFT Directive in Slovakia, and stipiés basic rights and obligations of legal
entities and natural persons in the preventiondatdction of legalisation of proceeds of criminal
activities and terrorist financing. Overall, thewndML/CFT Act has addressed most of the
deficiencies identified in the3round MER and established the legal preventive ABHT
framework broadly in line with the FATF standards.

Slovakia has adopted and implemented a risk-bggeach to AML/CFT, particularly in relation
to customer/beneficial owner identification and ifiestion requirements. Pursuant to the
AML/CFT Act financial institutions are entitled tgpecify the extent of customer due diligence
measures on a risk-sensitive basis and applyaill their customers.

Implementation of CDD requirements by banks hasbeeorded as quite effective, since they
have developed a comprehensive preventive regirheugh most of the other financial sector
representatives met on-site seemed to have a guberstanding of international AML standards,
some of them, such as securities pension fundpayhent services, appeared to be less aware of
the ML risks and threats in their sectors. A neadifsuing methodological guidelines for each
sector, as has been provided for the banking seictmrder to improve general performance of
CDD measures, is noted in the report. The new ANHI/@ct has introduced the concept of PEPs
into the Slovak law, though the definition of PEPguld be revisited to ensure the full coverage of
the definition provided in the Glossary to the FAREcommendations in terms of senor politicians,
senior government officials and important partyaiéis.

The legislation on financial institution secrecypegrs to enable the authorities to access the
information that they require in order to exercibeir functions in the fight against money
laundering and terrorist financing, and does ndtibih the implementation of the FATF
Recommendations. Furthermore, no problems appd&vi® been experienced in practice.

Overall, the record-keeping requirements, whicheandedded in Section 19 of the AML/CFT Act
and in the sectoral laws, are broadly in line with FATF standards. Nevertheless, there is still no
legal obligation that requires the maintenancecobant files and business correspondence.

One of the important deficiencies in th& 8ound evaluation was the absence of any broad
requirement for financial institutions to pay specattention to business relationships and
transactions with persons from countries which dut or insufficiently apply the FATF
Recommendations. This situation still remains ungled. The Slovak law still does not have a
requirement for financial institutions to pay s@@ttention to such relationships and transactions
Similarly, the Slovak authorities are not in a piosi to apply countermeasures at present as
required under Recommendation 21.

11
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22. Significant improvements have been made in thertigpsystem since the“ound evaluation.
The obligation to report unusual transactions igutdted in Section 17 of the AML/CFT Act.
Unusual transaction is defined in the Act as allaggor other act which indicates that its exemuti
may enable legalisation or terrorist financing. WML/CFT Act goes further in defining unusual
transaction, implicitly providing reporting entisievith some guidance or indicators for recognising
suspicion. The Act requires obliged entities totpose an unusual transaction if there is a danger
that its execution may hamper or substantially id@pseizure of proceeds of criminal activity or
funds intended to finance terrorism. With the astopbf the new AML/CFT Act a clear legal basis
for reporting suspicions of financing of terrorismow exists and attempted transactions are now
clearly covered within the scope of the reportifgigation. Deficiencies in the definition of
terrorist financing in the AML/CFT Act could havenagative impact on the reporting of TF related
suspicious transactions. The reporting level fromtanking and, to some extent, insurance sector
appears to be satisfactory. However, other findmesitutions show a significantly lower level of
reporting. This gives rise to concerns about tifiecafeness of the reporting regime. There are not
indicators for recognising suspicious transact@anguidelines for other financial sectors (sea@siti
market, currency exchange etc).

23. The requirements of the AML/CFT Act relating to tbbligations to create an internal control
system, internal procedures, policies to prevent &fid TF are broadly in line with the FATF
standards.

24. There have been important changes in the supeyvssarcture for financial institutions in Slovakia
since the adoption of thé"3ound MER. For instance, the NBS has been thdesisgpervisory
authority over the entire financial market in tHev@k Republic since January 2006. The procedure
which is being used by the NBS during on-site sigtcomprehensive; however, more training for
the NBS staff focusing on TF is needed. Gamblingrafors and internet casinos are supervised by
the Ministry of Finance. Supervision of the final@ector over AML/CFT issues is conducted by
the FIU. The NBS and the Ministry of Finance, befstarting an on-site visit, inform the FIU of
the business name, place of business or registéfied, identification number and type of obliged
entity which is to be controlled. After a contreldgompleted the FIU is made aware of the results
and measures taken. If the NBS or the Ministry iobRce detects an unusual transaction or other
facts that may be associated with ML or TF, the R$Uinformed without undue delay. The
authorities are also authorised to conduct on-stgsther. Even though no sole body responsible
for sanctioning has been explicitly named, theneehaeen no cases of double sanctioning and the
co-operation between the NBS and the FIU seeme tonba good level. Further improvement is
needed in co-operation between the FIU and thedtfinof Finance. The evaluators believe that
overall the supervisory system works properly. Tdrege of sanctions that may be imposed by the
supervisory authorities is wide and the sanctiores effective, proportionate and dissuasive.
However, some sanctions stipulated in the sectaved cannot be imposed by the FIU as it is not
authorised to impose sanctions on directors anidrssanagement of financial institutions.

Preventive Measures — Designated Non Financial Bussses and Professions (DNFBP)

25. Overall the meetings with the DNFBP sector demastt that, apart from the external auditors,
the DNFBP sector in general is not aware at alheir obligations arising from the AML/CFT Act.
Although some outreach activities have been peddrby the FIU, the provision of more
extensive outreach to this sector on their oblayetiis urgently needed. The low number of STRs,
in the opinion of the evaluators, is evidence @idiequate implementation of the FATF standards.
This was also a deficiency identified in th& @und evaluation. Only 1 UTR has been received
from lawyers (in 2006) and 8 from notaries since #uoption of § round MER. Only 2 UTRs
have been reported by real estate agencies andydove number of STRs has been reported by
accountants and auditors. No data has been madeldeas to whether dealers in precious metals
and stones have ever reported any UTRs. Leavirde asme legislative refinements, the same
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concerns identified in thé“¥ound MER over the effectiveness of the implemioman all aspects
of these Recommendations, remain valid.

26. All of the DNFBPs mentioned in Section 5 of the AMIET Act are under the supervision of the
FIU apart from the gambling sector, which is supsa also by the Ministry of Finance. Some of
them (lawyers, auditors, accountants and tax abjibave their own SROs. This does not limit the
powers of the FIU for AML/CFT related supervisidaiven the statistics on on-site visits and the
size of the unit (the FIU), as well as the numbegrdities to be supervised, the evaluators conside
that supervision over this sector cannot be comdbueffectively by the FIU with its present level of
resources.

Legal Persons and Arrangements & Non-Profit Organiations

27. No comprehensive review appears to have been mladentmercial, corporate, and other laws
with a view to taking measures to provide adequaesparency with respect to the beneficial
ownership, as recommended in th& ®und MER. Therefore, the deficiencies regardihig t
Recommendation still appear to remain valid. Thisleation team reiterates the findings of tffe 3
round evaluators that Slovak law still does noumegjadequate transparency concerning beneficial
ownership and control of legal persons. It app#taas since the adoption of th& 8Bound MER,
insufficient steps have been taken to bring thev&{osystem into conformity with SR.VIII. A
review of the sector has still not been undertaded there has been insufficient outreach to the
NPO sector. Concerns remain about the transpam@ntye sector and insufficient steps have been
taken to strengthen the legal basis for superviai@hoversight over NPO fundraising.

National and International Co-operation

28. The authorities have a variety of mechanisms irceléo facilitate co-operation and policy
development. There are also mechanisms to faeiltatoperation between the agencies involved
in investigating ML and TF. More effective mechansshowever are needed at operational level.
The authorities need to consider the creation @it jinvestigative teams or other forms of
operational interagency co-ordination mechanism®riter to investigate and bring before the
courts more money laundering cases which are teledemajor proceed-generating criminal
offences.

29. Slovakia has ratified the Vienna and Palermo Cotwas and the UN Terrorist Financing
Convention. The legislation has been amended iardadimplement the Conventions, but existing
legislation does not cover the full scope of th€saventions. Furthermore, measures still need to
be taken in order to properly implement UNSCRs 126d 1373.

30. Legal provisions for providing mutual legal assista are laid down in domestic law, bilateral and
multilateral treaties and apply both to ML and Hidahe possible forms of international co-
operation cover a wide range of forms.

31. The Slovak authorities appear to have sufficiewgrs to enable them to provide different forms
of assistance, information and co-operation withonotue delay or hindrance. The responses
received to MONEYVAL's standard enquiry on Inteinaal Cooperation which was sent to
MONEYVAL and FATF members were generally positildowever, deficiencies identified in
relation to the definition of the TF offence mighmit the ability of Slovak authorities to provide
mutual legal assistance in TF cases.

Other Issues

32. While internal co-operation between the FIU andNBS appears to be satisfactory, especially in
the area of outreach and providing guidance tdiegtin the financial sector, more emphasis needs
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to be placed on enhancing the quality and frequeriayay-to-day co-operation involving other
stakeholders. Deficiencies in this co-operationehthe potential to hamper the effectiveness of the
Slovak AML/CFT regime.

33. Notwithstanding the existence of the Integrate@rbgency Group of Experts, at a more strategic
level, it appears to the evaluators to be essetit#l steps be taken to ensure that the national
AML/CFT risk and the overall effectiveness of thational AML/CFT system are assessed on a
regular basis.
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. MUTUAL EVALUATION REPORT

GENERAL

General Information on Slovakia

. As noted in the 8 round MER, Slovakia acceded to the European UmoB004. Slovakia is
bordered by Austria, the Czech Republic, Hunga/ Roland within the EU, and has one external
EU border, with Ukraine. Its population is approately 5,429,763 (as at June 2010). The official
currency of Slovakia has been the Euro since thdatsiary 2009.

. The reader is referred to th& Bound Mutual Evaluation Report for the detailstioé form of
government and principles of its legal system.

Economy

During the years 2006 to 2010, Slovakia has witeg$&®th economic growth and a short recession.
During the period 2006 to 2008, there was strongnemic growth, accompanied by falling
unemployment and growing activity in corporate eecfThis growth was supported by solid
lending activity in both the corporate and housetsactors. The global financial crisis hit Slovakia
at the end of 2008. Falling business activity wasywsoon followed by growing unemployment,
which together led to an increase in non-performigans. The year 2009 was characterised by a
high uncertainty, a decrease in real estate pranas,a further decrease in business activity and a
significant slowdown in banks’ lending. The sitaatimproved in 2010, when growing exports and
industrial production contributed to GDP growth.s@| lower uncertainty in the labour market
contributed to strong growth of housing loans. Altbh most of the signals are positive,
uncertainty about activity in some business secem®ins relatively high.

Table 1: Economic indicators

2006 2007 2008 2009 2010
GDP €bn. (current 55.08 61.56 67.01 63.05 65.91
prices)
GDP €bn. (constant 42.98 47.50 50.27 47.86 49.79
prices 00)
GDP year growth in 11.70 11.76 8.85 -5.91 4.54
% (current prices)
(constant prices) 8.5 10.52 5.83 -4.79 4.03
GDP per capita 10.22 11.41 12.39 11.64 12.14
€'000’s (current
prices)
(constant prices) 7.9 8.80 9.30 8.83 9.17
Inflation rate (HICP) 4.39 1.9% 3.9% 0.9% 0.7%
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Table 2: Overview of the Slovak financial sector inerms of total assets

Assets (€m) [ Structure (%) [ % of GDP
31 December 2009 | 2010 | 2009 | 2010 | 2009 | 2010

Monetary financial institutions

Banks 53,028 54,695 71.77] 70.95 84.10] 82.98

Credit co-operatives 0 0| 0.00{ 0.00] 0.00] 0.00
Non-monetary financial institutions

Insurers 6,135 6,438 8.30] 8.35] 9.73] 9.77

Pension companies/funds 3,944,863 5.34| 6.31] 6.26| 7.38

Investment funds 4,1214,497| 5.58| 5.83] 6.54] 6.82

Leasing Companies 3,3Y53,091| 4.57| 4.01] 5.35 4.69

Brokerage companies, management companies [1,24809| 2.63| 2.85| 3.09| 3.34

Others (Factoring, Hire purchase companies 1,33802] 1.81| 1.69| 2.12| 1.98
Total 73,889 77,085/ 100.00 100.00{ 117.19 116.96

1.2 General Situation of Money Laundering and Financimg of Terrorism

Recorded Criminal Offences

4. Slovakia's geographic, economic, and legal envireminwith respect to money laundering are not
atypical of a changing central European econong/.giographical location makes it a transit
country for trafficking in drugs, people, and a ier of commodities. Money laundering in
Slovakia is related to a variety of criminal adie$, including illicit narcotics-trafficking and
organised crime. Other prevalent economic and &iahicrimes include official corruption, theft of
vehicles, tax evasion, fraud, and smuggling. Thihaities reported on-site that about 95% of
illicit proceeds in Slovakia resulted from econonsiimes (such as bribery in public tenders in
tenders, tax and customs fraud, smuggling andifios export of goods from Slovakia to abroad)
and illicit drug related offences. The evaluatoesevadvised on-site that there is a significargahr
from domestic organised crime investing its proseegerwhelmingly within the Slovak economy
especially in real estate. The evaluators werehéurinformed that not only criminals hide the
proceeds of crimes themselves but also there ane soganised groups that are active in this field
some of which try to establish clearing societiescompanies before investigations in their
activities.

5. The information reported to the evaluators on mdaeyndering cases investigated and prosecuted
by Slovak authorities since 2005 revealed the rinegqtient predicate offence for money laundering
is motor vehicle theft, as it was in th€ 8und evaluation. The main categories of offemzd the
Slovak Financial Intelligence Unit (hereinaftereneed to as FIU) identified and disseminated as a
result of notifications received were money lauimdgrsuspicions related to tax offences, fraud,
establishing, contriving and supporting a crimigedup, sharing, unlawful manufacturing and use
of electronic payment means and other paymentaraaidrafficking in migrants.

6. The Slovak authorities provided the evaluators wite number of reported offences causing
damage and estimated amounts of economic losstingsdtom major proceeds generating
offences. The evaluators were also provided withrtmber of investigations and convictions on
FATF designated categories of offences as showumeitables below:
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Table 3: The Number of Recorded Criminal Offences

| 2005 | 2006 | 2007 | 2008 2009|2010
CRIMINAL OFFENCES AGAINST PROPERTY
Theft 37.833| 37.936] 37.102 33.743 31.549 14.530
Burglary 20.828 | 19.044| 17.14 15.199 15.394 7.575
Fraud 5.259 3.576 3.762 3.795 3.86f 2.140
Robbery 1.576 1.594 1.429 1.371 1.358 636
Theft of vehicles 5.591 5.225 4.719 4.135 3.779  1.7p9
Concealment 29 24 21 21 25 15
Other CO against property 6.645 6.097 5.795 5.853 5456 2.400
CRIMINAL OFFENCES OF ECONOMIC NATURE
Business fraud
Fraud 4.246 6.540 4.048 3.302 3.369  1.279
Issuing of an uncovered cheque, misuse of a ccadit 1.287 1.870 2.342 2.507 2.62p  1.020
Tax evasion 287 872 1.226 2.320 961
Forgery 55 692 829 594 320 138
Abuse of authority or rights 64 29 200 184 202 113
Embezzlement 2.976 685 1.197 1.349 1.47% 794
Usury 7 15 17 26 26 19
Abuse of insider information 9 19 4 9 3 2
Abuse of financial instruments market 3 2 2 | | -
Unauthorised use of another’s mark or model 75 378 225 104 69
Other CO of economic nature 10.601| 8.952 8.006 7.55( 9.074  4.640
OTHER CRIMINAL OFFENCES
Production and trafficking with drugs 830 1.678 2.111 2.256 2.432 91b
lllegal migration 93 130 170 33 43 18
Production and trafficking with arms 546 539 458 505 526 255
Falsification of money 586 666 662 2.062 944
Corruption 97 166 211 178 160 89
Extortion 1.230 891 874 868 719 390
Smuggling 107 22 31 8 19 28
Murder, grievous bodily harm 4.002 3.295 3.056 2.798 2706 1.418
Prohibited crossing of state border or territorgfficking in human beings 17 33 33 36 32 12
Violation of material copyright 46 107 92 44 30
Kidnapping, false imprisonment 116 134 113 130 62
Burdening and destruction of environment 192 153 137 119 233 109
Unlawful acquisition or use of radioactive or othda@angerous substances 13 1 1 p
Pollution of drinking water 1 1
Tainting of foodstuffs or fodder 2 2
TOTAL 98.531 | 95.106 | 91.143 | 85.586 | 86.274 | 40.713
Other Criminal Offences (Not Included Above)against life and limb, human rights, hong
sexual integrity, public health, etc. 25.032| 20.045| 19.659| 19.173| 18.631 | 9.873
NUMBER OF ALL CRIMINAL OFFENCES 123.563| 115.151] 110.802| 104.759| 104.905| 50.586

2 Annual police reports for 2005, 2006, 2007, 20889 and first half of 2010
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Table 4: The number of investigations and convicties for FATF Designated Categories Offences

FATF designated

categories of 2006 2007 2008 2009 First half of 2010
offences Investiga | Convic- | Investiga | Convic- | Investi- Convic- | Investiga- | Convic- | Investi- Convic-
tions tions tions tions gations | tions ations tions gations | tions

Participation in organised criminal group and raekeng

= §186,189,190, 257 301 614 319 666 353 649 352 613 160
191, 192

Terrorism and terrorist financing

= §419 0 0 0 0 0 0 0 0 0 0

= §297 0 0 0 1 0 0 0 0 0 0

Trafficking in human beings and migrant smuggling

= § 179, 180, 181 33 50 145 128 115 114 59 69 94 30
355

Sexual exploitation and sexual exploitation of digh

= §199-202 | 199 | 200 | 460 | 244 | 480 | 232] 433 | 264 383 126

Illicit trafficking in narcotic drugs and psychopit substances

= §171-174 | 622 | 722 | 1583 | 786 | 1842] 911 2202] 1079 2143 577

Illicit arms trafficking

= §294,295 | 79 | 104 | 287 | 160 | 270 | 185 | 319 | 214 294 94

Illicit trafficking in stolen and other goods

= §252-257 | 20 | 46 | 24 | 11 | 20 | 11 | 21 | 4 | 12 | 0

Corruption and bribery

=  §328-336, | 3 [ 8 | 14 [ 122 ] 14 | 97 | 5 | 124] 185] 69

Fraud

= §221-226,213 | 826 | 3564 | 3291 | 3392] 5114 4124 5275| 4142 5382 2147

Counterfeiting currency

= §219,270,271 | 163 | 143 | 402 | 159 | 501 | 204 | 679 | 261 557 16¥

Counterfeiting and piracy of products

= §275 5 | 4 | 19 | 10 | 9 ] 2 ] 5 | 0 | 7 ] 0

Environmental crimes

= §300-310 | 334 | 196 | 458 | 184] 476] 169 624] 259 578 102

Murder, grievous bodily injury

= §144-163 | 1651 | 2443 | 4595 | 2726 | 3963] 3024 4999 2906 43p8 1439

Kidnapping, illegal restraint and hostage-taking

= § 209, 210, 182 58 75 147 61 143 62 57 59 160 35
185, 187

Robbery or theft

= § 212, 215-218] 7927 6277 12633 6840 13384 7164 15017 8270 14641 42 4%
188

Smuggling

*  §254-256 | 9 | 4 | 19 | 5 | 14 | 8 | 8 | 3 | 6 | 2

Extortion

= §189 | 251 | 294 | 582 | 305 | 635 | 337| 623 | 345 58P 153

Forgery

= §220,270-275 | 54 | 104 | 146 | 81| 136 8q 134 70 115 37

Piracy

= §281-283 | 17 | 33 | 123 | 70 | 166 | 100 | 103 | 57| 113 34

Insider trading and market manipulation

= §265-269,2694 0 [ 11 | o | 11 | 12 | 2 | 5 | 3 | 16 | 1
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Suspicious transaction reports from reporting eest

7. With respect to the reporting of suspicious tratieas, the situation has changed since the last
evaluation. Overall, the number of STRs has stgaddreased, with a slight decline in 2010. In
2006, there were 1,471 STRs and in 2007 there W8&O STRs. The overall number of STRs has
increased from 2,173 in 2005 to 2,741 in 2009. ighsldecline was recorded in 2010 as 2,470.
While 10,846 STRs were received for the period 20686 to 2010, only 151 STRs (14 in 2006; 10
in 2007; 16 in 2008; 56 in 2009 and 55 in 2010)emezlated to terrorist financing, the remaining
STRs were related to money laundering cases. Baaks been reporting the highest number of
STRs. Out of the total of 10,997 STRs; banks repb#f,443 STRs (85% of the total number of
STRs 1 January 2006 and 31 December 2009).

Cases disseminated to the competent authorities

8. Slovak authorities could provide the evaluator$liie statistics on the disseminations of the STRs
only for 2009 and 2010 in the period from 1 Jand§9 to 31 December 2010; the FIU forwarded
1,677 case reports to law enforcement authoritres ¥61 reports to tax authorities. 111 of those
case reports notified to law enforcement autharitieere related to terrorist financing. While the
number of indictments based on the notifications @& in 2009, it dramatically declined to 4 in
2010.

The most common methods of money laundering idehiifi notifications sent to law enforcement
authorities

9. The most common methods of ML identified in noations sent to law enforcement authorities by
the FIU are:

. chains of business companies declaring systemyohgiats,

. the use of off-shore companies and companies nesabroad,

. the use of safe deposit boxes,

money mules, couriers, front person,

. electronic transfer of money via Western Union,

. Investments in real estate,

. placement of illegal income into the legal systemixing illegal proceeds with legal
proceeds,

.the use of proceeds of criminal activity for legakiness — establishment of business

company and loans.

NoUuhAwWNE

0o

ML investigations, prosecutions and convictions

10. As will be seen below, the statistics provided (Segistics under Recommendation 1 and 2) by the
authorities give limited information to the evalmiat The statistics related to ML indicate only the
number persons investigated, prosecuted and cewyiavhilst the number of investigations,
prosecutions and convictions could not be maddablaito the evaluators. According to the data
provided, the number of persons convicted for Megti®n 233 of the SCC) was 12 in 2007; 10 in
2008; 8 in 2009 and 13 in 2010. Authorities prodidiae information as to the number of
investigations conducted by the prosecution servitewever, as noted below, due to the
inconsistencies between the different sets ofsttedi it has not been possible for the evaluators
infer reliable conclusions from those statistics.

19



Report on fourth assessment visit - Slovak Republic — 26 September 2011

Property frozen, seized and confiscated

Table 5: Estimated Economic Loss of the Recorded @ninal Offences(in thousands of Euro)

2005 2006 2007 2008 | 2009 ‘ 2010
CRIMINAL OFFENCES AGAINST PROPERTY
Theft 106.236 103.661 97.085 88.974 81.922 32.891
Burglary 36.559 34.771 36.935 34.783 34.048 17.055
Fraud 251.851 110.067 112.514 86.867 97.781 90.9p2
Robbery 5.545 1.828 3.137 2.822 1.606 797
Theft of vehicles 65.119 62.298 58.433 51.092 53.19 20.186
Concealment 0 0 0 0 0 0
Other CO against property 5.668 6.766 6.275 6.471] 947%. 3.505
CRIMINAL OFFENCES of ECONOMIC NATURE
Businessfraud | ememeeeem | emmemmeeee | emmeeee | e | s | e
Fraud 46.572 25.972 32.545 20.110 14.013 5.549
Issuing of an uncovered cheque,
misuse of a credit card 1.040 1.244 1.527 2.290 1@8.3 653
Tax evasion - 14.686 37.304 52.798 140.340 79.072
Forgery 0 270 41 121 33 408
Abuse of authority or rights 2.940 6.058 488 559 176. 10.622
Embezzlement 524.145 7.388 23.321 26.894 28.804  9030.
Usury 0 65 114 55 30 40
Abuse of insider information 100 116 1.362 15 3.056 0
Abuse of financial instruments
market - - - - - -
Unauthorised use of another’'s mark
or model 0 7.638 229 165 865
Other CO of economic nature
OTHER CRIMINAL OFFENCES
Production and trafficking with drugs 0 0 0 0 0 0
lllegal migration 0 0 0 0 0 0
Production and trafficking with arms 33 114 35 36 151 3
Falsification of money 129 30 80 62 40
Corruption 0 0,1 0 0,03 0 0
Extortion 2.245 473 953 661 531 1.486
Smuggling 1.130 402 2.730 154 3.904 517
Murder, grievous bodily harm 25 29 36 89 9 5
Prohibited crossing of state border|or
territory, trafficking in human beingg 0 0 0 0 0 0
Violation of material copyright - 26 4,232 101 20 106

% Annual police reports for 2005, 2006, 2007, 2089 and first half of 2010.
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Kidnapping, false imprisonment - 1,1 17 1,4 0 0
Burdening and destruction  of
environment 4.127 1.771 3.556 3.004 1.03) 1.616

=

Unlawful acquisition or use d
radioactive or other dangerous
substances

Pollution of drinking water 0 - 0 60 0 0

Tainting of foodstuffs or fodder
Approximate economic loss o
damage of all criminal offences 1.935.567 474.239 557.840 454.197 496.373 | 319.593

Terrorist financing in Slovakia

11. Regarding terrorist financing, the situation has cleanged over the last few years. The Slovak
authorities still estimates its general vulner&pilio the international terrorism to be low in
comparison to that of other countries in the Euapp&nion. As is shown below, the major
improvement with regard to the fight against tesiofinancing since the adoption of th& ®und
has been incrimination of financing of terrorisnfiesice as an autonomous offence which is being
broadly in line with the international standards.

1.3 Overview of the Financial Sector and Designated NeRinancial Businesses and
Professions (DNFBPS)

Financial Sector

Banking sector

12. As of 31 December 2009 (according to the NatiorahiBof Slovakia Annual Report 2009) the
Slovak financial system was composed of 15 bankisl&nbranches of foreign banks (2 of which
did not commence banking activity). There were dsbranches of a Slovak bank operating
abroad. Furthermore, there were 271 banks andr@ney institutions which are entitled to freely
provide cross-border banking services in Slovakia.

13. At the time of the adoption of thé°3ound mutual evaluation report (MER), the bankiegtor
remained the most important component of the firrgector. It now amounts to 70.95 % of
financial market assets (as at the end of 2010).

14. The procedure for granting licences to e-moneyitutgins to perform these activities is regulated
by the Act No. 492/2009 Coll. on Payment Servider€inafter referred to as “Payment Services
Act”). Such institutions can be established in kagal form of a joint stock company or a legal
entity established as Business Company that igedtlto create registered capital (paragraph 2 of
Article 82 of the Payment Services Act).

Foreign exchange business providers

15. Since the 1 January 2009 the Slovak Republic has introduced Bs its currency. The evaluators
were advised by the NBS and the service providetsthe introductiof Euro hasresulted in a
significant decrease in the numberfafeigh exchange business providers, as the ralki®kector
has significantly dropped since then.
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16. The NBS keeps and publishes a full and updatedflifsireign exchange offices on its website. The
number of foreign exchange offices, as at the dnBeptember 2010, was 1,187 and that of non-
cash foreign exchange currencies exchange providass9. On the other hand, the number of
foreign exchange cash cross-border transfer providas 1.

17. The National Bank of Slovakia issued 17 licencestorency exchange activities in 2009.

Securities Market

18. The Slovak capital market may be described as ragh®all in comparison with other stock
exchange centres in the region. Nonetheless, trer8 domestic asset management companies and
78 domestic mutual funds in the Slovak financiatkea

19. As at 31 December 2009, there were 18 Investmemsfas defined by the Securities Act. 14 of
them were banks. By the same time, there were d@frities issuers whose securities are admitted
as being traded on a regulated market. In additibrere were 962 investment service
intermediaries, of which 877 were natural persors&b legal persons.

20. There were also 6 pension fund management compatipart from investment service
intermediaries, all the above-mentioned financiatitutions are joint stock companies.

Insurance Sector

21. As at 31 December 2009, there were 20 registerggtance companies in the Slovak insurance
market. These comprised:
* 12 composite insurance companies (offering boéhdifd non-life insurance);
« 5 life insurance companies; and
* 3 non-life insurance companies.

22. There were also 447 insurance companies from dheMember States operating in the Slovak
insurance market, of which 433 operated on a freedo provide services basis (without
establishing a branch) and 14 through branches.eMery as of December 2009, there was no
reinsurance company operating in Slovakia.

Designated Non-Financial Businesses and ProfessiqidNFBPS)

23. There are no significant changes to this partice&utor in respect of the catalogue of the major
DNFBP since the'3round evaluation. It should, however, be noted #ahe date of the on-site
visit there were 3 casinos operating companiedanaRia.

1.4 Overview of Commercial Laws and Mechanisms Governig Legal Persons and
Arrangements

24. By the Act no. 24/2007 Coll. which amended the Aat 530/2003 Coll. on Commercial Register,
the possibility of electronic request for incorpggya was introduced. Apart from this amendment,
there have been no major changes in the comméaiwialand mechanisms governing legal persons
and arrangements since tH&®und evaluation. Therefore, the information giverthe 1.4 of the
3% round MER is apt and the reader is referred toréort for the details.
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15 Overview of Strategy to Prevent Money Laundering ad Terrorist Financing

a. AML/CFT Strategies and Priorities

25. The 3% round MER described and analysed the AML/CFT messim place in Slovakia as at mid-
2005, and provided recommendations on how cerspedas of the system could be strengthened.
After its adoption at the SOMONEYVAL plenary meeting (12 to 15 September 200B§ report
was presented to the Government of Slovakia. Appam establishment of the Integrated Group of
Experts (hereinafter referred to as IIEG), no fdramion plan (at policy level) aiming at reviewing
the implementation of AML/CFT policies domesticalllas adopted by the Government after the
adoption of the 8 round MER for the implementation of the recomméiaates.

26. However, most of the elements of the action plaseisout in the 3 round MER appear to have
been addressed and significant progress has cedtittube made since the adoption 8fr8und
MER.

27. The IIEG, which is headed by the Head of the Flldsvestablished in 2008. The IIEG meets
regularly with the participation of representativeselevant domestic authorities and submits its
conclusions to the Deputy Prime Minister and thaister of Interior. Its task is to deal with the
issues related to the AML/CFT at the national leesbecially by taking measures fully
compliance with the EU standards. It currently veowith a working plan with identified areas,
which should be addressed and these are as follows:

* Application of the new AML/CFT Act in practice;

» To secure fully compliance of the preventive meeswadopted by the Slovak Republic
with the EU Law;

» To set up a central registry of bank accounts;

» To ensure the maintaining of detailed statistios dlb respective bodies — Ministry of
Justice, General Prosecutor’'s Office and to providse figures to the FIU which will
publish a summary review of that statistical datan annual report;

» To analyse the provisions of the Criminal Code ooney laundering and taking
appropriate measurée.g. a problem identified: an over emphasis omaral evidence in
respect of predicate offence with no money laumdeaind assets seizure orientatipn)

» To ensure rigorous implementation of the Orderhef President of the Police Forces No.
5/2009 which obliges investigators to prove all ¢hieninal proceeds, their placing, nature,
status and price within criminal proceedings asl &elto detect and investigate money
laundering offence.

 To amend the Criminal Procedure Code in order suenseizing of money on a bank
account completely including “facility” (for examg@incoming money to the account).

28. After the 3 round MER, the overall policy objectives were totier improve the Slovak legal
and institutional AML/CFT framework. Upon the adiopt of the third AML/CFT Directive by
the EU, Slovakia considered the preparation ofva ABML/CFT law so as both to harmonise its
legislation with the § EU Directive and to improve its existing AML/CF&dal framework.

29. Slovakia has implemented thé& ZAML/CFT Directive by the Act No. 297/2008 Coll. e
Prevention of Legalisation of Proceeds of CrimiAativity and Terrorist Financing (hereinafter
referred to as AML/CFT Act) which entered into feran 1 September 2008. The text of the law is
set out in Annex .

b. The approach concerning risk
30. Details of the current Slovak approach concernisigare set out in section 3.1.

C. Progress since the last mutual evaluation
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Developments in the legal framework

31. The main AML/CFT legislative enhancement has be&e preparation, adoption and
implementation of a new AML/CFT Law that came ifitece on 1 September 2008. The new
Law was intended to implement the “Directive 20@8EC of the European Parliament and of the
Council of 26 October 2005 on the prevention ofuke of the financial system for the purpose of
money laundering and terrorist financing” (hereieafeferred to as8EU AML/CFT Directive)

), and the “Commission Directive 2006/70/EC of 1g@at 2006 which provides implementing
measures for Directive 2005/60/EC of the Europeantident and of the Council particularly in
respect of the definition of “politically exposeé@rgon” and the technical criteria for simplified
customer due diligence procedure and for exemptimmsthe grounds of financial activity
conducted on an occasional or very limited badigtéinafter referred to as the Implementation
Directive) and replaced the previous AML/CFT Law.

32. The new preventive law introduced some major ceangpncerning requirements on obliged
entities as discussed in this Report. Overall, ibes law has brought the Slovak preventive
AML/CFT system broadly in line with FATF standard¢otably it establishes a clear legal basis
for reporting suspicions of financing of terrorisswhich was missing at the time of last
evaluation.

33. Furthermore, as described below in the sections Recommendation 1 and Special
Recommendation Il in more depth, a new Criminal €¢8ict No. 300/2005 Coll.) (Hereinafter
referred to as SCC) and Criminal Procedure Codé Kac 301/2005 Coll.) (Hereinafter referred
to as CPC) were brought into force on 1 January6200hich made some important
improvements (including to the ML offence). Sinter, the SCC has been amended several
times to further improve AML/CFT provisions. Whildte amendments made to the SCC on the
1st January 2010 introduced an autonomous TF dffethe latest amendment of the SCC (Act
No. 224/2010 Coll.) established corporate liabilitythe Slovak legal system for listed offences
including ML, TF terrorism and corruption. The &ticame into force shortly before the on-site
visit on the 1st September 2010.

34. Following the Constitutional Court judgment a newetANo. 291/2009 Coll. on Specialised
Criminal Court was adopted and brought into foroeld July 2009. By this Act the former
Special Court was dissolved and the new Specialisadinal Court was created. This new court
continues the work of the Special Court. Howevema concerns of the Constitutional Court in
its decision of 20 May 2009 were remedied. The xt291/2009 Coll. amended some relevant
provisions of the Criminal Procedure Code, Act @u@s and other relevant legal regulations. As
to the powers of the Specialised Criminal Courtoading to the Section 14 of the Criminal
Procedure Code amended by the Act no. 291/2009, Glod Specialised Criminal Court shall
have the jurisdiction over the persons in respéct o

a) criminal offence of first degree murder,

b) criminal offence of deceitful practices in publicopurement and public auction
pursuant to Section 266 paragraph 3 of the CrinQuale,

c) criminal offence of forgery, fraudulent alteratiand illicit manufacturing of money and
securities pursuant to Section 270 paragraph Heo€riminal Code,

d) criminal offence of abuse of power by a public @#l pursuant to Section 326
paragraph 3 and 4 of the Criminal Code in concuweenith criminal offence pursuant
to letters b), ¢), e), ), 9), j) or k),

e) criminal offences of passive bribery pursuant tact®a 328 through 331 of the
Criminal Code,

f) criminal offences of active bribery pursuant to tger332 through 335 of the Criminal
Code,
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35.

36.

37.

g) criminal offence of trading in influence pursuamtSection 336 of the Criminal Code,

h) the criminal offence of establishing, mastermindamgl supporting a criminal group and
the criminal offence of establishing, mastermindamgl supporting a terrorist group,

i) particularly serious crimes committed by a crimigadup or a terrorist group,

j) criminal offences against property under ChapteurFof the Special Part of the
Criminal Code or economic criminal offences undeagter Five of the Special Part of
the Criminal Code, if such criminal offence cauassamage or brings a benefit which
is at least twenty-five thousand times higher ttiEnamount of small damage set out in
the Criminal Code, or if the extent of that offensat least twenty-five thousand times
higher than the amount of small damage set odtarCriminal Code,

k) criminal offences against financial interests & Buropean Communities,

[) criminal offences related to those referred to uradeto j) or k), provided that the
requirements for the joinder of proceedings are met

Slovakia signed the Convention of the Council ofdpe No. 198 on Laundering, Search, Seizure
and Confiscation of the Proceeds from Crime andhenFinancing of Terrorism (hereinafter
referred to as Convention No. 198) on 12 Noveml®®72and ratified it on 16 September 2008.
The Convention No. 198 came into force in Slovadiahe 1st January 2009.

The National Council (Parliament) of the Slovak Bz adopted the UN Convention against
Corruption, signed on 9 December 2003, by its Reswl no. 2145 dated on 15 March 2006 and
then the President ratified it on 25 April 2006c#éme into force in Slovakia as of the 1st July
2006.

The Methodological Guideline of 17 December 2009 KI2009 for protection of a bank and
branch office of a foreign bank against money lauimgd) and terrorist financing to enhance a
proper AML/CFT Law application in the practice wasued by the Financial Market Supervision
Unit of the National Bank of Slovakia in co-opeaatiwith the FIU and the Ministry of Finance.
Through non-binding and thus non-enforceable toslumerous clarifications and
recommendations to the newly established, moreileétabligations in line with the 3 EU
AML/CFT Directive and the Implementation Directivend also supervisory expectations
towards market players have been presented by it.

Institutional Developments

38. Since January 2006, the National Bank of Slovakédinafter referred to as NBS), has been the

single supervisory authority over the financial kedrin the Slovakia. The general procedural
rules followed by the NBS in supervising and retjotathe financial market in the areas of
banking, capital market, insurance and pensiomgavare laid down in Act No. 747/2004 Coll.
on Supervision of the Financial Market and on amests to certain laws as amended
(hereinafter referred to as FMS Act), which enter®d force on the 1st January 2006. The
supervisory and regulatory powers defined in this bre exercised by the Financial Market
Supervision Unit, which was until the end of JurtA@ managed by a Vice-Governor of the
NBS. The organisation of this Unit has been charigethe Bank Board of NBS since 1 July
2010. The unit is currently under the direct autlioof an executive director with 3
departments:
* supervision over banking sector & payment servpesiders (including FX offices),
* supervision over the securities, insurance andipemsarkets,
* regulation and financial analysis (including bamki®& payment services regulation
section, which among other responsibilities encssea also the prevention of
ML/TF in financial market).
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39. A new analytical department within the FIU, compbeé 6 people including IT specialists, was
established on 1 April 2009.

2 LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

2.1 Criminalisation of Money Laundering (R.1 and 2)

2.11 Description and analysis

Recommendation 1 (rated LC in thé’3ound MER)
Legal framework

40. Slovakia has signed and ratified the 1988 Unitetiada (UN) Convention on lllicit Drugs and
Psychotropic Substances (Vienna Convention) an@®® UN Convention against Transnational
Organised Crime (Palermo Convention). The offerfamaney laundering has been criminalised in
the Slovak Criminal Code (hereinafter referred $aS&C). Since theround evaluation several
modifications have been introduced resulting in fiiesent legislation, that is now largely in
compliance with international standards. On 1 Jgn2®06, the new Criminal Code (Act no.
300/2005 Coll.) and Criminal Procedure Code (act30d/2005 Coll.) entered into force.

Criminalisation of money laundering (c.1.1 — Phgsiand material elements of the offence)

41. The money laundering offence was criminalised ircti®a 252 of the former SCC, but the
evaluators of the 3round evaluation noted that the physical elemeftthe offence were not
entirely consistent with the language of the Vieraral Palermo Conventions. The new SCC
incriminates ML offences under Sections 231 (sligri@32 (negligent ML) and 233 (legalisation
of the proceeds of crime). However, from the teftSections 231 and 233 it is not easy to see at
first glance how these different offences coexispiactice and how they are used by the courts.
The offences under Sections 231 and 233 differ foo another in a few principle ways. Firstly,
Section 231 refers only to sharing in the procaddsnother person's criminal offence, as is made
clear by the wording used: "Any person who concealsa thing obtained through a criminal
offence committed by another person, or.” Secti88, 2n the other hand, refers to laundering the
proceeds of a crime committed by any person. Adogrtb the Slovak authorities, self-laundering
is thus punishable only pursuant to Section 233addition, Section 231 criminalises "sharing"-
that is, using or consuming a thing with the aim b@nefiting from it, while Section 233
criminalises "legalisation”- i.e. disposing of antp when motivated by an effort to conceal such
income or thing, disguise their criminal originhoeal their intended or actual use for committing a
criminal offence, frustrate their seizure for thargoses of criminal proceedings or forfeiture or
confiscation. Furthermore, Section 231 involvesiag gained by a criminal offence or a thing
gained in exchange for such a thing, while Sec#88 involves income or other property obtained
by crime.

42. Section 231 of the SCC, entitled “Sharing”, progde follows:

“(1) Any person who conceals, transfers to himeekinother, leases or accepts as a deposit
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a) a thing obtained through a criminal offence catted by another person, or
b) anything procured in exchange for such a thing,
shall be liable to a term of imprisonment of ughiee years.

(2) The offender shall be liable to a term of irspniment of three to eight years if he commits the
offence referred to in paragraph 1,
a) and obtains larger benefit for himself or anatti@ough its commission,
b) by reason of specific motivation, or
¢) uses such thing for his own business purposes.

(3) The offender shall be liable to a term of inspriment of seven to twelve years if he commits
the offence referred to in paragraph 1,
a) and obtains substantial benefit for himself nother through its commission, or
b) acting in a more serious manner.

(4) The offender shall be liable to a term of ispriment of twelve to twenty years if he commits
the offence referred to in paragraph 1,
a) and obtains large-scale benefit for himself noter through its commission, or
b) as a member of a dangerous grouping.”

43. As seen from the text, the first paragraph of tBection criminalises the receiving offence.
According to this Section, if a person conce#iansfersto himself or another person, leases
acceptsas a deposit a thing obtained through a criminf@naie committed by another person, the
person shall be liable to a term of imprisonmentupfto three years. On the other hand the
remaining paragraphs of Section 231 incriminateatpgravated forms of this offence. Therefore,
from the broad language used here, it can be cdedlthat this Section criminalises the acts of
“concealment of the true nature, source, locatiisposition, movement or ownership of or rights
with respect to property”, “transfer of property‘acquisition of property” and “use” of the
property, but only “for his own business purpos&iiice there is no other condition required by the
Section, those acts are penalised irrespectivieegptirpose of the defendant.

44. Section 233 of the SCC, entitled “Legalisationh# Proceeds of Crime”, reads as follows:

“1) Any person who performs any of the followinghamegard to income or other property
obtained by crime with the intention to concealhsincome or thing, disguise their criminal
origin, conceal their intended or actual use fonwuitting a criminal offence, frustrate their
seizure for the purposes of criminal proceeding&dieiture or confiscation:

transfers to himself or another, lends, borrowansfers in a bank or a subsidiary of a
foreign bank, imports, transits, delivers, transfeteases or otherwise procures for

himself or another, or holds, hides, conceals,susgnsumes, destroys, alters or
damages,

shall be liable to a term of imprisonment of twdite years.

(2) The offender shall be liable to a term of irspriment of three to eight years if he commits the
offence referred to in paragraph 1

a) by reason of specific motivation, or
b) and obtains larger benefit for himself or anathi@ough its commission.

(3) The offender shall be liable to a term of inspriment of seven to twelve years if he commits
the offence referred to in paragraph 1
a) as a public figure,
b) and obtains substantial benefit for himself thigb its commission, or
C) acting in a more serious mannetr.
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45.

46.

47.

48.

(4) The offender shall be liable to a term of ilspnment of twelve to twenty years if he commits

the offence referred to in paragraph 1,

a) and obtains large-scale benefit for himself notner through its commission,

b) with respect to things originated from the ti@éing in narcotics, psychotropic, nuclear or
high risk chemical substances, weapons and humamgd®r from another particularly
serious felony, or

c) as a member of a dangerous grouping."

In turn, Section 233 reproduces the main physiéainents set out in the Vienna and Palermo
Conventions. Although the physical and materialmglets of the money laundering offence
criminalised under Section 233 do not strictly dall the definition of Vienna and Palermo

Conventions, the broad language used in that sesg@ms to comprise the elements listed in
Article 3(1)(b) & (c) and Article 6(1) of these Ceemtions respectively. However, some

uncertainties and shortcomings still appear to lema

First of all, while Section 233 criminalises thengersion or transfer of property for the purpose of
concealing or disguising the illicit origin of tipeoperty or frustrating their seizure for the pups

of criminal proceedings or forfeiture or confiscatj it does not incriminate conversion or transfer
of property for the purpose of helping any persdmows involved in the commission of the
predicate offence to evade the legal consequeridgs or her action as required by the Vienna and
Palermo Conventions. However, the evaluators ratewhen a transfer for the purpose of helping
any person who is involved in the commission of firedicate offence to evade the legal
consequences of his or her action occurs this agitrhe regarded as sharing offence under Section
231 as this section does not require any speciglogive element for “transfer”. In any case,
conversion for the purpose of helping any personomered neither in Section 231 nor in 233.
Nevertheless, the evaluators accepted the claitheofSlovak authorities that Section 339 (See
Annex V) of the SCC covers any action committedtfa purpose of helping any person to evade
the legal consequences of his or her actions, leeréfiore would also cover conversion or transfer
of property for such purposes.

Secondly, Section 233 of the SCC requires thatptwtitute a ML offence, existence of one of the
purposive elements of concealing or disguisingiltieét origin of the property or frustrating their
seizure for the purposes of criminal proceedingsfafeiture or confiscation “purpose of
concealing the origin of the thing” for the all tadering acts is required. Whereas Article 1(b) (i)
of the Vienna Convention and Article 6 1(a) of fi@ermo Convention allows and requires such a
purpose element only for the acts of conversiontearasfer of property. In turn purposive element
is not required under Section 231 only for actg@icealing transferring leasingor accepting a
thing as a deposit a thing or_usiitgor his own business purposes. That is Sect@® &ypears to
impose an extra burden on the practitioners forattte of disguising of or possession or use of the
property for personal use. Though this seems ta theoretical discussion, the evaluators note that
in these cases the penalty will be a term of ingonisent of up to three years and in the case of
using for his own business purposes it will berentef imprisonment of three to eight years, which
are lower than the penalties that can be imposddrudection 233.

The Vienna and Palermo Conventions require theinmgation of laundering acts with special
knowledge of the fact that such property is thecpeals of crime. Sections 231 and 233 do not
make any reference to the knowledge of the defanddowever, the explicit non-referral to
“knowledge” was not regarded as an obstacle tokhewledge” element by the evaluators.

The laundered property (c.1.2) & Proving propeagyhe proceeds of crime (c.1.2.1)

49.

Section 233 of the SCC uses the words "income fwrqgiroperty” and Section 231 uses the word
"thing". Section 130 of the SCC defines the wordifig" as includingjnter alia, a movable or
immovable thing, dwelling or non-residential preesisor animal (unless the relevant provisions of
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50.

51.

the SCC provide otherwise), a controllable forcanafure or energy, a security paper irrespective
of its form. The definition of “thing” does not cqty with the definition of "property" in the
"Glossary of definitions used in the Methodologwhich defines property as "assets of every kind,
whether corporeal or incorporeal, moveable or imeadle, tangible or intangible, and legal
documents or instruments evidencing title to, ¢er@st in such assets".

The evaluators were advised that the offence egtemeny type of property on the basis of Slovak
civil law. However, it was not clear if the defiioihs of the civil law apply to the SCC. Although
the Slovak authorities provided a Supreme Court cakating to the definition of property for the
purposes of the process of legal protection agaifishces against property, the evaluators were
not convinced that this was sufficient to indicatelear definition of the term "property" for the
purposes of the money laundering offence or tdlftiie requirements of criterion 1.2. This was
also raised as a deficiency in tHérdund MER.

Regarding c.1.2.1, the Slovak prosecutorial autiesrindicated there is no legal requirement that
there be a prior conviction for a predicate offemcerder to convict for money laundering. Despite
the lack of information about autonomous convidiobased on the interviews held with various
interlocutors the evaluators were willing to accép prosecutors' position regarding the legal
situation and to conclude that this criterion ig.me

The scope of the predicate offence (c.1.3) & Tholeshpproach for predicate offences (c.1.4)

52.

The ML offences in the SCC (Section 231 and 238)u&sed on the "all crimes approach” (a thing
obtained through criminal offence (Section 231hcome or other property obtained by a crime
(Section 233)). Under the Methodology, predicaferafes have to cover at a minimum the range
of offences in each of the designated categoriedfefice annexed to the FATF Recommendations.
Section 233 refers to income obtained by a "crinadich is defined in Section 11 of the SCC as
"an intentional criminal offence carrying a maximwmustodial penalty of more than five years
pursuant to the Special Part of this Act". Basedhis definition, all of the categories of predizat
offences are technically covered by the Criminad€osince at least one offence within each
category is subject to a punishment of more tham fyears imprisonment, under certain
circumstances. Although some of the articles reteto by the Slovak authorities do not require
punishment over five years or require such punistimenly when certain more serious
circumstances exist (see, for example, articled, 291, 232, 254, 328, 332, 355 and others), the
Slovak authorities referred the evaluators to Q43e83/2005, which indicated that conviction for
money laundering was possible even when the predicdfence was committed under
circumstances that did not permit punishment exogditl/e years. Therefore, this criterion appears
to be met.

Extraterritorially committed predicate offencesl(&)

53.

ML offences are punishable under Slovak law irretipe of the place where the predicate offence
was committed. The SCC does not require that ttterl@ffence be committed domestically,
provided it would constitute a criminal offencefog punishable under the SCC had it occurred
domestically, that means by the term “property ioletd by crime” (Section 233) or “obtained
through a criminal offence”(Section 231) extratenial crimes are also covered to the extent that
dual criminality exists. Section 232 of the SCClexily states that the criminal offence givingeis

to the ML offence can be "committed in the tergtof the Slovak Republic or abroad", while the
other articles relating to these offences (231, 288 silent regarding this point. Despite thig,fac
the evaluators accepted the Slovak authoritieshdlat all these offences are fully applicable on
all predicate offences regardless of where theyxanmemitted (so long as the act is punishable under
the SCC if committed in Slovakia).

Laundering one’s own illicit funds (c.1.6)

54. Though Section 231 explicitly criminalises laundgriof a thing obtained through a criminal

offence committed by another person, Section 23% dwt include such explicit reference to self-
laundering“Transfers to himself’may not always mean covering self-laundering. Aspe might
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transfer to himself a property that is obtainedrfra crime which was committed by others e.g.
while assisting a person committing the predicdtence or money laundering offence. However,
the evaluators accepted the Slovak authoritieshdlaat the phrasing in Section 233, which begins
with the words"Any person who performs any of the followingis."widely understood by the
courts to include the offender himself and thereftr cover "self-laundering”. Therefore, self-
laundering is criminalised under Section 233 of $I@C, although not under Section 231.

Ancillary offences (c.1.7)

55. C.1.7 requires that there should be appropriatéllamyc offences to the offence of money
laundering, including association with or conspjrég commit, attempt, aiding and abetting, and
counselling the commission, unless this is not jpé&ech by fundamental principles of their
domestic law. Evaluators consider that these amgilbffences are covered in Sections 13-14 and
19-21 of the SCC, in conjunction with Sections 232 of the SCC. Furthermore, conspiracy to
commit money laundering is also criminalised in ti&ec 13 of the SCC. However, Section 13,
which refers to conspiracy, relates only to coraspirto commit a "crime", which is defined in
Section 11 as a criminal offence bearing a sentehdenger than five years. Under Section 233,
the basic money laundering offence, in the abseheggravating circumstances, bears of sentence
of two to five years. It would therefore seem tbanspiracy to commit a basic money laundering
offence is not criminalised under Section 13. Hosvewhis largely offset by the approach to
association in the SCC including Article 296.

Additional element — If an act overseas which dostsconstitute an offence overseas but would be a
predicate offence if occurred domestically leadanmffence of ML (c.1.8)

56. Section 4 of the SCC provides that criminal lidpilaccording to the SCC applies to acts
committed outside the Slovak Republic when theycaramitted by a Slovak national or a foreign
national with permanent residency status in thevéddRepublic. Based on this, the offences of
"sharing” and "legalisation of the proceeds of efintan be extended to offences committed
overseas based on personal applicability, butliathér cases, paragraph 1 of Section 6 of the SCC
applies and dual criminality is required, so thatey laundering on the basis of the wider notion
of predicate offences is not available in Slovakia.

Recommendation 2 (rated PC in th& 3ound MER)

Liability of natural persons (c 2.1)

57. As mentioned above, Section 233 of the SCC is theewy laundering offence. This section applies
to "any person who performs...obtained by crime...whbk intention". The Slovak authorities
advised that Section 233 of the SCC in additioBeations 15 and 17 of the SCC comply with the
c.2.1. Per Section 17, all offences are assumedduoire intent as defined by Section 15, unless
explicitly provided. So Section 231 of the SCC wbalso require intent. It can be concluded that
the new provision covers all necessary intentieterhents.

The mental element of the ML offence (c 2.2)

58. Criterion 2.2 requires that the law should perhé intentional element of the offence of money
laundering to be inferred from objective factuatumstances.

59. The Slovak authorities advised that Sections 238 2B4 of the SCC (defining the money
laundering offences) do not state that the offermoesd be committed by negligence and it means
that an intention is required.

60. Under Section 17 of the SCC, “an act committed bataral person shall involve criminal liability
only in case of intentional causation, unless iexplicitly stated in this Act that causation by
negligence is sufficient.”
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61.

62.

31. Under Section 15 of the SCC:
“Intentional criminal offences are those wheredffender

a) acting in a manner defined in this Act, had themttto infringe or prejudice an interest
protected under this Act, or

b) was aware that his act was likely to cause suctinggment or prejudice and was
prepared to accept that consequence should it 8ccur

These provisions do not explicity make it possibbedraw inferences from objective factual
circumstances to provide the intentional elementtHermore, no guidance as recommended by
MONEYVAL in the 3% round MER has been issued so far.

Slovak authorities provided the evaluators with ke Supreme Court judgments (R 19/1971 and
R 60/1972). Furthermore, the representatives oPtlosecutors” Office indicated that this opinion

is common to all prosecutors. The evaluators alsmn@ed the Judgment of the District Court in

Prievidza (case no. 1T 110/2007) which convictetgr alia, according to paragraph 1(a) and 2(b)

of Section 233 of the SCC. In that case, one defiend/as convicted of money laundering for

repurchasing stolen cars, based on the fact tliattefwere made to disguise the nature of the
vehicles, including modifying VIN numbers and disttimg the vehicles before purchase and the
others were convicted of sharing pursuant to pagygd(a) of Section 231 of the SCC. Although
these decisions contain no explicit discussiorhefitens reaequired, based on their outcomes, the
evaluators conclude that in criminal proceedinggractice it is possible to infer the intentional

element of the ML offence from objective factuatamstances.

Liability of legal persons (c 2.3) Liability of lafpersons should not preclude possible parallel
criminal, civil or administrative proceedings (c42.

63.

64.

65.

66.

One of the deficiencies identified in thé! 3ound MER was the lack of criminal, civil or
administrative sanctions for ML offences applicaloléegal persons.

Slovakia, with the enactment of the Act no. 224Q2@oll. amending the Criminal Code, has
introduced what may be regarded as a form of cafiability for legal persons to the Slovak legal
system. The amendments that came into force otigh&eptember 2010 have made it possible to
impose protective/security measures on legal estiéind confiscation of a property belonging to
a legal entity.

Sections 83a & 83b of the SCC (See Annex V) novblente courts to impose monetary sanctions
if the criminal offence is committed under certaircumstances, while the court considenser
alia, the seriousness of the committed criminal offeand additional elements as specified in
Sections 83a & 83b of the SCC. However, it showddnbted that according to Section 83a, the
court might impose the confiscation of a sum of eyoim an amount of €800- €1,660,000.

Sections 83a & 83b of the SCC could be regardextiasnal liability as it is regulated in the SCC,
applied in criminal proceedings by the Courts Wyrig into account the seriousness of the criminal
offence, circumstances of the commission of thmicidl offence and consequences for the legal
person. However, it is recommended that the Slawdkorities review the confiscation limitation
of €1,660,000, which could in some cases limitrdmgge of confiscation of money (for instance in
financial institutions accounts).

67.Since only criminal form of sanctions (confiscadiaa relevant to legal persons, c.2.4 does not

appear to be relevant in Slovakia

Sanctions for ML (c 2.5)

Natural persons
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68.

69.

70.

71.

According to Section 233 of the SCC, the court rimgose on natural persons an imprisonment
from 2 to 20 years. More specifically, the basifen€e of legalisation of proceeds of crime carries
a penalty of 2 to 5 years™ imprisonment. The sanctiould be increased to 3 to 8 years if the
offender had a specific motivation or obtained dargenefit for himself or another through its
commission. If the offender is a public figure, @bt substantial benefit, or acts in a more serious
manner, the sanction increases to an imprisonmemt 7 to 12 years. Finally, the penalty increases
to from 12 to 20 years if the offender obtains ¢asgale benefit for himself or another, if the
offence is related to trafficking in narcotics, pegtropic substances, nuclear or high risk chemical
substances, weapons, or human beings, or to anptrécularly dangerous felony, or if the
offender commits the offence as a member of a dangegrouping. Forfeiture of the property,
forfeiture of a thing or pecuniary penalty may b@wosed along with the imprisonment. The court
is not allowed to impose forfeiture of property redowith the forfeiture of a thing or pecuniary
penalty.

Sanctions under Section 231 of the SCC also vasgdan a number of factors. Specifically, the
basic offence of concealing, transferring, leasorgaccepting property obtained by another's
criminal offence or procured in exchange for suotpprty, is liable to a term of imprisonment of
up to 3 years. If the offender obtains larger bieiief himself or another, had a specific motivatio
or uses the thing for his own business purposess liable to imprisonment of 3 to 8 years. If he
obtains substantial benefit for himself or anotberacts in a more serious manner, the penalty
increases to 7 to 12 years. Finally, if the offesdebtains large-scale benefit for himself or aegth

or acts as a member of a dangerous grouping, ltzdls to 12 to 20 years imprisonment.

Legal persons

The court shall confiscate property of a legal perg the conditions listed in paragraph 1 of
Section 83b of the SCC are fulfilled, i.e. that tweperty or part thereof were obtained by a crime
or as proceeds of a crime related to exercisingitiie to represent, make decisions in the name of,
or carry out the control within, the legal persarr@lated to negligence concerning the supervision
or due diligence within that legal person. If theud does not impose the confiscation of the
property, it is obliged to impose the confiscatioha sum of money (€800 to €1,660,000),
considering the seriousness of the offence, itergxthe benefit gained, the damage caused, the
circumstances of the commission, and the conseqaaridhe confiscation for the legal person.

The sanctions available for natural and legal peysappear to be proportionate and dissuasive.
However, as elaborated below, their effectivenessot be determined in light of the incomplete
data provided to the evaluators. In so far as Ipgesons are concerned there is no Slovak practice
to date.

Recommendation 32 (money laundering investigatiamgecution data)

72.

Section 27 of the new AML/CFT Act authorises the Eb keep statistics covering, inter alia, the
number of cases submitted by the FIU to law enfom@ authorities, the number of persons
prosecuted or convicted of legalisation of procefeds criminal activity, the value of seized or
confiscated property, and to publish a summaryesg\wf that statistical data in an annual report.
The same section also authorises it, for the pagpasf keeping statistics, to require public
authorities to supply all necessary documents afudmation to the FIU. However, this obligation
appears not to cover keeping of statistics relatmgerrorist financing cases. According to the
Slovak authorities, the Slovak FIU has an obligatio keep summary statistical data on any tasks
that it performs under the AML/CFT law and to ragquihat public authorities and obliged entities
supply all documents and information necessaryegpksuch data (involving terrorist financing).
The Slovak FIU plans to include information relatederrorist financing cases in its 2010 annual
report. In addition, the Ministry of Justice keegiatistics on convicted persons pursuant to the
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relevant provision, although there have been nootist financing convictions to date. Such
statistics, in any case, would not include whether original information was derived from the
UTR system. In any case, in the absence of anyaafseerrorist financing to date, the evaluators
were unable to assess the effectiveness of thststaltdata collection.

73. The Slovak Prosecution Service provided the follmnstatistics with regard to money laundering
investigations, prosecutions and convictigascording to the Section 252 of the old SCC and
Section 233 of the new SCC)

Table 6: Statistics on money laundering investigatins, prosecutions and convictions
(Section 252 old SCC and 233 of new SCC)

Year Number of Number of Prosecuted Number of
Investigated persons persons Convicted persons

2005 73 36 9

2006 57 37 10
2007 58 34 12
2008 33 18 10
2009 39 24 8

2010 41 25 13

74. The Slovak Prosecution Service provided the foll@vstatistics with regard to the offences of
"sharing" offence under Section 231 and negligehtdflence under Section 232 of the SCC:

Table 7: Statistics on investigations, prosecutionand convictions (sharing offence under
section 231 and negligent ML offence under 232 tiie SCC)

Year Number of Number of prosecuted Number of
investigated persons persons convicted persons
2005 365 265 154
2006 235 120 150
2007 249 142 89
2008 231 121 85
2009 198 108 93
2010 210 117 103

Table 8: Statistics on negligent money launderingftence (Section 232)

Year Number of Number of Prosecuted Number of
Investigated persons persons Convicted persons
2005 7 3 0
2006 5 3 4
2007 5 1 2
2008 18 3 1
2009 11 2 4
2010 18 5 4

75. The Slovak authorities advised that from the pcactif the public prosecution service, the most
frequent predicate offences are car theft and enanoffences, mainly fraud cases. From the
Slovak authorities' perspective, drug-related afé=nare in decline as a link of money laundering,
and there is still significant migrant smugglinglasorruption.
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76.0n 24 November 2010, the Slovak Authorities progide following statistics. The table
hereinafter provides the statistical data of moleeymdering cases pursuant to the Section 233 of
the SCC (and Section 252 of the SCC in force &itiDecember 2005) for the period of 2005 until
31 October 2010 (based on examination of relevarssidrs kept in the Office of Special
Prosecution, Military Prosecution Services anddis&rict and regional prosecution services).

Table 9
2005 2006 2007 2008 2009 2010 Total
Criminal prosecution 71 49 47 54 78 71 369
Prosecuted persons 57 25 28 22 39 25 19
Persons charged with |a 19 5 19 7 12 10 72
crime
Freezing 1/1.161.000 1/AB 1/416.978,2p 1/5.00(¢ 1/5.000 1/3.761,47 11/
measuresl/value of 1/10.000 1/234.308,49| 2.797.32
frozen financial means 13/70.244,55 7.73
in Euros 1/13.000
1/3.000
1/875.035
Confiscation 1/VND 1/VND T 2IT 9
decisions2/value of 1/30.000 T 1/C
confiscated financial 1/electronics
means in Euros
Protective measures3 1/5xC 1/34.290,55 5
2/C 1/C
Number of measures — Cc-14 CcC-25 C-17 c-29 Cc-67 C-42
other method of T -5x M : Other things| M - 5100 Ship engine —
freezing/seizure of M -3000 €| -763.730,-SK, -1 € 10x
a thing for the purposes - 21.685¢€, Construction
of criminal proceedings4 - 5.000€CZK, engineering —
-10.000,-USD 2X
Other things -1 groceries -
1/26.000 €

electronics and

cars —

1/145.063,92€
Construction
engineering

AW N R

— Section 95, Code of Criminal Procedure
- Section 58, 60 Criminal Code
- Section 83 s., Criminal Code
- Section 89, 92, 93 of the CPC — things handext woluntarily for the purposes of criminal prodews or

things secured pursuant to separate laws (e.g.oAcPolice Forces) — rendered back to the owner afte
criminal proceedings

(C- cars and motorcycles, T- Tobacco and eifes, M — Money, AB — Account Balance, VND-theuebf
things can not be determined)

77. The Slovak Authorities provided a breakdown of phedicate offences which served as the basis of
the money laundering offences as follows:

Table 10

2005 2006 2007 2008 2009 2010 | Total
Car theft 35 30 13 72 40 102 297
Unauthorised use of motor 3 1 1 5
vehicle belonging to another
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Theft of other things o
documents

F

4

5

4

4

11

9

37

robbery

1

1

2

Embezzlement and fraud

8

10

L4

Computer fraud

=

=

3

Procuring prostitution

1

Breach of regulations governir]
imports and exports of goods
Section 124

g

Tax and insurance evasion
failure to pay tax and insurance

or

10

27

Establishing, conspiring an
supporting criminal group

10

18

Breach of regulations on st
technical measures to m
goods

te
rk

Abuse of powers of publi
official

)

lllegal gambling

Criminal acts related t

unauthorised possession and

trafficking in narcotic substance
and precursors

D

S

2

Unlawful business activities

2

Unauthorised  possession
firearms and trafficking in them

of

1

1

Breach of copyright

1

Poaching

1

Smuggling of people

1

1
1
1

total

81

51

48

85

85

121

471

78. Regarding the statistics presented above, it shioelldoted that several different sets of statistics

were presented to the evaluators in the coursheoévaluation, each of which was represented as
being up-to-date and accurate. Furthermore, theodtyt that provided the latest set of statistis,
branch of the public prosecutor's office, was uadblexplain who had provided the prior statistics
(which were also from the public prosecutor's @fior the nature of the statistics themselves. In
addition, inconsistencies between the various saleeen as provided most recently, lead to serious
concerns that the manner of calculating thesestitaiis not fully coherent. Although evaluators
are convinced that there have been indictmentscandictions for the money laundering and
sharing offences, the above facts make it diffidait evaluators to regard the statistics as clear
indications of the actual scope of legal proceesling

Effectiveness and efficiency

79. The Slovak authorities explained that legalisabbproceeds from crime against property has been

the most frequent form of money launderingarticular from car theft . Alteration/modification

of identification elements of stolen cars has bientypical method of commission of this kind of
crime, and therefore also forgery of documents antsequent sale of legalised vehicles.
Comparing data in car registers or catching a eagist on state borders, mostly between Slovakia
and Ukraine, has been the most frequent methodsobwkring this kind of criminal activity. The
majority of vehicles originated from car thefts auoitted outside Slovak territory, especially in
Italy, Austria, Germany, Belgium and Czech Republicilst the majority of cars have been
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80.

81.

82.

83.

84.

registered in SIS. Knowledge acquired by prosegutind adjudicating authorities in the course of
other criminal proceedings and/or from securing suees (home searches, searches of other
premises) has been the second most frequent grémmdsmmencement of criminal prosecution of
this kind of criminal activity. Individual cars havbeen subject matters of majority of cases.
Multiple car thefts and/or extensive cases repteseh to 7% of caseload.

The statistics provided prove that car theft isniggor proceeds generating offence in the Slovak
Republic, where Sections 231 and 233 of the SCC fiarguently prosecuted in the same
proceedings as the predicate offence.

The Prosecutor’'s Office stated that there is noeiiment to convicting a person for money
laundering without conviction for the predicateesfte.

Although most of the essential criteria in Recomdagions 1 and 2 appear to be formally met,
there are concerns about the implementation ofrttieey laundering tools with regard to criminal
activity.

The statistics present a low number of convictiamsl agreements on guilt and punishment.
Furthermore, the offence of car theft, which in gngurisdictions would generally be treated as a
receiving offence, is the predicate offence atass than 62% of the money laundering cases, since
in total 292 out of 471 cases were linked to caftthFurthermore, theft of other things or
documents consists of 37 cases in total, whicheaszs the offences treated as receiving offences
to 70% of the money laundering cases.

These statistics show clearly that prosecutionsriaies of these types are not the primary goal of
the AML regime and it seems that the use of theawdaundering offence is not used effectively in
a wider range of more serious predicate offences.

2.1.2 Recommendations and comments

Recommendations 1, 2 and 32

85.

86.

Though most of the essential criteria under Recongaigons 1 and 2 appear to be formally met, it
seems that the definition of "property" does ndlyfeomply with the Methodology. Therefore,
Slovak authorities should define “property” in aatance with the FATF Methodology.

It is noted from paragraph 45 of the report thatehis a significant threat from domestic organised
crime investing its proceeds in the domestic econdanom the criminal statistics provided for
2009 alone there were 352 convictions for partiogma in organised criminal groups and
racketeering, 1,079 convictions for drug traffiakid,182 convictions for fraud. There were at least
15,634 convictions for proceeds-generating casasrglly. It is against this background that the
evaluators have looked at the quality of the molaeydering cases being brought forward and
which have resulted in convictions. The majority tfe predicate offences relate to car
theft/disguise of cars — which in most other juididns would be unlikely to be the subject of
money laundering charges at all, but would be dedéh through receiving/handling offences.
There is no evidence of money laundering prosegsitay convictions in relation to the major and
more serious proceeds-generating cases perpefnatmganised crime or others for pure economic
gain. In these circumstances there is little oevidence that has been seen by the examiners which
indicates that money laundering investigation arakg@cution of money laundering is being used
seriously as a tool to combat the organised crimeat. The statistics do not show how many
convictions relate to third party laundering on &lélof others, as opposed to self-laundering, or
indeed, how many cases were generated by the piirceigh the financial investigations in
parallel with their investigations into the predeaffences. The continued lack of effective use of
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money laundering as a tool to fight proceeds-gdimgrarime, especially in respect of autonomous
third party laundering cases, was very disappaintin

87. The Slovak authorities should analyse the reasomthé apparent discrepancy between the extent
of the organised crime in Slovakia and the qualityML cases brought forward and which have
resulted in convictions. They should further assté&s reasons of the ineffective use of ML
investigation and prosecution as a tool to combgamsed crime and major proceeds generating
offences. In the light of these assessments Slautikorities should take further appropriate steps
including awareness raising activities for the @aliprosecutors and judges.

2.1.3 Compliance with Recommendations 1 and 2
Rating Summary of factors underlying rating’
R.1 PC « The definition of "property" is not sufficientlyehr and the ML offence

does not clearly extend to the indirect proceedsiofe.

« Not all designated categories of offences are fullpvered as
predicates, as there is no full criminalisatiorfin&ncing of individual
terrorists’ day-to-day activities or of the finangiof the acts defined in
the treaties annexed to the UN TF Convention.

e There is insufficient evidence of effective implentetion.

R.2 C

* Note to assessors: for all Recommendations, teerigtion and analysis section should include thalysis of
effectiveness and should contain any relevantssizdi data
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2.2

2.2.

Criminalisation of Terrorist Financing (SR.II)

1 Description and analysis

Special Recommendation Il (rated NC in th&'3ound MER)

Legal framework

88.

Special Recommendation Il was rat&don-Compliant” in the 3! round MER and it was
recommended that the Slovak authorities shouladite as a matter of urgency an autonomous
offence of TF, which explicitly addresses all tlssential criteria under SR Il, and the requirements
of the Interpretative Note. The evaluation teamcarled the amendments made to SCC that came
into force on 1 January 2010 and introduced anrammous offence into Slovak law. When
Sections 129, 297 and 419 are interpreted togethezems that Slovak TF offences are mostly in
line with the requirements of both the TF Convemtimd the FATF standards. However, a number
of shortcomings still prevent the Slovak TF offem@®m being fully in line with the requirements
of SR II.

Criminalisation of financing of terrorism (c.ll.1)

89.

90.

1)

The TF offence is defined in Section 419 of then@mal Code. Articles 129 and 297 of the SCC
complements the TF therefore Section 419 shouldéé in conjunction with these sections when
analysing TF offences. Act No. 576/2009 Coll. oneanment of the Criminal Code entered into
force on 1 January 2010. This Act changed the wgrdf the Section 419, which criminalises any
act intended to cause death or serious bodilyyrjora civilian, when the purpose of such act is to
intimidate a population or to compel a governmenian international organisation to do or to
abstain from doing any act. It also incriminatdsecs forms of the participation on commission of
those acts including by financing.

The first paragraph of Section 419 reads as follows

Who

a) with an intent to seriously intimidate inhabitansgriously destabilise or defeat constitutional,
political, economical or social establishmenttbe stateor a structure of an international
organisation, or to coerce a governmenttioé stateor an international organisation to act or
to omit to act, threats by commitment or commitodience endangering the life, health of
people, their personal freedom or a property illegally produces, gets, owns, possesses,
transports, delivers or in another way uses explesi nuclear, biological or chemical
weapons, or performs not permitted research anceldgwment of such weapons or weapons
prohibited by law or by an international treaty,

b) with the intent to cause death or serious bodilynh@r considerable damage on property or
environment possesses radioactive material, ordrazreates nuclear explosive machine or a
machine diffusing radioactive material or emanatimgdiance, which may due to its
radiological features cause death, serious bodiyrnin or serious damage on property or
environment, or

c) with the intent to cause death or serious bodilynhar considerable damage on property or

environment, or to coerce natural person or legatgon, international organisation or state to
act or omit to act, uses radioactive material orclaar explosive system or a system diffusing
radioactive material or emanating radiance whichymzause death due to its radiological
features, or serious bodily harm or considerablendge on property or on environment, or
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uses or damages a nuclear reactor including reactostalled on floats, vehicles, planes or
cosmic objects, used as an energy source for dyigurch floats, vehicles, planes or cosmic
objects, or for other purposes, or premises orfitaystem used for production, storage,
processing or transport of radioactive material @anmanner which releases or may release
radioactive material, or threats by such act inctimstances indicating credibility of the threat,
or

d) asks for radioactive material, nuclear explosivetsyn or system diffusing radioactive material
or emanating radiance which may due to its radicdaffeatures cause death, serious bodily
harm or considerable damage on property or envirenthor a nuclear reactor including
reactors installed on floats, vehicles, planes osmic objects used as an energy source for
driving such floats, vehicles, planes or cosmiceoty or for other purposes, or premises or
traffic system used for production, storage, preoes or transport of radioactive material,
with threats in circumstances indicating credilyildf the threats or use of power,
shall be imposed an imprisonment sentence for 28 tgears or life imprisonment.

(3) The life imprisonment shall be imposed on tHender if s/he commits the act listed in the
paragraph 1

e) and gives rise a serious bodily harm to more pessar death of more persons,

f) on a protected person,

g) towards armed forces or armed corps,

h) as a member of a dangerous grouping, or

i) during a crisis situation.”

91. According the Slovak authorities, the term "thet&tan the above section includes offences
committed against any state in the world, and mdy @against the Slovak Republic, as express
wording would be required to limit the scope of #eetion. Though Article 419 does not explicitly
name these acts as terrorist acts, taking intoustdbe title of the Section it can be concludeat th
Slovakia criminalises terrorist acts in the mearohinterpretative Note.

92. According to Section 297 of the SC@\ny person who establishes or masterminds a téstor
group, is its member, actively participates in it supports it shall be liable to a term of
imprisonment of eight to fifteen yearsFor the purposes of the SCC, the term “terrorist
organisation” is defined under paragraph 5 of ®acti29 of the SCC d@a structured group of at

least three persons existing for a certain peribtirne with the objective of committing the offence
of terror and terrorism”.

93. The second paragraph of Section 419 of the SC@eefiF offences as follows:

“(2) The same sanction as in the paragraph 1 shalimposed to the person who
a) collectsor providesfinancial or other means, personally or throughotrer person,
even partially, for the purposes of their use dowing their use for commitment of the
act listed in paragraph 1,

(4) The life imprisonment shall be imposed to tffendler if she/he commits the act listed in the
paragraph 2 letter a) and herewith facilitates ugitne financial or other sources collected or
provided by him, for committing the attempt of difence listed in the paragraph 1, or s/he
personally uses them in such manner, or commita¢hdéisted in the paragraph 2 letter d) and
herewith allows commitment or attempt of the ated in the paragraph 1.”

94. Paragraph 7 of Section 129 of the SCC defines stipgoa terrorist group a%n intentional
action consisting in providing financial or othereans, services, and co-operation, on in creating
other circumstances serving the purpose of
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a) establishing or maintaining the existence of sugnaup;
b) committing, by such a group, the criminal offenedsrred to under paragraph 3 or 4.”

95. Paragraph 2 of Section 419 of the SCC criminalisegprovision or collection of financial or other
means, directly or indirectly, for the purpose ludit full or partial use to carry out acts mentidne
in the first paragraph of the same section. Theeefthe evaluators conclude that the Slovak law
incriminates TF offence fully in line with paragfaf(b) of Article 2 of the UN TF Convention.
However, the prohibition of financing terrorism, defined in Section 419 (2), does not cover
financing of all the acts as mentioned in the tesdlisted in the annex of the UN TF Convention.
The UN TF Convention requires that financing of #u¢s that constitute offences within the scope
of as defined in the following conventions be cdesed as the financing of terrorism: the
Convention for the Suppression of Unlawful Seizwk Aircraft, the Convention for the
Suppression of Unlawful Acts against the Safety Qi¥il Aviation, the Convention on the
Prevention and Punishment of Crimes against Intemaly Protected Persons, including
Diplomatic Agents, the International conventioniagathe Taking of Hostages, the Convention on
the Physical Protection of Nuclear Material, thet&col for the Suppression of Unlawful Acts of
Violence at Airports Serving International Civil raion, the Convention for the Suppression of
Unlawful Acts against the Safety of Maritime Nawiga, Protocol for the Suppression of Unlawful
Acts against the Safety of Fixed Platforms locatecthe Continental Shelf and the International
Convention for the Suppression of Terrorist Bombindlthough the acts included in these
conventions are themselves criminalised under thimi@al Code, Section 419 (2) defines the
terrorist financing offence narrowly, limiting ité¢o the offences delineated in Section 419 (bx. F
example, the Convention for the Suppression of WhlbaSeizure of Aircraft creates an offence of
unlawfully seizing an aircraft by force or threheteof and the Convention for the Suppression of
Unlawful Acts against the Safety of Civil Aviationreates an offence against unlawfully
performing acts of violence against persons onir@nadt is said act is likely to endanger the safet
of the aircraft; these acts are criminalised ur@kstion 291 of the SCC. Similarly, the Internationa
Convention against the Taking of Hostages forbietsiding any person in order to compel a third
party to take some action; this offence is coveneder Section 185 of the SCC. However, the issue
here is not the incrimination of the acts themsgN®it the criminalisation of financing of these
acts as the offence of financing of terrorism. Woeding of Section 419(2) refemly to one who
"collects or provides financial or other meansr. the purposes of their use or allowing their use
for the commitment of the act listéd paragraph 1". Therefore, “financing of some of the acts”
found in the treaties listed in the Annex to the WR Convention isot criminalised under the
SCC.

96. It is clear that Section 419 of the SCC does niatinalise financing of terrorist organisations or a
individual terrorist for the purposes other thae ticts mentioned in paragraph 1 of the same
section. However, Section 297 when read in conjanctvith Section 129 of the SCC can be
interpreted as criminalising financing of a tersbrorganisation’s day-to-day activities other than
the acts mentioned in paragraph 1 of Section 418efSCC. Though Section 297 of the SCC
incriminates membership of a terrorist organisatitie evaluators conclude that the Slovak law
does not criminalise financing of an individualrtgist's day-to-day activities other than the acts
mentioned in paragraph 1 of Section 419 and otleer iccording to Section 339, as required under
criterion 11.1.

97. As there have not been any investigations, prosewibr convictions for the offences of terrorist
financing the interpretation or implementation afcBons 129, 297 and 419 have not yet been
tested in Slovakia.

98. The Slovak law does not provide a definition ofndncial or other means”. Although Slovak
authorities claim that the term covers all typesas$istance, the wording of this phrase, which
places an emphasis on financial means, leads weows that certain types of funds, such as legal
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documents as included in the definition of fundgha FATF Glossary of definitions used in the
methodology, might not be fully covered. However the course of the pre-meeting the Slovak
authorities drew the attention of the evaluators the formal and statutorily recognised
interpretation of Article 1/1 of the TF Conventi¢act No 593/2002 Coll.). Taking that text into
account in conjunction with Article 7 of the SCQGetbvaluators were satisfied that there was a
reasonable expectation that the courts would irgerphe statutorial language in a manner
consistent with international standards.

99. Criterion 11.1(c) of the Methodology states that ®ffences should not require that the funds (i)
were actually used to carry out or attempt a testr@ct(s); or (ii) be linked to a specific terisiri
act(s). There is no explicit provision in the SIkVACC that indicates the compliance of Slovak
SCC with this provision. However, Section 419(2)tlié SCC refers to providing funds "for the
purposes of their use or allowing their use for sotment of the act listed in paragraph 1". This
might indicate that the financing offence must in&dd to a specific act. Therefore, as detailed
above, it does not seem that this criterion is met.

100. Attempt is criminalised for all offences includingrrorist financing offences according to the
general criminal law principles in Slovakia as f@th in Sections 13 and 14 of the SCC. The
common ancillary offences (see above for ML) as® applicable in the TF context.

Predicate offence for money laundering (c.11.2)

101. According to the provisions of the SCC, the prewiaaffence of ML can be any crime. Since
funding of an individual terrorist’'s day-to-day &ies is not fully criminalised under Slovak law
in line with SR 1l, only the offences of financirgf terrorist acts and terrorist organisations are
predicate offences for money laundering.

Jurisdiction for Terrorist financing offence (c3).

102. As there is no limitation in the SCC in this regagdaluators believe that the TF offences are
applicable regardless of the location of the téstagroup or irrespective of the place where the
terrorist act is, or is planned to be committed.

The mental element of the FT (applying ¢.2.2 i) R.2

103. The abovementioned provisions relating to TF ofésnor any other provision in the SCC do
not explicitly make it possible to draw inferendeem objective factual circumstances to provide
the intentional element. As noted above under Re&gevaluators are of the opinion that in criminal
proceedings in practice it is possible to infer th&entional element of the TF offences from
objective factual circumstances.

Liability of legal persons (applying ¢.2.3 & c.2mR.2)

104. As noted above under Recommendation 2, Slovakiativé enactment of the Act no. 224/2010
Coll. amending the Criminal Code has introducechicral liability for legal persons to the Slovak
legal system. The criminal liability applies to Tffences as well. The sanctions available for
natural and legal persons for TF offences appedetproportionate and dissuasive. However, as
there has been no conviction so far for TF offentedr effectiveness in practice could not be
determined by the evaluators.

Sanctions for FT (applying ¢.2.5 in R.2)

105. The penalty under paragraph 2 of Section 419 oS@®€ for financing of terrorist acts is 20 to
25 years imprisonment. A more severe sanctionfefithprisonment is also possible in certain
cases, as specified in paragraphs 3 to 4 of Sedtlén The sanction for financing a terrorist
organisation for any purposes other than terratt under Section 297 of the SCC is 8 to 15 years
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imprisonment. The sanctions regime appears to bpopiionate and dissuasive. However, the
absence of any sanctions in practice gives riseotaerns regarding the implementation of this
procedure, and as a result raises effectivenasssss

Recommendation 32 (terrorist financing investigatifprosecution data)

106. As noted above, Section 27 of the new AML/CFT Aatharises the FIU to keep statistics
covering, inter alia, the number of cases submitiedhe FIU to law enforcement authorities, the
number of persons prosecuted or convicted of Isgidin of proceeds from criminal activity, the
value of seized or confiscated property, and tdipluta summary review of that statistical data in
an annual report. The same section also authoitiséar the purposes of keeping statistics, to
require public authorities to supply all necessdgoguments and information to the FIU. Though
this obligation under Section 27 does not cover kbeping of statistics relating to terrorist
financing cases, the authorities report that th&), Hin practice, collects statistics on the
disseminated information related to terrorist ficiag. However, as noted above, according to
Slovak authorities, the Slovak FIU and the MinistfyJustice keep certain statistics on their work,
including information on convictions. Even if this the case, given the lack of investigations,
prosecutions and convictions for terrorist finagcia date, the evaluators were unable to assess the
effectiveness of the statistical data collectiod are left with concerns over the consistency ef th
system for keeping statistics, as noted above.

Effectiveness and efficiency

107. At the time of the on-site visit, there had beenim@stigations, prosecutions and convictions
for TF offences in Slovakia. For this reason, tResteng legislative framework has not yet been
tested in practice. However, after the on-sitet ¢fg Slovak authorities informed the evaluators of
the existence of an ongoing prosecution in 201Gyanmt to Section 297 of the SCC. However,
evaluators were not provided with any statisticghanefficiency of prosecution under Section 419
of the SCC generally or 419(2) specifically, ance tevaluators understand that no such
investigations and prosecutions have taken place.

108. During the discussions held with the Counter-Tésror Unit of the Bureau of Combating
Organised Crime on-site, one case was mentionedingl to transfer of money linked to a
designated person according to UN Resolution 1B®ivever, the police specified that this was
intelligence information and no police investigatioesulted from it. The Slovak Information
Service was not informed of the case.

109. The absence of any terrorist financing cases gigesto concerns that the Slovak authorities
may be insufficiently focused on the significanck iovestigating and prosecuting terrorist
financing cases. Furthermore, the evaluation teanmmdd the impression that there was ample
scope for improved co-ordination between the coemeduthorities in this important sphere.

2.2.2 Recommendations and comments

Special Recommendation Il

110. The financing of individual terrorist’'s day-to-dagtivities should be criminalised as required
by criterion 11.1.

111. The SCC should be revised to ensure proper crimatan of financing of the acts arising
from the Convention by amending Section 419 (bbhsa it covers financing of offences under the
other sections of the SCC criminalising the actspant to the treaties listed in the annexes to the
UN TF Convention.
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Recommendation 32

112. Section 27 of the new AML/CFT Act should be amentteduthorise the FIU to keep statistics
on TF offences.

2.2.3 Compliance with Special Recommendation Il
Rating Summary of factors underlying rating
SRL.II PC * No full criminalisation of financing of an individu terrorist’s day-to-

day activities.
« Non-criminalisation of the financing of the actdided in the treaties

annexed to the TF Convention.
« Effectiveness concerns.

2.3 Confiscation, Freezing and Seizing of Proceeds ofi@e (R.3)

2.3.1 Description and analysis

Recommendation 3 (rated PC in th& 3ound MER)
Legal framework

113. Recommendation 3 was rat&eartially Compliant” in the ¥ round MER on the grounds that
there were some concerns about the legal struofuhe seizure and freezing regime to ensure that
all indirect proceeds, substitutes etc may bediablconfiscation in due course and the laws ditd no
clearly provide for forfeiture from third partieadfor the protection of bona fide third partiebeT
absence of any clear authority to take steps twepteor void actions as required by essential
criterion 3.6 was another underlying factor fortthating. In addition, the evaluators of th& 3
round had doubts about the effectiveness of thal lesgime’s effectiveness especially taking into
account the lack of any property forfeited in Mlsea as at the time that evaluation.

114. The new SCC that came into force in January 20@bkshed a new legal framework for the
forfeiture/confiscation of the proceeds of crimBe¢tions 58-60 and 83 of the SCC) While this is
generally in line with relevant international stardk, some issues remain.

Confiscation of property (c.3.1)

115. Forfeiture is primarily governed by Sections 586@ whilst the confiscation of a thing is
regulated under Section 83 of the SCC.

116. Section 58 of the SCC lays down the conditions“forfeiture of property” of an offender
where he/she gained or tried to gain large-scalpgty benefits or caused large-scale damage, as
well as where the offender has acquired his/hepgntg or part thereof from the proceeds of crime
at least to a substantial extent. According td fieragraph of this Section, the court may order th
forfeiture of property of the offender whom it semtes to life imprisonment or to unconditional
imprisonment for a particularly serious felony,ahgh which the offender gained or tried to gain
large-scale property benefits or caused large-staieage. As understood from the wording of this
paragraph, the power of forfeiture of property of @ffender under these circumstances is a
discretionary one. However, the power granted tatsaunder the second paragraph is mandatory.
According to the second paragraph of Section 58cthet shall order the forfeiture of property,
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even in the absence of the conditions referred the first paragraph, when sentencing perpetrators
of certain proceeds generating criminal offencgtedi therein including ML and TF offences, if the
offender has acquired his property or part thefeofn the proceeds of crime at least in the
substantial extent. However, it should be noted tia second paragraph of Section 58 came into
force on the I September 2010. The evaluators, therefore, caléssess the effectiveness of this
new provision.

117. In turn Section 60 of the SCC sets out the “fodigtof a thing”. The first paragraph of this
section reads:

“(1) The court shall order the forfeiture of a tlgnwhich was
a) used to commit a criminal offence,
b) intended to be used to commit a criminal offence
c) obtained by means of a criminal offence, or eswneration for committing a criminal
offence, or
d) obtained by the offender in exchange for a thefgrred to in c).

118. According to the second paragraph of Section 6@hef thing referred to in paragraph 1 is
inaccessible or unidentifiable, or is merged with property of the offender, or with the propeity o
another person obtained by lawful means, the amant impose the forfeiture of a thing whose
value corresponds to the value of the thing refeteein paragraph 1. The third paragraph further
defines “an inaccessible thing”. (for the definitisee Annex V) However, the power of forfeiture
of a thing whose value corresponds to the valuthefthing, where the thing is inaccessible or
unidentifiable, seems not to be mandatory.

119. Paragraph 4 of Section 60 further enlarges the mgaof “thing” by stating thata thing
within the meaning of paragraph 1 shall also meha proceeds of crime, as well as profits,
interests, or other benefits arising from such geds or things”.

120. The examiners were advised that in Slovak jurispngd "proceeds" means anything that has
been obtained by a criminal offence or is closelgrected with it.

121. Section 83 of the SCC regulates “confiscation dhiag” in the case that the sanction of
forfeiture of a thing referred to in paragraph 1 Sdéction 60 of the SCC was not imposed.
Confiscation of a thing, which is also mandatorguld be applied under the following
circumstances;

a) if it belongs to the person who cannot be pcased or sentenced,

b) if it belongs to the offender whose punishméet ¢ourt waived, or the offender whose
prosecution was stayed, or the offender whose pubiem was conditionally stayed, or the
offender whose prosecution was stayed due to thewsion of a conciliation agreement,

(c) if it consists of goods that are not markedhwebntrol stamps or goods that were not
subjected to other technical control measures neguby generally binding legal acts for
taxation purposes,

(d) if the circumstances of the case justify thespmption that the thing could be used as a
source to finance terrorism, or

(e) if this is necessary with regard to the seguoit people or property or other similar general
interest.

122. This sanction shall not be applied according tattivel paragraph of Section 83, if:
» the injured party is entitled to the compensationdamage caused by the offence, which
the confiscation of the thing would render impokgsibr
» the value of the thing is manifestly disproportitenép the gravity of the minor offence.
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123. The evaluators conclude that these provisions geofor the confiscation of property that has
been laundered or which constitutes proceeds frostrumentalities used in and instrumentalities
intended for use in the commission of ML, TF andieot predicate offences and property of
corresponding value as required under essenttatiom c.3.1.

124. However, there is not any explicit indication tlextends the property to the indirect proceeds
of money laundering offences as required undemgisseriterion c.3.1.1 (a).

125. Slovak law still does not allow the forfeiture oongiscation from third parties except the
offender’s property that merged with the propertyacthird party. It is explicitly mentioned in
Section 60 that the court may impose the sentehfmrfeiture of a thing only if the thing belongs
to the offender. However, Section 83 of the SCQ@nusrconfiscation of an object when it belongs
"to the person who cannot be prosecuted or serdénéecording to Slovak authorities, this
Section was amended in 2006, so that it referreanto person and not only "the offender who
cannot be prosecuted or sentenced”. Although ne leas was brought indicating that this section
Is interpreted to allow confiscation from innocéhird parties, the Slovak authorities provided a
decision from 1971 to show that third party foiliedt was possible. Based on this decision, as well
as the amendments to Section 83, the evaluatoeptetthe Slovak authorities' claim that third
party confiscation was possible under the law. He#eit should be noted that during the on-site
visit, Slovak authorities indicated that offendeosild avoid confiscation by transferring propedy t
third parties, indicating that third-party forfaitu is not, practically, an option. Since the
amendment of the Criminal Code (Act no. 224/2010.0wehich introduced corporate liability, the
provisions of Section 83 par. 1 (a), (c), (d) aedrhight be applied on things that belong to allega
person. However, this has not yet been confirmegrattice. In any case, the provisions of par.
1(b) cannot be applied to legal persons due totedeimition of the offender in the Section 19.

Provisional measures to prevent any dealing, transi disposal of property subject to confiscation
(c.3.2) Initial application of provisional measurex-parte or without prior notice (c.3.3) Adequate
powers to identify and trace property that is orynieecome subject to confiscation (c.3.4)

126. Section 95 of the Code of Criminal Procedure states
Seizure of financial assets

(1) If facts indicate that financial assets on an aatow a bank or branch of a foreign bank or
other financial assets are dedicated to committirggiminal offence, they were used to commit
a criminal offence or they are proceeds of a cripeesident of a panel of judges and a
prosecutor in the preliminary stage may order t@zeahe financial assets. The order to seize
under the first sentence may concern also finarasakets additionally accrued at the account,
including ancillary rights, if the reason of theiagre refers also to them.

(2) If the case disallows a delay, prosecutor may om@=rording to the paragraph 1 even before
the beginning of criminal proceedings. Such ordeallsbe confirmed by a judge for the
preliminary proceedings in 48 hours at the latesteowise it becomes invalid.

(3) The order shall be issued in written and shall basoned. In the order the sum in the relevant
currency which the order refers to, shall be in@ddas far as it can be enumerated in the time
of the decision. In the order any disposition vilib seized financial assets up to the indicated
sum shall be prohibited unless the president ofpidueel of judges and the prosecutor in the
preliminary proceedings decide otherwise.

(4) Seizure shall not include the financial assets Wi necessary to satisfy requisite needs of
life of the accused person or a person, of whighupbringing or subsistence the accused or
the person of which the financial assets were deigeobliged to take care.
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(5) If the seizure of the financial assets is not ne@gsany more for the purposes of the criminal
proceedings, it shall be set aside. If it is notessary in the stipulated amount, the seizure
shall be reduced. The president of the panel ofiggdand the prosecutor in the preliminary
proceedings shall decide by an order about thérggttside or reduction of the seizure.

(6) The order according to the paragraph 1 or 2 shalddways delivered to the bank, branch of a
foreign bank or another legal person or natural gam who disposes of the financial assets,
and after the realisation of the order even topleeson whose financial assets were seized.

(7) The seized financial assets may be disposed olpoly previous accord of the president of the
panel of judges and prosecutor in preliminary prediegs. While the seizure is running, all
legal acts and claims for the seized financial &saee ineffective.

(8) The person, whose financial assets were seizedlpised to ask for setting aside or reduction
of the seizure. The president of the panel of jadged prosecutor in the preliminary
proceedings shall decide on such application withdrlay. Against such decision a complaint
may be lodged. If the complaint was dismissedpénson whose financial assets were seized is
allowed to lodge it again without giving new reasaafter the lapse of 30 days since the
decision on the previous complaint entered intaedpotherwise it shall not be dealt with.

(9) If it is necessary to seize the financial assethécriminal proceedings to assure the claim for
damages of the victim, paragraphs 1 to 8 shall pyglied mutatis mutandis.

127. There are additional powers under Sections 113, ahd 551 of the CCP, all of which
provisions seem to cover the relevant requirements.

128. Under Section 95 of the CCP, prosecutors may $iaacial means prior to commencement of
criminal prosecution, with the order requiring jcidi approval within 48 hours. Such seizure is not
limited to means generated from criminal activiypd can affect any bank account linked to the
criminal act under investigation, even if it doe belong to the accused. Section 96 of the CCP
allows the same mechanism for bonded securities.

129. Prosecutors have the power to issue orders tocayerand record telecommunication
operations (Section 115 of the CCP) and to ordd#wiand sound recording (114 of the CCP). Both
such orders require pre-trial judicial approvalhmt24 hours. In addition, under paragraph 5 of
Section 113 of the CCP, a prosecutor or policeeffmay require authorised entities to grant them
access to data subject to various legal secredggirons. This power is granted to a prosecutor
before or after commencement of criminal proceeslirand to a police officer within pre-trial
proceedings and upon prior consent by a prosecutor.

130. Section 551 of the CCP gives the court power tosipranally seize property located in the
Slovak Republic that was or is designated to bel dee criminal activity or is generated from
criminal activity, upon request by a foreign auttyorin an urgent situation, a prosecutor has htrig
to issue this order, subject to approval by a judijlin 48 hours. There is no requirement that such
means belong to a person under criminal prosecoti@tcused of any crime.

Protection of bona fide third parties (c.3.5)

131. With regard to protection for the rights of bondefithird parties, Slovak authorities referred to
Sections 45 to 50 of the CCP. However, Sectionf4h@CCP is the only relevant section relating
to this issue. Section 45 provides that any patipse thing was seized has the right to participate
in the legal seizure proceedings, and other prowssiof the CCP provide a variety of other
procedural rights. Despite the claims of the Sloaathorities that the right to participate in legal
proceedings qualifies as protection of substaniiats, the evaluators reached the conclusion that
it would be difficult for the courts to grant angal remedy to the parties appearing before them
without some legislative basis giving them a sufiste right to such remedy. Although Slovak
authorities provided that a party, who has registea pledge or mortgage on a property, retains
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those rights on the property in case of its seizifithe pledge has not been registered, the idjure
party is allowed to bring an action to the competavil court. The protection is provided by the
civil court if the party is able to prove its legahims. However, the protections given to parties
with pledges on a property do not extend to thosaribg other forms of rights, and no other
evidence was provided to the evaluators to dematesi@ny substantive remedy guaranteed to
parties bearing said rights. Indeed, the fact Hpecial protections are provided to parties with
pledges may serve to highlight the fact that tlee@dural measures of the CCP are not sufficient to
guarantee substantive rights and remedies, givanttie legislator made sure to provide pledge-
bearers with additional protections. In light oétabove, the evaluators conclude that no positive
substantive protections exist for parties with tiglo a seized object, other than those bearing
pledges or mortgages on a property.

Power to void actions (c.3.6)

132. The Slovak Republic has not taken any legislattepsto create a clear authority to take steps
to prevent or void actions, where the persons wreaknew or should have known that as a result
of those actions the authorities would be prejutlice the ability to recover property subject to
confiscation.

Additional elements (c.3.7)

133. Article 58(2) of the SCC allows forfeiture of prapewhen sentencing offenders for a number
of violations, if the offender has acquired hispey or part thereof from the proceeds of crime at
least in the substantial extent. One of the viotaipermitting such forfeiture is Section 296 & th
SCC, the offence of establishing, masterminding supgborting a criminal organisation. However,
this article allows forfeiture of the property ofdividuals convicted of this offence, rather thdn o
the criminal organisation itself. Therefore, it seethat forfeiture of the property of a criminal
organisation would be possible only under arti@®a and 83b of the SCC, if the organisation is a
legal person.

134. Section 83 of the SCC regulates non-conviction dasmfiscation. According to this section
confiscation of a thing could be applied, in thegamce of other statutory requirements, if it
belongs to the person who cannot be prosecutednersced; if it belongs to the offender whose
punishment the court waived, or the offender whmesecution was stayed, or the offender whose
prosecution was conditionally stayed, or the offandthose prosecution was stayed due to the
conclusion of a conciliation agreement.

135. As at the time of the on-site visit there was rgaleprovision in force which regulates reversal
of burden of proof. However, Slovakia appears teehatroduced such legal concept into its legal
system by the Act No. 101/2010 Coll of 4 March 2@t0the Proof of Origin of Property, which
came into force on the'Danuary 2011.

Recommendation 32 (statistics)

136. Section 27 of the new AML/CFT Act authorises th&) kb keep statistics covering, inter alia,
the value of seized or confiscated property, angutdish a summary review of that statistical data
in an annual report. The same section also au#woiis for the purposes of keeping statistics, to
require public authorities to supply all necessdogcuments and information to the FIU. The
statistics kept by the FIU include the number cfesadisseminated to LEA and statistical data on
the number of person prosecuted and convicted &orey laundering and terrorist financing cases
and the value of seized, confiscated and forfegremperty for all offences and specifically for
money laundering and terrorist financing. On thiéomal level, data related to all criminal proceeds
are kept also by Ministry of Interior — Unit of brimation systems incorporated in Presidium of
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Police Force. The Ministry of Justice should kegistical data related to confiscation of property
as well as to the number of cases of confiscatatl sgized property. According to Slovak
authorities, the statistics regarding the valu¢hcs property have been kept only since 1 January
2011, and the data on the first half of 2011 wdlldvailable in September 2011. In this contexs, it
relevant to reiterate the serious concerns raigeyearegarding the lack of coherence between
different sets of statistics provided by variougv@k authorities.

137. Slovak authorities provided the evaluators with fibieowing table that is related only to ML
cases,;
Table 11
2005 2006 2007 2008 2009 2010 Total
Criminal prosecution 71 49 47 54 78 71 369
Prosecuted persons 57 25 28 22 39 25 19
Persons charged with |a 19 5 19 7 12 10 72
crime
Freezing 1/1.161.000 1/AB 1/416.978,2p 1/5.00¢ 1/5.000 1/3.761,47 11/
measurevalue of 1/10.000 1/234.308,49| 2.797.32
frozen financial means 13/70.244,55 7.73
in Euros 1/13.000
1/3.000
1/875.035
Confiscation 1/VND 1/VND T 2IT 9
decisiong/value of 1/30.000 T 1/C
confiscated financial 1/electronics
means in Euros
Protective measurés 1/5xC 1/34.290,55 5
2/C 1/C
Number of measures — C-14 CcC-25 C-17 C-29 C-67 C-42
other method of T -5x M : Other things| M - 5100 Ship engine —
freezing/seizure of M -3000 €| -763.730,-SK, -1 € 10x
a thing for the purposes - 21.685¢€, Construction
of criminal proceedinds - 5.000€CZK, engineering —
-10.000,-USD 2X
Other things -1 groceries -
1/26.000 €
electronics and
cars —
1/145.063,92€
Construction
engineering

— Section 95, Code of Criminal Procedure

T

2. Section 58, 60 Criminal Code
3

4

- Section 83 s., Crimi

nal Code

- Section 89, 92,93, Code of Criminal Proceduthirgs handed over voluntarily for the purposesrahinal proceedings or things

secured pursuant to separate laws (e.g. Act oré’Bbrces) — rendered back to the owner after sahproceedings

(C- cars and motorcycles, T- Tobacco and eitgs, M — Money, AB — Account Balance, VND-theualof things can not be

determined)

Effectiveness and efficiency

138.

From the statistics with regard to freezing andfisoation on ML cases, it seems that the

implementation of this recommendation is ineffeetithe amounts of confiscation for the years
2005 to 2010 are very low and demonstrate thatismation is not used as a central tool for
combating money laundering and predicate offences.

139.

In addition, figures show that there were only 8esaof confiscation during this period: 1 in

2005 (in which the value of the thing could not determined), no confiscations in 2006, 2
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confiscations in 2007 (the value of the first conlat be determined and the value of the second
amounting to 30,000 Euro), no confiscations in 2@8onfiscations in 2009 (for which no value
was specified), and 3 confiscations in 2010 (forolwmo value was specified). These figures show
clearly that the confiscation regime does not weffictively.

140. Moreover, no statistics have been made available tee confiscation of proceeds of predicate
offences, which also makes the assessment of #ralbeonfiscation regime impossible.

141. More importantly, in the absence of any meaningfatistical information on freezing and
confiscation, the Slovak Republic has not demoteirathat the implementation of this
Recommendation is effective. The evaluators wezguiently advised of the ease with which such
measures could be frustrated through transfer opgaty to third parties. Thus this deficiency,
identified in the 3 round, has still not been addressed, and exaesrbze difficulty to effectively
confiscate property

2.3.2 Recommendations and comments

142. Overall, though Slovakia has taken some legislasteps to comply with R.3, further
legislative steps in order to fully comply with émbational standards appear to be needed. In
addition, effectiveness of the implementation of izeee/freezing measures and
forfeiture/confiscation should be improved as ateraif priority.

143. Precise statistics on amounts frozen, seized, ifedfeand confiscated related to ML, TF and
criminal proceeds should be maintained so as toalle to establish an overview of the
effectiveness of the system.

144. Authority should be given to allow for confiscatifmom third parties and to prevent or void
actions, where the persons involved knew or shbalet known that as a result of those actions the
authorities would be prejudiced in the ability ézover property subject to confiscation.

2.3.3 Compliance with Recommendation 3

Rating Summary of factors underlying rating

R.3 PC » Confiscation of indirect proceeds for ML offencesinclear.

e Though the confiscation from third parties is chgarovided by
the law, the relevant provisions are not used safficient mannel
in practice.

e There are not sufficient provisions for protectiohthe rights of
bona fide third parties.

« There is no clear authority to take steps to pregewoid actions
whether contractual or otherwise, where the perdsorslved
knew or should have known that as a result of treag®ns the
authorities would be prejudiced in their abilityrecover property
subject to confiscation.

« Serious concerns over effectiveness of implementati
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2.4 Freezing of Funds Used for Terrorist Financing (SRII)

2.4.1 Description and analysis

Special Recommendation Il (rated PC in thé’3ound MER)

145. As a member of the EU, Slovakia freezes funds asgta of terrorists on the basis of EC
Regulations and complementary domestic legislatidNSCRs 1267 (1999), 1390 (2002), and
1455 (2003) are implemented by Council Regulatian 881/20020f 27 May 2002, whereas, the
most important part of S/RES 1373/2001, is implet@ey Council Regulation No. 2580/2001 of
27 December 2001. The Council Regulations once dhheypublished in the Official Journal of the
EU are directly applicable and binding law in Slkiea

146. Separate sanctions regimes are applicable for hbbdsSed entities or non-EU residents or
citizens listed as terrorists (EU-externals) and do called EU-internals. EU-internals are not
covered by Council Regulation No. 2580/2001 du¢h® scope of the EU Common Foreign and
Security Policy. Thus the EU adopted two Councihf@wmon Positions, No. 2001/930/CFSP and
No. 2001/931/CFSP on the fight against terrorisiictv are also applicable to persons, groups and
entities based or resident within the EU (EU-ingdsh but their implementation, required
subsequent enactment of national legislation.

147. In the meantime, although the half-yearly re-exation of the EU list as set out in article 1.6
of Common Position 2001/931/CFSP relates to allrihmes listed (listed persons and entities
defined as “internal” and listed persons and egtitefined as “external”), so far this has led ¢oly
the adoption of a new list for so-called “externitrorists (Common Position 2009/1004/CFSP of
22 December 2009), with Common Position 2009/468&1Bf 15 June 2009 remaining in effect
for “internal” EU terrorists.

148. While Slovakia is relying on the abovementioned B&gulations, given the shortcomings
that have been identified in current EU procedwagasinst EU-internals, a requirement to freeze
assets of so-called EU-internals was adopted atlael of national legislation. Government
Regulation No. 397/2005 Coll. (on execution of intgional sanctions to ensure international
peace and security) contains the Government'sflisanctioned persons whose activity is confined
to the territory of EU Member States or EU natisn&inancial institutions are obliged to freeze
immediately all funds and economic assets of theques included on the list in the Annex to
Government Regulation No. 397/2005 Coll. This ordas been updated 5 times (twice in 2006,
once in 2007, 2008 and 2009 respectively) sincevais enacted, most recently by Regulation
442/2009 in October 2009. This latest amendmentesadself on Common Position
2009/468/CFSP. There is no indication that the leggun has been updated to reflect subsequent
changes in the EU sanctions list. In addition, itlterlocutors from the Ministry of Finance who
were in contact with the evaluators were not avedirany of the updates to the regulation, and in
fact only provided the evaluators with the originadjulation from 2005. The evaluators were not
made aware of the subsequent updates until justrdé¢he pre-meeting that took place in May
2011. This fact gives rise to concerns over theatiffeness and applicability of the Government
Regulation in practice.

® The last amendments to EC Regulation No 881/20(sbéing certain specific restrictive measures déect
against certain persons and entities associatddWgama bin Laden, the Al-Qaida network and thébaal were
made on 16 March 2011 by approving EC Regulatior26@2011.
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149. Section 10 of Act 460/2002 provides the Slovak arities with power to issue administrative
penalties against natural and legal persons fdatibm of any international sanctions issued by the
UN Security Council or by the EU Council. Under @t 3, as amended by the Act of 2005, the
Government must announce the decision to imposeisas "unless the Council has taken it over
by common position or single action". However, fhenalties of Section 10 can be based on
violation of the international sanctions, withoetarence to any implementing measures on the part
of the Slovak authorities.

150. The evaluators were informed during the on-sité tst draft legislation was in the process of
preparation, though the text was not made avail@ablle team. Therefore, the evaluators could not
address this piece of proposed legislation ingkiduation.

Freezing assets under S/Res/1267 (c.11l.1) anduBtRes/1373 (c.l1l.2)

151. The Slovak regime generally relies on the EC Raiurs; therefore, certain shortcomings
existing in the EU freezing system are valid invakia.

152. As soon as the Sanctions Committee has made andésig, this must be followed by an
amendment of the list of natural and legal perdisted in the annex to the Community Regulation.
Freezing pursuant to Resolution 1267 must takesphdthout delay.

153. As noted in other FATF or MONEYVAL evaluation repmr EU Regulations (only those
adding names to the list of Regulation (EU) 8812@@re reviewed in this context) in general are
adopted quite some time after the decisions ofUNeSanctions Committee. Thus for the year
2009, for example, EU Regulations 344/2009, 49(82874/2009 and 601/2009, of 24 April, 10
June, 30 June and 9 July 2009 respectively, ad@saonthe list of designated persons and entities,
while the decisions of the Sanctions Committee vaated 4 February, 27 May, 18 June and 29
June 2009 respectively, meaning that there weraydedf between 10 days and more than two
months. It would appear difficult to make this timey shorter (due in particular to considerations
of consultation between departments and the tinggimed for translation into all the official
languages of the Union).

154, In the light of the above, it therefore appears fheezing measures cannot be deemed to
having been taken without delay. Criterion C.lisot fully met.

155. Insofar as Slovakia is concerned, Act 460/2002 dmtgequire an additional announcement
for sanctions decided by the EC in a Common Pasitto single action, so there should
theoretically be no additional delay once the Edf lias been updated. Regarding EU-internals,
according to the Slovak authorities, the EU Regutat are supplemented by the Government
Regulation 442/2009, which includes a provisionurggg an immediate freeze of funds and
economic assets of the persons included on thanlibie Annex to the regulation. However, given
that this Regulation and its accompanying annex heot been updated since 2009, as well as the
fact that the representatives of Ministry of Fingnwhich is the responsible authority for the
preparation of draft amendments to this Regulatiere not aware of any updates made since 2005,
serious effectiveness concerns are raised, patlguior persons who have been added to the EU
lists or de-listed since that time.

156. According to the Slovak authorities, funds are gelhe frozen either in the course of a
criminal proceeding (Section 95 of the CCP) or un8ection 16 of the AML/CFT Act, which
provides for suspension of any unusual businessaaion (Article 4(2j) of the AML/CFT Act
defines any act that may be linked to violationgntérnational sanctions as unusual). Section 95 of
the CCP refers generally to financial assets deaticko committing a criminal offence, and not
specifically to terrorism financing or internatidrsanctions, but since violation of sanctions and
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terror financing are both offences, it may coversthcases. It should be noted that Section 9%of th
CCP allows a prosecutor to freeze funds before comeement of criminal proceedings, subject to
judicial approval within 48 hours. This would se¢mnallow freezing without delay and without
notification of the suspected party. However, thailability of Section 95 of the CCP depends on a
link to a criminal investigation and prosecution.dddition, the effectiveness of these measures in
practice cannot be assessed, in light of the faatt there has yet to be a case in which terrorist
assets have been frozen by the Slovak Republic.

Freezing actions taken by other countries (c.111.3)

157. The Slovak authorities report that the freezinguesgs of other jurisdictions are handled at the
EU level within the ordinary EU procedure, and hetEU lists a person requested by another
jurisdiction and amends the lists prepared in ataoce with Council Regulations 2580/2001, then
obliged entities and Slovak authorities act acealyi to freeze that listed person’s assets. An EU
Member State or a hon-member states has the dagsithipresenting the Council with a listing
request, this will be examined in the light of reqments of Common Position 2002/931 and the
aforementioned Regulations; to be accepted it, rhasthe subject of a consensus decision by
member states.

158. As far as the national level is concerned Goverrinigulation 397/2005 does not apply
beyond the EU designations, since it does not tefatesignations by countries outside the EU.
Therefore, the evaluators conclude that Slovakiasdoot have any effective national law or
procedure, apart from the EU’s mechanism, to exaraimd give effect to the actions initiated under
the freezing mechanisms of other jurisdictions, cwhensure the prompt determination and the
subsequent freezing of funds or other assets wiithelay.

Extension of c.lll.3 to funds or assets controbbyddesignated persons (c.ll1.4)

159. The assets subject to freezing are defined by thé&Egulations are mostly line with c.lll.4.
However, the situation envisaged by the UNSCR 18#&he freezing of assets in the event of
control or possession of assets by persons agtirtigei name of or at the direction of designated
persons or entities is not covered in Council Ratioh No. 881/2002.

Communication to the financial sector (c.111.5)

160. The Slovak legal regime does not have any systermoimmunicating actions taken under the
freezing mechanisms referred to in c.lll.1 - llt@the financial sector immediately upon taking
such actions. For example, there is no procedurenatification of the financial sector of
designations and instructions ofter alia, freezing assets. The evaluators received theeigsjon
that, excluding EU-internals, banks are instructedrefer to the EU website, and no further
communications are made by the Slovak authorikikesvever, banks seem to deal with the matter
adequately, but this is a result of group polidhea than any official outreach policy of the Slkva
authorities.

Guidance to financial institutions and other persan entities (c. I11.6)

161. Regarding the guidance to financial institutionsl aither persons or entities, the NBS in
Section G of its “Methodological guidance...” No 4020does address this issue. But this Guidance
is only addressed to the banking sector. Indeegtlaeness in the banking sector of obligations
under international legal instruments to freeze &ngncial means is high. As was mentioned
previously it is mostly due to the fact, that bamksSlovakia are mostly owned by large foreign
financial groups, which implemented the said meidmarand have a group approach to compliance
issues.
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162. The Slovak authorities presented to the evaluaonstice sent to the banking sector on 4
April 2005 regarding the responsibilities of finaalanstitutions relating to Council Regulation No.
881/2002 (relating to UN Resolution 1267), but tlieument was sent only to the banking sector
and does not include operative instructions foasedn which a designated entity is identified.

163. From discussions held with the financial institaticepresentatives, the evaluators did not
receive any indication that guidance was sent kerofinancial institutions that may be holding
targeted funds or other assets, concerning thdigations in taking actions under freezing
mechanisms.

164. It is also important to note that there are no gnad notes whatsoever issued to DNFBP, and
the level of awareness in this sector may be desgras less then adequate. The evaluators were
also not made aware of any day-to-day consultattisthis sector on the matter in hand.

De-listing requests and unfreezing funds of dedigiersons (c.l11.7)

165. Relevant EU Regulations do not provide for a natiGmutonomous decision for considering
de-listing requests and unfreezing as a whole.ush any freezing remains in effect until otherwise
decided by the EU. Common Position 2001/931/CFSthe@fEuropean Union implements S/RES
1373 (2001) and provides for a regular review af ganctions list which it has established.
Moreover, listed individuals and entities are infied about the listing, its reasons and legal
consequences. If the EU maintains the person dayennt its list, the latter can lodge an appeal
before the General Court in order to contest ety decision. De-listing from the EC Regulations
may only be pursued before the EU courts.

166. However to ensure such a procedural fairness, Bikwshould have a publicly available
procedure in place for any individual or entityapply for a review of the designation from the
designating authority, with the ability to seek thar review of an adverse finding by the
designating authority, to a review body. Slovakhauties were not able to advise the evaluators
about the existence of any effective and publieigykn procedures for considering de-listing
requests and for unfreezing the funds or othertagsfede-listed persons or entities in a timely
manner consistent with international obligations. & the time of the on-site visit, there had not
been any cases in Slovakia requesting de-listing.

167. The evaluators did receive the impression thatethes no Slovak authority responsible for
advising individuals as to the procedures neceskaryequesting de-listing or related matters.
Furthermore, there is no procedure for de-listiaguests and for unfreezing the funds or other
assets of de-listed persons with regard to EU+ialsr according to Act No. 397/2005. In light of
the above, it was not clear to the evaluatorsttieae are procedures or guidance at the disposal of
Slovak resident or citizen who finds himself erroungly listed or Slovak authority to which such an
individual could refer. Therefore, essential crgarc.lll.7 is not met.

Unfreezing procedures of funds of persons inadutytaffected by freezing mechanisms (c.111.8)

168. The Slovak authorities refer to European CouncitjuRation 2580/2001, Article 6, which
allows the competent authorities of a Member Statgrant specific authorisations to unfreeze
funds, other financial assets or other economiouees. The competent authorities listed in the EC
Regulation No 2580/2001 are the Ministry of Finaand the Ministry of Interior.

169. The Slovak authorities argue that in practice we¥meg procedures shall be initiated by a
person wishing to unfreeze his/her frozen fundsugh the court. On the basis of successful
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handling of the matter at the court, Slovak autfresiunderstand that the decision of the courtl shal
further be delivered to the Commission to deal \thigh matter at the EU level.

170. There is no specific procedure which deals withregding in a timely manner the funds or
other assets of persons or entities inadverteffiigted by a freezing mechanism upon verification
that the person or entity is not a designhated perBeference to the court is naturally always a
possibility and is not sufficient to meet this reqment. Furthermore, the authority granted in
section 6 of Regulation 2580/2001 requires consattawith other Member States, the Council,
and the Commission. Therefore, it does not seersitesor a national court to fill this role. If so
it is not clear to the evaluators that there isl@av&k authority competent to unfreeze assets and
perform other actions under Section 6 of Regula®6&0/2001 when necessary. Consequently, the
de-listing procedures cannot be considered "pybkobwn" as required by c.lll.8. However, with
regards to declarations against EU-internals madaccordance with the Slovak regulations,
persons or entities whose assets have been fromdr the national measure pursuant to Act No.
460/2002 Coll. can challenge the measure in tts firstance at the body who first issued the
decision, pursuant to no. 71/1967 Coll. AdminisatProcedure Code. If he or she is not satisfied
with that body's decision, he or she may challehng® the competent civil court pursuant to
Sections 246 and 246a of the CCP (Act no. 99/1961R, G-ifth Part, Sections 244 — 250s). The
appropriate court varies depending on whether thezing decision has become final or not. It
would seem that in this case, the unfreezing psoseslear and publicly known.

Access to frozen funds for expenses and other pesp@.11.9)

171. Regarding persons and entities linked to Osamal_bden, the Al-Qaeda network and the
Taliban pursuant to S/RES/1267(1999), Regulatio®)(Blo. 881/2002 of 27 May 2002, as
modified by Council Regulation (EC) No. 561/20032af March 2003, includes Article 2b relating
to unfreezing sums for the purposes of coveringergfiure of a humanitarian nature. The
competent national authorities may unfreeze sumighwlre: (i) necessary for basic expenses,
including payments for foodstuffs, rent or mortgageedicines and medical treatment, taxes,
insurance premiums and public utility charges;ititended exclusively for payment of reasonable
professional fees and reimbursement of incurreceesps associated with the provision of legal
services; (iii) intended exclusively for paymentfeés or service charges for routine holding or
maintenance of frozen funds or economic resourme$y) necessary for extraordinary expenses.

172. The Sanctions Committee must be notified of thasime, and in the case of use of funds
established by virtue of points (i), (ii) or (iiif,the Sanctions Committee has not taken a detisio
the contrary by the end of the mandatory periothoée working days, or, in the case of use of
funds on the grounds of point (iv), if the Sancd@@ommittee has approved this use, exemption is
granted.

173. Any person wishing to benefit from these provisiomsst send their request to the relevant
competent authority of the Member State listed iméx Il of the Regulation. The competent
authority specified in Annex Il must notify the pen having presented the request in writing, as
well as any other person, entity or body recognaedeing directly concerned, if the request is
granted. The competent authority also informs ttleeromember states of whether or not the
derogation has been granted. For Slovakia, the etanp authorities are the Ministry of Finance
and the Ministry of the Economy. Such measures havéeen tested in Slovakia. Criterion 111.9 is
met.

Review of freezing decisions (c.l11.10)

174. Persons and entities targeted by Regulation 882/2tdy appeal against the aforementioned
Regulation under ordinary law provisions applicaloleEU decisions, i.e. by referring the case to
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the General Court. Similarly, persons targeted lagukation (EC) No. 2580/2001 may appeal
against the aforementioned regulation under theeganmcedures by referring the case to the same
European Court. There are a number of cases béfereseneral Court., and appeals against
freezing orders based on Council Regulations (E€)2$80/2001 and 881/2002, that are pending
in the General Court. In addition, as mentionedvabpersons or entities whose assets have been
frozen under the national measure can challengedéieesion at the body who first issued the
decision and at the competent civil court. Themfoiterion 111.10 is met.

Freezing, seizing and confiscation in other circtanses (applying c.3.1-3.4 and 3.6 in R.3, c.1[}.11

175. Slovak law relating to confiscation and seizure afrgieneral application; consequently, the
measures in place pursuant to Recommendation $ a&pfiinds or other assets relating to terrorism
other than those targeted by Resolutions 1267 aB8d3.1 The loopholes identified in
Recommendation 3 therefore concern freezing, seiand confiscation of funds or other assets
relating to terrorism outwit the application of Rkgions 1267 and 1373. In addition, certain
deficiencies noted with regard to SR.II might alsorelevant to this criterion, particularly those
related to the definition of "funds" and the extemtthe terrorist financing offence under article
419(b) of the SCC, as these might limit the abildyprosecute persons for terrorist financing and
thus limit the ability to rely on the mechanismeyided in article 95 of the CCP. Criterion 111.14 i
not fully met.

Protection of rights of third parties (c.111.12)

176. As discussed above under Recommendation 3, sethiai the CCP gives any party whose
thing was seized the right to participate in thgaleseizure proceedings. However, the limitations
mentioned above regarding R.3 apply here as well.

Enforcing obligations under SR.III (c.111.13)

177. The 3 round MER noted that no appropriate measures titorceffective compliance under
SR Il were in place. The evaluators received theression that, other than periodical written
updates from banking institutions in accordancehv8ection 91(8) of the Act on Banks No.
483/2001 Coll., the appropriateness of which isstjoeable, there has been no improvement
achieved in the Slovak system in this regard; aldrly in relation to other financial institutions
and DNFBPs. The evaluators believe that this iesalt,inter alia, of the fact that there is no
person or body that sees itself as responsibléhésre obligations.

178. As noted in the 8 round MER, the legal mechanism for sanctioningabhes of the relevant
legislation exists in Slovak legislation, howeviehas never been used. The Slovak authorities did
not provide any further information regarding swsanctions imposed in practice. Therefore, the
deficiencies noted in thé“3ound MER continue to pertain.

Additional element — Implementation of measureBdést Practices Paper for SR.II (c.lll.14) &
Implementation of procedures to access frozen f(mt&15)

179. The Slovak authorities again rely on the EU regoet regarding these issues. But not all of
the measures set out in the Best Practice Paperldean implemented.

180. Articles 5 and 6 of Council Regulation (EC) No. RBB01 provide for exemptions
comparable to those provided in Council Regulaf6@) No. 881/2002 as amended. They provide
for the possibility to authorise the access to fuadfinancial assets of economic resources, ¥f the
have been determined to be necessary for the meyset forth in Section 1(a) of the S/RES 1452
(2002). The procedure to be followed is comparableéhe one for exemptions under Council
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Regulation (EC) No. 881/2002. However, no notifimatof the Sanctions Committee is foreseen.
Instead, prior notification of other member statfsthe EU is mandatory in some cases.
Comparable exceptions are also available in Sedioof the Act No. N0.460/2002 Coll. on
execution of international sanctions providing ititernational freedom and security as amended by
the Act no. 127/2005.

Recommendation 32 (terrorist financing freezing @dat

181. Slovak authorities reported only one case whereark lrefused to perform an attempted
transfer of €10,200 from a personal account tocaount of a listed person. In this case the reason
for the transfer was stated as “payment for thedgboBecause of the matches with the UN
Consolidated list of individuals and entities subj® the assets freezing, this operation was egfus
by the bank. Apart from this case, no funds hawenkieozen in accordance with the UN or EU
Regulations

Effectiveness and efficiency

182. According to the Slovak authorities, there hasysitbeen a case of freezing of assets under
the UNSCRs. This fact gives rise to concerns dwereffectiveness of the existing procedures.

2.4.2 Recommendations and comments

183. The Slovak Republic needs to develop guidance amanwinication mechanisms with all
financial institutions and DNFBPs and a clear andligly known procedure for de-listing and
unfreezing in appropriate cases in a timely manner.

184. Currently, except for the periodic reports froomkiag institutions, there does not seem to be
any monitoring or compliance regarding these oliliga. A more robust and effective mechanism,
beyond the periodic those reports submitted by ktheking sector, for the monitoring of the
compliance of reporting entities with the SR lljuerements should be established.

185. The evaluators were informed that draft legislaticas in the process of preparation, though
the text was not made available to the team. Thexethe evaluators could not address this piece
of legislation. It is of great importance that tBevak authorities utilise this opportunity to lgin
themselves fully into compliance with SR.III.

2.4.3 Compliance with Special Recommendation SR.III
Rating Summary of factors underlying rating
SR PC e The situation envisaged by the UNSCR 1267 for teeZing of

1v2}

assets in the event of control or possession datads/ person
acting in the name of or at the direction of deaigd persons @
entities is not covered in Council Regulation N®12002.

* The time taken for EU Regulations to be adopteckdiat dealing
with amendments made to the list published by t#671
Committee can be relatively long; in this respéet obligation tg
freeze terrorist funds without delay is not obsdrve

e Lack of any national mechanism to consider requiestfreezing
from other countries.

=

e Insufficient guidance and communication mechanismigh
financial institutions (except banks) and DNFBPgarding
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designations and instructions including asset fnggz

* Lack of clear and publicly known procedures forlideng and
unfreezing in appropriate cases in a timely manner.

« Insufficient monitoring for compliance of financiastitutions and
DNFBPs.

Authorities

2.5 The Financial Intelligence Unit and its functions R.26)

2.5.1 Description and analysis

Recommendation 26 (rated PC in th& 8ound MER)
Legal framework

186. Recommendation 26 was ratéRartially Compliant” in the 3 round MER. The main
deficiencies identified were the lack of expli@porting obligation on TF suspicion, the absence of
guidelines or indicators issued to the financialt@eon “unusual business activity”, an unclear
reporting system and the lack of any publicatiomghe financial sector or otherwise covering
statistics, typologies and trends in the AML/CFdldi The report also noted the concerns over the
operational independence and autonomy of the Fli¢ghwivere arising from the identified weak
position of the FIU in the existing police struaur

187. The Slovak Financial Intelligence Unit (FIU) wagadished on 1 November 1996 within the
Slovak police as a law enforcement style FIU. A4 dfanuary 2004 the FIU became one of the 8
divisions in the Bureau of Organised Crime, undterfirst Vice President of Slovak Police. At the
time of the & round evaluation, there was no separate legal dadining the roles and
responsibilities of the FIU.

188. The major legal change sincé® 3ound evaluation has been the introduction of tieev
AML/CFT Act, which came into force on 1 Septemb@082. The 8 Part of the AML/CFT Act
prescribes in details all competencies and respiitisis of the Slovak FIU.

Establishment of an FIU as national centre (c.26.1)

189. Pursuant to subsection (1) of Section 26 of the ABHT Act, the FIU shall serve as a national
unit for the area of the prevention and detectibregalisation and terrorist financing. It shall
receive, analyse, evaluate and process unusualatton reports (hereinafter referred to UTRS)
and other information related to legalisation afqereds or terrorist financing for fulfilling thestes
under this Act or under Section 2 of the Act oni¢@Force. According to Section 2 of the Act on
Police Force, the police force performs the follogviasks: “...b) detect criminal acts and identify
their perpetrators, c) co-operate in detection af evasions, illicit financial transactions and
legalisation of incomes from criminal activitiesdginancing of terrorism...”

190. While its roles and responsibilities are clearlgtatl in laws, the FIU itself was not established
by law or regulation. The FIU was established &y Brersonal Order of the Minister of Interior of
the Slovak Republic No. 483/1996 based on the R#enl of the Government of the Slovak
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Republic No. 206/1996. This competence of the Mimisf Interior is based on Article 4 of the Act
on Police Force that authorises the Minister oérior to establish and abolish services of the
Police Force, which operate within the divisiongtod Police Force. The appointment of the head
of the FIU and the FIU’s organisational structurergvboth established by a decision of the Head of
the Bureau for Combating Organised Crime No. 529200 Organisational Order of the Bureau for
Combating Organised Crime. It is concluded thatSlmvak FIU, having been incorporated into the
Bureau for Combating Organised Crime, serves aatianal centre for receiving, analysing and
disseminating disclosures of UTR and other inforamatin relation to suspected ML and TF
activities

191. Section 23 Order of the Head of the Bureau of CdimpaOrganised Crime of Presidium of
Police Force No. 52/2009 on Organisational OrdghefBureau of Combating Organised Crime of
Presidium of Police Force states:

“Financial Intelligence Unit

(1) Financial Intelligence Unit has its seat in Bratish.
(2) Financial Intelligence Unit is divided as follows:

a)
b)
c)
d)
e)

unusual transactions” department,
obliged entities” control department,
international co-operation department,
property check-up department,
analytical department.

(3) Financial Intelligence Unit shall especially:

a)

b)

f)

map, detect and destruct organised groups in &ld bf tax criminal activity, money
laundering, unlawful financial operations, capitahd financial market and terrorist
financing,

perform operational-search activity aimed at opévaal detection of particularly serious
criminal activity, especially tax criminal activitynoney laundering, unlawful financial
operations, capital and financial market and teistifinancing and build up network of
informers and receive other information sources,

in scope of its competence ensure co-operationumitls of the Bureau and law
enforcement bodies in search of and documentimgical activity, gather, evaluate and
make use of especially financial and economic imfdion important for combating money
laundering and take measures,

perform tasks resulting from a special regulation 1

methodologically manage and in selected cases dimate the activity of financial police
departments of units Bratislava, West, Central Badt of the Bureau, decide about
dissemination of information obtained by Finandraklligence Unit upon the performance
of reporting obligation under a special regulatidhpto a unit of the Bureau with local
competence for verification,

in scope of its competence ensure co-operation keitvant domestic and international
authorities, organisations and institutions.”

192. The Slovak FIU currently consists of the followidgpartments: The Unusual Transactions
Department, the Obliged Entities Control Departméime International Cooperation Department,
the Property Check-Up Department (Asset Recovefic€)fand the Analytical Department.
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193. The Unusual Transactions Department mainly dealh WITRsS. It receives, analyses,

evaluates and processes UTRs. Besides processingaited UTRs it is authorised to give advice
and guidance to obliged entities on how to recagaisusual transactions and on specific indicators
linked to possible ML or TF cases. As advised kg dlthorities, this form of providing guidance
and feedback is performed on a daily basis. In tasethe facts indicate that a criminal offence
was committed it submits a case to the law enfoec#rauthority (police investigator) or to the tax
authority if the information is relevant to commertax proceeding.

194, In turn, the main task of the Analytical Departmento collect, keep and analyse statistical

data on ML and TF at the national level. It is msgible for the provision of feedback to reporting
entities on the efficiency of UTRs received by #l&). The Analytical Department prepares and
publishes the annual report of the Slovak FIU adl.vike addition, it supports the analysis of
unusual transactions in complex and serious cabesenmore transactions and money flows are
involved. Employees of this department are in chanf§i making schemes using analytical IT
product of i2’s Analyst’'s Notebook.

195. Police officers of the Check-up Property Departrteste, gather and make use of financial

information considerable for identification of cenproceeds. They closely co-operate with the
Unusual Transactions Department in cases whereast found out that there is a suspicion of
commission of crime. They make an “asset profile” aoncrete person and together with other
financial information from unusual transaction repdhis comprehensive intelligence package is
then submitted to the law enforcement authorityfdiother action.

196. One very important power of the FIU is the authorib postpone the execution of

suspicious transactions. Section 16 of the AML/CAGt prescribes that the FIU can order

postponement of a transaction for a maximum of d&# and if the case is transferred to law
enforcement authorities, for an additional 24 ho&sporting entities are obliged to postpone
transactions themselves if there is a danger tieaekecution of the transaction may hamper the
future seizure of funds.

197. In 2009, the FIU used this authority in 69 casea fatal amount of EUR11,508,280. Out of

these numbers, prosecutor’s office seized €2,201i284 cases. Criminal offences reported in
these cases were fraud, tax and insurance evasiaming, establishing, and contriving and
supporting a criminal group. In the first half dd1D, 41 transactions have been postponed in a
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total amount of €1,894,394, which resulted in 4&@eis by the prosecutors in total amount of
€33,114. (The same offences were reported as yimtgdffences).

Guidance to financial institutions and other repog parties on reporting STRs (¢.26.2)

198. Section 17 (2) and (3) of the AML/CFT Act itselfopides for possible manners of reporting
UTRs and the information that has to be included WTR in detail.

199. In addition, the NBS issued in collaboration wiktte tMinistry of Finance and the FIU the
“Methodological guidance of the Financial Marketp8wvision Unitof the National Bank of
Slovakia of 17 December 2009 No. 4/2009goutection of a bank and branch office of a foreign
bank againstnoney laundering and terrorist financing”. This Nedological guidance deals with
overall systems that banks should put in placeh wite section dealing with the detection and
reporting of unusual transactions. It should howdee noted that this Guidance address only to
banks.

200. In addition to the guidance given to the bankingtae through the mentioned
Methodological guidance, the FIU has published Halines for obliged entities related to
observance of obligations stipulated in SectiofLAML/CFT Law in connection with detection
of unusual transaction (“UT")” on its web site. Beeguidelines are addressed to all reporting
entities and provide for brief elaboration of theps that reporting entities should undertake in
order to effectively detect unusual transactionsother piece of guidance to reporting entities,
which was provided by the FIU on its web site, &dVice to reporting entities related to
deficiencies in content of reports on unusual taahens”. This document aims at drawing the
attention of reporting entities to repeated deficies in reports that are spotted by the FIU.

201. Reporting forms for banks, insurance, real estgeneies, as well as one general form for
other obliged entities are published on the web @ittp://www.minv.sk/?vzory) of the Ministry of
Interior. The evaluators noted that reporting @difrom the financial sector are very well awafre o
the existence of the said forms. It appeared thay use these forms, although some of the
interviewed entities stated that the present f@amat very user friendly and that it could be less
time consuming. The evaluation team was advisetl ttiea forms were agreed in the meetings
between the FIU and the sectors’ representativeide vitheir content is strictly based on the
provisions of the AML/CFT Act.

202. A certificate for using the protected system ofctlenic reporting is issued to every
reporting entity which reported more than twicee®valuators noted that the UTRs are received
on a computer which is isolated from the rest @& IR system. Once received, the report is
entered into the database of the FIU. Every refmmived results in a case opened by the FIU,
which is reflected in the statistics in Annex XIXhis report is checked in the FIU databases,
police databases, and publicly available sourceshHime the account statements of persons
involved the case are collected as well. After clatign of the data collection process, the whole
case is analysed in order to confirm or eliminaten@ry suspicion.

Access to information on timely basis by the FI12§c3)

203. The authorities indicated that the FIU has diremteas to the following law enforcement
databases:

* Information systems of Ministry of Interior of th®lovak Republic and the Police Force:

centralised information system “Centralna lustéa konzola” and also particular isolated
information systems such as:
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* Register of population (identification of a persdirth identification number, date of birth,
address of stay, family members, identification woents including passports, wanted
persons),

* Register of vehicles, information of traffic adnstration agenda, information on restricted
vehicle license numbers, information on registratxd arms, ammunition and firing ranges,
wanted arms, information on registration of foreigwith stay permits in the territory of the
Slovak Republic, information on undesirable persons

* Register of persons in the interest of police @ed ,ZOP*), information on criminal
activities of a person (so-called “OTE"),

* Information on the current state of criminal pragemn against perpetrators within Police
Force (so-called ,AViZzO"),

« Information of the service of border police for fharpose of control of persons and vehicles,

« Information on wanted persons, identification ofurid corpses, information on stolen
vehicles, stolen or lost vehicle license numbers,

* Centralised register of seized, released and feehttles, identified and returned vehicles,

* System of dactyloscopic identification of persons,

» Complete register of firm lines and cell phone nersb

« Centralised register of prisoners,

» Centralised register of prison service in the CZeepublic,

* Register of criminal prosecution files (so-call€aS").

All these databases, with the exception of therakséd register of prisoners and the centralised
register of prison service in the Czech Republat Hre held by the Ministry of Justice, are held by
the Ministry of Interior.

204. The following information can be obtained diredilgm open sources:

* Land Registry — search based on the birth ideatiim number of a person or the
registration number of a company via privilegedspasd access that is given to the FIU
based on the agreement with the Land Registry. @epeblic cannot search database
according to these parameters. Following datadésabsal of the FIU analytical staff:

* parcels- parcel number, land area, type of parcel, ways# of parcel, location of
parcel, legal relationship;

* buildings — registered number, type of building, descriptairbuilding, location of
building;

* owners- surname, name, date of birth, birth identificattmmber, address or name of
legal entity, registration number, seat, sharecebwners;

» land charges

» Business Registry of the Slovak Republic and SrBaisiness Registry of the Slovak
Republic - Following information on legal and maupersons can be obtained directly
from these sources:

* Business name;
* Registered seat;
* Registration Number;
» Date of entry into Business Registry;
* Legal form;
» Scope of business;
» Partners/owners;
* Amount of investment;
e Statutory pointy (proxies);
» Capital.
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205. The FIU has indirect access to the following infatimn upon written request:

» information and additional documents from statehauities, villages, legal and natural
persons under paragraph 1 of Section 76 of theNactl71/1993 Coll. on Police Force as
amended, (See Annex X) According to this sectiatesauthorities, municipalities, legal
and natural persons are obliged to provide regdesteuments and information without
delay if reasons stipulated by other general bigdtrgal regulations do not prevent them
to do so. Practical experience shows that requastgesponded within 30 days at the
latest following delivery of the request, as addibg the authorities. Provision of Section
76 is used for performing all FIU functions incladiclassical FIU functions.

» Information related to clients of banks or foreipgank branches under paragraph 4 of
Section 29a of the same Act, although falling urttierbank secrecy (under paragraph 4
of Section 91 of the Act No. 483/2001 Coll. on Ban&nd on amendments and
supplements to certain legal acts as amended), dégtting tax evasions or unlawful
financial operations or legalisation of proceedscominal activity and thereto related
criminal offences and their perpetrators.

206. It seems that the FIU has direct or indirect ac¢esa vast number of different databases,
which serves as a solid basis for its analyticalkwBvaluators consider this access as being “on a
timely basis” as required by international standaes$pecially bearing in mind the considerable
volume of data which is accessed directly. Furtloeenall databases are integrated within a
satisfactory IT system which is constantly beingiaved. This enables the FIU to act quickly
and effectively in its analytical functions.

207. The FIU also maintains its own database of recelVERs.
Additional information from reporting parties (c.29

208. Pursuant to paragraph 5 of Section 17 of the AMO/G%t obliged entities are required to
notify additional information to the unusual tracsan report and provide thereto-related
documentation on the unusual transaction to thedfillhe basis of a written request. Authorities
advised to the evaluators that additional infororatiequested is provided without undue delay.
The FIU states in a request the timeframe in withehrequest should be executed. The usual time
for a response is two to three days. Based ondpedd (5) of the AML/CFT Act the FIU may
request data only from the reporting entity whictoreitted the UTR. For any other additional
information related to UTR the FIU may make usemvision of Section 21 of the AML/CFT Act,
Section 29a (4) of the Act on Police Force andiBedt6 (1) and (2) of the Act on Police Force.

209. In addition to the abovementioned competences déguesting data and information from
reporting entities, the Slovak FIU is incorporatetb the financial police, thus it is authorised to
obtain information when detecting tax evasions mawful financial operations or legalisation of
proceeds of criminal activity and thereto relateidnnal offences or terrorist financing and their
perpetrators as it is stipulated by paragraph Bextion 29a of the Act No. 171/1993 Coll. on
Police Force and also information related to cleat banks or foreign bank branches under
paragraph 4 of Section 29a of the same act. Aldlmmpetences set out in the Police Force Act
can only be used by police officers of the serviokshe criminal and financial police. (Section
38a).As advised by the FIU, its employees partteipa investigations together with investigators
from other units only in urgent cases.
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Dissemination of information (c.26.5)

210. Paragraph 2 (letters b and j) of Section 26 of MML/CFT Act authorises the FIU to
disseminate financial information to domestic auties for investigation. According to this
provision, the FIU shall:

b) submit a case to law enforcement authoritiékaffacts indicate that a criminal offence has
been committed,

j) provide the tax administrator with informatiorbtained by performing its reporting
obligation provided that such information substets the commencement of tax
proceedings or is essential for the ongoing taxgedings unless the fulfilment of the FIU’'s
tasks is endangered.

211. The evaluators have interpreted this provision tihaauthorises the FIU to disseminate
information that might be related to any criminffieaces including ML and TF offences having
been committed. This interpretation was also cordit by the authorities.

212. In addition, paragraph 3 of Section 26 of the AMENCAct requires the FIU to provide all
information and documents obtained under the AMIIQ¥et to the state authorities that perform
tasks related to protection of constitutional ordeternal order and state security. The FIU
maintains, for these purposes, a separate databat®ning information extracted from every UTR
received.

213. Statistics provided show a significant increasethe number of disseminations to law
enforcement authorities from 17 in 2008 to 816 M2 as opposed to previous years. As advised
by the authorities, this increase in statistica igsult of a new approach in maintaining it. Stets
in previous years reflected only cases disseminatabrding to the AML/CFT Act. However,
statistics kept since 2009 reflect all dissemimegidone by the FIU in its implementation of the
new AML/CFT Act in the next paragraph.

214, The 122 cases pursuant to Section 26 paragraptegsiéa) and (b) of the AML/CFT Act.
According to letter (a any indication on any criadioffence is disseminated to law enforcement
authorities for fulfilling the tasks of the poliderce defined in Article 2 of the Act on Police
Force. According to letter (b) if the facts indeathat a (any) criminal offence has been
committed they are disseminated to investigatorsrder to conduct criminal investigation. As
advised by the authorities approximately 70% ofdisseminated cases have been related to ML
offences. During the on-site visit, the Evaluatamsre advised by the FIU that the statistics
provided for the first half of the year 2010 (SexblE below) have the following meaning: out of
415 disseminated cases in the mentioned period, ch$®s were disseminated according to
Section 26 paragraph 2 letter (b) of the AML/CFTwi.awhile the rest of the cases were
disseminated according to Section 26 paragraplite I&) for fulfilling the tasks of the Police
Force defined in Article 2 of the Act on Police Eer

215. Approximately 70% of 119 cases disseminated irfiteehalf of 2010 refer to ML offences,
as advised by the FIU. This leads to the conclusi@t around 80 cases on ML have been
disseminated in the reference period. As advisethbyauthorities, the most of these predicate
offences in the said period were related to taerafés, fraud, establishing, contriving and
supporting a criminal group, sharing, unlawful mi@cturing and use of electronic payment
means and other payment card and trafficking irranitg. The figure of 415 disseminating cases
in the first half of 2010 was presented to evaltstin the MEQ and was discussed in
considerable details during the on-site visit. Tigre has changed in the present report due to
the fact that other sets of statistics have beewiged to evaluators later on, during the course of
evaluation process. The figures (415 disseminatsks; 119 disseminated according to the
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AML/CFT Law, etc.) presented here are still neededan indication that approximately 20% of
cases disseminated by the FIU relate to ML cases.

216. Significant attention here is given also to pronglinformation to tax authorities which
reported that 442 UTR based cases were received the FIU in 2009. 329 such cases were
received in the period from 1 January to 22 Sep&Frb10. Tax authorities receive entire cases,
not just extracts from UTRs. All these cases ardierred to local tax authorities for the purpose
of collecting tax revenues. Information that colldmper possible criminal proceedings or
performance of the tasks of the FIU (e.g. bankirfgrimation, information obtained through the
use of special investigation techniques) is exéetnd not sent to tax authorities. If there is a
suspicion of any criminal offence of tax evasiontax fraud the case is referred to the law
enforcement body that is authorised to initiate ¢himinal investigation. If there is information
available to the FIU, which can be useful justdoliection tax revenues, the case is referred to
the tax authorities. In these cases the decisiovhtoh authority the case should be referred to is
made by the head of the FIU.

Operational independence and autonomy (c.26.6)

217. The FIU is one of the departments of the BureauCimmbating Organised Crime of Presidium
of Police Force. The Presidium of Police Forcenithe Ministry of Interior.

218. The FIU is hierarchically subordinated to the Miaisof Interior, the President of the Police
Force and the Director of the Organised Crime Buwrdde Director of the FIU is appointed by
decision of the Director of the Organised Crimed&ur. Turnover of directors is very high. At the
time of the on-site visit, the new director hadydméen in the post for several months. The previous
director held the position for three years, whigdcord a duration, as advised by authorities. The
3% round MER also emphasises the fact that directoasiged three times during the period of four
years preceding the report.

219. Although the Slovak authorities are explicit inargretation that the FIU has an adequate level
of operational independence, which has been coefirm practice, no legal safeguards have been
introduced in this regard. However, evaluators haeeheard any indication that the operational
independence of the FIU has been breached so far.

220. The FIU does not have its own budget. Decisionsexecution of the budget are taken at
superior level. The FIU is authorised to propose éxecution of the Police Force budget. As
advised by the authorities, one part of that budgserved for the FIU's activities, and that
whenever substantial requirements of the FIU Slavakere introduced to the Bureau of
Combating Organised Crime they were fulfilled aiméicial sources for activities approved. There
is no fixed term of office for the Head of the FINo formal grounds for dismissal of the Head of
the FIU are introduced nor is the procedure foreafipg the decision to dismiss. The Head of the
FIU is a police officer. The nomination, appointrh@nd suspension of police officers in relation
with superior functions are defined by Article 3Btlee Act No. 73/1998 Coll. on Civil Service of
the Officers of the Police Force, Slovak Informat®ervice, Penitentiary and Justice Guard Force
and Railway Force as amended. These rules appBlifpolice officers and state that “Any police
officer shall be appointed and suspended fromumstfon by respective superior” (paragraph 2 of
Section 33.).There is no fixed term of office foetHead of the FIU. No specific formal grounds
for dismissal of the Head of the FIU are introduc@dth regard to procedure for appealing the
dismissal decision, there is a general procedureafpealing decisions stipulated by Act No.
73/1998 in its Sections 242 and 244 (see AnnexhiX)there is no specific procedure for appealing
decision to dismiss which would be applied agaimstformal grounds for dismissal.
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221. Bearing in mind also other legal provisions whicé axplicit in giving the FIU a leading role in
the whole system, it appears to the evaluatorsitistitl has rather weak position in overall pelic
structure. The "8round MER emphasised this issue but apart forimigiefits roles in laws nothing
has been formally done to strengthen the positidheoFIU.

Protection of information held by the FIU (c.26.7)

222. The evaluators had a chance to visit the FIU aridess how the information held by the FIU is
protected.

223. In terms of technical security, the evaluators ddteat all kinds of obtained information are
saved in and stored in an internal autonomous Htalthse. Each employee has direct access to
this database on the basis of their own login amsbword access. It is possible to monitor and
check all users who have accessed to the database.

224. As far as the building security is concerned, aktnpises of the FIU are connected to a
centralised security desk and any security viohatgsignalised. The FIU premises are separated
from the rest of the building of the Police Forceddquarters. Employees can enter the premises by
entering a personal code.

225. The staff of the Slovak FIU is obliged to keep segras stipulated in paragraph 4 of Section 18
of AML/CFT Act. This paragraph which reads as folfo “Obligation of keeping secrecy shall be
kept by any person who, in the course of performaridasks of the Financial Intelligence Unit or
in relation to them, becomes aware of informatibtamed under this Act.”

226. The evaluators believe that the information held thg FIU is protected securely and
disseminated only in accordance with the law.

Publication of periodic reports (c.26.8)

227. Section 27 of the AML/CFT Act implicitly requirebe FIU to release annual reports, which
deals with keeping statistical data. According lis tparagraph, the FIU shall keep summary
statistical data covering the number of unusuads@ation reports received, the particular ways of
processing unusual transaction reports and thenbeu including the number of cases submitted to
law enforcement authorities or tax administratars d calendar year as well as the number of
persons prosecuted, the number of persons convadtdegalisation of proceeds from criminal
activity and the value of seized property, confisdgproperty or forfeited property and once a year
the FIU shall publish a summary review of thatistatal data in an annual report. Reports of the
FIU shall comprise information on its activities.

228. The Slovak FIU has issued its first annual reportthe year 2009. It contains four chapters
on the history of the FIU and its organisationabcture, legal framework of the FIU and its
functions, description of the FIU’s activities iergral and activities undertaken in 2009, statiktic
data related to ML offences, all criminal offeneesl cross-border cash declarations. No typologies
and trends were presented in this report nor wiassrdguired by the Law. Nevertheless, some
reports on typologies and trends in AML CFT areaehbeen published on the FIU web site.
Evaluators have been provided with “Guidelines lessing companies” which describe some
fraudulent actions related to interconnected congzariGuidelines for credit institutions” related
to misuse of EFT POS terminals, to tax criminaknffes, to procedure upon the discovery of case
of phishing and pharming, to false identificationcdments, and to potential way of terrorist
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financing connected with one legal entity from l@ditArab Emirates. Also, “Guidelines for
advocates related to misuse of client account’beas provided.

Membership of Egmont Group & Egmont Principles »fliange of Information among FlUs (¢.26.9 &
26.10)

229. The Slovak FIU has been a member of the Egmontiissance June 1997.

230. The FIU respects all criteria and carries out @viies as it is stipulated by Egmont Group
Statement of Purpose and its Principles for Infdioma Exchange between FIUs. Within
international co-operation by exchanging informati@lated to ML and TF between FIUs via
Egmont Group network or FIU.NET, the Slovak FIU leasoperated with more than 61 foreign
FIUs from total number of its 115 counterparts e@aithrough Egmont Group network.

Recommendation 30 (FIU)
Adequacy of resources to FIU (c.30.1)

231. The FIU is a specialised unit of the Police Fortehe Slovak Republic integrated in the
structure of Presidium of Police Force as a divisiothe Bureau of Combating Organised Crime.
The FIU consists of 5 departments:

» The Unusual Transactions Department,

* The Obliged Entities Control Department,

» The International Cooperation Department,

* The Property Check-up Department (Asset Recovefig€)f
» The Analytical Department.

232. The staff of the FIU working for the above mentidndepartments, including superiors, the
Deputy Head and the Head of the FIU, are all patiffcers of the Police Force of the Slovak
Republic. The required professional qualificatidos their positions include a university degree,
preferably in law, security services and econonaasl, previous practice within the police force.

233. The FIU employs 37 police officers and 1 civil sEmv as at the time of the on-site visit. In
Unusual Transactions Department, which deals witilysis of unusual transaction reports, there
are eight police officers including the head of altyment.

234. The premises of the FIU are situated in the Pokcece Headquarters building, but are
separated from the rest of the building. It sedmas the space of these premises is adequate in for
the present number of staff. Authorities informeuke tevaluators that the budget for the
reconstruction of premises was approved and itheduled to be finished by the end of 2011. The
authorities reported that the FIU pays speciahétia to its information technology system which
is constantly being improved. The full list and dfieation of hardware and software that is on
disposal to the FIU staff is provided in Annex XIXhe authorities further reported that plans for
improvement of the said system have already beproapd. Software MoneyWeb that will ensure
communication between the FIU and obliged entitdeneyWeb is planned to be a web portal
with three layer architecture containing followimgodules: electronic registry being electronic
bulletin as well with information on black listgdislation, information exchange between the FIU
and obliged entities, the database module and toeident Management System. The electronic
registry and database module are two separatasydtéerconnected via standardised interfaces

® Authorities further reported that the Annual Repor 2010, which was published by the end of Jaf&1,
shall include typologies and trends.
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235. Apart from its core FIU functions, (receiving, aygihg and disseminating UTR as well as
requesting additional data) described previouslyhim report, the Slovak FIU is obliged by the
AML/CFT Act to perform some other functions suchsapervision of obliged entities

236. The FIU devotes a significant portion of its adigésé to supervision competence. The FIU
supervises all reporting entities. Other superyidmodies, the NBS and the Ministry of Finance
notify the FIU on all their activities. The FIU i3 charge of co-ordinating these activities as sl
imposing all of the sanctions provided in the AMETCAct. Sanctions are imposed according to
the general administrative procedure rules.

237. Outreach activities are also one of the prioritiethe FIU.

238. The evaluators got an impression from meetings ldeldng the on-site visit that various
stakeholders in the AML/CFT system recognise tHé & a lead authority in this field. This was
observed both from the representatives of repogintgies and state authorities, which tend to rely
on the FIU for most issues in co-ordinating andrionphg the AML/CFT system.

239. The evaluation team considers that additional measshould be taken by the authorities to
adequately fund and staff the FIU. Additional tdchhresources would also be required. This
assessment should be read particularly in conjmetith previous statements on the FIU having a
lot more responsibilities and competences tharetescribed as FIU core activities.

240. The budget for the FIU has steadily increased batv#906 and 2010. It is generally divided
into 3 allocations: 1) staff costs; 2)operating aagbital costs; 3) financial (special) costs. The
budget of the FIU for 2011 is €1,200,000 includiegpenses in the amount of €250,000 for
reconstruction of new premises for FIU staff. Theldgpet for the FIU in 2010 was approx. €920,000
for 2010, €895,000 for 2009 and €847,000 for 2008.

Integrity of FIU authorities (c.30.2)

241. Employees of the FIU are police officers. They @eruited under Section 14 of the Act No.
73/1998 Coll. on the Civil Service of Officers oblRe Force, the Slovak Intelligence Service,
Penitentiary and Judicial Guard Force of the Slarakublic and the Railway Police as amended,
where conditions of eligibility and recruitment peedings are stipulated. According to this section
recruits should be age over 18, be respectablerel@ble, meet the requirement of general
education determined for the performance of fumctidere he is to be appointed, be capable for
the performance of service from the point of view health, physical and psychical state,
accomplished basic military service or alternaseevice if not being subject to military service,
knows state language and has permanent residerthe territory of the Slovak Republic. To be
respectable for purposes of this act means thatiteeas not sentenced for an intentional criminal
offence. To be reliable means that recruit doescnasume alcoholic beverages excessively, use
addictive substances or that other facts are na&ated during recruitment that do not guarantee
proper performance of civil service.

242. Requirements for their professional qualificatiaare having a second degree university
education or university degree, preferably in laagurity services and economics and previous
practice within police. The staff of the Slovak Fhéld certificates issued by the National
Security Bureau. They are obliged to abide by cmmfiiality rules as set out by the AML/CFT
Act.
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Training of FIU staff (¢.30.3)

243. The authorities reported that the new employeesiited by the Slovak FIU are trained
internally immediately upon their recruitment. TR&J staff has been stable since 2004 and
received regular training within the FIU on newntls and typologies. They have also received
educational input from foreign information and cuis.

244, The FIU members participated in a number of semireard workshops organised by
Europol, CEPOL or other foreign authorities in theea of money laundering and terrorist
financing. (see details of trainings in the Annex)X

Recommendation 32 (FIU)

245. The FIU is legally obliged to maintain statistias the number of unusual transaction reports
received, the particular ways of processing unusaakaction reports and their number including
the number of cases submitted to law enforcemethioaties or tax administrators for a calendar
year and the number of persons prosecuted, the eruofipersons convicted of ML and the value
of seized property, confiscated property or foe@iproperty. In this regard the FIU is authorised t
request from public authorities and obliged ergit&#l documents and information necessary to
keep that statistical data.

246. The FIU maintains comprehensive statistics on ualusansaction reports, on cases opened and
disseminated to competent authorities with breakdmfv which authorities are provided with
information, on international co-operation with dagn FIUs, on transactions postponed after
receiving UTRs, on reports received form Customsash transfers and on feedback received from
law enforcement on results of the cases dissendinayethe FIU. All statistical information is
maintained in a computerised database which enablés visualise statistics with relevant
breakdowns.

247. The issue of concern regarding statistics keptleyRIU is in close relation to its activities and
role in the overall system. Namely, as the FIUGBged to analyse and disseminate the cases which
are related to all criminal offences, cases whiciy e the concern of security services, tax
administration etc, the statistics maintained amviped to evaluators, do not appear to concentrate
on ML or TF cases, but on all criminal offences atyu This could be useful in reviewing the
system in place for combating crime in general batld be misleading in reviewing the
effectiveness of the specific AML/CFT sub-system.

248. Law enforcement authorities provide some kind efifeack to the FIU regarding the cases that
the FIU disseminates. This feedback concentrateswonbers of cases that are submitted to
operational units and investigators to undertaké tompetences on the basis of the Act on Police
Force or the Criminal Procedure Code. Accordinthie data, the FIU can see the number of cases
that resulted in formal investigations and eveyualosecutions. More substantive data is missing
here so the FIU can see the actual backgroundsefsoa.g. whether investigation is conducted on
predicate crime only or money laundering only othbavhat predicate crime was involved and
other facts of cases. This should especially behesiped because the FIU disseminates cases on
the basis of various legal acts and on all crimaftdnces, not just ML and TF.

Effectiveness and efficiency
249. Employees in the FIU have direct access to a waakpolice databases and publicly available

sources, which were integrated within a satisfactdrsystem that is constantly being improved.
This enables it to act quickly and effectively s analytical functions.
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250. The FIU employees are professional and motivatbe. dverage time for analysing a report is
30 days with a maximum of 60 days in complex c@séch is also monitored by the IT system).

251. The AML/CFT Act requires the FIU to disseminate esago law enforcement bodies which
relate to all criminal offences, not just the MLdahF. A large number of cases that are analysed
and disseminated to law enforcement authoritiess degseminated in accordance with the letter (a)
of Section 26 of the AML/CFT Act, which requiretkIU to disseminate any indication of any
criminal offence. In all of these cases there isiaed for a clear link to ML or TF (See paragraph
255 above). This work is done by the FIU as angirstiepart of the Police force. This fact highlights
the issue of non-specificity of the FIU in the aalempolice structure, which in the view of the
evaluators, is unfortunate. In the situation whbeeFIU is in charge of the system itself, and wher
the effectiveness of prosecution and adjudicatioMb cases is of the major concern, the FIU is
the body that should take the responsibility ofegating the cases that would lead to convictions
for serious ML casesEspecially, internet fraud activities like phishirand pharming take
significant place in the FIU’s daily work. Moreoyehe FIU is obliged to inform tax authorities on
possible tax evasion cases, and to maintain aaepdatabase of information extracted from UTR,
which is made available to Security Services inv&kma. Although Slovak authorities are firm in
the position that the FIU as police unit cannotcamtrate on just a few specific criminal offences
and that the fact that the FIU analyses and diss#es information on all criminal offences equally
can only be the benefit or advantage in FIU woxlgleators are still on the position that all these
additional requirements do not allow the FIU to @amtrate sufficiently on ML and TF, which in
the view of the evaluators should be the main fo¢hss raises concerns about the effectiveness of
the overall AML/CFT system in place, especially fi@gin mind that the AML/CFT Act itself puts
the FIU in the centre of that system, thus putbingit the factual responsibility for co-ordination
and development of the whole system. The FIU shawsgery high level of dedication to its
responsibilities in this sense, but it is arguabteether this goal could be achieved with present
level of resources and its position in the ovepalice structure and AML/CFT system as a whole.

252. Data presented above not only related to ML offertbey are related to all offences that have
been analysed and disseminated by the FIU on ptieelicate offences. Data specifically related to
ML could not be provided. This table is preparedtiy Slovak authorities and should be read in
conjunction with paragraphs 215 and 216 of the mteprhich state that approximately 20% of
disseminated cases relate to ML. Statistical data 2009 is more comprehensive than previously
due to legislative requirements to keep statistidse table also shows that the FIU does not
disseminate cases to the prosecutor’s office digeatit only to different departments of the Police
force. There is no link between the number of itrdants and the figure (0) of disseminations to
prosecutors. The FIU can only receive the feedlmackumber of indictments which have gone
through police channels. Information on autonomidisindictments could not be provided by the
authorities, as this information is not kept by EHE. From the statistics presented below it isyver
hard or even impossible to establish ultimate éffeness of the AML/CFT system that results
from UTRs. Unfortunately, the authorities were abte to demonstrate how many convictions, if
any resulted from UTRs. The FIU estimated that 8800 police cases in 2010 were originated by
UTR system, which were said to relate to fraud, adéfiences and drug trafficking. The outcome
information however was not available.
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Table 12: Statistics on naotifications and judicialproceedings relating to UTRs

2006 2007 2008 2009 2010 (to
June)

ML TF ML TF ML TF | ML | TF ML TF

Number of STRs 1,457 14 1910 1p 2,157 16 2630 |564152 55
Cases opened by the FIU 1,566 14 1,936 9 21258 | 1630 P656 2415 55
Notifications to law enforcement (police) N/AN/A | NJA | NJA | N/A | N/A | 805 56 761 55
Notifications to prosecutors N/A  N/A NA NA NA W| O 0 0 0
Notifications to tax authorities N/Al N/A NA NA MW | NA | 412 0 549 0
Number of indictments based on UTRs NIA  NYA  N/A  N/AN/A | N/A'| 68 0 4 0

Number of persons indicted on the basis Oﬁl/A

UTRs N/A | N/A [ N/A | NJA | N/A | NA | N/A | N/A N/A

Number of convictions based on UTRs N/A  N/A  N/A NAN/A | NJA | N/A | N/A N/A N/A

Number of persons convicted on the basis Of(I/A

UTRs N/A | N/A | N/A | NJA [N/A | NJA | NA | N/A N/A

* N/A = Not Available

2.5.2 Recommendations and comments

Recommendation 26

253. The AML/CFT Act defines the FIU as national unit the area of prevention and detection of
money laundering and terrorist financing. This fsmn is supposed to enable the FIU to be the
leading national authority in this matter and ate® overall co-ordinating body of the various state
bodies in the different parts of the system. THeg i8lgradually becoming the leading player in the
system. It makes impression of a proactive andethli institution which could take the leadership
role. Nonetheless, the FIU continues to have aeratfeak formal position in the current police
structure.

254. The new AML/CFT Act describes in detail the compets of the FIU, but it does not resolve
the issue of its status. Significant work has bdeme by the FIU since thé&*3ound evaluation, but
still, the main issues remain have not been comlyletesolved. It is work in progress and
authorities should focus more on resolving thenme €kaluators continue to have concerns about
the strength of the unit, given its organisatigmadition in the Police structure, to bring togetalkkr
the ministries and other state bodies in ordernsuee the system works effectively. Concerns
regarding operational independence and autonomyairemnresolved from the ™3 round
evaluation, as formal legal safeguards to protextoperational independence of the director of the
FIU have not been put in place. Therefore, Slowgharities should introduce formal safeguards to
ensure the FIU’s operational independence and aotgn

255. The FIU’s position in the police structure and lire tAML/CFT system as a whole should be
revisited.
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256. The FIU should be encouraged to concentrate moMLloand TF cases. At the moment a lot of
resources are employed to analyse internet frauedigate offences and tax evasions. It is
recognised that there can be a clear benefit ofmtik of the FIU in fighting crime generally,
especially dealing with various forms of predicatéminality, where the FIU is tracing and
detecting the criminal assets through the investiga of the predicate offences. If the FIU is
concentrating on the predicate offences the ewalsiavould expect some positive results on the
confiscation side. Unfortunately this has not bdemonstrated. Thus in the absence of meaningful
statistics which can show results, serious doukitt en the effectiveness of the system in fighting
proceeds—generating crime generally.

257. The FIU should continue with its activities in pightion of periodic reports. These reports
should include information on trends and typologies

Recommendation 30

258. The FIU needs more resources both human and matspecially due to the fact that the FIU
is widely seen as a lead player in AML/CFT areanddt all other stakeholders met on-site, both
state bodies and reporting entities mentioned the if this sense, thus relying on the FIU to
promote the development of the system.

259. The FIU is vested with the whole range of tasksobelyits core functions, e .g. supervision of
reporting entities, outreach to the financial se@nd DNFBPs, awareness raising and training
activities, drafting legislation and guidelines.efdl of the departments should be strengthened,
especially the UTR and the Supervision Departments.

260. Outreach to the financial sector and DNFBPs is sseane of the priorities of the FIU work.

The FIU has done a lot in this regard since tHedind evaluation bearing in mind the level of
resources allocated. More substantial resourcaddhe allocated to the FIU for these purposes.

Recommendation 32

261. The AML/CFT specific statistics should be collectezbularly apart from statistics on all
criminal offences which are subjects of interesthef FIU.

262. More substantive feedback from law enforcement d®din ML or TF cases is needed in this
regard.

2.5.3 Compliance with Recommendation 26

Rating Summary of factors relevant to s.2.5 underlying ovall rating

R.26 PC » Concerns over the weak position of the FIU in tbkce structure and
the system as a whole.

* Lack of legal safeguards for its operational inaejsnce.

* Annual reports should contain information on treadd typologies.

* The FIU does not concentrate sufficiently on ML ardwhich should
be the main focus, but rather on all criminal otfes equally.

« Effectiveness of the FIU work on specific ML/FT eascannot be
appropriately established since statistics retatltcriminal offences.
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2.6 Cross Border Declaration or Disclosure (SR.IX)

2.6.1 Description and analysis

Special Recommendation IX (rated PC in thé &und MER)

263. Slovakia was rated partially compliant in tH& ®und MER stating that the declaration system
had been introduced just before the on-site vigit that Slovak authorities were not aware of those
provisions. It was recommended that the Slovak aittes should take necessary measures to
ensure effective compliance with SR IX. At thatdirBlovakia had a domestic system put in place
by the Act on Customs, which had not been fullysidered, pending completion of the relevant
EU legislation.

264. The cash control system in Slovakia is based onRbgulation (EC) 1889/2005 of the
European Parliament and of the Courtafil26 October 2005 on Controls of Cash Entering or
Leaving the Community (hereinafter: Cash Contrajiation), which came into force on"15une
2007. As an EU Member State this Regulation isctliyeapplicable in Slovakia to cross-border
transportation of currency and bearer negotialdtruments at its borders with non-EU countries.

265. In addition to the Cash Control Regulation, there several other laws in place which are
used in Slovakia in order to implement the requaeta of SR IX. The Act No. 199/2004 on
Customs Law and on Amendments and Supplementsne $ats (hereinafter: Customs Act) and
the Act No. 652/2004 on State Administration Bodrethe Field of Customs and on Amendments
and Supplements to some Acts (hereinafter: CusiBmaées Act) which have been provided to the
evaluators during the course of the on-site visit.

266. As advised by the authorities, the Cash ControluReipn is directly applicable while the
other two mentioned Acts deal with specific issnescovered by the Cash Control Regulation. For
the purpose of this report the evaluators regatidedC Cash Control Regulation and the Customs
Act as the legal basis for the cross-border detbtarasystem in Slovakia. Subject to the footnote
below the evaluation team have assessed the comopliaf the Cash Control Regulation and the
Customs Act with the FATF standards as well asrtlmplementation in Slovakia with an
increased focus on effectivenéss.

267. Article 3 of the Cash Control Regulation establgsha obligation to declare cash in the value
of €10,000 or more when entering or leaving the §pdce. This obligation meets the prescribed
threshold in the essential criteria which cannateexi €15,000. The Regulation prescribes that an
incorrect or incomplete declaration cannot be takemean that the obligation is fulfilled.

" MONEYVAL discussed the evaluation of SR IX in itt/ ember States in the follow up round during i%'3
plenary meeting in April 2011. MONEYVAL noted thamder the supranational approach, there is a prdibon
for a prior supranational assessment of relevanbSReasures. It further noted that there is asngeprocess or
methodology for conducting such an assessmenb(aith one is planned). Pending the FATF's 4th roasdan
interim solution, MONEYVAL agreed that it will caimue with full re-assessments of SR.IX in the 6 a@nmg
EU countries to be evaluated (which includes Sl@jakThese countries will be evaluated using th@-no
supranational approach. Nevertheless, it noted fbiathe purpose of Criterion IX.1, the EU hasbeecognised
by the FATF as a supranational jurisdiction anddfae there is no obligation to comply with thisterion for
intra-EU borders. Downgrading solely for the ladkaadeclaration/disclosure system is thus not gmjeite. The
other criteria that mention supranational appro@hx.4, C.IX.5, C.IX.7, C.IX.13 and C.IX.14) wouldot be
evaluated against the requirements that applyetipranational approach, and C.1X.15 would nat\mduated.
The FATF was advised of this solution as it invelva departure from the language of the AML/CFT
Methodology. At its plenary meeting in Mexico inndu2011 the FATF took note of this interim solutfon EU
Member States in MONEYVAL's follow up round.
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268. Article 2 of the Cash Control Regulation definessh” as including currency and bearer
negotiable instruments including monetary instruteeim a bearer form (such as travellers
cheques), negotiable instruments that are eitharbearer form, endorsed without restriction, made
out to a fictitious payee, or otherwise in suchoanf that the title thereto passes upon delivery as
well as incomplete instruments (such as promissoigs and money orders) signed but with the
payee’s name omitted.

269. Paragraphs (1) and (2) of Section 4 of the Custdotgprovides for an obligation to report on
the import, export, and transit of pecuniary mean®ther means of payment in following the
manner:

“Import, export, and transit of pecuniary meansdash or other equivalent means of payment
across the customs area of the Union is subjecustoms supervision. Other equivalent means of
payment are understood to be securities, chequeshdis of exchange, precious metals, and

precious stones.”

270. A person who imports, exports or transits pecuniaeans in cash or other equivalent means
of payment pursuant to paragraph 1 in the totallarhequivalent to an amount of at least €10,000
is obliged to report this fact to the relevant ©uss Office in writing in a form. (Section 4 of the
Customs Act)

271. Nevertheless, it is unclear to the evaluators wiichis implemented in practice. Both pieces
of legislation are in force and both stipulate mikir obligation of establishing a cash declaration
system but some inconsistencies exist between them.

272. An inconsistency appears to exist regarding repgrforms, which are used in practice.
Slovak authorities indicated that reporting formee anade available to passengers on the
borderlines, and that is the National Declaratiomtprovided in the Customs Law. The so-called
the “Common Declaration Form” that was elaboratéithiwv the Cash Control Working Group of
the European Commission, which, at the same tisnesed by the rest of the EU Member States in
their respective languages is still not used irctiza. However, as advised by the authorities, the
Customs Authority intends to use the CDF worked lmuiCash Controls Working Group. They
have also reported that the implementation reqdiudigment of two conditions: the updated CDF
which should be a result of one of the PG “B” fas@ Controls “Elaboration of an EU CDF and its
implementation“ and legislative amendments to tieex 01 to the Customs Act. The form given
in the Customs Act does not correspond to the farmexed to the Cash Control Regulation.
Although authorities clarified that only one refogt form is used in practice (as provided in the
national legislation) the legal issue remains thatCash Control Regulation is directly applicable
in the Slovak Republic as the integral part of Bi¢ but in parallel with the national legislation
dealing with same issues (Customs Act).

273. The Customs Act provides for the obligation to maldeclaration also in cases of “sending to
a third country or receiving from a third country postal item or other consignment containing
pecuniary means in cash or equivalent means of ayto a total amount equivalent to an amount
of at least €1,000".

274, With regard to obtaining further information frorhet carrier regarding the origin and
intended use of the currency and bearer negotiabkns, the customs offices are able to exercise
the control of performance of the declaration ddign. In the event of control, the customs office
is authorised to require the necessary co-operdt@mn controlled persons. The customs office
exercises control in accordance with authorisateoms with the application of means pursuant to a
specific regulation. This specific regulation islde understood as the Customs Bodies Act No.
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652/2004, which specifies competences of admirtiigrdbodies in customs related issues. Section
17 of the said act statdéisat “customs officer is authorised to request resesy explanation from
the person that may contribute to clarification tbe facts necessary for uncovering a customs
offen...” This includes non-declaration or false declarabf cash. Furthermore, the same section
states thatln case of need, customs officer is authorisedath on a person to present it at once or
at a given time to the customs office for the pagsoof drawing up a record and explaining itself.”
Effectiveness of the implementation of this promsiwith regard to declaration system cannot be
assessed due to absence of cases where a falamtienlor failure to declare has been discovered.

275. With regard to the authority of competent bodiesstop or restrain currency or bearer
negotiable means, Slovak authorities rely on pioris of Section 22 of the Customs Bodies Act
No. 652/2004 which deals with “Authorisation for tBetion of an Article” in the following
manner: “if there is a justified suspicion thataaticle, goods or papers connected with a criminal
offence or misdemeanour committed in connectiorh wifringement of customs regulations or
violation of customs law pursuant to a specificulagon (including non-declaration or false
declaration of cash), or with infringement of tsssassments and if it is necessary for finding out
the facts, the customs officer is authorised taidethem for the execution of necessary operations.
The detention may last for 60 days.” Again, du¢htm absence of any case of failure to declare or
false declaration, effectiveness of this provisiannot be established.

276. Any recorded cases of cash controls at border msstuffices, be it an orderly record of a
declared amount or a case of false declarationflaeel cash detected, will remain at the disposal
of the customs and the FIU for possible futurerezfee normally for 5 years, and then they are
archived.

277. Information obtained by customs authorities is pfed to the FIU once per month. Paragraph
5 of Section 4 of the Customs Act states thidte Customs Office sends the completed forms
pursuant to paragraph 2 and notifications on infament of customs regulations pursuant to
Section 72 Par. 1 letter n) to the Financial Polfgervice of the Police Force by the fifth day ef th
calendar month following the month in which thessd occurred.”

278. The Slovak FIU obtained five reports in 2009 itk amount of €124,500 from the Customs
Authority of the Slovak Republic related to trandpaf funds on enter from Ukraine to Slovakia. In
all those cases, transport of funds in cash in EMR® carried out by Ukrainian citizens declaring
that the purpose of funds was to purchase a vamdrcases, to purchase a car in two cases and to
purchase consumer goods in one case. Germany wémeatk as a destination country for the
purchases. Declared purposes of purchases werfeeddoy the Slovak FIU with the following
results: in one case the declared purchase wasllgcfulfiled - the vehicle was bought in
Germany and transported through the Slovak Republidkraine. In other cases no transport of
goods from the Slovak Republic to Ukraine was rdedr The FIU used these reports from
Customs Authority in a same way as it uses unusaasaction reports sent by reporting entities.

279. From the information received on-site, it is nothdt the Customs Administration sent 22
cash declarations in the period form 1 January 201P0 September 2010. In 20 of these cases
Ukrainian citizens declared the funds at the bgrstating the purpose of buying a motor vehicle.

280. No cases of false declaration have yet been reddigl¢he Slovak authorities.

281. The Slovak authorities reported in the MEQ that ¢beordination between customs, police
and immigration authorities on the national levelexecuted within the Interagency Integrated
Group of Experts. This group consists of the repmesives of the FIU, the NBS, the Ministry of
Finance, the Tax Authority, the Specialised GenBrakecutor’'s Office, the General Prosecutor’'s
Office, the Ministry of Justice, the Customs Auihgrthe Unit of Combating Terrorism of the
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BCOC, the National Anti-Drug Unit of the BCOC artBureau of Justice and Criminal Police of
Presidium of the Police Force meets usually thieed per year and deals with policy issues
related to the AML/CFT. The operational co-openatiand co-ordination between authorities
present at borders does not seem to be sufficibenvit comes to the cash control. The border
police would normally notify the Customs Office sbme goods or merchandise are discovered
during the security checks, but not the cash ordreaegotiable instruments. If cash or bearer
negotiable instruments are found, the police wastddt their own investigation, if a suspicion exist
on a possible criminal offence.

282, The Convention on mutual assistance and co-oparagtween customs administrations, so
called Naples Il Convention, is commonly used ie fhternational co-operation. As an EU
Member State Slovakia also applies the EC Reguldiits/97 on mutual assistance in customs
matters.

283. Within the EU, law enforcement sensitive informatis shared between customs both via
formal and informal channels (bearing in mind theet factor in the latter case). An important
element of exchanging cash control related infoiwnats the platform set up by the EU
Commission which is the Cash Control Working Grauigh participants of customs officials of
every EU Member State, convened on a regular bakis. RIF system is accessible to all EU
Member States’ customs authorities thus ensuriagithely and prompt access to all cash control
related suspicious cases, trends

284. Information on suspicious cash movements are recoathd stored in the RIF system, which
is accessible to all customs services throughau&t. In case of third countries, information can
be exchanged on request by competent authoritiegitbér third countries or their Slovak
counterpart if rules of professional confidentiglibilateral agreements and data protection so
allow.

285. The Slovak Customs Authorities regularly receivéoimation from other member states
about new trends and seizures in the field of ¢astsfers. This co-operation is informal but very
useful. Slovak Customs Authorities have particigatethe international control operations focused
on the illegal money transfers, money laundering tamrorist financing. They reported that they
had involved in the operation ATLAS, which focusedthe physical cross-border transportation of
currency or bearer negotiable instruments and pdade in October 2009 at international airports.

286. It is left to the Member States by the Cash CorfRegulation to lay down penalties, which
under Article 9 have to be effective, proportionatel dissuasive. Section 72 of the Customs Act
No. 199/2004 states that a violation of customs daveustoms offence is committed by the one,
who does not fulfil the obligation to report castbearer negotiable means pursuant to Section 4 of
the same act. The Customs Office is the body thatompetent for imposing sanctions, which
include fine and forfeiture of goods or an article.

287. A fine up to €99,500 may be imposed for violatidrcestoms law according to the gravity of
violation of customs regulationd fine imposed for violation of customs law is phaiawithin 30
days from the day when the decision by which it wagosed comes into force. The forfeiture of
goods or an article may be imposed, if the goodsnoarticle in the property of a perpetrator were
used or designated for committing violation of ounss law or were acquired through violation of
customs law, or were acquired for goods obtainealitih violation of customs law. The forfeiture
of goods or an article may be imposed, if the valugoods or an article is in an obvious imbalance
to the nature of violation of customs law. The éittire of goods or an article may be imposed
independently or together with a fine.

288. Sanctions provided in the Customs Act are generafiplied for all so-called customs
offences such as illegal import or export of go@i®iding customs supervision, including the false
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declaration or the failure to declare. The fine atbhcan be imposed is also given in general as a
maximum penalty for all customs offences and iusto the customs office to determine the
gravity of specific acts. Since no penalties haeerbimposed for failure to declare or false
declaration of cash and other bearer negotiablensngat, the evaluators are not in a position to
assess whether these sanctions are effective, pim@ade and dissuasive. In other words, there is
no practice established by the customs authontiés regard to penalties for false declaration or
failure to declare and in the absence of speciépafiies prescribed for these violations it is
impossible to assess whether the sanctions aigeinvith the international standards.

289. Forfeiture of articles or goods is also used intmws usual work but it is arguable whether
this sanction can be imposed in relation to castirots, especially bearing in mind the provision
which states that forfeiture of goods or an artiokey be imposed, if the value of goods or an articl
is in an obvious imbalance to the nature of violaf customs law.

290. Overall, the effectiveness of the sanctioning regaannot be established.

291. Physical cross-border transportation of currencybearer negotiable instruments that are
related to TF or ML is considered as a crime adogrtb the Criminal Codéf it is established that
currency or bearer negotiable instruments are padxefrom, instrumentalities used in or
instrumentalities intended for use in the commissibany money laundering, terrorist financing or
other predicate offences this Act. As a resultficgeht evidence should be available for initiating
criminal proceedings. It should be noted that qaeston confiscation, freezing and seizing of
proceeds related to money laundering or terrontnicing discussed under Recommendation 3
apply accordingly to situations involving casesitedl to SR IX.

292. As advised by the customs authorities, they rectigdists of terrorists from the Ministry of
Foreign Affairs regularly. Authorities, however,utd not specify the legal basis of this practice
and the frequency of receiving of the lists frore Ministry of Foreign Affairs. Customs officers
check these lists whenever export to some counthatsare considered more risky occur. Issues
and consideration stated earlier in the reporélation to SR 11l also apply to SRIX.

293. Authorities advised that notification of suspiciausunusual cross-border movement of gold,
precious metals or precious stones can be prowddegbontaneous information in the framework of
Naples Il Convention or in a framework of a bilaleagreement, or through Europol or Interpol.
However, no such a case has been recorded.

294, Systems for reporting cross border transactionssafgect to the Act No. 428/2002 on
Protection of the Personal Data. There seem tdrio¢ Safeguards in place to ensure proper use of
the data that is reported and recorded.

295. With regard to the training activities, Slovak aarities rely on basic customs training. In the
scope of this basic customs training, customs @f§i@re receiving training on cash control, as it i
an integral part of the customs law. Awarenessngiactivities are undertaken as a part of already
mentioned joint customs operations with customdaittes of other EU Member States. No
specialised training in the area of control of casld other bearer negotiable means or combating
ML and FT is available to customs officers yet.

296. Customs authorities met on-site advised the vatsdtat the customs criminal offices, which
exists in the structure of the Customs Administraticoncentrate on investigations of criminal
offences closely related to illegal cross borddivdies such as smuggling and drugs trafficking.
Cross-border transfer of money is not the prioatythe moment. If money is discovered during
investigations of customs related offences, the easuld normally be transferred to the financial
police for investigation due to practical difficel$ in providing evidence. The evaluators notedl tha
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the co-ordination and co-operation in this kinccages are at a very low level. Customs offices do
not concentrate on possible ML or TF cases. Furtbes, regular controls of passengers are done
on arrivals but rarely on departures. The same gwesxport and import of goods where imports
are checked but not the exports. No specific irtdisafor customs officers are developed in order
to recognise possible ML or TF on borders nor ecffft training provided in this sense, while the
awareness raising is still in the initial phase.

297. The evaluators were advised that passengers agnsoade informed on their obligation to
make declarations by posters, which are placedreryéorder crossing. It appears that arriving air
passengers are not supplied with a declaration foran to landing, and are not otherwise advised
prior to arrival of their obligation to make a da@tion. These measures should be reconsidered in
the light of very poor reporting of cash and othearer negotiable instruments, in order to ensure
that travellers are aware of their obligation taldee these instruments.

Additional elements

298. From what has been seen on-site and from the ME@geims that Slovak authorities pay little
attention to the implementation of the measuresgein the Best Practices Paper for SR.IX.

299. Reports are maintained in a computerised database.
Recommendation 30 (Customs authorities)

300. The total number of customs staff employed on custactivities — physical controls of goods
entering or leaving EU — is as follows:

Customs Office (CU) Place Number Customs branch
CU Bratislava Bratislava 6 airport
CU Trnava Piggny 6 airport

CU Poprad Poprad 6 airport

CU Zilina Dolny Hritov/Zilina 6 airport

CU KoSice KoSice 13 airport
CU Michalovce Cierna nad Tisou 38 railway
CU Michalovce VySné Nemecké 102 road
CU Michalovce Ulba 42 road
CU Michalovce Vé&ké Slemence 12 road

*the available number of the customs officers ogiwen day is one quarter from total number of staitl
customs officers are responsible for carrying duhe all physical controls (not only cash contyols

Recommendation 32

301. Comprehensive statistics are maintained regardéutpdations made by travellers as described
above. However, there are no statistics on caséslsef declarations or failure to declare, nor on
suspicious cases of possible money launderingroriem financing, but this issue is attributed to
the effectiveness of the system itself, not todtagistics maintained. Both customs authorities and
the FIU hold these statistics. Five reports in 2808 22 reports on cross border transportation of
currency in the period from 1 January 2010 to 20t&aber 2010 were recorded.
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Effectiveness and efficiency

302. Although the Slovak authorities seem to comply watme of the criteria under the SR.IX,
some deficiencies remain, as noted above.

303. The very low number of declared transfers of casttloer bearer negotiable raises concerns on
the effectiveness of implementation of the declamatsystem. Moreover, no cases of false
declarations or failure to declare have been rembrdhe Slovak authorities should take urgent
measures to establish reasons for this situatidi@address the issue in appropriate manner.

304. It seems that little or no attention has been gitenthe actual implementation of the
requirements of SR IX. No specific measures hawn hmdertaken in order to detect possible cash
movements. No indicators or other forms of guideditnave been provided to customs officers in
order to enable them to recognise possible castements or suspicion of possible ML or TF, no
effective co-operation between customs and otlete dbodies presented at borders, no regular
scrutiny of passengers on departures or goodsparex Movements of cash are subject to work of
customs office only in cases when cash is discaverether actions performed, such as house or
baggage searches and even then, cases would bketrad to the police for investigation.

305. No sanctions have yet been imposed. Bearing in rhiatl sanctions in the Customs Act are
given in general terms for all customs offencess itrucial that some practice is established for
specific offences of false or non-declaration. Efffectiveness of the sanction regime thus cannot
be established.

306. There are no ML/TF investigations triggered fronoss-border cash declarations nor are
customs officers provided with guidance regardimdjdators neither for recognising possible ML
or TF nor on procedures to follow when an illegasospicious transfer is discovered.

2.6.2 Recommendations and comments

307. Slovak authorities should remove all inconsistentiat exist in the legal framework so as to
avoid legal uncertainty with regard to the implema¢ion of SR IX. Although, inconsistencies in
the legal framework regarding declaration forms banconsidered as a minor flaw, the system
could only benefit from the existence of just oaparting form in place.

308. Slovak authorities should take steps to raise avesof arriving and departing travellers by
making the sign alerting travellers to the requigais at ports of entry and exit much more visible,
and perhaps in several languages.

3009. Specialised training activities related to SR IX the staff of the customs administration
should be organised.

310. Slovak authorities should take steps to heighterathareness of customs officers and all other
competent bodies present at borders (e.g. potimmjgration office) of the obligations arising from
SR IX. Also, clear and effective mechanisms andcc@dores should be developed for the daily
operational co-operation and co-ordination in ergeaof intelligence and other information
between all bodies present at the borders.

2.6.3 Compliance with Special Recommendation IX

Rating Summary of factors underlying rating
SR.IX PC * Inconsistency regarding reporting forms exist ia kgal framework
due to the existence of two pieces of legislatiealithg with the cash
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reporting system (one on the EU level and one naljo
The system itself is rather ineffective since thare a very low
number of declared transfers, no cases of falskamdion or failure,
to declare, no cases of ML or TF triggered by tistesm and ng
sanctions imposed for false declaration.

Deficiencies in the implementation of SR Ill mayhan impact or
the effectiveness of the regime.
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3 PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

311. In Slovakia, the preventive measures of the AML/Giy§tem were primarily regulated in the
Act No. 367 of 5 October 2000 on protection agalegalisation of incomes from illegal activities
and on amendment of some acts. As an EU Member, Shivakia was required to implement the
Third EU AML/CFT Directive (Directive 2005/60/EC) nd the implementing Directive
2006/70/EC) into its national legislation. The Adb. 297/2008 Coll. of 2 July 2008 on the
Prevention of Legalisation of Proceeds of Crimidaltivity and Terrorist Financing and on
Amendments and Supplements to Certain Acts as asdeby the acts No. 445/2008 and No.
186/2009 entered into force on the 1st Septemb@s Aereinafter referred to as “AML/CFT Act®)
(See Annex lll). This Act implements the Third EWR/CFT Directive in Slovakia, and stipulates
the basic rights and obligations of legal entiiesl natural persons in the prevention and detection
of legalisation of proceeds of criminal activitiasd terrorist financing. It has removed many gaps
identified in the 8 round MER relating to the Slovak AML/CFT regime.

312. The scope of financial institutions covered is deieed by Section 5 of the AML/CFT Act as
follows:
a) a credit institution,
b) a financial institution, other than a credittingion, such as
. the Central Securities Depository,
. a stock exchange,
. a commodity exchange,
. an asset management company and depository,
. a securities dealer,
. a financial agent, a financial adviser,
. a foreign collective investment entity,
. an insurance company, reinsurance company.ansarbroker, reinsurance broker,
. @ pension asset management company,

10. a supplementary pension insurance company,

11. a legal entity or a natural person authoriseggerform exchange of foreign currency or
wireless foreign currency transfers or to providesign exchange services, finance lease
or other financial services under a special reguiat

c¢) the Export-Import Bank of the Slovak Republic.

O©CO~NOOUITA,WNBE

313. A branch, an organisational unit or a place of bess of an above-mentioned foreign legal
entity or a natural person, including a represamadffice of a foreign credit institution and a
representative office of a foreign financial ingibn which operate in the territory of the Slovak
Republic are also listed in the same Section agadbkntities for the purposes of this Act.

314. The basic obligations under the AML/CFT Act cover:
» Customer due diligence;
+ Detection of an unusual transaction;
» Refusal of establishment of a business relationgbrmination of a business relationship or
refusal of carrying out transaction;
* Postponement of an unusual Transaction;
* Reporting of “unusual” activity to the FIU;
» Obligation of keeping secrecy about a reported ualusansaction;
» Data processing and record-keeping;

* Preparing in writing and updating its own actiyizogramme aimed at the prevention of Ml
and TF.
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315.  Since the adoption of thé’3ound MER there have been important changes isubervisory
structure for financial institutions in Slovakiain8e January 2006, the NBS is the single
supervisory authority over the financial markettie Slovak Republic. The general procedural
rules followed by the NBS in supervising and regnota the financial market in the areas of
banking, capital market, insurance and pensiomgawre laid down in the Act No. 747/2004 Coll.
on Supervision of the Financial Market and on amesats to certain laws as amended (hereinafter
referred to as “FMS Act”), which entered into fomethe i January 2006.

316. Besides, since 1 July 2010 some changes in thenisegin of the Financial Market
Supervision Unit have been approved by the Bankrd@& the NBS; thus, this unit is directly
under the authority of an executive director wittlepartments:

» Supervision over banking sector and payment sesyioeviders (including FX offices),

e Supervision over the securities, insurance andipemsarkets,

* Regulation and financial analysis (including bagkiand payment services regulation
section, which among other responsibilities encasea also the prevention of ML/TF in
financial market).

Customer Due Diligence and Record Keeping

3.1 Risk of money laundering / financing of terrorism

317. The evaluators were not advised of any formal AMEIGisk assessment undertaken since the
last evaluation. Nonetheless, they were advised ttleze is a significant threat from domestic
organised crime investing its proceeds overwheligingthin the Slovak economy. The authorities
consider the TF risk to be low.

318. By implementing the Third EU AML/CFT Directive th&lovak Republic adopted and
implemented also the risk-based approach, partlguia relation to customer/beneficial owner
identification and verification requirements. Puasuto the AML/CFT Act obliged entities should
determine the extent of CDD measures on a riskitbendasis and apply it to all their customers.
Obliged entities consider the risk of ML or TF fdre purpose of this Act with regard to the
customer, type of transaction, business relatignstti a particular transaction. It is worth
mentioning that due to the fact, the most significalayers in the banking sector are majority
owned by foreign financial groups, the implemewntatiof the risk-based approach standards
throughout the sector can be deemed swift and camepisive.

319. The AML/CFT Act requires obliged entities to perfoenhanced due diligende according to
the information available, some of the customeospes types of transactions or some particular
transactions represent a higher risk of ML or Tr-tHe case of enhanced due diligence, obliged
entities are required to perform, in addition tamal CDD measures, further measures depending
on the ML or TF risk. Enhanced due diligence isuregl in any case for non face-to-face business
relationships, cross-border correspondent bankimgREPs. Those three enhanced risk-categories
are modelled on the risk-based approach set otlteirThird EU AML/CFT Directive and appear
not to be the result of a specific risk-based apgino

320. Based on the instances provided by the Third EU ABHT Directive Slovak Law allows for
simplified CDDwhere the customer is a financial institution wh@onducts its activities within the
territory of the EU or in a third country that ingas equivalent AML/CFT requirements, where the
customer is a company listed on an EU regulatedkebar a company from a third country that
imposes disclosure requirements consistent withsklddards or where a customer is a specific
domestic public or EU authority or agency (see8ctér further details).
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321. The NBS uses a risk matrix to conduct proper sugemv activities according to their risk
profile. Supervisory cycle is at maximum two yedepending on a risk profile of the supervised
entity.

3.2 Customer due diligence, including enhanced or redwd measures (R.5 to R.8)

3.2.1 Description and analysis

Recommendation 5 (rated PC in th& 3ound MER)

322. As described in the "8 round MER, Slovakia was ratetPartially Compliant” for
Recommendation 5 since some of the essential iaresre not provided for in the Slovak law.
Comprehensive legislative amendments were madeeirpteventive AML/CFT system since the
adoption of the 8 round MER. In particular, the new AML/CFT Act ndvasically regulates due
diligence measures and the identification of bemdfiowners. It has significantly changed the
CDD requirements for all the reporting entitiesredit institutions, financial institutions, insui@n
and securities sector and DNFBPs as well. ThereReeommendation 5 has been reviewed again
according to all the criteria of the Methodology.

Anonymous accounts and accounts in fictitious ngm8sl)

323. Section 24 (2) of the AML/CFT Act obliges creditstitutions and financial institutions to
refuse establishing a business relationship owiceyrout a particular transaction or a type of a
transaction that maintains the customer’s anonynkythermore, the AML/CFT Act requires
financial institutions to perform identification afcustomer and verification of his identity.

324. Paragraph 1 of Article 89 of the Act No. 483/200dllCon Banksobliges a bank or branch
office of a foreign bank to refuse to conduct temt®ns for clients on an anonymous basis.
However, paragraph 4 of the same artabes not require a bank or a branch of a foreigik ba
demand proof of the customeitentity in the following cases, whesecustomer uses an amount
not exceeding €2,000:

a) in transactions carried out through currencyharge machines;
b) within the provision of financial services adiatance;
¢) when using a deposit other than to establisbp@sit.

325. According to paragraph 6 of Article 47 of the Aab.N8/2008 Coll. of 28 November 2007, on
Insurance, The insurance company, branch of an insurance cognpam another Member State,
branch of a foreign insurance company, the finahagent within the insurance or reinsurance
sector and a financial adviser within the insurarereinsurance sector shall be obliged to refuse
to conclude an insurance contract within life agswre while maintaining anonymity of the client
A similar obligation is set out in paragraph 3 atiéle 73 of the Act on Securities and Investment
Services (“a stock brokerage firm shall decline d@rgnsactions in which the client remains
anonymous”).

326. The AML/CFT Act establishes in paragraph 1 (a) ett®n 10 that “customer due diligence
shall include the identification of a customer amglification of his identification”. Identification
should be done for every “transaction” which isoaaept defined as the establishment, change or
termination of a contractual relationship between abliged entity and its customer and any
business operation of a customer or on behalfoofstomer or disposal of property of a customer or
on behalf of a customer which relate to activityaofobliged entity including an operation carried
out by a customer on behalf of his own name ana\is account (Section 9 (h) of the AML/CFT
Act).
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327. Since 1 September 2001, the opening of new beassbpoks has been prohibited (according
to Slovak Civil Code). Concerning the pay outs e&fer deposits regime, a passbook holder has
the right to be paid out until 31 December 2011emithe commitment to pay out outstanding
amounts will elapse. The Ministry of Finance widypout a bearer of a passbook or a bearer of
other bearer securities on condition that iderdtfan is done. Afterwards, no claim for repayment
will be accepted by the Ministry of Finance in liwéh the Section 879 (4) of the Act No 40/1964
Coll. Civil Code.

328. According to the Agreement between the Ministryrofance of the Slovak Republic, the State
Treasury and the banks and the branches of thégmotenks which had in their evidence the
balances of the cancelled bearer deposits (“Payanks”), the State Treasury and the referred
Paying banks have been empowered by the MinistRirgnce to pay out the compensations of the
balances of the cancelled bearer deposits in tee chpassbook holders who had not claim the
deposits in due time.

329. As the evaluators of the previous round, this résiedaluation team was also advised by the
authorities that numbered accounts have not beed ims Slovakia though there is no explicit
prohibition on this point other than the requiremseset out in the Act on Banks and the Civil Code.

330. According to paragraph 1 (a) of Section 10 of thLACFT Act, obliged entities are required
to identify the customer and verify his identificet, so the financial evaluators concluded that the
Slovak legal framework sets out enough identifmatiequirements to prohibit the establishment of
anonymous accounts or accounts in fictitious namfasgthorities reported that due to the
identification and verification requirements in flegislation in practice accounts in fictitious resn
have never existed in the country.

Customer due diligence

When CDD is require€c.5.2*)

331. According to paragraph 2 of Section 10 of the AMEICAct, obliged entities are required to
perform CDD measures:

e at the moment of establishment of a business oelstip;

« when carrying out an occasional transaction outsidmisiness relationship worth at least
€15,000 regardless of whether the transactionrigedaout in a single operation or in several
linked operations which are or may be connected,;

« if there is a suspicion that the customer is priegaor carrying out an unusual transaction,
regardless of the amount of the transaction;

« when there are doubts about the veracity or compésts of customer identification data
previously obtained;

* where concerning withdrawal of a cancelled findabee of bearer deposit.

332. Obliged entities are also required to identify dustomer and verify that customer’s identity
in case of carrying out a transaction the amounwiuith reaches at least €2,000 unless any of
above-mentioned cases apply (paragraph 3 of Setfiaf the AML/CFT Act).

333. As noted above, whilst paragraph 2 of Section 1@hef AML/CFT Act imposes a CDD
obligation to obliged entities when carrying out eccasional transaction outside a business
relationship worth at least €15,000, Article 89rgmmaphs 1 and 4) of the Act on Banks provides
a stricter identification requirement at or abov&000 (with the exception of account opening
where there is no threshold). In addition, paralgragc) of Article 13 of the Foreign Exchange
Act requires the identification of the customer éarch transaction in foreign exchange assets in
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bureaux de change and for each foreign exchang&sén excess of €1,000, unless a separate
Act stipulates otherwise.

334. Pursuant to Regulation (EC) No 1781/2006 (transgpSR VII), which is directly applicable
in all EU Member States, financial institutions Stovakia must also identify the customer and
ensure that complete originator information is uidledd in cross-border wire transfers (see write-
up under SR VII for more details).

Identification measures and verification source$ @)

335. Customer identification rules are laid down in 8w 7, 8 and 10 of the AML/CFT Act.
According to paragraph 1 of Section 10 the AML/CREgt, CDD includes identification of a
customer and verification of that customer’s idgntParagraph 6 of the same section further
specifies that all obliged entities shall verifierdification of the customer being a natural person
and identify each person acting on behalf of thetamer being a legal entity before establishing
the business relationship or carrying out the &atign, in their physical presence unless otherwise
laid down by the Act. Therefore, it is concludedttm the cases where CDD is obligatory financial
institutions are required to identify the custorfmatural or legal person, a person represented by
virtue of authorisation and the representative) tangerify that customer’s identity.

336. Sections 7 and 8 of the AML/CFT Act elaborate, thoe purpose of this Act, the concepts of
“identification” and “verification of identificatio” respectively. According to Section 7
identification for natural persons means identifyia natural person’s name, surname and birth
registration number or date of birth, his addresspermanent residence or other residence,
nationality, type and number of his identificatislocument. For a natural person being an
entrepreneur identification is understood alsodesntification of his place of business, business
identification number, if allocated, designationthé official register or other official record in
which the entrepreneur is entered and the numbegidtration into that register or record.

337. For the purposes of the AML/CFT Act, verificatiohidentity is understood as verification of
the data in his identification document if contairiberein and verification of the appearance of the

person by comparing it to the appearance on higtift@tion document in his physical presence.
(Section 8 of the AML/CFT Act).

338. Besides, according to paragraphs 1 and 2 of Ar88l of the Act on Banks, each client (natural
or legal person) has to be identified in respedtarfsactions. In relation to natural persons Atie
on Banks states that identity may be verified Bgacument of identity” or by his signature if he is
known in person and the signature matches the rapacisignature kept in the bank. In the
insurance and securities sectors there are regaimsmnior verification by documents of identity.
But unlike the Act on Banks there is no clear d&fn of what should amount to reliable
documents of identity. The representatives of themeors interviewed during the on-site visit
indicated that they, in practice, follow the apmiodaken in the Act on Banks (verification based
on the identity card or equivalenlovak legislation, such as the Act No. 224/20@d.@n
identity card (including amendments to certain Jacds amended; the Act No. 647/2007
Coll. on travel documents, as amended; the Act482002 Coll. on the stay of foreigners
(including amendments to certain acts), as ameadddict No. 480/2002 Coll. on asylum
(including amendments to certain acts), as amersgestify which documents may be used
for the purpose of identification of a natural mers

Identification of legal persons or other arrangernse(t.5.4)

339. Section 7 (b) of the AML/CFT Act states that idéintition of legal persons means to identify
the legal entity’s business name, address of exgdtoffice, identification number, designation of

84



Report on fourth assessment visit - Slovak Republic — 26 September 2011

the official register or other official record inhiech the legal entity is entered and the number of
registration into that register or record and id&attion of a natural person who is authorisecdb

on behalf of the legal entity. According to Sect®itb) of the AML/CFT Act, verification in the
case of a legal entity means to corroborate the olatthe basis of documents, data or information
obtained from the official register or other offitirecord in which the legal entity is entered or
from other reliable and independent source andieation of the identity of a natural person who
is authorised to act on behalf of the legal erttyhe extent of the data in his physical presemzk
verification of the power to act on behalf of tegal entity.

340. In the case of a person represented by virtue thioaisation, according to Section 7 (c) of the
AML/CFT Act, identification means to identify hisath (as a natural or legal person) and to
identify the data of a natural person authorisedctoon behalf of that legal entity or natural pers
(as a natural person). Section 8 (c) of the AMLYQ¥et requires obliged entities to verify his data
to the extent of data on the basis of documents, odiainformation obtained from the submitted
authorisation containing an authenticated signafuwen the official register or other official remb
or from other reliable and independent source anrdication of identification of a natural person
who is authorised to act on the basis of authooisaio the extent under Section 7 (a), in his
identification document in his physical presence.

341. Furthermore, in the case of banks, more detaikizernlly provided on the identification and
verification process in the Act on Banks. Articl8a9of this Act requires banks to verify the
authorisation of the representation where the pisiyvolved.

342. All of these issues have also been developed iMisidnodological guidance of the Financial
Market Supervision Unit of the National Bank of @&i&ia of 17 December 2009 No. 4/2009 for
protection of a bank and branch office of a foremk against money laundering and terrorist
financing. The document stresses the duty to findwhether the customer is acting on his own
behalf. For the purposes of the Methodological goak, it is necessary to understand the
“performance of a transaction on one’s own expenséivith one’s own funds” as action on one's
own behalf. Pursuant to Section 10 (10) of the ABET Act, it is necessary to find out this fact
always in situations stated in Article 10 (2) o& tAML/CFT Act and in accordance with Article 89
(3) of the Act on Banks, even if the transactiom isansaction of at least €15,000 (i.e. not only a
“casual” transaction, as the Act implies). The deten and, to an adequate extent, also the
verification of the beneficial owner primarily follvs the provisions of Articles 9 and 10 of the Act,
with the Act on Banks also partially dealing witlistimportant element of the basic and enhanced
customer diligence in Article 93a.

The identification of the beneficial owner (c. 5.5)

343. According to paragraph 1 (b) of Section 10 of thdLACFT Act all obliged entities should
identify the beneficial owner and take adequate smess to verify his identification, including
measures to determine the ownership structure arthgement structure of a customer being a
legal entity or a corporation. Furthermore, parpra0 of the same Article requires obliged entities
to determine when carrying out CDD whether the @ustr acts in his own name. If it transpires
that the customer does not act in his own nameptiiged entity should ask the customer to
submit a binding written statement to prove nanuename, birth registration number or date of
birth of a natural person or business name, registeffice and identification number of a legal
entity on whose behalf the transaction is beingi@drout. The obliged entity should follow the
same procedure also in case if there are doubtthehthe customer acts in his own name. Some
sectoral laws contain similar provisions. Article, ®aragraph 3, in relation with Article 93 a) bét
Act on Banks require the determination of whether t¢ustomer acts on his own behalf and the
taking of reasonable steps to verify the identftyhat other person. Paragraph 5 of Article 73hef t
Securities Act states the obligation of identifioatonly for transactions over €15,000. Finally,
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Article 13, paragraph 5, letter ¢) of Foreign Exulpa Act contains a cross reference to obligation
stated in the AML/CFT Act to each transaction imefgn exchange assets. The Evaluation team
assumes that this provision refers to the FATF irequent to determine whether a customer is
acting on behalf of another person.

344. The Slovak AML/CFT Act contains no further obligati for financial institutions to take
reasonable measures to verify the identity of #reficial owner using relevant information or data
obtained from a reliable source such that the firdnnstitution is satisfied that it knows who the
beneficial owner is. According to the Methodologicauidance of the Financial Market
Supervision Unit of the National Bank of Slovakiald December 2009 No. 4/2009 for protection
of a bank and branch office of a foreign bank agtamoney laundering and terrorist financing
(page 14), which is not other enforceable meées,“verification of the acquired information on
the beneficial owner in accordance with the Adupposed to be carried out to an adequate extent;
e.g. by requesting a written declaration on thesberal owner and subsequent verification of such
information from available sources”. However, agecion 5.5 is an asterisked one such an
obligation should be introduced in law or regulatibrough a comprehensive provision covering
reasonable measures to be taken by financial utistis in order to verify the identity of the
beneficial owner.

345. Section 9 (b) of the AML/CFT Act defines the ben&fi owner as'a natural person for the
benefit of whom a transaction is being carried oua natural person who

1. has a direct or indirect interest or their tbta least 25 % in the equity capital or in voting
rights in a customer being a legal entity - entexpeur including bearer shares, unless that
legal entity is an issuer of securities admittedrsaling on a regulated market which is subject
to disclosure requirements under a special regatati

2. is entitled to appoint, otherwise constituterecall a statutory body, majority of members of a
statutory body, majority of supervisory board mersbar other executive body, supervisory
body or auditing body of a customer being a legnuity —entrepreneur,

3. in a manner other than those referred to insadtions 1 and 2 controls a customer being a
legal entity —entrepreneur,

4. is a founder, a statutory body, a member oftatusory body or other executive body,
supervisory body or auditing body of a customengei corporation or is entitled to appoint,
otherwise constitute or recall those bodies,

5. is a beneficiary of at least 25% of funds digdpby a corporation, provided the future
beneficiaries of those funds are designated or

6. ranks among those persons for whose benefifrgocation is established or operates, unless
the future beneficiaries of funds of the corponatéwme designated”.

346. In respect of determination of natural persons thiimately own or control the customer
(criterion 5.5.2 (b)), there’s no further provisionthe Slovak AML-CFT framework. Apart from
the referred Section 10 (10) AML Act, there’s neeasific requirement for companies to identify
natural persons with a controlling interest anduratpersons who comprise the decision-making
and management authority of a company.

Information on purpose and nature of business ratehip (c.5.6)

347. Financial institutions are required to obtain imi@tion on the purpose and intended nature of
the business relationship (Section 10, paragraeh df the AML/CFT Act).

Ongoing due diligence on business relationship.7¢,%.7.1 & 5.7.2)

348. The obligations to conduct ongoing monitoring of tbusiness relationship and to keep
documents, data and information collected under G process up-to-date are covered in
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paragraph 1 (d) of Section 10 of the AML/CFT Adiyfun line with essential criteria 5.7, 5.7.1 and
5.7.2 almost verbatim. The ongoing monitoring & thusiness relationships is explained at length
in the Methodological guidance of the Financial k&rSupervision Unit of the National Bank of
Slovakia of 17 December 2009 No. 4/2009 for pravecof a bank and branch office of a foreign
bank against money laundering and terrorist finagciFurthermore, paragraph 8 of the same
section requires obliged entities to verify, depegdn the risk of ML and TF, the validity and
completeness of identification data and informawofiected under the CDD process also during
the business relationship and to record their cbang

Risk — enhanced due diligence for higher risk austis (c.5.8)

349. As noted above, the CDD measures are applied sk agnsitive basis. According to paragraph
of Section 10 of the AML/CFT Act obliged entitielsadl determine the extent of CDD in proportion
to the risk of ML and TF. The risk of ML or TF ftine purposes of this Act shall be considered by
the obliged entity with regard to the customer,etygf transaction, business relationship or a
particular transaction.

350. The AML/CFT Act requires obliged entities to perfoenhanced due diligence if, according to
the information available, some of the customeospes types of transactions or some particular
transactions represent a higher risk of ML or Tr-tHe case of enhanced due diligence, obliged
entities are required to perform, in addition tamal CDD measures, further measures depending
on the ML or TF risk (Section 12 (1) of the AML/CFAct). Enhanced customer due diligence is
required in any case for non face-to-face busingasionships, cross-border correspondent banking
relationships with a credit institutions of non-Blember State and PEPs. Those three enhanced
risk-categories are modelled on the risk-based cagmpr set out in the Third EU AML/CFT
Directive. Section 12 of the AML/CFT Act describibe types of additional measures required to
be applied (see detail under Recommendations 67ahdlow). It appears that it is up to the
financial institution to decide what type of furth@easures are adequate in other situations that
they identified as posing higher risk.

Risk — application of simplified/reduced CDD mea&suwvhen appropriate (c.5.9)

351. Financial institutions can also apply reduced mess\criterion 5.9) in certain cas€Bhe
possibility to apply simplified due diligence isvared in Section 11 of the AML/CFT Act dealing
with Simplified Due Diligence that reads:

“Obliged entity shall not be obliged to perform tamer due diligence

a) if the customer is a credit institution or adircial institution under Section 5 subsection 1,
letter b) of point 1 to 10 which operates in theitery of a EU Member State or other state
party to the European Economic Area Treaty (theaftar referred to as “Member State”),

b) if the customer is a credit institution or adircial institution which operates in the territory
of a third country which imposes them obligatiomshie area of the prevention and detection
of legalisation and terrorist financing equivaldotobligations laid down by this Act and with
regard to performance of those duties they are isiged,

c) if the customer is a legal entity whose seasitare negotiable on a regulated market in a
Member State or is a company which operates inténgtory of a third country which
imposes them obligations in the area of the préeenand detection of legalisation and
terrorist financing equivalent to obligations laidown by this Act and being subject to
disclosure requirements equivalent to requiremémise under a special regulatidf),

d) to the extent of identification and verificatiof identification of the beneficial owner if a
pooled account is managed by a notary or an adwouedto operates in the Member State or
in a third country which imposes obligations in thea of the prevention and detection of
legalisation and terrorist financing equivalent ébligations laid down by this Act and if the
data on identification of the beneficial owner aeailable, on request, to the obliged entity
that keeps this account,
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e) if the customer is a Slovak public authority,
f) if the customer is a public authority and if
1. it has been entrusted with public functionsearithe European Union Treaty, under
agreements of the European communities or seconldgal acts of the European
communities,
2. its identification data are publicly availabl&iansparent and there are no doubts
about their correctness,
3. its activity is transparent,
4. its bookkeeping provides an accurate and tige/ wf the subject of bookkeeping and
its financial standing and
5. it accounts to a European community’s instimtior a Member State authority or
there exist other appropriate procedures which easwntrol of its activity.

(2) Obliged entity shall not be obliged to perfocastomer due diligence upon

a) life insurance policy if the premium in the gadar year is no more than €1,000 or the single
premium is no more than €2,500,

b) a policy for retirement pension insurance witpension asset management company entered
in the retirement pension insurance policies reai

c) supplementary pension savings,

d) electronic money under a special regulatipif,the maximum amount stored in the electronic
payment device which is impossible to rechargel studlexceed €150, if the total amount of
transaction shall not exceed €2,500 in the calengar concerning the electronic payment
device which is possible to recharge except the dabhe bearer converts an amount higher
than €1,000 in the same calendar year or

e) types of transaction posing a low risk of bedgloited for legalisation or terrorist financing
and meeting the following conditions:

1. contract on provision of the type of transacti® in writing,

2. payments within the type of transaction areriedrout solely via an account held on
the customer’s name in a credit institution in ariMeer State or a third country which
performs measures in the area of the prevention deteéction of legalisation and
terrorist financing equivalent to measures laid doly this Act,

3. neither the type of transaction nor paymenthiwithe scope of the type of transaction

are not anonymous and their nature enables detecti@n unusual transaction,

a maximum limit of amount of €15,000 is deteadifor the type of transaction,

proceeds of the transaction cannot be carried for the benefit of a third party,

except cases of death, disability, the attainmdna @re-determined age or other
similar event,

6. where concerning the types of transaction wialbbw for investments into financial
assets or receivables including insurance or othgre of contingent receivables,
proceeds may be realised only in the long timegakrihe type of transaction cannot
be used as a guarantee, the type of transactios doeenable express payments and
the business relationship cannot be rescindedroniteated prematurely.

ok

352. Section 11 reflects the derogation in the Third AWL/CFT Directive. This derogation departs
from the FATF Recommendations, which require thaiagtion of reduced or simplified measures,
rather than exemptions. The Slovak Republic dodsapply any exemptions from AML/CFT
requirements where there is any ML risk.

8 Section 2 of Act 43/2004 Coll. as amended
® Section 21 of Act 510/2002 Coll. as amended
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Risk — simplification/ reduction of CDD measurelatiag to overseas residents (c.5.10)

353. As regards non-resident clients the reduced diigeapplicable to identification applies for all
credit and financial institutions as referred irct8mn 11, paragraph 1 (a) and (b) AML/CFT Act.

(1) Obliged entity shall not be obliged to perfocastomer due diligence

a)if the customer is a credit institution or adircial institution under Section 5 subsection 1,
letter b) of point 1 to 10 which operates in theitery of a EU Member State or other state
party to the European Economic Area Treaty (theaftar referred to as “Member State”),

b)if the customer is a credit institution or adimcial institution which operates in the territory
of a third country which imposes them obligatiomshe area of the prevention and detection
of legalisation and terrorist financing equivaldotobligations laid down by this Act and with
regard to performance of those duties they are isiged.

354. Nevertheless, as stated in the Methodological GuieldPart E), having a client from a Third
Equivalent Country does not automatically mean etamn form the obligation to monitor the
business relationship, to detect unusual transato to report them including the obligation to
keep all customer’s documents.

355. In order to inform about the level of compliancérternational standards in concrete countries,
the FIU web site provides and updates both theofisthird Equivalent Countries as elaborated
under the umbrella of the CPLMLTF and all FATF am@NEYVAL Public Statements,

Risk — simplified/reduced CDD measures not to apphen suspicions of ML/FT or other risk
scenarios exist (¢.5.11)

356. Paragraph (3) of Section 11 of the AML/CFT Act clgastipulates that CDD has to be
performed if there is a suspicion that the custoisepreparing or carrying out an unusual
transaction and in doubts whether it is the casenoplified due diligence.

Risk-based application of CDD to be consistent witfdelines (c.5.12)

357. According to Section 20 of the AML/CFT Act, obligedtities are required to prepare their own
activity programmes that should contain, inter,ale way of performing CDD and the method of
risk assessment and risk management under Se€ti@).1

358. The Methodological guidance of the Financial Mai®apervision Unit of the National Bank of
Slovakia, No. 4/2009, for protection of a bank dmdnch office of a foreign bank against money
laundering and terrorist financing develops a haked application of CDD issues. However, apart
from this guidance addressed to the banks, no guidelines for the rest of the obliged entities
have yet been issued by the authorities.

359. In addition, there is no legal requirement in Slovagislation which requires that the
determination of the extent of the CDD measurea ask sensitive basis should be consistent with
guidelines issued by the competent authorities.

Timing of verification of identity — general rule.%.13) (c.5.14 & 5.14.1)

360. Except for the cases described below obliged estare required to verify the identity of the
customer being a natural person and the identitgach person acting on behalf of the customer
being a legal entity before establishing a busimelsgionship or carrying out a transaction, inithe
physical presence unless otherwise laid down by Aut. (paragraph 6 of Section 10 of the
AML/CFT Act)
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361. Paragraph 7 of Section 10 of the AML/CFT Act, hoag\provides that an obliged entity may
complete the verification of the customer’'s or W@ owner's identification during the
establishment of a business relationship if thisesessary not to interrupt the common conduct of
business and where there is a low risk of ML or NEvertheless, in such cases, the obliged entity
should complete the verification without delafger the customer is physically present for fingt f
time at the obliged entity.

362. According to the referred article the completiorita# identification process can not be delayed
or postponed, so the consideration of criteriomt3.1s, in principle, inappropriate in the Slovak
context.

Failure to satisfactorily complete CDD before conmgiag the business relationship (c.5.15) afickr
commencing the business relationship (c.5.16)

363. Section 15 of the AML/CFT Act obligates the obligedtities to refuse to establish a business
relationship or to carry out a particular trangattior to terminate a business relationship where:
« obliged entities may not perform CDD for reasonghenpart of the customer or
« the customer refuses to prove on whose behalftse ac

364. In addition, obliged entities are required withoatdue delay to report to the FIU the refusal to
carry out the unusual transaction under Section 15.

Existing customers — (¢.5.17 & 5.18)

365. Concerning the requirement to perform full CDD omseng customers this is included set out
in paragraph 1 of Section 36 of the AML/CFT Act.iJtsection reads:Obliged entity shall
perform customer due diligence under Section 10 emtbnced due diligence under Section 12
also in relation to the existing customers depegdin the risk of legalisation or terrorist finangjin
by 31 December 2009 Furthermore, as set out above, Section 10 of thi&/EFT Act require
ongoing monitoring of the business relationship ahd keeping of documents, data and
information collected under the CDD process updted

366. In practice, the NBS during its inspections cheekether old customers have been identified
and their identities have been verified accordmthe AML/CFT Act.

Effectiveness and efficiency

367. Customers due diligence measures for financiaitinistns are legally covered. The AML/CFT
Act broadly sets out major preventive standardofiiged entities. Besides, in the case of banks,
the “Methodological guidance of the Financial Mdr&aipervision Unitof the National Bank of
Slovakia of 17 December 2009 No. 4/2009 gootection of a bank and branch office of a foreign
bank againsmoney laundering and terrorist financing” contrémito clarifying how to implement
CDD issues.

368. As far as banks are concerned, the evaluation keanibeen convinced that the implementation
of R.5 in Slovakia is quite effective as they haleveloped a comprehensive preventive regime.
However, some deficiencies in the implementatio€bD measures appear to have been detected
during the FIU and the NBS inspections, but thedvigy is not that significant.

369. Concerning the rest of the financial institutiomapst of them seemed to have a good

understanding of international AML standards. Ntwless, some of them (such as securities
pension funds and payment services), appear nbetaware of the ML risks that threat their
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sectors. Slovak authorities should issue specifithodological guidelines for each sector in order

to improve general performance of CDD measures.

Recommendation 6 (rated NC in th&'3ound MER)

Risk management systems, senior management appregairement to determine source of wealth

and

370.

371.

372.

373.

funds and on-going monitoring (c. 6.1- c. 6.4)

Recommendation 6 was rated ‘&on-Compliant” in the ¥ round evaluation and it was
commented that Slovakia did not implement measaregnhanced due diligence in relation to
PEPs.

The new AML/CFT Act has introduced the concept BPB into the Slovak law. The Act now
provides for the definition of politically exposgerson as natural person who is entrusted with a
prominent public function and not having permanssgidence in the Slovak Republic during
performance of his function and until one yearratte termination of performance of a prominent
public office. The said wording of the AML/CFT Aatdicates that persons holding prominent
public functions but residing permanenitythe Slovak Republic are not being recognise®ER
under this definition. Although this definition folvs the provisions of the Third EU AML/CFT
Directive, the FATF definition relates directly not the place of residence of a person in question
but to the fact that he/she has been entrustedpsittminent public functions in a foreign country.
However, according to the Act No 253/1998 on thed®eng of Residence of the Slovak Republic
Citizens and on the Register of Slovak Inhabitanpermanent residence can only be granted to a
Slovak citizen. Notwithstanding this fact, the défon of PEPs in the Slovak law still does not
apply to any Slovak citizen who has been entrusitigll a prominent public function abroad, but
has a permanent residence in the Slovak Repultichwmight indeed be possible.

The PEPs, according to second paragraph of Segtioclude the following categories:

 head of state, prime minister, deputy prime minjstainister, head of a government
agency, state secretary or a similar deputy of aister,

« member of Parliament,

* judge of the supreme court, judge of the constitati court or other high-level judicial
bodies the decisions of which are not subject itinén appeal, except for special cases,

* member of the court of auditors or of the centiahlboard,

e ambassador, chargé d’affaires,

« high-rank military officer,

« member of executive body, supervisory body or imgdlbody of a state enterprise or a
state-owned company or

e a person holding a similar post in the institutionfsthe European Union or international
organisations.

The definition of PEPs follows the definition dfet Third EU AML/CFT Directive and the
Implementation Directive (Article 31, paragraph Bnnetheless, it is not fully in line with the PEP
definition provided in the Glossary to the FATF Beunendations, as it does not fully cover senior
politiciang senior government official§for example non-political heads of ministries)dan
important party officials This is because the definition provided in thardrEU AML/CFT
Directive was transposed into Slovak law (Sectiof2)6of the AML/CFT Act) in a way, which
provides a closed catalogue of PEPs. The actuatimgr(“shall mean”) does not allow the
conclusion that people referred to as “entrusteith wrominent public function”, but not directly
mentioned in this section, can also fall under dfnition.

91



Report on fourth assessment visit - Slovak Republic — 26 September 2011

374. The AML/CFT Act subjects any transactions with BE®enhanced CDD measures.

375. According to paragraph 11 of Section 10 of the ANIET Act, depending on the ML and TF
risk, all obliged entities including financial imstions are obliged to take measures to determine
whether the customer is a PEP. This provision, ewaloes not provide for a direct obligation to
determine if the beneficial owner of a client i®BP. This is also true for the Methodological
guidance, which does not address this issue étest| page 15 of the said document).

376. Each time a client is identified as a PEP, thegaulientity must apply enhanced customer due
diligence measures (Section 12(c) of the AML/CFTt)A©ne of those measures is obtaining
approval from a senior management member befoabledting a business relationship.

377. Itis also important to stress that enhanced dligedce comprises an obligation to detect the
origin of property and origin of funds of the clten

378. The said business relationship with PEPs is subpestrutiny and detailed monitoring.

379. It is, however, also essential for the country itrdduce the obligation to require financial
institutions to obtain senior management approgatdntinue the business relationship with a
client, should he be subsequently found to be a FEére is no such obligation whatsoever in the
Slovak law.

Additional elements
Domestic PEP-s — Requirements

380. At the time of the on-site visit there was no psian in the Slovak law, which required
financial institutions to extend the requirementsenhanced due diligence to clients who hold
prominent public functions domestically.

381. As the evaluation team was advised, despite nahgafkis provision in the Slovak law, upon
application of risk-based approach within custochge diligence, the obliged entities reported the
following number of domestic politically exposedgens: 2009 — 6 reports, 2010 — 10 reports. The
reports in the above mentioned cases were reptotéioe Slovak FIU fully in compliance with
AML/CFT Act as far as the transactions involved eveponsidered by obliged entities as unusual
and the clients to be risky upon application dftisised approach.

Ratification of the Merida Convention

382. The National Council (Parliament) of the Slovak Relp adopted the UN Convention against
Corruption (the Merida Convention) by its Resolntioo. 2145 dated on 15 March 2006 and the
President of the Republic ratified it on 25 Api@l@. The Convention is in effect on the territofy o
the Republic of Slovakia since 1 July 2006. As ¢kaluation team was advised the UNCAC was
implementedinter alia, in the new Criminal Code and Criminal Procedurel€and by the Act no.
224/2010 Coll. which introduced the corporate lighi The implementation of the UNCAC in the
Slovak Republic is currently under the review @ tmplementation Review Group (IRG).

Effectiveness and efficiency
383. The interviews with the private sector represematiduring the on-site visit revealed that the

financial institutions are generally very much agvaf their obligations arising form the AML/CFT
Act.
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384. Financial institutions follow all obligations reilaty to PEPs, as specified by the Act and
compliance policies of their major shareholdersjndpethe international financial groups.
Commercial databases are in common use, and thersieg process also includes UBO'’s, which
as mentioned above, is not a requirement of the law

385. The Methodological guidance of the Financial Mar®apervision Unibf the National Bank of
Slovakia of 17 December 2009 No. 4/2009 gootection of a bank and branch office of a foreign
bank againstmoney laundering and terrorist financing can be aiglicated as a mean to ensure
effectiveness, by providing the financial sectorthwtlarification on issues arising form the
legislation.

386. The evaluation team is convinced as to the fadttthe implementation of R.6 in Slovakia is
effective, as far as the financial institutions es@cerned.

Recommendation 7 (rated NC in th&'3ound MER)

Require to obtain information on respondent ingiitn & Assessment of AML/CFT controls in
Respondent institutions (c. 7.1 & 67.2)

387. Criteria 7.1 to 7.4 cover cross border banking atier similar relationships. The AML/CFT
Act in paragraph 2 (b) of Section 12 implements #daéd criteria in line with the Third EU
AML/CFT Directive, providing for a sufficient regatory framework in this matter. Each time a
cross-border relationship is to be established withedit institution of a non-EU Member State it
is to be treated as a factor triggering enhancedddigence measures.

388. According to point 1 in letter (b) of the mentionsdction, the obliged entities (including
financial institutions) are obliged to collect infieation from publicly available sources about a
respondent credit institution to determine the reatf its business, its reputation and efficienty o
supervision. This can be done from publicly avdddbformation.

389. The obliged entities also have to assess the domtechanisms of the respondent credit
institution in the AML/CFT area, and ascertain teepondent credit institution’s authorisations
to perform its activities, as stated in pointsd8yl (4) of the mentioned section.

Approval of establishing correspondent relationsh(p.7.3)

390. Each correspondent banking relationship must hawveria approval given by a senior
management member. (paragraph 2, b (3) of Secliai the AML/CFT Act)

Documentation of AML/CFT responsibilities for eaastitution (c.7.4)

391. Criterion 7.4 requires the financial institutione tlocument the respective AML/CFT
responsibilities of each institution on the crossder correspondent banking relationship. The
evaluation team was advised by the financial seejaresentatives during the on-site visit thas it i
done by the nature of an agreement concluded itewriorm. It is however important to state that
this particular obligation arising from criterion47is not present in any law, regulation or other
enforceable means in the Slovak law. The evaluagam is convinced however by the interview
with the private sector representatives on-site ttia practice in respect of correspondent banking
relations is in line with criterion 7.4 even thoutylis particular stipulation is not copied expligit
in the Slovak legislation. Nevertheless, the Slosakhorities should therefore consider amending
the AML/CFT Act to include to practice already adg in the financial market as it allows for the
full compliance with the FATF standard.
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Payable through Accounts (c.7.5)

392. In respect of payable through accounts, the obligetitutions must be satisfied that a
respondent credit institution has verified the ifferation of a customer and performed customer
due diligence on the customer having a direct acteshe respondent credit institution’s account
and that the respondent credit institution is ablgrovide relevant customer due diligence data
upon request.

393. The assessors have noted that paragraph 2 letteGection 12 of the AML/CFT Act relates
directly to cross-border correspondent relationshyih non-EU Member States. Literal
interpretation of this provision causes it to faliort of the FATF standard, which recognises
correspondent banking as a high risk situation.oRegendation 7 does not also provide for any
concessions. It can be argued, and not withoubredkat the FATF's recognition of the EU as a
single jurisdiction can be applied to this situates well. It is, however, a belief of the evaluato
that the FATF's recognition in relation to SR.VIhd IX cannot simply be transferred to
Recommendation 7, and must be sought and achigviiat iEU to this recommendation alone.

Effectiveness and efficiency

394. It is concluded that with the adoption of the neMIXCFT Act, Slovakia has now sufficient
regulatory framework which remedies the deficieaditentified in the 8 round MER in relation to
R.7.

395. As mentioned above, the financial institutions @enerally very much aware of their
obligations arising form the AML/CFT Act. The obdiions in respect of cross-border
correspondent banking relationship are being oleseby financial institutions. Due care is placed
on such relationships if the respondent institui®not a financial institutions from the EU or an
equivalent third country.

396. No issues impeding in any way the evaluation céafeness of implementation of R.7 have
been made known to the evaluation team.

Recommendation 8 (rated NC in thé’3ound MER)
Misuse of new technology for ML/FT (c.8.1)

397. Due to the absence of any specific enforceableagugiel on measures to be put in place to avoid
the risks associated with technological developseand non-face to face relationships,
Recommendation 8 was rated “Non-Compliant” in tffer8und MER. The AML/CFT Act now
contains basic general requirements. Under parag?afb) of Section 14 of the AML/CFT Act,
dealing with “Detection of an Unusual Transactiofinancial entities are obliged to pay special
attention, to any risk of legalisation or terrorist financinthat may arise from a type of
transaction, a particular transaction or new teclwgical procedures while carrying out
transactions that may support anonymity and isgaalito take appropriate measures, if needed to
prevent their use for the purposes of legalisatioil terrorist financiny Moreover, according to
paragraph 2 of Section 24 of the AML/CFT Act, fical institutions are prohibited from entering
into a business relationship or from performing &aysaction on an anonymous basis.

398. The Slovak authorities and the sectors’ represgetainterviewed advised that other than the
relevant provisions in the AML/CFT Act, there is sygecific guidance regarding new technological
developments and the need for internal policiekiwitinancial institutions to prevent the misuse of
technological developments in ML or TF.
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399. Thus, these issues should be resolved within tHigeab entities. In practice, banks apply
special security measures (“electronic signatumtificate” or PIN code, numbered passwords)
when providing services through online or telephbaeking.

400. The Slovak authorities advised the evaluation tehat there were no other new payment
methods used in Slovakia.

Risk of non-face-to-face business relationship2{c8

401. Concerning non-face to face business, the AML/CKI #ates the obligation for enhanced
CDD measures. In particular, paragraph 6 of Sedibof the AML/CFT Act defines a duty for all
the reporting entities to verify identity of thestamer being a natural person and identification of
each person acting on behalf of the customer beitegal entity before establishing the business
relationship or carrying out the transaction, igittphysical presence. If this condition is not met
the reporting entities are obliged to carry outarded due diligence in line with paragraph 2 (a) of
Section 12 of the AML/CFT Act.

402. In practice, as evaluation team was told in inamg held during the on-site visit, direct contact
with the customer still remains the fundamentalerih the opening of an account (credit
institutions), establishing a business relationshipxecuting a transaction (financial institutipns

Effectiveness and efficiency

403. As mentioned above, Slovakia has a general legahdwork in place concerning new
technologies and non-face to face business redtipg.

404. However, effective compliance is difficult to beeased. The FIU representatives interviewed
about their on-site procedures on this obligatinplaned that some problems where found in a
concrete financial institution but affirmed thaedle had already been solved.

405. No specific guidance on new technologies and noa-fa face business relationships has been
issued as yet. It would be useful if the Slovakhuities did adopt such a document in order to
develop how CDD measures should operate in nonttafsce transactions.

3.2.2 Recommendations and comments

Recommendation 5

406. With the adoption of the new AML/CFT Act, Slovakiectified all of the deficiencies identified
in the 3” round MER in relation to customer due diligenceamees. However, further legislative
clarifications are still needed for the full congrice with the FATF standards. The Slovak
authorities should introduce a more comprehengregision regarding reasonable measures to be
taken by financial institutions in order to verifiye identity of the beneficial owner. In addition,
they should review the identification process in spect of low risk
customers/circumstances/businesses to one of r@aucemplified customer due diligence instead
of granting exemptions.

407. The Slovak authorities should issue guidance faressectors such as securities, pension funds
and payment services to make them aware of se@MBICFT risks
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Recommendation 6

408. The Slovak authorities are encouraged to reviewddfeition of PEP to fully reflect the one
provided in the Glossary to the FATF Recommendatidn particular, it should cover senior
politicians, senior government official{for example non-political heads of ministries)dan
important party officials.

409. Although the AML/CFT Act obliges to undertake enbadh due diligence measures when
establishing a business relationship with a PEEtetis no specific requirement to find out whether
the beneficial owner of the contracting party midiet a PEP. The Slovak authorities should
consider addressing this issue either in law ouleggpn or other enforceable means.

410. As the FATF standard should be applicable to persemtrusted with prominent public
functions in a foreign country, it is advisable notlimit the provisions of Slovak law only to
foreign PEPs residing abroad.

411. There is no provision for senior management apprtvaontinue the business relationship
where the customer subsequently is found to beeoornes a PEP, which falls short of the FATF
standard. The Slovak authorities should cover tidigation by law, regulation or other
enforceable means.

Recommendation 7

412. The Slovak authorities should consider providindpin, regulation or other enforceable means
an obligation for financial institutions to docunmehe respective AML/CFT responsibilities of
each institution on the cross-border correspontlanking relationship, for both EU and non-EU
correspondent relationships.

413. The Slovak authorities should extend the enhand2D @easures to respondent banks within
the EU.

Recommendation 8

414. The Slovak Republic was involved in several casheres organised groups (from Romania)
abused internet services and offered different gomd sale. Thus, crimes like internet fraud,
phishing or pharming are real risks to citizenSlovakia.

415. Therefore, specific guidance regarding new tectgio#b risks and the need for internal policies
within financial institutions to prevent the misusé technological developments in money
laundering or financing of terrorism need to beiéss

3.2.3 Compliance with Recommendations 5, 6, 7 and 8
Rating Summary of factors underlying rating
R.5 LC » Lack of specific guidelines for each financial secapart from the

banking sector for improving general performanc€bBD measures.

« Lack of sufficiently comprehensive provision regagl reasonable
measures to be taken by financial institutions tideo to verify the
identity of the beneficial owner.
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e Certain categories of low risk business can be exednfrom CDD
instead of requiring simplified or reduced measures

* Lack of awareness in some sectors such as sesygéasion funds and
payment services about the AML/CFT risks.

R.6 PC * No provision to verify if the beneficial owner i&€P in the Slovak Lav
is present.

* Provisions do not apply to foreign PEPs residin§liovakia.

« The definition of PEPs is not sufficiently broadinclude all categorie
of senior government officials.

« No provision for senior management approval to oot business
relationship where the customer subsequently isdda be or become
PEP.

[72)

%)

R.7 LC * No enforceable requirement to document the resmpedML/CFT
responsibilities of each institution.

» Special measures apply only to non-EU correspone¢ationships.

R.8 PC « Effective compliance is not demonstrated.

» Lack of guidance concerning new technologies resiks on how CDD
measures should operate in non- face to face taossa.

3.3 Financial institution secrecy or confidentiality (R4)

3.3.1 Description and analysis

Recommendation 4 (rated LC in thé’3ound MER)

416. This area is regulated by Article 91 of the ActRBamnks. Article 91(4) of that Act provides that
client information that would otherwise be subjéetbank secrecy may be disclosed under a
number of circumstances, including a request intingiby a law enforcement or regulatory
authority. In addition, reporting unusual transaasi and reports of suspicious activities are not
regarded as breaches of banking secrecy undelea®ti¢7) of the Act on Banks. Paragraph 6 of
Section 7 of the AML/CFT Act provides that fulfilmeof obligations under the AML/CFT Act
will not constitute a violation of the professiorsaicrecy for any obliged entity. As noted in tffe 3
round MER, there are no reported practical resbnstin the Slovak legislative framework limiting
competent authorities from performing their antirrap laundering functions. The FIU is able to
access further information from reporting entitiegnalysing reports. The evaluators received the
impression that this criterion is still adequateigt.

417. Information is shared between competent authorlieesed on Memoranda of Understanding.
Certain deficiencies were noted in this regard lie 8% round MER, particularly regarding
exchange of information between domestic prudestiglkervisory authorities. Since that point, the
Slovak authorities have advised that the NationahkB Services now serves as the single
supervisory authority over the financial sectorkifg into account the amendments to the
AML/CFT Act in force since September 2008, the eaddrs received the impression that the
deficiencies noted in the®round MER had been remedied and that there isnpediment to
sharing information between competent authoritiberwappropriate.
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Effectiveness and efficiency

418. The evaluation team found no indication that thehexge of information is in any way
hindered in practice.

3.3.2 Recommendations and comments

419. This Recommendation is fully observed, and, theluatmn team, therefore, has no

recommendations.
3.3.3 Compliance with Recommendation 4
Rating Summary of factors underlying rating
R.4 C

3.4 Record Keeping and Wire Transfer Rules (R.10 and SRVII)

3.4.1 Description and analysis

Recommendation 10 (rated LC in thé’3ound MER)

420. Although Recommendation 10 was ratedrgely Compliant” in the ¥ round MER it needs to
be reassessed in accordance with the requiremédntautual evaluation procedure for this
assessment round.

Record keeping & reconstruction of transaction meiso(c.10.1 and 10.1.1)

421. The basic record-keeping obligations are regulateder Section 19 of the AML/CFT Act.
Pursuant to paragraphs 1 and 2 of this sectionpkdiged entities are required to keep data or
written documents obtained from the customer dutivgapplication of CDD and enhanced due
diligence measures for a period of five years atter business relationship with the customer is
ended. Similarly obliged entities are obliged tonten all data and written documents about the
transaction for a period of five years from the momof the carrying out the transaction.
According to third paragraph of Section 19, obligadities are required to keep such data and
written documents for a longer period if the FIlyuests to do so. In that case, the FIU shall
specify in written form the period and scope ofpgiag data and written documents. However, it is
important to note that only the FIU, for its ownrposes or upon request from another Unit within
the Police Force, can request all obliged entitickeep records for a longer period. The NBS can
ask for the prolongation of the record-keeping gebin its supervisory activities in the cases state
in paragraph 3 of Article 75 of the Securities Actd paragraph 4 of Article 36 of the Act on
Financial Intermediation and Financial Counsellibhgw enforcement authorities and prosecutors,
however, do not have such a power. Moreover, ittthesonsidered that in case of investigation of
economic crimes all records can be seized for tinpgse of criminal evidence and expertise so that
it be possible to permit both reconstruction ofiidlial transactions and linked transactions in the
investigated case. The legal obligation of law erdment authorities is to ensure that evidence
enters into criminal proceedings without delay tevent its destruction or damage.
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422. Under essential criterion 10.1*, obliged entities eequired to maintain all necessary records
on transactions, both domestic and internatiowalaf least five years following the completion of
transactions. Furthermore, transaction records Idhba sufficient to permit reconstruction of
individual transactions. This provision is broadigvered under Section 19, para 2 (a) and (b),
which must be applied by all obliged entities. Blesi in order to clarify the scope of “all data and
written documents” necessary to be kept by obligetities, the Slovak FIU has elaborated some
“Guidelines” that are published on the Slovak Flwebsite Given the broad language used in
paragraph 2 (b) of Section 19 of the AML/CFT Actigéhrequires keeping of “all data and written
documents”, and the definition of “transaction” endsection 9 (h) of the same act, it can be
interpreted that the Act covers the requirementsitérion 10.1*.

423. To ensure that the scope of transaction records ikegufficient to permit reconstruction of
individual transactions so as to provide, if neaegsevidence for prosecution of criminal activity
(as required under essential criterion 10.1.1),esdvActs contain specific requirements for
financial institutions. The AML/CFT Act does notritain any explicit requirement about the scope
of the transactions records to be kept. Howeveticlar2, paragraph 7 of the Act on Supervision of
the Financial Market states a general provisiofobmws:

“A supervised entity, members of its bodies, itpleyees and other persons, whose activities
are related to the supervised entity, shall begsddito enable the performance of supervision,
refrain from any action that could frustrate therfeemance of such supervision, and provide, in
the state language, any information, documentattoncurrence and assistance required by the
National Bank of Slovakia or supervising officeos the purposes of performing supervision

.y

424. In particular, for banks or branch offices of fgmibanks the Article 42, paragraph 1, Article
89 and Article 93 a) of the Act on Banks statedhbgation of maintaining of transactions records
and the scope of the information that must be kspiollows:“Banks, foreign banks and branch
offices of foreign banks are obligated to store topies of documents and protect them against
damage, alteration, liquidation, loss, theft, dasihg, misusing and unauthorised access and the
copies of documents and data on verification antlidentity, documents determining ownership of
money used by clients to conduct transactions,d@magiments on conducted operations for at least
five years after a transaction, contract, etc. acluded”. The Securities Act, in its Article 73,
paragraph 6 contains a particular provision regardhe obligation of record-keeping for stock
brokerage firms and foreign stock brokerage firmgheir operations in the territory of the Slovak
Republic for at least ten years as follow$he stock brokerage firm and the foreign stock
brokerage firm shall retain and protect the dataasngt damage, alteration, liquidation, loss, theft,
disclosure, misusage and unauthorised access api@sof client identification and of documents
identifying the owner of the funds used by thentlte accomplish the trade and contracts, and
other documents on deals made for at least tensyéam conclusion of the transaction”.
According to Article 21, paragraph 5 of the Act @aollective Investment, management companies
should“for at least ten years after concluding a trandact store identification information and
copies of documents proving the identity of invesamd customers and documents confirming the
ownership of funds used by investors and custotonerake the transactionThe Act on Insurance
(Article 47, paragraph 9) states as follow$he insurance company, branch of an insurance
company from another Member State and branch ofeign insurance company shall be obliged
to maintain and protect the insurance contractduding changes and related documents, data and
copies of documents on the proof of the clientsnily, documents on the determination of the
ownership of the means used by the client to cdechhhe insurance contract, the insurance
contracts and documents related to the conclusants administration of the insurance contracts
during the insurance period and after the insuratexenination until expiry of the lapse period for
the exercise of rights resulting from the insuranoatract, although for at least ten years aftes th
termination of the contractual relation with theesit; from damage, change, destruction, loss,
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theft, revealing, abuse and unauthorised access id@insurance company, branch of the
reinsurance company from another member State aadch of a foreign reinsurance company
shall be obliged to maintain and protect the reiasce contracts including changes and related
documents during the reinsurance period and afterreinsurance termination at least until expiry
of the lapse period for the exercise of rights h&sg from the reinsurance contract; from damage,
change, destruction, loss, theft, revealing, alarsgtunauthorised access”.

425. Finally, the Act on Financial Intermediation anahdicial Counselling and on amendments and
supplements to certain laws (Article 31, paragr&land 6) and Article 36fontain similar
provisions.

426. Authorities indicated that, in practice, financiaktitutions keep all records regarding the
transactions performed for at least 10 years orb#ss of said sectoral laws and anything in the
sectoral laws including record-keeping obligatismai sanctionable requirement. It must be noted
that the Act on Banks, the Act on Securities, tlot @n Insurance, the Act on Payment Services, the
Act on Financial Intermediation and Financial Caallisg and the Act on Collective Investment
state that the NBS can dispose corrective measmcefines in its supervisory tasks when detecting
the non compliance with the AML/CFT Act.

Record keeping of identification data, files amtdrespondence (c.10.2)

427. As required under essential criterion 10.2*, idiészdtion data, account files and business
correspondence are within the scope of record-keepidligation. Although the Slovak Authorities
argue that the broad language of Section 19 oAtME/CFT Act involves such data (account files
and business correspondence), evaluators congidez is no explicit and sufficient provision
referring to these specific kind of documents, m&itin the AML/CFT Act nor in the sectoral Acts
that are referred to above. As noted in paragrégsh #inancial institutions are required to keep
identification data for at least five years afteg business relationship with the customer is eded
longer if requested by a competent authority.

Availability of records to competent authoritiesarrtimely manner (c.10.3)

428. According to Section 21 of the AML/CFT Act, obligedtities are requested to provide the FIU
upon its written request with data on transactioated documents, and information on persons,
who participated in the transaction. In such catfes,FIU determines the time in which such
a request must be submitted. Article 2, paragram the Act on Supervision of the Financial
Market refers to the availability of records to qmtent authorities, but does not contain a specific
provision regarding the time in which this recostsould be available to the said authorities.
Besides, Article 42, paragraph 2 of the Act on Bastates thatData and other information in
returns, notifications and other reports must benpoehensible, easy to follow, supportable, and
give a true and fair picture of reported facts, andst be presented in a timeAtticle 75 (4) of the
Securities Act, in conjunction with paragraph 6quiees that securities dealers and foreign
securities dealers shall retain the records refeteein paragraphs (1) and (2) and any other
documentation on its provision of investment orildany services in a medium that allows the
storage of information in a way accessible for fetteference by the National Bank of Slovakia,
and in such a form and manner that the followingditions are met:

a) the National Bank of Slovakia must be able teas them readily and to reconstruct each key
stage of the processing of each transaction;

b) it must be possible for any corrections or otim@endments, and the contents of the records
prior to such corrections or amendments, to bdyeastertained;

¢) it must not be possible for the records otheawidsbe manipulated or altered.
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429. Finally, in the case of information or data reqadsin the course of criminal investigations,
Section 3 of the CPC and Section 76 of the Act olicB Force state as “without delay” the
deadline for the provision of the referred inforioat

430. The obligation for financial institutions to proeidcustomer identification data (as well as
transaction records) to the police is covered irageaph 4 (g) of Section 91 the Act on Banks
which states’A report on matters concerning a client that arebgect to bank secrecy shall be
submitted by a bank or branch office of a foreigmlo without the prior approval of the client
concerned solely upon request made in writing leydtiminal police and financial police services
of the Police Corps for the purposes of detectingioal acts, the detection of and search for their
perpetrators and especially in the case of tax ewasillegal financial operations, and money
laundering.” Finally, on the basis of the paragraph 4 Secti®r(@ of the Police Act the police
officer belonging to the Criminal or Financial Raiis authorised to request from banks and
foreign bank branches the reports on their custadesttification data by detecting tax evasions or
unlawful financial operations or legalisation ofopeeds of criminal activity and thereto related
criminal offences and their perpetrators.

431. Additional information to unusual transaction reysrall be provided to the FIU by the obliged
entity based on the written request under paragsagffSection 17 of the AML/CFT Act.

432. Apart from these provisions, in the Slovak legisiat there is no clear requirement for
financial institutions to ensure that all custonssrd transaction records and information are
available on a timely basis to domestic competerthaities upon appropriate authority. The
evaluation team was advised during the on-sité bisithe private sectors’ representatives that the
time needed, in practice, to provide competentaiites with information requested depends on
circumstances. Thus, the evaluators noted that surliged entities may not have an efficient
internal procedure to promptly satisfy informati@guests.

Effectiveness and efficiency

433. The requirements as stated in Section 19, paragrapthe AML/CFT Act remain too general
compared to essential criteria ¢.10.2* as undedsbyothe FATF.

434. Effectiveness of the implementation of Recommenwdatl0 can be regarded as being
sufficient. Controls performed at obliged entitietween 2006 and 2010 by the Slovak FIU did not
reveal any breach of AML-CFT Act regarding the ghtion of transaction data recording

435. However, it must be noted that in practice, in 8levak banking sector, documents are too
often kept in paper form, which makes it diffictdtretrieve information in a timely manner.

Special Recommendation VIl (rated PC in th& 8ound MER)

Obtain Originator Information for Wire Transfers.\dl.1)

436. Requirements under SR. VII have been implementediwthe EU through Regulation (EC)
No. 1781/2006, in force since 1 January 2007. Ragulation is directly applicable throughout the
EU membership, including Slovakia.

437. According to Article 3 of the EU Regulation, it di@s to transfers of funds, in any currency,
which are sent or received by a payment servicgigeo established in the EU. The Regulation
does not apply to:

« transfers of funds carried out using a credit dritdeard under specific conditions (Article
3, paragraph 2), electronic money up to a thresbib&l.000 (Article 3(3));
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« transfers of funds carried out by means of a mopilene or similar device (Article 3,
paragraphs 4 and 5);

+ cash withdrawals, transfers related to certain tdétainsfer authorisations, truncated
cheques, transfers to public authorities for tafe®s, or other levies within a member
state;

« transfers, where both the payer and the payeeagmagnt service providers acting on their
own behalf (Article 3, paragraph 7).

438. According to Article 5 of the Regulation, provideshall ensure that transfers of funds are
accompanied by complete information on the paydris Tcomplete information on the payer
includes the name, address and account numbee cligiomer (Article 4).

439. The payment service provider of the payer shalfprigetransferring the funds, verify the
complete information on the payer on the basisoaluthents, data or information obtained from a
reliable and independent source (Article 5 (2))tHa case of transfers of funds not made from an
account, the payment service provider of the pabhetl verify the information on the payer only
where the amount exceeds €1,000, unless the ttarsée carried out in several operations that
appear to be linked and together exceed €1,00@c{@& (4) of the Regulation). The general rules
set out in the AML/CFT Act apply for this verifican.

440. However, the EU Regulation also provides for somxengtions from the verification
requirements if:

e a payer’s identity has been verified in connectigth the opening of the account and the
information obtained by this verification has bestored in accordance with the obligations
set out in the '8 EU AML Directive; or

« the payer is an existing customer whose identig/tbebe verified at an appropriate time as
described under Article 9(6) of th& EU AML Directive.

Inclusion of Originator Information in Cross-Bord®Yire Transfers (c. VII.2); Inclusion of Originator
Information in Domestic Wire Transfers (c. VIl.B)aintenance of Originator Information (c.VI1l.4)

441. According to the FATF Methodology, transfers betwé&tovakia other EU Member States are
considered as domestic for the purposes of thessisgmt of SR. VII, wire transfers between
Slovakia and non-EU Member States are consideretbas-border.

442. Therefore, according to Article 7 (1) of the Regjigla, transfers where the payment service
provider of the payee is situated outside the afethe EU shall be accompanied by complete
information on the payer. In cases of batch trassfé is not necessary to attach the complete
information to each individual wire transfer pros@ithat the batch file contains that information

and that the individual transfers carry the accowmber of the payer or a unique identifier

443. In cases where both the payment service providdreopayer and the payment service provider
of the payee are situated in the Community, traesséfunds shall be required to be accompanied
only by the account number of the payer or a unidaatifier allowing the transaction to be traced
back to the payer. If so requested by the paynmemice provider of the payee, the payment service
provider of the payer shall make available to thgnpent service provider of the payee complete
information on the payer, within three working dayfsreceiving that request (Article 6 of the
Regulation).

444. According to Article 14 of the Regulation, paymesetrvice providers shall respond fully and
without delay to enquiries from the competent arities concerning the information on the payer
accompanying transfers of funds and corresponditgrds, in accordance with the procedural
requirements established in the national law ofMileenber State in which they are situated. For the
purpose of the EU Regulation, the competent aughoriSlovakia is the FIU.
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445. Article 12 of the Regulation stipulates that intediary payment service providers shall ensure
that all information received on the payer thatomgganies a transfer of funds is kept with the
transfer. In cases of technical limitations to gmant system, an intermediary payment service
provider situated within the EU must keep recortdalloinformation received for five years (article
13 (5) of the Regulation).

Risk-based Procedures for Transfers Not AccompanisdOriginator Information (c. VII.5)

446. As stipulated in Article 8 of the Regulation, thayment service provider of the payee shall
detect whether, in the messaging or payment aritbreent system used to affect a transfer of
funds, the fields relating to the information oe fayer have been completed. Providers shall have
effective procedures in place in order to detecetiwar the following information on the payer is
missing:

« for transfers of funds where the payment serviowiger of the payer is situated in the EU,
the information required under Article 6;

« for transfers of funds where the payment servioeiger of the payer is situated outside the
Community, complete information on the payer, orevehapplicable, the information
required under Article 13; and

« for batch file transfers where the payment serpicevider of the payer is situated outside
the Community, complete information on the payethim batch file transfer only, but not in
the individual transfers bundled therein.

447. If the payment service provider of the payee becoaveare, when receiving transfers of funds,
that information on the payer required under thegiation is missing or incomplete, it shall either
reject the transfer or ask for complete informatiorthe payer.

448. Where a payment service provider regularly failsstpply the required information on the
payer, the payment service provider of the payed ke steps, which may initially include the
issuing of warnings and setting of deadlines, kefither rejecting any future transfers of funds
from that payment service provider or deciding Wketor not to restrict or terminate its business
relationship with that payment service providereTgayment service provider of the payee shall
report that fact to the authorities responsiblecimmbating money laundering or terrorist financing
which is the FIU in Slovakia (Article 9 of the Rdation).

449. Pursuant to Article 10 of the Regulation, the payimeervice provider of the payee shall
consider missing or incomplete information on tteyqr as a factor in assessing whether the
transfer of funds, or any related transaction,uspgious, and whether it must be reported, in
accordance with the reporting obligations set outhe Third EU AML/CFT Directive, to the
authorities responsible for combating money lauingdeor terrorist financing.

Monitoring of Implementation (c. VII.6) and Applicaon of Sanctions (c. VII.7: applying ¢c.17.1 —
17.4)

450. The competent authority in the Slovak Republic tieatively monitor, and take necessary
measures with a view to ensuring compliance with rquirements of the EU Regulation is the
NBS, according to the notification filed by the @& authorities to the EU Commission. This
responsibility can also be derived from Sectiorobthe Act on Banks.

451. The evaluation team was advised that the compliaittethe Regulation is also verified by the
NBS during on-site visits; however there has bedg one case of verification in 2010. Rules on
effective, proportionate and dissuasive penaltgdieable to infringements of the provisions of the
Regulation are set out in paragraphs 2 and 3 a€lArf8 of the Act on Payment Services, and may
be enforced by the NBS, as well as art. 50 of thekiBig Act.
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Additional elements — Elimination of thresholds (¥11.8 and c. VI1.9)

452. For transfers of funds where the payment serviowiger of the payer is situated outside the
EU (incoming cross-border wire transfers), the pagtrservice provider of the payee shall have
effective procedures in place in order to detecetiver the complete information on the payer as
referred to in Article 4 (complete information ohet payer) is missing (Article 8 (b) of the
Regulation). If this is not the case, the paymexvise provider has to follow the procedures
described above, regardless of any threshold (ettenspin context with batch file transfers are
elaborated above).

453. For transfers of funds where the payment serviowiger of the payee is situated outside the
area of the EU (outgoing cross-border wire trars3fehe transfer shall always being accompanied
by complete information on the payer, regardlesshef threshold (Article 7 of the Regulation;
exemptions in context with batch file transfers eledborated above).

Effectiveness and efficiency

454. The requirements of SR. VII are clearly statedha EU Regulation, respectively under the
AML/CFT Act where necessary. It is also worth mening that the NBS published on its website
the “Common Understanding Paper” both in Englist &ovak (developed and published by the
Anti-Money Laundering Task Force in October 2008tgblished in 2006 by 3L3 Committees -
CEBS, CEIOPS and CESR).

455. All representatives of providers of payment servinget during the on-site visit appeared to be
aware of their obligations when conducting trarsfefrfunds. There were, however, no reports on
regular failings of payment service providers fileith the FIU according to Article (2) of the
Regulation.

456. It is a concern of the evaluation team that adattime of the on-site visit, the NBS had just
started to verify the compliance of financial ihgiions with the said Regulation during its on-site
inspections (one case in 2010). There were no rostances brought to the attention of the
evaluation team that could by any way undermineptioper functioning of the supervision over the
wire transfer system in Slovakia. Nevertheless, tdudne above mentioned fact of a small number
of NBS on-sites covering this issue, the effectesmncan not be assessed. The evaluation team is,
however, satisfied that the financial institutioodserve the obligations of the mentioned
Regulation.

3.4.2 Recommendation and comments

Recommendation 10

457. Though different sectoral laws have provisions amothorities see no problem in practice,
authorities should consider to establish a cledigation upon financial institutions in the
AML/CFT Act with a view to ensuring that transacticecords to be kept are sufficient as required
under essential criterion 10.1.1.

458. Section 19 of the AML/CFT Act should be amendedéxplicitly require the keeping of account
files and business correspondence for at leastyees following the termination of an account or
business relationship.

Special Recommendation VII

459. This recommendation is fully observed.
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3.4.3 Compliance with Recommendation 10 and Special Regamdation VII
Rating Summary of factors underlying rating
R.10 LC « Record keeping obligation does not clearly reqtliee maintenance of

“account files and business correspondence”.

SR.VII C

Unusual and Suspicious transactions

3.5 Monitoring of Transactions and Relationship Reportng (R. 11 and R. 21)

3.5.1 Description and analysfs

Recommendation 11 (rated NC in th& 8ound MER)
Special attention to complex, unusual large tratisas (c. 11.1)

460. As indicated in the "3round MER, Slovakia has a reporting mechanisnffiecefor complex
or unusual transactions. Section 14 of the new ABHT Act has broadly implemented the
requirements of Recommendation 11. Requiremenigaging special attention to all complex,
unusual large transactions or unusual patternsangactions, which have no apparent economic or
visible place, and of examining the background pimghose of such transactions as well as setting
forth their findings in writing have been providéxt in this Section. Furthermore, Section 4 of the
AML/CFT Act does provide detailed description ofrsotypical unusual transactions.

Examination of complex and unusual transactiond.{c2)

461. The Slovak legal system now explicitly requires tiidiged entities to examine the purpose of
transactions to the most extent possible and teewrp a written report on such transactions
(paragraph 3 of Section 14 of the AML/CFT Act)

Record-keeping of finding of examination (c. 11.3)

462. While the said section obliges financial institugoto make their written findings available
when a control is being conducted under Sectionf2ZBe AML/CFT Act, the Act does not include
an explicit obligation for them to keep those répdor at least five years. Such an obligation may
be drawn neither from the Section 29 nor Sectiooflhe AML/CFT Act. This deficiency has not
been rectified since thé“3ound evaluation. The FIU has, however, issuedajinie soon after the
AML/CFT Act came into force in 2008 (Guidelines fobliged entities related to observance of
obligations stipulated in Section 14 of AML/CFT Law connection with detection of unusual
transaction) that requires the institutions to kebepfindings of examination of transactions foe th
period of five years. However, this guideline it an other enforceable means.

463. The evaluation team is satisfied that financiatitn8ons know their obligation arising from
Section 14 of the AML/CFT Act, and that the scregnif transactions is done with proper
diligence. Nevertheless, the awareness raisingitesi by the NBS and the FIU should continue in
this matter, though the methodological guidanceipexl by the NBS is quite comprehensive.

% The description of the system for reporting stispis transactions in s.3.7 is integrally linked twihe
description of the FIU in s.2.5, and the two tengéed to be complementary and not duplicative.
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Recommendation 21 (rated NC in th& 8ound MER)

Special attention to countries not sufficiently gy FATF Recommendations (c. 21.1 & 21.1.1),
Examination of transactions with no apparent ecomwoan visible lawful purpose from countries not
sufficiently applying FAT Recommendations (c 21.2)

464. One of the deficiencies identified in thé® 3ound MER was the absence of any broad
requirement for financial institutions to pay specattention to business relationships and
transactions with persons from countries which da or insufficiently apply the FATF
Recommendations. This appears not to have beerdiednget.

465. The Slovak authorities indicated that the risk-ldlaapproach is embedded in paragraph 4 of
Section 10 and paragraph 2 of Section 14 of the AMHI Act. However, in the absence of an
explicit requirement, it is not clear that thosevsions require obliged entities to pay special
attention to business relationships and transactwith persons from countries which do not or
insufficiently apply the FATF Recommendations. Tdgthorities report that in practice, public
statements of the FATF and MONEYVAL are publishad the FIU's web-site and they are
considered by the financial institutions. Howehis should be explicitly set out in law, regulatio
or other enforceable means.

466. The only guidance provided to financial institusobhy a competent authority (Slovak FIU
website) is the “Guidelines for obliged entities @onnection with FATF Statements and
MONEYVAL”, which instruct obliged entities to follw the procedure under Section 12 (1) or (2)
(b) and (c) of AML/CFT Act (EDD) and to apply nonlg CDD but also other measures to
eliminate the risks identified. The evaluation teammsiders that there are not sufficient measures
in place to ensure that financial institutions advised of concerns about weaknesses in the
AML/CFT systems of other countries. Besides, thiexeno specific obligation for financial
institutions to examine the background and purmddeansactions that have no apparent economic
or visible lawful purpose and to make availabler#ten findings to assist competent authorities.
(c. 21.2).

Ability to apply counter measures with regard touwwies not sufficiently applying FATF
Recommendations (c 21.3)

467. The current legal framework of the Slovak Repuldimes not give power to any national
authority to apply any countermeasures whatso&uthin the scope of Recommendation 21.

Effectiveness and efficiency
468. In the Slovak Law, there is not a general provisecmmcerning the obligation of financial
institutions to pay special attention to any cowuntnat fails or insufficiently applies FATF

Recommendations. Slovak authorities are not cuyr@nt position to apply countermeasures.

469. Obliged entities should be aware by their own sesiaf weaknesses in the AML/CFT systems
of other countriesThus,effective compliance with Recommendation 21 isiclift to be asserted.
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3.5.2 Recommendations and comments

Recommendation 11

470. A term for keeping written findings should be detared by law, regulation or other
enforceable means with a view to ensure that fiigimestitutions keep available such findings for
at least five years.

Recommendation 21

471. There should be effective measures in place torertbat financial institutions are advised of
concerns about weakness in the AML/CFT systemshafracountries.

472. The Slovak legal framework should include a genpralision concerning the obligation of
financial institutions to pay special attentiorbigsiness relationships and transactions with psrson
from or in countries that fail or insufficiently ply FATF Recommendations.

473. In particular, the Slovak AML/CFT legal frameworkauld include a provision concerning the
obligation for entities to examine as far as pdesihose transactions that have no apparent
economic or visible lawful purpose and to make temtfindings available to assist competent
authorities (e.g. supervisors, law enforcement eigerand the FIU) and auditors.

474. The Slovak authorities should be legally empoweiedpply counter-measures within the
meaning of Recommendation 21.

353 Compliance with Recommendation 11 and Special Regamdation 21
Rating Summary of factors underlying rating
R.11 LC e No enforceable keeping term for written findings amusual

transactions exists.

R.21 NC * No enforceable requirement for financial instibag to pay special
attention to business relationships and transactwith persons from
countries which do not or insufficiently apply thé&ATF
Recommendations.

* No effective measures in place to ensure thanfia institutions are
advised of concerns about weaknesses in the AML/G¥Stems of
other countries.

« No mechanisms in place that would enable the aitig®rto apply
counter-measures to countries that do not appipsufficiently apply
FATF recommendations.

« No requirement to examine, as far as possible,bekground and
purpose when transactions have no apparent ecormmaisible lawful
purpose, and to make available written findingsassist competer
authorities and auditors.

—
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3.6 Suspicious Transaction Reports and Other ReportingR. 13, 19, 25 and SR.IV)

3.6.1 Description and analysis

Recommendation 13 (rated PC in thé' 3ound MER) & Special Recommendation IV (rated N@ i
the 3° round MER)

Requirement to Make STRs on ML/FT to FIU (c. 18113.2 & IV.1)

475. Slovakia was ratetPartially Compliant” in the 3 round MER stating that even though there
was a direct mandatory reporting requirement inAML/CFT Act, the reporting system was not
clear, attempted transactions were not coverednanguidance for reporting entities were issued.
Though significant improvements in reporting systera evident since thé®3ound evaluation,
some deficiencies spotted at that time remain.

476. Reporting entities are obliged to report unusuahgactions according to Section 17 of the
AML/CFT Act. Paragraph 1 of the stated article ead follows: “Obliged entity shall report to the
Financial Intelligence Unit an unusual transactimnattempt to make such a transaction without
undue delay. Obliged entity shall report to theaRicial Intelligence Unit without undue delay also
refusal to carry out the required unusual traneaaiinder Section 15.” Section 15 of the AML/CFT
Act deals with the refusal of or termination of asimess relationship or refusal to execute a
transaction when CDD measures cannot be implemented

477. The AML/CFT Act defines an unusual transaction degal act or other act which indicates
that its execution may enable legalisation or t&stdinancing.” (Section 4)

478. When it comes to definitions of money launderinge(term used in the AML/CFT Act is
“legalisation”), it is stated under Section 2 oé tAML/CFT Act that for the purpose of this Act ML
shall be understoodritentional conduct consisting in

a) conversion of nature of property or transfepodperty, knowing that the property originates
from criminal activity or involvement in criminal activity, with the aiof concealing or
disguising the illicit origin of the property or thi the aim of assisting a person involved in
the commission of such criminal activity to avdid tegal consequences of his conduct,

b) concealment or disguising of the origin or nauwf property, the location or movement
of property, the ownership or other title to progerknowing that the property originates
from criminal activity or involvement in criminatavity,

C) acquisition, possession, use and handling op@ry, knowing that the property originates
from criminal activity or involvement in criminattuvity,

d) involvement in action under letters a) to c)ervn the form of association, assistance,
instigation and incitement, as well as in attengpsich actiori.

479. The evaluators conclude from the previous artittiasreporting entities in Slovakia are obliged to
report any kind of acts when they suspects thabiesution may enable ML or TF. Bearing in mind
that the all-crime-approach is used in the ML dtdin, it can be concluded that obliged entities ar
reguired to report any activity which raises sugpithat proceeds from any crime are involvedsn it
execution.

480. The AML/CFT Act goes further in defining unusuansaction, implicitly providing reporting
entities with some guidance or indicators for reusigg suspicion. Paragraph 2 of Section 4 of the
AML/CFT Act further states thatuhusual transaction shall mean especially a tratisac
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481.

482.

483.

a) which with regard to its complexity, unusuallgthamount of funds or its other nature, goes
apparently beyond the common framework or natura okrtain type of transaction or a
transaction of a certain customer,

b)  which with regard to its complexity, unusuddigh amount of funds or its other nature, has no
apparent economic purpose or visible lawful purpose

c) where the customer refuses to identify himsetb @rovide the information necessary for the
obliged entity to perform customer due diligencdamrSections 10 to 12,

d) where the customer refuses to provide informatb the upcoming transaction or tries to
provide as little information as possible or shatbvide such information that obliged entity
can verify with great difficulty or only with vastpenses,

e) where the customer demands its execution basagmject which raises doubts,

f)  where money of low nominal value in a consibdgraigh amount are used,

g) with a customer in whose case it can be presuhadvith regard to his occupation, position
or other characteristics, he is not or cannot be tlwner of the required funds,

h) where the amount of funds that the customerodespof is in apparent disproportion to the
nature or scope of his business activity or finahsiatus declared by him,

i)  where there is a reasonable assumption thatctieomer or beneficial owner is a person on
whom international sanctions are imposed underexisp regulation11 or a person who might
be related to a person on whom international samstiare imposed under a special regulation;
or

i) where there is a reasonable assumption thadutgect is or is to be an object or a service that
may relate to an object or a service on which imdional sanctions are imposed under a
special regulatioft.”

Apart from these indicators or examples of unusasactions, which are instructive but rather
general, the banking sector has received furtheédague regarding possible forms of unusual
transactions. These indicators are given in thee&nto the Methodological Guideline of 17

December 2009 No 4/2009 for protection of a bant branch office of a foreign bank against
money laundering and terrorist financing. However,other reporting entities are provided with
this kind of guidance.

The obligation to report unusual transaction habeadulfilled “without undue delay”. This
provision is enforced in practice since reports r@eeived in due time, usually on the same day.
One reporting entity advised the evaluators thatRlJ has imposed a penalty for non-compliance
with this provision of the AML/CFT Act. Furthermqrebliged entities are required to postpone an
unusual transaction if there is a danger that xecetion may hamper or substantially impede
seizure of proceeds of criminal activity or fundgended to finance terrorism. Authorities advised
the evaluators that transactions are postponedgayting entities till the report is made.

The AML/CFT Act provides also for the manner of ogg stating that: Reporting duty

shall be fulfilled:

a) inperson,

b) inwriting,

c) electronically or

d) by phone if the matter brooks no delay; sucteort is necessary to file also in person, in
writing or electronically within three days fromaeipt of the phone call by the Financial
Intelligence Unit.”

1 Act No. 460/2002 Coll. on the Application of Intational Sanctions Assuring International Peacée®e¢nt
and Security as amended by Act No. 127/2005 Coll.
12 Act No. 460/2002 Coll. on the Application of Intetional Sanctions Assuring International Peacée®eent
and Security as amended by Act No. 127/2005 Coll.
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484.

485.

486.

The Act requires that an unusual transaction regiali include:

a) obliged entity’s business name, registeredefficplace of business and identification number,

b) data obtained by the identification of persamghom the unusual transaction concerns,

c) data about the unusual transaction, especiéiéyreason of its unusualness, the time sequence
of events, account numbers, information when tltelats were opened, who their owner is
and who has the right of disposal to them, phot@sopf documents on the basis of which the
accounts were opened, identification data of pessauthorised to dispose of the accounts,
photocopies of the concluded contracts and othietee documents and information, as well
as other information that may be related to theauwal transaction and are essential for its
further examination,

d) data on third persons possessing informatiotherunusual transaction,

e) name and surname of the compliance officer &ot¢ contact of this person

It is stated also that the reporting obligationlishat be restricted by the obligation of keeping
secrecy specified by the law under special requriati

The obligation to report unusual transaction exsetodtransactions that are linked to terrorism
financing since the definition of UTR in Article &f the AML/CFT Act covers also the acts the
execution of which may result in terrorist finargirBy the adoption of the new AML/CFT Act
terrorist financing is now covered in suspiciougngaction reporting. For the purposes of the
AML/CFT Act, terrorist financing is defined dprovision or collection of funds with the intentiof
using them or knowing that they are to be usedhiole or in part, to commit:

a) the criminal offence of establishing, contrivengd supporting a terrorist group or the criminal
offence of terrorism or

b) the criminal offence of theft, the criminal offe of extortion or the criminal offence of
counterfeiting and altering a public document, @i stamp, official seal, official die, official
sign and official mark or of instigating, aiding orciting a person to commit such a criminal
offence or his attempt aimed to commit a criminéérece of establishing, contriving and
supporting a terrorist group or the criminal offenof terrorism.”

487. The definition of TF does not contain financingaof individual terrorist. The definition also

No

does not cover the financing of the acts defineithéntreaties annexed to the TF Convention. These
shortcomings are considered to be a limitatiorméoreporting regime as well. Reporting entities are
lacking legal basis to report unusual transactidrickvis connected with an individual terrorist.
Furthermore, the AML/CFT Act does not specificatgquire reporting funds where there are
reasonable grounds to suspect or they are suspectael linked or related to, or to be used for
terrorism, terrorist acts or by terrorist orgarisas or those who finance terrorism, as required
under criterion 13.2.

Reporting Threshold for STRs (c. 13.3 & ¢. SR)IV

488. The AML/CFT Act explicitly requires obliged entifi¢o report all unusual transactions including

attempted transactions. Since the AML/CFT Act does determine any threshold for unusual
transactions, the reporting obligation appliessipective of any threshold.

Making of ML/FT STRs regardless of Possible Invaket of Tax Matters (c. 13.4, c. IV.2)
489. Obliged entities are required to report any actéchvliindicate that its execution may enable

legalisation of proceeds from any criminal offentax fraud is regarded as criminal activity that is
punishable in the Slovak Criminal Code. Therefdres a predicate offence for ML as well. Slovak
legislation does not provide for any exception @musual transaction reporting requirement by
reason of tax related matters. Hence, the repodbimation applies regardless of whether the
transaction, among other things, involves tax matte
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Additional Elements — Reporting of All Criminal Ast(c. 13.5)

490. Slovakia introduced an all crime approach, thushbliged entities are required to report when
they suspect or have reasonable grounds to susiedund are proceeds of all criminal acts that
would constitute a predicate offence for money tharimg domestically.

Special Recommendation 1V

491. Reporting entities are obliged to report unuswaigactions on TF according to Section 17 of
the AML/CFT Act. Paragraph 1 of the stated artrelads as follows:Obliged entity shall report to
the Financial Intelligence Unit an unusual trangaat or attempt to make such a transaction
without undue delay. Obliged entity shall reportthe Financial Intelligence Unit without undue
delay also refusal to carry out the required undswansaction under Section 153ection 15 of
the AML/CFT Act deals with the refusal of or terration of business relationship or refusal to
execute transaction when CDD measures cannot Herimepted.

492. The AML/CFT Act defines unusual transaction adegal act or other act which indicates
that its execution may enable legalisation or teistofinancing.” (Section 4)

493. The obligation to report unusual transaction exsetadtransactions that are linked to terrorism
financing since the definition of UTR in Article &f the AML/CFT Act covers also the acts the
execution of which may result in terrorist finargirBy the adoption of the new AML/CFT Act
terrorist financing is now covered in suspiciouangaction reporting. For the purposes of the
AML/CFT Act, terrorist financing is defined dprovision or collection of funds with the intentief
using them or knowing that they are to be usedhiole or in part, to commit:

a) the criminal offence of establishing, contriyiand supporting a terrorist group or the
criminal offence of terrorism or

b) the criminal offence of theft, the criminafeoice of extortion or the criminal offence of
counterfeiting and altering a public document, @i stamp, official seal, official die, official
sign and official mark or of instigating, aiding orciting a person to commit such a criminal
offence or his attempt aimed to commit a criminfier@e of establishing, contriving and
supporting a terrorist group or the criminal offenof terrorism.”

494. As noted above, the definition of TF in the AML/CIACt does not contain financing of an
individual terrorist. This shortcoming is considén® be a limitation to the reporting regime as
well. Reporting entities are lacking legal basisdport unusual transaction which is connected with
an individual terrorist. Furthermore, the AML/CFTctAdoes not specifically require the reporting
of funds where there are reasonable grounds tastspthey are suspected to be linked or related
to, or to be used for terrorism, terrorist actsbgrterrorist organisations or those who finance
terrorism.

495. The AML/CFT Act provides some examples on what spatly should be considered as an
unusual transaction with regard to terrorist finagcThese situations are:

‘1)  where there is a reasonable assumption thatahstomer or beneficial owner is a person on
whom international sanctions are imposed under ecisp regulatior’® or a person who

13 Act No. 460/2002 Coll. on the Application of Inbetional Sanctions Assuring International Peacte®eent
and Security as amended by Act No. 127/2005 Coll.
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might be related to a person on whom internaticgaictions are imposed under a special
regulatiort* or
i) where there is a reasonable assumption tasitbject is or is to be an object or a service
that may relate to an object or a service on wiinternational sanctions are imposed under
a special regulatioht:

496.

As no other indicators for recognising unusual deations related to TF have been issued,

reporting entities could only rely on these twovied in the Act. The evaluators also got the
impression that obliged entities reported unustesactions that are only linked to persons or
geographical areas which were related to intemalisanctions. Law enforcement bodies met on-site
which receive these reports from the FIU confirrtigd impression.

497.

As elaborated above under R.13, the reporting atidig is applicable for attempted transactions

that are suspected to be linked to TF, and no ¢&rceis provided to the unusual transaction repgrti
requirement by reason of tax related matters.

Effectiveness and efficiency (R.13-SRIV)

498.

The reporting level from banking and to some extém®t insurance sector appears to be

satisfactory. However, other financial institutiai®w a significantly lower level of reporting.

499.

It has already been mentioned that some guidant®inmegard is presented in the AML/CFT

Act itself. Apart from guidance or indicators givienthis Act the Slovak authorities have provided
the evaluators with the guidance in a form of iattics for recognising UTRs that are published by
the FIU on its web site. These indicators are ctediof 10 “General ways of recognising UT”, 23
“specific ways” in bank activities, 16 for insuracompanies, 15 for leasing activities, 13 for
auditing and accounting activities, 9 for execidattivities, 3 for public carriers and forwarding
activities and 5 for real estate activities. Indlica for the banking sector are also presentetien t
Methodological guidance. However, no other sectoase been provided with this kind of

guidance.

500.

Table 13: Breakdown of UTRs received by the FIU

Only banks have submitted reports on TF. Furtheemihere are no specific guidance and
indicators in place for obliged entities on repaytilF.

reports reports
reports about reports about | reports about
. punusual about punusual IDunusual about
Mo_n ‘|tor|ng transactions unusual transactions transactions unusual
entities, e.g. transactions transactions
ML FT ML FT ML FT | ML FT | ML FT
2006 2007 2008 2009 2010
Insurance companies 151 0 147 0 261 0 115 0 85 0
Notaries 0 0 0 0 5 0 2 0 1 0
Currency exchange 1 0 0 0 0 0 0 0 0 0
Broker companies 30 0 0 0 0 0 27 0 13 0

14 Act No. 460/2002 Coll. on the Application of Intational Sanctions Assuring International Peacée®e¢nt
and Security as amended by Act No. 127/2005 Coll.
' Act No. 460/2002 Coll. on the Application of Intetional Sanctions Assuring International Peacée®eent
and Security as amended by Act No. 127/2005 Coll.
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Securities’ registrars 4 0 0 0 7 0 4 0 1 0
Lawyers 1 0 0 0 0 0 0 0 1 0
Accountants 0 0 0 0 1 0 1 0 2 0
Auditors 0 0 0 0 1 0 3 0 1 0
Tax advisors 0 0 0 0 0 0 1 0 2 0
Company service providers 0 0 0 0 0 0 2 0 5 0
Post office 2 0 1 0 4 0 11 0 102 0
Financial regulators 0 0 0 1 0 0 49 0 46 0
Car dealers 53 0 29 0 49 0 1 0 43 0
Bookmakers 0 0 0 0 0 5 0 26 0
Executor 0 0 0 2 0 1 0 0
Casinos/Gambling game operator 0 0 0 0 2 0 0
Natural or Iegal_ persons authorised 0 0 0 0 0 0 12 0 10 0
to trade in receivables

Natural_ or legal persons aythorised 0 0 0 0 2 0 0 0 1 0
to provide forwarding services

Money transmitter (Western Union) O 0 0 0 0 0 1 0 27 0
Leasing companies 0 0 0 0 0 0 68 0 47 0
Real estate agencies 0 0 0 0 0 0 2 0 0
Auctions out of distrainments 0 0 0 0 0 0 0 0 0
Asset management companies 0 0 0 0 0 0 2 - 16 0
Others 0 0 0 0 0 0 0 0 0 0
Total 1,557 14 1,934 10 2,257 16 2,683 56 2415 55

Recommendation 25(c. 25.2 — feedback to financiatitutions on STRs rated NC in the%round
MER)

501. With regard to feedback to reporting entities, Sloauthorities reported in the MEQ that
feedback is provided for as follows:

« general feedback — annual report as well as fed&dimaeach credit institution quarterly
and

» specific (case-by-case) feedback on a requestegating entity or based on an initiative
of the FIU respectively.

502. It should be noted that Section 26/2(i) requiresFhJ to provide obliged entities with case-
by-case feedback.

503. The financial institutions met on-site confirmedattithey receive tables with information
related to the UTRs submitted by them, quarterlye Same information is provided to DNFBPs
twice a year. The evaluators have been provideld wib examples of the mentioned tables. The
first one was provided by a reporting entity intevwed on-site which contains data provided to that
reporting entity from the FIU in 2009. The feedbdlcét is provided in this table contains general
information on UTRs submitted (number of UTRs, datesubmitting etc.), transaction amounts
and the results of the analysis. Regarding reselpmrting entities received information on theedat
of finishing the analysis and information whethiee teport is sent to law enforcement authorities
for further investigation. There was no information whether the law enforcement body has
continued the investigation and no any other sulisg&information on the case which could help
the reporting entity in its further work. Some clusions on the quality of reports could be drawn
from the information given by the FIU, but that nat be considered as the information that is
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useful for enabling reporting entities to advanueirt systems, since no information on typologies
or sanitised examples of actual cases are provitlledertheless, the FIU has provided the
evaluators with another example of the table wibdback which is sent to a reporting entity in
2010. This table contains all the data describexy@bbut in addition, it contains also information
on results that are accomplished by law enforcenamnhorities according to each unusual
transaction reported. As explained by authoritileis, is new and developed practice that is in force
at the moment. Evaluators welcome these improvesremd encourage the FIU to continue with
this work. Some feedback is also provided in a fofngeneral feedback, by guidelines published
on the FIU web site. These documents are alreadytiomed above. Although very brief, all of
them contain valuable information for recognisingusual transactions in specified fields and
valuable feedback because the cases describegnmsatem from the current FIU practice

504. Since the adoption of thé’3ound MER, the FIU has started to provide feedhiadinancial
institutions on the STRs filed by them. Thus, fesdlbto reporting entities shows progress,
particularly as financial institutions and DNFBPeceive tables on every UTR quarterly.
Nonetheless, more substantial and descriptive nmdion in respect of quality of the reporting
would assist by way of additional feedback. Gemgthle content and promptness of the feedback
is not fully satisfactory to the recipients. It walso clearly indicated that the financial insiias
would appreciate more detailed feedback if perrisddy law or other regulation.

Recommendation 19 (rated NC in th& 8ound MER)
Consideration of reporting of Currency transacti@isve a Threshold (c. 19.1)

505. Slovakia was ratedNfon-Compliant”in the 3* round MER in respect of R. 19 on the grounds
that no consideration had been given to introduaicgsh reporting system.

506. The Slovak system still does not require finandiatitutions to report all transactions in
currency above a fixed threshold.

507. Recommendation 19 obliges countries to considefdasibility and utility of implementing a
system where financial institutions report all 8actions in currency above a fixed threshold to a
national central agency with a computerised datalass the understanding of the evaluators that
such consideration should be performed togethallglevant competent authorities in a country,
preferably in a form of detailed risk analysiswibuld be advisable to procure a document stating
basic arguments in favour or against the fixedsthoéd reporting.

508. The Slovak authorities report that the issue wassidered, but it was concluded that
introduction of such a system was not a prioritie TSlovak authorities have provided a written
assessment of the feasibility and utility of impéarting a system referred to in R.19. This issue
was discussed in more detail at the [IGE"s meeiim@908, and also on 18 February 2010. During
these meetings consideration was given on theduattion of a cash reporting system by all
relevant authorities in Slovakia (the FIU, the Miny of Justice, the Ministry of Finance, the NBS,
the General Prosecutor’s Office, the State Seceeti&, the Anti-Terrorist Unit, the Anti-Drug
Unit, and the Tax Directorate of the Slovak Repa)bli

509. Some Slovak authorities met on-site advised théuat@s that cash economy in the country
was on decrease since the introduction of the Bsithe currency of Slovakia.

Additional elements — Computerised database foretuy transactions above threshold and access by
competent authorities (c. 19.2)

510. N/A.
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Additional Element — Proper use of Reports of CuecyeTransactions above Thresholds (c. 19.3)

511. N/A.

3.6.2 Recommendations and comments

Recommendation 13 and Special Recommendation IV

512. Guidelines for effective implementation of the repwy obligation are provided in the form of
specific indicators for recognising unusual acigtto banking, insurance and leasing sectors. They
are listed in the annex to the Methodological Glingeof 17 December 2009 No 4/2009 for
protection of a bank and branch office of a forel@nk against money laundering and terrorist
financing and in another document issued by thedft published on its website. Indicators given
in the AML/CFT Act are rather general. Indicato® frecognising suspicious transactions as
guidelines for other financial sectors (securitigarket, currency exchange etc) are still needed and
should be issued by the FIU and other competeriebod

513. Not all designated categories of offences are fuliyered as predicates, as incrimination of the
financing of an individual terrorist is na@bvered. The Slovak authorities should take letivda
measures in order to ensure that there is a cldayation to report to the FIU when an obliged
entity suspects or has reasonable grounds to dutédunds are linked or related to, or to beduse
for terrorism, terrorist acts or by terrorist orggations or those who finance terrorism.

514. Indicators for recognising unusual transactionsargiqg terrorist financing in the AML/CFT
Act are limited to those in relation with interratal sanctions. Apart from these indicators
presented in the Act and one another document dséyethe FIU — “Guidelines for credit
institutions related to potential way of terroffisiancing”, no other indicators for terrorist firgng
have been published. Authorities should take meastw provide the financial sector with a
comprehensive set of guidelines for recognisingisisus transactions that are related to TF.

515. More guidelines to financial sector should be pided to the financial sector in order to
improve the reporting regime.

Recommendation 25/c. 25.2 [Financial institutionsid DNFBPS]

516. Progress has been achieved in relation to casedwy-teedback, particularly as financial
institutions receive tables on every UTR quarteflggether with the work of the FIU in providing
general feedback in the form of guidelines contajrtrends and typologies, the picture in the area
of feedback is improving constantly. Nonethelelse,$lovak authorities are encouraged to continue
with their efforts in this field and to include neosubstantial and descriptive information in the
tables that are already disseminated to reportititjes.

517. More focus should be placed on improving the corafien with the DNFBP sector in the
respect of feedback on STRs. The financial institgt are generally satisfied with the feedback
they receive, but it is worth analysing whetherféedback should be more detailed and prompt, as
it was one of the major concerns of the financeter. The evaluators also strongly believe that
prompt and detailed feedback can largely improve thffectiveness of implementing
Recommendation 25.

Recommendation 19

518. This Recommendation is fully observed.
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3.6.3 Compliance with Recommendations 13, 14, 19 25 gnati8l Recommendation SR.IV
Rating Summary of factors underlying rating
R.13 PC * No clear reporting obligation covering funds suseedo be linked or

related to, or to be used for terrorism, terrodsts or by terrorist
organisations.

« Deficiencies in the definition of terrorist finang in the AML/CFT
Act could have an impact on the reporting of suspitransactions.

e Specific guidance or indicators for recognisingpitisus transaction
needed for all reporting institutions.

«  Effectiveness issues due to the fact that only ibgnknd in some
extent insurance sectors are reporting satisfégtori

[%2)

R.19 c
R.25 LC *  The co-operation with the DNFBP is unsatisfact¢2p.2)
* Feedback provided to reporting entities not alwaybstantive and
descriptive enough. (25.2)
SR.IV PC * No clear reporting obligation covering funds suseedo be linked or

related to, or to be used for terrorism, terrodsts or by terrorist
organisations.

« Deficiencies in the definition of terrorist finang in the AML/CFT
Act limit the reporting obligation.

« Indicators or guidelines to reporting entities lieai to cases related to
international sanctions. No specific indicators iided except two
presented in the AML/CFT Act and one another phklison the FIU
website.

¢ Only banks reported UTRs regarding TF (effectiverissues).

Internal controls and other measures

3.7 Internal Controls, Compliance, Audit and Foreign Branches (R.15 and 22)

3.7.1 Description and analysis

Recommendation 15 (rated PC in th& 8ound MER)

519. Section 20 of the new AML/CFT Act appears to brgazirrespond with the requirements of
Recommendation 15 in that there are obligationgréate an internal control system, internal
procedures, policies to prevent ML and TF, and ésighate compliance officers (but not at
management level).

Internal AML/CFT procedures, policies and contr@is15.1)

520. On the basis of Section 20 of AML/CFT Act the obligentities must prepare in writing and
update their own activity programmes aimed at thevgntion of legalisation and terrorist
financing. Beyond other issues, it must contain:
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» way of performing customer due diligence,

» a procedure applied while evaluating whether thagaction being prepared or carried
out is unusual,

e a procedure applied from the moment of detectinguansual transaction to its
immediate reporting to the FIU including procedamed responsibility of employees
evaluating the unusual transaction,

» aprocedure applied while postponing an unusua#etion,

e aprocedure applied for the keeping of data.

521. Paragraph 3 of the same section requires finanegitutions to ensure that the activity
programme is permanently available to each empl@ge®rming the tasks under the AML/CFT
Act.

522. Therefore, it can be concluded that the activitggpammes of financial institutions include
internal procedures, policies and controls to pnewL and TF as required under c.15.1, and they
communicate these to their employees. These hase héen confirmed by the sectors’
representatives interviewed during the on-sitd.visi

Compliance Management Arrangements (c. 15.1.1,25.1

523. On the basis of the AML/CFT Act the obliged ensti@re required to establish a “compliance
officer” responsible for protection against monayndering and financing of terrorism (paragraph
2 (h) of Section 20). Compliance officers reportisunal transactions to and keep contact with the
FIU. On the basis of internal regulations, the gdudi entities shall define the position of complenc
officers and shall guarantee all their competeacespowers to perform the duties specified by the
Act. It is not clearly stated in the legislationaththe compliance officer must be placed on a
managerial level.

524. In part B of the Methodological guidance of the dfinial Market Supervision Unit of the
National Bank of Slovakia No. 4/2009 for protectiaina bank and branch office of a foreign bank
against money laundering and terrorist financihgre are more detailed supervisory expectations
towards the position of a compliance officer, thage of his duty, his reporting lines, etc. This
document states clearly that the compliance offie¢he person who is responsible for the proper
protection of the bank against money launderingtamarist financing. As it is not set in a legally
binding Act this cannot be properly enforced.

525. Furthermore, the AML/CFT Act does not provide faor explicit legal obligation requiring
institutions to ensure that the compliance officas timely access to CDD information, transaction
records, and other relevant information. During timerviews with financial institutions’
representatives the evaluation team was assurédvbka though such legal obligation does not
exist, the compliance officers de facto have fuliely access to CDD information, transaction
records, and other information, which they may deelevant.

Independent Audit Function (c. 15.2)

526. Financial institutions are obliged to control corapte with their own activity programmes
aimed at the prevention of legalisation and testofinancing and obligations stipulated in
paragraph 2 (k) of Section 20 of the AML/CFT Achelmanner of performing control is stated in
their own programmes.

527. Due to the application of the EU legislation in theld of financial institutions, all of the
financial institutions are obliged by law to have iadependent audit unit, or function for that
matter (which is stated explicitly in respectiveesial laws governing branches of the financial
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market). All of the financial institutions are alsequired to have adequate resources to undertake
their activities, which can be interpreted as aligation to provide the resources needed, also to
the audit function, as it is an essential partrgf #nancial institutions’ activities.

528. It should be mentioned, that considering paymentige providers the provisions of law differ
slightly, as to the name of the audit function.Article 70 of the Act on Payment Services it is
stated that the payment service providers should bha internal control. Article 70 defines internal
control as thé...control over compliance with laws and other geadr binding legal provisions,
the payment institution’s articles of associatipnidential rules and rules for protection against
the laundering of proceeds from criminal activitydathe financing of terrorism.”

529. Internal audit to test the AML/CFT measures’ comptie is a part of general internal audit in
the case of large financial institutions. For seratines, this obligation is rarely observed, wlit t
exception of banks which have this obligation dieatated in the Act on Banks.

Employee Training (c. 15.3)

530. Paragraph 3 of Section 20 of the AML/CFT Act regsifinancial institutions to provide for
special training of employees aimed at making themare of the programme, at least once a
calendar year and always before the assignmenh @naployee to a job position requiring the
fulfilment of tasks under the AML/CFT Act. The fingial institutions are also obliged to ensure
that the programme is permanently available to esoployee performing the tasks under the
AML/CFT Act.

531. During the on-site visit, the sectors’ represemttiinterviewed declared that they provide their
employees with special training, sometimes in cerapon with the Slovak authorities.

Employee Screening (c. 15.4)

532. In practice, before a new employee is hired, fir@ninstitutions generally require them to
submit a clear criminal record. However, there hasyet been a legal obligation introduced, in
law, regulation or other enforceable means, foarfirial institutions to put in place comprehensive
screening procedures to ensure high standards kitieg employees.

533. The Slovak authorities stated that this policy @nmonly determined by obliged entities’
internal screening procedures.

Additional elements (c. 15.5)

534. Criterion 15.5 states whether the AML/CFT compliaadficer is able to act independently and
to report to senior management above the compliafft@r's next reporting level or the board of
directors.

535. This issue is not legally determined in Slovakine Methodological guidance of the Financial
Market Supervision Unit of the National Bank of @&&ia No. 4/2009 for protection of a bank and
branch office of a foreign bank against money laimd) and terrorist financing (part B) formulates
some recommendations on this topic.

536. In practice, banks’ compliance officers are at anagger level as they report directly to the
Board.
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Effectiveness and efficiency

537. The AML/CFT Act appears now to correspond with tmequirements of FATF
Recommendation 15 in that there are obligationgréate an internal control system, internal
procedures, policies to prevent ML and TF, to desig compliance officers etc. (There are some
uncertainties in the legislation while there armeomprovements.)

538. The effectiveness of Recommendation 15 in the vaéwbligations arising from the Slovak
legislation appears to be sufficient. The compleafunction is set up properly, independently and
correctly resourced, as the evaluation team wassed\by the market participants. There is no
problem with the compliance officers’ access tminfation and documents which he may be in
need of.

Recommendation 22 (rated PC in th& 8ound MER)

539. Recommendation 22 was ratthrtially Compliant” in the 3 round MER due to the absence
of a general obligation for financial institutiomghich ensures their branches and subsidiaries
observe AML/CFT measures consistent with Slovakiireqnents and the FATF Recommendations
to the extent that host country laws and regulatiparmit, and lack of any requirement to pay
particular attention to situations where branches subsidiaries are based in countries that do not
or insufficiently apply FATF Recommendations. Abserof any provision that required branches
and subsidiaries, where minimum AML/CFT requirersesftthe home and host countries differ, to
apply the higher standard to the extent that |@aas and regulations permit was another deficiency
identified in the 3 round MER.

540. Though in comparison with the situation at the tiofieghe 3 round evaluation some progress
has been made concerning foreign branches anddsuies of financial institutions there are still
deficiencies in place that have not been addressed.

541. Financial institutions in Slovakia are required ¢asure that their foreign branches and
subsidiaries located outside the territory of an Mémber State apply the measures equivalent to
performing CDD under Section 10 to 12 of the AMLMICFAct and record-keeping under
Section 19. However, this requirement appliesad pf the FATF Recommendations (5 and 10)
and does not extend the requirement to all of iEFFRecommendations.

542. There is no such requirement in respect of branahdssubsidiaries of the institutions located
in EU Member States. The Slovak authorities explaithat it is presumed that AML/CFT
obligations in EU Member States are equivalenhtis¢ existing in Slovakia due to the fact that all
EU Member States are obliged to implement tAi&€B AML/CFT Directive, hence branches and
subsidiaries of Slovakia are considered to be aldmed entities under the relevant AML/CFT
legislation of other EU Member States. Neverthelssgh obligation should be applied also to
branches and subsidiaries in other EU Member States

543. Financial institutions in Slovakia are requiredimdorm the FIU when a foreign branch or
subsidiary in countries that are not members ofdelthe European Economic Area is unable to
appropriately observe the practice of customer diligence and record-keeping because this is
prohibited by local (i.e. host country) laws, (S@ct24 paragraph 3).

544. In cases of a discrepancy between Slovak and losttry regulations, the obliged entity shall
adopt appropriate supplementary measures to efédgtimitigate the risk of exploitation for the
ML and TF. There is, however, no requirement tolapgpe “higher standard”, as required in
essential criteria 22.1.2. Once again this requérdrs limited to “third countries”.
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Additional elements (c. 22.3)

545. The provisions of Slovak Law do not clearly requirencial institutions to apply consistent
CDD measures at the group level, taking into actthmactivity of the customer with the various
branches and majority owned subsidiaries worldwidere were however no legal impediments to
accepting this strategy.

Effectiveness and efficiency

546. At the time of the on-site visit only four Slovakndncial institutions had branches or
subsidiaries abroad, and all of them were locate@&W Member States, which apply the same
standards by the virtue of implementing tffeE3) AML/CFT Directive. However, the limitation of
this requirement to subsidiaries and branchesiid tountries (e.g. non-EU) significantly limits it
scope. Overall, this has a material impact on ffectéveness of Recommendation 22 on branches
and subsidiaries operating outside of Slovakia.

3.7.2 Recommendation and comments

Recommendation 15

547. The Slovak legal framework does not contain a @ow concerning timely access of the
compliance officer to customer identification datad other CDD information, transaction records
and other relevant information, though this deficie is partly addressed by the NBS
Methodological guidance and the overall approachhef financial institutions. It is, however,
advisable to clearly state such provision in the, @ ensure full compliance with R.15.

548. The Slovak authorities should also clearly statéaim, regulation or other enforceable means
that the compliance officer should be appointed lmtanagerial level.

549. The Slovak authorities should introduce a legaligaltion in law, regulation or other
enforceable means for financial institutions to jpuplace comprehensive screening procedures to
ensure high standards when hiring employees.

Recommendation 22

550. It is recommended that Slovakia extend the requergm in Section 24 to the FATF
Recommendations in general, and not only to Recardatens 5 and 10.

551. A requirement should be introduced to ensure obsgrmML/CFT measures in respect of
branches and subsidiaries of the institution lat&ieEU Member or European Economic Area.

552. A requirement should be introduced to the effdwttwhere the minimum AML/CFT
requirements of the home and host countries diffieanches and subsidiaries in host countries
should be required to apply the higher standarthacextent that local (i.e. host country) laws and
regulations permit.

3.7.3 Compliance with Recommendations 15 and 22

Rating Summary of factors underlying rating

R.15 PC e Lack of provision concerning timely access of tlenpliance officer
to CDD and other relevant information
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e Lack of provision for compliance officers to be deated at
managerial level.

* No legal obligation introduced -in law, regulationother enforceabl
means- for financial institutions to put in placengprehensive
screening procedures to ensure high standards kitieg employees,

1%

R.22 LC e No requirement to ensure that foreign branches sulgkidiaries
observe AML/CFT measures consistent with the FATF
Recommendations other than the requirements cdRd5L0.

« No requirement to apply the higher standard wheguirements
differ.

The requirement to ensure observing AML/CFT measimerespec
of branches and subsidiaries is limited to ingtig located in non
EU Member States (third countries).

Requlation, supervision, quidance, monitoring andrgtions

3.8 The Supervisory and Oversight System - Competent Ahorities and SROs /
Role, Functions, Duties and Powers (Including Sanians) (R. 23, 29, 17 and 25)

3.8.1 Description and analysis

553. In the Slovak Republic the supervision over AML/Céfiligations is carried out by the FIU, the
National Bank of Slovakia (hereinafter referredavNBS), and by the Ministry of Finance (as a
leading supervisor) in relation to gambling operato

554. On 1 January 2006, the entire financial market sup@mwinf the NBS covering banking,
capital market, insurance and pension saving weegiiated. As a part of the financial market
supervision integration, the Financial Market Auttyowas dissolved by law and all its powers and
responsibilities were transferred to the NBS. Sidaauary 2006, the NBS has been the single
supervisory authority over the financial markettive Slovak Republic. The general procedural
rules followed by the NBS in supervising and regaota the financial market in the areas of
banking, capital market, insurance and pensiomgavare laid down in Act No. 747/2004 Coll. on
Supervision of the Financial Market and on amendmém certain laws as amended (hereinafter
referred to as “FMS Act”). The supervisory and eoémment powers over AML/CFT issues are
delegated to the NBS by Section 29 of the AML/CFGt And are also endorsed in the FMS Act
(Art. 1 para 2). The supervisory and regulatory emadefined in this law are exercised by the
Financial Market Supervision Unit.

555. Market entry rules and licensing conditions forieas market participants in all segments of
the financial market are regulated in the followlegislation respectively:
» the Act No 483/2001 Coll. On Banks,
* the Act No 566/2001 Coll. On Securities and InvesitrServices,
» Act No. 8/2008 Coll. on Insurance,
» Act No 186/2009 Coll. on Financial IntermediatiordeFinancial Counselling,
» the Act No 492/2009 Coll. on payment services,
» the Act No 202/1995 Coll. Foreign Exchange Act.

556. Financial market entry is subjected to a licengingcedure, but one should also bear in mind
Slovak membership of the EU, which allows the matkebe entered by financial institutions
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licensed in other EU Member States. In this protiessespective supervisor (in this case the NBS)
is formally notified by the home supervisory auityoof the fact that a financial institution shall
provide services on the territory of the Slovak &#m. Once a market participant enters the
financial field, either licensed by the NBS or untlee provision of the respective laws of the EU,
the laws of the Slovak Republic provide for a deteasures for on-going supervision (i.e. Art. 50
of the Act on Banks).

557. According to paragraph 3 letter (a) of Article 1tbé FMS Act, the NBS supervisébanks,
branch offices of foreign banks, securities deal&ranch offices of foreign securities dealers,
stock exchanges, central depositories, asset mamagiecompanies, branch offices of foreign asset
management companies, mutual funds, foreign cbleednvestment undertakings, insurance
companies, reinsurance companies, branch officderefgn insurance companies, branch offices
of foreign reinsurance companies, branch officesinglurance companies from another state,
branch offices of reinsurance companies from anotkete, pension asset management companies,
pension funds, supplementary pension insurance aoi@p, supplementary pension companies,
supplementary pension funds, payment institutibremch offices of foreign payment institutions,
rating agencies, electronic money institutions, nma offices of foreign electronic money
institutions, independent financial agents, finahcdvisers, the Deposit Protection Fund, the
Investment Guarantee Fund, the Slovak Bureau airéns, consolidated groups, sub-consolidated
groups, financial holding institutions, mixed firdal holding companies, financial conglomerates,
other persons, other property associations withegigihated purpose and over groups of persons
and property associations with a designated purpolarged with obligations under separate laws
in the area of banking, capital market, insurance bess, pension insurance or pension
schemes

558. Foreign exchange offices are also being supervisedhe NBS, but on the grounds of
paragraph 4 of Article 4 of the Foreign Exchange (202/1995).

559. Gambling operators (as defined in Section 2 Ig@grof the Gambling Act 171/2005) and
internet casinos (as defined in Section 9 of the Aat) are supervised bynter alia, the Ministry
of Finance (please see R.24 for further detailtherspecifics of this supervisory architecture).

560. Under the provisions of the AML/CFT Act the supsien over AML/CFT issues is
conducted by the FIU, the NBS, only over their suised entities, as well as by the Ministry of
Finance over the entities they supervise.

561. The NBS and the Ministry of Finance, before stgram on-site visit, inform the FIU of the
business name, place of business or registerecepffientification number and type of obliged
entity which is to be controlled. After the contislcompleted the FIU shall be made aware of the
results and measures taken. Should the NBS or thisthy detect an unusual transaction or other
facts that may be associated with money laundenirigrrorist financing, the FIU shall be informed
without undue delay. The authorities are also aighd to conduct on-sites together.

562. Obliged entities shall create appropriate condgifor the on-site inspectors and provide them
with all necessary co-operation and refrain from actions that may hamper the conduct of the on-
site. The inspectors have access to written ortreleic documents or equipment and records on
data carriers, and are also authorised to makemtsdeom them, notes and copies. Besides this the
obliged entity shall provide the FIU, upon requestth information and written documents
concerning the performance of obligations undetti&e@0 of the AML/CFT Act for a period of
the past five years.
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Authorities/SROs roles and duties & Structure a@sburces

Recommendation 23 (23.1, 23.2) (rated PC in tifer8und MER)

Regulation and Supervision of Financial Institution (c. 23.1); Designation of Competent Authority
(c. 23.2)

563. The above mentioned new structure of the supervisi@r the Slovak financial market makes
the FIU a central organ of supervision over AML/CB3ues. It is however paramount that the FIU
is assisted by the NBS and the Ministry of Finandgen it comes to the supervision over their
entities in their respective fields. The co-opematbetween the FIU and the NBS is formalised
additionally by the Memorandum of Understandingatoded in 2002 (which was the subject of
analysis during the8round mutual evaluation) and updated twice, in4286d 2006.

564. In 2007, the NBS performed a total of seven onisgpections (also on the AML/CFT issues):
one in a bank, three in securities dealer compaamesthree in asset management companies. No
financial fines have been imposed, but correctieasnres to improve the AML/CFT regime were
introduced. In 2008 there were three on-site ins@es in banks, one in an asset management
company and five in securities dealers. No findrioree has been imposed either. From 2009 to
September 2010 the NBS has performed one on-siit imi a bank, three in securities dealer
companies and three on-site inspections in theranse sector. No financial fines however have
been imposed. On-site visits are conducted in ay®av-supervisory circle on the basis of the risk
matrix and individual risk profile of each finankiastitution which is being kept by the NBS.

565. The NBS during their on-site visits to financiastitutions use a “Procedure for the Anti-Money
Laundering and Anti-Terrorist Financing Programméanks and branches of foreign banks”. The
said document is quite comprehensive and coveegdlyrall relevant issues in AML/CFT regimes in
financial institutions. It is worth pointing outethuntil the beginning of 2010 the NBS on-sitetwais
not include verifying compliance with EU Regulativn81, and checking if the transfer messages are
being screened against EU and UN sanctions listthig\ point the above mentioned Procedure does
not include a detailed description of actions tddéen during an on-site visit by the NBS staffisTh
contingency lowers the effectiveness of the peréation-site visits.

566. The supervision on AML/CFT issues in the FX officebeing conducted by the FIU, though the
NBS has supervisory powers over those institutidhe. on-site visits conducted by the NBS do not
however cover the AML/CFT compliance. It is wortremtioning that the NBS receives quarterly
reports from each FX Office in Slovakia, statiiger alia, the total turnover in foreign exchange,
which is a good off-site instrument to detect amggible unexplained deviation from the former
reports.

Recommendation 30 (all supervisory authorities) igd PC in the 3 round MER)

Adequacy of Resources (c. 30.1); Professional Stadd and Integrity (c. 30.2); Adequate Training
(c. 30.3)

567. The Financial Market Supervision Unit of the NBSpdogs almost 180 employees in three
departments, where each department employs roéghfyeople. As it was provided by the NBS, a
team of six to eight experts is focused on AML/G§Sues.

568. The Ministry of Finance, as the evaluation team wdsgised, designated three employees to
conduct on-site visits in gabling operators, and Eamployees for the licensing proceedings.

569. The FIU has a department dedicated to supervisedliged institutions on their observance of the
AML/CFT Act. This Department employs seven peoptel(¢ding one head of the department) who
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conduct the on-site visits. The staff consists Igaihlong term employees (four of them are members
of the staff for more than five years), and the eemployees undergo a specific targeted training.

570. According to the data provided the NBS staff wesened in 2008 and 2010. The first training was
focused on the changes made to the AML/CFT Adt@fSlovak Republic, and the last one, conducted
by the Czech Institute of Internal Audit, presertagl experience and expertise of the Czech National
Bank in this field. The number of trainings prowdde the relevant employees in the NBS seems to be
sufficient, but there was no training focuses oavan comprising the element of terrorist financing

Authorities’ powers and sanctions

Recommendation 29 (rated PC in th& 8ound MER)

Power for Supervisors to Monitor AML/CFT Requiremeéfc. 29.1); Authority to Conduct AML/CFT
Inspections by Supervisors (c. 29.2); Power for 8ngsors to Compel Production of Records (c. 29.3
& 29.3.1); Powers of Enforcement & Sanction (c. 29.

571. Section 29 of the AML/CFT Act reads:

“(1) Control of compliance to obligations of obligeentities laid down by this Act shall be
performed by the Financial Intelligence Unit.

(2) Control of compliance to obligations may alsogerformed with a person who has ceased to
be obliged entity to the extent of obligations taeise from law at the time of its being an
obliged entity.

(3) Control of compliance to obligations laid dowmg this Act shall also be performed by the
National Bank of Slovakia with obliged entities jggbto supervision by the National Bank of
Slovakia under a special regulation, and with obtigentities subject to surveillance by the
Ministry under a special regulation, also by thenidiry.

(4) Prior to the commencement of a control unddyssation 3, the National Bank of Slovakia
and the Ministry shall notify the Financial IntgJénce Unit of the business name, place of
business or registered office, identification numdned type of obliged entity under Section 5
which is to be controlled and after the control desmpleted, result of the control and
measures taken. If a control conducted by the Mati®@ank of Slovakia or the Ministry
detects an unusual transaction or other facts tmaty be associated with legalisation or
terrorist financing, the Financial Intelligence Unshall be without undue delay informed
about it.

(5) On the basis of mutual agreement, the Finankitlligence Unit may control an obliged
entity for compliance to obligations arising frommig Act jointly with the National Bank of
Slovakia or the Ministry.”

572. As mentioned before, the FIU is placed at the eeofrthe Slovak AML/CFT regime, but the
role of the NBS is also pivotal to the functioniafithe entire system. The NBS follows its own
procedures in a form of an on-site visit handbamkifie inspectors. The said handbook covers all
fields which one may deem important in the verifima of the entities’ internal AML/CFT regime.
As the evaluation team was advised by the markeicypants, the on-sites conducted by the NBS
are thorough.

573. The NBS as the supervisor, has enough and adepoatrs to deal with its responsibilities. It
was of concern whether the mechanisms in plachdrSlovak Republic sufficiently impede any
form of double sanctioning, as both the FIU and NS are allowed by law to sanction the
financial institutions for breaches in AML/CFT reggs. As it was brought to the attention of the
evaluators, the two bodies co-operate in this @aler matter, i.e. by exchanging and negotiating
plans for inspections, which is a clear obligatstated in paragraph 4 of Section 29 of the
AML/CFT Act as described above.
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574. Since there were no cases of double sanctioninghendo-operation between the two competent
authorities seem to be on a good level, the evaluassumed that the system in this matter works
properly, though no sole body responsible for sanictg has been explicitly named.

575. All of the institutions of the financial sector abmder supervision for compliance with the
AML/CFT issues, as Section 29 of the AML/CFT adates to the obligations of respective market
supervisors (the NBS and the MoF).

Effectiveness and efficiency (R. 23 [c. 23.1, c.Z3R. 29, and R. 30 (all supervisors))

576. The procedure which is being used by the NBS dwingite visits is comprehensive, but does not
provide for any detailed description on how the plimmce with Regulation 1781 should be verified. It
is important the NBS focuses more on the complianth Regulation 1781 and screening of
transaction messages against EU and UN sanctissviihich has rarely been done. As the evaluation
team was advised by the market participants, th&tervisits conducted by the NBS are thorough. The
analysis of the said procedure supports this oberv It is also the impression of the team that t
NBS’ employees engaged in AML/CFT issues are coempet

577. However, it is unclear how thorough and in depthdh-site inspections conducted by the MoF in
gambling operators are, as the information receigadng the on-site visit's interviews were
contradictory.

578. There should be more training for the NBS stafuiag on or comprising the subject of TF.
Recommendation 17 (rated PC in th& 8ound MER)

Availability of Effective, Proportionate & Dissuage Sanctions (c. 17.1); Range of Sanctions—Scope
and Proportionality (c. 17.4)

579. There is a vide variety of enforcement and corvectheasures at the disposal of the NBS. The
hierarchy of the penalties for banks is set oygdragraph 1 of Article 50 of the Act No. 483/2001
Coll. on Banks, allowing the NBS, depending on $leeiousness, scope, duration, consequences,
and nature of detected shortcomings impose sasctoamrective measures and fines. Enforcement
and corrective measures directed at other finaneéaket participants are set out in paragraph 1 of
Article 144 of the Act No. 566/2001 Coll. on Seties and Investment Services, paragraph 1 of
Article 67 of the Act No. 8/2008 Coll. on Insurangaragraph 2 of Article 78 of the Act No.
492/2009 Coll. on Payment Services and paragragfhA2ticle 86 of the same act. Articles 24 and
24a of the FX Act provides for the details for tbenduct of FX controls and the way how
corrective measures (in case of irregularitiesoatected) are to be imposed.

580. The above mentioned legal provisions have beentrmatied using roughly the same wording,
which, in the opinion of the evaluators, allows lgpg the sanctions and actions stated in them
also to any violations of the AML/CFT Act. For expl®, Article 50 of the Act on Banks allows the
NBS, depending on the seriousness, scope, durationsequences, and nature of detected
shortcomings, to take measures stated in thislarifaticle 50 reads:If the National Bank of
Slovakia finds any shortcomings in the operatioha dank or branch office of a foreign bank
consisting in a failure to comply with the termedfied in its bank license (...) or a violations or
circumvention of other provisions of this Act, Ikgdinding Acts of the European Communities
and the European Union pertaining to banking atitg, separate regulations, or generally
binding regulations governing the conduct of bagkoperations the National Bank of Slovakia
may, depending on the seriousness, scope, durationsequences, and nature of detected
shortcomings:...”A footnote to this article clearly states that a@fie¢he act sanctionable under this
provision in also the AML/CFT Act. Since thé& 8ound evaluation the NBS has not imposed any
fines based on this article for any breach of tiLACFT Act. As stated in paragraphs 614-618
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above the evaluation team is convinced that thetiagi co-operation mechanisms between the FIU
and the NBS are sufficient to deal with the potdriisue of double sanctioning, though there is no
direct provision in the Slovak legislation, whiclowd designate a sole authority responsible for
imposing fines.

581. The AML/CFT Act regulates (in Part 6) administratioffences and measures. It is the
understanding of the evaluators that the measw@ssribed in part 6 of the AML/CFT Act can be
fully applied to situation stated therein by thé&JFEhould the NBS wish to sanction a financial
institution for the breach of AML/CFT Act this maye done (as there is no explicit legal
impediment to do so), but on the grounds of theipions of special acts, as stated above.

582. Under the AML/CFT Act the FIU:

“(...) shall impose on a legal entity and a naturargon— entrepreneur a fine of up to:

a) €165,969 for failure or breach to comply withyaof the obligations laid down by this Act
under Section 10 subsection 1 to 4, 6 to 11, Sedtlosubsection 3, Sections 12, Section 14 to
17 and Section 20,

b) €99,581 for failure or breach to comply with asfithe obligations laid down by this Act under
Section 18 subsection 1, Section 19 subsectio2$ection 21, Section 24 subsection 1 to 4,
Section 30 subsection 1 and 2;

c) €66,387 for failure or breach to comply with iglttion laid down by this Act unless it is
referred to in letters a) or b).”

“The Financial Intelligence Unit shall impose on lagal entity and a natural person—

entrepreneur a fine of up to €331,939:

a) for an administrative offence under subsectiptetter a) and b) provided the obligation shall
not be complied or shall be breached for 12 consesunonths,

b) if an administrative offence under subsecti@hall hamper or substantially impede seizure of
proceeds of criminal activity,

¢) which repeatedly breaches an obligation for Wwhacfine under subsection 1 has been imposed
in three years preceding.”

583. Apart from other factors, the seriousness, duradéiod consequences of the unlawful conduct
has to be taken into consideration by the FIU wheposing the said penalties. Furthermore,
should the obliged entity for more than 12 congseeutnonths or repeatedly not complies with or
breaches obligations laid down in the AML/CFT Athe FIU may initiate, with the proper
authority, the conduct to revoke the license. A#dches of the AML/CFT Act, or other forms of
failure to comply with the said provisions are demable. Article 33 contains a catalogue of
breaches, which are subject to a specific amoufinef and the general clause of section 1 letter
(c) of this article deals with breaches of provisi@f AML/CFT Act that are not referred to in other
articles of part 6 of the Act.

584. The range of sanctions that may be imposed by 88 &hd the FIU is wide. The evaluators
believe that the catalogues provided for in the tinaed provision of special laws, as well as the
catalogues in the AML/CFT Act paint a picture ofeetive, proportionate and dissuasive sanctions
available to the appropriate institutions. Therén@vever, an outstanding issue of the abilityse u
those sanctions, as described below.

Designation of Authority to Impose Sanctions (c217

585. As discussed previously under R.29 both the FIUthadNBS are allowed by law to sanction the
financial institutions for breach in AML/CFT regisiechowever their catalogue of sanctions differ,
which was discussed above. No sole body has bemeday the law, neither is there any legal
impediment for the NBS to sanction breaches ofAtkie/CFT Act. The co-operation between the two
authorities seems to be sufficient.
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586. The co-operation between the FIU and the MoF asmnsto be adequate. It may, however, be
considered a big disadvantage that the two bodiesal exchange inspection plans, which may
negatively impact the effectiveness of actions uaien by each of the authority. This is especially
important in the light of the fact that both the Mand the FIU may sanction gambling operators on
their breaches of AML/CFT Act. But as in the sitoatdescribed above in relation to the NBS and the
FIU, the MoF may sanction the supervised entitreteu the provisions of Section 54 of the Gambling
Act. The FIU on the other hand has at their digamedll the sanctions set out in the AML/CFT Act.

587. The evaluators were advised that the NBS and tHe felovard each case of breach of AML/CFT
Act to the FIU in order for them to apply propenci@ons.

588. The FIU and the NBS should, however, consider wéreithwould be advisable to clearly state
the division of competences in sanctioning in tkisteng MoU.

Ability to Sanction Directors and Senior Managemeot Financial Institutions (c. 17.3)

589. The FIU may only sanction legal entities, and thly @xception is the ability to sanction tipping
off under Section 18 of the AML/CFT Act. Any natuerson may, however, be sanctioned by the
NBS. As it was stated above, there is a practideotif the NBS and the MoF to forward any cases of
violations of the AML/CFT Act directly to the FlUHence the FIU is obliged to impose proper
sanction on the grounds of the mentioned Act. Hawneanly the direct addressees of the provisions of
special laws (so the NBS and the MoF) may useahger of penalties stated therein. It is, therefore,
impossible for the FIU to sanction the directord aanior management of financial institutions ekcep
for the cases stated in Section 18. In conclusianust be stated that the provisions of speciakla
cannot be taken into account when evaluating thgtance of Slovak law with Recommendation 17,
as they cannot be used by the FIU, which was pedistinamed as the sole institution to impose
penalties.

590. The range of sanctions available should includeptiweer to impose disciplinary and financial
sanctions and the power to withdraw, restrict amspend the financial institution’s license where
applicable. As mentioned the catalogue providaténspecial laws is broad enough to encompass the
requirement of criterion 17.4. It should be duligted that the FIU has the power to apply for the
revocation of license, and can impose financiattsams on legal persons, but may not apply any form
of disciplinary actions or financial sanctions aghidirectors and senior management. Though those
powers are present in the legal system, they cdyeased in practice by the authority designated to
impose fines and penalties. This is why the evaigatee as a deficiency the fact that although the
range of sanctions available is broadly in linehwdititerion 17.4 it may not be used by the FIU, chhi
in effect leads to a conclusion that directors sewior management of financial institutions carbeot
sanctioned for violations of the AML/CFT Act.

Market entry

Recommendation 23 (rated LC in th&’3ound MER)

Recommendation 23 (c. 23.3, ¢. 23.3.1, c. 23.23c7, licensing/registration elements only)
Prevention of Criminals from Controlling Institutios, Fit and Proper Criteria (c. 23.3 & 23.3.1)

591. Financial institutions, when entering the markeg subjected to a licensing procedure. The
conditions required to grant the license must béatamed throughout the future activity of the
institution. Strict legal provisions allow for theansparency of the future shareholders. The
provisions regarding fit and proper testing anduéssconnected with licensing of the financial
market participants can be found in Articles 3, &A@ 28 of the Act on Banks, in Articles 8, 54-56,
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59 and 70 of the Act on Securities and Investmemti€es and in Articles 4-9, 12 and 44 of the Act
on Insurance.

592. Article 3 of the Act on Banks stipulates the ati@s that require a banking license. Before,
however, granting such a license, the institutisLibject to proceedings in which it must provide
full and comprehensive information, also on its evahip structure. When the bank is granted a
license, any changes in the ownership structur@eabite threshold stipulated in Article 28 of the
Act on Banks require the approval of the NBS. Tduk lof such approval renders the contract null
and void.

593. Article 8 letter (b) of the Act on Securities ami/éstment Services provides a definition of a
trustworthy person, and such person only may benés manager or a person responsible for the
compliance function, risk management function ¢ernal audit function. As in the Act of Banks,
further provisions establish high standards onrmédion to be provided before the license is
granted. The obligation of a prior approval for gtuguisition of shares is present as well.

594. The same as above can be said for the insurancearies sector, as mentioned in the Act on
Insurance in Art. 4-9, 12 and 44.

Licensing or Registration of Value Transfer/Excheuggrvices (c. 23.5)

595. The system for the licensing and registration dfiedransfers and exchange services can be
found in Articles 64-67, 81-83 of the Act on Paym&ervices and in Article 6 of the Foreign
Exchange Act. The Act on Payment Services is tbes®limplementation of the PSD.

596. Before granting a license for a payment serviceigay the NBS must be satisfied i.e. of:

* the fact that the minimum paid-up contribution be fpayment institution’s registered capital
was made;

e there is a transparent, credible and legal oridirthe monetary contribution to registered
capital;

e the suitability of persons with qualifying partieifion in the payment institution and
transparency of those persons’ relationships witteropersons, particularly transparency of
their holdings in registered capital and votindhtgyof other legal entities;

« professional competence and credibility of natyratsons nominated as members of the
statutory body, confidential clerk, members of fimard of supervisors, managers and head of
an internal control body.

597. There is an obligation for prior approval to acquthe shares of such a company, with
consequences to the lack of such approval as stbtad.

598. To be granted a foreign exchange license a ngperabn must be a trustworthy person, be at
least 18 years old, be eligible for legal acts, hade a full secondary education. Trustworthiness
is defined for the purposes of this Act also inidlet 6.

599. The requirements set out in the Slovak law seegeterally mitigate the shortcomings pointed
out in the %' round MER.

Licensing of other Financial Institutions (c. 23.7)

600. There are no other financial institutions not meméid in criterion 23.4. operating on the
territory of the Slovak Republic
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On-going supervision and monitoring

Recommendation 23 & 32 (c. 23.4, c. 23.6, c. 28upervision/oversight elements only & c. 32.2d)

Application of Prudential Regulations to AML/CFT (c23.4); Statistics on On-Site Examinations (c.
32.2(d))

601. Aswas mentioned earlier in this report, the NB&dtmts on-site inspections on AML/CFT issues,
designating the entities to be supervised by usiagisk matrix. The supervisory cycle is two years
For statistics on supervision please see para@@plof this report.

602. As the evaluation team was advised by the markétipants the level of thoroughness of the on-
site inspections is sufficient, and actions takerihie NBS in accordance with proper legal provision
afterwards are focused on mitigating the risksragiom the found shortcomings.

603. The scope of on-site inspections conducted by tB& Neems to be generally broad, but as
mentioned previously, the examination of EU Regutat 781 compliance is not frequent enough.

604. The NBS uses a risk matrix, and a risk-based apbrt@awvards the supervisory obligations in
relation to AML/CFT. Fit and proper testing for higanking employees of the supervised entities and
the thorough examination of the ownership strudtisdso used to ensure compliance with AML/CFT
provisions. The evaluation team considers thatriit 23.4 is satisfied at present.

Monitoring and Supervision of Value Transfer/Exchaye Services (c. 23.6)

605. The foreign exchange offices are being supervise®ML/CFT issues by the NBS. As mentioned
previously the off-site monitoring in AML/CFT isssienay be done by the virtue of the quarterly
reports received by the NBS from the exchange edfidhe supervision in this field is, however,
conducted by the FIU over both exchange officesvaihee transfer services.

Supervision of other Financial Institutions (c. 2.

606. There are no other financial institutions that@@émentioned in criterion 23.4 operating on the
territory of the Slovak Republic

Statistics on On-Site Examinations (c. 32.2(d)sapervisors)

607. For statistics on supervision please see undermrReendation 23 (23.1, 23.2) above.

Statistics on Formal Requests for Assistance (c.28@), all supervisors)

608. During the on-site visit the evaluation team was giwen any statistics on international co-
operation and requests for assistance from forsigrervisory authorities. As the Slovak authorities
explained the co-operation is taking place in rachowever, the statistics are not kept.

Effectiveness and efficiency (market entry [c. 2363 23.3.1, c. 23.5, c¢. 23.7]; on-going supervisio
and monitoring [c. 23.4, c. 23.6, c. 23.7], c. 3@ 2sanctions [c. 17.1-17.3])

609. The Slovak legal system seems to be generallpémith EU regulations on financial institutions.
The provisions of law on market entry and supemigon-site as well as off-site) are comprehensive
in accordance with the FATF standards, and the teasmot informed of any contingency which may
hamper its effectiveness. It is, however, paramtugtress that the overall effectiveness of tratesy
may be weakened by the level of on-site inspectionslucted by the MoF.
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610. The Slovak law does provide for a full scope ofctams. However, as the Slovak authorities
have clearly stated that the sole body responfiblsanctioning is the FIU; there are no clear lega
provisions on this matter, which is why it may k@gdful to specify this at least by a way of intdrna
MoU.

611. The consequence of the fact that the NBS doesarmtisn on AML/CFT matters is that the
provisions of special laws cannot be taken intaant when evaluating the compliance of Slovak
law with R.17, as they cannot be used by the Fhd @an be used only by the NBS. This fact
influences the effectiveness to a major degree.

612. The overall picture of the Slovak system with th Bt the centre, arising for the assessment of
the above mentioned recommendations is pretty rolmided by the fact that the FIU cannot use a
wide and dissuasive range of sanctions provideéddrspecial laws, and that the NBS does not do so.
The process of granting a license and ongoing sigmn (on-site and off-site) is in place and can b
deemed effective. As the analysis above indicAegrtocess of sanctioning the breaches of AML/CFT
Act is not complete, and falls short of FATF standda

Guidelines
Recommendation 25 (c. 25.1 — guidance for financiaistitutions other than feedback on STRs)

613. Slovakia was ratetNon-Compliant with regard to R. 25 in the®round MER. The report
noted the lack of guidance on both ML and TF relassues to financial institutions and DNFBPs
to assist their implementation of the reportingiekion AML/CFT. Therefore, it is recommended
that the Slovakian authorities should establislo@brated and consistent sector-specific guidelines
on AML/CFT issues to assist financial institutiomnd DNFBPs and should also provide
appropriate feedback in line with the FATF Bestdicas Guidelines.

614. The NBS in co-operation with the FIU and the Minisof Finance issued Methodological
guidance of the Financial Market Supervision Ufithe National Bank of Slovakia No. 4/2009 for
protection of a bank and branch office of a foremk against money laundering and terrorist
financing. However, guidelines of this kind have heen developed for other financial institutions
or DNFBPs.

615. In an Annex to the mentioned Methodological guidare set of indicators for recognising
unusual transactions was developed. These indicattates to money laundering only, but not to
terrorism financing. The AML/CFT Act, in its proviss on reporting unusual transactions, also
contains some general indicators for recognising ML

616. Apart from the mentioned document which is only redded to banks and a very
comprehensive one, the FIU has issued some guidebn it's official web site which are very
specific in their nature. Evaluators have been igex) with “Guidelines for leasing companies”
which describe some fraudulent actions relateatier¢connected companies, “Guidelines for credit
institutions” related to misuse of EFT POS ternmsnab tax criminal offences, to procedure upon
the discovery of case of phishing and pharmindalee identification documents, and to potential
way of terrorist financing connected with one legatity from United Arab Emirates. “Guidelines
for advocates related to misuse of client accobat' been provided as well as guidelines regarding
record-keeping, CDD measures for entrepreneursctray transactions in cash exceeding €15,000,
refusal to establish or termination of relationsbhigransaction, FATF statements, and detection of
beneficial owner and PEP, all addressed to allrtgmgpentities.
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617. When it comes to possible terrorism financing, ¢atlirs set out in the AML/CFT Act
concentrate on possible suspicious transactionchwhire related to international sanctions.
Methodological guidance also contains a sectiorieororism financing, but again it concentrate
only on international sanctions. Some inconsisesieind outdated information is presented here
because some of the entities mentioned in thisestsgo not exist anymore (e.g. reference to
Yugoslavia). No other indicators for recognisinggible terrorist financing have been provided to
financial institutions or DNFBP.

618. Beyond the recommendations on how to organise fRR keporting process (in part F -
identification, delaying and reporting of an unustransaction) the Methodological guidance
encompasses also other areas, which have to besaddrto establish an effective preventive
regime, which would be in line with legal obligat®introduced by the AML/CFT Act, such as:

1. The concept and basic principles of protection b&iak against ML and TF;

2. Employees responsible for the implementation désas protection against ML and TF;

3. Program of bank activities against ML and TF;

4. Familiarisation with the matter, education of enygles, information system;

5. Identification and client’s acceptance, client'skriprofile, CDD, SCDD, ECDD,; third
parties reliance;

G. Measures against TF;

H. Preservation of data and documentation;

l.

Security of the system and performance of intecoatrol.

619. It has to be noted that the Methodological guidateals in details with the whole range of
iIssues with regard to organisational and other nreasneeded for effective implementation of the
AML/CFT Act, but ML and TF techniques, methods,ntte and typologies are not described
therein.

620. The Slovak FIU co-operates with self-regulatory amigations and associations of obliged
entities with regard to outstanding issues on imgletation of the AML/CFT Act in particular. It
addressed in writing all the associations, chambedsprofessions of the obliged entities to notify
them about the establishment of its website. Obligatities met on-site were aware of the
existence of the FIU's website. AlImost all of theeported that guidelines could be found on the
mentioned website. The FIU has a link on the web&tthe Ministry of Interior. It seems well
organised and contains following topics: organsal structure of the FIU with descriptions of
competencies of different departments, list of r8pg entities according to the AML/CFT Act,
obligations of reporting entities with sanctiong foon-compliance, legislation in force, annual
report of the FIU, list of equivalent countries aeditories according to EU legislation, guidebne
for proper application of the provisions of the AMIET Law in practice,, MONEYVAL and
FATF public statements, reporting forms and costathe FIU provides on its website some
sanitised cases, which may be useful when comeptoting of STRs.

621. The FIU has requested from abovementioned orgémisatand profession associations to
provide e-mail contacts, to which it regularly senbde necessary information on how to properly
apply the AML/CFT Act in daily practice, and alsther important information relating to ML/TF.
Those organisations will subsequently inform thmémbers whereby an effective communication
between the FIU and reporting entities is enablée obliged entities are systematically informed
also using other ways, particularly through tragngourses conducted by the FIU as well as within
the frame of performance of supervisory inspectmmnsite control) in a concrete obliged entity.

622. The Slovak authorities reported that the FIU’s golperformed in total 27 trainings for obliged

entities and their professional organisations i@ order to eliminate application discrepancies
stemming from interpretation of the new AML/CFT Act
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Table 14: The number of trainings performed by theFIU officials in 2009

Obliged entity Number of trainings
Credit institution - bank 1
Insurance companies

Finance lease - leasing companies
Accountant and Tax advisor
Securities dealer association

Real Estate Agency

National Association of Real Estate Agencies 2
Export-Import Bank of the Slovak Republic
Postal undertaking

Gambling game operators

Trading in receivables

Court distrainer

Notary’s Chamber

W~ (= (N>

e R I R E T

Service providers of property or management of amgp

Total 27

623. The evaluators welcome the efforts made by theiflits outreach activities to financial sector
and DNFBPs. It is noted that obliged entities avara of their obligations in respect to AML/CFT
but still in most of the cases this awarenessmgis in its initial phases. All the reporting dias,
especially DNFBP, should receive more guidanceisks on ML and TF, methods and techniques
used for ML and TF and on measures that can bertaké® to mitigate those risks. The FIU is
encouraged to continue with its activities in thénse. Concerns regarding resources given to the
FIU to undertake these tasks, have to be repeatédraphasised once more.

624. Besides the FIU, the NBS has also taken some messaorproviding guidance to obliged
entities. These activities, which are limited te thanking sector, should be extended to all other
sectors, subject to the supervisory activitiehefNBS.

Effectiveness and efficiency (R. 25)

625. The guidelines provided by the NBS for banks arenm@hensive The Slovak authorities
should, however, provide financial institutions@tthan banks with sector specific guidelines.

3.8.2 Recommendations and comments

Recommendation 23

626. It appears that the supervisory framework has s&engthened by the Slovak authorities since
the 3% round evaluation and is now broadly in line witle FATF Recommendations.

627. When it comes to the effectiveness, it is stiliwewer, a concern of the evaluation team that the
level of on-site inspections conducted by the Matymot be sufficient enough.

628. There should be more training for the NBS staffifsing on or comprising the subject of TF.
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629. It should be further elaborated by the NBS whether on-site inspections procedure should
also include a detailed description of supervisogasures to be taken during an on-site visit by the
NBS staff, as the lack of those provisions may éenged a contingency, lowering the effectiveness
of the performed on-site visits.

Recommendation 17
630. The scope of the sanctions and preventive measupdsce is broad enough.

631. It is, however, an issue that the FIU cannot useide and dissuasive range of sanctions
provided in the special laws, which makes the Hdegal system fall short of the FATF standards.
Therefore, Slovak authorities should, therefor&etaecessary steps with a view to ensuring the
FIU uses a wide and dissuasive range of sanctianvided for in the special laws.

632. The potential double sanctioning may still be cdesed an issue, and that is why the Slovak
authorities are advised to consider whether thailddt provisions on avoiding double sanctioning
should be clearly stated in the MoU between the ldB&the FIU.

633. Itis considered a big disadvantage that the Fltlthe MoF do not exchange inspection plans,
which may in impact the effectiveness of actiondartaken by each of the authority.

634. Although the range of sanctions available is brpadllline with criterion 17.4, these may not
be used by the FIU, which in effect leads to a tmion that the directors and senior management
of financial institutions cannot be sanctioned #AL/CFT Act violations. This issue should be
clearly addressed by the Slovak authorities.

Recommendation 25(c. 25.1 [Financial institutions])

635. Guidelines on implementing AML/CFT measures areegito the banks, insurance and
leasing companies, together with some guidelinggmroing CDD, record-keeping and FATF
statements that are addressed to all reportingientiSome guidelines are given through the
website of the FIU and in direct contact with reapay entities. Still, authorities should focus more
on this issue due to the fact that not all themschave received specific guidance and that the
guidelines already issued, except for the bankawos, are very brief and in most of the cases
relate to very specific cases that the FIU expegdnn its work, thus having limited space to be
used. Therefore, Slovak authorities should issugetioes to financial market participants othemtha
banks, and the FX offices as well.

Recommendation 29

636. The NBS as the supervisor has enough and adequatspto deal with its responsibilities. The
NBS on-site visits are thorough and deal geneveillly all important parts of the financial institoiis
AML/CFT regimes, notwithstanding the deficiencieshe procedure stated above. There is, however,
a need to place more emphasis on verifying congaiavith SR.VII during on-site visits.

637. Itis unclear how thorough and in depth the onisipections conducted by the MoF are in respect
to gambling operators. Otherwise it seems the Moproperly equipped with the legal duties and
powers to deal with the tasks assigned to therhadmAML/CFT regime of Slovakia. More emphasis
should, however, be placed on a proper number pfogmes to deal with the supervisions.

638. The FIU has proper resources to deal with the sigmey responsibilities in the AML/CFT field,
especially the on-site supervision, when it coneeinancial institutions (setting aside the DNFBPs

133



Report on fourth assessment visit - Slovak Republic — 26 September 2011

sector). The level of thoroughness, judging fromittterviews conducted during the evaluation om-sit
visit, is sufficient.

639. The NBS, on the grounds of Article 2 (7) of the FMST, is authorised to compel production of
any information that can be relevant. The evaloai@am was advised during the on-site visit thiat th
power is used widely and the financial institutiame aware of their obligations, and penalties whic
may be imposed for non-compliance with this spegfovision of law. The MoF is also authorised to
compel production of:df originals of documents in a specified periodhentpapers, statements and
information including technical data mediums neags$or the exercise of supervisioaccording to
part. 1 letter (b) of Section 11 of the Gamblingt.Athis power is, however, limited only to a
supervision, which from the context of this actlddae interpreted as an on-site inspection.

640. The range of sanctions (already discussed in d¢fpisrt) which can be imposed on the institutions
and over their directors and senior managers esdoeoough. It is worth to stress again, that theepo
to impose sanctions on physical persons can beisedronly by the NBS, and not the FIU and the
MoF, with the exceptions stated in paragraph 68&eb

Recommendation 30 (all supervisory authorities)

641. The NBS has sufficient resources, and the emplogeem to be well trained. It is, however,
important to provide TF trainings to employees gegiin AML/CFT issues.

642. The FIU staff designated to conduct on-site visitalso well trained and experienced, and the
evaluators believe that in this particular manherRIU is also properly staffed.

643. It is of concern that the MoF is not sufficientlfaffed to deal with the responsibilities of
conducting on-site inspections.

Recommendation 32

644. During the on-site visit the evaluation team was giwen any statistics on international co-
operation and requests for assistance from forsigervisory authorities. Other statistics provitgd
the NBS were comprehensive and detailed enougheV&leation team was not presented, however,
with detailed and comprehensive statistics fromMio€, although the general idea of the actionsrtake
by this body might have been inferred from the ibmssit interview.

645. Setting aside these, the statistics provided byother relevant Slovak authorities on the on-site
visits were sufficient and comprehensive.

3.8.3 Compliance with Recommendations 23, 29, 17 & 25
Rating Summary of factors relevant to s.3.10. underlyingwerall rating
R.17 PC » Sanctions are mostly not applicable to directorsl aenior

management by the FIU and MoF.
» Full range of sanctions is not available for the afsthe FIU.
» No provisions available to avoid double sanctioning

R.23 LC » The level of on-site inspections conducted by theFMs not
sufficient enough.

R.25 PC * No sector specific guidelines to cover financial rkea
participants other than banks. (25.1)
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R.29

LC

Not enough focus is placed in the scope of theit@nwssits on
issues of SR.VILI.

135




Report on fourth assessment visit - Slovak Republic — 26 September 2011

4 PREVENTIVE MEASURES - DESIGNATED NON FINANCIAL
BUSINESSES AND PROFESSIONS

Generally

646. A description of the DNFBPs operating in Slovakiaét out in sections 1.3 and 4 of tfer@und
MER.

647. In Slovakia, all DNFBPs are covered by the AML/CR@t as obliged entities and are therefore
subject to the same CDD and record-keeping reqemésras financial institutions. The main DNFBPs
in the Slovak AML/CFT Act (Section 5) are real éstdealers, gambling game operators, precious
metals or gemstones dealers, lawyers, notariegpesjdaccountants and tax advisors. The AML/CFT
Act, in addition to those DNFBPs defined in the FAGlossary, include service providers of property
management or company service providers, legalienir natural persons authorised to provide
services of organisational and economic advisar,sirvices of public carriers and messengers or
forwarding services, auction hall operators, legpities or natural persons authorised to tradeoirks
of art, collector’s items, antiques, cultural momuns, items of cultural heritage and pawnshop
operators in the obliged DNFBP categories. Theddaw still does not allow the creation of trusts

4.1 Customer due diligence and record-keeping (R.12)
(Applying R.5 to R.10)

4.1.1 Description and analysis

648. As laid out above, DNFBPs are subject to the sam® @nd record-keeping requirements as
financial institutions. Therefore, the same consémrthe implementation of Recommendations 5 to 10
apply equally to DNFBPs. For details see sectiofitBe Report. The following remarks only refer to
topics that differ from the description and anaysade in section 3.

Recommendation 12 (rated NC in th& 3ound MER)

Applying Recommendation 5(c. 12.1)

Casinos (Internet casinos / Land based casinos)

649. Section 10 of the AML/CFT Act requires all obligeshtities to perform CDD when their
customers carry out a transaction the amount aflwigiaches at least €2,000. This particular prawvisi
does not state that this threshold applies alsardégss of whether the transaction is carried 0@ i
single operation or in several linked operationsisTs true only for transaction of an amount over
€15,000. It is understood that the transactionuiestjon related to the buying or selling of gantlin
chips, but the scope of the provision is broad.

650. As at the time of on-site visit, there were threenpanies in the Slovak Republic (with nine
gambling places), which were authorised for opemnatif casinos. The number of subsidiaries of these
three companies was eight as at 30 June 201008€&ctf the Gambling Act allows the operation of
an internet casino, and it is the understandirthefevaluators that all measures applied to lasdda
casinos also apply to internet casinos.

Real estate agents
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651. The AML/CFT Act defines legal and natural persdmet tare authorised to mediate sale, rent or
purchase of real estate as obliged entities. Ththuglct does not specify the cases when they apply
CDD requirements, it can be interpreted that thmmesons should take CDD measures when they
involved in transaction for a client concerning imgyand selling of a real estate as required under
R.12.

652. Although the legal framework for real estate agdatapply CDD measures exists, it is the
evaluators’ distinct feeling, based on interviewaducted during the on-site visit, that those messu
are not being applied in practice. The awarenefisisrsector may be described as less than adequate
and the overall effectiveness is seriously hampered

Dealers in precious metals and dealers in precistoses

653. As casinos, dealers in precious metals and dealgn®cious stones are also obliged to perform
CDD when their customers carry out a transactienatimount of which reaches at least €2,000. The
threshold is well below the threshold determinedenrR.12 (USD/€15,000); this is, however, in line
with the requirement.

Lawyers, notaries and other independent legal msitsmals and accountants

654. As noted above, lawyers and notaries, as the abbkgdities under the AML/CFT Act, are also
obliged to apply CDD measures in line with the remaents of R.12. They are subject to CDD
obligations when they are providing customers wtvices related to the following activities:

 buying and selling of real estate or ownershieragts in a company;

* management or safekeeping of funds, securitiether property;

» opening or management of an account with a bamkforeign bank branch or of a securities
account;

» establishment, operation or management of a comgamgssociation of natural persons or
legal entities, a special-purpose corporation @naither legal entity.

655. The evaluators, however, believe that such obtigatare not being fulfilled at all in practice and,
this belief arises from the interviews held durthg on-site visit and the opinions presented by the
interlocutors from this sector. The interlocutdre tegal professional seemed to lack proper trginin
guidelines, and any detailed knowledge whatsoebeutathe AML/CFT issues. Furthermore, the
evaluation team came to the conclusion that thepears to be no contact between the FIU and legal
professionals, and as far as the FIU is concetmead-operation is rather poor. The FIU, however,
stressed that they do send feedback to obligetiesntither then those from the financial sector
every half year. The co-operation of the Slovak Riith DNFBPs is realised, according to the FIU,
via regular meetings with associations of DNFBs, @ther information is provided via the e-mail
addresses of the associations which are expectiidttdute them to their members.

656. There is still an urgent need for a very broadeadh to this sector. As a general rule, the
deficiencies stated under the revision of R.5 import apply also to R.12.

657. The external auditors on the other hand are fidiyged in their obligations. The identification of
the client is complete, and compliant with the FASt&ndards. The awareness in this particular sector
can be deemed high and the effectiveness of impietien sufficient.

Trust and company service providers

658. As noted above, the activities of trust and comgsaryice providers are not allowed in Slovakia.
Therefore, the AML/CFT Act does not determine refipe requirements.
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659. It should be noted that subsection (4) of Sectibnofithe AML/CFT Act allows all obliged
entities, including DNFBPs, to determine the extehtCDD measures on a risk-sensitive basis
depending on the type of customer, the type ofsaretion, the business relationship or a particular
transaction.

Applying Recommendations 6, & &nd 11(c. 12.2)

660. The AML/CFT Act applies to DNFBPs the same way @dintancial institutions and the same
strengths and weakness in relation to Recommemdaio8 and 11 are present (see section 3.2. of the
Report)

661. Although the legal framework is in place to oblipe DNFBPs to fulfil the obligations set out in
Recommendation 6, 8, 9 and 11 the effectivenessidi mechanisms is extremely poor. From the
interviews of the on-site visit the evaluators reeg the impression that none of the legal
professionals, real estate agents or accountaemnseseto be aware of the nature of their obligations
They were also not aware of some of the institgtifike PEPS) introduced in the AML/CFT Act,
which means they do not use it in the day-to-dagtme. The issue of beneficial owner was also not
meet with recognition in most of the representativiethis sector.

662. It is of significant importance to provide exteresmutreach to this sector on their obligations. The
low number of STRs, in the opinion of the evalustanay also be treated as a proof of inadequate
implementation of FATF standards, because the $heeof knowledge translated directly into lack of
reports.

663. On the other hand, the external auditors seem geberally very much aware of their obligations,
and volunteered information on how each measureosetin FATF Recommendations is being
fulfilled.

664. The evaluation team notes that the FIU has providaitlielines to gambling operators,
entrepreneurs dealing with cash exceeding the \a@l®15.000, auditors, accounts, executors, real-
estate agents and advocates. As mentioned abolex¢hef awareness is, however, still poor.

Applying Recommendation 10

665. The evaluation team is satisfied that the provisiohthe AML/CFT Act are being effectively
observed in the matter of record-keeping. It isydner, worth mentioning that in some cases (n&arie
and lawyers) this is only due to the fact that miowns of sector specific laws governing theiratés
provide for the same or an even longer period obriekeeping obligations, as the evaluation team
was advised by the interlocutors during the on-git@&. The respective legal provisions indeed do
require DNFBPs to keep the records. This is the das example in relation to executors (the
obligation is set out in Execution Act No. 233/19896ll.), notaries (The obligation is set out in
Notarial Act No. 323/1992 Coll. which requires miga to keep original records for 100 years) and
accountants (the obligation is set out in Act N&1/2002 Coll. on accountancy).

16 Criterion 12.2 refers to Recommendation 6 and Rewendations 8-11. Recommendation 9 was rated as
“Largely compliant” in the ¥ round MER. As this Recommendation neither constitukey or core
Recommendation, it has not been re-assessed dthingih round evaluation. In accordance with the
considerations in the note to assessors in MONEY¢Alth Cycle of Evaluations the evaluators of tluisnd
relied on the information existing in the 3rd rouMER so far as possible. As the new AML/CFT Act
includes a parallel legal framework for this Recoematation, which has not been changed, the evabiator
have relied on the information in the 3rd round M&dRfar as possible for this element of their reeasment,

but they have not taken into consideration in #tang for Recommendation 12.
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Effectiveness and efficiency

666. An urgent need for an awareness raising programompramote effective compliance for
DNFBP sector was identified as one of the defidencegarding R.12 in thé®3ound MER. The
evaluators of this round have noticed that no @iraand meaningful steps have been taken to rectify
this deficiency since the adoption of tHérdund MER.

667. Setting aside the external auditors, there is fec@fe implementation of this Recommendation
whatsoever. Generally, the DNFBP sector is not evearall of their obligations arising from the
AML/CFT Act, and their knowledge on the potentiattiors triggering STR reporting is also less than
adequate.

41.2 Recommendations and comments

668. There is an urgent need for an extensive outreaths sector to make them aware of AML/CFT
issues and their obligations under the AML/CFT Aci Recommendations 5, 6, 8, and 11.

Recommendation 5

669. Actions should be taken with immediate effect tkenthe real estate agents, lawyers, notaries and
other independent legal professionals and accasnfaily aware of their obligations under the
AML/CFT Act, and to apply them in practice. Sectibil)(h) of the AML/CFT Act should be
amended so as to add: “when undertaking their gsiadaal activities, including when acting as in
item (j) of this paragraph”.

Recommendation 6

670. Itis of great concern that the obligations regagd?EPs are not complied with at all by this sector

This must be addressed by the Slovak authoritiag)lynby providing more extensive outreach to this
sector.

Recommendation 8

671. Though the legal framework applies to all of thégell entities it is the evaluators’ opinion that
the DNFBP sector does not apply it in practice.

Recommendation 9

672. There is hardly any recognition in the DNFBP seaibrthe obligations set out in R.9 and
implemented in the Slovak Law, as they apply tdr thetivities.

Recommendation 10
673. In the case of notaries and lawyers, the recorgikgeobligations are met mainly due to the fact
those provisions observe other laws relating btrtot their activity, and not the AML/CFT Act. This

should be taken into account by the Slovak autherih the awareness raising programmes designed
for these professionals.

Recommendation 11

674. The issue of lack of awareness in the DNFBP sestespecially vividly seen, when it comes to
paying attention to unusual and complex transagtidhe sector representatives — with few notable
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exceptions — could not actually give any meaningffibrmation which would indicate that the
conditions of R.11 are understood and applied. Bhisuld be of special interest of the Slovak
authorities.

4.1.3 Compliance with Recommendation 12

Rating Summary of factors relevant to s.4.1

underlying overall rating

R.12 PC » The same formal shortcomings under R.5, 6, 8, t0ldnequally,
apply to DNFBPs.

* The awareness of the legal obligations under theL /AT Act
especially under R.5, 6, 8 and 11 is insufficient.

» The said obligations are not at all being used mstnof the
DNFBP in practice.

* The outreach to this sector is insufficient.

= The threshold of €2000 does not apply regardlesstheh the
transaction is carried out in a single operatiotfinoseveral linkeg
operations.

Recommendation 5

* The real estate agents, lawyers, notaries and iothgpendent lega
professionals and accountants have insufficientvietge of any
CDD requirements.

Recommendation 6

» Insufficient level of awareness of the obligationposed on the
DNFBPs sector when it comes to dealing with PEPs

Recommendations 8 and 9

» The real estate agents, lawyers, notaries and iotthependent legal
professionals and accountants have no knowledgenpfCDD
requirements whatsoever.

Recommendation 10

» The provisions of AML/CFT Act on record-keeping generally
not recognised, and the extent of data kept by dhkged
institutions from this sector is dictated rather the legal
provisions applying directly their ore activitiethan by the
provisions of the AML/CFT Act on this.

Recommendation 11

» The knowledge of obligations of unusual transactioeporting
and sector specific indicators is not sufficienbegh.
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4.2 Suspicious transaction reporting (R. 16)
(Applying R.13 to 15 and 21)

4.2.1 Description and analysis

Recommendation 16 (rated NC in th& 8ound MER)

675. Recommendation 16 was rateddh-Compliaritin the 3° round MER. The presence of hardly
any reports from the DNFBP sector and the shortegsregarding the reporting of TF were the
main deficiencies underlying this rating.

676. DNFBPs are included in the list of reporting eestiaccording to paragraph 1 (letter d to n of
Section 5 of the AML/CFT Act. Namely, following etnts are considered as DNFBPs in this
regard:

“d) gambling game operator,

e) a postal undertaking,

f) a court distrainer,

g) an administrator who manages activity within karptcy, restructuring proceedings or
debt removal proceedings under a special regulation

h) an auditor, an accountant, a tax advisor,

i) a legal entity or a natural person authorised reediate sale, rent or purchase of real
estate,

j) an advocate or notary if he provides the custowith legal services related to
1. purchase or sale of real estate or ownershiprests in a company,
2. management or safekeeping of funds, securitiether property,
3. opening or management of an account with a k@and foreign bank branch or of a

securities account or
4. establishment, operation or management of a eoyypan association of natural
persons or legal entities, a special-purpose coagtion or another legal entity,

k) a service provider of property management opmpany service provider, unless it is an
obliged entity under letters h) or j),

I) a legal entity or a natural person authorisedpmvide the services of organisational and
economic advisor, the services of public carriemd anessengers or forwarding services,

m) a legal entity or a natural person authorisecfmrate an auction hall, a legal entity or a
natural person authorised to trade in works of amllector’'s items, antiques, cultural
monuments, items of cultural heritage, preciousateebr gemstones, a legal entity or
natural person authorised to place products madpretious metals or gemstones on the
market or a legal entity or a natural person autised to operate a pawnshop,

n) other person if so laid down by a special regjola”

Applying Recommendations 13-15

Requirement to Make STRs on ML/FT to FIU (c. 1&dplying c. 13.1 & ¢.13.2 and SR. IV to
DNFBPs)

677. The UTR reporting regime has already been descubedr Section 3.5 above. The weaknesses
that applied to the financial sector also applyDidFBPs. The AML/CFT Act provides for a
general obligation to make a UTR on ML/TF diredtiythe FIU, and this obligation applies also to
all DNFBPs without any exemptions.
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678. All mentioned entities, except lawyers and nowgrage required to report unusual transactions
under the same conditions of any other reportintityefrom the financial sector. Dealers in
precious metals and stones are required to reposual transactions irrespective of the amount
and nature of transactions, not just when they g@mga cash transactions equal or above
USD/€15,000.

Legal Privilege

679. Lawyers and notaries are required to report unusaakactions when they are engaged in
activities listed in criterion 16.1 of the Methodgy.

680. Lawyers are exempted from the obligation to reporsual transactions as well as to provide
additional information and documentation based oagaest from the FIU in circumstances when
the information about the customer is obtained fthencustomer or in any other way during or in
connection with:

a) processing legal analysis,

b) defending the customer in criminal law procegdjn

c) representing the customer in court proceedings o

d) providing legal advice related to the criminal ather court proceedings including legal
consulting on the commencement or prevention oh suproceeding regardless of whether
such information was received or obtained priodiajng or after such proceedings. (Section
22 of the AML/CFT Act)

681. Notaries, auditors, accountants and tax advisasatso exempted from the obligation to
report unusual transactions as well as to provifthtianal information and documentation based
on a request from the FIU in circumstances wherirtftemation about the customer is obtained
from the customer or in any other way during ocamnection with the provision of legal advice
related to the criminal or other court proceedmgjuding legal consulting on the commencement
or prevention of such a proceeding regardless oftldr such information was received or
obtained prior to, during or after such proceedirigection 23 of the AML/CFT Act)

No Reporting Threshold for STRs (c. 16.1; applyin$j3.3 to DNFBPS)

682. The reporting obligation is suspicion based andiegprrespective of any threshold. This
obligation is applicable for all obliged entitiexiuding DNFBPs.

Making of ML/FT STRs Regardless of Possible Invobré of Tax Matters (c. 16.1; applying c. 13.4 to
DNFBPs)

683. All DNFBPs are required to report unusual transectirespective of possible involvement of
tax matters.

Reporting through Self-Regulatory Organisationd6c2)

684. The AML/CFT Act does not allow lawyers, notariether independent legal professionals
or accountants to send their UTRs to their appat@rself-regulatory organisations, but requires
them to report directly to the FIU.

Legal Protection and No Tipping-Off (c. 16.3; apphg c. 14.1 to DNFBPs) Prohibition against
Tipping-Off (c. 16.3; applying c. 14.2 to DNFBPS)

685. The provisions of AML/CFT Act, as binding to all BIBPs, protect the employees of DNFBPs
from civil and criminal liability for breach of amgstriction on disclosure of information if thegport
an STR to the FIU. Tipping-off by the employeeshaf DNFBPs is also prohibited.
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Establish and Maintain Internal Controls to PreverfL/FT (c. 16.3; applying c. 15.1, 15.1.1 &
15.1.2 to DNFBPS)

686. Paragraph 2 of Section 20 of the AML/CFT Act regsiDNFBPs to have an internal program
which stipulates a procedure applied while evatgatvhether the transaction being prepared or carrie
out is unusual, a procedure applied from the monoéndetecting an unusual transaction to its
immediate reporting to the FIU including procedarel responsibility of employees evaluating the
unusual transactions. This is, however, not setfficfor establishing that the obligation under R.16
have been fulfilled, as the internal controls areaxplicitly ordered to be created.

Independent Audit of Internal Controls to PreventIMFT (c. 16.3; applying c. 15.2 to DNFBPs)
687. There is no obligation whatsoever for the DNFBPkawe and independent audit function.
Ongoing Employee Training on AML/CFT Matters (c. 1& applying c. 15.3 to DNFBPS)

688. Training requirements as set out in the AML/CFT Atay valid and binding for all of the
DNFBPs. As the evaluation team was advised duhegon-site visit by the representatives of the
DNFBPs sector, the obligation to provide trainirggfulfilled regularly. As it was mentioned,
however, the poor recognition of the obligationpased by the AML/CFT Act (especially those
on CDD measures) hampers the overall effectiveness.

Employee Screening Procedures (c. 16.3; applying®4 to DNFBPS)

689. As described above, the Act on Gambling does haviio provisions related to employees
and shareholder screening. However, there are ¢tfomwovisions for other DNFBPs.

Additional Element—Independence of Compliance Offic(c. 16.3; applying c. 15.5 to DNFBPS)

690. The arguments and comments made above on the imtlee of the compliance officer are also
applicable for DNFBPs. This means that there igxglicit obligation for the DNFBPs to appoint a
compliance officer at the managerial level.

Applying Recommendation 21

Special Attention to Persons from Countries Noffiahtly Applying FATF Recommendations (c.
16.3; applying c. 21.1 & 21.1.1 to DNFBPS)

691. As mentioned the external auditors are the onlyugravhich seems to be fully versed on
responsibilities arising from the provisions of AMIFT Act. This is no different when talking
about the obligation to pay special attention tospes from countries not sufficiently applying
FATF Recommendations. To the evaluation team’s kedge this standard is not recognised by
most of the institutions form this sector.

Examinations of Transactions with no Apparent Eecoigoor Visible Lawful Purpose from Countries
Not Sufficiently Applying FATF Recommendationd§c3; applying c. 21.2 to DNFBPS)

692. Although the legal framework as discussed previouslkso applies to the DNFBP, the
awareness of the obligation is quite poor and afficeent enough.

Ability to Apply Counter Measures with Regard to @uries Not Sufficiently Applying FATF
Recommendations (c. 16.3; applying c. 21.3 to DNFBP

693. The shortcomings of the legal framework indicatedSection 3.5 of this report influence the
implementation of this particular standard acrbsssector.

Additional Elements — Reporting Requirement Extertd® Auditors (c. 16.5)

694. Both the auditors and accountants are obligediesitiand they must apply all rules set out in
the AML/CFT Act. The only limitation to this is seut in Section 23 of the Act. According to this
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section, an auditor or an accountant who perfotmadgtivities as an entrepreneur or a tax advisor
does not have to report an STR or provide inforomato the FIU if it concerns the information
about the customer obtained from the customem @niy other way during or in connection with
the provision of legal advice related to the prolegs referred to in Section 22, subsection letett

b) and ¢) including legal consulting on the comnegnent or prevention of the proceedings
referred to in Section 22, subsection 1, lettearn) c), regardless of whether such information was
received or obtained prior to, during or after spcbceedings. This however cannot be seen as a
deficiency in the light of criterion 16.4.

Additional Elements — Reporting of All Criminal Ast(c. 16.6)

695. There are no impediments in the legal system, wbalid allow DNFBPs not to report to the
FIU when they suspect or have reasonable groundsidpect that funds are the proceeds of all
criminal acts that would constitute a predicatewnde for money laundering domestically.

Effectiveness and efficiency

Applying Recommendation 13

696. Concerns over the ineffective implementation ofuregments of R.16 by, especially the very
low level of reporting from DNFBP is one of the maleficiencies identified in thé“3ound MER.

697. Leaving aside the refinements of requirements levest recommendations referred to in R.16
in the AML/CFT Act, given the statistics made ashle, the same concerns identified in tffe 3
round MER over the effectiveness of the implemémtain all aspects of the Recommendation
remain valid. For instance, only 1 UTR has beereived from lawyers (in 2006) and 8 from
notaries since the adoption of 3ound MER. Only 2 UTRs have been reported by esthte
agencies a very low number of STRs has been rebbgteaccountants and auditors. No data has
been made available as to whether dealers in precimetals and stones have ever reported any
UTRs. (For further details see table above) Betbee adoption of the new AML/CFT Act, the
largest number of unusual transaction reports veasing from car dealers, which are exempted
from the list of obliged entities in the new Actll dther DNFBPs have submitted insufficient
number of reports.

698. Although some outreach activities have been peddrby the FIU, there is still a lot to be done
in respect of the level of awareness of DNFBPsrgg reporting obligation. No guidelines have
been issued to these sectors, except some indidatdrare presented in the AML/CFT Act.

Applying Recommendation 14

699. It is apparent that all provisions of the AML/CFTtAwhich apply to financial institutions are
also fully applicable to the DNFBP sector.

Applying Recommendation 15

700. There is no obligation for the compliance officerte appointed at the managerial level, nor is
there an obligation to maintain independent auditfion.

701. The above fact has to be taken into considerationg with the poor outreach to this sector by
the FIU. There are no sector specific guidelinesatatever on AML/CFT issues and the
effectiveness of the trainings is not satisfactdrigis is due to a very low level of awareness of
certain specific obligations applicable to thosstitotions (especially the obligation on CDD
measures)
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702. As the evaluation team was advised the number efiteninspection cannot be deemed
sufficient enough to reach effectively this sectdt this constitutes a serious deficiency.

Applying Recommendation 21

703. The shortcomings of the legislation pinpointed eci®n 3.5 of this report hamper the overall
application of R.16

4.2.2 Recommendations and comments

Applying Recommendation 13

704. Authorities should tailor and implement more conmamesive outreach and training programme
targeted to DNFBPs to enhance the awareness amdddge of UTR detection and reporting.

705. Guidelines and indicators for recognising suspisitansactions similar to those given to the
banking sector in the Methodological guidance sthalso be issued for DNFBPs.

Applying Recommendation 15

706. The Slovak authorities should consider the way &ethe R.15 standards to DNFBPs in the
field of appointing the compliance officer and ntaining independent audit function.

707. The poor outreach to this sector, unsatisfactdigcétzeness of the trainings and an insufficient
number of on-site inspections should be addresgéhebSlovak authorities, preferably in a manner
of an ongoing process.

708. There should be provisions related to employeesshaceholders screening, which at this point
only apply to gambling operators and other ingtng that fall under the jurisdiction of the
Gambling Act.

Applying Recommendation 21

709. When the legal framework is improved by the Slogakhorities it should also be applicable to
the DNFBPs. The awareness raising programs sheuddsb considered.

423 Compliance with Recommendation 16
Rating Summary of factors relevant to s.4.2
underlying overall rating
R.16 * The same formal shortcomings under R.13, 15 aneédilly
PC apply to DNFBPs.

Applying Recommendation 13

» Serious lack of proper understanding of the repgrti
requirements among DNFBPs.

» No indicators or guidelines provided to DNFBPs.

» Serious concerns about the effectiveness of impigatien in all
aspects of Recommendation 16.

* The same shortcomings as identified under R. 18,21 and SR
IV in respect of financial institutions apply to BBPs.

Applying Recommendation 15
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* The Act on Gambling does have certain provisioriated to
employees and shareholder screening. However, éneneo such
provisions for other DNFBPs.

» The poor recognition of the obligation imposed by AML/CFT
Act (especially those on CDD measures) hampersotrezall
effectiveness of the execution of training obligati

* Lack of an obligation for DNFBPs to appoint compta officer
at the managerial level and to maintain independaundit
function.

* Lack of an explicit obligation for DNFBPs to havaternal
controls or to appoint a compliance officer at thenagerial
level.

* No independent audit function is required.

* The trainings provided to this sector are not éifecas the
recognition of the obligations under the AML/CFT tAemains
poor.

Applying Recommendation 21

» As the obligations arising from R.21 are not metrégard to
financial institutions in general, they also do rapply to
DNFBP.

4.3 Regulation, supervision and monitoring (R. 24-25)

43.1 Description and analysis

Recommendation 24 (rated PC in t13¢ round MER)

Regulation and Supervision of Casinos (c. 24.1,4£21, 24.1.2 & 24.1.3)

710. The Act on Gambling games prescribes the supervigi@asinos. According to Article 2 letter
(a) of this act'the operator of a gambling game is understood degal person that was granted
an individual license (...) by a relevant body of plblic administration or municipality, or a legal
person that fulfilled the conditions of a geneliaénse issued by the Ministry of Finance of the
Slovak Republic (...) and handed in a notificationaading to Section 19”. Article 9 provides for a
supervision of internet casions.”

711. The Public administration bodies in the field ofndding games are the MoF, the Tax
Directorate of the Slovak Republic, and the Tax@H.

712. The MoF is authorised to exercise controls accgrttina special regulation over observance of
the Act on Gambling games and other generally hipditgal regulations by its own means or the
means of the Tax Directorate of the Slovak Repulilax Offices and Municipalities of the Slovak
Republic. The MoF is also charged with co-ordinatiof the Tax Directorate of the Slovak
Republic methodically, tax offices and municipaliiin the field of supervision exercised. It isals
authorised to grant license for all gambling gamesrators, but it has an exclusive power to grant
license for casinos.

713. At the time of the on-site visit there were thremple in the MoF designated for on-site visits
and four designated for the licensing of gamblipgrators. As indicated by the MoF there were
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302 inspections in eight gambling places in the P&89. As the evaluation team was advised there
is no co-ordination of inspection plans between Fid and the MoF, and the MoF does not
provide the gambling operators with any trainingtoem AML/CFT issues.

714. ltis also of concern to the evaluators that thell®f thoroughness of on-site visits related to
AML/CFT issues in gambling operators may not bey/\egh.

715. The Tax Directorate is entitled to create, maintaid operate a tax information system in the
field of the operation of gambling games, keepingeatral register of the operators of gambling
games, and methodically co-ordinating the tax efficuring the operation of the tax information
system in the field of gambling games.

716. The Tax Office and the Municipalities are entittecexercises supervision over observance of the
Gambling Act, other generally binding legal reguas and conditions determined in the license.
The difference between those two bodies is thaftheOffice may do so in respect of the license
granted or issued by the Ministry and that it isoal second degree body of appeal for
municipalities in this mattersThe Municipality may only exercise control over Esito which
they have granted a license.

717. During the process of granting the license the graguthority is obliged to receive a full
information on all person engaged with the gambtipgrator (in respect of them holding any shares or
taking part in the profits from this establishmera$ stated in paragraph 4 of Article 20 of the
Gambling Act. The said act also defines the temspectable person”, as someone, who has not been
finally convicted of an economic criminal offena@iminal offence against order in public matters
or criminal offence against property, or other imiienal criminal offence.

718. The integrity and respectability of persons engagékle activities of a gambling operator must be
maintained through the entire operation (also a@ftanting a license), as stipulated in Article 35he
Act.

719. According to Article 54 of the Gambling Act, if tteuthority, which has the power to conduct
on-sites, establishes that supervised entity halated the provisions of the said Act, specificsact
or other legal regulations may impose the followsagctions:

“a) measures for removal or remedy of the establisldiscrepancies, including the period for
their fulfilment and the duty to inform the supsory body on their fulfilment within the

determined period,
b) submission of special statements, reports atide®)
c) termination of non-permitted activity,
d) suspension of operation of a gambling game,
e) fine,
f)  sanction interest in the amount and in the cas®®rding to Section 2,
g) suggestion to the ministry or municipality feithdrawal of the individual license.”

720. The evaluators believe that the supervision systeer gambling operators is properly co-
ordinated, and that the AML/CFT issues are beingernainto account during supervisions
conducted. The competent authorities have beegmsid, and they also have adequate powers, as
stated above, to ensure that the persons engadéd activities of the gambling operators are of
good integrity and are respectable.
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Monitoring and Enforcement Systems for Other DNFBRs(c. 24.2 & 24.2.1)

721. Section 5 of the AML/CFT Act provides for a cataliegof entities, who are obliged to follow
the provisions of this Act. Setting aside the fitiah institutions, and other institutions already
mentioned in this report, the catalogue comprises:

e a postal undertaking,

* acourt distrainer,

e an administrator who manages activity within bapkey, restructuring proceedings or debt
removal proceedings under a special regulation,

* an auditor, an accountant, a tax advisor,

» alegal entity or a natural person authorised tdiate sale, rent or purchase of real estate,

e an advocate or notary (under certain conditions),

* a service provider of property management or a emypservice provider, unless it is an
obliged under other provision of the said act

* a legal entity or a natural person authorised tvige the services of organisational and
economic advisor, the services of public carrierd messengers or forwarding services,

« alegal entity or a natural person authorised &rage an auction hall, a legal entity or a natural
person authorised to trade in works of art, calléstitems, antiques, cultural monuments,
items of cultural heritage, precious metals or genes, a legal entity or a natural person
authorised to place products made of precious meiabemstones on the market or a legal
entity or a natural person authorised to opergavanshop,

« other person if so laid down by a special reguitatio

722. All of these institutions are under the supervistbrthe FIU. Some of them, like the lawyers,
auditors, accountants, tax advisors have their 8®0@s, which does not limit the powers of the
FIU for AML/CFT related supervision.

723. It is apparent from the level of awareness of tiN~BP that more actions should be taken to
remedy this situation, or to take enforcement messuAs the evaluation team was advised by the
FIU, around 40% of all on-site visits conducted2B09 and 2010 were aimed at this sector. It is,
however, unclear if there is a strategy for the fldddress the issue of supervision over DNFBPs.

724. The current level of on-site inspections and outnet this sector may only be deemed as
theoretical.

725. It is also highly unlikely that the supervision ovhis sector can be conducted effectively by
the FIU, given the size of this unit, and the nundfeentities to be supervised. The statistics on o
site visits also support this argument.

Recommendation 25 (rated NC in th& 8ound MER)
Guidance for DNFBPs other than feedback on STRs26.1)

726. Section 26 of the AML/CFT Act provides a legal Isafr provision of feedback to all the
reporting entities including DNFBPs. The evaluatteam was advised, the FIU wrote to all the
associations, chambers and professions of thetiegantities to notify them about it's website.
The FIU has requested these organisations andsgiofeassociations to provide e-mail contacts.
The goal of this was for the organisations and gesibn associations to inform their members.
During the interviews on-site, the evaluation teaas also assured that there is a functioning oral
feedback mechanism in place between the FIU andBISF
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727. Criterion 25.1 requires the authorities to issuilglines to the DNFBP sector. The evaluation
team notes that the FIU has provided guidelingmtobling operators, entrepreneurs dealing with cash
exceeding the value of €15,000, auditors, accoares;utors, real-estate agents and advocates.,

Feedback (applying c. 25.2)

728. As mentioned previously in the rare cases of UTRoréng by the DNFBP sector, the
feedback, aside from guidelines, is provided byRhé

729. More focus should be placed on improving the corai@en with the DNFBP sector in the
respect of feedback on STRs. The financial instihgt are generally satisfied with the feedback
they receive, but it is worth analysing whetherféedback should be more detailed and prompt, as
it was one of the major concerns of the financeter. The evaluators also strongly believe that
prompt and detailed feedback can largely improve thffectiveness of implementing
Recommendation 25.

Adequacy of resources supervisory authorities falEBPs (R. 30)

730. The resources of the FIU are still not sufficienbegh to deal with the scope of supervision
prescribed by the AML/CFT Act. The FIU employs 3ige officers and one civil servant, and the
part responsible for controls employs six peopleimne person designated as a head of this
office). As mentioned before the MoF supervisingibing sector is also understaffed.

Effectiveness and efficiency (R. 24-25)

731. The deficiencies described above have a directetnpa the issue of effectiveness. It is utterly
impossible to conduct a full scope of supervisiorrahe DNFBPs without an increase in staff of
the FIU.

732. The lack of awareness in this sector may and shbeldttributed to a number of factors.
Sector specific guidelines for the sectors othantthose already addressed by the FIU should also
be issued.

4.3.2 Recommendations and comments

Recommendation 24

733. It is apparent that the FIU needs more resourcédlltoembrace the supervision requirements
over the DNFBP sector, as the resources now presenonly be deemed sufficient as far as the
supervision over the financial sector goes.

Recommendation 25 (c.25.1 [DNFBPs])

734. There is an urgent need for sector specific guidslion AML/CFT issues to the DNFBPs other
than already covered by the FIU.

735. More detailed and prompt case-by-case feedbacKdhbeyprovided for the DNFBP sector.
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4.3.3 Compliance with Recommendations 24 and 25 (Cri25id, DNFBPS)

Rating Summary of factors relevant to s.4.3
underlying overall rating

R.24 PC * No clear strategy for DNFBP supervision demonstrate the
evaluators.

* Not sufficient outreach to this sector, also in thay of on-site
inspections.

» Effectiveness concerns about the supervision of BRE=by the
FIU.

R.25 PC » Sector specific guidelines for DNFBPs do not cotlee entire
sectors.

* More detailed and prompt case-by-case feedback Iéhbe
provided.

4.4 Other non-financial businesses and professions/Mode secure transaction
techniques (R.20)

4.4.1 Description and analysis

Recommendation 20 (rated PC in th& 8ound MER)

736. In Section 5 of the AML/CFT Act obliged entitieclade the following additional DNFBPs:

» service providers of property management or comganyice providers,

» legal entities or natural persons authorised twigeoservices of organisational and economic
advisor,

» the services of public carriers and messengexsrwafding services,

* auction hall operators,

* legal entities or natural persons authorised tdetria works of art, collector’s items, antiques,
cultural monuments, items of cultural heritage padnshop operators,

» apostal undertaking,

* acourt distrainer,

e an administrator who manages activity within bapkey, restructuring proceedings or debt
removal proceedings under a special regulation.

Notwithstanding current levels of compliance of tBevak system generally with the FATF

Recommendations 5, 6, 8-11, 13-15, 17 and 21 (skszliabove), these Recommendations apply to

these additional businesses and professions inuak as they apply to other obliged entities.

737. Financial market participants consist mainly of ksmarforeign bank branches, other payments
services providers and e-money institutions. Culyemore then 30% of all cashless transactions
in the Slovak Republic are made by cards. At treea@r2009 there were 5,080,145 active debit and
credit cards, of which 79% were debit cards and 2df4dit cards. Although ATM cash
withdrawals still dominate, the trend shows a dywagnowth in card payments, especially since
the Euro is the national currency.
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738. As the evaluation team was informed, the SlovakuRbp is ready for SEPA, (The Single Euro
Payments Area), which is a policy-maker-driven Biegration initiative in the area of payments
designed to achieve the completion of the EU irstiermarket and monetary union.

739. ltis, however, still roughly unclear whether anyther measures were taken to encourage the
development and use of modern and secure techniguefnancial transactions that are less
vulnerable to ML.

4.4.2 Recommendations and comments

740. The Slovak authorities are encouraged to developsares to encourage the development and
use of modern and secure techniques for finaneiasactions that are less vulnerable to ML.

4.4.3 Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20 LC « No national overreaching strategy on the developraad use of
modern secure techniques.
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5

5.1

LEGAL PERSONS AND ARRANGEMENTS AND NON-PROFIT
ORGANISATIONS

Legal persons — Access to beneficial ownership aedntrol information (R.33)

Recommendation 33 (rated PC in th& 8ound MER)

5.1.

1 Description and analysis

741. Recommendation 33 was ratartial Compliant” in the 3 round MER on the ground that

Slovak Law did not require adequate transparenogeming beneficial ownership and control of
legal persons, although it required some transparaith respect to immediate ownership. The
report also noted that access to information orefi@al ownership and control of legal person,
when there was such access, was not always tirmélgrefore, Slovakia was recommended to
review its commercial, corporate and other lawaitview to taking measures to provide adequate
transparency with respect to beneficial ownership.

Legal framework

742. The Slovak Civil Code (the Act No 40/1964 Coll.)sdebes the types of legal persons and legal

entities that can be established or created, ochwtan own property. Registration of legal persons
(commercial companies) is regulated by the Act5i®/1991 Coll. Commercial Code as amended
and the Act no. 530/2003 Coll. on Commercial Regisind Collection of Deeds. Registration of

other legal persons is regulated by particular lsmeh as the Act No. 34/2002 Coll. on Foundations
and the Act No. 83/1990 Coll. on Association ofiz&ihs as amended. The Section 27 of the
Commercial Code contains basic provisions on coroialeregister, collection of deeds and their

content. The Act No. 530/2003 Coll. on Companiegi&er contains more detailed provisions of

the companies register and the collection of dedts.amendments have been made to this
legislation since the adoption™3round MER with regard with a view to implement the

requirements of Recommendation 33. Therefore,dfelldescription of the system of registration

of legal persons particularly companies in tfer@und MER (See Sections 1.4 and 5 of the MER)
remains apt.

Measures to prevent unlawful use of legal person83.1)

743. As noted in the "8 round MER, the documents which need to be subdnitiehe Commercial

Registry are the constitutive documents (the ctibecof deeds i.e. the memorandum of association
or deed of establishment), a deed proving tradingimilar authorisation for performance of
activities registered with the Commercial Registiyy the company’s scope of business, if such
authorisation is required, and a statement of dhaimistrator of contributions to the registered
capital of business companies and co-operatives.nBime and date of birth of persons authorised
to act on behalf of registered persons (e.g. dirsatf limited liability companies), persons thed a
the members of supervisory boards of registeresioper registered individuals (e.g. partners in the
case of partnerships), directors of enterpriseéfereign persons or directors of organisationalsunit
(branches) of enterprises of foreign persons, pterapliquidators, bankruptcy administrators and
forced administrators and their deputies are tliernmation that need to be registered with the
Commercial Registry. Under Section 2 of Act no. /2803 Coll, any company listed in the
Business Register must provide information, inter, ®n the company's name, ID number, line of
business, legal form and registered capital, inédiom on the company's statutory and supervisory
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bodies or partners in the company, as well asimddion on any liquidation or similar proceedings
which the company has undergone. However, no irdtion was provided by the authorities on the
registry requirements for associations and fouodati

744. Slovak law still does not provide for informatiobaat the beneficial ownership of companies
in the way that “beneficial owner” is defined iretislossary to the FATF Methodology (i.e. who
ultimately owns or has effective control). Thisparticularly the case where one company buys
shares in another company. In the meeting withrépeesentatives of the Company's Registrar, the
evaluators were informed that if one of the shaddrs is a company, the Company Registrar
would not request a registration certificate. Agsult, the Company Registrar would not be aware
of whether such a company actually exists. In éaftithe examiners were told that it was not the
function of the Commercial Registry to verify thecaracy of the information provided. In a
nutshell, there is no legal obligation in the Slovagislation to register beneficial ownership
information and there is no any other measure £i#igtt ensures adequate transparency concerning
the beneficial ownership information.

745. The lack of transparency is even greater regarsiahg of shares, for which the only documents
required are a contract of sale and a decisiohef3eneral Assembly approving the transfer.

746. The Slovak law, although requiring some transpgremi¢h respect to immediate ownership,
does not require adequate transparency concerhnédpeneficial ownership and control of legal
persons.

Timely access to adequate, accurate and curreptrmdtion on beneficial owners of legal persons (c.
33.2)

747. Full details of what is deposited at the Registigyrbe inspected by the competent authorities
or the public. Every person has the right to inspieese documents and make copies of them after
paying the Court’s fees. In additioper Article 12(7) of 530/2003 Coll. Act of 28 Octob2003,
public administration bodies may inspect documeatsing the basis for registration even without
paying the fees. In addition, information in the n@oercial Registry is available on-line.
Information can be found on-line relating tipter alia, natural persons, and statutory
representatives, and proxies, members of supeyvisoards, partners and founders. However,
share holder information is not generally availabteline. Art. 5(5) of the same Act requires
natural persons inscribed in the Registry and ahpersons authorised to act in their name to file
an application for change of information within 8@ys from when the information ceases to be
accurate. Under Article 11(1) (a), a fine of up€®310 can be imposed for a failure to meet this
obligation. The Slovak authorities provided detil@formation about penalties for failure to
update information issued by the Register Courtcotding to this information, fines or other
sanctions have been imposed in over 2,300 cases 8005. Regarding beneficial ownership, the
NBS has access to beneficial ownership informatigrvirtue of Article 3, para. 1-2 of the FMS
Act. However, no information was provided to theleators regarding the timely access of other
competent authorities to this information, inclugliaw enforcement and the FIU.

Prevention of misuse of bearer shares (c. 33.3)

748. According to the Slovak Authorities, bearer shaesallowed by the Securities Act; however,
such shares can only have de-materialised book-déotm. Respective provisions determining
these facts are Articles 10 and 11 of the Secar#iet. Article 10(3) of the Securities Act sets out
that bearer shares, shares in closed-end investimeds$, bearer shares in open-end investment
funds, bonds, investment certificates, and trealilisymust have the form of book entry securities.
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749. Furthermore, all book-entries are registered in @entral Securities Depository (CSD) on
client’s accounts or in registers of CSD membeid @haccounts must include identification data
of the account owner. Articles 109 and 110 contiaendetails of the access to such information by
the competent authorities (including the FIU and MBS). According to Slovak authorities, law
enforcement, regulatory, supervisory and other a@ied authorities must rely on their
investigative and other powers to obtain accessftrmation on beneficial owner information.
Although obliged entities must establish benefiolhership pursuant to paragraph 1 of Section 10
of the AML/CFT Act, there are no special measunespiace with regard to transparency of
beneficial ownership in companies with bearer share

Additional element - Access to information on beraf owners of legal persons by financial
institutions (c. 33.4)

750. The evaluation team was advised only about thenendccess to the court register data, which
do not cover beneficial ownership in all casedsIthen on the financial institutions to employ
measure adequate to make themselves aware ofdhgtydof the beneficial owner. Bearing in
mind the level of awareness in the financial sedioe evaluation team is convinced that such
measures are being taken by the financial ingtitstin order to comply with the Slovak legislation.

5.1.2 Recommendations and comments

751. Given the explanations received, no comprehenstview appears to have been made on
commercial, corporate, and other laws with the viewtaking measures to provide adequate
transparency with respect to the beneficial owriprsis recommended in thé” 3ound mutual
evaluation report. Therefore, the deficiencies meigg this Recommendation still appear to remain
valid. The evaluators of this round reiterate tinglihg of the &' round evaluators that Slovak law
still does not require adequate transparency caimggtbeneficial ownership and control of legal
persons.

752. Slovakia is recommended to review its commerciatporate and other laws with a view to
provide transparency with respect to beneficial eship.

5.1.3 Compliance with Recommendations 33
Rating Summary of factors underlying rating
R.33 PC » Lack of adequate transparency concerning benefigvalership and

control of legal persons.

* Access to information on beneficial ownership aondtml of legal
persons, when there is such access, is not alwagky/t

* No measures to ensure the adequacy, accuracy amhcy of the
beneficial ownership information.

e Transparency of bearer shares.
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5.2 Non-profit organisations (SR.VIII)

521 Description and analysis

Special Recommendation VIII (rated NC in thé®3ound MER)

753. Special Recommendation VIII was raté&bn-Compliant” in the 3° round MER on the ground
that no special review had been undertaken ofitfks in the NPO sector. The existing financial
transparency and reporting structures that werelad@ for foundations did not amount to
effective implementation of c.VIIl.2 and VIII.3. Ehefore, Slovakia was recommended to consider
to ways in which effective and proportionate owghsiof the NPO sector can be achieved in the
context of SR VIII.

Legal framework

754. As noted in the 8 round MER, the NPO sector comprises primarily ftations and
associations. As of 31 December, 2010, there we@®@e@undations, 559 non-investment funds, and
1409 non-profit organisations registered in thev&8loRepublic. Whilst foundations are regulated
by the Act No. 34/2002 Coll. on Foundations andaomendments to the Civil Code, associations
are regulated by the Act No 83/199-0 Coll. No anmedt has been reported in the legislative
framework of the NPO sector since the adoptiorhef3® round MER. Therefore, the description
of their registration processes, obligation to siilan annual report and the information registered
that were set out in thé°3ound MER remain valid.

755. Slovak authorities do not think that there is & 1§ NPOs being abused for TF purposes or
terrorist attacks in the Slovak territories.

Review of adequacy of laws and regulations (c.WllI.

756. Though authorities argue in the MEQ that the ris&lgsis regarding NPOs and their abusing,
especially with regard to TF, was under consideratvhile preparing the new AML/CFT Law, the
evaluation team did not receive any substantiadrmétion which demonstrates that, since the
adoption of the 8 round MER, Slovakia has reviewed the adequactsdegislation that relates to
the NPO sector as a whole and has conducted angdjgereassessment by reviewing new
information on the sector’s potential vulneral@ito terrorist activities.

Outreach to the NPO Sector to protect it from TastoFinancing Abuse (c.VIII.2)

757. No outreach has been undertaken to the NPO sedtorawiew to protecting the sector from
terrorist financing abuse as required by c.lll.Beevaluators were informed that there has been no
special guidance on the risk inherent in the semftdPOs.

Supervision or monitoring of NPO-s that account &ignificant share of the sector’s resources or
international activities (c.VIII1.3)

758. The evaluators were informed that while foundatians legally obliged to submit a list of
donors, associations are not required to preselist aof donors. The report is read by the
registration body and checked whether the founddtiactioned in accordance with its statute.

759. The requirement of foundations to submit an anmegbrt to the registration body might
provide a level of transparency, and NPOs receiftings from the government or from the EU are
supervised by the Financial Control Administrationorporated under the Ministry of Finance in
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connection with disposal of such funds. Howeveesthmechanisms are far from being an effective
supervision or monitoring mechanism for those NR@i&h account for a significant portion of the
financial resources under control of the sector arslibstantial share of the sector’s international
activities. In fact, apart from providing the infioation about the numbers and types of NPOs,
unfortunately no information was provided to thaleators on those specific NPOs that control
significant resources within the NPO sector or Whltave significant international activities.
Therefore, the evaluators concluded that those gfaithe NPO sector with significant economic
resources had not been specifically identifiedeffective supervision or monitorindt should also

be noted, as pointed out in th& Bound MER, the registration body is not a supemyisor
monitoring body, but performing primarily regisiat function. In addition, the Central Registry is
not aware of the risk of financing of terrorism lwitegard to NPOs and they do not check names in
the registry against the list of designated persons

Information maintained by NPO-s and availability the public thereof (c.VIII.3.1) Licensing or
Registration of NPO-s and availability of this infmation (c.VI111.3.3)

760. Both associations and foundations are registerethén Central Registry managed by the
Ministry of Interior, which is public and availablen the Internet (http://portal.inves.sk/registre).
The data recorded in the Central Registry incluchesne and residence, identification number,
establishment data, purpose of establishment, maheesidence of founders, and money and other
assets deposited by founders. The central regisig not seem to include, however, the identity of
persons) who own, control or direct their actidtiencluding senior officers, board members and
trustees. Nevertheless, the evaluators were infbrthat the registration body (the Section of
Public Administration, Internal Affairs Department)th which the team met stated that they have
no means to identify and verify the founder of MO, and even have no legal obligation to do so.
In turn, the evaluators were advised that the Fehreferred to the Central Registry with four
requests to receive information.

Measures in place to sanction violations of ovérsigles by NPO-s (c.VIII.3.2)

761. The evaluators were told that if the registratiay discovers any violation of law from the
annual report, it can call the foundation to eliatgthe violations and to take measures. In the cas
of non-compliance and repeated calls to eliminageviolations, the body then can send a motion to
the court to dissolve the foundation. It is alsthatsed to apply fines for certain violations. The
Registrar of Foundations is authorised to impodmen for failure to submit annual report under
Section 36 of Act No. 34/2002 on foundations. Isecaf any shortcomings, the registrar requests
that the foundation correct them. If the foundaffiaits to do so, registrar must submit a request fo
cancellation of foundation to court. The RegistthNPOs is authorised to submit a request to the
court for cancelation of an NPO in case of any &loonings not eliminated by the NPO

Maintenance of records by NPO-s, and availabilityappropriate authorities (c.VII1.3.4)

762. No obligation appears to have existed in placeNfieOs to maintain, for a period of at least five
years, and make available to appropriate authsyitrecords of domestic and international
transactions that are sufficiently detailed to fyettat funds have been spent in a manner consisten
with the purpose and objectives of the organisation

Measures to ensure effective investigation and egath of information (c.VIll.4)Domestic co-
operation, co-ordination and information sharing &PO-s (c.VIIl.4.1); Access to information on
administration and management of NPO-s during itigations (c.VIIl.4.2); Sharing of information,
preventative actions and investigative expertisd aapability, with respect to NPO-s suspected of
being exploited for terrorist financing purposesvitl.4.3)
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763. Apart from the annual reporting obligation for faations, the investigative powers of the
Slovak law enforcement authorities as set out@SKEPC and the Police Act are also applicable to
the NPO sector. Related information is accessinl@lf investigation authorities.

764. No specific provisions apply to permit domesticaperation and information sharing outside
the usual criminal investigation framework. Fullcass to information on the administration and
management of a particular NPO can be obtaineahgliine course of an investigation, as soon as
there is a legal basis for the information to lmrded. The legal framework allows for information
sharing at investigation level as well as admigiste level.

Responding to international requests regarding N®©points of contacts and procedures (c.VIII.5)

765. Since NPOs are not obliged entities, the usualtpahcontact and procedures are not relevant.
The Slovak authorities did not indicate any altéusapoints of contact relevant to these bodies.

Effectiveness and efficiency

766. Although, there is some transparency and reporsingctures regarding some NPOs (e.g.
Foundations), the system which has been put ireglamsufficiently comprehensive in its present
form. There remains a pressing need to addressIBRIWis should be accompanied by significant
awareness raising activities for both the relegmviernment departments and the NPO sector.

5.2.2 Recommendations and comments

767. Slovak authorities should review the risks of tastofinancing in the NPO sector, as well as the
current system of laws and regulation in this fistwas to adequately address the risks that this
sector presents.

768. The authorities should also improve the supervigioer the NPOs to ensure that all types of
NPOs are under appropriate supervision with reg@athke risks of financing of terrorism.

769. Awareness raising measures need to be adoptedhgelat the NPO sector on the risk of
terrorist abuse and available measures to prdteddctor against such abuse.

5.2.3 Compliance with Special Recommendation VIl
Rating Summary of factors underlying rating
SR.VIII NC * No risk assessment of NPOs has been undertakéougtt

there is some transparency and annual reportingtste for
foundations.

« No review of the adequacy of legislation to previnat abuse
of NPOs for TF has been undertaken.

e Authorities do not conduct outreach or provide guick on TH
to the NPO sector.

e There is no supervision or monitoring of the NP@tse as
envisaged by the Interpretative Note to SR VIII.

* No obligation for keeping detailed domestic aneiinational
transaction records.

« No measures or procedures in place to respondemational
requests for information regarding particular NPat are
suspected of TF or other forms of terrorist support

157



Report on fourth assessment visit - Slovak Republic — 26 September 2011

6 NATIONAL AND INTERNATIONAL CO-OPERATION

6.1 National co-operation and co-ordination (R. 31 andR. 32)

6.1.1 Description and analysis

Recommendation 31 (rated PC in th& 8ound MER)
Effective mechanisms in place for domestic co-dperand co-ordination in AML/CFT (c.31.1)

770. The FIU under the auspices of the Ministry of liderestablished in 2008 a working group
named Interagency Integrated Group of Experts {inafter referred to as IIGE). This group
comprises the representatives of the FIU, the NatiBank of Slovakia, the Ministry of Justice, the
Ministry of Finance, the General Prosecutor's Q@ffithe Slovak Intelligence Service and the
Customs Directorate, and the Tax Directorate areh#e of need the representatives of other bodies
too. The evaluation team was advised that the Ih@&ts regularly, at least 3 times a year. The
Slovak authorities have provided the evaluatorshwiite Decision of Interagency Expert Co-
ordination Body for Fighting Criminality, No. 5/28(from 27 October 2008, according to which
the IIGE was established. However, the evaluatogsewnot provided with minutes or other
documents which have resulted from these meetings.

771. The IIGE in 2009 is reported to have worked veittvorking plan with identified areas, which
should be addressed (e.g. creation of a centratregf bank accounts, possible introduction of
cash transactions limitation by threshold, co-cation of the AML/CFT Act’s enforcement among
bodies directly engaged in checking the compliawdéh the legal provisions, common
interpretation and understanding and presentafitimegpreventive law provisions, etc.).

772. The interlocutors met on-site were aware of thesterice and work of this group. Some
confusion among authorities still exist on the natedf this group and his correlation with some
other groups mentioned like the Interagency Ex@erordination Authority for Combating Crime
(MIKO) Group which appear to be the co-ordinatiooup on a level of ministers while MISO or
IIGE group is an expert group dealing with AML/CISBues.

773. The FIU, as a lead authority of the Slovak AML/CiDime, does not however seem strongly
located enough to co-ordinate the work of suchoaigr Furthermore there was little knowledge (in
the case of the MoF) on how to signal on any syatienproblems in the country’ AML/CFT
regime, should such a need arise.

774. The said group therefore can be treated as a aatiauly for strategic co-ordination between
relevant authorities, but its role and the rolé¢hef FIU within this group could be strengthenedss It
still an issue to be addressed that the FIU dodsrewxeive proper feedback from the law
enforcement bodies on cases they disseminated. dtso worth mentioning in this context that
more statistical feedback from all of the particifsain this group may be a factor strengthening the
national co-operation, which at present stagevis lo

775. There seems to be a very good co-operation betweerFIU and the National Bank of

Slovakia especially in the area of outreach andigiog guidance to entities from the financial
sector. This co-operation was formalised in 200Zigping an MOU which was amended later in
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2004 and 2006. Cooperation between the FIU anddafercement bodies is based on Act on
Police Force and internal procedures within thecepbiven that the FIU is a division in it.

776. The Slovak authorities rely on the general provisib the Law on State Administration which
obliges all state bodies to co-operate and protide widest possible assistance to other state
bodies. Concrete models of day-to-day operatiooabperation like task forces or designating
liaison officers etc., are not widely used. Varicigte bodies concentrate on their specific aréas o
competence being rather isolated in their worksHuiint was raised also in thd ®und MER and
while some steps have been taken to improve thatimgxisituation, there is still a lot to be done in
this regard.

Additional element — Mechanisms for consultatiotwieen competent authorities and the financial
sector and other sectors (including DNFBPs) (c231.

777. The FIU has established various mechanisms foruttati®n with the financial sectors and
DNFBPs. All obliged entities met on-site were awaf¢he existence of the FIU website indicating
that it is widely used by them. Various associatioh obliged entities reported that they regularly
receive guidance and useful information by e-nihf the FIU, which is later disseminated to all
members. The evaluators also noted the existeneevefy useful co-operation on a daily basis
since all obliged entities reported that they aee fto make a direct call to the FIU if there iy an
issue to be solved. The private sector represeasaivere generally satisfied with the quality and
effect of such co-operation.

Review of the effectiveness of the AML/CFT systemaoregular basis (Recommendation 32.1)

778. It seems that the IIGE does not have in its mantheteollection and reviewing of statistical
or other information with regard to effectivenesshe system. There is no proof whatsoever of any
collective review of the Slovak system done at ather level. The IIGE has been mandated to
work on “unification and consolidation of procedscollecting the statistical data related to ML
and TF kept by the Ministry of Interior of the SkdwRepublic, the General Prosecutor’s Office and
the Ministry of Justice of the Slovak Republic”,tkauthorities have not provided the evaluators
with any of the results in this regard. The moshpoehensive statistics are maintained by the FIU.
These statistics, although helpful, need improvenretheir substance because the feedback given
to the FIU does not contain sufficient data on MLT& cases apart from the investigations of other
criminal offences. In other words, while the FIUdbliged to disseminate cases on all criminal
offences, which are done in majority of those cdapproximately 20% of all cases disseminated
relates to ML), statistics received on investigagi@and prosecutions triggered by that dissemination
do not contain the information on what criminalesf€e these actions are taken.

Recommendation 30 (Policy makers — Resources, @siftnal standards and training)

779. Apart from general data received, the Slovak aitiberhave not provided any details on the
allocation of other resources used to set up andtama the AML/CFT system on the policy level.
No information was made available on training ofliggo makers. Professional standard
requirements are set out in the law and other aelewnternal normative acts and codes on
professional standards. Thus it was not demonsdtithte requirements under Recommendation 30
for policy makers of competent authorities are met.

Effectiveness and efficiency

780. There is no proof whatsoever of any collective eavbf the Slovak system done at any level.
Although some mechanisms exist, both legal andtitistnal, in place to co-ordinate activities the
AML/CFT system, it seems that these mechanismsnateutilised sufficiently. While some
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progress has been achieved in addressing the rezodations made in thé"3ound MER, there is
still a lot to be done in this regard.

781. Co-operation on the national level still seemseéaalfacade rather than an instrument relevant
in co-ordinating the entire AML/CFT regime.

6.1.2 Recommendations and Comments

Recommendation 31

782. Slovak authorities should consider taking stepsttengthen the IIGE perhaps on a more senior
level. The issue of the weak position of the Filhjak is widely recognised as the leading authority
in the AML/CFT system has already been noted eadrlithis report.

783. More effective mechanisms are needed at operatitadl. Authorities should consider
creating joint investigative teams or other formhsnteragency co-ordination mechanisms, perhaps
lead by prosecutors, in order to investigate aridgbbefore the courts more money laundering
cases which are related to major proceed-generatimgnal offences.

784. Although some steps have been taken to improvemsltico-operation, all recommendations
and comments under Recommendation 31 in the@8nd MER remain valid.

Review of the effectiveness of the AML/CFT systamsa regular basis (Recommendation 32.1)

785. Slovak authorities should review the effectivenetshe system for AML/CFT on a regular
basis.

786. The authorities should also:

« undertake an on-going analysis of the risks of ML{Fulnerabilities, sectors at risk, trends,
etc) to streamline its AML/CFT strategy and eff@atsnecessary;

e pursue current efforts and develop the strategiccafiective review of the performance of the
AML/CFT system as a whole.

Recommendation 30 (Policy makers — Resources, @msifsnal standards and training)
787. The Slovak authorities should satisfy themselvastiinere are adequate resources allocated to
set up and maintain the AML/CFT system on the polievel and that policy makers are

appropriately skilled and provided with relevatiting.

788. It seems necessary to provide additional resoutcethe FIU to allow more detailed co-
ordination on the national level.

6.1.3 Compliance with Recommendations 31 and 32 (crite8d.1 only)
Rating Summary of factors underlying rating
R.31 PC e Lack of sufficient co-ordination between major mey of the

AML/CFT regime.

* More effective mechanisms needed to co-ordinatéha@toperationa
level.

* More detailed statistics are required across thardbto assist prope
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co-ordinated policy analysis.
* The mechanisms in place not utilised effectively.

6.2 The Conventions and United Nations Special Resoletis (R. 35 and SR.I)

6.2.1 Description and analysis

Recommendation 35 (rated LC in th&3ound MER) & Special Recommendation(tated PC in the
3% round MER)

Ratification of AML Related UN Conventions (c. RL3nd of CFT Related UN Conventions (c. SR I.1)

789. As set out in the 8round MER, Slovakia is party to the Vienna andeRab Conventions, as
well as to the 1999 United Nations Internationah@mtion for the Suppression of the Financing of
Terrorism (the Terrorist Financing Convention).

790. The Slovak authorities submitted a table with congoa of the relevant provisions of the
Vienna Convention and Palermo Conventions. Accgrdinthe table the relevant articles of the
Vienna & Palermo Conventions are coverli@ter alia, by the Criminal Code, Act no. 460/1992
Coll - the Constitution of the Slovak Republic, Aai. 171/1993 2 Coll — on Police Forces etc.

Implementation of Vienna Convention (Articles 313, 17 & 19, c. 35.1) Implementation of Palermo
Convention (Articles 5-7, 10-16, 18-20, 24-27, 298334, c.35.1)

791. The Slovak Authorities state that Articles 231, 2323 and 234 cover the provisions of Article
3(1)(b) of the Vienna Convention, Articles 129, Iaid 296 cover the provisions of Article 3(1)(c)
of the Vienna Convention, and all the abovementicaugicles cover the provisions of Article 6 of
the Palermo Convention.

792. As stated above, Sections 231 and 233 criminaliseem laundering offences largely in line
with the elements listed in the Vienna and Pale@oaventions. However, as noted in sections 2.1
and 2.2 above, the following uncertainties and tsloonings appear to exist:

e Under the Conventions, acts of laundering shouldchbminalised when committed with
knowledge that the property was derived from areraf€, even when there is no intent to
conceal (with the exception of the acts listed micde 3(1) (b) (i) of the Vienna Convention
and Article 6 (1) (a) of the Palermo Conventiorgct®n 233 of the SCC requires the existence
of a purposive element in order for an act to dartstan ML offence (specifically, intent to
conceal or disguise the illicit origin of the progeor frustrate its seizure, forfeiture or
confiscation). Actions committed without any sucitent, but only with knowledge that the
property was derived from an offence are generallyered under Section 231. However, there
are certain cases in which the scope of Section28%erly limited, which means that certain
acts are not criminalised unless they are commiiti¢ial intent to conceal, and thus fall under
Section 233. Specifically, Section 231, by its natwoes not cover actions committed by the
offender himself. Therefore, any acts committedh®yoffender himself with knowledge of the
criminal source but without intent to conceal woulat be covered by Section 231 or Section
233, and are therefore not criminalised. This deficy severely limits the scope of the self-
laundering prohibition and does not meet the regoénts of the Convention. Similarly,
Section 231 only covers acts of concealing, transfig leasing or accepting a thing as a
deposit. Therefore, other acts, including acts adspssion or use, are not covered by any
provision of the SCC when committed with knowleddehe criminal source of the property.
This does not meet the requirements of the Conwesitiwhich require that "the acquisition,
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possession or use of property, knowing, at the tifneeceipt that such property was derived
from an offence..." be criminalised (Article 3(&) (i) of the Vienna Convention).

* As stated above, the Slovak authorities referredsdotions 45-50 of the CCP regarding
protection for the rights of bona fide third pastidHowever, only section 45 of the CCP is
relevant to this issue. Section 45 provides thatpanty whose thing was seized has the right to
participate in the legal seizure proceedings. Maeeo the protection provided is only
procedural, rather a guarantee of substantive gidghiith the exception of pledges and
mortgages, which are provided with substantivegmtitin). This provision does not comply
with article 5(8) of the Vienna Convention and@gil2(8) of the Palermo Convention.

793. The trafficking in narcotics and other drug relatédtbnces are criminalised by virtue of the
SCC (Sections 171-174). The SCC provides for thdiscation of proceeds derived from drug
related offences and narcotics and instrumentslitre drug related cases and associated ML.
Legislation also provides extradition for all ofées and MLA is available. Controlled delivery is
available as an investigative technique used byatlveenforcement authorities. (Section 111 of the
CPC) Participation in an organised criminal grosiglso an offence under SCC as required by the
Palermo Convention (Establishing, Masterminding &ogporting a Criminal Group — Section 296
of the SCC).

794. MLA to foreign countries is available in the legigbn for the purposes of confiscation.
However, the Slovak authorities did not presentdence of any specific rules or concrete
arrangements for the disposal of confiscated gsaetsequired by paragraph 2 of Article 14 of the
Palermo Convention.

795. Extradition for all offences is possible on theibax the CPC. Law enforcement authorities
have a range of investigative techniques at thispasal. These include searches for evidence,
guestioning of suspects and witnesses, and heafiegperts, inspections of sites, searches and
seizure.

Implementation of the Terrorist Financing Convent{drticles 2-18, ¢.35.1 & c. SR. I.1)

796. Slovakia has criminalised TF by virtue of Articl&29, 297 and 419 of the SCC, which is
broadly in line with Article 2 of the UN TF Conveon. However, there is still the following
matter that needs to be addressed with respdue tiull implementation of the Convention:

e The acts listed in that paragraph do not seem wercall of the acts as mentioned in the
treaties listed in the annex of the UN TF Conventiend specifically the acts defined in the
treaties appearing in the Annex to the ConvenBmme of these acts (e. g. acts against fixed
platforms) do not seem to appear in the Criminad&;avhile others (e.g. hijacking airplanes)
appear in other articles of the Criminal Code whach not covered in financing prohibition
of Article 419.

797. Apart from these technical shortcomings, in theeabe of judicial practice in the Slovak
Republic on terrorist financing cases to date, mexiied above, it is impossible to evaluate the
effectiveness of the system. The case abovemention8ection 149 gives rise to concerns that the
Slovak Authorities are not sufficiently aware oethignificance of investigating and prosecuting
terrorism financing and do not co-ordinate in thessters, which leads to greater difficulties in
investigating and prosecuting these offences.
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Implementation of UNSCRs relating to Prevention 8ogpression (c. SR.I.2)

798.

The UNSCRs 1267 and 1373 relating to the preverdiwh suppression of the financing of

terrorism are implemented in Slovakia within the Eamework by means of EU Regulations and
Common Positions, as well as under national letiislathrough Government Regulation No.

397/2005 Coll. on execution of international samusi to ensure international peace and security.

However, as noted above, Slovakia’'s national meshafor giving effect to UNSCRs 1267 and
1373 needs further development. (See. SR Ill above)

Additional element — Ratification or Implementatmfrother relevant international conventions

799.

The Slovak Republic signed the Council of Europenv@mtion on Laundering, Search,
Seizure and Confiscation of the Proceeds from C(E#ES 141) on 8 September 1999 and ratified

it on 7 May 2001. The Convention (ETS 141) enten¢al force for Slovakia on 1 September 2001.

The Slovak Republic also signed the Council of par@onvention on Laundering, Search, Seizure

and Confiscation of the Proceeds from Crime andhenFinancing of Terrorism (CETS No. 198)

on 12 November 2007 and ratified this Conventiori6r5eptember 2008. The Convention entered

into force for Slovakia on 1 January 2009.

6.2.2

800.

Recommendations and comments

Slovakia ratified the Vienna and Palermo Converstias well as the UN TF Convention. The

legislation has been amended in order to implentkat Conventions; however, the existing

legislation does not cover the full scope of thEsaventions as stated above and in the individual

discussions on R.1 and SR Il. Therefore, Slovakiarged to amend its SCC to fully cover ML and
TF offences and thus fully implement the Vienndefao and the UN TF Conventions.

801.

6.2.3

Measures still need to be taken in order to prgparplement UNSCRs 1267 and 1373.

Compliance with Recommendation 35 and Special Rewmmlation |

Rating

Summary of factors underlying rating

R.35

PC

Reservations about certain aspects of the impleatientof the Vienna
Palermo and the TF Conventions.

Effectiveness of the implementing the standardselation to ML and
TF gives rise to doubts.

Financing of some of the Acts defined in the tes@ppearing in th
Annex to the Convention are not criminalised asotést financing
offence.

1)

SR.I

PC

Financing of some of the Acts defined in the tesatppearing in th
Annex to the Convention are not criminalised.

¢

Implementation of UNSCRs 1267 and 1373 is not y#tcsent.
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6.3 Mutual legal assistance (R. 36-38, SR. V)

6.3.1 Description and analysis

Recommendation 36 (rated LC in th&’3ound MER)

802. Slovakia was rated Largely Compliant on Recommeadas6 in the % round MER. The
report noted that the Slovak Republic had generalAMrovisions, covering judicial legal
assistance in a way that is not subject to unredderconditions. The report identified the lack of
information if the authorities were considered hestue mechanisms.

803. Since the adoption of the™3round MER, the CCP was amended. The provision& wit
connection to mutual legal assistance are now ih\Paf the CCP, under the title "Legal relation
with abroad". Chapter | (of Part V of the CCP) ud# basic provisions which refer iater alia,
international treaties, reciprocity, protection ams of information, commencement of procedure,
etc.

804. Chapter V (of Part V of the CCP) refers to inteimadl legal assistance, while division three
includes provisions with regard to requests foaleggsistance by foreign authorities.

Legal framework

805. As set out in the $round MER, Slovakia is a party to internationatesmgnents, such as the
1959 European Convention on Mutual Legal Assistanc€riminal Matters and its Additional
protocol and the Strasbourg Convention. In additiSiovakia signed the Council of Europe
Convention on Laundering, Search, Seizure and €catfibn of the Proceeds from Crime and on
the Financing of Terrorism on 12 November 2007 aaified it on 16 September 2008. The
convention entered into force on 1 January 2008vetkia has been a party to the EU Convention
on Mutual Assistance in Criminal Matters betweea Miember States of the European Union of
2000 and it's Protocol since 1 October 2006.

806. The Slovak authorities report that they have beigrali§ing the legislative work on
transposing the Council Framework Decisions 2008A and 2005/783/JHA on the application
of mutual recognition to financial penalties andafiscation orders, respectivelyin addition, as of
1 April 2010, the Slovak Republic has bilateralageration treaties with 38 states.

Widest possible range of mutual assistance (c.36.1)

807. MLA is provided by the Slovak Republic in full acdance with the applicable international
treaties. The national provisions of the CCP reldteinternational legal co-operation in criminal
matters shall be applied unless an internatioratyrprovides otherwise (Art. 478 of the CCP).

808. According to Section 479 of the CCP, there is a-qmmedition of reciprocity, i.e. if the
requesting State is not bound by an internatiomealty, its request shall only be executed by the
Slovak authorities if the requesting State guaestibat it would execute a comparable request

"The draft law on the implementation of the Couigmework Decision 2005/214/JHA was approved by the
Parliament on 1 June 2011 and published in thee€idin of Laws as the Act No. 183/2001 Coll. It @amto
force on 1 August 2011.
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submitted by the Slovak authority, and it is ndirad of request whose execution in Chapter |  of
the CCP is made conditional upon the existencendft@rnational treaty. Furthermore, in case of a
request for service of documents to a person otetinigory of the Slovak Republic, the compliance
with the condition contained above is not examined.

809. Therefore, the Slovak Republic does not apply adgitenal restrictive conditions for
providing mutual legal assistance compared with tdemditions set out in the applicable
international treaty. The Slovak Republic applieggeaeral rule on Ordre Public defined in Art. 481
of the CCP - the request of a foreign authority cab be executed if its execution would by
incompatible with the Constitution of the Slovakgeblic or a mandatory rule of the law of the
Slovak Republic or if by the execution of the resfugn important protected interest of the Slovak
Republic would be violated.

810. It is concluded that MLA is not made subject toaasonable, disproportionate or unduly
unreasonable restrictive conditions.

Provision of assistance in timely, constructive affective manner (c. 36.1.1) Clear and efficient
processes (c. 36.3)

811. The evaluators, however, were not able to estaliisheffectiveness of practices regarding
time periods given to central authorities, namt#ig, General Prosecutor's Office and the Ministry
of Justice, to evaluate and send the requestsxémuéion, because the Slovak legislation does not
provide procedural deadlines for such examinatidmough authorities stated that no difficulties
have been identified in the timely provision of MLthey were unable to provide statistics that
demonstrate this statement as no such statisteekept. However, it should be noted that the
Slovak authorities were able to provide the evalsaivith a letter from the Lord Advocate of
Scotland thanking them for their effective and slyegssistance in a high-profile case involving the
prosecution of a Slovak national in Scotland.

Provision of assistance regardless of possible liraroent of fiscal matters (c. 36.#rovision of
assistance regardless of existence of secrecy amfilentiality laws (c. 36.5) Availability of povsof
competent authorities (applying R.28, c. 36.6)

812. No restriction applies with regard to the applicatof the requirements of criteria 36.4, 36.5
and 36.6. The powers of competent authorities abkal under R.28 equally apply for use in
response to requests for MLA.

Avoiding conflicts of jurisdiction (c. 36.7)

813. With regard to criterion 36.7 of the Methodologyy mformation was provided on-site on
whether Slovakia has considered devising and applyiechanisms for determining the best venue
for prosecutions in cases that are subject to pubem in more than one country. Slovak
authorities subsequently reported that they relyhenEuropean conventions to determine how and
when cases should be transferred. Slovakia is partlye European Convention on the Transfer of
Proceedings in Criminal Matters and the Europeanv€ation on Mutual Assistance in Criminal
Matters. As a member of the EU, Slovakia is alsnoeamber of Eurojust, which is responsible for
avoiding such conflicts of jurisdiction. Howevehetse conventions are applicable only between
states parties. In the absence of documentatianaitigly specific arrangements and arrangements
with non-European jurisdictions, this criterion nahbe considered to be met.

814. The shortcoming in the incrimination of TF offenagesSlovak Law, i.e. lack of criminalisation
of individual terrorists’ for purposes other thapesific acts of terror could negatively impact
mutual legal assistance based on dual criminality.
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Additional elements (c. 36.8)

815. As noted above, Chapter V (of Part V of the CCRyreeto international legal assistance, while
division three includes provisions with regard équests for legal assistance by foreign authorities
Sections 537 (under the title of "Manner and forfnrexecution of request"), 539 (under the title of
"Authorisation of assistance by court"”), and 55dder the title of "Seizure of property") apply the
CCP provisions on the request of foreign authaitie

816. The evaluators conclude that the powers of competathorities required under R. 28 are
available for use when there is a direct requesh floreign judicial or law enforcement authorities
to domestic counterparts.

Recommendation 37 (rated PC in th& 8ound MER)

817. Recommendation 37 was rat&artially Compliant” in the 3* round MER on the grounds that
due to the lack of sufficient incrimination of fimeing of terrorism in the national legislation, the
requirement of dual criminality for extradition wdumean that for non-EU countries, some TF
offences would not be extraditable. As noted indheound MER, within the EU borders, the need
for dual criminality has been in principle abolidhender the European Arrest Warrant.

818. Regarding dual criminality for the criminal offenoé financing terrorism (8§ 419 of the SCC)
and the conclusions of th& 8ound MER, the Slovak authorities point out the Criminal Code
of the Slovak Republic was amended by the Act N&/3009 Coll. which entered into force on 1
January 2010. This amendment introduced a sepaeaterist financing offence. However,
although financing of terrorism has been separatefined as an independent criminal offence, it
still does not cover financing individual terroggor purposes other than specific acts of terror.

819. The Slovak authorities note that in general, duatioality is not required for providing mutual
legal assistance by the Slovak Republic. Howewey hote that dual criminality is necessary when
the taking of evidence requested requires the approf the court as well as in matters of
extradition. They further report that for extraditiand those forms of mutual legal assistance
where dual criminality is required the Slovak Rdputvhen acting as the requested state considers
the dual criminality in generah abstracto.Therefore, only the conduct which is a criminaleoite
under the law of the requesting state is considareti no other conditions based on technical
differences are taken into account.

820. However, the evaluators believe that this deficyeiscbeyond a technical difference and thus
the lack of criminalisation of financing of indiwidl terrorists for purposes other that specific act
of terror may have serious implications for MLApesially in cases when taking evidence requires
court approval and in cases of extradition.

Recommendation 38 (rated PC in th& 8ound MER)

821. The 3° round MER noted that MLA on identification, freegi seizure, or confiscation of
property related to ML, TF or other predicate offes is more problematic than general MLA
requests, and stated that uncertainties about tmeestic provisions need clarifying in the
international context, particularly in relation timrfeiture from third parties. Absence of
arrangements for co-ordination of seizure and seoafion actions with other countries as well as
for the sharing of confiscated assets between thasnone of the other deficiencies identified in the
report.

822. According to the Slovak authorities, in respectlisfed forms of MLA there is applicable
national law based on the CCP and in respect obiEWct No. 650/2005 Coll. on the execution of
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orders freezing property in the sense of Coundintework Decision 2003/577/JHA of 22 July
2003 on the execution in the European Union of merfl@ezing property or evidence. In addition,
Sections 60, and 515-521 of the SCC provide foffiscation of property of corresponding value
and for arrangements for co-ordinating seizure aadfiscation actions with other countries,
respectively.

823. In addition, Section 551 of the CCP grants the oumder the conditions specified in an
international treaty, the power to order the priovial seizure of movables, immovables, financial
assets in bank accounts etc. located in the tgrritbthe Slovak Republic, that are intended to be
used to commit a criminal offence, were used torodgna criminal offence or are proceeds of
crime, and forfeiture or seizure is expected.

824. The issues mentioned above in Recommendation 3diegathe inability to forfeit property
from third parties also impact this Recommendatemjt may mean that the Slovak Republic is
unable to execute a forfeiture request made byhanabuntry under certain circumstances.

825. In addition, although some refinements to the S6@€tae CCP appear to have improved the
legislative framework on confiscation and the MLggime relating to seizure and confiscation, the
Slovak authorities did not present evidence of oetecarrangements for co-ordination of seizure
and confiscation actions with other countries ar $haring confiscated assets with them. As a
member of the European Union, the Slovak Republisound by the Framework Decision on the
mutual recognition of confiscation orders, whichirsates an asset-sharing arrangement (Article
16), in addition to the membership in Eurojust. rBfiere, with regard to European states, the
mechanisms appear to be sufficient. However, norin&tion was provided on mechanisms with
regard to non-European jurisdictions.

826. Furthermore, absence of detailed statistical dea&es judgment about the effectiveness of
MLA on confiscation and freezing difficult.

Additional Elements

827. In Slovak law, foreign non-criminal confiscationders cannot be recognised and enforced in
the absence of a bilateral or multilateral agre¢men

Special Recommendation V (rated PC in th& ®und MER)

828. Itis concluded above that MLA is not made subjeainreasonable, disproportionate or unduly
unreasonable restrictive conditions.

829. Based on indicators, the Slovak authorities replott@t the average time period for execution
of legal assistance on the basis of a full reqfegdiegal assistance was two to three months, while
seizures, searches, service of procedural docunagmtsacts executed by means of information
technologies are executed without delay. Requestsxtradition are handled with the highest level
of priority. Provision of documentary evidence canking data depends on the skills of the
providers, but the Slovak authorities provide thatproblems have been reported. Requests for
assistance addressed to foreign countries are texewithin different periods of time depending on
the country, and no link was discovered betweertype of request and the time taken to respond.
The average period of time is 6 to 10 months.

830. In addition, the absence of incrimination of finengcof individual terrorists’ for purposes other
than specific acts of terror may continue to lithie MLA regime regarding TF.
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831. It was determined that the Slovak authorities ribi in general, dual criminality is not
required for providing mutual legal assistanceh®y $lovak Republic. However, they note that dual
criminality is necessary when the taking of thedewice requested requires the approval of the court
as well as in matters of extradition. They furtiheport that for extradition and those forms of
mutual legal assistance where dual criminalityeiguired the Slovak Republic when acting as the
requested state considers the dual criminalityenegalin abstracto Therefore, only the conduct
which is a criminal offence under the law of thejuesting state is considered and no other
conditions based on technical differences are takeraccount.

832. However, as noted above, the evaluators believethis deficiency is beyond a technical
difference and thus the lack of criminalisationfinfancing of individual terrorists for purposes
other than specific acts of terror may have serimications for MLA, especially in cases when
taking evidence requires court approval and incasextradition.

833. It was noted that the Slovak authorities did naspnt evidence of concrete arrangements for
co-ordination of seizure and confiscation actionthwther countries or for sharing confiscated
assets with them, and this issue is relevant alsuifences of financing of terrorism, terroristsact
and terrorist organisations.

Additional element under SR V (applying c. 36.76883n R. 36, c.V.6)

834. With regard to c. 36.8 the evaluators concluded tha powers of competent authorities
required under R. 28 are available for use wheretisea direct request from foreign judicial or law
enforcement authorities to domestic counterparts.

835. With regard to c. 38.6, as the Slovak Authoritipsdfied, in Slovak law, foreign non-criminal
confiscation orders cannot be recognised and ezdoirt the absence of a bilateral or multilateral
agreement.

Recommendation 30 (Resources — Central authorityr feending/receiving mutual legal
assistance/extradition requests)

836. As of 31 December, 2010, 12 prosecutorial positiwese staffed and one additional vacancy
existed in the International Department of the GanBrosecutor's Office. This department also
includes five civil servants and two translatorstie eight regional prosecution offices, thereaare
total of 24 prosecutors dealing with these isslreaddition, there are one or two prosecutors @ th
district prosecution offices specialising in legatoperation with foreign countries. The Ministrdy o
Justice contains an additional six employees dgaiith MLA and extradition requests, including
European arrest warrants. As of 17 May 2011, thene 231 pending requests for MLA and 916
pending requests for extradition, including Europ@arest Warrants.

Recommendation 32 (Statistics — c. 32.2)
837. The Slovak authorities provided the following statis concerning mutual legal assistance:

Request for legal assistance sent to foreign coyntr

Title of Questioning of Documentary Bank service Expert | total
act/dead | witness/injured evidence and data opinion
line party search for other
(months data
)
2005 LI/10, AT/8, CZ/8, LI/1, AT/8,CZ/8 10
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DE/8, S/8 DE/8, SE/8
2006 DE/8, DE/4 DE/8 3
2007 AT/8 , AT/5, us/1 4
HU/4
2008 Cz/5,CZ/5, AT/1, CZ/5 DE/8-2x 10
DE/3, DE/8,
AT/5, IT/8,
2009 Cz/4,CZ /2, CZ/5] CZ /4,1T/8, IT/8 | US/12+ Cz/1 27
CZ/3, AT/5, HR/7| JE/18 HR/3
AT/3, AT/8, AT/5, | US/12+
IT/8, IT/12,
IT/10+,
UK/18,

US/11, US/12+,
PL/8, HR/3, EE/6

DE/10+
2010 DE/4, DE/6+) CZ [4,CZ /4, CYI3+, 41
DE/8+ Cz/3, IM/1+,
IT/9+, IT/8+, | CZ/3+,HU/4+, GG/1+
IT/7+ UA/2+
AT/1, AT/3, | ES/4, BE/2+,
AT/4+ CZ/2, CZ|PL/3, HU/4,
13,CZ /4 US/4+, CY/3+,
Cz [1,CZ ]2, JP/2+, DK/3+
CzZ/3+
PL/4,

RU/5+,LT/5+
CH/10+, CH/7+
UA/2+, uS/4+
CY/3+, JP/2+

Requests received by Slovakia as executing codriteya are as follows:

Money Laundering:
2008 - 2x (questionings of witnesses, seizu@ostimentary evidence and banking information)
2010 - 6x - 1x GE, 1xUSA - 11x witness questionialyo seizure of documentary evidence and
banking information,
2x extradition of person

Financing of terrorism:

2009 - 1x (freezing of accounts — 5x, 10x witnegsggioning, home search, search of other premises,
banking data, documentary evidence)

2010 - 1x (2x witness questioning, banking inforieatdocumentary evidence).

838. In general, the Ministry of Justice of the Slova&pRblic keeps statistics on the number of
requests for MLA and extradition. However, the istads provided to the evaluators are not
comprehensive and adequately detailed both in getenms and specifically on ML/TF offences.
However, according to the Ministry of Justice, &40 May 2011, there were no requests relating
to money laundering, predicate offences to monegdaring or terrorist financing.

839. The Annual Activity Report of the Public Prosecuti®ervice includes statistics on MLA, based
on which the Slovak authorities were able to preite following information:
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Total number of cases

Central Competent Competent Eurojust European
Judicial Judicial Authority Judicial Judicial Network
Authority Int. Authority
Dep. GPO* County Pros.
Office District Pros.
Office

2006 1528 3086 2829 23 15
2007 1501 2545 3348 33 66
2008 1728 2332 4108 a7 37
2009 1754 2459 4870 34 52
2010 1873 2816 5546 33 39

*General Prosecution Office in the position of Candudicial Authority

Transfer of Criminal Proceedings (including Criminal Complaints)

Criminal Proceedings Criminal Complaints

Transferred Accepted from Transferred to Accepted from
to

GPO* C&D GPO* C&D
PO** PO**
2006 136 80 170 a7 345 608
2007 154 93 174 31 373 713
2008 155 148 221 36 475 917
2009 124 100 287 35 457 803
2010 141 112 354 40 578 900

* General Prosecution Office in the position @nral Judicial Authority

** County and District Prosecutions Offices in thmosition of Competent Judicial Authority — direct
communication between competent judicial autharitirequesting and requested party

= County and District Prosecutions Offices in thesifon of Competent Judicial Authority — direct
communication between competent judicial autharité requesting and requested party available ontly
CZ and PL.
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Mutual Legal Assistance - SK - Requested Party

Request addressed t¢
GPO* | C&D | Total Hearing, Delivery of | House | Confiscation | Documents | Overall
PO** Interrogation | procedural | search and other | number
documents| and information | of acts
similar required
2006| 140 814 | 954 516 301 14 103 1446
2007| 336 652 | 986 667 314 14 43 1182
2008| 358 | 1014| 1372 999 410 9 194 1710
2009| 412 | 1134| 1556 1037 371 19 18 209 1814
2010 323 | 1387 1710 1259 313 9 193 1961

* General Prosecution Office in the position @m@ral Judicial Authority
** County and District Prosecutions Offices in thmosition of Competent Judicial Authority — direct
communication between competent judicial autharitiErequesting and requested party

Mutual Legal Assistance - SK - Requesting Party

Requesting by

GPO* | C&D | Total Hearing, Delivery of | Confiscation | Documents | Other Overall
PO** Interrogation | procedural and other acts number
documents information | required | of acts
required

2006 | 283 1163 | 1446 1123 98 204 113
2007 | 336 652 986 667 314 10 43 37 1776
2008 | 358 1014 | 1372 999 410 194 59 2675
2009 | 412 1134 | 1556 1037 371 209 115 2981
2010 | 323 1387 | 1710 1259 313 193 354 3631

* General Prosecution Office in the position @m@ral Judicial Authority

** County and District Prosecutions Offices in thmosition of Competent Judicial Authority — direct
communication between competent judicial autharitirequesting and requested party

Mutual Legal Assistance - Extradition

Extradition of the accused/offender to a | Requesting a suspect/accused/offender to
foreign country be brought from foreign country
International Arrest European Arrest | International Arrest | European Arrest
Warrant Warrant Warrant Warrant
2006 15 32 33 35
2007 2 96 34 44
2008 108 20 54
2009 6 125 11/10* 59/57*
2010 7 137 5 61/59*

Note: * notions implied by prosecutors/accepteatbyrts

Effectiveness and efficiency
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840. There seems to be sufficient international co-apmraalthough it is hard for the evaluators to
form a full picture of the situation in light oféHack of specific statistics regarding MLA request

6.3.2 Recommendations and comments

841. The issues with the legal definition of financin§ terrorism negatively impacts the MLA
regime, since certain forms of legal assistanceineg dual criminality cannot be provided for
terror financing that is not covered (i.e. finampiof individuals terrorists for purposes other than
specific acts of terror).

842. In addition, the inability to forfeit property frothird parties may limit the ability of the Slovak
authorities to respond to foreign requests for isoation and forfeiture under certain
circumstances.

843. The Slovak authorities have not provided eviderfceoocrete arrangements for co-ordination
of seizure and confiscation actions with other ¢oes or for sharing confiscated assets with them,
other than the arrangements that exist for othaofgan jurisdictions by virtue of the Slovak
Republic's membership in Eurojust and the Framewatision. Nor was information provided on-
site on whether Slovakia has considered devisird) applying mechanisms for determining the
best venue for prosecutions in cases that aredubj@rosecution in more than one country.

6.3.3 Compliance with Recommendations 36 to 38 and SbReiecommendation V

Rating Summary of factors relevant to s.6.3.
underlying overall rating

R.36 LC » Lack of criminalisation of individual terroristsof purposes other thgn
specific acts of terrorism could negatively impatiutual legal
assistance based on dual criminality.

« No information was provided on whether the authesit have
considered best venue for prosecution in caseg&uig prosecution in
more than one country, other than as provided uthdemembership in
Eurojust.

R.37 LC e The limitations in the definition of the financimg terrorism may limit
the ability of the Slovak Republic to provide MLA.

R.38 PC » The limitations in the definition of the financimg terrorism may limit
the ability of the Slovak Republic to provide MLA.

« Difficulties in forfeiting property from third pags may limit the ability|
of the Slovak Republic to provide MLA.

* No evidence of concrete arrangements for co-oridinaif seizure and
confiscation actions with other countries or forarshg confiscated
assets with them, other than those provided under Rramework
Decision applicable for EU Member States.

* Absence of adequately detailed statistics makesgnpadit on
effectiveness difficult.

SR.V LC * The limitations in the definition of the financirg terrorism may limit
the ability of the Slovak Republic to provide MLA.
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6.4 Other Forms of International Co-operation (R. 40 ard SR.V)

6.4.1 Description and analysis

Recommendation 40 (rated LC in th&'3ound MER)
Legal framework

844. Section 28 of the AML/CFT Act provides for the lédpsis for international co-operation of
the FIU with the respective authorities of the MemBtates of the EC, and with authorities of other
states to the extent and upon the terms laid dewmternational treaty binding on the Slovak
Republic or on the grounds of the non-contracteaiprocity principle. The FIU may also co-
operate with international organisations involvedtlie area of the prevention and detection of
legalisation of proceeds of criminal activity aedrorist financing.

845. Slovak law enforcement authorities are entitled ctwoperate with foreign counterparts
according to Article 77a of the Act on Police Fqoradich states that the Police force co-operate
with the police forces of other states, with intgronal police organisations, international
organisations and organisations officiate on theitéeies of other states particularly by the
exchanging of information, exchanging of liaisofiagrs, or other forms.

846. The FIU, as an integral part of the Police forcesugpportunities to exchange information laid
down in both the AML/CFT Act and the Act on Poligerce.

847. Customs Administration is entitled to co-operatehwtustoms administrations of other
countries, as well as with international organ@ai according to Section 4 of the Act on State
Administration bodies in the field of Customs amdAmendments and Supplements to some Acts,
Coll. 652/2004. This section states that the Cust@gxdministration co-operates with foreign
counterparts to the extent and under the termsilatgd by legally binding acts of the European
Communities and European Union, international agesd or treaty between the parties concerned.
Council Regulation (EC) No 515/97 of 13 March 196@ mutual assistance between the
administrative authorities of the Member States a&oebperation between the latter and the
Commission to ensure the correct application ofldlaeon customs and agricultural matters is used
for mutual co-operation between administrative arities of the member states of the EU. The
Convention on mutual assistance and co-operatidwels® customs administrations, so called
Naples Il Convention, is commonly used in the iné&ional co-operation.

Wide range of international co-operation (c.40.Pyovision of assistance in timely, constructive and
effective manner (c.40.1.1); Clear and effectivaegays for exchange of information (c.40.2),
Spontaneous exchange of information (c. 40.3)

FlU

848. The FIU performs information exchange through tnergoted electronic security network
ESW (Egmont Secure Web) created within the Egmaoouf The Slovak FIU became a member
of the EGMONT Group in June 1997. Information exayis done also in the framework of the
FIU.NET, established in EU countries. The Slovald lined this network in 2004.

849. The FIU has signed MOUs with the FIU of Belgiume t6zech Republic, Slovenia, Poland,

Ukraine, Monaco, Australia and Albanimternational information exchange of the FIU can b
illustrated by the following statistics:
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2007:
- 82 requests from foreign FIUs, all replied by thevak FIU,
- 47 requests sent to foreign FIUs,
- 88 spontaneous information disseminated to forEigts by the Slovak FIU.

2008:
- 62 requests from foreign FIUs, all replied by thevak FIU,
- 74 requests sent to foreign FIUs,
-174 spontaneous information disseminated to foréifjss by the Slovak FIU, the
Slovak FIU received 23 pieces of feedback,
- 7 spontaneous information received from foreigng=1U

2010:
- 84 requests from foreign FIUs, all were repliediy Slovak FIU,
- 145 own requests sent to foreign FIUs,
-420 own spontaneous information disseminated tidarFIUs by the Slovak FIU, the
Slovak FIU received 74 pieces of feedback,
- 27 spontaneous information received from foreigdg-I

Authorities reported that the FIU responds to #guests without undue delays, depending on the
content of the request, in 30 days at the latesd, jast in exceptional cases in longer period if
another institution is required to involve in preiein of assistance.

850. The FIU is able to provide the information to fgmicounterparts both spontaneously and upon
a request which is regularly done in practice. 8koauthorities informed evaluators that in thetfirs
half of year 2010 the FIU sent 186 cases spontahequroviding foreign counterparts with
information.

Supervisory authorities

851. The information given on R.40 in th& 8ound MER were fairly accurate on the date ofdhe
site visit. The NBS — as the sole financial mamegfulator — still has a full range of powers to co-
operate with foreign supervisory bodies for purgogskconsolidated supervision and to exchange
information. As the Financial Market Authority h&®come a part of the National Bank of
Slovakia, the NBS is now subject to all internatibmemoranda and other agreements, as a
successor to the Financial Market Authority. Thevers to co-operate on an international level
arise now directly form paragraph 3 of Article ttde (e) of the FMS Act. There are still 9 bilatera
memoranda of understanding signed by the NBS fermptlrpose of exchanging information. The
NBS is also a party to 2 multilateral MoUs (the @3 MoU and CESR MoU), which allows them
to exchange information with all EU Member Stated @2 Member States which have signed the
IOSCO MoU. No statistics were however provided bova the evaluation team to assess the
effectiveness of the co-operation.

852. Under Section 27 of the AML/CFT Act the FIU can @perate with the respective authorities
of the Member States and the European CommissienCouncil of the European Union and the
Secretariat of the Council of the European Uniaspeeially in the exchange and verification of
information in the field of AML/CFT. This is alsoue for the co-operation with other states to the
extent and upon the terms laid down in internatioresaty binding on the Slovak Republic or on
the grounds of the non-contractual reciprocity gipte. The FIU may also co-operate with
international organisations involved in the saigaarAs there are no legal limitations the evalsator
believe that this provision provides sufficient déggrounds for the FIU’s co-operation in its
capacity as a supervisory authority.
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Law enforcement authorities

853. Slovakia is a member of following global and regibpolice co-operation organisations and
initiatives:
e Interpol,

e signatory to the Schengen Agreement,

e European Union Law Enforcement Agency (Europol),
e Salzburg Forum,

¢ United Nations Drug Control Programme,

e International Police Agency,

« European Network of Forensic Science Institutions,

e Traffic Information System for Police.

854. Police authorities directly exchange informatiorthaioreign counterparts using Interpol and
Europol channels. However, no statistical dataldeen provided to show the effectiveness of this
co-operation.

855. Statistical data on information exchange providgdational Bureaux of Europol and Interpol
Slovakia for period 01.01.2010 — 31.12.2010 isollews:

Interpol
- requests received — 29,381,
- requests sent out — 19,237.

856. Statistics on information exchange through Eurog@ regularly published by the Europol
office.

857. The following table shows statistics on requestdritormation provided by liaison officers of
Slovak Police force situated in foreign countries:
Liaison Reg?ﬁtﬁi;{fg? nits Requests from units | Requests from other
Bureau at Interi dy i of Ministry or Police | subject of a foreign Total number
Embassies | 'M€rlor and police Force country or Slovakia
of the of a foreign country
Slovak
Republic Replied | Pending | Replied | Pending | Replied | Pending 2010 2009
Beograd 5 0 36 2 11 0 54 51
Budapest 41 0 84 9 7 0 141 142
Bucharest 23 2 44 2 12 0 83 87
Kyiv 4 2 30 7 4 2 49 63
London 48 0 54 0 21 0 123 99
Moscow 14 0 44 4 21 0 83 79
Prague 35 10 117 0 19 0 181 182
Rome 22 0 57 3 2 0 84 70
Warsaw 36 0 82 6 13 0 137 92
Vienna 14 78 0 14 0 106 87
Zagreb 9 48 3 15 0 75 68
Total 251 14 674 36 139 2 1116 1054
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265 710 | | | |

Customs authorities:

858. International co-operation and information exchanfi€ustoms Administration is performed
in the framework of abovementioned internationadtritnments in a timely, constructive and
effective manner, as advised by the authoritieswél@r, no statistics has been provided to
demonstrate this statement. International co-ojperas performed on the basis of the requests,
spontaneous assistance and through the Customsnhtfon System (CIS). Within the EU, law
enforcement sensitive information is shared betweastoms both via formal and informal
channels (bearing in mind the time factor in thigefacase). An important element of exchanging
cash control related information is the platforn ge by the EU Commission which is the Cash
Control Working Group with participants of custoofficials of every EU Member State, convened
on a regular basis. The RIF system is accessildl 8 Member States’ customs authorities thus
ensuring the timely and prompt access to all cashtral related suspicious cases, trends.
Information on suspicious cash movement are recoeta stored in the RIF system, which is
accessible to all customs services throughout thelfE case of third countries, information can be
exchanged on request by competent authoritiestudrethird countries or their Slovak counterpart.
Slovak Customs Authorities regularly receive infatimn from other member states about new
trends and seizures in the field of cash transfBnés co-operation is informal but very useful.
Slovak Customs Authorities have participated inittternational control operations focused on the
illegal money transfers, money laundering and te&tdinancing. They reported that they had
involved in the operation ATLAS, which focused dre tphysical cross-border transportation of
currency or bearer negotiable instruments and pdade in October 2009 at international airports.

Making inquiries on behalf of foreign counterpafts40.4), FIU authorised to make inquiries on béhal
of foreign counterparts (c. 40.4.1), Conductingimfestigation on behalf of foreign counterparts (c.
40.5)

FIU

859. The Slovak FIU does not differentiate internatioimalestigations and information requests
from national ones. Therefore, the FIU can makéngllires that it usually makes in its own work,
also in responding the requests from foreign FIUss is regularly done in practice, which is
confirmed by other FIUs’ responses to the querynternational co-operation, which was sent by
MONEYVAL prior to the on-site visit.

Supervisory authorities

860. The NBS, as a general rule, has access to allaiemformation which may be important in
any way in conducting their supervision (i.e. oe Hasis of Article 3 of the FMS Act). There are no
legal impediments for the NBS to request any inftion (on the basis of the provisions of Slovak
Law), when the foreign counterpart requested serétlare also specific provisions in this particular
matter for instance in the Act on Banks).

Law enforcement authorities

861. Slovak authorities referred to paragraph 1 of Aetic/a of the Act on Police Force with regard
to conducting investigations on behalf of foreignuaterparts. The mentioned paragraph provides
for the legal basis for international co-operatidaw enforcement agencies stating that the Bolic
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Force co-operates with foreign law enforcement aiitibs especially by exchanging information
and by other forms co-operation. This is consideceithclude also starting investigation on behalf
of foreign counterparts.

Customs authorities

862. On the basis of foreign requests Slovak Customs iAidimation can provide any action
allowed by national legislation related to cust@nthorities, mainly the Act No 652/2004 on State
Administration Bodies in the Field of Customs anmd Amendments and Supplements to Some
Acts. According this act Slovak Customs Adminisglatcan make inquires to companies, state
authorities and other relevant bodies.

No unreasonable or unduly restrictive conditionsexchange of information (c.40.6)

Law enforcement authorities — FIU

863. According to paragraph 9 of Section 69da of the éAwtPolice Force the competent law
enforcement authorities, including the FIU, mafse to provide information or intelligence only
if there are factual reasons to assume that theigwa of the information or intelligence would
harm essential national security interests of floeek Republic, jeopardise the success of a current
investigation or a criminal intelligence operatiamw the safety of individuals, clearly be
disproportionate or irrelevant with regard to thepmses, for which it has been requested.

864. Where the request pertains to an offence punist@bketerm of imprisonment of one year or
less under the Slovak law, the competent law eefoent authority may refuse to provide the
requested information or intelligence.

865. Section 69(da) deals with the international co-afien and information exchange between
Slovak Police Force and other member states oEtheThere are no other restrictive conditions
with regard to other countries or EU Member States.

Supervisory authorities

866. When assessing the legal provisions of the FMStiiete could not be found any unreasonable
or unduly restrictive conditions on exchange obinfation by the NBS. It is worth to bear in mind
that the specific conditions of co-operation area# in respective memoranda of understanding,
which also do not have such provisions. The saithonanda are based on the framework provided
by the Basel Committee, and multilateral memoraardathe once of CESR (currently ESMA) and
IOSCO.

Customs authorities:

867. Only restrictions that are applied in performingemmational co-operation of Customs
Administration are related to the Act No. 428/2082 Protection of Personal Data. Secret and
confidential data is processed in compliance withNational Act No 215/2004 Coll. on protection
of classified information. No unreasonable or ugduéstrictive conditions on exchange of
information are applied in customs internationabperation.

Provision of assistance regardless of possible lireroent of fiscal matters (c.40.7) Provision of
assistance regardless of existence of secrecy amfidentiality laws (c.40.8)

Law enforcement authorities - FIU
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868. Since no restrictive conditions are prescribed,Rhé and other law enforcement agencies are
able to provide assistance irrespective of possiblelvement of fiscal matters and regardless of
existence of secrecy and confidentiality laws

Supervisory authorities

869. There are no provisions in law, or in any of thedimg multilateral or bilateral MoUs signed by
the NBS, which could be interpreted as prohibitasgistance, when the case would bdiscal
matters. There are also no provisions in the Sldegislation or in any of the binding multilateral
or bilateral MoUs signed by the NBS, which couldiberpreted as prohibiting assistance on the
grounds of laws that impose secrecy or confidetytiebquirements on financial institutions.

Safeguards in use of exchanged information (c.40.9)

FIU

870. Information received from foreign FIUs is insertatb the internal autonomous database of
the Slovak FIU. The information is disseminatedhid parties only on the bases of written
consent given by the foreign FIU. All legal andetlsafeguards already mentioned with regard
to use of information received by the FIU applyehas well.

871. All the information provided to the Slovak FIU islg for intelligence purposes. If the
provided information should serve as evidence i fanmal proceedings then an international
rogatory letter is required.

Supervisory authorities

872. All of the MoUs, which were in the scope of thisassment, place a great deal of emphasis on
the issue of safeguards to ensure that informaoaived by competent authorities is used only in
authorised manner. The said provisions are deemdxk tsufficient to fulfil the requirements of
criterion 40.9.

Law enforcement authorities

873. The safeguards in the use of internationally exghdninformation by law enforcement
authorities are stipulated in Sections 69 of thé éw Police Force that deals with processing of
personal data, wording of which is taken from ColuRtamework Decision 2006/960/JHA of 18
December 2006 on simplifying the exchange of infation and intelligence between law
enforcement authorities of the EU Member States.

874. Information exchanged by law enforcement autharitie ensured either by regular post
provided by internal couriers of the Police Forcdop the certified secured e-mail communication
channel of the Police Force. Any information sewttihe regular post by couriers of the Police
Force is properly enveloped and closed. Securedieeammmunication channel meets all security
requirements standards of secure communication.

875. The General Prosecutor Office of the Slovak Rejuldis protected links to Eurojust and some
other international institutions, which are usedtfansfer of protected data. Similar situatiomiis
the level of police co-operation and inter-minigteco-operation with foreign partners.

Customs authorities:
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876. Provisions of the Act No. 428/2002 on ProtectiorPefsonal Data and the Act No 215/2004
Coll. on protection of classified information areed as safeguards to ensure that information
received by customs office is used only in an ausked manner

Additional elements — Exchange of information witbn counterparts (c.40.10 and c.40.40.1);

Exchange of information to FIU by other competeamtarities pursuant to request from foreign FIU

(c.40.11)

FIU

877. The Slovak FIU regularly exchange information omlith foreign FIUs. The FIU is able to
obtain information from other competent bodies tlh basis of a request made by a foreign FIU,
which is done in practice.

Supervisory authorities

878. As mentioned above there are provisions in law Wwiaitow the NBS to exchange information
with supervisors, which are not party to any of #igned bilateral or multilateral MoUs. The
evaluation team was however not presented withcasg indicating that such request was made,
and what the extent of it was and the extent arimition divulged by both parties.

Law enforcement authorities

879. Law enforcement authorities of the Police Forceaar@norised to co-operate based on Section
77a of Act No. 171/1993 Coll. on the Act on PoliEerce also with non-counterparts either
indirectly using traditional police channels (Ingel, Europol, liaison officers) or directly when
there are agreements to allow for such co-operafisrprovided in Section 77a the Police Force
shall co-operate with the polices of other statesth international police organisations,
international organisations and organisations gdtinthe territories of other states particulary i
the form of information exchange, liaison officerschange, eventually in other fornAso, the
Ministry may, for the performance of tasks of thali€e Force also outside the territory of the
Slovak Republic, delegate the police officers te thiternational police organisations, policies of
other states, international peace missions, intieme operations of the civil crisis management or
after agreement with the MFA of the Slovak Repulibcdiplomatic missions of the Slovak
Republic or to international organisations.

International co-operation under SR.V (applying 4840.9 in R.40, c.V.5) (rated PC in thé’3ound
MER) - Additional element under SR.V — (applying 40.10-#0.in R.40, c.V.9)

880. All measures taken in international co-operatiothwespect to money laundering could be
taken in respect of terrorism financing as well.

179



Report on fourth assessment visit - Slovak Republic — 26 September 2011

Recommendation 32 (Statistics — other requests madeeceived by the FIU, spontaneous referrals,
requests made or received by supervisors)

881. In 2009, the Slovak FIU co-operated with 61 coyraer FIUs, members of Egmont Group and
5 counterpart FIUs associated within the systenkloENET. The most intense co-operation is
realised with the FIU of the Czech Republic, Huggakustria, Germany, Cyprus, lItaly, the
Russian Federation, Ukraine, the United Kingdom taedJSA.

882. The following table shows statistics of internatibimformation exchange for the year 2009.

Consent to disseminate
FIU Request for Information/request information from UTs
information from a foreign FIU to LEA

Australia 0 1

Belgium

Bahamas

Belize

2
0
1
1

o|N|k|w
R|lolo|k|-

Belorussia

Bosnia -
Herzegovina

o
[EEN
o

British Virgin
Islands

Bulgaria

Costa Rica

Cyprus

Czech Republic

Montenegro

Denmark

Estonia

Finland

France

Greece

Gibraltar

the Netherlands

Hong Kong

Croatia

India

Ireland

Isle of Man

Israel

Canada

Lebanon

Lichtenstein

Lithuania

Luxemburg
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Latvia

“The former
Yugoslav Republic
of Macedonia” 0 1

Hungary 19 10

Malta 1

=
OOOOO

oo

Marshall Islands 1
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Mexico 0 1 0
Moldova 0 1 0
Monaco 3 0 1
Germany 35 3 17
Nigeria 0 2 0
New Zealand 1 0 2
Islands Turk and

Caicos 0 1 0
Panama 1 0 0
Poland 4 9 3
Portugal 0 0 0
Austria 8 1 6
Romania 14 1 4
Russian Federation 7 1 1
Slovenia 0 0 0
United Arab

Emirates 0 0 0
Sri Lanka 0 1 0
Serbia 0 2 0
Spain 5 0 0
Sweden 2 0 1
Switzerland 3 1 3
Taiwan 0 0 0
Italy 5 0 3
Turkey 0 1 0
Ukraine 7 7 4
the USA 4 0 1
Venezuela 0 3 0
the United

Kingdom 12 3 1
Total 183 96 89

883. Between 1 January 2010 and 30 June 2010 the Fhivezt46 requests from foreign FIUs and
sent 84 requests for providing information to fgreFlUs. No statistics for previous years have
been provided.

884. The authorities reported that the FIU sent 16 retguand spontaneously provided information
in relation to TF cases in 2009.

885. The evaluation team was not presented with anyisstat on international co-operation
undertaken by the NBS or by the FIU on supervisoafters. It is advisable for the NBS to have
such detailed statistics

Effectiveness and efficiency
FIU

886. According to statistics provided for 2009 and 2048, well as information provided by
counterpart FIUs, it seems that the Slovak FIU ardes information at the international level very
effectively. This can be confirmed also by the ticacof the FIU to collect and share with foreign
FIUs all information available to it in domesticvastigations. In considerations regarding R.26
above, it was mentioned that the FIU has direatdirect access to a variety of databases.
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Supervisory authorities

887. Though the legal framework for the internationatoperation is in place, the statistics are
lacking which does not allow the full assessmentaf effectiveness of the international co-
operation by the NBS. The evaluation team was deitsad on legal provisions allowing the MoF
for the international exchange of information irspect of their supervisory powers. No such
provisions can also be found in the Act on Gambling

888. Authorities stated that the FIU Slovakia may corape with foreign FIUs also concerning
supervision related matters. They further repotted it has not been requested by any foreign FIU
to make use of its supervising function so far.

Law enforcement authorities

889. Although it appears to evaluators that law enforeimagencies have sufficient basis and
effective gateways for international informationceange and that these are used in practice, no
statistics have been made available to the evaluétiam in order to demonstrate the effectiveness
of this co-operation.

6.4.2 Recommendation and comments

FIU - Law enforcement authorities- Supervisory auites

890. The Slovak authorities appear to have sufficienwgrs to enable them to provide different
forms of assistance, information and co-operatidghaut undue delay or hindrance.

891. The responses received to the MONEYVAL'’s standarguey on international co-operation
which was sent to the MONEYVAL and the FATF memheceived generally a positive response.
Particularly the FIU's co-operation and exchangenédrmation at the international level is well
regarded.

892. Due to the lack of detailed statistics it was nosgble to assess how effectively the Slovak
authorities were responding to international corapen requests and therefore, it is recommended
that procedures are put in place to centrally icaond monitor all international co-operation
requests on matters related to ML and TF.

Supervisory authorities

893. Itis advisable for the NBS to keep detailed stiagson their international co-operation, as there
are none whatsoever.

894. The Slovak authorities should consider the feagihif international exchange of information
in respect of gambling supervision conducted byMio&.

6.4.3 Compliance with Recommendation 40 and SR.V

Rating Summary of factors relevant to s.6.5
underlying overall rating

R.40 LC « Lack of detailed statistics undermines the assassofeeffectiveness!.
(for supervisory authorities)

SR.V LC « Lack of detailed statistics undermines the assessoieffectiveness.
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7 OTHER ISSUES

7.1 Resources and Statistics

7.1.1 Description and analysis

Recommendation 30 (rated PC in th& 8ound MER)

895. Recommendation 30 was rat&artially Compliant” in the 3* round MER based on the need
for more resources for the FIU (particularly forpswvision) and the need for more staff and
training for prudential supervisors. Requirement mbre training and guidance for the law
enforcement was another underlying factor for tatsg.

The FIU

896. Overall, the FIU is well structured, professionatia@appears to be operating effectively. Out of
37 staff eight police officers including the hedddepartment deals with the analysis of unusual
transaction reports. Plans for further improving tRIU’s IT system is reported to have been
approved by the Government. Budget for the FIU $taadily increased between 2006 and 2010.
However as noted above the evaluation team betleateadditional measures should be taken by
the authorities to adequately fund and staff the particularly in order to reinforce its analysis
capacities. The FIU’s staff holds certificates e$lby the National Security Bureau. They are
obliged to abide by confidentiality rules as set loyithe AML/CFT Act. Further details are given
in section 2.5 above.

Law enforcement and prosecution agencies

897. The police and prosecutors seemed to be adequesslyrced and trained. However, there were
concerns of the level of resources devoted to tivesitigation and prosecution of ML offences
particularly in a wide range of major and more @ésipredicate offences perpetrated by organised
crime or others for pure economic gain, and thell®f priority given to such cases. This was
reflected in the low number of ML convictions aslwas the low number of application of
provisional measures and confiscations. Furtheildedre given in section 2.1 above.

Supervisors

898. With regard to financial sector supervisors, theSNias sufficient resources, and the employees
seem to be well trained. It is, however, importanprovide TF trainings to employees engaged in
AML/CFT issues.

899. The FIU staff designated to conduct on-site visitalso well trained and experienced. However,
the resources of the FIU still are not sufficiemoegh to deal with the scope of supervision
prescribed by the AML/CFT Act. The FIU employs 3ipe officers and one civil servant, and the
part responsible for controls employs six peopleimne person designated as a head of this
office).

900. No mechanism exists in place, which seems to reiggetd responsible for the monitoring of
the implementation of SR 1l requirements by finahstitutions and DNFBPs.
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901. As mentioned above, the Ministry of Finance sumng the gambling sector. It is of concern
that the MoF is not sufficiently staffed to dealttwithe responsibilities of conducting on-site
inspections. Further details of resources in sugiervare given in sections 3.2 and 3.7 above.

Policy makers

902. Apart from the general data received, the Slovdkaities have not provided any details on the
allocation of other resources used to set up ardtaia the AML/CFT system on the policy level.
Thus it was not demonstrated that requirements ruRéeommendation 30 for policy makers of
competent authorities are met.

903. There is no effective mechanism in place for thpesuision or monitoring of those NPOs
which account for a significant portion of the fimtgal resources under the control of the sector and
a substantial share of the sector’s internatioc@Vities.

904. Regarding the national and international co-openatit appears that this is seen as a priority
and that there is an adequate level of resourcopyiesl. Further details are given in section 6
above.

Recommendation 32(rated PC in th& 8ound MER)

905. Recommendation 30 was rat&@artially Compliant” in the 3' round MER because of the
following factors:

* More detailed statistics on ML investigations, mm#ions and convictions are required
and needed also to be communicated to the FIU;

* More detailed statistics required in relation teefzing under UNSCRs outside of the banks
and on confiscation orders;

* More statistics are required on supervision showirgnature of problems in AML/CFT
implementation and more detailed statistics ongjatico-operation.

906. As noted above, Section 27 of the new AML/CFT Aatharises the FIU to keep statistics
covering,inter alia, the number of cases submitted by the FIU to lafereament authorities, the
number of persons prosecuted or convicted of legidin of proceeds from criminal activity, the
value of seized or confiscated property, and tdiglita summary review of that statistical data in
an annual report. The same section also authoitiséar the purposes of keeping statistics, to
require public authorities to supply all necessdgoguments and information to the FIU. Though
this obligation under Section 27 does not covermpkeg of statistics relating to TF cases, the
authorities report that the FIU, in practice, coftestatistics on the disseminated informationteela
to TF.

907. With regard to the investigation and prosecutiomaf and TF offences, in the course of the
evaluation the evaluators have been provided wifflerdnt sets of statistics, each of which was
presented as being more up-to-date and accurateewo, there were inconsistencies amongst
those various statistics and thus, the evaluatarsecto the conclusion that the manner of
calculating of those statistics is not fully cohdreThis has made it difficult for the evaluatoos t
regard the statistics as clear indications of tbeeiad scope of legal proceedings. Similarly, the
statistics provided related to the freezing andfisoation were not coherent and sufficiently
meaningful. No statistics is kept relating to fiegzand confiscation of proceeds of predicate
offences. Further details are given in sectionsafd 2.3.

908. The FIU maintains comprehensive statistics omsual transaction reports, on cases opened
and disseminated to competent authorities withKaolean of which authorities are provided with
information, on international co-operation with égn FIUs, on transactions postponed after
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receiving UTRs, on reports received form Customsash transfers and on feedback received from
law enforcement on results of the cases dissendristehe FIU.

909. The issue of concern regarding statistics keptheyRIU is that the statistics maintained and
provided to evaluators, do not appear to concentost ML or TF cases, but on all criminal
offences equally. Further details are given irtiee@.5 above.

910. Comprehensive statistics is maintained by the Hiid the Customs regarding declarations
made by travellers as described in Section 2.6. d¥ew there are no statistics on cases of false
declarations or failure to declare, nor on suspgicases of possible money laundering or terrorism
financing.

911. Overall, the statistics provided by the NBS and Fiig relating to the supervision of reporting
entities were comprehensive and detailed enough.ethluation team, however, was not given any
statistics on international co-operation and retguies assistance from foreign supervisory autiearit
In addition, no detailed and comprehensive stegistiith regard to gambling sector supervision, as
required by R.32, has been provided by the MoRhEudetails are given in sections 3.8 and 4.3.

912. There is no proof whatsoever of any collective eaviof the Slovak system done at any other
level. The IIGE has been mandated to work on “gatfon and consolidation of process of
collecting the statistical data related to ML arfé Kept by the Ministry of Interior of the Slovak
Republic, the General Prosecutor’'s Office and theidity of Justice of the Slovak Republic”, but
authorities have not provided the evaluators with @ the results in this regard.

913. The Ministry of Justice of the Slovak Republic keegtatistics on the number of requests for
MLA and extradition. The statistics provided to thaluators are, however, not comprehensive and
adequately detailed both in general terms and Bgaty on ML/TF offences. Further details are
given in section 6.3.

7.1.2 Recommendation and comments

Recommendation 30

914. Slovak authorities could give more specific tragnion ML and TF offences, and the seizure,
freezing and confiscation of property that is theceeds of crime or is to be used to finance
terrorism to police, prosecutors and judges.

915. More resources and staff should be dedicated t&Hfidor its activities in the supervision field
and for its performance of a more effective nati@meaordination role.

916. More staff and resources should be provided toMhrastry of Finance for the supervision of
the gambling sector.

917. The Slovak authorities should satisfy themselves there are adequate resources allocated to
set up and maintain the AML/CFT system on the polievel and that policy makers are
appropriately skilled and provided with relevatiting.

918. More training on TF related issues including theués related to the implementation of SR 1lI
requirements should be provided for the NBS stafdived in the AML/CFT supervision.

919. Authorities should provide the FIU with additionedsources to allow more detailed co-
ordination on the national level.
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920. An effective AML/CFT supervisory regime in accordarnwith R.30 should be established for
the supervision of NPOs

921. Slovak authorities should establish an appropmagehanism with adequate resources for the
monitoring of implementation of SR Il requirements

Recommendation 32

922. More detailed and comprehensive statistics shoudd nfmintained with regard to the
investigation and prosecution of ML and TF, as veallon the provisional measures applied and
confiscation of proceeds of all predicate offenckls.these statistics should be analysed on a
regular basis to determine areas where more resp@are required and to assess the effectiveness
of the system.

923. Section 27 of the new AML/CFT Act should be amentieduthorise the FIU to keep statistics
on TF offences.

924. Slovak authorities should maintain comprehensie¢istics on international co-operation and
requests for assistance form foreign supervisottyaaities.

925. The MoF should maintain detailed and comprehensiatstics as to the on-site examinations
conducted to the gambling sector and sanctionseappl

Rating Summary of factors underlying rating
R.30 PC * Inadequate number of staff in the FIU for dealingthwits all
responsibilities such as supervision and more ldetanational co-
ordination.

* Number of staff in the Ministry of Finance for tlsapervision of the
gambling sector is not adequate.

* Not enough training focusing on or comprising tbbject of TF for the
NBS staff involved in the AML/CFT supervision..

» No effective mechanism exists for supervision ofd$Rand supervision
of the implementation of SR Il requirements.

R.32 PC * Inconsistencies between the various tables, evepregded most
recently (following frequent contradictory updatéom different
authorities), lead to serious concerns with regardhe accuracy of
these statistics.

« Statistics collected by the FIU does not focusisidiitty on ML and
TF cases, but rather on general criminality.

« No statistics on international co-operation anduests for assistange
form foreign supervisory authorities.

* No detailed and comprehensive statistics were tra@rMoF.
* No collective review of the Slovak system donerst level.

« No comprehensive and adequately detailed statisticklLA are kept
and maintained by the Slovak authorities both inegal terms and
specifically on ML/TF offences.

« No statistics on the NBS’s and MoF’s internatiocaloperation ot
supervisory issues are kept.
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7.2

926.

7.3

927.

Other Relevant AML/CFT Measures or Issues

.N/A

General Framework for AML/CFT System

N/A
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IV. TABLES

8 TABLE 1. RATINGS
RECOMMENDATIONS

OF

COMPLIANCE WITH FATF

The rating of compliance vis-a-vis the FATF 40+ 8cBmmendations is made according to the four
levels of compliance mentioned in the AML/CFT assasnt Methodology 2004 (Compliant (C),
Largely Compliant (LC), Partially Compliant (PC),oN-Compliant (NC)), or could, in exceptional

cases, be marked as not applicable (N/A).

The following table sets out the ratings of Compiia with FATF Recommendations which apply| to
Slovakia. It includes ratings for FATF Recommendations friwe 3 round evaluation report that were
not considered during thé"assessment visit. These ratings are set outliostand shaded.

Forty Recommendations Rating

Summary of factors underlying rating'®

Legal systems

1. Money laundering offence PC

The definition of "property" is not sufficiently ehr
and the ML offence does not clearly extend to
indirect proceeds of crime.

the

Not all designated categories of offences are fully

covered as predicates, as there is no
criminalisation of financing of individual terrotg

day-to-day activities or of the financing of thasac

defined in the treaties annexed to the UN
Convention.

There is insufficient evidence of effecti
implementation.

full

TF

e

2. Money laundering offence C
Mental element and
corporate liability

3. Confiscation and provisional PC
measures

Confiscation of indirect proceeds for ML offences

is unclear.

Though the confiscation from third parties is chgar

provided by the law, the relevant provisions are
used in a sufficient manner in practice.

There are not sufficient provisions for protectian
the rights of bona fide third parties.

There is no clear authority to take steps to pre
or void actions, whether contractual or otherw

no

ven

'8 These factors are only required to be set out vihemating is less than Compliant.

188



Report on fourth assessment visit - Slovak Republic — 26 September 2011

where the persons involved knew or should have

known that as a result of those actions
authorities would be prejudiced in their ability
recover property subject to confiscation.

Serious concerns over effectiveness
implementation.

the
to

of

Preventive measures

4. Secrecy laws consistent wi
the Recommendations

th  C

5. Customer due diligence

LC

Lack of specific guidelines for each financial sect

apart from the banking sector for improving general

performance of CDD measures.

Lack of sufficiently comprehensive provision

regarding reasonable measures to be taken by

financial institutions in order to verify the idégt
of the beneficial owner.

Certain categories of low risk business can
exempted from CDD instead of requiring simplifi
or reduced measures.

Lack of awareness in some sectors such

be
ed

as

securities, pension funds and payment services

about the AML/CFT risks.

6. Politically exposed persons

PC

No provision to verify if the beneficial owner
PEP in the Slovak Law is present.

is

Provisions do not apply to foreign PEPs residing in

Slovakia.

The definition of PEPs is not sufficiently broad
include all categories of senior governm
officials.

No provision for senior management approval

ent

to

continue business relationship where the custgmer

subsequently is found to be or becomes PEP.

7. Correspondent banking

LC

No enforceable requirement to document
respective AML/CFT responsibilities of ea
institution.

the
ch

Special measures apply only to non-EU

correspondent relationships.

8. New technologies and
non face-to-face business

PC

Effective compliance is not demonstrated.

Lack of guidance concerning new technologies
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risks and on how CDD measures should operat
non- face to face transactions.

ein

9. Third parties and introducers

Largely
Compliant

e Though intermediaries are rarely used, there is
possibility for investment service providers (wh
are a small part of the financial sector), to ant
this way and the examiners had insuffici
information on their compliance.

the
ch

ent

10. Record keeping

LC

* Record keeping obligation does not clearly req
the maintenance of “account files and busin
correspondence”.

lire
ess

11. Unusual transactions

LC

* No enforceable keeping term for written findings
unusual transactions exists.

on

12. DNFBPs - R.5, 6, 8-11

PC

e The same formal shortcomings under R.5, 6, 8
and 11 equally apply to DNFBPs.

« The awareness of the legal obligations under
AML/CFT Act especially under R.5, 6, 8 and 11
insufficient.

* The said obligations are not at all being used
most of the DNFBP in practice.

* The outreach to this sector is insufficient.

» The threshold of €2000 does not apply regard
whether the transaction is carried out in a si
operation or in several linked operations.

Recommendation 5

* The real estate agents, lawyers, notaries and
independent legal professionals and accountants
insufficient knowledge of any CDD requirements.

Recommendation 6

« Insufficient level of awareness of the obligati
imposed on the DNFBPs sector when it come
dealing with PEPs

Recommendations 8 and 9

* The real estate agents, lawyers, notaries and
independent legal professionals and accountants
no knowledge of any CDD requirements whatsoe

Recommendation 10

* The provisions of AML/CFT Act on record-keepir
are generally not recognised, and the extent &t
kept by the obliged institutions from this sectsi
dictated rather by the legal provisions apply
directly their ore activities, than by the provisi
of the AML/CFT Act on this.

10

the
S

by

less
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pther
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Recommendation 11

The knowledge of obligations of unusuyal

transactions reporting and sector specific indicato

is not sufficient enough.

13. Suspicious transaction
reporting

PC

No clear reporting obligation covering fun

ds

suspected to be linked or related to, or to be lised

for terrorism, terrorist acts or by terror
organisations.

Deficiencies in the definition of terrorist finang
in the AML/CFT Act could have an impact on t
reporting of suspicious transactions.

Specific guidance or indicators for recognis
suspicious transactions needed for all repor
institutions.

St

he

ng
ting

Effectiveness issues due to the fact that only
banking and in some extent insurance sectorsg are

reporting satisfactorily.

14. Protection and no tipping-off

Largely
Compliant

It should be clarified that all civil and criminal

liability is covered

15. Internal controls, compliance
and audit

PC

Lack of provision concerning timely access of

the

compliance officer to CDD and other relevant

information

Lack of provision for compliance officers to be

designated at managerial level.

No legal obligation introduced -in law, regulati
or other enforceable means- for finang
institutions to put in place comprehens
screening procedures to ensure high stand
when hiring employees.

ial
ve
ards

16. DNFBPs — R.13-15 & 21

PC

The same formal shortcomings under R.13, 15
21 equally apply to DNFBPs.

Applying Recommendation 13

Serious lack of proper understanding of
reporting requirements among DNFBPs.

No indicators or guidelines provided to DNFBPs.

Serious concerns about the effectiveness
implementation in all aspects
Recommendation 16.

The same shortcomings as identified under R. ]
15, 21 and SR IV in respect of financial instituisa
apply to DNFBPs.

Applying Recommendation 15

and

the

of

13 —
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Applying Recommendation 21

The Act on Gambling does have certain provisi
related to employees and shareholder scree

oNs
ning.

However, there are no such provisions for other

DNFBPs.

The poor recognition of the obligation imposed
the AML/CFT Act (especially those on CD
measures) hampers the overall effectiveness o
execution of training obligation.

Lack of an explicit obligation for DNFBPs to ha
internal controls or to appoint a compliance offi
at the managerial level.

There is no explicit obligation to have intern
controls by the DNFBP, nor a compliance office
managerial level.

No independent audit function is required.

The trainings provided to this sector are
effective as the recognition of the obligations em
the AML/CFT Act remains poor.

As the obligations arising from R.21 are not me
regard to financial institutions in general, thésoa
do not apply to DNFBP.

by
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17. Sanctions

PC

Sanctions are mostly not applicable to directois
senior management by the FIU and MoF.

Full range of sanctions is not available for the as
the FIU.

No provisions available to avoid double sanctionin

an

g

18. Shell banks

Largely
compliant

The Act on Banks imposes licensing conditi
which require conditions for establishment of ba
with a physical presence in Slovakia. Decree
9/2004 of the NBS establishes the particulars tq
required of an applicant for a banking license. I8
sets of provisions could act as a barrier agai
shell banks operating in Slovakia. However, ther
no legally binding prohibition on financig
institutions on entering into or continuin
correspondent banking relationships with sh
banks. Neither is there any obligation on finang
institutions to satisfy themselves that a respoh
financial institution in a foreign country does n
permit its accounts to be used by shell banks.
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19. Other forms of reporting

20. Other DNFBPs and secu
transaction techniques

re LC

* No national overreaching strategy on
development and use of modern secure techniqt

he
les.
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21. Special attention for highe
risk countries

=

NC

No enforceable requirement for financ

al

institutions to pay special attention to busingss

relationships and transactions with persons f
countries which do not or insufficiently apply t
FATF Recommendations.

No effective measures in place to ensure
financial institutions are advised of concerns bk

flom
e

-

that
ou

weaknesses in the AML/CFT systems of other

countries.

No mechanisms in place that would enable
authorities to apply counter-measures to coun|
that do not apply or insufficiently apply FAT,
recommendations.

No requirement to examine, as far as possible
background and purpose when transactions hay
apparent economic or visible lawful purpose, an
make available written findings to assist compe
authorities and auditors.

22. Foreign branches

subsidiaries

an

LC

No requirement to ensure that foreign branches
subsidiaries observe AML/CFT measures consig
with the FATF Recommendations other than
requirements of R. 5 and 10.

No requirement to apply the higher standard wh
requirements differ.

The requirement to ensure observing AML/C
measures in respect of branches and subsidiar
limited to institutions located in non-EU Memb
States (third countries).

23. Regulation, supervision an
monitoring

LC

The level of on-site inspections conducted by
MoF is not sufficient enough.

24. DNFBPs - Regulation
supervision and monitoring

PC

No clear strategy for DNFBP
demonstrated to the evaluators.

supervisi

Not sufficient outreach to this sector, also in
way of on-site inspections.

Effectiveness concerns about the supervision
DNFBPs by the FIU.

the
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F
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25. Guidelines and Feedback

PC

The co-operation with the DNFBP is unsatisfactg
(25.2)

Not all reporting entities have received spec
guidelines.

No sector specific guidelines to cover finang
market participants other than banks. (25.1)

ry.

ific

ial

Feedback provided to reporting entities not alw

ays
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substantive and descriptive enough. (25.2)

Sector specific guidelines for DNFBPs do not cg
the entire sectors.

More detailed and prompt case-by-case feedba
needed.

ver

ck is

Institutional and other
measures

26. The FIU

PC

Concerns over the weak position of the FIU in
police structure and the system as a whole.

Lack of legal safeguards for its operatio
independence.

Annual reports should contain information
trends and typologies.

The FIU does not concentrate sufficiently on |
and TF which should be the main focus, but ra
on all criminal offences equally.

Effectiveness of the FIU work on specific ML/R
cases cannot be appropriately established 9
statistics relate to all criminal offences.

the

nal

on

L
her

T
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27. Law enforcement authorities

Largely
compliant

*While there are designated law enforcem

authorities with responsibility for money laundegi
and terrorist financing investigations, wi
adequate powers, there is a reserve on
effectiveness of money laundering and terrg
financing investigations.

ent

the
rist

28. Powers of competent
authorities

Compliant

29. Supervisors

LC

Not enough focus is placed in the scope of the
site visits on issues of SR.VII.

on-

30. Resources, integrity and
training

PC

Inadequate number of staff in the FIU for deal
with its all responsibilities such as supervisiom ¢
more detailed national co-ordination.

Number of staff in the Ministry of Finance for tf

ng

52

ne

supervision of the gambling sector is not adequate.

Not enough training focusing on or comprising
subject of TF for the NBS staff involved in tl
AML/CFT supervision..

No effective mechanism exists for supervision
NPOs and supervision of the implementation of
Il requirements.

the
ne

of
SR
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31. National co-operation

PC

Lack of sufficient co-ordination between maj
players of the AML/CFT regime.

More effective mechanisms needed to co-ordir
at the operational level.

More detailed statistics are required across
board to assist proper co-ordinated policy analys

The mechanisms in place not utilised effectively.

nate

the
is

32. Statistics

PC

Inconsistencies between the various tables, eve
provided most recently (following freque
contradictory updates from different authoritie
lead to serious concerns with regard to the acgy
of these statistics.

Statistics collected by the FIU does not fo
sufficiently on ML and TF cases, but rather
general criminality.

No statistics on international co-operation &
requests for assistance from foreign supervis
authorities.

No detailed and comprehensive statistics were f
the MoF-.

No collective review of the Slovak system done
any level.

No comprehensive and adequately detailed stati
on MLA are kept and maintained by the Sloy
authorities both in general terms and specificaity
ML/TF offences.

No statistics on the NBS'’s and MoF’s internatio
co-operation on supervisory issues are kept.
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33. Legal persons — beneficial
owners

PC

Lack of adequate transparency concerr

beneficial ownership and control of legal persons.

Access to information on beneficial ownership &
control of legal persons, when there is such agq
is not always timely.

No measures to ensure the adequacy, accurac
currency of the beneficial ownership information,

Transparency of bearer shares.

ing

and
ess

y and

34. Legal arrangements —
beneficial owners

N/A

International Co-operation

35. Conventions

PC

Reservations about certain aspects of
implementation of the Vienna, Palermo and the

the
TF
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Conventions.

Effectiveness of the implementing the standard
relation to ML and TF gives rise to doubts.

5 in

Financing of some of the Acts defined in the

treaties appearing in the Annex to the Conven
are not criminalised as terrorist financing offence

36. Mutual legal assistance
(MLA)

LC

Lack of criminalisation of individual terroristsof
purposes other than specific acts of terrorisma
negatively impact mutual legal assistance base
dual criminality.

No information was provided on whether t
authorities have considered best venue

prosecution in cases subject to prosecution in n
than one country, other than as provided under
membership in Eurojust.

tion
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37. Dual criminality

LC

The limitations in the definition of the financirag
terrorism may limit the ability of the Slovg
Republic to provide MLA.

38. MLA on confiscation and
freezing

PC

The limitations in the definition of the financiroj
terrorism may limit the ability of the Slova
Republic to provide MLA.

Difficulties in forfeiting property from third pags
may limit the ability of the Slovak Republic
provide MLA.

No evidence of concrete arrangements for
ordination of seizure and confiscation actions v
other countries or for sharing confiscated as
with them, other than those provided under
Framework Decision applicable for EU Memhk
States.

Absence of adequately detailed statistics mg
judgment on effectiveness difficult.

co-
ith
sets
the
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39. Extradition

Largely
Compliant

In the absence of statistics it is not possible
determine whether these requests are han
without undue delay.

to
dled

40. Other forms of co-operation

LC

Lack of detailed statistics undermines |
assessment of effectiveness. (for supervis
authorities)

he
s0ry

Nine Special

Recommendations

SR.I Implement UN
instruments

PC

Financing of some of the Acts defined in the
treaties appearing in the Annex to the Convention
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are not criminalised.

Implementation of UNSCRs 1267 and 1373 is
yet sufficient.

not

SR.Il Criminalise terrorist
financing

PC

No full criminalisation of financing of an indivic
terrorist’'s day-to-day activities.

Non-criminalisation of the financing of the agts

defined in the treaties annexed to the
Convention.

Effectiveness concerns.

TF

SR.IIlL Freeze and confiscate
terrorist assets

PC

The situation envisaged by the UNSCR 1267 for
freezing of assets in the event of control
possession of assets by persons acting in the
of or at the direction of designated persons

the
or
hame
or

entities is not covered in Council Regulation No.

881/2002.

The time taken for EU Regulations to be adopted
aimed at dealing with amendments made to the list

published by the 1267 Committee can be relati
long; in this respect the obligation to freezedest
funds without delay is not observed.

Lack of any national mechanism to consi
requests for freezing from other countries.

Insufficient  guidance and  communicati

ely

der

DN

mechanisms with financial institutions (except

banks) and DNFBPs regarding designations
instructions including asset freezing.

Lack of clear and publicly known procedures
de-listing and unfreezing in appropriate cases
timely manner.

Insufficient monitoring for compliance of financi
institutions and DNFBPs..

and

for
n a

=

SR.IV  Suspicious transactic
reporting

PC

No clear reporting obligation covering fun
suspected to be linked or related to, or to be
for terrorism, terrorist acts or by terror
organisations.

Deficiencies in the definition of terrorist finang

in the AML/CFT Act limit the reporting obligation.

Indicators or guidelines to reporting entities tieai

to cases related to international sanctions.

specific indicators provided except two, preser
in the AML/CFT Act and one another published
the FIU website.

Only banks reported UTRs regarding
(effectiveness issues).

ds
ised
St
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SR.V International co-operation

The limitations in the definition of the financirug
terrorism may limit the ability of the Slovg
Republic to provide MLA.

Lack of detailed statistics undermines {
assessment of effectiveness.

SR.VI AML requirements fa
money/value transfe
services

he

The NBS is obliged to register and license [the
persons performing money or value transfer

services. However there was no provis

determining what kind of information regarding

transactions should be recorded as a minimum

on

no

regulation requiring money exchange companies to
examine the purpose of complex, unusual large

transactions or unusual patterns of transactions.

SR.VII Wire transfer rules

SR.VIII Non-profit organisations

No risk assessment of NPOs has been undertaken,
although there is some transparency and annual

reporting structure for foundations.

No review of the adequacy of legislation to prevent

the abuse of NPOs for TF has been undertaken.

Authorities do not conduct outreach or prov
guidance on TF to the NPO sector.

de

There is no supervision or monitoring of the NPO
sector as envisaged by the Interpretative NoteRto S

VIILI.

No obligation for keeping detailed domestic and

international transaction records.

No measures or procedures in place to respor
international requests for information regard

d to
ng

particular NPOs that are suspected of TF or other

forms of terrorist support.

SR.IX Cross Border declaratid
and disclosure

LC
Largely
Compliant

C

NC

n PC

Inconsistency regarding reporting forms exist ia th

legal framework due to the existence of two pie
of legislation dealing with the cash reporting syst
(one on the EU level and one national).

The system itself is rather ineffective since theme

ces

a very low number of declared transfers, no caées o
false declaration or failure to declare, no cades o
ML or TF triggered by the system and no sanctions

imposed for false declaration.

Deficiencies in the implementation of SR Il may

have an impact on the effectiveness of the regim

198



Report on fourth assessment visit - Slovak Republic — 26 September 2011

9 TABLE 2: RECOMMENDED ACTION PLAN TO IMPROVE THE
AML/CFT SYSTEM
AML/CFT System Recommended Action (listed in order of priority)

1. General

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

Slovak authorities should define “property”
accordance with the FATF Methodology.

Slovak authorities should analyse the reasons ler| t
apparent discrepancy between the extent of thente|

crime in Slovakia and the quality of ML cases bitoiu
forward and which have resulted in convictions. yI

should further assess the reasons of the inefteoibe of

in

g
ne

ML investigation and prosecution as a tool to comba

organised crime and major proceeds generating adfe
In the light of these assessments Slovak auth®
should take appropriate steps including awarersssg
activities for the police, prosecutors and judges.

itie

2.2 Criminalisation of Terrorist
Financing (SR.II)

The financing of individual terrorist's day-to-day

activities should be criminalised as required hiyedon
.1.

The SCC should be revised to ensure proper

criminalisation of financing of the acts arisingrn the
Convention by amending Section 419 (b) so thabvtcs
financing of offences under the other sectiondhef$CC
criminalising the acts pursuant to the treatieedisn the
annexes to the UN TF Convention.

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3)

Though Slovakia has taken some legislative step
comply with R.3, further legislative steps in ordeirfully
comply with international standards appear to ezlad.

Effectiveness of the implementation of seizure/neg
measures and forfeiture/confiscation should be awvgl
as a matter of priority.

Precise statistics on amounts frozen, seized,ifedend
confiscated related to ML, TF and criminal proce
should be maintained so as to be able to estahlis
overview of the effectiveness of the system.

Authority should be given to allow for confiscatifnom
third parties and to prevent or void actions, whire
persons involved knew or should have known thaa

S to

eds
h
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result of those actions the authorities would hsuaticed
in the ability to recover property subject to cenéition.

2.4 Freezing of funds used for
terrorist financing (SR.III)

The Slovak Republic needs to develop guidance
communication mechanisms with all financial ingtdgns

and

and DNFBPs and a clear and publicly known procedure

for de-listing and unfreezing in appropriate cases
timely manner.

A more robust and effective mechanism, beyond
periodic reports submitted by the banking sector the
monitoring of the compliance of reporting entitiwith
the SR Il requirements should be established.

The Slovak authorities should take legislative tneo
appropriate steps to create a fully compliant fireg;
system as required under SR Il

2.5 The Financial Intelligence Unit
and its functions (R.26)

The Slovak authorities should introduce forn
safeguards to ensure the FIU’'s operational indegrese
and autonomy.

The FIU’s position in the police structure and e
AML/CFT system as a whole should be revisited.

The FIU should be encouraged to concentrate mor
ML and TF cases.

The FIU should continue with its activities in pigialtion
of periodic reports and these reports should ire
information on trends and typologies.

2.6 Cross Border Declaration &
Disclosure (SR 1X)

The Slovak authorities should remove all inconsisites
that exist in the legal framework so as to avoigalé
uncertainty with regard to the implementation o’ 6R

The Slovak authorities should take steps to r
awareness of arriving and departing travellers laking
the sign alerting travellers to the requirementpaats of
entry and exit much more visible, and perhaps uersé
languages.

Specialised training activities related to SR.IX tbe
staff of the customs administration should be distad.

The Slovak authorities should take steps to heigtie
awareness of customs officers and all others camp
bodies present at borders (e.g. police, immigradifice)
of the obligations arising from SR IX.

Clear and effective mechanisms and procedures dk
be developed for daily operational co-operation aod
ordination in exchange of intelligence and ot
information between all bodies present at borders.

the
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3. Preventive Measures —

Financial Institutions
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3.1 Risk of money laundering or .
terrorist financing

A formal risk assessment should be undertakendesas
the areas of vulnerability to money laundering and
terrorist financing in Slovakia.

3.2 Customer due diligence, e Slovak authorites should introduce a more
including enhanced or reduced comprehensive provision regarding reasonable measur
measures (R.5 to 8) to be taken by financial institutions in order rify the
identity of the beneficial owner.

e Slovak authorities should review the identification
process in respect of low risk
customers/circumstances/businesses to one of rduge
simplified customer due diligence instead of gragi
exemptions.

» Slovak authorities should issue guidance for soeetoss
such as securities, pension funds and paymentcesrio
make them aware of sectoral AML/CFT risks.

« The Slovak authorities are encouraged to review| the
definition of PEP to fully reflect the one providéadthe
Glossary to the FATF Recommendations. Especially it
should cover senior politicians, senior government
officials (for example non-political heads of mitnigs)
and important party officials.

* Although the AML/CFT Act obliges to undertake
enhanced due diligence measures when establishing a
business relationship with a PEP, there is no &peci
requirement to find out whether the beneficial ook
the contracting party might be a PEP. The Slovak
authorities should consider addressing this isgherein
law or regulation or other enforceable means.

* As the FATF standard should be applicable to person
entrusted with prominent public functions in a fgre
country, it is advisable not to limit the provisgrof
Slovak law only to foreign PEPSs residing abroad.

e The Slovak authorities should introduce an oblaatdy
law, regulation or other enforceable means for iabitg
senior management approval to continue business
relationship where the customer subsequently inddo
be or becomes a PEP.

* Slovak authorities should consider providing in Jlaw
regulation or other enforceable means an obligation
financial institutions to document the respective
AML/CFT responsibilities of each institution on the
cross-border correspondent banking relationshipbdoh
EU and non-EU correspondent relationship.

* Slovak authorities should extend the enhanced CDD
measures to respondent banks within the EU.

e Specific guidance regarding new technological riakd
the need for internal policies within financial titgtions
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to prevent the misuse of technological developméant
money laundering or financing of terrorism needbto
issued.

S

3.3 Financial institution secrecy or
confidentiality (R.4)

3.4 Record keeping and wire
transfer rules (R.10 & SR.VII)

Though different sectoral laws appears to haveipiavs
and authorities see no problem in practice, a ¢
obligation should be placed upon financial inskios in
the AML/CFT Act with a view to ensuring th
transaction records to be kept are sufficient aslired
under essential criterion 10.1.1.

Section 19 of the AML/CFT should be amended
explicitly require keeping of account files and imess
correspondence for at least five years following
termination of an account or business relationship.

lear

3.5. Monitoring of transactions ang
relationship reporting (R.11 &
R.21)

A keeping term for written findings should be detered
by law, regulation or other enforceable means vait
view to ensuring that financial institutions keemiéable
such findings for at least five years.

There should be effective measures in place toreribat
financial institutions are advised of concerns ab

weakness in the AML/CFT systems of other countries|.

The Slovak legal framework should include a gen
provision concerning the obligation of financ
institutions to pay special attention to busin
relationships and transactions with persons fromng
countries that fail or insufficiently apply FAT)
Recommendations.

In particular, the Slovak AML/CFT legal framewo
should include a provision concerning the obligatior
entities to examine as far as possible those tctinga
that have no apparent economic or visible lawfuppsae
and to make written findings available to as
competent authorities (e.g. supervisors, law epfoent
agencies and the FIU) and auditors.

The Slovak authorities should be legally empoweie
apply counter-measures within the meaning
Recommendation 21.
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3.6 Suspicious transaction reports
and other reporting (R.13, 19, 25 4
SR.IV)

Indicators for recognising suspicious transacti@as
guidelines for other financial sectors (securitiearket,
currency exchange etc) are needed and should tedi
by the FIU and other competent bodies.

Not all designated categories of offences are f
covered as predicates, as incrimination of thenfenag of
an individual terrorist is not covered. The Sloy
authorities should take legislative measures ireotd

ully
ak
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ensure that there is a clear obligation to repothé FIU

when an obliged entity suspects or has reasonable

grounds to suspect that funds are linked or relaaedr
to be used for terrorism, terrorist acts or by dest
organisations or those who finance terrorism.

Authorities should take measures to provide theriomal
sector with a comprehensive set of guidelines
recognising suspicious transactions that are ictkatd F.

More guidelines to financial sector should be pded to
financial sector in order to improve the reportirgime.

Authorities should focus more on the issue of ming
guidelines due to the fact that not all the sectwsge
received specific guidance and that the guidelatesady
issued, except for the banking sector, are vergf lamd
in most of the cases relate to very specific ctisassthe
FIU experienced in its work, thus having limitechse to
be used.

for

Notwithstanding the progress achieved in relation t
case-by-case feedback, particularly as financial

institutions receive tables on every UTR quartethe
Slovak authorities are encouraged to continue wigir
efforts in this field and to include more substahand
descriptive information in the tables that are adie
disseminated to reporting entities.

More focus should be placed on improving the

operation with the DNFBP sector in the respect
feedback on STRs. Though the financial institutians
generally satisfied with the feedback they receie
evaluators recommend that prompt and more det
feedback should be provided in order to improve
effectiveness of implementing Recommendation 25.

co-
of
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the

3.7 Internal controls, complianc
audit and foreign branches (R.15
22)

The Slovak legal framework does not contain a [giowi
concerning timely access of the compliance offite
customer identification data and other CDD inforiawat

transaction records and other relevant informatjon,

though this deficiency is partly addressed by tH&SN

Methodological guidance and the overall approacthef
financial institutions. It is, however, advisabte dlearly
state such provision in the law, to ensure full pbamce
with R.15.

The Slovak authorities should clearly state in |
regulation or other enforceable means that
compliance officer should be appointed at a maralg
level.

The Slovak authorities should introduce a legaigattion
in law, regulation or other enforceable means

financial institutions to put in place compreheesiv

screening procedures to ensure high standards
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hiring employees.

It is recommended to extend the requirements ini@ec

24 to the FATF Recommendations in general, and
only to Recommendations 5 and 10.

A requirement should be introduced to ensure olrsgf

not

AML/CFT measures in respect of branches and

subsidiaries of the institution located in EU Memioe
European Economic Area.

A requirement should be introduced to the effect th

where the minimum AML/CFT requirements of the home

and host countries differ, branches and subsidiaine

host countries should be required to apply the drigh

standard, to the extent that local (i.e. host agitaws
and regulations permit.

3.8 The supervisory and oversight
system - competent authorities an
SROs. Role, functions, duties and
powers (including sanctions) (R.23
29, 17 & 25)

There should be more training for the NBS stafiing
on or comprising the subject of TF.

It should be further elaborated by the NBS whether

on-site inspections procedure should also include a

detailed description of supervisory measures tdaken
during an on-site visit by the NBS staff, as theklaf

those provisions may be deemed a contingency logeéri

the effectiveness of the performed on-site visits.

Slovak authorities should take necessary steps &
view to ensuring the FIU to use a wide and dissegd
range of sanctions provided in the special laws.

The Slovak authorities are advised to consider hdret
the detailed provisions on avoiding double sanatigpn

th
Si

should be clearly stated in the MoU between the NBS

and the FIU.

It is recommended that the FIU and the MoF shoquld

exchange inspection plans to increase the effewa® of]
actions undertaken by each of the authority.

Although the range of sanctions available is brpg
inline with criterion 17.4, it may not be used e tFIU,
which in effect leads to a conclusion that direstand
senior management of financial institutions canhet
sanctioned for AML/CFT Act’s violations. This iss
should be clearly addressed by the Slovak autheriti

The Slovak authorities should issue guidelines
financial market participants other than banks, #mel
FX offices as well.

The NBS as the supervisor has enough and ade
powers to deal with its responsibilities. The NBg&site
visits are thorough and deal generally with all aripnt
parts of the financial institutions AML/CFT regim
notwithstanding the deficiencies in the proceduetesl

T

to

quate

above. There is, however, a need to place more &sig)
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on verifying the compliance with SR.VII during oites
visits.

It is unclear how thorough and in depth are thesitenr

inspections conducted by the MoF in gambling opesa
Otherwise it seems the MoF is properly equipped
the legal duties and powers to deal with the tg
assigned to them in the AML/CFT regime of Sloval

More emphasis should, however, be placed on thgepr

number of employees to deal with the supervisions.

Though the range of sanctions (already discussekiisr
report) which can be imposed on the institutiond aver
their directors and senior managers is broad enaig!
FIU and the MoF should be empowered to imp
sanctions on physical persons.

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

There is an urgent need for an extensive outreathet
DNFBP sector to make them aware of AML/CFT iss
and their obligation under the AML/CFT Act, a
Recommendation 5, 6, 8, 10 and 11.

Actions should be taken with immediate effect token
the real estate agents, lawyers, notaries and

independent legal professionals and accountanty
aware of their obligations under the AML/CFT Achdd
to apply them in practice.

It is of great concern that the obligation regagdPEPS
are not at all complied with by this sector. Thiastbe
addressed by the Slovak authorities, mainly by igiiog
more extensive outreach to this sector.

[
wit
1Ssks
a.

ose

ues
nd

pther
ful

4.2 Suspicious transaction reportir
(R.16)

g.

The authorities should tailor and implement m
comprehensive outreach and training programme tieuig
to DNFBP to enhance the awareness and knowledg
the UTR detection and reporting.

Guidelines and indicators for recognising Suspigi
transactions similar to those given to the banldagtor
in the Methodological guidance should be issued
DNFBP as well.

The Slovak authorities should consider the way et
the R.15 standards to DNFBPs in the field of apjiain
the compliance officer and maintaining independerit
function.

The poor outreach to this sector, not satisfac
effectiveness of the trainings and an insufficienimber
of on-site inspections should be addressed by linals

pre
je
je of

for

tory

authorities, preferably in a manner of an ongoirgeess.
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There should be provisions related to employees
shareholders screening, which at this point onlghafo
gambling operators and other institutions that faitler
the jurisdiction of the Gambling Act.

When the legal framework will be improved by f
Slovak authorities it also should be applicablethe
DNFBP. The awareness raising programs for
implementation of Recommendation 21 should be
considered.

and

the
also

4.3 Regulation, supervision and
monitoring (R.24-25)

The resources of the FIU needs to be increasedllyo
embrace the supervision requirements over DN
sector, as the resources now present can only &
sufficient as far as the supervision over finansettor
goes.

There is an urgent need for sector specific guigslion
AML/CFT issues to DNFBPs other than those alre
covered by the FIU.

BP

4.4 Other non-financial business
and professions/ Modern secure
transaction techniques (R.20)

The Slovak authorities are encouraged to dev
measures to encourage the development and us
modern and secure techniques for financial traitsac
that are less vulnerable to ML.

elop
e of
[

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Legal persons — Access to
beneficial ownership and control
information (R.33)

Slovakia is recommended to review its commerd
corporate and other laws with a view to prov
transparency with respect to beneficial ownership.

ial,
de

5.2 Non-profit organisations
(SR.VII)

The Slovak authorities should review the riskseofdrist
financing in the NPO sector, as well as the cursgatem
of laws and regulation in this field so as to addgly
address the risks that this sector presents.

The authorities should improve the supervision dber
NPOs to ensure that all types of NPOs are u
appropriate supervision with regard to the risks
financing of terrorism.

Awareness raising measures need to be adoptethge
to the NPO sector on the risk of terrorist abusd
available measures to protect the sector againsh
abuse.

nder

lat
an
su

6. National and International
Co-operation

6.1 National co-operation and co-
ordination (R.31)

The Slovak authorities should consider taking step
strengthen the IIGE perhaps on a more senior level.

As more effective mechanisms are needed at oppaht

[

io
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level, Slovak authorities should consider creatjoigt
investigative teams or other forms of interagenoy |c
ordination mechanisms, perhaps lead by prosecutors,
order to investigate and bring before the courtsenidL
cases which are related to major proceed-generating
criminal offences.

» Strategic co-ordination and collective review ofe th
performance of the system as a whole (includindyaisg
where appropriate, of better statistical informaYioeeds
developing in more detail. More detailed statistioe
required across the board to assist proper stcategi

analysis.
6.2 The Conventions and UN « Slovakia is urged to amend its SCC to fully covet M
Special Resolutions (R.35 & SR.I) and TF offences and thus fully implement the Vienna

Palermo and the UN TF Conventions.

* Measures still need to be taken in order to prgperl
implement UNSCRs 1267 and 1373.

6.3 Mutual Legal Assistance (R.36 -.  The limitations in the definition of financing aérrorism
38 & SR.V) should be removed.

6.5 Other Forms of Co-operation | . pye to the lack of detailed statistics it was natgible to
(R.40 & SR.V) assess how effectively the Slovak authorities were
responding to international co-operation requestd |a
therefore, it is recommended that procedures atanpu
place to centrally record and monitor all interoaél co-
operation requests on matters related to ML and TF.

* It is advisable for the NBS to keep detailed sti@8son
their international co-operation, as there are non
whatsoever.

e The Slovak authorities should consider the feasjbilf
international exchange of information in respect| of
gambling supervision conducted by the MoF-.

7. Other Issues

7.1 Resources and statistics (R.|3Q  The Slovak authorities could give more specifiénira
& 32) on ML and TF offences, and the seizure, freezind |an
confiscation of property that is the proceeds oheror is
to be used to finance terrorism to police, prosasuand
judges.

* More resources and staff should be dedicated té-kte
for its activities in the supervision field and fats
performance of a more effective national co-ordarat
role.

« More staff and resources should be provided to|the
Ministry of Finance for the supervision of the gdimdp
sector.
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e« The Slovak authorities should satisfy themselvest |th
there are adequate resources allocated to set dp an
maintain the AML/CFT system on the policy level and
that policy makers are appropriately skilled anovpied
with relevant training.

e More training on TF related issues including theuées
related to the implementation of SR Il requirensgnt
should be provided for the NBS staff involved ire th
AML/CFT supervision.

e Authorities should provide the FIU with additional
resources to allow more detailed co-ordination bae |t
national level.

* An effective AML/CFT supervisory regime in
accordance with R.30 should be established for|the
supervision of NPOs

« The Slovak authorities should establish an appatgf
mechanism with adequate resources for the mongarin
implementation of SR Il requirements.

e More detailed and comprehensive statistics shodd b
maintained with regard to the investigation and
prosecution of ML and TF, as well as on the prawvial
measures applied and confiscation of proceeds lof al
predicate offences. All these statistics shouldh&ysed
on a regular basis to determine areas where more
resources are required and to assess the effeetivanf
the system.

* Section 27 of the new AML/CFT Act should be amenged
to authorise the FIU to keep statistics on TF aféen

e« The Slovak authorities should maintain comprehansiv
statistics on international co-operation and retpuésr
assistance form foreign supervisory authorities.

 The MoF should maintain detailed and comprehensive
statistics as to the on-site examinations condutddtie
gambling sector and sanctions applied.
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10  TABLE 3: AUTHORITIES’ RESPONSE TO THE EVALUATION (I F
NECESSARY)

RELEVANT COUNTRY COMMENTS
SECTIONS AND
PARAGRAPHS
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V. COMPLIANCE WITH THE 3 "° EU AML/CFT DIRECTIVE

Slovakia is a member country of the European Umimece 2004. It has implement&drective

2005/60/EC of the European Parliament and of the Qmcil of 26 October 2005 on the
prevention of the use of the financial system forhie purpose of money laundering and
terrorist financing (hereinafter: “the Directive”) and th@ommission Directive 2006/70/ECf

1 August 2006laying down implementing measures for Directive 206/60/EC of the European
Parliament and of the Council as regards the defition of ‘politically exposed person’ and
the technical criteria for simplified customer duediligence procedures and for exemption on
grounds of a financial activity conducted on an oasional or very limited basis

The following sections describe the major diffeesidetween the Directive and the relevant FATF
40 Recommendations plus 9 Special Recommendations.

1 Corporate Liability

Art. 39 of the Directive | Member States shall ensure that natural and |lesgabps covered by the
Directive can be held liable for infringements bé tnational provision
adopted pursuant to this Directive.

192}

FATF R. 2 and 17 Criminal liability for money laundering should ertéto legal persons.
Where that is not possible (i.e. due to fundamemiaktiples of domesti¢
law), civil or administrative liability should appl

Key elements The Directive provides no exception for corporaiebility and
extends it beyond the ML offence even to infringaetsewhich are
based omational provisions adopted pursuant to the DivectiWhat is
the position in your jurisdiction?

Description and

) With the enactment of the Act no. 224/2010 Colleading the Crimina
Analysis

Code, Slovakia has introduced criminal liability fegal persons to th
Slovak legal system. The amendments that camefante on the 1st
September 2010 have made it possible to imposesgiiad/security
measures on legal entities and confiscation of gty belonging tg
a legal entity.

Sections 83a and 83b of the SCC (See Annex V) malle the courts t
impose monetary sanctions if the criminal offensecommitted unde
certain circumstances, while the court considarder alia, the
seriousness of the committed criminal offence afditenal elements as
specified in Sections 83a & 83b of the SCC. Howgiteshould be note
that according to Section 83a, the court might isepthe confiscation g
a sum of money in an amount of €800- €1,660,000.

[¢)

= O

—n

Sections 83a & 83b of the SCC could be regardeatiagnal liability as
it is regulated in the SCC, applied in criminal ggedings by the Courts
by taking into account the seriousness of the odioffence,
circumstances of the commission of the criminal enée and
consequences for the legal person.

In terms of sanctions, the court shall confiscaitgerty of a legal perso
if the conditions listed in paragraph 1 of Sect&8b of the SCC ar
fulfilled, i.e. that the property or part thereoére obtained by a crime or
as proceeds of a crime related to exercising tji# to represent, make
decisions in the nhame of, or carry out the contithin, the legal perso
or related to negligence concerning the supervigiordue diligence

>

1%

—
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within that legal person. If the court does not is the confiscation ¢
the property, it is obliged to impose the configmatof a sum of mone
(€800 — 1 660 000), considering the seriousnes#isebffence, its exten
the benefit gained, the damage caused, the ciramoess of the
commission, and the consequences of the confiscdto the legal

person.
Conclusion This issue is covered.
Recommendations and\/A
Comments

2 Anonymous accounts

Art. 6 of the Directive

Member States shall prohibit their credit and ficiah institutions
from keeping anonymous accounts or anonymous paksbo

FATF R. 5

Financial institutions should not keep anonymousoaants or
accounts in obviously fictitious names.

Key elements

Both prohibit anonymous accounts but allow numbeaedounts
The Directive allows accounts or passbooks on tiocts names
butalways subject to full CDD measures. What is theitjmn in your
jurisdiction regarding passbooks or accounts ditifics names?

Description and

Analysis

The Slovak Law (Section 24 para 2 of the AML/CFTt And Art. 89
para 1 of the Act on Banks) clearly prohibits steytany busines
relationship without the proper identification of dient, therefore
prohibiting from opening any sort of anonymous prcid. It can also b
derived from the Act that any person now wishingnithdraw founds
from any anonymous product existing, would haviegadentified.
Since 1 September 2001, the opening of new beaassbpoks ig
prohibited (according to the Slovak Civil Code).n€erning the pay out
of bearer deposits regime, until the end of 20phssbook holder has tf
right to be paid out. Until 2011, the Ministry oinBince paid out a bear
of a passbook or a bearer of other bearer seaudtiethe condition tha
the identification is done. The AML/CFT Act obligeBnancial
institutions to perform identification of a custanand verification of hig
identity. However, there is no explicit prohibitiof anonymous accoun
or accounts in fictitious names.

Conclusion

In Slovak Law there is no explicit prohibition afi@nymous accounts (¢
accounts in fictitious names

UJ

4]

=h

L,

Dr

Recommendations andrhe Slovak authorities may wish to consider addingsbe said issue.
Comments
3 Threshold (CDD)

Art. 7 b) of the Directive

The institutions and persons covered by the Divecthall apply
CDD measures when carrying out occasional trarmastamounting
to €15 000 or more.

FATFR. 5

Financial institutions should undertake CDD measwvben carrying

out occasional transactions abdtie applicable designated threshold.
Key elements Are transactions and linked transactions of €15 @®red?
Description and According to Section 10 paragraph 2 letter b) & AML/CFT Act
Analysis CDD shall be performed when carrying out an occwdidransactior]
outside a business relationship worth at least C8Ib,regardless af
whether the transaction is carried out in a sirggleration or in several
linked operations which are or may be connected
Conclusion Transactions and linked transactions of €15,00@avered

Recommendations an

d\/A
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| Comments |

4

Beneficial Owner

Art. 3(6) of the Directive
(see Annex)

The definition of ‘Beneficial Owner’ establishes mimum criteria
(percentage shareholding) where a natural persom e considered
as beneficial owner both in the case of legal pegssmd in the case of
legal arrangements

FATF R. 5 (Glossary)

‘Beneficial Owner’ refers to the natural persongsho ultimately
owns or controls a customer and/or the person oaswlbehalf a
transaction is being conducted. It also incorpardét®se persons who
exercise ultimate effective control over a legalrspa or legal
arrangement.

Key elements

Which approach does your country follow in its défon of
“beneficial owner’? Please specify whether theecit in the EU
definition of “beneficial owner” are covered in yolegislation.

Description and

Analysis

Beneficial owner, in the Slovak Law, means a natpexson for the
benefit of whom a transaction is being carried outa natural person
who:
1. has a direct or indirect interest or their totdleast 25 % in the equity
capital or in voting rights in a customer being egdl entity -
entrepreneur including bearer shares, unless #uatl lentity is ar]
issuer of securities admitted to trading on a ratga market which i
subject to disclosure requirements under a speagalation,

is entitled to appoint, otherwise constitute oratka statutory body,
majority of members of a statutory body, majoritly supervisory|
board members or other executive body, supervisody or auditing
body of a customer being a legal entity —entreprene
in a manner other than those referred to in sulbsectl and 2
controls a customer being a legal entity —entregugn
is a founder, a statutory body, a member of a &tibody or other
executive body, supervisory body or auditing bodyaocustomer
being a corporation or is entitled to appoint, othse constitute of
recall those bodies,

is a beneficiary of at least 25% of funds suppligda corporation
provided the future beneficiaries of those fundsdesignated or
ranks among those persons for whose benefit a @iipo is
established or operates, unless the future beagésiof funds of the
corporation are designated.

U7

174

Conclusion

The legal definition of the beneficial owner copesds with the
definition of the Third EU AML/CFT Directive.

Recommendations
Comments

ar

d\/A

5

Financial activity on occasional or very limited bais

Arf. 2 of the

Directive

(2)

Member States may decide that legal and naturabpsrwho engag
in a financial activity on an occasional or vemyilied basis and wherne
there is little risk of money laundering or finangi of terrorism
occurring do not fall within the scope of Art. 3(by (2) of the
Directive.

Art. 4 of Commission Directive 2006/70/EC furtheefithes this
provision.

)

FATF R. concerning

When a financial activity is carried out by a persor entity on ar
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financial institutions occasional or very limited basis (having regardgt@antitative and
absolute criteria) such that there is little risk money laundering
activity occurring, a country may decide that thpplacation of anti-
money laundering measures is not necessary, diiligror partially
(2004 AML/CFT Methodology para 23; Glossary to E&TF 40 plus
9 Special Recs.).

Key elements Does your country implement Art. 4 of Commissionrdative
2006/70/EC?

Description and Article 4 of Commission Directive 2006/70/EC wad imaplemented in

Analysis the Slovak Republic.

Conclusion Article 4 of Commission Directive 2006/70/EC wad iraplemented in

the Slovak Republic.

Recommendations andV/A
Comments

6 Simplified Customer Due Diligence (CDD)

Art. 11 of the Directive | By way of derogation from the relevant Article tHeirective
establishes instances where institutions and persaoay not apply
CDD measures. However the obligation to gatherigafit CDD
information remains.

FATFR. 5 Although the general rule is that customers shdagdsubject to the
full range of CDD measures, there are instancesrevheduced of
simplified measures can be applied.

U

Key elements Is there any implementation and application of bf Commission
Directive 2006/70/EC which goes beyond the AML/CFT
Methodology 2004 criterion 5.97?

Description and Section 11 of the AML/CFT Act of the Slovak Republstates
Analysis contingencies and conditions under which a findnostitutions or any
other obliged entity may perform simplified custardee diligence.

Conclusion The said provisions are broadly in line with AricB of Commissior
Directive 2006/70/EC.

Recommendations and\/A

Comments

7. Politically Exposed Persons (PEPS)
Art. 3 (8), 13 (4) of thqg The Directive defines PEPs broadly in line with FAZ0 (Art. 3(8)).
Directive It applies enhanced CDD to PEPs residing in anotfhember State
(see Annex) or third country (Art. 13(4)). Directive 2006/70/E&2ovides a wide

1Y%

definition of PEPs (Art. 2) and removal of PEPsafine year of the
PEP ceasing to be entrusted with prominent puhlitctions (Art.

2(4)).

FATF R. 6 and Glossary Definition similar to Directive but applies to indduals entrusted
with prominent public functions in a foreign countr

Key elements Does your country implement Art. 2 of Commissionrdative
2006/70/EC, in particular Art. 2(4), and does iplypArt. 13(4) of the
Directive?

Description and Section 6 of the AML/CFT Act implements the defimit of PEP, which

Analysis is in line with the third Directive. Each time aetit is identified as a

PEP, enhanced due diligence measures must be akalert Such
measures reflect those stated in Article 13 (4hefDirective.

Conclusion Slovakia has implemented Article 2(4) of Commissi@nrective
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2006/70/EC and it applies Article 13(4) of the diree as well.

Recommendations and\/A
Comments
8. Correspondent banking

Art. 13 (3) of the For correspondent banking, Art. 13(3) limits theplagation of

Directive Enhanced Customer Due Diligence (ECDD) to corredpah
banking relationships with institutions from non-Blémber States.

FATF R. 7 Recommendation 7 includes all jurisdictions.

Key elements Does your country apply Art. 13(3) of the Directve

Description and Section 11 of the AML/CFT Act allows the financiaktitutions to apply

Analysis simplified due diligence measures to a credit waricial institution from
an EU Member State or an equivalent third counfifyould howeve
such institution located in another country, enleah€DD measures
must be implemented in accordance with Section flthe@ AML/CFT
Act.

Conclusion Slovakia applies Article 13 (3) of the Third EU AMLFT Directive.

Recommendations and\/A

Comments

9. Enhanced Customer Due Diligence (ECDD) and anonynyit

Art. 13 (6) of the The Directive requires ECDD in case of ML or TFehts that may

Directive arise from productsr transactionghat might favour anonymity.

FATF R. 8 Financial institutions should pay special attentimn any money
laundering threats that may arise from new or dgvab
technologieghat might favour anonymity [...].

Key elements The scope of Art. 13(6) of the Directive is broatteain that of FATH
R. 8, because the Directive focuses on productdramsactions
regardless of the use of technology. How are tlhesees covered in
your legislation?

Description and According to Section 14 paragraph 2 letter b of &dL/CFT Act

Analysis obliged entities shall pay special attention toy‘aisk of legalisation o
terrorist financing that may arise from a type mfnsaction, a particular
transaction or new technological procedures whilerrying out
transactions that may support anonymity and is gedli to take
appropriate measures, if needed to prevent theirfarsthe purposes of
legalisation and terrorist financing”

Conclusion The Slovak law is in line with Article 13 (6) ofdélDirective.

Recommendations and\/A

Comments

10. Third Party Reliance

Art. 15 of the Directive

The Directive permits reliance on professional,lifjed third parties
from EU Member States or third countries for thef@enance of
CDD, under certain conditions.

FATFR. 9

Allows reliance for CDD performance by third pastibut does not
specify particular obliged entities and professiargch can qualify
as third parties.

Key elements

What are the rules and procedures for reliance hord tparties?
Are there special conditions or categories of pessgho can qualify
as third parties?

Description and

=4

Section 13 of the AML/CFT Act states that the thpatty may only be 3
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Analysis credit institution or a financial institution und&ection 5, paragraph 1L
letter b, points 1 to 10 of the AML/CFT Act whictperates in the
territory of an EU Member State.

Conclusion The Slovak law allows the relying on CDD data pded by credit of
financial institutions only from EU Member States.

Recommendations and\/A

Comments

11. Auditors, accountants and tax advisors

Art. 2 (1)(3)(a) of the
Directive

CDD and record-keeping obligations are applicalde auditors,
external accountants and tax advisors acting inettexcise of their
professional activities.

FATF R. 12

CDD and record-keeping obligations

1. do not apply to auditors and tax advisors;

2. apply to accountants when they prepare for or caoot
transactions for their client concerning the follogractivities:

buying and selling of real estate;

managing of client money, securities or other asset

management of bank, savings or securities accounts;

organisation of contributions for the creation, @i®n or

management of companies;

creation, operation or management of legal persong

arrangements, and buying and selling of busineg#iesn

(2004 AML/CFT Methodology criterion 12.1(d)).

Key elements

The scope of the Directive is wider than that af ATF standard

but does not necessarily cover all the activiti€ésaccountants as
described by criterion 12.1(d). Please explaingk&nt of the scopge
of CDD and reporting obligations for auditors, ered accountants
and tax advisors.

Description and| According to Section 5 of the AML/CFT Act auditorgxternal

Analysis accountants and tax advisors are obliged entdies,subject to full range
of obligation arising from the provisions of thédsact. Section 23 of thg
AML/CFT Act, however, waves their reporting respibilgies when
they defend the customer in criminal law proceedimmgepresent the
customer in court proceedings.

Conclusion The extent and scope of CDD obligations for audjtoexternal
accountants and tax advisors is in line with thee@live. Reporting
obligations are limited.

Recommendations and\/A

Comments

12. High Value Dealers

Art. 2(1)(3)e) of the The Directive applies to natural and legal perswading in goods

Directive where payments are made in cash in an amount 00€2%r more.

FATF R. 12 The application is limited to those dealing in poes metals and
precious stones.

Key elements The scope of the Directive is broader. Is the beoagbproach adopted

in your jurisdiction?

Description and Paragraph 3 of Section 5 of the AML/CFT Act implen® Article
Analysis 2(1)(3)(e) of the Directive to the Slovak Law.

Conclusion Slovakia has adopted a broader approach thengoh@eements of R.12
Recommendations and\/A
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| Comments |

13.

Casinos

Art. 10 of the Directive

Member States shall require that all casino custerbe identified
and their identity verified if they purchase or Bange gambling
chips with a value of €2,000 or more. This is reqjuired if they are
identified at entry.

FATF R. 16

The identity of a customer has to be establishetdvanified when hg
or she engages in financial transactions equal &dove €3,000.

Key elements

In what situations do customers of casinos havéddoidentified?
What is the applicable transaction threshold inrypuisdiction for
identification of financial transactions by casitustomers?

Description and Identification of a customer and verification ofshidentity are also

Analysis required in case of carrying out a transaction #nabunt to at least
€2,000, which is also applied to gambling operatansl situation in
which a client purchases or exchanges gamblingschiiph a value of
€2,000.

Conclusion The Slovak law is in line with Article 10 of the flective.

Recommendations and

Comments

14. Reporting by accountants, auditors, tax advisors, otaries and
other independent legal professionals via a self-gailatory body to
the FIU

Art. 23 (1) of the This article provides an option for accountantsdimus and tax

Directive advisors, and for notaries and other independeat lerofessionals tp

report through a self-regulatory body, which sHahward STRs to
the FIU promptly and unfiltered.

FATF Recommendation

The FATF Recommendations do not provide for suchpion.

Key elements

Does the country make use of the option as provfdedby Art. 23
(1) of the Directive?

Description and The AML/CFT Act does not providaccountants, auditors and tax

Analysis advisors, and for notaries and other independegdl Iprofessionals
with a possibility to report STR through a self ukgor body.

Conclusion The Slovak Law does not implement Article 23 (1}la# Directive.

Recommendations andrhe Slovak authorities may wish to consider allgvimccountants

Comments auditors and tax advisors, and for notaries andratidependent legal
professionals to report through a self-regulatoodyy which shall
forward STRs to the FIU promptly and unfiltered.

15 Reporting obligations

Arts. 22 and 24 of th
Directive

The Directiverequires reporting where an institution knows, gasp or
has reasonable grounds to suspect money laundeningerrorist
financing (Art. 22). Obliged persons should refrain fromrgarg out
a transaction knowing or suspecting it to be relate money|
laundering or terrorist financing and to reporoithe FIU, which car
stop the transaction. If to refrain is impossiblecould frustrate an
investigation, obliged persons are required to repo the FIU
immediately afterwards (Art. 24).

FATF R. 13

U

Imposes a reporting obligation where there is sugpithat funds aré
the proceeds of a criminal activity or relatedeodrist financing.

Key elements

What triggers a reporting obligation? Does the llefamework
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addres®x antereporting (Art. 24 of the Directive)?

Description and Section 16 of the AML/CFT Act requires the obligedtities to

Analysis postpone an unusual transaction, as defined byioBedtof the saic
act. Ex ante reporting is also covered by the Hdwaw. Triggers for|
reporting are contingencies stated in an open agd& form in
Section 4 of the Act.

Conclusion Articles 22 and 24 of the Directive have been impated in the
Slovak Law.

Recommendations andN/A

Comments

16. Tipping off (1)

Art. 27 of the Directive

Art. 27 povides for an obligation for Member States to ecb
employees of reporting institutions from being esgub to threats o
hostile actions.

FATF R. 14

No corresponding requirement (directors, officersd eemployees
shall be protected by legal provisions from crinhiaad civil liability
for “tipping off”, which is reflected in Art. 26 afhe Directive)

Key elements

Is Art. 27 of the Directive implemented in yourigdiction?

Description and

Analysis

The only provision which may be considered as ptotg the employee
from being exposed to threats or hostile actionsfifimg a UTR, are
Section 17 para 4: “An unusual transaction reparstnmot include dat
about the employee who detected the unusual traosdc and Section
20 para 2 stating that the institutions individpedgramme must conta
the manner of ensuring the protection of employgles detect unusua
transactions”

It is, however, unclear whether there are otheallegechanisms whic
would protect the employee from threats or hostilgons.

Conclusion

The provisions of the Slovak Law may be deemed diyom line with
the third AML/CFT Directive.

Recommendations andrhe Slovak authorities may wish to analyse if therall legal framework
Comments provides for proper employees protection in linghwArticle 27 of the
Directive.
17. Tipping off (2)

Art. 28 of the Directive

The prohibition on tipping off is extended to wheege money
laundering or terrorist financing investigation bieing or may be
carried out. The Directive lays down instances whitie prohibition
is lifted.

D

|

FATF R. 14

The obligation under R. 14 covers the fact thatSIrR or relateg
information is reported or provided to the FIU.

Key elements

Under what circumstances are the tipping off oltiages applied?
Are there exceptions?

Description and

Analysis

Section 31 of the AML/CFT Act states “Obliged eptiemployee of

obliged entity, as well as person acting on bebhtibliged entity on the
ot

basis of another contractual relationship, shalbbkged to keep secr¢
about reported unusual transaction and measures) liaken by the
Financial Intelligence Uniin relation to third persons including persa
to whom such information relates.”

D

Conclusion

Section 31 of the AML/CFT Act is broadly in line thi the third
AML/CFT Directive, however the exception provideat in the third to
fifth paragraphs of Article 28 of the Third EU AMCFT Directive are

217

=

)

=]

ns



Report on fourth assessment visit - Slovak Republic — 26 September 2011

not implemented in the Slovak Law

Recommendations

ar

dBSlovak authorities may wish to consider includingttier exceptions a

Comments stated in Article 28 of the third AML/CFT Directive

18. Branches and subsidiaries (1)
Art. 34 (2) of the The Directive requires credit and financial indtiins to communicats
Directive the relevant internal policies and procedures wia@maicable on CDD

Y%

reporting, record-keeping, internal control, riskssessment, ris
management, compliance management and communidatibrancheg
and majority owned subsidiaries in third (non EQYiatries.

FATF R. 15 and 22

o

The obligations under the FATF 40 require a broaaher higher standar
but do not provide for the obligations contemplabgdArt. 34 (2) of the
EU Directive.

Key elements

Is there an obligation as provided for by Art. 2% ¢f the Directive?

Description and As mentioned previously in this report Slovak AMIET Act

Analysis (Section 24) requires credit and financial institas to communicate
their internal procedures to majority-owned sulzsies and
branches. There is, however, no obligation to megai broader or
higher standard.

Conclusion Obligation stated in article 34 (2) of the Direetiwas implemented ip
the Slovak Law.

Recommendations and\/A

Comments

19. Branches and subsidiaries (2)
Art.  31(3) of the The Directive requires that where legislation dhiad country does nat
Directive permit the application of equivalent AML/CFT meassyr credit and

financial institutions should take additional measuto effectively
handle the risk of money laundering and terroitsricing.

FATF R. 22 and 21

Requires financial institutions to inform their cpetent authorities in
such circumstances.

Key elements

What, if any, additional measures are your finanamstitutions
obliged to take in circumstances where the legamtabf a third
country does not permit the application of equinal&ML/CFT
measures by foreign branches of your financiaitinsbns?

Description and| According to Section 24 of the AML/CFT Act, shotl legislation of a

Analysis third country not permit application of measuresieglent to those se
out in Slovak Law, the obliged entity shall infotime FIU about it and
take additional measures to prevent ML and TF.
No specific catalogue of additional measures astiowed in the said
section was established.

Conclusion Article 31 (3) of the Directive is implemented imetSlovak Law

Recommendations andslovak authorities may wish to consider establighin catalogue (im

Comments guidelines) of additional measures which shouldtddeen by credit or
financial institutions in situation stipulated ine@ion 24 of the
AML/CFT Act.

20 Supervisory Bodies

Art. 25 (1) of theg The Directive imposes an obligation on supervidoodies to inform

Directive the FIU where, in the course of their work, theg@mter facts that
could contribute evidence afoney laundering or terrorist financing.

FATF R. No corresponding obligation.
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Key elements

Is Art. 25(1) of the Directive implemented in ygurisdiction?

Description and Section 31 of the AML/CFT Act does provide for thieligation set ou
Analysis in Article 25(1) of the Third EU AML/CFT Directive.
Conclusion The Slovak law is compliant in this matter with fhieird EU AML/CFT
Directive.
Recommendations andN/A
Comments
21 Systems to respond to competent authorities

Art. 32 of the Directive

The Directive requires credit and financial ingtitns to have systems in
place that enable them to respond fully and proptptenquires from the
FIU or other authorities as to whether they mamtar whether during
the previous five years they have maintained, &las relationship with
a specified natural or legal person.

FATF R.

There is no explicit corresponding requirementdudh a requirement
can be broadly inferred from Recommendations 232t 32.

Key elements

Are credit and financial institutionsequired to have such systems|in
place and effectively applied?

Description and Paragraph 4 of Section 24 of the Slovak AML/CFT Alearly states an
Analysis obligation as set out in Article 32 of the Third BAAML/CFT Directive.
Conclusion The Slovak Law follows the obligation of Article 3&f the third
AML/CFT Directive.
Recommendations and\/A
Comments
22 Extension to other professions and undertakings

Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States to
extend its provisions to other professionals andegmies of
undertakings other than those referred to in A.2fl)he Directive,
which engage in activities which are particulaikely to be used for

money laundering or terrorist financing purposes.

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has your country implemented the mandatory requergnm Art. 4 of
the Directive to extend AML/CFT obligations to othgrofessionals
and categories of undertaking which are likely eoused for money
laundering or terrorist financing purposes? Haslaassessment been
undertaken in this regard?

Description and

Analysis

The catalogue of obliged entities under Sectiorf hhe AML/CFT Act
comprise for instance: “a postal undertaking, a ricouistrainer, an
administrator who manages activity within bankryptecestructuring
proceedings or debt removal proceedings under eigdpegulation, g
legal entity or a natural person authorised to wi®vhe services g
organisational and economic advisor, the serviégaublic carriers and
messengers or forwarding services, and other péfrsonlaid down by g
special regulation.” The said catalogue is broad, the evaluation team
was made aware that it was being considered whdtddi specific entity
should be listed as obliged entity. There is howewve written risk
assessment in this matter.

=2

Conclusion

Slovakia has implemented the mandatory requirermert. 4 of the
Directive to extend AML/CFT obligations to otherofgssionals and
categories of undertakings which are likely to beedi for money
laundering or terrorist financing purposes. Howeweo formal risk
assessment has been undertaken in this regard.
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N

Recommendations andt is recommended that a formal risk assessmentaisied out to

Comments determine which professional categories other ttimse specified i
Section 5 of the AML/CFT Act are likely to be uséal ML or TF
purposes.

23 Specific provisions concerning equivalent third contries?

Art. 11, 16(1)(b),| The Directive provides specific provisions concegnicountries

28(4),(5) of the which impose requirements equivalent to those kidvn in the

Directive Directive (e.g. simplified CDD).

FATF R. There is no explicit corresponding provision in tAATF 40 plus

9 Recommendations.

Key elements

How, if at all, does your country address the issuequivalent third
countries?

Description and Under the provisions of Slovak Law there is a pngston of

Analysis equivalence between financial institutions from @kia, EU\EEA
countries and third countries as set out in the ABHT Act. This
presumption translates into specific exemptionénCDD measures fqg
instance.
The only binding third countries list as at timetloé on-site visit was th
one of the EU.

Conclusion Slovak provisions on equivalent third countriesrespond to those in th
third AML/CFT Directive.

Recommendations and\/A

Comments

VI. ANNEXES

See MONEYVAL(2011)21ANN
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