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Poland

Second 3rd Round Written Progress Report
Submitted to MONEYVAL

1. Written analysis of progress made in respect of tHeATF core
Recommendations

1.1 Introduction

1. The purpose of this paper is to introduce Polasdsond progress report back to the Plenary
concerning the progress that it has made to rertredlgleficiencies identified in the third round naltu
evaluation report (MER) on selected Recommendations

2. Poland was visited under the third evaluation rotnodh 14 to 21 May 2006 and the mutual
evaluation report (MER) was examined and adoptedVMNEYVAL at its 23% Plenary meeting
(5-7 June 2007). According to the procedures, Rblsubomitted its first year progress report to the
Plenary in July 2008.

3. This paper is based on the Rules of Procedure \dsecein March 2010 which require a
Secretariat written analysis of progress againstcire Recommendationghe full progress report is
subject to peer review by the Plenary, assistethbyRapporteur Country and the Secretariat (Rules 3
40). The procedure requires the Plenary to befigatisvith the information provided and the progress
undertaken in order to proceed with the adoptiothefprogress report, as submitted by the couatrg,
the Secretariat written analysis, both documenitsgogubject to subsequent publication.

4, Poland has provided the Secretariat and Plenary avifull report on its progress, including
supporting material, according to the establishedjgess report template. The Secretariat has dréfte
present report to describe and analyse the prograds for each of the core Recommendations.

5. Poland received the following ratings on the coeedinmendations:

R.1 — Money laundering offence (LC)

SR.Il — Criminalisation of terrorist financing (NC)

R.5 — Customer due diligence (NC)

R.10 — Record Keeping (PC)

R.13 — Suspicious transaction reporting (PC)

SR.IV — Suspicious transaction reporting relatetétoorism (PC)

6. This paper provides a review and analysis of thasmes taken by Poland to address the
deficiencies in relation to the core Recommendati(@ection Il) together with a summary of the main
conclusions of this review (Section Il). This paghould be read in conjunction with the progreg®re
and annexes submitted by Poland.

7. It is important to be noted that the present aiglfigcuses only on the core Recommendations
and thus only a part of the Anti-Money Launderingitbating the Financing of Terrorism (AML/CFT)

! The core Recommendations as defined in the FA®Equiures are R.1, R.5, R.10, R.13, SR.Il and SR.IV.
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system is assessed. Furthermore, when assessiggsanade, effectiveness was taken into accaunt, t
the extent possible in a paper based desk reviewheobasis of the information and statistics piediby
Poland, and as such the assessment made doesfiohdall effectiveness.

1.2 Detailed review of measures taken by Polandalation to the Core Recommendations

A. Main changes since the adoption of the MER

8. Since the adoption of the MER and the First Pragiesport, Poland has taken the following
measures with a view to addressing the deficieridiestified in respect of the core Recommendations,
including

« implementation of a new AML/CFT Law incorporatinty BU Directive requirements

« creation of an autonomous offence of financingeofdrism

» achievement of a number of money laundering coiwrist including 5 autonomous convictions

» implementation of further outreach and traininghe private sector

» implementation of further training to prosecutonsl gudges on the elements of money laundering
offences.

9. Poland has also taken additional measures to addeficiencies identified in respect of the key
and other Recommendations, as indicated in ther@ssgeport, however these fall outside of the scop
of the present report and thus are not reflecteckth.

B. Review of measures taken in relation to the CorBecommendations

Recommendation 1 - Money laundering offence (ratedC in the MER)

10. Deficiency 1 identified in the MERclarify legislative provisions to ensure that alpects of the
physical and material elements in the Vienna andr®® Conventions are coveredit the time of the
last progress report Poland reported no changessgpect of this deficiency. Since then the Prosecut
General has presented draft amendments to the tilirnd$ Justice, which appear to have been accepted
by the Ministry. These amendments should be indlidean upcoming amendment to the Penal Code
(PC).

11. The proposed amendments are set out at paragrapbf 2tie 2° progress report. While the
English translation may not be entirely accuratedathe language does not clearly replicate the
language of the Conventions, it appears that togetthe 2 proposed amendments arguably cover
conversion or transfer for the purposes of conongadisguising the proceeds’ illicit origin
(though whether it also would cover converting ransferring such property for the purpose of hgpin
any person involved in the commission of the crahioffence is debatable). It is less clear whether
concealment or disguise of the true nature, soulmeation disposition...etc. would be covered.
Acquisition, possession or use, which the 2006uatals found were missing elements, would appear to
be covered.

12. Nonetheless these are simply proposed amendmesttharoffences remain at the present time
as they were at the time of the evaluation. WHilgirtenactment would improve the criminalisation of
money laundering (though not remove all doubts}imescale for their implementation is given.

13. Deficiency 2 identified in the MER (Conspiracy to commit money laundering should be
recognised as a criminal offence, unless this ispeomitted by fundamental principles of domestig)l
There have been no changes since the evaluatite ilegislation. A proposed amendment provides for
criminalisation of the preparation to commit a @in®n the assumption that an agreement between 2 or
more persons to commit money laundering (wheretfence is not completed) would be covered by the
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notion of preparation (as is implied from the repbythe questionnaire) then the deficiency would be
remedied. No timescale for introduction is given.

14. Deficiency 3identified in the MER(Financing of terrorism in all its forms, as exjplad in the
Interpretative Note to SR.II, should be clearly @®d as predicate offences to money launderifigjs
deficiency has been partially addressed by the dment to the PC in Article 165a, though, as noted
beneath, financing of terrorism in all its formseaglained in the Interpretative Note to SR.IIidl sot
completely covered.

15. Deficiency 4identified in the MER(Clarify in the criminal law that property being peeds
covers both direct and indirect property which esgnt the proceeds (or benefits) of the cyirBace the
last progress report was adopted a further propaserndment has been drafted which, if implemented,
would be welcome as it would clarify the wider seop forfeiture available in money laundering cases
However the proposed amendment does not addresotivept of direct and indirect proceeds in the
money laundering offence itself, except inferelgtidlio timescale is given for the implementationhef
amendment.

16. Deficiency Sdentified in the MERMore emphasis should be placed on autonomousputien

of money laundering by third partieshutonomous money laundering has been includedaimihg
seminars for judges and prosecutors, and from thtistics provided it appears 2 convictions were
achieved for autonomous money laundering in 2008,3so far in 2010.

17. There appears to be a steady number of money langdevestigations (284 in 2008;
253 in 2009) with convictions in 27 and 18 casaspeetively in 2008 and 2009. In 2010 so far 13 ngone
laundering cases have been completed with finalicbons.

18. The predicate offences are largely fraud basealiding fiscal fraud and forgery of documents.
All convictions in 2008 were for self launderingdaim 2009, 16 of the 18 convictions were for self
laundering. 10 of the 13 convictions in 2010 weoe $elf-laundering. Nonetheless, as noted above,
money laundering appears now to have been suctiggsfosecuted as an autonomous offence. All in all
therefore, the effectiveness of the money laundeoiifence appears to have been broadly demonstrated
on a desk review, and the evaluators’ concerns tabmwifficient emphasis on autonomous money
laundering appear to have been taken into accdim.amendments to the legislation still need to be
implemented, though use of language which reflebes Convention texts more closely would be
preferable.

Special Recommendation |l - Criminalisation of terorist financing (rated NC in the MER)

19. Deficiency 1lidentified in the MER(An autonomous offence of terrorist financing dtidoe
introduced which explicitly addresses all the eSssércriteria in SR.II and requirements of the
Interpretative Note to SR.II be introduced whictds$ses all aspects of SR.Il and its Interpretative
Note).

20. At the time of the evaluation and the adoptionhsf first progress report financing of terrorism
was criminalised on the basis of aiding and algttin “act of terrorism”; though at the time of the
adoption of the first Progress report a draft amesnt had been prepared to provide for an autonomous
offence of financing of terrorism.

21. The PC has now been supplemented by Article 165ehwdrovides:
“Any one who collects, transfers or offers instrumseof payment, securities or other foreign
exchange, property rights, movable or immovableperty, in order to finance an offence of a

terrorist character shall be subject to imprisonrhfar 2 to 12 years.”

22. An offence of a terrorist character is defined btidde 115 paragraph 20 of the PC as:
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“An act prohibited under penalty of deprivation ldferty up to at least 5 years, committed with

the purpose of:

- serious intimidation of many people;

- forcing a public body of the Republic of Polardod another state or of a body or an
international organisation to take certain stepgefrain from certain actions;

- serious disturbing in a system of state or econofrthe Republic of Poland, of another

state or of an international organization, as wal a threat to commit such an  act.”

23. The combination of Articles 165a and 115, paragraph PC is a welcome step forward by
Poland in addressing the deficiencies identifiedhgyevaluators. The Polish authorities considat ttie
language of the amendment covers also the colleafofunds for a terrorist organization with the
purpose of committing an offence of a terroristreloter as defined in Article 115 paragraph 20 PC,
which is accepted.

24. It is noted that the offence can be committed Ipallgpersons as corporate criminal liability is
available in Poland and the penalties appear byatisbuasive. It is accepted for the purposesisfdésk
review that intention can be inferred from objeetfactual circumstances, as the judges had indi¢hise
to the evaluators on-site. It is also accepted tiatlanguage of the Polish offence broadly covees
range of funds required by the Financing of TesmriConvention and SR.II. It is also accepted fes¢h
purposes that the necessary ancillary offencesdnimeilcovered.

25. The financing of terrorism offence is said to covaovision or collection of funds in respect of
the two distinct types of terrorist acts in the Tenvention: Article 2 (1) (a) TF Convention (acts
constituting offences in the treaties annexed ® @onvention) and Article 2 (1) (b) TF Convention
offences (any other acts intended to cause deatbrimus injury to intimidate a polulation or tongpel a
government or international organisation to dasedirain from doing, any act). A.2 (1) (b) TF Contien
acts appear to be clearly covered by Article 115 ¥@st of the Article 2(1)(a) TF Convention offesce
in the Annex to the TF Convention appear to be diyoaovered in the PC, though it is not entirelgani
how the linkage is made between these various offem the PC and the requirement for the TF offenc
to apply to offences of a terrorist character dmdd in A.115 para.20. On a very broad construcad

TF Convention annex offences that appear in theniRft be considered as offences involving “serious
disturbing in a system of the State of the ReputiiPoland (or of another State)”. While this nteya
common sense conclusion that a court may come iadvised that the linkages should be more lglear
made in A.115 para 20 to make direct referencetaltbe relevant TF Convention Annex Offences that
appear in the PC.

26. The SR requires countries to go further than thev€otion and criminalise

- “wilful provision or collection of funds intendinghat they be used by a terrorist
organisation or an individual terrorist for any pquose.”

27. As the financing of terrorism offence in Polandlimited to the financing of an offence of a
terrorist character the Polish authorities advise the provision of funding for any purpadsea terrorist
organisation is covered by A.25882 PC participativan organised group of a terrorist characteis Th
offence is set out beneath.

Article 258. § 1. Whoever participates in an orgad group or association having for its
purpose the commission of offences shall be sutmebie penalty of deprivation of liberty for a
term between 6 months and 3 years.

§ 2. If the group or association specified in §dk lthe characteristics of an armed organisation
or its activities are aimed at commission an oféenta terrorist character, the perpetrator shall
be subject to the penalty of deprivation of libddya term of between 6 months and 8 years.



3. Whoever sets up the group or association dpdcih § 1 or 2 or leads such a group or
association shall be subject to the penalty of tgion of liberty for a term of between 1 year
and 10 years.

8 4. Whoever sets up the group or association witlurpose of committing a terrorist crime or
leads such a group or association shall be sulfjedhe penalty of deprivation of liberty for a
minimum term of 3 years.

28. There is no jurisprudence confirming the Polisteiiptetation of A.25882 that this would be
covered as an act of participation. While it wohtg better if this element of the SR was clearlyeced

in the TF offence itself, this issue has not beeated as a deficiency in this desk review as illdoeed
more detailed discussion with relevant officialsondtheless, it seems clear that the funding of an
individual terrorist for any purposes is not covkef®y this provision, or any other provision whidtet
Secretariat has seen.

29. Poland has indicated that they do not considen€img of terrorism to be a domestic problem
though, in the absence of information on crimimadeistigations for financing of terrorism, this cahbe
confirmed. While there have been no indictmentdif@ncing of terrorism, reports have been serthiey
FIU to law enforcement (see SR.IV beneath).

30. The evaluators’ recommendation appears to have laegely addressed though the financing of
an individual terrorist for any purpose remainsrabfem, and the linkage in the autonomous offeoce t
the offences in the PC representing the treatieexad to the TF Convention could be clearer.

Recommendation 5 - Customer due diligence (rated N the MER)

31. Deficiency lidentified in the MER(Financial institutions should be clearly requiréa identify
customers when starting a business relationshignadarrying out occasional transactions that areewi
transfers in the circumstances covered by the pmetative Note to SR VIl and when the financial
institution has doubts about the veracity or adexyuaf previously obtained identification datdjhe
AML Act has been amended to bring it into line willirective 2005/60/EC. It came into force on 22
October 2009 and contains new rules on CDD. The AMW covers 4 basic CDD measures (financial
security measures) including application of thenemwboncluding a contract with a client, when cangyi
out occasional transactions of more than 15.000% when there is a suspicion of money laundering o
financing of terrorism, where there are doubts &bbe previously submitted data. CDD in respect of
wire transfers covered by the Interpretative NateSR.VIl is provided for by European Regulation
1781 / 2006 which is directly applicable in Polasdbject to the derogation in Article 10 C of thlA
Law. The EC Regulation is now sanctionable in Palamd the identified deficiencies have broadlynbee
covered.

32. Deficiency 2identified in the MER(Identification requirements concerning above #irald
transactions should be applicable also to custonaérslectronic money institutionsglectronic money
institutions have been brought into financial sgguneasures.

33. Deficiency 3identified in the MER(The Polish authorities should introduce the cgicef
beneficial owner as it is described in the Glossaryhe FATF Recommendations. Financial institugion
should be required to take reasonable measuresetidyvthe identity of the beneficial owner using
relevant information or data obtained from a reli@alsource) The FATF concept of a beneficial owner is
now fully covered with the further clarifications ithe EC Directive. One of the financial security
measures is verification of the beneficial owner.

34. Deficiency 4 identified in the MER (Financial institutions should be required to ointa
information on the purpose and intended naturehefliusiness relationshiphrticle 8b paragraph 3 sub
paragraph 3 covers this CDD requirement.




35. Deficiency 5identified in the MER(Financial institutions should be required to cowetl on-
going due diligence on the business relationshid &m ensure that documents, data or information
collected under CDD process is kept up-to-date mhelvant by undertaking reviews of existing records
particularly for higher risk categories of custorsenr business relationshipsJhis is now covered by
Article 8 b, paragraphs 3 and 4 of the AML Law,allin slightly different language. The results of
analyses of the transactions should be documeAtéidi¢ 8a paragraph 1).

36. Deficiency 6identified in the MER(Financial institutions should be required to pmrh
enhanced due diligence for higher risk categori€customers, business relationship or transaction,
including private banking, companies with beareargls and non-resident customergjticle 9 e of the
AML Act covers enhanced due diligence for highek tustomers. The Law sets out 3 specific situation
where, regardless of their own risk assessmergertieg entities are obliged to undertake at least of
the enhanced CDD measures: where the client ipnesent for identification; where the client israss
border correspondent and where the client is a PEFsactions involving private banking or companie
with bearer shares, or non-resident customers atrespecifically covered, though the Law defines an
open catalogue of criteria for performing such @slalyses, into which these types of situation fady
On paper the solutions that have been adoptedtagfessment of risk look to be in line with therait
FATF risk based approach, though how it is implermenin individual financial institutions’ own
procedures can only be established in an on-site vi

37. Deficiency 7identified in the MER(Financial institutions should not be permitteddpen an
account when adequate CDD has not been conducteeré/the financial institution has already started
the business relationship and is unable to comghph @&DD it should be required to terminate the
business relationship. In both situations mentiomddve financial institutions should be required to
consider making a suspicious transaction repoftjticle 8.b, paragraph 5, adequately addresses this
deficiency.

38. Deficiency 8identified in the MER(Financial institutions should be required to apgBpD
requirements to existing customers on the basmaigriality and risk and to conduct due diligenae o
such existing relationships at appropriate timés}icle 8.b, paragraph 1, now covers this issue.

39. In conclusion, the formal deficiencies: identifisdrespect of Recommendation 5 in the report
now appear to have been covered. No informatigorasided on types of R.5 infringement that have
been found in supervision or have been the subfesdnctions so it is difficult to assess in a deskew
effectiveness of implementation.

Recommendation 10 - Record Keeping (rated PC in thelER)

40. Deficiency lidentified in the MER(The text of the law should clearly state thatra@kcessary
identification data has to be kept for at leastfiyears after the end of the business relationsisip
required by Recommendation 1@t the time of the first Progress report it wasigaded that an
amendment was proposed to require CDD informatmrbé retained for at least 5 years or more
following the year in which the business relatiapstwith the customer was terminated. The amendment
that appears in the Law today is less clear cut tr@at was proposed. CDD information is requireti¢o
kept for a period of 5 years from the first dayidaling the year in which the transaction was caroet

with the client (Article 9 k). It appears that ttieficiency has not been cured entirely.

41. Deficiency 2identified in the MER(Financial institutions should be required to kedgruments
longer than five years if requested by a compedelttiority). It appears that there have been no changes
here as yet other than a proposal that this sHmikcbvered at the request of the GIFI and thatstindsild

be placed in the Law. It is unclear what the stafithis proposal is currently.




Recommendation 13 — Suspicious transaction reportin (rated PC in the MER)

42. Deficiency lidentified in the MER(More guidance is needed to ensure that reporéngties
place sufficient emphasis on the STR regime (assgapto the above-threshold reporting regimé)).
should be noted that the evaluation report statatd@IFI had made training a top priority and tG3E|
had drawn up warning signs and appropriate indisafor each sector, and in the context of
Recommendation 25 considered the work GIFI had dsrexemplary.

43. The Polish authorities in this progress reportéath that they have stepped up the guidance they
give. In 2009 the 8 edition of the GIFI guidebook is said to deser alia with the analysis of suspicious
transactions.

44, They also note that enquiries on the practicaliegtibn of the Law increased by 30% in 2009
compared with 2008. So it is clear that much waskstill being done by the GIFI in this area.
It is interesting to note however that the numbeB®Rs received year on year have steadily declined
from a highpoint of 67,087 in 2005 to 12,715 in 20@n a desk review it is not possible to assess
whether the quantity of STRs has dropped while ghaelity of them has increased, though with the
exception of 2008 the number of money launderimmnts sent to law enforcement has remained fairly
steady at around 180 reports annually. The Polishoaities consider that the decrease in the nurober
STRs is as a result of an increase of quality e$¢hreports because of the efforts of the Polishifrthis
area and feedback they have given to obliged irnistits.

45, Deficiency 2identified in the MER(More attention should be given to outreach tceotparts of
the financial and non banking financial sector tesere that they are reporting adequatelg)FI has, as
noted above, continued its trainings and prepanee-@arning platform. Reports from brokerage heuse
and insurance have been steadily rising, though I8pBrts from exchange houses remain very low.

46. Deficiency 3dentified in the MERThe AML Act should clearly provide for attempsedpicious
transactions to be reported)he effect of Article 8 (3) and 8 b (5) and A.16thé AML Act ensure that
such attempted transactions are reported and fighRaithorities confirm that this is the case.

47. Deficiency 4identified in the MER(More guidance is required on the width of thaafioing of
terrorism reporting obligation).Financing of terrorism is an essential part of G@EUidance. This
deficiency may technically be satisfied, but theomting obligation on FT remains insufficiently b as
it does not yet cover the financing of an individigarorist for any purpose.

48. The main thrust of the deficiencies under Recomratod 13 identified in the report have been
addressed by the Polish authorities. However thidtions on the width of the STR regime on finaugci

of terrorism do potentially limit the width of tH&TR regime, and the linkage of reporting to tratieas
where there is a reasoned suspicion that they rmaglated to the offence of money laundering agpear
not wide enough to cover all aspects of Recommandat3 (which addresses “funds” where there may
be no transaction as such).

Special Recommendation 1V (rated PC in the MER) — Sspicious transaction reporting related to
terrorism

49, Deficiencyidentified in the MERThe reporting duty needs to be explicitly cladfiin the law to
include all funds where there are reasonable grautam suspect or they are suspected to be linked or
related to, or to be used for terrorism, terrorastts or by terrorist organisations or those whaoafice
terrorism). The reporting duty is now in Article 8 paragrapha®d Article 17 of the AML/CFT Act
(whereas A.8(3) is limited to the registering @frisactions related to ML and TF). As noted, iirikdd

to transactions in respect of the offences whiah @eated in the Penal Code. As noted above, the
financing of terrorism offence is limited in scope far as funding of an individual terrorist foryan
purpose is concerned and this limits the scopheféporting obligation.
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50. The same concern about suspicions being confing@nsactions as opposed to the wider notion
of funds is also an issue here. Thus SR.IV def@@nremain and the Polish authorities are encedrag
to complete the coverage of SR.Il in respect ofividdal terrorists in this context as well.
Notwithstanding this there have been a small nurobeeports on financing of terrorism: 2083 in 2005
though with no cases opened by the FIU; 412 in 2006 3 notifications to law enforcement; 199 in
2007 with 14 notifications to law enforcement; 182008 with 15 sent to law enforcement; and 49 in
2009 with 21 being sent to law enforcement. As ci@arlier there have been no financing of terrorism
investigations.

1.3 Main conclusions

51. The report on the Core Recommendations shows &agntf progress on the preventive
obligations under R.5, though there remain somiideties under R.10. There have been positivesstep
on the implementation of R.1 in respect of deveigpiase-law on autonomous money laundering. The
progress in addressing the legal problems withipgtisation is more limited and amendments have bee
pending for some time.

52. The main deficiency is that the financing of teisor offence still needs to cover the financing of
an individual terrorist for any purpose. This pdiglly impacts on the SR.IV regime and limits the
efficiency of suspicious transaction reporting @spect of FT. The Polish authorities are encouraged

remedy this deficiency.

53. In conclusion, as a result of the discussions lettle context of the examination of this second
progress report, the Plenary was satisfied with itifermation provided and the progress being
undertaken and thus approved the progress repatttla@ analysis of the progress on the core
Recommendations. Pursuant to Rule 41 of the Rdlpsocedure, the progress report will be subject of
an update in every two years between evaluatioh #eugh the Plenary may decide to fix an earlier
date at which an update should be presented.

MONEYVAL Secretariat
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2. Information submitted by Poland for the second pregs report

2.1 General overview of the current situation andhet developments since the last
evaluation relevant in the AML/CFT field

Position as at date of last progress report (7 Julg2008)

The Polish Authorities (PA) has given careful cdesation to the recommendations of the Council of
Europe MONEYVAL Committee and undertakes effortsmplement the same to the extent possible
under available legal, financial and human res@urce

Since the llird Round Evaluation more and more $tigations and preparatory proceedings initiated in
the result of suspicious transaction reportingtbemwise, outside the reporting system have leadaoy
new indictments and convictions for money laundgnvhich is the best proof of effectivhes of each
country’'s AML system. Investigations initiated biiet notification from the General Inspector of
Financial Information (GIFI — Polish FIU) that dmbt lead to the indictment for money launderingoft
ended with prosecution for other crimes (see siz)s

As a member of the European Union, Poland has éatkiis participation in the making of decisions on
new regulations and measures to be adopted in MeRiages. The representatives of GIFI actively
participate in the works of EU and other internadibforas, such as the working groups of the Egmont
Goup, MONEYVAL Committee of the Council of EurogeATF and will start cooperation with EAG (at
the last Plenary meeting Poland received the Obsstatus).

The following new initiatives are planned:

1. In 2008-9 — the new secured network will be T@@do ensure information exchange between FIU
and prosecutors offices;

2. The new extensive version of training courses béllprovided with the use of a website (so called
“e-learning”);

3. Realization of EU project in Romania — Poland ise tiproject leader and form the
September/October together with Romanian FIU vélMmork on the projectFight against money
laundering and terrorism financirig

4. New edition of booklet for obliged institutions encerning the latest developments in the area of
AML/CTF issues;

5. Creation of special Task Force leading by GIFlidentification, monitoring and counteracting on
ML and TF activities in cyber space;

6. The new “Management information system” which istke final stage of modification. It will
present many different measures of status andiesftig of processes ocurring within FIU, e. g.
number of active/passive cases per analyst, darafi@ctive analysis of cases, information about
documents send from/to reporting institutions/pecosers and many other information.

7. GIFI has registered and intends to engage actimelye FATF Private Sector Consultative Forum.
The Forum is an initiative aimed at further enhagailialogue between the public and the private
sector to combat money laundering and terrorisirfiing. The cooperation within the Forum
develops the exchange of knowledge, experiencedaodments. So far GIFI principally operates
through an electronic contact group. It allows d@cussion and comments on the issues raised in
the documents submitted.
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In the year 2007 the GIFI received 1.920 descrptiotifications on suspicious transactions. The
common feature of these notifications is that thegjude several, a dozen or so and sometimes even
several hundreds of transactions that in the opinid the reporting organisation illustrate and
authenticate the suspicion of money laundering.yTdlso include other data and documents that may
contribute to the increased effectiveness of thecgedings (e.g. account history, bank account
agreement, signature specimen card, copies of dertisrthat were used to open accounts).

As a result of the information received in 200% @eneral Inspector of Financial Information:

1. Initiated 1.358 analytical proceedings

2. Demanded suspension of 1 transaction for the amounf 65.000 EUR

3. Demanded blockade of 97 accountsconnected with suspicious financial transactidéms the
amount of app. 10M EUR (and from their own initiative demanded blockade of 58 accounts for
the amount of app. 2M EUR).

The initiated analytical proceedings concernedaliewing risk areas, among others:

— llegal or fictitious trade: fuels, scrap metal 651proceedings,

— trade in funds most probably originating from fraardbbtained under false pretences — 122,

— trade in funds probably originating from unauthedsiccess to bank accounts — 14,

— transactions of non-residents — 46,

— transfers of money abroad,

— transfers of money from business entities (suspioidictitious invoicing),

— transfer of money related to trading in securitaBnitted/ not admitted to trading in the public
market,

— transfer of real estate related funds.

In comparison to the previous years, the tool abaat blockade was most commonly used; it consists
temporal blockade of using all property valueseamitd in the account while maintaining the possybil
of their accumulation with incoming funds.

The analytical proceedings conducted formed thésas blocking demand. It should be noted that the
amounts of funds blocked in the account are appraté as during the blockade imposed by GIFI the
funds may be paid into the accounts but they cabaatithdrawn.

As a result of the analysis 190 notificationsn suspicion of committing the crime as defined\iticle
299 of the Criminal Codeoncerning 440 entitiesandtransactions for the amount of over 200M EUR
were submitted to the public prosecutor’s office.

According to the data provided by the Ministry aktlce concerning all proceedings conducted in 2007

the following decisions were issued last year kg plublic prosecutor’s office in the cases on money

laundering:

— 296 initiated cases concerning 1436 persomst Of which 176 cases on the basis of the
information received from GIFI);

— submitted 82 indictments to court against 288 persts,

— concluded 63 preparatory proceedings with the @atisn investigation discontinuance and 6
proceedings with the decision on the refusal tieitd investigation;

— suspended 57 preparatory proceedings.
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The total value of the secured propertyin cases initiated in 200Was the equivalent of app. 11M
EUR. Meanwhile, the data concerning verdict in the eyolaundering cases indicate that in 200&
courts of first instance passed 36 guilty verdicté5 convicted personk

Apart from the notifications submitted to the puhtirosecutor’s office, on the basis of the condiicte
analytical proceedings, GIFI transmitted 37 iterhinfbrmation on suspicious transactions, inclusife
22 to the Internal Security Agency, 14 to Fiscahttal Offices and 1 to the Polish Financial Supsion
Authority. Whereas acting pursuant to law, GIFItsé&® motions to tax offices and fiscal control off$
concerning examination of the legal origin of pautar property values, in order to clarify theirgim.

With regard to the manners of money laundering esewhen conducting analytical proceedings, it
was found that the previously identified methodsnstimes adjusted only to the realities of therfaial
market and products offered on this market as agbanking services, were still in use.

For a certain time now, it can be observed that dhiminal groups laundering money have been
increasingly using particular categories of finahdervices. These services facilitate committing t
crime by ensuring:

— anonymity in the course of using,

— global scope (possibility of using the serviceoair the world),

— 24h easy access to financial resources,

— possibility of transferring basic codes, passwatdsto third parties,

— speedy transfer of financial resources.

Among the said services there are first and forémpagment cards, internet banking and

electronic money transfer systems (Western UnioméyjoTransfer and PayPal, among others). In the
case of payment cards, a developed network of AgiMsbles withdrawal of very large sums of money in
cash, also abroad, simultaneously allowing the gremsithdrawing cash to remain anonymous in the
situation when the card is entrusted with a thadyp Internet banking makes it possible to quiaihen

a bank account without the necessity of contadiengk employees in person. Global scope of therieter
results in the access to funds collected in thewtcfrom all over the world and the transactiores/rhe
executed also in the places like internet cafeshStansactions may be executed by third parties wh
were given the required passwords by the accounenwhe WUMT system and other similar systems,
enable making almost anonymous transfers of firrmesources all over the world. In order to execut
the transaction it is only necessary to fill in @/ment form and a respective withdrawal form by the
recipient of the financial resources. The systerfersf many additional services, inclusive of the
notification of recipient and “on password” remitte, among others.

PayPal is an American company offering money temservices via Internet and intermediating in
transactions on internet auctions. The money tearsfstem used by PayPal allows every e-mail addres
holder to safely send and receive financial resmsitesing his credit card or bank account. Thisesyss

one of the most popular ways of making electrorggnpents on internet auctions, and also becomes a
cheap way for sellers to accept credit cards idstéaising traditional transfers.

In order to counteract money laundering with the w$ the abovementioned methods, apart from
applying legal tools provided for in the law, Geaaleinspector of Financial Information transmits the
knowledge on identified laundering methods to clikgl institutions and cooperating units among sther
in the reissued and updated guide for obligatetititions and co-operating units titled Countenagti
Money Laundering. A Guide for Obligated Institutsoand Co-operating Units, issued for the first time
2003.

Moreover, in order to prevent development of monayndering methods, GIF| takes preventive
measures, attempting to prevent or limit introdgcinto the market products and services creating
favourable conditions for anonymity of parties e transaction and at the same time belonginggio hi
risk area.
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Within the execution of tasks with regarddounteracting the financing of terrorism, 7 proceedings
concerning transactions conducted by 77 entitie® watiated. The proceedings were initiated on the
basis of the information from obligated institutsofb) and on own initiative. Moreover, in relatitmthe
actions taken in this area, 2.960 electronic tretimas identified as suspicious were verified.

As a result of the actions taken 14 items of infation in this regard were sent to the Internal Sgcu
Agency.

GIFl is also a member of the Interministerial Grdigp Terrorist Threats, co-ordinating actions with
regard to counteracting terrorism. At the same ti@#&| representative participates in work of the
Permanent Expert Group established at the Intesteii@al Group for Terrorist Threats in order to
monitor terrorist threats, assess their level aatline and to present proposals with regard to legal
regulations and development of proper procedures.

An enhancement of co-operation between Police dhdifr the field of exchange data concerning
suspected transactions is done in the light ofislative provisions regarding money laundering and
terrorism financing regulations and in the light/é) procedure of blocking bank account.

Polish authorities initiated works on the amendnwrthe Act on foundations. In June 2007 the pitojec
of the regulation was directed to the Parliameht Tew act is aimed to implement mechanisms which
will prevent abuses in foundations. The revisiol faiilitate effective conducting supervisory aftiies

and will make foundations operate more transparentl

The implementation of the Third EU Directive isdrprocess. The draft of the amendment of the Polish
AML Act in this regard is currently being consultatl the interministerial level. The implementation
schedule foresees forwarding the draft law to thar€il of Ministers until the end of June this yead
then forwarding it to parliamentary discussion it end of July 2008.

Several amendments to the penal code were drafed. of them provided for criminalization of
terrorism financing and substantial enbroadenménpassibilities to decree forfeiture of assets of
criminal origin, handed over to the third partiBsie to an earlier parliamentary election, theseslative
have been terminated and new projects of amendnretiie penal procedure and penal law have been
drafted.

An amendment to the penal code drafted on 18 A®U8, (Article 165a) criminalizes financing of an

offence of terrorist character. After adoption bt tamendment, financing of an offence of terrorist
character will automatically become a predicatermde, since an offence of money laundering in Rolis
penal code is based on the concept of “all crinprageh”.

The draft amendment of 18 April 2008 also proviftessupplementary provision concerning seizure of
objects originating directly from the crime or inghentalities which were used or intended to bel ise
commit a crime or constituting evidence in a criaticase. According to the Article 607wa of the
amended penal procedure code, if such objectsratdiimentalities belong to the UE internals covered
by European Arrest Warrant (EAW), it will be podsito seize them on the basis of EAW.

The developments

1. Establishment of the Polish Financial Supervision Athority (PFSA) — was prescribed by the
Act of 21 July 2006 on supervision of the financizrket. It started its operation on 19 Septembé62
acquiring powers of Pension Funds Supervisory Casiom and of the Securities and Exchange
Commission. As of the 1st January it also took ozempetences of the Commission of Banking
Supervision. As a result the inspections of bankiector, capital sector and insurance sector texttent

of compliance with anti-money laundering and coutgerorism financing responsibilities is carriedt o
by the single entity — PFSA. It should also be pEnout that the insurance supervision sectiorhef t
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Office of the Polish Financial Supervision Authgyitwhich is responsible for the supervision of
insurance companies activities and estate hassifitmh its inspections conducted in the insurance
companies as regard the introduction into financiiulation of property values derived from illége
undisclosed sources and on counteracting the fingrof terrorism.

2. On 8 August 2007 Poland ratified Council of EuropeConvention on Laundering, Search,
Seizure and Confiscation of the Proceeds from Crimand on the Financing of Terrorism adopted
in Warsaw, on 16 may 2005The Convention entered into force on 01 May 2008.

3. The structure of prosecutor’s offices. On 1 OctoPp@d7 The Organized Crime Bureau of The
National Prosecutor’'s Office was devided into Calntinit and 11 Local Departments. Tasks and powers
of the Organized Crime Bureau have been definddarOrdinance of Minister of Justice of 27 August
2007. Local Departments of the Bureau have beetedesgith authority to conduct investigations in the
most serious criminal cases including inter al@rdrist acts, organized criminality, money laurialgr
and corruption in the governing bodies and judigui€entral Unit of the Bureau is entrusted witbkig
encompassing: coordination of prosecutors officatdivities in the area of investigating money
laundering and other aspects of organized crimaeyagement of IT systems used by the Organized
Crime Bureau and elaborating reports of statistitzth linked with investigations and prosecutiams i
money laundering cases.

4. More emphasis has been put on training of the prosetors and judges National Center for
Training of Judges and Prosecutors has organizeairBng seminars dedicated to the latest typolofy
money laundering, methodology of investigation addntification of proceeds of crime.

5. Establishment the Inter-ministerial Team for Terrorist Threat. Minister for Interior and
Administration performs function of the Chairmantbé& Team which serves as an auxiliary body to the
Council of Ministers. Members of the Team are m@ans of: National Defence, Finance, Foreign Affairs
chiefs of: special services, Civil Defence, GoveenitrSecurity Agency, Customs, Police, Border Guards
State Fire Service and Military Police as well an€&ral Tax Inspector and General Inspector of [eiahn
Information. The team’s tasks are, among othersnitmong terrorist threats, their analysis and
assessment, working out projects of standards aocdeg@ures in combating terrorism, initiating, co-
ordinating and monitoring activities undertaken g®rtinent organs of the government administration,
especially in the areas of using information andntdying, countering and combating terrorism,
moreover, tabling motions to competent ministeradopt legislative measures aimed at streamlining
methods and forms of combating terrorism, develpmio-operation with other countries in the field of
combating terrorism and the co-ordination of infatimn exchange and joint operations as well as
initiating trainings and conferences dedicatedaimisating terrorism.

6. Modification of legal acts and regulations to meethe requirements of the EC Regulation
1889/2005 Poland had taken an active part in implementatbrthe EU and the FATF (SR.IX)
provisions in a common Community legal and admiatste framework. Suitable law changes were
made to a statute law separating the communityralsndbn cash movements and domestic ones that had
hitherto prevailed. Customs and the Border Guave f@d a competence to question persons, may check
the form, and may search the person’s baggage a&mehsnof transport and to seize the cash. Special
sanctions are applied at present to infringemeiniseo0Community provisions in force with regardcsh
controls to fulfill the Community obligation of ingmenting the effective, proportionate and dissteasi
sanctions. There is a dedicated form applied fer ghrposes of cash controls which covers all the
information envisaged by the EU for its risk anayand statistics. Special internal arrangemeni® we
put in place to manage the information derivingrfrine cash declarations engaging Customs, Ministry
Finance and the General Inspector of Financiarin&tion and led to reinforced cooperation betwéen t
FIU and the Customs with a view to developing ftimaricial information contained in the declarations
using dedicated IT database. Public is informedhenobligation to declare cash above EUR 10.000 at
EU borders via info folders, leaflets, brochuresfoimation stands and posters. Polish delegation
participates in a work of Cash Control Working Geaand is familiarized with current developments on
cash controls in the EU.
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7. Participation of Polish Experts in Council of Europe projects — PA has given careful
consideration to the technical assistance to ottmustries, because the ML and FT have no bordets a
without effective cooperation between counterpantll be impossible to fight with both of themoF
that reason the Polish experts were deeply invoindtie project in Macedonia and Serbia and now are
activly involved in the realization of projectslitkraine and Moldova

8. Egmont Group - The Polish Financial Intelligence Unit took aative part in the activities
aiming at transformation of the Egmont Group intfbamal international organisation, getting invalve
in the works of the Implementation Committee (Swologr for the Secretariat and the EG Charter). The
representative of GIFI as the member of the seddiepresentative Board took part in the hearirfigs o
candidates for the post of the Secretary of the d&ggnGroup Secretariat. Finalising works on
transforming the Egmont Group concentrating thesFfkdm 105 countries into a formal international
organization took place during the 15 plenary nmegtf the Egmont Group which was held in Hamilton
on Bermuda Islands. As of the 28th of May 2007 diganization formally became a new international
organisation. The Polish Financial Intelligence tUny a cover letter to the Secretariat of the Group
confirmed its membership in the organisation andepted the Egmont Group Charter. Thanks to
participation in the works of the Group, the Polishancial Intelligence Unit has a possibility oflaser
cooperation with the units around the world activeéhe field of counteracting and combating finahci
crimes.

9. Cooperation with US Department of Treasury— At the beginning of the year 2007 execution
of the co-operation project between the Generapdo®r of Financial Information and the U.S.
Department of Treasury began: mission of the Armaeri@gional adviser started and arrangements on the
work programme were made. As a part of the progrepmepresentatives of Interpol presented guidelines
of the pilot project called IMLASS, executed bydrntol with the co-operation of financial intelligen
units. Considering the possibility of accessiontite programme is one of the elements of the co-
operation programme with the U.S. Department ofa3uey. Moreover, the following activities were
implemented as a part of the project: workshopsmalytical proceedings for the officers of the Pe)i
Internal Security Agency, Central Anticorruption au and GIFI employees, a training course on
counteracting financing of terrorism for the emm@eyg of the Department of Financial Information and
the Police and an advisory mission of IT specialdso under the project with USA, the Regional
Seminar on Combating Money Laundering and FinanofiBerrorism was held in November 2007. The
project is running also in 2008.
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New developments since the adoption of thé' brogress report

(In particular, please indicate all new relevangiglative acts with a brief description, and anyaobes
since the adoption of the last progress reporthin toles and responsibilities of relevant AML/CFT
competent authorities)

Since first progress report adopted in 2008 thee@#ninspector of Financial Information (further
referred to as GIFI, i.e. Polish FIU) has put #igant effort to enhance the quality and safetyPofish
AML/CFT system.

GIFI's activities in this regard focused on undkirtg legal action basing on the full implementatisin
FATF 40 + 9 Recommendations, as well as the EUIl leggulations, especially so called 3. AML
Directive.

Results

In the years 2008-9 — on the basis of obtainedrtepmn suspicious activities and transactions from

obliged institutions as well as cooperative unitthe General Inspector of Financial Infromatione(th

GIFI):

1) initiated 2515 analytical proceedings (some prdicgss included even several descriptive reports -
SAR, above thousand of individual suspicious tratisas - STR and up to several thousand
transactions exceeding thresholds),

2) demanded suspension of 1 transaction for the anwh800 EUR,

3) demanded blockade of 422 accounts, connected wigpigous financial transactions for the
amount of app. 7,5M EUR.

As a result of carried out analytical proceedings these years - 426 reports on suspicion of mecri

referred to in Article 299 of the Penal Code contaitby 1003 entities were forwarded to competent

units of Public Prosecutor’s with relation to swu$piis transactions for total amount of ca. PLN 4.07

billion.

According to the data submitted by the Ministry Jafstice the public prosecutor’'s office issued the

following decisions in cases on money laundering:

1) in 2008:

— 284 cases were initiated with respect to 254 perdont of which 197 cases on the basis of
information received from the GIFI);

— 74 acts of indictment were submitted to courts wépect to 324 persons;

— 81 preparatory proceedings were ended by a decmiomliscontinuation of investigation and 9
proceedings were ended with a refusal to initiatestigation;

— 66 preparatory proceedings were suspended.

2) in 2009:

— initiated 235 cases, out of which 79 in ad persopaase, concerning 192 persons (out of which 158
cases on the basis of information received from)GIF

— submitted 65 indictments to courts against 360qrey;s

— completed 85 preparatory proceedings by decisiondmtontinuance of investigation and 2
proceedings with decision of refusal to initiategstigation,

— suspended 61 preparatory proceedings.

In 2008, the courts of first instance issued 27dwts of guilty (53 convicted persons) and in 2609

issued 18 convicting judgements (41 convicts). Mwees according to Ministry of Justice:

— the total value of assets encompassed by securipyaperty in cases initiated in 2008 (in PLN amd i
other currencies) amounted to the equivalent of@pPLN 65.4 million.

— in 2009 on the basis of 115 decisions on securitpmoperty the properties valued for ca. PLN 28.3
million were covered with the security and 10 judgms on forfeiture of property, benefits
originating from crime equal to PLN 7.4 million.

Besides, the GIFI submitted in the above mentiogpexdod of time 330 notifications about suspicious

transactions especially related to suspicion of mdting other crimes to competent authorities theot

cooperative units including:

— 150 to fiscal control offices,

— 99 to ABW (the Internal Security Agency),
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— 51 to the Central Bureau of Investigation,

— 19 to the National Police Headquarters,

— 8 to the Central Anticorruption Bureau,

- 1 to Border Guard,

— 2 to other governmental bodies.

The most characteristic areas of money laundegogrding to GIFI observations in 2009 were:

1) according to similarity to identified methods of ne&y laundering - bogus enterprises and fictitious
companies, fictitious account, target account, ngpncomes which can be specified as follows:

= bogus enterprises and fictitious companies — nhfoeasons, often homeless or with a critical
financial situation (bogus enterprises) or busiessstablished or taken over by offenders mostly fo
the purpose of money laundering (fictitious compajithe basic task of which is complicating
circulation of assets from a crime;

= fictitious account — a method of money launderingsisting in opening a real account in order to
implement one or several transactions in shortogeriof time, for relatively high amounts, using
maximum number of fictitious elements concerninghbmersons involved in transactions as well as
titles of the transactions;

= target account — concerns a method of money launglénrough transfers of large amounts to one
account from which they are immediately taken ishcéoften this method occurs in the phase of
integration of funds coming from a crime, which smertain ‘path” of their circulation or in masking
phase where withdrawal of cash constitutes anattegr to further phase of its circulation with the
obvious aim of its separation from the source aioy;

* mixing incomes — consist in actual mixing of incammming from legal business with assets from
illegal sources;

2) according to possible predicate offence — penal fisehl crimes (84 proceedings), fraud and
extortion (42 proceedings), unauthorised accebst@ accounts (phishing attacks — 42 proceedings),
drugs smuggling/trade (4 proceedings);

3) according to risk areas — cases concerning goods fimancial marketing with abroad (130
proceedings), property marketing (94 proceedinijggal or fictitious trade with scrap metal (76
proceedings) and fuel trade (66 proceedings), actimns on accounts of non-residents in Poland (50
proceedings), trade with shares in company calithbroceedings), gambling (16 proceedings), car
trade (11 proceedings), cases related to textidek twith Asian countries (8 proceedings), trad wi
securities accepted to public trading (8 proceesjimgrepaid cards (4 proceedings).

In 2008-2009 the GIFI initiated also 19 proceedingacerning suspicious transactions which could be
related to terrorist financing. The proceedings evéritiated on the basis of reports from obliged
institutions and on GIFI's own initiative. They @anned transactions carried out by persons origigat
from countries suspected of supporting terrorismwithin territory where terrorist groups operate.
Particular attention was brought to business dgtsarried out by these persons. As a result ofyaiga
carried out in the above mentioned cases was tliggainder Article 33(3) of the Act, 36 reportsthe
Anti-Terrorist Centre of Internal Security Agenc&BW) and Department for Terrorism Prevention of
ABW.

Additionally, the GIFI carried out 79 controls dbliged institutions within the scope of compliarnveith
their AML and CTF obligations in 2008-2009. Afteetdiled analysis of control results, the justified
suspicion of a crime was made, and subsequenthefj@ts were submitted to the Public Prosecutor's
Office.

Besides, the GIFI obtained information on followingntrols conducted by supervisory authorities in
these years:
= National Bank of Poland — 2086 controls at the nyachange offices,
» National Cooperative Savings and Credit unions -€@&itrols atthe Credit Union agencies
(SKOK),
» Financial Supervision Authority — 18 controls amnks, 40 controls at cooperative banks, 6
controls at brokerage houses, 2 controls at inserassociations, 1 control at the investment fund
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management companies and 7 controls at creditutistis branchesand 7 controls in insurance
companies,

» Presidents of the Appeal Courts - 56 controls &nes,

= Department for Customs-Excise Control and Gamilingtrol (Ministry of Finance) — 6 controls
of games parlours with slot machines and 3 coatrtihe casino.

Legislative changes

In 2009, legislative works were continued with mebdo the draft of theAct mending the Act on
counteracting the introduction to the financial aifation of financial assets originating from illgigor
undisclosed sources and counteracting terrorisrarfaing and amending other Ac{seferred further to

as “The Act”). In the course of parliamentary wqrkGIFl took part in numerous meetings of
parliamentary and senate commissions. FinallyAtttewas accepted on 25 June, 2009 and entered into
force on 22 October, 2009.

The most significant aim of amendment was adjustnm@nprovisions of the Act to Community
regulations in respect of counteracting money laund and terrorism financing and in particulathe
Directive 2005/60/EC of the European Parliament asfdthe Council of 26 October 2005 on the
prevention of the use of the financial systemHtergdurpose of money laundering and terrorist finagc
(0.J. EU L 309 of 25.11.2005, as amended) &uwmmmission Directive 2006/70/EC laying down
implementing measures for Directive 2005/60/EChef European Parliament and of the Council as
regards the definition of "politically exposed pem$ and the technical criteria for simplified custer
due diligence procedures and for exemption on gisuof a financial activity conducted on an
occasional or very limited bas{®.J. EU. L 214/29 of 4 August 2008% well as regulations in the scope
of application of individual limiting means againstrsons, groups and entities within the territfrthe
Republic of Poland.

The result of the above mentioned amendmentintas alia implementation of new rules concerning
customer due diligence, i.e. identification andifieation clients and beneficial owners as well as
monitoring of current economic relationships with castomers. Besides, the amended act on
counteracting money laundering and terrorist fimagmancludes now new or improved prescriptions on:

= feedback to obliged institutions and cooperativésuon usage of their reports on suspicious

transactions and activities,
= pecuniary penalties imposed on obliged institutifmmsegligence,
= cooperation with cooperative units (i.e. other adstiative bodies).

Moreover the rules of reporting transactions urglespicion of money laundering as well as terrorist
financing and internal procedure related to accbiottkade and transaction suspension were modified.

At the same time, GIFI undertook legislative measuaiming at preparation of regulations the isdue o
which was provided for in the provisions of amended. On 20 October 2009 therdinance of the
Minister of Finance on list of equivalent countri{@z. U. No. 176, item 1364.) was issued. Moreowger,
settlement process concerni@gdinance of the Minister of Finance on the fornd anode of transfer by
the Border Guard bodies and customs authoritiesrinftion to the General Inspector of Financial
Information and works started on amendment of tBedinance of the Minister of Finance on
determination of a specimen for transactions regaydmethod of keeping records and mode of pravisio
of data from the record to the General InspectoFiofancial Information have been in course.

Moreover, GIFI actively participated in legislatipeocesses concerning amendments of other legal act
in particular in situations where drafted amendmerduld have impact on fighting against money
laundering and terrorism financing. An example wéts legal acts was the drafting of Act on payment
services and drafting of Act on identity cards.

The amendment of the Act introduced several sicguifi legal changes.
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One of the crucial amendment to the Polish lawfaasas the FATF Special Recommendation is
concerned, is adding to thli®enal codea new regulation Article 165a, which stands: “Who gathers,
transfers or offers means of payment, financiarimsents, securities, foreign currency values, eriyp
rights or other movable or immovable property witlrpose to finance an offense of terrorist characte
shall be subject to the penalty of the deprivatibliberty for a term between 2 and 12 years”.

According to theArt. 115 paragraph 20 of the Penal code, as “offense with terrorist cti@d is
considered “act prohibited under penalty of degidraof liberty up at least to 5 years, committeithw
purpose of:
- serious intimidation of many people;
- forcing a public body of the Republic of Poland @i another state or of a body or an
international organization to take certain stepsefmain from certain actions;
- serious disturbing in a system of state or econofrthe Republic of Poland, of another state or
of an international organisation, as well as aghte commit such an act.

Thus, the above offense becomes a predicate onenéorey laundering, thanks to the “all crime
approach” applied in Poland. Definition and peraln of financing of terrorism fulfils also the

obligations of the Republic of Poland following finorecommendations of the Counter-terrorism
Committee of the UN Security Council and the 198@i1national Convention for the Suppression of the
Financing of Terrorism.

As far as the "8 FATF Special Recommendation is concerned, the ggmrn Polish law contain
regulations on freezing and confiscation of prdpsrbelonging to terrorists and persons financheg t
terrorist acts. These are amendments to the pedal €iscal code and penal proceedings code, irderr
to forfeiture of property.

The question of freezing of property values is fatgud by the Act on counteracting money laundering
and financing of terrorisr(referred further to as “the Act"J.he Article 2 paragraph 6a defines “account
freezing” as“prevention against transmission, conversion and ud asset values or carrying out
transactions in a manner that might change thelune, value, location, ownership, possession, ®atur
destination or against any other change which nregbée using such asset values”.

Any obligated institution shall perform freezingtok asset values with due diligence, with the ptioa
of movable and immovable property, on the basithefEuropean Union legislation imposing specific
restrictive measures directed against certain psrgroups or entities, and regulations issueduaimtsto

Article 20d paragraph 4, which statgghe minister competent for financial institutiorgn consultation
with the minister competent for foreign affairs aymndicate, by regulation, persons, groups or tegi
which are subject to such freezing as referrednt@aragraph 1, taking into account the necessity to
comply with the obligations under international agments or resolutions of international organizasio
binding the Republic of Poland, and bearing in mitict necessity of combating terrorism and
counteracting terrorism financing'The Act determines also the manner of:

- introducing and removing subjects from the listateel according to the regulation,

- releasing assets from freezing.

Hereby, the Inter-Ministerial Committee of Finardéacurity is established, acting under the auspide
the General Inspector as a consultative and agvisody within the scope of application of specific
restrictive measures against persons, groups ditigen

The grounds for such changes and activities aigattdn resulting from:

- COUNCIL REGULATION (EC) No 881/2002 of 27 May 200mnposing certain specific
restrictive measures directed against certain persmd entities associated with Usama bin
Laden, the Al-Qaida network and the Taliban, andeating Council Regulation (EC) No
467/2001 prohibiting the export of certain goods aervices to Afghanistan, strengthening the
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flight ban and extending the freeze of funds amgofinancial resources in respect of the Taliban
of Afghanistan;

- COUNCIL REGULATION (EC) No 2580/2001 of 27 Decemb2®01 on specific restrictive
measures directed against certain persons antésmtith a view to combating terrorism;

- COUNCIL REGULATION (EC) No 423/2007 of 19 April 2@0concerning restrictive measures
against Iran;

- Council of Europe Conventioon the Prevention dferrorism (Warsaw, 16.V.2005)

GIFI's conference on amendment of the Act

Implementation of 8 AML Directive provisions was significant challenfgr obliged institutions. Newly
introduced provisions were the cause for numeronguides of obliged institutions demanding
clarification on application of the amended law. eféfore GIFI organized two-day conference
concerning the amendment of thet on counteracting money laundering and terrofiisancingwhich
was held on 1 - 2 December, 2009.

First day of the conference was entirely devotethtorepresentatives of the obligated institutichs.
guests were invited from the biggest obliged ingtins, as well as from the supervising authoritie8n

2 December, 2009 was devoted to representativéiseo€ooperating units. There were also invited 47
representatives of cooperating units. Lecturetbatconference were mainly the heads of suitabliésUn
within the Department of Financial Information, wheld discussion on newly introduced regulations
that are implementing 3. AML Directive. The reprasgives of the obligated institutions, as weltfasse

of cooperating units were provided with the newdstd edition of GIFI's guide on AML/CFT issues
(including its electronic version).

GIFI's guidebook

In 2009 another, third edition of the guide entittCounteracting money laundering and terrorism
financing' addressed to official use for obliged institutioand cooperating units has been prepared. The
main reasons to issue another edition of the guide amending of the Act and the fact that since
publication of the last editions of the guide, kiedge and awareness in the field of counteractiogen
laundering and terrorism financing has significamticreased. Apart from referring to changes iraleg
provisions, a totally new part was added concernigl) areas, previous chapters describing methbds o
money laundering were improved and supplementednaom@ information was added on counteracting
terrorism financing. Also a separate chapter ogigpeneasures was included.

Distribution of guide to obliged institutions andoperating units both in paper form and in eledgtron
form — on CDs (in this from for the first time santhe first edition) started in December 2009. pag
containing sensitive, detailed information concegniidentified methods of money laundering was
excluded from electronic version of the guide.

GIFI's training activity - e-learning

One of GIFI's activity since first progress rep2@08 was training activity aimed at raising awassnef
obliged entities, as well as reaching the sedtwat seem to be less conscious of duties imposeteby
Act.

In 2009, GIFI provided new edition of a free-of-olja e-learning course entitlé@ounteracting money
laundering and terrorism financing”The aim of the course is familiarizing the empgley of obliged
institutions and cooperating units with counteragtmoney laundering and terrorism financing in the
field of binding provisions.

The form of e-learning course means that it islalég via Internet both in the scope of enrolmesg of
its resources, participation in verification testdaobtaining certificate on completion of the caurs
Details specifying rules of participation in theucge are available at the Ministry of Finance wkbsi
(tabs: Financial security> Fighting money laundering and terrorism financirRgCommunications). The
course is free of charge.
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Present edition of E-learning platform prepared@ffl has been efficient tool to provide guidance fo
obliged institutions. Since October 2009 until esfdAugust, there were 20 699 certificates issued on
graduating from E-learning training in AML/CFT arfa financial obliged institutions. Representative
of non-financial obliged institutions were award®@4 certificates. Cooperating units in the mergabn
period were awarded 1550 certificates. E —learpilagform was also used by other entities or subject
who were awarded 2900 certificates. The total nunalbeertified users of e-learning training prowide
by GIFI amounts to 33 193 participants.

Anticipated period of course availability: till thead of the 1st quarter 2010.
International co-operation

GIFI continued to actively participate in interrmtal for a, such as MONEYVAL, European
Commission, Egmont Group and others.

GIFl has actively tried to bring added value to thecess of building effectively functioning
international system of counteracting financingteforism. Therefore GIFI organized study visits fo
representatives from other jurisdictions - law eoément experts from Algeria, Macedonia and Russia
(in 2009) as well as Tunisia and Pakistan (in 2010)

In 2009, GIFI hosted foreign delegation from FlsAlgeria, Macedonia and Russia. The aim of the
visit was comprehensive presentation of Polishesystf fighting against money laundering and tesrari
financing and sharing experience in this field. iDgrthe visits, guests from Algeria, Macedonia and
Russia familiarized with activity of Polish instiions and services involved in fighting money laeiriag
and terrorism financing: Department of Financiafotmation, Public Prosecutor's Office, Polish
Financial Supervision Authority, Police, Central t&orruption Bureau and Counter-Terrorist Centre.
The representatives of Macedonia had chance tdifize with Polish experience in the scope of ake
IT tools for special financial analyses.

From 27 June to 1 July, 2010 there was organizestudy visit of representatives of authorities
responsible for countering ML/FT from Tunisia anakBtan. The meaningful program of the visit was
comprehensive and covered broadly anti-money laimgl@nd terrorist financing area. The study visit
has been prepared with the assistance of the PMlisiistry of the Foreign Affairs, with active
participation of the General Prosecutor’'s Offidee Counter-Terrorist Centre, Ministry of Interianda
Administration, Police and Border Guards. It cotesisof three seminar areas, focused on discussion o
the architecture and functioning of Polish AML/CEylstem.

Organized seminars covered the following topice tiole of the General Prosecutor's Office in
combating terrorism and its financing on the badidfolish criminal code, the role and tasks of the
Counter-Terrorist Centre, Ministry of Foreign Affaiin the fight with terrorism and the role andksasf

the Government Center for Security. Study visibvited for the discussion on the role and taskhef
Ministry of Interior and Administration in the figlagainst terrorism, the functioning of newly esisiied
Asset Recovery Department (in the structure of Garieolice Headquarters), as well as the engagement
in AML/CFT area of Border Guards, issues of thmroperation with the cooperating units. GIFI's
employees provided the participants with broadlgspnted information on Polish FIU, its role and
functioning (organizational structure), analytitabls that are used in its every day analyticalkyais

well as issues focusing on control of the oblidatestitutions.

GIFI representative, as an observer, participatdduro—Asian Group on combating money laundering
(EAG). GIFI representatives took active part in Wog Groups (Technical Support Group and
Typological Group) through involvement in prepawatiof typological questionnaires and through
participation in plenary meeting of the Group whiobk place in Saint Petersburg in Russia.

In 2008-2009, implementation of so called technimgbport for Group Member States was continued,
including in particular the experts’ support in tield of IT tools and data modeling for the Finehc
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Intelligence Unit of Kyrgyzstan (the GIFI represaite participated in advisory mission financed by
IMF, encompassing analysis of the IT system andytioal tools of the Kyrgyz FIU) and during visif o
the Russian Financial Intelligence Unit in Poland.

Co-operation with US Department of Treasury — contiuation

In 2008, implementation of “Cooperation Project\Betn the Ministry of Finance of the Republic of
Poland and the US Treasury Department” was cordintiee project was signed on December 20, 2006.
The basic assumption of the project is to strengtiegional position of the Polish Financial Intgdihce
Unit as it regards regional co-operation in theaegin the area of counteracting money laundeand
terrorist financing.

Within the framework of the co-operation project,3eptember 2008, tigecond Regional Conference
was organised in Miedzeszyn, near Warsaw. It wasotdd to Internet crimes and the issue of
cyberterrorismwhich was attended by representatives of IntefdROJUST, ten financial intelligence
units and state authorities, including the Inte®aturity Agency, the Central Bureau of Investigatbf

the General Police Headquarters, the General Boiderrd Headquarters and the National Security
Bureau.

Within the framework of the project, between Octobend 2, 2008, a study visit was organised fer th
representatives of the Kyrgyz Financial Intelligendnit. Moreover, the GIFI representative partitéoh
in advisory mission encompassing analysis of theylfiem and analytical tools of the Kyrgyz FIU.

In the first half of 2009, realization of the prdjewas continued. Subsequent project tasks were
implemented including organization of seminar fotih customs administration authorities and border
guards, carried out by specialists from US Immigraaind Customs Enforcement.

The Ministry of Finance of the Republic of PolandhaUS Department of the Treasury organized also
3rd Regional Conference of the Financial IntelligefUnits which took place in Warsaw on 22-23 June,
2009. The conference was a continuation of aatiwitmplemented by GIFI with US Department of the
Treasury in 2007 (1st Regional Conference of tmafméial Intelligence Units in Debe, near Warsaw). A

the same time, a meeting closing two-year PolisteAcan project took place.

The Conference topics were issues related to irgtion and implementation of assumptions of the
FATF special recommendation VII and IX concerningmay transfers and cash transport abroad
respectively.

Conference was attended by ca. 50 persons includimgsentatives of the Financial Intelligence §nit
from Montenegro, Estonia, Lithuania, Latvia, RussRomania and Serbia and representatives of
international institutions involved in issues rekhto implementation special recommendation VII bad
inter alia: the European Commission, the Council of Europe, RRREX, Organization for Security and
Co-operation in Europe as well as representatifeaheoUS Department of Homeland Security and US
Immigration and Customs Enforcement. The meeting atiended by representatives of the Polish
authorities and institutions involved in issuesatetl to combating money laundering and terrorism
financing.

Romanian project

Polish Financial Intelligence Unit has been chobgnRomanian FIU as the one to realize twinning
project no. RO/2007-1B/JH/0%-ight against money laundering and terrorism figamg" for Romanian
FIU. The project has been covered by the Europeamnission funds within so calle@ransition
Facility.

Its objective is to strengthen the Romanian adrmation and obliged institutions in the field of
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counteracting money laundering and terrorism fifragn¢hrough support in developing national strategy
and adequate training program in this field forimiolved entities.

In December 2009, a contract enabling implememtado Twinning Project was signed. From January
2010, the GIFI's representative started her missisrs long-term adviser in Romania and particular
scheduled activities were commenced. 13 expertionisso Romania, two Steering Committee meetings
and one internship visit to Warsaw took place leyrttiddle of the year.
The provisional outcomes are:
- elaboration of National Strategy for Combating Mphaundering and Terrorism Financing (the
NOPCML), which was approved by the Supreme Cowfdiational Defense,
- AML/CFT training for legal professionals (5 meetind 60 participants),
- control of reporting entities, strategic analysisl statistical methods training for the staff of th
National Office for Prevention and Combating Moheyindering (4 meetings, 50 participants)
- progress in elaborating a guide for reporting &sjt
- two weeks internship visit of a group of the NOPClMnployees in Warsaw with participation
of General Police Headquarters, Internal Securitgerfey, Central Anti-Corruption Bureau,
General Prosecutor’s Office.
For more detailed information on GIFI's activitiegice first progress report, please see the atfache
GIFI's annual reports for 2008 and 2009.

Polish Financial Supervision Authority (PFSA)

There also have been an important change iBnking Act — theArticle 106a has been introduced,
which authorizes banks to block the funds on actouinstands:

“1.When there arises a reasoned suspicion, thatodmek activity is used for hiding crime activity for
purposes related to fiscal offense or other offeths® referred to in the Article 165a [i.e. finangi of
terrorism] or Article 299 [ i.e. money laundering]f the penal code, the bank shall notify a public
prosecutor, police or other body authorized to Igaeparatory proceedings.

2. The public prosecutor, police or other body authed to lead preparatory proceedings, which
received the notification referred to in the par.may demand additional information, also in couofe
activities taken according to the Art. 307 [i.erifigng proceedings] of the Act of"@une 1997, penal
proceedings code.

3. When there is a reasoned suspicion, that thdsfum the account, partially or totally, come fram
are related to an offense other than referred tahia Art. 165a or 299 of the penal code, the basrk h
right to block the funds on this account. The béaigk can be imposed exclusively up to the amount of
funds gathered on the account, which the suspigtars to.

4. The blockade of funds on the account, imposetidrcircumstances described in the paragraph 3,
cannot last more than 72 hours.

5. Once the blockade, referred to in the paragr@plis imposed, the bank notifies a public prosecuto
immediately

6. In the time limits determined in the paragraphti#e prosecutor takes a decision on starting or on
refusal to start proceedings, which is immediatedyified to the proper bank. The time limits detiewed

in the Art. 307 paragraph 1 of the code of penagaedings shall not apply. In case the proceedisigs
started, the prosecutor may order, by decisionplack the funds on the account for the determined
period not exceeding three months after the readipiie notification referred to in the paragraphT®e
notification shall define range, manner and peradccount blocking.

7. Against the prosecutor’s decision on blockingd&ion the account a complaint can be lodged wmith t
court proper for cognizance of the case.

8. The blockade of the fund on the accounts comegief if within three months after receipt of
notification referred to in the paragraph 5, a dgon on property securing is not issued.

9. For the questions of blockade of the funds enattcount, not regulated by the Act, the regulatioh
the penal proceedings code shall apply.

10. The bank is not responsible for damages remulfrom performing, in bona fide, the duties
determined in the paragraphs 3-5. In such cas¢hdf circumstances described in the paragraphs 3-5
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were not related to any offense or to hiding ofrinial activities, the liability for the damage rétsug
from blocking funds on the account is borne byTdeasury.”

As far as it regards the architecture of Polistafiicial supervisory system it is worth to draw also
attention to the fact that the Polish Financial Sujsion Authority (further referred to as PFSAhce T
January, 2008 has been consolidated financial atmulin Poland. The merger of three separate
regulatory authorities has been finalized once PKB#kted to apply the unified approach towards
supervision and on-site visits in all sectors @& Bolish financial market. In the late 2008 a Umithe
Enforcement Department (within PFSA) was createatdter to coordinate all AML/CFT related issues in
the PFSA, and also to conduct on-site visits tagretlith other Departments of the PFSA.

Since September 2009 the mentioned Unit has beeaen gihe entire responsibility to conduct
on-site visits in all financial institutions in Rwoid. In result the process of unification of theSRK
AML/CFT supervision over financial institutions hlasen finalized.

PFSA has actively fulfilled its duty to exercise-site supervision. Until July, 2010 the PFSA has
conducted the following number of specific AML/CIeRh-site inspections in the below mentioned types
of financial institutions:

In 2008:commercial banks — 11 on-sites, cooperative bari&

In 2009 commercial banks — 6, cooperative banks — 18ndes of foreign credit institutions — 7,
insurance companies — 4, brokerage houses — &timegat fund management company — 1.

In 2010 (as of July,2010krommercial banks — 5, cooperative banks — 13dhes of foreign credit
institutions — 8, insurance companies — 3, broketaguses — 2, investment fund management company —
1.

A steady increase in the total number of entitieimdp controlled is visible, and it should be attitdxd to
the simultaneous increase in the number of PFSM&/EFT Unit's staff.

Besides conducting on-site visits, and broadly kipgathe suitable coordination, the PFSA’'s AML/CFT
Unit is also responsible for international and ordil cooperation, training, analysis and intelliceen
work. In the field of international cooperation thepresentatives of the PFSA’'s AML/CFT Unit are
present (for the time being) in MONEYVAL, EU 3L3 AMTask Force, and COP of the Warsaw
Convention (CETS No 198). The national cooperatioouses mainly on exchange of information
between the PFSA and other relevant bodies suctih@d$?olice (also the Central Investigative Burgau)
Border Guard, Internal Security Agency, and ProsetiOffice.

The PFSA’s AML/CFT Unit puts much effort in enhamgithe awareness of the employees of reporting
entities as it also provides training for the afoeamtioned bodies (except for the Prosecutor’s ©Yfiand
also has organised an ad hoc training seminah&Warsaw Council of Public Notaries, on their esju
The most important, however, are the training samsiheld for the financial institutions being thubject

of PFSA's supervision. Each year at least one eftlajor seminars organised is being devoted stiely
the AML/CFT issues. In 2008 there were 89 partiatpain 2009 - two seminars- respectively 126 and 9
participants, and in 2010 — 118 patrticipants. Thentioned seminars are focused on presenting the
PFSA'’s stance and guidance to the financial sextdkML/CFT issues, and conducting the dialog on the
most important issues.

General Prosecutor’s Office

The amendment of the Act a number of new dutiepmfsecutor’s offices has been set forth. Every uni
of the prosecution service has been obliged toigeathe GIFI not only with information on proceeds
initiated or completed in connection with the ML/Tffences but also with precise information on
charges brought to suspects. Ministry of Justicet®en obliged to contribute to GIFI's annual répoy
submitting variety of information e.g. on numbefsirvestigations, suspects, convictions and cosyict
and on amount of proceeds subject to seizure twitiore.
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Since 2007, a system sanctions prescribed for Méno& has been also changed. Penalty of deprivation
of liberty foreseen for aggravated forms of ML lhaen raised up to 10 years (previously 3 yearsp Al
maximal fine which can be imposed beside deprivatibliberty has been raised up to 1 500 000 EURO
(previously 1 000 000 EURO).

On 9 November 2009 The Public Prosecutor’s Offitehas been substantially amended. The function of
Prosecutor General is no longer exercised by theiskér of Justice. For the time being, Prosecutor
General is appointed by the President for a termibofyears. Candidates for the position of Prosmcut
General are elected by the National Council of¢lady and National Council of Prosecutors.

Concerning monitoring and supervision over AML/CifiVestigations and collection of statistical data,

by virtue of the Ordinance of Deputy Prosecutor &ahof 10 June 2010, the powers previously
exercised by the Organized Crime Bureau of Thedsati Prosecutor’'s Office has been handed over to
the Department for Organized Crime and Corrupticthe Prosecutor General's Office.

Central Bureau of Investigation (CBS)

Combating money laundering is one of the main tdsksCentral Bureau of Investigation and the
Criminal Bureau in the Police Headquarters. Thegefsince the adoption of thé& firogress report there
have been carried out series of training coursegeiat improving counteracting money laundering and
co-operation with the General Inspector of Findroiformation.

On the basis of data from investigations and iigiefice, it has been estimated that the main areas o
money laundering are the markets of liquid and gaséuels, scrap metal market and drug-trafficking.

National Asset Recovery Office (BOM)

Indicated by the Council of Ministers in the sturet of General Police Headquarters and as a cenmtital
in a network of cooperating authorities. Ministef dustice, Minister of Internal Affairs and
Administration, General Inspector of Financial imf@tion, presidents of Prosecutor’s offices ande€Chi
General of Border Guard have an obligation to coatpewith Chief General of Police in order to pemfo
efficiently the duties relating to detecting anerdfication of proceeds from crime and other value
connected with criminal activity, as stated in tResolution of the Council of Ministers in 2009.
Agreement of September 15, 2009, between the Minidtinternal Affairs and Administration, Minister
of Finance and Minister of Justice services of ¢hasthorities facilitated exchange of informatitinis
supported by Electronic System for Asset Recov&$AR) run by the police. That idea of an asset
recovery unit gives also opportunities for traini@eneral Inspector of Financial Information coepes
with Plenipotentiary of the Minister of Finance foational asset recovery office.

2.2 Core Recommendations

Please indicate improvements which have been nmradespect of the FATF Core Recommendations
(Recommendations 1, 5, 10, 13; Special Recommemdali and 1V) and the Recommended Action Plan
(Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: Largely compliant

Recommendation of Clarify legislative provisions to ensure that afipects of the physical and materjal

tge tMONEYVAL elements in the Vienna and Palermo Conventiongavered.
epor

Measures reporte| No changes
as of 7 July 2008 t¢
implement the
Recommendation o
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the Report

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

In July 2009, Organized Crime Bureau of The Nafidghr@secutor's Office drafte
an amendment to the Penal Code aiming at comprisleeimsplementation of thg
Moneyval recommendation regarding criminalizatioh money laundering, ir
particular its all material and physical aspects.

Considering that Prosecutor General has nonh bessted with authority t
commence a legislative procedure, the draft amentsriegave been forwarded
the Department of Legislation in the Ministry ofsficge and also to the Departmg
of Financial Information in the Ministry of Finance

In April 2010, Ministry of Justice informed Partment for Organized Crim
and Corruption at the Prosecutor General's Officat aforementioned draft wou
be includedin one of the upcoming amendments to the Penal Code

Formulation of the respective provision regardingtenial and physical aspeg
of ML provides as follows :
Article 299 § 1 P.C.

A person who acquires, accepts, possesses, transfetakes abroad th
movable or immovable property, originated from thenefits related to th
committed crime, helps to transfer their ownershipundertakes its conversion
other activities that foil or substantially obsttube ascertainment of their crimin
origin, the place they have been stored, their at&ip, seizure or forfeiturg
decision, shall be subject to

imprisonment from 6 months to 8 years.

Art.299 § 8 P.C.

A person who uses, in a different manner than pitesd in paragraph 1movable
or immovable property, originated from the benefiékated to the committed crinj
shall be subject to the punishment referred to i8 7 (a fine, the penalty ¢
restriction of liberty, the penalty of deprivatiofliberty for a term of up to 2 years

Recommendation o

f Conspiracy to commit money laundering should beogaised as a criming

tp?e tMONEYVAL offence, unless this is not permitted by fundanigmiiaciples of domestic law.
epor

Measures reporte( No changes

as of 7 July 2008 tc

implement the

Recommendation o

the Report

Measures taken to| Aforementioned draft amendment to the Penal Codso aprovides for
implement the | criminalization of the preparation to commit ML.Buant to the definition of th

recommendations
since the adoption
of the first progress
report

“preparation to commit a crinieset forth in he Penal Code (art.16 8§ 1 P.{
conspiracy is one of the form of preparation.

Formulation of the respective provision regardingmialization of
conspiracy to commit ML, provides as follows:

Article 299 8§ 7 P.C.

A person who makes preparations for the offenceifspe in 8§ 1 or 2 shall be
subject to a fine, the penalty of restriction bklity or the penalty of deprivation o
liberty for up to 2 years.

Recommendation o

SR.11, should be clearly covered as predicate offerto money laundering.

the  MONEYVAL

Report

Measures reporte
as of 7 July 2008 t¢
implement the
Recommendation o
the Report

Polish Authorities has prepared draft (is now inliRment before %' reading)
amendments to Penal Code (PC) which provided foawomnomous offence ¢
financing terrorism financing. Terrorism financiiggplanned to be addressed by
provisions of Articlel65a of PC which speaks tifatyone who collects, transfe
or offers instruments of payment, securities oreptforeign exchange, proper
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instruments of payment, securities or other foreguthange, property rights

f Financing of terrorism in all its forms, as explahin the Interpretative Note 1o
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character, shall be subject to imprisonment fteren of up to 3 years. Due to tl
all-crime approach applied in the article 299 P@efe of money laundering
terrorism financing will be automatically regardesla predicate offence.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

By virtue of an amendment of 25 June 2009, to tbe,Ahe Penal Code has be
supplemented withArticle 165a which provides for an autonomous offence
financing of terrorism.

Current formulation oArticle 165a provides as follows:

“Anyone who collects, transfers or offers instrutsenf payment, securities
other foreign exchange, property rights, movablénemovable property, in ordg
to finance an offence of terrorist character, $hmd subject to imprisonment for
term of 2 years up to 12 years.

Recommendation o

f Clarify in the criminal law that property being preeds covers both direct ar

tF?e tMONEYVAL indirect property which represent the proceedshenefits) of the crime.

epor

Measures reporte{ No changes

as of 7 July 2008 t¢

implement the

Recommendation o

the Report

Measures taken to| Draft amendment to the Penal Code, prepared btineau for Organized Crim
implement the | modifies the rules of confiscation. Paragraph Othef Article 299 P.C. clearl

recommendations
since the adoption
of the first progress
report

provides for forfeiture of both direct and indirgmbperty representing proceeds
crime. Paragraph 10 of the Article 299 P.C. alsovigies for the possibility tg
decree a forfeiture of instrumentalities which serthe perpetrators of ML, and h
been transferred to the third parties.

Article 299

8 9. In case of sentencing a person for the cripeeified in § 1 or 2, the court sha
decree a forfeiture of implements derived direotlyndirectly from the crime and
forfeiture of the benefits gained as a result & ¢hime or their equivalent, even
they do not belong to the perpetrator himself. Eibdire shall not be decreed in pg
or in whole in case a given implement,

benefit or its equivalent shall be returned to Wrenged person or other entity.
Article 299

8 10. In case of sentencing a person for the cdapezified in § 1,2 or 7, the cod

may decree a forfeiture of implements, that semed crime or were used to
commit the crime, even if they do not belong tgrpetrator.
Recommendation of More emphasis should be placed on autonomous prtieacof money laundering
the  MONEYVAL | by third parties.
Report
Measures reporte( In the opinion of Polish authorities, the type afmay laundering depends on fagts
as of 7 July 2008 t¢ established in the course of an investigation arishsed on evidence gathered in a
implement  the gjven case. Taking this into account, as well @& gtinciple of independence of
Recommendation 0 j,qges and prosecutors, no legal measures carkée ta order to encourage law
e (Rt enforcement agencies and courts to increase thebewnof autonomous

prosecutions and convictions in this regard.

Nevertheless, The Polish Ministry of Justice hatengified the training o
prosecutors and judges for the purpose of raisigreness of the importance
autonomous prosecutions. Since June 2007, The ét@entre for Training o
Judges and Prosecutors has organized a seriegaifi®@g seminars concerning ti
latest typology of money laundering, methodologgofducting investigations ar
autonomous prosecutions of money laundering.

Measures taken to
implement the
recommendations

since the adoption

National Training Centre for Judges and prosecutorginued series of seming
on ML/TF issues (20-24 April 2009, 12-14 Novemb@62) which also touched g
the topic of autonomous prosecution of money laving. In 2009-201(
Prosecutor General's Office also cooperated witlisala School of Economics ar
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report organized seminars on money laundering (includisgués of autonomous
prosecution) within the framework of post-graduateidies for judges and
prosecutors.
It is worth mentioning, that Ministry of Justice shatarted reorganization of the
process of investigations involving financial daenploying criminal/financia
analysts in district and appeal Public ProsecutOffices and equipping them with
IT-tools supporting analysis (link analysis softejar-ocusing on good co-operation
of Polish FIU with Prosecutor Offices, on 7-11 Dmber 2009, representatives |of
the GIFI participated as the trainers in the tragnaddressed to the mentioned
above analysts employed in Public Prosecutor’sc@dfi Coordination of types and
formats of financial data attached to the GIFI ficdtions to the prosecutors has
been initiated in order to enhance effectivenesth@fcooperation. GIFI continued
also the distribution of GIFI's Guide among distiublic Prosecutor’s Offices, as
well as appeal ones. There were mainly electroeisions of the guide (25 to
district Prosecutor’s Offices and 21 to appellatesBcutor’'s Offices). Hard copis
(3) were delivered to State Public Prosecutor'scefaind (1) to one of appellate
Prosecutor’s Office.

(other)

changes since the

first progress

report (e.g. draft

laws, draft

regulations or draft

“other enforceable

means” and other

relevant initiatives)

Recommendation 5 (Customer due diligence)
I. Regarding financial institutions

Rating: Non compl

iant

Recommendation o

f Financial institutions should be clearly requiremlitientify customers when startir

the  MONEYVAL | 3 pusiness relationship, when carrying out occasidransactions that are wire

Report transfers in the circumstances covered by the jpmetative Note to SR VII an
when the financial institution has doubts about theracity or adequacy d
previously obtained identification data.

g/lse?)?u;e\]smy rzeop(;)sni PA covered this issue in the draft law (from Juhis year, which is now in th

implement thel Phase of inter-govenrmental consultation and neilit e passed to Council g

Recommendation o Ministers, June/July and then to the Parliamenticeming amendments to the A

the Report on 16 November (AML/CTF LawArt. 8 b ust. 2:

Due diligence measures shall be applied in pagicul
1) when concluding an agreement with the customer;

whether the transaction is carried out in a singperation or in severg
operations which appear to be linked;

3) when there is a suspicion of money launderingoorist financing regardless
the transaction value, customer organisational fanohtype;

data.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Act of 18 November 2000 on AML/CFT requires financial ingiions, to
conduct customer due diligence (hereinafter refete as CDD) on risk baseg
approach. However the Act provides for 4 basic CiBasures which should f
performed in instances stipulated in the Act.

According to article8b section Jof the Act:

2) when carrying out an occasional transaction ariiog to EUR 15,000 or more

4) when there are doubts about the veracity or ¢etemess of previously obtaine
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consist of:

1) client identification and verification of hisadtity on the basis of documents
information publicly available;

2) making attempts, with due diligence, in ordeidentify a beneficial owner an
apply verification measures to identify the idgntif, dependent on appropriate ri
assessment, in order to provide the obligated tutstin with data required on th
actual identity of a beneficial owner, includingetidetermination of the ownersh
structureand dependence of the client;

3) obtaining information regarding the purpose atiie nature of economi
relationships intended by a client;

4) constant monitoring of current economic relagbips with a clienttherein
surveying transactions carried out to ensure thansactions are in accordang
with the knowledge of the obligated institutiontbe client and the business prof
of his operations and with the risk; and, if possjtsurveying the origins of assq
and constant update of documents and informatiggossession.

According toarticle 8b paragraph 4of the Act:

“ Financial security measures are applied, in pattiar:

1) when concluding a contract with a client;

2) when carrying out transaction with a client witthom the obligated institutio
has not previously concluded any agreements ofédévalent of more than 15.0(
EURO, regardless of whether the transaction is ieg@rout as a single operation (
as several operations if the circumstances inditiaét they are linked;

3) when there is a suspicion of money launderingeamnorist financing regardles
of the value of such a transaction, its organizaticform and the type of a client;

4) when there are doubts raised that the previousbeived data referred to i
Article 9 are authentic and complete.”

The above quoted provisions set out an obligatiqmetrform the mentioned 4 CD
measures (including identification) in the instaatated above. These instan
cover all essential situations in which CDD measugigould be performed. Pleg
however do notice the article 8b paragraph 4 ubkesphrase “in particular
meaning the catalogue of situation in which the CiBasure are applied is ope
The financial institution may on it's discretiondige also to apply CDD measure
other situation, not directly stipulated in arti@b paragraph 4. This gives a lan
dose of flexibility needed when applying propehg trisk based approach.
Furthermore, Polish financial institutions are aéd during PFSA’s trainings {
use the FATF's “Risk Based approach — Guidancé/fimney Service Businesses.]
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Recommendation o
the MONEYVAL
Report

f Identification requirements concerning above thmdhtransactions should b
applicable also to customers of electronic monetititions.

e

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

Obligations provided for Art 2 subparagraph 1 of WKITF Law also apply tq
electronic money institutions so these institutians required to fulfil identification
requirements concerning above threshold transactsrwell.
Article 2 sub.1e:

1) obligated institution: it shall mean:

e)electronic money institutions, branches of fane@ectronic money institution
and settlement agents pursuing business pursuding tAct on electronic payme
instruments of 12 September 2002 (Journal of Laves NG9, item 1385, o
2004 No. 91, item 870 and No. 96, item 959 ando®62No. 157, item 1119).

N

%)

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 2 point 1, letter e) of the Act stipulates the following obliged institins:

"electronic money institutions, branches of a fgreielectronic money institutio
and any clearing agent operating under the ActdfSEeptember 2002 on electror
payment instruments (Journal of Laws No. 169 it88b1las amended)”.
As they are obliged institutions they are obligedufill duties imposed by the Act

n

NiC

inter alia, identification and reporting activitjeslso including duties referring o
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threshold transactions.

Recommendation o
the MONEYVAL
Report

f The Polish authorities should introduce the concefpbeneficial owner as it i

described in the Glossary to the FATF RecommendgtiGinancial institutiong

source.

Measures reporte
as of 7 July 2008 t¢
implement the
Recommendation o
the Report

The definition of beneficial owner provided for inthe draft of AML/CTF Law
is as follows:
Article 2 sub. la:
la) beneficial owner: it shall mean the naturalrgen who ultimately owns g
controls the customer, and also the natural persmm whose behalf
transaction or activity is being conducted; the &ficial owner shall at leag
include:
in the case of legal entities:
- the natural person who ultimately owns or corgrallegal entity through
direct or indirect ownership or control over a suoiént percentage @
stake, shares or voting rights in that legal entibcluding through beare
share holdings, other than a company listed ongul&ed market that i
subject to disclosure requirements consistent Wittimmunity legislatior
or subject to equivalent international standardgyexrcentage of 25% ply
one share shall be deemed sufficient to meet tiesion,
- the natural person who otherwise exercises comiver the management
a legal entity,
in the case of foundations and persons or estitentrusted with
administration and distribution of property values:
- where the future beneficiaries have already baetermined — the naturg
person who is a beneficiary of 25% or more of fatimh’s property or the
legal arrangement whereby administration and digition of property
values was entrusted,
where natural persons that benefit from the legatangement of
foundation have yet to be determined — a naturabqe in whose mail
interest the legal arrangement or foundation is sgt or the legal

a)

b)

was entrusted is made, or in whose main interdstfiir the foundation o
entity entrusted with administration and distrikmurti of property values t
operate,

1. the natural person who exercises control over 25%nore of the
property of the foundation or the legal arrangememwiereby
administration and distribution of property valueas entrusted;

The measures that are to be taken by financiatutiens in order to verify identity
of beneficial owner refer to general concept ofteoer due diligence and they g
as follows:
Avriticle 8b para.3:

3. Customer due diligence measures shall comprise:
1) identifying the customer and verifying the costds identity on the basis
documents or information being in the public domain
2) taking actions with due diligence to identife theneficial owner and taking ris
based and adequate measures to verify his/her itdenb that the obligate

including understanding of the customer’s ownersinig control structure;

Measures taken to
implement the
recommendations

since the adoption

PA introduced the concept of the beneficial owhethe Act, there is the suitable
definition of beneficial owneprovided inArticle 2. 1a):

“beneficial owner, it shall mean:

a) a natural person or natural persons who are ownefsa legal entity of

of the first progress

should be required to take reasonable measuresetifyvthe identity of the

1)

beneficial owner using relevant information or datétained from a reliable

arrangement whereby administration and distributioinproperty values

institution obtains the data concerning the identibf the beneficial owner
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report

exercise control over a client or have an impactaomatural person on whos
behalf a transaction or activity is being condugted

a natural person or natural persons who are stakeééis or shareholders o
have the voting right at shareholders meetingatiével of above 25% with
such a legal entity, therein by means of blockegfistered shares, with th
exception of companies whose securities are tragétin the organized
trading, and are subject to or apply the provisiaighe European Union law
on disclosure of information, and any entities padovg financial services in
the territory of a EU-Member State or an equivalstdte in the case of leg
entities,

a natural person or natural persons who exercisa#ol over at least 25% qQ
the asset values - in the case of entities entluafith the administration o
asset values and the distribution of, with the piioce of the entities carryin
out activities referred to in Article 69 item 2 pb# of the Act of 29 July 200
on trading in financial instruments.

As it is stated above, financial institutions at#diged to perform CDD measure
one of which is (according trticle 8b paragraph 3 point 2 of the Act):

“making attempts, with due diligence, in order tenitify a beneficial owner an
apply verification measures to identify the idgntif, dependent on appropriate ri
assessment, in order to provide the obligatedtutstin with data required on th
actual identity of a beneficial owner, includirfietdetermination of the ownersh
structure and dependence of the client”.

By the phrase:rhaking attempts, with due diligeriane should understand that t
financial institutions are required to undertakenaasures necessary to know

beneficial owner of their clients. It is however tgpthem, to set out those measl
because the Act introduces also a risk based agiprddat is why, basing on th
risk of each and every client, the financial ingtdn must decide which of th
measures is proper and fit to investigate the heiabfowner. The measure

b)

c)

It is also worth mentioning that the PFSA is takawive part in preparing a pap
on beneficial owner by the EU 3L3 AML Task Force.

however should be stipulated in the internal praceaf each financial institution.
This interpretation was made known to the institosi both by GIFI and the PFSA.
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Recommendation o

f Financial institutions should be required to obtairiormation on the purpose at

the  MONEYVAL | intended nature of the business relationship.
Report
Measures reporte{ The draft of AML/CTF Law provides for in Art. 8bapa.3 subpara. 3 that the
as of 7 July 2008 t¢ institutions covered by the Act have to obtainoinfation on the purpose and
implement ~  thel jntended nature of business relationship of théotner. The specific provision is as
Recommendation o follows:
13 [REPEt Artticle 8b para.3 subpara. 3:
1. Customer due diligence measures shall comprise:
3)obtaining information on the purpose and intendeture of the customeris

business relationships;

Measures taken to
implement the
recommendations

since the adoption
of the first progress

institutions are required to:
“obtain information regarding the purpose and théuna of economic relationshig
intended by a cliefit

as one of the CDD measures.

On the grounds ofrticle 8b paragraph 3 point 3 of the Act, the financial

S

report

Recommendation of Financial institutions should be required to contioa-going due diligence on th

tF?e tMONEYVAL business relationship and to ensure that documelats or information collecte
epor

under CDD process is kept up-to-date and relevantubdertaking reviews (@
existing records, particularly for higher risk cateries of customers or busing

relationships.
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Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

Financial institutions obligations referring to going due diligence are set out
art. 8b para. 3 subpara. 4 of the draft AML/CTF Lavd these are as follows:
Art. 8b para.3 subpara. 4:

3.Customer due diligence measures shall comprise:
(...)
4) conducting ongoing monitoring of the customebissiness relationshig
including scrutiny of transactions undertaken te@e that the transactions beir

the business and risk profile, including, where Silde, the source of properi
values and ensuring that the documents and infoomdteld are kept up-to-date.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 8b paragraph 3 point 4 of the Act sets out an obligation for the finahg
institutions to: conductconstant monitoring of current economic relationpshivith
a client, therein surveying transactions carried ¢tm ensure that transactions a
in accordance with the knowledge of the obligatestitution on the client and th
business profile of his operations and with thd;risnd, if possible, surveying th
origins of assets and constant update of docunamtsnformation in possessidn
By this provision the ongoing due diligence on thesiness relationship is beir
conducted. The financial institutions should spetiftheir internal procedures ho
often and in what way the data regarding theimttieshould be updated. Due to {
risk based approach it is expected from financiatifutions to apply enhanced d
diligence measures to higher risk clients. Therirgk procedures should refle
additional measures to be taken up in these cadesh also relate to keeping &
data up-to-date and relevant.

It is also relevant that financial institutions atdiged by théArticle 8a paragraph
1to:

“(...) carry out ongoing analysis of the transactiocarried out. Results of thog
analyses should be documented in paper or electifonn.”

Article 8a paragraph 2 states:

“All the results of such analyses shall be keptdagperiod of 5 years, calculatin
from the first day of the year following the yeamihich they were conducted(...
This means all written evidence of the transactemalysis should be archived a|
available.

Recommendation o

f Financial institutions should be required to perforenhanced due diligence f

the  MONEYVAL | higher risk categories of customers, business imlahip or transaction, includin
Report private banking, companies with bearer shares amtresident customers.
Measures reporte( In accordance with the Law the institutions covetsdthe Act should appl
as of 7 July 2008 t¢ enhanced customer due diligence measures in citanoes which might indicate
implement  the higher risk of money laundering or terrorism finiwe

Recommendation 0 The specific provisions are as follows:

the Report

Article 9e. 1. The obligated institutions shall ppon a risk-sensitive basi
enhanced customer due diligence measures in sitgtivhich can present
higher risk of money laundering or terrorism finamg, and at least in thg
situations set forth in paragraphs 2 and 3.

Article 19 Where the customer has not been physically prefeententification
purposes, to compensate for the higher risk, tHeated institutions shall appl
one or more of the following measures:

1) establishing customer’s identity by additional do@nts or information;

2) supplementary measures to verify or certify theuduwents supplied and th
authenticity of the signature by the notary pubdiggovernment agency, a loc
government agency or a provider of financial segsic

ensuring that the first transaction is carried otiirough the customer’
account opened with the provider of financial seegi

3)

Article 191In respect of cross-border correspondent bankintatienships with
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conducted are consistent with the obligated institis knowledge of the custome
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respondent institutions from third countries andiieglent countries, the obligate

institutions shall:

1) gather sufficient information on a respondent itogiton to understand fully th
nature of the respondent’s business and to deterritie reputation of th
institution and the quality of supervision;

2) assess the correspondent institution’s anti-moaeyndering and anti-terrorist

financing controls;
3) document the respective responsibilities of eastitirion;

4) with respect to payable-through accounts, ensuaé tie correspondent cred

institution has verified the identity and performmthoing due diligence on th

customers having direct access to accounts of theegpondent and that it is
able to provide relevant customer due diligenceadt the correspondent

institution, upon request;
obtain approval from management board or designatetiagement board memb
before establishing new correspondent banking i@tahips.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Act introduces risk based approach to AML/CEid requires the financia

institutions to undertake enhanced due diligend¢enathe risk of money launderir
and terrorism financing is higher then normal, te bther hand giving thog

institutions some freedom as to stipulate the amitit CDD measures which shall

be undertaken. However the Act provides for sitreiin which the institutions ai

o

4%
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always obliged to perform enhanced CDD, and alguolstes exactly the measurges

which should be undertaken.
According toArticle 9e of the Act:

“1. Any obligated institution shall apply - on thasis of risk analysis — increased

security measures against a client in the evenishmmay involve a higher risk ¢
money laundering or terrorist financing and partiatly in the cases referred to i
paragraphs 2-5.

2. If the client is absent, the obligated instibat - for the purposes of identificati
— shall apply at least one of the following meastreorder to reduce the risk:

1) establishment of the identity of the client lo@ basis of additional documents
information;

2) additional verification of the authenticity dfet documents or attestation of th
compliance with the original copies by a notary lxjba government body, a loc
government authority or an entity providing finaacervices;

3) ascertainment of the fact that the first trangat was conducted via the client
account in the entity providing financial services.

3. In terms of cross-border relationwith institutional correspondents fro
countries other than the EU-member states and atpnt countries, any obligate
institutions being a provider of financial servicgsall:
1) collect information allowing to determine theope of operations, and whether
provider of financial services is supervised by dtae;
2) assess measures taken by a provider of finaseialices who is a corresponde
in so far as counteracting money laundering andaigst financing;
3) prepare documentation defining the scope ofaesibilities of each provider g
financial services;
4) ascertain with respect to payable-through acdeurthat a provider of financidg
services, who is a correspondent, conducted thdication of identity and ha
taken appropriate actions under procedures on thyglieation of financial security
measures in relation with clients having direct @ to such a corresponden
bank accounts and that it is able to provide, omded of the correspondent, a
data related to the application of financial se¢unneasures in regard to a client;
5) establish cooperation, with the prior consentafboard of directors or &
designated member of such a board or a person iatsd by such a board; or
person designated in accordance wittticle 10b paragraph 1fi.e.- ... designating
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persons responsible for fulfilling the obligaticsyecified in the Act.]
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4. With regard to the politically exposed persadhs, obligated institutions:
1) implement procedures based on risk assessmeetéomine whether such clie
is a person holding a politically exposed position;

order to establish the source of asset values éhtced to trading;
3) maintain constant monitoring of conducted trastsms;
4) conclude a contract with a client after havingtained the consent of the boa

board or a person responsible for the activitieshaf obligated institution.

5. Under the pains of penal liability for providir@ta incompatible with the fact
the obligated institutions are required to collegtitten statements on whether
client is a person holding a politically exposedition.”

the client is a cross-border correspondent bankta@dlient is a PEP), in whig
notwithstanding the institutions own risk basedrapph rules, each institution
obliged to undertake enhanced CDD measures. Thal8atprovides for specifi

may be supplemented by the financial institutioith wdditional measures which
deems fit.

When it comes to setting out in legislation theyvagpecific types of situation whic
generate higher risk of money laundering and tmmoifinancing (as suggested

situations that shall suggest applying of enhancC&D, as stipulated above
Article 9e paragraph 1.

Moreover, the Act provides for set of criteria teabuld be taken into considerati
while RBA is being made by reporting entity, whigh stipulated as follows i
Article 10a paragraph 3

in particular, include the criteria of the followgnnature:

1) economic - involving assessment of client’'s geation in terms of its busine
activity;

2) geographic - involving performance of transanianwarranted by the nature
business activity, concluded with the operatorghef countries where there is
high risk of money laundering and terrorist finamg;j

3) objective - involving business activities of gk conducted by the client
terms of vulnerability to money laundering and ¢eist financing;

4) behavioural - involving unusual behaviour of thkent, in the situation irj
question.”

This open catalogue of criteria to bear in mindleviperforming a risk analysi

legislation does not provide for casuistic listhigh risk categories of customers
situations, it is — also with to the FATF's Risk<€ga approach “Guidance on the
risk based approach to combating money laundering &errorist financing"—
sufficient to allow financial institutions do disgjuish them according to their oy
procedures.

It is worth highlighting that GIFI has prepared &dition of its guide-book o
counteracting money laundering and terrorism fifragncwhich has been design
for obliged institutions and cooperating units. @fsections covers, among othe
the issue of risk areas.

2) apply measures, adequate to the risk determinyetthis obligated institution, in

the designated member of the management board gersgon designated by the

The quoted article sets out 3 situations (the tliemot present for identification

measure which should be performed in each of tsescaHowever this catalogue

“When conducting analysis to determine risk valag,@bligated institution should,

allows for more flexibility when it comes to a peprisk analysis. So though the
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the evaluators: private banking, companies withrdreahares and non-resident
customers), Polish legislator introduced the wmgdiwith open catalogue of
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Recommendation o
the MONEYVAL
Report

f Financial institutions should not be permitted tpea an account when adequa
CDD has not been conducted. Where the financidititi®on has already starte
the business relationship and is unable to comjitly @DD it should be required t
terminate the business relationship. In both sitret mentioned above financi

institutions should be required to consider makanguspicious transaction report.
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Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

Institutions covered by the Law are banned frornapgean account as well as th
are required to terminate existing business reiatip if they are unable to fulf
customer due diligence obligations.

The specific provision in the draft is as follows:

Article 8b para. 4in the event when the obligated institution carfnfitl the duties
referred to in paragraph 3 aboj@mncerning Customer due diligence measulriés
shall not carry out the transaction, shall not sigm agreement with the customer
shall terminate the agreements concluded and stralismit to the Generg
Inspector the information on the given customenglwith the information on th
transaction planned by him/ her, where justifiechsidering the risk of mone
laundering or terrorism financing.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 8b paragraph 5 of the Act states:

“In the event the obligated institution cannot perfoits duties referred to i
paragraph 3 points 1-3 i.e. composition of CDD]jt does not carry out th
transaction, it does not sign the contracts withcléent or it terminates thg
previously concluded contracts, and submits to Beneral Inspector, ir
accordance with the predetermined form, informatdsout such client, along wit
the information on the specific transaction, whaeppropriate, taking into accour
the risk of money laundering and terrorist finargein

This provision gives specific obligations to theahcial institution not to enter int
any relations with a client without performing t8®D measures. This article refg
also to situation in which the CDD measures carb®tperformed during th
existing business relations with a client. In eaghnt financial institutions have

follow the letter of this article, that is to temmaite the relationship with the client
prevent from executing the transaction, and inftle GIFI, should the institutio
find it justified on the risk based grounds.

At GIFI's website there has been a sample forngvjated for use by the oblige
institutions in circumstances foreseen byAlntcle 8b paragraph 5 of the Act, i.e.
submitting information on the customer, towards mhthey were not able t
perform full CDD measures, based on RBA. The fomovjged electronically by
GIFI focuses on filling in customer data that wésained despite obstacles, alg
with the reason of incomplete performance of CDasuees.

Recommendation o

f Financial institutions should be required to ap@PD requirements to existin

the  MONEYVAL | customers on the basis of materiality and risk emdonduct due diligence on su
Report existing relationships at appropriate times.

Measures  reporte( Institutions covered by the Law are required tolappstomer due diligence also
as of ... 2008 tq existing customers. There is appropriate time gieeto so.

implement  the| Article 19 of the draft amendment of Polish AML/CTF Law:” The obligated
Ezcggg‘:t”dat'on 9 institutions shall conduct for their current clisntthe risk-based assessme

referred to in Article 8b paragraph 1 of the act,.], in the wording provided b
this Act, within 12 months as of the date of entgginto force hereof.”

Article 8b par. 1. concerns CDD, as follows: “The obligated instdns shall apply
customer due diligence. Its scope shall be deterdnan the basis of the risk-bag
assessment, in particular, of the customer typsinkas relationships, products
transactions.”

to

nt,

or

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 17 of the Act of 25 June, 2009 which ameahdbhe Act on anti mone
laundering and counter terrorism financing, imposedobliged institutions th
obligation to conduct - for their current clientbe risk-based assessment, refe
to in Article 8b paragraph 1 of the Act [i.e. applying financial security meassiin
the scope determined by risk assessment] withimdth since the date of enteri
into force of the Act of 25 June, 2009.

In result, by the end of 22 October, 2010 all ficiahinstitutions are obliged t
have applied CDD measures to all existing custom&ltsprovisions of the Act

T <<

red

g

should be applied to all clients since then.
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(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 5 (Customer due diligence)
ll. Regarding DNFBP?

Recommendation o

f Real estate agents, counsels, legal advisers amijfolawyers should be require
to apply CDD measures in all relevant situationscading to the FATH
Recommendations and not only in the case of sosgidransactions. Accountan
should also be covered by these obligations.

the  MONEYVAL

Report

Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

It should be emphasised that obligations providedid the AML/CTF Law alsq
refer to aforesaid designated non-financial busieesand professions unlg
explicitly indicated otherwise. There is an exemptirom the general obligatior]
of applying customer due diligence imposed by thet, Aelevant on certai
condition to enumerated professions.

Specific provision is as follows:

Article. 8b para.6.Paragraph 2[when CDD should be applied] shall ngiply in
the event when a lawyer, a legal counsel, a for&mryer, an auditor, a tax advisd
and the entity being an external accountant ar¢him course of ascertaining t
legal position of the customer or performing thigisk of defending or representir
the customer in, or concerning judicial proceedinigsluding advice on institutin
or avoiding proceedings.”;

As far as accountatnts are concernedhe draft law foresees in Art. 2 subpara.
as follows:

“1) obligated institution: it shall mean:
0) entities being external accountants,”.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Act imposes on the obliged institutions, amotigers, the obligation to apg
CDD. The catalogue of obliged institutions accogdim the Act includes als
DNFBP's sector, (according to tiaticle 2 of the Act)i.e.:

entity operating in the field of games of chancejtual betting and
automatic machine games and automatic machinessgainh@w prizes,
notaries n so far as notary's operations concerning tradingsset valueg
attorneys performing their profession,legal advisers practicing his
profession outside their employment relationshithveigencies providin
services to the government authorities and locaegonent units,foreign
lawyers providing legal services apart from his employmeekpert
auditors, active tax advisers,

entities operating in so far ascounts bookkeeping services
entrepreneurs engaged in: auction houses, antiqpps sbusiness factorin
trading in metals or precious/semi-precious stooesimission sale aeal
estate brokerage

foundations,

associations with corporate personality establisiveter the Act of 7 Apri
1989 — Law of Associations (Journal of Laws of: 20o. 79 item 855; o
2003: No. 96 item 874; of 2004: No. 102 item 10&&d of 2007: No. 11}

ts
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item 766) and receiving payments in cash of thal tedlue equal to o

2j.e. part of Recommendation 12.
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exceeding the equivalent of 15.000 EURO, origirgatifso from more tha
one operation,

* entrepreneurs within the meaning of the Act of B A004 on freedom o
economic activity (Journal of Laws of 2007 No. 186m 1095, ag
amended), receiving payment for commodities in edghe value equal t
or exceeding the equivalent of 15.000 EURO, alserwtie payment for
given product is made by more than one operation;

In line with Article 8b paragraph 1 of the Act:

“Any obligated institution shall apply financial cerity measures for its client

Their scope is determined on the basis of riskssssent as for money launderi

and terrorist financing, hereinafter referred to ‘ask assessment”, resulting fror

the analysis, taking into account in particular péy of a client, economi

relationships, products or transactions.”

There are only two exceptions for application 8fCmeasures, as it is foreseen

the Act inArticle 8b paragraph 2,

"2. Financial security measures are not applied by:

1) the National Bank of Poland,

2) public operator referred to in Article 2 point &tter m)[i. e. Polish Postin the
course of providing money transfer services.”

One shall highlight, that as far as it concernseduaf reporting entities according

the provisions of the Act, (including applicatioh@DD), they are imposed also ¢

the accountants (see above), according t@éttiele 2 paragraph 1) letter 0):

" obligated institution, it shall mean:

[...] m) entities operating in so far as accounts kiceeping services”.

The aforementioned duties of applying CDD are #i@ad in Article 8b

paragraph 4 of the Act,referred to as financial security measures:

“3. Financial security measures referred to in pgraph 1, consist of:

1) client identification and verification of his idetyton the basis of documents
information publicly available;

on the actual identity of a beneficial owner, irdihg the determination of th
ownership structure and dependence of the client;

3) obtaining information regarding the purpose and thature of economi
relationships intended by a client;

surveying transactions carried out to ensure thaansactions are in

accordance with the knowledge of the obligatedtutsin on the client and th

business profile of his operations and with thé;rand, if possible, surveyin

the origins of assets and constant update of dontsnand information in

possession.”
Moreover, the Act does not allow obliged institaato enter into relation with th
customers, to whom the CDD measures cannot beealpjii line with theéArticle
8b, paragraph 6of the Act:

paragraph 3 points 1-3, it does not carry out th@nsaction, it does not sign th
contracts with a client or it terminates the prawty concluded contracts, ar

information about such client, along with the infation on the specifi

and terrorist financing.”

Recommendation o
the MONEYVAL

applicable to DNFBP.

Report

2) making attempts, with due diligence, in order tentify a beneficial owner and
apply verification measures to identify the idgntif, dependent on appropriate
risk assessment, in order to provide the obligatstitution with data required

4) constant monitoring of current economic relatiopshiwith a client, therein

“In the event the obligated institution cannot merh its duties referred to in

submits to the General Inspector, in accordancehwite predetermined form,
transaction, , where appropriate, taking into acobthe risk of money laundering

f Poland should fully implement Recommendation 5 erake these measures
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Measures reporte( See above

as of 7 July 2008 t¢ | the database of GIFI 2050 DNFBP's are registered

implement the|

Recommendation o

the Report

Measures taken to| One shall emphasise that obligations providedridhé Act also refer to aforesajid
implement the | designated non-financial businesses and professimfsss explicitly indicated

recommendations
since the adoption
of the first progress
report

otherwise. There is an exemption from the gendshdations imposed by the Act,
relevant on certain condition to enumerated psifes.

Article 11 paragraph 5 of the Act foresees the following exception of agjmg
duties imposed by the Act within DNFBP’s sector:

“The obligation to provide information on transacksocovered by the provisions|o
the Act does not apply if lawyers, legal advisard foreign lawyers, auditors and
tax advisers represent their client on the basisagfower of attorney related to
proceedings pending or provide advice for the pagof such a proceedirig.
Moreover, the Act stipulates the situations whenFABR's entities shall fulfill thei
reporting obligation on suspicious transactions, lime with the Article 8
paragraph 3b:

“Any obligated institutions that are attorneys, &gdvisers and foreign lawye
shall exercise the obligation referred to in paragh 3[ i.e. reporting on suspiciol
transactionsJwhen they participate in transactions related tee tprovision of]
assistance to their clients, which is planning arrging out transactions relating
to:
1)
2)
3)
4)

%)

buying and selling real estate or business entities

money management, securities or other asset values;

opening accounts or their management;

arrangements of payments and extra payments tintti@l or share capital,
arrangements of contributions to create or condbasiness operations

companies or for their administration;

creation and operation of entrepreneurs in a d#éfar form of business
organization, and also the management of.”
In reference to the application of CDD measuregdsinos, namely identificatio
of the client, the Act irArticle 9c stipulates an obligation to identify customerg
the entrance to the casino:

“In the case of a casino operator, within the megroh the Gambling Act of 1
November 2009 , the measures referred to in Artlgparagraph 3 point fi.e.
identification of the clientghall be applied at the entrance of a client te tasino,
regardless of the value of gambling chips purchdeegaming.”

The Act covers the DNFBP’'s sector. The catalogueDOFBP’'s has bee
implemented to Polish legislation (including bookeking services, association
and entrepreneurs receiving payment for commoditiesash exceeding 15 0(
EUR). Obligations imposed by the Act on DNFBP’'sc@mpass as well the

=]

©

application of CDD measures, on the basis of rislysis, as well as the reporting

activity.

(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 10 (Record keeping)
I. Regarding Financial Institutions
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Rating: Partially co

mpliant

Recommendation of The text of the law should clearly state that @tessary identification data has
the  MONEYVAL | pe kept for at least five years after the end eflihsiness relationship as requir
Report by Recommendation 10.

gﬂse?)?u;eJSUIY |’2e0p(§)8rti It should be noted that the draft of AML/CTF Lawdicates a record-keepin
implement thel Obligations. The specific provision is as follows:

Ezcgzgindat'on O Article 9k. para. 1.The information obtained as the outcome of custentkie

diligence shall be kept for at least the periodbofears or more, starting from th
first day of the year following the year in whichsiness relationships with tf]
customer were terminated. In the event of liquaati merger, division o
transformation of the obligated institution, forédgmng the said documents t
provisions of Article 76 the Act on accounting 8fSeptember 1994 shall apply.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As already mentioned, identification is one of @BD measures according to t
Act. The Aticle 9k of the Act says:
“Information obtained as the result of the applicat of the measures referred to

Articles 8b [CDD measures] and 9e [enhanced CDD#¥tisred for a period of %

years from the first day of the year following tre&ar in which the transaction w4
carried out with the client. In the event of ligafibn, merger, division o
transformation of an obligated institution, the pisions of Article 76 of the Act
29 September 1994 on accounting shall apply tethge of documentation.”

So each financial institution has to keep the nometil data for 5 years after the €
of the business relationship with the client, amd 6 year period is counted fro
the first_ day of the year following the griea which the relationship with the clie
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has been terminated. In cases stipulated at thefethis article the documents are
being kept by a designated entity for the mentigueribd.

Recommendation of Financial institutions should be required to keerdments longer than five years if

the  MONEYVAL | requested by a competent authority.

Report

Measures reporte( In accordance with the Law the period of recordpkeg indicated above might he

as of 7 July 2008 t¢ prolonged at the request of the General Inspectpublic prosecutor.

implement  the| The specific provision of the draft is as follows:

tF;eclgmmendatmn O Article 9k para. 2. The General Inspector or the public prosecutordting the

e Report procedure concerning the act referred to in Artiddé5a [ i.e. financing of

terrorism] or Article 299 of the Penal Code [i.eoney laundering] may request the
obligated institution to keep the information obid as the outcome of customer’s
due diligence for a definite period of time, longlean set forth in paragraph 1 one
above”.
(see above for Art. 9 k. para 1).

Measures taken to| The project of new prescription in this domain bagn prepared by the Polish F|U

implement ~ the | and included to the new amendment of the Act omtsacting money laundering

recommendations | and terrorist financing. According to it, the olelyjinstitution is required to keep

since the adoption| qocyments including information on applied custohee diligence longer than |5

of the first progress
report

years on demand of the GIFI.

(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)
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Recommendation 10 (Record keeping)
ll. Regarding DNFBP®

Recommendation o

f Poland should fully implement Recommendation 10d arake these measur

esS

the  MONEYVAL | applicable to DNFBP.

Report

Measures reporte{ See above

as of 7 July 2008 tc

implement the|

Recommendation o

the Report

Measures taken to| The Act stipulatesthe provisionsconcerning the keeping record of condug
implement the | transactions, which refers also to the DNFBP’s @edhat is referred to in th

recommendations
since the adoption
of the first progress
report

catalogue of obliged institutions fulfilling obligans in AML/CFT area.

Obliged institutions shall maintain the registertr@insactions, as it is stipulated
Article 8 paragraph 4 of the Act:

“The register of transactions referred to in parggna 1 and 3[ threshold
transaction and suspicious onebhll be stored for a period of 5 years, calculgt
from the first day of the year following the year \Wwhich transactions wer
recorded. In the event of liquidation, merger, siion and transformation of an
obligated institution, the provisions of Article @6the Act of 29 September 1994
accounting (Journal of Laws of 2009 No. 152 iter@3.2No. 157 item 1241 and N
165 item 1316) shall be applied in regard to kegpiecords and documentation.”
Moreover, the Act stipulates, that any documentationcerning transactions bei
executedby the reporting entities shall be stored accordimghe provisions o
Article 8 paragraph 4a of the Act:

“Any information on the transactions carried out tye obligated institution an

documents related to such a transaction are stoi@da period of 5 years
calculating from the first day of the year follogithe year in which the last recor

associated with the transaction took place.”
The Act encompasses also the duty to keep recdrdsigning analysis that hg
been carried out, in line with theticle 8a 1paragraph 1 and 2
“1.Any obligated institution shall carry out onggjranalysis of the transactior]
carried out. Results of those analyses should leirdented in paper or electron
form.

All the results of such analyses shall be keptafgreriod of 5 years, calculatin
from the first day of the year following the yearwhich they were conducted.
the event of liquidation, merger, division and sformation of any institutiol
obligated to keep records, the provisions of Agtigb of the Act of 29 Septeml;
1994 on accounting shall apply accordingly.”

The obligation to keep records of the CDD measuredertaken during applyin
standard CDD as well as enhanced CDD measuresndempassed by th
provisions of théirticle 9k of the Act

“Information obtained as the result of the applicat of the measures referred to
Articles 8b[ i.e. composition of CDD measureahd 9e[ i.e. enhanced CDI
measuresis stored for a period of 5 years from the firstycbf the year following
the year in which the transaction was carried oithvihe client. In the event ¢

liquidation, merger, division or transformation @ obligated institution, the

provisions of Article 76 of the Act of 29 Septenit#®4 on accounting shall app
to the storage of documentation.”

(other)
since
progress

changes
the  first
report

(e.g. draft laws,

3i.e. part of Recommendation 12.
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draft regulations or
draft “other

enforceable means”
and other relevant

initiatives)

Recommendation 13 (Suspicious transaction reporting
I. Regarding Financial Institutions

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f More guidance is needed to ensure that reportingies place sufficient emphas
on the STR regime (as opposed to the above-thiksipbrting regime).

Measures reporte
as of 7 July 2008 t¢
implement the
Recommendation o
the Report

The increase of inspections conducted by GIFha DNFBP’s sector should f
underlined.

During the inspections more detailed guidance airaedhe particular oblige
institution have been provided.

Moreover in the years 2006 — 2007 GIFI made avklah e-learning course to tf
institutions from DNFBP’s sector.

The syllabus of the course was based on the miaterigpared by the employees
the

GIFI and consisted of 9 lessons, and in particelddentification of suspiciou
transactions.

In connection with the implementation of the Direet2005/60/EC of the Europesd
Parliament and of the Council of 26 October 200%h@n prevention of the use
the financial system for the purpose of money l&uimgy and terrorist financing th
GIFl is going to publish new (third) edition of maal for obliged institutions an
co-operating units which will include more specifjoidance for DNFBP’s. Thi
book will be available after adoption of amendmetdsthe law. At presen
specialists from GIFI work on it by using own kneate based on professiorn

especially FATF.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

GIFI provides guidance to obliged institutions iffetent ways.

In 2009 The General Inspector of Financial Inforiorapublishedhird edition of
guidebook for the obliged institutions and cooperating uniteder the titleAnti-
money laundering and terrorism financinbhe handbook combines theoretical &
practical knowledge that stems from realizing thde$ imposed, by the Act, on tk
General Inspector of Financial Information and thepartment of Financig
Information in the Ministry of Finance (i.e. PoligtiU). The manual consists of §
parts. Besides the guidance on application of #we ih force in the scope ¢
AML/CFT, duties and powers of the obliged instituis in the light of statutor
regulations, one can find there information comfrmm analytical experience
GIFI's employees: in detail, it deals with the aiséd of suspicious transactior
with a detailed explanation of definition of monkundering, description of if]
phases, identified methods, examples of their ngwactice, areas of ML/TF risl|
indicators of suspicion, and the basic sourcesiofltedge on such transactions g
their parties.
Obliged institutions and cooperating units are assisted by the information ¢
provisions on administrative and criminal liability.e. sanctions — penal ar
pecuniary ones, as well as specific restrictive suess, against persons, groups
entities. The guide covers also issues of co-operaif GIFlI with cooperating
units, as well as its foreign counterparts. It pries information about internation
initiatives in the scope of anti-money launderingl éerrorism financing.

The new edition of the guidebook has been designttk way offering the suitabl
AML/CFT guidance in the new legal environment -cernthe Third AML Directive

experience and knowledge of other countries andrnational organizations,
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has been successfully implemented in Poland.
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The main reasons to issue another edition of thidegwas amending of th&ct on

counteracting money laundering and terrorism finagcand the fact that since the

publication of the last editions of the guide, tkeowledge in the field o
counteracting money laundering and terrorism fifrantias increased. Apart fro
referring to changes in legal provisions, a totalgw part was added concerni
risk areas, previous chapters describing methodsmohey laundering wer|

improved and supplemented and more information a@dded on counteracting

terrorism financing.

f

Distribution of guide to the obliged institutionscacooperating units, both in paper

and electronic form — on CDs (in this from for first time since the first edition
started in December 2009. The part containing teesidetailed informatior
concerning identified methods of money launderiras vexcluded from electron
version of the guide.

Moreover, GIFI has distributed over 1100 guide tsotdk the obliged institution
and cooperating units, including around 200 guioiek in electronic version.
Another way to provide guidance to the obliged ifaSbns is organizing
e-learning platform, that is efficient solution to offer guidance ke tmost possiblg
number of recipients.

In 2009, GIFI provided free-of-charge e-learningurse entitled “Counteractin
money laundering and terrorism financing”. The aifrthe course is familiarizin
the employees of obliged institutions and coopegatiinits with counteractin
money laundering and terrorism financing in thédfief binding provisions.

The form of e-learning course means that it is labée via Internet both in th
scope of enrolment, use of its resources, partiopain verification test ang

e

]
obtaining certificate on completion of the courd®etails specifying rules of
participation in the course are available at thaidliy of Finance website (tabs:

Financial security— Fighting money laundering and terrorism financiag
Communications). The course is free of charge.
Present edition of E-learning platform prepared@| has been efficient tool t

provide guidance for obliged institutions. Sincet@der 2009 until end of August,

there were 20 699 certificates issued on gradudtiogy E-learning training irj
AML/CFT area for financial obliged institutions. Resentatives of non-financi
obliged institutions were awarded 8044 -certificat€ooperating units in th
mentioned period were awarded 1550 certificateslearning platform was als

used by other entities or subjects who were awa¥0 certificates. The total
number of certified users of e-learning trainingypded by GIFI amounts to 33 193

participants.
With regard to doubts reported by obliged institu§ and cooperating uni

concerning implementation of statutory obligatiowhjle continuing practice from

previous yearswritten replies to inquiries of the obliged institutions wer
provided by GIFI.
Inquiries concerned in particular interpretationpobvisions of theAct, that hag
been amended to adjust AML/CFT provisions of theoRaan Union.

In 2009 there were 149 inquiries concerning pratapplication of legal provision
submitted to GIFI, which constitutes 30% more imgsi than last year. Th

inquiries concerned mostly the interpretation afvigions of the above mentiong

Act of 25 June 2009 adjusting national legal ordemrespect of counteractin
money laundering and terrorism financing to thedpean Union provisions.

The employees of the Department of Financial Infation provided alsq
clarifications via phone. The subject of theseifitations was similar to the subje
of written clarifications.

Moreover, on 1 and 2 December, 2009 GIFI organizedference attended |
representatives of both, the obliged institutiond the cooperating units. The a
of the conference was discussion on the most #igmif changes related
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adaptation of previous legal provisions in respeft counteracting mone
laundering and terrorism financing to the Commumégulations and initiation g
activities aiming at clarification of doubts (ingess) submitted collectively b
representatives of the obliged institutions.

Conference participants were provided with thedtledition of the GIFI's guide.
Much effort has been put also by Polish supervisuthorities. The PFSA, g
stated above in the questionnaire, holds reguéanitrg seminars for the financi
institutions. Each year at least one of the magoniear organised is being devot
solely to AML/CFT issues. In 2008 there were 89tipgrants, in 2009 (in twg
seminars) 126 and 97 participants, and in 20108-gHtticipants. The mentione
seminars are focused on presenting the PFSA’'sestamit guidance to the financ
sector on AML/CFT issues, and conducting dialogtloe most important issue
Sector specific guidance are given by the PFSAndutiose projects.

This educational activity, in conjunction the weitt guidance provided by the Gl
gives a solid framework for the financial instituts to work in.

Recommendation of More attention should be given to outreach to otbarts of the financial and no

the  MONEYVAL | banking financial sector to ensure that they angorting adequately.

Report

Measures reporte| Due to the fact that the obligated institutionsyveften reported a demand f
as of 7 July 2008 t¢ training sessions with regard to combating moneyndering and financing @
implement  the| terrorism and in order to conduct effective traginf employees of thes
Eicgr:gi”dat'on 9 institutions in this field, the training in the salled traditional form should b

replaced with electronic training-{earning.

In 2007 two-week e-learning training sessions vienached as of 1 August.

200 persons could participate in the course oneaafinbasis (160 employees
obligated institutions and 40 employees of co-ojragaunits), without the necessi
of incurring costs related to participation in ftemhal training, among others cos
of business trip and traveling expenses.

The syllabus of the course was based on the miaterigpared by the employees
the Department of Financial Information and caesisf 9 lessons:

- Basic issues related to counteracting money lawingl and terrorist financing
(preceded by the Introduction);

- Entities participating in counteracting money lairdg;

- Tasks of the obligated institutions;

- Identification of suspicious transactions;

- “Know your client” programme in the entities cogd by theAct,

- Internal procedure in an obligated institution;

- Transfer of information to GIFlI;

- Control of compliance with the provisions of thet;

- Criminal responsibility for the infringement @fdal provisions.

The course was prepared in accordance with metbggdand didactics principle
and concentrated mainly on the approach to solphodplems related to a select
area and methods of task execution. It also cosdainteractive elements. Tk
course finished with a test and, after successfpdgsing the tesbn-line the
participant received the certificate confirming twnpletion of the course.

The total number was 2.074 representatives of tiigaied institutions and 11
employees of the co-operating units participatetthéne-learning course.

In order to intensify the reporting activity of titations from DNFBP’s sector, an
in order to provide the above mentioned institwgiovith the suitable guidance ¢
reporting obligation, from 2006 to 2007 GIFI madeitable e-learning course fc
employees of the following institutions from DNFBRsector:

Games of chance, mutual betting — 301 + 542
Real estate agents — 23 + 5
tax advisers — 5 + 10

—

<

1S
Al

Ly
ts

of

)

e

hn
Dr

45



Notaries public — 11 + 4
Polish post — 19 + 3
Auditors — 7
Foundations — 3 + 2
Commission sale — 2
Pawn shops — 3 + 2
Legal advisers — 6
Entrepreneurs running activity in the scope of jgnex and semi-precious metals|or
stones trade — 3

Measures taken to| In order to help reporting entities to look for gicgous transactions and activities
implement ~ the | the amended law introduced feedback from GIFI mtedito reporting entities in
recommendations | Article 31 paragraph 2 of the Act:
since the adoption| «yhere the basis of the notification referred to paragraph I notification on
fé tgret first progress | o ;spicious transaction that is to be executétid been the information on the
P transaction — as referred to in Article 8 paragraBlii.e. reporting of STR]Article
16 paragraph 1[i.e. notification on suspicious teaction to be realized], or Articl
17 [notification on the suspicious transaction thas been executed]provided by,
the obligated institution or a cooperating unit, asferred to in Article 15g
paragraph 1, the General Inspector shallbmit the information on that fact to it
no later than within 90 days from the submissiothi notification.”
GIFI provides guidance (involving the issue of mgu@ing STRs) to obliged
institutions in different ways.
In 2009 The General Inspector of Financial Inforiorapublishedhird edition of
guidebook for the obliged institutions and cooperating uniteer the titleAnti-
money laundering and terrorism financinbhe handbook combines theoretical and
practical knowledge that stems from realizing thée imposed, by the Act, on the
General Inspector of Financial Information and thepartment of Financial
Information in the Ministry of Finance (i.e. PoligtiU). The manual consists of sjx
parts. Besides the guidance on application of #we ih force in the scope of
AML/CFT, duties and powers of the obliged institumis in the light of statutory
regulations, one can find there information comirgm analytical experience of
GIFI's employees: in detail, it deals with the aiséd of suspicious transactions,
with a detailed explanation of definition of monkundering, description of its
phases, identified methods, examples of their ng@actice, areas of ML/TF risk,
indicators of suspicion, and the basic sourcesioftledge on such transactions and
their parties.
Obliged institutions and cooperating units are assisted by the information on
provisions on administrative and criminal liability.e. sanctions — penal and
pecuniary ones, as well as specific restrictive suess, against persons, groups and
entities. The guide covers also issues of co-operaif GIFlI with cooperating
units, as well as its foreign counterparts. It prgs information about international
initiatives in the scope of anti-money launderingl éerrorism financing.
The new edition (8) of the guidebook has been designed in the wasriafj the
suitable AML/CFT guidance in the new legal envir@mh- once the Third AML
Directive has been successfully implemented inriRbla
The main reasons to issue another edition of tideguas an amendment of thet
on counteracting money laundering and terrorisnaficingand the fact that sing
the publication of the last editions of the guidlee knowledge in the field g
counteracting money laundering and terrorism fifragndias increased. Apart fro
referring to changes in legal provisions, a totalgw part was added concerning
risk areas, previous chapters describing methodsmohey laundering werg
improved and supplemented and more information agied on counteracting the
financing of terrorism.
Distribution of guide to the obliged institutionscacooperating units, both in paper
and electronic form — on CDs (in this form for thiest time since first edition)
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started in November 2009. During a special evertive days conference i
December 2009 — 724 copies were distributed togedliinstitutions an
cooperating units, like banks, investment fund ngangent companies, insurance
companies, leasing companies, brokerage houseése Roiits, Central Investigation
Bureau, Ministry of Internal Affairs and Administien, Internal Security Agency,
Central Anti-Corruption Bureau, selected Ministry Binance departments, tax
offices and fiscal control offices, General Proseca Office, district and appellate
Prosecutor’s Offices and some legal professioalsh Post.
Generally circa 1000 hard copies were distributiethat time. The part containing
sensitive, detailed information concerning idestifimethods of money laundering
was excluded from electronic version of the guide.

GIFI tries to reach every sector of financial marte offer suitable AML/CFT|
guidance, so that it preparesllearning platform to provide guidance to th
obliged institutions. E-learning course provided®\| has a few advantages: it|is
cheap, it is easily accessible and that is whyeéiches every kind of obliged
institution, also those from non-banking sector.
In 2009, GIFI provided free-of-charge e-learningurse entitled “Counteracting
money laundering and terrorism financing”. The afrthe course is familiarizing
the employees of obliged institutions and coopegatiinits with counteracting
money laundering and terrorism financing in thédfief binding provisions.

The form of e-learning course means that it is labé via Internet both in the
scope of enrolment, use of its resources, participain verification test and
obtaining certificate on completion of the courd®etails specifying rules of
participation in the course are available at thaisdiy of Finance website (tabs:
Financial security— Fighting money laundering and terrorism financiag
Communications). The course is free of charge.

Present edition of e-learning platform preparedd| has been efficient tool tp
provide guidance for obliged institutions. Sincet@er 2009 until end of August,
there were 20 699 certificates issued on  graduatinfjom
e-learning training in AML/CFT area for financial bl@ed institutions,
Representatives afion-financial obliged institutions (DNFBP’s) were awarded
8044 certificates in the given period. Co-operatimits in the mentioned periqgd
were awarded 1550 certificates. E— learning platfaras also used by other entitie
or subjects who were awarded 2900 certificates.t®tag number of certified users
of e-learning training provided by GIFI amount8®193 participants.
GIFI also provides training in its traditional viens, to obliged institutions, focused
on DNFBP’s sector.
It must be underlined that the representativeshef Department of Financia
Information participated as the trainers in confiees and trainings organized (in
2009 at the invitation of entities including obligmstitutions:

e training organized by the National Chamber of Nietafor representative
of the District Chambers of Notaries on 3-4 SeptemB009 in Zakopane
Poland

« conference organized by the Polish Bank Associaiini23-24 September
2009 in Zakrzew, Poland

« 2" edition of the Conference Banking Management Foouganized on 1}
2 October, 2009 in Warsaw,

« training for notaries inspectors from Regional Cbhars of Notaries on 19
October, 2009 in Warsaw.

Representatives of the Department also participgtedaining organized by BRE
Bank S.A. for employees of BRE Bank SA capital greand other banks from the
country organized in October 2009, in Warsaw.
The basic topic of most of lectures of GIFI repreagves during these conferenges
and trainings was the amendment of the éwatcounteracting money laundering
and terrorism financing, and the application of jii©visions
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GIFI pays attention to the quality of data receiftean obliged institutions. Amon
submitted transactions, those received in 2009eaxdeding designated threshg
13% were transactions — the data of which contagignificant errors — makin
further analysis impossible and requiring corrawionade by obliged institution
Thanks to GIFI's efforts in rising awareness of &ypes of obliged institutiong
who send the information to GIFI, numbers descghime percentage of errors h
significantly diminished. There is positive changk quality of information on
transactions received by GIFI, as the result af/giets undertaken by GIFl and c
operation with obliged institutions in respect afrrection of errors in data file
Percentage of errors in years 2008and 2009 reaebkpdctively 12.9 % and 13.09
as compared with data from the year 2007, whereached 19.2%. The san
percentage datum in years before 2007 exceeded 20%.

database of transactions (they receive the stabusxplain”). In order to eliminat
from the main database the transactions includimgre€ some fields in th
“transaction form” (i.e. unified form to submit Qlwith data on transactions) ha
assigned so called “validators”, which do not allmansactions to “get into” th
main database once they contain errors which ptefrem conducting furthe
suitable analysis. There are reports generated;hwikdientify errors in mentione

GIFI's employees determined some set of errorsdbas not affect improperly th
analysis of transactions. Thus, although the fil@stain insignificant errors whic
prevent them from passing the validation procd®s; aire let into the main databa
to be further analyzed (as errors do not influemtl rganized process).

At the end of each month there is a report of erfor suspicious transactions ma
The report is generated from the temporary datalrasehich transactions an
recognized as those ‘to explain’ (transactions ti@ae not passed the validatio
Then GIFI's employees contact the obligated instihs (the person who
responsible for providing GIFI with data) and poinitt the errors, explaining ho
the adjustment should be carried out. Afterwards abliged institution has t

which has just been corrected.

Recommendation o

f The AML Act should clearly provide for attemptedgscious transactions to b

the MONEYVAL reported.

Report

Measures reportef The AML Act explicitly formulate concept of attengut suspicious transaction
as of 7 July 2008 t¢ well as reporting duties imposed on obligated futins. Therefore taking int
implement  thel account the risk of money laundering or terrorisnaricing they are regired |
Recommendation o ; : :

the Report submit the relevant information to the General &cspr.

The specific provision is as follows:

Article 8b para. 4 In the event when the obligated institution canfudfil the
duties referred to in paragraph 3 above [i.e. eletsecomprisingCDD], it shall no
carry out the transaction, shall not sign an agresatnwith the customer or shg
terminate the agreements concluded and shall trértsnthe General Inspector th
information on the given customer along with thioimation on the transactio
planned by him/ her, where justified considering tisk of money laundering ¢
terrorism financing.

The transactions that contain significant errore etained in the temporar

transactions. The errors are further explainedamcected by obliged institutions.

provide written explanations of the situation adlas information on the data file
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Act provides for the obligation to registereatipted transactions in line wit
theArticle 8 paragraph 3aof the Act:
“In the event that the obligated institution doest maccept the disposition or ordg
to conduct a transaction, the obligation referredih paragraph Ji.e. registering
suspicious transactiorghall also apply if this institution is aware af e with due

diligence — should be aware of such a transactioregard to the contract with it
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client.”

This provision clearly requires financial instituts to file STR’s (because that
what paragraph 3 of article 8 refers to), even if they do not execute

transaction, or do not receive clients dispositioorder to conduct a transaction.
In conjunction with article8b paragraph 5 this covers all possible cases
attempted transactions. Current wordinghdicle 8b paragraph 5 of the Act is ag
follows:

“In the event the obligated institution cannot merh its duties referred to i
paragraph 3 points 1-8i.e. composition of CDD measures: identificatiodnctent
and beneficial owner, information on purpose andnesof relationship]it does not
carry out the transaction, it does not sign thetcacts with a client or it terminate
the previously concluded contracts, and submitstit® General Inspector, i
accordance with the predetermined form, informatdsout such client, along wit
the information on the specific transaction, , whappropriate, taking into accoul
the risk of money laundering and terrorist finargeih
It is worth mentioning, that the Act provides alffep the regulation on notifying
GIFI with any suspicious transaction that is gotegbe executed, and whic
according to the judgment of obliged institutioreems to be suspicious orj
according to thérticle 16 paragraph 1 and l1aof the Act:

transactions, or carried out such a transaction, h@s any information about th
intention to carry out such a transaction, for whithere is a reasoned suspici
that it may be related to the criminal offense mafd to in Article 165a]i.e.
financing of terrorismpnd Article 299 of the Penal Cofiee. money laundering]s
obliged to inform to the General Inspector in wrgi by passing all the datf]
referred to in Article 12 paragraphlile. information on transactions that shall
registeredand Article 124i.e. additional information on parties of transaos in
case of suspicious transactioasjng with the indication of prerequisites in favg
of suspension of the transaction or blockage ofdbeount, and to indicate th
expected date of the implementation. The provisfofsrticle 11 paragraph 4 sha
not be appliedi.e. forwarding information to the General Inspectorotigh the
agency of a territorially competent body of profesal self-management (¢
notaries, attorneys, legal advisers and foreigrydasy ...]
la. Where the obligated institution, making thefiattion pursuant to paragrapt
1, is not the institution which is to carry out tlransaction, the notice shall alg
indicate the institution, which is to transact.”

Article 16 of the Act refers both, to transactions for whitlere are reasonab
suspicions of money laundering and terrorist fimag.c

“1. Any obligated institution which received a digition or an order of the
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Recommendation o

f More guidance is required on the width of the ficiag of terrorism reporting

the  MONEYVAL obligation.

Report

Measures reporte{ During trainings for obliged institutions all aspecconnected with TF werne

as of 7 July 2008 tq discussed.

implement  thel pgland is establishing also the new entity whichdig to deal with fight against

tF;eeclgrenrgindatmn 9 terrorism. According to assumptions the Polish Bltictly co-operates with this
P unit what should be connected as well with thegase of the guidance for obliged

institutions.

In 2007 the co-operation with obligated institusoand cooperating units w
performed on many planes, inclusive of conductiraining sessions, providin
information on application of legal provisions cemting counteracting mone
laundering and financing of terrorism as well asidicting electronic trainin
sessions — the so-called e-learning, among others.

in 2005, titled Counteracting Money Laundering — A Guide for Oltiégh
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Moreover, a guide for obligated institutions andoperating units issued by Gl
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Institutions and Cooperating Unitsvas further distributed among obligat
institutions and co-operating units, participarntsraining sessions and societies
different professions.

From 2005 to 2008 the obligated institutions areldboperating units received fr
of charge 2.239 copies of the handbook; this ctuietd 96% of the entire pap
edition:

e obligated institutions — 766,

e cooperating units — 1,453 (of which supervisinthatities — 320).

The guide for the cooperating units and obligatestitutions is a source ¢
information concerning the typology ofioney launderingand information abou
the methods of detecting transactions that might cbanected with mone
laundering or terrorism financing.

As regards doubts concerning execution of regutatdigations reported by th
obligated institutions and co-operating units, raprievious years, written respong
to questions were provided.

In 2007 GIIF received and answered over 60 enguidencerning practicd
application of legal provisions. Almost half of th644%) were transferred by tf
banks. A great majority of enquiries (81%) concdraeplication of provisions g
the AML/CTF Law.

In the autumn 2007, representatives of the Polistarieial Intelligence Uni
participated in the VI symposium held under the dwoable patronage of th
General Inspector of Financial Information by thaigh Police Headquarters wif
the participation of the Police School in Pita andthe seminar Terrorism —
counteracting, combating, eliminating consequencd®ld in the Higher Polic
School in Szczytno.

Moreover, the issues of counteracting money lauingeand financing of terrorisn
were presented by GIFI representatives at the foouganised by the magazir
“Banking Law monthly held in September 2007 as a part of fwecof seminars.
GIFI was also invited to participate in the worktb& Coalition for Security ang
Transparency of TradeThe coalition established by the Polish Bank Ags®mn
forms a cooperation platform for economic, selfgmment, scientific and sta
administration circles with regard to enhancingléraecurity, also in the possil
risk of financing of terrorism.

In 2006 lectures and exercises arranged by GlFémml/ 12 training activities fg
the total of 350 persons.

The following institutions were the addresseesaihing activities:

e banks,

e representatives of insurance companies,
. e supervising authority (the Polish Securities andifange Commission),

e fiscal control authorities,

e tax offices,

e the Police,

e the Prosecutor’s Office,

e the Internal Security Agency.

The training focused on statutory obligations adéntification of suspiciou
transactions.

Apart from training addressed to specific recigerihe Polish FIU participated
seminars, workshops and conferences focused on atomgh rganized crime
providing information about the typology and exaegpbfmoney launderingnd
terrorism financing.

eProblems with evidence in terrorism-related cringe®l effects of operationi

activities — conference organised under the auspidethe I' President of the

Supreme Court,
eRevealing asset components — a seminar organiseabyigh Police
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Training School in Szczytno in cooperation with @@minal Bureau and the
Central Investigation Bureau at the Police Headgusr

ePragmatics of combatingoney launderingn Poland — the 5symposium
organised by the Police School in Pita.

In 2008 GIFI intends to hold a conference on cyberorism. The seminar is to k
organized by the General Inspector of Financiabrimition together with the U.§

e

\*XJ

Department of Treasury under tAgreement on co-operation between the U.S.

Department of Treasury and the Ministry of Finantssues on cyber terroris
covered by the seminar comprise: financing, recreitt, training, possible attac
against the Web, counter measures, like training BMTERPOL Networking.
Other matters associated with cyber crime discudsédg the seminar encompas
identifying theft, fraud, money laundering and soteehnical stuff like phishing
and BotNets.

Moreover, GIFI uses and continuously updates Hré @f the website of Ministry
of Finance, called ,Financial Security” which haseh devoted to activities of GIH
The website is another channel designed to broedigmunicate with oblige
institutions and cooperating units. Except for infation on AML /CFT system
GIFI's activities, legal regulations in this ared AML/CFT there is section
involving GIFI's communications concerning repogiobligations.

GIFI cooperated also actively with Central Bure&ingestigation, especially in th
area of special, dedicated trainings concerning2®7, 2008 projects — more th
50 specialist were trained).

In December 2007, GIFI published on its website mmmications concerning th
FATF documentsFATF Guidance Regarding The Implementation Of vitgti
Based Financial Prohibitions Of United Nations S#guCouncil Resolution 1737
12 October 2002nd FATF Statement on Iran, Paris, 11 October 2007.

GIFI forwarded also the above mentioned guidancéh(wequest for furthe

distribution) on Iran to the following associaticasd institutions: National Coundi

of Counsels, National Chamber of Auditors, Natio@&alamber of Tax Advisors
National Chamber of Legal Advisers, National CouniPublic Notaries , Polis|
Bank Association, the Polish Chamber of Insuranibe, Chamber of Brokerag
Houses.

In 2008 GIFI published on its websitEATF Guidance on Money Laundering
Terrorist Financing Through The Real Estate Sed@# June 2007)/and FATF
statement on Uzbekistan, Iran, Pakistan, Turkmanjsdo Tomé and Principe al
transactions with financial institutions operatiimgthe northern part of Cyprus (2
February 2008) The guidance and statement were forwarded tocedEms of
obligated institutions, supervisory authorities ar@boperating units with
recommendation to distribute them to supervisedaher relevant agencies.
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

GIFI finds it essential to disseminate guidanceFdnrisk and reporting obligatio
in this regard. Therefore GIFI publishes on its sith guidance for oblige
institutions referring to the issues of financirfgerrorism. Publication of guidang
on counteracting FT is followed by forwarding infaxtion on publication of th
guidance to the associations of obliged institigj@and cooperating units, especia
supervisory authorities, e.g. PFSA.

At GIFI's website, under section “Publications” than Polish and in most caseq
in English), one may find guidance in the scopecofinteracting financing g
terrorism, i.e.: information on FATF statementsnam-cooperating jurisdictions (g
of 25 June 2010, 25 February 2010, 18 February ,2aB)October 2009, 26 Jur
2009), as well as respectively published infornrmatam Public Statements und
MONEYVAL CEP, concerning particular jurisdictionsrcerned, e.g. Azerbaijan
GIFl has published also information on FATF pubktatements: on cove
payments, and numerous RBA guidance, that may supjptiged institutions in
assessing the risk linked with the transactionsttiey execute (e.g. RBA Guidan
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in MSB'’s sector).

Lately GIFI has also published communication ondgnce concerning financi
risk arousing from business relations with Iran.siles the introduction g
international regulations in this regard, GIFligbfication focuses on the fact th
any relations with Iran may increase potential igkFT and it advices oblige
institution to draw attention to such transactiord applying the suitable set

CDD measures to mitigate the risk emanating fromsiress transaction with th
region.

Financing of terrorism is also essential part dfignce offered by the GIFI to th
obliged institutions and cooperating units in  G#$I' guide and
E-learning training. Both involve section focusioig characteristics of financing
terrorism, sectors that may be particularly crifingrone in this regard, togethg
with presentation of methods of detection of tratieas that may be used

finance terrorism.

Moreover, it is worth underlining, that the emplegeof GIFI, regularly offer thei
experience and advice in AML/CFT area to the emgésyof obliged institutiong
when they answer their enquiries concerning ML/3$ues, both in writing and 4
the phone.

GIFI's website, in “Financial Security” section eff easily accessible set
communications concerning the areas that are efdst for employees of obligg
institutions, such as: validation of transacticaygplication of provisions in amendg
AML/CFT ACT, issues concerning sample register m@sactions, the way (¢
maintenance and submitting it to the GIFI.

Moreover, on the website GIFI has also publisheel #imswers for the mo
commonly asked enquiries concerning the applicatibthe amended AML/CF
law.
NOTE: for further information on GIFI's guide andearning platform, please, s¢
also information under section concerning Recomraéod 13 and SR IV.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 13 (Suspicious transaction reporting
ll. Regarding DNFBP*

Recommendation o

f Poland should fully implement Recommendation ¥8spect to DNFBP.

the  MONEYVAL

Report

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

To ensure that all obliged institutions properlififueporting obligation in relatior]
to suspicious transactions and in order to outresmine DNFBP’s, which ha
opposed to fulfil their reporting obligation (Pdlisawyers enquired Court of Justi
of the European Communities on obligations impobgdAML Law from 16
November 2000 that were claimed to be against tbfegsional secrecy law), GIF

European communities (Grand Chamber) of 26 Jun&’ ZQ&ase C-305/05)in thi
regard

“the obligations of information and of cooperatiaith the authorities responsib
for combating money laundering, laid down in Aridb(1) of Council Directive
91/308/EEC of 10 June 1991 on prevention of theofisiee financial system for th
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informed on its website on the followintudgment of the Court of Justice of the
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*i.e. part of Recommendation 16.
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European Parliament and of the Council of 4 Deceni®®1, and imposed gn

purpose of money laundering, as amended by Dieecf001/97/EC of thCI

lawyers by Article 2a(5) of Directive 91/308, acoblbeing taken of the seco
subparagraph of Article 6(3) therealo not infringe the right to a fair trial as
guaranteed by Article 6 of the Convention for thetéction of Human Rights an
Fundamental Freedoms and Article 6(2) EU.

The case came from the actions brought before éigidh Cour d’arbitrage (Court

of Arbitration), by several associations of bargkéeg the annulment of certa

provisions of a Belgian law transposing into thieigal order Directive 2001/97

amending Directive 91/308.
The argument wasthat the extension to lawyers the obligation tooinf the

competent authorities of any fact of which they aware which might be an
indication of money laundering, infringes the pipte of the professional secrecy

and independence of lawyers, who are protectedhbyrights enshrined in th
Constitution and in the ECHR.

The Belgian Cour d’arbitrage turned to the CourtJoftice of the Europeg
Communities with the question if obligations ofdnmhation and of cooperatig

with the authorities responsible for combating moraundering imposed on

lawyers do infringe the right to a fair trial.

The Court raised that the provisions of the Directive 2001/97 amegdirective
91/308 refer only to notaries and independent Ipgafiessionals when participatin
in financial or corporate transactions, includimgyiding tax advice, where there
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the greatest risk of the services of those legalegsionals being misused for the

purpose of laundering the proceeds of criminalvégti

However — according to the Court — Member Statedl sbt be obliged to apply th
obligations laid down in the provisions of artiéérective to notaries, independe
legal professionals, auditors, external accountants tax advisers with regard

information they receive from or obtain on one loéit clients, in the course of

ascertaining the legal position for their clientparforming their task of defendir
or representing that client in, or concerning jiadiproceedings, including advig
on instituting or avoiding proceedings, whethertsimformation is received g
obtained before, during or after such proceedings.
Stressing that money laundering has an evident infence on the rise of
[ rganized crime in general, whereas there is more @nmore awareness that
combating money laundering is one of the most effiee means of opposing
this form of criminal activity, the Court ruled as mentioned above.”

Additionally, in order to intensify the reportingctivity of institutions from
DNFBP’s sector, and to provide the above mentidnstitutions with the suitabl
guidance on reporting obligation, from 2006 to 2@F¥| made available e-learnir
course for employees of the institutions from DNFB$ector. There were arour
850 institutions from the sector of games of chaaeeé mutual betting trained,
well as over 110 institutions comprising of:

real estate agents, tax advisers, notaries pubtiish Post, auditors, foundation
commission sale, pawn shops, legal advisers, aetieprs running activity in th
scope of precious and semi-precious metals or stivade.

GIFI uses and continuously updates the part ofatblesite of Ministry of Finance
called ,Financial Security” which has been devotedactivities of GIFI. The
website is another channel designed to broadly cemwate with obliged
institutions and cooperating units. Except for infation on AML /CFT system
GIFI's activities, legal regulations in this ared AML/CFT there is section
involving GIFI's communications concerning repogirobligations.Intensifying
efforts to outreach the DNFBP’s sector and to mlevobliged institutions with
further guidance, in 2008 GIFI published on its eiEbFATF Guidance on Mone
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and FATF statement on Uzbekistan, Iran, Pakistan, Terkistan, Sao Tomé ar

Principe and transactions with financial institut® operating in the northern part

of Cyprus (28 February 2008)The guidance and statement were forwarde
associations of obligated institutions, supervisauyhorities and cooperating un

with recommendation to distribute them to supevised other relevant agencies|

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Polish AML/CFT system provides for legislation iegard of reporting suspiciol
transactions concerning money laundering as wellir@scing of terrorism (se
also section on STRs regarding Financial Sector).

There are provisions in the Act that clearly impdke obligation for obliged

entities to register and report STRs on ML and TF.
According to théArticle 8 paragraph 3 of the Act:

"Any obligated institution conducting a transactiadhe circumstances of whig
may suggest that it was related to money laundedngerrorist financing, is
required to register such a transaction, regardles#s value and character.”

Article 8 paragraph 3a stipulates the obligation to report also attemg
transactions:

“In the event that the obligated institution does axxept the disposition or orde

to conduct a transaction, the obligation referredin paragraph 3 shall also appl
if this institution is aware of or — with due diéigce — should be aware of such
transaction in regard to the contract with its cite’
To avoid any objections that may hamper reportibfigation in case of legg
professions, the Act stipulates clearly the oblmatto register suspiciod
transactions in particular situations, as it regdegjal professions, thus in line wi
theArticle 8 3b:

“Any obligated institutions that are attorneys, &gdvisers and foreign lawye
shall exercise the obligation referred to in paragh 3 when they participate
transactions related to the provision of assistattctheir clients, which is plannin
or carrying out transactions relating to:

5) buying and selling real estate or business entities

6) money management, securities or other asset values;

7) opening accounts or their management;

8) arrangements of payments and extra payments taniti@l or share capital,
arrangements of contributions to create or condbakiness operations (
companies or for their administration;
creation and operation of entrepreneurs in a d#fr form of busines
organization, and also the management of.

Article 11 paragraph 1 of the Act imposes obligation to provide GIFI w
information on registered transaction, threshold suspicious ones:

“Any obligated institution provides information ofransactions registered i
accordance with Article 8 paragraphs 1 and 3 to theneral Inspector. Such
provision involves sending or delivering data frahe register of transaction
referred to in Article 8 paragraph 4, also usingwouter data storage carriers.”
Reporting regime on suspicious transactions inwlegal professionals, as well.
is clearly stated in the Act. To enhance the efffeaess of reporting activity, i.e.
foster reporting action, GIFI publishes its guidarfl edition of the guide, as we|
as e-learning platform) and it organizes traditldraining, also for DNFBP’s sectq
(vide info under Recommendation 13 and respectiidanmce). (see above, und
sections concerning guidance).
Moreover, GIFI publishes some guidance on its websig. information on “FATH
RBA guidance in precious metal and stones”, “RBdidgnce for the mone
services business”.

9)

d

d to
ts

4%

ted

o1

<

na

wn

th

S wn

nf

th

(other)
since
progress
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draft regulations or
draft “other

enforceable means”
and other relevant

initiatives)

Special Recommendation Il (Criminalisation of terraist financing)

Rating: Non compl

iant

Recommendation o

f An autonomous offence of terrorist financing shduddntroduced which explicitl

the  MONEYVAL | addresses all the essential criteria in SR.Il aeduirements of the Interpretative

Report Note to SR.Il.be introduced which addresses alleasp of SR.Il and its
Interpretative Note.

Measures reporte| The Ministry of Justice has prepared draft amendsném the Penal Code (PC)

as of 7 July 2008 t¢ which provided for an autonomous offence of tesmrifinancing. Terrorism

implement ~ thel financing is planned to be addressed by the Arfiélsa of PC which speaks that:

Eicgzgindatlon 9 Anyone who collects, transfers or offers instrureaitpayment, securities or other

foreign exchange, property rights, movable or imaf® property, in order tq
finance an offence of terrorist character shalldudbject to imprisonment for a ter|
of up to 3 years

D
m

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

By virtue of an amendment of 25 June 2009, to tMLACFT Act, the Penal Cod
has been supplemented witkrticle 165a which provides for an autonomo
offence of financing of terrorism.

Current formulation of &icle 165a provides as follows:

“Anyone who collects, transfers or offers instrutsenf payment, securities
other foreign exchange, property rights, movablénemovable property, in ordg
to finance an offence of terrorist character, sHadl subject to imprisonment for
term of 2 years up tol12 years.”

The autonomous offence of terrorism financing addps an amendment to T
Penal Code (PC) covers the collection, transfer @hdr activities with regard t
financing perpetration of the acts referred téiticle 2 § 1 of the UN Conventior
for the Suppression of the Financing of Terrorism.

Polish authorities are of the opinion that wordisfgthe amendment covers al
collection of funds for a terrorist organizationthvithe purpose of financin
commitment of an offence of a terrorist characétrferth inArticle 115 § 20 PC
Provision of funds for a terrorist organizationr fany other purposes, evg
legitimate ones, by virtue dirticle 258 § 2 PCcan be considered as a form
participation in the criminal group and infer crimal liability on the basis of currer
Polish legislation.
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(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Special Recommendation IV (Suspicious transactioreporting)

I. Regarding Financial Institutions

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f The reporting duty needs to be explicitly clarifiedthe law to include all fund
where there are reasonable grounds to suspectay dne suspected to be linked
related to, or to be used for terrorism, terrorétts or by terrorist organisations @
those who finance terrorism.
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Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

See above

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Amended AML/CFT Act equalizes duties imposed onigaal institutions in the
scope of the reporting transactions that may Hestinvith money laundering wit
the duties imposed on obliged institutions in thepe of reporting on transactions
that may be connected with financing of terroridPnesent wording of the Ag
includes reference not only to the money laundering also to the financing d
terrorism. Suspicion of financing of terrorism nmefiece has been added to the
wording of theArticle 8 paragraph 3, Article 16 and Article 17 of the Act, ag
follows:

“Article 16 paragraph 1 Any obligated institution which received a disfioa or
an order of the transactions, or carried out suchtransaction, or has an
information about the intention to carry out suckransaction, for which there is
reasoned suspicion that it may be related to thenioal offense referred to i
Article 165ali.e. financing of terrorismjand Article 299 of the Penal Codie.
money laundering]is obliged to inform to the General Inspector initimg by
passing all the data referred to in Article 12 pgraph Ji.e. information on
transactions that shall be registeradfl Article 12di.e. additional information on
parties of transactions in case of suspicious aetitns]along with the indication
of prerequisites in favour of suspension of thengextion or blockage of th
account, and to indicate the expected date of tifgementation. The provision pf
Article 11 paragraph 4 shall not be applidde. forwarding information to thg
General Inspector through the agency of a teraligricompetent body o
professional self-management of notaries, attorn&gal advisers and foreign
lawyers, (...)]
Respectively, the above mentioned amendment has ibreduced to the content
of e-learning platform, as well as GIFI's guideattthas been distributed amopg
obliged institutions.

Moreover, in the scope of counteracting financirfgterrorism, theArticle 20
paragraph 2 of the Act stipulates the obligation to provide Glkith suitable
information on freezing orders within undertakingesific restrictive measures
against persons, groups and entities, in line \Eitinopean Union legislation, ¢r
national regulations if issued, as follows:
"Any obligated institution, while performing sucteézing, submits all the data |n
its possession and related to the freezing of asdees to the General Inspector,
electronically or in paper form.”

NOTE: For freezing orders, see further section uisde|l.
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(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other

enforceable means”
and other relevant

initiatives)
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Special Recommendation IV (Suspicious transactioreporting)

Il. Regarding DNFBP

Changes since th
last evaluation

In connection with the implementation of the thiditective of UE the Poland i
changing law of counteracting money laundering @nrism financing. One of th
main changes will be explicite addition of instituts dealing with a service for tlj
transmission of money to the list of obliged ingfins.

See also above

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations
or draft “other
enforceable

means” and other
relevant initiatives)

The reporting obligation is imposed on every oldigastitution in line with the Act
It covers financial institutions, as well as instiibns from DNFBP’s sector.
See above.

2.3

Other Recommendations

D D

e

In the last report the following FATF recommendatiovere rated as “partially compliant” (PC) or “non
compliant” (NC) (see also Appendix 1). Please, gpdor each one what measures, if any, have bakent
to improve the situation and implement the suggastifor improvements contained in the evaluation

report.

Recommendation 3 (Confiscation and provisional meases)

Rating: Partially compliant

Recommendation of The confiscation regime should clearly allow fonfiscation of instrumentalitie
QsportMONEYVAL which have been transferred to third parties.

Measures reporte| No changes have been made.

as of 7 July 2008 t¢

implement the

Recommendation o

the Report

Measures taken to| Draft amendment to the Penal Code, prepared btineau for Organized Crim
implement the | modifies the rules of confiscation. Paragraph f.éhe Article 299 P.C. provide

recommendations
since the adoption
of the first progress
report

for the possibility to decree a forfeiture of instrentalities which served th
perpetrators of ML, and has been transferred tohting parties.

“Article 299

8 10. In case of sentencing a person for the cspeified in § 1,2 or 7, the coy
may decree a forfeiture of implements, that sethieccrime or were used to comr
the crime, even if they do not belong to the peapet”

According to the AML Act, General Inspector of Fiéal Information has th
authority to trace and identify property. In detail

“Procedure for transaction suspension and accounbditage

Article 16. 1. Any obligated institution which received a disition or an order of
the transactions, or carried out such a transaction has any information aboy
the intention to carry out such a transaction, fahich there is a reasoneg
suspicion that it may be related to the crimindiease referred to in Article 165
and Article 299 of the Penal Code, is obliged to

inform to the General Inspector in writing by passiall the data referred to i
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Article 12 paragraph 1 and Article 12a along wittetindication of prerequisites i
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favour of suspension of the transaction or blockefythe account, and to indicate
the expected date of the implementation. The poovisf Article 11 paragraph 4
shall not be applied.
la. Where the obligated institution, making thefioaition pursuant to paragraph
1, is not the institution which is to carry out tlransaction, the notice shall also
indicate the institution, which is to transact.
2. Upon the receipt of the notice, the General éaspr shall promptly confirm the
receipt thereof in writing, stating the date ane time of collection of the notice.
3. Such a notification and a confirmation refertedn paragraphs 1 and 2 may be
also provided on the information storage carrier.
4. Pending such a receipt of the request refetoeith Article 18 paragraph 1, by
no longer than for 24 hours after the confirmatiafithe receipt of the notificatio
referred to in Article 16 paragraph 2, the obligdtestitution shall not carry out
the transaction covered by the notice.
Article 17. If the notice, referred to in Article 16 paragrafh can not be madg
before performing - or during performing - a disfiims or an order to carry ou
the transactions, the obligated institution shalbyide the information about the
transaction immediately after its completion, ggithe reasons for the prig
absence of such a notice.
Article 18. 1. If from the notice referred to in Article 16rpgraph 1, it follows that
the transaction to be carried out may be relatecng criminal offense referred to
in Article 165a and Article 299 of the Penal Codée General Inspector may| -
within 24 hours of the date and time
indicated on the confirmation referred to in Ardcl6 paragraph 2 - provide the
obligated institution with a written request to paad the transaction or block the
account for no more than 72 hours from the date &ntk indicated on thg
confirmation thereof. At the same time, the Gendnapector shall notify thg
competent public prosecutor on a suspicion of lpgiommitted a crime and shall
provide him with any information and documents ewning the suspended
transaction or the account blocked.
2. The request to suspend the transactions or aokbthe account may be issued
only by the General Inspector, or a total of twoplwgees of the unit, as referred to
in Article 3 paragraph 4, authorized by the Gendrapector in writing.
3. The transaction is suspended or the accourtkiel by the obligated institutig
immediately upon the receipt of the request refkteein paragraph 1.
4. The suspension of the transactions or the bigpekaf the account by the
obligated institution, in the manner specified iarggraphs 1 and 3, shall ngt
arouse any disciplinary, civil, criminal, or otheise specified responsibility defined
by separate provisions.
5. Saturdays, Sundays and public holidays shdllbeocincluded in the time limits
referred to in paragraph 1.
Article 18a. 1. The General Inspector may submit a writtenuesg to the
obligated institution to suspend a transaction ¢wch the account without havin
previously received the notification referred to Amticle 16 paragraph 1, if the
information in possession of which he is indicatesconduct of activities aimed gt
money laundering or terrorist financing.
2. In the case referred to in paragraph 1, the &ahlnspector may request the
suspension of a transaction or block the accounhfomore than 72 hours after the
receipt of the request by the obligated institution

3. The provisions of Articles 18, 19 and 20 shpjls accordingly.

Article 19 1. In the event that the General Inspector receitres notification
referred to in Article 18 paragraph 1 second sen&rhe prosecutor may order, by
decision, to suspend this transaction or blockaheount for a definite period, but
no longer than 3 months from the day of
the receipt of this notification.
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2. In the decision referred to in paragraph 1, tBeneral Inspector defines th
scope, manner and time-limits of the suspensigheofransaction or the blockag
of the account. The decision may be appealed tacdliet competent to hear th
case.

3. (revoked).

4. The suspension of transactions or the blockdgbeoaccount falls if before the

expiry of 3 months from the receipt of the notifma referred to in Article 1§

paragraph 1 second sentence, a decision on ashets/freezing will not be issuedl.
5. In the matters regarding suspension of transadtior account blocking not

regulated by the Act, the provisions of the Cod€érahinal Procedure shall apply.

Article 20 In the event that the account has been blocketth@itransaction has

been suspended with the breach of the law, thditiafor damages resulting fror
it is borne by the Treasury under the terms definettie Civil Code.”
Code of Criminal Procedureprovides for security measures on property:

“Article 291 8 1. In the event of the commission of an offesubgect to a fine of
forfeiture of material objects, or to imposition thie obligation to redress damage

or to pay supplementary payment to the injured ar & public purpose; thes
penalties may be secured ex officio by levyingherptoperty of the accused.

§ 2. If an offence is committed agarstperty, or if it causes damage [to

=

[¢)

property, the claims for the reparation of damagesy be secured ex officio on the

property of the accused.
Article 292 § 1. Security shall be obtained as provided foithe Code of Civi
Procedure.

§ 2. The securing of the impending fignaf the forfeiture of materig
objects shall consist in the seizure of movablabilities and other property rightg
and in the prohibition of selling and encumberihg teal estate. This prohibitio

shall be published in the land and mortgage registein its absence, in the set of
documents filed. If necessary, the court may pe¥at the administration of thg

real estate and/or of the firm owned by the accused
Article 293 § 1. The order securing claims shall be issuedheycourt or, in thg

course of preparatory proceedings, by the states@cator. Such an order shall

determine the scope of the security and the maofngecuring.

§ 2. The order on security shall be subject torlotaitory appeal. The interlocutory

appeal against an order from the state prosecuagxamined by the district coy
where the proceedings are pending.
Article 294 § 1. The security shall be cancelled if no vaitl final decision ig
issued imposing a fine, forfeiture of material @l§e supplementary payment to {

injured or for a public purpose or obligation to deess damage, or when the
accused is not sentenced to pay the claims foratjpa of damages, and where no
suit for those claims has been filed within threenths from the day on which the

decision has become valid and final.

8§ 2. If such a suit is brought within the time-lirmdicated in § 1 the security

remains valid, unless the civil court decides of¥ise in civil proceedings.
Article 295 § 1. In an event that an offence described ifcker291 is committed
the Police may effect a provisional seizure ofrtfvables of the suspected pers|
if there are grounds to fear that he might concésdm. The provisional seizu

shall require approval by an order from the stategecutor issued within 5 days [of

such a seizure.

§ 3. A provisional seizure cannot be applied to erat objects not subject tp

execution.
§ 4. A provisional seizure shall be cancelled & Htate prosecutor has not issy

an approval or if within fourteen days of the daywhich it was effected, an order

on the securing of claims has not been issued.

(other)
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since the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means
and other relevant

initiatives)

Recommendation 6 (Politically exposed persons)

Rating: Non compliant

Recommendation of Poland should implement legislation to deal withFRE

the MONEYVAL

Report

Measures reporte( The draft of AML/CTF Law provides for regulationegarding both politically
as of 7 July 2008 t¢ exposed persons definition and measures that sheuiaken in dealing with them.
implement thel The specific provision are as follows:

Eicgzgi”dat'on 9 Article 2 subpara 1f. Politically exposed persoitsshall mean foreign naturg

persons who are entrusted with prominent publicfiams, such as:
a) heads of state or of government, ministers, -mgdsters or deputy
ministers, heads of central authorities, memberpariament, judges o
supreme courts, constitutional tribunals and otkeeurt authorities whosg
decisions cannot be appealed against, except foenwhinder the
extraordinary procedure, members of audit boardemers of authoritie
of other supreme control authorities and manageni®m#rd members ¢
central banks, ambassadors, chargés d’affairs aemics military officials,
members of administrative authorities, managememt soipervision
authorities of state-owned companies and membermariagement an
supervision authorities of companies with the calfitrg stake held by th
state treasury,
spouses of the persons referred to in (a) os@es cohabiting with then
parents and children of the persons referred tdanhand spouses of tho
parents and children or persons cohabiting withnthe
persons, who are or were in close professiomat@nmercial relationshig
with the persons referred to in (a) and (b), or@meners of legal entities g
arrangements, and also the sole beneficiary of llegatities or
arrangements, when established for the benefithef golitically expose(
person
- who hold positions or remain in the relationshigderred to in (a) tg
(c), or when a period shorter than one year elapasdf discontinuing
the same,”;
Article 9e para.4. In respect of transactions amda@unts of the politically exposg
persons, the obligated institutions shall:
1) introduce risk-based procedures to determine thdre a customer is i
politically exposed person;
have adequate measures to establish the sodinomperty values introduce
into circulation;

conduct ongoing monitoring of the transactioasied out;
have prior management board or designated merageboard member, or the person responsible &or
institution’s operations, approval for carrying dhe transaction or concluding the agreement whta
customer.

b)

2)

3)
4)

—
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Measures taken to
implement the
recommendations

since the adoption
of the first progress

report

The FATF Recommendation 6 is implemented into tbesP AML/CFT system
following the statutory imposition on obligated goeting) institutions of so calle
security measures against a client.

As far as a notion gfolitically exposed persons concerned, there are following
natural persons assigned by the fdaticle 2 paragraph 1a point f):
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“ politically exposed person , it shall mean thedwihg natural persons:

a) heads of state, heads of government, ministersutgeministers of
assistant ministers, members of parliament, judgeésupreme courtg,
constitutional tribunals and other judicial bodiaghose decisions are not
subject to further appeal with the exception ofraoddinary measures,
members of the court of auditors, members of cemaak management
boards, ambassadors, chargés d'affairs and serffarens of armed forces,
members of management or supervisory bodies @-etaned enterprises
who hold or held these public functions, withinealysince the day they
ceased to meet the conditions specified in themé@gions,
spouses of persons referred to in point (a), oispas staying with them i
cohabitation, parents and children of the persoetemed to in point (a
and the spouses of those parents and children twgrgiersons staying in
cohabitation with them,
who remain or remained in close professional oribess co-operation
with the persons referred to in point (a) and, aoe a&o-owners of legal
entities, and only ones entitled to assets of legatities if they have been
established for the benefit of those persons...”
- provided that they are not domiciled in Poland.

=]

b)

The Act foresees preventive measures to mitigaerigk connected with dealing
with PEPs. According to th&rticle 9a paragraph 4 of the Act :

“With regard to the politically exposed personse thbligated institutions:
1) implement procedures based on risk assessmenttésmiee whether such
client is a person holding a politically exposedition;
apply measures, adequate to the risk determingtlibybligated institution, in
order to establish the source of asset values éhtced to trading;
maintain constant monitoring of conducted transatdi

conclude a contract with a client after having db&l the consent of the boarnd
the designated member of the management boargerson designated by the
board or a person responsible for the activitieshaf obligated institution.”

2)

3)
4)

In order to establish the source of asset valugeduced to trading, obligated
institutions apply measures, adequate to the rg&rchined by themselves. In line
with Article 9a paragraph 5 of the Act:
“The obligated institutions may collect written &ments on whether a client is| a
person holding a politically exposed position, whiare given under the penal
liability for providing data incompatible with tHacts.”
As it was mentioned the Act is in force, and soas® all the measures provided
for in it in relation to PEP’s.
It is however worth mentioning that during one loé tabove mentioned PFSA
training seminars for financial institutions, thaitention was pointed to the World
Bank Report: “Stolen Asset Recovery — PoliticalkpBsed Persons. A policy paper
on strengthening preventive measures”. The modtiairthesis of this document
were presented as desired to be used, shoulddtiklions seem this fit.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)
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Recommendation 7 (Correspondent banking)

Rating: Non compl

iant

Recommendation o

flt is recommended that Poland implements legistatio deal with cross-borde

the  MONEYVAL | correspondent banking relationships.

Report

Measures reporte| Althoug the AML Act refers to the aforesaid isspecific actitvities in this field ir
as of 7 July 2008 t¢ order to deal with cross-border corespondend bankielationship may b
i oIEEE e thel undertaken after the Act enters into force.

Eicggggin ation q Article 9e para.3. In respect of cross-border cgpendent banking relationshif

with respondent institutions from third countrieadaequivalent countries, th
obligated institutions shall:
1. gather sufficient information on a respondent itasktdn to understang

fully the nature of the respondent’s business aaddetermine the

reputation of the institution and the quality opsuvision;
assess the correspondent institution’s anti-morayndering and anti
terrorist financing controls;

document the respective responsibilities of eastitirtion;
with respect to payable-through accounts, ensues the corresponder
credit institution has verified the identity andrfmemed ongoing dug
diligence on the customers having direct accessatoounts of thg
correspondent and that it is able to provide relveustomer due diligendg
data to the correspondent institution, upon request

obtain approval from management board or designateanagemen
board member before establishing new corresponddyanking
relationships.

11%

DS

i

LAY * A

9]

it

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As it was quoted befordrticle 9e paragraph 3of the Act states:

“In terms of cross-border relations with institutial correspondents from countrig
other than the EU-member states and equivalent tdesn any obligated
institutions being a provider of financial servicgsall:
1) collect information allowing to determine the scageperations, and whethg
a provider of financial services is supervised lxy state;

assess measures taken by a provider of financialices who is 4
correspondent in so far as counteracting money diauimg and terrorist
financing;

prepare documentation defining the scope of respdities of each provider o
financial services;

ascertain with respect to payable-through accountshat a provider of
financial services, who is a correspondent, coneldithe verification of identit
and has taken appropriate actions under procedurasthe application o
financial security measures in relation with cligfitaving direct access to su
a correspondent’s bank accounts and that it is dblg@rovide, on demand (¢
the correspondent, any data related to the appglcatof financial security
measures in regard to a client;

establish cooperation, with the prior consent obeard of directors or 3
designated member of such a board or a person niagd by such a board; @
a person designated in accordance with Article 1@dragraph 1 i.e.
designated person responsible for compliance WiLAFT provisions]"
Cross-border correspondent banking is a situatestéd ex lege as a high ri
situation. The above mentioned article createshdigation to undertake certa
measures in given instances. But as it was memticalier, in high risk

2)

3)

4)

5)

situation all financial institutions are free tkéaadditional measures, as th
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seem fit to mitigate the risk.

Recommendation o

fPolish authorities should satisfy themselves thahbhes with headquarters abroa

ad
Dt

the  MONEYVAL | undertake the CDD process themselves as it is redjuiy Polish Law and do ng

Report rely on their headquarters (as the Polish Law does$ allow relying on third
parties).

Measures reporte( In order to fulfil this duty the AML Act providesof some rules ensuring th

as of 7 July 2008 t¢ relevant application of customer due diligence sgidace. Obligated institutions are

&ﬂgmaﬁndaﬂo;hg required to comply with the Act also in branchesated abroad as well as they

e — required to undertake additional measures aimedoatplying with anti-money

laundering standards.
The specific provisions are as follows:

Article 9j para. 1. Obligated institutions havingamches and agencies in t

territory of the EU non-member states shall takéces aimed at applying du

diligence set forth as herein by those branchesagahcies.

2. In the event when the duty set forth in paragrdpabove cannot be fulfilleg
obligated institutions shall apply additional meessito effectively prevent mon

laundering and terrorism financing.

3. Obligated institutions shall inform the branchasd agencies, referred to
paragraph 1 above, about the introduced anti-moteyndering and combatin
terrorism financing procedure and policy.

at

are

i

D

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 9j.of the Act stipulates that:

"1. Any obligated institution with its branches asdbsidiaries in the territory g
non-EU member states shall apply the financial sgcmeasures defined in the A

in those branches and subsidiaries.

2. In the absence of the possibility to fulfill iglattion referred to in paragraph 1

any obligated institution shall carry out all thectivities in order to effectivel

counteract money laundering and terrorist financiag provided for in the

legislation of the countries referred to in paraphal.
3. Any obligated institution shall inform its sutlisiies and affiliates, referred to i

paragraph 1, on any introduced internal procedufesused on counteractin

money laundering and terrorist financing.”

The above quotedirticle 9 of the Act implements the ,know-your-structur

principle, as stated in articles 34(2) and 31(1)hef 3rd AML Directive. The sai

provisions of the 3rd Directive make it clear thlaé European legislator deer
utterly important to apply EU legal rules on AML/Tkn branches located outsig

the EU.

Moreover it is important to bear in mind the intetation of article 28(3) of th

Directive, as presented In th€dmmission Staff Working Paper - Compliance

the anti-money laundering directive by cross-bordanking groups at group leve
(SEC(2009) 939 final):

“(...)The Directive, however, does not set up rulegarding the supervision (

groups with institutions established in more thaie dlember States. As a result,
all Member States, locally established subsidiar@@sbranches of credit an
financial institutions from other Member States{adl as from third countries) ar
subject to local AML supervision like the localditeand financial institutions.”

During one of the on-site visit the PFSA has es&hbl that this rule is being full
recognized and is in use by the Polish financisiitutions which have subsidiari¢

in EU Member States.
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(other)
since
progress

changes
the  first
report

(e.g. draft laws,
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draft regulations or
draft “other

enforceable means”
and other relevant

initiatives)

Recommendation 8 (New technologies and non faceftice business)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

fFinancial institutions should be required to haveligies in place or take suc
measures as may be needed to prevent the mistesehablogical developments
money laundering and terrorist financing schemes.

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

The AML Act provides for some regulation that mayer the issue albeit specif
policies in order to prevent misuse of technologidevelopment may b
established after the AML Act enters into force.

The specific provision is as follows:

Article 9g. Obligated institutions shall pay spdcatention to any mone
laundering or terrorist financing threat that mayise from products o
transactions that might favour anonymity, and tadequate measures
prevent their use therefore.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Article 9g of the Act sets out a rule that:

“Any obligated institutions shall apply appropriateeasures of financial security
order to prevent money laundering or terrorist finténg, which may arise fror
products or transactions allowing to maintain anority.”

As a part of risk based approach and mitigatiomtarnal and external fraud ris
financial institutions do take up initiatives tonit their exposure to such threg|
One of the biggest brokerage houses in Poland egci rebuild its IT]
infrastructure after a series of frauds, wheredlrants together with the employe
of the institution improperly used the brokeragecamts.
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(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 11 (Unusual transactions)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

fThe examiners strongly recommend to address all #ubcriteria of
Recommendation 11; particularly financial institits should be required to pa
special attention to all complex, unusual largensactions or unusual patterns
transactions, that have no apparent or visible esoit or lawful purpose, t
examine as far as possible the background and merpd such transactions and
set forth such findings in writing and to keep themmilable for competer
authorities and auditors for at least five years.
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Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

The AML Act provisions cover the issues indicatbd\e.
The specific provisons of draft are as follows:

Article 8b para. 3 subpara. 4. Conducting ongoingnitoring of the
customer’s business relationship, including scutirof transactions

undertaken to ensure that the transactions beingdooted are consistel

nt
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with the obligated institution's knowledge of thestomer, the business a
risk profile, including, where possible, the sourak property values and
ensuring that the documents and information heddll@pt up-to-date.

Article 9k. para.1l. The information obtained as thécome of customer’'s dy
diligence shall be kept for the period of 5 yearsnore, starting from the first day
of the year following the year in which businesktienships with the customer
were terminated. In the event of liquidation, mergkvision or transformation of
the obligated institution, for keeping the said wments the provisions of Article 76
the Act on accounting of 29 September 1994 shallyap

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As far as unusual transactions are concerned, BEIprepared, in"3edition of
GIFI's guide, special section on typologies. Besidgpologies, criteria of
typologies (in line withArticle 10 a paragraph 3 of the Act), identified methods of
money laundering, one may find there guidance ooafled “pattern transactions
that may be helpful in detecting those transacttbas differ from typical ones and
may arouse suspicion. GIFI's guide suggests thawvkrg the customer and thei
typical transactions, employees of obliged ingtittg may more easily detect thgse
suspicious ones.
The guide informs on pattern typologies in particidectors of obliged institutions,
e.g. banks, insurance companies, leasing and ilagtarompanies, brokerag
houses, cooperating units. It also provides guidamtso called “pattern accounts”
as far as it regards: natural persons that do mothusiness activity, business
entities, as well as other entities.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 12 (DNFBP — R.5, 6, 8-11)

Rating: Non compliant

Recommendation o

The evaluators recommend working with the diffesamtors to improve awareness,

QgportMONEYVAL and overcome any unwillingness to apply AML/CFTunegments. Information
campaigns to this end are required. Polish authesitshould continue its efforts |n
this direction, by offering training, publicatiomsc

Measures  reporte{ See point concerning R.13

as of 7 July 2008 t¢

implement the|

Recommendation o

the Report

Measures taken to| Rising awareness of different sectors of poliskaricial market is one of GIFI's

implement the | duty. GIFI provides guidance (involving the issdfere@cognizing STRs) to obliged

recommendations
since the adoption
of the first progress
report

institutions in different ways.

In 2009 The General Inspector of Financial Inforioratpublishedhird edition of
guidebook for the obliged institutions and cooperating uniteder the titleAnti-
money laundering and terrorism financinbhe handbook combines theoretical and
practical knowledge that stems from realizing théed imposed, by the Act, on the
General Inspector of Financial Information and thepartment of Financial
Information in the Ministry of Finance (i.e. Polig#iU). The manual consists of sjix
parts. Besides the guidance on application of #ve inh force in the scope of
AML/CFT, duties and powers of the obliged instibm$ in the light of statutory
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regulations, one can find there information comfrmm analytical experience
GIFI's employees: in detail, it deals with the ais&d of suspicious transactior
with a detailed explanation of definition of monkundering, description of if
phases, identified methods, examples of their ngaractice, areas of ML/TF risl|
indicators of suspicion, and the basic sourcesiofltledge on such transactions 3
their parties.

Obliged institutions and cooperating units are aseisted by the information ¢
provisions on administrative and criminal liabilitye. sanctions — penal af
pecuniary ones, as well as specific restrictive snezs, against persons, groups
entities. The guide covers also issues of co-operaif GIFlI with cooperating
units, as well as its foreign counterparts. It prgs information about internation
initiatives in the scope of anti-money launderingl éerrorism financing.

The new edition of the guidebook has been designttke way offering the suitabl
AML/CFT guidance in the new legal environment -cernthe Third AML Directive
has been successfully implemented in Poland.

The main reasons to issue another edition of tiidegwas amending of th&ct on
counteracting money laundering and terrorism finagcand the fact that since th
publication of the last editions of the guide, tkeowledge in the field o
counteracting money laundering and terrorism fifrantias increased. Apart fro
referring to changes in legal provisions, a totalgw part was added concerni
risk areas, previous chapters describing methodsmofey laundering wer
improved and supplemented and more information a@dded on counteractin
terrorism financing.

Distribution of guide to the obliged institutionscacooperating units, both in pap
and electronic form — on CDs (in this from for fivst time since the first edition
started in December 2009. The part containing teesidetailed information
concerning identified methods of money launderiras vexcluded from electron
version of the guide.

GIFI tries to reach every sector of financial marke offer suitable AML/CFT]
guidance, so that it prepareslearning platform to provide guidance to th
obliged institutions. E-learning course provided®\| has a few advantages: it
cheap, it is easily accessible and that is whyeéiches every kind of oblige
institution, also those from non-banking sector.

In 2009, GIFI provided free-of-charge e-learningurse entitled “Counteractin
money laundering and terrorism financing”. The aifrthe course is familiarizin
the employees of obliged institutions and coopegatiinits with counteractin
money laundering and terrorism financing in thédfief binding provisions.

The form of e-learning course means that it is labée via Internet both in th
scope of enrolment, use of its resources, partiopain verification test ang
obtaining certificate on completion of the courdetails specifying rules g
participation in the course are available at thaiddry of Finance website (tab
Financial security— Fighting money laundering and terrorism financiag
Communications). The course is free of charge.

Since October 2009 until August 2010 there were6990certificates issued fq
financial obliged institutions8044 for obliged institutions from DNFBP’s sector
1550 certificates for cooperating units, 2900 fiegties for so called other entities
not being obliged institution nor cooperating Weilg. students). Anticipated perig
of course availability: till the end of the 1st qgiem 2010.

With regard to doubts reported by obliged instito§ and cooperating uni
concerning implementation of statutory obligatiowhjle continuing practice fron
previous years, written replies to inquiries of timiged institutions were provide
by GIFI.

Inquiries concerned in particular interpretationpobvisions of theAct, that hag
been amended to adjust AML/CFT provisions of theoRaan Union.
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In 2009 there were 149 inquiries concerning pratapplication of legal provision
submitted to GIFI, which constitutes 30% more imgsi than last year. Th

Act of 25 June 2009 adjusting national legal ordemrespect of counteractin
money laundering and terrorism financing to thedpean Union provisions.
The employees of the Department of Financial Infation provided alsgq
clarifications via phone. The subject of theseifitations was similar to the subje
of written clarifications.

Moreover, on 1 and 2 December, 2009 GIFI organizedference attended |
representatives of both, the obliged institutiond ¢he cooperating units. The a
of the conference was discussion on the most #igmif changes related
adaptation of previous legal provisions in respeét counteracting mone
laundering and terrorism financing to the Communmégulations and initiation @
activities aiming at clarification of doubts (ingeis) submitted collectively b
representatives of the obliged institutions.

Conference participants were provided with thedtkidition of the GIFI's guide.
GIFI's employees prepare also materials and puidica e.g. for Magazing
“Accounting” on “Accountants and AML/CFT issues”.

It must be underlined that the representativeshef Department of Financig
Information participated as the trainers in confess and trainings organized
2009 at the invitation of entities including oblimstitutions:

- in the training organized by the National Chamiifeotaries for representativg
of the District Chambers of Notaries on 3-4 Septen#®09 in Zakopane,

- in Conference organized by the Polish Bank Asgiari on 23-24 September 20
in Zakrzew,

October 2009 in Warsaw.

The basic topic of most of exposes of the Depantmegresentatives during the
conferences and trainings was amendment of Abe on counteracting mong
laundering and terrorism financing.

Implementation of 8 AML Directive provisions was significant challender
obliged institutions. Newly introduced provisioneene the cause for numero
enquiries of obliged institutions demanding cladtion on application of th
amended law. Therefore GIFI organized two-day ammfee concerning th
amendment of théct on counteracting money laundering and terrofisancing
which was held on 1 - 2 December, 2009.

First day of the conference was entirely devotedth® representatives of tk
obligated institutions. 47 guests were invited frira biggest obliged institution
as well as from the supervising authorities. Obezember, 2009 was devoted
representatives of the cooperating units. Theree\aéso invited 47 representativ
of cooperating units. Lecturers at the confereneeewnainly the heads of suitalj
Units within the Department of Financial Informatjowho held discussion g
newly introduced regulations that are implementiBig AML Directive. The
representatives of the obligated institutions, &l &s those of cooperating un
were provided with GIFI's guide on AML/CFT issuemduding its electronig
version).

inquiries concerned mostly the interpretation advigions of the above mentiong

- in training for notaries inspectors from Regiodiambers of Notaries on 1
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Recommendation o

fPoland should fully implement Recommendations 8, &0 and 11 and make the
measures applicable to DNFBP.

the  MONEYVAL

Report

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

As was indicated in this report designated nonriai@ businesses and proffesiq

enumerated in the AML Act unless it is providedesthise. So taking into accou
above the obligated institutions no mater wheth@aritial or not should udertak

are considered obligated institutions so they arquired to fulfil the duties

measures in order to meet anti- money launderigdsirds provided for in the Act.

Art.8, art. 8a and 8b, art. 9a para. 3, art. 9c
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Duties imposed by the Act in this regard are impos®t only on obliged

institutions from financial sector, but also onigbt institutions from DNFBP’s

sector.

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 16 (DNFBP — R.13-15 & 21)

Rating: Non compliant

Recommendation of Poland should fully implement Recommendations 1348 21 in respect t

the  MONEYVAL | DNFBP.

Report

Measures reporte( See above

as of 7 July 2008 W At g para. 3, art. 11 para. 1 and 3 ,art. 16 paral

implement _ the Art. 29 art. 34

Recommendation o CeTh S

Measures taken to| Duties imposed on obliged institutions are desigmest only for financial
implement the | institutions, but also for DNFBP’s sector.

recommendations
since the adoption
of the first progress
report

DNFBP’s sector in Poland is obliged to report onspstious transactions

concerning money laundering and financing of tésror in line with Article 8
paragraph 3 of the Act:

“Any obligated institution conducting a transactiadhe circumstances of whig
may suggest that it was related to money laundedngerrorist financing, is
required to register such a transaction, regardles#s value and character.”
Article 8 paragraph 3a stipulates the obligation to report also attemp
transactions:

“In the event that the obligated institution does axxept the disposition or orde

to conduct a transaction, the obligation referredin paragraph 3 shall also appl

if this institution is aware of or - with due diégce - should be aware of such

transaction in regard to the contract with its cite’

To avoid any objections that may hamper reportibfigation in case of legg

professions, the Act stipulates clearly the oblmatto register suspiciod

transactions in particular situations, as it regdegjal professions, thus in line wi
theArticle 8 paragraph 3b:

“Any obligated institutions that are attorneys, &gdvisers and foreign lawye

shall exercise the obligation referred to in paragh 3 when they participate

transactions related to the provision of assistatoctheir clients, which is plannin
or carrying out transactions relating to:

10) buying and selling real estate or business entities

11) money management, securities or other asset values;

12) opening accounts or their management;

13) arrangements of payments and extra payments tinttig@l or share capital,
arrangements of contributions to create or condboakiness operations (
companies or for their administration;

14) creation and operation of entrepreneurs in a défr form of busines
organization, and also the management of.

ted

n

<8

wn

th

=]

nf

Article 11 paragraph 1 of the Act imposes obligation to provide GIFI w

th
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information on registered transaction, the thredtaold suspicious ones:

“Any obligated institution provides information ofransactions registered i
accordance with Article 8 paragraphs 1 and 3 to theneral Inspector. Such
provision involves sending or delivering data frahe register of transaction
referred to in Article 8 paragraph 4, also usingwouter data storage carriers.”
TheArticle 11 paragraph 3 of the Act foresees that:

"Such information on transactions referred to iniélet 8 paragraph 1 may b
forwarded to the General Inspector through the ayeaf chambers of commer
associating obligated institutions and banks assirg co-operative banks.”

The Act foresees also the provisions regulatirg idsue of notifying GIFI of
transactions that may be suspicious ones in regatdL or FT, in Article 16
paragraph 1, as follows:

“1. Any obligated institution which received a didioa or an order of theg
transactions, or carried out such a transaction, h@s any information about th
intention to carry out such a transaction, for whithere is a reasoned suspici
that it may be related to the criminal offense mafd to in Article 165a]i.e.
financing of terrorismpnd Article 299 of the Penal Cofiee. money laundering]s

obliged to inform to the General Inspector in wrgi by passing all the dat

referred to in Article 12 paragraphlile. information on transactions that shall
registeredjand Article 12di.e. additional information on parties of transanst in
case of suspicious transactioasjng with the indication of prerequisites in favg
of suspension of the transaction or blockage of@beount, and to indicate th
expected date of the implementation. The provisfofirticle 11 paragraph 4 sha
not be appliedi.e. forwarding information to the General Inspectorotigh the
agency of a territorially competent body of profesal self-management (¢
notaries, attorneys, legal advisers and foreigrydasy ...]

The Act provides for provisions concerning thehodion of “tipping off” in line
with theArticle 34 of the Act:

“Any disclosure of information to unauthorized pestiincluding the parties of th
transaction or the account holders; on the factttthee General Inspector has be

informed about the transactions, the circumstanefEsvhich indicate that asse

values may be derived from money laundering; oth@accounts of entities fq
which there is a reasoned suspicion that they haweonnection with terroris
financing; or on transactions made by these emjtie prohibited.”

The Act imposes on obliged institutions an obligatito designate persd
responsible for fulfilling AML/CFT duties, as wedk introducing internal procedu
in this regard, as follows:

“Article 10a. 1. Any obligated institutions shall introduce a then internal
procedure on counteracting money laundering antbtést financing.

2. Such an internal procedure, referred to in paen 1, should contain, i
particular, the determination of how the financiskcurity measures shall &
implemented, transactions registered, analysesopmdd and risk assesse
transaction information transmitted to the Genehabpector, the suspension
transactions, account blocking and account’s fregziarried out, and the manng
in which the statements referred to in Article 9&np 5 received, if they ar
received, and how the information is stored.

As far as it concerns Recommendation 21, focusimgcauntries that may pog
higher risk of ML//TF, the Act stipulates respeeliy; in Article 10a paragraph 3

“When conducting analysis to determine risk vahrg; obligated institution shoulg
in particular, include the criteria of the followgmature:

1) economic - involving assessment of client’s seantion in terms of its busine

=)

Ce

[oali Y
0]

f

X
e
d,
of
o1
e

e

activity;

6S



2) geographic - involving performance of transactionsunwarranted by the

nature of business activity, concluded with the opators of the countries where
there is a high risk of money laundering and terrorst financing;

3) objective - involving business activities of higsk conducted by the client

terms of vulnerability to money laundering anddest financing;

4) behavioural - involving unusual behaviour of tbigent, in the situationin

question.”

Moreover, GIFI offers guidance concerning countthet may pose significant ris
for the safety of international financial systemicts as Iran. GIFI publishg
information on guidance issued in this regard kgrimational for a in order to rais
awareness of obliged institutions which is aimédnétigating the ML/FT risk.
Lately GIFI has published communication on guidanoecerning financial rish
arousing from business relations with Iran. Besithesintroduction of internationg
regulations in this regard, GIFI's publication fises on the fact that any relatig
with Iran may increase potential risk of FT anddwices obliged institution to dra
attention to such transaction and applying theabiét set of CDD measures

mitigate the risk emanating from business transaatiith this region.

GIFI provides for guidance, in different form, déed also for the DNFBP’
sector.(see for more information above, under éutien for Rec. 23 and others).

=]

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 17 (Sanctions)

Rating: Partially compliant

Recommendation o

[The evaluators advise to introduce an additionabime of complementan

<

tF?ee OrtMONEYVAL administrative sanctions such as fines to enharm AML/CFT compliance

P especially in the non financial sector.
Measures reporte| The AML Act provides for administrative sanctiortat may be imposed und
as of 7 July 2008 tq explicitly indicated prerequisites in the way ofr@eal Inspector’s decision.
implement the
tF;eclgmmindatmn 9 The specific provisions of draft are as follows:

€ Repo Chapter 7a

Fines

“Article 34a. 1. An obligated institution that iriolation hereof does not fulfil th
duty of registration of a transaction referred toArticle 8, paragraph 1 above, th
duty of transfer of the documents relating theretdhe General Inspector or th
duty of keeping the register of those transactiondocuments relating thereto fq
the requisite period of time shall be liable tdrsef

2. An obligated institution that in violation hefedoes not fulfil the duty of rig
analysis for the purpose of applying adequate diligethce measures shall h
liable to the fine set forth in paragraph 1 above.
3. An obligated institution that in violation hefedoes not fulfil the duty @
application of due diligence measures shall be ldalp the fine set forth i
paragraph 1 above.

4. An obligated institution that in violation hefedoes not fulfil the duty of ongoirj
transaction analysis or keeping the documented lt®ghereof for the requisit
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period of time shall be liable to the fine set lfiort paragraph 1 above.
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5. An obligated institution that in violation of thale 10a, paragraph 3 hereof does
not fulfil the duty of ensuring for the employeespiarticipate in the training
programme shall be liable to the fine set fortlparagraph 1 above.
6.An obligated institution that in violation heredbes not fulfil the duty of timely
execution of a control suggestion or recommendatiwall be liable to the fine sét
forth in paragraph 1 above.
Article 34b. 1. An obligated institution that doeset fulfil the duty set forth in
Chapter 2, Chapter 3, Article 12 or Article 14 bétregulation no. 1781/2006 shall
be liable to a fine.
2. An obligated institution that in violation of thale 20d, paragraph 1 hereof does
not freeze property values of the person or emtitdoes not provide the General
Inspector with all data held justifying freezing qiroperty values, also
electronically, shall be liable to the same fine.
Article 34c.1. The General Inspector shall imposina by way of decision, in the
amount not exceeding 2% of the fine base, beintwene earned by the penalised
obligated institution in the previous calendar year
2. In determining the fine, the General Inspectoalstake into account the typ
and scope of violation, the operations of the aiikgl institution to date and if
finances.

3. The obligated institution shall provide the Gextdnspector, within 30 day
following the date of request receipt, with theadatdispensable for determinir
the fine base, upon request. Should the data ngirbeided or should the dat
provided prevent determination of the fine bases thinister responsible fag
financial institutions may estimate the fine bdsmyever not lower than PLN 1M.
4. Should the period of the obligated institutionigerations be shorter than one
calendar year, the amount of PLN 1M shall formfihe base.

5. The fine shall form income of the state budget.

6. One fine can be imposed only, should in the smwf General Inspector’
control a breach referred to in Article 34a be dweld.

7. The procedure on imposing the fine shall beiedrout pursuant to the Code pf
Administrative Procedure.
8. The General Inspector’s decision may be appeatginst within 14 days with
the minister responsible for financial institutions

9. Fines shall be enforced under the enforcemeatgmdings in administratio
applicable to enforcement of financial duties.

10. To the matters not governed herein, the promssiof Chapter Il of the Act o
tax ordinance of 29 August 1997 (Journal of Laws2005 No. 8, item 60, g
amended.) shall apply.
11. The institution supervising the operations dfieen obligated institution shall
be informed about the fine imposed.”

nw o
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Polish AML/CFT system provides for administrativanstions for violations of th
Law. The Act foresees pecuniary penalties the following breaches of the law
(according to th&€hapter 7a of the Ac):
“Article 34a. Any obligated institution, with the exception o tNational Bank of
Poland, which:

1) fails to reqister the transactiaeferred to in Article 8 paragraph [Le. threshold
transactions]fails to provide the General Inspector with thecdments relating to
this transactions or fails to store the recordstbé transactions or documents
relating to this transaction for the required pediof time,
2) fails to carry out risk analysigssential for the application of appropriate
financial security measures,

3) fails to apply financial security measures

4) fails to store documented results of the analfgsithe required period of time,
5) fails to meet the obligation to provide the pEpation of employees in a training

program

11
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6) fails to timely comply within the praudit conclusior or recommendation

7) establishes and maintains cooperation with dl ek

shall be subject to pecuniary penalties.”

“Article 34b. 1. Any obligated institution that contrary to tlwléwing provisions
of Regulation No 1781/2006

1) Articles 5-7, does not ensure that the transférfunds is accompanied by
complete information on the payer,
2) Article 8, does not have effective procedureplate to detect the absence|of
information on the payer
3) Article 9, does not inform the General Inspednrthe fact of regular neglecting
to provide relevant information on the payer by mpaynt service provider of the
recipient,
4) Article 12, when acting as go-between as a payrservice provider, does not
preserve all the information accompanying transfefrfunds received on the payer,
5) Article 14, does not respond completely to thguest of the General Inspector
on the information on the payer accompanied wieimsfers of funds, and does not
provide the General Inspector with the relevantudoents requested by him.
- shall be subject to pecuniary penalties.

2. The obligated institution is subject to the sgapalty if - contrary to Article 20d
paragraph 1 — it does not freeze the asset valtiagperson, group or entityr does
not provide the General Inspector with all the dataailable to reasoning the
freezing of asset values.”
Article 34c Regulates the regime of imposing the aforementiopedalties, as
follows:
"1. The penalty shall be imposed by decision oheeral Inspector at the amount
not higher than 750.000 PLR.e. appr. 187 000 EUR] and in the event of a
breach referred to in Article 34a point [be. provision of training programjot
higher than 100.000 PLNi.e. appr. 25 000 EUR].

2. When determining the amount of such a pecumpianalty, the General Inspector
shall take into account the nature and the extehtviolations, the previous
operation of the obligated institution and its firigal capacity.
3. Pecuniary penalty is the revenue of the statigbu

4. If the violation referred to in Article 34a isund by the General Inspector in the
course of the control, only one pecuniary penalay tne imposed.
5. Proceedings on inflicting pecuniary penalty aseried out under the provision
of the Code of Administrative Procedure.
6. The decision of the General Inspector may besalgol against to the minister
competent for financial institutions within 14 dayfsts receipt.
7. Pecuniary penalties are subject to the enforcgnm payment under th
provisions of the enforcement procedure in the atstration within the scope ¢
the enforcement of pecuniary obligations.
8. In any undetermined matter, the provisions @tiSe Ill of the Act of August 29,
1997 — Tax Ordinance (Journal of Laws of 2005 Ndes 60, as amended) shall
be applied accordingly for the pecuniary penalty.
9. The information about the pecuniary penalty isggbshall be communicated [to
the institution supervising the activities of tH#igated institution.”

Criminal provisionshave also been adjusted to the new wording oAtieArticle
35 gipulates:

%)

—- D

" 1. Any person who acts on behalf of or in the Egenf the obligated institution
contrary to the provisions of the Act fails to:
1) register a transaction, to submit documentatielating to this transaction to the

®1 EUR = 4, 0125 PLN, as of 22uly, 2010
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General Inspector or to store the register of sticinsactions or documentatio
relating to this transaction for the required petiof time,
2) maintain financial security measures, in accaorda with the procedure referrgd
to in ArticlelOa paragraph 1, or to store infornti obtained in connection with
the implementation of financial security measures,
3) notify the General Inspector about the transamsi referred to in Article 16
paragraph 1,

4) suspend a transaction or block an account,

5) introduce the internal procedure referred toAricle 10a paragraph 1,

6) designate a person responsible in accordancle Mviticle 10b paragraph 1,
shall be subject to theunishment of imprisonment of up to 3 years

2. Anyone who, contrary to the provisions of the, Aliscloses the information
collected in accordance with the authorization bé tAct to any unauthorized
persons, any account holder or any person to whoenttansaction relates to qr
uses this information in any other manner incomsistvith the provisions of the Act
shall be subject to the same punishment.

n

3. If the perpetrator of an act referred to in paraghs 1 or 2 acts unintentionally,
he/she shall be subject to a fine.”
Recommendation of The competences of the sanctioning authorities ldhoe: clarified to avoid double
the  MONEYVAL | o g sanctioning; legal clarification is neededdaworking arrangements betwee
Report the FIU and the supervisory authorities on sandtigrshould be set out, preferab
by Memoranda of Understanding and greater practaalordination.
Measures reporte| To avoid the double sanctioning, GIFI has excharthpedplan of inspection with
as of 7 July 2008 t¢ other Supervisory Authorities. In respect of tiiisre was received also in 2007 {
implement  the| jnformation on the inspections conducted by:
Ezcg;nprgindatmn 9 - National Bank of Poland — 1.089 in bureaux de ckang

— General Inspector for Banking Supervision — 3hathkanks,

— National Co-operative Savings and Credit Union —r2%¥0-operative Saving
and Credit Unions,

— Polish Financial Supervision Authority — 3 in brokge houses and investment
fund society,

— Heads of Courts of Appeal — 44 in offices of naanpublic.

The results of the inspections confirmed the eristeof irregularities similar t
those discovered by the GIFI inspectors. In conspariwith the previous year
however, the knowledge of statutory obligations alfligated institutions
employees has improved.

Following the thorough analysis of the control tesua justified suspicion af
committing the crime grew, thus 5 notifications wesubmitted to the publi

(7]

O

prosecutor’s office. The proceedings were initiatedne of the cases, in anoth
one the public prosecutor’'s offices refused toiatét proceedings and in th
remaining three cases the proceedings were discemti

Out of all conducted inspections made by GIFI, 3&evplanned and 14 we
conducted on immediate basis.

They were conducted in the following categorieshdfgated institutions:

— banks -9,

brokerage houses — 8,

investment fund societies and funds managed by thém

insurance companies — 2,

legal advisers — 9,

notaries public — 2,

solicitors — 2,

tax advisers — 2,

real estate agencies — 5,
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— entrepreneurs whose business activity consistsaintigg secured loans (pawns)
-2.

The most important irregularities revealed inclutteslfollowing:

- formal irregularities: the failure by the obligdtinstitutions to prepare for the
fulfilment of statutory obligations due to the fai to set or to adjust the internal
procedure to the provisions of tiet and/ or the lack of a person responsible|for
the

fulfilment of obligations imposed by thct (revealed in 78.7% of the controlled
institutions);

- functional irregularities: insufficient implemextion of the provisions of thésct,
mainly in respect of the obligation to register ttemsactions, to identify entities
participating in the transaction, to identify tran8ons and notify about them and o
keep the register of transactions along with theudwents relating to the registere
transactions, as well as irregularities in keepirggregisters of transactions and
transmitting information from these registers té-[Jrevealed in all controlled
institutions).

The findings of the inspections carried out by GHspectors were submitted to the
supervising authorities for further processing. v8tten notifications about the
results of controls were also submitted.

O

Measures taken to| In order to avoid double application of sanctiong situation that sanctions are not
implement  the | gpplied at all, the following provisions to prevéné above mentioned situations
recommendations | haye peen introduced in line wisliticle 21 of the Act :
since the adoption “1. The control of compliance of the obligated tusibns — except from th
of the first progress . . LI . .
report Natlona'l Bank of P_olar_1d —_W|th the lelgatlons wWithcounteracting money
laundering and terrorist financing is exercisedthg General Inspector.
2. Such an control shall be carried out by emplsyegthe unit, referred to i
Article 3 paragraph 4, hereinafter referred to asspectors”, authorized in writing
by the General Inspector, following the presentatiof an auditor business
identification card, hereinafter referred to as tliaspector’s ID”, and a written
authorization.
3. The control referred to in paragraph 1 may alse tarried out, within the
frameworks of the surveillance and control perfodnen terms and procedures
specified in separate provisions, by:
1) the President of the National Bank of Polandh+dlation to currency exchange
operators;
2) the Polish Financial Supervision Authority;
3) the competent heads of customs offices — itizaléo operators organizing and
exercising games of chance, mutual bets, and dpegmtinvolving automatic¢
machine games and automatic machine games of laespr
4) presidents of appeal courts — in relation toanis public;
5) the National Savings and Credit Cooperative Wnio
6) competent voivods and governors - in relatioagsociations;
7) tax audit authorities.
3a. Imposing penalties relating to the violationdentified by the control, referred
to in paragraph 3, falls within the jurisdiction othe General Inspector.
3b. Any entity, mentioned in point 3, submits itshedules of controls to the
General Inspector within two weeks following theiompletion.
3c. At the request of the minister competent foblipufinance, the Generdl
Inspector shall carry out control as referred to raragraph 1— in relation tg
obligated institution applying for license or petpprovided for in Gambling Act g
19 November 2009.
4. A written report about the results of the cohtreferred to in paragraph 3|
within compliance with the provisions of the Atialsbe forwarded to the Genera
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Inspector within 14 days following its completion.

4a. The General Inspector may request the entiseesdd in paragraph 3, to provid
certified copies of the documentation collectedmyan audit.

5. The minister competent for financial institusashall stipulate, by regulation, th
standard pattern form of the inspector’s ID and lshiketermine the rules for it
issuance and replacement.”

The Act in its Chapter 7asets out pecuniary penalties. Accordingitticle 34c

paragraph 1:

" The penalty shall be imposed by decision of thee@érnspector at the amour
not higher than 750.000 PLN, and in the event bfeach referred to in Article 34
point 5 not higher than 100.000 PLN.”

This article then clearly decides that all admmaiste fines resulting from th
breach of regulations from the Act may be imposely by the GIFI (please d
bear in mind that this is also emphasizediticle 21 paragraph 3a above, which

states: Imposing penalties relating to the violations idiéed by the control,

referred to in paragraph 3, falls within the jurigtn of the General Inspector,

Therefore, the PFSA does not launch any administraroceedings when it comg
to the breach of the Act.

To foster mutual cooperation, and in accordanch aticle 21 section 3bof the
Act, above mentioned supervisors send the list rtities to be controlled (o
AML/CFT related issues) by them in the coming yeathe GIFI.

Moreover, it is worth mentioning that the GIFI eadges supervisory informatig
with customs authorities, i.e. previously — ExcBentrol and Gambling Contrg
Department within the Ministry of Finance, and newustoms Offices Departme
— concerning inspections carried out by them in lgamg sector. Since th
beginning of 2010 such inspections have been caoig by the customs office
(previously they were made by one of the above imeet Departments in th
Ministry of Finance). As it regards the supervismrer the casinos in general, it
still the General Inspector of Financial Informatiwho is responsible for that issy
i.e. for performing supervision over the impleméiota of the necessary anti-mon
laundering and terrorist-financing measures.

See more explanations under the section concefRempmmendation 24 on th
inspections in casinos.

GIFI exchanges information with other supervis@ythorities. Referring t
gambling sector, e.g. in 2010 GIFI received infaiioraon controls carried out b
the Excise Control and Gambling Control Departm@sithin the Ministry of
Finance on 4 controls of games arcades with slathinas and 1 control at th
casino, as well as 30 inspections carried out il(omit August 2010) by custom
offices.
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(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)
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Recommendation 18 (Shell banks)

Rating: Partially compliant

Recommendation o

fPoland should implement provisions with regard topmhibition on financial

tF?ee OrtMONEYVAL institutions to enter or continue correspondent Kiag relationship with shel
P banks.

gﬂsez?u;eruly rzeop(?;i The draft law introduces the definition of shelhkawhich is according to the Ar|

implement thel 2 subpara. 1c of amended AML Act:

tF;eeCIgre”gg?t”da“O” 0 ,Shell bank: it shall mean a provider of financisérvices or an entity engaged

equivalent activities, incorporated in the terrijoof the entity of internationg
jurisdiction in which it has no physical presend@/olving meaningful mind an
management, and which is unaffiliated with a reteddinancial group”.

Moreover the Art. 9f stipulates thaDpligated institutions shall be prohibited frg

Obligated institutions shall take appropriate me@suto ensure that they do n
engage in or continue correspondent banking refetiops with a bank that i
known to conclude account agreements with a shekb

The amended AML Act foresees the sanctioning regimrelation to entering int
relationship with shell banks, in line with Art. 88):“8. An obligated institution
that in violation of Article 9f hereof establish@scontinues correspondent banki
co-operation with a shell bank shall be liable ke tfine set forth in paragraph
above.”

entering into or continuing a correspondent bankiaationship with a shell bank.

in
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Act provides for the definition of a shell bankhich is stipulated by th
Article 2 paragraph 1¢):

"shell bank, it shall mean an entity providing financial sem$ or engaged i
equivalent activities, established in the territarfya country in which it does n
have any legal address, in such a manner that #glad management an
administration are performed, and where such arityeig not affiliated with any
financial group operating legitimately.”

The Act does not allow for establishing and mairiteg any relations with she
banks, as it is stipulated by tAgticle 9f of the Act:

“1. No obligated institution, which is a providerf dinancial services, sha
establish and maintain cooperation within corresgent banking with a shell ban
2. No obligated institutions shall establish and im&n cooperation within
correspondent banking with any obligated institatisvhich is a provider o
financial services concluding contracts on accowvith a shell bank.”
Moreover,Chapter 7a of the Act,Article 34a provides for the pecuniary pena
for “[...] establish[ing] and maintain[ing] cooperati with a shell bank.”

See above for the section on Recommendation 1heofréport, which presen
Polish sanctioning regime.

Besides, what was already mentioned above, it isthwpointing out thaf
notwithstanding the quoted provision, financialtingions are also required t
perform enhanced due diligence measures when iesdm the corresponden
banking (as set out iArticle 9e paragraph 3f the Act.)
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Recommendation o

fFinancial institutions should be obliged to satigthemselves that a responde

2Nt
by

the  MONEYVAL | financial institution in a foreign country is noepnitting its accounts to be used
Report
shell banks
Measures reporte( See above
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Please do bear in mind the remarks above and a&safbrmed thatArticle 9e
paragraph 3 directly requires financial institutions to:

“3. In terms of cross-border relations with institmal correspondents fron
countries other than the EU-member states and atpnt countries, any obligate
institutions being a provider of financial servicgsll:
1) collect information allowing to determine theope of operations, and whether
provider of financial services is supervised by dtae;
2) assess measures taken by a provider of finaseialices who is a corresponde
in so far as counteracting money laundering andaigst financing;
3) prepare documentation defining the scope of gesibilities of each provider @
financial services;

4) ascertain with respect to payable-through acdsun that a provider o
financial services, who is a correspondent, coneldithe verification of identit
and has taken appropriate actions under procedwesthe application 0
financial security measures in relation with cligrtaving direct access to su
a correspondent’s bank accounts and that it is ablprovide, on demand of tf
correspondent, any data related to the applicatioh financial security
measures in regard to a client;

5)establish cooperation, with the prior consent afboard of directors or
designated member of such a board or a person atsd by such a board; or
person designated in accordance with Article 10bageaph 1 [i.e. designate(
person responsible for compliance with AML/CFT regions].”

Moreover, it is worth mentioning that, in line withe Article 9f paragraph 2 of
the Act, there is general prohibition of co-operatwith shell banks:

.NO obligated institutions shall establish and mt@im cooperation within
correspondent banking with any obligated institatiovhich is a provider o
financial services concluding contracts on accowvith a shell bank.”

A

[«

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 21 (Special attention to higher riscountries)

Rating: Non compl

iant

Recommendation o

f A requirement to pay special attention to businedationships and transaction

the  MONEYVAL | with persons from countries that do not or insigfitly apply the FATR
Report Recommendations should be introduced.

Measures reporte| There is general obligation imposed on obligatestitutions that may apply t
as of 7 July 2008 t¢ relationship and transactions with abovementioredqns.

implement the| The specific provison is as follows:

Recommendation o

the Report Article 9e para. 1. The obligated institutions dhegbply, on a risk-sensitiv

basis, enhanced customer due diligence measurestuations which car
present a higher risk of money laundering or teisor financing, and at leas
in the situations set forth in paragraphscBgtomer has not been physicad
present for identification purposes]and 3 [ross-border corresponde
banking relationships with respondent institutidram third countries and
equivalent countries]

Moreover, to provide some guidelines in this regpet December 2007, GIR
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published on its website communications conceriegFATF documents=ATF
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Guidance Regarding The Implementation Of ActiBi&ged Financial Prohibitions
Of United Nations Security Council Resolution 178Z,0ctober 200and FATF
Statement on Iran, Paris, 11 October 2007.

Additionally, GIFI forwarded the above mentionedidzunce (with request for
further distribution) on Iran to the following assations and institutions: National
Council of Counsels, National Chamber of Auditagtional Chamber of Tax
Advisors, National Chamber of Legal Advisers, NasibCouncil of Public Notaries
, Polish Bank Association, the Polish Chamber &futance, the Chamber pf
Brokerage Houses
In 2008 GIFI published on its websiteATF statement on Uzbekistan, Iran,
Pakistan, Turkmenistan, Sdo Tomé and Principe aadsactions with financial
institutions operating in the northern part of Cypr (28 February 2008)The
statement advised countries that their financistitutions take the risk arising from
the deficiencies in AML/CFT regime of those couedrinto account for enhanced
due diligence. The statememas forwarded to associations of obligated insting,
supervisory authorities and cooperating units wigbhommendation to distribute
them to supervised agencies and other relevariesnti

Measures taken to| As it was mentionedirticle 10a paragraph 3says:

implement the . . . . . S
rec?ommendations “When conducting analysis to determine risk valog,@bligated institution should,

since the adoption| In particular, include the criteria of the followgnnature:

of the first progress

report 1) economic — involving assessment of client'sdaation in terms of its business

activity;
2) geographic — involving performance of transagiainwarranted by the nature
of business activity, concluded with the operatufrthe countries where there is|a
high risk of money laundering and terrorist finamg;j
3) objective — involving business activities ofthitgsk conducted by the client |n
terms of vulnerability to money laundering and ¢eist financing;

4) behavioural — involving unusual behaviour of tbént, in the situation ir
question.”

Geographical risk is being widely perceived by fimancial sector. However, th
PFSA encourages the financial institutions to udeast the following list of highe
risk countries: countries from FATF statements,ntnas from UN sanction listg,
OFAC list countries, countries identified as cortaddo money laundering pointed
in International Narcotics Control Strategy Repamd HIDTA — High Intensity
Drug Trafficking Areas as well as HIFCA — High Intdty Financial Crime Areas.

= @

Moreover, at GIFI's website, under section “Puliimas” (both in Polish and in
most cases — in English), one may find guidance¢he scope of counteracting
financing of terrorism, i.e.: information on FATRatements on non-cooperating
jurisdictions (as of 25 June 2010, 25 February 2010
18 February 2010, 16 October 2009, 26 June 208®)well as respectively
published information on Public Statements underNEFVAL CEP, concerning
particular jurisdictions concerned, e.g. Azerbaijan
GIFl has also published information on FATF pubBtatements: on cover
payments, and numerous RBA guidance, that may stupptiged institutions in
assessing the risk linked with the transactionsttiey execute (e.g. RBA Guidance
in MSB'’s sector).
Lately GIFI has also published communication ondgnce concerning financial
risk arousing from business relations with Iran.siles the introduction qf
international regulations in this regard, GIFI'sbpgation focuses on the fact that
any relations with Iran may increase potential k=T and it recommends that
obliged institution should draw attention to sudmsactions and apply the suitable
set of CDD measures to mitigate the risk emandtimg business transaction with
this region.
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Recommendation o
the MONEYVAL
Report

f Financial institutions should be also required tmaeine the background arj
purpose of transactions connected with such coemifithose transactions have
apparent economic or visible lawful purpose. Writfendings should be availabl
to assist competent authorities and auditors.

no

D

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

There is general obligation regarding applicatidrdue diligence measures th
may refer to abovementioned circumstances.

The specific provisons is as follows:

Article 8b para.3 subpara 4. ( Customer due diligeshall comprise:)Conductin
ongoing monitoring of the customer’s business retethip, including scrutiny o

transactions undertaken to ensure that the traneast being conducted are

consistent with the obligated institution's knovgedf the customer, the busing
and risk profile, including, where possible, theuss® of property values an
ensuring that the documents and information heddlliapt up-to-date.
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

According to the Act, Articléa paragraph 1;

.any obligated institution shall carry out ongoingnalysis of the transaction
carried out. Results of those analyses should leimented in paper or electron
form.”

One element of the analysis is the analysis ofrifle (see aboveArticle 10a
paragraph 3 of the Act).

TheArticle 8a paragraph 2 of the Act also states:

“All the results of such analyses shall be keptdagperiod of 5 years, calculatin
from the first day of the year following the yearwhich they were conducted.
the event of liquidation, merger, division and sformation of any institutiol
obligated to keep records, the provisions of Agti@b of the Act of 29 Septeml;
1994 on accounting shall apply accordingly.”

This means all written evidence of the analysistt@ transactions should |
archived and available. As mentioned in the firsigpess report and throughout th
one, the CDD measures comprise also of the ohbigatth monitor the customg
business relationship and transactions performgdvell as confronting it with th
obtained information on purpose and nature of lassimrelationship with the clie
(Article 8b paragraph 3, point 3 and 4 - under Section on Recommendation 5)
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(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 22 (Foreign branches and subsidias)

Rating: Non compl

iant

Recommendation o

fPoland should implement an explicit obligation &muire financial institutions tg

)
2S
id
d

at

ce.
pd
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QgportMONEYVAL ensure that their foreign branches and subsidiaveserve AML/CFT measurg
consistent with the Polish requirements and FATéonemendations. It should ag
provisions to clarify that particular attention ha® be paid to branches ar
subsidiaries in countries which do not or insuffitily apply the FATF
recommendations and that the higher standard havgetapplied in the event th
the AML/CFT requirements of the home and host cputitfer.

Measures  reporte( As was indicated in the report in order to futfils duty the AML Act provide fo

as of 7 July 2008 t¢ some rules ensuring that relevant application sfamer due diligence takes pla

implement ~ ~ the opjigated institutions are required to comply witle Act also in branches locat

;icgr:&indatmn 9 abroad as well as they are required to undertaktitiahal measures aimed

7S



complying with anti-money laundering standards.
The specific provisions are as follows:

Article 9j para. 1. Obligated institutions havingaimches and agencies in tl
territory of the EU non-member states shall takéoms aimed at applyin
due diligence set forth as herein by those braneimelsagencies.

2. In the event when the duty set forth in parabgrdpabove cannot b
fulfilled, obligated institutions shall apply adiital measures to effective
prevent money laundering and terrorism financing.

3. Obligated institutions shall inform the branchesl agencies, referred to
paragraph 1 above, about the introduced anti-molaeyndering and
combating terrorism financing procedure and policy.

ne

e
ly

in

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

TheArticle 9j of the Act stipulates:
"1. Any obligated institution with its branches asdbsidiaries in the territory g
non-EU member states shall apply the financial sgcmeasures defined in the A
in those branches and subsidiaries.
2. In the absence of the possibility to fulfill iglation referred to in paragraph 1
any obligated institution shall carry out all thectavities in order to effectivel

legislation of the countries referred to in paraghal.

3. Any obligated institution shall inform its sutlisiries and affiliates, referred to i
paragraph 1, on any introduced internal procedufesused on counteractin
money laundering and terrorist financing.”

The above quotedirticle 9 of the Act implements the ,know-your-structur
principle, as stated in articles 34(2) and 31(lthef3® AML Directive. At this time
then, all financial institutions having branchesl aagencies in the territory of th
EU non-member states shall make sure that thisbledtment uses the E
AML/CFT rules (home member state rule). And if & impossible, additiong
measures have to be applied to effectively prexotiey laundering and terroris
financing. This provision is even broader then #waluators actually require
because it refers to branches located in all ofEbenon-member states, and 1

recommendations.

counteract money laundering and terrorist financiag provided for in the

only to branches located in countries which doardhsufficiently apply the FATH
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(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 23 (Regulation, supervision and mdoring)

Rating: Partially compliant

Recommendation o

fSector specific regulation should be issued byfithencial supervisors (including
QgportMONEYVAL the PSEC which should be also empowered to do so).
Measures reporte( The Polish Financial Supervision Authority (PFSAJvas prescribed by the Act of
as of 7 July 2008 t¢ 21 July 2006 on supervision of the financial markestarted its operation on 19
implement  the| September 2006, acquiring powers of Pension Fung@sr8isory Commission and
Ezcgg‘gi”dat'on 9 of the Securities and Exchange Commission. As effthJanuary 2007 it also togk

over competences of the Commission of Banking Sigien and on 1 January
2008 the General Inspectorate of Banking Supemisis a result the inspectiof

of banking sector, capital sector and insurancéosdo the extent of compliang

NS
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with anti-money laundering and counter terrorismaficing responsibilities i
carried out by the single entity — PFSA.

It should also be pointed out that the insurangesiision section of the Office ¢
the Polish Financial Supervision Authority, whichrésponsible for the supervisi
of insurance companies activities and estate hasndified its inspection
conducted in the insurance companies as regardntheduction into financia
circulation of property values derived from illegad undisclosed sources and
counteracting the financing of terrorism.

On the base of art. 4 Financial Supervision Autlyaesponsibilities shall comprig
the following:
1) exercising supervision over the financial mar@@nking, pension, insurang
capital market, electronic money institutiossipplementary supervision govern
by the provisions of the Act on Supplementary Suvigeon of Credit Institutions
Insurance Undertakings and Investment Firms imarkgial Conglomerate;

2) taking actions fostering proper operation offthancial market;

competitiveness;
4) taking educational and informational actionsatedi to the operation of th
financial

market;

5) participating in the preparation of drafts ajdéacts related to financial market
supervision;

6) creating opportunities for amicable and contlia dissolution of dispute
between

the participants of the financial market, includingarticular disputes arising fron
contractual relationships between the entitiesesulip FSA'’s supervision and the
customers buying their services;

7) performing other statutorily assigned tasks.

3) taking actions promoting development of the ficial market and it$

[72)
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The PFSA recognizes GIFI's guidebook as a leadrpnd¢ation of AML/CFT
regulations for all Polish financial institutiontdowever, as it was mentioned abo
the PFSA also holds an education programme. Eaghatdeast one of the maj
seminars organised is being devoted solely to ANHI/@Gssues. In 2008 there we
89 participants, in 2009 (in two seminars) 126 mdparticipants, and in 2010
118 participants. The mentioned seminars are fatwse presenting the PFSA|
stance and guidance to the financial sector on ANHT issues, and conductin
dialog on the most important issues. It appearbgomore efficient to discug
certain issues as they arise. Of course the PFSAgives guidance during the o
site inspections. Up to the end of July, 2010 tR&/& has conducted the followir]
number of specific AML/CFT on-site inspections hretbelow mentioned types

financial institutions:

In_2008: commercial banks — 11 on-sites, cooperative bank&8. In 2009
commercial banks — 6, cooperative banks — 18, escof foreign credi
institutions — 7, insurance companies — 4, brokefaguses — 2, investment fu
management company — 1. In 2010 (as of July 20&6nmercial banks — §
cooperative banks — 13, branches of foreign credititutions — 8, insuranc
companies — 3, brokerage houses — 2, investmedtfiamagement company — 1.
In comparison to the figures previously given te twaluators, there is a maj
increase in AML/CFT on-site visits in capital markentities and in insurang
market entities observed.

Thanks to this, and thanks to the wide spectrumsiftutions taking part each ye
in training seminars, each sector has its own fipegiidance.

Recommendation o
the MONEYVAL

MThe engagement of the prudential supervisors in /&AM supervision should b
enhanced

Report
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Measures reporte
as of 7 July 2008 t¢

implement the|
Recommendation o
the Report

PFSA delivers anti-money laundering and terrorigmarfcing training to itg
inspectors on regular basis. There had been somibbaks designed intended f

useful during inspections. The Capital Supervisi®ection had developed
guestionnaire which is applied by inspectors aplagt form, and facilitates fu
range of counter money laundering and terrorisnarfaing analysis; wherea
inspectors are obliged to verify given answers wgpropriate anti-mone
laundering and counter terrorism financing systemalysis in operation in

controlled entity.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

PFSA has access to all relevant financial data lwhigght be useful in prudenti
supervision. During intelligence work and coopenatwith internal governmerj
institutions, the PFSA gathers all relevant infatioraon its supervised entities.
The risk based approach to create plans for onws#ies has been introduce
allowing the PFSA to target those institutions whipgose the highest risk f{
AML/CFT regime in Poland.

Employees of the AML/CFT Unit are also engaged imwanber of trainings
(domestic and foreign ones) to enhance their kndgde The participation in EL
3L3 AML Task Force also allowed for using widelyetiexperience of other E
supervisors.

The National Bank of Poland, which supervises thgties providing currency
exchange operations, reported on the followingisited concerning inspectio
activities:
In the year 2008here were inspected 1093 entities providing cunyeexchange
operations, _in _2009- 994 ones, _in 2010 (first six months) 891 ones
However, when one analyses the irregularities tedecthere is positive tren
observed, as far as it regards the quality of AMETOmeasures applied by th
entities providing currency exchange operationse @may observe decreasi
number of entities with irregularities detected [fiercentage), respectively in 20
— 208 entities with irregularities (which is 19%),2009— 101 irregularities (whick

internal use which comprise detailed rules of catdar the inspectors which ar
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is 10%) and in the first six months of 202®2 entities with irregularities (which |s
690).

Recommendation of o jicensing or registering system should be intctlifor MVT services as well as

Q:portMONEYVAL an eﬁective system for monitoring and ensuring plance with the AML/CFT
requirements.

Measures reporte| No changes

as of 7 July 2008 tc

implement the

Recommendation o

the Report

Measures taken to| The amended Act on counteracting money launderind &errorist financing

implement the | concerns also duties of financial institutions denalinter alia with money

recommendations
since the adoption
of the first progress
report

remittance (i.e. entities which are not credititnibns and their main activities
money remittance services), which, according te &t, are obliged institutions.

2007/64/WE of the European Parliament and of thenCib (PSD) into Polish
national law. This implementation is in full conmtice with the mentione
recommendation. In accordance with the draft ofRRgment Services Act (act
national law implementing the PSD Directive) abtitutions providing money an
value transfer services, will be considered asgaldid institutions in the light g
AML Act. As a result these institutions will be pected to fulfill all of the
requirements expressed in the AML Act. Therefaregain be said that entry in
force of the Payment Services Act would create Hiackve registering an
monitoring system for money or value transfer smsi

The draft of the Payment Services Act includes #igsoregulations (Article 76 an

82
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However, there is a new act prepared, which willplament the Directive

-0 U o

o



others) concerning registration of entities pravigdipayment services, includir
money remittance and supervision of them. Suchstegwill be kept by the Polis
Financial Supervision Authority. Besides, some gripsions concern rules of AML
and CFT including regulations as for mechanisrmt#rnal controls of compliang
with duties in this domain.

For detailed information about the process and ldeadfbr the implementation g
the Directive PSD into Polish national law please Recommendation VI.

Recommendation o

Iy licensing system as it is understood by the B&swk Principles should b

E;gportMONEYVAL introduced for Cooperative Savings and Credit Usion

Measures  reportel Commonly binding Law on cooperatives regulates giples of establishing
as of 7 July 2008 t¢ copperative (initiation and termination of its ait§f). National Association o
'anp'eme”t - thel cooperative Savings and Credit Unions supervisistieg credit unions. All credi
thzclgr:p?;retn allon 9 ynions since very beginning of their activity atdiged to comply with prudentig

standards and other supervisory regulations estauiby National Association.

Measures taken to
implement the
recommendations

since the adoption
of the first progress

No changes

f Financial supervisors should not only check formaimpliance with the AML Ag
but also overall effectiveness of the AML/CFT systi the financial institutions.

report
Recommendation o
the  MONEYVAL
Report

Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

Inspectors place stronger emphasis on the knowledigg some method
implemented by controlled entities during on-thetsghecks. PFSA deliver
continued training to its inspectors on counter eyofaundering and terrorisi
financing issues. They are obliged to check the wéycounteracting mone
laundering and terrorism financing in the supenyisetities.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As it was mentioned before, in the late 2008 a ispamit in the Enforcemen
Department of the PFSA was created in order todinate all AML/CFT related
issues in the PFSA, and also to conduct on-siftsvisth other departments of th
PFSA. In September 2009 the mentioned unit wasdilve entire responsibility t
conduct on-site visits in all financial institutienin result the process of unificati
of the PFSA’'s AML/CFT supervision over financiabktitutions has been finalize
During the work on synergy effect after the mergar, internal guidebook wg
created in order to unify the control system. As tinoment the PFSA does not U
any form of questionnaire during the on-site visie sole purpose of the on-s
visit is to check fully, whether the AML/CFT reginie the financial institution ig
set out properly, whether it works and is effecti@mpliance with all provision
of the Act is also verified thoroughly.

Recommendation o
the MONEYVAL
Report

f Inspections of the Insurance and Pension Funds r8ispen Commission shoul
cover CFT issues. The PSEC inspections of the ANML/&ea are purely forma
and should be enhanced.

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

See above

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The Polish Financial Supervision Authority, sinc€ January 2008 is a so
financial regulator in Poland. The merger of theeparate regulatory authoriti
finished when PFSA started to operate a unifiedaguh towards supervision ai
on-site visits in all sectors of the financial metrkin the late 2008 a Unit in th
Enforcement Department was created in order todioate all AML/CFT related

issues in the PFSA, and also to conduct on-siieswisth other Departments of th
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PFSA. In September 2009 the mentioned unit wasngikie entire responsibility {
conduct on-site visits in all financial institutienin result the process of unificati
of the PFSA’s AML/CFT supervision over financiaktitutions has been finalized
During the work on synergy effect after the mergerinternal guidebook wdg
created in order to unify the control system. As timoment the PFSA does not U
any form of questionnaire during the on-site visie sole purpose of the on-s

visit is to check fully, whether the AML/CFT reginie the financial institution is

set out properly, whether it works and is effecti@mpliance with all provision
of the Act is also verified thoroughly.

Recommendation of The evaluators recommend that the questionnaireh@fPSEC should explicit]

the
Report

MONEYVAL

address CFT issues.

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

Form thereof has remained unchanged. However bbfordling it inspectors are {
acquire some answers from controlled entity folloyvsome questions enclosed i

with the form to fulfill it. That survey containgrdct and appropriate references
CTF.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

At this moment the PFSA does not use any form efktannaire during the on-si

regime in the financial institution is set out peoy, whether it functions and

effective. Compliance with all provisions of the tAis also verified thoroughly.

CFT issues are not neglected and are a part aestteuring every on-site visi
Due to the Polish military presence (present anst)pa some of the world’
conflict zones, the problem of terrorism, and ficiag it from or to the territory o
Poland is treated as one of the top priorities.
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special survey. After verifying its reliability thiere to provide the controlled entity

to

(5]
visit. The sole purpose of the on-site visit iscteeck fully whether the AML/CFT

%)

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 24 (DNFBP — Regulation, supervisicand monitoring)

Rating: Partially compliant

Recommendation of More controls, and concurrently more resources wobe needed to ensu

re

tge tMONEYVAL compliance of DNFBP with AML/CFT requirements

epor

Measures reporte| Inspections carried out by GIFI

as of 7 July 2008 t¢ GIFI inspectors conducted 47 controls. It was ameiase by 27% (37 controls)

implement thel comparison to 2006.

Eecgmmft“da“o“ 9 Following the analysis of control results from tast three years, in 2007 the fog
€ Repo was shifted to the execution of 3 basic contraécions:

— activation of operations of obligated instituticngd4.1% of control (units that ar

not
active with regard to transmitting information eartsactions or whose activity is
minimal),

— intensification of operations of obligated instituts — 38.2% of control (units

whose
activity with regard to transmitting information tnransactions is low),

— maintenance/ improvement of the quality of operetiof obligated institutions —+
17.7% of control (units whose activity is at a gawdven high level with regard to

in

transmitting information on transactions).
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Particular units were selected for the control ngkiinto account the

abovementioned
directions and analytical and control GIFI inforioat control information of
supervision

authorities and publications in media.

Out of all conducted controls, 33 were planned ddd were conducted o
immediate basis.

They were conducted in the following categorieshifgated institutions:

— banks -9,

— brokerage houses — 8,

— investment fund societies and funds managed by thém

— insurance companies — 2,

- legal advisers — 9,

— notaries public — 2,

— solicitors — 2,

— tax advisers — 2,

- real estate agencies — 5,

— entrepreneurs whose business activity consistsaintigg secured loans (pawrns)

-2.

The most important irregularities revealed incluttesl following:

- formal irregularities: the failure by the obligdtinstitutions to prepare for the
fulfillment of statutory obligations due to thelfaie to set or to adjust the internal
procedure to the provisions of tet and/ or the lack of a person responsible
the

fulfillment of obligations imposed by th&ct (revealed in 78.7% of the controlled
institutions);

- functional irregularities: insufficient implemextton of the provisions of th&ct,
mainly in respect of the obligation to register ttemsactions, to identify entities
participating in the transaction, to identify tran8ons and notify about them and
keep the register of transactions along with theudwents relating to the registere
transactions, as well as irregularities in keepirgregisters of transactions and
transmitting information from these registers té-[Jrevealed in all controlled
institutions).

The findings of the controls carried out by GIFhtwollers were submitted to th
supervising authorities for further processing. v@8tten notifications about th
results of controls were also submitted.

Inspections carried out by supervising authorities

GIFI received the information on the inspectionsdurcted by:

— National Bank of Poland — 1089 controls in buredexchange,

— General Inspector for Banking Supervision — 32 e@stat the banks,

— National Co-operative Savings and Credit Union -€@btrols in Co-operative
Savings and Credit Unions,

— Polish Financial Supervision Authority — 3 contrimisorokerage houses and
investment fund society,

— Heads of Courts of Appeal — 44 controls in officésiotaries public.

The results of the controls confirmed the existenicieregularities similar to thos
discovered by the GIFI inspectors. In comparisotinwhe previous years howevg
the knowledge of statutory obligations of obligatedtitutions’ employees hg
improved.

Following the thorough analysis of the control tesua justified suspicion g
committing the crime grew, thus 5 notifications wesubmitted to the publi
prosecutor’s office. The proceedings were initiatedne of the cases, in anoth
one the public prosecutor’'s offices refused toiatdt proceedings and in th

for

to

o

)

br,

(7))

O

er
e

85



remaining three cases the proceedings were discemti

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Checks carried out by the GIFI.

In 2009, GIFI's inspectors conducted 47 inspectidmomparison to 2008, thefe
has been increased not only the number of inspestibut also the diversity of

obligated institutions — an entity from the gamglsector was also controlled. The

selection of subjects to be controlled embracesahalytical and control data from
d

GIFI's database, as well as information from finahsupervision (PFSA) an
media releases. The controls included the followimes of obligated institutions:
Controls in 2009 embraced the following categooiesbliged institutions:

* banks - 10,

* brokerage house — 1,

* investment fund management companies and fundsthegge - 1,

* insurance companies — 2,

* legal advisers — 7,

* notaries - 7,

* attorneys — 2,

* tax advisers — 5,

 entrepreneurs engaged in real estate brokerage — 2,

* auditors — 1,

 cooperative banks — 3,

 cooperative savings and credit unions — 1,

« foundation — 3,

« entrepreneurs engaged in leasing activity — 1,

* entity engaged in games of chance and mutual bettih

The most significant disclosed irregularities wsimilar to irregularities identifieq
in previous years. They were as follows:

- formal lack of preparation of obliged institutions toghamentation of statutor
obligations through failure to determine internedqedure or failure to adjust it {
the provisions of the Act, lack of provisions oftemal procedure indicatin
implementation of obligations in respect of couatging of terrorist financing, lac
of provisions indicating the need to carry out ge@l in order to detect suspicio
transactions; improper distinguishing of two modéproceedings with suspicioy
transactions determined in Article 8(3) and Artit and following of the Act, in
the internal procedure;

- substantial low level of Act provisions application, mainhn ithe field of
implementation of the obligation of transactioniseé@tion, identification of entitie
participating in transactions and designating tatisns and reporting them, a
irregularities in transactions records and prowgdinformation from these recorg
to the GIFI.
Findings from controls carried out by GIFI conteoi were provided to supervisg
institutions for subsequent use.
After detailed analysis of control results, thetifiesd suspicion of a crime wa
made, and subsequently 7 reports were submittéetBublic Prosecutor's Office
In 2008 and 2009 the customs offices carried ontrots in the casinos in the for

of permanent supervision (one of the tasks assigméte Customs is particular tax

surveillance). The controls were connected with ¢berectness of opening ai
closing of ‘playing tables’ and calculation of thesults of games on the tables 4
in the gambling machines. At the beginning of 281® amended Act on Custor]
Service entered into force and since then the msstuffices have been performir
controls at random rule. They check whether cas@fmsot violate regulations
the Act on gambling games and the conditions ddfinethe license (permissior
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on the basis of which they act. These questionsiatdude the ones which reg
anti-money laundering.
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Also there were 21 controls of notaries public ®0& and 35 controls in 200
carried out by presidents of courts of appeal.

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant
initiatives)

Recommendation 27 (Law enforcement authorities)

Rating: Partially co

mpliant

Recommendation o

fMore emphasis should be placed on Police generatedey laundering cases |

th;e tMONEYVAL proactive financial investigation in major proceegisnerating cases.
epor
Measures reporte| Money laundering is criminalized under article 268 the PC, which points
as of 7 July 2008 t¢ necessity for identification of source criminaligity and mechanism used in order
implement ~  thel {9 |egalize benefits of the crime.
Recommendation 0 pjfferent topic constitute recognition of the comapy to commit money laundering
e iz poin as a criminal offence aimed to conceal origin ofds or prevent them from being
seized.
In light of above the main goal for investigatiompeeds is:
e to gather evidence concerning source crime
e to prove connection between illegally gained fitiah means and individually
pointed transaction/group of transactions cleadyeted as predicate offences|to

money laundering.

Other important goal is to find out information abenaterial status of perpetrator

(suspect during investigation) and additionally mections between illicit proceed
and property. In that field an increase in secus@igure and confiscation of
financial means was recorded (see the statistiezserning 2007 below).
On the base of internal regulations nr 1426 of Camder-in-Chief from 23rd
December 2004) in certain cases such as considerddttiment of National
Treasury, interesting modus operandi of organizedical group, Commander-ir}-
chief of the Polish Police or Regional Police Comdexs are in charge to appojnt
special investigation groups.
Measures taken to| There are no special procedures or legal framevimrkfinancial investigations
implement ~ the | either within the framework of the penal procedareduring the informationt
recommendations | gathering phase. The investigations of financigleats of criminal behaviout,
since the adoption| jnclyding money laundering, are carried out untiergeneral rules applicable to all
of the first progress investigations.
report Nevertheless one of the main objectives of the Ippraceedings is to establish
assets that the suspect possesses, his finarciatian, detriment that has been
caused and to recover this property. The financiadstigation, despite of not being
a special procedure, is a very important part efginvestigation related to money
laundering.
Recommendation of More use should be made of joint teams and co-diperanvestigations with the
the MONEYVAL | GIFI.
Report
Measures reportel The Police for the sake of investigations supedisg Prosecutor Office is using
as of 7 July 2008 14 rights described in legal provisions regarding nyofeundering and terrorism
implement ~ the financing regulations and regulations of Code ofid@eConduct from 06 of June
Recommendation o 1997.
the Report
The Police and the Treasury Control Coordinatioarevas established in January
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2008 to dismantle an organized crime group deahity extortion of VAT via
fictitious trade in cellular phones. The Team cosgs representatives of the
Police, Offices of the Treasury Control, Departmahnbepartmental Control in the
Ministry of Finance and the General Inspector afaficial Information. Its main
tasks cover dismantling of the organized group,tstized analysis of the criminal
method, provide documentary evidence for the prdsmt, developing means and
methods to counter criminal activities.
Also works the Working Group on the Cooperationhwippellate Prosecutor’s
Office in Krakow in a view of Combating Crime inetfTrade of Fuel — consisting
the same kind of institutions.
Apart from the big joint group needs we also paint that analysts of the FlUs
support the prosecutors and investigators fromdiied?and other law enforcement
agencies with their experiences and specialist ketiye both within the trainings
provided by the FIU and contacts in connection withducted proceedings aimgd
to recognizing and proving money laundering (espcin the terms of realization
of the AML/CTF law.
Arranging the joint co-operative investigations éigwoved to be successful. (In
2008 the joint cooperation of GIFI, the police ahé prosecutor in the case |of
criminal group smuggling cigarettes resulted incking 48 bank and investment
accounts amounted to over M1,3 PLN. 26 persons vetaéned by the police and
the total of secured property amounted to app. [RALM. The success in the case
was the merit of tight cooperation of GIFI, theipeland the prosecutor’s office.

In the case GIFI obtained a report from the Cerraleau of Investigation. They
notified about the criminal group smuggling cigéest sent data on entities
involved in the criminal activity and informed théite group is supported by the
bribed bank employee. Given that information Glkdind launch the standard
procedure of inquiring bank, which held the acceutt criminal group membeis
and FIU explored solely its own databases to sefarcimformation on the accounts
and transactions. After coordinated investigatioithwinformation flow GIFI
blocked all the accounts found in its database ianthe same day the police
arrested key members of the criminal group.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

In practise, the Police regularly exchange inforamatwith the GIFI. The unit$
responsible for co-operation within the Police &eonomic Crime Department
Central Bureau of Investigations in the Nationdid@&Headquarters, Acts of Terror
Department in Central Bureau of Investigationshim ational Police Headquarters,
Asset Recovery Department in Crime Bureau in théddal Police Headquarters
and Economic Crime Department in Crime Bureau ie tHational Policg
Headquarters.
This cooperation is carried out on the basis ofAltecle 14 and 33 of the Act and
on the basis of the Agreement on cooperation betwémistry of Interior and
Administration and the GIFI.

During the last amendment of the Act on countemgctinoney laundering and
terrorist financing the Article 14 was improved aitd scope was broadened.
According to this prescription prosecutors, thetnal Security Agency, the Central
Anticorruption Bureau and the units subordinatedhe minister competent for
internal affairs ifiter alia the Police) immediately inform the GIFI on all itheases
related to suspicion of money laundering and testdinancing. The informatiof
indicate, in particular, the circumstances relatioghe commitment of the crim
and to the persons participating in it. The GlFiriediately notifies the authority
which has sent the information — on the conneclietween its information an
gathered information on STRs and SARs. This arti$ewell as the Article 33, a
the basis of practical, good cooperation betweea @lIF and other law
enforcement agencies. They gives opportunity fardimation of their activities in
the field of AML and CTF as well as for joint aatl Results of such actions are
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often arrests of suspicious persons made simulteshgavith blockades of the
accounts by the GIFI.
In the period from the beginning of 2008 to Augd®et.0, the Polish FIU initiate

These cases concern inter alia laundering moneynsiteg from drug trade, theft
frauds, fiscal crimes. Their results are following:

- 11 notifications on suspicious transactions toRbéce,
— 11 reports on suspicion of money laundering topthiglic prosecutors,
- blockades of 113 accounts belonging to suspicieusgns.

Recommendation o

f A specialised money laundering Unit with dedicatefficers and financia

31 analytical cases which were conducted in stiaziperation with the Police.

the  MONEYVAL | inyestigators trained in modern financial investiga techniques should he
Report considered to improve the performance of the Policegenerating money
laundering cases outside of the reporting regime.
Measures reporte| |nvestigations concerning economic crimes includingney laundering cases gre
as of 7 July 2008 t¢ ryn by specialist Departments inside of Police dsre- Special Units for fighting
implement ~~ the 4gainst economic crime in district and regionaiqeoBtations and among others —
tF;eeclgr:Fr)gindatmn 9 Economic Departments in Central Bureau of Invetibga under supervision of
National Prosecutor Office or District Prosecutdfice.
Police officers serving in those specialized uh#se legal or economic background
and are regularly trained in the field focused onrtterfeiting economic crime and
money laundering proceeds.
Measures taken to| There is not any specialised unit within structofr@olish Police devoted to dealing
implement ~ the | with money laundering. Investigations on the ba$iSTR obtained from the GIFI
recommendations | are conducted by Economic Crime Departments of @entral Bureau ir
since the adoption| |hyestigations (CBI) or by other police units lépends on the decision made by a
fef tgret first progress | 1 osecutor who receives a notification of the stispi of committing a crime from
P the GIFI. Furthermore, other investigations, ralaie® money laundering indirectly
and commenced on the basis of information concgroiher various offences
(predicate offences) are conducted by respectiyarti@ents of the CBI or other
police units.
However, reorganization of the process of invesitiga involving financial data
has been started — in district and appeal Publsdeutor's Offices (supervising
also police investigations) criminal/financial aysts have been employed anhd
equipped with IT-tools supporting analysis (linkabrsis software). Representatives
of the GIFI participated as trainers in the trajnaddressed to the mentioned abpve
analysts in the end of 2009. Also coordinationypes and formats of financial data
attached to the GIFI notifications has been irgtlatin order to enhande

effectiveness of the cooperation and support iiyasbns.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 31 (National co-operation)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

flt is recommended to have more coordination of i@n AML/CFT players t(
ensure a consistent approach. The work of the gogrnmental Working Gro

include other key stakeholders.

D

should be continued and additionally be raised tm@e senior strategic level o

f
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Measures reporte
as of 7 July 2008 t¢

implement the
Recommendation o
the Report

There have been established a few groups aimed oatdinating effortg
concentrating on AML/CFT issues on national level.
In the area of CFT there are three main initiatives

1)Interministerial Group for Terrorist Threats (of which GIFI is a member), cq
ordinating

actions with regard to counteracting terrorism. Ate same time, GIF|
representative participates in work of the PermbaBke&pert Group established at the
Interministerial Group for Terrorist Threats in erdto monitor terrorist threats,
assess their level and nature and to present plsposith regard to legdl
regulations and development of proper procedures.
2) Common Polish-American Group to Fight Terrorism established in February,
2008. The main areas discussed by the Group acerigeof national borders,
financing of terrorism and organized crime, cyb®ardrism, cyber-crime,
cooperation of Polish and American army; diplomatiforts supporting CTK
measures, crisis management following terroristcittcoordinating CTF measurgs
on national level, physical security of nationatical infrastructure.
One of the aims of the Group is preparatory acttongeate the basis for exchange
of information on known terrorists or persons sasge of terrorism. At present th
memorandum in this respect is being negotiated.

3)Interministerial Task Force on Antiterrorist Center (CAT). Round the clock
CAT will coordinate and cooperate with the insiitas responsible for combating
terrorism as well as financing of terrorism. CATIIwie functioning within the
Internal Security Agency, and it will consist ofetemployees of the institutions
responsible for the fight with terrorism. The puspoof CAT is to support cris
management in situations of terrorist attack, adl we to verify available
information on possible threats and working outctiem procedures suitable
cases of terrorist attack emergency situations. @Agoing to cooperate with it
foreign counterparts.
Additionally the cooperation among the institusoresponsible for AML/CFT
measures are involved in the following foras:
4) Horizontal Group for International Sanctions [properly: Interdepartmental
Commission on International Sanctions ]

5) The Police and the Treasury Control Coordinafi@am was established
January 2008 to dismantle an organized crime gdeagting with extortion of VAT|
— see above

6) Working Group on Combating Crime in the Trad¢-oél
7) Working Group on Omnibus Accounts, establishedha Board for Financial
Market Development

[72)
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Polish authorities coordinate the actions taketiménscope of counteracting ML and
TF. They have created and support the activityllahatitutions involved with thg
fight with money launderers and terrorism via tldlofving interdepartmental
groups:

1) The Interdepartmental Team for Terrorist Threats established undethe
Ordinance No. 162 of the Prime Minister of 25 OetoB006 a member of this
team is the General Inspector of Financial InforomatThe Team is a main part pf
strategic level of Polish counter-terrorism system
To basic tasks of Inter-Departmental Team belongnitaring, analyzing and
evaluating of the terrorist threats as well asgméag the opinions and conclusions
to the Council of Ministers, working out the prdagcstandards and procedureq i
the scope of counteracting terrorism, in partictle standards of evaluating the
risk and its level. Members of Inter-Departmentadaiin are able to initiating,
coordinating and monitoring of actions undertakgrite competent organs of stat
administration, in particular in the area of utilig information as well as
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recognizing, counteracting and combating terrorism.
2) The Standing Group Expert (SGE) by the Interdepamental Team for
Terrorist Threats, which is substantive support for the Interdeparital Team for
Terrorist Threats. The SGE comprises of expertenfebmpetent services and
institutions (including also GIFI) who appropriateepresent members of the abave
mentioned Team. The main tasks of SGE is monitpdnglyzing and assessing the
terrorist threats, and monitoring activities undken by the competent
governmental authorities in the scope of making eéformation on terrorist
threats. In addition, SGE assesses preparatiorolighPpublic administration to
identify, prevent and combat terrorism, as wellt@svork out proposals how to
improve the readiness of the public administratmprevent and combat terrorism.
As a result of the initiative of the Group there swaww.antyterroryzm.gov.pl
website prepared, where one may find materialslitregurom discussions of the
group members. The Standing Group Expert (SGEhéyriterdepartmental Team
for Terrorist Threats was established by fhecision No. 2 of the President pof
Interdepartmental Team for Terrorist Threats of 8d@mber, 2006Referring to
tasks realized in the scope of interdepartmentadpsration on counteracting and
combating terrorist threats issues, one shall dingethe fact that at present the
evaluation of terrorist threats and preparing revemdations in this scope to the
Interdepartmental Team for Terrorist Threats haobe the objective dfounter-
Terrorist Centre within Internal Security Agencggiead of the SGEThis task
has been repealed by thecision No. 7 of President of the Interdepartmeftam
for Terrorist Threats of 15 January, 2Q0€TC is functioning round the clog
seven days a week, among others, within coordigdtia exchange of informatig
among services and subjects participating in PoBgktem for recognizing,
counteracting and combating terrorist threats.
3) To ensure a consistent approach in coordindtiegmain counter-terroris
players the Polish authorities founded @wunter-Terrorist Centre (CAT) in
the Internal Security Agency. CAT supports and dowtes the information
flow and carries out analytical work for the sakecounter-terrorist preventio
at the operational level.
The main role of the Counter-Terrorist Centre isctordinate, within the
analytical and informative scope, the actions takgrservices and institutions
partaking in the protection of the country agatestorist threats.
The Centre performs its duties by:
1. Supporting the decisiomaking process in the face of a real danger
terrorist attack;
2. Coordinating operational activities in the scopéghting terrorism;
3. Fulfilling the analytical and intelligence tasks
4. Taking part in creation and development of snissponse
procedures in case of an attack and preparingitigs for actions prior
to the attack;
5. Monitoring radical media;
6. Post attack support for Polish counter-terragsvices and institutions;
7. International cooperation.
The CAT operates on a 24/7 basis. Apart from Irae8ecurity Agency staff, i
gathers officers, soldiers and employees from tlodic® Border Guard,
Government Protection Bureau, Foreign Intelligenégency, Military
Intelligence Agency, Military Counterintelligenceg@ncy and Customs Servide.
The officers carry out tasks within the competemdethe institution they
represent. Moreover, the CAT actively cooperateth vather bodies of th
Polish counter-terrorist system, such as: Genemmpdctor of Financial
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Information, the Government Centre for Securitynigiry of Foreign Affairs,
State Fire Service, General Staff of Polish ArmedcEs, Military Police and
others.
The essence of the functioning of the CAT ABW is doordinate the
exchange of information between participants ini-tmtorism security
system, enabling the implementation of common pioces to respond i
the event of one of four defined categories of:risk

» aterrorist incident occurring outside Polish bosddat got influence
for the Polish security and Polish citizens;

e aterrorist incident occurring on Polish territdhat got influence for
the Polish security and Polish citizens;

« obtain information about potential threats that naaige n Poland
and abroad,;

e obtain information relating about money launderorgtransfers of
the financial resources that could provide therfaiag of terrorist
activities.

3) The Common Polish-American Group to Fight Terrolism established ir]
February, 2008. The main areas discussed by thapGace: security of national
borders, financing of terrorism and organized crigyber-terrorism, cyber-crime,
cooperation of Polish and American army; diplomatiforts supporting CTK
measures, crisis management following terrorigtcittitcoordinating CTF measurgs
on national level, physical security of nationaitical infrastructure. One of thg
aims of the Group is preparatory actions to crahte basis for exchange of
information on known terrorists or persons suspgkcteterrorism. At present twp
agreements being negotiated on ministerial leveé on general cooperation (in
combating organized crime matters and specificeagemt on fighting terrorism.

4) The Interdepartmental Team for the prevention ofillegal proliferation of
weapons of mass destruction and the implementatioof “Cracow Initiative” -

Proliferation Security Initiative (PSI), was established b@rdinance No 36

=

Prime Minister of 3 April, 2008The Team comprises of. President — Secretary of

State in the Ministry of Foreign Affairs, competénit the functioning of the Team;
members - experts appointed by the Head of the ¢&ftiany of the Prime Minister,
Minister of Economy, Minister for Infrastructure, ilister of National Defense,
Minister of Justice, Ministry of Interior and Adnatration, Head of the Internal
Security Agency, Head of the Intelligence Agencgnéral Inspector of Financial
Information, the President of the National Atomioegy Agency, the Chief of
Police, Border Guard Commander in Chief, Head & @ustoms Service, the
secretary — a person appointed by the Presiderd. iihin tasks of the Team
include: elaboration of proposals concerning thsitmms of the main problems
concerning the prevention of illicit proliferatiai weapons of the mass destruction,
their means of delivery, materials and technolamyttie production of dual-use and
dissemination of knowledge (in particular in nuclghysics), useful in scientific
research on production of weapons of the massudistn, their means of delivery,
materials and technologies for its production anal-dise goods, analyzing of legal
acts, and submitting to the Council of Ministerg thbjectives of proposals fo
legislative action to increase the national cagacitcombat the illicit proliferatior]
of weapons of mass destruction, their means of'@glj materials and technology
to its production and dual-use goods.
5) Inter-Ministerial Committee of Financial Security, appointed by GIFI under
Article 20d paragraph 5 of the Act This committee is acting under the auspices of
the General Inspector as a consultative and agvisody within the scope af
application of specific restrictive measures aggiessons, groups and entities.
The committee comprises representatives of thesteirs that are responsible for:
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financial institutions, public finance, foreign aiffs, justice, national defense,
internal affaires, economy, as well as the repitasers of the President of the
Polish Financial Supervision Authority, Presideftlee National Bank of Poland,
Head of the Internal Security Agency, Head of tlemt€al Anti-corruption Buread.
The objective of the Committee shall be, in paféicuto present proposals on the
inclusion or removal of persons, groups or entifiesn the list of persons, groups
or entities being subject to freezing of asset emlurhe minister competent for
financial institutions — in consultation with theinister competent for foreign
affairs — may indicate, by regulation, personsugeoor entities which are subject|to
such freezing, taking into account the necessitgdmply with the obligations
under international agreements or resolutions tefrimational organizations bindirg
the Republic of Poland, and bearing in mind theeasity of combating terrorism
and counteracting terrorism financing.

6) The Interdepartmental Team for a Cooperation within the Working Party
on Terrorism in the context of the Polish presidency of the Ebuncil, and 3
mechanism for working out the positions. This isirfiormal group comprising of
the representatives of the Internal Security AgeMipistry of Internal Affairs and
Administration, Ministry of Economy, Ministry of Feign Affairs, Genera
Inspector of Financial Information, General Poliekadquarters, Government
Center for Security and Ministry of Justice, edsitdd to support Polis
representative on the suitable merits in works tef group Working Party oh
Terrorism.

7) Representatives of the General Inspector ofrgiah Informationare involved
in support for the implementation of objectives of tidenipotentiary of the
Minister of Finance for national asset recovery ofte. GIFI representatives
participated in the preparation of the agreemenhtar-ministerial co-operation on
fulfilling the tasks of detection and identificatiof illegally obtained proceeds. Th
agreement between the Minister of Internal Affainsel Administration, Minister of
Finance and Minister of Justice concerning coopmmain the detection and
identification of proceeds of crime or other prdpeelated crimeon the tasks of
the National Asset Recovery Offisas finally concluded on 15 September, 200
In addition, the representative of GIFI particgzhtn the works of Training and
Electronic System for Asset Recovery (ESAR) Tednshbuld be noted that the
main task of the team planned for 2009 was to supie implementation in
appropriate units of the Ministry of Internal Affaiand Administration, Ministry of
Justice and the Ministry of Finance the ESAR progfar its activation, upgrade,
use and evaluation. In addition, GIFI has been imgrihard to date with the
General Police Headquarters, Asset Recovery Officene scope of exchange pf
information and as far as it regards training foliqe officers, seizing the assets
being criminal proceeds.

8) Interdepartmental Commission on International Sanctons is a coordinatior
body set up by Prime Minister Ordinance No. 11714MNovember 2003 on settin
up Interdepartmental Commission on InternationaicBans. It is chaired by th
Minister of Foreign Affairs and coordinates impaginand implementing
international sanctions issues, since in Polancetieno any general statute law
governing implementation of international sanctimsues. Implementation of
international sanctions is carried on under sespeeific legal acts (like Law of 29
November 2000 on foreign trade in goods, technebgind services of strategic
importance for national security and the mainteraof international peace and
security), and they form a basis for action takencompetent ministers and
authorities. The GIFI's representative takes pawork of that Commission.
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draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 32 (Statistics)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

fMore detailed statistics should be kept concerrilmg nature of money launderir]
investigations, prosecutions and convictions andeees.

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

The Polish FIU is going to improve the data baserialia in the field o statistics. |

registrations and modifications will be widened lkyldition of new fields
concerning date of change of case classificatioatvehould enable to generd
easily detailed statistics on processing time chezmase.

On the basis of Ordinance of 27 July 2007 issued iy Minister of Justice an
orders issued by The Head of Organized Crime Buaedine National Prosecutor
Office on 28 September 2007, Appellate Prosecutmmd Heads of Locd
Departments of Organized Crime Bureau, are obligedsubmit precise an
complex information on money laundering investigasi conducted by th
subordinated prosecutors.

These pieces of information are processed by ther&dJnit of Organized Crimg
Bureau at The National Prosecutor's Office, whidaberate reports comprisin
statistical data relevant to assessment of effeséiss of the Polish law enforcems
with regard to combating money laundering. Aforetitered statistical dat
includesinter alia: number of the on-going and completed investigeti numbe
and origin of natification of money laundering affee, number of suspects, type
charges brought to the suspects, type of predaffdaces, value and type of ass
seized in the course of each investigation, numifemdictments, number g
convictions in ML cases, number of convicts and atsimber of requests fq
mutual legal assistance and other forms of requestsgrded to Polish and foreig
judicial authorities in ML cases.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Concerning keeping the statistics on ML/FT investilgns, prosecutions ar
convictions, by virtue of the Ordinance of Deputy$tcutor General of 10 Ju
2010, all the powers previously exercised by thgaBized Crime Bureau of Th
National Prosecutor’s Office has been handed avtra Department for Organize
Crime and Corruption at the Prosecutor Generalf&c@fThe scope of informatio
collected remains the same.

Recommendation o
the MONEYVAL
Report

fMore statistics on provisional measures and coafist is needed.

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

On the basis of aforementioned ordinance and graéasistical data concernirj
value and type of assets seized in the course n¥estigations and finally
confiscated by virtue of court’s sentences, $® abllected.

new IT project what will be realized in the nextayethe forms of cases$
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Statistical data concerning provisional measuras @nfiscation (e.g. value an
type of assets seized and confiscated, numberaidides and sentences on seiz
and confiscation) is collected by the Department €@rganized Crime an
Corruption at the Prosecutor General’s Office.

Recommendation o
the  MONEYVAL

fMore statistics (e.g. processing times) should teptkto demonstrate th
effectiveness of the FIU internally.

Report
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Measures reporte

as of 7 July 2008 t¢
the
Recommendation o

implement

the Report

As it was explained to the assessors during evaluan analyse of a case coy
last from 24 hours (usually in connection with pbitites of money freezing) tc
even two years (e.qg. if analysing the first STRha case hasn't confirmed relati
with ML which was justified on the grounds of infieation from the next one)
average is 8-9 months.

ild

DN

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

See above.

Recommendation o

the
Report

MONEYVAL

fMore detailed statistics should be kept to demaistthe effectiveness of the I
enforcement regime overall. Statistics need enlmgndio ensure that thog
reviewing the system have a clearer picture oftyipes of money laundering cag
that are being brought, whether they are prosecwedautonomously or as s¢
laundering, seize and number of confiscation orderd whether freezing occurs
early stages to prevent proceeds being dissipated.

Measures reporte

as of 7 July 2008 t¢
the|
Recommendation o

implement

the Report

Reports elaborated at The Organized Crime Burealhef National Prosecutor
Office also encompass the types of money launde@sgs, number of cases wh
seizure of assets has been applied and the valtenth

Polish National Hg for statistical reasons is adlley data concerning mone
laundering in Police National Information SysterheTigures are as follows:

in 2005 — commencement of 150 proceedings; conagpletdf 76
proceedings, 32 with act of prosecution, all togeth62 suspects charged w
money laundering; detriment - 991.687.979,00 PLMNcaptured property
1.725.767,00 PLN,

. in 2006 — commencement of 200 proceedings; conmplef 113
proceedings, 31 with act of prosecution, all togeth73 suspects charged w

recaptured property - 306.300,00 PLN,

. in 2007 — commencement of 217 proceedings; conmplef 143
proceedings, 57 with act of prosecution, all togetB17 suspects charged w|
money laundering (art. 299 of Penal Code; detrimerg23.337.942,00 PLN
recaptured property - 2.394.970,00 PLN.
Above analysis are in accordance with common groohd&riminal Bureau of
National Police Hq and Central Bureau of Investaat

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Statistical data concerning provisional measuras @nfiscation (e.g. value an
type of assets seized and confiscated, numberaidides and sentences on seiz
and confiscation) is collected by the Department €@rganized Crime an
Corruption at the Prosecutor General’s Office.

Recommendation o
the MONEYVAL
Report

fMore statistical data (e.g. nature of mutual assiste requests; the time required
handle them; type of predicate offences relatecetuests) is needed to show t
effectiveness of the system.

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

Aforementioned reports provide only for the numbad the type of requests f
international cooperation in ML cases, however be basis of informatiof
submitted by the Appellate Prosecutors, it's pdestb establish without unduy
delay, predicate offences linked with each regassivell as the time of executin
thereof.

Measures taken to
implement the
recommendations

since the adoption
of the first progress

Concerning keeping the statistics on MLA requests,changes occurred wi
regard to collection and processing the data.

By virtue of the Ordinance of Deputy Prosecutor &ahof 10 June 2010, the d3
is collected and processed by the Department fgazed Crime and Corruptig

report

money laundering (art. 299 of Penal Code; detrimeit024.146.225,00 PLN;
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at the Prosecutor General’s Office.
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Recommendation o

fPoland should maintain statistics regarding exttami requests for money

the  MONEYVAL | Jaundering or financing of terrorism including thiene required to handle them.
Report

Measures reporte| Reports elaborated at The Organized Crime Bureaongpass only requests for
as of 7 July 2008 t¢ extradition directed by the Polish law enforcemamthorities. During the last two
implement ~ the years, such requests were not issued in the MLASES:

Recommendation o

the Report

Measures taken to| Concerning keeping the statistics on extraditianchanges occurred with regard
implement the | collection and processing the data.

recommendations
since the adoption
of the first progress

to

By virtue of the Ordinance of Deputy Prosecutor &ahof 10 June 2010, the data
is collected and processed by the Department fgafized Crime and Corruptign
at the Prosecutor General’s Office.

24

report

Recommendation of The National Prosecutor’s Office and other relevanthorities should consider o
the  MONEYVAL | maintain statistical data of the mutual legal assige requests referring to mon
Report laundering cases, or securing / seizure of propertyrequest of foreign countries

and on request of Polish authorities.

Measures  reporte( Statistical data concerning mutual legal assistamecpiests referring to money
as of 7 July 2008 t¢ |qundering cases, or securing / seizure of propamtyequest of foreign countri¢s
implement —  theé anq on request of Polish authorities, is maintaiae@ihe Organized Crime Buregau
Eicgr:&ftndat'on 9 of The National Prosecutor’s Office. During thet o years requests for securi

ng
/ seizure of property were not issued.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Concerning keeping the statistics referring to MibAmoney laundering cases,
securing/seizure of property of foreign countrig®-changes occurred with regard
to collection and processing the data.
By virtue of the Ordinance of Deputy Prosecutor &ahof 10 June 2010, the data
is collected and processed by the Department fgafzed Crime and Corruptign
at the Prosecutor General’s Office.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Recommendation 33 (Legal persons — beneficial owsg

Rating: Partially compliant

Recommendation of It is recommended that Poland reviews its commErciarporate and other laws

with a view to taking measures to provide adequegesparency with respect to
beneficial ownership.

the  MONEYVAL

Report

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

In recent years legal regulations have been impiéedewhich may support the
fight with money laundering and financing of teison (Law of 29 November, 2000
on foreign exchange of goods, technologies andicervstrategic for national
security and maintaining international peace). Ohthese regulations, which lies
in competence of Ministry of Economy, creates imd¢rsystem of control of legal
persons which are responsible for trade and exehahtgchnological and stratedi
recourses. The main functions of the system are:
1. Providing invaluable information about trade agreata made by legal
persons with foreign countries concerning technpl@nd strategid
recourses.

2. Monitoring foreign trade partners, delivery routsert of transportation

9¢



and the form of financial settlement and paymendelivery.
The system is instrumental for national security gnotects legal persons fro
taking illegal actions which may not stand in eonfity with Polish and
international law.
Although, it was not directly intended to counteéramney laundering process,
became effective tool of monitoring legal personghwrespect to beneficia
ownership.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

Beneficial owner is defined in Article 2 of the AMLFT Act as:

a natural person or natural persons who are owrfeaslegal entity of
exercise control over a client or have an impactaonatural person o
whose behalf a transaction or activity is beingdrated,

a natural person or natural persons who are stidedsoor shareholder

a)

b)

within such a legal entity, therein by means ofcklof registered share
with the exception of companies whose securities teaded within the
organized trading, and are subject to or apply phevisions of the
European Union laws on disclosure of informatiomd aany entities
providing financial services in the territory ofEdJ-Member State or @
equivalent state in the case of legal entities,
c)
25% of the asset values - in the case of entitigsusted with the
administration of asset values and the distributifhrwith the exception o
the entities carrying out activities referred tdAirticle 69 item 2 point 4 of
the Act of 29 July 2005 on trading in financialtmsnents.
In accordance with Article 8b of the AML/CFT Acthwobligated institution sha

apply financial security measures for its clientsl dinancial security measures

consist of making attempts, with due diligence,oider to identify a beneficig
owner and apply verification measures to identhg identity of, dependent d

appropriate risk assessment, in order to proviéeothligated institution with data
Df

required on the actual identity of a beneficiahew including the determination
the ownership structure and dependence of thetclien

With regard to Law of 29 November, 2000 on foreigrchange of goods

technologies and services strategic for nationatursly and maintaining
international peace some legislative works on anmgnthat law are in progres
Project provides for maintenance of existing mei@msa supporting the fight wit
money laundering and financing of terrorism.

Recommendation o

fThere are no real measures in place to guard agabsise in the context of R.

>

a natural person or natural persons who exercisesat over at least

f
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or have the voting right at shareholders meetindbelevel of above 25%
5,

5 =

B3

the  MONEYVAL | of bearer shares. Measures should be put in pla@altiress this issue.

Report

Measures  reporte| |egislative works aimed at amending Polish civileand the code of commerc|al
as of 7 July 2008 t¢ companies are being carried out, however issudseairer shares abuse has not|yet
implement  thel haen covered by the scope of the works.

Recommendation o

the Report

Measures taken to| The Civil Code and the Commercial Companies Code mat been amended since
implement the | 2008 .

recommendations
since the adoption
of the first progress
report

(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
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draft “other

enforceable means”
and other relevant
initiatives)

Special Recommendation | (Ratification and Implemetation of UN instruments)

Recommendation 35 (Conventions) and

Rating: Partially compliant (R.35 and SR I)

Recommendation o

fPoland should (effectively) implement all the psauis of the relevant internation

=

the  MONEYVAL | conventions it has ratified; inter alia it shouldtioduce a full terrorist financing

Report offence and supplement the European Union mechanfiesmfreezing under the
UNSC Resolutions by domestic procedures for Eumpgarnals

Measures reporte( As far as penal provisions are concerned, draftnament to the penal codg,

as of 7 July 2008 ¢ jntroducing an offence of terrorist financing, Ha=en prepared. So far, provisions

implement ~ the of the penal procedure code regarding means oftsasizure have not been

Recommendation o amended.

the Report

(Other) changey Since last evaluation Poland has ratified the ¥Valhg relevant international

since  the  las| conventions:

evaluation

- Council of Europe Convention on the Prevention efrdrism (ratified 03-03-
2008)
- Council of Europe Convention on Laundering, Seaf®fizure and Confiscatio
of the Proceeds from Crime and on the Financingrefrorism (ratified 30-05-
2007)

=]

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

As far as penal provisions are concerned amendtaght penal code, introducir]
an offence of terrorist financing, had been impletad (art. 165a).
Since last evaluation no relevant internationalvemtions has been ratified by
Poland.
The European Union legislature imposing specifistrietive measures directg
against certain persons, groups or entities arkegjpgirectly by obliged institution
under Article 20d of the AML/CFT Act.

g

Execution of the obligations under internationakregggnents or resolutions
international organizations binding the RepublicPafland, is safeguarded also

with the minister competent for foreign affairs, gulation, persons, groups
binding resolutions of international organizationshen the obligation o

implementing those sanctions lies at the side bfet) institutions.
Also procedures for unlisting and appellation pchees are established.

the minister competent for financial institutionbavmay indicate, in consultatig

entities which are subject to freezing, not onlyisaged by the EU law or th

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Special

Recommendation 1l (Freezing of funds usefbr terrorist financing)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

f A clear legal mechanism to act in relation to Eugap Union internals should b
introduced.

Measures

reporte

Seizure and confiscation of assets belonging tmrists, on the basis of pen

98



as of 7 July 2008 t¢
implement the
Recommendation o
the Report

procedure, will be admissible after the offencaeasforism financing is introduce
into Polish penal code.

Poland is in the course of preparation relevanhgia to internal legislation with
aim to address the issue of freezing of assetskofriternals and questions of de-

listing and unfreezing .
Amended AML Law provides for the whole Chapter ambating financing o
terrorism, as follows:
“Chapter 5a
Combating Terrorism Financing
Article 20d. 1. The obligated institution shalldéze property values of persons a

entities listed in the European Union legislationeneby special limiting measures

are introduced against certain persons or entiieombat terrorism financing an

o

nd

d

in the regulation, referred to in paragraph 3, simall provide the General Inspector

with all the data held and providing rationale faxezing of property values, als
electronically.

(0]

2. Upon fulfilling the requirements referred toparagraph 1 above, the obligated

institution shall not be responsible for the fregzbased damages.

3. To ensure efficient terrorism combating and aering the duty set forth in

paragraph 1 above, the Council of Ministers mawpkdisth, by way of regulation

the list of persons and entities linked with teists; terrorist organisations and

persons financing terrorism or terrorist organai
Article 20e. 1. In the event of freezing properjues of a person or entity:
1) which is not a person or entity listed in thedpaean Union legislation wherek

special limiting measures are introduced againstaite persons or entities 1o

combat terrorism financing or in the regulatiorereéd to in Article 20d, paragrap
3or
2) whose life or financial situation is poor

- the person or entity may apply to the Genergbéwtor for defreezing the propernty

values.

2. In the event of declaring the fact referredrtgparagraph 1 subparagraph 1, the

General Inspector shall resolve to fully defredmeproperty values.

3. In the case referred to in paragraph 1, subpmphg2 above, the General

Inspector shall resolve to fully or partly defreeghe property values, unless the
minister responsible for international affairs esisan objection thereto; the General

Inspector applies to the minister responsibleriternational affairs in that respect.

4. The objection referred to in paragraph 3 shellréised, by way of decision

within 14 days following the General Inspector’'splgation receipt. When
particularly justified, the General Inspector shalblong the deadline for objectia

to be raised to 30 days following the General Iogpés application receipt, upon

request of the minister responsible for internatiaifairs.

5. Public authorities shall provide all the assistarequired, including transfer pf

the documents indispensable for establishing tbis fand circumstances referred
in paragraph 1 above.

6. The resolution to defreeze the property valinedl ¥e made by way of decisig
issued by the General Inspector.

7. The General Inspector’s decision may be appeadaéhst within 14 days with

the minister responsible for financial institutions
8. The procedure to defreeze property values Sieatlonducted under the Code
Administrative Procedure.

9. A plaint may be lodged against the decisiondgdgay the minister responsible for

financial institutions with the administrative catr

Measures taken to
implement the
recommendations

since the adoption

n

to

The Act provides for specific restrictive measuegminst persons, groups and

entities, according to thehapter 5aof the Act.

Thus, inArticle 20d paragraph 1 of the Act there is an obligation imposed |on

obliged institutions, to freeze asset values on thalowing basis:

9¢



of the first progress
report

"Any obligated institution shall perform freezing thfe asset values with du
diligence, with the exception of movable and imrbvaroperty, on the basis of:

1) the European Union legislature imposing specifistrietive measures directe
against certain persons, groups or entities, and

2) regulations issued pursuant paragraph f’e. paragraph 4 - determining leg
basis of competent authority that indicates subjeabn the list]”,
as well as the way of conduct for obligated ingititns involved in freezing
procedure, according #rticle 20d, paragraph 2 and3:

"2. Any obligated institution, while performing duéreezing, submits all the data
its possession and related to the freezing of assaes to the General Inspectq
electronically or in paper form.”

Paragraph 3 of Article 20dregulates the issue of freezing procedure inifiabgth

the breach of the law, and it says that the ligbftbor damages resulting from it

borne by the Treasury under the terms defined Vil Code.

The law defines institutional competences and lbgais in reference to freezir
procedure, as it is stipulatedAmticle 20d paragraph 4

“The minister competent for financial institutiong consultation with the ministg
competent for foreign affairs - may indicate, byufation, persons, groups
entities which are subject to such freezing asrrefeto in paragraph 1, taking int
account the necessity to comply with the obligationder international agreemen
or resolutions of international organizations bindithe Republic of Poland, arj
bearing in mind the necessity of combating termriand counteracting terrorisr
financing.”

The provisions of the Act encompass also the astabent of specially designg
advisory body in the scope of freezing procedurg, line with Article 20d,

paragraph 5:

“Hereby, the Inter-Ministerial Committee of Finarici@ecurity is establisheq
hereinafter referred to as “the Committee”, actingder the auspices the Gene
Inspector. The Committee acts as a consultativeaaivisory body within the scoy

of application of specific restrictive measures iagapersons, groups and entities.

The Act also sets the objectives of the above imeet committee, as well as |
composition, in line witkArticle 20 d paragraphs 6 and 7

“6. The objective of the Committee shall be, intjgaitar, to present proposals g
the inclusion or removal of persons, groups or tetifrom the list of person
groups or entities referred to under paragraph 4.

7. The Committee shall consist of the represergsitdy:

1) the minister competent for financial institutions;

2) the minister competent for public finance,

3) the minister competent for foreign affairs,

4) the Minister of Justice,

5) the Minister of National Defense;

6) the minister competent for internal affairs;

7) the minister competent for economy;

8) the President of the Polish Financial Supervisiahirity;

9) the President of the National Bank of Poland,

10) the Head of Internal Security Agency;

11) the Head of the Central Anti-Corruption Bureau;

12) the General Inspector.”

According to theArticle 20 d, paragraph 8 of the Act “The bylaw on theg
operating mode and work procedures of the Commistesdl be set out by th
Committee.”

The Act provides for the procedure for rising olijmts against being subject
listing procedure, in line witArticle 20 d, paragraph 9

“ Any person, group or entity on the list, providadder paragraph 4, may stg
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forward with a justified motion to the minister goatent for financial institutiong
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for the removal from the list. Such a motion isjsabto the opinion given at th
immediate meeting of the Committee.”

The General Inspector is obliged to inform the mefé subjects on initiating th
freezing procedure, as it is stipulatediinicle 20d, paragraph 10

“In the case of freezing asset values based orishef persons, groups or entitie
referred to under paragraph 4, the General Inspedball - if it is possible -
immediately inform the person, the group or thetgmthose asset values has be
frozen on the fact. Such information should inclydstification of the act o
freezing funds as well as an instruction on howal@ further actions in order to b
removed from the list, appeal or nullify freezirfgaeset values.”

Polish Law provides for the de-listing procedureal ats conditions, in line with
Article 20e paragraphs 1 -7

“1. In the event of freezing asset values, any@grgroup or entity which:

1) is not mentioned in the acts of the European Urimaplementing specifi
restrictive measures or on the list of persons,ugsoor entities referred to unds
Article 20d paragraph 4, or

2) isin adifficult life or material situation
- such a person, group or entity may request theeG# Inspector to be releasq
from freezing of asset values.
2. In the event referred to in paragraph 1 pointhg total release from freezirn
asset values shall be determined.

3. In the event referred to paragraph 1 point 2pypded the minister responsib
for foreign affairs does not object, and after aglting the Committee, the Gener
Inspector may determine a total or a partial reledsom freezing asset values, it
is not contrary to the binding resolutions of intational organizations.
4. The objection referred to in paragraph 3, i®di] by decision, within 14 day
since the receipt of the argument of the Generapdator. In particularly|
substantiated cases, the General Inspector, ataheest of the minister for foreig
affairs, extends the deadline for motion filingBtd days from the date of the rece|
of the argument from the General Inspector.
5. In the case referred to in paragraph 1 pointtle General Inspector shall deci
on the release from freezing asset values ex affici

6. In order to establish the facts and circumstanferred to in paragraph 1, a
the cooperating units are required to provide dikir assistance, including th
submission of the copies of any necessary documents

7. The decision on the release from freezing asdaes shall be by decision of t
General Inspector."”

The Act provides for the possibility to appeal twetDecision of the Gener
Inspector in regard to the freezing procedureinia With Article 20 e, paragraphs
8-1C

“8. The appeal against the decision of the Gendrapector referred to in
paragraph 7, shall be filed to the minister compefer financial institutions within
14 days after the receipt of the notification abthig decision”
9. The proceedings shall unfold according to thevjsions of the Code (¢
Administrative Procedure.

10. The decision made by the minister competenfifancial institutions may b
appealed at the administrative court.”
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Recommendation o

f Guidance should be given to all financial internaxis, DNFBP and the gener

the MONEYVAL :

Report public.

Measures  reporte( In connection with the implementation of the thiditective of UE the Poland i
as of 7 July 2008 t¢ changing law of counteracting money laundering &rtbrism financing. One o
implement ~ the the main changes will be addition of separate @raph counteracting FT. Th
tF;eeclgrenggindatmn 9 chapter will include exact procedure of freezingdsst assets on he basis of

S
f

EU regulations concerning financial sanctions adiuirzh and legal person connec
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oo
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with terrorism financing.
See also above

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

With regard to doubts reported by obliged institn§ and cooperating uni
concerning implementation of statutory obligationsn regard of freezing
procedure, written replies to inquiries of the gbtl institutions were provided I
GIFI to the obliged institutions.
Inquiries concerned in particular interpretationpobvisions of the Act, that hd
been amended to adjust AML/CFT provisions of theoRaan Union.
In general in 2009 there were 149 inquiries coriogrpractical application of legg
provisions submitted to GIFI, which constitutes 3@86re inquiries than durin
previous year. The inquiries concerned mostly tierpretation of provisions of th
above mentioned Act of 25 June 2009 adjusting natitegal order in respect
counteracting money laundering and terrorism fiiv@gndo the European Unio
provisions.

The employees of the Department of Financial Inftion provided alsq
clarifications via phone. The subject of theseifitations was similar to the subje
of written clarifications.

GIFI's employees assisted obliged institutions mefing procedure clarification
also during organized trainings or meetings.

Recommendation o

f A clear and publicly known procedure for de-listiagd unfreezing in appropriat

the  MONEYVAL | cases in a timely manner should be developed.
Report

Measures reporte( See above

as of 7 July 2008 tc

implement the|

Recommendation o

the Report

Measures taken to| See aboveChapter 5a, Article 20 eof the Act.
implement the

recommendations
since the adoption
of the first progress
report

Recommendation o
the MONEYVAL
Report

f A general administrative regime for the implementatof SR.III should bg
considered

Measures reporte
as of 7 July 2008 tc
implement the|
Recommendation o
the Report

As mentioned above

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

See aboveChapter 5a, Article 20 eof the Act.

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)
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Special Recommendation V (International co-operatin)

Rating: Partially compliant

Recommendation o
the MONEYVAL
Report

fSince terrorist financing is currently not an automous offence in Poland, that la
of criminality could be used as the basis for degynutual legal assistance.

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

The Ministry of Justice of Poland has preparedtdaafendments to the PC whi
provide for an autonomous offence of terrorismiicing. After amending the pen
code, denying mutual legal assistance on the b&siee lack of criminality will no
longer be valid.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

By virtue of an amendment of 25 June 2009, to the the Penal Code has be
supplemented withArticle 165a which provides for an autonomous offence
financing of terrorism.

Current formulation oArticle 165a provides as follows:

“Anyone who collects, transfers or offers instrutsenf payment, securities
other foreign exchange, property rights, movablénemovable property, in ordg
to finance an offence of terrorist character, sHadl subject to imprisonment for
term of 2 years up to 12 years.”

Recommendation o
the MONEYVAL
Report

f Since terrorist financing is not an autonomous rées it is also not possible t
prosecute the offences set forth in the requedtsreifjn countries.

Measures reporte
as of 7 July 2008 t¢
implement the|
Recommendation o
the Report

See above

(Other) change
since the las
evaluation

The Ministry of Justice of Poland has preparedtdaafendments to the PC whi
provide for an autonomous offence of terrorismiicing. After amending the pen
code, prosecuting the offences set forth in theests of foreign countries will b
admissible.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

By virtue of an amendment of 25 June 2009, to tMLACFT Act , the Penal Cod
has been supplemented wiftrticle 165a which provides for an autonomo
offence of financing of terrorism.

Current formulation oArticle 165a provides as follows:

“Anyone who collects, transfers or offers instrusenf payment, securities
other foreign exchange, property rights, movablénemovable property, in ordg
to finance an offence of terrorist character, shmd subject to imprisonment for
term of 2 years up to 12 years”.

Prosecuting the offences set forth in the requedtsreign countries is admissible

Ch
al
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(other)
since

changes
the  first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Special Recommendation VI (Money or value transfeservices)

Rating: Non compl

iant

Recommendation o
the MONEYVAL
Report

fPoland should implement Special Recommendation VI.

Measures reporte

Money transfer providers are in the light of the AMct considered obligate

10
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as of 7 July 2008 t¢

institutions so they have to fulfil all duties pided for in the Act unless is stated

implement the otherwise.
Ezcggmginda“o” 9 The specific provision is as follows:

P Article 2 para. 1b provider of financial services:shall mean an entity pursuing
business of accepting repayable deposits or othedd entrusted thereto ar
granting loans or issuing electronic money, on disn behalf and for its own
account, under a licence granted by relevant supery authorities,

(Other) changey In April 2008 Polish FIU has organized the meetwith representatives of Western
sincle . the  las| Union (WU) company and explained them all issugsxeming AML/CTF regime.
evaluation

The WU is prepared for changes in the law but exeem, on the base of regulation
from their head office in Vienna, they have spepialcedures in respect of it.

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The amended Act on counteracting money laundering terrorist financing
concerns also duties of financial institutions fintia dealing with money
remittance (i.e. entities which are not credititngbns and their main activities are
money remittance services) which are obliged ustihs according to this Act.
This Act involves regulations as for pecuniary pgesiwhich should be imposed |if
obliged institution don't fulfill its duties in thdomain of AML/CTF.
Thanks to the implementation of the Directive 264MWWE of the European
Parliament and of the Council (PSD) into Polishioral law all payment
institutions, branches of payment institutions,jcef providing services and their
agents will be considered as obligated institutionthe light of the AML Act. As g
result they will be supposed to fulfill all dutisgated in the Act. In particular these
institutions are required to register transactiand indicate persons who carry g
transactions. The obligation of the registrationa@ns transactions exceeding
equivalent of 15000 euro and also those transactidrnich not necessary exceeding
15000 euro but which are suspected to be linked.
Additionally, institutions receiving a client orddrave to register transaction,
regardless their value or character, in the casnwhe circumstances indicate tha
money or value may be connected with money laundet terrorist financing.
The implementation of the Directive PSD into Polishtional law will be thg
Payment Services Act. The date for Polish impleaté is the end of the ye
2010. The draft of the Payment Services Act is gmeg It includesinter alia the
articles (art. 76 and others) concerning registratf entities providing payment
services including money remittance and supervisiotmem. Such register will b
kept by the Polish Financial Supervision Authority.
According to the new schedule it is expected thatdraft law would be adopted by
the Council of Ministers in August 2010 and nextnvbuld be submitted to the
Parliament. It is said that the entry into forcetlod national law implementing th
PSD Directive would take place before the end ef2810.
In June 2010 the PFSA held a meeting with the Wiedtmion in order to obtain
information on its AML/CFT regulation. Due to tharcipation in EU 3L3 AML
Task Force the PFSA has current information ondéaeelopments connected with
businesses such as Western Union in all of the &beMember States.

D

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)
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Special Recommendation VII (Wire transfer rules)

Rating: Non compl

iant

Recommendation o

fPoland should implement the whole concept of SR.VII

the MONEYVAL

Report

Measures reporte| As a member of European Union, Poland is obligeditectly apply Regulatior
as of 7 July 2008 t¢ 1781/2006 on the information on the payer accowipanfunds transfers t
implement thel payment service providers of payees.

Eicgr:;;indatmn 9 The European Regulation 1781/2006, which came inforce on 1 January 2007

acts to implement the Financial Action Task Force'sSpecial Recommendatior
VIl in the European Union.
The Regulation requires that Payment Service PepsidPSP”s (like banks an
wire transfer offices) attach complete informataiyout the payer to funds transfé
made by electronic means. They must also checknfbemation that accompanie
incoming payments. The purpose of this regulat®rtoi make it easier for th
authorities to trace flows of money on occasionsnetthat is deemed necessary.
In October 2007 GIFI submitted an inquiry to then&ml Inspector of Bankin
Supervision (now in PFSA) and Polish Bank Associatio encourage them

regulations implementing FATF Special Recommendatidl and IX and the
situation regarding the application of tRegulation (EC) No 1781/2006 of t
European Parliament and of the Council of 15 Nover2006 on information o
the payer accompanying transfers of funeferred to above.

According to the opinion of the Polish Bank Asstioia, transfers of funds with n
information on the payer do not exceed 10%. Inspestcarried out by supervisia
authorities, proved that banks, after receiving tiaasfer with no information o

obtain complete information on the payer.

Draft amendment of AML Law foresees ttierogations from Art. 3 and 18 of the
Regulation 1781/2006imposed by Art. 10 ¢ para 1 and 2 of the draftlAMaw,
which are as follows:

"Article 10c. 1. The provisions of the regulation. 1d81/2006 shall not apply
provided the beneficiary’s provider of payment sms is able to monito
backwards, using the individual reference numbex,thie beneficiary, the mone
transfer coming from a legal entity or a naturalrgen who concluded a
agreement on delivery of goods and services, alsthé transaction amount beirj
below the equivalent of EUR 1,000.

2. Article 5 of the regulation no. 1781/2006 shadit apply for the providers @
payment services with the registered office inténegtory of the Republic of Polan

organisations pursing research, religious, cultyreHucational or social activity
provided the money transfer is not above the edgitaof EUR 150 and is mag
solely within the territory of the Republic of Poth”;

Draft AML Law foresees the followingsanctioning systemfor violation of
regulation 1781/2006:

“Article 34b. 1. An obligated institution that doemt fulfil the duty set forth i
Chapter 2, Chapter 3, Article 12 or Article 14 b&tregulation no. 1781/2006 sha
be liable to a fine.

Article 34c.1. The General Inspector shall imposina by way of decision, in th
amount not exceeding 2% of the fine base, beintwene earned by the penalis
obligated institution in the previous calendar year

10=
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2. In determining the fine, the General Inspectaalstake into account the typ
and scope of violation, the operations of the aiibgl institution to date and it
finances.

3. The obligated institution shall provide the Gextdnspector, within 30 day
following the date of request receipt, with theadatdispensable for determinir

g
the fine base, upon request. Should the data ngirbeided or should the data
r

provided prevent determination of the fine bases thinister responsible fq
financial institutions may estimate the fine bdsmyever not lower than PLN 1M.

4. Should the period of the obligated institutioniserations be shorter than one

calendar year, the amount of PLN 1M shall formfihe base.
5. The fine shall form income of the state budget.

6. One fine can be imposed only, should in the smwf General Inspector’
control a breach referred to in Article 34a be dweld.

7. The procedure on imposing the fine shall beiedrout pursuant to the Code
Administrative Procedure.

8. The General Inspector’'s decision may be appeatginst within 14 days wit
the minister responsible for financial institutions

9. Fines shall be enforced under the enforcemeante®dings in administratio
applicable to enforcement of financial duties.

10. To the matters not governed herein, the promsiof Chapter Il of the Act o

tax ordinance of 29 August 1997 (Journal of Laws2605 No. 8, item 60, ds

amended) shall apply.

11. The institution supervising the operations afieen obligated institution shall

be informed about the fine imposed.”

nw o
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Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The PFSA checks compliance with the rules set outthe EU Regulation

1781/2006 during all on-site visits in institutiosigbject to its provisions.
Besides, the GIFI is the authority entitled to gaitihg information according to Ar

9 (2) of Regulation No 1781/2006 EC Regulation Mé81/2006 of the European

Parliament and the Council of 15 November 2006 mforination on the payg
accompanying transfers of funds:

“Where a payment service provider regularly fails $apply the required

information on the payer, the payment service gtewof the payee shall take ste
which may initially include the issuing of warningsd settings of deadlines, befg
either rejecting any future transfers of funds frmat payment service provider

deciding whether or not to restrict or terminate liusiness relationship with th
payment service provider.

The payment service provider of the payee shabbntefhat fact to the authoritie
responsible for combating money laundering or tastdinancing”

Apart from the articles concerning usage of measafeustomer due diligence (i.
financial security measures) by the obliged insths, the Act on counteractir
money laundering and terrorist financing involvls prescriptions which conce
applying rules of the EC Regulation No. 1781/2006.

The Act includes rules of pecuniary penalties ingabsn obliged institutions whic
don't apply the obligations of the EC Regulation. [1881/2006:

“Article 34b. 1. Any obligated institution that crary to the following provisions g
Regulation No 1781/2006:

1) Articles 5-7, does not ensure that the transférfunds is accompanied K
complete information on the payer,

2) Article 8, does not have effective procedureplate to detect the absence
information on the payer,
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3) Article 9, does not inform the General Inspeanrthe fact of regular neglectin
to provide relevant information on the payer by pawt service provider,

4) Article 12, when acting as go-between as a payrservice provider, does n
preserve all the information accompanying transfefrfunds received on the pays
5) Article 14, does not respond completely to thguest of the General Inspect
on the information on the payer accompanied wigdmsfers of funds, and does T
provide the General Inspector with the relevantutoents requested by him.

- shall be subject to pecuniary penaltfes

Besides, the Act foresees the derogation from 2udnd 18 of the EC Regulatig

No. 1781/2006, imposed by Art. 10 ¢ para 1 and thefdraft AML Law, which are

as follows:

“Article 10c.(63) 1. The provisions of Regulation Nt81/2006 shall not appl
where a payment service provider of the recipisrdble - by means of a uniq
reference number — to monitor back all the transfef funds to the payse
originating from a legal entity, an organizationatit without legal personality or
natural person, who has concluded a contract fa shipply of goods and servic
with the recipient, even if amount of such a tratisen does not exceed tk
equivalent of 1.000 EURO.

2. The provision of Art. 5 of Regulation No 178D&8hall not apply to a payme
service provider having their legal address in ttegritory of the Republic o
Poland with reference to transfers of funds to poofit organizations, exercisin
charitable, religious, cultural, educational, sokiascientific activities, if thg
transfer of funds does not exceed the equivalebb50fEURO and takes place of
in the territory of the Republic of Polarid

(other)
since

changes
the first
progress report
(e.g. draft laws,
draft regulations or
draft “other
enforceable means”
and other relevant

initiatives)

Special Recommendation VIII (Non-profit organisatians)

Rating: Non compl

iant

Recommendation o
the MONEYVAL
Report

fit is recommended to undertake a formal analysishofats posed by the NP(
sector as a whole and then to review the existiysfesn of relevant laws an
regulations in order to assess the adequacy ofctimeent legal framework with
respect to criterion VIII.

Measures reporte
as of 7 July 2008 tc
implement the
Recommendation o
the Report

Chancellery of the Prime Minister/Polish authostiénitiated works on thg
amendment of the Act on foundations. In June 2®@7project of the amendme
was directed to the Parliament.
The new regulation precisely settles the conditionder which the foundatior

allocated to statutory tasks and values allocaiddrtprofit business operations (
accounting books statutory operations and busiopsstions should be separai
in a way which enables to determine the incometscarsd profits from both type
of activities).
Moreover it sets more precise rules for supervisionbe exercised over th
foundations. It determines the responsible minjsbiliged to undertake exa
actions on foundations, for example initiate praiyegs in court in case of illegg

Dt

The analysis of threats posed by the NPO-sectattegsin reviewing the adequac¢
of laws and regulations that relate to the seatdras an outcome, in May 2006, the

may engage in for-profit business operations antdged to separate value
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activity of a foundation.
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The project predicts that more provisions are @lbtigy to be covered by status o
foundation as well. According to the new requiretaehe status should deal wi
matters related to the procedure of its changihg, issues of the make-up a
others on internal control authorities, procedureecall members of managemeg
bodies and the arrangements on allocating propettyes after the liquidation g
the foundation.

fa
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f

Measures taken to
implement the
recommendations
since the adoption
of the first progress
report

The amendment of the Act on Public Benefit and Yitday Work which regulate
activity of the NPOs is in force since March, 20T@e new regulation lays a du
on NPOs to clearly define the scope of their paid anpaid public benefit activit
(non-profit activity) in articles of associationhi§ provision is complementary
previously introduced regulation, according to whpaid and unpaid public bene
work, as well as business activity of a an NPOldtemanaged separately in ter
of accounting in a manner and to an extent enalaieglculation of revenue, co
and overall result of each activity.
The amendment of March 2010 sets also provisiobidding NPOs to use fund
received from 1% of personal income tax donatedaxpayers, under separg
provisions, in their business activity. The scop&m annual report of these NP
which are entitled to obtain 1% of PIT has beeremrded and defined mo
precisely. According to new regulation NPOs areiganl to give a detaile
information about destination of these funds inirtl@nual report, that should |
published in the Internet on a NPO's website andhenwebsite of the Ministry @
Labour and Social Affairs together with financiaport.

In accordance withArticle 2 point 1 of the Act — both types of non pro
organizations, such as foundations and associatigtis corporate personalit
established under the Act of 7 April 1989 - Law ABsociations (Journal of Law

and of 2007: No. 112 item 766) and receiving paysém cash of the total valy
equal to or exceeding the equivalent of 15.000 EUB@inating also from mor

obliged to follow all rules laid down in the Actcare subject to control within th
scope of compliance with AML/CTF provisions.

of: 2001 No. 79 item 855; of 2003: No. 96 item 8d#2004: No. 102 item 1055;

than one operation are considered to be obligatstitutions. Such institutions ar
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Recommendation o

f Consideration should be given to the issuing oflgace to financial institutions o

be

N~

the  MONEYVAL | the specific risks of this sector, and of whethet how further measures need to

Report taken in the light of the Best Practices Paper &R.VIIl. Consideration migh
usefully be given as to whether and how any releygivate sector watchdog
could be utilised.

Measures reporte{ No changes

as of 7 July 2008 t¢

implement the

Recommendation o

the Report

Measures taken to| The PFSA recognizes GIFI's handbook as a lead drettion of AML/CFT

implement the | regulations for all Polish financial institutionslowever, as it was mentiong

recommendations
since the adoption
of the first progress
report

before, the PFSA holds an educational programmeh Faar at least one of th
major seminars organised is being devoted solelMb/CFT issues. In 2008 ther
were 89 participants, in 2009 (in two seminars) 486 97 participants, and in 20
— 118 participants. The mentioned seminars arestton presenting the PFSA
stance and guidance to the financial sector on ANHT issues, and conductin
dialog on the most important issues. It appearbgomore efficient to discug
certain issues as they arise. Of course the PFSAgives guidance during the g
site visits. Up to the end of July 2010 the PFSA leanducted the followin
number of specific AML/CFT on-site inspections iretbelow mentioned types

financial institutions:

In 2008: commercial banks — 11 on-sites, cooperative bankt8. In 2009

commercial banks — 6, cooperative banks — 18, lescof foreign credi
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management company — 1. In 2010 (as of July,20é6)nmercial banks —

in AML/CFT on-site visits in capital market entiieand in insurance ma
entities.

each year, every sector has it's own sector-sgagifidance.

institutions — 7, insurance companies — 4, brolkefaguses — 2, investment fund
cooperative banks — 13, branches of foreign credititutions — 8, insuranc

companies — 3, brokerage houses — 2, investmedtfiamagement company — 1.
In comparison to figures previously given to thalesators there is a major incregse

Thanks to this, and a wide spectrum of institutiaking part in training seminars

O
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Recommendation of |t would be helpful to raise awareness for SR.\@Hong existing control bodigs
the  MONEYVAL | engaged with the NPO sector so that they also chullg take account of SR VI

Report issues in their oversight.

Measures reporte| No changes
as of 7 July 2008 tc

implement the|
Recommendation o
the Report

Measures taken to| GIF| prepared e-learning platform on AML/CFT issiisse above for more details.)
implement the | The Jast edition of e-learning training was used4dyfoundations as well as 23

recommendations
since the adoption
of the first progress
report

associations with corporate personality.

(other) changes
since the first
progress report
(e.g. draft laws,
draft regulations or

draft “other

enforceable means”
and other relevant
initiatives)

2.4  Specific Questions

Specific Questions raised in the 1st Progress Reépod answers given by Poland

Criminal liability has been extended to legal persaand several types of sanction can be app
(according to the Act of 28 October 2002 on theblliy of Collective Entities for Acts Prohibitg
under Penalty). Has this new provision been appjiet? If yes, also in money laundering or terro
financing cases?

Until the end of 2006 aforementioned act of law \applied 45 times and in 17 cases court impg
penalties on collective entities. None of thoseesancerned money laundering or terrorist finang
In 2007, 27 cases were opened and 10 times penaléiee imposed on collective entities, but no
ML/TF cases.

Have there been changes at the FIU regarding coemaits, resources, staffing etc.?

In order to prepare suitable legal basis for Flatsvity in the field of counteracting money launidg
and terrorist financing, there have been some d@gtonal steps as well as legislative initiatia&en:
Legislation:

The Ministry of Finance has prepared a new versiothe project of theéAct amending the act of 1
November 2000 on Counteracting Introduction intadficial Circulation of Property Values Derivg
from lllegal or Undisclosed Sources and on Counteérey the Financing of Terrorism and amendi
the act — Penal Code.
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The new project will implement the provisions ofetiDirective 2005/60/EC of the Europe:
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Parliament and of the Council of 26 October 2005tto® prevention of the use of the financial sys
for the purpose of money laundering and terroiiisaficingand theCommission Directive 2006/70/E
of 1 August 2006 laying down implementing meastweDirective 2005/60/EC of the Europei
Parliament and of the Council as regards the d&éiniof politically exposed person and the techh
criteria for simplified customer due diligence pealtires and for exemption on grounds of a finan
activity conducted on an occasional or very limibzsis to the Polish legal system.

The novel will also encompass recommendationsmdrigial Action Task Force.

The reason why the new project of the novel is ireguis that in the previous version there were
all international standards included — some of tlvegne covered by other regulations: the projec
the Act —Regulations introducing the act on National Fiséalministrationand theAct on National
Fiscal AdministrationSince works on these regulations have been gty it becomes necessary|
incorporate some additional issues in the projett@Act of 16 November 2000

The new regulation is aimed to be entirely compliaithin the Polish legal framework and to fu
stay in line with international standards. Requieeta concerning Polish international commitme
relating to protection of the financial sector fréme threat of inflow of money derived from crinvéll
be accomplished as well.

Any potential consequences of the amended regokatidll also be taken into consideration. It isoals

very much intended to introduce provisions whicHl wiot be adead regulation will not cause
interpretative uncertainties and will confirm thegiseness and intentionality of the Polish legisla
activities.

To meet expectations of the obligated institutibig tended to establish the vacatio legis pesiodhat

it is sufficient for them to adjust and preparetfoe new legal situation.

Resources and staff

The Financial Intelligence Unit — organizationaitun assist the GIFI, acting within the structwfe
the Ministry of Finance, has 53 permanent postaradsin the ministerial budget. As a result of
legislative initiative taken by GIFI (adoption oéw activities and obligations), there has beenffamte
made to increase the number of posts within the Niklv 8 posts are expected in 2008-2009.
Other competencies

In 2006 GIFI has become a member of InterminigteBroup for Terrorist Threats, coordinati
actions with regard to counteracting terrorism. Bi€| representative participates in the work o
Permanent Expert Group established at the intesigimal level, in order to monitor terrorist threatio
do proposals with regard to legal regulations aemktbpment of proper procedures.

Moreover, GIFI has been invited to participateTihe Krakow Initiative (Proliferation Securit
Initiative), which was announced by the US Predid@his involvement reflects the importance
GIFI as an element within the whole system buoilptevent threats posed by proliferation of wea
and mass destruction.

In the year 2008 a new initiative was announcetherof governmental level —the CAT (Antiterror

Center) was establish to allowed a proper cooritingh case of terrorist’'s attacks. The GIFl is n
one of the main link of that chain.
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Please describe the work of the “Polish Financialp&rvision Authority” (PFSA) in the AML/CF
area. Amongst other, please provide informationceoning its
a. competencies,

T

According to Article 21(3) of the Act on supervisiof the financial market PFSA is authorized tadh
controls in the field of AML/CTF while conductintsisupervision powers. Under the provision ther

ol
eof

there are some questions related to AML/CFT studigihg general and targeted controls. The main

competence to control lies at the Polish FIU.

b. staffing,

Currently the introduction into financial circulati of property values derived from illegal
undisclosed sources and on counteracting the fingnaf terrorism controls are carried out by
inspectors.

or
20

C. supervision activities (number of onsite inspedj@anctions imposed),

There had been 54 inspections conducted in 2008tah of 61 inspections are planned for 2008
case there is a suspicion of a crime or other ulegdies are noticed PFSA will forward a notifiiat
to the FIU. All the plans for controls targeting MIE (addressed directly to AML/CTF) are arrang

ed
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with FIU. Since now there have been no any othecsons applied as a result of inspections than

admonitions to appointed directors of monitoredtiest

d. cooperation with the Polish FIU (GIFI).

In case of detection of irregularities in the AMIVE field within the entities controlled und
monitoring powers PFSA shall notify the FIU immedig. PFSA and the FIU cooperate at evalua
of the EU Committee for Prevention and the CountiEurope Moneyval Committee documents
regular basis. Pursuant to the cooperation ads/itie evaluate revision of law, make comment
evaluation missions and evaluate FATF reports. h&ual cooperation means also an attempt tq
common understanding of the scope and concepthefEl) third money laundering directi
(precisely: the concept of third equivalent cowes)i

er
ing
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Additional Questions since the®Progress Report

1. Unless this information has been provided innargto the questions on R.1 or in the statisticthd

provided, please provide information on the breakdaf convictions for ML since thé' progress
report was adopted, showing the numbers of selfidating cases compared with autonomous
cases and indicating also as far as possible th#etlging predicate offences. Please also indichie

penalties imposed for ML since the first progressart in respect of both natural and legal persons|

ML

—

2010 (first six months)

Penalties
imposed
on legal
persons
none

Penalties
imposed
on natural
persons

Number
of convictions

Type of a case Underlying
predicate

offences

Fraud

Self-laundering | 10

p.c.); Forgery of
documents 0
certifying untruth
in the official
documents (art
270,art.271 p.c.);
Tax evasion
(article 54 f.p.c.);
Receiving of
goods subject to
excise  evasion
(article 65 f.p.c.)
Receiving of
goods subject to
custom duties
evasion (article
91 f.p.c.)

(art.286 Deprivation  of

liberty for a term
of between 1 year
and 2 years and
months; forfeiture
of financial
benefits obtaine
from the
commission of ar
offence,  which
amounted tg
maximum 18
069,5 EURO

[¢2)

Autonomous ML

Fraud (art.286
p.c.), Forgery of
documents o]
certifying untruth
in the official
documents (art]
270,art.271 p.c.);
Tax evasion
(Article 54 f.p.c.);
Tax fraud (Article

Deprivation  of
liberty for a term
of between 1 yea|

and 3 months ang

4 years;
forfeiture of
financial benefits
obtained from
the commissiorn
of an offence,

none
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56 f.p.c.)

122,59 EURO

which amounted
to maximum 62

2. How many ML convictions since the adoption of th@rbgress report were police generated
and how many were generated by the STR reportstgrsy?

Total Cases generated| Cases generated by| Cases generated by
number of by the STR reporting | other authorities
convictions | the police system

2008 27 9 13 5

2009 18 1 11 6

2010 13 3 8 2

(first six

months)

2.5 Questions related to the Third Directive (2005/6@Eand the Implementation

Directive (2006/70/EC)6

Implementation / Application of the provisions in the Third Directive and the Implementation

Directive

Please indicate
whether the Third
Directive and the

Implementation
Directive have bee
fully implemented / or|
are fully applied ang
since when.

The Directive 2005/60/EC and Directive 2006/70/E€ravboth implemented in
national law by Act of 25 June 2009 amending ahtof 16 November 2000 gn
Counteracting Introduction into Financial Circutatiof Property Values Derived
from lllegal or Undisclosed Sources and on Coustarg the Financing o
Terrorism and amending certain other law, whicheett into force on 22 df
October 2010, further referred to as “the Act”. Hwer, it should be noted that
there was no obligation to implement into natioted all provisions of th
Directives as some of the provisions were not mamgaand the Member States
were given leeway in setting up relevant provisiahthe national level.

()

Beneficial Owner

Please
whether your lega
definition of
beneficial owner
corresponds to th

indicaté¢ In accordance withrticle 2 point 1a of the Act beneficial owner means:

a)a natural person or natural persons who are owrafra legal entity or exercis
control over a client or have an impact on a natuparson on whose behalf|a
transaction or activity is being conducted,

D

a)
“b)a natural person or natural persons who are stakeéws or shareholders o

r

definition

of

beneficial owner in
the 3% Directive
(please also provid
the legal text with

your reply)

~companies whose securities are traded within thgaoized trading, and ar

have the voting right at shareholders meetinghatiével of above 25% within such
a legal entity, therein by means of block of registl shares, with the exception|of

subject to or apply the provisions of the Europé#mion laws on disclosure g
information, and any entities providing financiarsices in the territory of a EU
Member State or an equivalent state in the casegall entities,

¢) a natural person or natural persons who exercisentrol over at least 25% of
the asset values - in the case of entities entlusith the administration of asset
values and the distribution of, with the exceptiwihthe entities carrying out
activities referred to in Article 69 item 2 pointaef the Act of 29 July 2005 gn
trading in financial instruments.

T = (D

® For relevant legal texts from the EU standardsAggsendix I1.

" Please see Article 3(6) of th& Birective reproduced in Appendix II.
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Risk-Based Approach

Please indicate theln order to fulfil anti-money laundering standaadkinstitutions covered by the Act
extent to which are required to apply risk-based approach. In aecme with Article 8b
financial institutions| naragraph 1 any obligated institution applies financial setumeasures in relation
have been permittefly,, jis clients. Their scope is determined on theisbaf risk assessment as for money
?ppﬂzgcr? ”SK'baStidIaundering and terrorist financing, hereinaftereredd to as “risk assessment”,
discharging certair resulting from_the gnalysis, taking into ac_countriarticular a type of client,
of their AML/CFT | €conomic relationships, products or transactions. |
obligations. It should be pointed out that under statutory @iavis, as far as enumerated entities

or products are concerned, obligated institutiory maive certain customer dye

diligence measures, taking into account the risknohey laundering or terrorist

financing.

Politically Exposed Persons
Please indicat¢ The AML/CTF Act provides for regulations regardifigth politically exposed
whether criteria forl persons definition and measures that should be takeéealing with them.
identifying PEPs in " |n accordance witirticle 2 point 1f politically exposed persons, it shall
accordance with the mean the following natural persons:
?L?;’és'g?ricti'\?e ;23 a) heads of state, heads of government, ministergjtgepinisters or assistant
the Implementatior ministers, members of parliament, judges of supremets, constitutiona
Directivet are tribunals and other judicial bodies whose decisians not subject to further
provided for in your, appeal with the exception of extraordinary measune@smbers of the court pf
domestic legislation] auditors, members of central bank management boardbassadors, charges
(please also provide d'affairs and senior officers of armed forces, mermbof management or
the legal text with supervisory bodies of state-owned enterprises —hahd or held these public
your reply). functions, within a year since the day they ceaedneet the conditions
specified in these provisions,

b) spouses of persons referred to in point (a), orspas staying with them in
cohabitation, parents and children of the persoefeired to in point (a) and
the spouses of those parents and children or otbersons staying in
cohabitation with them,

¢) who remain or remained in close professional oribess co-operation with
the persons referred to in point (a) and, or areavaners of legal entities, and
only ones entitled to assets of legal entitiehdythave been established for
the benefit of those persons

domicile outside the territory of the Republic @l&hd:;
It should also be mentioned that as provided foAiiticle 9d paragraph 5, the
obligated institutions may collect written statetiseon whether a client is a perspn
holding a politically exposed position.
“Tipping off”
Please indicat¢ As providec in article 29 of the Act in order to disclose any informationthre
whether ~ thel manner and extent provided by the Act to the Gérlespector, the regulations
prohibition is limited| restricting the disclosure of confidential informoat not apply to, except the data
to the transaction ¢4)ing ynder state secrecy. In order to providedalling under state secrecy, the
gen%(gitngr afoocrof;regulations governing their protection shall gppl
investigations. The AML/CTF Act provides for that all informatiorbtained and transmitted by
financial information authorities should be progettThere are specific regulations
that enable General Inspector to provide in someugistances other authorities
such as Head of Internal Security Agency, Genersppeéctor of Fiscal Control or

8 Please see Article 3(8) of thé& ®irective and Article 2 of Commission Directive G8I70/EC reproduced in

Appendix II.
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the President of the Supreme Chamber of Contrdl géithered information. Bot|
authorities concerned and prerequisites of infolmnatdisclosure are explicitl
enumerated.

~ 0

With respect to the

prohibition of
“tipping off” please
indicate whethe
there are

circumstances wher
the prohibition is
lifted and, if so, the
details of such
circumstances.

> See above.

“Corporate liability”

Please indicat
whether  corporat
liability can be
applied where ar
infringement is
committed for the
benefit of that lega
person by a perso
who occupies 3
leading position|
within legal
person.

that

i

According to the Act of 28 November 2002 on thebility of Collective Entities
for Acts Prohibited under Penaltyiqurnal of Law, No 197, item. 1661), t
collective entity shall be liable for a prohibitedt consisting in conduct of ar
natural person who:
1) acts in the name or on behalf of the collectiméty under the authority or du
to represent it, make decisions in its name, orais® internal control, o
h whenever such person abuses the authority or risghexduty,
. 2) is allowed to act as the result of abuse ofatlthority or neglect of the duty &
the person referred to in point 1 above,
3) acts in the name or on behalf of the colleckdity on consent or at th
knowledge of the person referred to in point 1.
If a natural person conducting a prohibited actupées a leading position within
legal person, he/she meets the criteria set upiimt p. Under these circumstancs
corporate liability can be applied.

y

y

a
0S|

Can corporate
liability be applied
where the
infringement is
committed for the
benefit of that legal
person as a result ¢
lack of supervision
or control by person
who  occupy &
leading position|
within legal
person.

that

Pursuant to Article 5 of the Act of 28 November 2@ the Liability of Collective
Entities for Acts Prohibited under Penalty, thelexiive entity shall be held liabl
even if found to have failed to exercise due diligein electing the natural pers
who committed a prohibited act, or to have had me supervision over the persd
or whenever the organization of the entity's atiéigidoes not guarantee prevent
¢of the prohibited act.

Under these circumstances, corporate liability lmampplied.

D

DNFBPs

Please specify
whether the
obligations apply to
all natural and legal
persons trading in all
goods wherg
payments are mad
in cash in an amour

In accordance witlrticle 2 point 1t entrepreneurs within the meaning laid do
in the Act of 2 July 2004 on freedom of economitivaty (Journal of Laws of
2007 No. 155 item 1095, as amended), receiving payifor commodities in cas
of the value equal to or exceeding the equivalérit5c000 EURO, also when th
payment for a given product is made by more thanaperation, are considered
Lbe obligated institutions. Taking into consideratabove such person therefore
tbound to follow all rules as provided for in AMLalv unless explicitly stipulate

of € 15 000 or over.

otherwise.

wn

=2

S
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2.6 Statistics

Money laundering and financing of terrorism cases

a) Statistics provided in the last progress report:

2005
Investigations Prosecutions Clemtetions Proceeds frozen Pueczzsl Plegzeit
9 (final) seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons cases (in EUR) cases| (in cases| (in
EUR) EUR)
Not Not 22 633
ML | 151 i 161 i i 45 applicable | applicable | 599 i i
FT | o 0 0 0 0 0 oL oL 0 0 0 0
applicable | applicable
2006
Investigations Prosecutions Gl Proceeds frozen Proceeds seized el
9 (final) confiscated
amount
amount amount .
cases| persons| cases| persons| cases| persons cases (in EUR) cases (in EUR) cases| (in
EUR)
ML | 535 | 1078 | 54 | 275 | 58 | 105 Not Not 41 | 12163685 10 | 872%
applicable | applicable 883
FT| o 0 0 0 0 0 N e 0 0 0 0
applicable | applicable
2007
Investigations Prosecutions Gl Proceeds frozen Proceeds seized el
9 (final) confiscated
amount
amount amount .
cases| persons| cases| persons| cases| persons cases (in EUR) cases (in EUR) cases| (in
EUR)
Not Not
ML | 645 1436 82 288 36 55 . . 81 | 11896510 5 102 698
applicable | applicable
FT| o 0 0 0 0 0 N e 0 0 0 0
applicable | applicable
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b) Please complete, to the fullest extent possible,etHollowing tables since the adoption of the first

progress report.

2008
Investigations Prosecutions Cony|ct|ons Proceeds frozen| Proceeds seized Pro_ceeds
(final) confiscated
amount amount amount
cases| persons | cases| persons | cases| persons | cases (in cases (in cases (in
EUR) EUR) EUR)
4+ 16 350
ML | 284 254 74 324 27 53 n/a n/a 73 000 6 76 156
FT 0 0 0 0 0 0 n/a n/a 0 0 0 0
2009
Investigations Prosecutions Con_\/lct|ons Proceeds frozen| Proceeds seized Pro_ceeds
(final) confiscated
amount amount amount
cases| persons | cases| persons | cases| persons | cases (in cases (in cases (in
EUR) EUR) EUR)
4 7095 1868
y
ML | 235 192 65 360 18 41 n/a n/a 4 875 10 467
FT 0 0 0 0 0 0 n/a n/a 0 0 0 0
2010 —first six months
Investigations Prosecutions Conylct|ons Proceeds frozen| Proceeds seized Prqceeds
(final) confiscated
amount amount amount
cases| persons | cases| persons | cases| persons | cases (in cases (in EUR) cases (in
EUR) EUR)
1858
ML 96 60 35 128 13 30 0 0 18 27 056 55510 308,24
FT 0 0 0 0 0 0 0 0 0 0 0 0
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¢) AML/CFT sanctions imposed by supervisory authotties.

Please complete a table (as beneath) for admitivgtrsanctions imposed for AML/CFT infringements in
respect of each type of the supervised entityerfittancial sector (eg, banks, insurance, secsiite).

If similar information is available in respect afpervised DNFBP, please provide an additional ténle
tables), also with information as to the types MIACFT infringements for which sanctions were
imposed.

Please adapt the tables, as necessary, also tat@ainy criminal sanctions imposed on the initeabf
supervisory authorities and for what types of mjement.

2008 2009 2010
for comparison __[for comparison
Number of AML/CFT violations | N/A N/A N/A®
identified by the supervisor
Type of measure/sanction*
Written warnings 0 0 0
Fines® N/A N/A 3t
Withdrawal of license 0 0 0
Notification to Prosecutor’s Office 5 7 8
(as a result of analysis of findings [of
inspection )
Total amount of fines N/A N/A 16 000 PLN
(appr. 4000 EUR)
Number of sanctions taken to the courf
(where applicable)
Number of final court orders
Average time for finalising a court order

* Please amend the types of sanction as necessapycbver sanctions available within  your
jurisdiction
** Please specify

° We cannot give the exact number of violations idieat by supervisors, as they (violations) are abthe same
level of importance. Detection of some violatioasults in imposing administrative fines or everifiaation to the
prosecutor while some of them results in post-inBpe recommendations only (in 75% of inspectioosoading to
PFSA)

19 pecuniary sanctions (Chapter 7 a of the AML/CFT)Athere were totally 32 proceedings initiatedhis regard.
Three of them has been finalized and resulted iposing fines for: lack of training for employees alfliged
institution, lack of effective procedures in pldoaletect the absence of information on payer ¢aopto provisions
of Reg. 1781/2006) and lack of conducting the asialpf transactions. There have been initiated rb8qedings
that are to be at final stage very soon, 16 prdogsdchave been discontinued. 20 proceedings dinahtstage of
preparation to be initiated according to the procegrovided in AML/CFT Act.

M pecuniary sanctions have been applied since &pfiD, which is in line with provisions of amendeMBCFT
Act.
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7. STRICTR

a) Statistics provided in the last progress report

2005
Statistical Information on reports received by theFIU Judicial proceedings
reports about notifications
suspicious cases to law A .
transactions opened enforcement/ indictments convictions
- reports about | /activity by FIU | prosecutors?
Monitoring transactions
entities, e.g. above ML FT ML FT
(] ()] (] (]
threshold vy | Fr M |rr M | T | 81 5|8 5] 8] 5] 8 &
gl 2l & 2|12 2| a 2
o [« (&) [} o [« o [«
o o o o
banks, foreign bank branches 18104720 | 61473 | 2050
investment fund, investment 1713964 2116 0
funds society
entrepreneurs coqductlng . 383728 1451 0
leasing and factoring activity
Notaries 321079 1237 | 32
Co-operative savings and 271881 206 1
credit banks
insurance companies, the mai
branches of foreign insurance 47829 43 0
companies
brokerage houses or other
entities not being a bank 43102 36 0
engaged in brokerage activitie
entrepreneurs conducting
activity in the scope of 25290 1 0
commission sale
Joint S_tock Company _Natlona 5021 0 0
Depositary for Securities
entities conducting activity
involving games of chance, 957 | 16 | 175 0 - |- ocjo)]-]-]10]|0
i . 3738 0 0
mutual betting and automatic
machine games
state public utility enterprise
Poczta Polska (Polish Post) 82 v v
Residents engaged in currenc 142 1 0
exchange
auction houses 70 0 0
antique shops 31 0 0
entrepreneurs conducting
activity in the scope of preciou
. . 23 0 0
and semi-precious metals and
stones trade
entrepreneurs giving loans on
21 0 0
pawn (pawnshops)
real estate agents 10 0 0
Foundations 2 0 0
legal advisers 0 0 0
Cooperative units NA 523 0
TOTAL 20921317 | 67087 | 2083

12.79,6% of them were mistakenly sent by the obligestitutions in that the wrong classification wased in the

special field of electronic form; 13.656 report®,@®%6) were real STRs / SARs.

13 FIU analyses all reports. One notification to pinesecutor can involve more than one STR.
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2006

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications
SUSp'C.'OUS4 opened o vy indictments convictions
transactions' enforcement/
- reports about | /activity by FIU prosecutors”®
Monitoring transactions
Entities, e.g. above ML FT ML FT
threshold | vy er [ me [Fr{me | FTr | 8 Sl 8 El g8 5] 8 S
g 2lc/ 2|1 @ 2] & 2
o [} o [} o [} o [}
o o o o
banks, foreign bank branches 21240728 | 47306 | 412
investment fund, investment
funds society 899184 20 0
entrepreneurs conducting
leasing and factoring activity 425031 10 0
Notaries 350665 380 0
Co-operative savings and
credit banks 34064 69 0
insurance companies, the mai
branches of foreign insurance
companies 48262 52 0
brokerage houses or other
entities not being a bank
engaged in brokerage activitie| 3019795 49 0
entrepreneurs conducting
activity in the scope of
commission sale 46 0 0
Joint Stock Company National
Depositary for Securities 8 0 0
entities conducting activity
inv0|ving games of Chance’ 1131 8 198 3 19 120 0 0 8 69 0 0
mutual betting and automatic
machine games 2463 2 0
state public utility enterprise
Poczta Polska (Polish Post) 11928 0 0
Residents engaged in currenc
Exchange 55060 1 0
auction houses 70 0
antique shops 2838 0 0
entrepreneurs conducting
activity in the scope of preciou
and semi-precious metals and
stones trade 707 0 0
entrepreneurs giving loans on
pawn (pawnshops) 4 0 0
real estate agents 1 0 0
Foundations 119 0 0
legal advisers 0 0 0
Cooperative units N/A 547 0
TOTAL 26090973 | 48436 | 412

1470 % of them were mistakenly sent by the obligestiiutions in that the wrong classification wagdisn the
special field of electronic form; 14.804 report® @) were real STRs / SARs.

15 FIU analyses all reports. One notification to pinesecutor can involve more than one STR.
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2007

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications
suspicious to law - .
; 6 opened indictments convictions
transactions' by EIU enforcement/
- reports about | /activity y prosecutors’
Monitoring transactions
Entities, e.g. above ML FT ML FT
()] (] ()] (%))
threshold 1 v | Fr [ me [FTime [ FT | 8 18 S8 S| 8] 8
el 2l 2|12 2] &| 2
o [} o [} o [} o [}
o o o o
banks, foreign bank branches 23758317 | 23484 | 194
investment fund, investment
funds society 1017681 g 0
entrepreneurs conducting
leasing and factoring activity 579943 8 0
Notaries 480253 82 4
Co-operative savings and
credit banks 49106 135 0
insurance companies, the mai
branches of foreign insurance 48575 969 1
companies
brokerage houses or other
entities not being a bank 4192276 84 0
engaged in brokerage activitie
entrepreneurs conducting
activity in the scope of 193 0 0
commission sale
Joint Stock Company National
. - 41 0 0
Depositary for Securities
entities conducting activity
inv0|ving games of chance 1351 7 190 14 35 147 0 0 13 31 0 0
. ” 10986 0 0
mutual betting and automatic
machine games
state public utility enterprise
Poczta Polska (Polish Post) (RS v v
Residents engaged in currenc 64016 13 0
Exchange
auction houses 98 0 0
antique shops 3239 0 0
entrepreneurs conducting
activity in the scope of preciou 2734 0 0
and semi-precious metals and
stones trade
entrepreneurs giving loans on
8 0 0
pawn (pawnshops)
real estate agents 0 0 0
foundations 484 0 0
legal advisers 0 0 0
Cooperative units N/A 676 0
TOTAL 30227323 25454 | 199

16 43% of them were mistakenly sent by the obligestititions in that the wrong classification was dise the

special field of electronic form; 14.714 report3 (&) were real STRs / SARs.

" FIU analyses all reports. One notification to pinesecutor can involve more than one STR.
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b) Please complete, to the fullest extent possible gtiiollowing tables since the adoption of the®1
Progress Report

Explanatory note

The statistics under this section should providewarview of the work of the FIU
The list of entities under the headinmdnitoring entitie$ is not intended to be exhaustive. If your
jurisdiction covers more types of monitoring emttithan are listed (e.g. dealers in real estapergisory
authorities etc.), please add further rows to thiddes. If some listed entities are not covered as
monitoring entities, please also indicate thisha table.
The information requested under the headidgdicial proceedingsrefers to those cases which were
initiated due to information from the FIU. It isthsupposed to cover judicial cases where the Fliy on
contributed to cases which have been generatethiey bodies, e.g. the police.
“Cases openédrefers only to those cases where an FIU does e simply register a report or

undertakes only an IT-based analysis. As this iflea8on is not common in all countries, pleasarity

how the term “cases open” is understood in youisgliction (if this system is not used in your
jurisdiction, please adapt the table to your cousprecific system).

2008

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications
suspicious d to law indi I
transactiong® | opene enforcement/ indictments convictions
o reports about | /activity a7 A prosecutors”®
Monitoring transactions
entities, e.g. above ML FT ML FT
(2] (2] (2] (2]
threshold 1 vy | B M |Fr M [ FT | 8 Sl 8| 8]l 8 2| g 2
17} I [} 7] 2} 7} @) (%)
(1 = (1 = ®© = o hdd
o (] o (] o (] o (]
o o o o
banks, foreign bank branches 29356105 14307 15
investment fund, investment
funds society 1008326 2875 0
entrepreneurs con_ductln_g _ 832876 4 0
leasing and factoring activity
Notaries 626936 41 2
Co-operative savings and
credit banks 83438 421 0
insurance companies, the main
branches of foreign insurance 191398 591 1
Companies 1234 8| 246| 15|35 |128] o] o 13 29 o o
brokerage houses or other
entities not being a bank 2502540 234 0
engaged in brokerage activities
entrepreneurs conducting
activity in the scope of 57 0 0
commission sale
Joint Stock Company Nationd|
. - 95 0 0
Depositary for Securities
entities conducting activity
involving games of chance,. 18584 0 0
mutual betting and automatic
machine games

18 77,6% of them were classified after initial an@yas records satisfying criteria for real STR/SreRorts for FIU
(other were mistakenly sent by the obliged indtitug with wrong classification in the special fiedfl electronic

form)

¥ FlU analyses all reports. One notification to pesecutor can involve more than one STR.
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state public utility enterprise

Poczta Polska (Polish Post) 30466 0 0
Residents engaged in currency 133927 Y 0
exchange

auction houses 71 0 0
antique shops 15882 14 0
entrepreneurs conducting

activity in the scope of precious 6996 0 0
and semi-precious metals and

stones trade

entrepreneurs giving loans on 1 0 0
pawn (pawnshops)

real estate agents 0 0 0
Foundations 636 0 0
legal advisers 0 2 0
Cooperative units N/A 528 0
TOTAL 34808344 19024 18

Z




2009

Statistical Information on reports received by theFIU

Judicial proceedings

reports about cases notifications
SUSp'C.'OUSO opened o)l Indictments Convictions
transactions’ by EIU enforcement/
o reports about | /activity y prosecutors™
Monitoring transactions
entities, e.g. above ML FT ML FT
(2} (2] n (%]
threshold 1 vy | Fr M |FT M | FT | 8 Sl 8 5] 8 2|48 s
8 2|l g 2|3 2] a| 2
o ) o ) o ) o [
o o o o
banks, foreign bank branches| 25757748 | 10458 37
mvestmem fund, investment 650618 1062 0
funds society
entrepreneurs cor!ductlng . 883294 14 0
leasing and factoring activity
Notaries 530525 19 0
Co-qperatlve savings and 94904 289 0
credit banks
insurance companies, the maip
branches of foreign insurance 198615 215 1
companies
brokerage houses or other
entities not being a bank 2711625 146 0
engaged in brokerage activities
entrepreneurs conducting
activity in the scope of 91 0 0
commission sale
Joint Stock Company National
. - 69 0 0
Depositary for Securities
entities conducting activity
[T @EIES off €rarnes, 14745 0 o |1262| 11| 180| 2131|145 o| ol 12| 29 o
mutual betting and automatic
machine games
state public utility enterprise
Poczta Polska (Polish Post) 40534 6 1
Residents engaged in currency 56922 1 0
exchange
auction houses 71 1 0
antique shops 2341 0
entrepreneurs conducting
activity in the scope of precious 8420 0 0
and semi-precious metals and
stones trade
entrepreneurs giving loans on
0 0 0
pawn (pawnshops)
real estate agents 37 0 0
Foundations 1736 0 0
legal advisers 0 3 0
Cooperative units N/A 500 0
Clearing agents 371 2 0
TOTAL 30952666 | 12715| 49

2078,3% of them were classified after initial anayss records satisfying criteria for real STR/S#Rorts for FIU
(other were mistakenly sent by the obliged indtitug with wrong classification in the special fiedfl electronic

form)

2L FIU analyses all reports. One notification to pinesecutor can involve more than one STR.
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2010 (first six month)

Statistical Information on reports received by theFIU

Judicial proceedings

reports about notifications
- cases
suspicious to law . I
. opened Indictments Convictions
transactions by FIU enforcement/
- reports about | /activity y prosecutorg?
Monitoring transactions
entities, e.g. above ML FT ML FT
(%) [0 o o)
Hurlali ML FT | ML | FT | ML FT 21 sl 2/ s|&|s| &8s
@l 21 &| 2|8 2] 3| 2
S g|l° g|° g|° &
banks, foreign bank branches 13208093 7579 21
|nvestmen_t fund, investment 345164 60 0
funds society
entrepreneurs con_ductlng _ 464487 3 0
leasing and factoring activity
Notaries 286770 58 1
Co-operative savings and 79605 60 1
credit banks
insurance companies, the mairj
branches of foreign insurance 128307 76 1
companies
brokerage houses or other
entities not being a bank 1233752 214 0
engaged in brokerage activitieg
entrepreneurs conducting
activity in the scope of 79 0 0
commission sale
Joint Stock Company National
. - 43 0 0
Depositary for Securities
entities conducting activity
involving games of chance,
mutual betting and automatic 7424 0 0
machine games
state public utility enterprise
Poczta Polska (Polish Post) 23018 3 O lea9| 5| 64 13 |14|63] o of 8| 22 o
Residents engaged in currency 28829 1 0
exchange
auction houses 64 0
antique shops 1554
entrepreneurs conducting
activity in the scope of precious
. > 668 0 0
and semi-precious metals and
stones trade
entrepreneurs giving loans on
0 0 0
pawn (pawnshops)
real estate agents 438 0 0
Foundations 270 0 0
legal advisers 0 3 0
Cooperative units N/A 258 0
Clearing agents 77 0 0
other financial institutions 2471 0
external accountants 5 2 0
other natural or legal persons
trading in goods when payments 11 0 0
are made in cash 15 KEUR
TOTAL 15 804 129 8323 24

2 F|U analyses all reports. One notification to pihesecutor can involve more than one STR.
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3.

3.1

Appendices

Appendix | - Recommended Action Plan to Imprabe AML / CFT System

FATF 40+9 Recommendations

Recommended Action (listed in order of priority)

1. General

2. Legal System and Related
Institutional Measures

Criminalisation of
Laundering (R.1 and 2; R. 32)

Money

Clarify legislative provisions to ensure that altypical
and material aspects of money laundering (conver
acquisition, possession or use) are covered.
Conspiracy to commit money laundering should
recognised as a criminal offence, unless this i
permitted by fundamental principles of domestic.law
Financing of terrorism in all its forms, as expkinin the
Interpretative Note to SR.II, should be clearly ewd ag
predicate offences to money laundering.
Clarify in the criminal law that property being peeds
covers both direct and indirect property which esent
the proceeds (or benefits) of the crime.

The evaluators advise to set out in legislatiogudance
that knowledge (the intentional element) can berned
from objective factual circumstances.

=

Z
o

be
no

More emphasis should be placed on autonomous

prosecution of money laundering by third parties.
Make it clear in legislation or guidance that thmelerlying
predicate criminality can be proved by inferenceswah
from objective facts and circumstances in mo
laundering cases brought in respect of both domestil
foreign predicate offences.

The Polish authorities are encouraged to use thve
powers providing corporate criminal liability prdaely
in money laundering cases.

More detailed statistics should be kept concerring
nature of money laundering investigations, prosenst]
and convictions and sentences.

Criminalisation of Terroris

Financing (SR.II)

An autonomous offence of terrorist financing shohkd

introduced which explicitly addresses all the etaén

criteria in SR.Il and requirements of the Interptioe
Note to SR.II.

Confiscation, freezing and seizif
of proceeds of crime (R.3; R. 32)

The confiscation
confiscation of
transferred to third parties.

More statistics on provisional measures and caatiisg is
needed.

regime should clearly allow

Freezing of funds used for terror
financing (SR.III)

A clear legal mechanism to act in relation to Eaap
Union internals should be introduced.

Guidance should be given to all financial internagidis,
DNFBP and the general public.

A clear and publicly known procedure for de-listiagd

ney

ne

for

instrumentalities which have been

unfreezing in appropriate cases in a timely masheuld

12¢



be developed.
A general administrative regime for the implemenotabf
SR.IIl should be considered.

The Financial Intelligence Unit
and its functions (R.26, 30 and 32

The FIU should further seek outreach to some mrtke
financial sector (particularly exchange houses)
DNFBP (particularly casinos) to explain the concept
suspicion in more detail. Additionally, they shol
consider publishing more periodic reports with istats,
typologies and trends, as well as information ahital
activities.

More statistics (e.g. processing times) should &gt ko
demonstrate the effectiveness of the FIU internally

Law enforcement, prosecution a
other competent authorities (R.2
28, 30 and 32)

More emphasis should be placed on Police gene
money laundering cases by proactive finan
investigation in major proceeds-generating cases.
More use should be made of joint teams and co-tiper,
investigations with the GIFI.

and

ild

rated
cial

a

A specialised money laundering Unit with dedicated

officers and financial investigators trained in raod
financial investigative techniques should be comsd to
improve the performance of the Police in genera
money laundering cases outside of the reportingneg
More focused training is required of the Police 4
prosecutors in difficult evidential issues in mon
laundering cases; more officers should be traineg
modern financial investigation.

More resources for financial investigation and feal
money laundering training should be provided.

More detailed statistics should be kept to dematestthe
effectiveness of the law enforcement regime ove
Statistics need enhancing to ensure that thosewag
the system have a clearer picture of the types aian
laundering cases that are being brought, whetlesr dine
prosecuted as autonomously or as self launderigige
and number of confiscation orders and whether finge
occurs at early stages to prevent proceeds begsipdied.

Cross Border Declaration or Customs (and Border Guards) should be fully seresitio
Disclosure (SR.IX) all the issues involved in financing of terrorism.
3. Preventive Measures-
Financial Institutions
Risk of money laundering ar

financing of terrorism

Customer due diligence, includin

enhanced or reduced measures (IR.

R.7)

Financial institutions should be clearly requireddentify
customers when starting a business relationshiggny
carrying out occasional transactions that are wasesfers
in the circumstances covered by the Interpretativee to
SR VIl and when the financial institution has dauabout
the veracity or adequacy of previously obtair
identification data.

Identification requirements concerning above thoésbh
transactions should be applicable also to custoroél

ting
and

ey
1 i

rall

2

electronic money institutions.

12¢€



The Polish authorities should introduce the conazp
beneficial owner as it is described in the Glosgaryhe
FATF Recommendations. Financial institutions shdodd
required to take reasonable measures to verifydiratity
of the beneficial owner using relevant informatmmdata
obtained from a reliable source.

Financial institutions should be required to obt
information on the purpose and intended naturehef
business relationship.

Financial institutions should be required to coridoo-
going due diligence on the business relationshig t&n
ensure that documents, data or information colteataler
CDD process is kept up-to-date and relevant
undertaking reviews of existing records, partidyleor
higher risk categories of customers or busin
relationships.

Financial institutions should be required to parfg
enhanced due diligence for higher risk categoriés
customers, business relationship or transactiauding
private banking, companies with bearer shares amd
resident customers.

Polish authorities should satisfy themselves thahtheg
with headquarters abroad undertake the CDD prg
themselves as it is required by Polish Law and atorely
on their headquarters (as the Polish Law does Ifmi 3
relying on third parties).

Financial institutions should not be permitted fen an
account when adequate CDD has not been condd
Where the financial institution has already startbd
business relationship and is unable to comply WIID it
should be required to terminate the business ogistiip.
In both situations mentioned above financial ingitins
should be required to consider making a suspic
transaction report.

Financial institutions should be required to ap@pD
requirements to existing customers on the basig
materiality and risk and to conduct due diligencesach
existing relationships at appropriate times.

It is recommended that Poland implements legisiatm
deal with cross-border correspondent  bank
relationships.

—F

ain

by

ess

=

Cess

cted.

ous

of

ng

(R.6)

Poland should implement legislation to deal withPBE

(R.8)

Financial institutions should be required to hawadiqes
in place or take such measures as may be need
prevent the misuse of technological developments
money laundering and terrorist financing schemes.

ed to
5 in

(R.9)

As the Polish legislation does not allow for retiaron third
parties and introduced business, Recommendatios 8of
applicable.

Record keeping and wire transf
rules (R.10 and SR.VII)

eY

The text of the law should clearly state that @tessary
identification data has to be kept for at least fixears
after the end of the business relationship as reduby

Recommendation 10.
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Financial institutions should be required to keep

documents longer than five years if requested by a

competent authority.
Poland should implement the whole concept of SR.VII

Monitoring of transactions an
relationships (R.11 and 21)

o

The examiners strongly recommend to address alll the

subcriteria of Recommendation 11; particularly ficial
institutions should be required to pay specialrditbe to
all complex, unusual large transactions or unupatterns
of transactions, that have no apparent or visibanemic
or lawful purpose, to examine as far as possibke| th
background and purpose of such transactions arsktto
forth such findings in writing and to keep them itatale
for competent authorities and auditors for at |efast
years.

A requirement to pay special attention to busirjess
relationships and transactions with persons froomtites
that do not or insufficiently apply the FATF
Recommendations should be introduced.

Financial institutions should be also required xamine
the background and purpose of transactions cormhecte
with such countries if those transactions have puaeent
economic or visible lawful purpose. Written findsg
should be available to assist competent authoriied
auditors.

Suspicious transaction reports
and other reporting (R.13 and 1
19, 25 and SR.IV)

More guidance is needed to ensure that reportiritjesn
place sufficient emphasis on the STR regime (a®sgh
to the above-threshold reporting regime).

More attention should be given to outreach to ofieats
of the financial and non banking financial sectoetsure
that they are reporting adequately.
The AML Act should clearly provide for attempts
suspicious transactions to be reported.

More guidance is required on the width of the fitiag of
terrorism reporting obligation.

The reporting duty needs to be explicitly clarifiedthe

9%
o

law to include all funds where there are reasonable

grounds to suspect or they are suspected to bedliok
related to, or to be used for terrorism, terroaists or by
terrorist organisations or those who finance tésnor

It would be helpful to state explicitly in the lathat all
financial institutions, directors, officers and doyees
should be protected from both criminal and civability
for breach of any restriction on bona fide disctesuof
information.

The tipping off provision should clearly cover the
transmission of related information, as well as fénet of
reporting.

Internal controls, compliance, audlit

and foreign branches (R.15 and 2!

?)

The AML/CFT compliance officer and other appropiat
staff should have timely access to customer ideatibn
data and other relevant information.

All financial institutions (not only the banking @n
securities sector) should be obliged to have aernial
audit function, which also covers AML/CFT policies.
Financial institutions should be required to ess|
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screening procedures to ensure high standards kithirg
employees.

Poland should implement an explicit obligation ¢éguire
financial institutions to ensure that their foreigranches
and subsidiaries observe AML/CFT measures consi
with the Polish requirements and FATF recommendati
It should add provisions to clarify that particukgttention
has to be paid to branches and subsidiaries intdes
which do not or insufficiently apply the FAT]
recommendations and that the higher standard labe
applied in the event that the AML/CFT requiremesftthe
home and host country differ.

sten

T >

Shell banks (R.18)

Poland should implement provisions with regard t
prohibition on financial institutions to enter oontinue
correspondent banking relationship with shell banks
Financial institutions should be obliged to sati
themselves that a respondent financial institutiona
foreign country is not permitting its accounts toused by
shell banks.

The supervisory and oversig
system — competent authorities g

ht
nd

SROs / Roles, functions, duties and

powers (including sanctions)
(R.17, 23, 29 and 30)

The evaluators advise to introduce an additiongilme of
complementary administrative sanctions such ass fieg
enhance the AML/CFT compliance, especially in toa
financial sector.

The competences of the sanctioning authorities Idhog
clarified to avoid double or no sanctioning; le
clarification is needed and working arrangements/éen
the FIU and the supervisory authorities on sanatmpi
should be set out, preferably by Memoranda
Understanding and greater practical co-ordination.
Sector specific regulation should be issued byfittencial
supervisors (including the PSEC which should be
empowered to do so).

The engagement of the prudential supervisors
AML/CFT supervision should be enhanced.

The financial supervisors, particularly the PSE@Galls
apply all necessary on-site tools (review of pelc
procedures, books and records including samplénggs
also in the AML/CFT area.

More AML/CFT experts are needed within the finahgi

supervisory framework, particularly in PSEC, todise to
cover the complex issue of AML/CFT (supervisi(
regulation and guidance).

CFT training is needed for financial supervisg
particularly for insurance and securities sector.

-

of

als

—

a

hN,

=

S,

Financial institutions — market ent
and ownership/control (R.23)

'y

A licensing or registering system should be inticetlfor
MVT services as well as an effective system
monitoring and ensuring compliance with the AML/C
requirements.

A licensing system as it is understood by the B&swk
Principles should be introduced for Cooperative 8/
and Credit Unions.

for
FT

AML/CFT Guidelines (R.25)

The financial supervisors should consider issuiagta-
specific AML/CFT guidance.
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Ongoing supervision
monitoring (R23, 29)

an

o

Financial supervisors should not only check formal

compliance with the AML Act
effectiveness of the AML/CFT systems in the finaih
institutions.

Inspections of the Insurance and Pension
Supervision Commission should cover CFT issues.
PSEC inspections of the AML/CFT area are purelynfalr
and should be enhanced.

The evaluators recommend that the questionnairthe
PSEC should explicitly address CFT issues.

but also overall

Fuinds

The

f

Money or value transfer servics
(SR.VI)

Poland should implement Special Recommendation VI

4. Preventive Measures -
Designated Non-Financial

Businesses and Professions

Customer due diligence and reco
keeping (R.12)

-d_

The evaluators recommend working with the differ
sectors to improve awareness, and overcome
unwillingness to apply AML/CFT
Information campaigns to this end are required.isRq
authorities should continue its efforts in thisedition, by
offering training, publications etc.

Poland should fully implement Recommendations 3,6
10 and 11 and make these measures applicable tB PN
Real estate agents, counsels, legal advisers aeibrig
lawyers should be required to apply CDD measuresli
relevant  situations according to the FA

Recommendations and not only in the case of sugmE¢

transactions. Accountants should also be coveretthdge
obligations.

requirements.

ent
any

TS

TF

Monitoring of transactions an
relationships, internal  control
compliance and audit (R. 16)

U7

Poland should fully implement Recommendations 13
and 21 in respect to DNFBP.

15

Regulation, supervision and® The evaluators advise to introduce an additiongimme of
monitoring (R.17, 24-25) complementary administrative sanctions such ass fig
enhance the AML/CFT compliance.

* The competences of the sanctioning authorities Idhoe
clarified to avoid double or no sanctioning; legal
clarification is needed and working arrangementsvéen
the FIU and the supervisory authorities on sanutpn
should be set out, preferably by Memoranda | of
Understanding and greater practical co-ordination.

Other designated non-financial
businesses and professions (R.20
5. Legal Persons and
Arrangements and
Non-profit Organisations
Legal Persons—Access to benefigial It is recommended that Poland reviews its commegrgia

ownership and control informatiq
(R.33)

=]

corporate and other laws with a view to taking mees to
provide adequate transparency with respect to lotale
ownership.

There are no real measures in place to guard agdinse
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in the context of R. 33 of bearer shares. Meassinesild
be put in place to address this issue.

Legal Arrangements—Access
beneficial ownership and contr
information (R.34)

to
o]

Non-profit organisations (SR.VIII)

It is recommended to undertake a formal analysig

of

threats posed by the NPO-sector as a whole andtthen

review the existing system of relevant laws andil&ipns
in order to assess the adequacy of the currentl
framework with respect to criterion VIII.1.
Consideration should be given to the issuing oflgnce
to financial institutions on the specific riskstbfs sector,
and of whether and how further measures need takan
in the light of the Best Practices Paper for SR.V
Consideration might usefully be given as to whetied
how any relevant private sector watchdogs could
utilised.

It would be helpful to raise awareness for SR.\éithong
existing control bodies engaged with the NPO sestp
that they also could fully take account of SR \iskues in
their oversight.

6. National and International
Co-operation
National Co-operation ande It is recommended to have more coordination ofrttaén

Co-ordination (R.31)

AML/CFT players to ensure a consistent approacte
work of the intergovernmental Working Group shoblkl
continued and additionally be raised to a more ¢
strategic level to include other key stakeholders.

The Conventions and UN Spec
Resolutions (R.35 and SR.I)

a

Poland should (effectively) implement all the pioihs of
the relevant international conventions it has iedifinter
alia it should introduce a full terrorist financing afiee
and supplement the European Union mechanismg
freezing under the UNSC Resolutions by dome
procedures for European internals.

lega

be

=

Th

ni

for
stic

Mutual Legal
36-38, SR.V)

Assistance (R.3

More statistical data (e.g. nature of mutual assist
requests; the time required to handle them; typd
predicate offences related to requests) is neealesthdw
the effectiveness of the system.

of

Extradition (R.32, 37 and 39,

and SR.V)

Poland should maintain statistics regarding extiauli
requests for money laundering or financing of tesro
including the time required to handle them.

All kinds of financing of terrorism offences shoulik
made extraditable also for non-EU-countries.

Other forms of co-operation
(R.32)

The National Prosecutor’s Office and other reley
authorities should consider to maintain statistidala of
the mutual legal assistance requests referring doem
laundering cases, or securing / seizure of property
request of foreign countries and on request of sRg

ant

D

authorities.

131



3.2  Appendix Il - Excerpts from relevant EU directives

Directive 2005/60/EC of the European Parliament andof the Council, formally adopted 20
September 2005, on the prevention of the use of tHmancial system for the purpose of money
laundering and terrorist financing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC @ Directive):

(6) "beneficial owner" means the natural persom{sy ultimately owns or controls the customer and/or
the natural person on whose behalf a transacti@ctority is being conducted. The beneficial owsleall
at least include:

(a) in the case of corporate entities:

() the natural person(s) who ultimately owns omtcols a legal entity through direct or indirect
ownership or control over a sufficient percentagethe shares or voting rights in that legal entity,
including through bearer share holdings, other thaompany listed on a regulated market that igestib
to disclosure requirements consistent with Commyuleigislation or subject to equivalent internationa
standards; a percentage of 25 % plus one shalebshd¢éemed sufficient to meet this criterion;

(i) the natural person(s) who otherwise exercs@®rol over the management of a legal entity:

(b) in the case of legal entities, such as fouwdati and legal arrangements, such as trusts, which
administer and distribute funds:

() where the future beneficiaries have alreadynbeéetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdearrangement or entity;

(ii) where the individuals that benefit from theydd arrangement or entity have yet to be determitred
class of persons in whose main interest the legahgement or entity is set up or operates;

(iii) the natural person(s) who exercises contr@ra25 % or more of the property of a legal arranget

or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3“ Directive):

(8) "politically exposed persons" means naturabpes who are or have been entrusted with prominent
public functions and immediate family members, erspns known to be close associates, of such
persons;

Excerpt from Commission directive 2006/70/EC of aghist 2006 laying down implementing measures
for Directive 2005/60/EC of the European Parliamantl of the Council as regards the definition of
‘politically exposed person’ and the technical emiia for simplified customer due diligence procexur
and for exemption on grounds of a financial agfigibnducted on an occasional or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):
Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOB060/EC, "natural persons who are or have been
entrusted with prominent public functions" shattlude the following:

(a) heads of State, heads of government, miniatetsleputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionalrtsoor of other high-level judicial bodies whose
decisions are not subject to further appeal, exicegtceptional circumstances;
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(d) members of courts of auditors or of the boarfdsentral banks;

(e) ambassadors, chargés d'affaires and high-rquakficers in the armed forces;

() members of the administrative, management pestsory bodies of State-owned enterprises.

None of the categories set out in points (a) t@{fhe first subparagraph shall be understoodasring
middle ranking or more junior officials.

The categories set out in points (a) to (e) of fin subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOB060/EC, "immediate family members" shall include
the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOBI60/EC, "persons known to be close associatesl' sh
include the following:

(a) any natural person who is known to have joiahdjicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial ositip of a legal entity or legal arrangement which
known to have been set up for the benefit de fatthe person referred to in paragraph 1.

4. Without prejudice to the application, on a r&gasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entritstedprominent public function within the meagin

of paragraph 1 of this Article for a period of at$t one year, institutions and persons referred to
Article 2(1) of Directive 2005/60/EC shall not bieliged to consider such a person as politicallyosegl.
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