**Sessão 1.3 Perspetiva Geral sobre a Base Jurídica da Cooperação Internacional (versão online)**

|  |  |  |
| --- | --- | --- |
| Sessão 1.3 Perspetiva Geral sobre a Base Jurídica da Cooperação Internacional (versão online) | | Duração: 60 minutos |
| **Recursos necessários:**   * PC/computador portátil que disponha de versões de software compatíveis com os materiais preparados * Acesso à Internet * PowerPoint ou outro software de apresentação * Software de videoconferência * Cópia da Convenção de Budapeste para os participantes | | |
| **Objetivo da sessão:**  O objetivo desta sessão é fornecer uma atualização sobre o que é o cibercrime e as disposições de direito substantivo e processual da Convenção de Budapeste, os diferentes quadros jurídicos que permitem a cooperação internacional, uma perspetiva geral da Convenção de Budapeste e das respetivas disposições em matéria de cooperação internacional e uma perspetiva geral do Segundo Protocolo Adicional à Convenção de Budapeste. | | |
| **Objetivos:**  No final desta sessão os participantes deverão ser capazes de:   * Saber os conceitos relativos ao cibercrime e às provas sob a forma eletrónica e as disposições pertinentes da Convenção de Budapeste * Compreender os diferentes canais e mecanismos de cooperação internacional formal * Discutir uma perspetiva geral da Convenção de Budapeste enquanto principal instrumento de cooperação no domínio do cibercrime e das provas sob a forma eletrónica * Identificar as semelhanças entre os diferentes canais e mecanismos de cooperação internacional | | |
| **Orientação para o formador**  Esta sessão pretende fornecer informação de base sobre a Convenção de Budapeste e sobre os quadros internacionais que permitem a cooperação internacional entre os participantes. A sessão foi dividida em quatro partes, para além de uma introdução e de uma conclusão.  Antes da realização desta sessão, recomenda-se que o formador reveja os pontos 22 a 231 do [Relatório Explicativo da Convenção sobre o Cibercrime](https://rm.coe.int/16800cce5b). | | |
| **Teor da sessão** | | |
| **Números dos slides** | **Teor** | |
| 1 a 3  Slides obrigatórios | Os slides iniciais são a introdução à sessão e incluem a agenda e as metas e objetivos da sessão. | |
| 4 a 8  Slides obrigatórios | Estes slides proporcionam uma atualização sobre o que constitui um cibercrime. A principal mensagem que o formador tem de transmitir através destes slides é de que nem tudo é um cibercrime. O formador pode recorrer a exemplos de vários crimes tradicionais (por exemplo, homicídio, roubo, etc.) e perguntar aos participantes se o mero envolvimento de um sistema informático ou de dados informáticos na prática de uma infração a pode transformar num cibercrime. | |
| 9 a 15  Slides obrigatórios | Estes slides proporcionam uma visão do âmbito e do alcance da Convenção de Budapeste. Estes slides apresentam os “três pilares” da Convenção de Budapeste (ou seja, a criminalização da conduta, os instrumentos processuais e a cooperação internacional). O formador pode explicar que os dois primeiros pilares foram abrangidos na parte anterior desta sessão, ao passo que o pilar mais relevante para este curso, a cooperação internacional, será abordado no dia seguinte. Esta parte termina com um slide que sintetiza as disposições de cooperação internacional da Convenção de Budapeste. | |
| 16 a 29  Slides obrigatórios | Estes slides fornecem uma perspetiva geral do panorama internacional no que diz respeito à cooperação internacional formal. Abrange as Convenções do UNODC (UNTOC e UNCAC), as Convenções do Conselho da Europa (Convenção de Budapeste e Convenção do Conselho da Europa relativa à Assistência Jurídica Mútua em Matéria Penal), antes de analisar outros instrumentos regionais. Esta parte termina com um questionário. | |
| 30 a 32  Slides importantes | O formador deve resumir os objetivos da sessão com os participantes e dar-lhes a oportunidade de colocar quaisquer perguntas relacionadas com os materiais abrangidos por este módulo. | |
| **Exercícios práticos**  Não há exercícios práticos associados a esta sessão. | | |
| **Avaliação/verificação de conhecimentos**  Não foi solicitada qualquer verificação ou avaliação de conhecimentos para esta sessão. | | |