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Save the date! 
 
Focus 
 

► Evidence in cyberspace: Consultations on a Protocol to the Budapest Convention 

 

Workshops 
 

► Online child sexual exploitation and sexual abuse: mapping responses  

► Data protection and criminal justice: what are the issues? 

► Capacity building for interagency cooperation on cybercrime and e-evidence 

► Election interference 

 

Participation 
 

The conference will provide an opportunity to interface for cybercrime experts from public and 

private sectors as well as international and non-governmental organisations from all over the 

world. Participation is free of charge but subject to registration. Working languages will be English, 

French and Spanish. 

 

Registration will be open from 11 September to 11 October 2019 at www.coe.int/cybercrime.  

 

The conference will be preceded by the plenary session of the Cybercrime Convention Committee 

(T-CY) and Protocol Drafting Plenary from 18 to 20 (morning) November. Participation in these 

meetings is restricted.  

 

For any question please contact: 

Cybercrime Division 

Directorate General of Human Rights and Rule of Law 

Council of Europe, 67075 Strasbourg CEDEX, France 

 

Tel  +33-3-8841-2175 

Fax +33-3-9021-5650 

Email  nina.lichtner@coe.int  

 

The Octopus Conference is part of the Cybercrime@Octopus project which is funded by voluntary 

contributions from Estonia, Hungary, Japan, Monaco, Netherlands, Romania, Slovakia, United Kingdom, 

USA and Microsoft as well as the budget of the Council of Europe.  
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Palais de l’Europe, Council of Europe, Strasbourg, France  
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Proposed programme  
 

WED, 20 NOVEMBER 

Plenary session Hemicycle  

14h00 ► Opening session 

 

► Criminal justice and the rule of law in cyberspace: challenges 

- Phenomena of cybercrime 

- Reporting cybercrime and the 1% problem 

- Access to electronic evidence 

- Artificial intelligence  

 

► Responses to cybercrime: what are the good news? 

- Targeting crime proceeds 

- Take down of dark markets 

- Legislative developments 

20h00 Social dinner 

THU, 21 NOVEMBER 

Workshops  Room 2  Room 1  

9h30 Workshop 1:  

 

► Online child sexual exploitation 

and sexual abuse: mapping 

responses 

Workshop 2:  

 

► Data protection and criminal justice: 

what are the issues? 

Workshops  Room 2  Room 1  

14h30 Workshop 3:  

 

► Capacity building for interagency 

cooperation on cybercrime and e-

evidence 

Workshop 4: 

 

► Evidence in cyberspace: multi-

stakeholder consultation on the 

Protocol to the Budapest Convention 

FRI, 22 NOVEMBER 

Workshops Hemicycle  Room 1 

9h00 Workshop 5:  

 

► Cybercrime, “fake news” and 

election interference 

 

Workshop 4 cont’d:  

 

► Evidence in cyberspace: multi-

stakeholder consultation on the 

Protocol to the Budapest Convention 

Plenary session Hemicycle  

14h00 Plenary: 

 

► Results of workshops 

► Panel: Hate speech versus free speech – when does speech become a 

crime? 

► Panel: Strategies on cybercrime  

► Conclusions 

 

17h00 End of conference 
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