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EXECUTIVE SUMMARY

Background Information

This report provides a summary of the AML/CFT measun place in Croatia as at the date of the
third on-site visit from 25 to 30 September 2006,immmediately thereafter. It describes and
analyses the measures in place, and provides reendations on how certain aspects of the
system could be strengthened. It also sets outt@i®tevels of compliance with the FATF 40 +
9 Recommendations.

Since the second evaluation in June 2002, CroaBadken some steps to improve its AML/CFT
system. The Law on Prevention of Money Launderimgréinafter: AML Law), which entered
into force on 1 November 1997, had formed the bfwigthe development of an AML/CFT
system in the Republic of Croatia. It was amendgethk Act on Amendments to the Prevention
of Money Laundering Act which entered into force bnJanuary 2004; this amendment was
intended to harmonize Croatian legislation withdpgan Union legislation. On the basis of these
amendments new Procedures on Implementation dfatveon Prevention of Money Laundering
(hereinafter: AML-Bylaw) were issued which entegdso into force on 1 January 2004.

According to the information provided by the Craatiauthorities, the money laundering situation
has not changed in Croatia since the last onsd#i¢. Vihe main sources of illegal income to be
laundered are considered to be economic crime egferwonnected with abuse of authority in
economic business operations, and abuse of offideo#ficial authority, and abuse of narcotic

drugs. As described below at appropriate placesCiioatian legal framework to combat money
laundering and terrorist financing suffers in cer@reas from quite complicated legislation which
requires numerous cross-references to be fully cehgmsive. This should be revised to make its
application easier and more understandable botgdeernmental authorities and also for private
sector.

Turning to the terrorist financing situation, theo&tian authorities are of the opinion that Croatia
is not exposed to terrorist threats; so far nootést financing cases could be detected. The
Croatian government installed a “Counter Terrorisiorking Group”, which focuses on terrorism
and also includes terrorist financing issues; thiwking group is chaired by the Ministry of
Foreign Affairs and European Integration. The arities seem to be aware of terrorist financing
issues, e.g. the FIU received two STRs from banksch did not specify whether they were
related to suspicion of money laundering or testdiinancing, but which were considered by the
FIU to be connected with possible terrorist finagcbecause of the indicators described in these
STRs; the FIU undertook an analysis of these casgshen forwarded it to other authorities.

Nonetheless, Croatia will have to do more to tat&leorist financing in a satisfactory manner.
Financing of terrorism is only to a very limitedtent provided for as an autonomous offence and
moreover the preventive law addresses the preveafiterrorist financing in an insufficient way.
In 2003, Art. 1 para 1 of the AML Law was amended ¢he phrasednd prevention of terrorist
financindg was added. The Croatian authorities explainedl tiere had not been enough time in
2003 to carry out more comprehensive changes srfiid and the thought behind this minimalist
amendment was that it was to be the easiest wextémd the scope of the entire AML Law to the
prevention of terrorist financing. However, the lexators were not convinced by this argument
particularly in the case of provisions in the AMlaw which explicitly mention only money
laundering. For those articles it is difficult togae that they could be applied beyond the explicit
language of the legal texts.
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Legal System and Related Institutional Measures

The separate money laundering offence (Article @7%e Criminal Code) is basically in line
with international standards and the legislatiolpfodly contains an explicit provision to ensure
that the laundering of foreign proceeds is coveredCroatia. The judges considered that a
conviction for the predicate offence was not esakmd a successful prosecution for money
laundering. Corporate criminal liability had beenroduced in Croatia since the last evaluation
and successful prosecutions had been achievedgpeceof legal persons, though not as yet in
money laundering cases. However, some inconsigenaith the international instruments exist
and raise some uncertainties which may impede taetipal implementation of the provisions.
One uncertainty is that the scope of the moneydating offence is unnecessarily limited to
“banking, financial or other economic operatitinSven if the term bther economic operatiohs
were to be widely interpreted, the scope of this/gion does not cover all the physical (material)
elements as required by the international standards

Concerning money laundering proceedings, there loale been 2 cases (involving 5 persons)
that resulted in a conviction for money laundersimge it was separately criminalised in 1996. In
the period of 2002-2006 (up to the time of the wa-sisit), the State Attorney’s Office issued
indictments against 14 persons. In spite of theseemous indictments, from 2003 until the on-
site visit in 2006, there were no convictions awafidecisions in any money laundering case. At
the time of the onsite visit, there were 15 indieits pending before courts (covering laundering
on behalf of others, as well as “own proceeds” tluimg) and one of these cases dated back 8
years. The main reason for this deficient situati@s the backlog generally in criminal cases;
furthermore the Croatian authorities referred tong-lasting court investigations, partially
caused because of lack of experience and lack efifgp education, particularly in economic
crime offences as predicate offences for moneydiaumg offence”and the lack of competent
forensic financial experts as impeding factors. Tmatian authorities are aware of these
deficiencies and should continue to address thigadisant problems.

Confiscation of pecuniary gain, in money launderamgl proceeds-generating criminal cases, is
provided for and the provisions appear wide endagbover value confiscation, confiscation of
indirect proceeds and substitute assets and inchaddiscation from third parties. Voiding
contracts is provided for as part of the specidefture regime in money laundering offences, but
not as part of the general forfeiture regime. Thanioal confiscation provisions which cover
illicit pecuniary gain would be insufficient to cliscate legitimate funds directed to the financing
of terrorism in any such prosecution. It is pogtifiowever, that in cases of organised crime,
since 10ctober 2006 it was possible to reverse the buadgroof in establishing proceeds that
can be forfeited after conviction. The specialipedsecutorial body “USKOK” (Office for the
Suppression of Corruption and Organised Crime) yesnot achieved any money laundering
conviction.

Though the complex legal structure to forfeit pext® of crime after conviction seemed to be
sound, there was little practice which could benpaal to and a general absence of statistical data
on the number of confiscation orders in major pedlsegenerating cases. A much greater
emphasis needs to be given to the taking of pravédi measures at early stages of financial
investigations to support more confiscation reguegion conviction. More training on these
issues is required particularly for law enforcenmamd the judiciary.

The United Nations Convention on the Suppressiode@forist Financing has been ratified.
Financing of terrorism is not provided for as amoaomous offence. Numerous provisions were

! There have been altogether 22 persons indictee sioney laundering was criminalized, out of wHichave
already been convicted and 2 acquitted.
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pointed to in Croatian legislation to cover tersbfinancing. Different provisions are applicable
depending on whether a terrorist act or a relatédnoe is associated with "domestic”
or "international” terrorism, which results in ptems for the system. “Terrorist financing” in the
sense of the Terrorist Financing Convention appteakse punishable only if related to terrorist
acts of aninternational character while other forms of financing terrorisme apparently not
covered. Financing adomesticterrorism is, however, provided on a more residdbasis with a
typical aiding-and-abetting approach. So far thesevisions have never been tested before the
court (no criminal proceedings, indictments or dotions) and there have been no investigations
initiated against anyone in relation to any offeses to cover terrorist financing. As a result,
there is no case-law or practice on the exact sobfiee current provisions.

Though the Croatian authorities pointed to varipusvisions, the evaluation team came to the
conclusion that there are no legal provisions sppatly implementing UNSC Resolutions 1267
and 1373 in terms of roles, responsibilities andditions. Nonetheless, it needs to be noted that
despite this deficient legal base, some resultsbemh achieved: bank accounts were checked,
transactions suspended and assets frozen by @misiahs.

The Croatian FIU, the Anti-Money Laundering Depatin (hereinafter the AMLD), is an
administrative FIU and was established in 199Ba# no investigative powers and its main task is
to gather information on transactions with a vi@astibmitting reports to the authorized bodies
(State Attorney’s Office and law enforcement bogdi€ince the last evaluation, the FIU's IT
system has been considerably enhanced. There westaff in place at the time of the on-site
visit and 5 vacancies. Though Croatia undertookesetaps to reinforce the unit with recruitment
of additional staff, the actual number of staffresesomewhat insufficient. The AMLD indicated
a need to recruit experts in analytics, statistitgechnology, financial market, securities market
and investment funds. Moreover, as was alreadyated in the ¥ round report, there is a high
turnover of staff. Notwithstanding this difficultesf situation, the AMLD sends a steady flow of
reports to law enforcement.

The FIU is an active member of the Egmont Group amgkars to provide generally timely and
helpful assistance to other FIUs. Moreover, it thas capacity to exchange information with all
types of FIU. The Department appears to be fullgraponal. Considering the role of the AMLD
in the Croatian AML/CFT system it can be concludedt the AMLD satisfactorily fulfils its
obligations. It exercises in an efficient way itwe responsibilities in steering, coordinating and
evaluating the reporting system and analysing goeived reports. The prosecutors and Police
with which the evaluators met expressed that theysatisfied with the overall work of the
AMLD and that the reports received are of good itgébr further proceedings. The examiners,
however, noted that the FIU does not have its ospaate budget. Though this does not appear
to be a problem at present, in the examiners’ veevgeparate budget may strengthen its
independence. Of more concern is the lack of safficand adequate feedback to reporting
entities. The FIU does not give case specific faekbto the reporting entities, but general
feedback information is given once per year to drdgks in connection with cases opened by the
AMLD based on transaction reports from the paréictdank, which also contains typologies and
money laundering techniques that can be foundsesa\o case specific feedback (even general)
is given on such occasions and there is no feediiaalk with bodies other than banks.

The AML Law and the AML By-law provide the legal dis for the obligations of the reporting
entities to file a report to the AMLD if one or bobf the following provisions exist a) a
transaction raises a suspicion of money laundetighe amount of the transaction exceeds a
certain threshold. As noted, this system is quitamlex and requires numerous cross-references
in order to be fully comprehensible, which makeseity difficult to determine the full scope of
the obligations; this causes a significant riskt e reporting institutions may misunderstand
their obligations. Attempted transactions are godytially covered, and in an indirect manner.
The FIU was concerned about over-reporting of ugps transactions based on objective
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indicators which they had issued to the financedter and supervisory bodies. They are now
directing the reporting entities to focus more abjsctive indicators for suspicious transactions
and have revised their guidance to the reportisgtutions in this regard. The number of reports
coming from the non-banking sector was considerbdsy efforts should be undertaken to raise
the awareness of the risks associated with monmdkxing in this sector.

The AML Law addresses terrorist financing only inlimited way and, as noted, this is a
significant deficiency with regard to the reportiolgligation regime. As the relevant provisions of
the AML Law dealing with suspicious transactionagmg only refer to the suspicion of money
laundering (Art. 4 para 5; Art. 8 para 3), it idfidult to interpret these provisions beyond their
clear language and one has to assume that the &jilRe provided by the AML Law does not
extend to the prevention of terrorist financing.wéwer, the FIU issued a list of indicators which
should serve as a basis for reporting institutimneeport suspicious transactions and which also
contains indicators related to terrorist financiNgnetheless, it is questionable whether theee is
clear legal basis for the FIU to do so; the AML By (which again only refers to suspicion of
money laundering but not to terrorist financingyas the FIU the authority to issue a list of
indicators (Art. 12).

Preventive Measures — financial institutions

Turning to the preventive side, numerous key elamehFATF Recommendation 5 which need
to be covered either in Law or Regulation (markeith\an asterisk in the 2004 Methodology) or
otherwise by other enforceable means are not pedvidr in Croatian laws, regulations or
enforceable guidance.

The Croatian AML/CFT framework is not based onsk assessment. Neither the AML Law nor
other regulations provide for financial institut®measures to be based on the degree of risk
attached to particular types of customers; busingasionships; transactions and products. More
specifically, enhanced scrutiny regarding estabighelations with high-risk customers, such as
foreign correspondent banks and politically expopedsons (PEPS), is not required by law,
regulation or other enforceable means. There afaasions that require financial institutions to
establish customer profiles, conduct CDD on a owomtig basis and to detect and analyze all
complex, unusual large transactions, or unusuaemest of transactions that have no apparent or
visible economic or lawful purpose. However, in gqtige it seems that internal rules and
procedures in those banking institutions which @amned by foreign banks are based on their
parent banks’ compliance and CDD procedures, ausl tould be more in line with the FATF
Recommendations, notwithstanding current Croateguirements (in this context it is worth
mentioning that the assets of six of the largeti§m owned banks exceed 85 % of total banking
sector assets). Nonetheless, the evaluators cimalchd familiarity with the issue of PEPs in the
financial sector.

A certain deficiency of the Croatian AML/CFT systesthe situation concerning anonymous
accounts, numbered accounts and accounts indigtithames. Concerning non-residents’ bearer
(domestic and foreign) currency savings accoupssdents’ bearer foreign currency accounts and
coded bearer foreign currency accounts, the egidggislation seems to be now in line with
international standards. However, though such adsoshould have been closed after 2003, the
Croatian authorities do not have complete infororathat demonstrate the extent to which this
has been done. For residents’ accounts in domagtiency, there is no single act or subordinate
legislation that explicitly prohibits the opening anonymous Kuna accounts or coded bearer
Kuna accounts. Concerning anonymous savings bdbksnew Civil Obligations Act, which
entered into force on 1 January 2006, prescribatsattsaving book may only be registered in the
name of a person. Thus, as from 1 January 200thgsaLbearer saving book is not allowed in the
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Republic of Croatia. However, there are no provisizvhich would require the closing of existing
bearer passbooks.

Despite the fact that the preventive law and seagnkgislation requires all reporting entities to

establish the identity of the “beneficial ownert definition of this term is provided by any of the

relevant Croatian legislative acts. As a resutiafiicial institutions normally would not go further

than collecting information at the second levelréspect of owners of a legal entity. It thus
appears that Croatian law does not require adedpaatsparency concerning beneficial ownership
and control of legal persons.

In general, for identification of natural persohe teporting institutions can use for verificatimi
identification of natural persons passports orgqeal 1.D. card. However, some legal provisions
allow the use (sometimes only for certain situagjoof other documents which are described in
various ways using the termsther relevant identification card” other public I.D. documerits
“other appropriate public documéntr “other adequate government identificatiorlowever,
none of these terms is further defined elsewhehe. [Egislation does not specifically identify
which documents these are, what quality they nedthve, from which authority they have to be
issued, etc. Thus, it is left to the discretionhaf reporting entities what they consider appraeria

Till December 2006, fit and proper requirements €pralified owners and members of the
management board of foreign exchange offices weite timited and criminal convictions other
than for money laundering were no obstacle to th@ioing of a licence. The evaluators were
advised that after the onsite visit, namely on EBt&nber 2006, the Act on Amendments to the
Foreign Exchange Act (NN 132/2006) entered intadomvhich provides enhanced requirements.
Now the requirement that qualified owners and mesloé the management board of foreign
exchange offices should haved‘ history of criminal offence against the valuestected by
international law, payment transactions and opemasi security, document authenticity or of
criminal offences as defined in Foreign Exchangg éavers a broader range of crimes.

The evaluation team was advised that at the timéhefon-site visit only one global money
remittance company, namely Western Union, conduitteusiness through 2 agents (Croatian
Post Office and one bank). The annual amount adduransferred in this way was estimated at
11 million EUR. The FEI supervised so far only office2006) the activities of Western Union in
one bank. The absence of a registration or licgnségime and general legal provisions for the
supervision regarding money remittance providersepaserious ML/FT risks for Croatia. Also,
for companies issuing debit/credit cards, no spdicnsing or registration system exists. As a
consequence, there are also no requirements tergresiminals or their associates from holding
or being the beneficial owners of a significantcontrolling interest or holding a management
function, including in the executive or supervistwyards, councils, etc in such entities. Though
these companies provide their services mainly \aakb and this kind of business is then an
element of the general licence for banks, two cargsaissuing debit/credit cards operate
autonomously and are not covered by a banking dee®o far, only one company has been
supervised in 2001 and in 2003 by the FEI.

Supervision in the banking sector is diverse anitldd between various bodies: the Ministry of
Finance is the supervisory body of Savings and LGawoperatives; the CNB supervises the
opening of accounts and transactions both in domasd foreign currency for AML purposes;
the Foreign Exchange Inspectorate (FEI) does thlig with respect to accounts and transactions
in foreign currency; and housing savings bankssagervised and licensed exclusively by the
CNB. Though the evaluators were advised that tistreuld be no overlap in the area of
supervision of accounts and transactions in foreigmency because both the CNB and the FEI
exercise this supervision only according to the pet@nce given by law, the examiners were
concerned that a more even and unified approashigervisory issues should be in place across
the whole banking sector. The sharing of examinati@thodologies could assist.
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1.1.2006 the Croatian Securities Commission, theng&y for the Supervision of Pension Funds
and Pension Insurance and Directorate for the Sigiem of Insurance Companies. It is
responsible for the supervision of all legal andured entities that deal with the provision of
financial services, financial market advising, salerokerage activities and asset management for
users of financial services. This means that HAN#@A to supervise the operations of large range
of entities. A more coordinated approach to sup@i across the whole financial sector is
encouraged.

Preventive Measures — Designated Non-Financial Bumssses and Professions

DNFBP are covered under the AML Law. Both casinos iBeal estate agents are held to the same
standards on identification, verification and sugipis transaction reporting requirements as
financial institutions. However, these DNFBP ar¢ha same position as the financial institutions
in that the full requirements of FATF Recommendadidb, 6 etc are not covered by law,
regulation or other enforceable means. All DNFBRJuding lawyers, accountants and public
notaries, appear to be conducting sufficient cléuré diligence of physical persons in accordance
with the laws regulating their individual sectoowever, it seems that their obligation to report
transactions regardless of thresholds, as requisedirticle 8(3) of the AML Law, is not
understood and therefore not generally followedtiarmore, though the FIU has reached out to
various sectors within the DNFBP, there appearddominimal ongoing communication as
evidenced by the lack of dissemination of both goak and UN lists of designated persons.
Finally, even though the AML Law does not designatespecific agency responsible for
supervision of the DNFBP, the Tax Administratiors haken on this responsibility. Nevertheless,
only its office for supervision of games of chamoaducts regular on-site visits. Any inspections
pertaining to real estate, lawyers, notaries, aatamis or car dealerships are the direct resudt of
targeted request from the AMLD, instead of beingdited on a regular basis.

Legal Persons and Arrangements & Non-Profit Organiations

There are various forms of enterprises establishe@roatia for the purpose of undertaking

business and they have to be registered by the oegistry. The registration process itself is a
specific activity performed by commercial courtgukated by the Court Registry Act. There are
only formal checks verifying whether the submittlmtumentation is complete. The registering
court is only obliged to determine whether the mapion contains all requirements and if the

stipulated documents have been attached. Conségubet court is not authorized to engage in

determining the authenticity of the documents ottheir content. Details of shareholders, i.e.

members of limited liability companies are, as dabove, available on the public Court Register.
In case of joint stock companies, data on shareheldre available at the Central Depository
Agency (CDA) on the request of entitled persons atate bodies only (except for data

concerning the identity of the 10 largest ownergadth security, which are accessible to public).
Judicial and administrative bodies includimgter alia courts, state attorneys, Police, the AMLD

or the tax authority have the right to access, iwitheir competence provided by law and on the
basis of a written request, any data kept by th& CD

As the preventive law and secondary legislatioty oatjuires all reporting entities to establish the
identity of the “beneficial owner” but does not ithef this term, there is insufficient transparency
concerning beneficial ownership and control of legarsons. Thus, it will be a difficult and

cumbersome procedure for competent authoritiebtaimthe necessary information, for example,
by searching the premises of a company in ordéndothe relevant documents etc. Certainly, the
Croatian authorities can rely on investigative psiag law enforcement to determine the ultimate
owners of the company from its internal recordsweteer; this procedure, especially in case of
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shareholders who are legal persons and/or witdease or seat abroad, cannot be carried out in a
timely way (e.g. where mutual legal assistanceeguired) and doubts may remain whether
information obtained by this route is adequateyeate and verifiable.

There has been no formal review of the adequadsved and regulations that relate to the NPO
sector concerning entities that can be abusedéofinancing of terrorism, even though there is a
base to build upon, as there is some financiakprarency and reporting structures are in place.

National and International Co-operation

The cooperation between policy makers, the AMLDy knforcement and supervisors in the
AML/CFT area seems appropriate. The various bdue® signed Memoranda of Understanding
and they also participate in co-ordination groupformation exchange seems to work. The FIU
has access to various databases of other bodieb sfdws a good level of co-operation.

Croatia is able to provide a wide range of mutaghl assistance including, pursuant to Art. 3(1)1
of the MLA Act, “procuring and transmitting articles to be produdacevidence, service of writs
and records of judicial verdicts, appearance befttre court of witnesses for testimony and other
acts necessary to carry out the court proceedinGensidering that, as it was discussed above,
the provisions of the Criminal Procedure Act and ttaw on USKOK can also be applied in
proceedings conducted for the execution of a lettgatory, it is beyond question that the powers
of competent authorities required under Recommémi&@8 are generally available for use in
response to requests for mutual legal assistance.

Requests are executed in accordance with natiooakg@ures and those stipulated in international
treaties. Nevertheless, domestic judicial authesitare required to comply with any formalities
and procedures expressly indicated in the requeshezessary, pursuant to the law of the
requesting state (Art. 10).

As far as mutual legal assistance is concernedyitb®e Act contains no rules that would require
dual criminality. All that is required in this cant, according to Art. 1(2), is that assistance
should only be providedirf respect of criminal acts the punishment of whiththe time of the
request for assistance, falls within the jurisdbctiof the judicial authorities of the requesting
state” - apparently regardless of whether such an actdumel punishable under Croatian criminal
law. The evaluators were not informed of any furipvision in Croatian law that would make
mutual legal assistance subject to unreasonalseratiortionate or unduly restrictive conditions —
on the contrary, affording such assistance “in whéest sense” is a key principle of the law
(Art. 4). Though money laundering and, to the Vianjted extent it is covered by Articles 187a
and 153 of the Criminal Code, the financing ofdeem are extraditable offences and the law, at
least in principle, allows for a wide interpretati@f dual criminality. Deficiencies in the
criminalization of terrorist financing may neverags pose a significant obstacle to executing
extradition requests related to such offences.



TABLE 1. Ratings of compliance with FATF Recommendtions

Forty Recommendations

Rating

Summary of factors underlying rating®

Legal systems

1. Money laundering offence

PC

Some of the legislative provisions need further

clarification, particularly:

- Precise requirements for extra-territorjal

offences in respect of dual criminality.

- Itis unclear if indirect proceeds deriving frgm

property other than money is covered.
The scope of the money laundering offence

limited to “banking, financial or other econoniic

operations”.

Significant backlogs both in general terms and
especially in money laundering cases are serigusly

threatening the effectiveness of the AML system
There have been no convictions or final decisions
any money laundering case since 2003.

2. Money laundering offenc
Mental element and
corporate liability

112

LC

Significant backlogs both in general terms and
especially in money laundering cases are serigusly

threatening the effectiveness of the AML system
There have been no convictions or final decisions
any money laundering case since 2003.

No prosecutions or convictions of legal entities [fo
money laundering which raises a concern |on

effective implementation of corporate criminal

liability.

3. Confiscation and
provisional measures

PC

The confiscation regime is still far too complichte
which may hamper its effective application.

The number of confiscations is too small (there had
been no confiscation in money laundering cases
during the period under evaluation) which

questions the effectiveness of the system.

Confiscation of proceeds appears, at least in terms
of procedural rules, only discretionary and the
same goes for instrumentalities of money

laundering offences.

The general confiscation regime covers indifect
proceeds only in specific cases (i.e. the pecunjiary
equivalent of ill-gotten money, securities |or

objects).

The specific confiscation regime for mongy
laundering cases does not allow for value

confiscation.
The general value confiscation regime is

- restricted to “money, securities or objects” and
does not cover any other sorts of property, like

real estate or property rights,

2 These factors are only required to be set out whemating is less than Compliant.
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- in its amount limited to the pecunia
equivalent of the ill-gotten assets.
There is — apart for money laundering cases -
general authority to take steps to prevent or
contractual or other actions where the perg
involved knew or should have known that ag
result of those actions the authorities would
prejudiced in their ability to recover propef
subject to confiscation.
A clearer provision for freezing ordeex parteor
without prior notice would be beneficial.
Provisional measures are not taken regularly.

'y

- No
oid
ons
5 a

be

ty

Preventive measures

4. Secrecy laws consistent wi
the Recommendations

th

LC

The AML Law does not seem to provide a cl
legal basis to lift bank secrecy for STRs in res
of terrorist financing.

ear
hec

5. Customer due diligence

NC

Anonymous accounts and accounts in fictitig
names are only prohibited for certain types
accounts; where it is forbidden it is unclear h
many of these accounts existed before 2003
how many of them were closed afterwards.

DUS
of
ow
and

There is no legal obligation which covers customer

identification

- when carrying out occasional transactions
are wire transfers in the circumstances cove
by the Interpretative Note to SR VII;

- when the financial institution has doubts ab
the veracity or adequacy of previously obtair
identification data;

- when there is a suspicion of terrorist financir

Croatian legislation does not provide for a cong

of *“beneficial owner” as required by th

Methodology.

The documents which can be used for verifica

of identification are not sufficiently determineg

Croatian Law.

There is no requirement regarding:

- the purpose and nature of the busin
relationship,

- ongoing CDD,

- enhanced CDD or

- conducting CDD on existing customers;

The Croatian preventive system does not provi

“risk based approach”, requiring financ

institutions to perform enhanced CDD measu

for higher risk categories of customers, busin
relationships, transactions and products.

The exemptions from identification which are

stipulated by the AML Law and the AML By-la
raised concerns.

hat
ared

out
ned

g.
ep
e

ion

D

eSS

le a
al

res
ess

W

6. Politically exposed persons

NC

Croatia has not implemented any AML/CFT meast
concerning the establishment of customer relatiqss

res

11



with politically exposed persons (PEPS).

7. Correspondent banking NC Recommendation 7 is addressed only to a very lihjite

extent (partially criterion 7.1).

8. New technologies and NC There is no legal obligation requiring financjal

non face-to-face business institutions to have in place or take measures¢vgnt

the misuse of technological developments | in

AML/CFT schemes and to address the specific risks

associated with non-face to face business reldtipas

or transactions.

9. Third parties and introducers  n/A Recommendation 9 is not applicable to the Croatian

AML/CFT system.

10. Record keeping LC « There is no requirement in law or regulation togkee
documents longer than five years if requested by a
competent authority.

* Apart from the banking sector, the record keeping
provisions do not mention collecting or maintaining
account files or business correspondence.

11. Unusual transactions NC * Recommendation 11 has not been implemented.

12. DNFBP -R.5, 6, 8-11 NC » Essential Criterion 5.7 is not covered by law,
regulation or other enforceable means.

e Essential Criteria 5.6, 5.8 and 5.17 are |nhot
implemented across the board.

 Recommendations 5-11 do not apply to lawyers,
notaries and other independent legal professions
when they carry out the specified transactions.

* There is no authority for competent authoritieg to
request the reporting institutions to keep |all
necessary records on transaction longer than|five
years and there is no mention of collecting| or
maintaining  account files or  businegss
correspondence.

 Recommendations 6, 8 and 9 are not covered by
law nor are they implemented.

» For casinos, the documents which are necessaty for
verification of identification are not determined.

» Casinos are not obliged to apply CDD measures
when their clients engage in financial transactipns
equal or above 3 000 EUR/USD.

» there is no sound legal basis to oblige lawygrs,
accountants and public notaries to identify their
clients.

 There is no law which obliges accountants| to
perform CDD measures.

13. Suspicious transaction PC  There is no clear obligation to report STRs |on

reporting terrorism financing.

» Attempted transactions are only partially and in an
indirect manner covered.

* The STR reporting regime contains exemptions| for
certain transactions, regardless whether there|is a

suspicion for terrorist financing.

12



Low numbers of STRs outside the banking se

raises issues of effectiveness of implementation,

ctor

14. Protection and no tipping-of

=1

NC

There is no protection from other sorts of crimi
charges or civil lawsuits than from liability fq
breach of banking secrecy rules.

It is not clear if the safe harbour provisions ao
also good faith reporting and when no ille
activity actually occurred.

There is no clear legal basis for protection in
case of reporting a suspicion of terrorist finagcin
There is no direct and explicit sanctioning
“tipping off".

nal
DI

ve
yal

the

for

15.

Internal controls,
compliance and audit

PC

Clear provision should be made for compliar
officers to be designated at management level.

There is no general legal requirement for finan
institutions to maintain an adequately resour

nce

cial
ced

and independent audit function to test compliance

with AML/CFT procedures, policies and controls

There are no general formal obligations impo
on financial institutions regarding screeni
procedures to ensure high standards when h
employees.

D.
sed

ng
ring

16.

DNFBP — R.13-15 & 21

NC

There is no obligation to file an STR when therg¢

a reason to suspect financing of terrorism.

The number of reports from DNFBP is very sm

and indicates a lack of awareness

understanding from this sector. There
misunderstandings and uncertainties in vari
areas, particularly:

- It was unclear to DNFBP that the 2000
Kuna threshold does not exempt report
entities from submitting STRs.

- The circumstances under which lawyers :

2 IS

all
and
are
ous

00
ng

and

notaries are exempted from reporting

suspicious transactions because of Ig
professional  privilege/secrecy are 1
sufficiently clear.
The safe harbour provisions for lawyers &
notaries to protect them from criminal or ci
liability for reporting their suspicions in gooditta
are not sufficiently clear.
For lawyers, public notaries and accountants
specific “tipping off” provisions exist.
The head of compliance is not required to be at
management level.

gal
ot

ind
il
no

the

There are no requirements for an independent

udit

function to test compliance and there are|no
screening measures in place for the employees of

heads of compliance or “responsible persons.”

Reporting institutions do not seem to give special
attention to transactions or business relationships
with individuals from countries which do npt

13



sufficiently apply the FATF Recommendations,

nor does it appear that the reporting instituti

DNS

have been advised of which countries have weak

AML/CFT systems.

17. Sanctions

PC

The AML Law does not provide a clear legal basis

for sanctions concerning infringements in
context of terrorist financing.

The AML law does not provide a sanctioni
regime for directors or senior management. A
the sectoral laws seem to have no such provig

with regard to violations of AML/CFT obligations.

The majority of AML/CFT infringements can on
be sanctioned by the AML Law and can only res
in fines; a comprehensive sanctioning regi
providing for proportionate and dissuas
sanctions is missing.

he

ng
Iso
ions

y
sult

me
ve

18. Shell banks

PC

There is no legally binding prohibition on finaric
institutions to enter or continue correspond
banking relationships with shell banks nor is th
any obligation on financial institutions to satis
themselves that a respondent financial instituitio
a foreign country is not permitting its accounts
be used by shell banks.

a
ent
ere
fy

n
to

19. Other forms of reporting

20. Other DNFBP and secure
transaction techniques

PC

No analysis has been undertaken which n
financial businesses and professions (other
DNFBP) are at risk of being misused for mor
laundering or terrorist financing.

There seems to be no strategy on the develop
and use of modern and secure techniques
conducting financial transactions that are |
vulnerable to money laundering.

21. Special attention for highe
risk countries

=

NC

In the case of all transactions (with persons foon
in countries which do not or insufficiently app
FATF Recommendations) which have no appa
economic or visible lawful purpose, there is
specific requirement on the financial institutidos
examine the background and purpose of S

on-
than
ey

ment
for
ess

ly
rent
no

uch

transactions and set out their findings in writing

and to make them available to the compe
authorities.

There are no mechanisms in place to apply cou
measures.

22. Foreign branches and
subsidiaries

PC

The current provision requiring financigl
institutions to apply AML/CFT measures [o

[fent

nter

foreign subsidiaries consistent with home country

requirements is not fully operational.

There is no provision that requires finang
institutions to inform their home count

ial
y

supervisor when a foreign subsidiary or branch is

unable to observe appropriate AML/CET

measures.

23. Regulation, supervision and

PC

There is no clear legal basis to cover CFT in

14
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monitoring

course of supervision.

Not for all types of financial institutions exists
legislation to prevent all criminals and their

associates from holding or being the beneficial

owner of a significant or controlling interest for

holding a management function.
HANFA in the course of its supervision focus
more on the detection of non-reported suspic

transactions than evaluating the effectiveneshef t

es
ous

whole anti-money laundering system of the obliged

entities.
No system in place of registering and/or licens
MVT services.

There is no special licensing or registration rexg
for companies issuing credit/debit cards.

24. DNFBP - Regulation,
supervision and monitoring

NC

Croatia does not have an effective system
monitoring and ensuring compliance w
AML/CFT requirements among DNFBP.

ing
m

for
th

Apart from casinos, the Tax Administration is not

supervising DNFBP on AML/CFT issues.
The AMLD is the only entity able to sanctic

reporting institutions for not complying with

AML/CFT requirements, and its only available tc
is the pecuniary sanction. A broader range

proportionate and appropriate sanctions is miSSJng.

In the absence of statistics about the sanc
implied, there is a reserve on effectiveness.

25. Guidelines and Feedback

PC

Guidance is not issued for general compliance
AML/CFT requirements, only for filing STRs.

Apart from the general feedback to banks,
AMLD does not give general and sufficie
feedback to the reporting entities.

Institutional and other
measures

26. The FIU

LC

The AML Law provides only in its Art. 1

reference to terrorist financing and contains
further provision in this regard. As a result ther¢
no clear competence of the AMLD in this af
which could affect its overall efficiency as t
national centre for receiving, analysing 4
disseminating all potential disclosures concern
suspected terrorist financing activities.

The suspicious transaction report form of

AMLD relates only to money laundering but not
terrorist financing.

The high rate of turn over of staff could cal
difficulties to the efficient work of the FIU.

n
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ions

with

the
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A
no
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27. Law enforcement authoritie

LC

There have been no convictions or final decisi
in any money laundering case since 2
(effectiveness).

ons
D03

28. Powers of competent
authorities

29. Supervisors

LC

No general power in the whole financial sectof

to
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supervise CFT issues.

30. Resources, integrity and
training

LC

« The AMLD has not sufficient staff to cover all i
tasks satisfactorily.

» The fast turnover of staff causes deficienciesha
capabilities of the AMLD.

- Insufficient staff and training for both prosecut
and judges.

« Neither the AMLD nor the Department f
Financial System has sufficient resources
exercise supervision in a satisfying manner.

ts

31. National co-operation

32. Statistics

PC

statistics containing precise figures of mor
laundering investigations and  prosecutic
(particularly in terms of the number of cases) a
providing information on the nature of ti
respective money laundering offences and
predicates involved.

e The evaluators were not provided with any kind
statistics for mutual legal assistance issues.

- No statistics on the results of the repd
disseminated to other institutions (investigatia
indictments, convictions, persons involved, case

- No comprehensive statistics on informat
exchange by supervisory bodies.

« No authority keeps comprehensive and detailed

ey
NS
lso
ne
the

of

rts
ns,
5).

on

33. Legal persons — beneficial
owners

PC

Croatian law does not require adequ
transparency concerning beneficial ownership
control of legal persons.

ate
and

34. Legal arrangements —
beneficial owners

N/A

As the Croatian system does not allow to estakdi
(foreign or domestic) trust, Recommendation 34at
applicable.

5h
n

International Co-operation

35. Conventions

PC

Implementation of the Palermo and Vienna
Conventions
» The scope of the money laundering offence
limited to “banking, financial or other econon
operations”.
e It is unclear if indirect proceeds deriving frg
property other than money is covered.
Implementation of the Terrorist Financing
Convention
* The present incrimination of terrorist financi
appears not wide enough to clearly sanction
e the provision or collection of funds for
terrorist organization for any purpos
including legitimate activities
» the collection or provision of funds with tf
unlawful intention that they should be used

ic

m

e
n

full or in part by an individual terrorist for an

y
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purpose (as above) and
e - as far as domestic terrorism is concerned - the
collection of funds with the intention or in the
knowledge that they should be used in full or in
part to carry out terrorist acts as referred tg in
Art. 2(a) and (b) of the Terrorist Financing
Convention, irrespective of whether or not the
funds are actually used to (attempt to) carry [out
a terrorist act.

of

y

36. Mutual legal assistance LC » The definitional problems with the domestic
(MLA) offences intended to cover the financing |of
terrorism would severely limit mutual leggal
assistance based on dual criminality.
37. Dual criminality LC » Because financing of terrorism is insufficiently,
at all, criminalized in the current domestfic
legislation, the requirement of dual criminality fo
extradition would mean that not all kindsl
terrorist financing offences would be extraditabl
38. MLA on confiscation and LC * In the complete absence of statistics it is |not
freezing possible to determine whether and to what extent
Croatia provides effective and timely response to
foreign requests concerning freezing, seizurg or
confiscation.

» Croatia has not considered establishing an asset
forfeiture fund into which all or a portion of
confiscated property will be deposited and will be
used for law enforcement, health, education| or
other appropriate purposes.

* There are no arrangements for coordinating seigzure
or confiscating actions with other countries.

» Croatia has not considered authorising the sharing
of confiscated assets with other countries when
confiscation is a result of coordinated law
enforcement action.

39. Extradition LC * In the absence of proper statistics it is not fmesi
to determine whether extradition requests |are
handled without undue delay.

40. Other forms of co-operation LC » The AML Law does not provide a satisfactor,
legal basis to cooperate in terrorist financingesas

Nine Special Recommendationg

SR.l Implement UN PC * Croatia has failed to implement several provisipns

instruments

of the Terrorist Financing Convention, notably (an
autonomous terrorist financing offence.
There is no legal structure for the conversion of
designations under S/RES/1267(1999) and| its
successor resolutions as well as
S/RES/1373(2001).
A comprehensive and effective system for freez
without delay by all financial institutions of ass¢
of designated persons and entities, including
publicly known procedures for de-listing etc. ig no
yet in place.

ng

A1
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There is no system for effectively communicat
action taken by the authorities under the freez
mechanisms to the financial sector and DNFBP,

ng
7ing

SR.II Criminalise terrorist
financing

PC

* The present incrimination of terrorist financi

* Financing of terrorism is only to a very limite

extent provided for as an autonomous offence.

appears not wide enough to clearly sanction

- the provision or collection of funds for
terrorist organization for any purpos
including legitimate activities;

- the collection or provision of funds with tf
unlawful intention that they should be used
full or in part by an individual terrorist for an
purpose (as above) and

- - as far as domestic terrorism is concerned -
collection of funds with the intention or in t
knowledge that they should be used in full
in part to carry out terrorist acts as referrec
in Art. 2(a) and (b) of the Terrorist Financi
Convention, irrespective of whether or not {
funds are actually used to (attempt to) carry
a terrorist act.
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SR.1II
terrorist assets

Freeze and confiscate

NC

A comprehensive system for freezing withg
delay by all financial institutions of assets
designated persons and entities, including pub
known procedures for de-listing etc. is not yet
place.

ut

of

icly
in

SR.IV Suspicious transaction
reporting

NC

There is no clear obligation in law or regulation
report STRs on terrorism financing.

SR.V International co-operatiof

PC

The definitional problems with the domes
offences intended to cover the financing
terrorism would severely limit mutual leg
assistance based on dual criminality.

The lack of a comprehensive domes
incrimination of financing of terrorism is a sero
obstacle to extradition possibilities.

The AML Law insufficiently addresses financir
of terrorism which may hamper its applicabil
concerning mutual legal assistance in relation
financing of terrorism offences.
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SR.VI
money/value transfe

services

AML requirements for

NC

No system in place of registering and/or licens
MVT service operators.

MVT service operators are not subject to
applicable FATF Recommendations.

There is only indirect monitoring of MVT servig
operators with regard to compliance with the FA
recommendations.

There are no sanctions applicable to MVT ser
operators.

ing
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SR.VII Wire transfer rules

PC

There is no comprehensive requirement
ordering financial institutions to verify th

originator information is accurate and meaningfyl.

for

There is no obligation to verify the identity of
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customer for all wire transfers of EUR/USD 1000

or more.
Financial institutions are not required to hav
place risk-management systems to identify

handle wire transfers that lack full originator

information, aimed at detecting transfers

in
nd

of

suspicious nature that may result in making an $TR

report.
At the time of the on-site visit, no specii

ic

enforceable regulations existed for the Croatian

Post which acts as an agent for a global ma
remittance company.

The FEI at the time the of on-site visit did r
perform inspections of the Croatian Post.

ney

ot

There are no procedures in place for banks and the

Croatian Post Office dealing with “batch transfers”

There are no provisions requiring intermediary
financial institutions to maintain all the required

originator information with the accompanying w
transfers.

SR.VIII Non-profit organisations

NC

No special review of the risks and not any sor

re

of

ongoing monitoring of the NPO sector have been

undertaken.
Financial transparency and reporting structures

are

insufficient and do not amount to effective

implementation of criteria VIII.2 and VIII.3.

SR.IX Cross Border declaratid
and disclosure

n

PC

In the case of discovery of a false declaration
currency or bearer negotiable instruments o
failure to declare them, Customs authorities h

of
r a
ave

the authority only in limited situations to requéest

and obtain further information from the carrierhw
regard to the origin of the currency or bedg
negotiable instruments and their intended use.

t
rer

When it comes to legally carrying things in or out
of the Republic of Croatia and there is a suspicion

of criminal activity, Customs does not have
power to seize these things.

There is no explicit provision allowing Customs
stop/restrain  currency or bearer negotia
instruments in the case there is a suspiciorn
money laundering or terrorist financing.

19

he

to
ble
of



