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|. PREFACE

1. The evaluation of the anti-money laundering (AMIjdacombating the financing of terrorism
(CFT) regime of Montenegro was based on the FomgoRimendations 2003 and the Nine
Special Recommendations on Terrorist Financing 206DXhe Financial Action Task Force
(FATF), complemented — due to the specific scopevafuations carried out by the Committee —
by issues linked to the Directive 2005/60/EC of Eheopean Parliament and of the Council of 26
October 2005 on the prevention of the use of thanitial system for the purpose of money
laundering and terrorist financing (hereinafter thiThird EU Directive” and Directive
2006/70/EC “implementing Directive”, in accordaregh MONEYVAL's terms of reference and
Procedural rules, and was prepared using the AMI/®Ethodology 2004 The evaluation was
based on the laws, regulations and other matesigiplied by Montenegro, and information
obtained by the evaluation team during its on-gis& to Montenegro from 15 to 20 September
2008, and subsequently. During the on-site vikig evaluation team met with officials and
representatives of all relevant Montenegrin govemntragencies and the private sector. A list of
the bodies met is set out in Annex | to the muévaluation report.

2. The evaluation team comprised: Mr. Bostjan Skrl@istrict State Prosecutor, Assigned to the
Supreme State Prosecutor’s Office [subsequentlpiapx Secretary of State (Deputy Minister)
at the Ministry of Justice], Slovenia (Legal Evabr; Ms. Paula Lavric, Senior Member of the
Office’s Board, National Office for Prevention a@sbntrol of Money Laundering (NOPCML),
Romania (Law Enforcement Evaluator); Mr Josep M&rancino, Director, Unitat de Prevencid
del Blanqueig, Andorra (Financial Evaluator); Mhatles Ott, U.S. Department of Treasury,
Office of Terrorist Financing and Financial CrildéSA (Financial Evaluator); and a member of
the MONEYVAL Secretariat. The examiners reviewed thstitutional framework, the relevant
AML/CFT Laws, regulations and guidelines and oftezgruirements, and the regulatory and other
systems in place to deter money laundering andnding of terrorism through financial
institutions and designated non-financial businesaad professions (DNFBP), as well as
examining the capacity, the implementation andeffiectiveness of all the systems.

3. This report provides a summary of the AML/CFT measun place in Montenegro as at the date
of the on-site visit or immediately thereafter.déscribes and analyses these measures, and
provides recommendations on how certain aspectshef systems could be strengthened
(see Table 2). Italso sets out Montenegro’'s levaflscompliance with the FATF 40 +
9 Recommendations (see Table 1). Compliance orcooipliance with the EC Directives has not
been considered in the ratings in Table 1.

! As updated in February 2008.
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II. EXECUTIVE SUMMARY

Background Information

This report provides a summary of the AML/CFT measun place in Montenegro as at the date
of the on-site visit from 15 to 20 September 2008nomediately thereafter. It describes and
analyses these measures, and provides recommergdatiohow certain aspects of the system
could be strengthened. It also sets out Montensdevels of compliance with the FATF 40
plus 9 Recommendations (see Table 1). The evatualigo includes Montenegro’s compliance
with Directive 2005/60/EC of the European Parliament afithe Council of 26 October 2005 on
the prevention of the use of the financial systamthie purpose of money laundering and terrorist
financing (hereinafter “8 EU AML Directive”) and theCommission Directive 2006/70/EC of 1
August 2006 laying down implementing measures fioeciive 2005/60/EC of the European
Parliament and of the Council as regards the d&bni of ‘politically exposed person’ and the
technical criteria for simplified customer due déince procedures and for exemption on grounds
of a financial activity conducted on an occasionat very limited basis (hereinafter
“Implementing Directive 2006/70/EC”). However, coliapce or non-compliance with th& EU
AML Directive and the Implementing Directive 2006/EC has been described in a separate
Annex but it has not been considered in the ratimdsable 1.

Montenegro formed part of the state union of erand Montenegro before it declared
independence 2006 following a referendum. As gh@his therefore the first mutual evaluation
of Montenegro as an independent state.

As a newly formed state, Montenegro has neededvsldp its own legal framework. Inevitably
this has meant that there have been a lot of clsasgé amendments in order to refine the legal
framework. The evaluators were impressed by tloe tfaat the Montenegrin authorities were
open to suggestions for improvements and, in pdaticnoted that a number of criticisms that
were raised during the on-site visit in Septem!8fi&had been addressed by the time of the pre-
meeting in February 2009.

At the same time as establishing the basic legahéwork the Montenegrin authorities have also
needed to establish law enforcement agencies,dimguan FIU, and supervisory bodies together
with their relevant powers and authority. The fé#tat many of the law enforcement and
supervisory bodies are relatively newly formed avete still in the process of recruiting at the
time of the on-site visit meant that it was difficéor the evaluators to form a view of their
effectiveness and this is reflected in the rating&s previously stated, the evaluators were
impressed by the fact that the Montenegrin autiesrivere open to suggestions for improvements
to the law enforcement and regulatory framework.

Turning to the money laundering situation, durihg bn-site visit, the evaluation team were not
provided with any precise statistics on crimeseyad to be the main source of illegal proceeds.
The Montenegrin authorities are of the opinion tlaganised crime as a concept is not
particularly common in Montenegro. There have doéen a few cases with organised crime
groups. It is the view of the Montenegrin authestthat crimes related to drugs, including illegal
production and trading in drugs constitute the nsestous proceed generating crime problem in
Montenegro. Montenegro is a part of the transitidor for drugs being smuggled from East to
West. In addition, the authorities also mentioneddy smuggling, fraud, tax evasion, corruption
and abuse of office, including the privatisatioroqass as constituting serious crime problems.
Money laundering is criminalised under the Crimi@alde although, at the time of the on-site
visit, there had been only one conviction involving persons on money laundering charges.
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11.

12.

13.

Concerning terrorist financing, the evaluation tesas informed by the Montenegrin authorities
that they do not consider Montenegro to be expdseterrorism or financing of terrorism.
Terrorist financing is criminalised under the Crirali Code in Montenegro although from 2004 up
to the time of the on-site visit there were no lggaceedings for the criminal offence of terrorist
financing.

Legal Systems and Related Institutional Measures

As stated above, money laundering is criminalisedeu the Criminal Code. The scope of the
criminal offence of money laundering is not fullprsistent with the Vienna and Palermo
conventions and the definition in the Criminal Cadehe commission of the criminal offence of
money laundering is limited to conduct, which fallighin “banking, financial or other business
operation8. Furthermore, with regard to "business operatipthere is no explicit definition of
such conduct in the Criminal Code; it appears thitrmal contracting among natural persons
who are not individual entrepreneurs (private pasthg, exchanging, etc.) would not fall within
this scope. The requirement in both Conventionsrforimination of “conversion or transfer” as
such is met, because the incrimination in the GrahiCode applies tany kindof use of the
banking, financial or other type of business operst However, despite the incrimination of
conversion and transfer, the definition is not refyi in line with the convention due to the
limitation to "business operations”. With regaa d¢oncealment, the criminalisation in the
Criminal Code only covers “concealment” of the meahobtaining the property.

The Montenegrin authorities expressed the opintuat, twith adequate interpretation by the

courts, all the requirements of both conventiorgarding these issues would be meet and that
such interpretation would be applied in Montenegiteere is, however, no relevant court practice
to confirm such statements.

The prior conviction of a predicate offence is agequirement for the money laundering offence
or for the proving of the existence of the proceefdsrime. It is, however, standard practice that
prosecution for the money laundering offence and tiredicate offence are conducted
simultaneously. Identification and proof of a sfiecipredicate offence is required by the
jurisprudence.

The incrimination of money laundering clearly refke the “all crime” approach, where all
criminal offences, which generate proceeds, caprbdicate offences to money laundering. The
evaluators noted, however, that insider trading eratket manipulation are not covered as
predicate offences.

Extraterritoriality of predicate offences generalipes not present a problem, because the
Criminal Code is applicable for criminal offencemmamitted abroad by Montenegrin citizens. A
limitation to this principle concerns offences coitted abroad by the foreigners against a foreign
country. In this case the Criminal Code only applie offences punishable by minimum of 5
years imprisonment by the law of that country.

Self-laundering is specifically incriminated and ahcillary offences to money laundering are
sufficiently covered. Except for negligent monayridering, which is expressly provided for, the
mental element is wilfulness (*knowledge”) and tinéent to conceal and disguise the illegal
origin of the proceeds. This mental element isapdtated from the factual circumstances of the
case based on a principle of free evaluation oflende, which is one of the basic principles of
Code of Criminal Procedure.

Liability of legal persons is provided for in thew on Criminal Liability of Legal Entities for

Criminal Acts and defined criminal offences for waiiilegal entities are liable includes both
money laundering and terrorist financing. With meo sanctions for legal entities, two types of
punishments may be imposed, a fine and dissolutidhe legal entity and may only be imposed

-10 -
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15.

16.

17.

18.

19.

as a principal punishment. Furthermore, legal persdso have liability for individuals acting on
their behalf. Parallel litigation or administratiygoceedings in respect of legal entities is not
excluded.

The penalty for money laundering is up to 5 yeanprisonment for natural persons. Self-
laundering is punished by up to ten years imprisemmif the amount of the money or property
laundered exceeds €40,000 the punishment is inmprient from one to ten years. If committed
by more persons they shall be punished by imprigorof three to twelve years. In cases of
negligence the punishment is imprisonment of uihtee years.

The financing of terrorism offence is also crimisal under the Criminal Code. The definitions
of providing and collecting, as well as the defont of funds are broad enough to meet the
requirements of the Terrorist Financing Conventitinshould, however, be noted that no
definition of “funds” exists in law. The Monten@grauthorities consider that the courts will
normally give a broad interpretation of funds bst there are no judicial findings currently
relating to this definition of funds this has tHere yet to be tested.

The financing of terrorism offence does not reqtiire funds to be used to carry out or attempt a
terrorist act. But at the same time, due to itemgig to specific criminal offences from other
Articles of the Criminal Code, the definition ofrterist financing requires the funds to be linked
to the specific terrorist activity. This is not et in line with the convention and could be an
important limitation for effective use in the priaet By referring to the commission of specific
criminal offences, rather than by providing a gah@nd more flexible description of terrorism,
the scope of terrorist activity misses the funddfgerrorist organisations and individual terragist

The attempt of committing the offence of financtegorism itself is punishable under the general
incrimination of attempt and ancillary offencesthe terrorism financing offence are sufficiently
covered. Following the “all-crime” principle terism financing is a predicate offence for money
laundering. As already noted in relation to moftayndering, extraterritoriality of the terrorism
financing offence would normally not be a probleffhe mental element for terrorism financing
is intent and the intent is in practice extrapadtem factual circumstances of the case. Liapilit
of legal persons is provided for and parallel &tigns or administrative proceedings are not
excluded. The penalty for financing of terrorisnfieotce is 1 and up to 10 years imprisonment for
natural persons and for legal persons can resdissolution or a fine up to 100-times the amount
of the material damage caused or illicit materiaingobtained. At the time of the on-site visit,
there had been no cases of terrorist financinghoéfe in Montenegro.

The Criminal Code provides for the confiscation mbney and property subject to money
laundering and such confiscation is mandatory. Chiminal Code also provides for confiscation
of funds intended for terrorism financing with suctonfiscation being mandatory.
Instrumentalities are subject to confiscation imgple if they belong to the perpetrator. But
instrumentalities can be confiscated even if theydt belong to the perpetrator in cases of public
safety or morality and when there is a danger efntlio be used for criminal offence again.
Equivalent value confiscation is applied when tlmfiscation of the proceeds itself is not
possible. The general confiscation regime appied| proceeds of crime, irrespective of the fact
if generated directly or indirectly and form anyntinal offence. The authorities are obliged by
the law, to ex-officio determine whether such peste have generated or not and, if so, to
confiscate them. The definitions of instrumenigditand proceeds of crime are broad enough to
encompass both direct and indirect proceeds. Tdiesrof bona fidethird parties are fully
established in the law and they are to be actiwetyuded in the decision-making procedure
regarding confiscation.

Only the court is authorised to make decisionsemovery of property subject to confiscation and
confiscation is conviction based and is imposeeatiogr with the guilty verdict. Law enforcement
authorities have the option of court-controlledvismnal and conservatory measures in all cases

-11-



20.

21.

22.

23.

24,

25.

where evidence need to be secured and wheneveis@aiion is mandatory or possible, such
initial measures are applied ex-parte and withoiatr motice. In cases of organised crime, seizure
of objects and property gain is possible even igas of the general conditions. There is,
however, no requirement for an offender to demaisstthe lawful origin of the property and there
seems to be no authority to take steps to prewewmbid actions where the person involved knew
or should have known that as a result the autlesritiould be prejudiced in their ability to recover
property subject to confiscation

The freezing of funds used for terrorist activitiegovered by the Criminal Procedure Code. The
State Prosecutor may issue an order by which a etmnp authority or institution shall be
requested to suspend temporarily the payment adhnge of suspicious money, securities or
objects for a period of three months but no lontiem six months. However, no laws or
procedures appear to be in place in Montenegro twhkpecifically relate to the freezing of
terrorist funds or other assets of persons desdnay the United Nations Al-Quaida and Taliban
Sanctions Committee. Furthermore, Montenegro haslegignated any persons who should have
their funds or other assets frozen in accordantle 8/RES/1373 (2001) and Montenegro does not
examine or give effect to actions initiated undee freezing mechanisms of other countries.
General guidance on freezing of funds has beerdsbut there is no specific guidance on the
freezing of terrorist finances.

The Administration for the Prevention of Money Ldening and Terrorist Financing (APMLTF)
is the central authority for combating money lauire and terrorist financing. It has been a
member of the Egmont Group since July 2005 andabgeraccording to the Egmont Group
Documents. Its powers and duties are confirmed ontehegro’'s AML law. APMLTF is an
independent body whose administrative work is suiped by the Ministry of Finance. Otherwise,
it has full operational autonomy. APMLTF is an adisirative type of FIU.

APMLTF is responsible for the AML/CFT supervisioh reporting entities that have no other

supervisory authority (e.g. lawyers, NGOs, etdhe evaluators are concerned that APMLTF is
not staffed sufficiently to supervise the very Bngumber of reporting entities. It was noted,

however, that APMLTF had conducted a risk analysizrder to devote its resources to the sector
which was considered to present the highest rigkished initially decided to concentrate on the
real estate and construction sectors. The evabkiatere also concerned that there was no
database or register concerning the reportingiestieing supervised by APMLTF.

APMLTF issued a List of Suspicious Transactionddatbrs in March 2007. It is the view of the
evaluators that this list should be revised andstesd. APMLTF does give training to reporting
entities and law enforcement agencies and partespa seminars where examples of ML cases
are provided although no typologies are providedefworting entities. Feed-back is provided to
reporting entities although, in general, it is oteae-by-case basis.

APMLTF has the legal authority to gain access tebtgencies’ information as well as having
full access to publicly available databases maiethiby government departments. APMLTF may
also exchange information with foreign authoritie@ving similar functions and which have
equivalent secrecy rules, if such an informatiochexge is made with the purpose of preventing
and combating money laundering and terrorist firpcData held at APMLTF is securely
protected and only disseminated in accordance tivdr/AML law.

At the time of the on-site visit, the number offstaith the APMLTF was 27 employees, out of
34 budgeted. APMLTF is equipped with modern higbacity equipment and appropriate
software, enabling it to collect, analyse, stord disseminate a large number of STRs on an
ongoing basis. Staff are provided with adequate w@helvant training for combating money
laundering and terrorist financing and have paéited in numerous training sessions targeting
the fight against money laundering and terrorigmarficing, both locally and abroad.
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26.

27.

28.

29.

30.

31.

The main law enforcement bodies concerned with ftget against money laundering and
terrorism financing are the Police Administratiomdathe Prosecution Authority. These bodies
together with their relevant powers and the scdpinar activities have all been established by
law. A special department for the investigationnwbney laundering has also been established
within the Police Administration which also invegites terrorism financing. A special
department for combating organised crime, corruptierrorism and war crimes has also been
established within the Supreme State Prosecutidvasitenegro. The evaluators considered that
measures are in place that provide law enforcemettprosecution authorities with an adequate
legal basis for the use of a wide range of specatstigative techniques when conducting
investigations of money laundering and terrorigficing. However, due to the relatively low
number of cases investigated and prosecuted, itneagossible to form a conclusion on the
effectiveness of these provisions.

The State Prosecution maintains a regular educgtiogramme for the State Prosecutors and
Deputies and the Centre for Education of JudgesPandecutors of Montenegro has arranged a
number of seminars on topics of fight against molaewmdering and financing of terrorism. A
Police Academy has been established within thenisgion of the Police Administration and
training on AML/CFT matters is included as partlod programme.

The Customs Administration is responsible for cfiesssder cash movement control together with
the Border Police. The Customs Administration dstemnd investigates customs offences and
customs felonies. It collects, systematises aralyaes its own data, as well as data obtained
through intelligence activities or by other meand,ebased on analysis and assessment, conducts
planned customs investigations or controls. Thapmience of the State Border Police is mostly
related to the volume of passengers and documeutst as not involved in investigations. In
addition to their primary functions, the Border iBeldetect perpetrators of criminal offences and
criminal offences with elements of cross bordemeri

Administrative sanctions are available to deal witin-compliance of Customs’ currency rules.
The evaluation team were, however, advised thatomss officers cannot withdraw or seize
undeclared or false declared currency or other BINl.cases of suspicion the Customs
Administration are not permitted to stop or restrairrency, except in cases where the suspicion
is supported by additional evidence. Taking intastderation the growing number of cases, the
evaluators believe that more specialised staff Ishbe hired to deal with AML/CFT through
cross-border transportation of currency. Staff inera from the Customs Administration have
attended relevant training seminars although theuetors were not advised of any relevant
training programmes arranged for the Border Police.

Preventive Measures — financial institutions

Turning to preventative measures, most of the grons dealing with AML/CFT issues are set
out in the Law on the Prevention of Money Laundgramd Terrorist Financing (LPMLTF). The
LPMLTF, which entered into force in January 2008pears to be robust and is generally in line
with applicable international standards. The faeat the LPMLTF only came into force relatively
recently and the securities and insurance supesvisere recently formed meant that it was not
always possible for the evaluators to form a coimgnsive view of the effectiveness of
implementation of the law. The evaluators did, beer, note that generally those supervisors and
financial institutions which they met with duriniget on-site visit all appeared to be aware of their
obligations under the law, with the exceptions datethis summary.

The evaluation team did not see any formal naticmedessment of risk regarding money
laundering and the financing of terrorism. The &uwwnent of Montenegro did, however, adopt a
Program for the Fight Against Corruption and OrgediCrime in July of 2005 and a subsequent
Action Plan was approved in August of 2006. Th&/LFF has identified additional categories
of obligor and, as stated above, APMLTF has foaligt® activities on the real estate and
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33.

34.

35.
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38.

construction industries. In spite of these initie$, the evaluators were of the opinion that aemor
formal risk assessment of the country’s vulnertibdito the threats posed by money laundering
and the financing of terrorism should be conducted.

The main elements concerning customer due diligeapeeared to be well covered in the
LPMLTF although some of the Essential Criteria weae fully covered. Financial institutions
are expected to conduct full due diligence on alibess whether it comes through face-to-face
contact or is introduced by a third party. Them@dncern is on the actual implementation of the
legal provisions, such as beneficial owner idecdiion. The evaluators were concerned that
insufficient attention had been given to the idesdtion of “ultimate” beneficial owners of legal
persons. The evaluators also considered that tresres to be a specific requirement for obligors
to assess and consider the risks of technologemaldpments as part of their risk analysis and to
verify that the persons has the relevant authtwigct. There was also a concern that, with regard
to non-face-to-face business, there was no reqeinerto establish the obligation to obtain
information on the purpose and intended naturé@business relationship.

The evaluators were concerned that, although atiedegal provisions were in place with regard
to PEPs, financial institutions did not appear #ofblly aware of their obligations and had not
instituted proper procedures to address the risk.

With regard to secrecy and confidentiality withinancial institutions, all of the supervisory
bodies had powers to gain access to all confideinfiarmation held by licensed businesses and
individuals. Although the basic record keepinguiegments as set down in the LPMLTF exceed
the requirement of the recommendations there iqouirement that transaction records should be
sufficient to permit reconstruction of individualabsactions so as to provide, if necessary,
evidence for prosecution of criminal activity. Ehermore, it was noted that there are no
provisions concerning wire transactions in the LAMAL internationally accepted SWIFT
standards are implemented, but this is merely abss requirement and is not required by law or
other enforceable means.

There are no enforceable requirement for finanicistitutions to examine the background and
purpose of unusual transactions and to set forghfithding of such examinations in writing.
Furthermore, there are no enforceable requirem@ntdinancial institutions to give special
attention to business relationships and transactioth persons from or in countries which do not
or insufficiently apply the FATF recommendations tr examine as far as possible the
background and purpose of such business relatipsigimd transactions.

The reporting obligation in the LPMLTF provides abligation to report suspicious transactions
before the execution of the transaction. The reportingaion does not, however, appear to
cover the money laundering reporting obligatiorthié transaction has already been performed.
The evaluators noted that reporting entities incfica seem to be reporting suspicions arising
after the execution of the transaction and it watech that there were no reports on financing of
terrorism. The low number of STRs which were filgda limited number of financial institutions
did raise concerns about the effectiveness ofaperting requirement.

Adequate legal provision was made for the protectad employees and officers making
suspicious transaction reports and “tipping off'svedfectively prohibited. The LPMLTF requires
obliged entities to provide APMLTF with data on atrgnsaction carried out in cash in the
amount of €15,000 or more.

The LPMLTF sets out requirements for financial itogions to develop programmes against
money laundering and financing of terrorism. Imtjgalar, obligors that have more than three
employees are required to designate an authorisegbmp and his/her deputy for the affairs of
detecting and preventing money laundering and tistrbnancing which includes responsibility
for implementing and monitoring the effectivenedsAML/CFT controls. The only concern
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raised by the evaluators was that there is no reaugnt for financial institutions to put in place
screening procedures to ensure high standards hiheg employees. These requirements are
extended to cover business units or companies jorityaownership of the obligor in foreign
countries.

The Montenegrin financial market consists of thelbag sector (11 banks), capital market (8

Investment funds, 29 stock exchange dealers, Shadhnare brokerage-dealers organisations and
over 300 companies that are listed or traded aee rharket), the insurance sector (7 insurance
companies), as well as leasing companies (4 leasingpanies and 3 banks that provide leasing
services). The banking sector forms the largestgfahe financial services sector although the

insurance sector has been developing rapidly athlkasapital markets sector.

The Central Bank of Montenegro is the regulatathefbanking sector, the Securities Commission
supervises the capital market and the Insuranceer8ispn Agency is responsible for the
regulation and supervision of insurance compankeach of these supervisors is established and
empowered by a specific law which, in all casepeayps to provide adequate powers and scope of
responsibility. The evaluators are of the viewt tthe financial supervisors appear to have been
granted sufficient powers and available sanctiorsnisure compliance by financial institutions of
AML/CFT regulations.

All of the supervisors have detailed requirementscerning the criteria for granting and revoking
licences to entities and for authorising and remgvstaff in key positions. With regard to
ongoing monitoring and supervision, the evaluateere satisfied that not only were there
adequate powers in place but they also considaegdhe relevant supervisory bodies were aware
of their responsibilities and had adequate ressutganeet these. Overall the evaluators were
satisfied that, not only were there adequate powenslace, but they also considered that the
relevant supervisory bodies were aware of theipaesibilities and had adequate resources to
meet these.

One area of weakness which was identified conceguégdiance issued to financial institutions.
At the time of the on-site visit no sector specificidance had been made available to financial
institutions on AML/CFT issues.

Money transmission services are normally carriettioough banks; only one money remittance
company is currently operating independently in kMoegro. There is no registration or
licensing regime or any legal provision for the exysion of those who perform money or value
transfer services. The same concerns apply temcyrexchange services.

Preventive Measures — Designated Non-Financial Bussses and Professions

The LPMLTF specifies those individuals and legalspes who have obligations under the law.

These individuals and entities are referred toodigors” and they include most of the designated
non-financial businesses and professions. Trustampany service providers are not designated
as obligors or otherwise obligated or mentionedviamtenegrin law does not recognise such

entities. In general, the DNFBPs in Montenegrccligding lawyers and notaries) are subject to
the same requirements as financial institution$ weégard to conducting customer due diligence
and maintaining records. The obligations of lawyand notaries are circumscribed in that there
are a limited number of activities of these proif@ss that invoke the anti-money laundering and

counter-terrorist financing obligations of the law.

Since the core obligations for both DNFBPs andrfai@ institutions are set out in the LPMLTF,
the obligations (and the deficiencies) in the AMENCframework as set out in the LPMLTF
apply in the same way as set out in the previoasose In particular, the requirement to identify
the beneficial owner does not seem to be undersioodnet, recognition on the part of DNFBPs
of their obligations with respect to politically gosed persons was lacking and there was no
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obligation to have policies in place to prevent thesuse of technological developments in
ML/TF.

Although there were clear requirements in placeefmrt suspicious transactions, no suspicious
transaction reports had been filed by DNFBPs whaiked concerns about the effectiveness of
the system. Overall the evaluators were of theiopithat an awareness raising initiative needed
to be undertaken across the whole of the DNFBRse€@ne specific area of concern was the fact
that lawyers were excluded from the prohibitioniagtipping off.

The DNFBPs do have designated competent authofitresupervision and regulation, however,
effective systems for monitoring and ensuring coamge with AML/CFT requirements were not
operational at the time of the on-site visit. krms of feedback, there was a supervisory
deficiency in both general input on techniques,hods and trends, and on specific and case-by-
case feedback. Guidelines to assist DNFBPs in im@hting and complying with respective
AML/CFT requirements are, at best, in early stagfedevelopment and not widely disseminated.

During the course of the on-site visit, there wasempirical evidence was provided to the
evaluators by the authorities in Montenegro of sype of study undertaken to consider whether
or not these or any other non-financial businesgere at risk of being misused for money
laundering or terrorist financing.

Legal Persons and Arrangements & Non-Profit Organiations

Joint stock companies and limited liability companiacquire the status of a legal person upon
registration with the Central Registry of the Comaied Court. The Central Registry is a public
registry, with public inspection of the databaseleix and documents possible. This information is
also made available through electronic means imofud web site on the internet. All securities
are issued, transferred and kept in dematerialfeeth in the computer system of the Central
Depository Agency and can only be traded on stacka@anges. No bearer shares can be issued in
Montenegro, but the existing legal framework does alearly exclude the possibility of use of
such shares if they are issued abroad and broodibhtenegro.

There is no general obligation to disclose thewvaié information on beneficial ownership of
companies to the Central Registry. The evaluater® concerned that, despite a clear definition
of beneficial owner and the obligation to estabsisith owner in the LPMLTF, practically none of
the institutions (especially casinos and real ességiencies) conducted such identification. As a
general rule, obligors appeared to be satisfiedh wie data on ownership filed at the Central
Registry and did not request further documentatoastablish the identity of the natural person
who is ultimately the beneficiary.

As previously stated, trusts cannot be establishedontenegro and contracts involving trusts
cannot be legally enforced in Montenegro. Monteadws not signed the Convention on the Law
Applicable to Trusts and on Their Recognition. tharmore, foreign trusts may not carry out
business operations in Montenegro; if they do wistcarry out business they are required to
register as a company with the Central Registén@fCommercial Court.

In Montenegro non-governmental organisations (NG@® regulated by the Law on Non
Governmental Organisations (LNGO). The LNGO remdathe procedure of founding,
registering, operating, joining and cessation af-governmental organisations. The LNGO does
not apply to political parties, religious commuedj trade unions, sports associations, employers
associations, foundations and associations edtabligy the state, as well as to non-governmental
organisations which are established by separate. [&iere are no special provisions concerning
terrorism financing in the LNGO.
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Although NGOs are obliged to submit annual dath&Ministry of Finance, no audit is required
and control concerning whether the funds of thewoigation are used in line with its objectives, is
left to the supervisory bodies of NGOs. The CenRagister of NGOs holds no other data with
respect to financial activities of NGOs and it ntains the index of all NGOs only by name and
not by their objectives, therefore, the registaregino indication of any risk analysis or threat
assessment regarding the financing of terrorisnNB®Os. Thus, while there is some financial
transparency of NGOs, there is no real oversightparticular in respect of programme
verification, which addresses any potential thtedhis sector from the point of view of terrorism
financing.

At the time of the on-site visit, there had beenredew of the adequacy of domestic laws and
regulations that relate to NGOs for the purposilentifying features and types of NPOs that are
at risk of being misused for terrorist financing tiytue of their activities or characteristics.
Furthermore, no outreach to the NPO sector withea \to protecting the sector from terrorist
financing abuse, for example through raising awasenn the NPO sector about the terrorism
financing risks, had been undertaken.

National and International Co-operation

The legal basis for cooperation between APMLTF dad enforcement authorities and
supervisory bodies regarding the exchange of inddion is set out in the LPMLTF. A tripartite
commission between the police, prosecution auibserénd the courts has been established for the
purpose of elaborating a methodology of statisérellyses of data regarding organised crime and
corruption and providing recommendations for thenpotion of inter-institutional cooperation in
this area. Although the Montenegrin authoritieairal to have excellent cooperation at the
operational level, it appeared to the evaluatoas this was generally conducted on an informal
basis.

The overall implementation of the relevant inteior@él instruments regarding money laundering
is quite compliant with international standards tinly exceptions being the partially imperfect
incriminations of money laundering where incrimipatis limited to actions, defined as "business
operations”, which is narrower than the convention.

In addition to the narrower definitions of the filténg of terrorism offence, there are
shortcoming in implementation of UN Resolutions,imarily S/RES/1267 (1999); the

criminalisation on financing of terrorism is limiteto concrete terrorist offences and, the
definition of criminal offence does not include thands intended for terrorist organisations or
individual terrorists. Laws and mechanisms for indiate freezing of the funds belonging to or
intended for the designated terrorist organisationsindividuals as defined by Resolution
S/RES/1267 (1999) also need to be put in place.

The mutual legal assistance framework in money dating and terrorist financing cases is
generally comprehensive and offers all the necgssalutions for rapid and effective legal
assistance. There are some issues regarding tbiemflapplication of the system in practice (half
of the requests received in 2006 and 2006 arerstillserved) but this statistical data should be
interpreted with caution due to overall small nurshaf cases involved.

Somewhat narrow definitions of money laundering tercorist financing offences, together with
the lack of incriminations of some predicate offesiteave some space for the possible denials of
mutual legal assistance (which would not be in hniéh international standards) as well as
requests for extradition. However, the evaluatoesennot aware of any such situations and the
Montenegrin authorities have asserted that muagallassistance would be performed provided
that there is reciprocity or, even where thereasreciprocity, if it can be anticipated that the
foreign state would execute a letter rogatory fderinational legal. The establishment of an asset
forfeiture fund is still under consideration. Wittegard to other forms of international
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cooperation (including sharing of information), gdate arrangements appeared to be in place at a
FIU, law enforcement and supervisory level, howettse lack of statistical data undermined the
assessment of effectiveness.

Resources and Statistics

Overall the evaluators considered that law enfomm@nagencies and supervisors had been
provided with adequate financial, human and tediniesources. The one exception was
APMLTF as the evaluators were concerned that thene not sufficient staff to supervise the
very large number of reporting entities. The vasidegal provisions appeared to give all of the
agencies sufficient operational independence artdnamy to ensure freedom from undue
influence or interference. The only other conceas that, as all of the relevant agencies were
expanding their AML/CFT capability, there was intabily a lack of practical experience although
the evaluators did note that there was a strondhasip on training, much of which was provided
by foreign agencies.

Overall there was no systematic maintenance oisstat which would enable an assessment of
the effectiveness of the system of confiscatioeeding and seizing of proceeds of crime.
Furthermore, the evaluators were concerned thatyménhe statistics which they did receive
were produced specifically for the evaluation rathan for day-to-day evaluation and assessment
purposes.
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lll. MUTUAL EVALUATION REPORT

1. GENERAL

General information on Montenegro

Montenegro is located on the south-east part oEtr@pean continent, more precisely in the very
centre of the Balkan Peninsula. It stretches ondtea of 13,815 square kilometres and its
population consists of 650,580 inhabitants. Orsdisth part Montenegro touches the Adriatic sea
and its shore extends to 294 km, while on the dtfirele sides it touches the high mountains of the
Balkans. Montenegro’s territory is varied topogiaphy. It borders Serbia to the east and the
northeast, Croatia and Bosnia and Herzegovinadmtrthwest, Albania to the southeast and is
opposite ltaly to the west across the Adriatic SHae capital city is Podgorica with 152,025
inhabitants

Montenegro was part of the various forms of Yugdasldrom 1918, and then formed part of the
state union of Serbia and Montenegro before it ated independence 2006 following a
referendum, making it the newest fully recognisedintry in the world. It became the 192nd
member state of the United Nations in June 2008,tha 47th member state of the Council of
Europe in May 2007.

The population comprises 43.16 % Montenegrins, 82@ Serbs, 7.77 % Bosnians, 5.03 %
Albanians, 1.1 % Croats and smaller minorities ofig¥slavs, Macedonians, Slovenians,
Hungarians, Russians, Egyptians, Italians and Gesma

Most citizens speak the Montenegrin language. Afsarh this, Serbian, Albanian, Bosnian and
Croatian are recognised in daily usage.

Most Montenegrin inhabitants are Orthodox Chridiafhe religious institutions all have
guaranteed rights and are separate from the Jiadee are a sizeable number of Sunni Muslims in
Montenegro that maintain their own Islamic Commyraf Montenegro. There is also a small
Roman Catholic population. Religious determinata@geording to the census is: Orthodox (74.24
%); Muslims (17.7 %) Roman Catholic (3.54 %); atlgeos (4.52 %).

Economy

6.

Forecasted macroeconomic indicators for 2008

1. GDP in current prices, € million 2,528.7
2. Real GDP growth, % 7.0
3. Inflation 4.0
4. Growth of employment (persons), % 3.7
5. Unemployment rate, % 10.8
6. Trade balance of goods and services - in €anilli -841.2
current prices

7. Trade balance of goods and services, % GDP -33.2
8. External debt - in million € 504.0
9. External debt, % GDP 20.0
10. FDI — net, in € million 793.8
11. FDI — net, % GDP 314
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The trend of economical growth continued in thetfquarter of 2008. With improved conditions
for developing entrepreneurship and new inflowarkfgn investments, increased turnover in the
area of tourism and trade and the range of corigiruservices and industry, in the first quarter of
2008, compared with the same period of the previmas, gross domestic product reached the
level of €586.6 million with a realistic increasethe amount of 8.1% (the forecast for 2008 was
7.0%). In the first quarter the inflation rate, reeed by retail prices index, slightly increased an
in March it was 2.3% in comparison with Decembeid 8.4% compared to February. In March
the prices of agricultural products increased #¢®.industrial products by 0.4%, while the prices
for services stayed at the same level as they iwdhe previous month.

In March the inflation rate, measured by the cormuiprice index, was lower than the one
measured by retail prices index and it was 2.0%paoed to December 2007, and 0.4% compared
to February 2008. In the first quarter the highesstt increase was recorded in family budgets —
for food (3.6%), traffic and Post of Montenegro/&,) and services (1.1%).

Activities for creating a new methodology for mamihg inflation by harmonising consumer
prices, as currently used at the EU, are in pregrése movement in inflation in 2008 will be
mostly influenced by global movements that are esped through the price increase trends of
foodstuffs and energy-generating products infludnbg changes in the price of oil and oll
derivatives in the world market and limited abdé#iof purchasing electric power. In the same
time, Montenegro will try to influence the pricesgarity of energy and telecommunications in the
domestic market.

Unemployment is decreasing Montenegro. The records of the Employment Serghow in
March 2008 that there were 31,258 unemployed psrdtie unemployment rate is decreased to
the level of 10.8%, and the Montenegrin authoritesisider that the measures of supporting
entrepreneurship and the newly employ have prodgoed results.

According to the data available, in the first twonths of 2008, foreign trade was €360.1m an
increase of 26.2% on the previous year. Exportsev&dl.7m with a decrease of 16.2%, and
import were €298.4m with growth of 40.8% in relatito 2007. The trade deficit was in of
€236.8m, an increase of 70.8%.

At the end of March 2008, foreign debt was €465 .4ith a decreasing trend of ip&rticipation

in GDP (17.0% forecast for 2008). Potential ingestare interested to invest in the region. After
the record amount of the direct foreign investmems achieved in 2007 with a total inflow of

€1,007.7m, with €524.9m of the net income. In firg two months of 2008 a total amount of

€130.0m of direct foreign investment was achievegth €71.9 millions of net income.

Initiatives on implementation of the strategic coitients of Montenegro to the process of
accession to the EU system and Euro Atlantic imtiigms in 2008 are determined by the
obligations undertaken by signing the Stabilisateomd Association Agreement and Interim
Agreement on Trade and Trade-related Matters betwde European Community and
Montenegro. The Interim Agreemeon Trade and Trade-related Matters between thepearo
Commission and Montenegro came into effect on dstidry 2008. The Draft of the National
Program for Integration of Montenegro in EU (NRi) the period of 2008-2012 has been adopted.
The Draft of the IPA 2008 Project Propodas been finalised. Submission of The project
suggestions for Programming available assets tirdBg 2009 has been completed. Activities
for introducing the Decentralised Implementatiorst8yn (DIS) and Training for government
employeesrelated to the activities in the process of the opean Integrations are being
undertaken.

System of Government

14. The current Constitution of Montenegro was ratifegdl adopted by the Constitutional Parliament

of Montenegro on 19 October 2007. The Constitutiwas officially proclaimed as the
Constitution of Montenegro on 22 October 2007. Thanstitution replaced the Constitution of
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1992. The new Constitution defines Montenegro asvia, democratic and environmentally
friendly country with social justice, establishedthe sovereign rights of its government.

The President of Montenegro is the head of statelaitenegro. The President is elected for a
period of five years through direct and secretdtall The current president was re-elected in the
first round of the 2008 presidential election wih.9% of the vote. The President represents
Montenegro in the country and abroad; promulgasess] Calls for Parliamentary elections;
proposes to the Parliament a candidate for Prinmédtéir, as well as for the president and justices
of the Constitutional Court; proposes the holdiigaaeferendum; grants pardons; and confers
honours and decorations.

The Parliament of Montenegro is the highest legiisdaand constitutional body of Montenegro. In

accordance with the Montenegrin constitution itsists of 81 members of parliament, elected in
free and secret elections, for a four-year terme Montenegrin Parliament passes all laws in
Montenegro, ratifies international treaties, apgoiime Prime Minister, ministers, and justices of
all courts, adopts the budget and performs othéieslas established by the Constitution. The
Parliament can pass a vote of no-confidence orGitvernment by a majority of the members.
One representative is elected per 6,000 votersghwim turn results in a reduction of the total

number of representatives in the Parliament of Moagro.

The Government of Montenegro is the executive brasfcstate authority in Montenegro. It is
headed by the prime minister. It comprises the @finister, the deputy prime ministers as well
as ministers. The current Prime Minister of Mongmoeand Head of Government and the current
members of the cabinet were elected on 29 Feb2G0§ by a majority vote in the Parliament of
Montenegro.

Legal system and hierarchy of laws

18.

19.

20.

21.

The judicial system in Montenegro is comprised heff following parts: the Supreme Court, the
Administrative court, the Appellate court, the thigher courts, the two Trade courts, and fifteen
basic courts.

The Basic Courts are in charge, by law, for firstance criminal offences that carry either a
monetary sentence or a prison sentence of up to(li@n years, and for first instance civil
cases/common pleas in cases dealing with propemyhor, labour, marital disputes and
personal/legal matters. In addition, the Basic r@odeal with the extra-judicial matters and
executive cases, provide international legal amsit®t, and engage in execution and avowal of
foreign court decisions.

The Higher Courts are in charge, by law, of protieouof those criminal offences for which a
longer imprisonment is prescribed, as well as dsgah crime offences, irrespective of the
sentence length, and offences with elements ofuption such as: money laundering, abuse of
monopoly status, equality rights violation in theld of economy, estimation of abuse, state secret
disclosure, professional position abuse, professitraud/deceit, and authority abuse in the field
of economy, bankruptcy and false bankruptcy, illegéermediation, false income sheet, for
which the prescribed sentence is eight (8) yearsae.

The Higher Courts also have exclusive power to naasions for the following criminal acts:

* manslaughter,

* rape,

< endangering air traffic safety,

« illegal and unauthorised production, storage aadetrof illicit drugs,

« preparation of activities against the constitutloegime and safety of Montenegro,
 disclosure of state secrets,

« inciting national, racial, and religious hatredifet and intolerance,
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27.

violation of territorial sovereignty,

* association for anti-Constitutional activities,

« calls for violent change of the constitutional origation,

* preparing acts against the constitutional ordersaudirity of Montenegro and SMN

The Higher Courts in second instance cases havpdiver to bring decisions on appeals of the
Basic courts' decisions. The Higher Courts, aBiol@ trials, are engaged in providing assistance
in international legal assistance. In the Higheufs there are specialised departments for
criminal offence trials that deal with organisedre, corruption, terrorism, and war crimes.

The Appellate Courhas a power to take decisions in complaint casamsigdecisions of other
higher courts in criminal matters and against desgsof corporate commercial courts.

The Supreme Court of Montenegeothe third instance institution (when defined law) that
deals with extraordinary legal remedies againstrtcdecisions in the state that defines legal
positions and opinions regarding the unified impamation of the Constitution, laws and other
regulations on the territory of the state and akber jobs prescribed by Law.

The judges of the regular courts are nominateddmmpbsed by an independent and autonomous
body, the Judicial Council. The judges are nomuhdte an unlimited mandate with an exception
of the President of the Supreme Court who is seteetnd dismissed by the Parliament of
Montenegro.

The Constitutional Court of Montenegdecides on:

» Cases where questions arise relating to the congadiaf the laws, other regulations, general
acts with the Constitution and confirmed and pii@isinternational agreements;

 Cases of Constitutional complaints regarding themdmu rights violations and rights
guaranteed by the Constitution after all otherlaiée legal means have been exhausted; and

» All other cases guaranteed by the Constitution.

In Montenegro, the hierarchy of the normative &trescribed in the following manner:

* The confirmed and published international agreemantl rules of international law
supersedes national legislation and as such asmapited in those cases where they
regulate the relationships in a manner that ieckffit from the internal/national legislation
(Article 9 of the Constitution of Montenegro).

« The Constitution of Montenegro (Official Gazetteymber 1/07).

¢ Laws that must be in accordance with the Congbituti

« Bylaws (decisions, regulations and others) thapalt#ished in the Official Gazette.

« Internal acts (relating to institutions, organisati, and state agency) that are not published
in the Official Gazette (statutes and similar).

Transparency, Good Governance, ethics and measgasst corruption

28.

29.

Montenegro ratified the UN Convention against Cptian in 2006. Montenegro is a Party to the

UN Convention against transnational organised crisuecession 2006). As is well known, this

Convention recognises that corruption is an infegpanponent of transnational organised crime
and must be addressed as part of efforts to conriganised crime. Montenegro has acceded to
the Council of Europe’s Criminal Law Convention Qorruption in December 2002 and the

Council of Europe’s Civil Law Convention on Corrigst in January 2008.

A joint First and Second Evaluation Rounds evatratvas undertaken in June 2005 by GRECO
(the CoE Group of States against Corruption). k& ¢bnclusions of this report it is stated that
corruption is one of the major concerns of Monteimegitizens. The authorities usually identified

as being worst affected are the judiciary, the amst service and the police. The fact that
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1.2

33.

34.

35.

36.

37.

Montenegro is a small country might contribute e development of a close-knit community
culture reticent to report suspicions of corruptidrhe evaluation report further states that
although significant improvements through legal amstitutional reform of the judiciary have
been achieved, the independence of judges andouitose is still an issue of concern.

The Transparency International 2008 “CorruptioncEption Index” ranked Montenegro"86ut

of 180 (where 180 is considered the most corrupinty in the world). The Transparency
International “Global Corruption Report 2008” prdes that changes to the Criminal Code and the
Criminal Procedures Code in July 2006 have incikgemalties for corruption and the misuse of
power, but the Parliament turned down a request plodice be allowed to use undercover
surveillance in cases of suspected corruption.ugust 2006 the Government adopted the Action
Plan for the Fight against Corruption and Organi€¥ime, and subsequently established a
commission to monitor implementation.

The “Global Corruption Report 2008” also focuseglmnfact that a number of EU countries have
accused Montenegro’s elite of links with organiseidne. Furthermore, the report highlights that
officially most public enterprises have been piised through transparent tender processes; with
government seeking strategic partners with relatgzerience. In practice, the obligations defined
in the contracts are rarely fulfiled and the ®git partner often turns out to be an offshore
company.

The National Commission charged with monitoring aegdorting on the implementation of the

Action Plan for the fight against corruption andyamised crime adopted its second report in
March 2008, covering the period September 2006 ceBder 2007. The report points out that,
whereas progress has been made in the legislagideand in the establishing of anti-corruption

structures, such as DACI, concrete results andieffi criminal prosecution of cases before the
courts are still lacking as no significant rulinigave so far been handed down. The National
Commission has set up a working group in ordemiprove the Action Plan for 2008 and to target
it towards more concrete and visible results.

General Situation of Money Laundering and Finacing of Terrorism

During the on-site visit, the evaluation team ward provided with any precise statistics on

crimes believed to be the main source of illegakcpeds. The Montenegrin authorities are of the
opinion that organised crime as a concept is ngtqodarly common in Montenegro. There have

only been a few cases with organised crime grodfieen asked about what would constitute the
most serious proceed generating crime problem intdteegro, the response was different crimes
related to drugs, including illegal production andding in drugs. Montenegro is a part of the

transit corridor for drugs being smuggled from EsstWest. As serious crime problems the

authorities also mentioned goods smuggling, fraax,evasion, corruption and abuse of office,

including the privatisation process.

Money laundering is criminalised in Article 268 thie Criminal Code. At the time of the on-site
visit there was only one conviction involving twerpons on money laundering, see below.

In 2004, one charge was raised on money laundefwg. individuals were subsequently found
guilty and convicted to three and two years of iisgmment respectively. Goods worth
$895.000.00 were seized and confiscated.

In 2005, one charge was raised for money laundefiihg legally binding verdict of release was
delivered due to there being insufficient evideagminst the accused. There are two further
cases, pending investigation, against 7 persons.

In 2006 the Supreme State Prosecutor- the DepattfoerCombating Organised Crime raised
three charges against twenty three persons foerthenal act of money laundering in association

-23 -



38.

39.

40.

41.

with other offences (falsified documents, fraud atise of professional/official position). The
procedures in line with all the charges are stijaing.

In 2006. the Special Prosecutor raised nine regdesinvestigation against fifty persons and five
indictments against thirty one persons. Therefave pending investigations against ninteen
persons.

The Higher State Prosecutor in 2006 raised twogggaagainst five persons for the criminal act of
money laundering in association with other predicfences such as falsified documents, illegal
trade, unauthorised production, storage and tradéoit drugs. The procedures in line with all
the charges are still ongoing.

In 2007 the Supreme State Prosecutor - the Depattfoe Combating Organised Crime raised
one charge against eight persons for money laumgl@ni association with other offences such as
abuse of official position, fraud and falsificatioh document, and one request for broadening the
investigation (in a 2006 case) against ten perdonscriminal act of money laundering in
association with other predicate offences (fraud faisified documents). The investigation is
ongoing.

In 2008 the Supreme State Prosecutor - the Depattfoe Combating Organised Crime raised
three requests for investigation against sevenopsrfor money laundering in association with
other predicate offences such as abuse of offpmaltion, falsified documents, fraud and illegal
trade. The investigation at the Higher Court inlgtaica in ongoing.

Terrorist financing

42.

43.

44,

Terrorist financing is criminalised in Article 448 the Criminal Code in Montenegro. From 2004
up to the time of the on-site visit there were Bgal proceedings for the criminal offence of
terrorism financing.

The evaluation team was informed by the Montenegrithorities that they do not consider
Montenegro to be exposed to terrorism or financihtgrrorism.

However, the Supreme State Prosecutor - the Depattfior Combating Organised Crime
brought a charge against eighteen individuals ©62@r a criminal offence of assembling for the
purpose of anti-constitutional activity in accordarwith Article 372 pg.1 and 2 in relations with
the criminal offence terrorism in accordance withitidle 365 of the Criminal Code and
preparation of activities against the constitutlomegime and safety of Montenegro in accordance
with Article 373 pg.1, 2 and 3 in relations to tersm and armed insurrection in accordance with
Articles 365 and 364 of the Criminal Code.

1.3  Overview of the Financial Sector and DesignaieéNon-Financial Businesses and
Professions (DNFBP)

45.

46.

Banking sector

The Montenegrin financial market consists of thelbag sector (11 banks), capital market (8
Investment funds, 29 stock exchange dealers, 5hafhnare brokerage-dealers organisations and
over 300 companies that are listed or traded ome rharket), the insurance sector (7 insurance
companies), as well as leasing companies (4 leasingpanies and 3 banks that provide leasing
services).

The banking sector dominates other segments iMtrgenegrin financial system, both regarding
its development and its contribution to economingh.
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48.

49.

50.

51.

52.

53.

54.

55.

56.

There are currently 11 banks in Montenegro which Bcensed by the Central Bank of
Montenegro. The main activities of the banks anglileg and deposit taking. There is an ongoing
increase in deposits, savings and total assetamfsh At the end of the third quarter of 2007,
savings was over twenty times higher and bank®tasgmost ten times higher than at the end of
2000.

Pursuant to the Law on Banks, banks in Montenegrp perform investment banking operations.
One of the investment banking activities practissd Montenegrin banks is the long-term
crediting of investment projects. Some banks hasdesl brokerage and custody operations (six
banks have obtained a safe custody license fronséoerrities Commission), so domestic banks
will engage in investment banking operations. Trammeason that the banks did not launch this
function earlier is, inter alia, the lack of demdodthis kind of service. In order to obtain extal
funding, domestic companies were mostly focusedamk loans.

One bank issued bonds in the second year half @f,20is representing a new form of acquiring
funds. The reason why the banks did not engaghisnform of financing previously is that, in
addition to the main sources for their lending\agtj they had been mostly oriented towards
foreign borrowing.

The commercial banks in Montenegro have their oalh regulatory body — the Association of
Montenegrin Banks. Membership of the Associationdlintary. At the time of the on-site visit
all commercial banks operating in Montenegro weeeniners of the Association.

There are no exchange offices in Montenegro butbtweks may perform bill of exchange
business operations on the basis of Article 6 efliaawv on banks ( Official Gazette of the republic
of Montenegro, no. 14/08). The Central bank of Moegro has also adopted the Decision on the
manner and conditions in reference to the perfogroirthe bill of exchange business operations.

The regulatory and supervisory body of the bankiegjor is the Central Bank of Montenegro.
Capital market

As in many other countries in transition, the Momgrin capital market is the financial market
segment which has undergone the most intensivel@@uent. At the time of the on-site visit,
market capitalisation amounted to over €5.5 billaod some 240% of the estimated GDP, while
the turnover on the Montenegrin stock exchangeSD® ratio reached the level of 28.72% by
mid-October 2007.

The Montenegrin capital market is characterised lvgry high participation of the citizens in the
capital market. Foreign investors also have a Bamt involvement in transactions on the
Montenegrin capital market. Some €350 million ofreign capital has been invested in
Montenegro in the form of portfolio investmentsatths, the purchase of securities through the
capital market. This represents nearly 30% of thal tmoney invested so far in the purchase of
shares and bonds on the stock exchanges, not tékiogaccount the state revenues from
privatisation. New capital invested in the Monterregnterprises and banks in the form of foreign
direct investments is over €321 million. Approxielgt€130 million of the new capital is invested
in the purchase of new issues of shares of enseipand banks. The additional €191 million of
the new capital (earned profit, undistributed ressy have been reinvested and distributed to the
owners in the form of shares (reinvested capitat Was not spent).

The regulatory and supervisory body of the capitalrket is the Securities Commission of
Montenegro.

Insurance Sector

The Montenegrin insurance market has been on aramgptwend in recent years. In the period
2002-2007, when there were 6 insurance companiesiipg in the insurance market and one
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reinsurance company. The total value of the greemjum has almost doubled, that is it grew
from €22.90 million to €51.02 million, which repergs 2% of GDP. 47.20% of premiums
received relate to mandatory insurances, 26.19%rtoperty insurance, 15.02% to insurance
against accidents, and 11.57% to life insurancgurance industry data for 2007 and the first six
months of 2008 highlight the growing role and intpoce of the insurance industry in the
financial services sector.

57. Life insurance in Montenegro is a relatively neveguict, as in other transitional countries, but
while in 2002 it was almost totally absent from timarket, in 2007 life insurance premiums
already amounted to €5.9 million (2006: €1.8 mii)io

58. At the time of the on-site visit ten insurance camps and one reinsurance company were
performing insurance activities in Montenegro. Fo@mpanies were performing only non-life
insurance business, three were performing only &isurance business, while two were
performing both life and non-life insurance busBidgsoreign subsidiaries may be established and
at the time of the on-site visit two Austrian insuce companies were operating in Montenegro.

59. Nine insurance agent companies are operating intéhegro. Additionally 184 natural persons
hold a licence for performing insurance brokeragje/gies.

60. The Montenegrin insurance industry is mostly foneigvned. The existing trends, experiences in
the region and the announced opening of new corapasuggest that the development of this
sector will be further intensified.

61. From the total shareholder’'s equity on 30 June 20@dch was €28 million, foreign capital
amounted to €16.64 million (59.42% of the total)ilelldlomestic capital participated in amount of
€11.36 million (40.58% of the total). Domestic dapiprevails in the insurance industry in
Montenegro. The State has majority shares in oné/iosurance company, ,Lé&n osiguranje”
(41.44%). By the end of 2008 it is expected thatghisation of the insurance industry will be
finished in line with the relevant legislation.

Table 1 : Insurance density in Montenegro
Gross premium per capita (in €) | 2002 2003 2004 2005 2006 2007

Life insurance 0.00 0.15 0.72 1.32 2.95 9.53
Non-life insurance 36.83 41.14 41.41 50.33 60.95 762
Total 36.83 41.29 42.13 51.65 63.90 82.29

62. The insurance market in Montenegro, in 2007 anditsighalf of 2008, is featured by low level of
life assurance and very high level of compulsorgumances. It is notable that compulsory
insurances show a decreasing trend in the portstliaccture.

Table 2: Distribution of premiums according to class

31.12. 2007. 30.06.2008.

Classes of Insurance Share of Gross Premium (in ~ Share of Gross Premium (in
%) %)

Compulsory Insurance 47.20 43.10
Property Insurance 26.19 30.99
Accident Insurance 15.02 13.01
Life Insurance 11.57 11.81
Other classes of non-life 0.02 1.09

Insurance
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63.

64.

65.

66.

The regulatory and supervisory body of the insugeasector is the Insurance Supervision Agency
of Montenegro (ISA). ISA intends to sign a MoU witlhhe Administration for the Prevention of
Money Laundering and Terrorist Financing (APMLTR tMontenegrin FIU.

Leasing

Leasing is a form of financial services that hasrbeecently introduced in the Montenegrin
financial markets. The first leasing companies apge in 2006, and the value of their placements
in the first quarter of 2007 amounted to some €&dilkon or 3.5% of GDP.

Natural and legal persons are offered financidl @perational leasing, whereas financial leasing
is prevalent. There are four dominant leasing carigsaon the market, and they are recording a
strong increase in their business operations.

Designated Non-Financial Businesses and ProfessidiiiNFBP)

Designated individuals and entities in Montenegidwownust take measures for detecting and
preventing money laundering and terrorist financamg referred to as “obligors” in Article 4 of
the Law on the Prevention of Money Laundering aed-drist Financing (LPMLTF) (See Annex
). A distinct Section Il of this same law (ihgsive of Articles 41 through 44) lays out the sk
and obligations of lawyers and notaries. Amongé¢hebligors, as well as lawyers and notaries,
are most of the non-financial businesses and psiafies (DNFBPs) noted in the Glossary of the
FATF 40 Recommendations.

Casinos Designated Administration fg
Games of Chancel
Real Estate Designated APMLTF No
Agents
Dealers in Designated APMLTF No
Precious Metals
and Stones
Lawyers and Designated Chamber of No
Notaries Lawyers
Accountants and Designated Ministry of Financg No
Auditors
Trust and Not Designated - -
Company Service
Providers

67.

Casinos (including internet casinos and other formsf gambling)

Montenegro’'s Law on Games of Chance (Official Gazef the Republic of Montenegro No.
52/04 and Official Gazette of the Republic of Marggro No. 13/07) divides games of chance

2 For further information see below and section 4.2
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68.

69.

70.

71.

72.

73.

into two groups, namely, lottery games of chanat special games of chance. Lottery games of
chance include lotteries, express and instantrleftebingo, TV tombola, tombola organised on
premises, lotto, keno, toto, sports pools as webimilar games based on lotto. Special games of
chance include games organised in casinos, garngesised in betting places and games played
on slot machines. In Montenegro, there are fosimecs (one located in Podgorica, two in Budva
and one in Kotor), 120 slot machine clubs and 4&firg places licensed for organising games of
chance. Although internet casinos are permittadl e proper license, authorities noted that no
individual or entity has yet to apply for an intetreasino license.

Real Estate Agents

Business organisations, legal persons, entreprerseut natural persons who are engaged in the
real estate trade are obligated to take measureketert and prevent money laundering and
terrorist financing according to the APMLTF. Theaee about 600 real estate agencies in
Montenegro.

Real estate investment has played an important iroldhve recent economic development of

Montenegro. In 2006, total foreign direct investriheesached €644 million, with a substantial

amount of this (€257 million) devoted to real estaCoastal Montenegro and particularly the area
around Budva had enjoyed much of this boom in ted estate market. Under existing laws,

foreigners cannot buy land unless they are legafiesand the land is purchased solely for a
business activity. This situation has led to foneig usually establishing companies in

Montenegro in order to buy real estate.

Dealers in Precious Metals and Stones

Dealers in precious metals and stones must takeuresaagainst money laundering and terrorist
financing when payment is made in cash in an amou£15,000 or more in one or more related
transactions. The obligations of this group ameersally unchanged from what they were under
the original AML law of 2003, with the exceptioretithe most recent version of the law adds the
category of legal persons dealing in precious reetatl stones and the products made from these
materials.

The extent of the individuals and entities in thisa obligated to take measures against money
laundering and terrorist financing is unclear. Jédnalealers are supervised by the recently
established Reporting Entities and Control Depamtme@ APMLTF which only began its
inspection activities with the real estate seatothe summer of 2008. The number of obligors in
Montenegro dealing in precious metals and stonas gt undetermined.

Lawyers and Notaries

The activities of lawyers in Montenegro are regediaby the terms of the Advocacy Act (Official

Gazette of the Republic of Montenegro, No. 79/06 D¥cember 2006). This law defines
advocacy as an independent and autonomous acémigaged in providing legal assistance to
natural and legal persons. Advocates can operdigdually or be part of an advocate office with
joint ownership or in a partnership. Advocates egistered with the Bar Association of

Montenegro. Advocate entities characterised bwytjawnership or partnership will also be

registered with Central Registry of the Commer€lalurt. At the time of the mutual evaluation

visit there were reported to be approximately 5@@oaates in Montenegro.

The Law on Notaries (Official Gazette of the Rejmioff Montenegro, No. 68/05 15 November
2005) sets forth the basic parameters for thisgeddbn. Notaries can draft notary acts such as
documents, excerpts, minutes taken by the notatcartificates. They can also accept deposits in
money, securities and other property, and, on #stslof a court order, perform actions in accord
with this law and special laws. Notaries are apggal by the Ministry of Justice after passing the
requisite examinations.
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74. Both lawyers and notaries in Montenegro must compghy the requirements of the LPMLTF
only when they engage in certain specified actsiton behalf of a customer or client. These
activities are enumerated in Article 41 of the LPML

Accountants and Auditors

75. The Law on Accounting and Auditing (Official Gazetif the Republic of Montenegro, No. 69-05
18 November 2005) prescribes the conditions andneraof maintaining business books and for
performing audits of financial statements. Accaut$ and auditors are considered to be obligors
under Article 4 of the AML law, where they are inded in the category that covers audit
companies, independent auditors and legal or rapeesons providing accounting and tax
advisory services.

76. Their professional association is Montenegro’s ifast for Accounting, which maintains a
registry for accountants and auditors. There epentedly over 2,000 accountants in Montenegro.
Auditors are licensed by the Ministry of Finance.

77. The recent Accounting and Auditing Report on thes®@bance of Standards and Codes (AA
ROSC) for Montenegro noted some deficiencies ssdh lack of detail in disclosures of financial
information as well as the absence of systemafiwreement of financial reporting standards.

Trust and Company Service Providers

78. Trusts may not be formed in Montenegro and foréigets may not operate in Montenegro. It is
not possible for trusts to enforce contracts uridentenegrin law as they are not recognised
under the law.

79. Legal persons or practitioners may register comggriut may not:

e as a means of business form companies or othdrpgegsons (be owners on behalf of other
natural or legal persons),

« act or arrange for another person to act as atdirec secretary of a company (the directors
or secretary of the company may be a natural paemsarinated by the shareholders meeting
and may not act on behalf of other persons nor hgeats to act on their behalf, since their
role isintutitu personag

* act as providers of registered offices, busineskem$es, accommodation or correspondence
addresses for businesses other than sole progtietor

¢ be an individual or firm providing a nominee dimGt nominee company secretary or
nominee shareholder services or other similar sesvilesigned to ensure the confidentiality
of the true ownership or control of a company apooate body, or to act in these roles on
behalf of another person or firm; Firms in Montemegnay open a custody account for
securities trading held within custodian banks vah® obliged to reveal the name of the true
owners of the account on whose behalf they act.

As set out in the Business Organisation Law (séa\je

1.4  Overview of commercial laws and mechanisms genning legal persons and
arrangements

80. The Business Organisation Law of Montenegro (BOLffic@l Gazette of the Republic

Montenegro, Nos. 6/02, 17/07) regulates the orgéioisal and legal forms of enterprises and their
registration.
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81.

82.

83.

84.

85.

86.

87.

88.

89.

The main forms through which economic-commercidivdaes may be conducted in Montenegro
are as follows:

(1) The individual entrepreneur;

(2) The joint stock company (“JSC"),

(3) The limited liability company (“LLC");

(4) The general partnership (“GP");

(5) The limited partnership (“LP");

(6) Foreign company branches.

If a natural person or a group consisting of natordegal persons engage in commerce but fail to
comply with the formation or registration requirentgeset forth herein as they relate to limited
partnerships, joint stock companies, or limitedilily companies, they shall be deemed to be,
respectively, an individual entrepreneur or a ganpartnership for purposes of relations with
creditors and other third parties.

Any individual who enters into a contract on behaifa business knowing that it is not legally
registered may be personally required to perfornth@t contract and personally liable for any
harm arising.

The individual entrepreneur is a natural person, who engages in commercehi®optrpose of
making profit and is not performing on behalf oraasagent or employee of another person. The
individual entrepreneur is personally liable fdrddbts incurred to the full extent of his assets.

General Partnership is the relationship, which subsists between pers@amrying on a business
in common with a view of profit. All partnershipbat are not limited partnerships are general
partnerships. A general partnership may arise bgraijpn of law based upon the facts and
conduct of the individuals. A general partner mayratural or legal person and partners have
unlimited joint and several liability.

A general partnership is required to register Wynsitting a registration statement with the Central
Registry of the Commercial Court for statisticalpases. However, the existence of a partnership
is not conditioned on the registration. The regisbn statement shall state the name of the general
partnership, its partners and their addressespa@haership agreement, if any, may be filed but is
not required.

A limited partnership is a partnershipf one or more persons called general partners @vbo
jointly and severally liable for all debts and galiions of the partnership) and one or more
persons called limited partners (who at the timergéring into such partnership contribute a sum
or sums as capital or property valued at a statesbiat and who are not be liable for the debts or
obligations of the partnership beyond that amount).

The registration of a limited partnership is efégtby transmitting to the Central Registry of the
Commercial Court a statement or contract signedhieyall partners containing the following
particulars:

- the partnership name and statement that the pahipes established as limited partnership;

- the principal place of business;

- the term, if any, for which the partnership is eetkinto, and the date of its commencement;
- the full name of each of the partners;

- the name of every limited partner as such;

- the sum contributed by each limited partner, andtivr paid in cash or otherwise.

If, during the continuance of a limited partnershify change occurs in the partnership name, the
principal place of business, the term of the pastnip, the partner or particulars about partners,
the sum contributed by any limited partner or theetof liability of any partner a statement,
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91.

92.

93.

94.

signed by the partnership, specifying the naturethaf change shall within seven days be
transmitted to the Central Registry of the ComnaCiourt.

A joint stock companyis a company, which has its capital divided irttares and is liable for its
obligations only to the extent of its assets. Thi@imum amount of capital of a joint stock
company is €25,000 and shares acquired by the &sanidr the initial establishment of the
company must equal or exceed that amount.

The founders of a joint stock company and sharedieldan be either natural or legal persons.

The legal document governing the conduct of thepaomg’s business is The Company Charter,

which must include:

- the name of the company;

- address of its registered office and address fmiving official notices;

- the nature of the company’s business activities;

- a statement that the company is a joint-stock com@and the amount of authorised share
capital;

- the rules governing changes in capital that aremastdated by law;

- the procedure for exchanging one class of secsifitieanother;

- limitation on the right of the company to issue ®wr incur other types of debt, if any;

- special benefits granted to the founders, if any;

- in so far as they are not determined by law, thegus of and procedure for calling general
meetings, procedures at general meetings and vatiag;

- in so far as they are not determined by law, thesrgoverning the number of board members,
the procedure for election of the Board of Direstqrocedures regarding the appointment of
executive management, and their respective powetslaties, disqualification, removal and
the allocation of powers among these bodies;

- procedure for rotating directors;

- rules concerning the use of the company sealeiktis one;

- the procedure for issuing and receiving legal mstic

- the duration of the company, if this is not ind&én

- the procedure to propose amendments to the charter;

Information regarding the number of issued shanestae composition of the share capital by the
class of shares must be set forth either in thetehar in the separate legal document and must be
presented to the Central Registry.

At the first registration the following documentsish be disclosed:

- the foundation agreement;

- the charter;

- alist of directors:

- the first and surnames, dates of birth, and anpéomames of the directors;

- their identification numbers;

- their residential addresses;

- astatement indicating their citizenship;

- their business occupation;

- details of any other directorships or positiongdhial Montenegro or elsewhere and the place
of registration of such companies if not in Monigre

- names and addresses of the Authorised OfficerCénief Executive and the auditor;

- the name of the company, the address of its regibffice and address for receiving official
notices;

- the signed consent of the first directors, the Chieecutive, the Authorised Officer and the
auditor to their appointments;
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96.

97.

98.

99.

- a copy of the decision of the Securities Commissapproving the prospectus for initial
offering of shares as well as the decision of theuities Commission regarding the success
of the issue;

- adocument confirming payment of the appropriaggsteation fee.

Disclosure of company's hame and registered offtee,names of the members of the Board of
Directors, Authorised Officer, Chief Executive @pplicable) and the auditor as well as the
existence of the foundation agreement and theahand date of the registration are made public
in the Official Gazette (by the Commercial Court).

A limited liability company is a company formed for the purpose of conductifmusiness for
profit by natural or legal persons who shall makex@netary or non-monetary contribution and
who shall not be liable for the debts or obligasiaif the limited liability company beyond that
amount. The contributions shall constitute the téatiliability company’s initial capital. Every
limited liability company must have a name, whiclighinclude the words “Limited Liability
Company” or “LLC.”

At the first registration, the following documeritat must be disclosed:

- the foundation agreement;

- the charter;

- a list of founders, members, officers and directdrany, (including the first and surnames
and any former names; their personal identificaiamber, or passport number if a foreign
national; their residential addresses; their aitstgp; details of any other directorships,
memberships in limited liability companies or parships, or other management positions
held in Montenegro or elsewhere and the place giktration of such companies if not in
Montenegro);

- the name of the managing director;

- the address of the registered office and placesieipt of official notices, if different;

- persons authorised to represent the company éatimélly or individually;

- the signed consent of the first directors to thppointments, if any;

- adocument confirming payment of the appropriaggsteation fee.

The company's name and registered office, the nafmesectors, the managing director, as well
as the existence of the foundation agreement andhhrter and date of the registration are made
public in the Official Gazette.

If company established and registered abroad imtientonduct business in Montenegro, it shall
register its branch askoreign Company Branchat the Central Registry. At the registration all
the data regarding the address and activities di buanch in Montenegro, as well as the data on
name and legal form of the foreign company mustplesented. Authenticated copies of the
charter of the foreign company and of its regigtratertificate (or corresponding document) must
also be presented and names and addresses ofsahp@uthorised to represent the company and
persons residing in Montenegro, who are authorigettcept on behalf of the company service of
legal process and any notice required to be sesmdgtie company.

100. All entities listed above, (including the individuentrepreneurs and foreign company branches)

are subject taegistration procedure at the Central Registry of he Commercial Court in
Podgorica.

101. Joint stock company and limited liability comparalt acquire the status of a legal person upon

registration.
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102. The Central registry is a public registry, with pabinspection of the database, index and
documents possible. This information is also madslable through electronic means including a
website on the Internet.

103. Joint stock companies, limited liability companiaad limited partnership registrations are
effective for a limited amount of time (1 year) aae required to be renewed by re-registration,
which should take place within 14 months followthg expiration period. If re-registration is not
filed the business is de-registered ex-officio.

104. A “branch” of a company is a unit of a company mgvno legal identity apart from the company
itself.

105. By the Law on Securities, all securities issuedMiontenegro are dematerialised and exist in
electronic form in the computer system of the Carirepository Agency and can be traded only
on stock exchanges. Accounts of all owners of $gesirare kept at the Central Depository
Agency.

106. Issuing of bearer shares is not permitted undert®fagrin law. All securities in Montenegro are
dematerialised. It is, however, possible to pusehand sell foreign shares in Montenegro; all
such transactions will be conducted in accordanitle the registration provisions of the country
of origin. If such shares are bearer shares tiseeetheoretical possibility that these could be
transferred within Montenegro.

1.5 Overview of strategy to prevent money laundemg and terrorist financing

a. AML/CFT Strategies and Priorities

107. The Administration for the Prevention of Money Ldening was established by the Decree of the
Government of the Republic of Montenegro, from 1B#tember 2003 (“Official Gazette of The
Republic of Montenegro” no. 67/03). It formally g&d on &' February 2004, by appointing the
Director of the Administration. The Administratios organised as an administrative Financial
Intelligence Unit (FIU). In accordance with its cpetences and by th&mendments to the
Regulation on Organisation and Work Methods of Steate Administration (“Official Gazette of
The Republic of Montenegro”, no. 26/08 from™8April 2008 ) the official name of the
administration has been changed into: “The Admiaigin for the prevention of Money
Laundering and Terrorist Financing” (APMLTF).

108. APMLTF's powers are to collect and analyse infolioratand data collected from reporting
entities, state agencies and foreign financialigence units (where the case involves a foreign
party). Where there is reason to believe that #se énvolves money laundering, terrorist finance,
or another crime, the case is then delivered todlevant state bodies (police and/or prosecution)
together with all the supporting information cottedt. It is expected that until 2012 the Directorate
will continue to strengthen its role in the systefncombating money laundering and terrorist
finance in accordance with its new powers as egeday the latest law governing this issue as
well continue its intense regional and internati@woperation.

109. Requests from foreign FIUs will be dealt with itk is a legal justification for dealing with the
request. APMLTF is able to collect data and infatiora concerning resident and non-resident
natural and legal persons, depending on whether lihge carried out transactions related to a
foreign country, whether they have certain owngrstatus in a company registered in a foreign

® The Securities Commission is in the process ofeliging rules concerning transactions in all sei@si
traded in Montenegro.
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country, or they are related to a foreign countramy other manner. Article 60 of the LPMLTF
states:

The competent administration b¢&PMLTF) can provide data, information and
documentation about persons or transactions iféheme reasonable grounds for suspicion of
money laundering or terrorist financing on a reques competent authority of foreign state
for detection and prevention of money laundering #errorist financing, under reciprocity
conditions.

The competent administration body needs not toiraeiccordance to the request from the
paragraph 1 of this Article if:
1. onthe basis of the facts and circumstances, diatéhe request , evaluates that there
are not enough reasons for suspicion of money laxing or terrorist financing, and,
2. providing data should jeopardize or may jeoparditee course of criminal
proceeding in Montenegro or otherwise could affetdrests of the proceeding.
The competent administration body shall give inftion in written form to the competent
authority which provided request, about reasonsrégecting and shall state the reasons for
rejecting.

The competent administration body may determineliions and data usage limits from the
paragraph 1 of this Article.

APMLTF does not appear to have any restrictionxaihanging information with other competent
authorities of foreign states for detection andvendéion of money laundering and terrorist
financing and may determine conditions and datgeiséinformation

110. In November 2007, the new Law on the PreventioMohey Laundering and Terrorist Finance
(See Annex lll) was adopted (Off. Gazette, No. T4/ regulate the measures and activities
aimed at the prevention of money laundering anatist finance.

111. In July 2005 the Government adopted the Progranth@ifight against corruption and organised
crime. In 2006 the Government adopted the ActicamRbr Implementation of the Program for
fight against corruption and organised crime. Tlerd Report on the Realisation of Measures
from the Innovated Action Plan covering the peribdlanuary to 30 July 2008 assesses that
APMLTF adopted the Regulations on Internal Orgditsaand Systematisation in accordance
with the LPMLTF. In accordance with the new Regolas the Department for the Supervision of
reporting entities within APMLTF was establishedvsn vacancies were filled).

112.According to Article 8 of the LPMLTF reporting etidis shall undertake risk analysis which
determines the risk assessment of groups of cussooreof an individual customer, business
relationship, transaction or product related to gbssibility of misuse for the purpose of money
laundering or terrorist financing. Such risk as#ayshall be prepared pursuant to guidelines
determined by APMLTF and other designated AML/CRipesvisory authorities. The Report
assessed that such guidelines have not yet beerdisy the AML/CFT supervisors as required in
the Law. The Guidelines will be issued in accor@gawith a regulation issued by the Ministry of
Finance and drafting is in progress.

113. The National Program for Integration of Montenegrm the EU (NPI) for the period 2008-2012
mid-term priorities are defined as:

-Continued professional development of employeeas, an

- Continued cooperation with relevariéinational institutions, FATF first of all, so tas
protect the financial system from laundering thecpeds of crime and prevent terrorist
finance, in accordance with Stabilisation and Assan Agreement.
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114. The projected number of employees and annual bddg&PMLTF are set out below:-

Employment plan

Name of institution Existing 2007 Planned number of employees

- planned 2008 2009 2010 2011 2012

Directorate for the Prevention of

v o 34 34 34 34 34
Money Laundering Existing 12

115. There are currently twenty seven employees andesnporary member of staff. The remaining
vacancies have been publicly announced.

Financial requirements (in Euros)
2008 2009 2010 2011 2012
Budget funds 390,000.00 | 712,996 64 709,016 48 710,000.00 712,000.00

Foreign support - - - - -

Note: The projected budget funds by individual years refer the cost of newly recruited staff under the new Regulation on
Internal Organization and Systematization of Work Posts.

Financing of terrorism

116. Criminalisation of terrorism in Montenegro is set in the Criminal Code which recognises the
following acts terrorism, international terrorisrhpstage taking and terrorism financing as
criminal acts. A new AML/CFT Law was passed at émgl of 2007 with a view to preventing
suspicious financial transactions. This new AML/CE&w included provisions to counter
terrorism financing.

117.0One of the priorities in the fight against terratind organised crime in Montenegro is the
successful protection of borders. For this reasantighegro has started the creation of legal-
technical solutions necessary for the use of itdemocuments prepared on the basis of the
biometric technology. Montenegro commenced isstihdocuments with biometric data in 2008.
At the present time there are only optical documeatlers at border crossings. The Border Police
Department has no devices for reading biometria dadm documents at Montenegrin border
crossings, although it is intended that they aegthe relevant equipment for reading biometric
data in the near future.

118. A Department for combating organised crime has Beaned within the Criminal police, and a
Special antiterrorist unit has existed within thénigtry of Internal Affairs for some time. The
Centre for fighting drugs and smuggling has alsenbestablished. The Police Administration has
signed a number of agreements and established mdimme with counterparty authorities,
particularly those of the neighbouring countriesl dhe region. The Police Administration is
participating in international and regional progand conferences aimed at strengthening police
cooperation among countries in the region in thatfiagainst all forms of crimes. An important
additional step has been made in the reorganisafitime National Security Agency in making it
into a reference intelligence agency, as well astthinsformation of the former Military Security
Service into the Department of defensive-securipgrations for communication and crypto-
protection, and the forming of the Department fifioimation-security and technical support of
the Ministry of Foreign Affairs of Montenegro.

b. The institutional framework for combating mondgundering and terrorist financing

119. The following are the main bodies and authoriti@golved in combating money laundering or
financing of terrorism on the financial side:

-35-



The Central Bank of Montenegro

120. The Law on Central Bank of Montenegro governs tistitutional status of the Central Bank and
its powers and responsibilities. Pursuant to th&avl the Central Bank is an independent
organisation of Montenegro and is solely respoesiiofr monetary policy, establishment and
maintenance of a sound banking system and effigiaptnent system. In that respect, the Central
Bank issues bank licenses, regulates and conthas bperations, issues and conducts the
measures for bank rehabilitation, including operand conducting the bankruptcy and liquidation
proceedings in banks, regulates, controls and gesviefficient performance of the payment
system, performs the operations of a banker, adeisd fiscal representative of the government
bodies and organisations, performs macroecononmatyses and participates in the preparation
and drafting of the laws and secondary legislaticts that govern the banking system.

121. A new Law on Banks came into force in March 2008 #re Central Bank is in the process of
issuing by-laws. Montenegro underwent a Financiact® Assessment Program (FSAP)
evaluation in 2007.

122. The Bank Supervision Department has 33 employdes athom have university degrees. The
level of employees’ training is high and all of thare included in some of the educational forms
and training organised by foreign institutions amganisations, as well as through internal forms
of education. The growth and development of theklmansector and its compliance with the new
standards in bank supervision have resulted ipéhnedical hiring of new employees.

123. The Central Bank is the supervisor of the impleragomh of the LPMLTF in banks and foreign
banks’ branches and other financial institutiorssjirsgs-banks, and saving and loan institutions;
organisation performing payment transactions; emghaoffices (at present there are none in
Montenegro); and institutions for issuing electoomioney. The evaluators noted that, pursuant to
Article 8 of the Law on Foreign Current and Capiglerations, Exchange operations may be
performed by legal entities and entrepreneurs, Wwhitave contract with a bank, and are
registered for performing exchange operations. Taatral Bank shall prescribe more specific
terms and manner of performing exchange operatioth$owever, no administrative provisions
appear to be in force for preventing unlicensedcharge operations.

Agency for Telecommunication and Postal Businessr&ipns

124. The Agency for Telecommunication and Postal Busin€@perations is responsible for the
supervision of telecommunication and postal busimgrations. The Agency receives its powers
from the Law on Postal Services (“Official Gazetfethe Republic of Montenegro”, No.46/05).
The Agency has specific responsibility for the sujson of post offices for AML/CFT purposes
under Article 86 of the LPMLTF. The Agency has aopa Programme against Money
laundering (No0.00010-1174/9-1 dated 09.03.2005), gursuant to the LPMLTF, has issued
Guidelines on the implementation of the LPMLTF.

Ministry of Internal Affairs and Public Administianh

125. The Ministry of Interior and Public Administratidras responsibilities in the field of protection of
public order and interests. The main structuraltsunif the ministry are the Department for
security, protection and control; the Departmentifitcernal administrative affairs; the Department
for emergency situation and civil security; the Bement for public administration; and the
Department for local self-government. The Departimfen security, protection and control is
tasked with the supervision of the police, compkand petitions. Additionally this department
deals with security, protection and classified infation.

-36 -



126. The Ministry of Interior and Public Administratidgras concluded a number of MoUs with foreign
countries on cooperation in fighting against alinfis of crimes. At the time of the on-site visit
such MoUs were agreed with: Albania; Bulgaria; @ega‘the former Yugoslav Republic of
Macedonia”; Slovenia; Turkey; the Russian Fedenatigéosnia and Herzegovina; Austria; Serbia;
United Nations Mission in Kosovo (UNMIK) on policeboperation. Bilateral agreements with
Moldova and Ukraine were in progress.

Ministry of Justice

127. The Ministry of Justice manages, coordinates amdrots the implementation of the state policy
in the field of justice. It produces draft laws asgtondary legislative acts, related to the jutlicia
system and to the activities under the competefi¢beoMinistry of Justice. With respect to the
anti-money laundering and terrorism financing pptice Ministry of Justice is responsible for the
Criminal Code and the Criminal Procedure Code.

128. The Ministry of Justice is the central authority foutual legal assistance and is also responsible
for the Law on International Legal Assistance inn@nal Matters (See Annex 1X) which was
adopted and entered into force in January 2008.

129. Furthermore the Ministry of Justice (Department fegistration of NGOSs) is responsible for the
registration oforeign NGOs, including NPOs.

The Public Prosecution Service

130. According to Article 13 of the Law on State Progdemy the State Prosecution Service comprises
The Chief State Prosecutor’s Office, high statespcoators’ offices, and basic state prosecutors’
offices shall be established within the State Ryoise’s Office. These are structured as follows:-

» Supreme State Prosecution for the territory of Moagro with the seat in Podgorica. Part of
the Supreme State Prosecution, including the Degart for suppression of organised crime,
corruption, terrorism and war crime.

» Two High State Prosecutions, one with the seatodigBrica, and one with the seat in Bijelo
Polje, for the territory of High Courts.

» 13 Basic State Prosecutions.

131. The State Prosecution is a unique and independata authority that performs the affairs of
prosecution of the perpetrators of criminal offenead other punishable acts who are prosecuted
ex officio. The Supreme State Prosecutor and ptatgecutors are appointed for the period of five
years. The Prosecutorial Council ensures the imdbgee of state prosecutorial service and state
prosecutors. The State Prosecution is financetidyptate budget.

132. The Law on State Prosecutor (“Official Journal oMIRE”, No. 69/03) regulates the
establishment, organisation, jurisdiction, condisoand procedure for election, termination of
office and dismissal of State Prosecutors, andrasisees of significance for the work of the State
Prosecutors, as well as issues of significance tiier work of the Special Prosecutor for
Suppression of Organised Crime, and issues of feignce for work of prosecutor’s
administration. Rules of Procedure on Internal Wafrkhe State Prosecutor (“Official Journal of
RMNE”, No. 12/07) particularly regulate the orgaatien and manner of internal work of State
Prosecutors. The Law on Changes and Amendmentgate Brosecution was passed in 2008
(Published in the Official Gazette of Montenegrd08on 27 June 2008) and entered into force on
5 July 2008. Article 66 paragraph 1 of this lawuieed that “A Department for Suppression of
Organised Crime, Corruption, Terrorism and War @sm(hereinafter referred to as: the
Department), headed by the Special Prosecutor] Sealestablished within the Chief State
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Prosecutor’s Office, for the purpose of carrying adtivities aimed at suppression of organised
crime, corruption, terrorism and war crimes.”

133. The State Prosecutor is the person conducting riérial proceeding, and the State Prosecutor
has an active role in proving criminal acts andriminal prosecution of perpetrators. Whenever
there is reason to believe that a case involvesesndaundering, terrorist financing, or another
crime, the case is referred from the FIU to the Biate bodies (police and/or prosecution) together
with all the supporting information collected.

Ministry of Foreign Affairs

134. The Ministry of Foreign Affairs undertakes taskinblic administration, regarding the formation
and execution of the foreign policy of the RepuldidVontenegro, furthering relations with other
countries, international organisations and ingthg; monitoring of the situation and the
development of international relations, as welbathe bilateral cooperation with other countries;
following and presentation of the political situeti and the activities of the ministries and
institutions of Montenegro in the EU associatiomgass; membership of Montenegro to the
international organisations, form of the represimtaof Montenegro in the missions to the UN,
OSCE, EU and the Council of Europe, as well aoffening or closure of the diplomatic/consular
representatives of Montenegro to third countried a@mternational organisations; undertaking
diplomatic, consular and other specific tasks reiggr the establishment of political, economic,
and cultural relations of Montenegro with third oties and international organisation;
preparation, conclusion and execution of intermatidegal acts; protection of the interests of
Montenegro and its citizens in the foreign coustirecooperation with other relevant institutions;
participation in the establishment and the fornmataf the foreign policy and international
cooperation in all spheres, in cooperation witheotlelevant state institutions; preparation of the
participation of the Montenegrin representativeshia international conferences and negotiations
for the conclusion of the international agreementsjertaking of the necessary tasks for the
implementation of international agreements, as aglbther tasks under its competences.

135. The Ministry of Foreign Affairs has little direcesponsibility for fighting money laundering and
counter terrorism financing. The Ministry receiib® UN consolidated lists on terrorists and
terrorist organisations and disseminates the liststhe Ministry of Interior and Public
Administration, the Ministry of Finance, Customsdathe Police Directorate. Otherwise the
Ministry of Foreign Affairs is not involved in theght against ML/TF.

Ministry of Finance

136. The Ministry of Finance budget sectperforms the activities related to: preparatioacpdure,
budget planning and execution; making proposalgyindelines and short-term macro-economic
framework for budget preparation and planning, aken, amendments and assessment of the
budget.

137. The Ministry of Finance state treasury secparforms the management activities related to:
payments based on relevant documentation and dhtaitted by the spending units; managing
the accounting system of the state receipts andresgs.

138. The Ministry of Finance economy, finance, interoa#il cooperation and games on chance system
sector performs the activities related to regulation ok tfinancial system and market of
Montenegro in the manner that is in accordance witidern operating principles as well as
activities related to the international financialoperation harmonised with the international
standards from this area which are connected wijblerations in the field of accounting system,
banks and insurance, international cooperation #red EU integration; preparation of the
regulations that stimulate private sector growtteppres and proposes laws and other by-laws
drafts which regulate banking, insurance, finanonarket as well as games on chance system;
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taking part in negotiations with the foreign parsh@nd other aspects of cooperation with the
international financial organisations and the Minisof finance representation in all aspects
related to the state funds and property privatisati

139. The Ministry of Finance _cooperative services andpprty-legal operation sectqerforms the
activities related to: property managing, propersing, supervision and management of the state
property of the Republic of Montenegro.

140. The Ministry of Finance is responsible for devetgpa regulative framework of fiscal policy.

141. The Ministry of Finance is the supervisory body tiee Montenegrin FIU (APMLTF), the Public
Revenues, the Customs Administration, the Agency #fmti—-Corruption Initiative, the
Administration for real estate authority and foe tAdministration for games of chance. The
Ministry is competent to pass laws and sublawsyels as to perform administrative supervision
of the Administrations mentioned.

Customs

142. The Customs Administration controls and managesrdscof physical entry and exit of means of
payment in and out of the country. The Central Bdakcribes the amount of cash that may be
taken in and out of the country without being desdato the Customs Administration. Capacity
building activities of inspection and customs segsgi for carrying out control on border crossings
will be continued (continuously during 2008 and 200

143. The Custom Administration also deals with the etdament of intellectual property rights. The
Custom Administration, in line with the Customs La# Montenegro, will not approve the
requested customs procedure for goods, if thesagpicion that they violate intellectual property
rights.

144. Negotiations on the accession to the World Tradga@isation are in their final stage.

145. There are no import/export licences. The managewfetatriff quotas is in the competence of the
Customs Administration. The Montenegrin customsftaomenclature has been harmoniseith
the Harmonised System 2007 as of May 2007.

Judiciary

146. The Law on Courts (Official Gazette of the RepulbfdVontenegro No.5/02 and 49/04) and the
Law on Changes and Amendments of Law on Courtsidi@ff Gazette of the Republic of
Montenegro No0.22/08) regulate the organisationjariddictions of courts, as well as the manners
and procedures for electing judges, jurisdictiond acomposition of the Court Council.
Disciplinary procedures, termination and dischaajethe function, work organisation of the
courts, court administration activities and couhtnénistration supervision.

147. The institutional framework of the judiciary systéntludes 15 main courts, two higher courts
and two commercial courts, Appellate, Administrat&nd Supreme courts. Cases of organised
crime, corruption and money laundering are deat i the Higher Courts of Montenegro on the
first instance. The Court of Second Instance (thppeNate Court) may approve, suspend or
reverse a judgment by the Court of First Instafitea Supreme Court deals with cases in which
the legal basis in the Court of Second Instanckfierent from the in the Court of First Instance.
Additionally the Supreme Court deals with casesvitich imprisonment of 40 years (maximum
penalty) is asked for in the indictment.
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Financial Intelligence Unit (FIU)

148. The Administration for the Prevention of Money Ldening and Terrorist Financing (APMLTF)
is the Montenegrin FIU. It was established in 2G0w it is an administrative type of FIU.
APMLTF is the central authority for combating morlayndering and terrorist financing. It has
been a member of the Egmont Group since July 2005.

149. APMLTF is an independent body whose administratixak is supervised by the Ministry of
Finance. Otherwise, it has full operational autoyoht the time of the on-site visit the number of
staff with APMLTF was 25 employees out of 34 buéget

150. APMLTF is a national centre for receiving and resfirgy, analysing, and disseminating
disclosures of STRs and other relevant informationcerning suspected money laundering and
terrorist financing activities. APMLTF is the supior for compliance with the AML/CFT
requirements for a large number of reporting pessamd entities listed in Article 4, item 14 and
15 of the AML/CTF Law, for further details see uné&Recommendation 26.

The National Security Agency

151. The National Security Agency (Agency) is establisfar the purpose of performance of activities
aimed at the protection of constitutional ordecusity and territorial integrity of the Republic of
Montenegro. The Agency, within its competence, camtsl data collection, analysis, assessments
and records keeping on all forms of activities aina threatening national security, including
money laundering and terrorism.

152. The Agency is responsible to the Government. Thekwbthe Agency is subject to both internal
and Parliamentary control. The Agency does not Ipaliee powers.

Securities Commission

153. The Securities Commission consists of five memlagointed by the Parliament from persons
nominated by the Government. The members includeCtimairman, Deputy Chairman and three
members. Each of the five Commission members hasatvesponsibility for the activities of a
department. The departments are: Cabinet of ther@aa; Capital Market Development and
InternationalCooperation Department; Corporate Financing Departirinvestment and Pension
Funds Department; Securities Market Departments@ltepartments are run by the members of
the Securities Commission. Furthermore, the Seataetaf the Commission is run by the General
Secretary of the Securities Commission.

154. At the time of the on-site visit there were 13 pasemployed with the Securities Commission.
The Commission plans to employ another 17 persadittsinnthe next 2 years. The Rules on
Internal organisation and Systematisation of theuStes Commission prescribes the maximum
number of employees, which is 42 persons. The at@isi have subsequently been advised that
there are now 29 individuals employed at the S&earCommission, of which 24 have the higher
educational qualifications (university degree ayhar, of which two persons have PhD and one is
a master of science) and 5 employees have loweeegg

155. The Securities Commission supervises the capitdkehaot only as the prudential supervisor but
also for compliance with the LPMLTF. The commissiomdertakes off-site and on-site
inspections.

156. The Securities Commission was the first organisaiio Montenegro that adopted a list of
indicators for recognising suspicious transactior004.

-40 -



157. The Securities Commission has signed an MoU forhaxge of information and mutual
cooperation with APMLTF. At the time of the on-sitisit a MoU was being prepared with the
Ministry of Interior and Public Administration armh MoU with the Central Bank was in the
process of being signed.

158. The Securities Commission is an ordinary membdO&CO. The Commission has also signed
bilateral agreements with the security market ragus of “the former Yugoslav Republic of
Macedonia”, Croatia, Romania, Bosnia and Herzego\Berbia, Albania and Turkey.

Insurance Supervision Agency

159. The Insurance Supervision Agency (ISA) was esthbtisy law in 2007 and became operational
in January 2008. The ISA is an independent reguyldiody responsible to the Parliament. The
Council of the ISA consists of two members and esilent. Organisations subject to supervision
by the ISA are insurance companies, foreign instgacompany affiliates, insurance broker
companies, insurance agents, and insurance agphavice providers. The ISA performs off-site
and on-site supervision. The ISA is financed by Hupervised companies. The Ministry of
Finance supervised the Insurance market beforkSthaevas established.

160. The ISA is structured in three organisational parts

* insurance market supervision
» regulation, development and cooperation and
* general affairs.

At the time of the on-site visit the ISA had 8 eoyges but there are plans to increase the number
of staff to 17.

161. At the time of the on-site visit there was 1 lifsiirance company, 3 non-life insurance companies
and 2 combined non-life companies in Montenegrobd@dicensed an insurance company must be
established as a joint stock company in Montendgoo that reason there are no foreign branches
in Montenegro. Foreign subsidiaries may be estadtisand at the time of the on-site visit two
Austrian insurance companies were operating in Eloegro.

162. In accordance with Article 86 in the LPMLTF theAl$ the supervisor for compliance with the
LPMLTF in the insurance market. ISA intends to sighoU with APMLTF.

Administration for Lottery and Gaming

163. The authority for the formation of the Adminidtea for Games of Chance was made on April,
18" 2008. by the Direction of Organisation and ManérWork of State Administration
(“Official Gazette of Montenegro”, No 26/08). ThectAon the Internal Organisation and
Systematisation of the Administration for GamesCbiance was adopted by the Government of
Montenegro and put into the force on August2008. The Administration for Games of Chance
commenced work on August;' 2008, and it is planned that it will be fully opéonal within a
one-year period. Currently there are 17 employedisd Administration 6 of whom are inspectors.

c. The approach concerning risk

164. Under its byelaws the Ministry of Finance can reguupervisory bodies to adopt guidelines on
risk analysis and risk assessment. Obligors areined] to undertake a risk analysis which
determines the risk assessment of groups of cussooreof an individual customer, business
relationship, transaction or product related toghssibility of misusage for the purpose of money
laundering or terrorist financing. The risk an@yshall be prepared pursuant to the supervising
bodies guidelines.
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165.

166.

167.

168.

169.

Article 4 of the LPMLTF prescribes the list of tiheporting entities-obligors. Item 3 of this
Article also grants the government the power tondefdditional obligors if there is considered to
be a risk of money laundering. This Article alstowk the Government to define obligors on
whom requirements can be relaxed if the risk of eyolaundering or terrorist financing is not
considered to exist. Lawyers and notaries have designated as a special category of obligors
and are required to ensure that the relevant repgints concerning detection and prevention of
money laundering and terrorist financing are uredem.

Progress since the last mutual evaluation
Since the last evaluation in 2003, there have bammmber of developments.

The first law on the prevention of money laundenveg passed in September 2003 (The Official
Gazette of the Republic of Montenegro, no. 55/@8fr™ October 2003, and it became effective
on 8" of October 2003). The Administration for the Pmetien of Money Laundering, as an
administrative body responsible for the preventidrmoney laundering, was established by the
Decree of the Government of the Republic of Mongeagin December 2003. The Administration
commenced its work in February 2004, and the ojmeralt work was started in mid-2004. In
March 2005 the Law on Changes and Amendments td_&he on the Prevention of Money
Laundering was passed, entering the provisiongwarist financing.

On the basis of the Law the following laws impleitireg regulations were issued:-

* The Rule Book on the manner of work of a compliaofficer, the manner of conducting
internal control, keeping and protecting data, itenner of records keeping and training
of the employees, was published in the Official &tzof the Republic of Montenegro no.
55/05 on & October 2005.

* Book of Rules on the Manner of Reporting Cash Taatisns with the Value Exceeding
€15,000 and Suspicious Transactions to the Admitish for the Prevention of Money
Laundering.

The new Law on the Prevention of Money Laundering &errorist Financing (LPMLTF) was
published in the Official Gazette of the Republidiontenegro no. 14/07 on 2 December 2007.

It became effective on #9December 2007 (See Annex Ill). The LPMLEBntains innovations
and it prescribes that reporting entities shall enakrisk analysis by which they determine the
assessment of the risk related to the client, legsirrelationship or transaction regarding the
possible abuse for the purposes of money laundaridgterrorist financing. Article 4 of the Law
defines the list of reporting entities, and the &owvnent of Montenegro can extend the list on the
basis of a money laundering and terrorist financisk assessment. Significant new procedures in
the Law included a requirement to establish thé oeaner of a legal person, the possibility of
ongoing monitoring of accounts and clients, spetipks of client verification — customer due
diligence (enhanced, simplified and usual), spadiahitoring of politically exposed persons, the
prohibition of opening anonymous accounts, the ijmitbn of carrying on business with shell
banks and blocking transactions at the request fafrgign FIU. The Law prescribes that the
administrative body responsible for the preventibmoney laundering and terrorist financing is
required to supervise the implementation of thigvLand carry out the supervision at: agencies
engaged in activities of real estate trade, travghnisation, brokerage or representation in life
insurance affairs; humanitarian and nongovernmentgnisations... (Article 4 paragraph 2 items
14 and 15 of the Law). The affairs of first ingtanmisdemeanour proceedings, within the
competencies of the responsible administrative pady performed by the officer authorised for
conducting misdemeanour proceedings
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170. Drafting regulations for implementing the Law (byk) is underway. For the time being the
existing Rule Books continue to be appliéd.

171.In April, by a Decree of the Government (Officiahgtte of Montenegro no. 26/08 from™.8
April 2008) the name of the Administration for tlirevention of Money Laundering was,
accordingly to the competencies, changed into tHmiAistration for the Prevention of Money
Laundering and Terrorist Financing (APMLTF).

172. APMLTF, in co-operation with other competent supson bodies, prepared professional
opinions for the new “List of indicators of suspigs transactions and clients” which was provided
to the Ministry of Finance. The list of indicatdssued in 2004 was revised in March 2007. The
new list of indicators includes 65 indicators fiffetent categories of reporting entitie.

173. APMLTF has signed Memoranda of Understanding with €Central Bank of Montenegro, the
Securities Commission, the Ministry of Internal &ifs, the Customs Directorate, the Department
of Public Revenues of Montenegro and the Basic GouPodgorica. APMLTF has also entered
into a number of MoUs with other international FIUs

174. Since July 2005, APMLTF has become a full membeéhefEGMONT Group and representatives
of APMLTF regularly participate in EGMONT Group wogroups.

175. Montenegro became a full member of MONEYVAL at tRlenary Meeting held on 4-9 July
2007.

* The evaluators have subsequently been adviseébtlmtving have recently been issued:-

e The Rule Book on the Manner of Work of a Complia@fécer, the Manner of Conducting Internal
Control, Keeping and Protecting Data, the ManneRetords Keeping and Training of the Employees
(the Official Gazette of the Republic of Montenegrm 80 on 26 December 2008) has recently been
issued.

e The Rule Book on Delivering Data on Suspicious $eations in an Amount above €15,000 and
Suspicious Transactions to the Administration fee Prevention of Money Laundering, (the Official
Gazette of the Republic of Montenegro no. 79 dfi RBcember 2008)

® In December 2008, APMLTF, in cooperation with @teempetent bodies and reporting entities, prepared
professional opinion for a new List of Indicatoré Suspicious Transactions and Customers which was
delivered to the Ministry of Finance. AccordingAdicle 46 of the LPMLTF the Ministry of Finance filees
the list of indicators based on the professionahiop prepared by the Administration in cooperatisith
other competent bodies.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

2.1 Criminalisation of money laundering (R.1 and 2)

2.1.1 Description and analysis

Recommendation 1 and 2

176. The money laundering offence is criminalised byidet 268 of the Criminal Code (CC) in the
following terms:

“(1) Anyone who through banking, financial or othmrsiness operations conceals the manner
s/he obtained money or other property which s/tensnas obtained through a criminal act,
shall be punished by an imprisonment sentenceahsnths to five years.

(2) If the offender committing an act as of Parggral of this Article is at the same time a
perpetrator and an accomplice in a criminal actabigh which money or property gain as of
Paragraph 1 of this Article is obtained, s/he sh@élpunished by an imprisonment sentence of
one to eight years.

(3) If the amount of money or the value of propeefgrred to in Paragraphs 1 and 2 of this
Article exceeds forty thousand Euros, the offersleall be punished by an imprisonment
sentence for a term of one to ten years.

(4) If an act referred to in Paragraphs 1 and 2tlis Article is committed by more persons
who joined together to commit such acts, they dbmlpunished by an imprisonment sentence
of three to twelve years.

(5) Anyone who commits the act referred to in Peaphs 1 and 2 of this Article and he could
have known or ought to have known that money opgtg were income gained by criminal
activity, shall be punished by imprisonment foeart of up to three years.

(6) Money and property as of Paragraphs 1, 2 arad this Article shall be confiscated”

177. With regard to the English translation of Articlé®of the Criminal Code, the legal evaluator,
(who is fluent in the Montenegrin language,) netedpoint out, that the wording used in the first
paragraph, does not fully represent the scopeeo@idfinition of criminalization as it is defined in
the original Montenegrin version of the text. Thease, which has been translated as "the manner
he obtained the money", in its original form andcdonsistency with the Montenegrin legal
terminology actually covers more than simple "manofeobtaining”. The definition in fact is
much broader than the translation implies anddiuities the "concealment or disguise of the illicit
origin of the property by conversion or transfec. ednd also the true nature, source, location,
ownership etc. of criminal property" as definedthy conventions.

178. The definition in the Criminal Code of the criminaffence of money laundering is however
limited to conduct, which falls withinanking, financial or other business operatibfAarticle
268, Paragraph 1 of the Criminal Code). Neithethaf conventions offer any ground for such
limitation. Any type of conversion or transfer skibbe criminalised, regardless of whether it falls
within "business operations" or any other actigitigf legal or natural persons. With regard to
"business operations”, there is no explicit deffinitof such conduct in the Criminal Code; it
appears that informal contracting among naturab@es who are not individual entrepreneurs
(private purchasing, exchanging, etc.) would nbt#hin this scope. In the consequence, simple
acquisition and possession of illicit property (&l 6 (b) (i) of The Palermo Convention) is not
covered under Article 268 of the Criminal Code. Bos reason the scope of the criminal offence
of money laundering is not fully consistent witle dienna and Palermo conventions.
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179. The Montenegrin authorities expressed the opintwat, twith adequate interpretation by the
courts, all the requirements of both conventiorgarding these issues would be meet and that
such interpretation would be applied in Montenegiere is, however, no relevant court practice
to confirm such statements.

180. The offence of money laundering extends to any tfperoperty (noney or other propertygand
without consideration of its value. The CC alsoeexis the scope of the offence to indirect
proceeds of crime (Article 112 and 113).

181. The prior conviction of a predicate offence is agequirement for the money laundering offence
or for the proving of the existence of the proceeflsrime. It is, however, the standard practice
that prosecution for the money laundering offencel #he predicate offence are conducted
simultaneously. Identification and proof of a sfiecipredicate offence is required by the
jurisprudence. The fact that the predicate offéraegularly prosecuted together with the money
laundering offence implies that there might be widential problem when the predicate offence
cannot be prosecuted. The evaluators are concératthis presents an effectiveness problem.

182. The incrimination of money laundering clearly retke the “all crime” approach, where all
criminal offences, which generate proceeds, caprbdicate offences to money laundering. (See
Annex Il for list of designated categories of offes based on the FATF Methodology.). The
evaluators noted, however, that insider trading amatket manipulation are not covered as
predicate offences.

183. Extraterritoriality of predicate offences generaliipes not present a problem, because the
Montenegrin CC is applicable for criminal offena@snmitted abroad by Montenegrin citizens. A
limitation to this principle concerns predicateasftes committed abroad by the foreigners against
a foreign country. In this case the CC only appteshe offences punishable by minimum of 5
years imprisonment by the law of that country.

184. Self-laundering is specifically incriminated in f&te 268, Paragraph 2, and all ancillary offences
to money laundering are sufficiently covered iniélgs 23-25 and 400-401 of the CC.

185. Except for negligent money laundering, which isresgly provided for in Article 268, Paragraph
5, the mental element is wilfulness (“knowledgeijldhe intent to conceal and disguise the illegal
origin of the proceeds. This mental element isapdfated from the factual circumstances of the
case based on a principle of free evaluation aende, which is one of the basic principles of
Code of Criminal Procedure.

186. Ancillary offences to money laundering are apprajgly covered, including the conspiracy to
commit (Articles 400 and 401 of the Criminal Codaltempt (Article 20), aiding and abetting,
facilitating, and counselling the commission (A 23, 24 and 25).

187.Liability of legal persons is provided for in thel on Criminal Liability of Legal Entities for

Criminal Acts (See Annex VII). In accordance witticle 3 of The Law on Criminal Liability of
Legal Entities, defined criminal offences for whilggal entities are liable includes both money
laundering and terrorist financing and states thagal entities may be held liable for criminal
offences referred to in the special section of @reminal Codéwhich includes offences for
money laundering and terrorist financirghd for other criminal offences provided for under
separate law, if the conditions of liability of aglal entity prescribed by this Law have been
fulfilled.” With regard to sanctions, for legal entitiestypes of punishments may be imposed, a
fine and dissolution of the legal entity and mayydre imposed as a principal punishment. With
regard to fines, Article 14 states:-

“(1)A fine shall be determined depending on the arnhafi the damage caused or illicit

material gain obtained, and if these amounts aféetgnt the higher amount shall serve as a

basis for the determination of fine.
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(2) Fine may not be less than two-fold amount efdamage caused or illicit material gain
obtained or higher than 100-fold amount of the matedamage caused or illicit material
gain obtained.

(3) If by a criminal offence no material damage veasised or no illicit material gain was
obtained, or if it is difficult to determine the aomt of such damage or material gain within a
reasonable period of time due to the nature of ¢himinal offence committed and other
circumstances, the court shall mete out the fina fixed amount which may not be less than
one thousand Euros or higher than five million Eiro

188. Furthermore, Article 5 of the Law on Criminal Lity of Legal Entities for Criminal Acts
provides that legal persons have liability for induals acting on their behalf in th& legal
entity shall be liable for a criminal offence ofrasponsible person who acted within his/her
authorities on behalf of the legal entity with theention to obtain any gain for the legal entity”.

189. Parallel litigation or administrative proceedinggéspect of legal entities is not excluded.

190.The penalty for money laundering is up to 5 yedrémprisonment for natural persons. Self-
laundering is punished by up to ten years imprisemmif the amount of the money or property
laundered exceeds €40,000 the punishment is immprient from one to ten years. If committed
by more persons they shall be punished by imprigsonrof three to twelve years. In cases of
negligence the punishment is imprisonment of uihtee years.

Statistics

191. No specific statistics were provided regarding nyolaeindering cases. It seems that there are no
dedicated statistics kept in Montenegro on thessesaThe Montenegro Supreme State
Prosecution, Department For Combating Organisech&rCorruption, Terrorism and War Crime
provided some data in the form of plain text. Fithiat data, the following table was produced:

Together
with o

Year Cases Persons . Convictions

predicate

offence
2004 2 3 1 Final 1
2005 8 8 7 0
2006 10 53 9 Not final 19
2007 2 11 2 0
2008 3 7 3 0

In accordance with the Rule of internal work of gitate prosecutors (Official Gazette of Montenegro,
no 22/07 from January 272007), State Prosecution maintain statistic aladiutriminal offences in
cases in which the prosecutors proceed.

2.1.2 Recommendations and comments

192. The money laundering offence as defined by the €®aisically_sund (keeping in mind the
translation difficulties, as described in paragra@e), but it lacks further refinement. The current
formulation of criminalised behaviour (conversioartsfer and concealment/disguise) is narrower
than the requirements in the Vienna and Palermw@gions. This should be clarified in the CC.

8 The case is from 2006 and the non-final convicti@s made after the on-site visit
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193. Although Montenegro has adopted an “all crime” aggh for predicate offences insider trading
and market manipulation offences do not appeaeta predicate offence to money laundering as
required in Criteria 1.3 and the FATF Glossary.heTCC should be amended to clearly include
insider trading and market manipulation offencepraslicate offences for money laundering.

194. There is relatively strict regulation of extratégriality in the case of predicate offences
committed by persons who are not citizens of Moaggo against a foreign state. This also raises
the question of inclusion of “all serious offencer”the predicate offences. This is subject to
incriminations in those countries and if offenceg @aot punishable with at least 5 years
imprisonment, the offence would not be considerguleglicate offence in Montenegro. Abolition
of this limitation (5 years imprisonment) would peat such situations.

195. The effectiveness of the AML system in Montenegemains somewhat questionable. There is
only one final conviction (two natural persons) tibe money laundering offence. The case related
to 2 Chinese cash-couriers detected by the Custamsnistration.. In the following years several
cases of suspected money laundering are beingtigatesi, and the cases are now in various
phases of proceedings. Despite the number of geseting, no final judgement is yet reached in
these proceedings. Some of these cases have begwingnfor a relatively long period. The
evaluators were informed that the reason for Maegem not being able to finalise these
proceedings lies with the logistical complexity safch cases, in which several perpetrators are
often involved. The absence of convictions nevéeggenegatively affects the assessment of the
effectiveness of the system. The fact that the ipatel offence is regularly prosecuted together
with the money laundering offence implies that ¢heright be an evidential problem when the
predicate offence cannot be prosecuted. The ewamtuare concerned that this presents an
effectiveness problem.

196. Clear comprehensive and well-structured statisggmrding money laundering should be kept
systematically. Such statistics should differestidietween the amounts of money being
laundered, implementation of provisional measuregarding proceeds of crime, different
predicate offences and indictments/conviction rafibsence of comprehensive and structured
statistics, as well as lack of final convictionsakas it impossible to fully measure the
effectiveness of the money laundering criminalgsati

2.1.3 Compliance with Recommendations 1 and 2.32nd
Rating Summary of factors underlying rating
R.1 Partially « Limitation to 'banking, financial or other business operatibis not
Compliant fully consistent with the Vienna and Palermo Cortigers.
* Insider trading and market manipulation are noteced as predicate
offences.

* Relatively low number of prosecutions and only 1nwotion
(effectiveness issue).

¢ Simultaneous prosecution for money laundering aierand the
predicate offence appear to be an effectivenessdgmo

R.2 Compliant
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2.2 Criminalisation of terrorist financing (SR. II)

2.2.1 Description and analysis

197. The financing of terrorism offence is criminalisedArticle 449 of the Criminal Code (CC) as
follows:

(1) Anyone who provides or raises funds intendediriancing of criminal offences referred to in
Articles 365, 447 and 448 of the present Code,l sfeliable to imprisonment for a term of one
year to ten years.

(2) Funds referred to in Paragraph 1 of this Aréighall be confiscated.

198. The provision of the terrorism financing offence asresult of a process of aligning the
incrimination with the requirements of the 1999 Uiternational Convention for the Suppression
of the Financing of Terrorism (Terrorist Financi@gnvention) ratified by Montenegro in 2002.
The Article targets the funding intended for teisbactivity. Activity, which falls within the scap
of such terrorist activity, is defined by specifitminal offences as defined in other Articles lné t
CC, namely, Article 356 (terrorism), Article 44ternational terrorism) and Article 448
(hostage taking).

199. The definitions of providing and collecting, as g the definition of funds are broad enough to
meet the requirements of the Terrorist Financingweation. It should, however, be noted that no
definition of “funds” exists in law. The Montenégrauthorities consider that the courts will
normally interpret “funds” to include “assets ofeey kind, whether tangible or intangible,
movable or immovable, however, acquired, and lefggluments or instruments in any form,
including electronic or digital, evidencing title,tor interest in, such assets, including, but not
limited to, bank credits, travellers cheques, bam&ques, money orders, shares, securities, bonds,
drafts, letters of credit.” As there are no judidiadings currently relating to this definition of
funds this has therefore yet to be tested.

200. The offence does not require the funds to be usedrry out or attempt a terrorist act. But at the
same time, due to its referring to specific crinhioffences from other Articles of the CC
(“intended for financing of criminal offences refelr® in Articles 365, 447 and 448 of the
present Cod®, the definition of terrorist financing requiréise funds to be linked to the specific
terrorist activity. This is not is not in line withe convention (which doesn’t require such link to
be established) and could be an important limitefow effective use in the practice.

201. By referring to the commission of specific crimiradfences, rather than by providing a general
and more flexible description of terrorism, theEe®f terrorist activity, as defined by the Article
misses the funding of terrorist organisations arttividual terrorists.

202. The attempt of committing the offence of financtegorism itself is punishable under the general
incrimination of attempt (Article 20 of the CC). néillary offences to the terrorism financing
offence are sufficiently covered in Articles 23-@3%d 400-401 of the CC.

203. Following the *“all-crime” principle terrorism fin@mg is a predicate offence for money
laundering.

204. As already noted in relation to money launderingragerritoriality of the terrorism financing
offence would normally not be a problem. The sammidtion regarding the offences committed
abroad by the foreigners against a foreign cousnigts. In such cases the CC is only applicable if
by the law of the foreign country the terrorismaiiting offence is punishable by minimum of 5
years of imprisonment. On the other hand, in vémitéd number of cases, the CC provides
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liberal application of Montenegrin law for offencesmmitted abroad, even without the condition
of double criminality (which is normally a geneginciple). This would only apply in cases for
which the supreme prosecutor so decides.

205. The mental element for terrorism financing is intefihe intent is extrapolated from factual
circumstances of the case based on a principlesefdvaluation of evidence which is one of the
basic principles of Code of Criminal Procedure.bllity of legal persons is provided for in the
Law on Criminal Liability of Legal Entities whichiits Article 3 provides that “legal entities may
be held liable for criminal offences referred tale special section of the Criminal Code and for
other criminal offences provided for under a sefgalaw, if the conditions of liability of a legal
entity prescribed by this Law have been fulfilledParallel litigations or administrative
proceedings are not excluded. The penalty for fimanof terrorism offence is 1 and up to 10
years imprisonment for natural persons and forllpgesons can result in dissolution or a fine up
to 100-times the amount of the material damageezhaosillicit material gain obtained.

206. There have been no cases of terrorist financingnaés in Montenegro so far.

2.2.2 Recommendations and comments

207. At the time of the evaluation, no cases of terrorfgrancing were recorded in Montenegro. With
no investigations and prosecution for terrorismaficing it is not possible for the evaluators to
assess the effectiveness of the system.

208.A definition of “funds”, which includes “assets efrery kind, whether tangible or intangible,
movable or immovable, however, acquired, and lefggduments or instruments in any form,
including electronic or digital, evidencing title,tor interest in, such assets, including, but not
limited to, bank credits, travellers cheques, beiméques, money orders, shares, securities, bonds,
drafts, letters of credit.” should be laid dowrtte Criminal Code.

209. The reference to specific criminal offences (tésmr, international terrorism and hostage taking)
in Article 449 appears not to be in line with tleege of the Terrorist Financing Convention and
the Interpretive Note to SR Il, as the scope whiomstitutes the criminal offence becomes
narrower. Under Articles 365 and 447, only the adtended tacause harn(to the constitutional
order of Montenegro, or the foreign state/intemral organisation) are criminalised, while the
convention requires the incrimination of any actsviolence which purpose is timtimidate a
population orcompela government or international institution (to dadtmstain from doing).

210. The criminalisation of financing of terrorism inetfCC does not address the incrimination of
funding of terrorist organisations and individuairorists. Leaving this issue only to the general
provisions on aiding and abetting is not suffici@it 2 (d) and 4).

211. The solution of relating the existence of the tastofinancing offence to specific criminal
offences, found under other Articles of the CC Isoaappropriate (IN 6). Under current
legislation, terrorist financing is only consideér® be a criminal offence if funds are intended fo
one of three specific criminal offences (Terrorisimticle 365, International Terrorism, Article
447 and Hostage Taking, Article 448). A more fldgilwefinition which would incriminate
financing. Furthermore, there needs to be an offemtroduced to cover cases when funds are not
linked with a specific terrorist.

212. The absence of any case law on terrorist financiffignces makes it impossible to assess the
potential impact of the jurisprudence on the abmentioned questions of scope of incrimination
and on the methods of interpretation related toirmoation of financing of terrorist groups and
individual terrorists.

213. Article 449 should be therefore be brought fullylime with international standards.
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2.2.3 Compliance with Special Recommendation Il
Rating Summary of factors underlying rating
SRL.II Partially * Funds are not defined in accordance with the eiséeniteria
Compliant o _ o _

« Not all types of activity which amount to terroridinancing, so as
to render all of them predicate offences to morayndlering, are
included.

« No autonomous criminalisation for financing of teist
organisations or an individual terrorist for anygase unless linked
to a specific criminal act.

2.3 Confiscation, freezing and seizing of proceeds crime (R.3)
231 Description and analysis

214. Article 268 (6) of the CC provides for the confisoa of money and property subject to money
laundering. Such confiscation is mandatory. Ittealse stressed, that despite of the low number of
convictions (only one final conviction), a signditt amount of laundered money was actually
confiscated ($895.000).

215. Article 449 (2) of the CC provides for the configoa of funds intended for terrorism financing.
Such confiscation is mandatory.

216. The general confiscation regime is regulated byckerf75 and Article 112 to 114 of the CC in the
following manner:

Proceeds from crime are confiscated according tiwlas 112 and 113 CC,

Instrumentalities (@bjects which were used or intended for use in dbmmission of a
criminal offence or which resulted from the cominisof a criminal offence)’ are subject to
confiscation in principle if they belong to the peftrator. But instrumentalities can be
confiscated even if they do not belong to the pegpar in cases of public safety or morality
and when there is a danger of them to be usedriiminal offence again. Technically, such
system could imply to certain inability of the ctauto confiscate the instrumentalities (not
owned by the perpetrator), but giving the fact thatase of conviction, instrumentalities are
recognized as illegal, any further use of them wdad contrary to morality and would present
the danger of using them for criminal offence, sfactice, the instrumentalities would be
regularly confiscated.

Equivalent value confiscation is applied when toafiscation of the proceeds itself is not
possible.

217. The general confiscation regime applies to all pedals of crime, irrespective of the fact if
generated directly or indirectly and form any cnali offence. The authorities are obliged by the
law, to ex-officio determine whether such proceledge generated or not and, if so, to confiscate
them. But the evaluators were not given any evideorcstatistics to assess the effectiveness of
this system in practice.
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218. The definitions of instrumentalities and proceetisrane (bjects which were used or intended
for use in the commission of a criminal offencewdrich resulted from the commission of a
criminal offence/money, things of value and all other property gpiase broad enough to
encompass both direct and indirect proceeds, iimguslibstitute assts such as income, profits, or
other benefits. In principle it does not matter vehthe assets are located or who holds them. If the
person, who is not the perpetrator, holds the masehen these assets will be confiscated if this
person received them free of charge or for obvioiddequate compensatidnofm the persons it
has been transferred to without compensation orirsgjacompensation that is obviously
inadequate of its real valjie

219. The rights ofbona fidethird parties are fully established in the lawt{éle 114 of the CC and
Article 539 CPC) and they are to be actively inelddn the decision-making procedure regarding
confiscation.

220.Only the court is authorised to make decisions emovery of property subject to confiscation,
following a proposal from a competent State Proecuhe court decision encompasses both
contractual and other disposition of property scbj@ confiscation. In accordance with the
Constitution of Montenegro and Law on Courts, cewte independent and autonomous in
decisions, and any influence on bringing court sleai is forbidden and subject to criminal
prosecution.

221. Confiscation is conviction based and is imposecettogr with the guilty verdict (Article 542
CPCQC). Instrumentalities can also be confiscatezhses, when there is no conviction, if reasons of
public safety or morality justify it (Article 537 RXC). There are no special provisions in this
respect relating to money laundering.

222.Law enforcement authorities have the option of toantrolled provisional and conservatory
measures in all cases where evidence need to beedeand whenever confiscation is mandatory
or possible (Articles 81, 230, 246 and 541 CPCkhSuitial measures are applied ex-parte and
without prior notice. In cases of organised criseizure of objects and property gain is possible
even regardless of the general conditions. Thigtisol has some limitations, due to the fact, that
the definition of organised crime (Article 507 bietCC) sets rather high standards and not all of
the money laundering offences will fall within gsope. Statistics provided from the competent
authorities show, that there were several casaesooiey laundering that did not meet the criteria
of organised crime. In the context of the prevemtregime, APMLTF also has the power to
suspend the transaction for 72 hours (Article 5thefLPMLTF).

223. There is no requirement for an offender to demarestthe lawful origin of the property. A Bill for
a new criminal procedure law, which is in the psxef being drafted is expected to provide for
the reversal of burden of proof.

224. There seems to be no authority to take steps teepter void actions where the person involved
knew or should have known that as a result theaaititts would be prejudiced in their ability to
recover property subject to confiscation. The eatmits were not provided with any provision or
other information about existence of such authority

225. Very limited statistics was provided concerning ftseation, freezing and seizing of proceeds of
crime. Montenegro Supreme State Prosecution, Depatt For Combating Organised Crime,
Corruption, Terrorism And War Crime provided sonaadin the form of plain text and tables.
From that data, the following could be deducted:
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Provisional measures and confiscation applied in Meey Laundering cases

Amount of Temporary Confiscation Confiscation
Year Cases proceeds measures proposed Imposed
€ € € €
2004 1 $895,000 0 0 $895,000
2005 2 40,000 40,000 0 0
2006 9 5,804.000 5,804,000 5,804,000 0
2007 2 190,000 190,000 0 0
2008 3 80,000 80,000 0 0

226. Available data shows, that Montenegrin authorities the instruments for temporary preservation
of proceeds of crime in money laundering case®£frg and seizure). These instruments were
applied in a most cases. Despite many measureshwidee been applied, the lack of final
convictions makes it uncertain that those instrusiemill always actually reach their ultimate
purpose — permanent confiscation of the proceedsmgk. At the time of the evaluation there was
only one final conviction concerning any of theesmsgescribed.

2.3.2 Recommendations and comments

227. The seizure and confiscation instruments under Bluegrin law seem to be adequate and well
balanced. It covers all forms of criminal proceedsl instrumentalities. All eventualities are
properly addressed, including the situations wisereviction is made impossible.

228. Although the solution which provides more flexildenditions for the seizure in the cases of
organised crime is welcomed, it has somewhat lunsimope due to a relatively strict definition of
organised crime, which does not include all situzi of money laundering and terrorism
financing. The evaluators, however, did not ded@gt such negative effects in practice.

229. Montenegrin authorities are encouraged to introduceversal of the burden of proof regarding
property subject to confiscation, which is currgnthder consideration.

230. The evaluators advise the establishment of leghlogity to take steps to prevent or void actions

where the person involved knew or should have kntivat as a result the authorities would be
prejudiced in their ability to recover property gdi to confiscation.

2.3.3 _Compliance with Recommendation 3

Rating Summary of factors underlying rating
R.3 Largely * No convictions for ML or TF implies no confiscatigoonviction
Compliant based), additionally, the effectiveness of the ganeonfiscation

system remains unproved.
* No measure to allow the voiding of contracts oroas.
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2.4  Freezing of funds used for terrorist financig (SR.III)

24.1 Description and analysis

231. The implementation of SR Il was explained as beaiagered by Article 520, Paragraph 2 of the
CPC which deals with the obligation to provide dafhe provision provides that the State
Prosecutor may request that the competent stabteritigs, banking or other financial institutions
make an inspection of business activities of cerparsons and to submit to him documentation
and data that may be used as evidence of the @aliroffence or property gained by commission
of the criminal offence, as well as information suspicious money transactions referred to in the
Convention on laundering, searching, seizure andfigmation of gain obtained by criminal
activities. The State Prosecutor may issue an dygevhich a competent authority or institution
shall be requested to suspend temporarily the patyraed issuance of suspicious money,
securities or objects for the period of three meritht no longer than six months.

232. Additionally the Montenegrin authorities explaintttht money or other assets or property of a
terrorist organisation can also be temporarily egifollowing Article 81 of the CPC as items
which are intended for committing of criminal oftess. The Article provides the procedures for
seizure of objects under the Court order.

233. However, no laws or procedures appear to be iregladMontenegro which specifically relate to
the freezing of terrorist funds or other assetp@fsons designated by the United Nations Al-
Quaida and Taliban Sanctions Committee in accoelanith S/RES/1267 (1999). Such freezing
should take place without delay and without priotice to the designated persons involved.

234. Montenegro has not designated any persons whodlhewk their funds or other assets frozen in
accordance with S/IRES/1373 (2001). Neither doest®fmyro examine and give effect to actions
initiated under the freezing mechanisms of othentaes.

235. During the on-site visit assessors were informeddmye of the reporting entities (especially the
banks) that the lists of designated entities amegodistributed to them. The evaluators were told
that the terrorist lists are received by the Miyisif Foreign Affairs who forwards them to the
Ministry of Finance who again forwards the listsAB@MLTF who distributes them to the all
reporting entities. Updates of the lists are baisgeminated as well. However, due to the absence
of an effective mechanism to freeze such fundsdikeemination of the lists has no effect. The
reporting entities that confirmed the receptionhaf list were not aware of any obligation to freeze
terrorist funds and other assets of persons ofidfisewithout delay and without prior notice to the
designated persons.

236. General guidance on freezing of funds has beerdsbut there is no specific guidance on the
freezing of terrorist finances.

237.The evaluators were informed that a true match ames has never been identified in
Montenegro. If a match did occur, the reportingitgnis required to inform APMLTF
immediately.

238. There are equally no formal procedures for evahgatle-listing requests, for releasing funds or
other assets of persons or entities erroneousljesuto freezing and for authorising access to
frozen resources when deemed necessary for bgsinsas, payment of certain types of fees, etc
pursuant to S/IRES/1452 (2002). Nor are there dpeuviéasures to protect the right of bona fide
third parties consistent with Article 8 of the Tanist Financing Convention.

239. There are no sanctions for non-compliance and natoring mechanism.
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2.4.2 Recommendations and comments

240.As a priority Montenegro should establish a cenaathority at national level to examine,
integrate and update the received lists of persamd entities suspected to be linked to
international terrorism before sending them to fihancial sector and DNFBP. Additionally, a
domestic mechanism to enact S/RES/1373 (2001) dhmuimplemented to be able to designate
terrorists at national level as well as to giveeeffto designations and requests for freezing @sset
from other countries. Likewise, Montenegro shoutthb@ procedures for evaluating de-listing
requests, for releasing funds or other assets rdfops or entities erroneously subject to the
freezing and for authorising resources pursuafffRES/1452 (2002).

241. Practical guidance to the financial institutionsl @NFBP concerning their responsibilities under
the freezing regime as well as for the reportinguaspicious transactions that may be linked to
terrorism financing should be issued by the autiesri

243 Compliance with Special Recommendation SR.11I
Rating Summary of factors underlying rating
SR Non * No laws and procedures in place for the freezinteobrist funds
Compliant or other assets of designated persons in accordavite
S/RES/1267 and 1373 or under procedures initiatedthird
countries;

* No designation authority in place for SIRES/1373;

* No effective and publicly known procedures in pldog, or
guidance to, considering de-listing and unfreeziagthorising
access to frozen funds for necessary expensesoamthdllenging
such measures;

» No specific measures to protect the right of bade third parties;

* No practical guidance to financial institutions amNFBP
concerning their responsibilities;

* No legal structure or mechanisms in place for imiatedfreezing
of terrorist funds which are not related to specitiffences,
especially in the light of SIRES/1267 (1999)

Authorities
2.5 The Financial Intelligence Unit and its funabns (R.26, 30 and 32)

25.1 Description and analysis

242. The Administration for the Prevention of Money badering was established in 2003 by a
Governmental Decree. The Montenegrin FIU, now nawdnhinistration for the Prevention of
Money Laundering and Terrorist FinancingAPMLTF) is the central authority for combating
money laundering and terrorist financing. It haerba member of the Egmont Group since July

"According to the Decree on changes and amendmeéthie decree on organization and working methothef
state administration published in the Gazette ohtdnegro”, No. 26/08 dating from 18 April 2008.
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2005 and operates according to the Egmont Groupuient§ . Its powers and duties are
confirmed in the LPMLTF (Chapter V- Administratiddody competencies, Article 47 — Article
65).

243.The new “Law on the Prevention of Money launderangd Terrorist Financing” (LPMLTF)
entered into force on 29 December 2007 (See Anihex |

244. APMLTF is an independent body whose administratiek is supervised by the Ministry of
Finance. Otherwise, it has full operational autopoAPMLTF is an administrative type of FIU.
The Ministry of Finance has formed a Working Grotlnat is preparing regulations for the
implementations of the LPMLTF.

245, Since February 2008 APMLTF has been organised ¢firGuorganisational departments:

- Analytics Department,

- Suspicious Transactions Department,

- Informational Technology Department,

- General and Legal Affairs and PR Department,

- Department for Conducting Misdemeanour Procedure,
- Reporting Entities Control Department,

- National and International Cooperation Department

246.APMLTF is managed by a Director and two assistédéputy directors). One is Head of Data
receiving, processing and analysing departmentthadother is Head of control, national and
international department.

247.The Rule Book on internal organisation and systeatdn has defined 34 job positions for
employees in APMLTF. Generally, a college-level etion is required with an emphasis on law,
economics and IT, knowledge of the English languiageequired for certain positions and all
employees are required to have computer skills.rre@tly there are 27 civil servants and
employees and 1 trainee employed for professional.

248.According to the Articles 58 and 59 of the Law Givil Servants and Employees (Official
Gazette of Montenegro no. 50/08) civil servants antployees, including those employed in
APMLTF, are liable for breaches of the obligatimisemployees, which can be minor or serious
disciplinary offences. The disciplinary measure d#ominor disciplinary offence is a fine of an
amount of up to 15% of salary paid in the monttwinich the offence was committed. For a
serious disciplinary offence - a fine of an amoah20 to 30% of salary paid in the month in
which the offence was committed or termination mpéoyment.

249.At the time of the on-site visit, the number offstaith the APMLTF was 27 employees, out of
34 budgeted.

& Egmont Group Statement of Purpose and Egmont GRuiciples for Information Exchange between
Financial Intelligence Units for Money Launderingere both implemented by Government Decision of
07.10.2002 no. 1405-r).
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250. APMLTF is a national centre for receiving and resjirgy, analysing, and disseminating

251.

disclosures of STRs and other relevant informationcerning suspected money laundering and
terrorist financing activities. APMLTF has the ned@t supervisory powers (checking, control) for
the subject persons listed in Article 4, item 141 d&b of the AML/CTF Law, see below. In
September 2004 APMLTF issued a List of Suspiciota3action Indicators, which is published
on its web site (http://www.vlada.cg.yu/aspn/) andias updated in March 2007.APMLTF has
also provided the List to reporting entities in chaopy. During the on-site visit the evaluators
were informed that reporting entities identify ameport suspicious transactions based on
indicators released by the APMLTF.

APMLTF's main tasks are:

* Receiving data and information from the reportingitees (listed under Article 4 of the
AML/CTF Law) concerning suspicious transactions aagh transactions exceeding €15,000.
APMLTF receives STRs and CTRs from reporting egdigither in hard copy or on the secure
web site;

» Temporarily suspending transactions by written gradéthin 72 hours, if there are reasonable
grounds for suspicion of money laundering or teésrar financing and to notify such a
suspension to competent bodies without delay;

* Analysing and processing data and information kexkin accordance with the law in order
to identify the existence of solid grounds for mpfaundering or terrorist financing;

* Receiving requests from competent authorities twvige necessary data and information in
order to accomplish their activity objectives; thmormation related to the notifications
received in accordance with the provisions of tifermation, are processed and used within
APMLTF within its confidentiality regime;

« Immediate notifying the relevant competent bodylifgoadministration or prosecution’s
office) in cases in which solid grounds of committioffences of money laundering or
terrorist financing, or other criminal acts wer@rfd.
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Receiving and analysing STRs

252. After an STR is received, the Department for Anal/tand the Department for Suspicious
Transactions are involved in analytical processihtransactions and persons for which there are
reasonable grounds for suspicion of money laundesinterrorist financing. If there are serious
grounds for money laundering or terrorist financiA@MLTF may decide to block the transaction
for 72 hours and send the report to the competghbaity (police administration or prosecution’s
office). The decision is taken by the Director lné t~1U based upon a proposal made by the Head
of the Suspicious Transactions Department or theuBeDirector.

253. Moreover, reports are analysed for further invediogm. Requests from other state bodies’
databases are also performed for additional infaomalf necessary, additional information is
requested from the reporting entities, includinfpimation on other subjects revealed during the
analysis of the reports. The reporting entitiesracgiired to provide APMLTF with requested data
no later than 8 days after the day of receivingréupiest (Article 48 of the LPMLTF).

254. If there are grounds for reasonable suspicionafiey laundering or terrorist financing APMLTF
can request reporting entities to perform ongoirgnitering of a customer’s financial business
(Article 53 of the LPMLTF). Ongoing monitoring ofansactions shall not be for more than 3
months although if there are reasonable groundsudspicion of money laundering or terrorist
financing it may be prolonged for another 3 moniifse Montenegrin authorities did not provide
the evaluation team with examples of cases in wthichprovision was used.

255. APMLTF forwards the relevant information to the laenforcement authorities (police
administration or prosecution’s office) accordirgtheir jurisdiction (Article 55 and 56 of the
LPMLTF). There are no specific criteria related ttee chosen competent authority and this
discretionary power may have a negative impactffatteveness of the system.

256. All reports received by APMLTF are kept in its dadae and used on a daily basis for analysis
and intelligence purposes. CTRs are analysed byttadytical Department within APMLTF in
case of receiving requests from other institutions cases that are linked with STRs.

257. The information sent to law enforcement authoriti@snot be used in court, as it is classified.
Statistics

258. Thirty seven on-site inspections of reporting ésitvere performed by APMLTF from May 2008
to September 2008.

259. Inspectors from the reporting Entities Control Déymeent of APMLTF have submitted fourteen
requests for initiating a misdemeanour proceduhese requests were processed by an authorised
officer immediately after reception. In five cagbe accused (legal person and the authorised
person of the legal person) were found guilty anéd; the total amount of imposed fines was
€13,860, and the costs of the misdemeanour praogedivere €300. In one case the
misdemeanour procedure was discontinued as, dtivengrocedure, it was found that there are no
evidence that the accused persons committed a méateur as stated in the request. Eight cases
are still being processed.

260. The total number of notifications sent to othetestagencies due to reasonable suspicion that a
criminal act was committed was four.

Guidance and feedback

261.In accordance with Article 33 of the LPMLTF, in $ember 2004 APMLTF issued a List of
Suspicious Transactions Indicators for the seagritharket; banks; customs administration; tax
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administration; and legal and natural persons,n@ssi organisations, entrepreneurs engaged in
trade or business. The List is available on APMLsTWeb site.

262. The evaluation team advised the Montenegrin autherio issue an updated List of Suspicious
Transactions Indicators since the existing Liseddiack to 2004 and the current AML/CFT Law
came into force at the end of 2007.

263. The Ministry of Finance has issued a Book of Riige®e Annex IV) on the manner of reporting
cash transactions with the value exceeding €15,806 suspicious transactions to the
Administration for Prevention of Money Launderinghe Book of Rules was published in the
Official Gazette No.55/05, dated 5 October 2005.

264. Attached to the Book of Rules are reporting forras €TRs and STRs. The reporting forms
specifically address banks; stock exchanges; bsoted funds; the Central Depository Agency;
merchants and intermediaries; customs; and otlpertiag entities such as post offices, insurance
companies, gambling houses, etc. The Book of Ralest considered to be a regulation or “other
enforceable means” as it does not set out enfoleemguirements with sanctions for non-
compliance.

265. In accordance with Article 8 of the LPMLTF guidaegon risk analysis shall be determined by
the competent supervisory authorities, pursuanth&o Regulation adopted by the Ministry of
Finance. During the on-site visit the evaluaticantewas advised that the Ministry of Finance has
established a working group in order to prepareaét df the Regulation.

266. APMLTF gives training to reporting entities and lamforcement agencies and participates in
seminars where examples of ML cases are providedtyNologies were provided to reporting
entities. APMLTF needs to enhance training fooits staff and for reporting entities, in order to
increase the awareness and understanding of maoegdring and terrorism financing schemes
which may be usetf.

267.In accordance with Article 65 of the LPMLTF, APMLTIB required to submit a report to the
Government on its work and status, at least ongeaa In the replies to the questionnaire it is
indicated that APMLTF publishes statistical datal anforms the public on the phenomena of
money laundering and terrorism financing at leasteoa year. The activities of APMLTF,
information on important events, legal provisiosi, are available on APMLTF’s website.

268. Additionally APMLTF regularly submits reports toettiNational Commission for Monitoring of
the Realisation of the Action Plan for the impleta¢ion of the program for fight against
corruption and organised crime.

269. Feed-back is provided by APMLTF to reporting eestaccording to Article 57 of the LPMLTF.
In general, it is a case by case feed-back, exnemses where the FIU evaluates that notification
may cause detrimental effects on the course armbongt of the proceeding.

° The evaluators were subsequently advised thaS#wairrities Commission adopted an Instruction abisit
analysis of money laundering, “know your client’opedures and procedures for recognizing suspicious
transactions at its meeting held on November 28820his Instruction is to be implemented until duoption
of the Guidelines of the Ministry of Finance andlWien be amended in accordance with these Guieteli

% The evaluators have subsequently been advisedABRILTF, in cooperation with the Organization for
Security and Co-operation in Europe (OSCE) OfficePiodgorica, has organized three seminars and two
counselling sessions workshops on the preventiomarfiey laundering and terrorist financing, at which
among other things, money laundering case studée wresented. The speakers were domestic andyiorei
experts from AML/CFT area. These sessions wengechout between October and December 2008.
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270.In practice, the feedback is provided on a regulbdsis by telephone although in some cases
written feedback is provided. The compliance officare informed by phone if there is a
suspicion of money laundering and whether it wadiomed as an STR.

Access to information and Request for additiontdrimation

271. The basic requirement for APMLTF to gain accesstteer agencies’ information is provided in
the LPMLTF. All government authorities are requiseithout delay to provide all information and
documents to APMLTF that are needed to fulfil itgiés. The information is to be provided no
later than 8 days after the day of receiving thguest or enable, without compensation, direct
electronic access to data and information statetthenrequest (Article 50 of the LPMLTF). In
practice, APMLTF has access to other instituticats dases, but there is not a direct link.

272. APMLTF has access to the Citizens’ database ofMhmstry of Internal Affairs and as well as
publicly available databases:

» Central Register of the Commercial Court,
* Public Revenues Department
e Ministry of Justice —register of NGOs.

The establishment of a National Informative Offafestate administrative bodies is planned and it
will include representatives of the state admiaiste bodies incorporated in the system for the
prevention of money laundering and terrorist finagc APMLTF, Police Directorate, Customs
Directorate and Public Revenues Department.

273.Article 54 of the LPMLTF provides that APMLTF mayequire the data and information
necessary to perform their legal tasks from anyntam entity based upon an initiative which
comes from the Court, State Prosecutor, Policecrate, Competent Tax Authority, Custom
Directorate, Directorate for Anti Corruption Initive and other competent authorities.

274.Furthermore APMLTF may exchange information, bagedeciprocity, with foreign authorities
having similar functions and which have equivalestrecy rules, if such an information exchange
is made with the purpose of preventing and comgatioeney laundering and terrorist financing.
APMLTF has intensified and improved the exchangafafrmation with other FIUs by creating a
unit dealing with requests from the other FIUs gsiarity.

Requests for information sent by APML/FT during the period 2004-2008
( the statistics reflect the entire year 2008)

Year Number sent Number received Spontaneous
disclosure

2004 8 8

2005 58 52

2006 44 36

2007 46 32 1

2008 60 50

Out of 44 requests sent APML/FT to foreign FIUs in 2006, 43 requests wesdated to
suspicions for money laundering and 1 requestsalated to a suspicion of terrorist financing.
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Requests for information received by APMLTF duringthe period 2004-2008

Year Number received Number sent Spontaneous
disclosure
2004 9 9
2005 23 23
2006 24 24
2007 42 42
2008 39 34

Out of 24 requests, received by foreign FIUs i0&®2 requests were related to suspicions for
money laundering and 2 requests were relatedsfoicgan of terrorist financing.

275. Moreover, the receipt of data, information and doeatation from reporting entities or state
authorities professional and official secrecy rbsuld not present a barrier to APMLTF.

276.1n order to keep specific and distinct records amnay laundering and terrorism financing the
competent courts, state prosecutor and other phbtiees are obliged to provide data on offences
and crimes related to money laundering and temofisancing to APMLTF. During the on-site
visit, the evaluation team was informed that APMLA&d not received any such information,
which indicates that in practice law enforcemergesgps reluctant to provide feedback.

Protection of information

277.Data held at APMLTF is securely protected and odigseminated in accordance with the
LPMLTF. Article 280 of the Criminal Code establishkability for any breach of professional
secrecy by an employee of APMLTF concerning priessgiive information. Article 11 of the
Code of Ethics, which applies to all state emplayaequires all civil servants and other state
employees to protect confidential data, informatml facts which are accessible by them in the
performance of their duties. The Code of Ethicssdnet, however, specify any sanctions for
breaches. However, there is no obligation to otggaminate information received according to
the law. Article 52 paragraph 2 of the Law on Cisérvants and State Employees (The Official
Gazette of Montenegro no. 50/08), which applieslicemployees of the state authorities and
including employees of APMLTF statethé& obligation to keep an official secret shalltlasen
after the termination of employment, but no lonipan five years from the day of the termination
of office. Exceptionally, the obligation to keepdificial secret may last even longer, when this is
stipulated by the law. The prohibition for the dissemination of infortian received by
APMLTF's employees, after cessation of working, Wdobe an explicit provision in the law
without any time limit. The evaluators do not calesiCriteria 26.7 to be fully observed.

278. APMLTF is working with information covered by prafgonal secrecy, and unlawful disclosure is
considered to be a criminal offence under Artic5 4f the Criminal Code. No cases have
occurred where confidential information has beestldsed within the four years APMLTF has
existed.

279. In order to process the information necessarytferfinancial investigations, the APMLTF uses a
secure network. Only employees working with the ki@ Department, Department for
Suspicious Transactions and the IT Department la@eess to the secure network. Separately,
there is a local network of state bodies to whiskra are connected and it is used for general
purposes. This network is available to all empley&éhin APMLTF. There are workstations for
all staff members, 10 notebooks and an advanceddgtian system.
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Resources, Professionsiandards and Training

280. The replies to the questionnaire indicate that AHMLhas been allocated with an adequate
amount of funds for financing planned expenditufBise funding is secured in the Budget for
Montenegro and reflects an understanding of thepbexity and importance of the work of
APMLTF. Further details of the budget and staffieigels are set out in Section 1.5 above.

281. At the time of the on-site visit, the number offtaith the APMLTF was 27 employees, out of
34 budgeted. During the on-site visit the evaluatieam was informed about problems with
employees leaving for the private sector. The etahs were informed that the management of
APMLTF is making efforts to hire highly educatediaskilled persons.

282. APMLTF is equipped with modern high-capacity equgmand appropriate software, enabling it
to collect, analyse, store and disseminate a largaber of STRs on an ongoing basis. The
technical infrastructure makes it possible to use most modern data processing software for
handling data, supporting management decisionsnifigrg staff to work on specific cases and
protecting information. There are 25 desktop compuin use and 10 notebooks. APMLTF has
prescribed a procedure of keeping backup files safa location outside its premises, in a safe
deposit box in the Central Bank of Montenegro. AHM's access to external databases has been
described earlier in this section

283. During the employment process APMLTF used a scngesystem (evaluation and checking) in
order to decide upon the individual persons to bwleyed. The criterion for selection of
APMLTF staff has already been described earli¢him section.

Training

284. The staff of APMLTF are provided with relevant tigg for combating money laundering and
terrorist financing. From 2006 - 2008, the représves of APMLTF participated in numerous
training sessions targeting the fight against mdaagdering and terrorism financing, both locally
and abroad.

285. Representatives of APMLTF participated at:

« Seminar on Typologies of Money Laundering and Tistdinancing (16 -20" June 2008,
Syracuse, Italy),

* the International Conference on Harmonisation ef Fight against Fraud and Corruption in
Europe “Together we are stronger” organised by Ol(EEropean Commission -European
Anti-Fraud Office) and DBB Academy -Germany {(2526" February 2008, Cologne);

« 57" Plenary meeting of the Council of Europe for criiissues ( %1 -7" June 2008,
Strasbourg),

« OSCE Conference on public—private partnershipginting against terrorism (Y4September
2008, Vienna),

* Regional Conference on combating human traffickamgd money laundering (Larnaca,
Cyprus, 18 — 19" September 2008),

* Seminar on the prevention of money laundering dsgah by OSCE (Organisation for
Security and Co-operation in Europe, Becici™ 2314" October 2008),

«  Workshop on the Prevention of Money Laundering @rdrorist Financing (Kolasin 35 -
26" November 2008),

» Seminar for training prosecutors, accountants ardit@ars on reporting criminal offences
related to corruption (Podgorica,2425" November 2008),

«  Workshop on the prevention of money laundering mrbrist financing (Kolasin 17 - 19"
December 2008
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Statistics

286. APMLTF keeps a number of detailed statistics, it statistics were nevertheless considered
insufficient by the evaluation team in order for Menegro to ensure an efficient self assessment
of their system.

287. The following represents the most important stassthat were provided to the evaluation team.
Statistics are broken down on the type of reportinity.

Reports on cash deposits and withdrawals over théateshold of €15,000

ltem 2004 2005 2006 2007 2008

- The number of
received reports,
out of which:
« Banks 498 1,867 2,297 3,278 2,881
- Stock exchange
« other 23 74 44 63 40
« Customs 3 81 109 134 137
« Insurance and

reinsurance 1 1

companies
« Economic

agents that 1 5

carry out

gambling,
« Postal offices 1 4 23 32 16
« brokers
« auditors,

natural and

legal persons

giving tax,

accounting, or

financial and

banking advice
« real estate

companies 3 65 76 154 132
« CDA
- Lawyers
- Number  of 4,836 21,661 41,719 88,124| 58,630
operations
- Amounts of cash 585 2,084 1,331 2,007 1,631
deposits €million
- Amounts of cash 34 2.100 863 1,439 1,510
withdrawals
€million

288. Some categories of reporting entities (CDA, brokstsck exchange) perform their main activity
in a cash-less manner and therefore do not norrhaliyle cash transactions in the amount of
€15.000 or more. In order for the reporting enditie execute a transaction, a client has to submit
an order and transfer (cashless order) the funeldekfor the execution of that order from his/her
bank account to the account of the reporting enfiffer executing the requested transaction the
reporting entity pays any funds due by a cashlagsngnt order to the client. Reporting entities
such as lawyers, auditors, natural and legal psremgaged in tax, accounting or banking and

-62 -



financial advice, insurance and reinsurance conggampierform the major part of their work in a

cashless manner (deposit and withdrawal orders),cety a small number of transactions are
executed in cash in the amounts under €15.00(hexe tcategories of reporting entities are not
obliged to submit reports of that kind to the APMLT

Suspicious transactions reports

2004 2005 2006 2007 2008
- The number of 44 507 186 116 46
received reportg,
out of which:
Banks 44 500 183 104 33
Customs 7 2 12 13
Brokers 1
Blocked 8 73 27 8
transactions
Amounts of cash 1.6 22.8 18.8 1
blocked €m
Suspicious 4 18 95 46 16
transactions
referred onward$
to competent state
authorities

289.Regarding statistics on STRs, the evaluators rebtihe significant decrease in STRs from 2005
(507) to 2006 (186). The Montenegrin authoritieglaxed tha there had been a lack of quality in
STRs in 2005 and the subsequently training provideceporting entities and the amendments
from the end of 2005 on reporting obligations expd the decrease in the number of STRs
received in 2006 and then in 2007. The decreasetbar of STRs lead to a decreased number of
blocked transaction. The Montenegrin authoritieso ainentioned that the decrease of foreign
investments had caused a reduction in STRs. Taki&wors accept the Montenegrin authorities
explanations, but nevertheless, consider thatthduexplanation is based upon the lack of action
in updating the List of Suspicious Transactionsidatbrs. It is worth to mention that reporting
entities, in performing their reporting obligatiare totally reliant on the List.

Cases forwarded to the Police Directorate and Staterosecutor by APMLTF and the number of
blocked transactions

Total number of cases Total number
Total number of cases | (transactions) forwarded | Total number of cases
(transactions) opened in to Suspicions of cases (transactions)
APMLTF Transaction Department | (transactions) | forwarded to
On On On On forwarded to State
Analytics | Reporting | Analytics | Reporting Police Prosecutor
Department | entities | Department | entities Directorate
initiative initiative initiative initiative
250 129
4 2*
210 40 89 40 (4) )
2004|  (392) (44) (96) (44)
2005 823 347 9**
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665 158 189 158 18 9)
(968) (507) (358) (507) (18)
658 240 grer
579 79 161 79 29 42)
2006|  (736) (186) (246) (186) (95)
750 237 -
640 110 127 110 43 @)
2007|  (843) (116) (226) (116) (46)
269 101 -
227 42 59 51 51 (11)
2008|  (423) (46) (83) (57) (57)

*Out of the total number of cases four forwarded tothe Police Directorate, two cases were also forwaded to the State Prosecutor in 2004.

** Out of the total number of cases eighteen forwaded to the Police Directorate, nine cases were alfmwarded to the State Prosecutor in 2005.

*** Out of the total number of cases twenty nine fowarded to the Police Directorate, nine cases werdso forwarded to the State Prosecutor in 2006.
*** Qut of the total number of cases forty three forwarded to the Police Directorate, five cases weraso forwarded to the State Prosecutor in 2007.

*+++% Qut of the total number of cases forty four forwarded to the Police Directorate, six cases wer@so forwarded to the State Prosecutor in 2008.

290. Montenegro does not keep full statistics on the bemof STRs that result in investigation,
prosecution and conviction. This is largely du¢hte fact that FIU information is mixed with other
information at the law enforcement and prosecusiages.

25.2 Recommendations and comments

291. Since the last evaluation in 2003, there have lmeajor changes. A Financial Intelligence Unit
has been created (Administration for the PreverafoMoney Laundering and Terrorist Financing
— APMLTF). APMLTF is an administrative FIU whichkies a leading role in the development,
coordination and implementation of the AML/CFT syst In performing its activities as an
independent administrative body supervised by tistty of Finance, the FIU receives, obtains
without limitation, analyses and discloses inforiorato relevant bodies.

292. Article 55 of the LPMLTF prescribes that if APMLTévaluates on the basis of data, information
and documentation obtained in accordance with tRMILTF when, in relation to certain
transactions or persons, there are reasonable dgofor suspicion of money laundering or
terrorist financing, APMLTF shall inform the compat authority in written form with necessary
documentation about the reasons for suspicion.reTlaee no specific criteria indicating the
competent authority to receive the notification nircAPMLTF which normally starts the
investigation. This discretionary power for APMLTay have a negative impact on the
effectiveness of the system. Although the evalgatmted that, in most cases, APMLTF delivers
the notifications to the Police and Prosecutiomauity.

293. APMLTF has a proper IT system in place, but APML3Rould take into consideration the
necessity of expanding their direct access to ath#rorities’ databases.

294. The evaluation team advise the Montenegrin auiberio issue an updated List of Suspicious

Transactions Indicators since the existing List wagised in March 2007 and the current
AML/CFT Law came into force at the end of 2007.

295. The prohibition for the dissemination of informatioeceived by APMLTF's employees, after
cessation of working, should be an explicit prasisin the law without any time limit.

296. Despite provisions in the LPMLTF, Montenegro does keep full statistics on the number of
STRs that result in investigations, prosecutiorgs@mvictions.
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297. APMLTF needs to enhance the training for its owafffsand for reporting entities, in order to
increase the awareness and understanding of maoegdring and terrorism financing schemes
which may be used.

2.5.3 Compliance with Recommendations 26, 30 and 32

Rating Summary of factors underlying rating
R.26 Largely | Need to expand APMLTF's direct access to other auitths’
Compliant databases.

* No update of the List of Suspicious Transactiorgidators to reflec
the LPMLTF which came into force at the end of 2007

« Due to relatively recent formation of APMLTF thenas insufficient
overall output to allow the evaluators to assefectfeness.

* Need of an explicit prohibition (without any timienit) for APMLTF
employees to disseminate information after the atess of working
with APMLTF.

e The low number of STRs filed to law enforcementhauties in
comparison with the number of analysed STRs bringgsquestion the
effectiveness of the APMLTF.

2.6 Law enforcement, prosecution and other compatéauthorities — the framework
for the investigation and prosecution of offencesnd for confiscation and freezing
(R.27, 28, 30 and 32)

2.6.1 Description and analysis

Recommendation 27

298.The main law enforcement bodies concerned with fiplet against money laundering and
terrorism financing are the Police Administratiomdathe Prosecution Authority. These bodies
have all been established by law, as are theivitieti. Article 44 of the Criminal Procedure Code
stipulates that pre-trial investigations on moreynidering and terrorism financing are conducted
by the Police Administration under the supervisibthe prosecutors.

299.Each time a police officer receives a complaint@mmences an investigation ex officio he is
required to promptly inform the Prosecution Authori The Prosecution Authority claims that
legal provisions and systems in place enable tlzelbe taware of all ongoing investigations within
the Police Administration.

300.The prosecutors can refer money laundering casgstbgpolice officers, particularly to ask for
additional evidence and in instances in which pdaces have been violated. The Prosecution
Authority didn’t provide statistics in this respebut the evaluation team was advised that such
restitutions are random.

Police Administration

301.At the time of the on-site visit the Police Admimnéion was in the process of reorganisation and
systematisation. The Police Administration is déddinto 2 sectors, and money laundering and
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terrorism financing investigations are within thect®r of the Criminal Police. This sector is
divided into 3 subunits: Unit for Fight against @ngsed Crime and Corruption; Unit for Fight
against Corporate Crime; and Unit for Fight agaiDstigs and Smuggling. The fight against
money laundering and terrorism financing is gemgalpported directly through the work of two
specific units: the Unit Against Organised CrimedaBorruption (where a Group Against
Economic Crime has been established) and the binkight Against Corporate Crime.

CRIMINAL POLICE
SECTOR

a an
financing terrorism

v v

Department for combating Department for combating
rganised crime and corruption ec rime

v

GROUP for combating

onomic cr
5 officers.

wwwww

| OFFICERS IN REGIONAL UNITS |

(8 officers) ) @ officers) (6 officers) (7 officers) (3 officers)

RUBAR RU HERCEG NOVI RU NIKSIC RU BERANE RU BIJELO POLJE RU PLIEVLIA
(4 officers ) 8 offi

RU RU BUDVA
PODGORICA (4 officers)

302.All staff within special units of the Police Admstration which are involved in money laundering
and terrorism financing investigations have higbducation, certification, basic IT knowledge
and skills and most of them speak at least onégiolanguage.

303.The powers and duties of the Police Administratima set out in Article 230 of the Criminal
Procedure Code which stipulate that “the policeharties may seek information from citizens,
apply polygraph testing, conduct voice analysisifguen anti-terrorist inspection, carry out
permanent recording of public places at which anmhbffences have been frequently committed,
restrict movement of certain persons in a certa@a dor an absolutely necessary time, publicly
offer a reward with the view of collecting infornma, request from a legal person delivering
telecommunication services to establish identitytelfecommunication addresses which were
online at the certain moment; undertake necessagsures regarding the establishing of the
identities of persons or objects; take a sampledDiWA analysis; issue a warrant for a person or
warrant for seizure of objects; carry out in thegemce of the authorised person an inspection of
objects and premises of state authorities, ensagyrifirms and other legal entities, review their
documentation and seize it if necessary, as weluradertake other necessary measures and
actions. A records or an official note shall be maa facts and circumstances established in the
course of carrying out particular actions, whichymbe of importance for the criminal
proceedings, as well as on discovered or seizesttshj

Prosecution Authority

304. The Prosecution Authority is independent from exigey legislative branches. The structure,
function and operational independence is providethb law' as is the procedure through which
prosecutors are appointed. The evaluators fourtdydreerally, the prosecutors are able to perform
their work in area of money laundering and teriditsncing, independently

1 Law on state prosecutor’s office.
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305. Details of the structure of the prosecution autiare set out below.

Supreme State

Prosecution of
Monteneg o

Department for
Suppression of
Criminal Chwil Organised Crime,
Department Department Corruption,
Temorism and
Wigr Crimes

Department for
Irtemational
Cooperation

High State
Progecution
Podaarica

High State
Prosecution
Bijelo Paolje

Basic State
Prosecution
Podgorica, Uleinj,
Bar, katar,
Herceg Nowi
Cetinje, Micsic

Basic State
Progecution
Bijelo Pali, Pliewla,
Berane. Rozaje, Plav,
Kaolazin

306. The main departments and prosecutors office ineblveinvestigating money laundering and
terrorist together with their duties are set outAmicle 14 of the Law on State Prosecution as
follows:

“The Chief State Prosecutor’s Office shall procédstore the Supreme Court of Montenegro, the
Appellate Court of Montenegro and the Administet®ourt of Montenegro, other courts and

other state authorities, in accordance with the.law

The Chief State Prosecutor’s Office shall, in adesrce with the law, file a petition for protection

of legality.

The Chief State Prosecutor’s Office shall also eiser other duties, which are not defined as
falling within the competence of the High State dexutor's Office and the Basic State

Prosecutor’s Office.”

307.In the Supreme State Prosecution the Criminal Demanthas the competency to act in criminal
matters, especially in submitting extraordinaryalegmedies.

308. The Department for Suppression of organised craoeuption, terrorism and war crime has been
established within the Chief State Prosecutor'sd®ffor the purpose of carrying out activities
aimed at the suppression of organised crime, ctbompterrorism and war crimes, and is acting
before the Special department of the High CourtsPwdgorica and Bijelo Polje, which
departments are established according to Articlep@8agraph 2 of the Law on Courts, and which
are competent for the criminal offences of orgathig#me, corruption, terrorism and war crime.

309. The Department for International Cooperation hasdbmpetency for the cases for international

cooperation in criminal matters, according to trewvLon Mutual Legal Assistance In Criminal
Matters (official gazette of Montenegro No4/08 frdanuary 1%, 2008)
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310. High State Prosecutors are competent to proceautebétfie High courts in criminal matters in
accordance with Article 15 of the Law on State Beosion for criminal offences punishable by a
minimum of ten years of imprisonment.

311. The Basic State Prosecutor is competent to progefmte the Basic Courts as stated in Article 16
of the Law on State Prosecution for criminal offemcpunishable with under 10 years of
imprisonment.

312. Articles 44 and 45 of the Criminal Procedure Codts out the fundamental rights and main
duties of the State Prosecutor as follows:

“(1) The fundamental right and the main duty of 8tate Prosecutor shall be the prosecution of
perpetrators of criminal offences.

(2) The State Prosecutor shall, regarding the cniahioffences that are prosecuted ex officio, be
competent to:

conduct pre-trial proceedings;

request that an investigation be carried out ancedi the course of preliminary
proceedings in accordance with the present Code;

issue and represent an indictment or indicting osgd before the competent Court;
file appeals against Court decisions that are riotlf and to seek extraordinary
legal remedies against the final Court decisionsj a

undertake other actions determined by the presedeC

(3) In order to exercise powers referred to in Pguaph 2, Item 1 of the present Article, all
authorities taking part in a pre-trial proceedingball be bound to notify the competent State
Prosecutor before taking any action, except in ¢hee of emergency. Police officers and
other state authorities in charge of discovering tommission of criminal offences shall be
bound to proceed upon any request of the compStai# Prosecutor.

(4) If a police authority or other state authorityas failed to proceed upon the request of the
State Prosecutor referred to in Paragraph 3 of thiicle, the State Prosecutor shall inform
the head of this authority and if necessary, a cetemt Minister or the Government.”

Furthermore, Articles 45 and 46 of the Criminal d&dure Code defines subject matter
jurisdiction and territorial jurisdiction of The &€ Prosecutor, as follows:

“The subject matter jurisdiction of the State Progecin the criminal proceedings shall be
prescribed by the Law on the State Prosecutor.

The territorial jurisdiction of the State Prosecutshall be determined according to the
provisions that prescribe the jurisdiction of theudt within the jurisdictional territory to
which the State Prosecutor is appointed.”

313. A special department for combating organised criogruption, terrorism and war crimes has
been established within the Supreme State ProsacotiMontenegro in accordance with Law on
Changes and Amendments to the Law on state prasg@ifficial gazette, number 40/2008). This
department investigates organised crime as defimatle Criminal Code - Article 507, illegal
trade, drugs, human beings trafficking, arms tc&ifig, goods that are included in illegal
business, money laundering in case of organisedecrétc. According to the last amendments in
April 2008 to the Law on Courts, this special déypant within the prosecution’s office is the
only one competent for investigation and prosecutid money laundering cases. A special
department for the investigation of money laundgtias also been established within the Police
Administration which also investigates terrorismafincing.
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314.When hiring prosecutors, general and specific dmrml must be met. These conditions are
defined by Articles 24 to 36 of The Law on Statedecutors Office (Published in the “Official
Gazette of the Republic of Montenegro”, No. 69/2G081 “Official Gazette of Montenegro”
40/2008) Which is set out in Annex VI

315. During the on-site visit the evaluation team waerimed that the special department within the
Supreme State Prosecution needs more staffing degliate premises. At the time of the on-site
visit, only 2 out of 6 budgeted positions wereefil] by the Head and Deputy Head of Department.
Subsequent to the on-site visit, the evaluatore tmen advised that on Septembé? 2608 the
Prosecutors Council of Montenegro named four maepuiles of the Special Prosecutor for the
Suppression of Organised Crime, Corruption, Tesrorand War Crimes, so at this moment The
Department has 1 Special Prosecutor and 5 deputies.

Powers to postpone or waive arrest or seizures

316. Montenegro has taken measures that allow the igatiste officer (law enforcement) or the
supervising prosecutor to postpone or waive thesarof suspected persons or the seizure of
criminal money. This is all part of the regulardamce building process and can be used when
investigating money laundering, terrorism financongredicate offences.

Additional elements

317. According to the Criminal Procedure Code, the ¢@olAdministration and the Prosecution
Authority are able to use a wide range of speciakstigative techniques, such as interrogation,
making inquiries, collection of samples for a conapige study, test purchases, examination of
premises, buildings and vehicles, examination @m# and of documents, surveillance,
identification of persons, mail, phone and inteyiveiretapping of telephone conversations, and
saving all information through communication chdeneundercover operations, controlled
delivery and so on (CPC, Article 237). In casesaitrolled delivery and undercover operations,
approval from the Prosecutor is sufficient.

318. Following Article 238 of the Criminal Procedure @odhese measures may be ordered for
criminal offences for which a prison sentence of y@ars or a more severe penalty may be
imposed or criminal offences with elements of orgat crime. The penalty requirements do not
pose any problems in the case of terrorism finanafiences, but may restrict the use of such
measures in the case of money laundering and soedicate offences. The evaluators were
advised that in practice the prosecutors and pofiteers apply all of the investigative methods in
cases of organised crime and money launderinghleueam was not provided with examples and
statistics in order to assess the efficiency @atifeness.

319. Professional codes and financial institutions, @usr secrecy provisions cannot be used to
inhibit investigations.

320. Investigative groups may undertake joint investayeg with other countries, provided it is done
on the basis of a treaty or agreement, for examjile the Russian Federation and the United
States. Money laundering methods and techniquestadéed by law enforcement authorities and
APMLTF.

Recommendation 28
321. The Police Administration and the prosecutors atbaised to use a wide range of powers when

conducting investigations concerning money laumdgrierrorist financing and predicate offences.
In accordance with chapter VII of the Criminal Rrdare Code, these powers include:
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i)the compulsory acquisition.€. inquiry and detention) of Articles, documents arloeo
materials relevant to the crimes;

ii) the search of persons, Articles, houses and @itenises where suspects or criminal
evidence may be hidden; and

iii) the seizure and acquisition of Articles relevanthte crimes .

322. To exercise most of these powers the police afic® not need a court order. In specific cases
however, the Prosecution Authority must give apptoand a court warrant is required. This
applies for searches of private homes and the geiali subjects and documents containing
information on deposits and accounts in banks ahdraredit institutions, if the information is
protected by confidentiality and secrecy provisiortsese powers also apply to investigations and
prosecutions of money laundering, terrorism finagcand predicate crimes and in relation to
freezing and confiscating of the proceeds of crin@ne of the officials whom the evaluators met
with made any reference to any particular diffigutb use any of the provisions (Criminal
Procedure Code, Articles 75 to 85 and Article 58345).

323. The power to take witness statements is basedeo@timinal Procedure Code. A withess can be
any person who may know of any circumstance thiapertant for the investigation and who has
been called to provide evidence. Witness statenearishe used in money laundering, terrorism
financing and predicate offence cases by all lafereement authorities when investigating a case
(Criminal Procedure Code, Article 95-111).

Training

324. The State Prosecution maintains a regular educatiogramme for the State Prosecutors and
Deputies. At least two prosecutors from each Pugsmt Office and every prosecutor from the
Department for Suppression of organised crime,ugion, terrorism and war crime, have been
provided with training on anti-money laundry issul@s2008 the following training sessions have
been arranged:

Implementation of the Council of Europe Civil lawoi@ention; five prosecutors
participated

Organised crime; two prosecutors participated

Anti-corruption policy and preventive measures;rfprosecutors participated
Combating money laundry; four prosecutors partigiga

Organised crime and corruption; eleven prosecuytarscipated

Implementation of the professional instructions whimne procedures for complying
criminal offences with the corruptive elements andtection of the whisper-blower;
two prosecutors participated

Training of the Prosecutors, accountants and awsdébout the complying criminal
offences with the corruptive elements; thirteenspoutors participated

Combating money laundry in the financial sectourfprosecutors participated
Anti-corruption policy in Montenegro; one proseauparticipated

Inter-agency cooperation in combating money laurag financing of terrorism;
three prosecutors participated.

325.The Centre for education of Judges and Prosecofolontenegro has arranged a number of
seminars on topics of fight against money laundgaind financing of terrorism as follows:

» Seminar about money laundering in cooperation WighAmerican bar Association/Legal
initiative for Central and Eastern Europe. Podgohtarch 2003

* Seminar about money laundering in cooperation trithAmerican Ministry of Finance.
Podgorica September 2003
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» Participation of 5 judges in a seminar on moneydeuing and financing of terrorism
(practical case studies and exchange of experigniceBelgrade in February 2005. The
main organiser of the seminar was the Judicial t@eoit Serbia in cooperation with the
Academy for EU law (Trier).

» Participation by a group of Montenegrin judges iseaninar organised in Podgorica in
December 2005 by OEBS as part of a project on gggfon of organised crime; capacity
building of Montenegrin judiciary. The primary tepdf the seminar was cyber crime and
money laundering, investigation techniques and gssing of cases. Participation was

provided within the framework of a special six-mompiroject of support to The Centre by
OEBS.

326. A Police Academy has been established within tigamisation of the Police Administration.

327.The Police Academy organises training for the stiglas well as for the staff of the Police.
Besides training for the students and police officiraining is also organised for prosecutors and
judges. During the year training is organised iocadance with previously submitted plans: two
training sessions for the students and two fomptbiee officers. In one of the training sessions fo
police officers, prosecutors and judges also ta. Fhe lectures for students are conducted by
experienced police officers, while the trainingssess for the police officers are conducted by
officers from other countries. In past trainingssess the following areas have been covered:

* Legislation

¢ AML/CFT Case studies

¢ International experiences

* Revealing of the predicate offences
« Inter agencies cooperation, etc.

Additional elements

328.It was considered that in consideration of the dorg, measures are in place that provide law
enforcement and prosecution authorities with amgaae legal basis for the use of a wide range of
special investigative techniques when conductingstigations of money laundering and terrorist
financing. Due to the relatively low number of eéasnvestigated and prosecuted it is not possible
to form a conclusion on the effectiveness of th@sisions.

Recommendation 30

329. Representatives of both law enforcement bodies ttiatevaluation team met with expressed
satisfaction with their working condition, meansiahe resources available. The evaluators are
however of the opinion that the special departnwatitin the Supreme State Prosecution needs
more staffing and adequate premises. At the timi@fon-site visit only 2 positions (Head and
Deputy Head of Department) out of 6 budgeted pmsdtiare filled. Subsequent to the on-site
visit, the evaluators have been advised that orieBeyer 18 2008 the Prosecutors Council of
Montenegro named four more Deputies of the Sp&tiadecutor for the Suppression of Organised
Crime, Corruption, Terrorism and War Crimes, sohig moment The Department has 1 Special
Prosecutor and 5 deputies.

330. The evaluation team was informed that overall, ttital number of law enforcement officials
specialised and involved in AML/CFT investigatidass follows:

e specialised prosecutors: 23
» specialised police officers: 72
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The number of staff involved in ML cases appeardeosufficient compared to the number of
initiated criminal cases.

Recommendation 32

331. Various statistics on the number of STRs receivetfiscations, etc. are set out in section 2.5
above. These statistics were not readily availa@blé were in many cases incomplete. With
regard to prosecutions, Montenegro does not kdéptétistics on the number of STRs that result
in investigation, prosecution and conviction. Tisisargely due to the fact that FIU information is
mixed with other information at the law enforcemantl prosecution stages.
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_SL_

SUPREME STATE PROSECUTION OF MONTENEGRO
Statistical data for the criminal offence of moneyaundry
for the period from 2004 to 15.09.2008

Year No. of No. of Investigations Temporary measures Amount of Raised Confiscation Pending Convictions Conviction Transferred
cases persons proceeds derive indictment proposed investigation based criminal cases
from crime confiscation
No. No. of No.of No. of No. No. No. No. No. No. No.o | No.of
of persons| cases persons of of of of of of f persons
case case | pers case | pers | case pers case
s s ons s ons s ons s
2004 2 3 1 2 $895,000 1 . $895,000 1 2 $895,J00 1
2005 3 8 3 8 €40,000 L L P 7 1* 1
2006 10 53 9 50 4 31 €5,965,000 5 B1 €195,800 4 19 ** 2 €161,000 1 3
2007 2 11 1 10j €190,000%* 1D 1
2008 3 7 3 7 bR 1 Over € 80,000 v
* Conviction of release

*»Conviction is not final

*** |n the case in which the investigation is beiognducted was not suggested to determinate tergpoeasure, because this measure has
already been determinated against the same peérsthescase from 2006.

****in this case, preventive measures is relatedeouring of the proseeds of crime in the amouf76{000




332. The Montenegrin authorities claimed that corruptismo longer a problem within the judicial
system. However, international reports and thdipyderspective are quite different. Unless the
Government of Montenegro succeeds in eradicatimgupton, its law enforcement bodies will
continue to be less effective than possible.

333. The evaluators noted that as part of the compréleiesgoing reform process in anticipation of
Montenegro joining The EU, considerable effort ming committed to the fight against the
corruption. In that sense, and especially followiagular communication with GRECO, reforms
have been made within the legal and institutiorraimework, and a media plan has been
developed. Following amendments to the Law on Goamtl the Law on State Prosecution Office,
the centralisation of prosecution and trial for tbeminal offence of corruption has been
implemented. In accordance with this, the institodl framework was also reformed

* In The Supreme State Prosecution Office and in Higher courts of Montenegro,
Specialised departments for criminal offences gfaoised crime, corruption, terrorism and
war crimes have been established (commencing daefgember 2008.).

* Inthe Police administration, corruption being tadkat every level

* In The Department for the Fight against Organisath€ and Corruption a Group for fighting
corruption, staffed with three officers specialtgihed for this type of criminal activity, has
been established

* In the Department for Suppression of Economic Criheze are five trained officers, as well
as 63 officers in branch units and substationsabit® Administration with responsibility for
looking into corruption.

« All State institutions are obliged to implement m@aes from Government Action Plan for
Implementation of Strategy of Fight against Orgedi€rime and Corruption, and provide
three-month, six-month and annual reports on th@ldmentation of measures within their
jurisdiction.

* In order to fight corruption more efficiently, theeporting of corruption is promoted
(telephone lines for anonymous reporting have lestablished in the Prosecution Office and
the Police). Furthermore, in every branch poliné a contact person at inspector level has
been to receive reports of corruption.

2.6.2 Recommendations and comments

334.The main law enforcement authorities involved ie tight against money laundering and terrorist
financing are the Police Administration and thedeoution Authority. The Prosecution Authority
should implement a rigorous supervision mechanisorder to avoid excessively returning cases
to the Police Administration, which may lead to egative impact on the effectiveness of the
system. (See under Recommendation 27 above.)

335. Prosecutors lead the pre-trial procedure and tegetith police officers they have the power to
postpone an arrest in order to identify the addélgerpetrators, gather evidence, etc.

336. At the time of on-site visit there was only one wigtion in a money laundering case. The
evaluators were concerned about the low level il fconvictions and express their concern in
respect of effectiveness of investigations perfatiog law enforcement authorities.

337. There is a need to extend the special investigagigkniques to all forms of money laundering;
otherwise there are not sufficient legal provisitm&nable law enforcement authorities to ensure
a proper investigation.

338. All law enforcement authorities should continuesteengthen inter-agency AML/CFT training
programmes in order to have specialised finanniastigators and experts at their disposal. Also,
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there is a need ensure that an international frgiprogramme on money laundering and terrorism
financing issues is created and implemented.

339. Corruption is a problem and it continues to be @fam for all law enforcement bodies and the
judicial system. While the government is to be canded for its policy efforts to eliminate
corruption, these efforts have still not had siéfit impact throughout the country. Unless
Montenegro succeeds in eradicating corruptioriaitsenforcement bodies will continue to be less
effective than possible.

340. Comprehensive statistics on all aspects of monegdering and terrorist financing should be

maintained and regularly analysed in order to asHes effectiveness of the system and make
improvements where necessary.

2.6.3 Compliance with FATF Recommendations

Rating Summary of factors underlying rating
R.27 Largely * Only one conviction of ML (effectiveness issue)
Compliant

» Corruption may have an impact on effectivenessefstystem.

R.28 Compliant
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2.7  Cross Border Declaration or Disclosure (SR.IX)

2.7.1 Description and analysis

341. The Montenegrin Customs Administration is respoesibr cross-border cash movement control
together with the Border Police. The Customs Adstiation is part of the Montenegrin

AML/CFT system.

Organisational Chart for the Montenegrin Customs Administration

DIRECTOR
GENERAL
I 1 1 1
Director Assistant Director Assistant Director Assistant Director Assistant
| I I |
Sector for customs VT and statistics Sector for collection of Enforcement
and legal affairs Sector —] revenues, customs cqrgo
N —1 Sector
procedures, monitorfng and
implementation of r¢gulations
Department of Unit tor
Department for 1t Exploitation Revenue collection and coordinating
s | cargo procedures [ intermational : :
1 external audit department cooperation, Anti-smuggling
Furopecan depal tment
Department for monitoring integrations. und
Department for ] and implementation of PR Custors
Department for development of regulations and advocacy M | investigations
o g department
customs tariff, ; ‘;ﬁ“””“v »
. LI infornmiion L Department for planning. -
valuation and . e )!»l‘"lﬁ.l]l for pl nning, Inteltigence
- ; ) stem ane analysis and statistical Internal department
origin of goods statistics reporting T : P
control unit
Financing. procurcment,
| and investments unit
Department for customs
P Lo ) Internal audit unit
1 affairs. monitoring and Human resources -

imnlementation of cnictame unit

Department for T
international cust ! Administrative-
< L_n‘l customs technical atfairs
cooperation and
European integrations

unit

342.The Montenegrin Customs Administration detects iandstigates customs offences and customs
felonies. It collects, systematises and analyseswn data, as well as data obtained through
intelligence activities or by other means and, base analysis and assessment, conducts planned
customs investigations or controls. It can initisdiesdemeanour and criminal procedures. It can
participate in Sector organised actions and coopevéh units within the Sectors, and with all
other organisation units within the Customs Adntnaison, as well as other state organs. It can
also maintain statutory evidence, ensuring confidéty and data protection. It is required to
maintain records and submit reports concerningcdge of activities.

343.In order to prevent and reduce violations of custéegislature, Customs authorities may perform
any control deemed necessary in companies, theeheoases, and other places of business, as
well as in places where business books and accammtsept.
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344.The competence of the State Border Police is masihted to the volume of passengers and
documents and it is not involved in investigations addition to their primary functions, the
Border Police detect perpetrators of criminal offes and criminal offences with elements of
cross border crime. They conduct arrests of peafues, collecting evidence as required after
which the case is then forwarded to the CrimindiceoDepartment. The Criminal Police, in
cooperation with the Prosecutor’s Office, then prep a case and files a criminal complaint and
conducts further investigations. The Border Policenot conduct investigations, but actively
cooperate with the Criminal Police Department itatfen to conducting investigations and on
daily basis.

345.There are 1470 budgeted working positions at thed&oPolice. Currently 90% of working
positions are fulfilled. Normally, about 46 peoplee situated at branch offices of Border Police
and Department for operative work where they penfaperative field work and part of their
regular activities is the prevention of money laenig and terrorist financing.

346. The Republic of Montenegro has implemented a daiitar system as follows:

In accordance with Article 66, paragraph 1 of thélA /CFT Law, the Customs
Administration shall provide data or enable elegitcaccess, to APMLTF, on any money,
cheques, bearer securities, precious metals amibpsestones transported across the state
border, exceeding a value or amount of €10,000 aremwithin 3 days from the date of
transportation.

It follows from paragraph 2 in the same Article ttlifathere are reasons for suspicion of
money laundering or terrorist financing the Custdkdministration shall provide data, from

paragraph 1, to APMLTF on transportation or atteropttransportation of any money,

cheques, bearer securities, precious metals amtopsestones transported, in value or
amount lower than €10,000. There are no provisiortee Law regarding the obligation of

reporting suspicions of money laundering and t&norfinancing in case of an amount
higher than €10,000.

Residential and non-residential civil persons dl@ned to carry in or out of Montenegro
cash equivalent to €2,000 without reporting todhstoms authoritié§

347. At the present time Montenegro does not recordildetd amounts between €2,000 and €10,000
since there is no sub-legal act which would regulagintaining such evidence. The relevant
legislative changes are being considered.

348. Bearer negotiable instruments appear to be coveraccordance with the FATF requireméfits

349. In accordance with Article 74 in the LPMLTF the taras service shall keep records:-

on reported and non reported transportation of mocteeques, securities, precious metals and
precious stones across the state border, in thargraod value of €10,000 or more, and

on transportation or attempted transportation ofi@yo checks, securities, precious metals and
precious stones across the state border, in antessmithan €10,000, if there are reasons for
suspicion of money laundering or terrorism finagcin

350. Article 75 of the LPMLTF enumerates the content of thengsthat shall be kept and processed:

12 pecision on the threshold of the cash money that loa taken in or taken out of Montenegro without
reporting obligation to the competent authoritie®fficial Gazette of Montenegro, no 58 from Octol&l"

2005.

13 Article 3 Law on foreign currency and capital ceons
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¢ name, address of permanent residence, date arelgflaath and the nationality of the natural
person, that transports or attempts to transpgetagrom Article 74 of this Law, across the
state border.

« company, address and the registered office of gal lperson or personal name , address of
permanent residence, nationality of the naturasqerfor whom the transport of assets from
Article 74 of this Law across the state borderadq@med,;

e name, address of permanent residence and the al#iioof the natural person, or company
name, address and the registered office of thé feggaon to whom cash is provided;

« the amount, currency and the type of cash transpatross the state border;

« source and purpose of using the cash transportedsastate border;

* place, date and time of crossing or attempt ofsingsthe state border, and

» reasons for suspicion of money laundering or téstrdinancing.

Additionally the data on whether the casmdfar has been reported to the administrative
body competent for customs affairs shall also hg.ke

351. A customs officer shall immediately inform officeas the Department for Customs Security
(Customs Enforcement Section) if there are readergbund for suspicion of money laundering,
regardless of the amount of money, the value ofjubge and bearer negotiable instruments,
precious metal and precious stones transportecs@ache state border. Afterwards all received
data or reports are delivered, by the reportingifdo Department for Customs Security (Customs
Enforcement Section) and forwarded to the Admiatgtin for the prevention of money
Laundering and Terrorist Financing.

352. Article 69 of the LPMLTF provides that the CustoAdministration shall inform APMLTF on its
observation and measures taken referring to swsgctransactions on money laundering or
terrorism financing. The information shall be pided every year by the end of January.

353. Within the Customs Control Department there is aci department involved in customs
investigations. The special department is involwvetoth criminal investigations related to illegal
trade and administrative investigations relatecadaninistrative offences (failure to declare or
making a false declaration). The Law on Foreignrénr and Capital Operations (“Official
Gazette of Montenegro”, No. 45/05 As Of 28th JuB02) sets out the relevant administrative
offences and sanctions.

Statistics

Year Reports submitted on suspicious cash

and undeclared cash transactions.
2004 11
2005 87
2006 124 (2 cases of undeclared money)
2007 129 (2 cases of undeclared money)
2008 80 (1 case of undeclared money)

354.Montenegro does not fully maintain statistics ore thumber and amount of cross-border
declarations made. Statistics are held on the euwicases related to cash reports, suspicions of
ML and TF reports and number of investigationstegldao administrative offences.

Sanctions and confiscation provisions

355.During this period (2006-2008) Customs Administratiemployees discovered five cases of
undeclared money at border crossings. All caseg wascessed and commitments are punished
adequately in accordance with statute. False cistigolaration is an administrative offence as
set out in the Law on Foreign Current and Capifai@tions. At the time of the on-site visit there
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had not been any cases. In all five cases of noladeg currency the Customs Administration
administered fines.

356 Administrative sanctions are available to deal witn-compliance of Customs’ currency rules.
The evaluation team were, however, advised thabrdow to Law on Foreign Currency and
Capital Operations, customs officers cannot withdoa seize the undeclared or false declared
currency or other BNI. The fines are connectedhts minimum monthly wage which appears
rather low and cannot be considered dissuasivdistita on sanctions are listed in the table

below.
No. Undeclared amount of | Citizenships of persons Sanctions
2006-2008 money sanctioned
1 €3,800, Montenegrin €55(
2 €32,600 ltalian €1,500
3 €14,000 Ukrainian €500
4 €160,000 Montenegrin €55(
5 €28,500] Serbian €1,10(

357.Criminal sanctions for non-compliance with curremcjes are available. If a criminal offence
relating to Articles 265 of the Criminal Code (srgligg) is suspected, customs officers are
entitled to use all powers of the Criminal Proced@ode, which includes seizure of relevant
items. The punishment is imprisonment from 6 mamho 8 years.

358. In cases of suspicion the Customs Administrati@nrest permitted to stop or restrain currency,
except in cases where the suspicion is supportedadditional evidence. Only in such
circumstances may they start an investigation.s Thinot sufficient to meet the requirements of
Special Recommendation 1X.3 which requires thatdésignated competent authorities should be
able to stop or restrain currency or bearer neglatienstruments for a reasonable time in order to
ascertain whether evidence of money launderingrootist financing may be found.

Gold and silver

359. Precious metals and stones can only be importathhwral persons for personal purposes and are
not subject to import duties. Imports of precioustais and stones by natural persons for trading
purpose is forbidden. If an illegal cross-bormtewvement of precious metal or stones is detected ,
a criminal case may be initiated. The evaluaté&ant was not provided with examples.

Recommendation 30
Resources and Training

360. Montenegrin authorities indicated that the law ecdment elements of the customs service are
currently staffed at a sufficient level and have ttecessary technical resources at their disposal.
Furthermore, they have adequate operational indkpee and autonomy. The Customs
Administration has 546 employees in total of which:

- 102 officers are located in the headquarters,
- 296 officers are located at border customs offices,
- 33 officers are located at the airports.

361. Employees allocated to border customs offices analirports, together with officers from the
Anti-smuggling Department (9 officers specialisadAML/CFT issues, too) as well as 2 officers
designated in accordance with Article 1 of the Agnent with APMLTF, are Customs staff
involved in control of import and export of natidraad foreign currency and BNI. Moreover, the
evaluation team was informed that another 19 custasfficers were trained and specialised in
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AML/CFT cross-border transport of currency. Takintp consideration the growing number of
cases, the evaluators believe that more speciatisdtishould be hired to deal with AML/CFT
through cross-border transportation of currency.

362. Staff members from the Customs Administration hattended the following training seminars:-

Prevention of money laundering, organised by Andley laundering Administration and
representatives of technical assistance of US kfinef Finances — 5 employees of Customs
Administration attended in Podgorica in October4£200

Prevention of money laundering, organised by TAIEX2 employees of Customs
Administration attended in Podgorica in June 2005.

Advanced seminar on money laundering, organisetthéyJS Ministry of Finances, technical
assistance office — 4 employees of the Customs Adimation attended in B&i in March
2007.

Prevention of money laundering and terrorism fimagoorganised by OSCE, via OSCE
Office in Podgorica — 2 employees of Customs adstiigiion attended in KolaSin in June
2007.

Advanced seminar on money laundering organised 8yMinistry of finances, technical
assistance office - 4 employees of Customs admatish attended in Podgorica in June
2007.

Suspicious transactions; Prevention of money laungeheld in Institute «Dr. Simo
MiloSevi¢», organised by Anti money laundering Administrativith assistance from the
United Nations development program office in Momigmo (UNDP) — 2 employees of
Customs Administration attended in Igalo in Jun@720

363.The evaluators were not advised of any relevamitrgq programmes arranged for the Border
Police.

National Cooperation

364. Montenegrin authorities have made efforts towartiengthening co-operation between the
Customs Administration and the other authoritieslived in combating money laundering by
concluding cooperation agreements with the Polime APMLTF. The Customs Administration is
also participating in the APMLTF data sharing pobjeeferred to in section 2.5. The Customs
Administration has also signed agreements with lte University for training and with the
Employers Union. These arrangements satisfy theinements of Special Recommendation 1X.6.

365. At the international level the Customs Adminisiwathas entered into the following agreements:-

Agreement on mutual assistance in customs matetvgelen the Government of Montenegro
and the Government of the Republic of Croatia &k &dnuary 2008;

The Agreement on mutual assistance in customs reatietween the Government of
Montenegro and the Government of the Republic ofdéea concluded on 27 October 2008
in Chisinau.

The Customs Administration joined the Internationahvention on the simplification and

harmonisation of customs procedures — Revised Kyoomvention as well as Istanbul

Convention in 2008

Furthermore, the Interim Agreement on trade andetreelated matters between the European
Community and the Republic of Montenegro entered force on 1 January 2008. Consequently,
the customs Administration is paying special attento the application of rules of origin as
stipulated inProtocol 3 of the Interim Agreement (definition of term "oingting goods" and
methods of administrative cooperation). Practigglligation of TIR Convention in Montenegro
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started on 15 January 2008. Agreements on mutsatasce in customs matters with Ukraine,
Belarus and Switzerland are currently being netgdia
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Safeguarding information

366. All Customs data is protected by secrecy rulesgiesi to protect the data from unauthorised
acces¥. Furthermore, the Custom Administration has eean internal intelligence department
which is responsible for the protection of inforinat The Customs officials are bound by
secrecy provisions, breach of which is punishabloading to Article 425 of the Criminal Code
(Disclosure of official secret) with imprisonmemdf 3 months up to 8 years. This legal provision
is also applied to persons who have disclosediaffgecrets after his/her position as an official
has ceased.

367. All of the shortcomings under Special Recommendatio are applicable in case of Special
Recommendation IX.

Statistics

368.The statistics that were provided to the evaluateese insufficient or were not relevant for
assessment of the effectiveness. There appearno btatistics on the number and amount of the
amount of cross border declarations made. Theodti#s do, however, keep statistics on the
number of cases related to cash reports, STRs ladhimber of investigations related to
administrative offences.

Additional elements

369. The Montenegrin Customs Administration has not mled any information related to
implementation of the Best Practices Paper “Frepzif Terrorist Assets - International Best
Practices” for Special Recommendation IX.

370. The Customs Administration has maintained its owtaldase since 2006. It also participates in
the “National Coordination Unit” project. The ainf the project is to connect the data bases
within APMLTF, Police and Tax Administration.

2.7.2 Recommendations and comments

371. The Customs Administration is responsible for tlatml of cross-border cash movement in
order to prevent money laundering and terrorisrfzing.

372. The examiners noted that the Customs have no pleaers to stop individuals and restrain
currency in all circumstances. This issue shoulddwressed.

373. The Customs Administration should have the legahatity to restrain currency in cases of an
administrative offence.

374. The Customs Administration should take into coasition a system to use reports on currency
declaration in order to identify money launderard gerrorists.

375. The administrative sanctions for false declarationson-declared currency should be raised
considerably. Taking into account the low chancelatkction, the fines are not considered to be
dissuasive or effective.

376. Statistics should be retained on customs and otyrdaclarations and reviewed to identify areas
of risk.

4 Law on secrecy data, published in Official Gazatie14/29.02.2008
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377. The Customs Administration indicated that it is lwsfaffed, but in order to increase the
effectiveness, the Montenegrin authorities shoild mmore specialised staff to deal with ML and
TF cross-border transportation of currency.

2.7.3 Compliance with Special Recommendation IX

Rating Summary of factors underlying rating
SR.IX Partially * No clear powers to stop or restrain cash in caseighicion of money
Compliant laundering and terrorist financing.

» Currency and BNI cannot be restrained in casesadministrative
offence

* The sanctions available for false declaration aildre to declare ar
not dissuasive and effective.

11

» Failure under SRIIl has a negative impact

» Effectiveness has not been demonstrated.
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3. PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

378. An overview of the financial sector is set out iec§on 1.3 above and section 1.5 above provides
an overview of the strategy to prevent money latindeand terrorist finance.

379. The banking sector forms the largest part of tharfcial services sector although the insurance
sector has been developing rapidly as has theatapétrkets sector.

380. The Central Bank of Montenegro is the regulatothef banking sector. The Central Bank is an
independent organisation of Montenegro and is wolglsponsible for monetary policy,
establishment and maintenance of a sound bankistgrayand efficient payment system. In that
respect, the Central Bank issues bank licenses|ateg and controls their operations, issues and
conducts the measures for bank rehabilitationufinly opening and conducting the bankruptcy
and liquidation proceedings in banks, regulatestrots and provides efficient performance of the
payment system, performs the operations of a bardduisor and fiscal representative of the
government bodies and organisations, performs reaormmic analyses and participates in the
preparation and drafting of the laws and seconbigyiglation acts that govern the banking system.
The Central Bank is the supervisor of the impleragoin of the LPMLTF in banks and foreign
banks’ branches and other financial institutiorasiirsgs-banks, and saving and loan institutions;
organisation performing payment transactions; emghaoffices; and institutions for issuing
electronic money

381. The Securities Commission supervises the capitdkehaot only as the prudential supervisor but
also for compliance with the LPMLTF. The commissiomdertakes off-site and on-site
inspections. The Securities Commission was the firganisation in Montenegro that adopted a
list of indicators for recognising suspicious tractsons in 2004.

382. The Insurance Supervision Agency (ISA) is respdasibr the regulation and supervision of
insurance companies in Montenegro. The ISA waabbshed by law in 2007 and became
operational in January 2008. The ISA is an indepahdegulatory body responsible to the
Parliament. Organisations subject to supervisionth®y ISA are insurance companies, foreign
insurance company affiliates, insurance broker amigs, insurance agents, and insurance
ancillary service providers. The ISA performs dfesand on-site supervision. The ISA is financed
by the supervised companies. The Ministry of Fieasupervised the Insurance market before the
ISA was established. In accordance with ArticleirBéhe LPMLTF the ISA is the supervisor for
compliance with the LPMLTF in the insurance mark8# intends to sign a MoU with APMLTF.

383.In November 2007, the new Law on the PreventioMohey Laundering and Terrorist Finance
(LPMLTF) was adopted (Off. Gazette, No. 14/07)eggulate the measures and activities aimed at
the prevention of money laundering and terroriséfice. The law is set out in Annex Ill. The
fact that the LPMLTF only came into force relativekcently and the securities and insurance
supervisors were recently formed meant that it m@salways possible for the evaluators to form
a comprehensive view of the effectiveness of imgletation of the law. The evaluators did,
however, note that generally those financial ing§ths which they met with during the on-site
visit all appeared to be aware of their obligationsler the law, with the exceptions noted in this
report.

Customer Due Diligence and Record Keeping

3.1 Risk of money laundering / financing of terroism

384. The evaluation team did not see any formal naticedessment of risk regarding money
laundering and the financing of terrorism. The &ownent of Montenegro did, however, adopt a
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Program for the Fight Against Corruption and OrgadiCrime in July of 2005 and a subsequent
Action Plan was approved in August of 2006. Alvgmment agencies are reportedly obligated to
deliver reports to the National Commission notingit progress in accomplishing the goals of this
national program. The evaluation team was furnisheopy of the second report to the National
Commission supervising this effort that coveredoagglishments from September 2006 through
December 2007. Related to this anti-corruption reffGGRECO’s Compliance Report on
Montenegro, adopted in December 2008, noted thattdh@gro has implemented or dealt with in
a satisfactory manner two thirds of the recommeaodatcontained in GRECO'’s Joint First and
Second Round Evaluation Report. Despite this, mogvkid the team see a formal assessment of
the national risks posed by money laundering aadittancing of terrorism.

385.Nevertheless, there was evidence of serious thoogVving been given to these matters. The
Ministry of Finance did mention that two principalinerabilities were recognised during the
drafting of Montenegro’s latest AML/CFT law, namgethe extreme dynamism of the economy
and the very large volume of real estate transastioSubsequently, the FIU has prioritised its
supervisory efforts with real estate agencies amdtcuction companies as it extends coverage to
designated non-financial businesses and professiBagond this, there has been little in the way
of any formal assessment of systemic risks. Fammgte, within the NPO sector there exists a
lack of information of on which NPOs have a sigrafit portion of the financial resources under
the control of this sector and which have a sultistieshare of the sector’s international activities
Without such information, the risks of terrorisndincing in this vulnerable sector remain

unknown.

386. It was noted that within the LPMLTF additional agdeies of obligor have been identifies (e.g.
Motor vehicle trade, vessels and aircraft trade,).etThis does indicate that some thought has
been given to additional categories of obligors there appear to be no empirical study to back
this up. Furthermore, the overall lack of statstround money laundering and terrorist financing
(see Section 7.1 below) makes it difficult to foranclear view of the areas of risk and

vulnerability.

387. Meanwhile, on the more micro level of risk asses#s¢o be performed by reporting entities,
Montenegro is proceeding with the development of tltese should be accomplished. While the
bylaws for such risk assessments are being comsidey the Ministry of Finance, the Central
Bank informed the evaluators that they were alrepigparing guidelines for their supervised
institutions on the conduct of such risk assesssnent

388. All in all, the evaluators concluded that the negdsts for Montenegrin authorities to conduct a
more formal risk assessment of the country’s valbidities to the threats posed by money
laundering and the financing of terrorism. In dpthis, particular regard should be given to risks
confronting financial institutions, designated rforancial business and professions as well as

non-governmental and non-profit organisations.

3.2  Customer due diligence, including enhanced or reded measures (R.5 to R.8)

3.21 Description and analysis

Recommendation 5

389. The new Law on the Prevention of Money Launderind &errorist Finance (LPMLTF) which
entered into force in January 2008 appears to bestoand is generally in line with applicable
international standards as regards customer duigemide measures. In meetings with
representatives of financial institutions it apgehthat the financial institutions were largely
aware of their obligations under the law and h&egnathe necessary steps to comply with these
requirements. The financial supervisors were alsare of the requirements and, at the time of
the on-site visit, were not aware of any failurectomply with these requirements by financial
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institutions. Although some of the Essential Crétavere not fully covered (as set out below), the
main concern is on the actual implementation of ldgal provisions, such as beneficial owner
identification and PEPS.

Anonymous accounts and accounts in fictitious names

390. The Essential Criteria to Recommendation 5.1* nexguithe prohibition of the anonymous
accounts or accounts for fictional names. The mgeand the maintaining of the anonymous
accounts or accounts for fictional names in bankd financial institutions in Montenegro is
forbidden by Article 31 of the LPMLTF which statdsat “An obligor may not, for a customer,
open, or keep an anonymous account, a coded orebgassbook or provide other service
(banking product) that can indirectly or directlpable the concealment of a customer identity”
Article 92 of the LPMLTF sets out the fines for &ches of this law in cases of opening of such
accounts. These sanctions are administered by AFMIT the same time, the Central bank of
Montenegro can also undertake measures againstkafbathe breaches of Article 31, on the
basis of Article 116 of the Law on banks. To dha&re have been no instances of such cases.

Customer due diligence

When CDD is required

391. Criteria 5.2* requires all financial institutions tindertake CDD when:

a.) establishing business relations;

b.) carrying out occasional transactions above thei@gpé designated threshold (USD/€
15,000). This also includes situations where tlamdaction is carried out in a single
operation or in several operations that appeaetinked;

c.) carrying out occasional transactions that are twéesfers in the circumstances covered by
the Interpretative Note to SR VII;

d.) there is a suspicion of money laundering or testofinancing, regardless of any
exemptions or thresholds that are referred to disesv under the FATF
Recommendations; or

e.) the financial institution has doubts about the eiyaor adequacy of previously obtained
customer identification data.

392. In connection with criteria 5.2* the LPMLTF staiesArticle 9 that:

“An obligor shall undertake customer due diligermoeasures particularly in the following
cases:
1. when establishing a business relationship wittustomer;
2. of one or more linked transactions amounting§18 000;
3. when there is a suspicion about the accuracyweracity of the obtained customer
identification data, and
4. when there are reasonable grounds for suspi@gbmoney laundering or terrorist
financing.
If the transactions from paragraph 1 item 2 of tifisticle are based on an already
established business relationship, an obligor shaliify the identity of the customer that
carries out the transaction and gather additionatal”

393.1t is the view of the Montenegrin authorities ttfaticle 9 paragraph 1 Item 2 of the LPMLTF
refers to all transactions regardless of the tyjpgamsactions. They have assured the evaluators
that temporary wire transactions at the banksegaired to be monitored and are viewed with due
attention and with strict application of the indm& which are used for identifying suspicious
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transactions. There is, however, no specific regqouént to undertake CDD in respect of all wire
transfers of EUR/USD 1,000 or more.

394.1t is the view of the evaluators that the wordirighe second point under Article 9 is too precise
and could be interpreted to read that only tramsastof exactly €15,000 require CDD. The
evaluators consider thabr more” should be added in Article 9, Paragraph 1 numbar the
LPMLTF.

Required CDD measures

395.Criteria 5.3* requires financial institutions tceittify permanent or occasional customers (whether
natural or legal persons or legal arrangements)vanidy the customers’ identity using reliable
independent source documents, data or information.

396.In relation with criteria 5.3* Article 6 of the LPMF establishes customer identification as a
basic obligation for all subjects to the law. Ferthore, Article 7 of the LPMLTF defines
customer identification as a double process indgdboth identification and verification and
states that:-

“Customer identification shall be a procedure inched

1. establishment of the identity of a customer ibrthe identity has previously been
established, verification of the identity on thesisaof reliable, independent and objective
sources, and

2. gathering data on a customer, or if data haverbgathered, verifying the gathered data
on the basis of reliable, independent and objectugrces.”

397 Article 14 of the LPMLTF sets out the proceduresdstablishing and verifying the identity of a
natural person as:-

“An obligor shall establish and verify the identity a customer that is a natural person or
of his/her legal representative, entrepreneursbipa natural person performing activities,
by checking the personal identification documentafustomer in his/her presence and
obtain data from Article 71 item'%of this Law. In case the required data cannot be
established on the basis of the submitted ideatifio document, the missing data shall be
obtained from other valid official document subgdtby a customer.

Identity of a customer from paragraph 1 of thisiélet can be established on the basis of a
qualified electronic certificate of a customer,usd by a certification service provider in
accordance with the regulations on electronic sign@ and electronic business.

Within establishing and verifying the identity ofcastomer in the manner determined in
paragraph 2 of this Article an obligor shall entére data on a customer from the qualified
electronic certificate into data records from At&c70 of this Law. The data that cannot be
obtained from a qualified electronic certificateadihbe obtained from the copy of the
personal identification document submitted to adigop by a customer in written or
electronic form, and if it is not possible to olstaall required data in that manner, the
missing data shall be obtained directly from thetomer.

!5 Article 71.4 “name, address of permanent residem¢emporary residence, date and place of birthtar ID
number of natural person or tax ID number of ifsresentative, entrepreneur or natural person cayrgut
activities, and that establish business relatiap sh execute the transaction, or natural personwhich is
established business relationship or executedactios, and number, kind and name of the compédtedy
that issued the personal documents.”
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Certification service provider from paragraph 2 thiis Article that has issued a qualified
electronic certificate to a customer shall, upon aligor's request, without delay submit
the data on the manner of establishing and vewmfyime identity of a customer who is a
holder of the qualified electronic certificate.

Establishing and verifying the identity of a cusésrasing a qualified electronic certificate
is not permitted when:

1. opening accounts at obligors from Article 4 pgnaph 2 items 1 and 2 of this Law,
except in the case of opening a temporary depasibunt for paying in founding capital,
and

2. there is suspicion of qualified electronic cictite misuse or when an obligor
determines that the circumstances that have samifi effect on the certification validity
have changed.

If an obligor, when establishing and verifying itlentity of a customer, doubts the
accuracy of obtained data or veracity of documemd other business files from which the
data have been obtained, he/she/it shall requegitéen statement from a customer”

398. Article 15 of the LPMLTF establishes the methodgldgr identifying and verifying the identity
of a legal person:

“An obligor shall establish and verify the idegtiof a customer that is a legal person and
obtain the data from Article 71 item®lof this Law by checking the original or certified
copy of the document from the Central Registerhef Commercial Court (hereinafter:
CRCC) or other appropriate public register, submmttby an agent on behalf of a legal
person.

The document from paragraph 1 of this Article may lme older than three months of its
issue date.

An obligor can establish and verify the identityaofegal person and obtain data from
Article 71 item 1 of this Law by checking CRCC threp appropriate public register. On the
register excerpt that has been checked an obliball state date and time and the name of
the person that has made the check. An organisatiaii keep the excerpt from the register
in accordance with law.

An obligor shall obtain data from Article 71 iter®¥, 7*% 9, 10, 11, 12, 13 and ¥of this
Law by checking the originals or certified copidsdocuments and other business files. If

16 Article 71.1 “name of the company, address, regist office of the company and personal identiiirat
number of the legal person, that establishes basinelationship or executes transaction, or Ipgedon for
whom is established business relationship or exectansaction.”

7 Article 71.2 “name, address of permanent residemdemporary residence, date and place of birthtar ID
number of a representative or an authorized petbanfor a legal person or other juristic personclude the
business relationship or execute transaction, nunkired and name of the authority that issued taes@nal
documents.”

18 Article 71.7 “purpose and presumed nature of kessinrelationship, including information on customer
businesses.”

19 Articles 71.9 to 71.14date and time of executing transaction ;

« the amount of transaction and foreign currencyanrfgaction that is executed;

« the purpose of transaction and name and addregerafianent residence or temporary residence,

registered office of the company and residencé®fierson to which transaction is intended;
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data cannot be determined by checking identificestiand documentation, the missing data
shall be obtained directly from an agent or autbed person.

If, during establishing and verifying the identiy a legal person, an obligor doubts the
accuracy of the obtained data or veracity of idficdition and other business files from
which the data have been obtained, he/she/it std#in a written statement from an agent
or authorised person before establishing a busimeksdionship or executing a transaction.

If a customer is a foreign legal person performiagfivities in Montenegro through its
business unit, an obligor shall establish and wetiife identity of a foreign legal person and
its business unit.”

399. Following on from the above assessment it wouldeapphat the essential criteria in respect of
Criteria 5.3* have been met in the LPMLTF.

400. Criteria 5.4 requires two specific issues to beetet in respect of the verification process with
regard to legal persons.

401.The first is verification that any person purpogtito act on behalf of the customer
is so authorised, and the identification and vesifon of the identity of that person (criteria®.4
of the Methodology). This is marked with an astedad needs to be in Law or Regulation.

402. Article 16 of the LPMLTF requires that

“An obligor shall establish and verify the identiby an agent and obtain data from Article
71 item 2 of this Law by checking the personal tifieation document of the agent in
his/her presence.

If the requireddata cannot be determined from the personal ideatibn document, the
missing data shall be obtained from other officildcument submitted by the agent or
authorised person.

If an obligor doubts the accuracy of the obtainedadwhen establishing and verifying the
identity of an agent, he/she/it shall require agentritten statement.”

403. Article 17 of the LPMLTF on Establishing and veiifg the identity of an authorised person
states:

“If an authorised person establishes a businesati@nship on behalf of a customer that is
a legal person, an obligor shall establish and fsethe identity of an authorised person and
obtain data from Article 71 item 2 of this Law blgecking the personal identification
document of an authorised person and in his/hesgmee. If the requiredata cannot be
determined from the personal identification docutnéme missing data shall be obtained
from other official document submitted by the atieal person.

An obligor shall obtain data from paragraph 1 ofstirticle on the agent on whose behalf
the authorised person acts, from a certified writower of authorisation, issued by the
agent.

* method of executing the transaction;

e« data on assets and income sources, that are orbwill the subject of transaction or business
relationship;

« reasons for suspicion of money laundering.”
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If the transaction from Article 9 paragraph 1 itéhof this Law is executed by an authorised
person on customer’s behalf, an obligor shall wetffe identity of the authorised person and
obtain data from Article 71 item®3of this Law on a customer that is a natural petson
entrepreneurship or natural person, performing ativaty.

If an obligor doubts the accuracy of the obtainedadwhen establishing and verifying the
identity of an agent, he/she/it shall obtain agentritten statement.”

404. Following on from the above assessment it wouldeapphat the essential criteria in respect of
Criteria 5.4a have been met in the LPMLTF.

405. Criteria 5.4b of the Methodology covers the secssde in relation to the verification process for
legal persons. It is not marked with an asterisk meeds to be covered by other enforceable
means. The verification of the legal status oflégal person or arrangement requires e.g. proof of
incorporation or similar evidence of establishmantd information on the customer's name,
trustees (for trusts), legal form, address, dimscémd provisions regulating the power to bind the
legal person or arrangement. Article 15 of the ILH on establishing and verifying the identity
of a legal person, covers most aspects of Critedh of the methodology states:-

An obligor shall establish and verify the identdfy a customer that is a legal person and
obtain the data from Article 71 item 1 of this Lawchecking the original or certified copy of
the document from the Central Register of the CawialeCourt (hereinafter: CRCC) or
other appropriate public register, submitted byagent on behalf of a legal person.

The document from paragraph 1 of this Article maylre older than three months of its issue
date.

An obligor can establish and verify the identityadegal person and obtain data from Article
71 item 1 of this Law by checking CRCC or otherrappate public register. On the register
excerpt that has been checked an obligor shalegiate and time and the name of the person
that has made the check. An organisation shall kewp excerpt from the register in
accordance with law.

An obligor shall obtain data from Article 71 iterds7, 9, 10, 11, 12, 13 and 14 of this Law by
checking the originals or certified copies of doeumts and other business files. If data cannot
be determined by checking identifications and damtation, the missing data shall be
obtained directly from an agent or authorised perso

If, during establishing and verifying the identity a legal person, an obligor doubts the
accuracy of the obtained data or veracity of idicaition and other business files from which
the data have been obtained, he/she/it shall obtaiwritten statement from an agent or
authorised person before establishing a businéssgioaship or executing a transaction.

If a customer is a foreign legal person performiagtivities in Montenegro through its
business unit, an obligor shall establish and yettife identity of a foreign legal person and its
business unit.

406. The above clauses do not require the obtainingafigions regulating the power to bind the legal
person or arrangement. Apart from this it woulghemr that the essential criteria in respect of
Criteria 5.4b have been met in the LPMLTF.

20 Article 71.3 “name, address of permanent residemdemporary residence, date and place of birthtaxr ID
number of an authorized person, which requirexecates transaction for a costumer, and numbed, &nd
name of the competent body that issued the perdocaments;”
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407 Criteria 5.5.1 and 5.5.2 (b) are also asteriskdtholigh these criteria are adequately covered in
Article 10 of the LPMLTF. Article 20 of the LPMLTBtates:

“An obligor shall establish the beneficial owneraofegal person or foreign legal person by
obtaining data from Article 71 item 15 of this Law.

An obligor shall obtain the data from paragraph fltlis Article by checking the original or
certified copy of the documentation from the CRC®ther appropriate public register that
may not be older than three months of its issue datbtain them on the basis of the CRCC
or other public register in accordance with Artidd paragraphs 3 and 5 of this Law.

408.In discussions with financial institutions it wdsar to the evaluators that the financial instdng
relied upon the entries in the Commercial Tradeiftegfor conducting CDD. Relying solely on a
certificate from this register can be insufficientproperly identifying the beneficial owner and
this situation, consequently, poses a strong tluleatiminal infiltration throughout the system.

409. Criteria 5.6 covers the requirement to obtain imfation on the purpose and intended nature of
the business relationship (the business profileficle 10 item 2 of the LPMLTF requires that the
obligor, during the establishment of a businesatiaiship with the client, is obliged to procure
and examine data on the client, or the real owifiehe client is a legal entity, the purpose and
nature of a business relationship or the transadiind other data in accordance with the law.
Furthermore, Article 10 item 3 provides thatVHen establishing a business relationship an
obligor shall apply the following measures:

* to monitor regularly the business activities thatwustomer undertakes with the obligor and

verify their compliance with the nature of a buseelationship and the usual scope and type
of customer’s affairs.

It would therefore appear that Criteria 5.6 hanhbeet.

410. According to Criteria 5.7* financial institutionsheuld be required to conduct ongoing due
diligence (which should include scrutiny of trartsas to ensure that they are consistent with

knowledge of the customer and the customer’s basirend risk profile) on the business
relationship.

411. Article 22 of the LPMLTF on the monitoring of busss activities states:

“An obligor shall monitor customer’s business atieg, including the sources of funds the
customer uses for business, in order to identigydirstomer more easily.

Monitoring business activities from paragraph ltlig Article at an obligor shall particularly
include the following:

» verifying the compliance of customer’s busines$ wdture and purpose of contractual
relationship;

* monitoring and verifying the compliance of customdiusiness with usual scope of
her/his affairs, and

* monitoring and regular updating of documents andiadan a customer, which includes
conducting repeated annual control of a customeh@cases from Article 24 of this Law.

An obligor shall ensure and adjust the dynamicarafertaking measures from paragraph 1 of
this Article to the risk of money laundering andrdest financing, to which an obligor is
exposed when performing certain work or when dgalith a customer.”

412. Article 23 of the LPMLTF applies Article 22 to fagm legal persons and also contains additional
instructions on repeated annual control of fordégal persons which include annually:-
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1. obtaining or verifying data on the company, agdrand registered office;

2. obtaining data on personal name and permanedttamporary residence of an agent;
3. obtaining data on a beneficial owner, and

4. obtaining a new power of authorisation from Ali17 paragraph 2 of this Law.

413. A further obligation on obligors for the undertagiof measures against money laundering and
financing of terrorism is prescribed in Article B&ms 5 and 6. which require tH#&n authorised
person from Article 35 of this Law shall perforne flollowing affairs of:

5. monitoring and coordinating obligor's activity ithe area of detecting and preventing
money laundering and terrorist financing;

6. cooperating in establishing and developing infation technology for carrying out
activities of detecting and preventing money lavimgeand terrorist financing;”

414.1t is the view of the evaluators that the requirataef Criteria 5.7* have been met.

Risk

415. Criteria 5.8 requires financial institutions to fmem enhanced due diligence for higher risk
categories of customer, business relationship amsaction. Article 25 of the LPMLTF, on
enhanced customer verification, stipulates that:

“Enhanced customer verification, in addition to tidentification from Article 7 of this Law, shall
include additional measures in the following cases:

on entering into open account relationship withaak or other similar credit institution, with
registered office outside the EU or outside théestérom the list;

on entering into business relationship or executirggsaction from Article 9 paragraph 1
item 2 of this Law with a customer that is a poditly exposed person from Article 27 of this
Law, and

when a customer is not present during the verifbtaprocess of establishing and verifying
the identity.

An obligor shall apply a measure or measures dfaged customer verification from Articles
26, 27 or 28 of this Law in the cases when heitskstimates, that due to the nature of a business
relationship, type and manner of transaction exiea, business profile of a customer or other
circumstances related to the customer, there ithere could be a risk of money laundering or
terrorist financing.”

416. The above law is very specific and does not covauraber of the specified categories as set out
in the essential criteria 5.8 to Recommendatiomdmnely all non-resident customers, private
banking, legal persons or arrangements such d&s thet are personal assets holding vehicles and
companies that have nominee shareholders or sinadoearer form.

417. Articles 29 and 30 of the LPMLTF provide for sinfigdd customer verification in line with
Criteria 5.9. It is however noted that Article 2&ppears to go further than intended by Criteria
5.9 in that it permits simplified customer verifican in respect of customers to “whom an
insignificant risk of money laundering or terrorfshancing is related” which could include a
broader range of customers than those envisagedtaria 5.9.

418.1n line with Criteria 5.10, financial institutioreze permitted to apply simplified or reduced CDD
measures to institutions with a registered offinettie EU or in a state within a list to be
determined by the Ministryl'his would appear to be in line with the requiretsesf Criteria 5.10.
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419. Concerning Criteria 5.11, Article 29 of the LPMLTfates that simplified CDD measures are
only allowed when there are no grounds for suspicibmoney laundering or terrorist financing

in relation to a customer or transaction and, floeee appears to be in line with the requirements
of Criteria 5.11.

420. With regard to Criteria 5.12, according to Artideof the LPMLTF Financial institutions, are
required to follow the risk guidelines issued bg tMinistry in charge of financial affairs. The
Montenegrin authorities are still in the processl@$igning the relevant risk guidelirfés.

Timing of verification

421. According to Articles 10 and 11 of the LPMLTF, aj@d institutions must verify the identity of
the customer and beneficial owner before the dstabkent of a business relationship.
Exceptionally they can apply these measures duhiagstablishment of the relationship if this is
necessary for the establishment of the relationsinigh if there is insignificant risk of money
laundering or terrorist financing.

422. According to Article 11 of the LPMLTF, insurancenspanies can verify beneficial ownership
after the conclusion of the contact, but not I&tan the time when the beneficiary can exercise his
rights. In the view of the evaluators, Criteria®dnd 5.14 have been met.

Failure to satisfactorily complete CDD

423.No provisions appear to exist in order to complythwRecommendations 5.15 and 5.16
concerning the failure to satisfactorily complet®OC It is the view of the Montenegrin
authorities that Article 9 of the LPMLTF places afsolute requirement on obligors to
satisfactorily complete CDD prior to entering in#g business relationship and to conduct
additional CDD in circumstances where:-

* There are one or more linked transactions amourigd.5,000;
» there is a suspicion about the accuracy or verafitiie obtained customer identification data,
and

» there are reasonable grounds for suspicion of mtaeydering or terrorist financing
It is their view that no transactions can be enténéo unless full CDD has been completed.

424, There is, however, no requirement to consider ngakdn suspicious transaction report in
circumstances where it has not been possible tdumtrsatisfactory CDD although Article 33
does require reporting “when there are reasonatolengls for suspicion of money laundering or
terrorist financing related to the transaction éreliess of the amount and type) or customer”. It
is the view of the evaluators that a specific ataslsould be inserted into the LPMLTF requiring

obligors to consider making a suspicious transagiport in circumstances where they have been
unable to conduct satisfactory CDD.

425. Likewise there should also be a clause requiridggots to terminate a business relationship in
circumstances where they have been unable to comsdtisfactory CDD. This is particularly
relevant in circumstances where CDD has not beeasilple for existing customers where there
are one or more linked transactions amounting 8GD, etc. as set out below.

Existing customers

2L |t was, however, noted that the Securities Comiotissas adopted an Instruction about Risk Analydisney
Laundering and Procedures “meet your client” adgioProcedures for Recognizing suspicious trarmasti
on its session held on November 28, 2008.
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426. Recommendation 5.17 requires that financial instins should be required to apply CDD
requirements to existing customers on the basisnafteriality and risk and to conduct due
diligence on such existing relationships at appatprtimes. Some examples are given in the box
in the Methodology of the times when this might dgpropriate — e.g. when a transaction of
significance takes place, when the customer doctatien standards change substantially etc.

427. Articles 22 and 23 of the LPMLTF establish the ghtion to monitor business activities.
According to Article 22, obliged entities shall nimm customers activities:

» verifying the compliance of customer's busines$ wéture and purpose of contract
* monitoring and verifying compliance of custometsiness with usual scope of his affairs
* monitoring and regular updating of documents artd da a customer

428. Article 23 of the LPMLTF contains additional proiass for repeated annual control of foreign legal
persons. There is, however no specific requiremenextend CDD requirements to existing
customerson the basis of materiality and risk and to conddeé diligence on such existing
relationships at appropriate times.

429. Financial institutions are required to procurecélithe prescribed data for the existing clientobef
transaction is performed and to update all of theessary data and information of significance in
reference to the review and the monitoring of thistang clients. This obligation is placed on
financial institutions, when:-

1) there is one or more linked transactions amagrtt €15,000,

2) when the standards which refer to the documientaff the client change significantly,

3) when an important change exists in the manneference to the maintaining of the account,
4) when an institution finds out that there aresofficient information on the existing client.

430.1t is the view of the evaluators that the requiretaeof Criteria 5.17 are essentially met although
the wording of the first point above is too precead could be interpreted to read that only
transactions of exactly €15,000 require CDD. Femthore, the requirement is for CDD to be
conducted when “a transaction of significance tgkase.” and in the context of Criteria 5.17 it is
considered that this is more appropriate wordiyerall the evaluators consider that a separate
clause should be inserted into the LPMLTF to sjeadify deal with the issue of CDD on existing
customers.

Recommendation 6

431.Recommendation 6 Stipulates that financial ingthg should be required to put in place
appropriate risk management systems to determireth@h a potential customer, a customer or
the beneficial owner is a politically exposed persoArticle 27 of the LPMLTF contains the
definition of politically exposed persons. The défon incorporates both domestic and foreign
politically exposed persons since it does not maldistinction and also includes close family
members and close business contacts. AccordingisoAtticle, obliged entities shall develop
internal procedures, in accordance with the “gumgsl of a competent authority”, to the
procedure of identifying a politically exposed pmrs A Questionnaire for Identifying a
Politically Exposed Person has been issued by APRLT

432. Article 25 of the LPMLTF requires that enhancedtouoeer verification is conducted on entering
into business or executing transactions with aarnst that is a politically exposed person. Such
enhanced due diligence includes, in addition tadkatification:

* obtaining information about the source of funds assets from the customer. If the required
data are not obtained in this manner, they canblb&ireed through a written statement by the
customer.
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» obtaining written consent of the responsible petsefiore establishing a business relationship.
« after establishing a business relation with thent|li monitor with special attention the
transactions and other business activities camigdy the customer.

433. Although the essential elements of Recommendatioareés covered by the LPMLTF, the
evaluators found that most reporting entities whighe interviewed had limited or no knowledge
of their responsibilities in regard to PEPS. Asbasequence of this financial institutions had not
put in place appropriate risk management systengetermine whether a potential customer, a
customer or the beneficial owner is a politicatpesed person.

Additional elements

434. Article 27 of the LPMLTF incorporates PEPS who hptdminent public functions domestically.

435. The United Nations Convention against Corruptices tbeen ratified by the Republic of
Montenegro. On October $32006 Montenegro deposed a Statement on Successibrthe
Secretary General of the United Nations.

Recommendation 7

436. Criteria 7.1 to 7.4 of the Methodology cover crbsseder correspondent banking and other similar
relationships and require the gathering of suffitimformation about a respondent institution,
assessing the adequacy of the respondent institsiti®ML/CFT controls, obtaining approval
from senior management before entering new correfgrd relations and documenting the
respective responsibilities of each institution.

437. According to Article 35 of the LPMLTF when establisg an open account relationship with a
bank or other similar credit institution that hasegistered office outside the EU or outside the
states from the list, the obliged entity shall gamat enhanced customer verification (Article 25).

438. According to Article 26 of the LPMLTF:

“When establishing an open account relationshighwa bank or other similar credit
institution that has a registered office outsitie EU or outside the states from the list, an
obligor shall carry out customer identification rguant to Article 7 of this Law and obtain
the following data:

» issue date and validity of the license for provigdranking services and the name and
registered office of the competent state bodyitisated the license;

» description of conducting internal procedures, tethto detection and prevention of
money laundering and terrorist financing, and inrtgaular, customer verification
procedures, determining beneficial owners, repgrtitata on suspicious transactions
and customers to competent bodies, records keeitgrnal control and other
procedures, that a bank or other similar credittingion has established in relation to
preventing and detecting money laundering and testdinancing;

» description of systemic organisation in the areadefecting and preventing money
laundering and terrorist financing, applied in airth country, where a bank or other
similar credit institution has a registered officewhere it has been registered;

e a written statement, that a bank or other similegdit institution in the state where it
has a registered office or where it has been reggst, under legal supervision and
that, in compliance with legislation of that stateshall apply appropriate regulations
in the area of detecting and preventing money laung and terrorist financing;

* awritten statement that a bank or other similagdit institution does not operate as a
shell bank, and
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439.

« a written statement that a bank or other similagedit institution has not established or
it does not establish business relationships ocetes transactions with shell banks.

Employed with an obligor that concludes contractsf paragraph 1 of this Article shall
conduct an enhanced customer verification procedanmd obtain written consent of an
obligor’s person in charge, before concluding tlwatract.

An obligor shall obtain the data from paragraph 1 this Article from public or other
available data records, or by checking documents lamsiness files provided by a bank or
other similar credit institution with a registerexfice outside the EU and outside the states
from the list.”

The requirements set out in Article 26 of the LPNHL&ppear to adequately meet the essential
criteria as set out in the FATF Methodology. Ithewever, noted that Recommendation 7 refers

to “cross-border correspondent banking and otheilai relationships” whereas Article 25 of the

LPMLTF has limited its scope to “a bank or otheniar credit institution that has a registered
office outside the EU or outside the states froma list”. This is not in accordance with
Recommendation 7. It is the view of the Monternegriithorities that Banks which operate in
Montenegro only have closed contracts correspondeldtionship with banks from other
countries that have received high ratings from peselent external credit rating agencies (e.g.
Standard and Poors ).

Recommendation 8

440 Recommendation 8 requires that financial instingishould pay special attention to any money

441.

442

laundering threats that may arise from new or dgirb technologies that might favour
anonymity and should have policies in place or tstkeh measures as may be needed to prevent
the misuse of technological developments. The #éséerriteria also stipulate that financial
institutions should be required to have policied @anocedures in place to address any specific
risks associated with non-face to face businesgioekhips or transactions. These policies and
procedures should apply when establishing custoglationships and when conducting ongoing
due diligence.

Article 8 of the LPMLTF carries a requirement than obligor shall make risk analysis which
determines the risk assessment of groups of custoaneof an individual customer, business
relationship, transaction or product related to thessibility of misusage for the purpose of money
laundering or terrorist financing. Article 8 goes on to state that such risk analyghall be
prepared pursuant to the guidelines on risk armlygiich are still under preparation. (See
comments on Recommendation 5.12 above for furtbtild). There are, however, no specific
requirements in law or secondary legislation faraficial institutions to have policies and
procedures to address the risk of misuse of teolgizal developments in ML/TF schemes. The
evaluators were concerned that there needs todmifisprequirements for obligors to assess and
consider the risks of technological developments. @ectronic banking, emoney, etc.).

. Article 28 of the LPMLTF contains provisions to aésis the risk of non-face to face relationships

and transactions:

“If a customer is not present during establishingl aerifying the identity, an obligor shall,
carry out enhanced customer verification, in adutitito the identification from Article 7 of
this Law, undertaking one or more additional measusuch as:

- to obtain additional documents, data or informatian the basis of which he/she
verifies customer identity, and
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- to verify submitted documents or obtain a certibcdrom a financial institution
performing payment operations, that the first cosgs payment has been made on
the account opened with that institution.”

443. The evaluators noted that the above requiremerdsndt establish the obligation to obtain
information on the purpose and intended naturdefbiusiness relationship. This could lead to a
significant money laundering risk particularly iistomers are enabled to initiate electronic
transactions remotely (e.g. via the internet).

444, Montenegro adopted the Law on Electronic Signat{@éicial Gazette of the Republic of
Montenegro number 55/03 and 31/05) that regulitesusage of electronic signatures in legal
trade, administrative, judicial and other procegdjnas well as all the rights, obligations, and
responsibilities of natural and legal persons latien to electronic certificates

445, In addition, the Law on Electronic Documents (QOfidGazette of the Republic of Montenegro
number 5/08) regulates the usage of electronic meats in legal trade, administrative and other
judicial proceedings, as well as the rights, ohlayes, and responsibilities of all corporations,
entrepreneurs, natural and legal persons, stateadmihistrative institutions, institutions of the
local self-government, and other institutions amgaaisations that exercise public authority in
relation to the electronic documents. This lawkdirin with Article 14 of which states that
“Identity of a customer from paragraph 1 of thisiélet can be established on the basis of a
qualified electronic certificate of a customer, usd by a certification service provider in
accordance with the regulations on electronic sigin@ and electronic business”.

446. The Central Bank of Montenegro has adopted the dimtion Performing Domestic Payment
Electronically (Official Gazette of the Republic bfontenegro number 78/07). This regulation
prescribes the means of conducting domestic paynanivell as the responsibility for the validity
of the electronic messages in the electronic payrogde. The participants in the electronic
domestic payment process are the Central Bank dfitdhegro, banks and the clients of the
Central Bank

3.2.2 Recommendations and comments

447.1t is the view of the evaluators that the wordifdgh®e second point under Article 9 is too precise
and could be interpreted to read that only tramsastof exactly €15,000 require CDD. The
evaluators consider th&br more” should be added in Article 9, Paragraph 1 numbar the
LPMLTF. The CDD requirements do not cover a requieat to conduct CDD in respect of all
wire transfers of EUR/USD 1,000 or more. The LPNHL.3hould therefore be amended to reflect
the requirements of Essential Criteria 5.2 and 3RV

448. There is no requirement to verify that persons ptippg to act on behalf of a customer have the
authority to act on behalf of the customer. TheMILFF should be amended to reflect this
requirement. Article 15 of the LPMLTF does notuig the obtaining of provisions regulating
the power to bind the legal person or arrangemefypart from this it would appear that the
essential criteria in respect of Recommendatiorb Hidve been met in the LPMLTF. The
evaluators consider that Article 15 of the LPMLTHosld be amended to require the obtaining of
copies of the document regulating the power tad e legal person or arrangement.

449.1n practice, heavy reliance on certificates frone tbommercial register for CDD purposes
introduces doubts about the effectiveness of thetesy. The Montenegrin authorities should
address this problem by establishing, on a riskedaapproach, procedures to address the
limitations of the commercial register.

450. Article 29.4 of the LPMLTF appears to go furthearthintended by Criteria 5.9 in that it permits
simplified customer verification in respect of ausiers to “whom an insignificant risk of money
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laundering or terrorist financing is related” whicbuld include a broader range of customers than
those envisaged in Criteria 5.9. Article 29.48tdbe amended to bring it into line with the
essential criteria.

451. The evaluators note that the definition of benafiowner in the LPMLTF would benefit from the
incorporation of the FATF definition (“Beneficialwmer refers to the natural person(s) who
ultimately owns or controls a customer and/or thespn on whose behalf a transaction is being
conducted. It also incorporates those persons whtcise ultimate effective control over a legal
person or arrangement.”) and particularly the isiclon of a requirement to identify and verify the
“ultimate” beneficial owner would clarify the reqament.

452. Article 25 of the LPMLTF is very specific and doest cover a number of the specified
categories as set out in Criteria 5.8, namely ali-resident customers, private banking, legal
persons or arrangements such as trusts that asenaérassets holding vehicles and companies
that have nominee shareholders or shares in béamer The evaluators consider that the
LPMLTF should be amended to fully reflect all oétbategories in Criteria 5.8.

453. Risk guidelines in accordance with Criteria 5.1@w8H be completed and published.

454.1t is the view of the evaluators that a specifiaude should be inserted into the LPMLTF
requiring obligors to consider making a suspicitragsaction report in circumstances where they
have been unable to conduct satisfactory CDD. Ligewhere should also be a clause requiring
obligors to terminate a business relationship meurnstances where they have been unable to
conduct satisfactory CDD. This is particularlyenednt in circumstances where CDD has not been
possible for existing customers where there are mnmore linked transactions amounting to
€15,000, etc..

455, There needs to be a specific requirement for oldign assess and consider the risks of
technological developments as part of their risélysis. This should also be introduced in the
guidelines to be produced by the supervisory bodies

456.1t is the view of the evaluators that the requirataeof Criteria 5.17 are essentially met although
the wording of the first point above is too precesd could be interpreted to read that only
transactions of exactly €15,000 require CDD. Fenrtiore, the requirement is for CDD to be
conducted when “a transaction of significance tgkase.” and in the context of Criteria 5.17 it is
considered that this is more appropriate wordi@yerall the evaluators consider that a separate
clause should be inserted into the LPMLTF to speadify deal with the issue of CDD on existing
customers..

457. The lack of awareness as regards PEPS and theqgeemmidack of proper procedures to address
the risk should be addressed through proper tmitinbe followed by the establishment of
adequate procedures to address this*fisk.

458. It is noted that Recommendation 7 refers to “clomsier correspondent banking and other similar
relationships” whereas Article 25 of the LPMLTF Hiasited its scope to “a bank or other similar
credit institution that has a registered officesil# the EU or outside the states from the list”.
This is not in accordance with Recommendation t7is the view of the Montenegrin authorities
that Banks which operate in Montenegro only hawesex contracts correspondent relationship
with banks from other countries that have receiliggth ratings from independent external credit
rating agencies (e.g. Standard and Poors). THeawees consider that Article 25 of the LPMLTF
should be amended to extend the requirement wadk-border correspondent banking and other
similar relationships.

222008 A seminar on the topic of establishing refahips with clients who are PEP-s, organized ty &td
OSCE., was held In December
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459. A requirement for financial institutions to havelipies and procedures to address the risk of
misuse of technological developments in ML/TF schemsshould be introduced.

460. Regulations should clearly establish the obligationobtain information on the purpose and
intended nature of the business relationship forfage to face business.

3.2.3 Compliance with Recommendations 5 to 8

Rating Summary of factors underlying rating
R.5 Partially « In practice, heavy reliance on certificates frormauercial register for
Compliant CDD purposes introduces doubts about the effeatis®of the system.

* No provisions covering criteria 5.15 and 5.16 abthe failure to
satisfactorily complete CDD measures.

« There is no specific requirement to undertake CDrdspect of al
wire transfers of EUR/USD 1,000 or more.

* No requirement to verify that persons purportingath on behalf of a
customer have the authority to act on behalf ofdhgtomer and no
requirement to obtain provisions regulating the gote bind the legal
person or arrangement.

e Cash reporting threshold does not include transastover €15,000.

+ Definition of beneficial owner does not refer toltimate” beneficial
owner.

* Risk guidelines have not been issued to the firéduseictor.

R.6 Partially * Reporting entities lacked awareness of obligatmmerning PEPS.

Compliant _ _ .
» Lack of appropriate risk management systems tormhite whether a

potential customer, a customer or the beneficiahews a politically
exposed person in reporting entities.

R.7 Largely » Scope limited to outside the EU.
Compliant

R.8 Partially * No specific requirements in law or secondary legish for financial
Compliant institutions to have policies and procedures toresil the risk of

misuse of technological developments in ML/TF sceem

* No requirements to obtain information on the puepasd intended
nature of the business relationship for non-fadat¢e operations.

3.3  Third Parties and introduced business (R. 9)

3.3.1 Description and analysis

461. Recommendation 9 stipulates that countries may ipefimancial institutions to rely on
intermediaries or other third parties to perfornedfied elements of the CDD process or to

-99-



introduce business, provided that the specifietbiia are met. Where such reliance is permitted,
the ultimate responsibility for customer identifica and verification remains with the financial
institution relying on the third party.

462. It is the intention of the Montenegrin authoritibat financial institutions should not rely on thir
parties to conduct CDD. To this end, the LPMLTFesloot contain any provisions allowing
financial institutions to rely on intermediaries ather third parties to perform specified elements
of the CDD process. Financial institutions are emtpd to conduct full due diligence on all
business whether it comes through face to faceacont is introduced by a third party.

463. The evaluators considered that the financial umstihs were aware of the law concerning CDD
and did not come across any instances of finangéitutions who were relying on intermediaries
or other third parties to perform specified elersenftthe CDD process.

3.3.2 Recommendation and comments

464. The Montenegrin authorities should consider amendiegislation to specifically prohibit
financial institutions from relying on intermedies or other third parties to perform specified
elements of the CDD process. In such circumstatieesriteria specified in the essential criteria
to Recommendation 9 should be applied.

3.3.3 Compliance with Recommendation 9
Rating Summary of factors underlying rating
R.O Not * There is no provision in Montenegrin law to allawaincial institutions
applicable to rely on intermediaries or other third partiepssform specified
elements of the CDD process.

3.4  Financial institution secrecy or confidentialy (R.4)

34.1 Description and analysis

465. Recommendation 4 stipulates that countries shousdire that financial institution secrecy laws
do not inhibit implementation of the FATF Recommatiohs.

466. The Security Commission requires that they haveseto all confidential information held by
licensed firms and individuals, and whose actigitere monitored by the Commission. In
accordance with Article 81 of the LPMLTF (see beldkis requirement extends to APMLTF.

467. Section 5 of the Law on Banks, adopted at the léginof 2008, defines the term 'banking secret'
and sets out the responsibility for keeping sudbrination. Article 86 stipulates that Parties that
have obtained information that represents bankeuogets shall use such information exclusively
for the purpose for which they have been obtairedi shall not make it available to third parties
except in cases prescribed by the law.

468. Article 85 of the Law on Banks also stipulates that

“1) the information that represents banking secedtall be disclosed to the following
institutions:

- the Central Bank;
- competent Court;
- other parties, based on explicit written approvabalient.
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2) The information in accordance with the law gaweg prevention of money laundering and
terrorism financing may be disclosed to the commetthority for prevention of money
laundering and terrorism financirig

469. Article 81 of the LPMLTF also sets out exceptionste principle of confidentiality:

3.4.2

“During the process of providing data, informati@md documentation to the administration,
in accordance with this Law, the obligation to mct business secrecy, bank secrecy,
professional and official secrecy shall not apply dbligors, an organisation with public
authorisation, state bodies, courts, lawyers oraniais and their employees.

Obligor, lawyer or notary and their employees shrat be liable for damage caused to their
customers or third persons, if they are in accoiato this Law:

1.

2.
3.
4

providing data ,information and documentation oreithcustomers, to the competent
administration body

obtaining and processing data , information amdwmentation on their customers
carrying out the administration’s order on temporauspension of transaction, and
carrying out the administration’s request on réggumonitoring of customer’s financial
businesses

Obligor's employees, lawyers or notaries shall bet disciplinary or criminally liable for
breach of obligation of keeping data secrecy, if:

1

2

they are providing data, information and documeiptatto the competent administration
body, and in accordance to provisions of this Law

they are processing data, information and docuntériaobtained in accordance to this
Law, for the evaluation of customer and transactitor which there are reasons for
suspicion of money laundering and terrorism finagci

Recommendations and comments

470. The requirements of Recommendation 4 are adequadebred.

3.4.3 Compliance with Recommendation 4
Rating Summary of factors underlying rating
R.4 Compliant
3.5 Record keeping and wire transfer rules (R.10ral SR.VII)
351 Description and analysis

Recommendation 10

471. Recommendation 10 has three criteria under the ddellogy which are asterisked, and thus need
to be required by law or regulation. 10.1 requites financial institutions should be required by
law or regulation to maintain all necessary recos transactions, both domestic and
international, for at least five years followingetltompletion of the transaction (or longer if
properly required to do so) regardless of whetherhtusiness relationship is ongoing or has been
terminated. Criteria 10.2* requires that financialstitutions maintain all records of the
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identification data, account files and businessexprondence for at least five years following the
termination of the account or business relationgbiponger if necessary) and the customer and
transaction records and information.

472. Article 83 of the LPMLTF requires that relevant oeds as defined in the law and related
documentation shall be maintained and retaineddnryears after the termination of business
relationship, executed transaction, entrance ofctiomer into room where special games on
chance are organised or access to the safe ddgmositSuch information to be maintained and
retained includes identification data, accounsfi@d business correspondence.

473. 1t was noted that the requirement in the LPMLTHnisrely to maintain and retain data. There is
no requirement that transaction records shouldulfecient to permit reconstruction of individual
transactions so as to provide, if necessary, euileor prosecution of criminal activity in
accordance with the requirements of essential riit€0.1.1. It was, however noted that the
Securities Commission has issued a regulationccéielles on Conduct of Business of Licensed
Participants at the Capital Market”, dated'28vember 2001, which regulates the production and
the type of records that are to be kept by theniees. These rules, which carry sanctions for non-
compliance, require among other things that:-

“Data that licensee is obliged to maintain accordiogthe rules, shall be maintained in a
manner to ensure identification of each transactatrany time, and observation of all trading
process from initial order to the effect of ortddArticle 35); and

“All data shall be kept, archived and notified immanner to enable instant access to any
documerit(Article 35);

474. The evaluators were not aware of any similar resménts issued by other supervisory bodies.

475, Criteria 10.3* requires that financial institutiogisould be required to ensure that all customer and
transaction records and information are availalbhe aotimely basis to domestic competent
authorities upon appropriate authority. Article @f8the APLMTF requires that an obligor shall
provide data, information and documentation as ifipdcin the Article to the competent
administration body without delay, and not lateartheight days since the day of receiving a
request for such information to be provided. Tliusvould appear that this element of the
essential criteria has been met.

SR.VII

476. The Methodology requires, for all wire transfetgttfinancial institutions obtain and maintaire
following specified originator information togetherth the originator’s address and to verify that
such information is meaningful and accurate. Thedweation team was not provided off-site or on-
site with any information on the implementationSgecial Recommendation VII. The LPMLTF
does not appear to contain any provisions impleingnpecial Recommendation VII. It is
therefore the view of the evaluators that the nexpents of Special Recommendation VII have
not been implemented in Montenegro.

477.1t was noted that for foreign payments internatignaaccepted SWIFT standards are
implemented. This is merely a business requirenamt is not required by law or other
enforceable means.
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3.5.2 Recommendation and comments

478. Although the basic record keeping requirements etsdewn in the LPMLTF exceed the
requirement of the recommendations there is noireapent that transaction records should be
sufficient to permit reconstruction of individualahsactions so as to provide, if necessary,
evidence for prosecution of criminal activity incacdance with the requirements of essential
criteria 10.1.1.. The LPMLTF should be amendedate tthis requirement into account.

479. The requirements of Special Recommendation VIl khbe incorporated into the legislation of
Montenegrd?

3.5.3 Compliance with Recommendation 10 and Sp&gabmmendation VII
Rating Summary of factors underlying rating
R.10 Largely |+ No requirement that transaction records shouldufiicent to permit
Compliant reconstruction of individual transactions
SR.VII Non » the requirements of Special Recommendation VII hae¢ been
Compliant implemented

Unusual and Suspicious Transactions

3.6  Monitoring of transactions and relationships R.11 and 21)

3.6.1 Description and analysis

Recommendation 11

480. Recommendation 11, which requires financial ingtis to pay special attention to all complex,
unusual large transactions or unusual patterngapisactions that have no apparent or visible
economic or lawful purpose, needs to be providedbip law, regulation or other enforceable

means.

481. Article 6 of the LPMLTF establishes as a basic cftgbliged entities to:
“compile and regularly keep up-to-date a list ofdicators for identifying suspicious
transactions, for which there are reasonable graufor suspicion of money laundering or

terrorist financing”

482. Article 45 of the LPMLTF requires that:
“When establishing reasonable grounds for suspicfhmoney laundering or terrorist

financing and other circumstances related to thgpstion, an obligor, lawyer or notary shall
use list of indicators for identifying suspiciousstomers and transactions.

483. Article 46 of the LPMLTF requires that:
“The list of indicators for identifying suspiciowsistomers and transactions shall be defined

by the Ministry on the professional basis prepabgdthe competent administration body in
cooperation with other competent bodies.”

% The evaluators were advised that changes werg beinsidered to the Law on National Payment Opamati
to give effect to special Recommendation VII.
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484. Although indicators can provide some examples ofiglex or unusual transactions, the lack of a
generic mandate is missing in the legislation ¢treotenforceable means, as is the obligation to
examine, as far as possible, the background ambgpeirof each transaction and keep any findings
in writing.

Recommendation 21

485. Recommendation 21 requires financial institutiorms dive special attention to business
relationships and transactions with persons fronmozountries which do not, or insufficiently
apply the FATF Recommendations. This should be ireduby law, regulation or by other
enforceable means. It places an obligation on &isninstitutions to pay close attention to
transactions with persons from or in any countrgt thails or insufficiently applies FATF
Recommendations and not just countries designaied-ATF as non-co-operative (NCCT
countries).

486. The suspicious transaction indicator list issuedh®yMinistry of Finance contains the following
items:

» Transactions with a country that is considered am-oooperative by FATF or business
relationship with customers with permanent resideincsuch countries.

» Clients that carry out transactions within coungikenown for high level of bank and business
secrecy, except in case of countries that have paedeinternational standards on money
laundering prevention.

» Clients that carry out electronic fund transferfioim free or off shore zones, even if this
activity is not usual for client's business actest

» Client natural or legal person that inquires or c&s out real estate transactions for natural
and legal persons, residents and non residentd,dbae from the off shore destinations, or
for off shore companies, and also from countriesvkm for drug production and distribution,
states that don't have arranged identification eyst and systems for prevention of money
laundering and countries from so called “black lijstountries that are suspect to encourage
terrorist activities and terrorism financing.

487. There is no requirement to examine the backgroumdparpose of transactions which have no
apparent economic or visible lawful purpose.

488. The APMLTF web site (www.gov.me/eng/aspn/) contaifSTF statements about countries
which do not or insufficiently apply the FATF Recorandations. In addition, another AMPLTF
website (http://www.uprava-spn.vlada.cg.yu/) camgadetails of FATF statements concerning
countries that suspended or have certain defi@sna the system of applying measures for the
prevention of money laundering and terrorist firagc APMLTF has also written to its reporting
entities advising them to pay significant attentimnrisks of money laundering and terrorist
financing, when executing transactions with tharicial institutions operating on the territory of
Iran and identifying clients on any baslsThe evaluators were not aware of any other measur
taken to alert obligors to any new additions orspas or countries which had been removed from
the relevant lists.

3.6.2 Recommendations and comments

489. Montenegro should require financial institutionset@mine as far as possible the background and
purpose of unusual transactions. Enforceable reouénts to set forth the finding of such

2 APMLTF also wrote to all reporting entities adwigi them of the MONEYVAL public statement on
Azerbaijan.
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examinations in writing should equally be providédaddition specific enforceable requirement
should be put in place for financial institutiomskeep such findings available for authorities and
auditors for at least five years.

490. Financial institutions should be required to giyeedal attention to business relationships and
transactions with persons from or in countries Whito not or insufficiently apply the FATF
recommendations. Effective measures should berpptaice to ensure that financial institutions
are advised of concerns about weaknesses in the/@NIL systems of other countries and
consideration should be given to the developmeiippfopriate countermeasures as set out in the
essential criteria to Recommendation 21.

3.6.3 Compliance with Recommendations 11 and 21
Rating Summary of factors underlying rating
R.11 Non * No enforceable requirement for financial institnsato examine as far
Compliant as possible the background and purpose of unusuaactions.

* No enforceable requirements to set forth the figdiof such
examinations in writing.

« No specific enforceable requirement for financiadtitutions to keey
such findings available for authorities and auditfor at least five

years.
R.21 Non * No enforceable requirements for financial instdns to give special
Compliant attention to business relationships and transaxtwith persons from

or in countries which do not or insufficiently appkthe FATF
recommendations.

* No enforceable requirement to examine as far assilges the
background and purpose of such business relatipgishand
transactions, to set forth the findings of suchnexations in writing
and to keep such findings available for competanthaities and
auditors for at least five years.

3.7 Suspicious transaction reports and other repomg (R.13, 14, 19, 25 and SR.1V)

3.7.1 Description and analysis

Recommendation 13 and Special Recommendation IV

491. Essential Criteria 13.1, 13.2 and 13.3 are asteniaked and are required by law or regulations.
These stipulate that:

* A financial institution should be required by law cegulation to report to the FIU (a
suspicious transaction report — STR) when it suspec has reasonable grounds to suspect
that funds are the proceeds of a criminal activity.a minimum, the obligation to make a
STR should apply to funds that are the proceedsallobffences that are required to be
included as predicate offences under Recommendatidhis requirement should be a direct
mandatory obligation, and any indirect or impligiiligation to report suspicious transactions,
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whether by reason of possible prosecution for adffence or otherwise, so called indirect
reporting is not acceptable.

* The obligation to make a STR also applies to fumtiere there are reasonable grounds to
suspect or they are suspected to be linked orecklat, or to be used for terrorism, terrorist
acts or by terrorist organisations or those wharfoe terrorism.

» All suspicious transactions, including attemptethsactions, should be reported regardless of
the amount of the transaction.

492. The legal basis for the obligation of monitoringtigées to report suspicious transactions and
transactions above the threshold of €15,000 isigeavin Article 33 of the LPMLTF which
stipulates that “An obligor shall provide to thengmetent administration body data.... on any
transaction carried out in cash in the amount &f@&10 or more”.

493. Following Article 33, Para 2 in the LPMLTF, finaatiinstitutions (and other reporting entities)
shall report to APMLTF without delay when there ezasonable grounds for suspicion of money
laundering or terrorist financing related to a saction (regardless of the amount and type) or
customer before the execution of the transactibime reporting financial institution shall provide
data in accordance with Article 71 of the LPMLTFhfsh enumerates the contents of the
reporting entities records) and state the deadiiitlein which the transaction is to be executed.
The statement could also be provided via telephukit has to be sent to APMLTF in a written
form not later than the following working day fraire day of providing the statement.

494, The terminology for applying the reporting obligatiin Article 33, Para 2 of the AML/CFT
referring to suspicious transactions “...before dkecution of the transaction....” does not appear
to cover the full width of the reporting obligati@as set out in FATF Recommendation 13. Thus,
the reporting obligation does not appear to fulyer money laundering or financing of terrorism
if the suspicious transaction has been performedinD the on-site visit, the evaluation team was
advised that in practice, STRs are filed to APMLId-matter whether the suspicion arises before
or after the transaction has been performed. Homvegethis is an asterisked criteria the obligation
to report suspicious transactions that have beeforpged should be explicitly provided for in
either law or regulation.

495. The reporting obligation covers both subjectivedohsuspicion as well as cases of objective
based suspicions (“reasonable grounds to suspect”).

496. Additionally the Ministry of Finance has, as alrgambted, issued a “Book of Rules on the manner
of reporting cash transactions with the value editep€15,000 and suspicious transactions to the
APMLTF” under an authority in the former AML/CFT wa The Book of Rules was published in
the Official Gazette in October 2005. The Book afldé® enumerates the reporting entities (the
number of reporting entities has, however, beenemnad in the current AML/CFT Law) and
describes very briefly that cash transaction exogefl15,000 and several connected transactions
exceeding €15,000 may be forwarded by fax, reggstenail, personal delivery or courier, floppy
disk or CD ROMS, secure email in a format prescibad approved in advance by APMLTF.
The Book of Rules does not, however, mention tpenténg of suspicious transactions in the body
of the text. Reporting forms for banks; stock exayes; brokers and funds; the Central Depositary
Agency; merchant intermediaries; customs; and atfygorting entities are attached to the Book of
Rules. The reporting forms contain spaces for simps of money laundering and suspicions of
terrorist financing. The Book of Rules also addessterrorist financing although the rules are
issued under an authority in the former AML/CFT Lavich does not address terrorist financing.

497. The Book of Rules does not set out enforceableireapents with sanctions for non-compliance.
The Book of Rules is not considered to be Reguiatar “other enforceable means”.

498. Criteria 13.2 requires that the obligation to makeSTR also applies to funds where there are
reasonable grounds to suspect or they are suspiectael linked or related to, or to be used for
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terrorism, terrorist acts or by terrorist orgarimas or those who finance terrorism. The obligation
to report does cover the terrorism financing ofeenérticle 3 in the LPMLTF provides the
definition of terrorist financing in the context ¢fie LPMLTF. The evaluators consider the
definition to cover the requirements in criteria2l3

499. At the time of on-site visit no STR regarding ficarg of terrorism were reported by financial
institutions.

500. Supervisory authorities are not reporting entitiegler Article 4 in the LPMLTF. However,
Article 89 of the LPMLTF provides that supervisoauthorities shall inform APMLTF on
measures taken in the process of supervising iordance with the LPMLTF within 8 days from
the date on which the measures were taken. Thei@was do not consider this provision to be a
reporting obligation on suspicion of money laundgror terrorist financing.

501. The requirement to report attempted suspiciousaeions is covered by Article 33, Paragraph 3
of the LPMLTF, which stipulates that “the obligatifrom paragraph 2 of this Article shall refer
to the “announced transaction” as well, regardt@sahether it is executed later or not”. In the
English version of the LPMLTF it is stated “repattiansaction” but the Montenegrin authorities
informed the evaluators that in the original vemsad the LPMLTF the word “announced” was
used.

502. The LPMLTF defines money laundering to include ering of money or property from any
criminal activity. The STR regime operates for editegories of crime, including tax matters.
There is no financial threshold in relation to sagus transaction reporting.

503. As already noted APMLTF has issued guidance onpfsimis Transaction Indicators” in March
2007. Special indicators of suspicious transactlumse been developed for the stock market; the
banks, customs administration; tax administratiand legal and natural persons, business
organisations and entrepreneurs involved in pelifugrpayment transactiong.

504. The low number of STRs outside the banking sectoses issues of the effectiveness of
implementation.

Safe Harbour Provisions (Recommendation 14)

505. Recommendation 14 sets out a requirement for safeohr provisions for financial institutions
and their directors, officers and employees forabhe of any restriction on disclosure of
information imposed by contract or by any legislatiregulatory or administrative provision, if
they report their suspicions in good faith to tte.F

506. According to Article 81 of the LPMLTF:

“During the process of providing data, informati@md documentation to the administration, in
accordance with this Law, the obligation to protécisiness secrecy, bank secrecy, professional
and official secrecy shall not apply to obligors) arganization with public authorization, state
bodies, courts, lawyers or notaries and their erypks.

Obligor, lawyer or notary and their employees shadit be liable for damage caused to their
customers or third persons, if they are in accorciato this Law :

% In December 2008, APMLTF, in cooperation with athempetent bodies and reporting entities, prepared
professional opinion for a new List of Indicators Suspicious Transactions and Customers which was
delivered to the Ministry of Finance. AccordingAdicle 46 of the LPMLTF the Ministry of Finance filees
the list of indicators based on the professionahiop prepared by the Administration in cooperatisith
other competent bodies.
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1. providing data, information and documentation dwit customers, to the competent
administration body

2. obtaining and processing data , information amd¢umentation on their customers
3. carrying out the administration’s order on tempoyrauspension of transaction, and

4. carrying out the administration’s request on rigumonitoring of customer’s financial
businesses

“Obligor's employees, lawyers or notaries shalltrme disciplinary or criminally liable for
breach of obligation of keeping data secrecy, if:

1. they are providing data, information and docuataéion to the competent administration
body, and in accordance to provisions of this Law

2. they are processing data, information and dosotation, obtained in accordance to this
Law, for the evaluation of customer and transactifor which there are reasons for

suspicion of money laundering and terrorism finaaci
Tipping off (Recommendation 14)

507. Recommendation 14 also requires that financialitutgins and their directors, officers and
employees (permanent and temporary) should belgtediby law from disclosing (“tipping off”)
the fact that an STR or related information is beieported or provided to the FIU.

508. Obliged entities employees are prohibited by lasnfrdisclosing the fact that a STR or related
information is being reported or provided to thempetent administration body or that an
investigation has been initiated. Article 80lué LPMLTF) states:

“Obligors and obligor's employees, members of adex, supervising or managing bodies, or
other persons, to which were available data frontiche 71 of this Law, shall not reveal to a
customer or third person:
1. that data, information or documentation on the oostr or the transaction, from Article
33 paragraph 2, 3 and 4, Article 43 paragraph 1tidle 48 paragraph 1, 2 and 3, Article
49 paragraph 1 and 2 of this Law, are forwardedhte competent administration body ;
2. that the competent administration body on the bakisrticle 51 of this Law, temporarily
suspended transaction or in accordance with thategastructions to the obligor;
3. that the competent administration body on the basidrticle 53 of this Law demanded
regular supervision of customer’s financial busisie
4. that against customer or third party is initiated should be initiated investigation for
the suspicion of money laundering or terrorist ficang “

Additional elements

509. There do not appear to be any provisions in theslawregulations or any other measures to
ensure that the names and personal details of aftdiiiancial institutions that make a STR are

kept confidential by APMLTF.
Recommendation 19

510. Recommendation 19 requires that countries shouldider the feasibility and utility of a system
where banks and other financial institutions angrimediaries would report all domestic and
international currency transactions above a fixetbant, to a national central agency with a
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computerised data base, available to competenbati#is for use in money laundering or terrorist
financing cases, subject to strict safeguards sorenproper use of the information.

511. According to Section 7 Article 33 of the LPMLTF, lged entities must provide the competent
administration body data on any transaction cawigdn cash in the amount of €15,000 or more.

Recommendation 25

512. APMLTF has provided reporting entities with a laftindicators for suspicion transactions. The
feed-back is provided by APMLTF to reporting emfitiaccording to Article 57 from LPMLTF
which states “after obtaining and analysing datrmation and documentation that are in
relation to transactions or persons, for whichélee reasonable grounds for suspicion of money
laundering or terrorist financing or establishedtsa that may be connected with money
laundering or terrorist financing, the competennadstration body shall, in written form, give a
notice to obligor or person that submitted théiative, unless the competent administration body
evaluates that notification may cause detrimentidcts on the course and outcome of the
proceeding.” This is a case-by-case feedback,pgxie cases when the FIU evaluates that
notification may cause detrimental effects on tleirse and outcome of the proceeding. In
practice, the feedback is provided on regularlyisodsrough communication by phone, the
compliance officers are informed if there as adsalispicion and if it was confirmed as a STR.
APMLTF does not provide feedback in hard copy.

513. APMLTF does not provide general feedback contairstagistics on the number of disclosures,
information on current techniques and sanitiseargtes.

3.7.2 Recommendations and comments

Recommendation 13

514. The reporting obligation in Article 33 of the LPMETprovides an obligation to report suspicious
transactions _beforéhe execution of the transaction. The reportinigation does not seem to
cover the full width of the reporting obligation sst out in R 13. The reporting obligation does
not appear to cover the money laundering reporbbigation if the transaction has been
performed. The evaluators have noted that reporimigfies in practice seem to be reporting
suspicions arising after the execution of the tmatien. However, as this is an asterisk criteha, t
need for the reporting obligation if the transactftas been performed should be provided for in
either law or regulation.

515. The Book of Rules, should be endorsed in law withcons for breaches in order to become
“other enforceable means”.

516. The low number of STRs filed by a limited numbeiffioabincial institutions raises the issue of the
effectiveness of the reporting requirement.

Recommendation 14
517. Recommendation 14 is complied with, however, a igiom should be introduced to ensure that
the names and personal details of staff of findnitiatitutions that make a STR are kept
confidential by APMLTF.

Recommendation 19

518. Recommendation 19 is complied with.
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Recommendation 25

519. It is recommended that APMLTF provides regular gahteedback to all obligors which should
contain:

(a) statistics on the number of disclosures, withrapriate breakdowns, and on the results of the
disclosures;

(b) information on current techniques, methodstagads (typologies); and

(c) sanitised examples of actual money launderasgs.

Special Recommendation IV
520. The reporting obligation in Article 33 of the LPMETdoes not appear to fully cover terrorist
financing if the transaction has been performeé gamments under Recommendation 13). The

obligation needs to be widened.

521. There are no reports on financing of terrorism Wwhi@ises question of effectiveness of
implementation.

3.7.3 Compliance with Recommendations 13, 14, 3%l Special Recommendation SR IV
Rating Summary of factors underlying rating

R.13 Partially | « No explicit requirement in law or regulation to epymoney laundering

Compliant and terrorist financing if the suspicious transatctias been performed.

* Insider dealing is not listed as a predicate offenc

« Low number of reports outside the banking sectiser issues of
effectiveness of implementation.

R.14 | Compliant

R.19 Compliant

R.25 Largely |+ APMLTF does not provide general feedback contairstegistics on
Compliant the number of disclosures, information on curresthhiques and
sanitised examples.

SR.IV Largely |+ No explicit requirement to cover terrorist finangiif the suspicioug
Compliant transaction has been performed.

e Lack of any reports, even “false positives” on finisg of terrorism
raises question of effectiveness of implementation.
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Internal controls and other measures

3.8 Internal controls, compliance, audit and forejn branches (R.15 and 22)

3.8.1 Description and analysis

Recommendation 15

Generally

522. Recommendation 15 requires that financial instingi develop programmes against money
laundering and financing of terrorism. Such prograes can be provided for by law, regulation or
other enforceable means.

523. The LPMLTF defines the risk of money laundering &mdorist financing as being the risk that a
customer will use the financial system for moneyniering or terrorist financing, or that a
business relationship, a transaction or a produlttimdirectly or directly be used for money
laundering or terrorist financing.

524. Article 35 of the LPMLTF requires that obligors thiaave more than three employees shall
designate an authorised person and his/her deputyhé affairs of detecting and preventing
money laundering and terrorist financing. For gbis with less than four employees, such
functions can be performed by a director or othwh@rised persorArticle 36 requires that such a
authorised person:

* is permanently employed for carrying on affairs dasks that are in accordance with the
enactment on systematisation organised in the maemsuring fast, qualitative and timely
performance of tasks defined by this Law and rdgria passed on the basis of this Law;

« has professional skills for performing affairs abyenting and detecting money laundering
and terrorist financing and has professional commpzés for obligor's operation in the areas
where the risk of money laundering or terroristfining exists, and

« has not been finally convicted of a crime act fdrich punishment of imprisonment longer
than six months is provided for, and which makes/her inadequate for performing affairs
of prevention of money laundering and terrorisafining..

525. Article 37 requires that such authorised persoti pgaorm the following duties:

* taking care for establishing, functioning and depélg the system of detecting and
preventing money laundering and terrorist finanging

» taking care for proper and timely data provisioh® competent administration body;

* initiating and participating in preparing and mgtify operational procedures and preparing
obligors’ internal enactments related to the préeanand detection of money laundering and
terrorist financing;

e cooperating in preparation of guidelines for cargyout verifications related to the prevention
of money laundering and terrorist financing;

* monitoring and coordinating obligor’'s activity ihd area of detecting and preventing money
laundering and terrorist financing;

* cooperating in establishing and developing inforamatechnology for carrying out activities
of detecting and preventing money laundering anotist financing;

* make initiatives and proposals to the competentimidtration body or managing or other
body of an obligor for the improvement of the systtor detecting and preventing money
laundering and terrorist financing, and

e preparing programs of professional training androupment of the employed at obligors in
the area of detecting and preventing money laumglend terrorist financing.
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526. The authorised person is required to be directlyoantable to the administration or other
managing or other obligor's body, and functionallyd organisationally shall be separated from
other organisational parts of an obligor. In theecaf their absence or inability to attend to kés/h
duties, the authorised person shall be substitoyetie person determined by a general enactment
of an obligor (deputy of the authorised personje &uthorised person shall, in accordance with
the regulations for implementation of the Law oev@ntion of money laundering and terrorist
financing, inform its employees with the procedusesl measures for implementation of the law
on prevention of money laundering and Terrorisaificing.

527. A “Book of rules on the manner of work of the compte officer, the manner of conducting
internal control, keeping and protecting data, th@nner of recordkeeping and training of the
employees” (see Annex V) which provides additiogaidance and direction has also been
produced..

528. With regard to essential criteria 15.4, Article 86the LPMLTF stipulates requirements for
designated persons for detecting and preventingegndaundering. Apart from this, the
evaluators were not aware of any requirements wigghired financial institutions to put in place
screening procedures to ensure high standards khieg employees.

529. The evaluators found, with regard to the bankingtme that these requirements had been
implemented. Furthermore, the examination procesiof the Central Bank contain requirements
to include the following in reviews of banks:

* Review of internal controls

* Review of internal audit program that covers indefant testing of transactions, evaluations
as to the effectiveness of the program...

* Review the bank’s internal audit and determiné ¢bivers the bank’s responsibilities

530. It was noted that nine on-site inspections weredaoted by the central bank in both 2006 and
2007 and 4 till the end of August 2008.

Other financial institutions

531. With regard to the insurance sector, given therreestablishment of the supervisor and its lack
of training on AML/CFT related issues it was comsitl by the evaluators that it was not possible
to establish the effectiveness of the implementattb Recommendation 15 in the sector. No
violations on AML/CFT had been reported by the masiwe supervisor, although it was noted that
five companies are conducting life insurance bussine

Additional elements

532. The above provisions of the LPMLTF with regard be tduties of the designated authorised
person appear to require that they are able tindependently and to report to an appropriately
senior level.

Recommendation 22

533.The LPMLTF regulates measures and actions undertaken for whgoge of detecting and
preventing money laundering and terrorist finandimdusiness units or companies in majority
ownership of the obligor in foreign countries

534. Article 34 of the LPMLTF requires that a reportiegtity shall ensure that measures of detection
and prevention of money laundering and terrorisaricing, as defined by the LPMLTF, “are
applied to the same extent both in business umitsompanies in majority ownership of the
obligor, whose registered offices are in otherestéitthat is in compliance with the legal systefn o
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the concerned stat#f the regulations of a state do not prescribeitiglementation of measures
of detection and prevention of money launderingeororist financing to the same extent defined
by this Law, an obligor shall immediately informetkompetent administration body on that and
undertake measures for removing money launderingraorist financing risk.”

Additional elements

535. The evaluators are of the opinion that there afficgnt provisions in place to require financial
institutions to apply consistent CDD measures atgfoup level, taking into account the activity
of the customer with the various branches and rntgjowned subsidiaries worldwide.

1.1.2 Recommendation and comments

Recommendation 15

536. Requirements should be developed that require dinhinstitutions to put in place screening
procedures to ensure high standards when hirindoswegs.

537. The inspection procedures that have been introdbgetie Central Bank should be adopted by
other financial services supervisors.

Recommendation 22

538. The requirements of Recommendation 22 have beeplmahwith.

3.8.2 Compliance with Recommendations 15 and 22
Rating Summary of factors underlying rating
R.15 Largely * There is no requirement for financial institutiobs put in place
Compliant screening procedures to ensure high standards kitieg employees.

R.22 Compliant

3.9  Shell banks (R.18)

3.9.1 Description and analysis

539. Article 5 of the LPMLTF defines a shell bank asradit institution, or other similar institution,
registered in a country in which it does not canay activity and which is not related to a finamcia
group subject to supervision for the purpose okclétg and preventing money laundering or
terrorist financing.

540. Shell banks are forbidden by law under the LawmEadments to the Law of banks and other
financial institutions (Official Gazette of the Régic of Montenegro No. 32/02) and in 2006 the
Law of Foreign Companies established and operatimder special terms is put out off force.
Article 4 from the Law on Banks (Official Gazetté the Republic of Montenegro no.17/08),
stipulated that no natural person or legal persoMontenegro may engage in the profession or
activity of banking, without required license ompapval of the Central Bank of Montenegro.

541. Furthermore, in accordance with the Law on Fore@wmpanies that are Established and
Operating in Montenegro ((Official Gazette of thepRblic of Montenegro No. 23/96 and 62/02)
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all foreign companies that are established and atipgr in Montenegro are required to be
registered with the Commercial Register thus eistaiolg control over all foreign companies that
are established and operating in Montenegro.

542. Article 32 of the LPMLTF prescribes that an obligoay not establish correspondent or open
account relationship with a bank that operatesoafccoperate as a shell bank or with other similar
credit institution known for allowing shell banks tise its accounts. Furthermore, Article 26
requires that financial institutions obtain a veittstatement that a bank or other similar credit
institution does not operate as a shell bank, amditten statement that a bank or other similar
credit institution has not established or it doe$ @stablish business relationships or executes
transactions with shell banks. The evaluatorsnditifind any indication of shell banks operating
in Montenegro or of financial institutions enterimgo business relationships with shell banks
operating overseas.

3.9.2 Recommendations and comments

543. The requirements of Recommendation 18 appear t® lbeen met.

3.9.3 Compliance with Recommendation 18
Rating Summary of factors underlying rating
R.18 Compliant .

Requlation, supervision, guidance, monitoring andrgtions

3.10 The supervisory and oversight system - compeiteauthorities and SROs’/ Role,
functions, duties and powers (including sanctiongR.23, 29, 17 and 25)

3.10.1 Description and analysis

Recommendation 23 (overall supervisory frameworkiteria 23.1, 23.2)

544, The essential criteria for Recommendation 23.1281@ require that Countries should ensure that
financial institutions are subject to adequate ANIET regulation and supervision and are
effectively implementing the FATF Recommendationd #hat a designated competent authority
or authorities has/have responsibility for ensurihgt financial institutions adequately comply
with the requirements to combat money launderirgjtarrorist financing.

545. The supervisory regime for financial institutiossdescribed in some detail in Section 1.5 above as
well as at the commencement to Section 3. Ther@eBank of Montenegro is the regulator of the
banking sector, the Securities Commission supesvibe capital market and the Insurance
Supervision Agency (ISA) is responsible for the ulagon and supervision of insurance
companies.

546. Securities Commission, Central Bank and Insurangee&ision Agency are regulators and
supervisory bodies as per Article 86 of the LPMLTF.
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Central Bank

547. The Law on Banks governs the foundation, managerogetations and supervision of banks and
micro-credit financial institutions and credit ungand it governs the conditions and supervision
of operations of parties involved in credit and rguee operations with the purpose of
establishing and maintaining safe and sound bankystem that provides protection of interests
of depositors and other creditors. This law prewige necessary authority for the Central Bank to
issue licenses and evaluate directors and senioagement on the basis of “fit and proper
criteria” as well as to conduct ongoing supervision

548. Supervision by the Central Bank is based on onisgipections (9 on 2006, 9 on 2007 and 4 in
2008 until August). The Central Bank receives aerimal controls report every 6 months from
banks which includes AML/CFT issues. The CentrahiBalso requests quarterly data on
prudential risks and ALM/CFT.

549. As a result of the supervisory tasks, the CenteadlBmposed 8 sanctions in 2006, 8 sanctions in
2007 and 3 in 2008 (until August).

Securities Commission

550. The Law on Securities regulates the types of seesyithe issue of securities and trade in those
securities, the rights and obligations of entitoes the securities market, and the organisation,
scope and powers of the Securities CommissioneoRiépublic of Montenegro. This law provides
the necessary authority for the Securities Comimis$o issue licenses and conduct ongoing
supervision. The law does, however, only enthie $ecurities Commission to evaluate the CEOs
of securities companies on the basis of “fit anappr criteria”.

551. The Securities Commission makes around 20 on4s#fgeictions every year and also receives a
quarterly report from Capital market businesSes.

552. At the time of the on-site visit, no sanctions hae&n imposed by the Securities Commission.

Insurance Supervision Agency

553. The law on Insurance regulates the conditions aethod of performing insurance business and
the supervision of the performance of insuranceiness. This law provide the necessary
authority for the Insurance Supervision Agencysue licenses and evaluate directors and senior
management on the basis of “fit and proper critegawell as to conduct ongoing supervision.

554. The Insurance Supervision Agency conducts on-sispdctions (5 in 2008) and also receives
monthly, quarterly and yearly reports from insuecompanies.

555. At the time of the on-site visit, no sanctions Hsgkn imposed by the Insurance Supervision
Agency.

Recommendation 30 — (Structure, funding, staffinggsources, standards and training)

556. Recommendation 30 requires that FIUs, law enforcéraad prosecution agencies, supervisors
and other competent authorities involved in conmgatnoney laundering and terrorist financing
should be adequately structured, funded, staffied,paovided with sufficient technical and other
resources to fully and effectively perform theindtions. Adequate structuring includes the need

% The Securities Commission adopted Instruction alitisk Analysis, Money Laundering And Procedures
“meet your client” and other Procedures for Recpigig Suspicious Transactions at a session held on
November 28, 2008.
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for sufficient operational independence and autontrensure freedom from undue influence or
interference. Furthermore, staff of competent auities should be required to maintain high
professional standards, including standards comagroonfidentiality, and should be of high
integrity and be appropriately skilled. Staff @hepetent authorities should also be provided with
adequate and relevant training for combating mdéaegdering and terrorist financing.

The Central Bank of Montenegro

557. The Central Bank of Montenegro (CBM), as one ofdhdiest participants in the country’s anti-
money laundering efforts, has become a reasonabljcient supervisor of the banking sector.
The same is not necessarily true for several ahpervisory agencies, some of which are more
recently established.

558. A Compliance Division has been established wittie Bank Supervision Department of the
CBM established which is responsible for the suiseym of harmonisation of banks’ and other
financial institutions’ operations with regulationsated to the prevention of money laundering
and terrorism financing.

Organisational structure

Deputy General Director
for the supervision of banks
Member of Council

Supervision

Department
|
[ |
Direction for the
development of systems Direction for
of control and control Specialistic Control
of the systems risks
Unit for the portfolio
management Division for control
and development of credit risk
of risk management controls
Stress Division for Division for control of
——| testing and monitoring — market risk and
of the risk liquidity risk
Division for control of
— Division for regulations 1 IT systems and systems
reporting management
Division for issuing permits,
approvals and agreements Division for control of
for operation and compliance with regulations

enforcement measures

559. Regular training is arranged for employees whorasponsible for the supervision to prevent
money laundering and financing terrorism. Trainisgconducted though seminars both in
Montenegro and abroad. All employees in the BangeBvision Department have signed the
Ethical Code by which employees are obliged to Keigh professional and experts standards,
including standards related to keeping the busisesset. In addition, all employees in the
Compliance Division who supervise harmonisationhwiégulations related to prevention of
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money laundering and terrorist financing are regfiito have a university degree relating to
either economic or legal sciences.

The Insurance Supervision Agency

560. The Insurance Supervision Agency which providesthar supervision of insurance companies
was established in January of 2008 and appeare tilb coming to terms with its obligations
regarding AML/CFT supervision. Although the agersc¥gxaminers have had training in the
prudential aspects of insurance supervision und¢sAlD program, they have had no training in
AML/CFT. They have no direct sanction authority bhubuld refer deficiencies to the FIU for
further action. They only have direct sanction autl for deficiencies in compliance with the
insurance law which does not reference AML/CFT .sTdgency has yet to define its relationships
with other competent authorities either through meanda of understanding (MOUSs) or other
means and, essentially, is at a very early stageweloping a practical competence in the field of
AML/CFT supervision.

The Securities Commission

561. The Securities Commission, although informing the Bf irregularities found in the area of
AML/CFT, also needs to target more comprehensithaly particular area during their onsite and
offsite reviews.

Recommendation 29 — Authorities powers
562. Recommendation 29 requires that Supervisors shaud adequate powers to monitor and ensure
compliance by financial institutions with requirem® to combat money laundering and terrorist
financing, including the authority to conduct inspens. Furthermore, they should be authorised
to compel production of any information from fingadnstitutions that is relevant to monitoring
such compliance, and to impose adequate admingtrsdinctions for failure to comply with such
requirements.

563. The powers to monitor and ensure compliance wignirements to combat money laundering and
terrorist financing of the Central Bank, Securifismmission and Insurance Supervision Agency
derives clearly from Article 86 of the LPMLTF ank$@ from the respective laws that govern the
regulators (Law on banks, Law on securities and bavinsurance) as set out under
Recommendation 30 above.

564. The laws that govern the regulators provide theth thie authority to conduct on-site inspections
and to obtain all the necessary data and documentssary to the role without restriction.

565. Under Article 91 of the LPMLTF, APMLTF is the onduthority which can apply sanctions under
the LPMLTF. It was, however noted by the evaluatbat the financial regulators can themselves
impose other sanctions as per their respectivelatgg laws. Article 116 of the Law on Banks
sets out the measures that the Central Bank mdy Hpjpestablishes that a bank has not managed
the risks to which it has been exposed in its dmaran an adequate manner or contrary to
regulations. Article 113 of the Law on Securitéess out the penal provisions that can be applied
against securities companies. Article 130 of thevlon insurance sets out thetions to correct
illegalities and irregularities and Article 132 sefut the measures for non-compliance with risk
management rules.

566. The evaluators are of the view that the finanai@esvisors appear to have been granted by laws
enough powers to ensure compliance by financigitini®sns of AML/CFT regulations.
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Recommendation 17 — Sanctions

567. Recommendation 17 requires that countries shouklrenthat effective, proportionate and
dissuasive sanctions, whether criminal, civil omaustrative, are available to deal with natural or
legal persons covered by these Recommendationgaihtt comply with anti-money laundering
or terrorist financing requirements.

568. Article 92 of the LPMLTF includes penalty provisemmposed for misdemeanours related to
breaching the provisions of this Law. A fine foetimisdemeanour ranges from fifty-fold to three
hundred-fold of the minimum monthly wages in Morggro. Fines are also provided both for
legal persons and for authorised person of thd legison. It is further noted that The Law on
Banks, Law on Securities and Law on Insurance afitain board and flexible disciplinary
sanctions which can be applied by the financialises supervisors.

569. The FIU is empowered to conduct the proceedingsnfipiosition of the fine as the first instance
body. As such, it is authorised to impose any sangtrovided by the LPMLTF for both, legal
persons and authorised person of legal personthelfdecision of the FIU on a sanction is
contested by an appeal, the Court for Misdemean@uirauthorised to conduct the appeal
proceedings. The same procedure is in place foaraaind for legal persons. Considering the lack
of information on any final decisions on fines irspd, it remains questionable if the system is
operating effectively and in a timely fashion.

570. The misdemeanours are less serious than crimifetads, but none-the-less they are considered
to be criminal violations in their nature. Ther&f@anctions for misdemeanours are also criminal
sanctions in their nature and a central registryalbfentities which were subject of a fine is
maintained.

571. The range for the possible fines is wide and flexibnough to cover a variety of different
situations and to provide appropriate sanctioningdiffering severity of offences. But fines are
the only type of sanctions available and therenardess severe sanctions available to cover less
severe cases (disciplinary sanctions, restrictiosuspension of licence of financial institution,
etc.).

Recommendation 23 Market entry (criteria 23.3, 2328.7 licensing/registration elements
only)

572. The essential criteria to Recommendation 23.3 requihat supervisors or other competent
authorities should take the necessary legal orlagmy measures to prevent criminals or their
associates from holding or being the beneficial ewof a significant or controlling interest or
holding a management function, including in theceize or supervisory boards, councils, etc in
a financial institution. Furthermore, directorsdasenior management of financial institutions
subject to the Core Principles should be evaluatedthe basis of “fit and proper” criteria
including those relating to expertise and integrity

573. The essential criteria to Recommendation 23.5 reguhat natural and legal persons providing a
money or value transfer service, or a money oretigy changing service should be licensed or
registered.

574. The essential criteria to Recommendation 23.7 regquthat financial institutions should be
licensed or registered and appropriately regulased] subject to supervision or oversight for
AML/CFT purposes, having regard to the risk of mplteundering or terrorist financing in that
sector i.e. if there is a proven low risk then tbguired measures may be less.
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Central Bank

575. Article 4 of the Law on Banks states th&td' natural person or legal person in Montenegro may
engage in the profession or activity of bankinghwiit required license of the Central Bank of
Montenegrd.

576. Articles 9 to 20 contain rules for granting a bamklicense. Article 21 sets out the information
that is required to support the application fori@erise which includesdbcuments, data and
information on natural persons with qualified paitiation in a bank, which specifically contain
their names and addresses of permanent or tempgiace of residence and other identification
data, appropriate evidence on sources of finanaalount of founding capital, bank related
parties and their connected interésind ‘*biography data on proposed members of the board of
directors that as a minimum contain the followingformation on identification, professional
gualifications and working experience and inforroatbn their achieved and planned educdtion
Article 24 sets out grounds for denial of applicatiwhich include the proposed members of the
board of directors do not meet the conditions teleeted as members of the board of directors as
determined by this Law;and ‘one or more founders owning more than 5% of pauéton in
bank’s capital or voting rights do not meet the ditions for acquisition of qualified participation
in a bank as specified by this Law.”

577. Article 31 sets out the requirements for the apipoémt of board members which includes
requirements that A member of the Board of Direatay not be:

“4)a person whose assets has been subject to baokrpmpceedings or significant
enforcement has been conducted over personal prgper

5) a person who had been on leading positions itamk or other business
organisation at the time when such organisation vsabject to bankruptcy or
liquidation proceedings, unless the Central Bartialglishes that the person was not
responsible for such bankruptcy or liquidation;

7) a person who has been subject to a safety megsohibiting further conduct of
professional work, business activity or duty, imgubby a competent court;

8) a person who has been sentenced for a crimehwhakes him or her not worthy of
performing the function of member of the Board wé&ors;”

578. Furthermore, Article 37 sets out the requiremeatdtie appointment of executive directors and
requires that An executive director in a bank shall be a pershat tmeets the following
requirements, in addition to those prescribed fdroard member by this law:

1)university degree, and

2)competences and professional experience on magamisitions in the financial
sector, corresponding in relevance and time to ¢haracteristics of key areas of
operation and size of that bank.”

579. Articles 9 to 20 contain rules on acquiring a dfiedi participation (defined as being 20% or
more) in a bank. Article 9 states thafld' legal or natural person may acquire qualified
participation in a bank without prior approval ohe Central BanK. Article 11 sets out the
criteria for granting the approval for acquiringatified participation and Article 12 sets out
reasons for denial of granting the approval. Thieason for denial include:-

« “the business activities of the applicant may caigpeificant risk for safe and
legitimate management of a bank or a banking group;

e itis not possible to determine the applicant'srses of funds for the acquisition of
bank’s shares;

« there are other facts that point out that the aggtit would adversely influence on the
risk management in a bank or hinder the accomplestirof supervisory function of
the Central Bank
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580. Article 17 sets out the grounds for revoking thprapal for acquisition of qualified participation
which include ‘any of the circumstances as listed in Article 1ghif Law occurs

581. Articles 105 to 138 contain provisions concernihg supervision of banks. Article 106 places a
responsibility on the Central Bank to supervisekisaand Article 109 sets out the methods of
supervision to be employed which includes bothsit-and on-site reviews. Article 112 requires
that banks shouldehable the Central Bank’s authorised examinersee finsight in business
books, other business documentation and recordsghh in the functioning of information
technology and computer database, and it shall ideyvupon the request of authorised
examiners, copies of business books, other busthmasmentation and records, in hard and/or
electronic copy.”

Securities Commission

582. The Law on Securities sets out the scope of re@iplitysand powers of the Securities Commission
as well as setting out the criteria for licensifigarticipants in the securities market.

583. Article 8 sets out the responsibilities of the Sities Commission which include:-

9)to approve nomination of executive directorshef éntities licensed by the Commission to
set general requirements to be met by natural perquofessionally engaged in trade in
securities;

10) to promote and encourage high standards ofsitoreprotection and integrity among
licensees;

11) to monitor and enforce Rules for the conducbusiness by licensees including the
suspension and revocation of licenses;

12) to support the operation of an orderly, fairdgproperly informed securities market;

13) to regulate the manner and scope of trading @ecurities market;

15)to take all reasonable steps to safeguard ther@sts of persons who invest in securities
and to suppress illegal, dishonourable and impropeactices in relation to dealings in
securities;

16) to take actions and perform control and exarnigmto prevent any frauds on the
securities market;

584. Articles 62 to 86 set out the rules for licensirigrarket participants. Article 63 clearly stipast
that “Securities business can be carried out only bynBed participants on the securities
market.” and Article 65 states thaiNb person may carry on securities business unlesssh
licensed to do so by the CommissionArticle 68 sets out the information that needs & b
provided to support an application for a licenseécihincludes‘information on individuals with
special authorisations and responsibilities andestmformation and evidence prescribed by the
Commission regarding the share capital and fulfiinef other conditions depending on the type
of activity, personnel, technical, financial andyanisational capability of the company applying
for the license.” Article 74 sets out the grounds for revoking ices which include for
companies failing to comply with any condition applicable in respecttloé license”and “the
company contravenes the provisions of this la#dr individuals grounds for revoking licences
include ‘fails to comply with any condition applicable inspect of the license; contravenes the
provisions of this law;”and “ is convicted with an unconditional custodial semce or of an
offence which disqualifies him from engaging inlilasiness for which he has been licensed.”

585. Articles 108 to 112 set out the powers of the SgearCommission to require information and
inspect and investigate securities firms. In pat#r Article 108 states thaThe Commission may
by notice in writing require licensees to furnighwith such information as it may reasonably
require for the exercise of its functions undes thaw within such reasonable time and verified in
such manner as it may specifyAtticle 110 sets out the power of the Securiti@sn@ission to
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carry out inspections and Article 111 sets outgbeer of the Securities Commission to conduct
investigations; the powers set down appear to W#cigmtly comprehensive to enable the
Securities Commission to adequately fulfil its ghlions.

Insurance Supervision Agency

586. The Law on Insurance sets out the scope of refjiiiygsand powers of the Insurance Supervision
Agency as well as setting out the criteria fordigiag of participants in the insurance sector.ickr 7
stipulates that insurance supervision shall baezhout by the Insurance Supervision Agency.

587. Article 4 requires that persons engaged in ins@adngsiness are to be licensed by the Insurance
Supervision Agency. This is reinforced by Articl® that statesIfisurance activities in the
Republic may be conducted only by insurance comsgdidensed by the regulatory authority to
engage in such activities, in accordance with this.” Articles 16 to 41 set out the licensing
requirements. In particular, Article 30 sets g information which is required to support an
application which includes:

“6)list of shareholders with their family name, narand address, or name of the company
and its head office address, total nominal valuetld shares and percentages of
participation in the initial capital of the insurae company;
7) for shareholders —the qualified shareholdersalezntities:

e evidence of registration from a relevant registoatiauthority;

« list of founders, total nominal value of their sharand percentages of
participation in the initial capital of the insurae company;

« financial reports with the certified auditor's regip for the last three
years;

8) for shareholders — qualified shareholders natyrarsons:

» evidence that the person has not been a membaedfdard of directors
or individual endowed with special authority in @ghl entity which has
undergone the liquidation or bankruptcy proceduia; the past three
years;

« evidence that the person has not been unconditioregntenced to
imprisonment for more than three months due toet@nomic, property
or malpractice and corruption offense,

* evidence of payment of the total amount of income @roperty taxes
during the past three years, issued by relevart@ritiy.

9) list of entities related to the qualified shaoéder with the description of the nature of
such relations as defined in Article 24 hereof;

10) for the persons proposed to be nominated mesmbérthe Board of Directors,
Executive Director and Secretary:

¢ evidence they meet the requirements in terms dignigducation, skills
and professional experience,

« evidence that the person has not been a membesayfi®f Directors or
person with special authorities in a legal entititigh has undergone the
liquidation or bankruptcy procedure, for the pdstde years,

« evidence that the person is not limited as defiimedrticles 48 and 49
hereof;

e evidence that the person has not been unconditiprsgntenced to
imprisonment for more than three months,

« evidence of the relevant authority on the amounpatl property and
income taxes for the past three years;

11) name and family name of the person nominatetified actuary with the data as
defined in item 10 of this paragraph, or pre-cowitran rendering actuary services signed
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with the certified actuary company and evidence pobfessional actuary liability
insurance;

12) evidence that the company has the prescribgdrosational, personnel and technical
capacity for the conduct of business to be licerised

588. Article 36 sets out the grounds for rejecting arige application which include failure to fulfileth
conditions set out in Article 30 (see above) arsb al “members of the managing bodies of the
insurance company do not submit the necessarymseder their eligibility or nominated persons
do not meet the prescribed conditidher “ if, on the basis of the bylaws and other subeuditt
documents, and other acts and information, it carcbncluded that the insurance company does
not have organisational, staffing and technical &eipy to perform insurance activities in the
scope projected in its business plan.

589. Articles 51 to 81 set out similar requirementsifiaurance brokers and insurance agents.

590. Articles 115 to 143 set out the powers and respditis’s of the Insurance Supervision Agency. In
particular Article 115 states:-

* The regulatory authority shall exercise supervision accordance with this law and Core
Principles for Efficient Insurance Supervision, ptee operations of insurance companies,
foreign insurance company affiliates, insurance Kero companies, insurance agents,
insurance ancillary service providers and the legalsons referred to in Article 80 of this
Law.

» The regulatory authority may inspect business rdsaf legal entities which are related to
the insurance company, as well as the businesgdsadf all participants in a transaction
that is subject to supervision if it is considereztessary in order to supervise the insurance
company'’s operations.”

591. Article 118 sets out the manner of performing sug@n which shall be performed by:-

» collecting, monitoring and analysing reports, dasad notices that the insurance
company is obliged to submit to the regulatory atith by the provisions of the Law;

* on-site examination of the operations of insuracampanies;

« following up implementation of measures imposeddecordance with this Law and by
bringing charges to competent authorities if thergeasonable doubt that the illegality
and irregularities found have the characteristicé @ criminal offence, commercial
violation or minor offence..

592. Articles 144 to 147 set out the procedure for ration of licenses. Grounds for revoking licenses
include

“1) illegalities and irregularities in operationsfahe company have been established, and
further engaging in insurance activities would jedagise interests of policyholders and
other insurance beneficiaries;

3) the company does not conduct its business Bctiviaccordance with trade rules, best
business practices and business ethics;

13) the company fails to comply with a measure sefddy the regulatory authority within
the prescribed time, or fails to remove reasondrfgrosing such a measure;”

Recommendation 23 Ongoing supervision and monitgrin(criteria 23.4, 23.6 23.7
(supervision /oversight elements only))

593. The essential criteria to Recommendation 23.4 requihat for financial institutions that are
subject to the Core Principlabe regulatory and supervisory measures that dpplprudential
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purposes and which are also relevant to money &ingl should apply in a similar manner for
anti-money laundering and terrorist financing pwgs) except where specific criteria address the
same issue in this Methodology.

594. Article 86 of the LPMLTF places a responsibility tire designated financial supervisors to take
responsibility for the implementation of the proeiss of the LPMLTF within their respective
sectors. The powers and responsibilities of tharftial supervisors are set out in the foregoing
paragraphs of this section. It is the view of thaluators that all of the supervisory bodies
considered have adopted suitable regulatory anergispry measures for:

¢ licensing and structure;

* risk management processes to identify, measureiton@md control material risks;
e ongoing supervision and

* global consolidated supervision where requiredngyGore Principles.

595. The essential criteria to Recommendation 23.5 reguhat natural and legal persons providing a
money or value transfer service, or a money oretuy changing service should be subject to
effective systems for monitoring and ensuring coamue with national requirements to combat
money laundering and terrorist financing.

596. Most money or value transfer services, and a mamegurrency changing services are provided
by the banks who are subject to the regulatorymegiescribed in this sector. In addition some of
these services are provided by the Post Office vlicsubject to supervision by the Agency for
Telecommunication and Postal Services which is rdgaired under Article 86 of the LPMLTF to
take responsibility for the implementation of threyasions of the LPMLTF within post offices.

597. The Montenegrin Post, in consultations with the Wgefor Electronic Communications and
Postal Services, has been conducting professicaiairtg of the employees encompassed by the
Programme against money laundering and terronsintting, and the content of the training
mainly covers the following topics:

legal obligations of the Post;

dangers of money laundering and risks for the Post;
personal responsibility of employees,

learning about new forms of money laundering;

recognition of suspicious transactions by use efitidicator list;
the system of internal controls.

Oo0OO0Oo0OO0oOo

The Agency for Electronic Communications and PoStlices has recently given its approval on
the application of the forms that obligors will usethe procedure of identification of politically
exposed persons.

598. The essential criteria to Recommendation 23.7 regquthat financial institutions should be
licensed or registered and appropriately regulased] subject to supervision or oversight for
AML/CFT purposes, having regard to the risk of mplteundering or terrorist financing in that
sector i.e. if there is a proven low risk then thguired measures may be less.

599. The licensing regime for financial institutionsdsscribed above. It is the view of the evaluators
that this comprehensive regime taken with the nesjbdlities of the supervisory bodies under
Article 86 of the LPMLTF is sufficient to ensureathfinancial institutions are licensed or
registered and appropriately regulated, and suligctupervision or oversight for AML/CFT
purposes, having regard to the risk of money latindeor terrorist financing in their respective
sectors.
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600. Overall the evaluators were satisfied that not améye there adequate powers in place but also
considered that the relevant supervisory bodiesevarare of their responsibilities and had
adequate resources to meet these.

Recommendation 25

601. Recommendation 25 requires that the competent atidlsoshould establish guidelines, and
provide feedback which will assist financial ingtibns and designated non-financial businesses
and professions in applying national measures nabed money laundering and terrorist financing,
and in particular, in detecting and reporting sdsjpis transactions.

Ministry of Finance

602. In accordance with the requirements of Article 8tlod LPMLTF, the Ministry of Finance is
required to adopt a regulation on risk analysisth&ttime of the on-site visit a working group was
established with the aim of drafting the Regulation risk analysis with participation of
representatives from the Ministry of Justice, APNH, Tthe Ministry of Finance and the Bank
Association.

Central Bank

603. After having performed an on-site inspection thent@d Bank drafts a report. This report also
contains recommendations for the supervised bankh $ecommendations are considered to be
guidelines. No typologies are disseminated to suped banks by the Central Bank.

604. During the on-site visit the evaluators were infeththat it is the intention of the Central Bank to
issue guidelines for AML/CFT risk analysis in aatance with Article 8 of the LPMLTF Law.
Such guidelines shall be determined pursuant toetfpglation adopted by the Ministry of Finance.
The Ministry of Finance has set up a working grdap the drafting of this regulation. The
regulation shall determine more specific critedaduidelines development (the reporting entity’s
size and composition, scope and type of affairstacners, or products and the like), as well as the
type of transactions for which, due to the riskmainey laundering and terrorism financing, it is
not necessary to carry out customer identificaitiotme context of the LPMLTF.

Agency for Telecommunication and Postal Business&dipns

605. The Agency for Telecommunication and Postal Busin@perations has adopted a Programme
against Money laundering (N0.00010-1174/9-1 da@®32005), and, pursuant to the LPMLTF,
has issued Guidelines on the implementation o BLTF.

606. Some representatives from the financial sector willom the evaluators met expressed their
concern about not being part of the working groepup within the Ministry of Finance. The
evaluators were, however advised by the Monteneguthorities that representatives of the
financial system are involved in drafting by-laws.

607.There is a need to provide more guidance on AML/@sties, with particular focus on the non-
banking sector. There is a leaflet created by AFMIin relation to enhanced due diligence
which also refers to the identification of PEPhReTMinistry of Finance has formed a Working
Group that is preparing the draft instruction foe guidelines on AML/CFT.

608. The Securities Commission has developed guidancAML/CFT issues entitled “Instruction

about risk analysis money laundering and procedymeset your client” and another procedures
for recognising suspicious transactions” on its&gsheld on November 28, 2008.

- 124 -



Recommendation 30

609. Recommendation 30 requires that countries showdge their competent authorities involved in
combating money laundering and terrorist financiith adequate financial, human and technical
resources. Countries should have in place procéssassure that the staff of those authorities are
of high integrity.

610. The Bank Supervision Department of the Central Bahkontenegro has 33 employees all of
whom have university degrees. The level of emplsyémining is high and all of them are
included in some of the educational forms and ingirorganised by foreign institutions and
organisations, as well as through internal formedication. The growth and development of the
banking sector and its compliance with the newdseas in bank supervision have resulted in the
periodical hiring of new employees.

611. At the time of the on-site visit there were 13 pasemployed with the Securities Commission.
The Commission plans to employ another 17 persattinnthe next 2 years. The Rules on
Internal organisation and Systematisation of theu8tes Commission prescribes the maximum
number of employees, which is 42 persons. The at@is have subsequently been advised that
there are now 29 individuals employed at the SgearCommission, of which 24 have the higher
educational qualifications (university degree ayhar, of which two persons have PhD and one is
a master of science) and 5 employees have loweeegg

612. The Insurance Supervision Agency is structuredhied organisational parts:

e insurance market supervision
e regulation, development and cooperation and
¢ general affairs.

At the time of the on-site visit the ISA had 8 eoyges but there are plans to increase the number
of staff to 17.

613. Overall the evaluators were satisfied that not améye there adequate powers in place but also
considered that the relevant supervisory bodiesevesvare of their responsibilities and had
adequate resources to meet these.

3.10.2 Recommendations and comments

614. The relevant financial services supervisors appedrave adequate powers as set out in their
respective legislation to adequate perform thaicfions. Furthermore, it would appear that they
have been provided with sufficient resources. Theent establishment of the Securities
Commission and the Insurance Supervision Agency ltbdvever, mean that it was not possible
for the evaluators to reach a conclusion as to gffactiveness.

615. The APMLTF and other supervisory authorities aguneed to provide methodological assistance
to financial institutions. APMLTF provides generaformation on criteria for detection of
suspicious activity as required in the LPMLTF. Nddglines referring to specific AML/CFT risk
factors and measures to mitigate such risks angded.

616. APMLTF has given examples of typologies in trainisgssions with representatives from

financial institutions and DNFBP. The evaluatioartenoted, however, that the typologies are not
presented to reporting entities in a structuredmaato have an efficient result.
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617.There is a need to provide more guidance on AML/@stes, with particular focus on the non-
banking sector. No guidelines tailored to the patér sectof!

3.10.3 Compliance with Recommendations 17, 23 n2939
Rating Summary of factors underlying rating
R.17 Partially » Absence of final decisions on imposed sanctionasrigoubts
Compliant regarding the effectiveness of the proceedings

» Lack of appropriate sanctions for less severe timia

R.23 | Largely Compliant | « Although the main supervisory system elements mgace, the
recent establishment of the Securities Commissiod the
Insurance Supervision Agency did not allow the ea@lrs to
reach a conclusion as to their effectiveness.

R.25.1| Largely ®@mpliant | « No guidelines tailored to particular sectors

R.29 Compliant

3.11 Money or value transfer services (SR.VI)

3.11.1 Description and analysis

618.Special Recommendation VI requires that each cgusttiould take measures to ensure that
persons or legal entities, including agents, thatvipe a service for the transmission of money or
value, including transmission through an informamey or value transfer system or network,
should be licensed or registered and subject tin@lFATF Recommendations that apply to banks
and non-bank financial institutions. Each countmgudd ensure that persons or legal entities that
carry out this service illegally are subject to a@uistrative, civil or criminal sanctions.

619.The evaluation team was advised by representatifvibee Central Bank of Montenegro that only
one money remittance company, Western Union, offesstype of service and it is accomplished
solely through banks. These banks are supervisgedMIL/CFT purposes by the Central Bank of
Montenegro.

620.While the evaluators agree that the respective lawbanks and payment operations adequately
provide for licensing of persons (natural or legahjo do or intend to formally provide money or
value transfer services (MVT services), there iack of coverage of those who may informally
be providing such services through non-bank firgriostitutions or other business entities or any
other mechanism either through the regulated fiahnsystem or through a network or
mechanism that operates outside the regulatednsysievo of the core elements of SR. VI, as
explained in its interpretative note, involve liserg or registering persons who may provide
MVT services through informal systems as well asir the ability to sanction such MVT
service providers operating without a license aisteation or failing to comply with relevant
FATF Recommendations. While the money remittarergises of Western Union and the post

%" The Evaluators were advised that the Securitiemr@ission issued Instructions on Risk Analysis, Mone
Laundering, “meet your client” Procedures and ofhrcedures for Recognising Suspicious Transactons
28 November 2008.
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offices of Montenegro, conducted through banks, adequately licensed and supervised, the
existence of informal systems or alternative reanite services is not readily recognized in
Montenegro’'s AML/CFT regime. In Montenegro, shoald informal MVT service provider be
discovered, the only possible sanction that maylyapjpuld be for prosecutors to charge the
person with a violation of Section 266 of the cnali code — performing a forbidden banking
service. Neither the Central Bank nor any othearficial supervisor would have any supervisory
or sanctioning authority in this instance. Sincevjling money transfer services is not, in the
opinion of the evaluators, exclusively a bankingviee, even the application of this sanction
would be problematic. In sum, the need to bringraney or value transfer services, whether
formal or informal, within the ambit of certain Egand regulatory requirements in accordance
with the relevant FATF recommendations is not autiyebeing addressed. Neither study of nor
outreach to informal MVT service providers had baadertaken at the time of the onsite visit.

3.11.2 Recommendations and comments

621. The evaluators were of the view that the requirdmehSpecial Recommendation VI had been not
been complied with.

622. The Montenegrin authorities should introduce ledish to enforce the licensing/registration of
all MVT service providers together with appropriagnctions.

3.11.3 Compliance with Special Recommendation VI
Rating Summary of factors underlying rating
SR.VI Partially * No system in place for registering and/or licendvigT service
Compliant providers.

* MVT service providers are not subject to applicdbAd F
recommendations.

* There only exists indirect monitoring of MVT sergiproviders.
¢ There are no sanctions applicable to MVT servicwiglers.

* No enforceable licensing or registration requiretador
informal MVT service providers.
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4. PREVENTIVE MEASURES — DESIGNATED NON FINANCIAL BUSINESSES
AND PROFESSIONS

Generally

623. Article 4 of the LPMLTF identifies those individisaknd legal persons who have obligations
under the law. These individuals and entitiesraferred to as “obligors” and they include most
of the designated non-financial businesses andegsifns (DNFBPs) identified in the
Methodology for Assessing Compliance with the FAAT- Recommendations and the FATF 9
Special Recommendations as well as financial wuigtits. Their obligations, therefore, are the
same as those applying to financial institutiond as set out in Section 3 above. These DNFBP
obligors are identified in the law as:

¢ Organisers of lotteries and special games of chance

* Audit companies, independent auditors and legabtural persons providing accounting and
tax advisory services;

» Persons engaged in the activity or business ofdhleestate trade;

« Persons engaged in the activity or business ofrigaith precious metals when payment is
made in cash in the amount of €15,000 or more & @nmore interconnected transactions;
and,

« Persons engaged in the activity or business ofrigath precious stones when payment is
made in cash in the amount of €15,000 or more enaymore interconnected transactions.

624. Section Il of the LPMLTF lays out the particulaasks and obligations of another category of
DNFBP, namely, lawyers and notaries. These aresalbject to obligations regarding anti-money
laundering and counter-terrorist financing but treg not obligors in the same sense as the
financial institutions and other DNFBPs who areniifeed in the first section of the law.

625. Trust and company service providers are not desgnas obligors or otherwise obligated or
mentioned under the LPMLTF. The Montenegrin autles informed the evaluation team that
individuals and entities corresponding to this gatg of DNFBP do not exist in the jurisdiction.
Legal persons or practitioners may register conggitiut may not:

- as a way of business form companies or other Ipgedons (be owners on behalf of other
natural or legal persons),

- act or arrange for another person to act as atdirec secretary of a company (directors or
secretary of the company may be just a naturabpaneminated by the shareholders meeting
and may not act on behalf of other persons nor hgeats to act on their behalf, since their
role isintutitu personag

- providers of registered offices, business addresaesommodation or correspondence
addresses for businesses other than sole progrietor

- be individual or firm providing nominee directorpminee company secretary or nominee
shareholder services or other similar servicegydesi to ensure the confidentiality of the true
ownership or control of a company or corporate hamyto act in these roles on behalf of
another person or firm; Firms in Montenegro may josen custody account for securities
trading held within custodian banks who are oblitgeedeveal the name of the true owners of
the account on whose behalf they act.

626. Foreign trusts are not permitted to operate in oagro.
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627. The LPMLTF also identifies as obligors such oth&HBPs as:

* Pawnshops;

* Humanitarian, non-governmental and other non-porfianisations;

* Persons engaged in the activity or business oét@ganisations;

» Persons engaged in the activity or business ofnibier vehicle trade;

* Persons engaged in the activity or business ofekeel and aircraft trade; and,

* Those conducting auctions or trading in works ofrdren payment is made in cash in the

amount of €15,000 or more in one or more intercotatktransactions.
4.1 Customer due diligence and record-keeping (R.12
(Applying R.5 to R.10)

411 Description and analysis

628. In general, the DNFBPs in Montenegro (excludingylexs and notaries) are subject to the same
requirements as financial institutions with regaed conducting customer due diligence and
maintaining records. The obligations of lawyerd aotaries are circumscribed in that there are a
limited number of activities of these professiohsittinvoke the anti-money laundering and
counter-terrorist financing obligations of the law.

Casinos

629. A newly formed Administration for Lottery and Gang is supervised by the Ministry of
Finance. The authoritfor forming the Administration for Games of Chaneas made on April,
18" 2008. by the Direction of Organisation and maruofarork of State Administration (“Official
Gazette of Montenegro”, No 26/08). The Act on thiiinal Organisation and Systematisation of
the Administration for Games of Chance was adoptethe Government of Montenegro and put
into the force on August,*12008. The Administration for Games of Chance sthmorking on
August, £' 2008, and we expect that it will be fully operatb within a one-year period. At the
time of the on-site visit, this Administration hatk employees. The six employees had formerly
been employed by the Ministry of Finance which weesformer supervisory authority for casinos,
lottery and gaming®

630. At the time of the on-site visit there were fousic@s in Montenegro out of which one casino was
located in the capital, Podgorica. When issuingenke for a casino the authority checks that the
formalities are fulfilled, including that the ownir a resident in Montenegro. The authorities do
not check who the beneficial owner is or whetherdasino is controlled by foreign criminals.

631. Under the previous version of Montenegro’s AML laeasinos were required to perform
customer identification in cases where the custdmdra gain or loss exceeding €1,000 and/or for
each customer who bought, brought or exchanged ahihat value. This specific application for
casinos has been eliminated in the LPMLTF. Culyesdsinos, as a class of obligors under the
LPMLTF, are subject to the same customer due diigeequirements as financial institutions as
noted and discussed in Section 3.2 above. AlthabghFATF Methodology for Assessing
Compliance states that casinos should be made rplgowith the requirements set out in
Recommendation 5 (and its criteria 5.1 to 5.18) mwitlkeeir customers engage in financial
transactions equal to or above €3,000, no sucktibte exists in Montenegro.

28 The evaluators have been informed that the staffpfement has increased to seventeen employetés in
Administration, of whom six are inspectors.
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632. According to Article 18 of the LPMLTF, a casino twser's identity shall be established or
verified when the customer enters the premisebetasino. Article 71 defines this identification
by obliging the casino to obtain the name, addmste and place of birth as well as recording the
date and time of entering the casino. Customettiiisation and verificatioris carried out when
entering the casino on the base of reliable doctenésuch as identity card, driving license,
passport, etc.).

633. In discussions with representatives of the casntustry, the evaluators were informed that all
natural persons are identified upon entry into ¢hsino. The casino representatives stated that
they utilise an internal guideline that was develbpwith the assistance of APMLTF. Full
identification of the customer includes scanningdotuments such as a driver’'s license and/or
passport. The customer also completes a questienmih that information being proprietary to
each casino. Pervasive video camera surveillamtleei casinos also offers further identification
of customers and Article 46f the Law on Games of Chance requires tthe “‘concessionaire
shall be obliged to provide supervision of the ante — exit in casino along with registration of
the visitors and permanent reception audio — videoveillance (control), and recording the
entrance —exit in casino.”It is the view of the Montenegrin authoritiestiha view of the video
surveillance now introduced, casinos aequately link the incoming customers to individua
transactions. As this is a recently introduceduiexment the evaluators consider that it is too
early to assess whether casinos can adequatelythiekincoming customers to individual
transactions.

634. The evaluators were concerned that more attentemd o be given to raising awareness and
enforcing compliance in casinos. Although caseresrequired to keep CDD records for ten years in
accordance with the requirements of the LPMLTF, éligluators met with a representative of the
casino industry who claimed that some records @isekept for one year.

635. For the most part, Montenegro’s casinos have bgegarned in their operations by Montenegro’s
Law on Games of Chance (Official Gazette of the URdip of Montenegro No. 52/04 of 02
August 2004). This law and its bylaws, issued ey Ministry of Finance in the form of various
Rulebooks, are concerned mostly with gaming ingustandards and tax matters. Most of the
anti-money laundering and counter-terrorist finagobbligations of casinos, including those with
regard to customer identification and recordkeepimg contained in the LPMLTF. As the
Administration for Lotteries and Gaming, the supgswy agency for casinos, is only in the
process of being established, knowledge by casofo&AML/CFT responsibilities and their
applications is evolving and still very dependgpomi direct interaction with APMLTE

Dealers in precious metals and dealers in precistoses

636. Subsequent to the on-site visit, the evaluatiomteas informed by the authorities in Montenegro
that an Association of Traders in Precious Metal$ &tones had just recently been established. It
is the estimate of this nascent association theaethre approximately 35 such traders (dealers) in
Montenegro.

637. Dealers in precious metals and stones are defisegblgors in Article 4 of the LPMLTF of
Montenegro and, as such, must take measures tt detd prevent money laundering and terrorist
financing. Specifically, they are defined as anysibess organisations, other legal persons,
entrepreneurs and natural persons engaged in igityaot business of organising and conducting
auctions or trade in precious metals and stonegelated products when payments are made in
cash in the amount of €15,000 or more in one oremelated transactions. When engaging in

% It was noted by the evaluators that AMPLTF, in joastion with the Administration for Lotteries and
Gaming is organising various awareness raisingathies with casinos.
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such cash transactions, their obligations are dheesas those imposed on financial institutions as
discussed in Section 3.2 above.

638. For AML/CFT purposes, the supervision of these @wsah precious metals and stones is assigned
to APMLTF’s Reporting Entities and Control Departrhe

639. The evaluation team’s planned meeting with represees of this sector did not take place
during the on-site visit. Consequently, the effemtiess of AML/CFT measures in the matter of
customer due diligence and record-keeping takethése professions could not be assessed.

Real estate agents

640. During its on-site visit, the evaluation team methwone representative of a real estate agency.
This individual was an accountant with the agendyowvas charged with its anti-money
laundering and counter-terrorist financing compmmesponsibilities. The team was informed by
this individual that the banks and APMLTF had ekpga the agency’s obligations under the law.
These obligations are the same as those applyifigaocial institutions under the LPMLTF and
the observations in Section 3.2 above are alsocade here.

641. The representative of the real estate agency exqulahat the firm’s clients were mostly Russian
nationals and that the firm dealt mostly with resitial real estate. Foreign nationals who wish to
purchase real estate in Montenegro usually firtibéish a company, such as a joint liability
company, to purchase the property. If land is topbechased the setting up of a joint stock
company is necessary. The representative of thecggeoted that approximately one fifth of the
clients of the firm make payment in cash. Apartreemit condominiums can be purchased by
foreign nationals without the necessity of settipga company in Montenegro.

642. The real estate company informed the evaluatiom tiat it checked the origin of the money and
transactions equal to or above €15,000 were repdotthe APMLGFT.

643. The real estate company did not check whetheratolvas acting on behalf of another person nor
did it perform any CDD on beneficial ownership.

644. The representative of the real estate agency whw imtarviewed by the evaluation team was
unaware of any lists of terrorists, terrorist origations or their supporters to be consulted in
screening the firm’s clients. As such there appéabe little likelihood of this real estate agenc
undertaking customer due diligence based upon @icsos of terrorist financing. The
Montenegrin authorities assured the evaluatorsathaeporting entities are notified in written on
their obligation for verification. The indicator$ suspicious transactions provide situations relate
to terrorism and the UN lists of terrorist are tedson the APMLTF website.

645. No training on AML/CFT issues related to real estagiencies had taken place at the time of the
on-site visit>

Lawyers and notaries

646. Under the LPMLTF lawyers and notaries are not dists obligors under Article 4 and are not
consequently charged with the basic duties of obtignumerated in Article 6. Instead, in accord
with Article 41 of the LPMLTF, lawyers and notariewust take similar measures to detect and
prevent money laundering and terrorist financingemdver they engage in certain activities
specified in the Article. These activities includenever they assist in planning and executing
customer transactions related to:

%0 The evaluators were, however, advised that semjisaecifically organised for estate agents, wegarised
by APMLTF in November 2008.
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* The purchase or sale of real estate or a business;

* Managing money, securities or other property ofdirgtomer;

* Opening and managing a bank account, securitiesiator savings deposit;

» Collecting funds for the creation of a businessaaigation or dealing with or managing a
business organisation; and,

e Creating, dealing with or managing an institutimd, business organisation or other similar
organisational form.

647. Lawyers and notaries are also required to take umeadfor detecting and preventing money
laundering and terrorist financing whenever thegcete a financial transaction or transaction
concerning real estate on behalf of a customerenthe activities of a lawyer or notary trigger
the obligation to take measures to detect and pteveney laundering and terrorist financing,
their obligations are similar to those of all otlebligors.

648. The customer identification requirement for lawyansl notaries is referred to in the LPMLTF as
customer verification and is defined in Article 4Zhis Article describes for lawyers and notaries
just what constitutes customer identification, oostr due diligence, the application of enhanced
customer due diligence and establishing the baakfievner when the customer is a legal person.
What should constitute the customer identificattenords of a lawyer or notary is specified in
Article 73.

649. The evaluation team met with one advocate who wdiseain the Lawyers’ Association of
Montenegro. There are approximately 520 lawyerdViontenegro. All lawyers have to be
members of the Bar Association. The Associatiomslependence is guaranteed by the
Constitution. The Bar Associations has establishelisciplinary court. This individual informed
the team that APMLTF had had some correspondentie hi$ association regarding how to
inform lawyers of their obligations under the LPMET He noted some perception of a conflict
between the LPMLTF and code of ethics for lawyersvall as Montenegro’s Law on Advocates.
He informed the evaluators that lawyers in Monteoedp establish companies for foreigners.
When asked if there are company service provideesating in Montenegro, he only offered that
they should all be lawyers. He also reported thatyers in Montenegro keep records for a
minimum of five years in accord with the Law on Adates. According to Article 83, Paragraph
3 of the LPMLTF lawyers and notaries are requikettdep records for a period of ten years after
the verification of the client identity has beemrizal out.

650. The evaluators were informed that the LPMLTF reggiithat attempts to launder money be
reported to APMLTF but this requirement is in geth@onsidered to be very controversial by the
lawyers. Moreover it should be noted that it wasmftonsidered to be dangerous to file an STR.
Finally the evaluators were told that there ise@agneed of training on AML/CFT issues not only
for lawyers and notaries but also for prosecutatsaurts.

Auditors and accountants

651. Auditors and accountants are obligors under Arti¢lef the LPMLTF. As such, they are
responsible for the same CDD and record-keepingiregents with regard to AML/CFT as exist
for financial institutions and covered in Sectio2 8bove.

652. Unlike lawyers and notaries, this DNFBP class ditms and accountants is obligated to take
measures to detect and prevent AML/CFT in all & of the professions.

653. During the on-site visit the evaluation team mehva representative of Montenegro’s Institute of
Accountants and Auditors. The Institute is a rekdii new and independent institution established
in 2002 in the wake of an auditing/accounting refén Montenegro. The individual noted that the
Institute has developed a Code of Ethics with thsistance of the United States Agency for
International Development. Rules of good practibese also been issued and international
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auditing and accounting standards have been impliemie The Institute is disseminating
information about obligations under the LPMLTF tbdd its members through seminars and the
publication of Articles in its magazine. APMLTF sh@rovided it with a list of indicators of
suspicious transactions for auditors and accousitant

654. The Ministry of Finance issues licences for auditand accountants. The sectors are registered
with the Institute but it is not mandatory and afitauditors and accountants are members. The
Ministry of Finance supervises the activities o #iuditors and accountants but a new monitoring
body is being planned. The customs and the Tax Adtnation is informed if any irregularities
are found. APMLTF is notified if any transactionsriprmed reach the threshold of €15,000 or
more. A report is filed to APMLTF if any of the ii@tors on the list of indicators of suspicious
transactions for auditors and accountants are Tinet.Institute has participated in the drafting of
the list of indicators.

655. A seminar on AML/CFT and anti-corruption has beerargged by the Institute for Auditors and
Accountants together with APMLTF.

Trust and company service providers

656. Trust and company service providers are not desdnanywhere under the LPMLTF. The
Montenegrin authorities informed the evaluatiomighat these entities do not exist, as such, in
the country. Assistance with company formation, éesv, can be offered by lawyers to their
clients. Lawyers can provide services regarding games that can be established in accordance
with the Law on business organisations, but noanmdigg trusts as such type of organisations is
not prescribed by the Law on Business Companies.

Other DNFBP

657. As already mentioned under the general remarksisnsection there are a number of other DNFBP
that goes beyond the FATF definition. These otHeFBP are identified in Article 4 of the LPMLTF
and they are considered obligors which implies tthey have to comply with the same obligations as
financial institutions and the DNFBP covered by A F definition.

4.1.2 Recommendations and comments

658.Trust and Company Service Providers are not delgdnas obliged parties although in practice
there are no such entities operating in Montenegro.

659. The same concerns in the implementation of Recordaiem 5 apply equally to DNFBP. In
practice the requirement to identify the benefioher does not seem to be understood nor met.

660. For casinos, CDD is not required above the €3,86shold, and it is not clear that casinos can link
the incoming customers to individual transactions.

661.There is a lack of effective systems for monitoringd ensuring compliance with CDD
requirements across most of the DNFBP sectorsyeggpR 5).

662. Any recognition on the part of DNFBPs of their gliions under Recommendation 6 with
respect to politically exposed persons is lackidgthough the LPMLTF devotes the entirety of
Article 27 to the subject of politically exposedgens and what additional customer due diligence
and verification is required in these cases, ligfisto an obligor’s internal enactment to deterenin
the procedure to identify a politically exposedgoer. The guidelines of competent supervisory
authorities should be helpful in this undertaking bave yet to be forthcoming for any of the
DNFBPs in Montenegro. The practical result of tlsisuation is lack of application of
Recommendation 6 among the DNFBPs defined as abligdArticle 4 of the LPMLTF as well as
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among the lawyers and notaries whose tasks andatioins are enumerated in Section Il of this
same law (Articles 41 through 44) (applying R 8).is therefore recommended that a training
programme be undertaken concerning the risks anttate necessary concerning dealings with
politically exposed persons.

663.There is no obligation for DNFBP to have policiagiace to prevent the misuse of technological
developments in ML/TF (applying R 8).

664For DNFBPs, as for financial institutions, there aro enforceable obligations with regard to
introduced business. Relying on intermediaries thierothird parties to perform some of the
elements of the CDD process or to introduce busirgesot prohibited (applying R 9).

665. More attention need to be given to raising awarenaas enforcing compliance in casinos. Although
casinos are required to keep CDD records for tamsyaccording to the LPMLTF, the evaluators met
with a representative of the casino industry wiainokd that some records are only kept for one year.
The FATF recommendations require that records shbel kept at least five years following
completion of the transaction (applying R 10)

666.There are no specific requirements for DNFBPs tp gi#ecial attention to complex and unusual
transactions (applying R 11).

41.3 Compliance with Recommendation 12

Rating Summary of factors underlying rating

R.12 | Partially Compliant | « Company Service Providers are not obliged parties.

» Similar deficiencies relating to R5 that apply tmanhcial
institutions also apply to DNFBP.

» For casinos, CDD is not required above the €3,Béhold.

* No adequate implementation of R.6 on PEPs to entatethe
obligations are adhered to by DNFBPs.

* Need of a comprehensive program of outreach to DNEBraise
awareness of CDD requirements and to introducectafte
compliance practices.

» Although most DNFBPs are subject to the provisiafisthe
LPMLTF, practical applications are still developing

» For casinos, not all elements of CDD are requitea/a the €3,000
threshold.
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4.2 Suspicious transaction reporting (R.16)
(Applying R.13 - 15 and 21)

4.2.1 Description and analysis

Applying Recommendation 13 - Suspicious transacsaeporting

667. Article 33, Paragraph 2 of the LPMLTF clearly reega that all reporting entities, including
DNFBPs, shall provide data from Article 71 of th®NILTF (contents of reporting entities
records) to APMLTF, without delay, when there asasonable grounds for suspicion of money
laundering or terrorist financing related to thensaction (regardless of the amount and type) or
customer, before the execution of the transactind state the deadline within which the
transaction is to be executed. The statement cstlbe provided via telephone, but is has to be
sent to the FIU in a written form as well, not fatean the following working day from the day of
providing the statement.

668. The terminology for applying the reporting obligatiin Article 33, Paragraph 2 of the LPMLTF
referring to suspicious transactions “...before @kecution of the transaction....” does not appear
to cover the full width of the reporting obligati@as set out in FATF Recommendation 13. Thus,
the reporting obligation does not appear to fulyer money laundering or financing of terrorism
if the suspicious transaction has been performedinD the on-site visit, the evaluation team was
advised that in practice, STRs are filed to APMLId-matter whether the suspicion arises before
or after the transaction has been performed. Homvegethis is an asterisked criteria the obligation
to report suspicious transactions that have beeforpged should be explicitly provided for in
either law or regulation.

669. The LPMLTF defines money laundering to include idening in relation to any criminal offence.
Tax matters are included for these purposes andatrexcluded for STR reporting purposes.
There is no financial threshold in relation to sagus transaction reporting.

670. The obligation to report attempted suspicious tatisns are covered in Article 33, Paragraph 3
of the LPMLTF.

671. At the time of on-site visit no STR regarding ficarg of terrorism was reported.

Casinos

672. According to Article 4, item 9 of the LPMLTF, casm are reporting entities and the general
requirements of the law, including the reportindigddion are applicable. During the on-site visit
the evaluators were informed that in practicehdre is a suspicion, the client will be asked to

leave the casino.

673. Some representatives from casinos were not awarthedf obligation to file cash reports or
suspicious transaction reports.

674. At the time of the on-site visit casinos have nibedf any suspicious transaction reports to
APMLTF, although AMPLTF have stated that they heseeived cash reports from casinos.

675. The FIU should strengthen the training provideddsinos in order to increase the awareness on
measures to combat money laundering and finanditeyrism?®!

3L An agreement was reached following a seminar o28#&lovember that OSCE will support the initiatie o
the Administration for Games of Chance and APMLTHd éold seminars which will be attended by the
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Dealers in precious metals and dealers in precistoses

676. According to Article 4, item 15 last indent of thEMLTF, traders in precious metals and stones
are considered to be reporting entities when tlyeneat is made in cash in the amount of €15,000
or above. This is in conformity with Recommendatidh

677. The APMLTF has provided dealers in precious metald dealers in precious stones with a
reporting template.

678. At the time of the on-site visit no suspicious saction report had been filed to APMLTF by
dealers in precious metals and dealers in preGmes.

Notaries

679. The evaluators were advised that, at the time efah-site visit, notaries were not operating in
Montenegro, although provisions on notaries hawnbeserted in the LPMLTF in anticipation of
notaries being established in Montenegro in ther&it

Real estate agents

680. According to Article 4, item 15 of the LPMLTF, readtate agencies are reporting entities and they
have to comply with general requirements of the laeluding the reporting obligation in Article 33.

681. At the time of the on-site visit no suspicious saction report had been filed to APMLTF by real
estate agents.

Lawyers

682. According to Article 43 of the LPMLTF, lawyers andtaries are reporting entities and they have to
comply with general requirements to report suspiipansactions.

683. At the time of the on-site visit no suspicious saction report had been filed to APMLTF by
lawyers.

Auditors and accountants
684. According to Article 4, item 12 of the LPMLTF audibmpanies, independent auditors and legal or
natural persons providing accounting and tax adseceices are reporting entities. These entities ha

to comply with the requirements of the law, inchglihe reporting obligation.

685. At the time of the on-site visit no suspicious saction report had been forwarded to APMLTF
by auditors or accountants.

Trust and company service providers

686. As previously stated, trusts are not permitted urnide law in Montenegro. Lawyers do provide
company service provider services and are sulgetiet reporting requirements of the LPMLTF but

representatives of casinos. The AdministrationGames of Chance have confirmed that their inspgctiuring
inspection control visits, are also in contact wédsino operators and are reminding them of thigligations
under the LPMLTF.

32 A Law on Notaries was published in the Officialz8tte of Montenegro No. 68/05 of 15 November 200% a
49/08 amendments of 15 August 2008.
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other unregulated entities which are permittedegister companies at the Commercial Register are
not subject to the LPMLTF.

Applying Recommendation 14

687. FATF Recommendation 14 is a two part recommendatian, firstly, calls for a safe harbour
provision for those who report suspicious activitythe FIU and, secondly, prohibits the tipping
off of the subject of a suspicious transaction repwat such a report has been sent to APMLTF.
The LPMLTF addresses both these parts of Recommiendi4 in Article 81 (safe harbour) and
Article 80 (tipping off).

688. Under Article 81 of the LPMLTF, other existing ajditions to protect business secrecy, bank
secrecy, professional and official secrecy do paiyato DNFBP obligors (including lawyers and
notaries) when they are providing information amauments in accordance with the LPMLTF.
Additionally, they are not liable for damages teithcustomers or third parties if they are
providing or obtaining information or documentsdocord with the LPMLTF or suspending a
transaction or regularly monitoring customer businat APMLTF's request.

689. Article 81 goes on to state that DNFBP obligor<liding lawyers and notaries) shall not be
disciplined or criminally liable for the breach other secrecy obligations if they are providing
information and documents in accord with the LPMLArHf they are using information, data and
documents obtained according to the LPMLTF to eat&la transaction for which there may exist
a suspicion of money laundering or terrorist firagc

690. The prohibition on tipping off is traceable to Atd 80 of the LPMLTF. In this Article, DNFBP
obligors and their employees, members of authorisedervisory or managing bodies, or other
persons shall not reveal to a customer or thirdgrethat a suspicious transaction report has been
sent to the competent administration body, or ghisdnsaction has been suspended, or that regular
supervision of the customer’s business has beguan investigation has been initiated or should
be initiated. Such information is considered todfiécially secret and is so designated. This
information can be released if necessary for estabh facts in criminal proceedings or is
required by a supervisory body as named in the LP({Article 86).

Casinos

691. Casinos are identified as obligors in Article 4tleé LPMLTF under the category ofganisers of
lottery and special games of chanc&heir employees are, therefore, not bound bgrosecrecy
obligations when reporting under the LPMLTF andytla#e also prohibited from tipping off
customers or third parties when carrying out tlodligations under the law. The safe harbour
provisions of Article 81 and the prohibitions aginipping off in Article 80 apply in full to
casinos. During the on-site visit, one casino espntative informed the evaluation team that a
cashier would initially complete a suspicious tet®n report, send it forward to the AML/CFT
compliance officer for the casino and then on tovVARF.

Real estate agents

692. Real estate agents are also identified as obligowrticle 4 of the LPMLTF where they are
covered by the category difusiness organisations, legal persons, entrepreneurd natural
persons engaged in an activity or business of...[tleg] estate trade As obligors they are
subject to the safe harbour protections of Artileand the prohibitions on tipping off of Article
80.
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Dealers in precious metals and dealers in precistosies

693. These DNFBPs are listed as obligors in Article 4ref LPMLTF when payments are made in
cash in the amount of €15,000 or more in one orempoterconnected transactions. They are
protected from civil and criminal liability for thiereach of any other restrictions on disclosure of
information under the law and are prohibited fropping off that an STR has been forwarded to
APMLTF.

Auditors and accountants

694. This category of DNFBPs are defined as obligorditicle 4 of the LPMLTF where they are
identified asaudit companies, independent auditor and legal atural persons providing
accounting and tax advice servicess obligors, they are, therefore, protected bysdfe harbour
provisions of Article 81 and prohibited from tipgioff by Article 80.

Lawyers and notaries

695. Lawyers and notaries, although not listed as obdigo Article 4 of the LPMLTF, are subjected to
many of the same obligations by Articles 41, 42, 48, 49, 72 and 73. In addition to other
DNFBP obligors, they are specifically mentionedAirticle 81 as protected by the safe harbour
provisions of the law. They are not mentioned iticde 80 with regard to the prohibition on
tipping off. Lawyers should be specifically mem&al in this Article to ensure that the prohibition
against tipping off also applies to them when thsyengaging in professional activities subject to
the obligations of the LPMLTF.

Applying Recommendation 15

696. For DNFBPs, Recommendation 15 calls for the instituof internal programs against money
laundering and the financing of terror. These &hmclude three basic elements, namely, internal
policies procedures and controls, ongoing empldyaiming and an audit function to test the
system.

697. For most DNFBP obligors designated under MonteriedtBMLTF, the pertinent requirements
for fulfilling the responsibilities contained in Banmendation 15 are found in Section 9 of the
law, Designating an authorised person and his/her depuayticles 35 through 40 in Section 9
detail just what is expected of the authorisedqrers

698. The authorised person is similar to what would bestered a compliance officer in other
AML/CFT systems.

699. Article 35 of the LPMLTF stipulates that obligors¢luding most DNFBPs, with more than three
employees shall designate an authorised persodemady. Those with less than four employees
shall have these tasks performed by a directormothar authorised person. Furthermore, per
Article 36, the authorised person must be perménembiployed, have appropriate professional
skills and not have been convicted of a criminalpamishable by imprisonment of longer than six
months.

700. The authorised person’s tasks are enumerated IdAB8. Although several of these appear to be
overlapping, they do, however, appear to cover vihvaequired by essential criteria 15.1.1 and
15.3. These tasks include:

» Establishing and developing the entity's AML/CFB&m;

* Providing timely data to the competent administratboody;

» Preparing and modifying operational proceduresiatainal enactments;
» Preparing guidelines for customer verification (itiiication and CDD);
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701.

702.

703.

* Monitoring the entity’s activity regarding AML/CFT;

* Helping to establish and develop necessary IT Byste

» Initiating and proposing improvements to the AML/C8ystem; and,
« Preparing professional training programs for emeésy

Working conditions for the authorised person of Bi¢FBP are noted in Article 38 and address
requirements of essential criteria 15.1.2. Thaskide:

» Access to appropriate organisational parts of thigye

* Appropriate authority to perform these tasks;

* Appropriate material and working conditions;

« Sufficient technical support;

* Opportunities for professional improvement in AMECareas; and,
« Availability of a deputy during absences.

Professional training is expanded upon in Artictevihich calls for the obligor to ensure regular
training of all employees in AML/CFT and that suzlprogram of professional training should be
prepared no later than the end of the first quarteéhe business year. Article 40 concerns itself
with the internal controls regarding AML/CFT théiosild be undertaken by an obligor, including
DNFBP obligors. This Article only states that susternal control shall be regular and that the
authorised person’s method of work in exercisinghsinternal control shall be defined by

regulation of the Ministry.

At the time of this evaluation visit, a requiremettil not exist to maintain an adequately
resourced and independent audit function to testptiance with the DNFBP’'s AML/CFT
structure, thus not fulfilling the element of edsarcriteria 15.2.

704. At the time of the previous mutual evaluation, Bhiaistry of Finance was more directly involved

in the supervision of obligors in Montenegro. Nawjch of that responsibility has devolved to
APMLTF and other supervisory administrations. Hieance Ministry, however, still originates
the bylaws and rulebooks that give effect to th&ILPF. At the time of this evaluation visit,
rulebooks on the role of the compliance officertijatised person), internal controls, protection of
data, training of employees, delivery of data oshcaansactions of €15,000 or more as well as
suspicious transactions and instructions for custodue diligence were all in various stages of
development.

Casinos

705. As obligors under Article 4 of the LPMLTF, casinosist have the designated personnel and

programs called for under Section 9 (Articles 3ftigh 40) of the law. Casino representatives
informed the evaluation team that they have intesractments regarding compliance with
AML/CFT obligations. They also noted that they dawrporate training in these areas for their
employees and inspectors. When asked about indécaf suspicious transactions, they stated
that only customers from specific foreign juristhas would trigger automatic suspicions. Casino
operators acknowledged that APMLTF had helped timetineir development of their own internal
enactments regarding AML/CFT.

Real estate agents

706. As obligors, real estate agents are required te lbampliance personnel and internal procedures

as outlined in Section 9 (Articles 35 through 4Djhe LPMLTF. The authorised person with the
real estate agency that the evaluation team i@ed volunteered that all AML/CFT training had
been provided either by the banks or APMLTF. Nuaiferity with nor knowledge of any type of
terrorist list existed. For this DNFBP categorly appeared that there was a great amount of
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reliance on banks assisting with the relevant &etisns to implement many of the procedures
designed to prevent and/or detect money laundariggterrorist financing.

Dealers in precious metals and dealers in precistosies

707. Also considered as obligors under the law, theséedg in precious metals and stones must have
designated an authorised person with appropriat€/&®T duties. Since the evaluation team did
not meet with any representatives of this DNFBRgaty, no assessment could be made of how
effectively Recommendation 15 and its essenti&ica were being applied. It might be inferred,
however, that among the 35 or so such dealers intéhegro Recommendation 15 is only in a
very primitive stage of implementation since th&ipervisory authority in this area, APMLTF’s
Reporting Entities and Control Department, had drdgun their outreach and educational efforts
with the real estate sector in the summer of 2008.

Auditors and accountants

708. Auditors and accountants are obligors and must havauthorised person or persons responsible
for AML/CFT efforts. The representative from theoMenegro’s Institute for Accounting who
met with the evaluation team was unsure of howisimps transaction reports would be made to
APMLTF beyond noting that criminal activity woulde lreported by members to APMLTF, the
Finance Ministry and the Tax Administration.

Lawyers and notaries

709. Lawyers and notaries only have AML/CFT respondikdi when they engage in the activities
listed in Article 41 of the LPMLTF. They are noblmgors as identified in Article 4. The
responsibilities of the authorised person (ArticBs through 40) at a DNFBP refer mainly to
DNFBPs who are identified as obligors and do naiessarily include lawyers and notaries (with
the exception of Article 40 which specifically redaces lawyers and notaries). The representative
of the Lawyers’ Association who spoke with the enaion team stated that, excluding judges and
prosecutors, there are slightly more than 500 lasvireMontenegro. He further stated that it was
not until the late 1990s that law firms first appehin Montenegro. It may be assumed that most
lawyers are sole proprietorships with the lawyasodbeing the AML/CFT authorised person for
his or her business. Although generally awareigations under the LPMLTF, there was no
evidence of lawyer and/or law firms currently cogipg with the elements of the essential criteria
of Recommendation 15.

Applying Recommendation 21
710. There were no provisions in the LPMLTF and no en@@eon effectiveness of DNFBPs compliance
with general obligations on special attention atfteioactions related to business relationship with
persons from countries with no or insufficient leseimplementation of the FATF recommendations

4.2.2 Recommendations and comments

711. The reporting obligation in Article 33, Para 2 b&tLPMLTF referring to suspicious transactions
“...before the execution of the transaction....” dowd appear to cover the full width of the
reporting obligation as set out in FATF Recommeintiall3. The reporting obligation does not
appear to fully cover money laundering or financoigerrorism if the suspicious transaction has
been performed. During the on-site visit, the ezadn team was advised that in practice, STRs
are filed to APMLTF no matter whether the suspicaises before or after the transaction has
been performed. However, as this is an asteriskiédria the obligation to report suspicious
transactions that have been performed should Heiypprovided for in either law or regulation.
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712. The evaluation team is concerned about the abs#f8€Rs from sectors normally considered to
be vulnerable to money laundering and financingeaforism (such as real estate agencies, legal
and accountancy professionals, and casinos). Timplete lack of STRs from the DNFBP sector
appears to indicate a low level of effectivenesthefAML/CFT regime in this area so far.

713. A prohibition against tipping off should be madedifically applicable to lawyers.

714. More targeted training to sectors that pose thatgse risk should be considered.

4.3.3 Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.2

underlying overall rating

R.16 Non Compliant | Applying Recommendation 13:

* Requirement to broaden the reporting obligatioralsn cover
money laundering and terrorist financing if the pa®us
transaction has been performed.

« Some DNFBP appear to lack awareness of their vaihiley
partly due to lack of outreach to the sector, thisurn has
contributed to the fact that no STRs have been #tdumby
DNFBPs. (effectiveness).

Applying Recommendation 14:

« There is no prohibition against tipping off spezadly applicable
to lawyers.

Applying Recommendation 15:

* No internal checking (internal audit) within DNFBPs

* Lack of awareness in some areas of DNFBPs

» Reliance on banks to identify suspicious transastio

Applying Recommendation 21.:

* No enforceable requirements for DNFBPs to give igpec
attention to business relationships and transastigith persons

from or in countries which do not or insufficientipply the
FATF recommendations.
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4.3 Regulation, supervision and monitoring (R.24-25

4.3.1 Description and analysis

715. Recommendation 24 defines what type of regulatoy supervisory measures should apply to
designated non-financial businesses and professi@ecommendation 25 describes how
competent authorities should assist financial futitins and DNFBPs in applying measures to
combat money laundering and terrorist financing, gradticularly, to detect and report suspicious
transactions. Montenegro has instituted regulaaoiy supervisory measures for its DNFBPs and
has begun to provide necessary assistance to em$uitg functioning system.

Supervision by APMLTF
716. According to Article 86 of the LPMLTF the reportj entities supervised by APMLTF are:

¢ humanitarian, non-governmental and other non-pooganisations,

« other business organisations, legal persons, eatreprs and natural persons engaged in an
activity or business of:

¢ sale and purchase of claims;

« factoring;

« third persons’ property management;

e issuing and performing operations with payment enedit cards;

« financial leasing;

« travel organisation;

* real estate trade;

* motor vehicles trade;

» vessels and aircrafts trade;

« safekeeping;

* issuing warranties and other guarantees;

< crediting and credit agencies;

e granting loans and brokerage in loan negotiatidairaf

» brokerage or representation in life insurance edffand

e organising and conducting biddings, trading in veodd art, precious metals and
precious stones and precious metals and prectoness products, as well as other
goods, when the payment is made in cash in the ahaf£15,000 or more, in one or
more interconnected transactions.

717. At the time of the on-site visit the supervisoryerof APMLTF was quite new. The Reporting
Entities Control Department was established in M&@8 and the number of staff was only 4
employees, including the Head of Department. APML3iArted the inspection activity by
focusing on real estate agents. The evaluation teare informed that NGOs, including NPOs
were next to be supervised.

718. There is no database or register concerning thaertieg entities being supervised by APMLTF,
but the evaluation team was advised that thereaavery large number of such entities. For
example, there are about 600 real estate agefaeseal estate agencies the Control Department
provides 3 types of inspections (3 levels):

I. regular inspections;

Il. occasional inspections; and

Ill. ad-hoc inspections, which are done on a sarbpkés in order to check whether the real
estate agency really exists and functions at thedugarters or whether it was only set up on
paper.
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719.In 2005 and 2006 APMLTF requested the commerciakbdo provide details of all transactions
carried out by NGOs. This enabled APMLTF to idgnthose NGOs which were carrying out
large numbers of transactions. APMLTF's Analytl@epartment then monitored the ongoing
activities of the selected NGOs and transactioas$ Were not in accordance with the business
activity of those NGOs were identified. As a résefl this analysis further on-site visits were
conducted and in one case the findings were refeor¢he police and tax authorities.

720. APMLTF does have direct access via the intern¢éhécCentral Register of the Commercial Court
and, for NPOs, the internet site of the MinistryJoktice. In addition, the Central Register of the
Commercial Court also contains data on persons areothe founders of a legal person and
persons who are authorised to represent that pegabn.

721. In order to find more information related to thendification of supervised entities by APMLTF,
official requests for information are sent to th@tiStical Data Centre in Montenegro and the
police administration.

722. The evaluation team was informed that in the abserfcany electronic or manual register of
reporting entities supervised by APMLTF, on-sitsgactions are selected on the basis of the
amount of income in these entities. This informatie provided by the tax authorities. It was
noted that The Department for Reporting Entitiemi@u possesses a database of reporting
entities whose business activities are relate@abestate trade as this business activity is ssdes
as high risk activity in relation to money launagriand terrorist financing. Currently, this
database is maintained in paper form and it indw®ut 600 reporting entities. Steps are under
way to create an electronic database

723. The evaluators were advised that NGOs were alsmgnéged as representing a potential ML/TF
risk and controls have been put in place. HoweNM&Qs are considered to be a lower risk than
certain other sectors (especially in relation ttvées connected to real estate trading and the
construction industry which have expanded signifilyain the last two years in Montenegro).
Nonetheless, in cooperation with other competeatesauthorities an NGO database is being
compiled by APMLTF. A list of registered NGOs haseh supplied by the Register of the
Commercial court in Podgorica and from that APMLM&s created an electronic data base of
NGOs which is used for planning the control of NGOs

Casinos

724. Casinos are directly licensed by the GovernmenMohtenegro with the Minister of Finance
signing each licence. As part of the process tdinmg a license or commission, a police records
check is conducted for owners and managers to frelpent criminals or their associates from
holding these positions. For AML/CFT purposes, shpervision of casinos is accomplished by
the Administration for Games of Chance. At theetiaf this on-site visit, this Administration had
been operating for just over four months and hadesiployees. Two on-site inspections were
conducted at casinos in 2008, and three casinokdchdn-site inspections in 2007.

Dealers in precious metals and dealers in precistoses

725. APMLTF's Reporting Entities and Control Departmsaopervises dealers in precious metals and
dealers in precious stones. The evaluation teamdi meet with any representatives of these
dealers and therefore were unable to evaluate whétlese businesses are subjected to effective
systems for monitoring and ensuring their compkaneth requirements to combat money
laundering and terrorist financing.

Lawyers and notaries

726. The Bar Association is the regulatory body for lawsy The Bar Association is not identified as a
supervisor for money laundering purposes underckr36 of the LPMLTF and there was little
evidence that the Bar Association provides any typsupervision regarding AML/CFT when
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lawyers engage in activities that obligate thenatee measures to counter money laundering and
terrorist financing. As stated above Articles 4144 of the LPMLTF set out specific AML/CFT
requirements for lawyers. Under the LPMLTF it agmzethat APMLTF has responsibility for
supervising AML/CFT controls. APMLTF had only rextky entered into correspondence with the
Bar Association to inform them of obligations undee LPMLTF. It appeared to the evaluators
that there was a lack of clarity about the divisadrresponsibilities. Article 90 of the LPMLTF
stipulates that On submitted request on commencing misdemeanourtegure for the reasons

of acting contrary to the propositions of this Lathie competent administrative bdtshall
inform competent supervising body or The Bar Asdimri in case when the request has been
submitted against the lawyer.”

Real estate agents

727. Supervised by APMLTF's Reporting Entities and CohDepartment, real estate agents had only
begun to receive education concerning their AML/QESponsibilities in the summer of 2008.
They had not yet been subjected to effective systemmonitoring and ensuring compliance with
AML/CFT requirements. No analysis of comparativsk rfor these or other categories of
DNFBPs had been undertaken.

Auditors and accountants

728. Auditors are licensed by the Ministry of Financeonllso have responsibility for AML/CFT
supervision under Article 86 of the LPMLTF.. Thepresentative of the Accountants’ Association
who met with the evaluation team during the cowfsthe on-site visit, did note having received a
list of suspicious transaction indicators from APML At best, only a rudimentary system for
monitoring and ensuring compliance with AML/CFT wégments appears to exist with this
category of DNFBP.

Trust and company service providers

729. As previously stated, trusts are not permitted urnide law in Montenegro. Lawyers do provide
company service provider services and are sulgetiet reporting requirements of the LPMLTF but
other unregulated entities which are permittecefgister companies at the Commercial Register are
not subject to the LPMLTF.

4.3.2 Recommendations and comments

730. The lack of a register on reporting entities tosbpervised by APMLTF is considered to have a
negative impact on the effectiveness of the supiemviactivity of the AMPLTF.

731. Since APMLTF is now also responsible for the AMLCBupervision of reporting entities that
have no other supervisory authority, the evaluatoes concerned that APMLTF is not staffed
sufficiently to supervise the very large numberagorting entities. It was noted, however, that
APMLTF had conducted a risk analysis in order tgade its resources to the sector which was
considered to present the highest risks and haidlinidecided to concentrate on the real estate
and construction sectors.

732.At the time of this on-site visit, Montenegro’s LRVF was far ahead of the practice of ensuring
effective AML/CFT systems for DNFBPs. Casinos astier DNFBPs do have designated
competent authorities for supervision and regufatioit effective systems for monitoring and
ensuring compliance are not yet operational.

33 APMLTF
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733.In terms of feedback, there appears to be a sigmeyvideficiency in both general input on
techniques, methods and trends, and on specificcasd-by-case feedback. Such information
could improve the overall compliance with the LPMLihroughout the DNFBP sector.

734. Guidelines to assist DNFBPs in implementing and mging with respective AML/CFT
requirements are, at best, in early stages of dpwent and not widely disseminated. Adequate
and appropriate feedback on suspicious transatjporting does not yet exist for most DNFBPs,
since there is little or no suspicious transacteporting from these entities.

735.1n order to improve overall compliance, further dance and feedback to the DNFBP sector
should be considered. The APMLTF said such guidapart of training, but the assessors were
not presented with any written guidance.

4.3.3 Compliance with Recommendations 24 and 2tefier 25.1, DNFBP)

Rating Summary of factors relevant to s.4.5

underlying overall rating

R.24 Partially » Effective systems for monitoring and ensuring cdemgle are no
Compliant in place and there is a general lack of knowledgeray DNFBPS
of their AML/CFT responsibilities.

* Need of a register on reporting entities to be stiped by

APMLTF.
R.25 Largely * Need of ongoing guidance on trends and typologiesvL/CFT
Compliant for DNFBP.

4.4  Other non-financial businesses and professidigodern secure transaction
techniques (R.20)

441 Description and analysis

736. The essential criteria 20.1 to Recommendation dtestthat countries should consider applying
Recommendations 5, 6, 8 to 11, 13 to 15, 17 antb2ion-financial businesses and professions
(other than DNFBP) that are at risk of being misug money laundering or terrorist financing.
Montenegro’s LPMLTF does obligate other non-finahdusinesses beyond those specified in
Recommendations 12 and 16. Among these included ar

» Post offices;

* Pawnshops;

» Institutions for issuing electronic money;

* Humanitarian, nongovernmental and other non-posganisations; and,

* Businesses and others engaged in sale and pumhesaéns; factoring; third
persons’ property management; travel organisatimasgor vehicle trade; vessel and
aircraft trade; safekeeping; issuing warrantiesa@her guarantees; and, trading in
works of art or other goods when payment is madméh in amounts of €15,000 or
more in one or more related transactions.
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737.During the course of the on-site visit, there wasampirical evidence was provided to the
evaluators by the authorities in Montenegro of e of study undertaken to consider whether
or not these or any other non-financial businesgese at risk of being misused for money
laundering or terrorist financing. The evaluateese concerned that extension of the application
of the LPMLTF to an overly wide range of non-finaidusinesses (other than DNFBPs) without
undertaking a risk assessment appears to be cpwdective with regard to effective
implementation. Furthermore, no supervisory regforeAML/CFT purposes appeared to be in
place.

738. The essential criteria 20.2 to Recommendation 2fuires that countries take measures to
encourage the development and use of modern amndleséechniques for conducting financial
transactions that are less vulnerable to moneydierimg. Montenegro’s adoption of the euro as
its currency demonstrates its commitment to natingg very large denominations of banknotes.
Montenegro was also reducing reliance on cash pgreking opportunities to use debit and credit
cards throughout the country and by making avalad#cure automated transfer systems for
commercial transactions. It was noted by the etahs that all state employees now have to have
a bank account into which their salary is trangferr

4.4.2 Recommendations and comments

739. Montenegro has extended its AML/CFT obligations dther non-financial businesses,
however, a regulatory and supervisory frameworkdee® be developed to ensure that FATF
Recommendations 5, 6, 8 to 11, 13 to 15, 17 andr@being adhered to by these non-financial
businesses.

740. Montenegro should undertake a risk analysis toroete which of its other non-financial
businesses and professions are at greatest risleinf misused for money laundering and/or
terrorist financing. Based upon the results othsacalysis, the authorities of Montenegro should
direct priority outreach and educational effortstibmse other non-financial businesses at the
highest levels of risk.

4.4.3 Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20 | Largely Compliant | « Extension of the application of the LPMLTF to aredy wide
range of non-financial businesses (other than DNd§yB#Hthout
undertaking a risk assessment appears to be cpurdective
with regard to effective implementation. Furthermmo no
supervisory regime for AML/CFT purposes appearedédoin
place.
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5. LEGAL PERSONS AND ARRANGEMENTS AND NON-PROFIT
ORGANISATIONS

5.1 Legal persons — Access to beneficial ownerskapd control information (R.33)

5.1.1 Description and analysis

741. The Central Registry of the Commercial Court in gwita is specifically designed to contain all
the relevant information concerning the setting ting, nature and the activity of legal persons.
Registration at the Central Registry is a preratgfsr the incorporation of legal persons.

742. Joint stock companies and limited liability compniacquire the status of a legal person upon
registration.

743. The Central registry is a public registry, with pabinspection of the database, index and
documents possible. This information is also madelable through electronic means including a
web site on the internet.

744.Joint stock companies, limited liability companiasd limited partnership registrations are
effective for a limited amount of time (1 year) asttbuld be renewed by the re-registration, which
should take place within 14 months following thepieation period. If re-registration is not filed
the business is de-registered ex-officio.

745.In accordance with Article 3 of the Law on Secestiall securities are issued, transferred and
kept in dematerialized form in the computer syst#fnthe Central Depository Agency and can
only be traded on stock exchanges. Accounts opwters of securities are kept at the Central
Depository Agency.

746. As to the beneficial ownership of companies, ndtetiinding Article 20 of the LPMLTF, there is
no general obligation to disclose the relevantrimi@tion to the Central Registry. This could cause
difficulties in identifying the underlying interessaind actual controllers of legal persons, esggcial
for foreign legal persons and legal persons ownefhileign entities.

747. Despite a clear definition of beneficial owner d@hd obligation to establish such owner in Article
20 of the LPMLTF, practically none of the institutis (especially casinos and real estate agencies)
conducts such identification. This is particulagljident in cases of clients, who are foreign legal
entities. In such cases, as a general rule, ageacee satisfied with the data on ownership of a
legal entity that is entering the business and atorequest further documentation to establish the
natural person who is ultimately the beneficiary.

748. No bearer shares can be issued in Montenegrohbugxisting legal framework does not clearly
exclude the possibility of use of such sharedéaftare issued abroad and brought to Montenegro.
For the time being, as stated by the Montenegrthaaities, no cases of such shares have been
detected.

749. Regarding access to companies' information, theedblhve access to all the data in the Central

Registry, and this access goes beyond that whighulidicly available. The same access is also
granted to FIU in cases of reasonable groundsugpision of ML/TF activity.
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5.1.2 Recommendations and comments

750. Transparency of legal entities and of the ownershigompanies in Montenegro appears to be at a
high level.

751. The acquisition of information on beneficial ownéns the agencies and institutions which deal
with clients form abroad seems to be less effecBansidering the very intensive involvement of
foreign legal entities on the Montenegrin real-stmarket and rather poor information on
beneficial ownership in such entities, this mighgégent a considerable risk of abuse of such legal
entities for money laundering and terrorist finauggci

752. Another potentially vulnerable area although to @cmlesser extent, seems to be the uncertain
situation regarding bearer shares issued abroatraught to Montenegro. Additional awareness
in this respect is advisable.

5.1.3 Compliance with Recommendation 33

Rating Summary of factors underlying rating

R.33 | Partially Compliant | « Insufficient implementation of obligation of estebing
beneficial owners, particularly regarding foreiggél entities.

5.2  Legal Arrangements — Access to beneficial owrsip and control information
(R.34)

5.2.1 Description and analysis

753. Recommendation 34 requires countries to take meador prevent the unlawful use of legal
arrangements for the purposes of money launderidgearorist financing particularly by ensuring
that there is adequate, accurate and timely infooman express trusts, including information on
the settler, trustee and beneficiaries that carolitained or accessed in a timely fashion by

competent authorities.

754. Trusts cannot be established in Montenegro andracist involving trusts cannot be legally
enforced in Montenegro. Montenegro has not sighedConvention on the Law Applicable to
Trusts and on Their Recognition. Furthermore, ifpretrusts may not carry out business
operations in Montenegro; if they do wish to cavgt business they are required to register as a
company with the Central Register of the CommelCialirt.

5.2.2 Recommendations and comments

755. Trusts cannot be established in Montenegro. Giwecertainty about whether foreign trusts
operate in Montenegro, authorities should deterntimat foreign trusts do not operate in
Montenegro having registered as branches of foraigtitutions. Recommendation 34 is not
applicable as trusts cannot be established in Megt®.
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5.3.3 Compliance with Recommendation 34

Rating Summary of factors underlying rating

R.34 Not Applicable * Montenegro does not permit the establishment cfidor or
domestic trusts and trusts are not recognised im. |la
Recommendation 34 is not applicable.

5.3  Non-profit organisations (SR.VIII)

5.3.1 Description and analysis

756. The Montenegrin Authorities explained to the evaumthat all non-profit organisations (NPOs)
in Montenegro fall within the scope of non-govermta organisations (NGOs). Consequently the
regulation of NGOs applies to all NPOs operatiniylontenegro.

757.In Montenegro NGOs are regulated by Law on Non @uwental Organisations (LNGO),
(Official Gazette, No. 27/99, 30/2002 and 11/20Q03ge Annex VI). This Law regulates the
procedure of founding, registering, operating, ijggn and cessation of non-governmental
organisations. The term non-governmental orgawigatiin the LNGO encompasses non-
governmental associations and non-governmentatfaiions.

758.NGOs are established as an association or a fdondaAn associationis a not-for-profit
membership organisation which can be establishedidyestic and foreign natural or legal
persons for the purpose of accomplishing individmatommon interests, or for the purpose of
accomplishing and promoting public interests.fdundation is a not-for-profit organisation
without members which can be established by domestiforeign natural and legal persons,
intended to manage certain property for the accisimplent of public benefit goals. A foundation
may also be established by a will.

759. NGOs are established by a memorandum of incorporatvhich contains names and addresses of
the founders, the goal (aim) of the organisatibe,duration of the organisation and names of the
representatives. The names of the president andberenof the managing board must also be
included in the memorandum. A NGO shall have bysla¥ decision on registration and on the
liquidation of a non-governmental organisation kbhal published in the “Official Gazette of the
Republic of Montenegro.

760. The LNGO does not apply to political parties, rigligs communities, trade unions, sports
associations, employers associations, foundatindsaasociations established by the state, as well
as to non-governmental organisations which arebbsted by separate laws. Some of these
exempted organisations are frequently consideredotantially posing a high level of risk in
relation to the fighting against terrorism finargin

761. The evaluators were informed that the Ministry a$tice (Department for registration of NGOs)
is responsible for the registration dbreign NGOs and the Ministry of Internal Affairs
(Department for registration of NGOs and politipalrties) is responsible for the registration of
domesticNGOs. There are 4,486 domestic NGOs in Montenegro ad which 4,353 are
associations and 133 are foundations. Domestic N&@rot be financed from abroad. Foreign
NGOs are not registered in Montenegro but theisgliries and branches are. At the time of the
on-site visit there were 105 subsidiaries and rasof foreign NGOs.

762. There are no special provisions concerning temofisancing in the LNGO. The law requires all
NGOs to have their own by-laws and there are s@gairements regarding the content of such
by-laws, but there are no requirements relatedrtoitism financing prevention or control.

763. In accordance with Article 25, of the Law on Nonv@mmental Organisations (“Official Gazette
of Montenegro 11/07) NGOs that are realising reesnfuom business activity exceeding €4,000
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are required to register with the Central Registryhe Commercial Court, in order to carry out
business activity. Authorised ministries are regisig and maintaining registers on NGOs. NGOs
are required to submit their financial statemeantthe Tax Administration.

764.NGOs are obliged to submit annual data to the Ntpisf Finance. No audit is performed.
Control concerning whether the funds of the orgatios are used in line with its objectives, is left
to the supervisory bodies of NGOs. NGOs who aréstexgd for carrying out business activity,
are required to submit their financial statemeatthe Central Registry of the Commercial Court
and to the Tax Administration The Central RegistENGOs has no other data with respect to
financial activities of NGOs and it maintains theléx of all NGOs only by name and not by their
objectives. Therefore, the register gives no inihcaof any risk analysis or threat assessment
regarding the financing of terrorism by NGOs.

765. Thus, while there is some financial transparencM@Os, there is no real oversight, in particular
in respect of programme verification, which addessany potential threat to this sector from the
point of view of terrorism financing.

766. The FATF Methodology gives the following definitioaf non-profit organisations in the
Glossary: “The ternrmon-profit organisationor NPO refers to a legal entity or organisation that
primarily engages in raising or disbursing fundsgorposes such as charitable, religious, cultural,
educational, social or fraternal purposes, or lierdarrying out of other types of “good work”. As
already noted Montenegro defines all NGOs as beiR@s. There is no classification by purpose.
The evaluators are not convinced that all NGOsaipey in Montenegro fall within the definition
for NPOs as set out in the Glossary. DefinitionsN&Os in the Law on Non Governmental
Organisations are too general for the conclusiet, &ll entities as defined in FATF Methodology
are covered with definition of NGO. Additionally tthat, the Montenegrin legislation is
inconsistent with regard to nomination of suchtegi For instance, in accordance with Article 86
of the LPMLTF, APMLTF is the supervisor of “humaanitan, non-governmental and other non-
profit organisations”. The provision underpins fhet that it is not possible to identify NPOs in
Montenegro.

767. Furthermore it appears not to be possible to ifletiibse NGO, which might primarily engage in
raising and distributing funds for purposes of “domork” in order to identify the NPOs as there
is no electronic register of NGOs. This conceraambined with the fact that the objectives of the
NGOs are not registered.

768. AMPLTF has conducted a risk analysis of the vasicategories of entities for which it has
responsibility. As a result of this review, thewi was taken that NGOs represent a relatively low
level of risk at the present time and resourceddasseted at areas with a higher risk profile (e.qg.
Real estate, construction, etc.). As a consequeinites, at the time of the on-site visit, no dtes
visits to and controls on NPOs had been undertakiea.evaluators were informed that the funds
which are operated by the NGOs are small and mdodysed on the promotion of NGOs.
Moreover, APMLTF stressed that it intended to sftforming supervision of NGOs in the
autumn of 200%.

769. Humanitarian, non-governmental and other non-pmfianisations are reporting entities under
the LPMLTF, and they are obliged to keep data moedance with Article 83 in the same manner
as all other Reporting Entities.

770. Montenegro has not yet reviewed the adequacy ofedomlaws and regulations that relate to
NPOs for the purpose of identifying features arks/of NPOs that are at risk of being misused
for terrorist financing by virtue of their activé$ or characteristics.

34 1t follows from statistics received after the otesiisit it is noted that 1 on-site visit in a NGf@s taken place before mid
December 2008.
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771. Montenegro has not yet undertaken any outreachetdNPO sector with a view to protecting the
sector from terrorist financing abuse, for exampleugh raising awareness in the NPO sector
about the terrorism financing risks.

772. The evaluators were informed that APMLTF regulangludes NGOs in their general seminars
on money laundering and terrorism financing. At tinge of the on-site visit no special seminars
for the NPO sector had taken place.

5.3.2 Recommendations and comments

773. Montenegro should conduct a review of the adequéddts legal framework that relates to NPOs
that can be abused for terrorism financing.

774. Montenegro should implement measures to ensuret#nairist organisations cannot pose as
legitimate NPOs.

775. Montenegro should also reach out to the NPO sewiibr a view to protecting the sector from
terrorist financing abuse. This outreach shoulduihe i) raising awareness in the NPO sector
about the risks of terrorist abuse and the avalaiasures to protect against such abuse; and ii)
promoting transparency, accountability, integrépd public confidence in the administration and
management of all NPOs.

776. Additionally Montenegro should take more proactsteps to promote effective supervision or
monitoring of NPOs. Authorities should ensure tHatailed information on the administration
and management of NPOs are available during theseoof an investigation or on request
internationally. Montenegro should also implemdiféctive sanctions for violations of oversight
measures or rules by NPOs or persons acting ornflehiéPOs.

5.3.3 Compliance with Special Recommendation VIl
Rating Summary of factors underlying rating
SR.VIII Non Compliant | . Not yet carried out a review of domestic legislattbat relate

to NPOs vis-a-vis terrorist financing.

* No adequate access to information in order to ifjerhe
features and types of NPOs at risk for terroristaficing
purposes.

« No measures implemented to ensure that terrogsinisationg
cannot pose as legitimate NPOs, or to ensure timatsfasset
collected or transferred through NPOs are not tigerto
support the activities of terrorists or terrorigjanisations.

* No measures in place to require and maintain infbion on
NPOs purposes and objectives in relation to ttaivides.

* No measures or procedures in place to responddmational
requests for information regarding particular NP@at are
suspected of TF or other forms of terrorist support

e The system is further weakened by the fact that s not
been implemented with regard to beneficial owngrshi

°2
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6. NATIONAL AND INTERNATIONAL CO-OPERATION
6.1 National co-operation and co-ordination (R.31)

6.1.1 Description and analysis

777. Recommendation 31 requires that countries shoufdirenthat policy makers, the FIU, law
enforcement and supervisors have effective mecimaniis place which enable them to co-operate,
and where appropriate coordinate domestically wébh other concerning the development and
implementation of policies and activities to comipabney laundering and terrorist financing.
Essential criteria 31.1 clarifies that such coopenashould encompass both operational and
policy matters.

778. The legal basis for cooperation between APMLTF &awl enforcement authorities regarding
exchange information is described in Articles: 55,58 and 69 of the LPMLTF.

779. APMLTF cooperates with other supervisory bodies gesout in Article 86 of the LPMLTF),
which include the Central Bank of Montenegro, thec8ities Commission, the Insurance
Supervision Agency, the Tax authorities, etc. oa tmplementation of the LPMLTF. These
bodies are required to inform APMLTF on measurdeenain the process of supervising in
accordance with the law and within 8 days fromdh& on which measures were taken (Article
89 from LPMLTF).

780. APMLTF has signed an MoU with the Securities Consiois and the Customs Authority. The
aim of this memorandum is cooperation and exchafigeformation within the powers stipulated
by the LPMLTF and the Securities Law.

781. According to Article 8, item 17 of the Law on seities, the Securities Commission has the
responsibility of cooperation with other relatedhenrities in Montenegro and elsewhere.

782. The Securities Commission has concluded a MoU thighTax Authorities and at the time of the
on-site visit MoUs with the Central Bank of Montgne and the Ministry of Internal Affairs were
being prepared as well as a MoU between the CeBt@ak of Montenegro and the Securities
Commission.

783. According to Article 128 of the Law on insurancehigh deals with cooperation with other
supervisors and regulatory bodies, the Insurangarission should conclude MOUSs, but for the
time of on site visit, no agreements were concluded

784. The Law on banks, under Article 107 (Cooperatiothwdther Institutions), stipulates that in
performing its supervisory function, the CentralnBashall cooperate with domestic authorities
and institutions responsible for the supervision fioflancial operations, with which it has
concluded appropriate cooperation and confidetisdigreements regarding the exchange of
information. The exchange of information referrdémbwe ‘shall not be considered as revealing a
secret’

785. The Central Bank of Montenegro has concluded an Mith APMLTF and at the time of on-site
visit was preparing agreements with the Securfiemission and the Police Administration.

786. Also, in October 2007, through a decision of thepg Prime Minister of the Government, a
Tripartite commission was constituted, compose@ oépresentatives of police, prosecution and
courts, for elaborating a unique methodology ofigtiaal analyses of data regarding organised
crime and corruption and providing recommendatifmsthe promotion of inter-institutional
cooperation in this area.

Effectiveness issue

787. Although formal cooperation does take place, thsrestill room for improvement in more
effective inter-agency cooperation. Solid outcomtie’t always seem to result from the different
working groups set up and agreements concludedatith®rities should aim to continue the inter-
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departmental coordination and to release peridgliealalysis which will enable the Montenegrin
authorities to develop and implement policies aotiviies to combat money laundering and
financing of terrorism at a national level.

Additional Elements

788. An inter-institutional coordination group has besstablished which is headed by the Ministry of
Finance and comprises representatives of all kelyebaand institutions, including private sector
involved in AML/CFT measures. Its aim is to issagulations and guidelines requested by the
LPMLTF for reporting entities and to facilitate attiegic and operational cooperation.

6.1.2 Recommendations and comments

789. The cooperation between policy makers, FIU, lawoss@ment and supervisory bodies in the
AML/CFT area seems appropriate and only adequatdeatstrategic level. Although formal
cooperation may take place, there is still roomifoprovement in more effective inter-agency
cooperation.

790. The Montenegrin authorities claim to have excell@peration at the operational level. To the
evaluation team, however, it appears to be punefgrinal. The evaluators recommend that
additional formal agreements be concluded in otdedefine the type of information to be
exchanged, timeliness of the exchange, the namesomtfict person, etc.. The Montenegrin
authorities should aim to continue interdepartmlentordination and to release periodically
analysis which will enable them to develop and inpént policies and activities to combat money
laundering and terrorist financing at a nationaele

791. The evaluation team recommended to the Monteneguthorities to review periodically the
performance of the system as a whole against sayestktategic performance indicators and
review, collectively, as much as possible, the labe statistical information to better carry out
each agency’s task and enhance AML/CFT framework.

6.1.3 Compliance with Recommendation 31

Rating Summary of factors underlying rating

+ In the AML field mechanism of operational coordioat of the

R.31 Largely key stakeholders should be further developed.
Compliant

6.2  The Conventions and United Nations Special Rastions (R.35 and SR.I)

6.2.1 Description and analysis

792. Recommendation 35 requires that countries sholdgl tamediate steps to become party to and
implement fully the Vienna Convention, the Paler@onvention, and the 1999 United Nations
International Convention for the Suppression of Eiancing of Terrorism. Countries are also
encouraged to ratify and implement other relevatgrnational conventions, such as the 1990
Council of Europe Convention on Laundering, SeaB#izure and Confiscation of the Proceeds
from Crime and the 2002 Inter-American Conventigaiast Terrorism.

793. The 1988 United Nations Convention on lllicit Tiaffin Narcotic Drugs and Psychotropic
Substances (Vienna Convention) was ratified at leheel of Socialist Federal Republic of
Yugoslavia in 1990 (Official Gazette of SFRJ, Intiional Contracts, 14/90) and transposed into
national law. The level of the transposition, hoegvremains to be subject to findings and
limitations as set out in section 2.1.1. of thisaw.
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794.The 2000 United Nations Convention against Tramsnak Organised crime (Palermo
Convention) has been ratified on the level of tleei&8ist Republic of Yugoslavia (Official
Gazette of SRJ, International Contracts, no.6/28&ed June 27.th 2001) and transposed into
national law. The level of the transposition, hoer remains to be subject to findings and
limitations as set out in section 2.1.1. of thisaw.

795. The 1999 United Nations International Conventiontfee Suppression of Financing of Terrorism
has been ratified on the level of Socialist Fed®apublic of Yugoslavia in 2002 (The Law on
confirming the international conventions on comigtterrorism financing, Official Gazette of
SFRJ, International Contracts, 7/2002) and trarespo®o national law.

796. The United Nations resolutions relating to prevamtnd suppression of the financing of terrorist
acts, such as the UNSC resolutions 1267 and 13%@ hat been fully implemented in
Montenegro (see item 2.4.1 above). No laws or ghaees appear to be in place in Montenegro
which specifically relate to the freezing of teisbifunds or other assets of persons designated by
the United Nations Al-Quaida and Taliban SanctiGasnmittee in accordance with S/IRES/1267
(1999). Furthermore, Montenegro has not designatgdpersons who should have their funds or
other assets frozen in accordance with S/RES/13731(. Neither does Montenegro examine and
give effect to actions initiated under the freezimgchanisms of other countries.

6.2.2 Recommendations and comments

797. The overall implementation of the relevant inteimadl instruments regarding money laundering
is quite compliant with international standards tnly exceptions being the partially imperfect
incriminations of money laundering. As was alreatijted under 2.1 above the incrimination is
limited to actions, defined as "business operationhich is narrower than the convention and
this formulation should be further refined.

798. Regarding financing of terrorism there are morebfms present. Besides the narrower
definitions of the financing of terrorism offencéhe main shortcoming is inadequate
implementation of UN Resolutions, primarily S/IREZY (1999). Regarding the incrimination of
terrorist financing, the most important outstandsgyes are: existing limitation of criminalisation
on financing to concrete terrorist offences ankdid to that, inability of the present definitioh o
criminal offence to also include the funds inten&id for terrorist organisations or individual
terrorists.

799. Laws and mechanisms for immediate freezing of tmed$ belonging to or intended for the
designated terrorist organisations or individuadsdafined by Resolution S/RES/1267 (1999)
should be put in place.

6.2.3 Compliance with Recommendation 35 and Sp&sabmmendation |

Rating Summary of factors underlying rating
R.35 Largely * Implementations of Vienna and Palermo Conventiore reot fully

Compliant adequate due to narrower incrimination of monewndiuing offence.
SR Partially * Implementation of the Convention for Suppressionfinncing of
Compliant Terrorism is not fully adequate due to narrowerimmation of the
terrorist financing offence.
« Resolution S/IRES/1267 (1999) is not implemented.
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6.3  Mutual legal assistance (R.32, 36-38, SR.V)

6.3.1 Description and analysis

800.In January 2008 a new special law (The Law on hatonal Legal Assistance in Criminal
Matters) was adopted and entered into force (GifiGiazette of Montenegro, 04/08) (hereinafter:
MLA Law)**(See Annex IX).

801. Provisions of the MLA Law are secondary to regolasi on mutual legal assistance in criminal
matters as provided for in respective internati@ggkeements. With the entering into force of the
MLA Law, all the provisions on international legassistance in the Criminal Procedure Code
shall be appliednutatis mutandidor the situations not covered by the MLA Law, ighthe
provisions of the old Criminal Procedure Code rdiay mutual legal assistance (chapters XXX
and XXXI) ceased to be valid.

802. All the necessary forms of legal assistance argiged for (including the production, search and
seizure of information, evidence and documentseeifiorm natural or legal persons, taking
statements of witnesses, experts and suspectedséabc Additionally to that, APMLTF is
enabled to provide data, information and documantadbout persons or transactions and, in
cases of reasoned written initiative by a foreigdyh it can also suspend a transaction for up to 72
hours.

803. Articles 10-33 of the MLA Law set out the procedsfer extradition. Money laundering as well
as terrorist financing are extraditable offencedasrthe MLA Law; both offences are punishable
with imprisonment of more than 6 months and thustntiee criteria for extradition in Article 13,
paragraph 1 of MLA Law.

804. Mutual legal assistance is subject to conditionsdotible criminality and reciprocity. The
condition of reciprocity is set up in a flexible nreer, because even in cases where there is no
reciprocity de-facto established, if it can be etpd that foreign competent authority would
execute the letter rogatory in such cases (Art) MLA Law). More problems in practical
application can be expected from the condition @filde criminality, due to somewhat narrow
incriminations of money laundering and terroristaficing offences (as already described under
2.1.1.in 2.2.1 above). On the other hand, asdstatehe Montenegrin authorities, the condition of
double criminality is satisfied if Montenegro alseminalises the conduct underlying the offence,
irrespective of how the offence is qualified.

805. Except in cases that attract legal professionalilpge or legal professional secrecy, no request
for legal assistance in criminal matters will benide. Montenegro will also not refuse legal
assistance solely on the basis of the offence keefiggal matter.

806. Mutual legal Assistance is within the competencethef Ministry of Justice and the criminal
courts (Higher Courts, in cases of criminal majteffie Ministry of Justice is a central authority
for distribution of incoming requests to competeourts and for providing the replies to
requesting authorities. The Higher Courts are prilsnaesponsible for execution of requests of
mutual legal assistance.

807. For the purpose of execution of requests for mukeghl assistance, courts are empowered to
exercise any investigative measures as providetthenCriminal Procedure Code for domestic
investigations, including the production, searct seizure of information, documents or evidence
from natural and legal persons as well as fromnigre institutions. They are also empowered for
the taking of evidence and statements from perseffsctive service of judicial documents,
identification, freezing, seizure or confiscatiohassets laundered (or intended to be laundered),
as well as proceeds of crime.

% The Law on International Legal Assistance wassewion Jan 23rd 2009
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808. Execution of mutual legal assistance in money ladnd and terrorist financing matters is
regulated by general provisions; there are no apgmivisions or procedures for timely and
effective execution of such requests, when theyrelaed to identification, freezing, seizure or
confiscation of proceeds and instrumentalities ohay laundering and terrorist financing crime.
The same system also applies in cases when propértprresponding value is in question.
However, for the time being, no problems have lected in practice in serving the requests in
a timely fashion. Furthermore, in accordance witticke 508 of the Criminal Procedure Code, all
competent authorities are obliged to act expeditioin all the cases of criminal offences which
fall within the definition of organised crime. Crimal offences of money laundering and terrorist
financing regularly fall within this definition.

Additional Elements

809. If the criteria for direct contacts are meet (ifeso provided by the international agreement, Art
4(4)) there are no limitations for the domestic petent judicial authorities to act on the request
of the foreign judicial or law enforcement authiest In this respect the foreign authorities are
considered the same as the domestic ones.

Statistics

810. The ministry of Justice of Montenegro, as a cerdtahority, provided the following statistics on
mutual legal assistance:

nu-lr:;)t:lr of Foreign requests regarding Domestic requests
rogatory Money Laundering regarding Money Laundering
letters

(criminal Number | Number In Number | Number In

matters) received | executed| progress sent executed | progress
2005 465 1 1 - 1 1 -
2006 933 6 3 3 0 0 -
2007 1769 2 1 1 0 0 -
2008* 2211 0 0 - 1 - 1

* Note: Information for number of requests in 2008. fereng to period January-October 200

811.There are no cases of mutual legal assistancesdelatfinancing of terrorism, neither incoming
nor outgoing. Requests to date by foreign autlesrihave been for checks on whether named
individuals hold bank accounts or have executedstietions etc.. No requests for freezing or
confiscation have been received to date. Sombeofdquests are outstanding due to the fact that
additional rogatory letters, regarding the samgemitand seeking additional information, have
been received. In accordance with standard proesdhese rogatory letters are forwarded to the
Higher Courts, and then the relevant informatiosogght from the relevant financial institutions.

812. Regarding the time limitations related to executddrmutual legal assistance, the law does not
provide for any special regulations. Due to raftexible system of direct contacts (if so provided
by international agreement, Article 4(4) MLA Lavpopssible use of Interpol in urgent cases and
under the reciprocity principle (Article 4(5)) angdossibility use of modern means of
communications, including electronic communicati¢asticle 6(2)), for distribution of letters
rogatory, the system, as determined by the laweanspto be rather effective. But analysis of the
statistical data on mutual legal assistance, peaidy the Ministry of Justice, reveals, that in
practice the efficiency of the system is not uphi®expectations (one half of all incoming requests
for assistance from the years 2006 and 2007 dredtifinalised at the time of the on-site visit)
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6.3.2 Recommendations and comments

813. The mutual legal assistance framework in money dating and terrorist financing cases is
generally comprehensive and offers all the necgssalutions for rapid and effective legal
assistance. There are some issues regarding tbiemffapplication of the system in practice (half
of the requests received in 2006 and 2006 arengtiliserved) but this statistical data should be
interpreted with caution due to overall small nunshef cases involved.

814. There is still some room for improvements of tregistics; especially in the sense differentiating
of cases related to money laundering and thostedeta predicate offences. The statistics also do
not differentiate between the requests on whichleigal assistance was provided and those in
which the assistance was declined.

815. Somewhat narrow definitions of money laundering erdbrist financing offences, together with
the lack of incriminations of some predicate offemhi¢see 2.1.1. in 2.2.1 above) leave some space
for the possible denials of mutual legal assistamdgch would not be in line with international
standards). However, the evaluators were not asfemy such situations and the Montenegrin
authorities have asserted that mutual legal assistavould be performed even in absence of
international or agreement provided that ther@dgprocity or, even where there is no reciprocity
if it can be expected that the foreign state wandcute a letter rogatory for international legal
assistance of the Montenegrin judicial authorities.

816. The establishment of an asset forfeiture fund, Wwisaunder consideration, should be encouraged.

6.3.3 Compliance with Recommendations 36 to 38Spetial Recommendation V

Rating Summary of factors underlying rating

R.36 Compliant

R.37 Largely « Narrow incriminations of MLA/FT offences facilitapotential absence
Compliant of double criminality condition.

R.38 Largely * Reservations remain with respect to enforcing @preconfiscation
Compliant orders related to insider trading and market mdatmn, as these

offences are not properly criminalised in the naidegislation.

* No asset forfeiture fund established.

SR.V Compliant

6.4  Extradition (R.37 and 39, SR.V)

6.4.1 Description and analysis

817. In Montenegro, extradition is regulated by the sdawe as mutual legal assistance (MLA LAW,
entered into force in January 2008, Official Gazeft Montenegro, 04/08).

818. The provisions of the MLA Law on extradition arecgedary to regulations as provided for in
international agreements. With the entering intocdoof the MLA Law, all the provisions on
extradition in the Criminal Procedure Code shalbppliedmutatis mutandigor the situations not
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covered by the MLA Law, while the provisions of dldiminal Procedure Code regarding mutual
legal assistance and extradition (chapters XXXKXI) ceased to be valid.

819. Within the Montenegrin judiciary system, both monkyndering and terrorist financing
offences are offences that are extraditable. Eittoadof an accused and sentenced person is
defined and performed in accordance with the Ewop&€onvention on Extradition.
Furthermore Part Il of the Law on Internationaldegssistance defines extradition of accused
and sentenced persons and Article 10-33 of the ldefines conditions for such process and
procedures as well as the roles of the Ministryustice, competent courts etc..

820.In Montenegro, extradition is regulated by numerdilateral agreements and multilateral
conventions from which the most important is Euspé&onvention on extradition (1957.)
with two additional protocols. This convention is practice the most frequently used legal
basis for dealing with these demands. It is impurta emphasise that this Convention puts off
force norms of bilateral agreements in the fieldeafradition, leaving the possibility for
countries conclude bilateral agreements to fuii additional details of the procedure.

821. Extradition of Montenegrin citizens is constitutadly not allowed. In cases of refusal, there is the
possibility for a foreign authority to waive itsrisdiction and the Montenegrin authorities to take
over the prosecution (Article 6 MLA Law). It is neotearly defined by the law who makes the
decision on taking over of such cases, but it s¢batst is a prosecutor, if the case is at thgesta
of a police investigation, and the court if theecds at a later stage (Article 34(2) MLA Law).
Cooperation on procedural and evidential aspeasssared through mutual legal assistance.

822. Extradition is also subject to conditions of doubténinality and reciprocity. The condition of
reciprocity is set up in a flexible manner, becaergen in cases where there is no reciprocity de-
facto established, if it can be expected that tireijn competent authority would execute the
letter rogatory in such cases (Article 2(2) MLA LDawlore problems in practical application can
be expected from the condition of double crimiyaldue to somewhat narrow incriminations of
money laundering and terrorist financing offencas élready described under 2.1.1. in 2.2.1
above). On the other hand, as stated by the Mogtenauthorities, the condition of double
criminality is satisfied if Montenegro also crimiiz@s the conduct underlying the offence,
irrespective of how the offence is qualified.

823. Concerning extradition the following statistics wgrovided:

Domestic extradition Foreign extradition
Total number of requests (Money requests (Money
extradition Laundering and Laundering and Terrorist
requests (both Terrorist Financing) Financing)
domestic and
foreign) Number Number Number Number
sent executed received executed
2006 9 0 0 0 0
2007 32 1 0 1 1
2008 29 0 0 0 0

*Note: Information for num

824. Until the time of the on-site visit, there wereexiradition cases related to terrorist financing.

er of requests in 2008. fere

g to period January-October 2008.
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825. Regarding the speed and effectiveness of the etitragrocedures, no specific data was provided
by the competent Montenegrin authorities. The MLAM provides some time limitations, but
those only apply to proceedings where the requgsteson is detained. These time limitations
seem rather lengthy (6 months with the possibdityrolongation for another two months), but
the statistics provided by the Ministry of Justaféers no grounds for the conclusion that requests
for extradition are not being served in a reasgnébhely manner (the request form 2007 had
already been executed at the time of the on-sii)viThere are no cases of rejected (denied)
requests for extradition related to money laundgonterrorist financing offences.

826. Extradition is complex and long procedure, therefdn order to make this procedure more
efficient, short court proceeding (defined by Law Imternational legal assistance) have been
established, and can be used if the person whassléion is required agrees.

Additional elements

827.In the case of the consent of the person requeittecextradition can be executed in a summary
manner. This simplified procedure is court supediand based on the consent of the requested
person under all necessary safeguards.

6.4.2 Recommendations and comments

828. There is still some room for improvement of thdistes; especially in the sense of differentiating
the underlying offences for incoming and outgoirgguests. Furthermore, there is no clear
differentiation of cases where the extradition heen declined and where the person was
extradited and no specification whether the persane been detained.

829. Somewhat narrow definitions of money laundering gerdbrist financing offences, together with
the lack of incriminations of some predicate ofiem¢see 2.1.1. in 2.2.1) also leave some space
for the possible denials of extradition (which wibulot be in line with international standards).
However, no such situations have yet been detected.

6.4.3 Compliance with Recommendation 37 & 39 anectih Recommendation V

Rating Summary of factors relevant to Section 6.4 underlyig overall rating

R.37 | Compliant

R.39 Largely » Narrow incriminations of ML/TF offences facilitaftential absenc
Compliant of double criminality condition.

11

SR.V | Compliant

6.5 Other Forms of International Co-operation (R.40and SR.V)

6.5.1 Description and analysis

Prosecutorial authorities

830.The Supreme State Prosecution of Montenegro is mhbee of the network of Prosecutors
SEEPAG with its seat in Bucharest. The followingmeeandums have been signed:

¢ Memorandum on cooperation with the Public Proseoubf Serbia
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* Memorandum on cooperation with the ProsecutionlbfAia

* Memorandum on cooperation with the Prosecutionusfsian Federation

¢ Memorandum on cooperation with the Public Proseaubf Macedonia

¢ Memorandum on cooperation in Mutual Legal Assistainccriminal matters between South
East Europe and Middle Asia

¢« Memorandum on cooperation with the ProsecutiomefRepublic of Croatia

* Memorandum on cooperation with the Prosecutiom@fRepublic of Bosnia and
Herzegovina

All of those memorandums provide for direct coofierabetween the Prosecutions offices from

counterpart countries and they support urgent piwee in the request for the mutual legal
assistance.

Law enforcement co-operation

831.In the Police Administration a Department for Im@ional Police Cooperation and European
Integration has been established. This Departnmopearates with the liaison officers of foreign
countries (diplomatic representatives in chargesexdurity problems), as well as Montenegrin
police officers abroad.

832.This organisational unit is in charge of the coagien with international organisations (United
Nations, OSCE, Council of Europe, INTERPOL, EURORGECI Center and etc.) and with the
International Criminal Tribunal for the Former Ywgavia in The Hague.

833.The Department plans, prepares and implementsqgtsdjer the "screening” period before joining
the European Union, implements directives of the Eadperates with EUROPOL and plans and
delivers international and domestic training ofipeistaff.

834.Montenegro has established communications with"UNMNIK police, KFOR and KPS from
Kosovo, FBI and other law enforcement agencies ftloemUSA, police from Sweden, Belgium,
Austria, Germany, Albania, etc..

835.Montenegro gained independence in 2006, and beaduds liaison officers are still based in
Belgrade (Serbia) and are responsible for the M@mgen cooperation. Currently there are two
officers (Republic Slovenia and Republic Italia)

836.Montenegrin liaison officers are appointed in INTER., SECI Center and EUROPOL;
however, for technical reasons, they have notestanorking yet. The Montenegrin authorities
anticipate that these difficulties will be overcolethe end of the 2009.

837.The Police Administration have concluded MoU, agrests and protocols as following:

« Agreement on cross border police cooperation witlaia.

« Protocol on holding regular meetings of bordergceff o the national, regional and local level
with Serbia, Albania and Bosnia and Herzegovina

« Protocol on common patrols on the borders with Alaand Bosnia and Herzegovina

« Agreement o cooperation between Ministry of Intedd Montenegro and OSCE Mission in
Montenegro and Serbia

- Agreement on cooperation in combating all crimesvben the Government of Montenegro
and Government of Bulgaria.

- Agreement on cooperation in combating all crimesvben the Government of Montenegro
and Government of Albania

- Agreement on police cooperation between the Goventiof Montenegro and Government of
Turkey
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838. There is no statistical data available showingéhel of informal international police assistance.

FIU to FIU co-operation

839. APMLTF has broad capacities to co-operate with ipreFIUs. APMLTF co-operates and
exchanges information with any type of foreign cetept authority and there are no legal
restrictions on the exchange of information witlhefgn FIUs. Details of information requests
sent and received are set out in Section 2.5 above.

840. Before submitting personal data to a foreign FIPMLTF is required to carry out verification of
whether the foreign FIU, to which it intends tovi@ard required data, possesses an arranged
system for personal data protection and obtainrassas that the data shall only be used for the
required purpose, unless it is otherwise providethbk international agreement.

841. APMLTF may conclude agreements on financial ancelligence data, information and
documentation exchange with foreign countries Fllisd international organisations in
accordance with concluded international agreements.

842. APMLTF has concluded Memoranda of Understanding gt following foreign counterparts:

* Serbia - Administration for the Prevention of Moriggundering

e Croatia - Anti-Money Laundering Office

e Slovenia - Office for Money Laundering Prevention

* Bosnia and Herzegovina - Financial Intelligence &éapent

¢ Macedonia - Money Laundering Prevention Directorate

e Bulgaria - Financial Intelligence Directorate oftiaal Security Agency

* Albania - General Directorate for Prevention of MgriLaundering

¢ Portugal —Unidade de Informacédo Financeira

* Russian Federation - Federal Service for Finamdalitoring

* Poland - General Inspector of Financial Information

+« Romania - National Office for the Prevention andCal of Money Laundering
* United States - Financial Crimes Enforcement NekWl6BiCEN)

¢ Kosovo - Financial Information Centre of UNMIK (Uad Nations Mission in Kosovo)

843. At the Second Regional Conference of FIU Heads ftbenRegion, held in Podgorica 23%25
April, 2008, representatives of the FIUs in Montgmme Albania, Serbia, Croatia, and the
Investigation and Protection Agency in Bosnia amuizdgovina, signed “The regional protocol on
the fight against money laundering and financingeaforism”.

844. APMLTF is a member of the Egmont Group and it ubesEgmont Secure Web for information
exchange with foreign counterparts.

845. APMLTF also exchanges information with FIUs tha¢ aot members of the Egmont Group. It
was specified that in cases of exchange of infdonawith FIUs that are not connected to the
Egmont Secure Web APMLTF uses diplomatic chanrktsugh the Ministry of Foreign Affairs
and the Montenegrin Embassies in the respectiviesStan order to ensure the protection and
confidentiality of the information. Such informaticexchanges can be made upon requests or
spontaneously. APMLTF has exchanged data with than€ial Intelligence Centre -UNMIK
Kosovo even though it is not a member of EGMONT prdAPMLTF have also exchanged data
with the Office of Foreign Assets Control of the &partment of the Treasury (OFAC), and
have agreed on the cooperation with the Italianr@aali Finanza.

846. APMLTF submits requests, within its jurisdictionromn the FIU of a foreign state, data,
information, and documentation necessary for dietecnd prevention of money laundering or
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terrorist financing. APMLTF may use such data, infation and documentation obtained, only
for the purposes provided for by the LPMLTF, withpuoevious approval of the FIU of the foreign
state from which such data was obtained.

847. APMLTF may self-initiatively provide data, inforniah and documentation on a customer or
transaction, for which there are reasonable grofmdsuspicion of money laundering or terrorist
financing, that are obtained or processed in aeearel to the provisions of the LPMLTF, and may
provide data to a foreign FIU under reciprocal ¢bods.

848. The competent administration body, in the procégzaviding data under its self-initiative, may
prescribe conditions and limits under which a fgneicompetent authority for detection and
prevention of money laundering or terrorism finauggimay use such data.

849. It should be noted that APMLTF, according to Aei@2 of the LPMLTF, may, under mutual
conditions, and by reasoned written initiative ofoeeign competent authority, by written order
temporary suspend transactions for a period ofol2sh

850. A special Department for International and NatioGaloperation is in charge of processing the
exchange of information with foreign counterparigim APMLTF.

Request for information sent by APML/FT during the period 2004-2008
( the statistics reflect the entire year 2008)

Year Number sent Number replied Spontaneous
disclosure
2004 8 8
2005 58 52
2006 44 36
2007 46 32
2008 60 50

Out of 44 requests, sent BYYML/FT to foreign FIUs in 2006, 43 requests wegkated to suspicions for money laundering
and 1 requests were related to suspicion of tetrniancing.

Request for information received by FIUs during theperiod 2004-2008

Year Number received Number replied Spontaneous
disclosure
2004 9 9
2005 23 23
2006 24 24 1
2007 42 42
2008 39 34 2

Out of 24 requests, received by foreign FIUs in@02 requests were related to suspicions for mdaaydering and 2
requests were related to suspicion of terrorigtrfoing.

Financial Supervisors

851. The financial supervisory authorities all have plossibility of exchanging information with their
foreign counterparts.
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Central Bank of Montenegro

852.Article 107 (Cooperation with Other Institutionsf the Law on Banks, stipulates that, in
performing its supervisory function, the CentralnBRashall cooperate with representatives of
foreign institutions responsible for bank supeossand with domestic authorities and institutions
responsible for the supervision of financial operad, with which it has concluded appropriate
cooperation and confidentiality agreements regartie exchange of information. The exchange
of information referred above shall not be consideas revealing a secret.

853.Based upon this provisioke MoUs concluded between the Central Bank of ioegro and
foreign supervisory authorities are listed below:

National Bank of Serbia

Bank of Slovenia

Bank of Albania

National Bank of Republic Macedonia
National Bank of Hungary

Central Bank of Bosnia and Hercegovina,
Agency for Banking of Republic Srpska
Agency for Banking BIH

Central Bank of Russian Federation
Supervisors from South East Europe (Bank
of Greece, Bank of Albania, Bank of
Bulgaria, Central Bank of BIH, Central
Bank of Cyprus, National Bank Republig
Macedonia, National Bank Romania
National Bank Serbia, Agency for Banking
of BIH, Agency for Banking Republic
Serbia)

Bank of France

The Securities Commission

854. The supervisory authority of the capital market qamovide, based on mutual conditions,
assistance to foreign regulating authorities ireotd fulfil their tasks. The Securities Commission
is an Ordinary Member of IOSCO. Upon becoming a fmemof IOSCO in April, 2005, the
procedure for becoming of signatory of the I0SCOIltNégeral Memorandum of Understanding
(MMoU) was initiated. The application for to becomesignatory of the IOSCO MMoU together
with the analysis of all relevant legal issues wgabmitted to IOSCO in July, 2008 and the
evaluators have subsequently been advised thalOBEO verification team has forwarded a
recommendation that the Securities Commission beaosignatory to the IOSCO MMoU.

855. Article 18a of the Law on Securities regulates rimd¢ional cooperation between the Securities
Commission and foreign regulatory and supervisagids. This Article is prescribed in a very
wide manner and stateg\t'the request of competent state body or foreigely bcompetent for
supervision of trade in securities, the Commissball be obliged to submit necessary data and
information. Exchange of data and information regerto in paragraph 1 of this Article shall not be
considered as disclosure of business secret.”

856. Furthermore, the Securities Commission has condltiue following MoUs:

¢« Memorandum of Understanding and Mutual Coopera#itth the Securities and Financial
market Commission of the Republic of Macedonians@yon June, 3% 2004..
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¢« Memorandum of Understanding and Mutual Coopera#itth the Securities Commission of
the Republic of Croatia, signed on Octobef,2004;

¢« Memorandum of Understanding and Mutual Cooperatitth the Securities Commission of
the Republic of Romania, signed on Octobé¥f 22004;

« Memorandum of Understanding and Mutual Cooperatiith the Securities Commission of
the Bosnia and Herzegovina Federation, signed pteSier 18, 2005;

« Memorandum of Understanding and Mutual Cooperatiith the Securities Commission of
Serbia, signed on Novembef,2005;

« Memorandum of Understanding and Mutual Cooperatiith the Securities Commission of
Albania, signed on Decembeéf,2005;

* Memorandum of Understanding and Mutual Cooperatiith the Capital Market Board of
Turkey, signed on February,62005;

857.The Securities Commission is an ordinary memb#®&CO. The Securities Commission is well
advanced in the process of signing an MMOU with @05

Insurance Supervision Agency

858. The Insurance Supervision Agency co-operates withign counterparts. Montenegro is not yet a
member of the International Association of Insuear8upervisors. The Insurance Supervision
Agency is able to contact and exchange informatiith any corresponding supervisory authority
in a country where Montenegrin insurance compah@éig established subsidiaries or branches.
They have concluded no agreements or MoUs withrgigmey counterparts.

Custom Authority

859. The Custom Authority cooperates on a reciprocaisbagh custom authorities of other countries
in order to prevent and combat customs frauds.

860. The exchange of information between the Custom$idity and other customs administrations
are based on the concluded protocols. Furthermeee tare customs-to-customs information
exchanges between customs and other relevant agemticross-border transportation reports and
cash seizures. The Custom Authority has concl@dedgreements with governments of foreign
countries for mutual assistance on customs issuwhsding AML/CFT issues and the investigation
and suppression of custom fralid.

861. Montenegro has been a member of the World Custorgar@sation since 2007. They are also
members of Regional Intelligence Liaison Offices foentral and Eastern Europe, Regional
Centre of Cooperation Initiative in the South EzdEurope, CARIN and MARINFO.

862. The protection of the exchange of information suasd by the Law on Secrecy of Data published
in the Official Gazette 14/08 of 29 February 2008. addition there are other laws that protect
professional secrecy as set out in section 3.4%eab

863. Requests for cooperation involving fiscal matteasrmot be refused according to legal provisions
in Montenegro.

% poland, France, Germany, Austria, Greece, Chis#,Russian Federation, “The Former Yugoslav Republ
of Macedonia”, Bulgaria, Czech Republic, Romaniajngary, Slovakia, Bosnia & Herzegovina, lItaly,
Turkey, Serbia, UNMIK, Croatia, Albania, Iran, Sémia and Moldova.
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6.5.2

Recommendation and comments

864. Montenegro appears to have the powers to exchamfgemation on AML/CFT with other
countries. The evaluators have no information omv hquickly and how fully requests of
information are answered. Statistical informatibowdd be kept.

865. Although adequate mechanisms appear to be in plagesvaluators have not received sufficient
information to analyse the capacity to exchangerimftion between the supervisory authorities
and were not provided with statistics on the exgeawof information between supervisory

f

authorities.
6.5.3 Compliance with Recommendations 32 and 405&W
Rating Summary of factors relevant to Section 6.5
underlying overall rating

R.40 Largely Lack of statistics on cooperation undermines theesament o
Compliant effectiveness

SRV Largely Lack of statistics on cooperation undermines theesmment o
Compliant effectiveness

f
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7. OTHER ISSUES

7.1 Resources and Statistics (R.30 and 32)
Recommendation 30

866. The evaluators noted that, at the time of the t-gsit, the overall framework for combating
money laundering and terrorist financing in Montgnoe was still in the process of being
developed. In particular the establishment of negulatory and supervisory bodies as well as the
development of a new FIU has meant that these badestill in the process of building up their
internal capacity and establishing operating pcasti

867. At the time of the on-site visit, APMLTF had twenseven employees out of a budgeted
headcount of thirty four. It was noted that APMLT$- equipped with modern high-capacity
equipment and appropriate software, enabling @tdigect, analyse, store and disseminate a large
number of STRs on an ongoing basis. The technidehdtructure makes it possible to use the
most modern data processing software for handliat,dsupporting management decisions,
permitting staff to work on specific cases and @ctihg information. It was noted, however, that
APMLTF has a broad range of responsibilities areddlialuators were concerned that it was not
staffed sufficiently to supervise the very largenter of reporting entities.

868. Within the financial services sector the CentrahiBappeared to have a good complement of
highly trained staff and was regularly hiring netaf6 The Insurance Supervision Agency only
had eight staff at the time of the on-site visit there were plans to expand this staff complement
to seventeen. The Securities Commission only hisibéim staff at the time of the on-site visit; the
evaluators have subsequently been advised that #ire on-site visit, this number has increased
to twenty nine with one remaining vacancy.

869. At the time of the on-site visit, the evaluatorsreveoncerned that the special department within
the Supreme State Prosecution required more sjadfid adequate premises as only two positions
(Head and Deputy Head of Department) out of sixgeted positions are filled. Subsequent to the
on-site visit, the evaluators have been advised ¢maSeptember 152008 the Prosecutors
Council of Montenegro named four more Deputieshef $pecial Prosecutor for the Suppression
of Organised Crime, Corruption, Terrorism and Waint@s, so at this moment The Department
has 1 Special Prosecutor and 5 deputies. The Megtignauthorities consider that this number of
the prosecutors and deputies is sufficient for entrrequirements taking into account the total
population of Montenegro and the trends in crimtpadh the past few years. The Department is
fully staffed and premises have now been provided.

Recommendation and comments

870. Overall the evaluators considered that law enfom@magencies and supervisors had been
provided with adequate financial, human and tediniesources. The one exception was
APMLTF as the evaluators were concerned that themee not sufficient staff to supervise the
very large number of reporting entities. The vasidegal provisions appeared to give all of the
agencies sufficient operational independence artdnamy to ensure freedom from undue
influence or interference. The only other conceas that, as all of the relevant agencies were
expanding their AML/CFT capability, there was irtabiy a lack of practical experience although
the evaluators did note that there was a stronghasip on training, much of which was provided
by foreign agencies.
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Rating Summary of factors underlying rating

R.30 Largely = APMLTF not staffed sufficiently to supervise therydarge number o

compliant reporting entities

-~ Many of the relevant bodies are still in the pr@ce$ recruiting and
establishing their operating practices (effectiw)e

= Enhancing of the training for the staff of APMLTRdfor reporting
entities to increase awareness and understandingooéy laundering
and terrorism financing schemes which may be used.

=~ More training needs to be provided to law enforaetmerosecution
and other competent authorities in order to hawexigfised financia
investigators and experts.

Recommendation 32

871. Overall there was no systematic maintenance oisgtat which would enable an assessment of
the effectiveness of the system of confiscatioegZing and seizing of proceeds of crime. In
particular:-

Clear comprehensive and well-structured statiségarding confiscation, freezing and seizing
of proceeds of crime should be kept systematic&lych statistics should differentiate the
amounts of assets, types of measures, durationeaunes and primarily request/imposition
ratio and relations between temporary measurek/fomnfiscations. Due to lack of
comprehensive and structured statistics, as wdlhakconvictions, it is not possible to fully
measure the effectiveness of the system of cotifiscafreezing and seizing of proceeds of
crime.

No specific statistics were provided regarding nyolagindering cases. Montenegro Supreme
State Prosecution, Department For Combating Orgdn&ime, Corruption, Terrorism and
War Crime only provided some data in the form afipltext.

Very limited statistics were provided concerningnfiscation, freezing and seizing of
proceeds of crime. Montenegro Supreme State PribseciDepartment For Combating
Organised Crime, Corruption, Terrorism And War QFiprovided some data in the form of
plain text and tables.

Very limited statistics were provided on the numb&rSTRs that result in investigation,
prosecution and conviction. This is largely duehte fact that FIU information is mixed with
other information at the law enforcement and proten stages.

With regard to prosecutions, Montenegro does nepKall statistics on the number of STRs
that result in investigation, prosecution and cotiwn. Once again, this is largely due to the
fact that FIU information is mixed with other infoation at the law enforcement and
prosecution stages.

There is no differentiation between cases relatechdney laundering and those related to
predicate offences.
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* There is still some room for improvements of thatistics on mutual legal assistance cases,
especially in differentiating between cases reldtedhoney laundering and those related to
predicate offences. Furthermore, there appearbd tw statistics differentiating between how
many mutual legal assistance requests on whiclega assistance was provided and those in
which the assistance was declined. This sameisnitialso applied to extradition requests.

872.Although adequate mechanisms appear to be in plheegvaluators did not receive sufficient
information to analyse the capacity to exchangerinftion between the supervisory authorities,
either domestically or internationally, and were poovided with statistics on the exchange of
information between supervisory authorities. Fanthore, the evaluators were concerned that
many of the statistics which they did receive wareduced specifically for the evaluation rather
than for day-to-day evaluation and assessment pagpo

Recommendation

873. Clear comprehensive and well-structured statighosuld be kept systematically. Such statistics
should differentiate the amounts of assets, typeseasures, duration of measures and primarily
request/imposition ratio, etc.. These statisticzutdhthen be utilised to measure the effectiveness
of the system of confiscation, freezing and seizihgroceeds of crime.

Rating Summary of factors underlying rating
R.32 Partially « Overall lack of comprehensive and structured gtegisIncluding lack
Compliant of statistics on:-

- confiscation cases
« STRs that result in investigation, prosecution emaliction.
* international cooperation
« There was no differentiation between ML cases apdipate offences,

« No differentiation of cases of declined assistarered granteg
assistance.

« No mechanism in place to use statistics to meabereffectiveness qgf
the system of confiscation, freezing and seizingroteeds of crime.
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IV. TABLES

Table 1: Ratings of Compliance with FATF Recommenations

Summary of factors underlying rating

Rating
Legal systems
1. Money laundering offence | partially |+ Limitation to 'banking, financial or other
Compliant business operatiotigs not fully consistent with
the Vienna and Palermo Conventions.

* Insider trading and market manipulation are ot
covered as predicate offences.

* Relatively low number of prosecutions and only 1
conviction (effectiveness issue).

e Simultaneous prosecution for money laundeting
offence and the predicate offence appear to be an
effectiveness problem.

2. Money laundering offence Compliant
Mental element and
corporate liability
3. Confiscation and Largely | No convictions for ML or TF implies no
provisional measures Compliant confiscation (conviction based), additionally, the
effectiveness of the general confiscation system
remains unproved.

* No measure to allow the voiding of contracts| or

actions.
Preventive measures
4. Secrecy laws consistent withcompliant
the Recommendations
5. Customer due diligence Partially |* In practice, heavy reliance on certificates from
Compliant commercial register for CDD purposgs

introduces doubts about the effectiveness of
system.

the

No provisions covering criteria 5.15 and 5,16
about the failure to satisfactorily complete CDD

measures.

There is no specific requirement to undertake
CDD in respect of all wire transfers of EUR/USD

1,000 or more.

No requirement to verify that persons purport
to act on behalf of a customer have the authg
to act on behalf of the customer and
requirement to obtain provisions regulating

power to bind the legal person or arrangement.

Cash reporting threshold does not incly

transactions over €15,000.

ng
rity
no
he

de

Definition of beneficial owner does not refer
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“ultimate” beneficial owner.
Risk guidelines have not been issued to
financial sector.

6. Politically exposed persons

Partially
Compliant

Reporting  entities lacked awareness
obligations concerning PEPs.

Lack of appropriate risk management system
determine whether a potential customer,
customer or the beneficial owner is a politica
exposed person in reporting entities.

7. Correspondent banking

Largely
Compliant

Scope limited to outside the EU.

8. New technologies and
non face-to-face business

Partially
Compliant

No specific requirements in law or second
legislation for financial institutions to hav
policies and procedures to address the risk
misuse of technological developments in ML/
schemes

the

of

S to

y

ary

e
of

TF

No requirements to obtain information on the

purpose and intended nature of the busir
relationship for non-face to face operations.

©

Third parties and introduce

S

Not .
applicable

There is no provision in Montenegrin law to
allow financial institutions to rely on
intermediaries or other third parties to perform
specified elements of the CDD process.

10. Record keeping

Largely
Compliant

No requirement that transaction records shg
be sufficient to permit reconstruction
individual transactions

11. Unusual transactions

Non .
Compliant

No enforceable requirement for financ
institutions to examine as far as possible

background and purpose of unusual transactia
No enforceable requirements to set forth

finding of such examinations in writing.

No specific enforceable requirement for finang
institutions to keep such findings available

authorities and auditors for at least five years.

12.DNFBP - R.5, 6, 8-11

Partially | o
Compliant

Company Service Providers are not oblig
parties.

Similar deficiencies relating to R5 that apply
financial institutions also apply to DNFBP.

For casinos, CDD is not required above the €3
threshold.

No adequate implementation of R.6 on PEP:
ensure that the obligations are adhered to
DNFBPs.

Need of a comprehensive program of outreac
DNFBP to raise awareness of CDD requireme

and to introduce effective compliance practices.

1€SS

uld
of

al

the
ns.
the

ial
for

jed

—

(0}
000

5 to
by

h to
2nts

Although most DNFBPs are subject to the

provisions of the LPMLTF, practical applicatio
are still developing.

For casinos, not all elements of CDD are requ
above the €3,000 threshold.

NS

red
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13. Suspicious transaction Partially |« No explicit requirement in law or regulation to
reporting Compliant cover money laundering and terrorist financing if
the suspicious transaction has been performed.
* Insider dealing is not listed as a predicate offenc
¢ Low number of reports outside the banking se¢tor
raises issues of effectiveness of implementation.
14. Protection and no Compliant

tipping-off

15. Internal controls,
compliance and audit

Largely
Compliant

» There is no requirement for financial institutions
to put in place screening procedures to ensure
high standards when hiring employees.

16. DNFBP -R.13-15 & 21

Non
Compliant

Applying Recommendation 13:

* Requirement to broaden the reporting obligation
to also cover money laundering and terrorist
financing if the suspicious transaction has bgeen
performed.

e« Some DNFBP appear to lack awareness of their
vulnerability partly due to lack of outreach to the
sector, this in turn has contributed to the faat th
no STRs have been submitted by DNFBPs.
(effectiveness).

Applying Recommendation 14:

e There is no prohibition against tipping off
specifically applicable to lawyers.

Applying Recommendation 15:

« No internal checking (internal audit) within
DNFBPs.

* Lack of awareness in some areas of DNFBPs

 Reliance on banks to identify suspicigus
transactions.

Applying Recommendation 21:

* No enforceable requirements for DNFBPs to give
special attention to business relationships and
transactions with persons from or in countries
which do not or insufficiently apply the FATF
recommendations.

17. Sanctions

Partially
Compliant

* Absence of final decisions on imposed sanctions
rises doubts regarding the effectiveness of [the
proceedings

e Lack of appropriate sanctions for less severe
violations

18. Shell banks

Compliant

19. Other forms of reporting

Compliant

20. Other DNFBP and secure
transaction techniques

Largely
Compliant

* Extension of the application of the LPMLTF to
an overly wide range of non-financial businesses
(other than DNFBPs) without undertaking a rijsk
assessment appears to be counterproductive|with
regard to effective implementation. Furthermare,
no supervisory regime for AML/CFT purposges
appeared to be in place.
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21. Special attention for highe
risk countries

r Non
Compliant

No enforceable requirements for financi

al

institutions to give special attention to business

relationships and transactions with persons f
or in countries which do not or insufficient
apply the FATF recommendations.

om
y

No enforceable requirement to examine as far as
possible the background and purpose of such

business relationships and transactions, to
forth the findings of such examinations in writi
and to keep such findings available for compet
authorities and auditors for at least five years.

22. Foreign branches and
subsidiaries

Compliant

23. Regulation, supervision ang
monitoring

i Largely
Compliant

Although the main supervisory system eleme
are in place, the recent establishment of
Securities Commission and the

set

g

ent

nts
the

Insurance

Supervision Agency did not allow the evaluators

to reach a conclusion as to their effectiveness.

24. DNFBP - Regulation,
supervision and monitoring

Partially
Compliant

Effective systems for monitoring and ensur
compliance are not in place and there is a gen

lack of knowledge among DNFBPs of their

AML/CFT responsibilities.
Need of a register on reporting entities to
supervised by APMLTF.

25. Guidelines and Feedback

Largely
Compliant

ng

eral

be

APMLTF does not provide general feedback

containing statistics on the number
disclosures, information on current techniq
and sanitised examples.

No guidelines tailored to particular sectors

of

ues

Need of ongoing guidance on trends and

typologies of AML/CFT for DNFBP.

Institutional and other

measures

26. The FIU

Largely
Compliant

Need to expand APMLTF's direct access to other

authorities’ databases.
No update of the List of Suspicious Transacti

DNS

Indicators to reflect the LPMLTF which came

into force at the end of 2007.
Due to relatively recent formation of APMLT]

F

there was insufficient overall output to allow the

evaluators to assess effectiveness.
Need of an explicit prohibition (without any tin

limit) for APMLTF employees to disseminate

information after the cessation of working w
APMLTF.

The low number of STRs filed to
enforcement authorities in comparison with
number of analysed STRs brings into question
effectiveness of the APMLTF.

27. Law enforcement authoritie

5 Largely
Compliant

Need to extend the special investigat
techniques to all forms of money laundering.
Only one conviction of ML (effectiveness issue
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Corruption may have an impact on effectiveness

of the system.

28. Powers of competent

authorities

Compliant

29. Supervisors

Compliant

30. Resources, integrity and

training

Largely
compliant

APMLTF not staffed sufficiently to supervise the

very large number of reporting entities
Many of the relevant bodies are still in the prace
of recruiting and establishing their operatin
practices (effectiveness).

Enhancing of the training for the staff pf

APMLTF and for reporting entities to increase

awareness and understanding of

money

laundering and terrorism financing schemes

which may be used.

More training needs to be provided to law
enforcement, prosecution and other competent

authorities in order to have specialised financi
investigators and experts.

31. National co-operation

Largely
Compliant

In the AML field mechanism of operational
be

coordination of the key stakeholders should
further developed.

32. Statistics

Partially
Compliant

al

Overall lack of comprehensive and structured

statistics. Including lack of statistics on:-
« confiscation cases

- STRs that result in investigation, prosecutjon

and conviction.
* international cooperation

There was no differentiation between ML cases

and predicate offences.
No differentiation of cases of declined assistan
and granted assistance.

No mechanism in place to use statistics
measure the effectiveness of the system
confiscation, freezing and seizing of proceeds
crime.

33. Legal persons — beneficial

owners

Partially
Compliant

Insufficient implementation of obligation of
establishing beneficial owners,
regarding foreign legal entities.

34. Legal arrangements —

beneficial owners

Not
Applicable

Montenegro does not permit the establishment

ce

to
of
of

particularly

of

foreign or domestic trusts and trusts are |not

recognised in law. Recommendation 34 is |n
applicable.

International Co-operation

35. Conventions

Largely
Compliant

Implementations of Vienna and Palerm

ot

Conventions are not fully adequate due|to

narrower incrimination of money laundering

offence.

36. Mutual legal assistance
(MLA)

Compliant

37. Dual criminality

Largely

incriminations of MLA/FT offence

[72)

Narrow
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Compliant

facilitate potential absence of double criminal
condition.

38. MLA on confiscation and
freezing

Largely
Compliant

Reservations remain with respect to enforg

ity

ing

foreign confiscation orders related to insider
trading and market manipulation, as these

offences are not properly criminalised in {
national legislation.
No asset forfeiture fund established.

39. Extradition

Largely
Compliant

Narrow incriminations of ML/TF offences

facilitate potential absence of double criminal
condition.

40. Other forms of co-operation

Largely
Compliant

Lack of statistics on cooperation undermines
assessment of effectiveness

Nine Special
Recommendations

SR.I Implement UN
instruments

Partially
Compliant

Implementation of the Convention fi
Suppression of financing of Terrorism is not fu
adequate due to narrower incrimination of
terrorist financing offence.

Resolution  S/RES/1267 (1999) is n
implemented.

SR.II Criminalise terrorist
financing

Partially
Compliant

Funds are not defined in accordance with
essential criteria

Not all types of activity which amount {
terrorism financing, so as to render all of th
predicate offences to money laundering,

included.

No autonomous criminalisation for financing
terrorist organisations or an individual terror
for any purpose unless linked to a spec
criminal act.

SR.III Freeze and confisca
terrorist assets

le Non
Compliant

No laws and procedures in place for the freez
of terrorist funds or other assets of designad
persons in accordance with S/RES/1267
1373 or under procedures initiated by th
countries;

No designation authority in place f
S/RES/1373,;

No effective and publicly known procedures
place for, or guidance to, considering de-list
and unfreezing, authorising access to fro
funds for necessary expenses and for challen
such measures;

No specific measures to protect the right of b
fide third parties;

No practical guidance to financial institutio
and DNFBP concerning their responsibilities;
No legal structure or mechanisms in place
immediate freezing of terrorist funds which g
not related to specific offences, especially in
light of S/IRES/1267 (1999)

he
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SR.IV  Suspicious transactig

n Largely

St

No explicit requirement to cover terrori
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reporting

Compliant

financing if the suspicious transaction has b
performed.

Lack of any reports, even “false positives”
financing of terrorism raises question
effectiveness of implementation.

SR.V International co-operatiof

I

Largely
Compliant

Lack of statistics on cooperation undermines
assessment of effectiveness

SR.VI
money/value transfe

services

AML requirements for

Partially
r Compliant

No system in place for registering and
licensing MVT service providers.

MVT service providers are not subject
applicable FATF recommendations.

There only exists indirect monitoring of MV
service providers.

There are no sanctions applicable to MVT seryi

providers.

No enforceable
requirements  for
providers.

or
MVT

licensing
informal

registrati
Servic

SR.VII Wire transfer rules

Non
Compliant

the requirements of Special Recommendation
have not been implemented

SR.VIII Non-profit organisations

Non
Compliant

Not yet carried out a review of domes
legislation that relate to NPOs vis-a-vis terro
financing.

No adequate access to information in orderf
identify the features and types of NPOs at risk
terrorist financing purposes.

No measures implemented to ensure that terr
organisations cannot pose as legitimate NPO4
to ensure that funds/assets collected or transfé
through NPOs are not diverted to support
activities of terrorists or terrorist organisations
No measures in place to require and main
information on NPOs purposes and objectives
relation to their activities.
No measures or procedures in place to respor
international requests for information regard
particular NPOs that are suspected of TF or o
forms of terrorist support.

The system is further weakened by the fact th
5 has not been implemented with regard
beneficial ownership.

SR.IX Cross Border declaratia
and disclosure

N Partially
Compliant

No clear powers to stop or restrain cash in cas
suspicion of money laundering and terro
financing.

Currency and BNI cannot be restrained in case
an administrative offence

The sanctions available for false declaration
failure to declare are not dissuasive and effecti
Failure under SRIIl has a negative impact
Effectiveness has not been demonstrated.
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Table 2: Recommended Action Plan to improve the AMICFT system

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No text required

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

The money laundering offence as defined by the @ein
Code is basicallyaind, but it lacks further refinement; the
current  formulation  of  criminalised  behaviour
(conversion/transfer and concealment/disguisepisomver
than the requirements in the Vienna and Palegrmo
Conventions and should be clarified in the Crimi@ate.
The Criminal Code should be amended to clearlyuihe
insider trading and market manipulation offences| as
predicate offences for money laundering.

There is relatively strict regulation of extratasriality in
the case of offences committed by persons who ate n
citizens of Montenegro against a foreign state.is Ehtso
raises the question of inclusion of “all serioutentes” in
the predicate offences. This is subject to incrations in
those countries and if offences are not punishalitle at
least 5 years imprisonment, the offence would net b
considered a predicate offence in Montenegro. Abaliof
this limitation (5 years imprisonment) would preveach
situations.

2.2 Criminalisation of Terrorist
Financing (SR.II)

A definition of “funds”, which includes “assets efrery
kind, whether tangible or intangible, movable |or
immovable, however, acquired, and legal documemts o
instruments in any form, including electronic ogithl,
evidencing title to, or interest in, such assetsluiding, but
not limited to, bank credits, travellers chequesniy
cheques, money orders, shares, securities, bomdfs,d
letters of credit.” should be laid down in the Ciriad
Code.

The reference to specific criminal offences (tesmr
international terrorism and hostage taking) in @ei449
should be brought into line with the scope of tlegrorist
Financing Convention and the Interpretive Note B I§
as the scope which constitutes the criminal offgnce
becomes narrower. Under Articles 365 and 447, timéy
acts, intended toause harn{to the constitutional order ¢
Montenegro, or the foreign state/international aigation)
are criminalised, while the convention requires |[the
incrimination of any acts of violence which purpdseo
intimidate a population orcompel a government of
international institution (to do/to abstain fromiraig).
The Criminal Code should be amended to incorpdiae
incrimination of funding of terrorist organisatiorsnd
individual terrorists.

The solution of relating the existence of the tasta

=
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financing offence to specific criminal offences,ufa
under other Articles of the CC is also approprighé 6).
Under current legislation, terrorist financing anly
considered to be a criminal offence if funds areerided
for one of three specific criminal offences (Teison,
Article 365, International Terrorism, Article 447nc
Hostage Taking, Article 448). A more flexible defion
which would incriminate financing. Furthermore eté

needs to be an offence introduced to cover casen wh

funds are not linked with a specific terrorist.
Article 449 of the Criminal Code should be brougitb
line with international standards.

2.3 Confiscation, freezing and

seizing of proceeds of crime (R.3)|

The Criminal Code should be amended to give a n
comprehensive definition of “organised crime”.
A reversal of the burden of proof regarding propé
subject to confiscation should be introduced.

A legal authority should be established to takepsto
prevent or void actions where the person involveevk or
should have known that the authorities would bgupieed
in their ability to recover property subject to éispation

2.4 Freezing of funds used for
terrorist financing (SR.III)

A central authority at national level to examinetegrate
and update the received lists of persons and &
suspected to be linked to international terroriseiole
sending them to the financial sector and DNFBP khba
introduced.

A domestic mechanism to enact S/IRES/1373 (2001)lgh
be implemented to be able to designate terrorisiational
level as well as to give effect to designations eegliests
for freezing assets from other countries.

Procedures for evaluating de-listing requests rétgasing
funds or other assets of persons or entities eosig
subject to the freezing and for authorising reses
pursuant to S/IRES/1452 (2002) should be adopted.
Practical guidance to the financial institutionsl & NFBP
concerning their responsibilities under the fregziagime
as well as for the reporting of suspicious trarieast that
may be linked to terrorism financing should be éskipy
the authorities.

nore

2rt

titi

Ic

2.5 The Financial Intelligence Unit ’

and its functions (R.26)

Specific criteria should be developed indicatinge
competent authority to receive the notification nfir
APMLTF which normally starts an investigation.

APMLTF should take into consideration the necessity

expanding their direct access to other authorities

databases.

An updated List of Suspicious Transactions Inditsa
should be issued and regularly updated.

a register on reporting entities to be supervisad
APMLTF should be maintained.

APMLTF should be staffed sufficiently to supervige
very large number of reporting entities.

The prohibition for the dissemination of informati
received by APMLTF's employees, after cessation

th

to

b

of

working, should be an explicit provision in the lawthout
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any time limit.

2.6 Law enforcement, prosecution ’

and other competent authorities
(R.27 & 28)

The Prosecution Authority should implement a rigs
supervision mechanism in order to avoid unnecdgs
returning cases to Police Administration, which nhegd
to a negative impact on the effectiveness of tstesy.
The special investigative techniques should beneleé to
all forms of money laundering to enable law enfareat
authorities to ensure a proper investigation.

All law enforcement authorities should continue
strengthen inter-agency AML/CFT training programrire
order to have specialised financial investigatoid experts
at their disposal.

Further steps need to be taken to eradicate tloep@sn of
corruption in law enforcement bodies.

U7

2.7 Cross Border Declaration &
Disclosure

The Customs Administration should be given cleargrs
to stop individuals and restrain currency in
circumstances.

The Customs Administration should have the Il
authority to restrain currency in cases of an adstretive
offence.

The Customs Administration should take into consitien
a system to use reports on currency declaratiardar to
identify money launderers and terrorists.

The administrative sanctions for false declarationson-
declared currency should be raised considerablkin@a
into account the low chance of detection, the fiaes not
considered to be dissuasive or effective.

In order to increase its effectiveness, the Cust
Administration should hire more specialised staffdieal
with money laundering and terrorist financing crbssder
transportation of currency.

all

gal

oms

3. Preventive Measures —
Financial Institutions

Risk of money laundering or
terrorist financing

3.2 Customer due diligence,
including enhanced or reduced
measures (R.5 to 8)

It is the view of the evaluators that the wordinigtloe
second point under Article 9 is too precise andldde
interpreted to read that only transactions of dy&15,000
require CDD. The evaluators consider thiat more”
should be added in Article 9, Paragraph 1 numbiertBe
LPMLTF.

The LPMLTF should be amended to require CDD to
conducted on wire transactions of €1,000 or more.

The LPMLTF should be amended to require obligors
verify that persons purporting to act on behalf @
customer have the authority to act on behalf of
customer. Article 15 of the LPMLTF should be ameoh
to require the obtaining of copies of the docum
regulating the power to bind the legal person
arrangement.

The problem of reliance on certificates from

be

5 to

the

ent
or

he

commercial register for CDD purposes should be estaid
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by establishing procedures to address the limitatiaf the
commercial register.

Article 29.4 of the LPMLTF appears to go furthearh
intended by Criteria 5.9 in that it permits simielif
customer verification in respect of customers tthém an
insignificant risk of money laundering or terrorfstancing
is related” which could include a broader range
customers than those envisaged in Criteria 5.9ticlar
29.4 should be amended to bring it into line witte
essential criteria.

The FATF definition (Beneficial ownerrefers to the
natural person(s) who ultimately owns or controls
customer and/or the person on whose behalf a thosea
is being conducted. It also incorporates thosegosrsvho
exercise ultimate effective control over a legaftspa or

arrangement.”) should be incorporated into the LAML

and a requirement to identify and verify the “ulii@”
beneficial owner should be included.

Article 25 of the LPMLTF is very specific and doest
cover a number of the specified categories as sein
Criteria 5.8, namely all non-resident customersyge
banking, legal persons or arrangements such ats tfuest
are personal assets holding vehicles and compahats
have nominee shareholders or shares in bearer fdime.
evaluators consider that the LPMLTF should be aredt
to fully reflect all of the categories in Critelse8.

Risk guidelines in accordance with Criteria 5.1828H be
completed and published.

A specific clause should be inserted into the LPML
requiring obligors to consider making a suspici
transaction report in circumstances where they Hseen
unable to conduct satisfactory CDD. Likewise themeuld
also be a clause requiring obligors to terminabaisiness
relationship in circumstances where they have heeible
to conduct satisfactory CDD. This is particularbfevant
in circumstances where CDD has not been possibie
existing customers where there are one or moreedi
transactions amounting to €15,000, etc..

There needs to be a specific requirement for okdigo
assess and consider the risks of technolog
developments as part of their risk analysis. Tfisuld
also be introduced in the guidelines to be produnethe
supervisory bodies.

It is the view of the evaluators that the requirataeof
Criteria 5.17 are essentially met although the \wayf
the first point above is too precise and couldrterpreted
to read that only transactions of exactly €15,08quire
CDD. Furthermore, the requirement is for CDD to
conducted when “a transaction of significance tgdase.”
and in the context of Criteria 5.17 it is considktiat this
is more appropriate wording. Overall the evalua
consider that a separate clause should be insertiedhe
LPMLTF to specifically deal with the issue of CDDh

of

|

D

nd

T
DUS

2 fo
nk

jical

be

or

existing customers.
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* The lack of awareness as regards PEPS and thegcams
lack of proper procedures to address the risk shbel
addressed through proper training to be followedthsy
establishment of adequate procedures to addressgki

» Article 25 of the LPMLTF should be amended to egte
the requirement to all cross-border correspondankipng
and other similar relationships.

* Arequirement for financial institutions to haveipies and
procedures to address the risk of misuse of tecgical
developments in ML/TF schemes should be introduced

* Regulations should clearly establish the obligatmobtain
information on the purpose and intended nature hef| t
business relationship for non-face to face business

11

D
>

3.3 Third parties and introduced The Montenegrin authorities should consider amend
business (R.9) legislation to specifically prohibit financial in&fttions
from relying on intermediaries or other third estto
perform specified elements of the CDD process.

n

3.4 Financial institution secrecy or
confidentiality (R.4)

3.5 Record keeping and wire * There is no requirement that transaction recordsiidhbe
transfer rules (R.10 & SR.VII) sufficient to permit reconstruction of individugl
transactions so as to provide, if necessary, ecildor
prosecution of criminal activity in accordance withe
requirements of essential criteria 10.1.1. The LAML
should be amended to take this requirement intolaxtc
* The requirements of Special Recommendation VII kEhou
be incorporated into the legislation of Montenegro.

3.6 Monitoring of transactions and Financial institutions should be required to examas far

relationships (R.11 & 21) as possible the background and purpose of unusual
transactions. Enforceable requirements to set fdinthn
finding of such examinations in writing should eliyide
provided. In addition specific enforceable requiesi
should be put in place for financial institutioskeep such
findings available for authorities and auditors &irleast
five years.

* Financial institutions should be required to giyeedal
attention to business relationships and transaxtioith
persons from or in countries which do not or insightly
apply the FATF recommendations. Effective measures
should be put in place to ensure that financidiititgons
are advised of concerns about weaknesses in the/ GNIL
systems of other countries and consideration shbeld
given to the development of appropriate counteromess
as set out in the essential criteria to Recommeulafl.

3.7 Suspicious transaction reports|* The reporting obligation should be extended to udel
and other reporting (R.13-14, 19, 25 money laundering reporting obligations if the tiactn
& SR.IV) has already been performed.

« The Book of Rules, should be endorsed in law wWith
sanctions for breaches in order to become “other
enforceable means”.

* A provision should be introduced to ensure thatrtames
and personal details of staff of financial insiius that
make a STR are kept confidential by APMLTF.
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APMLTF should provide regular general feedback ito

obligors which should contain:

(a) statistics on the number of disclosures, wiiprapriate
breakdowns, and on the results of the disclosures;

(b) information on current techniques, methods @medds
(typologies); and

(c) sanitised examples of actual money launderasgs.

3.8 Internal controls, complianc
audit and foreign branches (R.15
22)

Y

&

Requirements should be developed that require dinh
institutions to put in place screening procedurtesrisure
high standards when hiring employees.

The inspection procedures that have been introdogede
Central Bank should be adopted by other finan@alises
supervisors.

3.9 Shell banks (R.18)

3.10 The supervisory and oversigh
system - competent authorities an
SROs. Role, functions, duties and

=N

powers (including sanctions) (R.23,

29, 17 & 25)

=9

Although APMLTF provides general information
criteria for detection of suspicious activity agjuged in
the LPMLTF guidelines referring to specific AML/CH
risk factors and measures to mitigate such risksilshalso
be provided.

Typologies should be developed and presented twtieg
entities.

=]

DN

There is a need to provide more guidance on AML/CFT

issues, with particular focus on the non-bankirgmse

3.11 Money value transfer service
(SR.VI)

The requirements of Special Recommendation VI reg
be implemented.

The Montenegrin authorities should introduce legish to
enforce the licensing/registration of all MVT se®
providers together with appropriate sanctions.

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

Trust and Company Service Providers should
designated as obliged parties.
For casinos, CDD should be
threshold.

There should be a clear requirement for casindiskahe
incoming customers to individual transactions.

Effective systems for monitoring and ensuring caenrgle
with CDD requirements across most of the DNFBP®@8(
need to be developed.
DNFBPs need to be made aware of their obligat
regarding PEPs. Specific guidelines, aimed at DR
should be developed. It is also recommended thairdang
programme be undertaken concerning the risks
controls necessary concerning dealings with palitic
exposed persons.
A requirement should be introduced for DNFBPs tweh
policies in place to prevent the misuse of techgickl
developments in ML/TF.

More attention need to be given to raising awarersesl
enforcing compliance in casinos

required above the083

be

ons

and

a

4.2 Suspicious transaction reportir]

The obligation to report suspicious transactioret tiave
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(R.16)

been performed should be explicitly providedin either
law or regulation.

A prohibition against tipping off should be mal
specifically applicable to lawyers.

More targeted training to sectors that pose thatgse risk
should be considered.

de

4.3 Regulation, supervision and
monitoring (R.24-25)

A comprehensive register of all reporting entisésuld be
developed by APMLTF.

Guidelines to assist DNFBPs in implementing
complying with respective AML/CFT requirements aaé
should be developed. Adequate and appropriatebéesg
on suspicious transaction reporting for DNFBPs &hbe
provided.

and

4.4 Other non-financial businesses

and professions (R.20)

D

Montenegro has extended its AML/CFT obligations
other non-financial businesses, however, a regyleaad
supervisory framework needs to be developed torer
that FATF Recommendations 5, 6, 8 to 11, 13 talTsnd
21 are being adhered to by these non-financiahlessis.
A risk analysis to determine which other non-finah
businesses and professions are at greatest risleinf
misused for money laundering and/or terrorist foiag
should be undertaken. Based upon the results df
analysis, the authorities of Montenegro should afi
priority outreach and educational efforts to thoseer non-
financial businesses at the highest levels of risk.

to

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Legal Persons — Access to
beneficial ownership and control
information (R.33)

The acquisition of information on beneficial ownessthe
agencies and institutions which deal with clientsnf
abroad seems to be less effective. Consideringvéng
intensive involvement of foreign legal entities dhe
Montenegrin real-estate market and rather poorinétion
on beneficial ownership in such entities, this miglesent
a considerable risk of abuse of such legal entifas
money laundering and terrorist financing and it
recommended that financial institutions and DNFBieS
reminded to apply the same standards to over
customers as to domestic.
Consideration should be given to the risk of fonelgarer
shares being sold in Montenegro.

seas

5.2 Legal Arrangements — Access
beneficial ownership and control
information (R.34)

to

5.3 Non-profit organisations
(SR.VIII)

Montenegro should conduct a review of the adeqodp
legal framework that relates to NPOs that can husedb for
terrorism financing.

Montenegro should implement measures to ensure
terrorist organisations cannot pose as legitima&e©s!
Montenegro should also reach out to the NPO seatbra
view to protecting the sector from terrorist finamgcabuse

that

This outreach should include i) raising awarenesshie
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NPO sector about the risks of terrorist abuse dmal| t
available measures to protect against such abuskjila
promoting transparency, accountability, integritgnd
public confidence in the administration and manag&nof
all NPOs.

* Montenegro should take more proactive steps to pte
effective supervision or monitoring of NPOs. Autlies
should ensure that detailed information on [the
administration and management of NPOs are available
during the course of an investigation or on request
internationally. Montenegro should also implement
effective sanctions for violations of oversight rs@aes or
rules by NPOs or persons acting on behalf of NPOs.

3

6. National and International
Co-operation

6.1 National co-operation and  Formal arrangements for cooperation between policy

coordination (R.31) makers, FIU, law enforcement and supervisory bodies
strategic level for AML/CFT should be developed.

* At the operational level, the evaluators recomméhmat
additional formal agreements be concluded in orter
define the type of information to be exchangedgtiness
of the exchange, the names of contact person, Ebe
Montenegrin  authorities should aim to continue
interdepartmental coordination and to release fdiradly
analysis which will enable them to develop and enpént
policies and activities to combat money launderargl
terrorist financing at a national level.

e The evaluators recommend that the Montenegrin
authorities review periodically the performance tbie
system as a whole against some key strategic pegifuoe
indicators and review, collectively, as much assjas,
the available statistical information to betterrgasut each
agency’s task and enhance AML/CFT framework.

6.2 The Conventions and UN * Aswas already stated under 2.1 above, the incaitiain of

Special Resolutions (R.35 & SR.I) money laundering is limited to actions, defined |as
"business operations”, which is narrower than |the
convention and this formulation should be furthefined.

* Laws and mechanisms for immediate freezing of timel$
belonging to or intended for the designated testc
organisations or individuals as defined by Resotuf
S/RES/1267 (1999) should be put in place.

=5,

6.3 Mutual Legal Assistance (R.36 With regard to financing of terrorism there are elpr
38 & SR.V) problems present. Besides the narrower definitmhthe
financing of terrorism offence, the main shortcogiis
inadequate implementation of UN Resolutions, prilyar
S/RES/1267 (1999). Regarding the incrimination | of
terrorist financing, the most important outstandisgues|
are: existing limitation of criminalisation on fineing to
concrete terrorist offences and, linked to thaability of
the present definition of criminal offence to alszlude
the funds intentioned for terrorist organisations | o
individual terrorists.
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Laws and mechanisms for immediate freezing of timel$
belonging to or intended for the designated testo
organisations or individuals as defined by Resotuf
S/RES/1267 (1999) should be put in place.

An asset forfeiture fund should be established.

6.4 Extradition (R.39, 37 & SR.V)

6.5 Other Forms of Co-operation
(R.40 & SR.V)

7. Other Issues

7.1 Resources and statistics (R.
& 32)

30

APMLTF needs to enhance the training for its owarfst

and for reporting entities, in order to increasee
awareness and understanding of money laundering
terrorism financing schemes which may be used

There is a need ensure that an international tr@gi
programme on money laundering and terrorism finam
issues is created and implemented.

The evaluators were concerned that there were
sufficient staff in APMLTF to supervise the veryrde
number of reporting entities and recommend thatsthé
level be raised.

Clear comprehensive and well-structured statistiosuld
be kept systematically. Such statistics shouldediffitiate
the amounts of assets, types of measures, duratig

measures and primarily request/imposition ratiog.. ¢t

These statistics should then be utilised to measiueg
effectiveness of the system of confiscation, fregzand
seizing of proceeds of crime.

7.2 Other relevant AML/CFT
measures or issues

7.3 General framework — structurag

issues
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Table 3: Authorities’ Response to the Evaluation finecessary)

Relevant Sections| Country Comments
and Paragraphs
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V. COMPLIANCE WITH THE 3RD EU DIRECTIVE

Montenegro is a not member country of the Europgaion. It has not implementedirective

2005/60/EC of the European Parliament and of the Qmcil of 26 October 2005 on the
prevention of the use of the financial system forhe purpose of money laundering and
terrorist financing (hereinafter: “Directive”) and th€ommission Directive 2006/70/ECof

1 August 2006 laying down implementing measures for Directive 208/60/EC of the
European Parliament and of the Council as regardshte definition of ‘politically exposed

person’ and the technical criteria for simplified austomer due diligence procedures and for
exemption on grounds of a financial activity conduted on an occasional or very limited
basis

The following sections describe the major diffelenbetween the Directive and the relevant FATF 40
Recommendations plus 9 Special Recommendationfowkng an analysis of the findings of the
evaluation and conclusions on compliance and éffoess, recommendations and comments are
made as appropriate.

1. Self Laundering |
Directive Self laundering is not explicitly addressed by Biesctive but is not
excluded from its scope.
FATFR. 1 Countries may provide that the offence of monewdkaring does not

apply to persons who committed the predicate offemhere this is
required by fundamental principles of their donekdiv.

Key elements Is self laundering provided for?
Description and Self-laundering is specifically incriminated in Ate 268, Paragraph 2,
Analysis and all ancillary offences to money laundering su#iciently covered in
Articles 23-25 and 400-401 of the Criminal Code.
Conclusion Self-laundering is provided for.
Recommendations and
Comments
2 Corporate Liability |

Art. 39 of the Directive | Member States shall ensure that natural and legyabps covered by the
Directive can be held liable for infringements bétnational provision
adopted pursuant to this Directive.

Uy

FATF R. 2 and 17 Criminal liability for money laundering should erte to legal persons.
Where that is not possible (i.e. due to fundamegmiakiples of domesti¢
law), civil or administrative liability should appl

Key elements The Directive provides no exception for corporatability and
extends it beyond the ML offence even to infringatsewhich are
based omational provisions adopted pursuant to the Divecti

Description and The offence of money laundering is criminalised emthe LPMLTF.
Analysis The liability of legal persons is provided for ihet Law on Criminal
Liability of Legal Entities for Criminal Acts (Segnnex VII). Article 5
provides liability for legal persons involved in mey laundering in that
“A legal entity shall be liable for a criminal offiee of a responsibl
person who acted within his/her authorities on bEbéthe legal entity
with the intention to obtain any gain for the legatity”. Parallel
litigation or administrative proceedings is not lexied.

D

Conclusion Criminal liability for money laundering extendslegal persons
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Recommendations and
Comments

3

Anonymous accounts |

Art. 6 of the Directive

Member States shall prohibit their credit and ficiah institutions
from keeping anonymous accounts or anonymous paksbo

FATFR.5

Financial institutions should not keep anonymouscoaonts or
accounts in obviously fictitious names.

Key elements

Both prohibit anonymous accounts but allow humbemetbunts. The

Directive allows accounts or passbooks on fictgsimames buglways
subject to full CDD measures.

Description and

Article 31 of the LPMLTF states thatAn obligor may not, for a

Analysis customer, open, or keep an anonymous account, adcaod bearer
passbook or provide other service (banking prodtitdt can indirectly]
or directly enable the concealment of a customentily.”

Conclusion Credit and financial institutions appear to be @ffely prohibited

from keeping anonymous accounts or anonymous paksbo

Recommendations and
Comments

4

Threshold (CDD) |

Art. 7 b) of the Directive

The institutions and persons covered by the Dwecshall apply
CDD measures when carrying out occasional trarmastamounting
to EUR 15 000 or more.

FATFR.5

Financial institutions should undertake CDD measwvben carrying

out occasional transactions abdkie applicable designated threshold.
Key elements Are transactions of EUR 15 000 covered?
Description and The LPMLTF states in article 9 tha&®n obligor shall undertake
Analysis customer due diligence measures particularly infdllewing  cases:
1....;
2. of one or more linked transactions amounting to €080,
If the transactions from paragraph 1 item 2 of thidicle are based on
an already established business relationship, aligobshall verify the
identity of the customer that carries out the ti@st®on and gathe
additional data.”
The wording of the second point under Article e precise and could
be interpreted to read that only transactions @fcy €15,000 require
CDD.
Conclusion This is not in compliance with the requirementshef Directive.
Recommendations and| The LPMLTF should be amended in thar more” should be added in
Comments Article 9, Paragraph 1 number 2.
5. Beneficial Owner |
Art. 3(6) of the Directiveg The definition of ‘Beneficial Owner establishes mmum criteria
where a natural person is to be considered as io&iefwner both in
the case of legal persons and in the case of &gahgements
FATF R. 5 (Glossary) | ‘Beneficial Owner’ refers to the natural personggho ultimately
owns or controls a customer and/or the person onswltbehalf a
transaction is being conducted. It also incorpardt@se persons who

exercise ultimate effective control over a legalrspa or legal
arrangement.
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Key elements

The country follows which approach in its definiti@f “beneficial
owner”?

Description and
Analysis

Article 19 of the LPMLTF defines a beneficial owraes “a natural perso
who indirectly or directly owns more than 25% ok tkhares, votin
rights and other rights, on the basis of which te/participates in th
management, or owns more than a 25% share of thiealcar has g
dominating influence in the assets management & Husiness
organization, and

a natural person that indirectly ensures or is engdunds to a busineg
organization and on that basis has the right ti@mice significantly the
decision making process of the managing body of Husinesg
organization when decisions concerning financing laumsiness are mad

DO S="3

D

D

Conclusion

The definition of beneficial owner appears to beddlly in line with the
FATEF definition

Recommendations and
Comments

6. Financial activity on occasional or very limited bais | |
Art. 2 (2) of the Member States may decide that legal and naturabpsrwho engage
Directive in a financial activity on an occasional or venyilied basis and whern

there is little risk of money laundering or finangi of terrorism
occurring do not fall within the scope of Articl€13} or (2) of the
Directive.
Article 4 of Commission Directive 2006/70/EC furthdefines thig
provision.

FATF R. concerning
financial institutions

When a financial activity is carried out by a perswr entity on ar
occasional or very limited basis (having regardgt@mntitative and
absolute criteria) such that there is little risk money laundering
activity occurring, a country may decide that thpplacation of anti-
money laundering measures is not necessary, diiligror partially.
(Methodology para 20; Glossary to the FATF 40 [@ugec.)

Key elements

Does the country implement Article 4 of Commissi®irective
2006/70/EC?

Description and
Analysis

This derogation has not been introduced in Montenetaw or
regulation.

Conclusion

The derogation as set out in the Directive haseen applied.

Recommendations and
Comments

This issue is not considered to be relevant forMloatenegrin systen
at present.

—

7

Simplified CDD |

Art. 11 of the Directive

By way of derogation from the relevant Article tHairective
establishes instances where institutions and psrsoay not apply
CDD measures. However the obligation to gatherigafit CDD
information remains.

FATFR.5

Although the general rule is that customers beestlip the full range
of CDD measures yet, there are instances whereeddor simplified
measures can be applied.

D

Key elements

Establish the implementation and application of it 3 of
Commission Directive 2006/70/EC which goes beyamigron 5.9.

Description and
Analysis

Articles 29 and 30 of the LPMLTF provide for sinffdd customer
verification.

It is however noted that Article 2%ppears to go furthe

D

than intended by FATF Criteria 5.9 in that it pasrsimplified custome

r
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verification in respect of customers to “whom amsigmificant risk of
money laundering or terrorist financing is relatediich could include &
broader range of customers than those envisagedk Criteria 5.9.

Conclusion

The provisions of the LPMLTF appear to be more iime Iwith the
Directive than with the FATF criteria.

Recommendations and
Comments

8

PEPs |

Art. 3 (8), 13 (4) of the
Directive

The Directive defines PEPs broadly in line with FATRO (Article
3(8)). It applies enhanced CDD to PEPs residingrinther Membe
State or third country (Article 13(4)). Directiv®@6/70/EC provides
a wider definition of PEPs (Article 2) and remowdlPEPs after on
year of ceasing to be entrusted with prominent ipulfinction
(Article 2(4)).

D=

FATF R. 6 and Glossary

Definition similar to Directive but applies to indduals entrusted
with prominent public function in a foreign country

Key elements

Did the country implement Article 2 of Commissioniréxtive
2006/70/EC, in particular Article 2(4), and doesyiply Article 13(4)
of the Directive?

Description and
Analysis

Article 27 of the LPMLTF contains the definition pblitically exposed
persons. The definition incorporates both domestiit foreign politically,
exposed persons since it does not make a distmetial also includes
close family members and close business contacthie definition
specifically includes “presidents of states, primimisters, ministers angd
their deputies or assistants, heads of administratuthority and
authorities of local governance units, as well heirt deputies or
assistants and other officials” and also “membersmanaging and
supervisory bodies of enterprises with majorityestavnership”.
There is no provision in the LPMLTF for theemoval of the
requirement to conduct enhanced CDD on PEPs afieryear of]
ceasing to be entrusted with a prominent publicfiom.

Conclusion

The definition of PEPs is in line with the requirems of the
Directive.

Recommendations and
Comments

9. Correspondent banking |
Art. 13 (3) of the Concerning correspondent banking, Article 13(3) itsm the
Directive application of Enhanced Customer Due Diligence (BEDto
correspondent banking relationships with institasiocrom non-EU
member countries.
FATF R. 7 Recommendation 7 includes all jurisdictions.

Key elements

Does the country apply Art. 13(3) of the Directive?

Description and

Concerning correspondent banking relationships,ickert25 of the

Analysis LPMLTF has limited its scope to “a bank or othemigr credit
institution that has a registered office outside BU or outside the states
from the list".

Conclusion Montenegro is in compliance with the Directive.

Recommendations and
Comments

10.

Enhanced Customer Due Diligence (ECDD) and anonynyit |

Art. 13 (6) of the |

The Directive requires ECDD in case of ML or TFdats that may
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Directive

arise from producter transactionshat might favour anonymity.

FATFR. 8

Financial institutions should pay special attentitmm any money
laundering threats that may arise from new or dgyiab
technologieghat might favour anonymity [...].

Key elements

The scope of Article 13(6) of the Directive is bdea than that of
FATF R. 8, because the Directive focuses on pradactransaction
regardless of the use of technology.

*

Description and
Analysis

The evaluators were not aware of any requirementaw or secondary
legislation for financial institutions to have poés and procedures to
address the risk of misuse of technological devabks in ML/TF
schemes. It was, however, noted that Article 2hefLPMLTF containg
provisions to address the risk of non-face to faektionships and
transactions and requires ECDD in such cases.

Conclusion

Although law and regulations in Montenegro do npedfically
address threats that may arise from products nsaé@ions that migh
favour anonymity it is considered that the requieai of the
Directive is largely covered by the broad termdhe requirement to
conduct ECDD in alhon-face to face relationships and transactions.

—

Recommendations and
Comments

11.

Third Party Reliance |

Art. 15 of the Directive

The Directive allows to rely for CDD performance third parties
from EU Member States or third countries underaerconditions
and categorised by profession and qualified.

FATFR. 9

Allows reliance for CDD performance by third pastibut does not
categorise obliged entities and professions.

Key elements

What are the rules for procedures for reliance lordtparties? Are
their special conditions, categories etc.?

Description and

It is the intention of the Montenegrin authoritteat financial institutiong

Analysis should not rely on third parties to conduct CDD.o this end, the
LPMLTF does not contain any provisions allowingafircial institutions
to rely on intermediaries or other third parties gerform specifieg
elements of the CDD process.

Conclusion There is no provision in Montenegrin law to allawahncial institutions tg

rely on intermediaries or other third parties tofpen specified elements
of the CDD process.

Recommendations and
Comments

—

This issue is not considered to be relevant forMloatenegrin systen
at present.

12.

auditors, accountants and tax advisors |

Art. 2 (1)(3)(a) of the
Directive

CDD and record keeping obligations are applicalde atditors,
external accountants and tax advisors acting inettexcise of their
professional activities.

FATF R. 12

CDD and record keeping obligations
1. do not apply concerning auditors and tax advisors;
2. apply for accountants when they prepare for or ycaout
transactions for their client concerning the foliogvactivities:
¢ buying and selling of real estate;
¢ managing of client money, securities or other asset
¢« management of bank, savings or securities accounts;
e organisation of contributions for the creation, @en or
management of companies;
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e creation, operation or management of legal persons
arrangements, and buying and selling of busined#iesn
(criterion 12.1 d).

Key elements

The scope of the Directive is wider than that & #ATF standard
but does not necessarily cover all the activiti€saocountants as
described by criterion 12.1d).

*

Description and
Analysis

Article 4 of the LPMLTF identifies those individwabnd legal person
who have obligations under the law.Article 4 includes audit
companies, independent auditor and legal or napeeons providing
accounting and tax advice services” within the mi&én of “Obligors”
Their obligations, therefore, are the same as tlapgdying to financial
institutions and as set out in the LPMLTF. As stithy are subject t
the provisions of the LPMLTF which includeDD and record keeping
obligations.

(7]

[=)

Conclusion

Montenegro is in compliance with the requiremetitdhe Directive.

Recommendations and
Comments

13.

High Value Deals |

Art. 2(1)(3)e) of the
Directive

The Directive applies to natural and legal perstading in goods
where payments are made in cash in an amount g0@1%r more.

FATF R. 12

The application is limited to dealing in preciougtals and preciou
stones.

(2]

Key elements

The scope of the Directive is broader.

Description and

Article 4 of the LPMLTF identifies those individsabnd legal person

Y m

[¢)

4%

Analysis who have obligations under the lavrticle 4 includespawnshops (su
clause 11) and “other business organizations, leg/aons, entrepreneurs
and natural persons engaged in an activity or legsiof:

« sale and purchase of claims;

» factoring;

« third persons’ property management;

* issuing and performing operations with payment eedit cards;

« financial leasing;

e travel organization;

» real estate trade;

* motor vehicles trade;

* vessels and aircrafts trade;

« safekeeping;

e issuing warranties and other guarantees;

e crediting and credit agencies;

« granting loans and brokerage in loan negotiatifeiraf

» brokerage or representation in life insurance edffand

e organizing and conducting biddings, trading in v&odf art, precious
metals and precious stones and precious metalpraeibus stones
products, as well as other goods, when the paymeantde in cash
in the amount of €15,000 or more, in one or motergonnected
transactions.” (sub clause 15)

within the definition of “Obligors”. Their obligans, therefore, are th

same as those applying to financial institutionsl @s set out in th

LPMLTF. As such they are subject to the provisiofighe LPMLTF

which includeCDD and record keeping obligations.

Conclusion Montenegro is in compliance with the requiremeritéhe Directive.

Recommendations ai
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| Comments |

14.

Casinos |

Art. 10 of the Directive

Member States shall require that all casino custerbe identified
and their identity verified if they purchase or kange gambling
chips with a value of €2,000 or more. This is required if they arg
identified at entry.

FATF R. 16

The identity of customer has to be establishedanified when they
engage in financial transactions equal to or al£3;600.

Key elements

In which situations do customers of casinos haveetadentified? The
Directive transaction threshold is lower.

Description and
Analysis

Currently casinos, as a class of obligors undelL®®ILTF, are subjec
to the same customer due diligence requiremerfigascial institutions.
Although the FATF Methodology for Assessing Comptia states thg
casinos should be made to comply with the requirdmeset out ir
Recommendation 5 (and its criteria 5.1 to 5.18) whigeir customer
engage in financial transactions equal to or ab68&00, no suck
threshold exists in Montenegro.

Conclusion

For casinos, CDD is not even required above a 93l@@shold.

Recommendations and
Comments

A requirement that that all casino customers betifled and their|
identity verified if they purchase or exchange ghngpchips with a
value of €2,000 or more should be introduced.

15.

Reporting of accountants, auditors, tax advisors, ataries and other
independent legal professionals via a self-regulatp body to the FIU

Art. 23 (1) of the
Directive

Option for accountants, auditors and tax advisamsg, for notaries an
other independent legal professionals to reporoufh a self
regulatory body that shall forward STRs to the Fitdmptly and
unfiltered.

FATF Recommendation

The FATF Recommendations do not provide for suchgron.

Key elements

Does the country make use of the option as providedy Art. 23
(1) of the Directive?

Description and

Accountants, auditors and tax advisors, as wehataries and othe

Analysis independent legal professionals are all requiredlitectly forward
STRs to the FIU promptly and unfiltered.
Conclusion No provision has been made for accountants, awditord tax

advisors, and for notaries and other independgjatl lgrofessionals t

report through a self-regulatory body that shativiard STRs to the

FIU promptly and unfiltered.

(=)

Recommendations and
Comments

This issue is not considered to be relevant folMioatenegrin systen
at present.

—

16.

Reporting obligations |

Art. 22 and 24 of the
Directive

The Directiverequires reporting where an institution knows, satg or
has reasonable grounds to suspect money laundariegrorist financing
(Article 22). Obliged persons to refrain from cangy out a
transaction knowing or suspecting it to be reldatethoney laundering
or terrorist financing and to report to FIU who cgtop transaction. |
to refrain is impossible or could frustrate an istvgation, obliged
persons are required to report to FIU (Article 24).

FATF R. 13

Imposes reporting obligation where there is suspidhat funds arg
the proceeds of a criminal activity or relateddrrarist financing.

v

Key elements

What triggers a reporting obligation?

Is there a legal framework addressing Art 24 ofirective?
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Description and
Analysis

In accordance with Article 33, Para 2 in the LPMI_Tknhancial
institutions (and other reporting entities) shafpart to APMLTF without
delay when there are reasonable grounds for sospiof money
laundering or terrorist financing related to a saction (regardless of tf
amount and type) or customer before the executidrthe transaction

The reporting financial institution shall providatd in accordance with

Article 71 of the LPMLTF (which enumerates the @it of the
reporting entities records) and state the deadlmin which the
transaction is to be executed. The statement calslol be provided vig
telephone, but it has to be sent to APMLTF in attemi form not later
than the following working day from the day of piding the statement.

The terminology for applying the reporting obligatiin Article 33, Para

2 of the AML/CFT referring to suspicious transanso“...before the
execution of the transaction....” does not appeafully cover money
laundering or financing of terrorism if the suspig$ transaction has be
performed. During the on-site visit, the evaluatieam was advised th
in practice, STRs are filed to APMLTF no matter ties the suspiciof

1
arises before or after the transaction has beeforpeed. However, as
5

this is an asterisked criterion the obligation tepart suspicious
transactions that have been performed should Hecidypprovided for in
either law or regulation.

Under Article 51 of the LPMLTF APMLTF may tempodgrisuspend

transaction by written order, within 72 hours,tievaluates that there are

reasonable grounds for suspicion of money laundeon terrorism
financing, and is obliged, without delay, to notdgmpetent bodies of i
If due to the nature of transaction or manner afcexing the transactio
or other circumstances, under which the transad¢tamnbeen carried ol
refraining from the transaction execution is imploies an order shall b
done verbally, with exemption of this requirement.

Conclusion

The requirements of the Directive appear to be dmupvith.

Recommendations and
Comments

17.

Tipping off (1) |

Art. 27 of the Directive

Art. 27 povides for an obligation for Member States to ecb
employees of reporting institutions from being esgu to threats o
hostile actions.

FATF R. 14

No corresponding requirement (directors, officersd aemployees

shall be protected by legal provisions from crinhiaad civil liability
for “tipping off” which is the pendant to Art. 26 the Directive)

155

D~ 5

=

n

Key elements

Is Art. 27 of the Directive implemented?

Description and
Analysis

Article 80 of the LPMLTF makes provision to enstat all details of
concerning the submission of an STR are kept cenfidl by APMLTF

Conclusion

There is sufficient protection ofmployees of reporting institution
from being exposed to threats or hostile actions.

S

Recommendations and
Comments

18.

Tipping off (2) |

Art. 28 of the Directive

Prohibition on tipping off is extended to where amay laundering o
terrorist financing investigation is being or mag barried out. The
Directive lays down instances where prohibitiofified.

3%

FATF R. 14

The obligation under R. 14 covers the fact that S¥R or related

information is reported or provided to the FIU.
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Key elements Under which circumstances apply tipping off obligas?
Are there exceptions?

Description and 874. Obliged entities employees are prohibited by lasnfrdisclosing the
Analysis fact that a STR or related information is beingorégd or provided tg
the competent administration body or that an ingesbn has been
initiated. Article 80 of the LPMLTF) states:

“Obligors and obligor's employees, members of aused,
supervising or managing bodies, or other personswhich were
available data from Article 71 of this Law, shalbtnreveal to a
customer or third person:

5. that data, information or documentation on the oostr or
the transaction, from Article 33 paragraph 2, 3 ahdArticle
43 paragraph 1, Article 48 paragraph 1, 2 and 3tidle 49
paragraph 1 and 2 of this Law, are forwarded to the
competent administration body ;

6. that the competent administration body on the baxis
Article 51 of this Law, temporarily suspended ti@etgon or
in accordance with that gave instructions to théguy;

7. that the competent administration body on the baxi$
Article 53 of this Law demanded regular supenvisiof
customer’s financial business;

8. that against customer or third party is initiated should be|
initiated investigation for the suspicion of mohayndering
or terrorist financing “

&

Conclusion The prohibition on tipping off is extended to whege money
laundering or terrorist financing investigation iging or may be
carried out.

Recommendations and

Comments

19. Branches and subsidiaries (1) |
Art. 34 (2) of the The Directive requires credit and financial indtitns to communicate
Directive the relevant internal policies and procedures orDCE2porting, record

keeping, internal control, risk assessment, riskagament, compliang
management and communication to branches and tyajosvned
subsidiaries in third (non EU) countries.

D

FATF R. 15 and 22 The obligations under the FATF 40 require a broacher higher standard
but do not provide for the obligations contemplabgdArticle 34(2) of
the EU Directive.

Key elements Is there an obligation as provided for by Art. 24 ¢f the Directive?
Description and Article 34 of the LPMLTF requires that a reportiegtity shall ensure
Analysis that measures of detection and prevention of mdaendering and

terrorist financing, as defined by the LPMLTF, “applied to the same
extent both in business units or companies in rtgjownership of the
obligor, whose registered offices are in other estat that is in
compliance with the legal system of the concerriaths

Conclusion The evaluators are of the opinion that there afficnt provisions in
place to require financial institutions to applynsistent CDD measures
at the group level, taking into account the adfivit the customer with
the various branches and majority owned subsidiaviaridwide.

Recommendations and
Comments
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20.

Branches and subsidiaries (2) |

Art. 31(3) of the
Directive

—t

The Directive requires that where legislation a¢hiad country does ng
permit the application of equivalent AML/CFT meassyr credit andg
financial institutions take additional measureseftectively handle the
risk of money laundering and terrorist financing.

FATF R. 22 and 21

Requires financial institutions to inform their cpatent authorities in
such circumstances.

Key elements

What are financial institutions obliged to do irckwircumstances?

Description and
Analysis

[=)

Article 34 of the LPMLTF requires that “If the regtions of a state d
not prescribe the implementation of measures addieh and preventio
of money laundering or terrorist financing to tleene extent defined by
this Law, an obligor shall immediately inform theongpetent]
administration body on that and undertake meagoragmoving money
laundering or terrorist financing risk.”

=)

Conclusion

It would appear that the requirements as set otlitdrLPMLTF meetg
the requirements of the Directive.

Recommendations and
Comments

21. Supervisory Bodies |
Art. 25 (1) of the The Directive imposes obligation on supervisory ibsedto inform
Directive FIU where, in the course of their work, they endeurfiacts that could
contribute evidence ahoney laundering or terrorist financing.
FATF R. No corresponding obligation.

Key elements

Is Art. 25(1) of the Dir. implemented?

Description and
Analysis

Article 87 of the LPMLTF states that “If an authzed official of the
competent administration body for prevention of eytaundering and
terrorist financing, in procedure of inspection toh of the obligor,
discover reasonable grounds for suspicion of cotmgitriminal offence
of money laundering or terrorist financing, or drest criminal offence
from Article 56 of this Law, can take documentatiwom obligor and
deliver it to the competent administration body.”

Article 88 of the LPMLTF states that “If the compet administratior
body for prevention of money laundering and testofinancing, in the
procedure of processing the case, discover rebkorgrounds fof
suspicion of committing criminal offence from Aitgec56 of this Law,
shall provide data, information and other documtgma which implies
criminal offence, to other competent bodies.”

Article 89 of the LPMLTF states that the superwsdiodies “shall
inform the competent administration body on meastaken in proces
of supervising in accordance with this Law, anthimi 8 days from the
date on which the measures were taken.”

(7]

154

Conclusion

Supervisory authorities are not reporting entitiesler Article 4 in the
LPMLTF. However, Article 89 of the LPMLTF providéisat supervisory
authorities shall inform APMLTF on measures takerthie process of
supervising in accordance with the LPMLTF within@ys from the date
on which the measures were taken. The evaluatorsot@onsider this
provision to be a reporting obligation on suspicadrmoney laundering
or terrorist financing.

Recommendations and
Comments

| 22.

Systems to respond to competent authorities | |
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Art. 32 of the Directive

The Directive requires credit and financial indiias to have systems n
place that enable them to respond fully and proytptenquires from the
FIU or other authorities as to whether they mamtar whether during
the previous five years they have maintained, @&nlbss relationship with
a specified natural or legal person.

FATF R.

There is no explicit corresponding requirement batich
circumstances can be broadly inferred from Reconttagons 23 and
26 — 32.

Key elements

Are credit and financial institutionsequired to have such systems
place and effectively applied?

n

Description and
Analysis

Article 4 of the “Book of Rules on the manner ofikof the Compliance
Officer, the manner of conducting internal contrddeeping and
protecting data, the manner of recordkeeping aaidibrg of employees”
which was issued pursuant to Pursuant to Articleofihe LPMLTF,
states that “The compliance officer in the courdeconducting hig
work... shall respond to all requests and inquiriethe Administration”
(APMLTF).

Furthermore, under Article 48 of the LPMLTF repogi entities are
required to provide APMLTF with requested data ated than 8 day:
after the day of receiving the request.

There is, however no requirement for financial itn§bns to have
electronic or other systems in place to be ablérégspond fully and
promptly’

"2

Conclusion

Although there are requirements to respond prontpthequests, there |s
no specific requirement to have electronic or ohymtems in place that
enable them to respond fully and rapidly to engsirfirom the FIU, o
from other authorities, in accordance with theitioral law, as tg
whether they maintain or have maintained duringpitexious five years
a business relationship with specified naturalegal persons and on the
nature of that relationship.

Recommendations and
Comments

This issue is not considered to be relevant foiMioatenegrin system
at present.

23. Extension to other professions and undertakings |

Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States to
ensure extension of its provisions to other protesds and
undertakings whose activities are likely to be uded money
laundering or terrorist financing.

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has the country effectively implemented Art. 4 bEtDirective? Ig
this based on a risk assessment?

Description and
Analysis

Article 4 of the LPMLTF identifies those individwabnd legal person
who have obligations under the lavrticle 4 includespawnshops (su
clause 11) and “other business organizations, lgg@ons, entrepreneurs
and natural persons engaged in an activity or legsiof:

» sale and purchase of claims;

» factoring;

» third persons’ property management;

» issuing and performing operations with payment eedlit cards;
» financial leasing;

» travel organization;

» real estate trade;

e motor vehicles trade;

7))
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» vessels and aircrafts trade;

» safekeeping;

» issuing warranties and other guarantees;

» crediting and credit agencies;

» granting loans and brokerage in loan negotiatifeiraf

* brokerage or representation in life insurance edffand

» organizing and conducting biddings, trading in veodf art, precious
metals and precious stones and precious metalpractbus stone
products, as well as other goods, when the payisentide in cash
in the amount of €15,000 or more, in one or motergonnected
transactions.” (sub clause 15)

within the definition of “Obligors”. Their obligans, therefore, are the

same as those applying to financial institutionsl @s set out in th

LPMLTF. As such they are subject to the provisiafighe LPMLTF

which includeCDD and record keeping obligations.

)

D

Conclusion

It would appear that additional businesses whids@nt a risk of of
vulnerability to money laundering have been idémdifand have bee
brought within the requirements of the LPMLTF.

=]

Recommendations and
Comments

24.

Specific provisions concerning equivalent third contries? |

Art. 11, 16(1)(b),
28(4),(5) of the
Directive

The Directive provides specific provisions concegicountrieg
which impose requirements equivalent to those kdvn in the
Directive (e.g. simplified CDD).

FATF R.

There is no explicit corresponding provision in th&TF 40 plus 9
Recommendations.

Key elements

How does the country address the issue of equivdiend countries?

Description and
Analysis

There does not appear to be a provision under Megtén law which
sets out specific provisions concerning countrieBictv impose
requirements equivalent to those laid down in tire®ive

Conclusion

Recommendations and
Comments

This issue is not considered to be relevant folMioatenegrin systen
at present.

—
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LIST OF ANNEXES

ANNEX | Details of all bodies met on the onsite nssion

(Details of all bodies met on the on-site missiorMinistries, other government authorities or
bodies, private sector representatives and others)

* Vice Prime Minister, Mrs. Djurovic

» Financial Intelligence Agency (the Administratiar the Prevention of Money
Laundering and Terrorism Financing - APMLTF)

* Agency for National Security

* Ministry of Internal Affairs

* Ministry of Foreign Affairs

* Ministry of Finance

e Ministry of Justice

* Ministry of Justice and Ministry of Internal AffanfDepartments responsible for
registration of NGOs, incl. NPOSs)

» State Prosecutors Office

» Police Administration

e Customs Administration and Border Police

* The Supreme Court

» Central Bank of Montenegro

* Insurance Supervision Agency

* The Securities Commission

* Administration for Lottery and Gaming

* The Bank Association

* The Account Association

* The Lawyers Association

* Representatives of commercial banks

* Representatives of casinos

* Representatives of insurance companies

* Representatives of broker companies

* The Commercial Trade Register

* Representatives of real estate agencies

» Representative of the lawyers
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ANNEX Il Designated categories of offences

Designated categories of offences
based on the FATF Methodology

Offence in domestic legislation

Participation in an organised criminal gro
and racketeering

uParticipation in a group committing a crime (Art.
404), Extortion (Art. 250) Furthermore, for most
serious crimes the fact that it was committed byamg

form of such offence.

than one person, would mean that it is an aggrdvate

Terrorism, including terrorist financing

Terrorism (Art. 365), International terrorism (Art.
447), Financing of terrorism (Art. 449)

Trafficking
smuggling

in human beings and migra

nt
Trafficking in human beings (Art. 444)

Sexual exploitation,
exploitation of children

including  sexu

aRape (Art. 204), Sexual intercourse with a childt(A
206), Pimping and enabling having a sexual
intercourse (Art. 209 )

lllicit trafficking in narcotic drugs ang
psychotropic substances;

i Unauthorized production, keeping and releasing fo

circulation of narcotics (Art. 300)

lllicit arms trafficking

Unlawful keeping of weapons and explosives (Art.
403), Manufacture of forbidden weapons (Art. 433)

lllicit trafficking in stolen and other goods

Comteent (Art. 256 )

Corruption and bribery

Passive bribery (Art. 4283tive bribery (Art. 424)

Fraud

Fraud (Art.244)

Counterfeiting currency

Counterfeiting money (A%538)

Counterfeiting and piracy of products

Criminal acts against intellectual property (Ar@32
238)

Environmental crime

Criminal acts against the emvinent and spatial
planning (Arts.303-326)

Murder, grievous bodily injury

Murder (Art.143), 5&us bodily injury (Article 151)

Kidnapping, illegal restraint and hostage-taki

ngbduction by force (Art.164), Unlawful deprivatiaf
freedom (Art. 162), Taking hostages (Art. 448)

Robbery or theft Theft (Art. 239), Theft in the nature of robberyr(A
241), Robbery (Art. 242)

Smuggling Smuggling (Art.265)

Extortion Extortion (Art.250)

Forgery (In the Montenegrin language, “forge
and counterfeiting” relate to same Engl
word)

erg ounterfeiting money (Art. 258), Counterfeiting

skecurities (Art. 259), Counterfeiting and abuse of
credit cards and cards for non-cash payment (Art.
260), Counterfeiting value bearing marks (Art. 261
Counterfeiting of signs for marking goods, measure
and weights (Art. 286), Falsifying a document (Art.
412), Special cases of falsifying documents (AtB}Y
Falsifying an official document (Article 414)

2S

Piracy

Piracy (Art.345)

Insider trading and market manipulation

Forbidden banking, stock-exchange and insurance
transactions (Art. 266)

Violation of equality in the conduct of business
activities (Art. 269), Abuse of monopolistic poeii

(Art. 270)
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ANNEX Il Law on the Prevention of Money Laundering and Terrorist Financing

LAW ON THE PREVENTION OF MONEY LAUNDERING AND TERR ORIST FINANCING

| Basic provisions
Subject Matter of the Law - Article 1

This Law shall regulate measures and actions usiEmtfor the purpose of detecting and preventing
money laundering and terrorist financing.

Money Laundering - Article 2
In the context of this Law, the following shall, particular, be considered as money laundering:

1. conversion or other transfer of money or other prgporiginating from criminal activity,

2. acquisition, possession or use of money or othapeaty proceeding from criminal activity,

3. concealment of the true nature, origin, depositb@gtion, movement, disposition, ownership
or rights concerning money or other property orgjimg from criminal activity.

Terrorist Financing - Article 3
In the context of this Law, the following shall, particular, be considered as terrorist financing:

1. providing or collecting or an attempt of providimg collecting money or other property,
directly or indirectly, with the aim or in the knésdge that they are to be used, in full or in
part, in order to carry out a terrorist activityused by a terrorist or terrorist organization, and

2. encouraging or assisting in providing or collectthg funds or property from the item 1 of
this Article.

Obligors - Article 4
Measures for detecting and preventing money laumglend terrorist financing shall be taken before
and during the conduct of any business of recejiiimgesting, exchanging, keeping or other form of
disposing of money or other property, or carrying the transactions for which there are reasonable
grounds for suspicion of money laundering or teéstdimancing.

Measures from Paragraph 1 of this Article shalubdertaken by business organizations, other legal
persons, entrepreneurs and natural persons (hitegireferred to as: obligors), as follows:

1) banks and foreign banks’ branches and other fimhingtitutions;

2) savings-banks, and savings and loan institutions;

3) organizations performing payment transactions,

4)  post offices,

5) companies for managing investment funds and brandfeforeign companies for
managing investment funds;

6) companies for managing pension funds and branché&meign companies for managing
pension funds;

7)  stock brokers and branches of foreign stock brokers

8) insurance companies and branches of foreign insaralompanies dealing with life
assurance;

9) organizers of lottery and special games of chance;

10) exchange offices;

11) pawnshops;

12) audit companies, independent auditor and legahtural persons providing accounting and
tax advice services;

13) institutions for issuing electronic money;

14) humanitarian, nongovernmental and other non-poogiainizations, and
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15) other business organizations, legal persons, eetieprs and natural persons engaged in an
activity or business of:

- sale and purchase of claims;

- factoring;

- third persons’ property management;

- issuing and performing operations with payment emedit cards;

- financial leasing;

- travel organization;

- real estate trade;

- motor vehicles trade;

- vessels and aircrafts trade;

- safekeeping;

- issuing warranties and other guarantees;

- crediting and credit agencies;

- granting loans and brokerage in loan negotiatideiraf

- brokerage or representation in life insurance edffand

- organizing and conducting biddings, trading in veoi art, precious metals and
precious stones and precious metals and prectongessproducts, as well as other
goods, when the payment is made in cash in the an@f€ 15.000 or more, in one
or more interconnected transactions.

By way of exception to item 2 of this Article a tégtion of the Government of the Republic of
Montenegro (hereinafter: the Government) can detfveeother obligors that shall take the measures
from item 1 of this Article if, considering the nia¢ and manner of carrying out activities or busine
there is a more significant risk of money laundgran terrorist financing, or define the obligorsith
do not need to undertake the measures from itefrtHisoArticle, when the risk of money laundering
or terrorist financing does not exist any more.

Definition of Terms - Article 5
Some terms in this Law shall have the following niegs:

1 terrorist act” shall mean an act defined by the United Nationsv@€ontion for the Suppression of
the Financing of Terrorism;

2."terrorist” shall mean a person who alone or with other persons

- intentionally, directly or indirectly, commits attempts to commit a terrorist act;

- encourages or assists in the commission of istract;

- intentionally or in the knowledge of the intemtiof a group of persons to commit a terrorist hag
contributed, or is contributing to the commissidraderrorist act;

3. terrorist organization” shall mean an organized group of persons that:

- intentionally, directly or indirectly, commits attempts to commit a terrorist act;

- encourages or assists in the commission of istract;

- intentionally or in the knowledge of the intemtiof a group of persons to commit a terrorist hag
contributed, or is contributing to the commissidraderrorist act;

4 transaction” shall mean receiving, investing, exchanging, kegminother form of disposing of
money or other property;

5.risk of money laundering and terrorist financing” shall mean the risk that a customer will use
the financial system for money laundering or testofinancing, or that a business relationship, a
transaction or a product will indirectly or dirgctie used for money laundering or terrorist finaggi
6."open account relationship” shall mean a correspondent relationship betweenesiien and
foreign credit institution established by openimgaacount of a foreign credit or other institutieith

a domestic credit institution (opening a loro acadu

7."correspondent relationship” shall mean a contract that a domestic credit ittt enters into
with a foreign credit or other institution, withvéew to operating business with foreign countries;
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8.”shell bank” shall mean a credit institution, or other similastitution, registered in a country in
which it does not carry out activity and which @ melated to a financial group subject to supémis
for the purpose of detecting and preventing moaewdering or terrorist financing.

I DUTIES AND LIABILITIES OF OBLIGORS

1. Basic Duties - Article 6
An obligor shall:

1. carry out customer identification;

2. exercise thorough customer due diligence (hereinatustomer due diligence);

3. report and provide data, information and documesrtab the administration body competent
for the affairs of preventing money laundering amedrorist financing (hereinafter: the
competent administration body), in compliance wfité provisions of this Law.

4. apply measures for preventing and detecting moaegdering and terrorist financing in its
registered office and organizational units outsideregistered office;

5. determine a person authorized for undertaking tleasures provided for by this Law and
his/her deputy;

6. ensure a regular professional training and educatioemployees and internal control of
meeting the obligations provided for by this Law;

7. compile and regularly keep up-to-date a list ofidatbrs for identifying suspicious
transactions, for which there are reasonable guod suspicion of money laundering or
terrorist financing;
ensure keeping and protecting data and keepingopfired records, and
perform other affairs and obligations provided igrthis Law and regulations passed on the
basis of law.

©ow

Customer Identification - Article 7
Customer identification shall be a procedure inicigd
1. establishment of the identity of a customer, dhd identity has been previously established,
verification of the identity on the basis of rel@bindependent and objective sources, and
2. gathering data on a customer, or if data have ba#rered, verifying the gathered data on the
basis of reliable, independent and objective saurce

Risk Analysis - Article 8
An obligor shall make risk analysis which deternsitiee risk assessment of groups of customers or of
an individual customer, business relationship, gaation or product related to the possibility of
misusage for the purpose of money laundering ootist financing.
The analysis from paragraph 1 of this Article sl prepared pursuant to the guidelines on risk
analysis.
The guidelines from the paragraph 2 of this Artfhall be determined by the competent supervisory
bodies from the Article 86 of this Law, pursuantth@ regulation adopted by the ministry that has
jurisdiction over financial affairs (hereinaftelnet Ministry).
The regulation from paragraph 3 of this Article Iklde@termine more specific criteria for guidelines
development (obligor’'s size and composition, scapé type of affairs, customers, or products and
the like), as well as the type of transactions vidrich, due to the absence of the risk of money
laundering and terrorist financing, it is not nexagy to carry out customer identification in theext
of this Law.

Cases in which customer due diligence measures aredertaken - Article 9
An obligor shall undertake customer due diligen@asures particularly in the following cases:
1. when establishing a business relationship withstoruer;
2. of one or more linked transactions amounting to @13;
3. when there is a suspicion about the accuracy orcitgr of the obtained customer
identification data, and
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4. when there are reasonable grounds for suspiciomooky laundering or terrorist financing.

If the transactions from paragraph 1 item 2 of thiticle are based on an already established bssine
relationship, an obligor shall verify the identiby the customer that carries out the transactiah an
gather additional data.

An organizer of special games of chances shakirying out the transaction from paragraph 1 item 2
of this Article verify the identity of a customer @ cash-desk and obtain the data from the Arfigle
item 6 of this Law.

Also, in the context of this Law, the following ¢h&e considered as establishing a business
relationship:

1. customer registration for participating in the systof organizing games of chances at the
organizers that organize games of chances on tieen&t or by other telecommunication
means, and

2. customer’s access to the rules of managing a mfundlat managing companies.

Activities undertaken by an obligor - Article 10
When establishing a business relationship an ob$igall apply the following measures:

1. to identify a customer and beneficial owner if tustomer is a legal person:

2. to obtain and verify data on a customer, or bera@fmwvner, if the customer is a legal person,
on the purpose and nature of a business relatiprshiransaction and other data pursuant to
this Law, and

3. to monitor regularly the business activities thatustomer undertakes with the obligor and
verify their compliance with the nature of a busieelationship and the usual scope and type
of customer’s affairs.

Customer control when establishing a business relainship - Article 11
Before the establishment of a business relationahipbligor shall apply the measures from Article
10 items 1 and 2 of this Law.

Exceptionally an obligor can apply the measuresnfrparagraph 1 of this Article during the
establishment of a business relationship with @ocoer if this is necessary for the establishmerd of
business relationship and where there is insigamticisk of money laundering or terrorist financing

When concluding a life insurance contract obligonf Article 4 paragraph 2 item 8 of this Law can
exert control over the insurance policy beneficiafier concluding the insurance contract, but not
later than the time when the beneficiary accordintihe policy can exercise his/her rights.

Control of the customer before carrying out a transiction - Article 12
When carrying out transactions from Article 9 paggdp 1 item 2 of this Law an obligor shall apply
the measures from Articles 7 and 10 items 1 anfitBi® Law before carrying out the transaction.

Transactions that do not require the application ofcustomer due diligence measures - Article 13
Insurance companies conducting life insurance legsirand business units of foreign insurance
companies licensed to conduct life insurance bgsidontenegro, founders, managers of pension
funds, and legal and natural persons conductingeseptation and brokerage business in insurance,
when entering into life insurance contracts domestd to conduct the verification of a customer when
1. entering into life insurance contracts where arviddal instalment of premium or multiple
instalments of premium, payable in one calendar,yd@anot exceed the amount of €1,000,
or where the payment of a single premium does xa#exl the amount of €2,500;
2. concluding pension insurance business providingithest
- insurance within which it is not possible to asdilge insurance policy to a
third person or to use it as security for a crediborrowing, or
- a conclusion of a collective insurance contractugng the right to a
pension.
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Domestic and foreign companies and business uhfte@ign companies that issue electronic money
do not need to conduct the verification of a cugtomhen:
1. issuing electronic money, if the single maximumueaissued on the electronic data carrier,
upon which it is not possible to re-deposit vall@es not exceed the amount of €150, and
2. issuing and dealing with electronic money, if tbtat amount of value kept on the electronic
data carrier, upon which it is possible to re-dépealue, and which in the current calendar
year does not exceed the amount of €2,500, urfiedsalder of electronic money in the same
calendar year cashes the amount of €1,000 or more.
An obligor does not need to conduct control oveustomer to whom it provides other services or
related transactions representing an insignifiagsk of money laundering or terrorist financing,
unless there are reasonable grounds for suspi€imooey laundering or terrorist financing.
Cases representing an insignificant risk of morsyndering or terrorist financing shall be more
specifically regulated by a regulation of the Minys

2. Applying customer control measures

Establishing and verifying a natural person identiy - Article 14
An obligor shall establish and verify the identiffya customer that is a natural person or of his/he
legal representative, entrepreneurship, or a napeeson performing activities, by checking the
personal identification document of a customer isiher presence and obtain data from Article 71
item 4 of this Law. In case the required data carb® established on the basis of the submitted
identification document, the missing data shall digained from other valid official document
submitted by a customer.
Identity of a customer from paragraph 1 of thisiédlet can be established on the basis of a qualified
electronic certificate of a customer, issued byedification service provider in accordance witle th
regulations on electronic signature and electrboginess.
Within establishing and verifying the identity ofcastomer in the manner determined in paragraph 2
of this Article an obligor shall enter the data @rustomer from the qualified electronic certifecat
into data records from Article 70 of this Law. THata that cannot be obtained from a qualified
electronic certificate shall be obtained from thepy of the personal identification document
submitted to an obligor by a customer in writteretactronic form, and if it is not possible to dhta
all required data in that manner, the missing dhtdl be obtained directly from the customer.
Certification service provider from paragraph 2tk Article that has issued a qualified electronic
certificate to a customer shall, upon an obligogguest, without delay submit the data on the manne
of establishing and verifying the identity of a mmer who is a holder of the qualified electronic
certificate.
Establishing and verifying the identity of a cusemusing a qualified electronic certificate is not
permitted when:

1. opening accounts at obligors from Article 4 paragr2 items 1 and 2 of this Law,
except in the case of opening a temporary depasibuat for paying in founding
capital, and

2. there is suspicion of qualified electronic ceréfie misuse or when an obligor
determines that the circumstances that have signifi effect on the certification
validity have changed.

If an obligor, when establishing and verifying thientity of a customer, doubts the accuracy of
obtained data or veracity of documents and othestinless files from which the data have been
obtained, he/shel/it shall request a written stai¢rinem a customer.

Establishing and verifying the identity of a legalperson - Article 15

An obligor shall establish and verify the identiiffa customer that is a legal person and obtain the
data from Article 71 item 1 of this Law by checkitite original or certified copy of the document
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from the Central Register of the Commercial Cobtdréinafter: CRCC) or other appropriate public
register, submitted by an agent on behalf of a legeson.

The document from paragraph 1 of this Article mayve older than three months of its issue date.
An obligor can establish and verify the identityesofegal person and obtain data from Article 7fnite

1 of this Law by checking CRCC or other approprigiélic register. On the register excerpt that has
been checked an obligor shall state date and tirdegree name of the person that has made the check.
An organization shall keep the excerpt from thesteg in accordance with law.

An obligor shall obtain data from Article 71 iterg@s 7, 9, 10, 11, 12, 13 and 14 of this Law by
checking the originals or certified copies of doeumts and other business files. If data cannot be
determined by checking identifications and docuraiorn, the missing data shall be obtained directly
from an agent or authorized person.

If, during establishing and verifying the identity a legal person, an obligor doubts the accurdcy o
the obtained data or veracity of identification artder business files from which the data have been
obtained, he/she/it shall obtain a written statdmfeam an agent or authorized person before
establishing a business relationship or executitmgresaction.

If a customer is a foreign legal person performaggjvities in Montenegro through its business unit,
an obligor shall establish and verify the identfya foreign legal person and its business unit.

Establishing and verifying the identity of the agenof a legal person - Article 16
An obligor shall establish and verify the identitiyan agent and obtain data from Article 71 itewf 2
this Law by checking the personal identificatiortdiment of the agent in his/her presence.
If the requireddata cannot be determined from the personal idestiifin document, the missing data
shall be obtained from other official document sitbed by the agent or authorised person.
If an obligor doubts the accuracy of the obtainathdvhen establishing and verifying the identity of
an agent, he/she/it shall require agent’s writtatement.

Establishing and verifying the identity of an authaised person - Article 17
If an authorised person establishes a businessorehip on behalf of a customer that is a legal
person, an obligor shall establish and verify dhentity of an authorised person and obtain data fro
Article 71 item 2 of this Law by checking the parab identification document of an authorised
person and in his/her presence. If the requidata cannot be determined from the personal
identification document, the missing data shalbb&ined from other official document submitted by
the authorised person.
An obligor shall obtain data from paragraph 1 akthArticle on the agent on whose behalf the
authorised person acts, from a certified writtewgoof authorization, issued by the agent.
If the transaction from Article 9 paragraph 1 it2rof this Law is executed by an authorised person o
customer’s behalf, an obligor shall verify the itlignof the authorised person and obtain data from
Article 71 item 3 of this Law on a customer thataishatural person, entrepreneurship or natural
person, performing an activity.
If an obligor doubts the accuracy of the obtainathdvhen establishing and verifying the identity of
an agent, he/she/it shall obtain agent’s writtateshent.

Special cases of establishing and verifying customeéentity - Article 18

The customer’s identity, pursuant to Article 7 loistLaw, shall be established, or verified paraeciyl
in the following cases:

1. when a customer enters the premises where specrs@gof chance are organized,;

2. on any approach of a lessee or his/her agent,pmrson he/she has authorized, to the safe

deposit box.

When establishing and verifying the customer’s idgrpursuant to paragraph 1 of this Article an
organizer of games of chance or an obligor perfognine activity of safekeeping shall obtain theadat
from Article 71 items 6 and 8 of this Law.

3. Establishing the beneficial owner
Beneficial Owner - Article 19
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In the context of this Law the following shall bensidered as a beneficial owner of a business
organization or legal person:
1. a natural person who indirectly or directlyr@mamore than 25% of the shares, voting rights and
other rights, on the basis of which he/she padigp in the management, or owns more than a
25% share of the capital or has a dominating imitgein the assets management of the business
organization, and
2. anatural person that indirectly ensures @nsuring funds to a business organization andhatn t
basis has the right to influence significantly treeision making process of the managing body
of the business organization when decisions colrggfimancing and business are made.
Also, a business organization, legal person, akagehn institution or other foreign legal persbatt
is directly or indirectly a holder of at least €5000 of shares, or capital share, shall be coreitar
foreign owner.
As a beneficial owner of an institution or othereiign legal person (trust, fund and the like) that
receives, manages or allocates assets for certaipoges, in the context of this Law, shall be
considered:
1. a natural person, that indirectly or directly colgrmore than 25% of a legal person’s asset or
of a similar foreign legal entity, and
2. anatural person, determined or determinable anafiziary of more than 25% of the income
from property that he/she manages.

Establishment of a beneficial owner of a legal peos or foreign legal entity - Article 20
An obligor shall establish the beneficial owneradiegal person or foreign legal person by obtaining
data from Article 71 item 15 of this Law.
An obligor shall obtain the data from paragraphf this Article by checking the original or certifle
copy of the documentation from the CRCC or othgrrapriate public register that may not be older
than three months of its issue date or obtain tberthe basis of the CRCC or other public regigter i
accordance with Article 14 paragraphs 3 and 5isflthw.
If the required data cannot be obtained in the raadetermined in paragraphs 1 and 2 of this Article
an obligor shall obtain the missing data from &atemi statement of an agent or authorised person.
Data on beneficial owners of a legal person or laiforeign legal entity shall be verified to the
extent that ensures complete and clear insighttir@doeneficial ownership and managing authority of
a customer respecting risk-degree assessment.

4. Obtaining data on the purpose and intended naturefoa business relationship or
transaction - Article 21

Within the control of a customer from Article 9 pgraph 1 item 1 of this Law, an obligor shall obtai
data from Article 71 items 1, 2, 4, 5, 7, 8 andotEhis Law.
Within the control of a customer from Article 9 pgraph 1 item 2 of this Law, an obligor shall obtai
data from Article 71 items 1, 2, 3, 4, 5, 9, 10, 12 and 15 of this Law.
Within the control of a customer from Article 9 pgraph 1 items 3 and 4 of this Law, an obligor
shall obtain data from Article 71 of this Law.

5. Monitoring business activities - Article 22
An obligor shall monitor customer’s business atitig, including the sources of funds the customer
uses for business, in order to identify the customere easily.
Monitoring business activities from paragraph tto$ Article at an obligor shall particularly incle
the following:
1. verifying the compliance of customer’s businesshwitature and purpose of contractual
relationship;
2. monitoring and verifying the compliance of customdyusiness with usual scope of her/his
affairs, and
3. monitoring and regular updating of documents anth dm a customer, which includes
conducting repeated annual control of a customd#rdrcases from Article 24 of this Law.
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An obligor shall ensure and adjust the dynamicsirafertaking measures from paragraph 1 of this
Article to the risk of money laundering and tersbfinancing, to which an obligor is exposed when
performing certain work or when dealing with a omnsér.

Repeated annual control of a foreign legal personArticle 23

If a foreign legal person executes transactions fAgticle 9 paragraph 1 of this Law at an obligbe
obligor shall, in addition to monitoring businesstidties from Article 22 of this Law, conduct
repeated annual control of a foreign legal perddeast once a year, and not later than after xpaye
of one year period since the last control of aaust.
By the way of exception to paragraph 1 of this @etian obligor shall, at least once a year, and not
later than after the expiry of one year period sitie last control of a customer, also conductatsake
control when the customer executing transactioos fArticle 9 paragraph 1 of this Law is a legal
person with a registered office in Montenegro,hié foreign capital share in that legal person is at
least 25%.
Repeated annual control of a customer from paragramnd 2 of this Article shall include:
875.0btaining or verifying data on the company, addesss registered office;
876.0btaining data on personal name and permanentamgbtary residence of an agent;
877.0btaining data on a beneficial owner, and
878.0btaining a new power of authorization from Artidlé paragraph 2 of this Law.
If the business unit of a foreign legal person ekes transactions from Article 9 paragraph 1 of thi
Law on behalf and for the account of a foreign lgmgrson, an obligor, when conducting repeated
control of a foreign legal person, in addition aialfrom paragraph 3 of this Article, shall alsoadr

1. data on the address and registered office of tembss unit of a foreign legal person, and

2. data on personal name and permanent residenceecdgént of the foreign legal person

business unit .

An obligor shall obtain the data from paragraphe3ns 1, 2 and 3 of this Article by checking the
original or certified copy of the documentationrfrathe CRCC or other appropriate public register
that may not be older than three months of itseisdate, or by checking the CRCC or other
appropriate public register. If the required datarmt be obtained by checking the documentati@n, th
missing data shall be obtained from the originatertified copy of documents and other business
files, forwarded by a legal person upon an obligogquest, or directly from a written statementhef
agent of a legal person from paragraphs 1 anci@Article.
By the way of exception to paragraphs 1, 2, 3,dl5of this Article an obligor shall conduct repesht
control of a foreign person from Article 29 itenoflthis Law.

6. Special types of customer verification - Article 24
Special types of customer verification in the caht# this Law shall be:
1. enhanced customer verification, and
2. simplified customer verification.

Enhanced customer verification - Article 25
Enhanced customer verification, in addition to tflentification from Article 7 of this Law, shall
include additional measures in the following cases:
1. on entering into open account relationship witraakbor other similar credit institution, with
registered office outside the EU or outside theestirom the list;
2. on entering into business relationship or executiagsaction from Article 9 paragraph 1 item
2 of this Law with a customer that is a politicadlyposed person from Article 27 of this Law,
and
3. when a customer is not present during the veriioaprocess of establishing and verifying
the identity.
An obligor shall apply a measure or measures oéeodd customer verification from Articles 26, 27
or 28 of this Law in the cases when he/she/it ed#s) that due to the nature of a business
relationship, type and manner of transaction executbusiness profile of a customer or other
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circumstances related to the customer, theretisese could be a risk of money laundering or téstor
financing.

Open accounts relationship of banks and credit ingutions from third countries - Article 26
When establishing an open account relationship avitank or other similar credit institution thasha
a registered office outside the EU or outside ttetes from the list, an obligor shall carry out
customer identification pursuant to Article 7 oisthaw and obtain the following data:

1. issue date and validity of the license for provigibanking services and the name and
registered office of the competent state bodyisated the license;

2. description of conducting internal procedures,teglao detection and prevention of money
laundering and terrorist financing, and in partéeul customer verification procedures,
determining beneficial owners, reporting data ospgtious transactions and customers to
competent bodies, records keeping, internal comindl other procedures, that a bank or other
similar credit institution has established in relatto preventing and detecting money
laundering and terrorist financing;

3. description of systemic organization in the aredeiecting and preventing money laundering
and terrorist financing, applied in a third countiyhere a bank or other similar credit
institution has a registered office or where it baesn registered;

4. a written statement, that a bank or other simitadit institution in the state where it has a
registered office or where it has been registergutier legal supervision and that, in
compliance with legislation of that state, it shegbply appropriate regulations in the area of
detecting and preventing money laundering and ristrfinancing;

5. a written statement that a bank or other similaditrinstitution does not operate as a shell
bank, and

6. a written statement that a bank or other similaditrinstitution has not established or it does
not establish business relationships or executesactions with shell banks.

Employed with an obligor that concludes contraotenf paragraph 1 of this Article shall conduct an
enhanced customer verification procedure and obtditen consent of an obligor’s person in charge,
before concluding the contract.

An obligor shall obtain the data from paragraphf this Article from public or other available data
records, or by checking documents and business fitevided by a bank or other similar credit
institution with a registered office outside the Bhd outside the states from the list.

Politically exposed persons - Article 27
A natural person that is acting or has been adtirtige last year on a distinguished public positioa
state, including his/her immediate family membend alose associates, shall, in the context of this
Law, be considered politically exposed personpdews:

1. presidents of states, prime ministers, ministand their deputies or assistants, heads of
administration authority and authorities of localvgrnance units, as well as their deputies or
assistants and other officials;

. elected representatives of legislative authesiti

. holders of the highest juridical and constitnélly judicial office;

. members of State Auditors Institution or supremeit institutions and central banks councils;

. consuls, ambassadors and high officers of aforeds, and

. members of managing and supervisory bodiestefmses with majority state ownership.
Marital or extra-marital partner and children bamna marital or extra-marital relationship and thei
matrital or extra-marital partners, parents, brathand sisters shall be deemed immediate family
members of the person from paragraph 1 of thisckstti

A natural person that has a common profit fromabget or established business relationship or other
type of close business contacts shall be deembxta assistant of the person from paragraph lif th
Article.

Within enhanced customer verification from paragrdpof this Article, in addition to identification
from Article 7 of this Law, an obligor shall:

oLk WN
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1. obtain data on funds and asset sources, that arsubject of a business relationship or
transaction, from personal or other documents stibthby a customer, and if the prescribed
data cannot be obtained from the submitted docwsnéiné data shall be obtained directly
from a customer’s written statement;

2. obtain a written consent of the person in charderbeestablishing business relationship with
a customer, and

3. after establishing a business relationship, momitr special attention transactions and other
business activities carried out with an institutipna politically exposed person.

An obligor shall by an internal enactment, in ademce with the guidelines of a competent
supervisory authority, determine the procedurelentifying a politically exposed person.

Establishing the identity of a customer in absenceArticle 28
If a customer is not present during establishing eerifying the identity, an obligor shall, within
enhanced customer verification, in addition toitentification from Article 7 of this Law, undertak
one or more additional measures, such as:
1. to obtain additional documents, data or information the basis of which he/she verifies
customer identity, and
2. to verify submitted documents or obtain a certifickom a financial institution performing
payment operations, that the first customer’s payrhas been made on the account opened
with that institution.

Simplified customer verification - Article 29
Unless there are reasonable grounds for suspidomamey laundering or terrorist financing in
relation to a customer or transaction from Arti@lparagraph 1 items 1 and 2 of this Law, an obligor
can conduct simplified verification of a customeattis:
1. the obligor from Article 4 paragraph 2 items 1,42,5, 6, 8 and 9 of this Law or other
appropriate institution that has a registered efficthe EU or in a state from the list;
2. state body or local governance body and other legiadons exercising public powers;
3. an organization whose securities are included éntthde on the organized market in the EU
member states or other states where the EU stamdsedapplied on the stock markets, and
4. the customer from Article 8 paragraph 4 of this Ltamwvhom an insignificant risk of money
laundering or terrorist financing is related.
The list of the states from paragraph 1 of thisoletshall be determined by the Ministry.

Obtaining and verifying customer data - Article 30
Simplified customer verification from Article 29 diis Law shall include obtaining data when:
1. establishing a business relationship, the data on:

- acompany and the registered office of a legalgretisat establishes, or on
whose behalf and for whose account a businessiorsdaip is being
established;

- the personal name of an agent or authorized petisah establishes a
business relationship for a legal person, and

- the purpose, nature and date of establishing aéssirelationship;

2. executing transactions from Article 9 paragraptefni2 of this Law:

- company and the registered office of a legal personwhose behalf and
for whose account a transaction is being conducted,;

- the personal name of an agent or authorized p@moducting a transaction
for a legal person;

- date and time of executing a transaction;

- the amount of a transaction, currency and the nraofieexecuting a
transaction, and

- the purpose of a transaction, personal name andgmemt residence, or a
company and registered office of a legal personmwltbe transaction is
intended to.
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An obligor shall obtain data from paragraph 1 ad$ tArticle by checking the originals or certified
copies of the documentation from CRCC or other appate public register submitted by a customer
or by direct check.

If the required data cannot be obtained in the reafmom paragraph 2 of this Article, the missing
data shall be obtained from the originals or dedifcopies of identification documents and other
business files submitted by a customer, or fromattiten statement of an agent or authorised person
Documentation from paragraphs 1, 2 and 3 of thiscker may not be older than three months of its
issue date.

Limitations for carrying on business with a custome - Article 31
An obligor may not, for a customer, open, or kee@aonymous account, a coded or bearer passbook
or provide other service (banking product) that athrectly or directly enable the concealment of a
customer identity.

Prohibition of carrying on business with shell banis - Article 32
An obligor may not establish correspondent or agpesount relationship with a bank that operates or
could operate as a shell bank or with other singtadit institution known for allowing shell bants
use its accounts.

7. Reporting obligation - Article 33
An obligor shall provide to the competent admimigtm body data from Article 71 items 1, 2, 3,4, 5
9, 10, 11 and 12 on any transaction carried ouagh in the amount of €15,000 or more, immediately
after, and not later than three working days stheeday of execution of the transaction.
An obligor shall provide data from Article 71 ofishLaw to the competent administration body
without delay when there are reasonable groundssd@ispicion of money laundering or terrorist
financing related to the transaction (regardlesghef amount and type) or customer, before the
execution of the transaction, and state the deadlithin which the transaction is to be executdue T
statement could also be provided via telephonejtthds to be sent to the competent administration
body in a written form as well, not later than thBowing working day from the day of providing the
statement.
The obligation from paragraph 2 of this Article Bheefer to the reported transaction as well,
regardless of whether it is executed later or not.
The manner and requirements of providing of daienfparagraphs 1, 2 and 3 of this Article, and the
terms under which an obligor can be absolved ofrdperting obligation from paragraph 1 of this
Article shall be more specifically defined by thénidtry.

8. Applying measures of detection and prevention ohoney laundering and terrorist financing
in business units and companies with majority owneship in foreign states
Article 34
An obligor shall ensure that measures of detedimh prevention of money laundering and terrorist
financing, defined by this Law, are applied to fane extent both in business units or companies in
majority ownership of the obligor, whose registeodfices are in other state, if that is in comptian
with the legal system of the concerned state.
If the regulations of a state do not prescribe ithglementation of measures of detection and
prevention of money laundering or terrorist finamrito the same extent defined by this Law, an
obligor shall immediately inform the competent adisiration body on that and undertake measures
for removing money laundering or terrorist finarghisk.

9. Designating an authorised person and his/her degy
Performing the affairs of detecting and preventingmoney laundering and terrorist financing
Article 35
Obligors that have more than three employees diealgnate an authorised person and his/her deputy
for the affairs of detecting and preventing moraynidering and terrorist financing.
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At obligors that have less than four employees dffairs of detecting and preventing money
laundering and terrorist financing shall be perfednby a director or other authorised person.

Requirements for an authorised person - Article 36
The affairs of an authorized person from Articled33his Law can be performed by a person meeting
the requirements determined by the general enattomesystematization of job positions, particularly
including the following:

1. that he/she is permanently employed for carryingffairs and tasks that are in accordance
with the enactment on systematization organizetthénmanner ensuring fast, qualitative and
timely performance of tasks defined by this Law aegulations passed on the basis of this
Law;

2. that he/she has professional skills for performéfigirs of preventing and detecting money
laundering and terrorist financing and has pro@essi competencies for obligor’'s operation in
the areas where the risk of money laundering ootist financing exists, and

3. he/she has not been finally convicted of a crimef@cwhich punishment of imprisonment
longer than six months is provided for, and whicakes him/her inadequate for performing
affairs of prevention of money laundering and testdinancing.

An authorised person’s obligations - Article 37
An authorized person from Article 35 of this Lawalitperform the following affairs of:

1. taking care for establishing, functioning and depeig the system of detecting and
preventing money laundering and terrorist finanging

2. taking care for proper and timely data provisioth® competent administration body;

3. initiating and participating in preparing and mgiify operational procedures and preparing
obligors’ internal enactments related to the préeenand detection of money laundering and
terrorist financing;

4. cooperating in preparation of guidelines for cargyout verifications related to the prevention
of money laundering and terrorist financing;

5. monitoring and coordinating obligor’'s activity ihd area of detecting and preventing money
laundering and terrorist financing;

6. cooperating in establishing and developing infofamatechnology for carrying out activities
of detecting and preventing money laundering amdtist financing;

7. make initiatives and proposals to the competentimigtration body or managing or other
body of an obligor for the improvement of the systor detecting and preventing money
laundering and terrorist financing, and

8. preparing programs of professional training androupment of the employed at obligors in
the area of detecting and preventing money laumglend terrorist financing.

An authorised person shall be directly accountéblthe administration or other managing or other
obligor's body, and functionally and organizatidpaghall be separated from other organizational
parts of an obligor.

In the case of his/her absence or inability toratteo his/her duties, the authorised person stell b
substituted by the person determined by a genesdtment of an obligor (deputy of the authorised
person).

Working conditions for an authorised person - Artide 38
An obligor shall provide the authorised personipalarly with the following:

1. functional connection of organizational parts witie authorised person and to regulate the
manner of cooperation between organizational @mtsobligations and responsibilities of the
employed;

2. appropriate competencies for efficient performaatéasks from Article 38 paragraph 1 of
this Law;

3. appropriate material and other conditions for work;

4. appropriate spatial and technical options ensusing appropriate degree of protecting
confidential data and information he/she manageasemasis of this Law;
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5. appropriate information-technical support enablowggoing and reliable monitoring of the
activities in the area of preventing money launagand terrorist financing;
6. regular professional improvement in relation toedéhg and preventing money laundering
and terrorist financing, and
7. deputy during the absence from work.
Managing body in an organization shall provide da¢horised person with assistance and support in
performing the tasks defined by this Law and infdrim/her on facts significant for detecting and
preventing money laundering and terrorist financing
An obligor shall provide the competent administratbody with data on the personal name and name
of the job position of the authorised person amdpérson that substitutes the authorised perstrein
case of his/her absence or inability to attend isshbr duties, as well as inform the competent
administration body on any change in these datthowt delay, and not later than within 15 days
since the day of their change.

Professional training and improvement - Article 39
An obligor shall ensure regular professional tragniand improvement of employees performing
affairs of detecting and preventing money laundgend terrorist financing.
An obligor shall prepare the program of professiamaining and improvement of persons from
paragraph 1 of this Article not later than the efhthe first quarter of a business year.

10. Internal control - Article 40
An obligor shall ensure regular internal control pgfrforming affairs of detecting and preventing
money laundering and terrorist financing.
The method of work of an authorised person, exiexgigternal control, keeping and protecting data,
keeping records and the training of the employa@esmnaobligor, lawyers, law offices and law firms
(hereinafter: a lawyer), notaries, revision agesiciedependent auditors or natural persons progidin
accounting or other similar services shall be dpatly defined by the regulation of the Ministry.

Il TASKS AND OBLIGATIONS OF LAWYERS AND NOTARIES
Tasks and obligations of lawyers and notaries - Aitle 41
A lawyer or a notary shall, in compliance with thiaw, implement the measures of detecting and
preventing money laundering and terrorist financimigen:
1. he/she assists in planning and executing transectar a customer related to:
- purchase or sale of real estates or a businessipatjan,
- managing money, securities or other property afsgamer;
- opening and managing a banking account, savingssttepr the account for dealing with
securities;
- collection of funds for founding, dealing with oamaging a business organization, and
- founding, dealing with or managing an institutidond, business organization or other
similar organization form.
2. he/she executes a financial transaction or traiesaconcerning real estate on behalf and for
a customer.

Customer verification - Article 42
Within customer verification in the process of efithing the identity from Article 9 paragraph 1
items 1 and 2 of this Law, a lawyer or notary sbaliain data from Article 73 items 1, 2, 3, 4, &l
11 of this Law.
Within customer verification in the process of efishing the identity from Article 9 paragraph 2 of
this Law, a lawyer or notary shall obtain data frAnicle 73 items 1, 2, 3, 4, 7, 8, 9, 10 and 11hif
Law.
In the process of applying enhanced customer digedce measures from Article 9 paragraph 1
items 3 and 4 of this Law a lawyer or notary sloallain data from Article 73 items 12, 13 and 14 of
this Law.
A lawyer or notary shall establish and verify thentity of a customer or his/her agent, or autleokis
person and obtain data from Article 73 items 1,n8 8 of this Law by checking the personal
identification document of a customer in his/heegence, or the originals or certified copy of the
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documentation from the CRCC or other appropriatdipuegister, that may not be older than three
months of its issue date.

A lawyer or notary shall establish the beneficiainer of a customer that is a legal person or other
similar forms of organizing foreign legal persoobtaining data from Article 72 item 4 of this Law,
by checking the originals or certified copy of thecumentation from the CRCC or other public
register, that may not be older than a month oisiggse date. If the required data cannot be oldaine
from register, the missing data shall be obtaingdchecking the originals or certified copies of
documents and other business documentation sulbniiiethe agent of a legal person or other
organizational form or its authorised person.

A lawyer or notary shall obtain the missing datanirArticle 73 of this Law by checking the originals
or certified copies of documents and other busifiless

If the required data cannot be obtained in the reafiom paragraphs 1, 2, 3, 4, 5 and 6 of this
Article, the missing data, otherwise than data frnticle 73 items 12, 13 and 14 of this Law shall b
obtained directly from the customer’s written Stadat.

Reporting on customers and transactions for whichhere are reasons for suspicion of money
laundering and terrorist financing - Article 43

If a lawyer or a notary, when performing affairerfr Article 41 item 2 of this Law, establishes that
there are reasonable grounds for suspicion of mdeaydering or terrorist financing related to a
transaction or a customer, he/she shall infornctrepetent administration body before the execution
of a transaction and in the report he/she shai $tee deadline within which the transaction idéo
executed. The information can be provided via tebe, but it must be sent in written form to the
competent administration body not later than thiefong working day after the day of informing.
The obligation from paragraph 1 of this Article kefer to planned transactions as well, regasiles
of whether the transaction has been executed @teot.
If a lawyer, law office or notary in cases frornite 1 and 2 of this Article cannot provide inforrati
due to the nature of transaction, due to the feat it has not been executed or due to other iedtif
reasons, he/shefit shall provide data to the coenpetdministration body as soon as possible, or as
soon as he/shelit finds out that there are reasomabunds for suspicion of money laundering or
terrorist financing and substantiate the reasonsnfmt acting in the prescribed manner from
paragraphs 1 and 2 of this Article.
When a customer asks for advice on money laundexingrrorist financing, a lawyer or notary shall
inform the competent administration body withoutagle
A lawyer, legal firm or notary shall provide dateorh Article 74 of this Law to the competent
administration body in the manner defined by tlgutation of the Ministry.

Exceptions - Article 44
By the way of exception to Article 43 paragraphartl 2 of this Law, a lawyer does not need to
provide the competent administration body with da¢éshe obtained from a customer or data on a
customer when establishing his/her legal positiorepresenting in the proceedings conducted before
court, which includes providing advice on its prsipg or avoiding.
Upon the competent administration body’s requestpfoviding data from Article 49 paragraphs 1
and 2 of this Law, a lawyer shall, without delagt tater than 15 days after the day of receivirgy th
request, in written form state the reasons for tvhie/she did not act in accordance with the request
A lawyer does not need to report on cash transafi@mm Article 33 paragraph 1 of this Law, unless
there are reasonable grounds for suspicion of mdeaydering or terrorist financing related to a
transaction or a customer.

IV LIST OF INDICATORS FOR IDENTIFYING SUSPICIOUS CU STOMERS AND
TRANSACTIONS
Applying the list of indicators - Article 45
When establishing reasonable grounds for suspisfomoney laundering or terrorist financing and
other circumstances related to the suspicion, #igayblawyer or notary shall use list of indicatdor
identifying suspicious customers and transactions.
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List of indicators from paragraph 1 of this Artidball be placed in the premises of obligors, lawye
or notaries.

Defining the list of indicators - Article 46
The list of indicators for identifying suspiciousstomers and transactions shall be defined by the
Ministry on the professional basis prepared bydbmpetent administration body in cooperation with
other competent bodies.

V ADMINISTRATION BODY COMPETENCIES

Affairs and tasks of the competent body - Article Z
Administration affairs related to detecting andverging money laundering and terrorist financing
defined by this Law and other regulations shalpbdormed by the competent administration body.
Provision of data, information and documentationth@ competent administration body from
paragraph 1 of this Article shall be carried ouwut compensation in accordance with this Law.

Data provision upon request - Article 48

The competent administration body, after estimativag there are reasonable grounds for suspicion of
money laundering or terrorist financing, can reguUesm an obligor to provide, in particular, the
following data:

1. from the records on clients and transactions, &apghe basis of Article 70 of this Law;

2. on the state of funds and other property of a tedastomer at an obligor;

3. on funds and asset turnover of a certain custotrear abligor;

4. on business relationships established with an ohlend

5. information that an obligor has obtained or keptlunbasis of law.
In the request from paragraph 1 of this Article toenpetent administration body shall state the data
that are to be provided, legal basis, the purpbsata gathering and the deadline for their pravisi
The competent administration body can also recphieeprovision of data from paragraph 1 of this
Article on the persons for whom it is possible éemclude that they have cooperated or participated i
transactions or on the business of persons for wtimre are reasonable grounds for suspicion of
money laundering or terrorist financing.
Upon the request of the competent administratiotykia cases from paragraphs 1 and 2 of this
Article, an obligor shall provide the documentatfmishe/it keeps.
The competent administration body can require flamobligor to provide data, information and
documentation related to performing affairs in adeoce with this Law, as well as other necessary
data for monitoring the fulfilment of obligationgfthed by this Law.
An obligor shall provide data, information and de@ntation from paragraphs 1, 2, 3, 4 and 5 of this
Article to the competent administration body withdelay, and not later than eight days since tlye da
of receiving the request.
The competent administration body can, due to ektendocumentation or other justified reasons,
upon the reasoned request of an obligor, proloagigadline from paragraph 2 of this Article or garr
out data verification at an obligor.

Request to a lawyer or notary for submitting data @ suspicious transactions or persons —
Article 49
If the competent administration body estimates thate are reasonable grounds for suspicion of
money laundering or terrorist financing, it canuest from a lawyer or notary to provide data from
Article 48 of this Law necessary for detecting mpfeindering or terrorist financing.
The competent administration body shall state aréquest the data that are to be provided, legal
basis, the purpose of data gathering and the deefdir their provision.
The competent administration body can require tiogigion of data from paragraph 1 of this Article
on the persons for whom it is possible to concltite they have cooperated or participated in
transactions or on business of persons for whome thee reasonable grounds for suspicion of money
laundering or terrorist financing.
The competent administration body can require gémvor notary to provide data, information and
documentation related to performing affairs in adence with this Law, as well as other necessary
data for monitoring the fulfilment of obligationgfihed by this Law.
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Considering terms and manners of providing data fparagraphs 1, 2, 3 and 4 of this Law provisions
from Article 48 paragraphs 6 and 7 of this Law kbalapplied.

Request to a state authority or public powers holdefor submitting data on suspicious
transactions or persons - Article 50

If the competent administration body estimates thate are reasonable grounds for suspicion of
money laundering or terrorist financing, it canuieq state authorities or public powers holders to
provide data, information and documentation necgska detecting money laundering or terrorist
financing.
The competent administration body shall state aréquest the data that are to be provided, legal
basis, the purpose of data gathering and the deefdir their provision.
The competent administration body can also recphieeprovision of data from paragraph 1 of this
Article on the persons for whom it is possible éemclude that they have cooperated or participated i
transactions or on business of persons for whome thee reasonable grounds for suspicion of money
laundering or terrorist financing.
State authorities and public powers holders shadlvide the requested data, information and
documentation to the competent administration beitlyout delay, and not later than eight days after
the day of receiving the request, or enable, witltompensation, direct electronic access to dada an
information stated in the request.

A temporary suspension of transaction order - Arti¢e 51
The competent administration body may temporatispgend transaction by written order, within 72
hours, if it evaluates that there are reasonaldargts for suspicion of money laundering or terraris
financing, and is obliged, without delay, to notifympetent bodies of it.
If due to the nature of transaction or manner @eting the transaction or other circumstancesgund
which the transaction has been carried out, rdfrgifrom the transaction execution is impossibte, a
order shall be done verbally, with exemption ofgggaph 1 of this Article.
Person in charge of an obligor should make a noteeceiving verbal order from the Paragraph 1 of
this Article.
The competent administration body shall, withoutageprovide in written form previously given
verbal order.
Upon received notification of suspension of tratisa¢ competent authorities from paragraph 1 of
this Article have to act urgently in accordancehwibeir powers and within 72 hours from the
beginning of suspension of transaction

Termination of the measures for temporary suspensioof transaction - Article 52
If the competent authority of the competent adntiai®n body, within 72 hours from the order on
temporary suspension of transaction, evaluates tthexe is no reasonable suspicion on money
laundering and terrorism financing, shall withowdlay inform the competent authorities and the
obligor.
If the competent authority within 72 hours does taéie measures from the Article 51 paragraph 5 of
this Law, obligor shall immediately execute thengaction

Request for ongoing monitoring of customer’s finanial businesses - Article 53
The competent administration body shall requestwiitten form, from the obligor ongoing
monitoring of customer’s financial business, inatieln to which there are reasonable grounds for
suspicion of money laundering or terrorism finaggior other persons, for which may be concluded
that he/she cooperated or participate in trdiacor businesses activity to which are grourmts f
reasonable suspicion of money laundering or temorinancing are related , and shall determine
deadline within which is obliged to inform andgmvide required data.
Obligor shall provide or inform the competent adistimtion body on data from the paragraph 1 of
this Article, before carrying out the transactianconcluding the business and in report shall state
deadline estimation, within which the transactiofasiness should be done.
If due to the nature of transaction or businessuerto other justified reasons obligor is not dblact
as it is prescribed in paragraph 2 of this Artidie/she shall forward the data to the competent
administration body as soon as he/she is able teodbut not later than next working day from the
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day of carrying out the transaction or concluding business activity. The organization shall explai
in the report the reasons for not acting in acaoedawvith the provisions of paragraph 2 of this éeti
Ongoing monitoring of transactions from paragrapsf this Article shall not be longer than 3 months
and for reasonable grounds for suspicion of momemdering and terrorism financing it shall be
prolonged not later than 3 months starting fromdag of submitting the request from paragraph 1 of
this Article.

Collecting data on the basis of the initiative - Aficle 54
If in relation to transaction or a person there greunds for suspicion of money laundering, the
competent administration body may on the initiatibeat does not come from the obligor or
supervision body, and comes from the Court, SPatesecutor, Police Directorate, Competent Tax
Authority, Custom Directorate, Directorate for An@orruption Initiative and other competent
authorities, shall initiate obtaining and analyzideja , information and documentation for the raaso
of detecting and preventing money laundering anebtism financing.

Notifying on suspicious transactions - Article 55
If the competent administration body evaluateshmnliasis of data, information and documentation
obtained in accordance with this Law, which in tiela to certain transaction or certain person there
are reasonable grounds for suspicion of money ktimgl or terrorist financing, and shall inform the
competent authority in written form with necessdogumentation about the reasons for suspicion.
In notification from paragraph 1 of this Articlegltompetent administration body shall not state dat
on obligor and on person employed in the orgaromatithat announced data unless there are
reasonable grounds for suspicion that obligor digobs employee committed criminal act of money
laundering or terrorist financing, or if those datege necessary for establishing facts in criminal
proceedings and if transferring those data areireguin written form, by Court.

Information on other criminal acts - Article 56
If the Administration, on the basis of data, infation and documentation, obtained in accordance
with this Law, evaluates that in relation to trastgan or a person there are grounds for suspicdn
committing other criminal acts that are prosecutedofficial duty, shall provide, in written form,
information to the competent authority.

Information Feedback - Article 57
After obtaining and analyzing data, informatiordaocumentation that are in relation to transastio
or persons, for which there are reasonable grofmdsuspicion of money laundering or terrorist
financing or established facts, that may be comueatith money laundering or terrorist financingg th
competent administration body shall, in writtemnfioigive a notice to obligor or person that subeuditt
the initiative, unless the competent administratioody evaluates that notification may cause
detrimental effects on the course and outcomeepthceeding.

International cooperation - Article 58
Before submitting personal data to the foreign cetmpt authority for prevention of money
laundering and terrorist financing, the competemiaistration body shall carry out a verificatidn i
the foreign competent authority to which it shaltward required data, possess arranged system for
personal data protection and that used data skalised only for required purpose, unless it is
otherwise provided by the international agreement.
The competent administration body may conclude eagemts on financial and intelligence data,
information and documentation exchange with foreigountries competent authorities and
international organizations in accordance with dashed international agreement.

Request to the competent authority of a foreign sta for submitting data - Article 59
The competent administration body may request,iwits jurisdiction, from the competent authority
of a foreign state data, information, and docume@nanecessary for detection and prevention of
money laundering or terrorist financing.
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The competent administration body may use datagrnmdition and documentation obtained in
accordance with paragraph 1 of this Article, ordy purposes provided for by this Law, without
previous approval of the competent authority of fitreign state from which data are obtained, may
not provide or discover it to another authoriggdl or natural person, or use it in purposes ahat
not in accordance to the conditions and limitaldgthed by commissioned competent authorities.

Providing data and information on the request of tle competent authority of a foreign state -
Article 60
The competent administration body can provide dafarmation and documentation about persons or
transactions if there are reasonable grounds fgpicion of money laundering or terrorist financing
on a request of competent authority of foreigtestar detection and prevention of money laundering
and terrorist financing, under reciprocity condiso
The competent administration body needs not taneatcordance to the request from the paragraph 1
of this Article if:
3. onthe basis of the facts and circumstances,dsiatthe request , evaluates that there are not
enough reasons for suspicion of money launderirigroorist financing, and,
4. providing data should jeopardize or may jeopardim course of criminal proceeding in
Montenegro or otherwise could affect interestshefproceeding.
The competent administration body shall give infation in written form to the competent authority
which provided request, about reasons for rejecmdyshall state the reasons for rejecting.
The competent administration body may determineditmms and data usage limits from the
paragraph 1 of this Article.

Self initiative data provision to the competent attority of a foreign state - Article 61
The competent administration body may self-initially provide data, information and documentation
on a customer or transaction, for which there aasonable grounds for suspicion of money
laundering or terrorist financing, that are obtdilme processed in accordance to the provisionkisf t
Law, and may provide data to a foreign country cetapt authority, under reciprocity conditions.
The competent administration body, in process df setiative data providing may prescribe
conditions and limits under which a foreign competauthority for detection and prevention of
money laundering or terrorism financing, may use di@m paragraph 1 of this Article.

Temporary suspension of transaction on the initiatie of the competent authority of foreign state
Article 62

The competent administration body may, in accorddndhis Law, under reciprocity conditions, and

by reasoned written initiative of a foreign competauthority, by written order temporary suspend

transaction within 72 hours.

The competent administration body is obliged t@inf competent authorities about the order from

the paragraph 1 of this Article.

The competent administration body may reject ititeaof the competent authority of foreign state

from the paragraph 1 of this Article, if based ba facts and circumstances, that are mentioneutkin t

initiative, evaluate that given reasons are nofigaht grounds for reasonable suspicion of money

laundering and terrorism financing, and shall infdn written form the authority that submitted the

initiative and give the reasons for its rejection.

The initiative to a foreign competent authority for temporary suspension of transaction
Article 63
The competent administration body may, within itsgdiction in detection and prevention money
laundering and terrorist financing, submit writtentiative to a foreign competent authority for
temporary suspension of transaction, if evaluatd there are sufficient grounds for reasonable
suspicion of money laundering or terrorist finawggi

Prevention of money laundering and terrorism finaning - Article 64
The competent administration body shall have thleviing authorities:
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1. to initiate changes and amendments to regulati@miated to prevention of money
laundering and terrorist financing
2. to participate in consolidation of and to comphie tist of indicators for identifying costumers
and transactions for which there are grounds fepision of money laundering and terrorist
financing and to submit it to persons that havéedudetermined by this Law;
3. To participate in training and professional impnmeat of authorized obligor's employees
and competent state authorities.
4. to initiate publishing the list of countries ttdd not apply standards in the area of detection
and prevention of money laundering;
5. to prepare and publish recommendation or guidefioesnique implementation of this Law
and regulations enacted in accordance with thig lahthe obligors
6. To publish statistical data from the area of molaydering and terrorist financing, at least
once a year and to notify the public, in an apgetermanner, on phenomenon of money
laundering.
Competent administration body is obliged upon #west of the court or state prosecutor to provide
available data, information and documentation fithie register of transaction and persons that are
necessary for the needs of case prosecution, exbepinformation obtained on the basis of
international cooperation and for which don't haygproval of the competent authority of the foreign
state.

Reporting to the Government - Article 65
The competent administration body shall submitpereto the Government on its work and status, at
least once a year,

VI DUTIES OF THE STATE AUTHORITIES

The administration body competent for custom affais - Article 66
The administration body competent for custom aéfalall provide data or enable electronic access,
to the competent administration body, on each moolegck, bearer securities, precious metals and
precious stones transport across the state baegeeeding value or amount of 10.000 € or more,
within 3 days from the date of transporting.
The administration body competent for custom afainall provide data, from paragraph 1 of this
Law, to the competent administration body on tranggion or attempt of money, check, bearer
securities, precious metals and precious stonasgoatation, in value or amount lower than 10.000€
Jif in accordance with person there are reasonsstmpicion of money laundering or terrorist
financing.

Exchange and clearing-deposit society - Article 67
Exchange and clearing — deposit societies shalhowt delay, inform in written form the competent
administration body, if during carrying out actigg within the scope of its business, detect facts
indicating possible connection with a money lauiggor terrorist financing.
A legal persons from paragraph 1 of this Articlalsbipon a request of the competent administration
body, and in accordance with the Law, provide dat&grmation or documentation that indicate
possible connection with a money laundering owotst financing.

Courts, State Prosecutor and other state authoritie - Article 68
For the purpose of single record keeping on moaandering and terrorist financing the Competent
court, State prosecutor and other state authostieli provide data to the competent administration
body about misdemeanour and criminal offencesaelto money laundering and terrorist financing.
The competent state authority, from paragraph haf Article, shall provide, to the competent
administration body, regularly and on the requist following information:
1. date of filing criminal charge
2. personal name, date of birth and address or compamge, registered office of the company
and residence of reported person
3. nature of criminal offence and place, time and mearof carrying out the activity, which has
elements of a criminal offence, and
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4. previous criminal offence and place, time and marmaerying out the activity, which has
elements of previous criminal offence.

State prosecutor and the Competent Courts shadlaatsemi-annually, provide data, to the competent
administration body, referring to:

1. personal name, date of birth and address or regikteffice of the company, address and
residence of the reported person or the persorsthanitted the request for court protection
within misdemeanour proceeding of the Law;

2. phase of the misdemeanour proceeding and finaédecr

3. legal elements of the nature of criminal offencenisdemeanour

4. personal name, date of birth and address or compame, address and residence of the
person for whom is ordered temporary request ferseizure of unlawfully acquired assets or
temporary confiscation.

5. date of ordering and duration of the order on teraporequest for the seizure of unlawfully
acquired assets or temporary confiscation;

6. the amount of the assets or property value, refgro temporary request for the seizure of

unlawfully acquired assets or temporary confisegtio
date of issuing the order on assets and moneyszation, and
the amount of confiscated assets or value of tzederoperty

o~

Reporting on observations and measures taken - Artie 69
The Competent state authorities shall once a yedmot later than end of January of the curreat ye
for previous year, inform the competent adminigtratbody on its observation and measures taken
referring to suspicious transactions on money latind or terrorism financing, in accordance with
this Law.

VIl RECORDS, SAVING AND PROTECTING DATA
70. Keeping records and contents - Obligor’s recortéteeping
Obligors shall:
1. keep records on customers, business relationahippgransactions from Article 9 of this law;
2. keep records from Article 33 of this Law.

Contents of obligor’'s records - Article 71
In records form Article 71 of this Law shall be keymd processed the following data:

1. name of the company, address, registered offidheftompany and personal identification
number of the legal person, that establishes basinelationship or executes transaction, or
legal person for whom is established businessioalstiip or executed transaction.

2. name, address of permanent residence or tempa@sidence, date and place of birth and tax
ID number of a representative or an authorizedgoerthat for a legal person or other juristic
person conclude the business relationship or egecahsaction, number, kind and name of
the authority that issued the personal documents.

3. name, address of permanent residence or tempa@sigence, date and place of birth and tax
ID number of an authorized person, which requiresxecutes transaction for a costumer, and
number, kind and name of the competent body #sakd the personal documents;

4. name, address of permanent residence or tempasigdence, date and place of birth and tax
ID number of natural person or tax ID numbertefrepresentative, entrepreneur or natural
person carrying out activities, and that establsisiness relation ship or execute the
transaction, or natural person, for which is esshled business relationship or executed
transaction, and number, kind and name of the etenp body that issued the personal
documents;

5. name, address and personal identification numiiieit js assigned, of an entrepreneur or
natural person carrying out business activities;

6. name, address of permanent residence or tempoeaigence, date and place of birth of
natural person entering the casino or accessirthetsafe deposit box;

7. purpose and presumed nature of business relatmnisttluding information on customer’s
businesses
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10.
11.

12.
13.

14.
15.

16.

date of establishing business connections or datdime of entering the casino or accessing
to safe deposit box;

date and time of executing transaction ;

the amount of transaction and foreign currencyafsaction that is executed;

the purpose of transaction and name and addregsemfianent residence or temporary
residence, registered office of the company anidease of the person to which transaction is
intended;

method of executing the transaction;

data on assets and income sources, that are obeavillhe subject of transaction or business
relationship;

reasons for suspicion of money laundering;

name, address of permanent residence or tempasigence, date and place of birth of the
beneficiary owner- legal person or in case from the Article 19 paragraph 2 item 2 of this
Law, data on the category of the person, on whebalbis establishing and operating of the
legal person or similar foreign legal person and

name of other juristic person and personal nantread of permanent residence or temporary
residence, date and place of birth and tax ID numbe

Contents of lawyer’s or notary’s records - Article72

Lawyer or notary shall keep the following:

1. records on customers, business relationships anddctions from Article 7 of this Law,
and
2. records on data from Article 43 paragraph 1 of tisig.

Contents of layer’s or notary’s records - Article B

In records form Article 73 of this Law shall be keymd processed the following data:

1.

13.

14.

name, address of permanent residence, date arel gfidirth of the entrepreneur and natural
person, carrying out the business, or company reardeegistered office of the company and
address and personal identification number ofllpgeson or entrepreneur to whom lawyer
or notary provides legal services;

name, address of permanent residence, date aod pf birth of the agent, that establishes
business relationship or executes transactiorhfoperson from item 1 of this Article;
name, address of permanent residence, date and pldgirth of the agent, that executes
transaction for person from item 1 of this Article,
data from Article 72, item 15 of this Law in relatito legal person to whom lawyer or notary
provides legal services;
purpose and presumed nature of business relatmnisttluding information on customer’s
business
date of concluding business relationship
date of executing transaction
the amount of transaction and foreign currencyarigaction that is executed
purpose of transaction and personal name and perrhaesidence or company name and
residence of the person, to whom the transactioriasded

. method of executing the transaction
. data on assets and income sources, that are tjeetsobtransaction or business relationship.
.name, address of permanent residence or compang nach residence of the person for

which exists reasonable suspicion of money laundeand terrorist financing (amount,
foreign currency or time period of executing tras&m) and

data on transaction, for which there is reasongidend for suspicion of money laundering
or terrorist financing (amount, foreign currency ¢dime period of executing transaction)
when there are reasonable grounds for suspiciomooky laundering or terrorism financing.

Records kept by administrative body competent for gstom services - Article 74

Administrative body competent for custom servicallskeep the following records:
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1. on reported and non reported transport of monegchks) securities, precious metals and
precious stones across the state border, in anaognin value of 10.000€ or more, and

2. on transport or attempt of transport of money,ckle securities, precious metals and
precious stones across the state border, in antessithan 10.000€, if there are reasons
for suspicion of money laundering or terrorismafiging.

Contents of the records of the administration bodyompetent for customs services - Article 75
In records form Article 74 of this Law shall be keymd processed the following data:

1. name, address of permanent residence, date and pfabirth and the nationality of the
natural person, that transports or attempts tospar assets from Article 74 of this Law,
across the state border.

2. company, address and the registered office ofgal lperson or personal name , address of
permanent residence, nationality of the naturatqgeerfor whom the transport of assets from
Article 74 of this Law across the state borderadqgrmed,;
name, address of permanent residence and the alijoof the natural person, or company
name, address and the registered office of thé eggaon to whom cash is provided,;
the amount, currency and the type of cash transp@tdtross the state border;
source and purpose of using the cash transportedsastate border;
place, date and time of crossing or attempt ofsingsthe state border, and
reasons for suspicion of money laundering or testdinancing
Addltlonally to data from paragraph 1 of this Aléicn the records from Article 74 item 2 of thisvi,a
the data on whether the cash transfer has beemtedpm the administrative body competent for
customs affairs shall also be kept.

w

- No ok

Records kept by the competent administration body Article 76
The competent administration body shall keep:
records on persons and transactions from Articlef3Bis Law;
records on persons and transactions from Articlpatdgraphl of this Law;
records on received initiatives from Article 54tbis Law;
records on notifications and information from Alti&5 and 56 of this Law;
records on international requests from ArticlesaBfl 60 of this Law, and
records on criminal acts and misdemeanours fronclAr68 of this Law.

oukrwhE

Content of the records kept by the competent admistration body - Article 77
In data records on persons and transactions framléB3 of this Law data from Article 71 of this
Law are kept and processed for the reasons of tempsuspension of transaction from Article 51 of
this Law.
In data records on persons and transactions framlé#3 paragraph 1of this Law data from Article
71 of this Law are kept and processed for tempaaspension of transaction.
In data records from Article 76 item 3 of this Lave following data are kept and processed:

1. name, date and place of birth, address of permaasittence, or company name, address and
registered office of the person for which there agasons for suspicion of money
laundering and terrorist financing;

2. data on transaction, for which there are reasonsusgpicion of money laundering or terrorist
financing (amount, currency, date or period oftt@saction execution);

3. reasons for suspicion of money laundering or tesrdinancing

In records from Article 76 item 4 of this Law, folling data are kept and processed

1. name, date and place of birth, address of permaresitience or company name and
registered office of the person for which the cotape administrative body forwarded
notification or information.

2. data on transaction, for which there are reafonssuspicion of money laundering or

terrorist financing (amount, currency, date or perdf the transaction execution)
3. data on previous punishing;
4. data on the authority that received the notificatio information.
In records from Article 76 item 5 of this Law, foling data are kept and processed:
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1. name, date and place of birth, address of permamsndence, or company, address and
registered office of the person the request raters
2. the name of the state and requested authorityf, thecauthority that issued the request.
In records from Article 76 item 6 of this Law th@lbwing data are kept and processed:
1. name, date and place of birth, address of permamsidence, or company, address and
registered office of the person for which datapmevided out of the country;
2. the name of the state and name of the authority atat delivered to.

Content of the records on non-residents - Article &
In data records from the Article 78 of this Lawabmot be recorded data on personal identity
number, tax ID number, for non residents, unlebsratise provided by this Law

Records on supervision bodies’ access to data, infieation and documentation - Article 79
Obligor, lawyer or notary shall keep separate rég@n access of supervision bodies from Article 86
of this Law, to data, information and documentafiem Article 80 of this Law.

In data records from paragraph 1 of this Article thllowing data are recorded:

1. name of the supervision body;

2. name of the authorized official, that checked data

3. date and time of checking data
Obligor, lawyer or notary shall inform the compustauthority, not later than 3 days from completed
check, on any accession of supervision bodies, #oticle 860f this Law , to data from paragraph 1
of this Article.

2. Data protection
Prohibition of giving information - Article 80
Obligors and obligor's employees, members of autkdr supervising or managing bodies, or other
persons, to which were available data from Artitleof this Law, shall not reveal to a customer or
third person:

9. that data, information or documentation on the @ustr or the transaction, from Article 33
paragraph 2, 3 and 4, Article 43 paragraph 1, krt#8 paragraph 1, 2 and 3, Article 49
paragraph 1 and 2 of this Law, are forwarded tactimpetent administration body ;

10. that the competent administration body on the bafiarticle 51 of this Law, temporarily
suspended transaction or in accordance with thet getructions to the obligor;

11. that the competent administration body on the basi#rticle 53 of this Law demanded
regular supervision of customer’s financial busie

12. that against customer or third party is initiatedsbould be initiated investigation for the
suspicion of money laundering or terrorist finamgcin

The information about the facts from paragraph 1theé Article and notification on suspicious
transactions or information about other offencesnfrfArticles 55 and 56 of this Law, are the official
secret and designated as such, in accordance aith L

On removing the official secret designation, fromrggraph 2 of this Article shall decide the
authorized person of the administration.

Prohibition of giving information from paragraplolthis Article shall not be applied on:

1. data, information and documentation, that areactordance with this Law obtained and kept
by obligor, and necessary for establishing factxiiminal proceedings, and if submitting
those data in written form is required or ordergdhe Competent court, and

2. data from item 1 of this Article, if it is demandby supervision body from Article 86 of this
Law for the reasons of carrying out the provisiohthis Law and regulations passed on the
basis of this Law.

Exception to the principle of keeping confidentialiy - Article 81
During the process of providing data, informatiomd adocumentation to the administration, in
accordance with this Law, the obligation to proteasiness secrecy, bank secrecy, professional and
official secrecy shall not apply to obligors, argamization with public authorization, state bodies,
courts, lawyers or notaries and their employees.
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Obligor, lawyer or notary and their employees shatl be liable for damage caused to their customers
or third persons, if they are in accordance te taiw :
5. providing data, information and documentation beirt customers, to the competent
administration body
6. obtaining and processing data , information amclichentation on their customers
7. carrying out the administration’s order on temppiuspension of transaction, and
8. carrying out the administration’s request on fagmonitoring of customer’s financial
businesses
Obligor's employees, lawyers or notaries shall lbetdisciplinary or criminally liable for breach of
obligation of keeping data secrecy, if:
1. they are providing data, information and documématio the competent administration body,
and in accordance to provisions of this Law
2. they are processing data, information and docurtientaobtained in accordance to this Law,
for the evaluation of customer and transaction,which there are reasons for suspicion of
money laundering and terrorism financing.

Usage of received data - Article 82
The competent administration body, state bodiesbanders of public authorities, obligors or notari
and their employees are obliged to use data, irdtbam and documentation which they have received;
only for the purposes they are provided for.

Keeping records - Article 83
Obligor shall keep records provided on the basi®uicles 9,14,15,16,17,18,19,20,21,22,23,26,27
and 30 of this Law and related documentation texrs/after the termination of business relationship,
executed transaction, entrance of the customer fioton where special games on chance are
organized or access to the safe deposit box.
Obligor shall keep data and supporting documentawhorized person and its deputy, professional
trainings of employees and applying measures efriad control from Articles 35, 39 and 40 of this
Law, for four years from dismissal of the authodizeerson and its deputy, or from completing
professional training and internal control.
Lawyer or notary shall keep data provided on thgishaf Article 42 paragraph 1 of this Law and
related documentation ten years after the veritioadf client identity has been carried out
Lawyer or notary shall keep data and supportimgud@ents on professional training of employees for
four years after the training has been carried out.

Record keeping at the competent administration focustom services - Article 84
The competent administration for custom servicedl &geep data, from records from Article 75 of this
Law, for 11 years from date of obtaining data afterdhe expiration date will be destroyed.

Record keeping in competent administration body - Aicle 85

The competent administration body shall keep dathiaformation from records, kept in accordance
to the provisions of this Law, for 11 years frontedaf obtaining and after expiration date will be
destroyed.
The competent administration body shall not infarmerson on information and data that it posses
and which refers to that person, before the expinaif 10 years from the date of obtaining data.
The person referred to in paragraph 2 of this fetihall have the right to check its personal détier
the expiration of 10 years from the date of obtajriata.

VIIlI Supervision - Article 86
Supervision of implementation of this Law and reguns passed on the basis of this Law, within
established jurisdiction, is carried out by:
1. The Central bank of Montenegro in relation to gbis from Article 4 paragraph 1 items 1, 2,
3,10 and 13;
2. The Agency for Telecommunication and Postal Sesvingelation to obligors from Article 4
paragraph 1 item 4;
3. The Securities Commission in relation to obligomf Article 4 paragraph 1 items 5,6 and 7;
4. The Insurance Supervision Agency in relation tagask from Article 4 paragraph 1 item 8;
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5. The administration body competent for game of chartbrough authorized official in

accordance with the Law that defines inspectimmtrol in relation to obligors from Article

4 paragraph 1 item 9;

The Tax authority in relation to obligors from A 4 paragraph 1 item 11,

The Ministry competent for financial affairs inagbn to obligors, from Article 4 paragraph 1

item 12, and

8. The administration body competent for prevention obney laundering and terrorist
financing through authorized official, in accordanwith the Law that defines inspection
control in relation to obligors from Article 4 pgraph 1 items 14 and 15.

No

Article 87
If an authorized official of the competent admirasibn body for prevention of money laundering and
terrorist financing, in procedure of inspection tohof the obligor, discover reasonable grounds fo
suspicion of committing criminal offence of moneguhdering or terrorist financing, or another
criminal offence from Article 56 of this Law, caakie documentation from obligor and deliver it to
the competent administration body

Article 88
If the competent administration body for preventafnmoney laundering and terrorist financing, in
the procedure of processing the case, discoveson@dle grounds for suspicion of committing
criminal offence from Article 56 of this Law, shaltovide data, information and other documentation,
which implies criminal offence, to other competbaties.

Article 89
Bodies from Article 86 of this law shall inform tlsempetent administration body on measures taken
in process of supervising in accordance with tlaww, and within 8 days from the date on which the
measures were taken.
The competent administration body keeps recordmeasures and bodies from paragraph 1 of this
Article.

Article 90
On submitted request on commencing proceduréhforgasons of acting contrary to the propositions
of this Law, the competent administrative body shdbrm competent supervising body or The Bar
Association in case when the request has been #edragainst the lawyer.

IX Misdemeanour procedure - Article 91
Actions of first instance misdemeanour procedurighiw jurisdiction of competent administration
body, performs authorized official for proceedinggdemeanour procedure, in accordance with Law.

X Penalty provisions - Article 92
A legal person will be punished for misdemeanouhwiash penalty in amount ranging from fifty-
fold to tree hundred —fold from the minimum mowtiages in Montenegro if:
1. doesn't draft risk analysis or does not determisle evaluation of a group or kind of a client,
business relationship, transaction or product ¢het8);
2. does not conduct client verification (Article 9 pgraph 1, 2 and 3 and Article 14 paragraph
3);
3. make business relationship with a customer, andiqusly does not carry out defined
measures (Article 11 paragraph 1)
does not execute the transaction without carryintiglefined measures (Article 12);
does not establish and verify legal person’s idemti its legal representative, entrepreneur or
natural person that is carrying out activities,alegerson, agent of legal person , authorized
person and beneficiary owner of the legal persaorotloer foreign legal person , or does not
obtain prescribed data or does not provide thepraescribed manner or does not provide it as
it is prescribed or does not provide verified terit copy of approval for representing (
Articles 14,15,16,17 and 20);
6. does not establish and verify costumer identityuspage of the qualified certificate in
improper way (Article 14 paragraph 5);

a s
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10.

11.

12.

13.

14.

15.

16.

17.

18.
19.

does not establish and verify customer’s identityirth its entrance in rooms for special
games of chance or during each customer’s apprttathe safe deposit box or does not
provide prescribed data or does not obtain it asptescribed (Article 19);

does not obtained data on purpose or planed nafuhe business relationship or transaction,
or does not obtain all required data(Article 21);

does not carry out prescribed measures of ideatifinc or does not additionally obtain data,
information and documentation in process of dstaing open account relationship with the
bank or other similar credit organization with agifr out of the EU or out of the states from
the list, in accordance with Article 26 paragraphot does not obtain them in a prescribed
manner(Article 26 paragraphs 1 and 3);

during establishing business relationship or exeguthe transaction for costumer, that is
politically exposed person , does not obtain data funds sources, that are or will be the
subject of business relationship or transaction,does not obtain them in prescribed
manner(Article27 paragraph 4 item 1);

within enhanced costumer verification, where cogtiuhas not been present for establishing
and verifying his/her identity, including measufesm Article 7, does not apply one or more
additional measures from Article 28 of this Law;

make a simplified costumer verification despite taet that in relation to the costumer or
transaction there are open account relationshithbsbank or other similar credit institution
with address out of the EU or out of the statesnfrihe list and obligor does not act in
accordance with Article 26 paragraph 2 of this L{@sticle 29);

within simplified costumer verification does nottaim prescribed data, on costumer, in the
prescribed manner (Article30);

opens, issues or keeps for them anonymous accocoded passbooks or passbooks on
bearer, or carries out other services (bankimmglyets) that directly or indirectly enables
hiding customer identity (Article 31);

establish business extends correspondent or openrgcrelationships with bank , that have
or could have business as shell bank or with atlmeilar credit organization that is known as
bank that allows to the shell banks to use its actn(Article 32);

does not provide prescribed data to the competdntinistration body, within deadline
determined by the Law, when there is reasonaldpision of money laundering or terrorist
financing in relation to the transaction or annadhdransaction or costumer (Article 33
paragraphs 2 and 3);

does not provide, within deadline and in the mibsed manner established by the Law, to
the competent administration body required datfrination and documentation, when in
relation to the transaction or a person there asaeable suspicion of money laundering or
terrorist financing(Article 48);

acts contrary to the provisions of Article 51 ardp@ragraph 1 of this Law;

does not act in relation to the request of thepetent administration on current monitoring
of financial business activities of certain custoiffgticle 53 paragraph 1, 2 and 3).

The person in charge of a legal entity and najpeaton shall be punished by fine in the amount from
five-fold to twenty -fold minimum wages in Montemegfor committing misdemeanour from
paragraph 1 of this Article.

An entrepreneur shall be punished by fine in thewmh from ten-fold to fifty-fold minimum monthly

wages

in Montenegro for committing misdemeanoumfgaragraph 1 of this Article.

Article 93

A legal person shall be punished by fine in amdumt fifty-fold to two hundred fold minimum
monthly wages for misdemeanour, if :

1.
2.

3.

does not carry out costumer identification (Artile

in its internal acts does not define proceduresanfying out measures from Article7 of this
Law;

does not require a written statement from custoamgent, authorized person or other foreign
person’s agent (Article 14 paragraph 6, ArticleBagraph 5, Articlel6 paragraph 2 and
Article 17 paragraph 4);
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10.

11.

12.

13.
14.

does not monitor customer’s business activitiasi¢ke 22 paragraph 1);

does not carry out revised annual control of thesigm legal person or does not obtain
prescribed data or does not obtain data in presdmianner (Article 23);

in the process of establishment the open accalationship with bank or other similar
credit institution with address out of the EU ot ofithe states from the list does not obtain
all necessary data, information and documentaticsccordance with Article 26 paragraph 1
(Article 26);

After establishing business relationship with costo, politically exposed person, does not
monitor transactions with a special attention atineiobusiness activities that costumer carries
out with those organizations (Article 27 paragrdptem3);

in internal acts does not define procedures oftipally exposed persons identification
(Article 27 paragraph 5);

establish business relationship in client's abserwrgrary to the provisions of Article 28 of
this Law;

does not provide to the competent administratiodypevithin deadline established by the
Law, prescribed data on transaction , that is ebeelcin cash and exceed €15.000 (Article 33
paragraph 1);

does not secure carrying out measures of deteatidgprevention of money laundering and
terrorist financing, defined by this Law, in itsddess units or majority holding company ,
which have residence in a foreign country (Artiteparagraph 1);

does not determine authorized person and its depatycarrying out business and tasks of
detecting and preventing money laundering andristriinancing (Article 35 paragraph 1);
does not secure relevant conditions to the autbonierson, from  Article 38 of this Law;
does not keep records and documentation in accoedaith Article 83 of this Law;

The person in charge of a legal entity and a nhpeeson shall be punished by fine in the amount
from five-fold to ten-fold minimum monthly wages Montenegro for committing misdemeanour
from paragraph 1 of this Article.

An entrepreneur shall be punished by fine in thewm from ten-fold to twenty-fold minimum
monthly wage in Montenegro for committing misdenmarfrom paragraph 1 of this Article.

Avrticle 94

A legal person shall be punished by fine in amowom twenty-fold to one hundred fold
minimum monthly wages in Montenegro for committinggdemeanour, if

1. he/she does not monitor costumer business activitieaccordance with Article 22
paragraph 2;

2. he/she does not inform the competent authorizeg bad does not take proper measures
for eliminating risks of money laundering or tersbfinancing (Article 34 item2);

3. he/she does not provide that activities of an @ighd person carries out person that
fulfils prescribed conditions (Article 36);

4. he/she does not deliver, to the competent authwiittyin prescribed deadline , data on
personal name and working position of the auttsdriperson and its deputy and
information on any change of those data (Articlgp@gagraph 3);

5. he/she does not provide regular professional trginand advanced training for
employees, that carry out activities of detectimgl @reventing money laundering and
terrorist financing in accordance with this Law {j8le 39 paragraph 1);

6. he/she does not prepare program for regular professtraining and advanced training
for detecting and preventing money laundering amtbtist financing, within prescribed
deadline (Article 39 paragraph 2);

7. hel/she does not provide regular internal contraaofying out activities for detecting and
preventing money laundering and terrorist finandémgccordance with this Law (Article
40);

8. he/she does not use the indicator list from Artidle paragraph 1, when there are
reasonable grounds for suspicion of money laundesind terrorist financing and other
related circumstances;
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9. he/she does not keep records and documentatiorgem and its deputy, advanced
training of employees and carrying out measurestefnal control from Articles 35, 39
and 40 of this Law, four years from discharginthauzed representative and its deputy,
carrying out advanced training and internal cdr{thaticle 83 paragraph?2).

The person in charge of a legal entity and a napeeson shall be punished by fine in the amount
from four-fold to ten — fold minimum monthly wages Montenegro for committing misdemeanour
from paragraph 1 of this Article.

An entrepreneur shall be punished by fine in theowamh from ten-fold to fifteen -fold minimum
monthly wages in Montenegro for committing misdenwa from paragraph 1 of this Article

Article 95
The person registered for qualified electronicifieate shall be punished by fine in the amountrfro
sixty-fold to tree hundred — fold minimum monthlyages in Montenegro for committing
misdemeanour from paragraph 1 of this Article, nf @bligor’'s request does not provide a copy of
personal documents and other documents , on whasks is identified and verified costumer’s
identity (Article 14 paragraph 4)
The person in charge of the person registerechfoiqualified electronic certificate shall be pueidh
by fine in the amount from five-fold to ten — foldinimum monthly wages in Montenegro for
committing misdemeanour from paragraph 1 of thische.

Article 96

A legal person shall be punished by fine in amofrain sixty-fold to tree hundred fold

minimum monthly wages in Montenegro for misdemesnib

1. he/she does not obtain data on purpose or planedenaf the business relationship or
transaction, or does not provide all required data(Article 21);

2. he/she within costumer verification, does not palevall prescribed data in accordance with
this Law (Article 42 paragraph 1, 2 and 3of thisWa

3. he/she does not identify and verify costumer oragent, authorized person or if does not
obtain prescribed data in prescribed manner tidlar42 paragraph 4, 6 and 7);

4. he/she does not provide, within prescribed deadéind in a prescribed manner, to the
competent administration body prescribed dataedl&d transaction or intended transaction
or certain person for which there are reasonatdargls for suspicion of money laundering
and terrorist financing (Article 43 paragraph Britl 3);

5. he/she does not inform the competent administrdiady that costumer asked for advice for
money laundering and terrorist financing  (Article 43 paragraph 4);

6. he/she does not inform the competent administrdtamty on cash transaction from Article 33
paragraph 1 of this Law, when in relation to tlengaction or costumer there are reasonable
grounds for suspicion of money laundering or testdmancing (Article 44 paragraph 3);

7. hel/she does not appoint authorized person or éatagr of certain tasks of detecting and
preventing money laundering or terrorist financipgovided by this Law and regulations
passed on the basis of this Law (Article 35 imtieh to Article 41 paragraph 1);

8. he/she does provide to authorized person appitepaisthorization, conditions and help for
carrying out its activities and tasks (Article 38rggraph 1 and 2 in relation to Article 41
paragraph 1);

9. he/she does not identify a beneficiary owner obstemer that is legal person or other similar
forms of organizing legal persons, or does noaiobprescribed data or does not obtain it in
the prescribed manner (Article 42 paragraph 5 and 7

10. he/she does not provide, within prescribed deadiimd in a proper manner, to the competent
administration body dada, information and docurakon from Article 49 paragraph 4 of this
Law;

11. he/she does not provide that activities of autleatiperson and its deputy carries out
authorized person that fulfils prescribed condisio (Article 36 in relation to Article 41
paragraph 1);
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12. he/she does not provide, to the competent authatédta on personal name and working
position of the authorized person and its deputy iaformation on any change of those data
(Article 38 paragraph 3 in relation to Article 4arpgraph 1);

13. he/she does not provide regular professional trgiind advanced training for employees,
that carry out activities of detecting and prevegtmoney laundering and terrorist financing
in accordance with this Law (Article 39 paragrapin telation to Article 41 paragraph 1);

14. he/she does not prepare program for regular priofegstraining and advanced training for
detecting and preventing money laundering and fistrbnancing within prescribed deadline
(Article 39 paragraph 2 in relation to Article 4tagraph 1);

15. he/she does not provide regular internal controkamying out activities for detecting and
preventing money laundering and terrorist finandm@ccordance with this Law (Article 40
in relation to Article 41 paragraph 1);

16. he/she does not provide to the competent admitiigrdody reasons for not acting in
accordance with its request or does not provideititin prescribed deadline (Article 44
paragraph 2);

17. he/she does not use the indicator list, from Aetiéb paragraph 1, in establishing reasonable
suspicion of money laundering and terrorist finagcnd other related circumstances;

18. he/she does not keep records, provided on the bBaigicle 42 paragraph 1 of this Law, and
related documentation within 10 years after idgimi and verifying costumer’s identity
(Article 83 paragraph 3);

19. he/she does not keep records on employees advénaisidg, within 4 years after finishing
the training (Article 83 paragraph 4).

XI. TRANSITIONAL AND FINAL PROVISIONS

Article 97
The regulations for implementation of this Law sl passed within six months as of the affective
date of this Law.
Until enacting regulations from paragraph 1 ostAtticle shall be implemented regulations enacted
on the basis of the Law on the Prevention of Moogyndering (“Official Gazette of the Republic of
Montenegro”, No. 55/03, 58/03 and 17/05) if it @ m defiance of this Law.

Article 98
Obligors shall harmonize its business activitiehwiie provisions of this Law within six monthsads
the effective date of the regulations from Arti8le of this Law

Article 99
Procedures started in accordance with the Law en Brevention of Money Laundering (“Official
Gazette of the Republic of Montenegro”, No. 55/@8/03 and 17/05) shall be continued in
accordance with the provisions of this Law , ifistmore favourable for party in misdemeanour
procedure.

Article 100
On the effective date of this Law shall case tetettie Law on the Prevention of Money Laundering
and terrorist financing (“Official Gazette of thegpublic of Montenegro”, No. 55/03, 58/03 and
17/05).

Article 101
This Law shall come into effect eight days uponlighing in the “Official Gazette of Montenegro”.
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ANNEX IV Book of Rules, reporting cash transactions

Pursuant to Article 13 Paragraph 4 of the Law anPRhevention of Money Laundering and Terrorist
Financing (“Official Gazette of the Republic of Menegro”, no. 55/03, 58/03 and 17/05), the
Ministry of Finance hereby issues

BOOK OF RULES

ON THE MANNER OF REPORTING CASH TRANSACTIONS WITH T HE VALUE

EXCEEDING 15,000 EUROS AND SUSPICIOUS TRANSACTIONSTO THE
ADMINISTRATION FOR THE PREVENTION OF MONEY LAUNDERI NG

(“Official Gazette of the Republic of Montenegro”, no. 55/05 from
5" October 2005)

I. Basic provision

111

Article 1

The organizations, referred to in Article 3 of thev on the Prevention of Money Laundering and
Terrorist Financing (hereinafter referred to as },amhich are:

CoNOTORAWNE

banks and financial institutions;

organizations performing payment transactions;

post offices;

investment funds, pension funds and other partitgpan the capital market;
stock exchanges and stock exchange intermediaries;

insurance companies;

humanitarian, NGOs and other non-profit organizegjo

gambling houses and other organizers of gamesasfoeh

exchange offices;

10. pawnbroker offices;
11. business organizations, entrepreneurs and indilddurggaged in a trade or business of:

sale and purchase of claims;

factoring;

managing the property of third persons;

issuing and performing operations with debit aretiitrcards;

leasing;

travel organizations;

trade in real estate;

safekeeping;

trade in precious metals and precious stones adupts made from these materials;
issuing guarantees and other warrants;

crediting and credit agencies;

offering loans and brokering in the negotiationazin deals;

brokering in the sale of insurance policies;

organization and execution of auctions;

trading with works of art;

sale of automobiles;

sale of boats; and

other activities in connection with similar transans of using money or other

property

shall forward to the Administration for the Preventof Money Laundering (hereinafter referred
to as Administration) information on each cash sestion exceeding EUR 15,000, and several
connected transactions exceeding EUR 15,000.
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Data from Paragraph 1 of this Article shall be farded using the Reporting Forms printed
together with the present Book of Rules and shedbime attachment thereto. The Forms are as
follows:

Reporting Form 01 for BANKS

Reporting Form 02 for STOCK EXCHANGES

Reporting Form 03 for BROKERS & FUNDS

Reporting Form 04 for CENTRAL DEPOSITARY AGENCY (@)

Reporting Form 05 for MERCHANTS AND INTERMEDIARIES

Reporting Form 06 for OTHER REPORTING ENTITIES.

Reporting Form for Customs

Reporting Rules

1.1.2 Article 2
Information referred in Article 1, Paragraph 1 bistBook of Rules shall be forwarded in the
following manner;
1) fax
2) registered mail
3) personal delivery or courier
4) floppy disks or CD ROMS, secure email in a formpeescribed and approved in
advance by the Administration.

[l TRANSITIONAL AND CLOSING PROVISIONS

Article 3
The Book of Rules on the manner of reporting tratisas with the value exceeding 15,000 Euros
and suspicious transactions to the Administration the Prevention of Money Laundering
("Official Gazette of the Republic of Montenegrpho.41/04) ceased to be applicable on the day
of entering into force of this Book of Rules.

Article 4

This Book of Rules enters into force on the eigt#ly after the day of its publishing in the
“Official Gazette of the Republic of Montenegro”.
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ANNEX V Book of Rules, Compliance Officer

Pursuant to Article 45 of the Law on the PreventibMoney Laundering (“Official Gazette
of the Republic of Montenegro”, no. 55/03), the Adistration for the Prevention of Money
Laundering hereby issues the following:

BOOK OF RULES
ON THE MANNER OF WORK OF THE COMPLIANCE OFFICER, TH E MANNER
OF CONDUCTING INTERNAL CONTROL, KEEPING AND PROTECT ING DATA,
THE MANNER OF RECORDKEEPING AND TRAINING OF EMPLOYE ES

Basic Provisions

Article 1
This Book of Rules prescribes into more details nrenner of work of the compliance officer, the
manner of conducting internal control, keeping pratecting data, the manner of record keeping and
training of employees in the organizations, lawy&aw firms, audit companies, independent auditors
and legal entities or individuals performing acdauntcy or other similar services. (hereinafter nefer
to as: obligors)

l. The manner of work of the compliance officer

Article 2

Authorized body of the obligor should appoint thempliance officer, and when needed his
deputies, that shall have duty and responsibibtycdonducting the activities of the detection and
the prevention of money laundering at the obligors.

The authorized body referred to in Paragraph 1 atstwuld appoint the compliance officer

and his deputies among the persons who are autkdoigzissue orders for implementation of

the procedures and have appropriate qualificatkmsyledge and experience.

Article 3

For the purpose of creating work conditions for ¢benpliance officer, the authorized body of the
obligor should enable the following through theemial acts:

- the compliance officer should have access to alia,danformation and
documentation he needs to conduct his work;

- technical and other conditions for conducting osd&rthe compliance officer;

- professional training of the compliance officer dnid deputies regarding the
detection and the prevention of money laundering;

- assistance and support to the compliance officerthsy departments and
employees in the organization regarding the detecind the prevention of
money laundering;

- thatin case the compliance officer is abseats replaced by one
or several of his deputies.
Obligors with the large number of employees ordasgope of business transactions should enable
that the only working responsibility of the compice officer is to conduct activities of the
detection and the prevention of money laundering.
Article 4
The compliance officer in the course of conductilgwork:

- shall prepare a written compliance plan that statitain procedures intended to
the employees for the purpose of detecting andgmtévg money laundering;

- shall prepare written procedures to ensure accaatietimely reporting to the
Administration for the Prevention of Money Laundheri(hereinafter referred to
as: Administration) on transactions exceeding 15 B0ros and in all cases where
the grounds for suspicion of money laundering exist

- shall respond to all requests and inquiries ofAtiministration;
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- shall take care on the implementation of the coamgke plan and the approved
procedures;
- shall ensure that requests from the Administratmrsuspend transactions are
fulfilled;
- shall organize annual, and when needed more fréguaiming of employees for
the purpose of detecting and preventing money laxing!;
- shall prepare annual report in accordance withcherfr of this Book of Rules.
Article 5
Employees shall provide to the compliance officatacand information related to the detection and
the prevention of money laundering in written forand exceptionally due to the urgency matter,
they could be provided orally.
The compliance officer should review and evaluditdaa filed and decide on further actions.
Upon reviewing the data from Paragraph 1 abovegctimepliance officer should provide data and
the attached documentation to the Administratiothéprescribed manner.
In case the compliance officer estimates that ftata Paragraph 1 above are not important for the
detection of money laundering, he shall take ddffiaiote explaining the reason for such an
estimate.
Article 6
The compliance officer should check and test thelémentation of the compliance plan and the
approved procedures periodically, but at leastteugr using the method of chance sample or in
another appropriate way.
The compliance officer shall make the report onrd®ilts of checking and testing from Paragraph
1 above proposing the measures to be taken ant shmhit it to the authorized body of the
obligor.
The compliance officer should also submit the repfsom Paragraph 2 above to the
Administration.
Article 7
The compliance officer should submit the reporttbe anti-money laundering activities to the
authorized body of the obligor at least once a,yaad more frequently when needed.
The report referred to in Paragraph 1 above showitiin particularly the data on the:
- total number of reports filed with the Administti on cash transactions
exceeding 15.000 Euros;
- total number of suspicious transaction reportsifile
- total number of suspicious transactions identifiegt employees of the
organization and based on the compliance officaieve not reported to
Administration;
- total number of transactions suspended;
- newly identified money laundering manners and tephes with the measures
proposed for identifying and detecting them;
- actions taken to address deficiencies identifiedevimplementing procedures
and practices for the suspicious transaction itleation;
- results of training provided to employees listingte of training, topics
presented, along with the names of those atterttimgraining;
- measures proposed to improve the policies and theegures for suspicious
transactions detection and prevention.
The report referred to in Paragraph 2 above stalprovided to the Administration upon being
approved by the authorized body of the obligor.
Il. The manner of conducting internal control
Article 8
Authorized body of the obligor should clearly defithe following in the compliance plan:
- procedures and practices for suspicious transacitamtification;
- duties and responsibilities of the compliance effiand other persons;
- establishment of the internal control system;
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- manner and procedure of testing implementatiorheffrocedures for detecting
and preventing money laundering;
- permanent training regime for the employees.
Obligors should establish and develop special c@ampé plans through written anti-money
laundering rules and procedures.
Article 9
Through the internal control system, the obligoowsd on the regular basis monitor and assess
adequacy of policies and procedures and whethgr dhe harmonized with the legal provisions
and regulations.
While monitoring implementation of the internal pedures, it should be particularly determined
whether the employees with the obligor comply wiltle reporting requirements of transactions
exceeding 15.000 Euros and suspicious transactimd, whether the approved policies and
procedures are harmonized with the Law on the Ptare of Money Laundering (hereinafter
referred to as: Law) and the regulations issuetherbasis of it.
Article 10
Through the process of testing implementation efgtocedures for detecting and preventing
money laundering, the obligor should evaluate:
- to what extent the employees know the Law and egguis and are able to
identify suspicious transactions;
- whether work activities are harmonized with thegaedures approved,;
- whether the Administration was reported to timely all transactions in
accordance with the Law and the regulations issueithe basis of it;
- whether data, information and documentation cadidan accordance with the
Law are treated in the prescribed manner;
- need for additional training;
- other relevant actions.
Il. Keeping and protecting data
Article 11
Authorized body of the obligor should issue specidés on keeping data and information on
transactions compiled while implementing the Lavd gmmescribe that documentation related to
suspicious transactions, including all attacheduduwnts, should be marked as “business secret”,
“confidential” or “strictly confidential”.
Rules referred to in Paragraph 1 above should @sscribe the manner of keeping data on
the professional training of employees with the trdetect and prevent money laundering.
Rules should determine such a manner of keepireg dditich enables access to data until the
time prescribed for keeping them expires.
Article 12
Obligors should keep data, information and docuatért on transactions or persons in
relation to which there is a reason for the grouoflsuspicion of money laundering, in a
locked iron safe deposit box-vault, separated fodiner documentation.
Rules referred to in Article 11 should determinespas who, besides the compliance officer
and the person who in accordance with the Law hasmght into data, information and
documentation, have access to the documentatiermémner of approving requests and time
frame for insight into the documentation.
Article 13
Obligors shall inform the Administration about eankight into the documentation in written
form immediately, and within three days at the dattom the day of insight into data
occurred.
V. The manner of recordkeeping
Article 14
Obligor keeps data on persons and transactionsrjjzed by the Law in the book of records or in
electronic form (hereinafter referred to as: resprd
Data are input into the records by the person asdidor that, in a chronological order, neatly
and accurately.
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Article 15
All necessary and available data are input intar¢ioerds.
In case the records are kept in the book of recalais should be written in such a way that
wrong words or part of the text are crossed outhsb the previous text remains readable,
while the new text is written above the crossedtexit so that it is readable.
In case the records are kept in electronic fornta ¢&ould be input in the manner which
provides permanent keeping of all data changedtangossibility for them to be used later.
Article 16
Obligors should keep separate records on personsiwhccordance with the Law and this
Book of Rules conduct insight into data, informatiand documentation, including the
judiciary and the state bodies.
Data on the name of body that requested the de=dapns for which insight into the documentation
was conducted, the person who has had insightfietalata and the date and time of the access to
the data should be recorded in the records ref¢éoredParagraph 1 above.
Article 17
Records on professional training of obligor's enyeles, besides the data on persons who
attended the training, should also include evidevfctheir participation in the seminars or
other types of training organized by the employ@rofessional association, the
Administration or other specialized bodies or ofgations in the country or abroad.
V. Professional training
Article 18
Obligors should take care on permanent trainingemiployees who are included in the
compliance plan.
The training should include at least the followtogics:
- legal obligations of the obligor, as well as obfigas from other regulations;
- program, policies and procedures of the obligor;
- danger from money laundering and risks for the gavs and personal
responsibility of the employees;
- possibilities and weaknesses of the obligor in frevention of money
laundering;
- presentation of the new forms of money laundering;
- identification of suspicious transactions throuigé list of indicators;
- internal controls system;
- internal audit system.
Obligors should adjust the time frame and the ingirtopics to the real needs of their
industries for the purpose of timely harmonizatwith the new requests, introduction of the
new forms and preservation of the knowledge andemepce already gained by their
employees.
While deciding on the needs, type and scope afitrgj the authorized body shall take into
consideration whether it is for the new employeesmployees who have direct contact with
the clients, or those who work with the new clieets.
Article 19
For the purpose of easier identification of tratisms and persons with the reason for the
grounds of suspicion of money laundering, eachgoblshould prepare a list of indicators for
the scope of his industry and provide it to the leyges involved in the compliance plan.
Article 20
In the process of developing the list of indicatdin® compliance officer of the obligor should
initiate that the employees pay particular attentm economically and legally illogic aspects
of the transactions, unusual manner of doing bgsine behavior of the client in the
environment related to the status or the charatiesiof the client.
Obligor who in the course of conducting his aciggt establishes long term business
cooperation with the client should prepare the @doces “know your customer and his
business operations”.
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Obligor referred to in Paragraph 2 above shouldienthrough the training program that all
employees understand thoroughly the necessity hadneed to implement “know your
customer” policy as successfully as possible.
Article 21
After publishing the initial list of indicators and accordance with the experience and the
submitted proposals, the Administration shall akeep publishing the updated lists of
indicators adjusted to the new forms of money |auimg).
Obligors may propose new indicators from their ared activity and initiate that the
Administration publishes them.
The Administration shall compile and publish a b$tsuspicious transaction indicators. The
Administration shall mandate the obligors to indudndicators with the following
characteristics in any lists developed:
-unusual structure or amount;
-without clear financial purpose;
-inconsistent with client’s financial condition operations;
-involves a transaction originating or passing tiglo any jurisdictions that do not
apply acceptable standards of money launderingeptean and detection.
The list of indicators shall be published on themAwistration web site and be available to all
obligors.
Article 22
In order to increase professional capabilities effeciency of the employees, obligors should
create the manual which would include all regulaiavhich prescribe money laundering detection
and prevention.
VI. Closing provision
Article 23
This Book of Rules shall become effective on thel8y after it is published in the “Official
Gazette of Republic of Montenegro”.
No. 01-234/2/04
Podgorica, October 6, 2004
ADMINISTRATION
FOR THE PREVENTION OF MONEY LAUNDERING
Director
mr Predrag Mitrovic
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ANNEX VI Law on Non Governmental Organisations

Law on Non Governmental Organizations

The Law is published in the «Official Gazette of fRepublic of Montenegro» No.27/99, 30/2002 and
11/2007

General Provisions
The Scope of the Law
Article 1
This Law shall regulate the procedure of foundiegjstering, operating, joining and cessation of
non-governmental organizations.
The term non-governmental organizations in ki encompasses non-governmental associations
and non-governmental foundations.
Non-Governmental Association
Article 2
A non-governmental association (hereinafter: assiori) is a not-for-profit membership organization
which can be established by the domestic and foremgtural or legal persons for the purpose of
accomplishing individual or common interests, or fioee purpose of accomplishing and promoting
public interests.
Non-Governmental Foundation
Article 3
A non-governmental foundation (hereinafter: fouiagt is a not-for-profit organization without
members which can be established by a domestiorergh natural and legal persons (hereinafter:
persons), intended to manage certain propertthioatcomplishment of public benefit goals.
A foundation may also be established by a will.
Foreign Non-Governmental Organization
Article 4
A foreign non-governmental organization may opeliatehe Republic of Montenegro under the
conditions set forth in this Law.
The Application of the Law
Article 5
The provisions of this Law shall not apply to pohi parties, religious communities, trade unions,
sports associations, employers associations, fawmdaand associations established by the state, as
well as to non-governmental organizations whichestablished by separate laws.
Disclosure Requirement
Article 6
The work of non-governmental organizations shalpbklic.
The Duration
Article 7
A non-governmental organization shall be estabtidoe a limited or unlimited period of time.
Membership in Umbrella Non-Governmental Organizatins
Article 8
A non-governmental organization may collaboratebecome a member of a foreign or domestic
umbrella organization.
Rules of registration set forth in this Law shddloeapply to registration of umbrella organizations
PART Il
The Establishment
The Founders
Article 9
An association may be established by at leastdfersons who have their domicile, residence or place
of business in the Republic of Montenegro.
A foundation may be established by at least sipglson regardless of his/her/its domicile, residenc
or place of business.
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If a foundation is established by more than onesg®rthey shall exercise their rights jointly, wsde
otherwise provided in the Memorandum of Incorparati
The Memorandum of Incorporation

Article 10
A non-governmental organization shall be founded ébyMemorandum of Incorporation. The
Memorandum shall contain: the name(s) and add®ssik the founders, the goal(s) of the
organization, the duration of the organization, dahd name(s) and address(es) of the person(s)
authorized to represent the organization.
In addition to the information set forth in Parggral, the Memorandum of Incorporation of the
foundation shall contain the name(s) of the pregidmd the members of the managing board and
information on the initial asset.
If a foundation is established by a will, it shatintain the information pertinent to the foundimgl a
entry into the register, or information on the persauthorized to undertake the measures regarding
the founding and registration of the foundation.

The By-laws

Article 11
A non-governmental organization shall have By-laws.
The By-laws shall have provisions with respecttte hame and the seat of the organization, the
internal structure of the organization, the orgahmanagement and supervision of the organization,
the goals and activities of the organization, trethads of financing, liquidation and the distrilouti
of assets, and other provisions pertinent to thigiaes of the organization.

Protection of the name and the logo

Article 12
The name and the logo of a non-governmental orgtiaiz must be distinguished from the name and
the logo of another registered non-governmentadegtion.
An organization may also have its name registenednie or more foreign languages in such a way
that name in official language must be registenex. f

PART llI

The Register of Non Governmental Organizations
The Competence

Article 13
Ministry competent for administrative affairs shieflep the registry of associations and the regudtry
foundations.(hereinafter: Competent Organ)
Ministry competent for administrative affairs shasue regulations with respect to the content and
manner of keeping the registry.

Entry into the Register

Article 14
Entry into the register shall be done based upgistering application.
Along with the application for entry into the retgis the Memorandum of Incorporation and the By-
laws need to be included.

Public Acknowledgment of the Registration

Article 15
A decision on registration and on the liquidatioh a non-governmental organization shall be
published in the “Official Gazette of the RepuldfdMontenegro.”

The Deadline for Entering into the Register

Article 16
The Competent Organ shall decide upon registratibinin ten days after submission of the request
for registration.
If the Ministry disregards the deadline from Paggdr 1 of this Article, it shall be assumed that the
organization is registered on the first day followithe expiration of the deadline.

The Data Amendments

Article 17
A non-governmental organization shall advise then@etent Organ of any change with respect to
information which must be submitted for registratigithin 30 days after the change occurred.

- 237 -



Any changes with respect to the foregoing infororashall not be deemed valid until entered into the
registry.
Grounds for Denying Registration
Article 18
The Competent Organ shall deny registration if a-governmental organization does not meet the
requirements set out in Art.14 of this Law.
An administrative challenge against decision fraragraph 1 of this Article shal be permited.
The Activities of Foreign Non-Governmental Organizéion
Article 19
A foreign non-governmental organization may opeliatedhe Republic of Montenegro after it is
entered into the registry book kept by the Compeegan.
Along with the application for registration, a faype non-governmental organization shall submit:
- proof of registration in the domiciled country;
- the name and the address of the person authddzegresent the organization;
- the seat of the organization in Montenegro &nel organizational form with which it will
operate (branch, office, affiliation, agency).
Rules on registration set forth in this Law shébaapply to registration of foreign non-governnatnt
organizations.
PART IV
Organs of Non-Governmental Organizations
Organs of an Association
Article 20
An association shall have a General Assembly avdrzaging Board.
Other organs of an association may also be envisagés By-laws.
Article 21
If an association has fewer than 10 members, allniembers shall assume the functions of the
General Assembly.
In the case referred to in Paragraph 1, an asgmtidbes not have to form a Managing Board.
Organs of a Foundation
Article 22
A foundation shall have the Managing Board and3tpervisory Board.
President and members of the Managing Board skaleBigned by the foundation’s Memorandum of
Incorporation.
The same persons cannot serve as members of thegMgrand Supervisory Boards.
Other organs of the foundation may also be envisagés By-laws
PART V
Legal and Economic Status
Legal Status
Article 23
A non-governmental organization shall have theustaf a legal person. The status of a legal person
shall be acquired from the date of entry into tgistry.
The Property
Article 24
The property of a non-governmental organizationsigia of membership fees, donations, gifts,
financial subventions, inheritances, interests ankbdeposits, dividends, and lease and other income
generated from any lawful activities.
Economic Status
Article 25
A non-governmental organization may engage in etonactivities provided that all the profit
generated from those activities is invested indiganization’s main statutory activities carried ou
the Republic of Montenegro.
If income from economic activities in the past calar year ,exceedes 4,000 € or if such income
exceeds 20% of total bannual income in the pagndalr year, the non-governmental organization
may not engage in economic activities.
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In order to engage in economic activities a nonegomental organization is obliged to registetia t
central register of the Commercial Court in Podcpori
A non-governmental organization shall engage mnemic activities pursuant to specialregulations
on conditions for engaging into such kind of adi®4.
The State Support

Article 26
The State shall provide financial aid to non-goweental organizations.

Article 26 a
Means for providing of financial aid to non-goveremtal organizations shall be provided from the
budget of Montenegro.

Article 26 b
The distribution of means of financial aid to naswgrnmental organizations (hereinafter :
distribution of means) shall be under the competesfche Commission for distribution of means to
non-governmental organizations (hereinafter : Cossian) appointed by the Parliament of
Montenegro, on proposal of the competent work body.
The Commission consists of the president and sixipees.
The Commission shall be appointed onto four yesms.t
The manner of work and making of decisions in tleen@ission shall be regulated by the Operating
Procedures of the Commission.

Article 26 ¢
The distribution of means of financial aid shall Hene based upon open competition which
Commission announces for every year, not later thih expiration of the first quarter of the adtua
year.
Competition shall be published in daily paper di&hbd by the Parliament of Montenegro.

Article 26 d
Competition for distribution of means of financédl shall expire 30 days from the day of publishing
The commission shall make decision on distributtbmeans of financial aid within 30 days from
the date of expiration of the competition.

Article 26 e
The commission shall make the distribution of meaifinancial aid based upon Project, which along
with the application onto competition is submittadthe non governmental organizations, bearing in
mind following criteria:

- contribution of the project to achieving of publiterest within certain field,;
- transparency and possibility of control of the Bobjrealization;
- compatibility and project cooperation with Intetinaal players;

- experts recommendations from relevant fields omptiogect subject to offer.

Contents of application and project and more dedadriteria for distribution of means of financial
aid shall be decided by the Commission.

Article 26 f
The commission shall publish the decision on itistion of means of financial aid in daily paper
established by the Parliament of Montenegro.

Tax and Other Exemptions and Privileges

Article 27
The State shall provide tax and other exemptionkpaivileges for acting and development of non-
governmental organizations in the Republic.

Article 27 a
Inspection supervision of the work of non governtakmrganizations shall be performed by the
inspection organs.

PART VI

Dissolution and Liquidation

Article 28
A non-governmental organization shall be deemedotiisd after it has been abolished from the
registry.
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An organization shall be abolished from the registr

- if the organization is established for a limifgetiod of time, the first day after the expiration

of that time;

- if a competent organ of the organization desitb dissolve it, the day the decision is

submitted to the registration authority

- if the organization is banned, the first day raftee decision of a competent body becomes

final.

- from the day of ending of bankruptcy proceedirmygproceedings of voluntary dissolvation
if performs economic activity pursuant to the lawgulating the bankruptcy proceedings
or proceedings of voluntary dissolvation.

Disposal of the Property

Article 29
The remainder of the property of a non-governmeatghnization which ceases to work shall be
distributed to other humanitarian or non-governrakatganizations, in accordance with the decision
of the organization’s competent organ.

PART VII

Punitive Provisions

Article 30
A fine ranging from ten to fifty times the amourt the minimum wage in the Republic shall be
imposed on a non-governmental organization which:

- started its activities before entry into the stgj;

- failed to report any change to information neaegdor entry into the registry within 30

days of the day these changes occurred,;

- carried out activities not envisaged in the By;

- used a name other than that stated in thetrggi

A fine ranging from two to ten times the amountlzé minimum wage in the Republic shall also be
imposed on the representative of an organizatiorclwbommitted a violation of the Law stated in
paragraph 1, subparagraph 1 through 4.

Article 31
A fine ranging from ten to three hundred timesdheunt of the minimum wage in the Republic shall
be imposed on a non-governmental organization wbdcttinues to perform economic activity upon
exceeding limit of 4,000 €or 20% of total annuadme (Article 25, paragraph 2)
A fine ranging from five to twenty times the amowfitthe minimum wage in the Republic shall also
be imposed on the representative of an organizatfooh violates the provisions from Paragraph 1 of
this Article.

PART VIII

Transitory and Closing Provisions

Regulations

Article 32
Within 60 days from the enactment of this Law, tWenistry of Justice shall issue regulations
necessary for the implementation of the Law.

Adjustment to the Law

Article 33
Social organizations and citizens’ associations ctvhare entered into the register of social
organizations and the register of citizens’ assmria shall within six months from the enactment of
this Law adjust the internal acts to the provisiofighis Law and re-register with the Ministry of
Justice.
Within the same period, foundations, funds and disgawhich are entered into the registry of
foundations, funds and legacies shall re-registaran-governmental foundations, in accordance with
the provisions of this Law.
Social organizations, citizens’ associations, fatimhs, funds and legacies which fail to meet the
foregoing deadline for adjustment and re-regigirativill cease to exist by the force of lavipgo
iure).
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Article 34
After the enactment of this Law, the provisiongtad Law on Citizens’ Associations (Official Gazette
of the Republic of Montenegro, no. 23/90, 13/31/92)p and the Law on Legacies, Foundations and
Funds (Official Gazette of the Republic of Monteregno. 24/85) shall no longer apply.
Coming Into Force
Article 35

This Law shall come into force on the eight daydeing its publication in the Official Gazette of
Montenegro.
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ANNEX VII Law on Criminal Liability of Legal Entiti es

LAW ON CRIMINAL LIABILITY OF LEGAL ENTITIES

(Published in the “Official Gazette of the RepulmidViontenegro”,
Nos. 2/2007 and 13/2007)

|. BASIC PROVISIONS
Subject Matter of the Law
Article 1
This Law shall govern the conditions of criminalHility of legal entities, criminal sanctions
applied against legal entities, and criminal pracedn which such sanctions are imposed.
Exclusion and Limitation of Liability
Article 2
(1) The Republic of Montenegro (hereinafter reférte as “Montenegro”) state authorities
and local government authorities may not be lidbtea criminal offence.
(2) Legal entity vested with public powers shallt ime liable for a criminal offence
committed in the performance of such powers.
Criminal Offences for Which Legal Entities are Umab
Article 3
Legal entities may be held liable for criminaleftes referred to in the special section of the
Criminal Code and for other criminal offences po®d for under a separate law, if the conditions of
liability of a legal entity prescribed by this Ldvave been fulfilled.

Definitions

The terms used in this Law shall have the followimganings:

1) legal entity means a company, foreign company and foreign coynganch, public
enterprise, public institution, domestic and foreigon-governmental organizations, investment fund,
other fund (except for the fund exercising solalplic powers), sports organization, political pagg
well as other association or organization whichticmmously or occasionally gains or acquires assets
and disposes with them within the framework of tlogierations;

2) responsible persormeans a natural person entrusted with certairesliti a legal entity,
a person authorized to act on behalf of the legtilyeand a person who can be reasonably assumed to
be authorized to act on behalf of the legal eniyiatural person acting on behalf of the legaltgnt
as a shareholder shall also be considered to &spamsible person;

3) effective, necessary and reasonable measumagan those measures which the legal entity
has undertaken with the aim to reveal and prevemtirtal offences and encourage the employees to
act in accordance with the law, other regulationd good business customs by which that aim is
realized, and in particular:

- adoption of standards and procedures with thet@airaveal and prevent criminal offences;

- adoption of the programme for implementationhef standards and procedures referred to in
indent 1 above, including the provision of necegdarancial and other resources, as well as the
obligation of certain persons in the legal entiynbonitor constantly the implementation of those
standards and procedures and to report perioditiadiseof to the superior officer in the legal entit
and to the management bodies;

- carrying out supervision with respect to the aabion of the standards and procedures
referred to in indent 1 above by the managemeniekpd

- prohibition to perform the management functioreéch person who is reasonably suspected
of carrying out illegal actions;

- implementation of an effective programme of tiagn of responsible persons on the
standards and procedures referred to in indenbteab

- undertaking appropriate actions for the impleragoh of the standards and procedures
referred to in indent 1 above by all employees,hsas periodical assessments of effectiveness,
providing guidelines with the aim of avoiding petmaéion of criminal offences, establishing
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mechanisms for anonymous and confidential reportaigcriminal offences, monitoring the
application of the standards and procedures, doofttmusiness books and other documents;

- conducting disciplinary proceedings for violatoof the standards and procedures referred
to in indent 1 above, as well as giving rewards donsistent application of those standards and
procedures;

- undertaking adequate measures after the criroffiehce is revealed, including conducting
full internal investigation and, if necessary, ojiawy the programme referred to in indent 2 above so
as to prevent future criminal offences.

Il. GENERAL PROVISIONS
1. Conditions for Liability of a Legal Entity
for a Criminal Offence
Grounds for Liability of a Legal Entity
Article 5
A legal entity shall be liable for a criminal offee of a responsible person who acted within
his/her authorities on behalf of the legal entiiyfmthe intention to obtain any gain for the legatity.
Limits of Liability of Legal Entity for Criminal @énces

Article 6

(1) Under the conditions referred to in Article Boae, the legal entity shall be held liable
for a criminal offence even if the responsible parsvho committed such criminal offence has not
been convicted of such criminal offence.

(2) Liability of a legal entity shall not excludeiminal liability of a responsible person for
the criminal offence committed.

(3) Subjective elements of a criminal offence thaist only with the responsible person
shall be taken into account with respect to thallemtity if the grounds for liability referred in
Article 5 above exist.

Liability in Case of Bankruptcy
Article 7
A legal entity under bankruptcy may be liable #ocriminal offence regardless of whether
such offence has been committed before or duriegbinkruptcy proceeding, given that in such a
case no punishment shall be pronounced but thersetd material gain or a security measure of
seizure of items shall be imposed.
Liability of Legal Successor

Article 8

(1) If alegal person has been dissolved befaectiminal proceedings are finalized, a fine,
security measures and seizure of material gain Ioeaynposed on the legal entity which is its legal
successor.

(2) If a legal person has been dissolved befoeectiminal proceedings are finalized in a
final and legally binding manner, a fine, secunityeasures and seizure of material gain shall be
enforced against its legal successor.

Attempt
Article 9

(1) A legal entity shall also be held liable for attempted criminal offence under the
conditions referred to in Article 5 above, if tlas prescribes that such attempt shall be punishable

(2) A legal entity shall be penalized for an attédoy a sentence prescribed by this Law for
the relevant criminal offence, or it may be impoaddss severe penalty.

(3) Legal entity which voluntarily prevents comjbgf of a criminal offence may be
exempted from punishment.

Multiple Crimes
Article 10

(1) If a legal entity is liable for several idergiccriminal offences or criminal offences of
the same type and connected in time, committedebgral responsible persons, which represent a
whole due to existence of at least two of the felf@ circumstances: sameness of the damaged party,
sameness of subject of offence, use of same situati same on-going relationship, unity of place or
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area in which the offence has been committed, @égallentity shall be liable as if a single criminal
offence had been committed.
(2) For a multiple crime, penalty imposed on thgaleentity may be increased up to the
two-fold amount of the penalty prescribed in Adidl4 of this law.
Co-offending Legal Entities
Article 11
(1) Two or more legal entities shall be held lals co-offenders in the same criminal
offence if the ground for liability referred to Article 5 above exists.
(2) The legal entities referred to in paragraphbéve shall be sanctioned by the penalty
prescribed for the criminal offence committed.
2. Sanctions
Types of Sanctions
Article 12
Legal entity may be imposed the following sanctitorghe criminal offence:
1) punishment;
2) suspended sentences;
3) security measures.
1) Punishments
Types of Punishments

Article 13
(1) Legal entity may be imposed the following miments:
1) a fine;
2) dissolution of legal entity.
(2) Fine and dissolution of legal entity may bgased only as principal punishments.
Fine
Article 14

(1) A fine shall be determined depending on the wmmf the damage caused or illicit
material gain obtained, and if these amounts dferdnt the higher amount shall serve as a basis fo
the determination of fine.

(2) Fine may not be less than two-fold amounthef damage caused or illicit material gain
obtained or higher than 100-fold amount of the matedamage caused or illicit material gain
obtained.

(3) If by a criminal offence no material damagesveaused or no illicit material gain was
obtained, or if it is difficult to determine the ammt of such damage or material gain within a
reasonable period of time due to the nature of ¢hieninal offence committed and other
circumstances, the court shall mete out the fina fixed amount which may not be less than one
thousand Euros or higher than five million Euros.

Amounts of Fines
Article 15

Legal entity shall be punished by a fine in the am®f:

1) two-fold to five-fold amount of the damage causedllit material gain obtained or from
one thousand to ten thousand Euros for the crintifiahces punishable by imprisonment for
a term of up to one year or a fine;

2) five-fold to ten-fold amount of the damage causedlioit material gain obtained or from ten
thousand to twenty thousand Euros for the crimifEances punishable by imprisonment for
a term of up to three years;

3) ten-fold to fifteen-fold amount of the damage calee llicit material gain obtained or from
twenty thousand to fifty thousand Euros for thenonial offences punishable by imprisonment
for a term of up to five years;

4) fifteen-fold to twenty-fold amount of the damageused or illicit material gain obtained or
from fifty thousand to one hundred thousand Eudrstlie criminal offences punishable by
imprisonment for a term of up to eight years;
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5) twenty-fold to fifty-fold amount of the damage cador illicit material gain obtained or from
one hundred thousand to two hundred thousand Eordke criminal offences punishable by
imprisonment for a term of up to ten years;

6) minimum fifty-fold amount of the damage causedlliaii material gain obtained or minimum
two hundred thousand Euros for the criminal offengenishable by imprisonment for a term
of more than ten years.

Meting out Fines
Article 16

(1) The court shall mete out the fine to a legditgnvithin the limits prescribed by law for
the criminal offence in question, bearing in mihe purpose of punishment and taking into account
all the circumstances that may have influence augieg or increasing the fine (extenuating or
aggravating circumstances), and in particular:

1) the seriousness of a criminal offence, includindangering of general interests;

2) extent of liability of the legal entity for tregiminal offence committed;

3) positions in the legal entity and the numbethaf responsible persons that committed the
criminal offence;

4) the fact whether the responsible person has poioviction or whether s/he violated law or
another regulation;

5) circumstances under which the criminal offenes wommitted;

6) economic power and business results of the kitly;

7) earlier business operations of the legal eniitgjuding violations of laws and other
regulations;

8) conduct of the legal entity after the commissadnthe criminal offence, including the
dismissal of the persons who failed to perform dwgervision, disciplinary punishment and
termination of employment of the responsible persbo committed the criminal offence;

9) relationship towards the victim of the crimirdfence, including the compensation for the
damages and rectifying of other harmful consequeneesed by the commission of criminal offence,
as well as the fact whether it was done beforefter &inding out that the criminal proceedings were
instituted;

10) taking advantage of a poor financial situatiaifficult circumstances, necessity,
insufficient experience, recklessness or the vistimsufficient judgement ability;

11) if the material gain obtained through thentnial offence has been returned,;

12) whether the legal entity has undertaken a#aife, necessary and reasonable measures
aimed at preventing and revealing the commissidhetriminal offence;

13) whether the legal entity reported the crimioié¢nce before finding out that the criminal
proceedings were initiated, whether it cooperatdith the authorities competent for revealing and
prosecution or it interfered with the conduct af firoceedings;

14) attitude of the legal entity towards the criatiroffence committed, including the
confession of culpability for the criminal offencemmitted.

(2) The circumstance which is an element of a icr@noffence cannot be taken into
consideration either as aggravating or as extemyiatircumstance; except if it exceeds the extent
required for establishing the existence of the mréhoffence or certain form of criminal offenceibr
there are two or more such circumstances, onlybeieg sufficient for the existence of aggravated or
summary form of criminal offence.

Recidivism
Article 17

When weighing up the punishment the court shak giarticular consideration to whether the
legal entity was previously convicted of a crimionéfience, whether the former offence is of the same
kind as the latest one and how much time has pdss®dhe earlier conviction.

Multi-recidivism
Article 18

(1) Court can impose a more severe fine on thal legtity - up to the two-fold amount

prescribed in Article 15 above, if there is muéicidivism of the legal entity to the criminal offen
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(2) Multi-recidivism exists if the legal entity a8 at least twice convicted of criminal
offences and fined more than fifty thousand Eunod # the period longer than five years has not
passed from the last fine imposed in a final agdllg binding manner.

Reduction of fine Article 19
The court can impose on the legal entity a fin@Wwehe limit prescribed in Article 15 above,
whenever:
1) the law prescribes that the legal entity’s punishimeay be reduced;

2) the law prescribes that the legal entity may bempted from punishment, and the court
has not exempted it from punishment;

3) the court establishes that there are particulaxtgreiating circumstances and assesses
that the purpose of punishment may be achieved witbrreduced punishment.
Limits of reduction of fine Article 20
(1) If the conditions for reduction of fine refed to in Article 19 of this Law are met, the
court shall reduce the fine within the followingnlis:

1) if the lowest prescribed fine for the criminal ofte is a five-fold amount of the damage
caused or illicit material gain obtained or tenusand Euros (Article 15 subparagraph 2),
the fine may be reduced to a two-fold amount ofdamage caused or illicit material gain
obtained or to one thousand Euros;

2) if the lowest prescribed fine for the criminal ofte is a ten-fold amount of the damage
caused or illicit material gain obtained or twetitpusand Euros (Article 15 subparagraph
3), the fine may be reduced to a five-fold amounthe damage caused or illicit material
gain obtained or to ten thousand Euros;

3) if the lowest prescribed fine for the criminal ofte is a fifteen-fold amount of the
damage caused or illicit material gain obtainedfitiy thousand Euros (Article 15
subparagraph 4), the fine may be reduced to art-faghamount of the damage caused or
illicit material gain obtained or to twenty-fivedhsand Euros;

4) if the lowest prescribed fine for the criminal ofte is a twenty-fold amount of the
damage caused or illicit material gain obtainedrmg hundred thousand Euros (Article 15
subparagraph 5), the fine may be reduced to adlénaimount of the damage caused or
illicit material gain obtained or to fifty thousafdiros;

5) if the lowest prescribed fine for the criminal ofte is a fifty-fold amount of the damage
caused or illicit material gain obtained or two Hred thousand Euros (Article 15
subparagraph 6), the fine may be reduced to a @5aimount of the damage caused or
illicit material gain obtained or to one hundreduband Euros.

(2) When the court is authorized to exempt thallegtity from punishment, it may reduce

its punishment without limitations prescribed feduction of punishment referred to in paragraph 1
above.
Weighing up fines for criminal offences in concare
Article 21

(1) If a legal entity commits several criminalfedfces in concurrence, the court shall
pronounce a single fine which shall be a sum ofviddally determined sentences. Such a single
sentence may not exceed 150-fold amount of the gamaused or illegal material gain derived from
criminal offence, if the individual fines have besgetermined in such a manner, or seven million five
hundred thousand Euros.

(2) If all criminal offences in concurrence aren@hable by imprisonment for a term of up
to three years, a single sentence may not exceetivénty-fold amount of the damage caused or
illegal material gain derived from criminal offendé the individual fines have been determined in
such a manner, or one hundred thousand Euros.

Dissolution of Legal Entity
Article 22

(1) The penalty of dissolution of a legal entityynize ordered if the business conducted by

the legal entity was wholly or considerably in thaction of committing the criminal offence.
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(2) The liquidation proceeding shall be conductedompanies along with the imposing of
the penalty of dissolution of a legal entity.

(3) A legal entity shall be dissolved upon deletistom the Central Registry of the
Commercial Court in Podgorica or another regiseptkoy the competent state authority.

(4) If the penalty referred to in paragraph 1 abovas imposed, dissolved assets of the
company and assets of another legal entity shalbhéscated for the benefit of Montenegro.

General conditions for exemption from punishment
Article 23

(1) If the legal entity reveals and reports a ameth offence before finding out that the
criminal proceedings were initiated, it may be egéed from punishment.

(2) If upon the committing of the criminal offendde legal entity voluntarily and
immediately returns the illegally obtained mategaln or rectifies the harmful consequences caused,
or delivers data significant for liability of an&th legal entity with which it is not connected
organizationally, it may be exempted from punishtnen

(3) If the legal entity has undertaken all the effifee, necessary and reasonable measures
aimed at preventing and revealing the commissiothefcriminal offence, it may be exempted from
punishment

2) Suspended Sentence
Conditions for Imposing Suspended Sentence
Article 24

(1) The court may impose a suspended sentencdegaleentity for a criminal offence.

(2) By a suspended sentence, the court may impéise ap to a hundred thousand Euros
against a legal entity, provided that the sentavitenot be enforced if the convicted legal eniigynot
liable for a new criminal offence within the meagiof Article 5 above, within the period specifieg b
the court, but in any case not shorter than oneam@ not longer than three years (probation pgriod

(3) By a suspended sentence, the court can ordethé sentence shall be carried out even
if the convicted legal entity fails within a speed term to return the material gain acquired by
committing the criminal offence, fails to comperstdr the damage it caused by criminal offence, or
fails to fulfil other obligations provided for byriminal law provisions. The time limit for meeting
these obligations shall be defined by the courtiwithe specified probation period.

(4) Security measures imposed alongside a suspeeaéeince shall be enforced.

Revocation of a suspended sentence due to a newalioffence
Article 25

(1) The court shall revoke a suspended sentenee dbnvicted legal entity during the
probation period is found liable for one or moreninal offences for which the fine in the amount of
a hundred thousand Euros or higher amount is prosesl

(2) If the convicted legal entity during the prabatperiod is found liable for one or more
criminal offences for which the fine lower than @ndred Euros is pronounced, the court shall, after
assessing all the circumstances referring to thandtted offences and the legal entity, and
particularly relatedness of committed offences #relr importance, decide whether to revoke the
suspended sentence. While doing so, the court sadimited by the ban on pronouncing suspended
sentence if the legal entity should be pronouncdihe exceeding one hundred thousand Euros
(Article 24 paragraph 2) for the criminal offencgsecified in the suspended sentence and for new
criminal offences.

(3) If the court revokes a suspended sentencaalt, §iy applying the provisions of Article
21 of this Law, pronounce a single sentence foh ltlo¢ previously committed and for new criminal
offence, taking the sentence from revoked suspeseéeténce as a sentence already determined.

(4) If the court does not revoke a suspended seateih can pronounce a suspended
sentence or a penalty for a new criminal offence.

(5) If the court decides that a suspended sentemzeld be pronounced for a new criminal
offence as well, it shall by applying the provissasf Article 21 of the present Law, determine aken
sentence for both the previously committed crimioféénce and for new criminal offence and it shall
specify a new probation period which cannot betsindhan one or longer than three years, from the
day when the new judgment becomes final and ledafiging. If the convicted legal entity in the
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course of the new probation period is found liatde the criminal offence again, the court shall
revoke the suspended sentence and pronounce takypéy applying the paragraph 3 of this Article.
Suspended sentence under protective supervision
Article 26

(1) The court can order that the legal entity prorced a suspended sentence be placed
under protective supervision for a particular peid time during the probation period.

(2) If the court establishes that in the coursegmitective supervision the purpose of this
measure has been achieved, it can terminate thtecpx@ supervision before expiration of the
specified time period.

(3) If a convicted legal entity which has been pthamnder protective supervision fails to
comply with the obligations which the court orderedhe court can warn the legal entity or replace
the earlier obligations with other obligations atend the protective supervision within the specifi
probation period or revoke the suspended sentence.

Contents of protective supervision
Article 27
Protective supervision can comprise one or motaefollowing obligations:
1) to develop and implement the programme of effectheressary and reasonable measures
with the aim to prevent perpetration of the crinhioiéence;
2) to establish internal control with the aim to pretviirther committing of criminal offences;
3) to make periodical reports on its business operatiand deliver them to the authority
competent for enforcement of protective supervision
4) to eliminate or reduce the risk of further causiofy damage by the criminal offence
committed;
5) to refrain from business activities which might yide opportunity or incentive for re-
offending ;
6) to eliminate or mitigate the damage caused by tiingirtal offence;
7) to do community service for a six-month period, yided that this obligation may not
endanger normal operations of the legal entity.
3) Security Measures
Types of Security Measures
Article 28
(2) For criminal offences for which legal ent#ti@re held liable, the following security
measures may be imposed:
1) developing and implementing the programme of effect necessary and reasonable
measures;
2) seizure of items;
3) publication of the sentence;
4) ban on conducting certain business or other aiesvit

(2) The court may pronounce one or more securggsures against a legal entity when the
conditions for pronouncing them prescribed by laefalfilled.
3) The ban on conducting certain business orratbgvities may not be pronounced along

with a suspended sentence.
Developing and Implementing the Programme of EffecNecessary and Reasonable Measures
Article 29
(1) The court may pronounce the security meastirdegeloping and implementing the
programme of effective, necessary and reasonaldesumes if it considers that further perpetration of
criminal offences shall be prevented thereby.
(2) The security measure referred to in paragrapivdve shall not last less than three or
more than five years from the day the judgment beofinal and legally binding.
Seizure of Items
Article 30
(1) The items which were used or intended foringhe commission of a criminal offence
or which resulted from the commission of a crimiatience can be seized if they are property of the
legal entity.
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(2) The items referred to in paragraph 1 abovebeageized even if they are not property of
the legal entity if required by the interests ohgel safety or if necessitated by the reasons of
morality, provided however that the rights of thpersons to the compensation for damages shall not
be encroached.

(3) The law can stipulate a mandatory seizure @g. The law can also stipulate the
conditions for seizure of certain items in specdifises.

Publication of Sentence
Article 31

(1) The court shall pronounce the security meastipriblishing the sentence if it considers
it useful to make the public aware of the sentempaaticularly if the sentence publication would
contribute to remove a threat to human life or theat to protect the safety of trade or other gaher
interest.

(2) Depending on the relevance of the criminal mége and the need to inform the public,
the court shall choose the media that will pubtish sentence and whether the statement of reasons
for the sentence would be published wholly or iafirm of an extract, taking care that the manfier o
publication must provide information to all in thterest of whom the sentence should be published.

Ban on Conducting Certain Business or Other Agtivit
Article 32

(1) The court may ban a legal entity from manuwfeng certain products or conducting
certain activities in the trade of goods and s&wiar engaging in other activities.

(2) The security measure referred to in paragrapbdve may be imposed on a legal entity
if further conduct of certain business or otheriess by such entity would pose a threat for human
life or health or would be detrimental to economidinancial operations of other legal entitiest@r
economy, or if the legal entity has been punisldenling the last two years, for the same or similar
criminal offence.

(3) The court shall determine duration of the measeferred to in paragraph 1 above
which may not be shorter than six months or lontpan five years from the day the judgment
becomes final and legally binding.

3. Legal Consequences of Conviction
Commencement of Legal Consequences of Conviction
Article 33
Q) Legal consequences of conviction for the llegdity shall commence on the day the
judgement imposing a fine becomes final and ledatygling, as follows:
1) ban on conducting an activity on the basis of antedicense, authorization or concession
issued by state authorities;
2) ban on getting a permit, license, authorizationarcession issued by state authorities.
(2) Legal consequences of conviction referrechtparagraph 1 subparagraph 2 above may be
prescribed for a maximum period of ten years.
4. Statute of Limitations
Time Limits for Barring by Lapse of Time
Article 34
D) Time limit for barring by lapse of time ofikrinal prosecution against a legal entity shall
be calculated according to the punishment prestribethe responsible person who committed the
criminal offence. Criminal prosecution may not hedertaken upon the lapse of time prescribed in
Article 124 of the Criminal Code.
(2) The sentence imposed may not be enforced t@oexpiry of:
1) three years after imposing a fine;
2) eight years after imposing the punishment of digsmh.
3) The enforcement of security measure shallasesd upon the expiry of:
1) five years from the day the judgement imposingnteasure of seizure of items becomes final
and legally binding;
2) three months from the day the judicial decisionadsipg the measure of sentence publication
becomes final and legally binding;
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3) the period for which a legal entity has been imposiee measure of developing and
implementing the programme of effective, necesseny reasonable measures, from the day
the judicial decision becomes final and legallyding;

4) the period for which a legal entity has been impodes measure of the ban on conducting
certain business or other activity, from the day jtidicial decision becomes final and legally
binding.

5. Seizure of Material Gain
Ground for Seizure of Material Gain
Article 35

(1) Legal entity shall not be allowed to retainyamaterial gain obtained by a criminal
offence.

(2) The gain referred to in paragraph 1 of thisiddet shall be seized on conditions
envisaged by this Law and judicial decision by wahibie perpetration of a criminal offence is
ascertained.

Conditions and Manner of Seizure of Material Gain
Article 36

(1) Money, things of value and any other mategaih obtained by a criminal offence shall
be seized from the legal entity; whereas shoulth suseizure be not possible, the legal entity dieall
obliged to pay for the monetary value of the ol#dimaterial gain.

(2) Material gain obtained by a criminal offencalbfalso be seized from the persons it has
been transferred to without compensation or agamsipensation that is obviously not corresponding
to its actual value;

(3) Seized shall also be any material gain obtalmed criminal offence in favour of other
persons.

4. Rehabilitation, Discontinuance of Legal Consequrees of Conviction and Disclosure of
Data from Penal Records.
General Notion of Rehabilitation
Article 37

(1) It is by rehabilitation that conviction shélé obliterated and all its legal consequences
cease, whereas the convicted legal entity shaleleened to have no prior convictions.

(2) Rehabilitation shall come into effect eitherlaw (legal rehabilitation) or upon a motion
by a convicted legal entity based on the judiceision (judicial rehabilitation).

(3) No rights of third persons grounded on conweittshall be encroached by rehabilitation.

Legal Rehabilitation
Article 38

(1) Legal rehabilitation shall be granted sol@yegal entities which, prior to the conviction
the rehabilitation relates to, had no prior corigits or which were deemed by law to have had no
prior convictions.

(2) Legal rehabilitation shall be granted in thioi@ing instances:

1) If a legal entity convicted but exempted from phnient does not commit any new
criminal offence within the period of one year frdhe day the judgement becomes
final and legally binding;

2) If a legal entity on which a suspended senten@mp®sed does not commit any new
criminal offence during the probation period andhivi the period of one year from
expiration of the probation period;

3) If alegal entity sentenced to a fine in the amaafnip to five thousand Euros does
not commit any new criminal offence within the pekiof three years from the day
when the penalty was enforced, became barred Isg laftime or pardoned.

(3) Legal rehabilitation may not be granted if séggumeasures are still in force.

Judicial rehabilitation
Article 39

(1) Judicial rehabilitation can be granted to galeentity sentenced to a fine exceeding five

thousand Euros, should within the period of fivangefrom the day when the penalty was enforced,
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became barred by lapse of time or pardoned, no areminal offence be committed by that legal
entity.

(2) In the case referred to in paragraph 1 abogectiurt shall grant rehabilitation if it finds
that the convicted legal entity deserved to be biteted and if it compensated for the damage
caused by its criminal offence according to itsaficial circumstances, whereas the court shall be
obliged to take into consideration all other ciratiamces of relevance for approving rehabilitation,
and particularly the nature and significance ofdffence.

(3) Judicial rehabilitation may not be granted tegal entity sentenced to a fine exceeding
one hundred thousand Euros.

(4) Judicial rehabilitation may not be grantedefgrity measures are still in force.

Judicial rehabilitation of a legal entity with seeé prior convictions
Article 40

Legal entity who has been convicted several tinsgshe granted rehabilitation by the court
solely if the conditions referred to in Article 88this Law are met in respect to each criminatoée
the legal entity has been convicted of. When aswpsehether to grant rehabilitation in such a case,
the court shall take into consideration all circtanses referred to in Article 39 paragraph 2 o$ thi
Law.

Cessation of legal consequences of conviction
Article 41

(1) After the lapse of three years from the dayemhhe penalty was enforced, became
barred by lapse of time or pardoned, a court magiddeto discontinue legal consequence of
conviction related to the prohibition of acquisitiof a specific right, if it has not already ceasee
to rehabilitation.

(2) When deciding on discontinuation of legal capssnces of conviction, the court shall
take into consideration the conduct of the condidegal entity after having been convicted, whether
it has compensated for the damage caused by thenati offence and returned the material gain
obtained by committing the criminal offence, as Ivad other circumstances that may indicate the
justifiability of discontinuation of legal consequee of conviction.

Disclosure of data from penal records
Article 42

(1) Penal records shall contain the following: tieme and registered office of a legal
entity; business activities of the legal entitygistration number and identification number of léagal
entity; data on the criminal offence committed;adah punishments, a suspended sentence, security
measures; data about the responsible person whmittad the criminal offence for which the legal
entity was convicted; pardoned penalties relatedheo convicted legal entity the penal record is
maintained for, as well as data on legal conseqgemé conviction; subsequent changes to data
contained in penal records; data on enforced peraalt cancellation of record on a wrongfully
pronounced sentence.

(2) Data from penal records may be disclosedystdea court, the state prosecutor and
the administration authorities competent for polefairs, related to the criminal proceedings
instituted against a legal entity who has prior\wdtiion, as well as to the authority in charge of
enforcement of criminal sanctions and the authoribat participates in the procedure of granting
amnesty, abolition, rehabilitation or deciding @ssation of legal consequences of a sentence, when
so needed for the conduct of duties falling witthieir competence.

(3) Data from penal records may also be disclogeohua reasoned request to a state
authority and a legal entity if there is a justifi@terest based on law.

(4) On the request of a legal entity, data on tRestence or non-existence of prior
convictions may be presented to them solely if slatla are needed for the purpose of exercising thei
rights abroad.

(5) Penal records shall be kept by the Central ®®giof the Commercial Court in
Podgorica.

7. Territorial Applicability of the Law
Conditions for Application of the Law
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Article 43

(1) This Law shall apply to a domestic and fordigmal entity which is liable for a criminal
offence committed in the territory of Montenegro.

(2) A foreign legal entity which is liable for aiminal offence committed abroad to the
detriment of Montenegro, its national or a domelgiifal entity shall be subject to this Law.

(3) This Law shall also apply to a domestic legalitg is liable for a criminal offence
committed abroad.

(4) In the cases referred to in paragraphs 2 aablo®e, this Law shall not apply if special
conditions from Article 138 paragraph 3 of the Griad Code have been met.

8. Application of General Section of the Criminal @Wde
Mutatis Mutandis Application of the Provisions bétCriminal Code
Article 44

The provisions of the General Section of the QmahiCode on criminal offence (Article 5),
manner of commission of criminal offence (Articl¢, @ime of perpetration of criminal offence
(Article 7), place of perpetration of criminal offge (Article 8), an offence of minor significance
(Article 9), extreme necessity (Article 11), incitent (Article 24), aiding (Article 25), the limitsf
responsibility and punishability of accomplices fjéle 27), punishment for inciters and aides for an
attempt and minor criminal offence (Article 28),rpose of punishment (Article 32), purpose of
suspended sentence (Article 54), revocation of eudpd sentence due to a previously committed
criminal offence (Article 56), revocation of susped sentence due to the failure to meet particular
obligations (Article 57), time-limits for revocatioof suspended sentence (Article 58), duration of
protective supervision (Article 63), consequencédadure to meet the obligations pertaining to
protective supervision (Article 64), protectioninfured party (Article 114), running and interrugti
of barring by time limits of criminal prosecutioArticle 125),running and interruption of barring by
time limits of enforcement of a penalty and a si#guneasure (Article 128), applicability of crimina
legislation with respect to time (Article 133) adefinitions of terms (Article 142) shall apphyutatis
mutandisto legal entities, unless otherwise provided by taw.

Ill. PROCEEDINGS
Single Proceeding
Article 45

(1) For the same criminal offence, as a rule, @edings against a legal entity shall be
instituted and conducted together with proceedaggsnst the responsible person.

(2) In a single proceeding, single indictment sbalbrought against the accused legal entity
and the accused responsible person and singleetgeshall be passed.

(3) Proceeding may be instituted and conductednagdtie legal entity only in case if it is
not possible to institute and conduct the procegdigainst the responsible person for reasons
prescribed by law or in cases when proceeding agdire responsible person has already been
conducted.

Appropriateness to Institute Proceedings
Article 46
(1) The State Prosecutor may decide not to institwiminal proceedings against a legal
entity if:
1) circumstances of the case indicate that institutthg proceedings would not be
appropriate due to insignificant contribution oé legal entity in committing the criminal
offence,

2) the legal entity does not have any assets or bptdyriproceeding has been initiated
against the legal entity;

3) the legal entity reported the criminal offence Wefdinding out that the prosecution
authorities revealed that a criminal offence wanmitted in the legal entity;

4) the legal entity cooperated with the authoritiesipetent for revealing and prosecution;

5) the legal entity compensated for the damages actified other harmful consequences
caused by the criminal offence;

6) the legal person returned the material gain obthinyethe criminal offence committed;
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7) before the criminal offence committed, the legakpa undertook all effective, necessary
and reasonable measures with the aim to preventrewehl the commission of the
criminal offence;

8) the legal entity submitted to the authorities cotepefor revealing and prosecution data
relevant for the liability of another legal entityyith which it is not connected
organizationally, for the criminal offence punistkeaby law by imprisonment for term of
ten years or a more severe punishment.

(2) When deciding not to institute the criminal geedings, the State Prosecutor shall take

into account the circumstances referred to in Atid of the present Law.

(3) The provisions of paragraph 1 above shallyafpkriminal offence punishable by a fine
or imprisonment for a term of up to three years.

Postponement of criminal prosecution
Article 47

(1) The State Prosecutor may decide to postpomsepution for criminal offences
punishable by a fine or imprisonment for a term exteeding eight years, when s/he finds that it
would not be appropriate to conduct the criminaicgedings due to the nature of the criminal offence
and the circumstances under which the offence bas bommitted, previous business operations of
the legal entity, if the legal entity accepts ttifwne or several of the following obligations:

1) to compensate for the damage and to removend®ital consequences caused by the
criminal offence;

2) to pay a certain amount for the benefit of a anitarian organisation, fund or public
institution, provided that such an amount may xoeed ten thousand Euros;

3) to fulfil obligations related to the criminal fehce committed or the obligations the
fulfilment of which would have a preventive effegtned at prevention of committing a new criminal
offence;

4) to fulfil one or several obligations referredinArticle 27 of this Law.

(2) When deciding whether to postpone the crimpraceedings, the State Prosecutor shall
take into account the circumstances referred #riicle 16 of the present Law.

(3) The legal entity shall be bound to fulfil théligation assumed within a term which
cannot be longer than six months.

(4) The obligations referred to in paragraph 1 &bskall be imposed by a decision of the
State Prosecutor. The decision shall be furnisbethe legal entity, injured party, if any, or toeth
humanitarian organization or public institutionféivour of which the enforcement is ordered.

(5) Before taking the decision referred to in paaph 4 above, the State prosecutor shall
obtain the consent of the injured party and theeagent of the legal entity. When specifying the
obligations referred to in paragraph 1 above, tteeSProsecutor may accept the proposal of the
injured party.

(6) If the legal entity fulfils the obligation refed to in paragraph 1 above, the State
Prosecutor shall dismiss the criminal complaint &énel provisions of Article 59 of the Criminal
Procedure Code shall not be applicable, of whiehState Prosecutor shall inform the injured party
before obtaining the consent.

Territorial Jurisdiction
Article 48
(1) The court in whose territory the criminaleite was committed or attempted shall have
jurisdiction as a rule.

(2) If the proceedings are instituted only agathstaccused legal entity, the court in whose
territory the accused legal entity has a registeffide or the court in whose territory a unit diet
accused foreign legal entity is located shall hjaviediction.

Representative of the Accused Legal Entity
Article 49

(1) Accused legal entity shall be representedriminal proceedings by a representative
who is authorized to take all actions that makedken by the defendant according to the Criminal
Procedure Code. Each accused legal entity mustitsarepresentative.
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(2) The representative of the accused legal esligil be a person authorized to represent
that legal entity on the basis of the law, an dcaaompetent state authority or the Articles of
association or another general act of the legatlyent

Appointment of Representative of the Accused LEgjitly
Article 50

(1) A representative of the accused legal entigy mot be a responsible person against
whom a criminal procedure is conducted for the sanmainal offence, except if that person is the
only member of the legal entity.

(2) A management or governing body of the accusemllentity may appoint another
person from among its members as the representative

(3) An accused legal entity may have only one regmeative.

(4) In each individual case, the court must esshbine identity of the representative of the
accused legal entity and whether the representitiaathorized for such representation.

(5) If the accused legal entity was dissolved lefdre criminal proceedings have been
completed in final and legally binding manner, legal successor shall appoint its representative
within eight days from the date of dissolution bétaccused legal entity. If the legal entity fads
appoint its representative, the court shall appii@trepresentative of the legal entity.

Representative of the Accused Foreign Legal Entity
Article 51

(1) The representative of the accused foreignl legéty shall be the person managing the
branch of the foreign legal entity conducting besmin the territory of Montenegro.

(2) If the accused foreign legal entity or a braottihe foreign legal entity is collectively
represented by several persons, such personsdglsédinate the representative among themselves. If,
upon the court’s invitation to do that within a sified time, the representative has not been
designated from among these persons or the cosimdtabeen timely notified of that in writing, the
court shall appoint one of them as the represemetati

Exemption of Representative
Article 52

(1) The representative of the accused legal entdy not be a person summoned to give
testimony in the same legal matter.

(2) In the cases referred to in paragraph 1 abibvecourt shall demand from the accused
legal entity or a branch of the foreign legal entthat the competent body of the accused domestic
legal entity or foreign legal entity appoint otlrepresentative and notify the court thereof in ivwgit
within the given time.

(3) If the accused legal entity fails to appoinbthrer representative within eight days, the
representative shall be appointed by the court.

Service of Documents
Article 53
Documents intended for the representative shalidreed on the accused legal entity, or a
branch of the accused foreign legal entity.
Causing the Representative to Be Brought befor€thet
Article 54
If a duly summoned representative of the accusgdllentity fails to appear, without
providing an excuse for the absence, the court maler the representative to be brought
involuntarily.
Costs of Representation
Article 55

(1) The costs of representing the accused ledél esmall be considered as the costs of the
criminal proceedings. These costs shall not be jpaativance from the court’s funds except in cases
referred to in Article 50 paragraph 5 and ArticRefaragraph 3 above.

(2) Legal entity shall only bear the costs of tmecpedings caused by its representative’s
fault.

Defence Attorney
Article 56
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(1) In addition to the representative, the accuksgmhl entity may also have a defence
attorney.

(2) The provisions of the Criminal Procedure Codeobligatory defence attorney shall not
apply to the accused legal entity.

(3) The accused legal entity and the accused reggerperson may have a joint defence
attorney unless that is contrary to the interesheir defence.

Dismissal of Criminal Complaint
Article 57

(1) In addition to the grounds for dismissal afrinal complaint referred to in Article 243
paragraph 1 of the Criminal Procedure Code, th&eSRaosecutor shall dismiss criminal complaint
against a legal entity also in case that thereargrounds for the liability of legal entity refedrto in
Article 5 above.

(2) When the State Prosecutor determines that thereno grounds for prosecution of a
criminal offence, the State Prosecutor shall bégeldl within eight days, to inform the injured part
thereof and to instruct him/her that he/she catitiis the prosecution him/herself, except in cases
referred to in Articles 46 and 47 paragraph 5 &f ttaw. The court shall proceed in the same manner
if it passed the decision on suspension of theqadings due to the fact that the State Prosecator h
abandoned the prosecution.

Contents of Indictment
Article 58
An indictment or the bill of indictment againstemal entity must contain, in addition to the
elements prescribed by Article 274 of the CrimiRabcedure Code, the name under which the legal
entity is appearing in legal transactions, its segied office, registration number and identificati
number, forename and surname of its representatidegrounds for liability of the legal entity.
Hearing and Order of Closing Arguments

Article 59

(1) At the mean hearing, first the accused respngerson shall be heard, and then the
representative of the accused legal entity.

(2) After completing the evidence procedure, thespcutor’s and the injured party’s
statements, first the defence attorney of the actilesgal entity shall be allowed to speak, then the
representative of the accused legal entity, therdef attorney of the responsible person and finally
the responsible person him/herself.

Written Judgment
Article 60

In addition to the parts specified in Article 36Bthe Criminal Procedure Code, a written
judgment must contain:

1) in the introduction to the judgment - the name unahkich the legal entity is appearing in
legal transactions, its registered office, regtgira number and identification number,
forename and surname of its representative andngeofor liability of the legal entity who
attended the main hearing;

2) in the operative part of the judgment - the nameeunwhich the legal entity is appearing in
legal transactions, its registered office, regigira number and identification number,
decision pronouncing the accused legal entity nesipte for the criminal offence it has been
charged with, or releasing it from liability forcuoffence, or dismissing the charges.

Partial Suspension of Judgment of the First Instéa@ourt
Article 61
The second instance court may suspend a judgmeheipart relating to the accused legal
entity only or to the accused responsible persdwy, @gnsuch part of the judgment may be separated
without detriment to the proper adjudication.
Security Measures
Article 62
(1) In order to secure the enforcement of seiafrenaterial gain, the court may, on a
motion of a competent prosecutor, order a tempaacyrity measure against the accused legal entity,
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in accordance with the provisions of the Law ondfoément Procedure. In that case, the provisions
of Article 216 paragraphs 2 and 3 of the Criminald@dure Code shall appiyutatis mutandis

(2) If the circumstances justify the suspicion tivéihin the accused legal entity the criminal
offence may be committed again for which therelisasonable suspicion that the legal entity iddiab
for it or another similar criminal offence, the ¢cbmay, in the same proceedings and in additiché¢o
measures referred to in paragraph 1 above, tenilyoban the accused legal entity from performing
one or more of the specified business activitieB@rother activities.

(3) If criminal proceedings have been institutediast the legal entity, the court may, on a
motion of the state prosecutor ex officig prohibit amendments to the Articles of assocratiloat
might lead to the deletion of the accused legalyeftom the Central Registry of the Commercial
Court or another registry kept by the competertesaaithority. Such prohibition shall be entered in
the Central Registry of the Commercial Court or thap registry kept by the competent state
authority.

Application of the Criminal Procedure Code
Article 63
(1) Unless otherwise provided by this Law, thevmions of the Criminal Procedure Code
shall applymutatis mutandig the criminal proceedings against legal entities.

(2) The provisions of Articles 511 — 520 and Ari&22 of Criminal Procedure Code shall
apply in the criminal proceedings against legaitiest even when the criminal proceedings do not
relate to the criminal offence of organized crime.

IV. TRANSITIONAL AND FINAL PROVISIONS
Article 64

(1) Commercial crimes provided for by separateslatvall become misdemeanours by entry
into force of this Law.

(2) Proceedings for commercial crimes institutetbiethe day of entry into force of this
Law shall be completed before the court before Wwhie proceedings commenced, according to the
regulations based on which they were instituted.

Article 65

Upon entry into force of this Law, the Law on Commial Crimes (Official Gazette of SFRY,
Nos. 4/77, 14/85, 74/87, 57/89 and 3/90, and QifiGazette of FRY, No. 27/92, 24/94, 28/96 and
64/01) shall cease to apply.

Article 66
This Law shall enter into force on the eighth deym the date of its publication in the
Official Gazette of the Republic of Montenegro.
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ANNEX VIII Condition and requirements for hiring of State Prosecutors

Condition and requirements for hiring of the StateProsecutors and Deputies as prescribed in
the Law on State Prosecutors
Article 24
A person may be appointed as the State Proseautioe ®eputy if he/she:

1) Is a citizen of Montenegro;

2) Isin a generally healthy state and possessesitapatransact business;

3) Has the University Degree in Law and has passeBanexam;”

Article 25
A person may be appointed the State ProsecutdneoDeputy if he/she, in addition to the general
conditions, possesses the following work experiencdbie field of law:

- For the Chief State Prosecutor and his/her Depufyb years;

- For the High State Prosecutor and his/her Deplit§ years;

- For the Basic State Prosecutor — six years, anti$/her Deputy — three years.”
Article 26:
The state prosecutor shall be appointed and remfreed office by the Assembly of Montenegro
(hereinafter referred to as: the Assembly) at ttopgsal of the Prosecutors Council.
Deputies shall be appointed and removed from officéhe Prosecutors Council.”
Article 28:
The office of the Deputy shall be permanent.
Exceptionally from paragraph 1 above, a Deputy 8&sate Prosecutor shall be appointed for a term
of three years when appointed for the first time. “
Article 31:
The State Prosecutor and the Deputy shall be ajgubon the basis of public announcement.
The Prosecutors Council shall announce vacancigzofsitions of the State Prosecutor and Deputy.
The announcement of vacancies shall be publishéldeiriOfficial Gazette of Montenegro” and in a
daily newspaper issued in Montenegro.
Article 33a
The criteria for the appointment of the State Peaos® and the Deputy State Prosecutor shall be as
follows:

1) Specialized knowledge, working experience and waykesults;

2) Published professional papers and other activiti¢iseir line of work;

3) Additional professional training;

4) Ability to perform the function for which he/she @iges impartially, conscientiously,
diligently, determinedly and responsibly;

5) Communication skills;

6) Relationship with colleagues, conduct outside wprkfessionalism and reputation.

Apart from the criteria referred to in paragraphlbve, organizational skills shall be also taken in
account in particular for the appointment of that&Prosecutor.

More detailed criteria for the appointment of that& Prosecutor and the Deputy State Prosecutor
shall be laid down by the Rules of Procedure ofRhesecutors Council.”

Article 35:

The Prosecutors Council shall arrange an interviiWv the applicants who meet the requirements for
appointment.

An applicant does not need to be interviewed:

1) If an interview which served as a basis for hisdmsessment was conducted with him/her
in the last twelve months;

2) Helshe was given negative assessment several wimes interviewed for a post of the
state prosecutor or deputy state prosecutor, resrdof when he/she was last
interviewed.

Based on the interview and documentation receitkd, Prosecutors Council shall assess each
candidate taking into account the criteria refeteth Article 33a of this Law.
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The Prosecutors Council shall decide by a majoritye of a total number of members on the
assessment of the candidates.

Immediately after the interview, the Prosecutorsit@i shall fill in a standard candidate assessment
form, which shall contain the assessment of eantlidate and explanatory note on the assessment.
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ANNEX IX Law on International Legal Assistance

The Law on International Legal Assistance in Crimiral Matters
(Official Gazette of Montenegro, No. 04/08 dated12008)

|. GENERAL PROVISIONS

Article 1
This Law shall regulate the conditions and procediar provision of international legal
assistance in criminal matters (hereinafter refetoeas the “international legal assistance”).

Article 2
(1) International legal assistance shall be providezttordance with an international agreement.
(2) If there is no international agreement or if certassues are not regulated under an
international agreement, international legal assst shall be provided in accordance with
this Law, provided that there is reciprocity orttitacan be expected that the foreign state
would execute the letter rogatory for internatiolegal assistance of the domestic judicial

authority.

Article 3
International legal assistance shall include th&aeition of the accused and sentenced
persons, transfer and assuming of criminal prosmtuenforcement of foreign criminal verdicts,
delivery of documents, written materials and otbases relating to the criminal proceedings in a
foreign state, as well as the undertaking of centeocedural actions such as: hearing of the adguse
witnesses and experts, crime scene investigatiearck of premises and persons and temporary

seizure of items.

Article 4

(1) Domestic judicial authority shall forward lettersgatory for international legal assistance to
foreign judicial authorities and receive the ledtevgatory for international legal assistance of
the foreign judicial authorities through the minystesponsible for the judiciary (hereinafter
referred to as the “Ministry”).

(2) In cases where there is no international agreemengciprocity, the Ministry shall deliver
and receive letters rogatory for international legsistance through diplomatic channels.

(3) In cases when this has been provided for undentanniational agreement or where there is
reciprocity, the Ministry shall deliver and receiletters rogatory for international legal
assistance through the competent authority of theign state as a central communication
authority.

(4) Without prejudice to the above, if provided for endn international agreement, domestic
judicial authority may deliver letter rogatory fownternational legal assistance to a foreign
judicial authority directly and receive letter rogey for international legal assistance from a
foreign judicial authority directly, while it shabbe obliged to deliver a copy of the letter
rogatory to the Ministry.

(5) In urgent cases, provided that there is reciprodijter rogatory for international legal
assistance may be delivered and received throwgNational Central Bureau of the Interpol.

(6) The courts and the state prosecutors’ offices $latlesponsible for provision of international
legal assistance in accordance with the law.

Article 5
International criminal assistance may be providetheé offence for which the provision of
international legal assistance is requested ignairal offence both under the domestic law and unde
the law of the foreign state the judicial authority which presented the letter rogatory for

international legal assistance.
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1)

)

Article 6
Unless otherwise has been provided for by an iate&mal agreement or this Law, the letter
rogatory for international legal assistance of doenestic or of the foreign judicial authority
shall be accompanied with the translation of th¢eterogatory into the language of the
requested state, or one of the official languadélseoCouncil of Europe, if the requested state
accepts it. The replies to the letters rogatorthefforeign judicial authorities do not need to
be translated.
Domestic judicial authority shall also proceed uploa letter rogatory for international legal
assistance of the foreign judicial authority if thetter rogatory has been presented
electronically or by some other means of teleconination providing delivery receipt, if it
may verify its authenticity and if the foreign jodil authority is prepared to deliver the
original of the letter rogatory within 15 days atdst.

Article 7
Unless otherwise has been provided for by an iateymmal agreement or this Law, signed and

certified letter rogatory for international legaiséstance shall contain:

1) the name and the seat of the authority makingebeest;

2) the name of the requested authority, and if itgipeename is unknown, an indication
that the letter rogatory is being sent to the caemggudicial authority, and the name
of the country;

3) legal basis for the provision of international legssistance;

4) the form of the international legal assistance estpd and the reason for the letter
rogatory;

5) legal qualification of the criminal offence comreitt and the summary of the facts,
except if the letter rogatory refers to the servige court writs (applications,
documents and the like);

6) nationality and other personal details of the pemegarding which the international
legal assistance is requested and his status prdeeedings;

7) in case of service of court writs, their type.

Article 8
Unless otherwise has been provided for by an iaternal agreement or this Law, the costs of

provision of international legal assistance, unher condition of reciprocity, shall be borne by the
state to which the letter rogatory for internatidegal assistance is sent.

Article 9

The expressions used in this Law shall have tHevimhg meaning:

1)
2)
3)
4)

5)
6)

‘domestic judicial authority’ shall mean court asthte prosecutor designated by law to
provide international legal assistance;

‘foreign judicial authority’ shall mean the statetlaority competent to provide international

legal assistance under the law of the foreign state

‘requesting state’ shall mean foreign state the pmtent judicial authority of which sent the

letter rogatory for international legal assistance;

‘requested state’ shall mean the foreign state hechwthe letter rogatory for international

legal assistance is sent;

‘letter rogatory’ shall mean a document requesitmgrnational legal assistance;

‘domestic law’ shall mean the law of Montenegro.

II. EXTRADITION OF ACCUSED AND SENTENCED PERSONS

Article 10
The extradition of the accused or sentenced persba be requested and enforced in

accordance with this Law unless otherwise has pemrided for under an international agreement.
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Article 11
(1) The conditions for the extradition upon the requéshe requesting state shall be as follows:

1) that the person claimed is not a national of Moegga;

2) that the offence for which extradition is requestgds not committed in the territory of
Montenegro, against Montenegro or its national;

3) that the offence motivating the request for extiadiis a criminal offence both under the
domestic law and under the law of the country inciwhit was committed,;

4) that the criminal prosecution or enforcement ofnémial sanction has not been barred by the lapse
of time under the domestic law before the persaimed has been detained or examined as an
accused;

5) that the person claimed has not been already dmavity a domestic court for the same offence
or he has not been acquitted of the same offencthdyomestic court in a final and legally
binding manner, except if the requirements prescrity the Criminal Procedure Code for retrial
have been met; or criminal proceedings have noh lestituted in Montenegro for the same
offence committed against Montenegro or a nati@mfaMontenegro; or the security for the
fulfilment of property law claim of the victim hdseen provided if the proceedings have been
instituted for the offence committed against aoral of Montenegro;

6) that the identity of the person claimed has betabéshed,;

7) that the requesting state presented facts andiguffievidence for a grounded suspicion that the
person claimed committed the criminal offence ar¢his a final and legally binding judicial
decision;

8) that it does not concern a minor offence, in acancé with the Criminal Code.

Article 12
(1) The extradition shall not be allowed for a pcél criminal offence, an offence connected
with a political criminal offence or a military eninal offence within the meaning of the European
Convention of Extradition (hereinafter referrecato“political and military criminal offences”).
(2) Prohibition referred to in paragraph 1 abovallshot apply to the criminal offences of
genocide, crime against humanity, war crimes amdrism.

Article 13
(1) The extradition shall not be granted for thenanal offence punishable under the domestic
law and the law of the requesting state by impmsent for a term of up to six months or a fine.
(2) If the extradition of the sentenced persoreiuested to serve the sentence, his extradition
shall not be granted if the duration of the imposagdrisonment sentence or the remaining portion
thereof which is yet to be served does not exceedrhonths.

Article 14
If the law of the requesting state prescribes demhalty for the offence for which the
extradition is requested, extradition may be grmely if that state gives assurance that the death
penalty will not be imposed or carried out.

Article 15
(1) The procedure for extradition of the accusedeantenced person shall be initiated upon
the letter rogatory of the requesting state.
(2) Letter rogatory for extradition shall be delied to the Ministry.
(3) The following shall be enclosed to the lettegatory:

1) means required to establish the identity of ateused and/or of the sentenced
person (accurate description, photographs, finggspand the like);

2) certificate or other information on the natiatyabf the person claimed;

3) indictment, verdict or detention order, or anthesy document equivalent to
indictment, original or notarized copy, which shatintain the forename and surname of the
person claimed and other information necessarystabéish his identity, description of the
offence, legal qualification of the offence anddwrice for a grounded suspicion;
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4) excerpt from the wording of the criminal lawtbg requesting country which is to
be applied or which has been applied against tbesad for the offence for which extradition
is requested, and if the offence was committechéntéerritory of a third country, the excerpt
from the wording of the criminal law of that countrs well.

(4) If the information and documents referred tgparagraph 3 above were submitted in a
foreign language, they shall be accompanied byté#ied translation into the Montenegrin language.

Article 16

(1) The Ministry shall deliver letter rogatory ftre extradition to the investigating judge of
the court within the jurisdiction of which the pensclaimed resides or within the jurisdiction of
which the person claimed happens to be.

(2) If the domicile or residence of the personrkd is unknown, his domicile or residence
shall be established through the state administratiuthority competent for affairs relating to
domicile and residence.

(3) If the letter rogatory was submitted in accowith Article 15 above, the investigating
judge shall issue the order to detain the persameld, if there is a danger that the will avoid the
procedure of extradition, or if other reasons meférto in the Criminal Procedure Code exist, and/or
he shall undertake other measures to ensure tgsrme, unless it is obvious from the letter rogator
and delivered information and documents that threlitimns for extradition have not been met.

(4) Detention referred to in paragraph 3 above taay until the decision on extradition is
enforced at latest but no longer than six months.

(5) Upon a reasoned request of the requesting skteteChamber of the competent court may
extend the duration of detention referred to irageaph 3 above in justified cases for additiona tw
months.

(6) The investigating judge shall, after he esttds the identity of the person claimed,
inform him without delay why and based on whichdevice his extradition is requested and the
investigating judge shall ask him to present higlee.

(7) The record shall be made of examination andgméng of defence. The investigating
judge shall be obliged to inform the person clainmmednediately that he may engage a defence
attorney, or that a defence attorreyofficiomay be appointed for him if the defence is mangato
for the criminal offence in question pursuant te @riminal Procedure Code.

Article 17

(1) Detention aimed at extradition may be ordeneden conditions referred to in Article 15 of
this Law even before the letter rogatory of theuesging state is received, if requested by it,for i
there is a grounded suspicion that the person elhioommitted the criminal offence for which he
can be extradited to the requesting state.

(2) Investigating judge shall release the persainm®d when the reasons for detention
terminate or if the letter rogatory has not beebnsitted within the period of time he determined
while taking into consideration all circumstancasgd which cannot exceed 40 days from the date of
detention. The detention ordered pursuant to papdigt above may be revoked if the letter rogatory
has not been submitted within 18 days from the datketaining the person claimed.

(3) The Ministry shall inform the requesting statbout the deadlines determined by the
investigating judge without delay. Without prejuglito the above, if there are justified reasons, the
investigating judge may extend the duration of uigb@ for additional 30 days at most, if requested
by the requesting state.

Article 18
(1) Upon hearing the state prosecutor and the defattorney, the investigating judge shall
undertake other actions, if necessary, to deterihthe conditions for extradition and/or surrendér
the items on which or by which the criminal offeneas committed, if these had been confiscated
from the person claimed, are fulfilled.
(2) After the actions referred to in paragraph tw&bhave been completed, the investigating
judge shall deliver the case files to the compe@trember along with his opinion.
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(3) If the criminal proceedings are underway befarelomestic court against the person
claimed for the same or another criminal offenbe, ihvestigating judge shall note that in the case
files.

Article 19

(2) If the Chamber of the competent court findg the conditions for extradition prescribed
by this Law have not been met, it shall make adieaito reject the letter rogatory for extradition.

(2) The order referred to in paragraph 1 abovel dtwlsubmitted by the couex officio
directly to the higher court which may confirm, eap or reverse the decision after it hears the stat
prosecutor.

(3) If the person claimed is held in detention, @ember of the competent court may decide
that he remain in detention until the decision a&jgy his extradition becomes final and legally
binding.

(4) Final and legally binding decision rejectinge textradition shall be submitted to the
Ministry which shall inform the requesting statertof.

Article 20
(1) If the Chamber of the competent court findg tha conditions for extradition prescribed
by this Law are met, it shall confirm this by pagsa decision.
(2) The person claimed shall have right to complagainst the decision referred to in
paragraph 1 above directly to the court of highstance within three days after the receipt thereof

Article 21
If the court of second instance confirms the deaiseferred to in Article 20 above, or if the
complaint has not been lodged against the decisidhe court of first instance, the case shall be
delivered to the minister competent for judiciamgreinafter referred to as the Minister), in ortder
make decision whether to grant extradition.

Article 22

(1) In the event referred to in Article 21 above, théniSter shall pass the decision granting or
refusing the extradition.

(2) When he grants the extradition, the Minister maykena decision to postpone the extradition
because criminal proceedings are underway befdi@reestic court for another criminal offence
against the person claimed or because this peisaerving the imprisonment sentence in
Montenegro.

(3) The Minister shall not grant the extradition of therson who enjoys the right of asylum in
Montenegro or where it can be reasonably assunadtth person claimed shall be subjected to
prosecution or punishment because of his racgioali nationality, belonging to a specific social
group or for his political beliefs, or that histste would be made more difficult for one of these
reasons.

(4) The Minister shall refuse the extradition if thegmn claimed has not been given the possibility
to have a defence attorney in the criminal procegglpreceding the extradition.

Article 23

(1) In the decision granting the extradition, the Mieisshall state that without the consent of
Montenegro:

1) the person claimed may not be prosecuted for anotiminal offence committed prior to the
extradition;

2) the punishment for another criminal offence comeditprior to the extradition cannot be
enforced against the person claimed;

3) a punishment more severe than the one to whichakebben sentenced cannot be enforced
against the person claimed;

4) the person claimed may not be extradited to a #teite for prosecution for a criminal offence
committed prior to the extradition which has beesnged.
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(2) Additionally to the conditions referred to in paragh 1 above, the Minister may also impose
other conditions for extradition.

Article 24
(1) The requesting state shall be notified of the deweisconcerning extradition through
diplomatic channels.
(2) The decision granting extradition shall be subrdittethe administration authority competent
for police affairs which shall escort the persoairdled to the border crossing where at an
agreed place he will be surrendered to the autbswif the requesting state.

Article 25

(1) The requesting state shall take over the persorextradition of whom has been granted
within 30 days as of the date of delivery of theigien on extradition.

(2) The Minister may extend the deadline referred tparagraph 1 above for additional 15 days
upon reasoned request of the requesting state.

(3) If the person the extradition of whom has been tgras not been taken over upon the
expiry of the deadline referred to in paragraphantl 2 above, he shall be immediately
released, and the Minister may refuse repeat etitadequest for the same criminal offence.

Article 26
If the extradition of the same person is requestgdnore than one country, either for the
same offence or for different offences, the decisiball be taken having regard to seriousness of
the criminal offences, the place of commission,rdgpective dates of the requests, the nationality
of the person claimed, the possibility of subsetjuextradition to another state, and other
circumstances.

Article 27

() If the extradition is requested by a foreign staten another foreign state and the person
claimed would have to be escorted through thetéeyrof Montenegro, transit may be granted
by the Minister upon the letter rogatory by theuesting state provided that the person
concerned is not a national of Montenegro andttieextradition is not enforced for political
or military criminal offence.

(2) Letter rogatory for transit of the person throubh territory of Montenegro shall contain the
information and documents referred to in ArticlegeBagraph 3 of this Law.

(3) In the case of transit of the person through thetdey of Montenegro by air transit, if no
landing is expected, it shall not be necessarytaio permit referred to in paragraph 1 above.

(4) The requesting state shall notify the Ministry @nisit referred to in paragraph 3 above. The
notification shall contain information such as: theme of the person escorted through the
territory of Montenegro, the state to which thesperis extradited, the criminal offence for
which the person is extradited, and the time ofrainsit.

Article 28

(1) At the request of the requesting state, the competeurt shall seize and surrender, in
accordance with the domestic law, items which mesves as evidence materials or that
resulted from the commission of criminal offence.

(2) The items referred to in paragraph 1 above shadlubeendered even in case when an already
approved extradition may not be enforced due ta#ath or escape of the person claimed.

(3) If the items referred to in paragraph 1 above agest to seizure or confiscation in the
territory of Montenegro, they may be temporarilyameed or surrendered provided that they
are returned in connection with the ongoing crirhpraceedings.

(4) The items referred to in paragraph 1 above, to wiitontenegro and third persons have
rights, shall be returned to Montenegro as soquoasible after the hearing is completed. The
costs of returning of items shall be borne by #westing state.
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Article 29

(1) The person for the extradition of whom the foreggate submitted the letter rogatory if the
conditions for extradition prescribed by this Laavke been met may be extradited within a
summary procedure if the person claimed consented.

(2) The consent referred to in paragraph 1 above d¥alentered for the record before a
competent court in accordance with the CriminalcBdure Code, in a way ensuring that the
consent has been given voluntarily and that thesqmerclaimed has been aware of all
consequences of such consent when the consentivesis he consent once given cannot be
revoked.

(3) The decision on extradition in a summary procedhial be passed by a competent court.

(4) The court shall notify without delay the Ministrip@ut the decision referred to in paragraph 3
of this Article, and the Ministry shall inform thiequesting state.

(5) The extradition within a summary procedure shalNehthe same force and effect as the
extradition within an ordinary procedure.

Article 30
The costs of extradition incurred outside the teryi of Montenegro shall be incurred by the
requesting state.

Article 31
(1) If criminal proceedings are underway in Monteneggainst a person located in a foreign
state or if the person located in a foreign sta#s been sentenced by a competent
Montenegrin court, the Minister may submit thedetbgatory for extradition.
(2) The letter rogatory shall be submitted to the retpebstate through diplomatic channels and it
shall be accompanied by documents and informagterned to in Article 15 of this Law.

Article 32

(1) If there is danger that the person claimed wile fe hide, the Minister may request to order
to detain that person temporarily or to undertakigeio measures required to prevent his
escape even before the actions are taken in act@ddth Article 31 of this Law.

(2) The letter rogatory for temporary detention shalhtain specifically the information on the
identity of the person claimed, the name of thengral offence for which the extradition is
requested, indictment, verdict or detention orddate, place and name of the authority
ordering detention, and/or information about théditg of verdict, as well as the statement
that the extradition shall be requested throughlegghannels.

Article 33

(1) If the person claimed is extradited, he may be io@tly prosecuted and/or the punishment
may be enforced against him only for the crimirfé¢mmce for which the extradition has been
granted.

(2) If the person referred to in paragraph 1 abovelies convicted finally and in a legally
binding manner by the competent Montenegrin coartother criminal offences committed
prior to extradition with regard to which extraditi is not allowed, the provisions of the
Criminal Procedure Code regulating the reversafeoflict without retrial shall applsnutatis
mutandis

(3) If the extradition has been granted under certainditions with respect to the type or
duration of sanction which may be imposed and/éorerd and if it has been accepted under
such conditions, the court shall be bound by suoiditions when pronouncing a sentence;
while if the enforcement of an already imposed eecd is the subject of the extradition, the
court adjudicating in the highest instance shalérse the verdict and impose the punishment
in accordance with the conditions of extradition.

(4) If the person extradited had been held in detenitioa foreign country for the criminal
offence for which he has been extradited, the 8pent in detention shall be accounted for in
the imprisonment sentence.
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IIl. TRANSFER AND ASSUMING OF CRIMINAL PROSECUTION

Article 34

(2) If a foreigner whose place of residence is in &ifpr state committed a criminal offence in
the territory of Montenegro, that state can beendered the criminal files for the purpose of
criminal prosecution and trial if the foreign stdi@es not object to it, without prejudice to the
conditions referred to in Article 11 of this Law.

(2) Before passing the decision to conduct investigatithe decision to transfer criminal
prosecution shall be taken by the competent statgeputor; and if the decision was passed
prior to the commencement of the main hearing,dd@sion to transfer criminal prosecution
shall be taken by the Chamber of the competent commposed of three judges.

(3) The decision to transfer criminal prosecution may taken for the criminal offences
punishable by imprisonment for a term of up to years and for the criminal offences of
jeopardising public traffic.

(4) If the victim is a national of Montenegro, the tséar of criminal prosecution shall not be
allowed if the victim opposes to it, unless a siguor the settlement of his property law
claim has been provided.

(5) If the accused is held in detention, it shall bguested from the requested state through the
shortest possible means to inform the competenttdtayrin authority within fifteen days at
latest whether it shall assume the prosecution.

Article 35
The competent court or the state prosecutor skdllat the letter rogatory for the transfer of
the criminal prosecution accompanied with the derisn the transfer of criminal prosecution and the
case files to the Ministry.
The Ministry shall deliver the letter rogatory fitve transfer of the criminal prosecution to the
competent authority of the requested state, inrdecwe with Article 4 of this Law.

Article 36

(1) The request of the requesting state for Morgem& assume the criminal prosecution of a
national of Montenegro or a person whose residesace Montenegro for the criminal offence
committed in the requesting state, shall be dedideiogether with the files to the competent state
prosecutor within the jurisdiction of whom that p@&n resides.

(2) If the property law claim has been lodged wita competent authority of the requesting
state, action shall be undertaken as if it wersgmted to the competent court.

(3) The requesting state shall be informed of #fesal to assume criminal prosecution as
well as of the final and legally binding decisioasped within the criminal proceedings, in accordanc
with Article 4 of this Law.

Article 37
(2) If the criminal prosecution has been assumed dettex of request referred to in Article 36 of
this Law, domestic law shall apply.
(2) The law of the foreign state shall apply in casemvii is more favourable for the accused.

IV. ENFORCEMENT OF FOREIGN CRIMINAL VERDICT

Article 38
(1) Competent Montenegrin court shall enforce faradl legally binding criminal verdict of a
foreign court if this has been prescribed undeintgrnational agreement or if there is reciproeity
if it imposes the criminal sanction in accordancéthhe domestic law.
(2) In the case referred to in paragraph 1 abdwecompetent court shall pass the decision
within a Chamber composed of three judges withoesgnce of the parties.
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(3) Territorial jurisdiction of the court shall lgefined according to the last place of residence
of the sentenced person in Montenegro and if tinéeseed person has never reported his place of
residence in Montenegro — according to the pladairdi. If the sentenced person neither has had his
place of residence nor was born in Montenegro Siingreme Court of Montenegro shall identify one
of the courts having subject-matter jurisdictiofidbe which the proceedings shall be conducted.

(4) In the operative part of the verdict referredrt paragraph 2 of this Article, the court shall
insert full wording of the operative part and tteame of the court from the verdict of the foreigmito
and it shall pronounce the sentence. In the pdatiswf judgement, the court shall state reasons it
took into account in the pronouncement of the san@nd refer to the reasons of the foreign cdet t
verdict of which is enforced.

(5) State prosecutor and the sentenced persorsalelfience attorney may lodge a complaint
against the verdict.

Article 39
(1) If the foreign court pronounced criminal sanctiohieh is not prescribed by the domestic
law, the competent Montenegrin court shall proneuaccriminal sanction which is most
similar to the criminal sanction imposed by a fgrecourt by type and severity.
(2) In the event referred to in paragraph 1 abovegcthminal sanction may not be more severe
than the criminal sanction pronounced by a foreigurt.

Article 40
The provisions of the domestic law regulating pardamnesty and conditional release shall
also apply to the persons convicted by foreign icranverdicts enforced in Montenegro.

Article 41

(1) A criminal verdict of a Montenegrin court may bdawoed in a foreign state if this has been
prescribed under an international agreement deifet is reciprocity.

(2) If the foreign national convicted in Montenegroifba competent authority authorized by an
international agreement submits a request to thmpetent Montenegrin court for the
sentenced person to serve the sentence in hisrgpthe court shall proceed pursuant to the
international agreement.

V. OTHER FORMS OF INTERNATIONAL LEGAL ASSISTANCE

Article 42

Other forms of international legal assistance ghallsubmitting documents, written materials
and other cases related to the criminal proceedimgbe requesting country; mutual exchange of
information, as well as undertaking of individuabpedural actions; hearing the accused, witness and
expert, including hearing through video and teleghoonference, crime scene investigation, search of
premises and persons, temporary seizure of iteemets surveillance measures, DNA analysis,
temporary surrender of a person deprived of libertgrder to give testimony, delivering information
from penal records and other procedural actions.

Article 43
(1) The Ministry shall deliver and receive letters nmgg for the forms of international legal
assistance referred to in Article 42 of this Lavaatordance with Article 4 of this Law.
(2) The permissibility and the method of enforcemenefaction which is the subject matter of
the letter rogatory of the foreign judicial authgrshall be decided by the court in accordance
with domestic law and international agreement.

Article 44
(1) At the letter of request of the foreign judicialtlaority, domestic judicial authority may
approve the presence of a foreign official persod person having legal interest in the
enforcement of the action requested by the letigatory.
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(2) In case the presence at the letter of requestreefdo in paragraph 1 above is approved,
domestic judicial authority shall send notice te threign judicial authority of the place and
time of enforcement of the action requested byidtier rogatory.

Article 45
Procedural action undertaken by the foreign juti@ighority in accordance with its law shall
be deemed equal to the relevant procedural actidertaken by a domestic judicial authority within
the criminal proceedings, unless this is contraryhe principles of the domestic judicial systend an
generally accepted principles of the internatidaal

Article 46
International legal assistance shall not be pralidethe letter rogatory concerns military
criminal offence.

Article 47
International legal assistance referred to in Aet2 of this Law may be refused:
1) if the letter rogatory of the requesting state @wns political criminal offences;
2) if the execution of the letter rogatory of the resting state is likely to prejudice the
sovereignty, constitutional order, security or othesential interests of Montenegro.

Article 48

(1) Domestic judicial authority may delay provisioniofernational legal assistance referred to in
Article 42 of this Law if this is necessary for mihal prosecution or conduct of criminal
proceedings which is pending before domestic jatlimuthorities, and which is related to the
letter rogatory delivered.

(2) If the domestic judicial authority delays the psigh of international legal assistance, in
accordance with paragraph 1 above, it shall nttiérequesting state thereof and state
reasons for delay.

Article 49
(1) Person deprived of liberty in Montenegro maytdraporarily transferred to the requesting
state at the letter of request of its competenicjadauthority as a witness for the purpose of
hearing, confrontation or crime scene investigatimm the proceedings initiated in that state,
provided that:
1) the person gave a statement for the record of tmepetent court that he consents to
temporary transfer;
2) the period of temporary transfer will not prolonig ldetention and jeopardize the criminal
proceedings underway against him in Montenegro;
3) a person shall not be punished or another sanictipased on him during temporary transfer;
4) it has been ensured that the transferred persdhb&haent back to Montenegro immediately
after the procedural action has been completed.

(2) The requesting state shall be obliged to sewit the person referred in paragraph 1 above
to Montenegro, without delay, immediately after fliecedural action has been completed, within
60 days at latest.

(3) The decision on transfer shall be passed byctrapetent court within a Chamber
composed of three judges and it shall be enfoncedrhanner prescribed by Article 24 paragraph
2 of this Law.

(4) The person the transfer of whom is requested $lave the right to lodge a complaint
against the decision referred to in paragraph ¥alo the competent court within three days as
of the receipt of decision.
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Article 50

As regards the criminal offences of making and ipgttinto circulation counterfeit money,
money-laundering, unauthorized production, proogssaand sale of narcotic drugs and poisons,
trafficking in human beings, as well as other criatioffences with respect to which the centralaati
of data is prescribed under international agreesyetite authority before which the criminal
proceedings are conducted shall be obliged to eelte the National Central Bureau of the
INTERPOL, without delay, data on criminal offencasd the perpetrator, while the court of first
instance shall be further obliged to submit a favad legally binding verdict.

Article 51
(1) The Ministry shall, at the request of domedgtidicial authorities, obtain from the
competent foreign judicial authorities texts ofitdgtion which are applicable or were applicable in
other countries, and, if necessary, notificatiegarding certain legal issue.
(2) The Ministry shall, at the request of foreigwlicial authorities, deliver texts of domestic
legislation or notifications on certain legal issue

Article 52
(1) International legal assistance referred to in Aetit2 of this Law shall also be provided to the
European Court of Human Rights and European Cdudustice, in accordance with this
Law.
(2) Provision of international legal assistance to theernational Criminal Court shall be
prescribed under a separate law.

Article 53
The costs incurred in relation to expert examimgtand the costs of temporary transfer of the
person deprived of liberty for the purpose of hagrin the requesting state shall be borne by the
requesting state.

VI. TRANSITIONAL AND FINAL PROVISIONS

Article 54
Unless otherwise has been provided for under tlaw,Lthe provisions of the Criminal
Procedure Code shall apptyutatis mutandiso the provision of international legal assistance

Article 55
The procedures for provision of international legasistance underway on the date of entry
into force of this Law shall be finalized in accante with the provisions of Chapter XXX and XXXI
of the Criminal Procedure Code (‘Official GazetteS&-RY’, Nos. 4/77, 14/85, 74/87, 57/89 and 3/90,
and ‘Official Gazette of FRY’, Nos. 27/92 and 2494

Article 56
The provisions of Chapter XXX and XXXI of the Cringil Procedure Code (‘Official Gazette
of SFRY’, Nos. 4/77, 14/85, 74/87, 57/89 and 3/&dd ‘Official Gazette of FRY’, Nos. 27/92 and
24/94) shall cease to be valid by entry into faytéhis Law.

Article 57

This Law shall enter into force eight days aftee thate of its publication in the Official
Gazette of Montenegro.
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