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1. General overview of the current situation and thewklopments since the
last evaluation relevant in the AML/CFT field

After the most important step that Montenegro haslenin approaching the EU, on™Becember 2008,
when it presented its official application for joig the EU, the European Council onBlarch 2009
invited the European Commission to submit its apindon the application. The next step was presenting
Montenegro with the European Commission’s Questgenon 22 July 2009, which formally represents
the beginning of the procedure of deciding on atiegpthe candidacy of Montenegro for the EU
membership. Montenegro officially sent the respersethe Questionnaire on 9 December 2009, and the
set of responses to the additional questions waTtets the EC at the end of January 2010.

By the Council of European Union decision the nale of Montenegro can as of 19th December 2009
travel without visas to the EU countries and to tineee countries that are not EU members, but have
accessed the Schengen area (Switzerland, Norwayskamdl). The requirement needed for entering the
mentioned countries is to own biometric passpdrés have been issued in Montenegro since 5th May
2008. The decision on visa liberalization refergmtrance and stay up to 90 days within six montfits,

the purpose of tourist visit, business stay, ¥sitousins and friends, business meetings andasimil

The NATO Ministers of Foreign Affairs, in the mawgiheld on 4th December 2009 in Brussels, took a
decision on Montenegro’s joining the MembershipidwetPlan (MAP) — a NATO program of assistance
and practical support tailored to the individuabde of countries wishing to join the Alliance.

The activities for implementing the strategic cotmants of Montenegro for the EU membership, within
the accession process, are targeted at furtheringeef obligations undertaken by signing the
Stabilization and Association Agreement and therlmt Agreement on trade and trade-related matters
between the European Community and Montenegro,edlsas by the tasks set in the National Program
for Integration with the European Union for theipdr2008 — 2012, and the obligations that will de¥
depending on the forthcoming accession phases.

Considering the strategic documents, in the pefadidwing the last evaluation, in March 2009, the
Government of Montenegro made a decision to deyd&wphe forthcoming three-year periodSaategy
for Fight against Corruption and Organised Crime and theAction plan for the implementation of the
Strategy, and the drafting of these documents dermay. The working group formed by the Minister of
Interior Affairs and Public Administration is comged of the representatives of the following insititos:
Ministry of Interior Affairs and Public Administrimn, Ministry of Justice, Ministry of Finance,
Prosecutor's Office, judiciary, Police DirectoratdDirectorate for Anti-Corruption Initiative,
Administration for the Prevention of Money Laundhgriand Terrorist Financing, State Audit Institution
Customs Administration, Department of Public Revenand two NGOs. This group has begun the
activities related to the drafting of the mentiomEtuments. Namely, on 28th July 2005, the Goventime
of Montenegro adopted tHerogram of Fight against Corruption and Organised Gime, as the first
national strategic document that has defined thasginat are to be reached in the area of fighinaga
organised crime and corruption.

With a view to implementing the measures definethia Program, the Government of Montenegro has
adopted on 24th August 2006 thetion Plan for the implementation of the Program & Fight against
Corruption and Organised Crime. The National Commission for monitoring the impkartation of the
Action Plan for the implementation of the Prograhfigiht against Corruption and Organised Crime was
established on 15th December 2007. On 29th May 20@8Innovated Action Plan for the
implementation of the Program of Fight against Coruption and Organised Crime for the period
2008 - 2009wvas adopted. The realisation of measures andt&sidefined in the Innovated Action Plan



for the implementation of the Program of Fight agaiCorruption and Organised Crime was planned to
be completed till 31st December 2009. Thus the Guoment of Montenegro passed a decision to develop
a Strategy for Fight against Corruption and Organised Crime and the Action plan for the
implementation of the Strategy for the forthcomingthree-year period, from 2010 to 2012

The activities related to drafting the natioSatategy for Fight against Terrorism, Money Laundeling
and Terrorist financing and theAction Plan for the implementation of the Strategyfor the period
2009 — 2012An interagency Working Group for drafting the IBdr these documents was formed. The
members of the Working Group are the representatifehe following institutions: Ministry of Intewi
Affairs and Public Administration, Prosecutor's ©Of, Central Bank of Montenegro, Insurance
Supervision Agency, the Ministry of Finance, thenltry of Justice, the Customs Administration, Beli
Directorate, Directorate for Anti-Corruption Initige, Administration for Games on Chance, Secuitie
Commission, Administration for the Prevention of ddy Laundering and Terrorist Financing, National
Security Agency, State Audit Institution and thpresentatives of the non-governmental sector.

The Working group, composed of the representatofedddministration for the Prevention of Money
Laundering and Terrorist Financing, Police Direater Department of Public Revenues, Customs
Administration, with the help of the OSCE MissianMontenegro Customs and Fiscal Assistance Office
— CAFAO, United Nations Office on Drugs and CrimeUNODC, Swedish National Police Board,
International Criminal Investigative Training Adsisce Program — ICITAP, US Embassy and British
Embassy, harmonised the model of joint office foordination and intelligence data exchange- with
working title “ National coordination office for éhstate administration”. The establishing of tHiéce

will enable data exchange between the Administnafir the Prevention of Money Laundering and
Terrorist Financing, the Police Directorate, thepB#ment of Public Revenues and the Customs
Administration.

On 28" January 2009, the Central Bank of Montenegro &edBuropean Central Bank concluded the
agreement of co-operation and exchange of infoonatthrough which CBM joined the efforts
undertaken by the ECB in the field of preventiod detection of false euro banknotes.

On 7" May 2009, the Central Bank of Montenegro and th&dwial Bank of Serbia signed the Protocol on
business co-operation in the field of professidgmgirovement of employees.

On 16th October 2009, the Central Bank of Montemegnd the Croatian National Bank signed
Memorandum of Understanding establishing the coaijmn in supervising banks operating in the
territory of the Republic of Montenegro and the Rajt of Croatia.

In the period from the last evaluation in March 20@ontenegro has largely progressed in harmonisatio
of criminal legislation with the European standardthrough adoption of the new Criminal Procedure
Code, and drafting of the Law on Amendments of@heninal Code.

In July 2009 the new Criminal Procedure Code waptati (,Official Gazette of Montenegro” 57/2009).
In the newly adopted Code, special attention waticdéed to confiscation of revenues, property and
material gain acquired through criminal act. Thed€oin Article 90, stipulates the procedure for
temporary confiscation of property and financiatdastigation for expanded confiscation of property.
Through adoption of this Code the procedure of p@ent confiscation of property whose legal origin
was not proven is introduced (Art. 486-489). Thecpdure stipulates that after the irrevocabilitythof
judgment by which the accused is pronounced gtidtya criminal act for which the Criminal Code
stipulates the possibility of expanded confiscatibmproperty from the convicted, his legal successo
the person to whom the convicted transferred thpaaty, who can not prove the legality of its anigihe
state prosecutor, within the period of one yearldltest, submits a request for permanent confisicaif



the property of the convicted, his legal successothe person to whom the convicted transferred the
property for which he can not prove the legalityitsf origin. The request is submitted to the convic
without delay, to his legal successor or the peteamhom the convicted transferred the propertyhithe
warning that he is obliged to prove the legalitytted origin of the property, and that the propevily be
confiscated if the legality of its origin is notgwed. If the convicted, his legal successor orpeson to
whom the convicted transferred the property, bydvdbcuments, or in the absence of valid documémts,
another way does not prove the legality of the iorigf the property, the court reaches a decision on
permanent confiscation of the property. If the dord, his legal successor or the person to whan th
convicted transferred the property, by valid docatseor in the absence of valid documents, in aroth
way proves the legality of the origin of the prdgesr a part of the property, the court reachegsasibn

on complete or partial dismissal of the requespBmmanent confiscation of the property.

Provisions of the Criminal Procedure Code relatmgemporary confiscation of property and financial
investigation for expanded confiscation of propdetst. 90) and the procedure of permanent confimtat
of property whose legal origin was not proved (486-489) start to be applied from the day of beigig

of the application of the provisions of the Law Amendments of the Criminal Code. The procedure of
adopting of this law is in progress. The new soksi will, through adopting of the instrument of
expanded confiscation of property gain and revergelen of proof and in material-legal sense, enable
their application stipulated by the procedural law.

According to the Article 158 of the new Criminaloeedure Code, it is prescribed the list of the orah
offences for which is possible to order measuresetret surveillance. Montenegro has accepted
recommendation of MONEYVAL- to have the possibility order those measures for types of the
criminal offence — money laundering, which recomdaion was given in the Third round of mutual
evaluation on Montenegro. In the previous CPC nreasof secret surveillance could be ordered only fo
the criminal offences punishable by minimum of Xars of imprisonment as well as for the criminal
offences committed in the organised way, so measnfresecret surveillance, according to this presiou
Code, could be ordered only if the money laundeviag committed in the organised way. In order to
avoid this kind of limitation, new Criminal Proce@uCode prescribes in article 158:

Measures of secret surveillance may be orderethéofollowing criminal offence:

For which a prison sentence of ten years or maneggenalty may be imposed
Having elements of organised crime

Having elements of corruption, as follows: monaynidering, causing false bankruptcy, abuse of
assessment, passive bribery, active bribery, disofoof an official secret, trading in influence,
abuse of authority in economy, abuse of an offipiadition and fraud in the conduct of official
duty with prescribed imprisonment sentence of ejglair or more

4. Abduction, extortion, blackmail, mediation in pridgtion, displaying pornographic material,
usury, tax and contributions evasion, smugglingawful processing, disposal and sorting of
dangerous substances, attack on a person acteng a@fficial capacity during performance on an
official duty, obstruction of evidences, criminasaciation, unlawful keeping of weapons and
explosions, illegal crossing of the state bordet smuggling in human being

5. Against the security of computer data

A great step forward was taken also in view of asmeents of incriminations of criminal offences of
money laundering and terrorist financing, in aceok with the recommendations of FATF, relevant
conventions of the Council of Europe, the Unitedidiess andacquis communautaird hese amendments
introduce criminal offences of abuse of authoritybusiness activities and unlawful influence — lhic



could be predicate for money laundering offence +egaommended after the evaluation of MONEYVAL.
A significant novelty is also incorporation of thew criminal offence of forming a criminal organisa
(Article 401a) within the criminal acts against patpeace and order. It relates to incriminatioat thvill
enable a more efficient and stricter criminal-legdervention regarding the organised crime offence
The term and conditions of criminal organisatioe given in accordance with the UN Convention on
trans-national organised crime. With this Law, e thapter of criminal offences against humanity an
other goods protected by international law sevanandments were conducted, and the most significant
are the ones starting from the new concept of tistroffences.

The basic terrorism offence (regardless whetheathes directed against Montenegro, a foreigrestat
an international organisation) is stipulated inidet 447 with many forms of committing an offenddiis
criminal offence, as well as new terrorist offensegh as public calling to commit acts of terrorism
(Article 447a CC), incitement and training to corhmcts of terrorism (Article 447b CC), use of ldtha
device (Article 447c CC), destruction and damaga&uwflear object (Article 447d CC), endangering of
persons under international protection (Article Y48 well as terrorist financing (Article 449) wer
included and brought in line with a number of carti@ns aiming at prevention of terrorist acts, and
specially with the Convention of the Council of Bpe on the Prevention of Terrorism from 2005 that
was ratified by Montenegro in 2008.

In the framework of those changes, the definitiérthe criminal offence — money laundering is now
completely in accordance with Vienna and Palermov&ations.

In the field of international judiciary co-operatioit is important to point out that after the agsien of
Montenegro to the Convention of the Council of fir@n Laundering, Search, Seizure and Confiscation
of Proceeds from Crime and on the Financing of dresm (CETS 198), in December 2009 Montenegro
accessed to another important convention in thkl fad international legal assistance — European
Convention on Mutual Assistance in Criminal Matteith additional protocols, European Convention on
Extradition with additional protocols and Europg@anvention on Transfer of Convicted Persons with
additional protocols, by confirming this conventidtiontenegro completed the set of international
instruments applied in the area of internationgalessistance in criminal matters.

In accordance with the National Program for Intégraof Montenegro into the EU, adoption of the law
that will define appliance and implementation of tlestrictive measures, competences of certaia sta
authorities and manner of record keeping on nataral legal person against whom international
restrictive measures are introduced, or the lawvhich the legal framework for introducing unilatera
restrictive measures will be created, is plannedhe end of 2011.

Supreme State Prosecutor’'s Office, according toLth@ on Amendments and Changes of the Law on
State Prosecutors, extended the competences obdépartment for suppression of organised crime
corruption, terrorism and war crime. The Departmisnhow competent for the criminal offences of
corruption, terrorism, and war crime

On September 15th 2008, the number of deputiesaxfeputors in the Department has been extended.
Now in the Department for suppression of organig@te corruption, terrorism and war crime there are
Special Prosecutor and five Deputies, and the Deyeart has the adequate premises and techniques.

During 2009, on the basis of the Law on the Pragantf Money Laundering and Terrorist Financing
(Official Gazette of Montenegro No. 14/07 from 222007) in addition to:



i.),,The Rulebook on the Manner of Work of the Comfiance Officer, the Manner of Conducting the
Internal Control, Data Keeping and Protection, Manrer of Record Keeping and Employees'
Professional Training" ( Official Gazette of Montenegro No. 80 of 26. 12. 2008) and

ii.) The Rulebook on the Manner of Reporting Cash Transetions in the Amount of 15,000 Euros
and more and Suspicious Transactions to the Adminisation for the Prevention of Money
Laundering and Terrorist Financing (Official Gazette of Montenegro No. 79 of 23.12.2008),

the following were passed as well:

e ,,The Rulebook on Developing Risk Analysis Guidelgs with a view to Preventing Money
Laundering and Terrorist Financing,, (Official Gazette of Montenegro No. 20/09 of
17.03.2009)

« ,,The Rulebook on Indicators for recognising Suspious Clients and Transactions,, (Official
Gazette of Montenegro No. 69/09 of 16.10.2008¢termines the List dhdicators. The List of
Indicators for recognising suspicious customers taagisactions is included in the Rulebook, as
follows:

- List of Indicators for banks,

- List of Indicators for capital market,

- List of Indicators for the Customs Administration

- List of Indicators for the Department of Publie\Rnues,

- List of Indicators for leasing companies,

- List of Indicators for auditors,

- List of Indicators for accountants,

- List of Indicators for lawyers and

- General indicators.
On the basis of the Rulebook on Developing Risklysia Guidelines with a view to Preventing Money
Laundering and Terrorist Financing (Official Gaeetif Montenegro No. 79 20/09 of 17.03.2009), the
APMLTF has determined the Guidelines on developialy analysis with a view to preventing money

laundering and terrorist financing for the repagtentitiesthe APMLTF supervises (the reporting entities
from the Article 4 Paragraph 2 items 14 and 15efltPMLTF).

Guidelines were also determined by the followingesuising authorities: the Securities Commissiod an
the Administration for Games on Chance. The gumsliof the Central Bank of MNE are in the draft
form.

Regarding the bilateral co-operation with the ceyparts from other countries, during 2009 the APMLT

signed several Memoranda of Understanding — firmdncielligence data exchange with: FIC EULEX —
Kosovo, the State Committee for Financial Monitgr{ifrlU) of Ukraine, as well as with the Anti-money
Laundering and Suspicious Cases Unit — United Analirates FIU and the Financial Intelligence Agency
- FIA Bermuda.

Securities Commission has concluded several hilategreements with international supervisors of
securities market in relation with co-operation @xghanging data . On 17th February 2009 Securities



commission signed IOSCO Multilateral MemorandumUsfderstanding Concerning Consultation and
Co-operation and the Exchange of Information

Supreme State Prosecutor’'s Office and Police Dirate concluded the Memorandum of Understanding
and exchange of information related to preventa®tection and prosecution of offenders prosecuted e
officio.

On 19th February 2010 APMLTF, Supreme State PrasgsuOffice, Police Directorate Department of
Public Revenues and Customs Administration sighedvoU in prevention and prosecution of offenders
related to organised crime and corruption

The MoU defines obligations, general rules and seofnfforming and working of the joint team that Iwil
act in special cases of organised crime and caomupThe team, whose work will be coordinated by th
Supreme State Prosecutor, is composed of représestaf APMLTF, Supreme State Prosecutor’s
Office, Police Directorate Department of Public Bewes and Customs Administration, who will be
appointed for the period of three years..

On the national level, the APMLTF signed the Menmmolam of Understanding with the State Audit
Institution of Montenegro in March 2009.

On the basis of analysing the assessment of needsricluding new bilateral Memoranda, the APMLTF
has, for the forthcoming period, planned signingmoeanda with those supervising authorities from
Article 86 of the LPMLTF with which it has not sigd memoranda yet, as well as innovating the
previously signed memoranda.

With a view to implementing the MONEYVAL expertsegcommendations related to changes in the
national legislation in the AML/CFT area, the Mimis of Finance has, upon the initiative of the
APMLTF, started the activities for preparing theobes of the LPMLTF. The working group, formed by
the Ministry of Finance (which proposes the lawpnsists of the representatives of the following
institutions: Ministry of Finance, Administratioorf the Prevention of Money Laundering and Terrorist
Financing, legislative authorities, Ministry of fige, Ministry of Interior Affairs and Public
Administration and the Administration for Games®@imance. The working group will, when drafting the
changes to the Law, be introduced to all the MONBY.\experts' recommendations referring to the
solutions in the LPMLTF, in order to meet all theteria from the FATF Recommendations. The
Government of Montenegro adopts the Proposal fangimg. Afterwards, the Proposal is subject to
parliamentary procedure, relevant parliamentaryrd&aconsideration, parliamentary discussion and
adoption.

According to its competencies to participate inf@ssional training and improvement of the complanc
officers at reporting entities, APMLTF organisetiv-day Workshop for reporting entities’ compliance
officers on the subject ,Preventing money laundgramd terrorist financing in the financial and non-
financial sector. The participants were repredsivea of various categories of reporting entities:
commercial banks, brokers, car dealers, leasingaaras, casinos, real estate agencies...

With a view to effectively implementing the LPMLT&nd bylaws, in the forthcoming period, the
APMLTF will:

0 Strengthen institutional co-operation with othestitutions involved in AML/CFT system;
(APMLTF has been planning to sign Memoranda of Usideding with other supervising
authorities from Article 86 of the LPMLTF, as wal to innovate some previously signed
Memoranda of Understanding with Customs Adminigirgt Department of Public



Revenues, Ministry of Interior Affairs, Central Banof Montenegro, Securities
Commission and Basic Court in Podgorica).

o Improve international co-operation with the competénstitutions of other countries
(signingMemoranda of Understanding with several more céesitas well as innovating
some of the already signed Memoranda are beingh@thn

o0 Improve the existing IT systeiin order to fully implement the new data delivéoyms
which make an integral part of the Rulebook on tanner of Reporting Cash
Transactions in the Amount of 15,000 Euros and nawd Suspicious Transactions,
APMLTF will initiate a complete innovation of thexisting IT system. Supplying the
special analytical software 12 and the trainingdesigners and users of this software are
underway).

0 Proceed with continuous training of professional@®dPMLTF will proceed with
organising trainings for reporting entities comptia officers and the employees that
directly contact with customers. The training wile focused on more effective
implementation of the Law and bylaws, with specraference to PEPs, proper
identification, recognition and reporting of suspits transactions to the APMLTF on the
basis of STR indicators, ML typologies...).

As a regulatory authority of the insurance markiet, Insurance Supervision Agency is involved in the
implementation of measures from the innovated agplan for the implementation of programs against
the corruption and organised crime, among whicbnis of the tasks that the Agency undertook by this
plan. The task is establishing guidelines on risklgsis to prevent money laundering and terrorism
financing, and defining other procedures aimeddantifying suspicious transactions, and that wél b
addressed to obligatotmder Article 4, paragraph 8 of the Law on Prevantf money laundering and
terrorism financing, i.e. insurance companies arsmh¢hes of foreign insurance companies that conduct
life insurance business. The above mentioned go&glwill be harmonised with the Regulation on the
development of guidelines for risk analysis to grevmoney laundering and financing terrorism, agdpt
by the Ministry of Finance during the 20¢&ar.

Activities on the development of these Guidelinkgency began at the beginning of the 2010 and it is
expected that the activities of their developmeamt publishing will be completed in the first haffthis
year. Also, those activities began within the IP30& twinning project "Strengthening the regulatang
supervisory capacity of financial regulators”, whagoal is aid to the financial regulators in Mortgro

in building institutional capacity through the tedtal assistance and professional training of eygas,
establishing a modern operational procedures, gitiening co-operation between financial regulaams
ensuring greater stability of the entire finanaigétem. The start of the activities is expectetthatend of
January 2010 under the fourth component withinniiemtioned project, which is related to the Insueanc
Supervision Agency. One of the activities will nefe the preparation / review of appropriate guitks
for addressed reporting entities who are definedhegy existing Law on AML/CFT, and that project
activity will be the best control done so far ratiag this issue. The ultimate goal of this parttlod
project will be transposing the European legistatilom this area into National legislation as wedl
adaptation of the function of supervision of theeAgy in accordance with the best international tigac
from this area.

In the previous period, co-operation with the atitles involved in the system AML/CFT was succeksfu
and comprehensive. However, in accordance witltamelusions of the Government of Montenegro, the
Insurance Supervision Agency is planning to foremlnentioned co-operation’s during 2010 through the
special agreements on co-operation signed frorbdkiesides.

1C



Since its recent establishment, the priority of lgeency in 2009 was the establishment of co-opamati
and signing formal agreements with the insuranceketaegulators and institutions from the Regios, a
well as those on the global level. In 2009, the Wgyehas become a full member of the International
Association of the Insurance Supervisors - 1AISjolhwill significantly facilitate the establishment
closer level of co-operation and exchange of infition of the Agency with the insurance regulators i
the world, efficient monitoring and improving theewall financial stability in Montenegro. With tisame
goal, but in the regional framework, during 2008 #hgency has achieved intensive co-operation and
contacts with all the insurance regulators in thegiBn. Formal Memorandums of Understanding were
signed with the Austrian Financial Market AuthoritfMA, Insurance Supervision Agency of Slovenia
and the Croatian Agency for Supervision of Finan8irvices - HANFA.

In order to strengthen its institutional capacthe Agency has recently started with the activitieghis
field. Within the IPA 2007 twinning project "Figligainst organised crime and corruption”, employdes
the Agency have participated in training in theigfrom 30.08 to 04.09.2009, which was provided by
the representatives of the administration of théddinKingdom and Northern Ireland, and dedicated to
representatives of the supervisory authority utidelLaw of AML/CFT.

Throughout the already mentioned fourth componéhe IPA 2008 twinning project, during 2010 and
the beginning of the 2011, it will be implementedaage of activities with the goal to improve exigt
legislation in the field of AML/CFT, building pro$sional capacity of the Agency regarding AML/CFT,
raising the legal awareness of Law reporting esgtitand public opinion, as well as improving co-
operation between supervisory authorities in tleddfi Quoted will include the analysis of the cutren
regulatory framework, preparing the draft guidedinghich will be used in this area by the Agency,
developing programs and techniques of inspectionshie Agency, as well as providing training to the
addressed reporting entities defined by the LawAML/CFT. It also includes preparation of
informational materials, raising awareness aboet ithportance of AML/CFT among the competent
bodies which are connected by the Law of AML/CFTosecution and judiciary, and, at the end,
eventually establishing formal co-operation betwsapervisory authorities, or more precisely, signin
the Memorandums of Understanding.

2. Key recommendations

Please indicate improvements which have been madespect of the FATF Key Recommendations
(Recommendations 1, 5, 10, 13; Special Recommenrdali and V) and the Recommended Action Plan
(Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: PC

Recommendation | The money laundering offence as defined by the i@ainCode is basically sound,
of the |but it lacks further refinement; the current formtibn of criminalized behaviour
MONEYVAL (conversion/transfer and concealment/disguisegisawer than the requirements |n
Report the Vienna and Palermo Conventions and should dxéield in the Criminal Code.

=]

Measures taken tpAt the moment of completing the Progress Report Mamtenegro, the Law o
implement thg Amendments of the Criminal Code of Montenegro isttie adoption procedurg
Recommendation | Review of the criminal legislation is conducted hirit a comprehensive reform of
of the Report the judicial system in Montenegro, in accordancti whe Judicial Reform Strategy
2007-2012 and the Action Plan for Implementatiorthef Judicial Reform Strateqy

\Y%J
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2007-2012 which stipulates it as a measure of aments to the Criminal Code in
view of harmonisation with the international stamt$a primarily the European
Union, the United Nations and the Council of Eurofilso, the National Progra
for Integration of Montenegro into the European dsnitipulates as a short-tefm
priority the harmonisation of the Criminal Code lwihternational standards in the
part of “Judiciary and Fundamental Rights*.
In reviewing of the Criminal Code, special accems placed at harmonisation with
the standards in the field of fight against orgadisrime, corruption and terrorism,
and specially through complex changes of the defmiof these criminal offences
and adoption of the instrument of expanded cortii@eaof material gain acquire
through criminal offence and the reverse burdermprobf of legality of propert
acquisition, which is stipulated also with the ngwaeldopted Criminal Procedure
Code.
With the new solutions in the Criminal Code, in @cance with th
recommendations of the MONEYVAL Committee, the diion “Money
laundering“ offence from Article 268 was amended.
With the aim of complete harmonisation with theusioins stipulated by the Vienna
and Palermo Convention, the new definition in thémihal Code abolishes the
limitation of money laundering offence as businasivity that included “bankin
financial and other business operation“. Also, irccadance with th
recommendations, every form of replacement (comweysand transfer, as well
acquiring, keeping and use of money or other ptgpacquired through criminal
offence was incorporated in the definition of theomay laundering offence.
Concealment and false presentation of facts on rthrire, origin, place
depositing, movement, disposal or possession ofesnon other property acquired
through criminal offence was also incriminated.
In accordance with the Vienna and Palermo Conventioth the amendments of
the Criminal Code, this offence was incriminatedha following way:

.Money laundering

Article 268

(1) Anyone who conducts conversion or transfer aihey or other propert
knowing it was obtained through a criminal act,wihe intent to conceal or falsely
present the origin of money or other property, olyene who acquires, keeps |or
uses money or other property knowing at the moroénieception that it wa
obtained through a criminal act, or anyone who ceads or falsely presents facts pn
the nature, origin, place of depositing, movemdigposal or possession of money
or other property knowing it was obtained througbraminal act,
shall be punished by an imprisonment sentencexohsiths to five years
(2) If the offender committing an act as of Pamggr 1 of this Article is at the same
time a perpetrator or an accomplice in a criminattahrough which money
property gain as of Paragraph 1 of this Articleoistained, s/he shall be punished |by
a sentence from paragraph 1 of this article.
(3) If the amount of money or the value of propeeferred to in Paragraphs 1 and
2 of this Article exceeds forty thousand Euros,dfiender shall be punished by an
imprisonment sentence for a term of one to tensyear
(4) If an act referred to in Paragraphs 1 and 2tk Article is committed by more
persons who joined together to commit such acey thall be punished by an
imprisonment sentence of three to twelve years.
(5) Anyone who commits the act referred to in Peapgs 1 and 2 of this Articl
and he could have known or ought to have knownrtitatey or property represent
income gained by criminal activity, shall be pumidiby imprisonment for a term pf
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up to three years.

(6) Money and property as of Paragraphs 1, 2 andf3this Article shall be
confiscated.”

This definition of the criminal offence—-money lawnithg has completely eliminated
limitations that this criminal offence can only bemmitted by bank, financial ar
other type of business operation, and any typeonf/ersion or money transfer was
not incriminated.

(Other)  change

since the
evaluation

las

5 Through amendments of the Criminal Code, in acameawith the tendency of
t complete harmonisation with the international stadd and in the corpus of
criminal offences against humanity and other gguad¢ected by international law,
several amendments were conducted, and the maogficsgt are the ones that come
from the new concept of terrorist offences. Theidasrrorist criminal offence
(regardless of whether the offence was directednagalontenegro, a foreign
country or an international organisation) is stetl in Article 447 with numeroys
forms of acts of commission. This criminal offenes, well as the new terrorist
criminal offences such as public calling to comatts of terrorism (Article 447a
CC), incitement and training to commit acts of aesm (Article 447b CC), use of
lethal device (Article 447c CC), destruction anandge of nuclear object (Articl
447d CC), endangering of persons under interndtiprtection (Article 448), a
well as financing of terrorism (Article 449) wemcluded and brought in line with|a
number of conventions aiming at prevention of aéteerrorism, and specially wit
the Convention of the Council of Europe on the Bn¢don of Terrorism from 200
that was ratified by Montenegro in 2008.
These amendments also expanded Article 447 of theit@l Code ,internation
terrorism®. In the old definition of this articléné criminal offence of international
terrorism would be performed by a person who wité intent to harm a foreign
country or an international organisation, abducieeson or commits some other
violence, causes explosion or fire or commits otfpenerally dangerous acts [or
threatens to use nuclear, chemical, bacteriall@ratimilar means.
With the new definition in this article, with thémaof broader incrimination, fro
the title of this article the prefix “internatioriavas removed and terrorism against
the interest of the citizens, Montenegro, othetestand international organisations
(thus both domestic and international) was includBde criminal offence upo
adoption of the Law on amendments of the Crimirad€will be as follows:

“Terrorism

Article 447
(1) Anyone who with the intent to seriously intiated the citizens or to compgl
Montenegro, a foreign country or an internationabanisation to do/to abstai
from doing, or to seriously endanger or harm thesibaconstitutional, political
economic or social structures of Montenegro, aifprecountry or an internation
organisation, commits one of these acts:
1) attack to life, body or freedom of another,
2) abduction or hostage taking,
3) destruction of state and public objects, transggstems, infrastructure including
information systems, immovable platforms in theaptinental area, general goods
or private properties that can endanger lives obgle or cause significant damage
for economy,
4) abduction of aircraft, ship, means of publicrtsport or transport of goods that
can endanger the life of people,
5) production, possession, obtaining, transportpmy or use of weapons,

explosives, nuclear or radioactive material or a®&, nuclear, biological or
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chemical weapons,

6) research and development of nuclear, biologizathemical weapons,

7) release of dangerous materials and causing firsplosions or floods @
committing other generally dangerous act that cadamger the life of people,

8) obstruction or cessation of supplying waterctrieity or other energy that ca
endanger the life of people,

shall be punished by an imprisonment sentencerifmam five years.

(2) Anyone who threatens to commit a criminal afermed to in Paragraph 1 d
this Article,

shall be punished by an imprisonment sentencexohsiths to five years.

(3) If an offence referred to in Paragraph 1 ofstiirticle resulted in death of one
more persons or caused great destructions, thendéieshall be punished by &
imprisonment sentence for a term of minimum temnsyea

(4) If in the commission of crime referred to inrfgraph 1 of this Article the
offender has committed a premeditated murder ofasrmaore persons, the offend
shall be punished by an imprisonment for a mininteimm of twelve years or by &
imprisonment of forty years.”

Also, after Article 447 with the new Law four newtiales are added Article 447
447 b, 447 c i 447 d as follows:

“Public calling to commit acts of terrorism
Article 447a
Anyone who publically calls or in other way incites commit a criminal ac
referred to in Article 447
shall be punished by an imprisonment sentence ferma from one to ten years.

Incitement and training to commit acts of terrorism
Article 447b

(1) Anyone who with the intent of committing anraférred to in article 447 of thi
code, incites another person to commit or partitgia commission of that act or
join a group of people or a criminal association order to participate in
commission of that criminal act,

shall be punished by an imprisonment sentence ferma of one to ten years.

(2) Anyone who with the intent of committing ahraéerred to in article 447 of thi

code, gives instructions on creation and use ofosiye devices, fire or other arms

or harmful or dangerous materials or trains anotheerson to commit o
participate in commission of that criminal act dhbke punished by a senten
referred to in paragraph 1 of this article.

Use of lethal device
Article 447c

(1) Anyone who with the intent of murdering anotperson, inflicts a heavy bodi
injury or destroys or significantly damages statepablic facility, system of publi
transport or another facility that has greater sifigance for security or supplyin
of citizens or for economy or for functioning ofopa services, makes, transfe
keeps, gives to another person, puts up or actvatdethal device (explosiv
chemical means, biological means or poisons orgadiive means) in a publ
place or in an facility or next to that facility,

shall be punished by an imprisonment sentenca@fmeight years.

(2) If in the commission of crime referred to in Paragraplof this Article, the
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offender has committed a premeditated severe bddjlyry or destroyed o
significantly damaged a facility,

he/she shall be punished by an imprisonment seai@ffive to fifteen years.

(3) If in the commission of crime referred to in Paragraplof this Article, the
offender has committed a premeditated murder ofoomaore persons,

he/she shall be punished by an imprisonment semtehminimum ten years or &
imprisonment sentence of fourteen years.

Destruction and damage of nuclear facility
Article 447d
(1) Anyone who with the intent to murder anotherspam, inflicts severe bodil
injury, endangers environment or inflicts signifitgoroperty damage, destroys

damages a nuclear facility in the manner that rek=aor there is a possibility 1o

release radioactive material,

shall be punished by an imprisonment sentencemfdven years.

(2) If in commission of an act referred to in pgraph 1 of this article, offends
inflicts a premeditated severe bodily injury or wlegs or significantly damages
nuclear facility,

he/she shall be punished by an imprisonment seatefifive to fifteen years.

(3) If in commission of an act referred to in pgraph 1 of this article, offende
committed a premeditated murder of one or moreqress

he/she shall be punished by an imprisonment semtehminimum ten years or &
imprisonment sentence of fourteen years.”

And Article 448 ,Hostage taking“ is changed anassfollows:

" Endangering persons under international protection

Article 448
(1) Anyone who conducts abduction or some othemfetiolence upon a persd
under international legal protection,
shall be punished by an imprisonment sentencemfawwelve years.
(2) Anyone who violates official premises, a pmvapartment or a means
transport of a person under international legal f@ction, in the manner tha
endangers his/her security and personal freedom,
shall be punished by an imprisonment sentenceefmeright years.
(3) If an act referred to in Paragraphs 1 and 2tlis Article resulted in death ¢
one or more persons, the offender shall be puniglyesh imprisonment sentence
five to fifteen years.
(4) If in commission of an act referred to in Paraghs 1 and 2 of this article, th
offender committed a premeditated murder of a perso
he/she shall be punished by an imprisonment semtehminimum ten years or &
imprisonment sentence of fourteen years
(5) Anyone who endangers security of persons nedeto in Paragraph 1 of thi
Article by a serious threat to attack him/her, hes/ official premises, privat
apartment or a means of transport, shall be pundshg an imprisonment senten
of six months to five years.”

Amendments of Article 449 — "Financing of terrorismvill be described in the

answer relating to implementation of the SpecialdRemendation Il.
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Recommendation | The Criminal Code should be amended to clearlyidelinsider trading and market
of the |manipulation offences as predicate offences forapdaundering.

MONEYVAL

Report

Measures taken tpln accordance with the recommendations, the Crimbede was amended &
implement the stipulating the insider trading and market manipalaas criminal offences, whic
Recommendation | in accordance with the ,all crimes approach” camnvrme predicate offences for

of the Report

o<

money laundering offence.
The criminal act of “Negligent performance of busia activities “ from Article
272, in accordance with the recommendations, isdetwtand shall be as follows:

“ Abuse of authority in business activities
Article 272

(1) A responsible person in a company, some otben@mic entity or other legal
person who by abuse of his/her authority or truswiew of disposing of another
persons property, exceeding the limits of his/hgharisation or non-performanc
of his/her duty obtains for him/herself or for amet person unlawful property ga
or causes property damage,
shall be punished by an imprisonment sentencaeé tmonths to five years.

(2) Anyone who obtains for him/herself or for dmst person unlawful propert
gain, appropriates money, securities or other mésgtentrusted to him/her fg
work in the company, other economic entity or aaptlegal person shall b
punished by a sentence referred to in Paragraphthis Article.

(3) If through an act referred to in Paragraphs ida2 of this Article material gai
exceeding the amount of forty thousand Euros iginétl, the perpetrator shall be
punished by an imprisonment of two to ten years.”

> @
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Criminal offence of ,lllegal mediation“ from Artiel 422, in accordance with the
recommendations, was amended and shall be as follow

“Unlawful influence
Article 422

(1) Anyone who demands or accepts a reward or gthgr material benefit of
accepts promise of reward or other benefit for l@ther another person by taking
advantage of his official or social position or lugnce for interceding that
official act be or not be performed, shall be pheid by imprisonment for a term pf
three months to three years.

(2) Anyone who, by taking advantage of his offiofasocial position or influence,
intercedes that an official act that should notdeeformed be performed or that an
official act that should be performed not be perfed, shall be punished by
imprisonment for a term of six months to five years
(3) If a reward or any other benefit has been reeg for intercession referred to in
Paragraph 2 of this Article,
the offender shall be punished by imprisonmenéaftarm of one to eight years.
(4) The reward and material gain shall be confiscated.”

The amendments stipulate adding of a new articl2® 42 where soliciting to
unlawful influence, by giving, offering or promigjrreward is also stipulated ag a
criminal offence. This article is as follows:

16



“Incitement to unlawful influence

Article 422a
(1) Anyone who offers or promises to a person actingrinofficial capacity or
another person a reward or any other benefit fdeineding that an official act b
or not be performed by taking advantage of hiscialffi or social position of
influence,
shall be punished by imprisonment for a term ofauvo years.
(2) Anyone who offers or promises to a person gctiman official capacity of
another person a reward or any other benefit faeineding that an official act tha
should not be performed be performed or that anciaff act that should be
performed not be performed by taking advantageobfiicial or social position ol
influence,
shall be punished by imprisonment for a term oé¢hmonths to three years.
(3) Perpetrator of an act referred to in Paragraph and 2 of this Article wh
reported the act before he found out that it waseded can be acquitted.
(4) The reward and material gain shall be confiscated.”
In both articles relating to the insider trade 4awful influence from Art. 422 an
incitement to unlawful influence from Art. 4222 measure of mandator
confiscation of the reward and material gain ipgtited.
Through entering into force of this Law, these twiffences stated in th
recommendations of the committee will also be @i for money launderin
offence, in accordance with the Convention on Lauimg, Search, Seizure ai
Confiscation of Proceeds from Crime and Financih@esrorism.

18
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Recommendation
of the
MONEYVAL
Report

There is relatively strict regulation of extratawgtiality in the case of offence
committed by persons who are not citizens of M@genagainst a foreign state
This also raises the question of inclusion of “sdirious offences” in the predica
offences. This is subject to incriminations in thasuntries and if offences are
punishable with at least 5 years imprisonment,dfience would not be consider
a predicate offence in Montenegro. Abolition of sthiimitation (5 years
imprisonment) would prevent such situations.

s
e
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Measures taken t
implement the
Recommendation
of the Report

oWe are in the process of the reform of the criminaterial law, and thi
recommendation of MONEYVAL was presented to the kivay group in order tg
have complete compliance of our law with the in&tional standards.
With the Law on amendments to the Criminal CodecWli$ in adoption procedur
provisions relating to the validity of the criminkgislation of Montenegro wer
also amended.
In Article 135 relating to validity of the crimindegislation of Montenegro fo
perpetrators of certain criminal offences commitibtoad, the validity of criming

offences from the corpus of offences against ctutgthal order and safety ¢
Montenegro and money forgery offences from Art. )2%8d the persons wh
conduct criminal offences 447,448, and 449 abreddch are in accordance wit
the amendments stipulated as terrorism, endangefipgrsons under internation
protection and financing of terrorism.

legislation of Montenegro was expanded (apart frdma committed criminal
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(Other)  change
since the las
evaluation
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Recommendation 5 (Customer due diligence)
I. Regarding financial institutions

Rating: PC

Recommendation |It is the view of the evaluators that the wordiright® second point under Article 9|is

of the |too precise and could be interpreted to read thdy eransactions of exactly €15,000

MONEYVAL require CDD. The evaluators consider that "or morsfiould be added in Article 9,

Report Paragraph 1 number 2 in the LPMLTF.

Measures taken toUpon the APMLTF initiative, the Ministry of Finandeas started the activities on

implement theg preparing the Bill on Changes and Amendments td.BHdLTF in accordance with

Recommendation | this and other recommendations from the MONEYVARgcommended action

of the Report plan, in order to make the changes and amendméttie @PMLTF fully complied
with the international standards, so that the Lasuld completely satisfy all the
needed criteria from FATF Recommendations. The &fémiof Finance has formed
a working group responsible for preparing the Bill Changes and Amendments| to
the LPMLTF. Members of the working group are theresentatives of the relevant
state authorities: Ministry of Finance, APMLTF, iiglgtive authorities, Ministry of
Justice, Ministry of Interior Affairs and Administtion for Games on Chance.
The Securities and Exchange Commission, for thpqa# of implementation of its
obligations under LPMLTF considers that the wordafgthe second point of the
article 9 implies that the 15.000€ requirementhie towest amount required for
notification, and that each transaction that overes the 15.000€ threshold should
be reported. In that aim, the Securities and Exgh@ommission in Article 4 of the

Instruction on risk analysis of money launderingngw your client” procedure
and other procedures for recognising suspicioussectionsprescribed:

about customer and transaction (hereinafter: ifleation) according to the

regulation on combating money laundering, espgcialfollowing cases:
a) opening owners securities account securities ab#shing of some

other kind of business relations with the client;

of one or more linked transactions amounting t&b€0D0or the higher

amount

with every transaction, irrespective of value o€tsuransaction whe

there are reasonable grounds for suspicion of mdaegdering in

regard to transaction or a client”.

b)

c)

“Capital market participant is obliged to verifyetidentity of the client, gather data

=

D

1%

(Other)  change
since the las
evaluation

5 This Recommendation was implemented by the Instniadf the Securities an
t Exchange Commission even prior the last evaluation.

Recommendation
of the
MONEYVAL
Report

The LPMLTF should be amended to require CDD to bedacted on wirg
transactions of €1,000 or more.

Measures taken t
implement the
Recommendation
of the Report

0The members of the Working Group will be presentétth all the MONEYVAL
expert’'s recommendations for changing and amentie¢PMLTF.

Securities brokers do not conduct cash transagctioas only transactions wher

money is transferred from client’s account withime tbank to brokers accou
specified for keeping client's money. However, eeurities brokers are required
perform CDD even though they are not receiving ngdoe performing transaction
in cash from the clients. The specific obligatiafighe securities brokers regardi

CDD are imposed by the Securities and Exchange Gssion Instruction.
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(Other)  changes This Recommendation was implemented by the Instnuadf the Securities an
since the lasf Exchange Commission even prior the last evaluation

evaluation

Recommendation | The LPMLTF should be amended to require reportimtties to verify that person
of the | purporting to act on behalf of a customer have ahéhority to act on behalf of th
MONEYVAL customer. Article 15 of the LPMLTF should be amedrniderequire the obtaining g
Report copies of the document regulating the power to bthd legal person o

arrangement.

Measures taken t
implement the
Recommendation
of the Report

poThe response is the same as the one given togkimps question.
The Securities and Exchange Commission adoptedsRuléConduct of Business
Licensed Market Participants that are publishedthe Official Gazette o
Montenegro ("Official Gazette of Montenegro”, N&/G9 and 87/09) that precise
prescribe the obligation of the licensed marketigipants to verify identity of
persons acting of behalf of clients and to obtaigiwals or certified copies of th
documents authorising them to act on their behalf.
The article 4 paragraph 3 of the Rules explicithtes:
“Licensee may conclude the contract on providinguses services and/or acce
an order for buying or selling of securities on thasis of power of attorney, if
power of attorney was issued and verified in acaocé with the Law.”
Furthermore, the article 5, paragraphs 2,3, arnxpHoitly state:
“Identity verification of a legal entity presuppaseerification of the identity of
person authorised for its representation.
If a client is represented by a proxy, his/her poafeattorney must be certified by
competent authority.
Original power of attorney or documentation provistgtus of a legal proxy
guardian, shall remain in a file at licensee’sa#ft
Also, the abovementioned is included in the articleparagraph 2 dhstruction on
risk analysis of money laundering, ,know your ctieprocedures and othe
procedures for recognising suspicious transactiomkich is adopted by th
Securities and Exchange Commission and prescriden establishing busine
relationship or executing transaction by proxy otharised person (agent) ¢
client’s behalf, capital market participants ardigda to identify authorised perso
(agent, attorney) and a client on whose behalfabeount has been opened
transaction executed, solely on the basis of peftsamd another public certifica
such as:
Certificate properly issued by state body withieittown competence, @
institution or other legal entity within legally gasted public authority and
Written authorisation- power of attorney, certifibg notary, consulate
court or state administration body.
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(Other)  change
since the las
evaluation

5 Rules on Conduct of Business of Licensed Marketi¢daants that are published
t the Official Gazette of Montenegro ("Official Gateetof Montenegro”, No. 78/0
and 87/09).

Recommendation
of the
MONEYVAL
Report

The problem of reliance on certificates from themowercial register for CDD
purposes should be addressed by establishing ppoeedo address the limitatior
of the commercial register.

S

Measures taken t
implement the
Recommendation
of the Report

participants to rely on the electronic version ain@nercial Register for CDL
purposes due to fact that the such verificatiamisupdated on real time basis.

0The Securities and Exchange Commission does ndtoasg licensed marke

—

The Securities and Exchange Commission prescribései article 6 paragraph 4
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the Rules on Conduct of Business of Licensed MdPketicipants that are published
in the Official Gazette of Montenegro ("Official @&stte of Montenegro"”, No. 78/09
and 87/09) that legal entity should be indentiftedthe basis of original statement
from the registry of Commercial court.
The Securities and Exchange Commission Rules pbesabligation of the license
market participant to make a suspicious transaatmort in circumstances where
they have been unable to conduct satisfactory CDD.
Also, the Rules authorise securities participamtsithdraw from the contract and to
reject acceptance of the client's order if they ehany suspicion about money
laundering (Article 19par.6 item 4).
Furthermore, the Instruction in the article 6 gaand 6 prescribe: " If an reporting
entity, when establishing and verifying the idgntdf a customer, doubts the
accuracy of obtained data or veracity of documamd other business files fro
which the data have been obtained, he shall requegitten statement from the
agent or authorised person before establishingnessirelationship or executing a
transaction.
Capital market participant may refuse to estabbskiness relationship with the
client or executing of such transaction, if regasdl of taking measures from thi
article, there are still serious doubts about iitigof the beneficial customer.”
Separate clause is inserted into the InstructionSeturities and Exchange
Commission requiring capital market participantspeecifically deal with the issue
of CDD on existing customers.
The Article 7 of the abovementioned Instruction lexily states obligation of the
licensed market participants to take following dares:
a) before establishing business relationship ocwtitgg transaction determine
and verify the identity of a client and identity bbéneficial owner on the basis pf
documents, data and information enabling determainaif the identity in doubtless
and assertive way;

b) taking measures enabling checking and detergnioimnership structure ¢
the client and real control over the client in arde determine identity of th
beneficial owner client;

=

1)

c) obtain and keep data and documents in ordestabksh identity and risk
factor of a customer;
d) constantly monitor business relationship withe tkelient, including

transaction during that relationship (are they sigid to the kind of business apd
risks regarding client and information about thastomer) keeping records on
monitoring business relationship;

e) If possible, before establishing business wabatip with the client
establish reasons for terminating contracts witheotparticipant on the capital
market;
f) During executions transactions of customer whigléntified with technology help
that not include direct contact, enforce procedtinas enable previous authenticity
checks verity of instruction transaction and autioél of their applicators.

(Other)  change

5 Rules on Conduct of Business of Licensed Marketi¢haants that are published |n
l the Official Gazette of Montenegro ("Official Gateetof Montenegro”, No. 78/09
and 87/09).

since the las
evaluation
Recommendation
of the
MONEYVAL
Report

Article 29.4 of the LPMLTF appears to go furthearthintended by Criteria 5.9 in
that it permits simplified customer verificationrespect of customers to “whom an
insignificant risk of money laundering or terrori&ancing is related” which could
include a broader range of customers than thosésaged in Criteria 5.9. Article

29.4 should be amended to bring it into line with &ssential criteria.
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Measures taken tpThe Securities and Exchange Commission adoptedeafentioned Instructio
prior to enactment of the Rulebook on making Guiigkd for risk analysis with

implement the
Recommendation
of the Report

the aim of combating money laundering and terrofisancing (“Official
Gazette of Montenegro”, No. 20/09). The Instructiohthe Securities an

Exchange Commission thus does not provide for amg@ions of the general

rule that customers and clients are subject to ¢et@pCDD procedures ng
provide for reduced or simplified CDD measuresdabpplied.

Also, this Rulebook does not provide for any eximem and Securities an
Exchange Commission is not required to provideifdoy Instruction that ig
adopts.

The Bill on Changes and Amendments to the LPMLTHI wiclude this
recommendation as well.

Recommendation
of the
MONEYVAL
Report

The FATF definition (“Beneficial owner refers toethnatural person(s) wh
ultimately owns or controls a customer and/or therspn on whose behalf
transaction is being conducted. It also incorposatthose persons who exerc

ultimate effective control over a legal person oraagement.”) should be
incorporated into the LPMLTF and a requirement weritify and verify the

“ultimate” beneficial owner should be included.

Measures taken t
implement the
Recommendation
of the Report

pArticle 19 of the LPMLTF defines a beneficial owner

“In the context of this Law the following shall lmensidered as a beneficial own
of a business organisation or legal person:

1. a natural person who indirectly or directly @umore than 25% of the share

voting rights and other rights, on the basis of alshhe/she participates in tf
management, or owns more than a 25% share of fhitalcar has a dominatin
influence in the assets management of the busorgasisation, and

2. a natural person that indirectly ensures oensuring funds to a busine
organisation and on that basis has the right tménte significantly the decisia

making process of the managing body of the businggasnisation when decisions

concerning financing and business are made.
Also, a business organisation, legal person, akagedn institution or other foreig
legal person that is directly or indirectly a haoldé at least €500,000 of shares,
capital share, shall be considered a foreign owner.

As a beneficial owner of an institution or othereign legal person (trust, fund a
the like) that receives, manages or allocates sdsetcertain purposes, in tf
context of this Law, shall be considered:
1. a natural person, that indirectly or directlyitols more than 25% of a leg
person’s asset or of a similar foreign legal entiyd
2.
25% of the income from property that he/she manages

Article 10 of the LPMLTF defines that a reportingtiey, when establishing
business relationship with a customer shall:

1. identify a customer and beneficial owner if tustomer is a legal person:

2. obtain and verify data on a customer, or beisfmwner, if the customer is
legal person, on the purpose and nature of a asimdationship or transaction a
other data pursuant to this Law, and
3. monitor regularly the business activities thatustomer undertakes with th
reporting entity and verify their compliance witthet nature of a busine
relationship and the usual scope and type of custsraffairs.

Under Article 20 of the LPMLTF a reporting entithadl establish the benefici
owner of a legal person or foreign legal persorobiaining data from Article 7

a natural person, determined or determinable lasneficiary of more than
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item 15 of this Law (name, address of permanendease or temporary resideng
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date and place of birth of the beneficiary ownegal person or in case from t
Article 19 paragraph 2 item 2 of this Law, datatbe category of the person,
whose behalf is establishing and operating of #wall person or similar foreign
legal person).
A reporting entity shall obtain these data by climgkhe original or certified cop
of the documentation from the CRCC or other appad@mpublic register that may
not be older than three months of its issue datebtain them on the basis of the
CRCC or other public register in accordance wittiode 14 paragraphs 3 and 5 |of
this Law.
If the required data cannot be obtained in the readletermined in paragraphs 1
and 2 of this Article, an reporting entity shalttain the missing data from a written
statement of an agent or authorised person.
Data on beneficial owners of a legal person orlamforeign legal entity shall b
verified to the extent that ensures complete amdrcinsight into the beneficial
ownership and managing authority of a customere@spy risk-degree assessment.
Moreover, under Art. 21 of the LPMLTHRyithin the customer due diligence,| a
reporting entity shall,

- when establishing business relationship, obfaéndata from Art. 71 items 1, 2,
5, 7, 8 and 15 (nhame, address of permanent residertemporary residence and
birth date and birth place of the beneficial owoka legal person,

or in the case from Art. 19 paragraph 3 item 2hef Law, obtain the data on the
category of the person, on whose behalf is théksitiing and operating of the legal
person or similar foreign legal person) of this Law
- when one or several linked transactions in thewarhof €15.000 are executed,
obtain data from Art. 71 items 1, 2, 3, 4, 5, 9, 10, 12 and 15 (name, address of
permanent residence or temporary residence anuirthedate and birth place of the
beneficial owner of a legal person,
or in the case from Art. 19 paragraph 3 item 2hef Law, obtain the data on the
category of the person, on whose behalf is théksltiing and operating of the legal
person or similar foreign legal person) of this Law
- from Art. 9 paragraph 1 items 3 and 4 of the L&ivhen there is a suspicion
about the accuracy or veracity of the obtainedarust identification data;
4) when there are reasonable grounds to suspeca tihansaction or customer gre
related to ML and TF, obtain data from Art. 71 leistLaw (which includes item 15
referring to beneficial owner).

Art. 22 /Monitoring business activitieglefines the following:
“An reporting entity shall monitor customer’s busiseactivities, including the
sources of funds the customer uses for businessidier to identify the customer
more easily.
Monitoring business activities from paragraph thi$ Article at an reporting entity
shall particularly include the following:
1. verifying the compliance of customer’'s businesth nature and purpose of
contractual relationship;
2. monitoring and verifying the compliance of cust’s business with usual scope
of her/his affairs, and
3. monitoring and regular updating of documents dath on a customer, which
includes conducting repeated annual control ofsdorner in the cases from Article
24 of this Law.
An reporting entity shall ensure and adjust theaglyitcs of undertaking measurges
from paragraph 1 of this Article to the risk of negnlaundering and terrorist
financing, to which an reporting entity is exposdien performing certain work ¢

=
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when dealing with a customer.”

Recommendation
of the
MONEYVAL
Report

Article 25 of the LPMLTF is very specific and doest cover a number of th
specified categories as set out in Criteria 5.8medy all non-resident custome
private banking, legal persons or arrangements sashtrusts that are person
assets holding vehicles and companies that haveneenshareholders or shares
bearer form. The evaluators consider that the LPMIshould be amended to ful
reflect all of the categories in Criteria 5.8.

Measures taken t
implement the
Recommendation
of the Report

oln Montenegro trusts may not be formed. The legas@ns or practitioners may ju
register companies, but may not as a way of busifoemn companies or other leg
persons, act or arrange for another person to @@ director or secretary of
company; as a partner of a partnership; in a sirpitgition in relation to other leg
persons; provide a registered office, business emddr correspondence
administrative address or other related servicesafoompany, partnership or a
other legal person or arrangement, act or arramganother person to act as:
() atrustee of an express trust or similar legalrganent
(i) a nominee shareholder for another person other &
company listed on a regulated market which is smbie
disclosure requirements consistent with Commu
legislation or equivalent international standards;
The Working Group that will prepare the changes améndments to the LPMLT]
will be presented with this MONEYVAL recommendatias well.

Recommendation
of the
MONEYVAL
Report

Risk guidelines in accordance with Criteria 5.12gld be completed and publishe

e
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Measures taken t
implement the
Recommendation
of the Report

oThe Ministry of Finance adopted, “The Rulebook omvBEloping Risk Analysig
Guidelines with a view to Preventing Money Laundgrand Terrorist Financing
(Official Gazette of Montenegro No. 20/09 of 17218)9).
APMLTF has determined the Guidelines on DevelogRigk Analysis with a view
to Preventing Money Laundering and Terrorist Fimagdor the reporting entitie
that are supervised by APMLTF.

The Guidelines define specific risk factors usedbasis for establishing the degr
of risk of customers, group of customers, businedationship, transaction ¢
product.

The Guidelines are applicable sincd'Zeptember 2009.
On the basis of the Guidelines, the reporting iestifrom Art. 4 paragraph 2 it. 1
and 15 of the LPMLTF, will, according to the prdeiss of Art. 8 paragraph 1 of th
LPMLTF, make risk analysis in order to determine tlsk assessment of groups
customers or of an individual customer, businekgiomship, transaction or produ
related to the possibility of misuse for the puga$ money laundering or terrori
financing.

The APMLTF Guidelines are given in the ANEX of titgport.

The Securities and Exchange Commission has isswsdittion of the Securitie
and Exchange Commission of on risk analysis of midaandering, ,know you
client” procedures and other procedures for reiggisuspicious transactions
November 28, 2008. This Instruction has been adopé&fore last evaluation. TH
Instruction implements the Rulebook on developiisgg analysis guidelines with
view to preventing money laundering and terroiisafficing.

The Administration for the games on chance adopte@5" December 2009, th

D
b

[72)

Guidelines on developing risk analysis with a vieapreventing money launderin

g

and terrorist financing and forwarded it to theamigers of the games of chance that
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are supervised by the Administration. The Guidaliaee given in the Annex of th
Report.

Pursuant to Article 86 of the LPMLTF (OGM 14/07 8)0the Central Bank o
Montenegro supervises the enforcement of this lgwthe reporting entitie
specified under Article 4 paragraph 1 points 13,210 and 13, these being bar
and foreign bank branches, savings banks and sauneglit organisations, payme
system organisations, exchange offices, and eld@ctrooney institutions.

In line with Article 8 paragraph 3 of the LPMLTHe Ministry of Finance passe
the Rulebook on the development of guidelines sk dnalysis with a view t
preventing money laundering and terrorism finandi@gM 20/09) providing fof
detailed criteria for drafting the guidelines by tauthorities specified under Artic
86 of the LPMLTF.

The Central Bank of Montenegro has prepared thdt Baidelines on bank ris
analysis aimed at preventing money laundering ardorism financing to be
adopted by the Council of the Central Bank of Maertgo.

The Draft Guidelines above are attached hereof.

We underline that the 5.12 criteria standards avered in the Draft Guidelines.
At the beginning of 2010, the ISA has started wiltle activities concernin
preparation of risk analysis Guidelines regardimgvpntion of money launderin
and terrorist financing, based on which reportimjties defined by the Law o
PML/CFT and which are under the scope of ISA, Wil obliged to make the
internal procedures in this field. This work wik inished, at latest, by the end
the 6th month of 2010.
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Recommendation
of the
MONEYVAL
Report

A specific clause should be inserted into the LPMESquiring reporting entities tg
consider making a suspicious transaction reportinlcumstances where they ha
been unable to conduct satisfactory CDD. Likewisrda should also be a clau
requiring reporting entities to terminate a busise®lationship in circumstance
where they have been unable to conduct satisfadBipp. This is particularly
relevant in circumstances where CDD has not beesipte for existing custome
where there are one or more linked transactions wamting to €15,000, etc..

Measures taken t
implement the
Recommendation
of the Report

0The above clauses are inserted into SecuritiesEandange Commission Rules
Conduct of Business of Licensed Market Participathtst are published in th
Official Gazette of Montenegro ("Official Gazetté Montenegro”, No. 78/09 an
87/09)
The Securities and Exchange Commission Rules pbescbligation of the license
market participant to make a suspicious transaagmort in circumstances whe
they have been unable to conduct satisfactory CDD.
Also, the Rules authorise securities participamtsithdraw from the contract and
reject acceptance of the client's order if they énaany suspicion about mon
laundering (Article 19 par.6 item 4).
Furthermore, the Instruction in the article 6 gaand 6 prescribe: " If an reportir]
entity, when establishing and verifying the identiif a customer, doubts th
accuracy of obtained data or veracity of documamd other business files fro
which the data have been obtained, he shall requegitten statement from th
agent or authorised person before establishingnessirelationship or executing
transaction.
Capital market participant may refuse to estabhsisiness relationship with th
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client or executing of such transaction, if regasgl of taking measures from this

article, there are still serious doubts about iitigof the beneficial customer.”
The Bill on Changes and Amendments to the LPMLTHI wiclude this

recommendation as well.
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(Other)  changes Rules on Conduct of Business of Licensed Marketi¢haants that are published
since the last the Official Gazette of Montenegro ("Official Gatzebf Montenegro”, No. 78/0
evaluation and 87/09)

Recommendation | There needs to be a specific requirement for répgrentities to assess af
of the | consider the risks of technological developmentpaas of their risk analysis. Thi
MONEYVAL should also be introduced in the guidelines to bedpced by the superviso
Report bodies.

Measures taken tpBanks are obliged to assess and consider the frigclonology development whic
implement the should be an integral part of a comprehensive aiglyf the risk that could aris
Recommendation | from money laundering and terrorism financing.

of the Report

Therefore, in its Draft Guidelines on bank risk lgeis, chapter 3 paragraph the
Central Bank of Montenegro has defined the follayvin
“With a view to ensuring a proper risk managemarthie area of preventing mon

laundering and terrorism financing, a bank shaluce its exposure to risk arising

from new technologies providing anonymity (electcoror internet banking
electronic money, etc.), i.e. the bank is obliged define in its policies an
procedures in particular, but not limited to thidwing:

« identification of the party using electronic barnkservices;

« authenticity of the signed electronic document;

* reliable measures against the forgery of docusnand signatures;

* systems ensuring and enabling safe electronikibgn

» other requirements in accordance with positigulaions governing the aforesd
business area.”

The Securities and Exchange Commission implemehtedecommendation by th
article 22 par. 6-9 of the Rules on Conduct of Basg of Licensed Marke

Participants that are published in the Official &€& of Montenegro ("Official

Gazette of Montenegro”, No. 78/09 and 87/09).
These Rules specifically regulate the procedurebetdollowed by the license
market participants if the client uses electroniams of communication to subn
an order or conclude a contract.
"Client, who gives orders by phone, fax or eledtrally, may give the same wit
authorisation by identity code which licensee shallign to a client when signing
contract. A client is obliged to keep his/her idgntode as a secret, and may
make it available to third persons.
Licensee is obliged to check client’s identity tigh identity code, contained in a
contract prescribing possibility of submitting orsléy phone, fax or electronical
or in any other manner which does not imply cliefigice to face transaction.
When prescribing possibility of electronic submigtiof client's orders, licensee
obliged to provide:

- reliable manner of client identification;
that all necessary elements of an order are statbe electronic message;

entry in the order book;

sender is clearly visible;
When prescribing possibility of electronic submigfiof client’s orders, license
shall retain the right to refuse order executidnthe order is unclear and/

a record of exact time when the order arrived teeanail and time of it$

sending of reply to a received order, where thgimal message of orde

23
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ambiguous, and he/she shall inform a client on ithdélhe same way it accepted
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order."
This condition will be an integral part of alreamhgntioned risk analysis Guideline

Z

(Other)  changes Rules on Conduct of Business of Licensed Marketi¢haants that are published jn
since the las} the Official Gazette of Montenegro ("Official Gateebf Montenegro”, No. 78/09
evaluation and 87/09)

Recommendation | It is the view of the evaluators that the requiremseof Criteria 5.17 are essentially

of the | met although the wording of the first point abogetdo precise and could he
MONEYVAL interpreted to read that only transactions of ekac€15,000 require CDD
Report Furthermore, the requirement is for CDD to be cortéd when “a transaction qgf

significance takes place.” and in the context oft€fa 5.17 it is considered that
this is more appropriate wording. Overall the ewatlrs consider that a separate
clause should be inserted into the LPMLTF to spmalfy deal with the issue @
CDD on existing customers.

=

Measures taken toThe Bill on Changes and Amendments to the LPMLTHI wiclude this
implement thg recommendation as well.

Recommendation | Art. 23 of the applicable LPMLTF determines the repeatetiahcontrol:

of the Report “If a foreign legal person executes transactiomsnfrArticle 9 paragraph 1 of this
Law at an reporting entity, the reporting entityabhin addition to monitoring
business activities from Article 22 of this Law,ncluct repeated annual control of a
foreign legal person at least once a year, andatet than after the expiry of one
year period since the last control of a customer.
By the way of exception to paragraph 1 of this éeian reporting entity shall, at
least once a year, and not later than after thayespone year period since the last
control of a customer, also conduct repeated cbmthen the customer executing
transactions from Article 9 paragraph 1 of this Lava legal person with a
registered office in Montenegro, if the foreign ikalbshare in that legal person is|at
least 25%.
Repeated annual control of a customer from paragrapand 2 of this Article shal
include:

1.obtaining or verifying data on the company, addi@nd registered office;
2.obtaining data on personal name and permanentegmporary residence of an
agent;

3.obtaining data on a beneficial owner, and

4.obtaining a new power of authorisation from Adit7 paragraph 2 of this Law.
If the business unit of a foreign legal person ekes transactions from Article |9
paragraph 1 of this Law on behalf and for the antatfi a foreign legal person, an
reporting entity, when conducting repeated contiola foreign legal person, in
addition to data from paragraph 3 of this Artidball also obtain:
1.data on the address and registered office obtisness unit of a foreign leggal
person, and
2.data on personal name and permanent residertbe aigent of the foreign legal
person business unit .
An reporting entity shall obtain the data from pmeph 3 items 1, 2 and 3 of this
Article by checking the original or certified comf§ the documentation from the
CRCC or other appropriate public register that matybe older than three months
of its issue date, or by checking the CRCC or odipgropriate public register. If the
required data cannot be obtained by checking tleirdentation, the missing data
shall be obtained from the original or certifie¢pg@f documents and other busingss
files, forwarded by a legal person upon an repgrtintity’s request, or directly fro

a written statement of the agent of a legal pefsom paragraphs 1 and 2 of this
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Article.

By the way of exception to paragraphs 1, 2, 3, d %uof this Article an reportin
entity shall conduct repeated control of a forgigmson from Article 29 item 1 @
this Law.”

(Other)  changes
since the last
evaluation

Recommendation 5 (Customer due diligence)

ll. Regarding DNFBP!

Rating: PC
Recommendation | Trust and Company Service Providers should be datigl as obliged parties.
of the
MONEYVAL
Report
Measures taken tpln Montenegro trusts may not be formed. The legaspns or practitioners may ju
implement the register companies, but may not as a way of busifteen companies or other leg
Recommendation | persons, act or arrange for another person to @@ director or secretary of

of the Report

company; as a partner of a partnership; in a simpibaition in relation to other leg

P

persons; provide a registered office, business esddr correspondence (or
administrative address or other related servicesafoompany, partnership or any
other legal person or arrangement, act or arrangarfother person to act as: (i) a
trustee of an express trust or similar legal areament(ii) a nominee shareholder for
another person other than a company listed onwdategl market which is subject to
disclosure requirements consistent with Communggidlation or equivalent
international standards;
Art. 4 paragraph 3 of the LPMLTF defines that irdididn to the reporting entitiels
listed in Art 4 paragraph 2, the regulation of thevernment of MNE can define
other reporting entities that shall undertake AMEICmeasures if, considering the
nature and manner of carrying out activities oritess, there is a more significgnt
risk of money laundering or terrorist financing.

(Other)  changes

since the last

evaluation

Recommendation | For casinos, CDD should be required above the €BtAéeshold.

of the

MONEYVAL

Report

Measures taken tpFurther Amendments on Law on the Prevention of Mdreundering and Terrorist

implement thg Financing will include that provision.

Recommendation

of the Report

(Other)  changes

since the last

evaluation

Recommendatio | There should be a clear requirement for casinofintothe incoming customers to

of the| individual transactions.

MONEYVAL

Lie. part of Recommendation 12.
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Report

Measures taken t
implement the
Recommendation
of the Report

pAccording to the article 45 paragraph 4 of Law aan@s of Chance (,Official
Gazette of Montenegro“, No. 52/04 and 13/07) thecegsionaire must provide no
stop audio-video surveillance of the casino wittording, this ensuring an on-goir]
direct supervision and that means clients and threaiisaction can be monitored
while watching recorded tapes.

>

g

n

(Other)  changes

since the last

evaluation

Recommendation | Effective systems for monitoring and ensuring campk with CDD requirement
of the | across most of the DNFBP sectors need to be deseblop

MONEYVAL

Report

Measures taken tpArt. 86 of the LPMLTF defines that the supervisionimplementation of this Lav
implement the and regulations passed on the basis of this Lathiwthe established jurisdictio
Recommendation | is carried out by:

of the Report

foreign banks’ branches and other financial ingtis; savings-banks, and savin
and loan institutions; organisations performing mamt transactions; exchan
offices; institutions for issuing electronic money;

2)The Agency for Telecommunication and Postal $esover post- offices;

3) Securities Commission ovecompanies for managing investment funds
branches of foreign companies for managing investniends; companies fd
managing pension funds and branches of foreign aaimp for managing pensic
funds; stock brokers and branches of foreign sbwokers;
4) Insurance Supervision Agenayer: insurance companies and branches of for
insurance companies dealing with life assurance;

regulating inspection, over organisers of lotteng apecial games of chance;

6) Department of Public Revenueger pawnshops;

7) Ministry of Financeover: audit companies, independent auditor andlleg
natural persons providing accounting and tax adséceices;

8) Administration for the Prevention of Money Laenithg and Terrorist Financin
through an authorised person, under the law rdgglainspection, over
humanitarian, nongovernmental and other non-poofiinisations; 15) other
business organisations, legal persons, entrepreeul natural persons engageq
an activity or business of:

sale and purchase of claims;

factoring;

third persons’ property management;

issuing and performing operations with paymernt eredit cards;
financial leasing;

travel organisation;

real estate trade;

motor vehicles trade;

vessels and aircrafts trade;

safekeeping;

issuing warranties and other guarantees;

crediting and credit agencies;

granting loans and brokerage in loan negotizditairs;

==

1)The Central Bank of Montenegower the following reporting entities: banks and

gs
je

and
;
n
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5) Administration for Games on Changktough compliance officer, under the law

brokerage or representation in life insuranceiedf and
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- organising and conducting biddings, trading irrksoof art, precious meta
and precious stones and precious metals and psesiones productgs well as
other goodswhen the payment is made in cash in the amouft1d&.000 or more
in one or more interconnected transactions.
According to the LPMLTF and new APMLTF Job Posigo8ystematization an
Organisation Act, the Reporting Entities ControlpBegment was established, with
view to ensuring consistent implementation of LPNALBY the reporting entities
Art. 4 paragraph 2 it. 14 and 15 LPMLTF). The measuundertaken by th
Department are, besides the LPMLTF, as the basi¢ &so defined by the Law o
Inspection and the Law on Misdemeanors.
The APMLTF signed the agreement on mutual co-ojmeratith the following
national institutions

e Ministry of Internal Affairs — 23 July 2004

« Department of Public Revenues™@ctober 2004

« Customs Administration — 200ctober .2004

« Basic Court in Podgorica -{Quly 2005

« The Central Bank of Montenegro -"8pril 2006

* The Central Bank of Montenegro ;

« Securities Commission -2Tune 20086.

S ! o
/\m

MoUs signed with the competent state authoritieslose details and speci
conditions referring to the manner of mutual cofraien and exchanging da
between APMLTF and the competent state authorifies, the MoUs include da

a

that are usually exchanged in accordance with BILTF, bylaws and internal

acts of the signatories. Depending on the compitenaf the particular sta
authority MoUs are composed in accordance withatapetencies.

e

Recommendation
of the
MONEYVAL
Report

DNFBPs need to be made aware of their obligatioegarding PEPs. Specifi
guidelines, aimed at DNFBPs should be developed. dtso recommended that
training programme be undertaken concerning thé&siand controls necessal
concerning dealings with politically exposed peison

(9]

Iy

Measures taken t
implement the
Recommendation
of the Report

oOn the basis of the Guidelines, determined by APML{fie reporting entities fror

Art. 4 paragraph 2 it. 14 and 15 of the LPMLTF,lndlccording to the provisions
Art. 8 paragraph 1 of the LPMLTF, make risk analyisi order to determine the ris
assessment of groups of customers or of an indWidwustomer, busines
relationship, transaction or product related to pussibility of misuse for th
purpose of money laundering or terrorist financing.

The APMLTF Guidelines are given in the ANNEX ofglReport.

APMLTF organised a two-day Workshop for reportimgitees’ compliance officers

on the subject ,Preventing money laundering anebtist financing in the financia
and non-financial sector’. The participants weregresentatives of varioy
categories of reporting entities: commercial bartkskers, car dealers, leasi
companies, casinos, real estate agencies...

The Guidelines for developing risk analysis, detaad by the APMLTF, togethe
with the Questionnaire for Identifying PEPs weregaented at the Workshop.
The Guidelines were also published on the APMLTIB wi¢e.

In order to strengthen its institutional capacihe Agency has recently started wi
the activities in this field. Within the IPA 200Wihning project "Fight againg
organised crime and corruption”, employees of tigercy have participated
training in the period from 30.08 to 04.09.2009,ickhwas provided by th
representatives of the administration of the Unkéagdom and Northern Irelanc

n
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5k
S

a)

—

and dedicated to representatives of the superviaatiiority under the Law @
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AML/CFT.
Recommendation | A requirement should be introduced for DNFBPs taengolicies in place t
of the| prevent the misuse of technological developmertd ifTF.
MONEYVAL
Report
Measures taken tpFurther Amendments on Law on the Prevention of Mdreundering and Terroris
implement the Financing will include that provision
Recommendation
of the Report
Recommendation | More attention need to be given to raising awarsnasd enforcing compliance
of the | casinos
MONEYVAL
Report
Measures taken tpThe Guidelines on risk analysis are written andvérded to all operators of th
implement thg games of chance on the territory of Montenegro
Recommendation
of the Report
(Other)  changes
since the last
evaluation
Recommendation 10 (Record keeping)
I. Regarding Financial Institutions
Rating: LC
Recommendation | There is no requirement that transaction recordsusth be sufficient to perm
of the | reconstruction of individual transactions so asptovide, if necessary, evidence f{
MONEYVAL prosecution of criminal activity in accordance withe requirements of essent
Report criteria 10.1.1. The LPMLTF should be amended tketahis requirement int

account.

Measures taken t
implement the
Recommendation
of the Report

0The Securities and Exchange Commission prescritissréquirement explicitly
This requirement is imposed by the article 38 &f Rules on Conduct of Busine
of Licensed Market Participants that are publishedthe Official Gazette o
Montenegro ("Official Gazette of Montenegro”, N&/G9 and 87/09).

The article states: "This information shall be estiedn a manner that all transactigns

can be easily identified at any time, as well asamner to easily track transactipn

from the time of initial order entry to final treaxtion;"
(Other)  changes Rules on Conduct of Business of Licensed Marketi¢haants that are published |n
since the last the Official Gazette of Montenegro ("Official Gatebf Montenegro”, No. 78/09
evaluation and 87/09).

Recommendation 13 (Suspicious transaction reporting
I. Regarding Financial Institutions

Rating: PC
Recommendation | The reporting obligation should be extended toudel money laundering reporting
of the |obligations if the transaction has already beenfpened.
MONEYVAL
Report
Measures taken tpoThe Central Bank of Montenegro, by applying goodcfices, demands from banks
implement the to inform the Administration for the Preventiondbney Laundering and Terrorism
Recommendation | Financing on any suspicious transaction (regardiéshe amount and type) also

3C



of the Report

after its execution.
The Bill on Changes and Amendments to the LPMLTHI wiclude this
recommendation as well.

Recommendation | The Book of Rules should be endorsed in law witietgans for breaches in order to
of the |become “other enforceable means”.

MONEYVAL

Report

Measures taken tpThe Law prescribes that the implementing regulatigalebooks, decrees..) shall
implement the adopted six months after the date the Law entetedforce.

Recommendation | Drafting Regulations Rules (Official Gazette MNE, N.02/10 from 18.01.2010

of the Report

define the legal and technical rules for draftiagg$ and other regulations, as well

other enactments whose preparation, proposal araptiad are within the

competence of the Government of Montenegro ands¥ias, in order to ensure tf
uniformity in drafting regulations, to avoid legahd technical omissions and
accelerate the adoption procedure.

1.1. When drafting a law and determining its content$ sgope, and elaborating
the constitutional principles, it is important tistthguish between the issues
that can be regulated only by law and those thabearegulated by other
regulations and general enactments.

1.2. The contents of a law are classified by syateation of provisions accordin

to what they are related to:

a. General Provisions

b. Main provisions

c. Penalty provisions

d. Transitional provisions
e. Final provisions

If the law prescribes that certain questions shallregulated by several differe

bylaws and other laws (ex. Decrees and rulebookspgcial attention has to

paid to defining the issues that should be regdlbtea single enactment, in order

ensure the harmonisation of these enactments acgoral their hierarchy and t

avoid repetitions.

B. Drafting bylaws

A bylaw cannot contain the same provisions as law.

A bylaw is composed of:

a. Preamble

b. Title

c. Contents of the enactment

d. Signature of the responsible person

e. The number under which the enactment isdecbat the authority that adopt
it and the date of adoption.

Consequently, only law includes penalty provisions.

be
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(Other)  change
since the las
evaluation
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Recommendation 13 (Suspicious transaction reporting
ll. Regarding DNFBP?

Rating: NC
Recommendation | The obligation to report suspicious transactionatthave been performed shot
of the | be explicitly provided for in either law or reguiat.
MONEYVAL
Report
Measures taken toThe Bill on Changes and Amendments to the LPMLTHI wiclude this
implement thg recommendation as well
Recommendation
of the Report
(Other)  changes
since the last
evaluation
Special Recommendation Il (Criminalisation of terraist financing)
Rating: PC
Recommendation | A definition of “funds”, which includes “assets efrery kind, whether tangible ¢
of the | intangible, movable or immovable, however, acquiradd legal documents (
MONEYVAL instruments in any form, including electronic omitkl, evidencing title to, of
Report interest in, such assets, including, but not lichiten, bank credits, traveller

cheques, bank cheques, money orders, shares, tseg,ukionds, drafts, letters
credit.” should be laid down in the Criminal Code.

Measures taken t
implement the
Recommendation
of the Report

oln compliance with the Special Recommendation Ithe Financial Action Tas
Force (FATF), “financing of terrorism“ is defined a separate criminal offenceli
the current Criminal Code of Montenegro (“Officiahzette of the RMNE" 70/03
13/04, 47/06 and “Official Gazette of Montenegr®/@3). The criminal offence d
“Financing of Terrorism“ (Article 449) is done byp&rson who provides or colleg
funds intended for financing execution of criminaffences of terrorism
international terrorism and taking of hostages. thi forms of criminal activity
mentioned above are defined as separate crimifahads (Articles 365, 447 ar
448 of the Criminal Code). Imprisonment for the ipgrof one to ten years
prescribed for this offence. The Criminal Code priggs mandatory confiscation
resources intended for financing of terrorism.

A draft law amending the Criminal Code is curreritiyParliament and hence t
incrimination of the offence “Financing of terranis will be considerably extended.
The new definition of offence of financing of terisim, amended states as follows!:
"Financing of Terrorism

Article 449

(1) Anyone who in any way provides or raises moseygurities, other funds g

property intended entirely for financing the consia of criminal offence
referred to in Articles 447, 447a, 447h, 447c, 44nd 448 of the present Code,
for financing organisations that have the aim ofngoitting those offences,
members of those organisations,

shall be punished to imprisonment for a term of twren years.

(2) Funds referred to in Paragraph 1 of this Aréicdhall be confiscated.”

ne

=

172)

or

2j.e. part of Recommendation 16.
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Such definition clearly states the funds intendedfiinancing terrorist offences

protection.

Incrimination of the offence of “Financing of Teriem“ will be considerabl
extended by adoption of the Law on Amendments éoQtiminal Code, which is i
the parliamentary procedure. In pursuance withrige definition of the crimin

provides or collects money, securities, other recgsior assets intended to be fu
or partially used for financing of execution of ttréminal offences as under Artic

terrorist activities, use of a lethal device, damag and destruction of a nucle
of organisations whose aim is to execute suchitieByor for financing of member

prescribed punishment, along with mandatory coafisa of resources intended f
financing of terrorism.

In accordance with the recommendation made follgwithe evaluation o
Montenegro before the MONEYVAL Committee on 17 Mar2009, the new
definition will clearly specify resources intendfmt financing of criminal offence
of terrorism - money, securities, other resourceagsets intended to be fully
partially used for financing execution of crimiraffences. The legal definition wi
be extended with the term “and other resourcessseta’, in compliance with th
recommendation, the Convention on the Suppresdidieorism and the Palerm
Convention. Thus, the innovated definition of th#ewnce of “Financing of
Terrorism* also includes such activities which ciinite to financing of terrorisn
and which are not strictly speaking collection admay and securities — therefo
provision of any resources or assets in the aifinahcing of terrorism. The term
“resources” and "assets” shall be construed in raecwe with the ratifiec
international conventions.
Furthermore, Montenegro has ratified the ConventiofPrevention of Financing ¢
Terrorism (“Official Gazette of the Federal Repuabiif Yugoslavia / Internationa
agreements” 7/02), as well as Palermo, Strasbawdtd/Marsaw convention. Havin
in mind the hierarchy of normative acts stipulatgdthe Constitution, the term
“funds”, “properties”, “confiscations”, “seizing‘,,predicate part* and othe
stipulated by this convention are a constituent pérthe legal order — therefo
applicable in case law.

447, 447a, 447b, 447c, 447d and 448 of the Crimbadle (terrorism, public
invitation to execution of terrorist activities,creiting and training for execution of

facility and endangering of persons under inteameti protection) or for financing

money, securities, other assets or property whageope is for complete or partial
use for financing terrorist offences, public calénto commit acts of terrorism,
incitement and training to commit acts of terrorigrse of lethal device, damage gnd
destruction of nuclear facility and endangering spes under international

offence of financing of terrorism, this offencedsne by a person who in any way

Iy

of such organisations. Imprisonment for the peobadne to ten years remains the

(Other)  change

5 The innovated definition of terrorist financing effce includes activities th

since the las} contribute to financing of terrorism and that am strictly raising money an

evaluation securities. This definition includes also providigds or property for the purpos
of financing of terrorism. The terms “Funds" anddperty” are interpreted broadl
in accordance with the ratified international cami@ns

Recommendation | The reference to specific criminal offences (temar, international terrorism an

of the | hostage taking) in Article 449 should be broughbitine with the scope of th

MONEYVAL Terrorist Financing Convention and the Interpretidote to SR Il, as the sco

Report which constitutes the criminal offence becomesaveer. Under Articles 365 an

447, only the acts, intended to cause harm (to tbestitutional order of

1%

Montenegro, or the foreign state/international onggation) are criminalized, whil
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the convention requires the incrimination of anysaaf violence which purpose is [to
intimidate a population or compel a governmentrdeinational institution (to do/td

abstain from doing).

Measures taken t
implement the
Recommendation
of the Report

oWith amendments to the Criminal Code that are agpss, the concept of terrorig

m
is amended and closer defined through introduaifamew terrorist offences (publ
calling to commit acts of terrorism, incitement atrdining to commit acts o
terrorism, use of lethal device and destruction dachaging of a nuclear facility.
Terrorism offences from Article 365 and internadbrtierrorism are unified in
unique act — terrorism. Through this the citizehs, state of Montenegro, a forei
country and international organisations — and theinstitutional, political
economic and social structures are protected mgua way.

Through amendments to this Article it is harmonigéth the recommendations to
incriminate any acts of violence whose purposeoisntimidate a population gr
compel a government or international institutiandb/to abstain from doing). Apafrt
from these and incorporating new acts, any acttliceagainst these values shall|be
considered financing of terrorism.

The innovated definition of terrorist financing effte includes activities th
contribute to financing of terrorism and that am strictly raising money an
securities.

]

At
d

Recommendation

The Criminal Code should be amended to incorpattagencrimination of funding g

=2

of the |terrorist organisations and individual terrorists.

MONEYVAL

Report

Measures taken tpThis recommendation was adopted through amendnoéritee Criminal Code an
implement the incrimination of the act of financing of terrorisptanned and conducted both
Recommendation | individual terrorists and by a terrorist organisatis clearly stated.

of the Report

The new definition is as follows:
"Financing of terrorism
Article 449

(1) Anyone who in any way provides or raises mosegurities, other funds ¢
property intended entirely for financing commissaifrcriminal offences referred to
in Articles 447, 447a, 447b, 447c, 447d and 448thaf present Code, or fg
financing organisations that have the aim to contimiise offences, or members
those organisations,
shall be punished to imprisonment for a term of wnien years.

(2) Funds referred to in Paragraph 1 of this Altishall be confiscated.”
It is clear that this definition includes financiteyrorist organisations and individy
terrorists as separate categories.
Apart from that, terrorist association is also @iiped as a new criminal offence
when two or more persons associate for a longee fpriod in order to comm
terrorist offences, endangering persons underriatemal protection and financin
of terrorism:

=

=

of

al

“Terrorist association
Article 450

(1) If two or more persons associate for a longerigeeto commit criminal acts
referred to in Articles 447 to 449 of this coderrpeism offences, endangerirg
persons under international protection and finamgcof terrorism),
they shall be punished by a sentence stipulatethéoact for whose commission the
association was organised.
(2) A perpetrator of an offence referred to in Bgraph 1 of this Article wh
prevents commission of criminal acts referred tdParagraph 1 of this Article b

D
y
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revealing association or in any other way, or whmizibutes to its revealing,
shall be punished by an imprisonment sentence & thpree years, and may also
acquitted”.

Recommendation
of the
MONEYVAL
Report

The solution of relating the existence of the téstofinancing offence to specif
criminal offences, found under other Articles of €BC is also appropriate (IN 6
Under current legislation, terrorist financing isnly considered to be a crimin
offence if funds are intended for one of three iigecriminal offences (Terrorism

A more flexible definition which would incriminati@ancing. Furthermore, ther
needs to be an offence introduced to cover cases fimds are not linked with
specific terrorist.

Article 365, International Terrorism, Article 44hd Hostage Taking, Article 448)).

Measures taken t
implement the
Recommendation
of the Report

o0 Amendments to the Criminal Code introduced a cotafylanew concept of terrorig
criminal offences. Basic terrorist offence (regasdl whether the act is direct
against Montenegro, a foreign state or an intesnatiorganisation) is stipulated
Article 447 with many forms of act of commissiorhig criminal offence, as well &

447a CC), incitement and training to commit actsesforism (Article 447b CC)
use of lethal device (Article 447c CC), destructeomd damage of nuclear facili
(Article 447d CC), endangering of persons undegrimdtional protection (Articlé
448), as well as financing of terrorism (Article®4wvere included and brought
line with a number of conventions aiming at prei@nof acts of terrorism.

In compliance with the recommendation made afteretvaluation, amendments w
eliminate the narrow framework within which the ggince of this criminal offeng

offence) — namely, the framework within which theiseence of such criming
offence is established will be extended to all amah offences in the area

terrorism, whose scope will be widened by amendmeatthe law. Thus, th
framework for existence of this offence will notinde only criminal offences ¢

offences, it will also include public invitation texecution of terrorist activities
recruiting and training for execution of terrorettivities, use of a lethal devic
damage to and destruction of a nuclear facility andangering of persons ung

assessed as narrow are eliminated and a morel8exdilnl clearer definition of thi
offence is created.
Apart from adding new articles as afore mentioried,criminal offence of hostag
taking was changed and is as follows:

" Endangering persons under international protection

Article 448

(1) Anyone who conducts abduction or some otheméefolence upon a persd
under international legal protection,
shall be punished by an imprisonment sentenogmfd twelve years.
(2) Anyone who violates official premises, a privapartment or a means
transport of a person under international legal f@ction, in the manner tha
endangers his/her security and personal freedom,
shall be punished by an imprisonment sentenceefmeright years.
(3) If an act referred to in Paragraphs 1 and 2t Article results in death of on
or more persons, the offender shall be punishedrbiynprisonment sentence of fi
to fifteen years.

new terrorist offences such as public calling tonoot acts of terrorism (Article

is established (the present solution defines fimgnof three types of this criminal

terrorism, international terrorism and taking ofstames; in addition to thes

international protection. In this way the deficierscof the definition which has bee

in
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(4) If in commission of an act referred to in Paraghs 1 and 2 of this article, th
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offender committed a premeditated murder of a perso

he/she shall be punished by an imprisonment semtehminimum ten years or &
imprisonment sentence of fourteen years

(5) Anyone who endangers security of persons refieto in Paragraph 1 of thi
Article by a serious threat to attack him/her, he&s/ official premises, privat
apartment or a means of transport, shall be pundshyg an imprisonment senten
of six months to five years.”

Recommendation | Article 449 of the Criminal Code should be broughtb line with international
of the | standards.

MONEYVAL

Report

Measures taken tpln accordance with the recommendations, apart flenthanges of the Article itse
implement the relating to financing of terrorism, the Law on Andements of the Criminal Cod
Recommendation | introduces a new article — terrorist associatiohisTact stipulates as a crimin

of the Report

offence the association of two or more personsaftonger time period in order {
commit acts of terrorism.
Article 449 of the Criminal Code, as it is statadlie proposal of the Amendmer
of Criminal Code, is in compliance with the intetinaal standards. Indeed,
accordance with the recommendation made aftenthi@&tion, the definition of thi
criminal offence, namely financing of terrorismshaeen improved also in terms
defining in a clearer manner financing of both uidiial terrorists and terroris
organisations. This has eliminated the perceivéitidacy in the current definition
namely it does not make clear difference betwemanfting of an individual terrorig
and financing of a terrorist organisation. Addiadlg, through adoption o
amendments, the Criminal Code will define anotheminal offence — terroris
association — when two or more persons associata fonger period of time i
order to execute criminal offences in the areaobtism

In accordance with the recommendation stating thiét Article (449) of the
Criminal Code should be harmonised with internatlostandards, from th
viewpoint of everything mentioned above, we deenat thll the perceive
deficiencies have been defined, that all the recenttations have been accep
and incorporated in the planned amendments, andthikanew definition of this
criminal offence, after the Law on Amendments te Briminal Code has be€
adopted, which is currently in the parliamentarpgedure, will be even mor
efficient and provide better quality concerningiitgplementation in practice.

[72)
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(Other)  changes
since the last
evaluation
Special Recommendation IV (Suspicious transactioreporting)
I. Regarding Financial Institutions
Rating: LC
Recommendation
of the
MONEYVAL
Report
Measures taken tp
implement the
Recommendation
of the Report
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(Other)  change
since the last
evaluation

UJ

Special Recommendation IV (Suspicious transactioreporting)
Il. Regarding DNFBP

Recommendation
of the
MONEYVAL
Report

Measures taken tp
implement the
Recommendation
of the Report

(Other)  change
since the last
evaluation

\*2

3. Other Recommendations

In the last report the following FATF recommendatiovere rated as “partially compliant” (PC) or “non
compliant” (NC) (see also Appendix 1). Please, gpéor each one what measures, if any, have bakent

to improve the situation and implement the suggestifor improvements contained in the evaluation
report.

Recommendation 6 (Politically exposed persons),

Rating: PC
Recommendation | The lack of awareness as regards PEPS and the goest lack of propef
of the |procedures to address the risk should be addrets®adigh proper training to be
MONEYVAL followed by the establishment of adequate procedireddress this risk.
Report
Measures taken tpln its internal acts on risk analysis, a bank itigelll to assess and consider client
implement the risk, including clients who are politically expos@eérsons pursuant to the rules
Recommendation | defined in the Draft Guidelines on bank risk anigly@med at preventing mongy
of the Report laundering and terrorism financing, chapter 2 secti.2.5.1.2, prescribing the

following:

“Procedure of persons to be listed as politicalyased persons

Pursuant to the provisions of the LPMLTF, a padtilig exposed person is "a natufal

person that is acting or has been acting in theylear on a distinguished public
position in a state, including his/her immediatenifg members and close

associates” (Article 27).

In order to determine the politically exposed passand his/her immediate family
members and close associates within the meanitlgedf PMLTF, a bank may act

in one of the following manners:

« offer a client to fill in a form (enclosed to #®Guidelines and making an integral
part hereof, the Form PEP);

* obtain the information from public available sces;

» obtain the information based on the review ofablases covering the lists pf
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politically exposed persons (World Check PEP lifggrnet inquiry, etc).
The procedure of identifying close associates tttigally exposed persons is
applied if a bank estimates that such a relatignskists, based on the indisputable
facts.
A bank is obliged to perform client identificatiém line with the LPMLTF and the
procedure shall include one of the manners forraeténg politically exposeq
persons as specified under paragraph 2 of thifogect
Upon determining that the client is a politicallkpesed person, the employee of the
bank shall perform the enhanced customer veriioatArticle 25 of the LPMLTF
that shall cover additional measures in the folfaptases:
= entering into business relationship or executimggaction from Article 9
paragraph 1 item 2 of this Law (one or more tratigsas of or exceeding
EUR 15,000),
= when it estimates, due to the nature of the busingationship, the client’s
business profile and/or other circumstances coedegith the client, that
there is or could exist the risk of money laundgian terrorism financing.
In addition, as a part of the enhanced client igatiion — the politically expose
person — in line with the LPMLTF, the employee loé bank shall:
» obtain a written consent from the responsiblesperin the bank before the
establishing of a business relationship with suclieat;
» acquire information on the source of funds angpprty which are the subject pf
the business relationship and/or transaction, fpemsonal and other identification
o]
d

17

o

documents submitted by the client; if the specifiegidrmation is not possible t
obtain from the submitted documents, the requirddrination shall be acquire
directly from the client’s written statement;
« after the establishment of the business reldtipnslosely monitor transactions
and other business activities of the politicallypesed person with the bank,
particularly considering the purpose of the tratisagas well as comparing it with
his/her standard business operations.

Additional measures to be taken by bank within theenhanced client
verification procedure
Case 1) Consent | 2) Acquiring 3) 4) Additional
prescribed from the additional Additional measures
in the Law responsible | documents and examination
person in the| information and
! bank ! monitoring !
! of the
client's
business
operations
!
Politically Set of data
exposed defined under As estimated by
person ves Art. 27 of Yes the bank
LPMLTF

A bank is obliged to determine the list of politlgaexposed persons which shall pe
available to the employees of the bank in directact with clients.
Procedure of cancellation of obligation of treatipersons as politically exposéd
persons
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A bank shall, by way of internal act, prescribe fhrecedure of cancellation
obligation of treating a client as politically exgmml person. This implies th
obligation on the bank to exclude a person from Itk of politically exposed
persons, as well as members of his/her immediatéyfaand close associates, 0
year following the termination of activity of theolitically exposed person at
prominent position in a country.

After the establishment of a business relationshifih the politically exposec
person, members of his/her family and close aswian accordance with th
LPMLTF, the bank shall keep separate records osetpersons and transactions.
The bank is obliged to regularly update its lispofitically exposed persons in ord
to conduct customer due diligence in line with tH&MLTF for those clients wh
were not politically exposed persons within the nieg of the LPMLTF at the timg
of establishing the business relationship withithek."

On 8th February 2010, at the Bank Association ohtdnegro, representatives
the Central Bank of Montenegro held the meetinghwiie Committee for th
prevention of money laundering and terrorism finagcwhere they discussed t
draft Guidelines on Developing Risk Analysis witlviaw to Preventing of Mone
Laundering and Terrorist Financing for Banks. Also, this meeting, detaile
explanations were given, to the representativesthef banks, related to th
identification of PEPs, with special emphasis op form and content of th
Questionnaire for identifying politically exposedrpons.

After adopting the Guidelines on developing risklgsis with a view to preventin
money laundering and terrorist financing the APML irt-co-operation with OSCE
organised a two-day workshop for compliance officean & and 4' November
2009, in Podgorica. The subject of the workshop {RPasventing money launderin
and terrorist financing in financial and non-finadcsector. The participants we
employees from different commercial banks, paréinig at the capital market, ¢
dealers, leasing companies, casinos.

The Guidelines on risk analysis were presentekigtitorkshop.

The Guidelines for developing risk analysis, detaad by the APMLTF, togethe
with the Questionnaire for Identifying PEPs weregaented at the Workshop.

The Securities and Exchange Commission prescrilpedific procedures to b
followed in case of PEPs and these are very pigdiedined in the article 12 of th
Instruction of the Securities and Exchange Comimssi

Obliged entities are obliged to determine if tHerdl is politically exposed person
accordance with the article 12 of the Instructidntree Securities and Exchan
Commission of on risk analysis of money launderjigow your client” procedure
and other procedures for recognising suspicious#etions of November 28, 200

To determine politically exposed persons and membértheir close family an
close associates by Law, Capital market particgpanty act on some of th
following ways:

a) By filing the written form by the customer;

b) Collecting information from public sources;

c) Collecting information based on insight on datagsathat includes the lis
of politically exposed person®Morld Check PEP Lisetc).

d)

Procedure of determining close associate of palltieexposed persons is followe

if the relationship with associate is publicly knowr if capital market participar
has reason to think that relationship exists. Tioege during determining th
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persons who are considered as a close associateslitidally exposed person
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capital market participants are not expected te taktive researching about this.
Before establishing business relationship with tmalily exposed persor
participant of securities market is obliged to:
— Collect data about founding sources and propertichvare object of busines

relationship, transactions, from personal and arattentification of customer, and

’

S

if it is not possible to obtain such a data frora gtatements submitted, there are

collected directly from written statement of thint;

— Obtain written approval of responsible person adiogr to internal acts of the

participant before establishing business relatigmaiith customer.

Approval of responsible person has to be givenrittem, in printed or in electronic

form.
After establishing business relationship with pedily exposed person, members
his close family and close associates by Law, @apiarket participants is oblige

to keep records about this persons and transaatibich are taken on behalf and

for the account of those persons.

After obtaining the approval from authorised pertitare is no need for approval of
executing each transaction on behalf and for tleewat of the client, but capital
market participant is obliged to follow transactiaith special attention and other
business activities by a politically exposed persathin organisation and, if
needed, notify authorised person in the shortessiple deadline about those

transactions.

It is considered that a need determined in theclerts exists if transaction is npt

adjusted to the sources of funds on client’s actoun

The capital market participant are obliged to ocadiy update their lists of

politically exposed persons in order to implememicpdures of enhanced customer

verification according to Law for the client wha fime of establishing business

relationship were not politically exposed persocsoading to Law.

The capital market participants are obliged to kélep data about politically

exposed persons in electronic form.
The form for PEPs is prescribed by the Guidelinesisk analysis with the view t

O

prevent money laundering and terrorist financiagd the Guidelines are forwarded

to all operators of the games of chance on théderrof Montenegro and also i
informal communication certain instructions werevegi to all operators of th
games of chance.
By its risk analysis Guidelines concerning prevamtof money laundering an

terrorist financing, ISA will also cover PEPs iss@and will prescribe a Form

intended for the insurance companies especiallgrdigg this issue.
According to the competence of the APMLTF from Rréicle 64, item 5 to prepar
and issue recommendations or guidelines for unifionplementation of the Law o

e
n
AML/CTF, in July 2009 representatives of APMLTF ficipated at one- day
S

workshop organised for employees from one commiebeiak and its subsidiarie
(14 participants).

At this workshop representatives of APMLTF havenped out the significance of

implementation of legal provisions related to PEPR&lditionally, APMLTF

employees, in their daily communication with coraplie officers, through

providing professional opinion and interpretatiohtle provisions of the Law
specify the necessity of applying legal provisioeferring to PEPSs.
Within IPA 2007 Twinning project “Fight against enmgised crime and corruptior
experts form United Kingdom and Northern Irelamd¢co-operation with APMLTF
during May 2009 organised trainings for officersving a direct communicatio
with customers. The training was conducted at 9 memial banks with 10

40
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participants.
At the beginning of September 2009, trainings fgresvisory bodies under the Law
on the Prevention of Money Laundering and Terrdfisancing were held for th
following supervisors: APMLTF, Ministry of Financelnsurance Supervisio
Agency, Department of Public Revenues, Central Bamkninistration for Game
on Chance, Securities Commission. The workshopnter-agency co-operation [n
relation to organised crime and corruption was helthe period from 7 to 11"
September 2009. The participants at this workshapewepresentatives fro
APMLTF, Police Directorate, Directorate for Anticoption Initiative and Ministr

of Internal Affairs and Public Administration.

After the Report of the MONEYVAL Committee has bestopted the employees pf
the Police Directorate accepted the recommendatioren in the Report. Due to
that there were organised 4 seminars on the piiewenf money laundering and
terrorist financing as well as financial investigas. The mentioned seminars were
organised at the Police Academy in Danilovgrad &&d officers involved i
PML/TF participated at these seminars that wereamisgd by APMLTF o
international organisations. At these joint semsn&gether with officers fro
APMLTF and State Prosecutor’'s Office, participamtsre mainly higher level
officers that have, made reports on the contetth@feminars, and in such mannper
informed the heads of their sectors and field effic Also, after the adoption of the
Report of the MONEYVAL Committee, Police Academytroduced as regular
subject ,Money laundering and Corruption* and thglouhis subject students quire
the first and the most significant knowledge os tigpe of criminal activity.
With a view to training its employees the Customdmfnistration signed an
agreement with Faculty of Law Podgorica.

Recommendation 8 (New technologies and non facefimee business)

Rating: PC

Recommendation |A requirement for financial institutions to havelipes and procedures to address
of the |the risk of misuse of technological developmentMInTF schemes should be
MONEYVAL introduced.

Report

Measures taken t
implement the
Recommendation
of the Report

oln their polices and procedures, banks have alrgaddscribed certain rulgs
regarding the protection from misuse of new tecbgiels for the purposes of mongey
laundering and terrorism financing, and now they abliged to harmonise their
policies and procedures with the rules and stasdesdtained in the Central Bank's
Guidelines on bank risk analysis aimed at preventmnoney laundering and
terrorism financing, chapter 3 paragraph 4 thatisea
“With a view to ensuring a proper risk manageniethe area of preventing money
laundering and terrorism financing, a bank shalupe its exposure to risk arising
from new technologies providing anonymity (electecoror internet banking,
electronic money, etc.), i.e. the bank is obliged define in its policies and
procedures in particular, but not limited to, tb#dwing:
« identification of parties using electronic barkservices;
« authenticity of the signed electronic document;
* reliable measures against the forgery of docusnandl signatures;
* systems ensuring and enabling safe electronikibgn
» other requirements in accordance with positiglaions governing the aforesaid
business area.”

This requirement for securities providers is imgbbg the newly adopted Rules pn
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Conduct of Business of Licensed Market Participathtst are published in th

Official Gazette of Montenegro ("Official Gazetté lMontenegro”, No. 78/09 and

87/09).
The Securities and Exchange Commission implemehisdecommendation by th

article 22 par.6-9 of the Rules on Conduct of Bes# of Licensed Market

Participants that are published in the Official &#z of Montenegro ("Officia
Gazette of Montenegro”, No. 78/09 and 87/09).

These Rules specifically regulate the procedurebetdollowed by the licensed
market participants if the client uses electroneams of communication to submit

an order or conclude a contract.
"Client, who gives orders by phone, fax or eledtrally, may give the same wit
authorisation by identity code which licensee sha#lign to a client when signing
contract. A client is obliged to keep his/her idgntode as a secret, and may
make it available to third persons.
Licensee is obliged to check client’s identity tingh identity code, contained in a
contract prescribing possibility of submitting orsldy phone, fax or electronical
or in any other manner which does not imply cliefigice to face transaction.
When prescribing possibility of electronic submigtiof client's orders, licensee
obliged to provide:

- reliable manner of client identification;
that all necessary elements of an order are statbe electronic message;

entry in the order book;

sender is clearly visible;

a record of exact time when the order arrived teedanail and time of it$

sending of reply to a received order, where thgimal message of order

is

When prescribing possibility of electronic submmigti of client’s orders, licensge
shall retain the right to refuse order executidnthe order is unclear and/or
ambiguous, and he/she shall inform a client on ithdélhe same way it accepted gn
order."
(Other)  changes Rules on Conduct of Business of Licensed Marketi¢haants that are published |n
since the las} the Official Gazette of Montenegro ("Official Gateebf Montenegro”, No. 78/09
evaluation and 87/09)
Recommendation | Regulations should clearly establish the obligationobtain information on the
of the | purpose and intended nature of the business reiship for non-face to face
MONEYVAL business.
Report
Measures taken toChapter 3 paragraph 6 of the Guidelines on bamhkanslysis aimed at preventing
implement theg money laundering and terrorism financing reads:
Recommendation | “Banks must have such policies and procedures g¢scpibe the requesting of all
of the Report information on the purpose and the nature of bgsimelationships or transactions
with clients who are not present in person and they obliged to apply these
policies and procedures when establishing a busiredationship with a client and
in conducting the customer due diligence.”
The obligation of the licensed market participaot dbtain information on the
purpose and intended nature of the business neddtiip is imposed by the article|5
par. 5 and article 11 par. 2 of the Rules.
The article 5 par. 5 of the Rules prescribe:
"Licensee shall not give advice related to se@sgibiusiness, nor realise transactipns
for the client's account, until he/she determinkat the/she possesses all fgcts
revealed to him/her by his/her client and otheeveht facts about client he/she| is

aware of or he /she should have knowledge about."
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The article 11 par. 2 of the Rules prescribe:

"In order to provide that client understands actis¥, licensee is obliged to:
familiarize with client’s financial status, his/h@vestment experience and
other circumstances related to client, in ordegrtavide him /her with
appropriate service;

put at client's disposal all necessary informafimeluding information on risks) if
order that client can make appropriate investmenisibns."

as

(Other)  changes
since the last
evaluation
Recommendation 11 (Unusual transactions)
Rating: NC
Recommendation |Financial institutions should be required to examims far as possible the
of the |background and purpose of unusual transactionsoieefble requirements to set
MONEYVAL forth the finding of such examinations in writingosld equally be provided. In
Report addition specific enforceable requirement should g in place for financia
institutions to keep such findings available fotrewities and auditors for at least
five years.
Measures taken tpRulebook on Indicators for recognising suspicidients and transactions
implement the ("Official Gazette of Montenegro ", No. 69/09, fratf" October 2009) adopted b
Recommendation | Ministry of Finance and due to that the followinigtLof indicators for recognising
of the Report suspicious clients and transactions was established
- List of Indicators for banks,
- List of Indicators for capital market,
- List of Indicators for the Customs Administratjon
- List of Indicators for the Department of Publie\enues,
- List of Indicators for leasing companies,
- List of Indicators for auditors,
- List of Indicators for accountants,
- List of Indicators for lawyers and
- General indicators.
In the group of indicators referring to unusual s on the account, indicator
no.47 ,Transactions that are recognised as unisuamployees with the bank, |n
accordance with their experience and knowledgesséhtransactions are treated
suspicious transactions. Also, in the group of Eisps transactions indicators with
banks there is indicator no.9 stating ,Client exesuransactions which are unusual
for him/her.“ Similar indicators are in the group fwuditors (indicator No 6 and 8
(Other) changes
since the last
evaluation
Recommendation 16 (Suspicious transaction reporting
Regarding DNFBP
Rating: NC
Recommendation | A prohibition against tipping off should be madedfically applicable to lawyers.
of the
MONEYVAL
Report
Measures taken tp Article 80 of the LPMLTF defintbait reporting entities and employees with
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implement the
Recommendation
of the Report

reporting entities, members of governing, supemgsir managing bodies, or oth
persons, to which data from Article 71 of this Lawre available, may not reveal
a customer or third person:

1. that data, information or documentation on thst@mer or the transactio
from Article 33 paragraph 2, 3 and 4, Article 43gzpaph 1*, Article 48 paragrap
1, 2 and 3, Article 49 paragraph 1 and 2* of thiswl. are forwarded to th
competent administration body ;

2. that the competent administration body on thsisbaf Article 51 of thig
Law, temporarily suspended transaction or in acoed with that gave instructiof
to the reporting entity;
3. that the competent administration body on thgisbaf Article 53 of thig
Law demanded regular supervision of customer'snfited business;

4, that against customer or third party is inithter should be initiate
investigation for the suspicion of money laundermderrorist financing .

The information about the facts from paragraph thi Article and notification on

suspicious transactions or information about otiffances from Articles 55 and §
of this Law, are the official secret and designasduch, in accordance with Law
On removing the official secret designation, froarggraph 2 of this Article sha
decide the authorised person of the Administration.
Prohibition of giving information from paragraph df this Article may not bg
applied on:
1. data, information and documentation, that areaccordance with this Law
obtained and kept by reporting entity, and necgdsarestablishing facts in
criminal proceedings, and if submitting those dataritten form is
required or ordered by the Competent court, and
data from item 1 of this Article, if it is demanded supervision body from
Article 86 of this Law for the reasons of carryiogt the provisions of this
Law and regulations passed on the basis of this Law
*applicable to lawyers
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(Other)  changes
since the last
evaluation
Recommendation | More targeted training to sectors that pose theatgst risk should be considered.
of the
MONEYVAL
Report
Measures taken tpRepresentatives of all categories of reportingtiestiparticipate at the training
implement the courses that APMLTF organises for compliance officend employees with the
Recommendation | reporting entities which have a direct contact witistomers.
of the Report
(Other)  changes
since the last
evaluation
Recommendation 21 (Special attention for higher riscountries)
Rating: NC
Recommendation | Financial institutions should be required to giveesial attention to business
of the | relationships and transactions with persons fromirorcountries which do not gr
MONEYVAL insufficiently apply the FATF recommendations. &ffe measures should be put|in
Report place to ensure that financial institutions are s of concerns about weaknesses
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in the AML/CFT systems of other countries and amrsition should be given to the
development of appropriate countermeasures as einathe essential criteria to
Recommendation 21.

Measures taken t
implement the
Recommendation
of the Report

OChapter 2 section 1.1 paragraph 4f the Draft Guidelines on bank risk analysis

aimed at preventing money laundering and terrofisemcing reads:
“In its internal act, a bank shall define condisdior refusing the establishment of a
business relationship with a client, and in patéicu
« If the home country of the client or the benefi@alner of the client is on the
list of non-cooperative countries published by HEancial Action Task Force
FATF, the list of offshore jurisdictions, or thetliof countries deemed risky by
the authority based on its own assessment;
« If the client or the beneficial owner of the cliamttmes from the country whigh
has been subject to measures in line with the Udu@g Council resolutions;
 If the client is on the list compiled in line witthe UN Security Council
resolutions; “
Chapter 2 section 1.3.1of the Draft Guidelines on bank risk analysis ainatd
preventing money laundering and terrorism financeaygs:
“Risk factors used for establishing the risk of arnindividual client or a group of
clients and the business relationship
Internationally accepted standards used as the fuagbreparing risk analysis with|a
view to preventing money laundering and terrorismaricing (e.g. FATH
recommendations and Wolfsberg guidelines) shalecthe following risk factors:
- Client risk factors: risk factors relating to the client’s status ofi\aty (e.g. state
authority, a politically exposed person, a clierttose activity is connected with
cash transactions, non-profitable organisations the like).
- Risk factors connected with business relationshigisk of business relationship,
for example, with a client whose home country doetsfollow the standards in the
prevention of money laundering and terrorism finagcwith a politically exposed
person, and other business relationship deemeliedyank to involve high risk.
- Risk factors connected with geographical regiancountries having in plac
inadequate systems for the prevention of moneydering and terrorism financing
countries with high levels of corruption or crimirectivities, countries subject to
restrictive measures of international organisations
Risk factors for determining the risk of an indiva client or a group of clients, the
business relationship, and risk factors connectitd the geographical region are
illustrated in the risk matrix. In addition to riskresented in the risk matrix, a bank
may define additional factors in relation with thpecific nature of the clientl]s
business.”
The obligation of providing special attention tosimess relationships with the
clients where AML/CFT procedures are not impleménte imposed by th
Securities and Exchange Commission Instruction.
This Instruction in the Article 2 itemesandb prescribes:
“Participants at the capital market are oblige@stablish risks factors upon which
shall determine acceptability of the clients, esgcbased at the following facts:
a) Home country of the client, home country of the an&y founder, and/or real
owner of the client regardless of the positionwftscountry on the list of nor
cooperative countries and territories issued byinternational body for contrg
and combating of money laundering, on a list ofntdas presented as off-
shore zones or uncooperative jurisdiction or onhdiates which participant gn
securities market considers risky upon its owmesions.

1]
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b) Home country of the person who conducts transagtioith the client,

regardless of the position of such a country atigie from the item a) above;
And article 3 paragraph 1 prescribes: “Capital raariparticipants establish
acceptability of the client depending on a risktdag from the article 2 of this
Instruction and may refuse to conclude a contratt the customer in relation to
whom some of the abovementioned risk factors ar@bkshed, or concluding ar
terminating of the already concluded contract ctowliupon fulfilment of some
specific requirements prescribed by the general efctthe capital market
participant”.

(Other)  changes
since the last
evaluation
Recommendation 24 (DNFBP — Regulation, supervisicand monitoring)
Rating: PC
Recommendation | A comprehensive register of all reporting entittg®uld be developed by APMLTE.
of the
MONEYVAL
Report
Measures taken tbOut of all categories of reporting entities, subjecinspection control performed &
implement the Reporting Entities Control Department of the APML TRe real estate area is t
Recommendation | most controlled one and there are comprehensivadscAlso, this area is close

of the Report

y
he
ly
connected with the construction business. Compathias deal with constructio
business, besides its main business activity, dfsxydeal with real estate trade e
if they are not registered for it .

In relation to NGOs there is a comprehensive regidtat includes 4000 NGO
Most of registered NGOs are not active or they dad have any registere
transaction which could be defined, on any basisuspicious.

The number of other reporting entities categoriggzesvised by APMLTF is lowe
than the number of previously described categaf@sporting entities.

en

@

Recommendation

D

Guidelines to assist DNFBPs in implementing and plgimg with respective

[

of the | AML/CFT requirements are, at should be developategdate and appropriat
MONEYVAL feedback on suspicious transaction reporting folfBR's should be provided.
Report

Measures taken toThe APMLTF provide information, in written form, the reporting entity or othe
implement the requester, on obtaining and analysing data, infiomand documentation related
Recommendation | persons or transactions for which there are reddengrounds for suspicion i

of the Report
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criminal offence of money laundering or terrorigtahcing. The APML will not
provide the mentioned information if it is asses#igt such informing could hay

harmful effects for the process and outcome ofgtoeedure, as it is defined jn
Article 57 of the LPMLTF.
(Other)  changes
since the last
evaluation
Recommendation 32 (Statistics)
Rating: PC
Recommendation | Clear comprehensive and well-structured statissbsuld be kept systematically.
of the | Such statistics should differentiate the amountsasgets, types of measures,
MONEYVAL duration of measures and primarily request/impositratio, etc.. These statistics
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Report

should then be utilised to measure the effectiwenéghe system of confiscatic
freezing and seizing of proceeds of crime..

nl

Measures taken t
implement the
Recommendation
of the Report

OBesides the statistical tables provided in this dkepthe APMLTF is keeping

statistics on inspection control, comprehensivetistiecs on misdemeanol
procedure and statistics related to exchangingrnmdition with foreign FIUs
Department of Public Revenues possesses appromaditware and data base th
enables collecting, analysing and forwarding daldis data base is upgrads
continuously and upon appropriate requests is add to all authorities involve
in the system of prevention of money launderingtarrdrist financing .

The Project of Integrated registration and paynigrnh the final phase and mo
efficient data access and keeping statistics wilptovided by this project.

Note: The Central Bank of Montenegro has presented tditéstical tables in thé
Chapter 4 — Statistics hereof
Supreme State Prosecutor's Office keeps comprehessatistics for all crimina
offences and for the criminal offence of money Eenng.
In the attachment you can find table in which isgented the number of crimin

offences money laundering in the period of 2004l D@cember 31st 2009, the way

the cases are solved, the number of the temporaasuanes suggested, amount
the proceeds of crime, suggested confiscation hachtimber of the conviction
This kind of statistical data gives the possibitilymeasure the efficiency
Department of Public Revenues possesses appropotteare and data base th
enables collecting, analysing and forwarding dathis data base is upgrad
continuously and upon appropriate requests isabdlailto all authorities involved i
the system of prevention of money laundering amtist financing .

The Project of Integrated registration and paymerin the final phase and mo
efficient data access and keeping statistics wilptovided by this project
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(Other)  changes

since the last

evaluation

Recommendation 33 (Legal persons — beneficial owrsr

Rating: PC

Recommendation | The acquisition of information on beneficial ownbysthe agencies and institutio
of the | which deal with clients form abroad seems to be &ffective. Considering the ve
MONEYVAL intensive involvement of foreign legal entitiesttom Montenegrin real-estate mark
Report and rather poor information on beneficial ownershipsuch entities, this migh

present a considerable risk of abuse of such legéties for money laundering ar
terrorist financing and it is recommended that figgl institutions and DNFBPs b
reminded to apply the same standards to oversestermers as to domestic.
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Measures taken t
implement the
Recommendation
of the Report

DAs a part of verification and examination of théewt being a legal person,
addition to identification, a bank is obliged teeidify the actual owner of such
legal person. In line with provisions of the LPMLTR bank shall apply th
measures required for acquiring information ongleson being the actual owner.
In case of a high-risk client, a bank must confihm acquired information if it is ng
received from a reliable and independent sourcg ifea written statement of a leg
representative was the only source of information determining the client’

[

D ~

identity, a bank must check the information to #dent that will enable it t
understand the ownership of the legal person anebittrolling structure, in order

identify all beneficial owners of the client).

|
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Beneficial ownerof a legal person within the meaning of Articledf@he LPMLTF

is considered:

(1) a natural person who indirectly or directly ownsrenthan 25% of the share
voting rights and other rights, on the basis ofalihine/she participates in tf
management, or owns more than a 25% share of giglcar has a dominatin
influence in the assets management of the busorgasisation, and

(2) a natural person that indirectly ensures or is @mgufunds to a busineg

organisation and on that basis has the right ttuénte significantly the

decision making process of the managing body ofbthsiness organisatio
when decisions concerning financing and businessnade.

As per the aforesaid definition, a beneficial owrsea natural person participati
(directly or indirectly) in the legal person’'s maeaent based on 25% of sh
When identifying the beneficial owner, it is nea@gsto identify the naturg
person’s ownership share in that legal person, elsag the ownership share of
legal person controlled by the same natural person.

A bank may obtain ownership information based andtiginal or a certified cop
of excerpt from the court registry or any otheiai#fl registry submitted by the leg
representative or the person authorised on beh#iedegal person.

In addition, a bank may apply provisions of the UPIW¥ enabling the obtaining d
information on the beneficial owner through a diregjuiry into the court registr
or any other public registry or through other aafalié sources.

If all the prescribed information regarding the éfcial owner (e.g. date and pla
of birth) cannot be obtained from the court registr any other official registry,
bank may obtain the lacking information from theyde representative or th
authorised person.

A beneficial owner of an institution or other fayeilegal person (trust, fund and t
like) that receives, manages or allocates asseteftain purposes, in the context
this Law, shall be considered:

(1) a natural person, that indirectly or directlyntrols more than 25% of a leg
person’s asset or of a similar foreign legal entya natural person, determined

determinable as a beneficiary of more than 25%hefihcome from property that

he/she manages.

A bank must confirm the ownership structure of ritise- legal persons and acqu
all necessary information on their beneficial ovenein accordance with th
LPMLTF.

If the registered office of the legal person is Montenegro, the bank i
recommended to perform direct inquiry into the toegistry or any other publi
registry in order to obtain or confirm information the beneficial owner of such
legal person.

If one of the beneficial owners is a foreign legatson, the bank is recommended
acquire the information on the beneficial ownesoth a legal person based on
original or a certified copy from a foreign registr from business documents to
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Since the bank has no information regarding théemticity of information from
other countries, it is recommended that the legptasentative or the authoris
person of the client submit an electronic statenfierh the public registry in th
foreign country.

documentation that clearly shows the informationtbe beneficial owner, sug
information shall be obtained from the written etaént to be submitted by the leg
representative or the authorised person of thatclie

A bank shall also request a written statement filoerlegal representative in case
any suspicion regarding the accuracy of the subdhittformation.

If the legal representative does not show his/hiingness to cooperate with th
bank in offering the requested information and thersdering the identification g
the beneficial ownership impossible, the bank sthaubt establish the busine
relationship with the client.

Also, in case the client avoids to submit the Iggadquested information, a bank
recommended to use this as the indicator for detgatuspicious activities of th
client involving money laundering and terrorismafinting.

A bank must adopt the procedures for identifyingndfiial owners, taking int
account the aforesaid recommendations and/or oigins.

If a bank is still unable to acquire information thie beneficial owner in spite of th
undertaken actions (even after a detailed anabfdise ownership structure), due
the complexity of the structure itself, a bank khalallowed to establish or contin
such a business relationship, provided that itsdfias the client as a high-risk clien
which requires enhanced monitoring of businessviéies. It should be underline
that this applies to cross-border cases and it doesepresent normal practice.
The aforesaid deviation does not mean that proesdor identifying the beneficia
owner should be excluded - in such cases a bankchpsove to the compete
authority that it has properly applied the procedtor identifying the beneficia
owner and that that is a special case of complaxeeoship which justifies the bank
action. The bank is also recommended to deem sgomalex ownership structu
as a potential reason for reporting suspiciousstetions.”

In addition, in their internal acts (policies antbgedures), banks have alreg
prescribed the procedure for identifying benefioainers, both natural and leg
persons, which implies the use of information frim relevant public registrie
Clients are also obliged to inform the bank in imgton any changes in the
beneficial owners.

submitted by the legal representative or the aigbdrperson on behalf of the client.

D

If the legal representative, due to objective reas@annot provide the requested
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Recommendation | Consideration should be given to the risk of fonelparer shares being sold
of the| Montenegro.

MONEYVAL

Report

Measures taken t
implement the
Recommendation

OThe bearer shares in Montenegro may not be isslied. Law on Securitie
(“Official Gazette of Montenegro”, No. 59/00 and/@8). Article 5 of the Law of
Securities prescribe:

|72}

of the Report
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“Securities issued in accordance with this Law nigstregistered at the Centr
Depository Agency that is established and operatescordance with this Law.

The rights and obligations related to the secusitghall start upon registration &
the Central Depository Agenty

Article 100 par. 1 and 2 of the Law on Securitiesspribes:

“The owner of the account in the Central Deposiggncy in which the security
recorded shall be considered the owner of the denadized security.

The Central Depository Agency statement is the tadgl proof of ownership @
securities’

Foreign bearer shares may not be traded at th& stazhanges in Montenegr
Article 26 of the Law on Securities prescribebto”shares shall be traded on
licensed security market other than shares issiyedl fegistered issu€r.
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(Other)  changes
since the last
evaluation

Special Recommendation | (Implement UN instruments)
Rating: PC
Recommendation | The incrimination of money laundering is limited a&otions, defined as "busine
of the |operations", which is narrower than the conventard this formulation should b
MONEYVAL further refined.
Report
Measures taken tpAs explained in detail in the explanation of the aswres taken according
implement the recommendations of MONEYVAL relating to Recommeimtatl FATF (money
Recommendation | laundering offence), this shortcoming was removedhe Law on Amendments to

of the Report

the Criminal Code, which is in the adoption proaedu
Please see the answers in the Recommendation 1 (reptaundering offence).

to

d
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Recommendation | Laws and mechanisms for immediate freezing ofuthdsf belonging to or intends
of the | for the designated terrorist organisations or iridivals as defined by Resoluti

MONEYVAL S/RES/1267 (1999) should be put in place.

Report

Measures taken tpBased on the Article 9 of the Constitution of Marggro on the grounds of whic

implement theg the confirmed and published international contrastsvell as commonly accepte
Recommendation | regulations of international law which make constitt part of domestic legal

of the Report

order, as well as the fact that the UN Charterribgdn mind that Montenegro is
an UN member, represents international agreemenmntdiegro accepted
(Independence Decision: UN Charter published in @Hcial Gazette of RFY
69/45), Montenegro is under obligation to implememtasures adopted on th
grounds of the Chapter VIl of the UN Charter.

In accordance with the EU National Integration Paog for Montenegro the
passing of the Law was planned for the end of 20dlorder to prepare for
application and enactment of restrictive measujgssdictions of specific state
institutions, as well as keeping records on nataral legal persons against whig
international restrictive measures have been inted, and/or create legad
framework for introduction of unilateral restricivmeasures., Ministry of Foreig

EU regulations, as well as the guidelines relateidnplementation of all restrictive

Affairs initiated the procedure of collecting a#llevant international documents
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measures categories. Also, in order to determiree rttechanism for overal
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regulation of the given area comparative analy$éiseolegal solutions of the state
in the region are performed. The models of the béisteed entities whoseg

jurisdiction is to update the list are considesiyell as the relation of the laws an
restrictive measures with other legal documentdirdeavith the issue of sanctions
introduction. At this stage the model of introdugithe institute of,, freezing
assets” (in a manner S/RES/1267) into the legatesy of Montenegro, and/or
whether it is more relevant to make it a part afamal legislation or introduce it
with the Law on restrictive measures.

(Other)  changes

since the last

evaluation

Special Recommendation Il (Freeze and confiscatefrorist assets)

Rating: NC

Recommendation |A central authority at national level to examineteigrate and update the received

of the |lists of persons and entities suspected to be dinkenternational terrorism before

MONEYVAL sending them to the financial sector and DNFBP &hbe introduced.

Report

Measures taken tbAfter reviewing the Report of the MONEYVAL Committeon the third round of

implement the detailed assessment of 17th March 2009, with tmelasion of the Government of

Recommendation | Montenegro of 23rd April 2009, the Ministry of Fage Affairs, the Ministry of

of the Report Justice, the Ministry of Internal Affairs and PubliAdministration and the
Administration for Prevention of Money LaunderingdaFinancing of Terrorism
were put in charge to consider the method of apptio of the Special Resolutions
of the United Nations Security Council S/RES/126999), S/RES/1373 (2001) and
S/RES/1452(2002) and propose to the Government ntieasures for their
implementation
Although there is still no legal framework definitige system of publishing, or
informing, integrating and updating the receivestsliof persons and companies
suspected to be related to international terroritmere is a practice to, after
receiving such lists from the Permanent Mission thé United Nations
Headquarters in New York, the Ministry of Foreigffairs forwards the lists to the
Ministry of Finance and Police Directorate.
APMLTF receives, through its Department for Natiomad International Co-
operation, MONEYVAL and FATF statements referring hon cooperative
countries with significant risk of money launderiagd terrorist financing. After
processing, the statements are forwarded to Aralf@epartment which, in written
form, notifies all reporting entities under the Lam the Prevention of Money
Laundering and Terrorist Financing. The statememts also published on the
APMLTF website.

Recommendation | A domestic mechanism to enact S/IRES/1373 (200t)dshe implemented to be ahle

of the |to designate terrorists at national level as wedlta give effect to designations and

MONEYVAL requests for freezing assets from other countries.

Report

Measures taken tpThis issue is planned to be regulated by the Lawestrictive measures.

implement the

Recommendation

of the Report
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Recommendation | Procedures for evaluating de-listing requests, rieleasing funds or other assets
of the | persons or entities erroneously subject to theziregpand for authorising resource
MONEYVAL pursuant to S/RES/1452 (2002) should be adopted.

Report

Measures taken tpThis issue is planned to be regulated by the Lawnestrictive measures
implement the

Recommendation

of the Report

Recommendation | Practical guidance to the financial institutions carDNFBP concerning thei
of the | responsibilities under the freezing regime as wslfor the reporting of suspicioy
MONEYVAL transactions that may be linked to terrorism finiaugc should be issued by the
Report authorities.

Measures taken tpThe Guidelines on Developing Risk Analysis with iaw to Preventing Mone
implement the Laundering and Terrorist Financing define:

Recommendation | The customers that present high risk from monegdatng and terrorist financin

of the Report

y

g
are included in customers with the permanent resieler registered office:

1. in the state that is non EU member state omdidsign EU pre accessid
agreement,

2. in the state that is, based on assessmenteotdmpetent international
organisations, known for production or well orgadisirug trafficking (Middle and
Far East countries known for heroin production:Keyt Afghanistan, Pakistan and
golden triangle countries (Myanmar, Laos, Thailar&puth American Countrigs
known for cocaine production Peru, Columbia angmebur countries, Middle an
Far East Countries, Central American Countriesanfor Indian hemp production:
Turkey, Lebanon, Afghanistan, Pakistan, MorocconiguNigeria and neighbot
countries, Mexico),

3. state that is, based on the assessment of thmetent internationg
organisations, known as country with high level afganised crime due
corruption, arm trafficking, human trafficking outman rights violation,

4, state that is, based on assessment of the atitamal organisation FAT
(Financial Action Task Force) classified in to then cooperative countries
territories (that are countries and territoried,theccording to FATF assessment,|do
not have relevant legislation in the area of préwanand detection of mongy
laundering or terrorist financing, the state suf@on of financial institutions does
not exist or it is not relevant, establishing awting of the financial institutions i
possible without state certificates or registratédrthe competent authorities, state
supports opening anonymous accounts or other ammmyrfinancial instrument
the system of recognising and reporting suspicirrssactions is inappropriate, the
establishing beneficial owner is not an obligatipnescribed by the la
international co-operation is not efficient or does exists at all)

5. country against which UN or EU measures are sagpincluding complet
or partial break up of economic relations, railwayaterways, post, telephone lings,
telegraph lines, radio and other communicationkdtians, breakup of diplomati
relations, military embargo, travel embargo etc.
6. country which is known as financial or tax pasadfor these countries it |s
particularly important that they enable completgoartial tax free obligation, or tax
rate is significantly lower than tax rate in otleeuntries. These countries usually [do
not have concluded agreements for the avoidandmwable taxation, or if they d

n

sign the agreements, they do not obey them. Thisld¢ign of these countries
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requires strict observance of bank and businesesgeand also quick, discreet and
cheap financial services are provided. Countriessknas financial or tax paradisgs
are : Dubai — Jebel Ali Free Zone, Gibraltar, Hétmmng, Isle of Man, Lichtensteir
Macau, Mauritius, Monaco, Nauru, Nevis Island, &cel —Norfolk Area, Panam
Samoa, San Marino, Isle of Sark, Seychelles, Stskind Nevis, St. Vincent ar
Grenadine, Switzerland — canton Vaud and Zug, TanksCaicos Islands, the US
— federal states Delaware and Wyoming, UruguaytidBriVirgin Islands and
Vanuatu

7. country known as offshore financial center (ghesuntries define certajn
limitations in the process of direct activities istgation of business entities in the
country, provide high level of bank and busineseressy, liberal control ovey
international trade business is performed, quiciscrdet and cheap financial
services and legal person registration are enaliteds significant that these
countries do no not have adopted relevant legisiati the area of prevention and
detection of money laundering and terrorist finagciCountries known as offshore
financial centers are: Andorra, Angola, Antigua déarbuda, Aruba, Bahamas,
Barbados, Belize, Bermudas, British Virgin Islan@®unei Darussalam, Cape
Verde, Cayman Islands, Cook Islands, Costa Ricdavizee (USA), Dominica
Gibraltar, Grenada, Guernsey, Isle of Man, Jertajpuan (Malaysia), Lebanon,
Lichtenstein, Macao, Madeira (Portugal), Marshallahds, Mauritius, Monaca,
Montserrat, Nauru, Nevada (USA), The Netherlandsllas, Niue, Palau, Panam
Philippines, Samoa, Seychelles, St. Kitts and Ne8is Lucia, St Vincent an
Grenadines, Zug (Switzerland), Tonga, Turks an@@alslands, Uruguay, Vanuatu
and Wyoming (USA).

>o &

O D
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Transactions that could represent high risk of moleindering and terroris

financing include:
1. payment from customer’s account or payment sdocner’'s account, which
differ from the account that customer providedha process of identification ¢f
the account through which customer regularly cdriie has been carrying
business activities (particularly in case of croedldransactions)
2. transactions intended to be sent to a persahstiné residence or registered
office in country known as financial or tax paragis
3. transactions intended to be sent to persorstiv residence or registered
office in country known as off shore financial camt
4. transactions intended to be sent to non profgamisations with the
registered office in: country known as off shomaficial center, country know
as financial or tax paradise or in non- EU memlyates, or country which di
not sign EU Pre-Accession Agreement,

Public statement under Step VI on MONEYVAL Comptan Enhancing

Procedures in respect of Azerbaijan Qtember 2008)

Public statement under Step VI of MONEYVAL's Conapice Enhancing

Procedures in respect of Azerbaijan (24 Septemb@?)2

[ ]

(Other)  change
since the las
evaluation

5 Please see answer to question 1 in section “Sp@ciastions” of this Questionnaire
t — relating to crucial substantive and procedurainges regarding the procedure| of
confiscation of property gain acquired through @nizh offence (the procedure of
permanent confiscation of property whose legalioiiginot proved is introduced).
Montenegro has accessed another very importantection in the field of
international legal assistance — the European Guioreon International Validity of
Criminal Judgments (CETS 070). Having in mind tkiaintenegro has accessed the

European Convention on Mutual Assistance in Critniatters with additional
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protocols, the European Convention on Extraditidthvadditional protocols, th
European Convention on Transfer of Convicted Persdth additional protocol, b
confirming this convention Montenegro has completkd set of internationa

instruments applied in the area of internationghl@ssistance in criminal matters

—_— < (D

Special Recommendation VI (AML requirements for mory/value transfer service)

Rating: PC

Recommendation | The requirements of Special Recommendation VI toeleel implemented.
of the

MONEYVAL

Report

Measures taken t
implement the
Recommendation
of the Report

oNational payment system is regulated by the NatiBagment Systems Law (OG
61/08), as well as by secondary legislation aatsprey which, the following ar
particularly important with respect to the Speétacommendations VI and VII:
- Decision on the structure of transfer executiocoant and the detailed conditio
and manner of account opening and closing (OGM®4/0
- Decision on unified structure for identificatiand classification of accounts usi
IBAN standard for international payments (OGM 24/09
- Decision on minimum elements of credit and debiter (OGM 24/09),
- Decision on conditions and manner of performimdjvidual transfer execution b
agents (OGM 24/09);
- Decision on the issuing and use of remote actetsuments and the reportir
manner and timelines (OGM 24/09),

- Decision on detailed conditions of issuing angoking licenses for payment

system and granting approvals (OGM 24/09),

- Decision on payment system oversight (OGM 24/09),

- Payment system rules for interbank transfer eti@et(OGM 24/09).

The National Payment Systems Law governs the gadgoce of national payme
system: transfers of funds, settlement of interkbransfers, electronic payme
instruments and payment systems and out-of-cotiteisent of payment systen
related disputes.
Transfer of funds, under this Law, shall be a ti@nsf monetary assets executed
the originator’s order by the performing institutio

International payment system operations are regailby the External Current and

Capital Transactions Law (OGM 45/05 and OGM 62/08).

This Law regulates the performance of payment dipea between residents a
non-residents in euro and currency other than easowell as the manner f
transfer of property to Montenegro and out of Moeigro, and the capacity
residents to have ownership over means of paymamtrdinated in currency oth
than euro.

According to Montenegrin legislation (Banking Lav@GM 17/08, National
Payment Systems Law, and External Current and &@apiansactions Law), th
transfer of funds in the country and abroad is qreréd exclusively by legs
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persons, primarily banks, foreign bank branches athdr legal persons that have

obtained license or approval for transfer executipithe Central Bank.

The National Payment Systems Law additionally ratpd agents as legal persc
that may be entrusted by the performing institytiom accordance with th
appropriate agreement, certain activities relatethé execution of a transfer. T
agent performs these activities in the name offanthe account of the performin
institution that is responsible for all the agemtscedures and failures arising frg

the performance of the aforesaid activities.
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The Central Bank has up-to-date records on allicerproviders of transfer @
funds.
As described in point VI.1, the work of an agerd,aalegal person to whom tf
performing institution has entrusted, in accordanil the appropriate agreeme
certain activities related to the execution of angfer is regulated by the Nation
Payment Systems Law and Decision on conditions madner of performing
individual operations in transfer of funds execatity agents.
Only Post Office of Montenegro is currently acting an agent of the payme
system in Montenegro.

The aforesaid Decision regulating the work of agésthe act passed by the Cen
Bank of Montenegro, which will incorporate this udgment.
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Recommendation | The Montenegrin authorities should introduce legfisih to enforce the
of the | licensing/registration of all MVT service providetsgether with appropriate
MONEYVAL sanctions.
Report
Measures taken tpSee the answer presented in the first part of SR VI
implement the
Recommendation
of the Report
(Other)  changes
since the last
evaluation
Special Recommendation VII (Wire transfer rules)
Rating: NC
Recommendation | The requirements of Special Recommendation VIIldHoe: incorporated into th
of the | legislation of Montenegro.
MONEYVAL
Report
Measures taken tpDecision on the structure of transfer executioroants and the detailed conditio
implement thg and manner of account opening and closing (OGM @4régulatesjnter alia,
Recommendation | opening and closing of transfer execution accoumtise country.

of the Report

The following data should be mentionéater alia, by the client in his application:
- Name of the legal or natural person that perforegistered activity, i.e. name a
last name of natural person not performing regestectivity,

- Place - registered office or residence, addnedgphone number;

- Identification number of legal or natural pergmerforming registered activity g
uniform identification number of citizens for nadlirperson not performin
registered activity and the like.

In that respect, requested information on ordepiady of electronic transfer in an
transfer amount.

The aforesaid is valid in situations when the caslyment of natural persa
precedes the transfer (e.g. cash payment by vaaimr@unts or any other basis).
The account of the financial institution (bank) ttlsimultaneously processes tf
transfer appears as the account of originator (orgigparty) of such transfer.

The Decision on minimum elements of credit and debder prescribes th
obligatory elements that these payment instrumentst contain to initiate
electronic transfers. The minimum prescribed eldmitiudes also payment orde
submitted electronically.
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In accordance with Articles 7 and 8 of the Decisimansfer should also contain t
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following in order to be executed,:
- name of the originator as ordering party, i.enaand registered office of legal
natural person performing registered activity omea last name and address

residence of natural person not performing registeactivity, and — debited or

credited account. If the cash payment by natunageeof such transfer preceded
transfer, the financial institution (bank) simukausly processes that transfer, so
account of institution that debits the accounti$® anentioned.

Pursuant to Article 16 of the National Payment &yst Law, the performin
institution is obliged to archive the documentatmm executed transfers and st
them for five years, and to keep the electroni@adat executed transfers for t
years from the date of the execution of the transfe

When developing risk analysis for money transfeognks and/or financial

institutions shall define in their internal actgsbd on the Guidelines on bank r

analysis aimed at the prevention of money laundeaind terrorism Financing, the
criterion that will have high risk concerning elextic transfer that do not contajin

complete information on ordering party.

Transfers without complete information on orderjpayty and related transactio
shall be considered suspicious and shall be aqted the prescribed manner, and
some cases, the termination of business relatibadl be performed with th
financial institutions not complying with standanggerred to in Recommendatic
VII.
Banks in Montenegro as bearers of national andriat®nal payment systems shg

pursuant to Articles 7 and 71 of the LPMLTF, idéntclient (legal or natural

person) prior to execution of transaction and obfall prescribed data and/
following data and information:

- name of the company, address, registered offfcth@ company and person
identification number of the legal person, thatablshes business relationship
executes transaction, or legal person for whonstizldished business relationship
executed transaction;

- hame, address of permanent residence or tempmaigence, date and place
birth and tax ID number of a representative or ath@ised person, that for a legd
person or other juristic person conclude the bussineelationship or execu
transaction, number, kind and name of the authdfiiyt issued the person
documents;

- name, address of permanent residence or tempgsigence, date and place
birth and tax ID number of an authorised personjcwirequires or executg
transaction for a costumer, and number, kind amdenaf the competent body th
issued the personal documents;

- name, address of permanent residence or tempgsigence, date and place
birth and tax ID number of natural person or taxnmber of its representativ,
entrepreneur or natural person carrying out a@s/jtand that establish busine
relation ship or execute the transaction, or natoeason, for which is establishe
business relationship or executed transaction, rmmdber, kind and name of tk
competent body that issued the personal documents;

- date and time of executing transaction ;

- the amount of transaction and foreign currenclyarfsaction that is executed,;

- the purpose of transaction and name and addreggermanent residence
temporary residence, registered office of the cam@and residence of the person
which transaction is intended;

- method of executing the transaction;
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- data on assets and income sources, that ardldyenthe subject of transaction
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business relationship.

Pursuant to Article 86 and with respect to Artidlgoints 1, 2, 3, 10 and 13 of t
LPMLTF, the Central Bank oversees the implementatib this law and enablin
regulations and imposes measures against banlkdingpLPMLTF.

(Other)  changes
since the last
evaluation
Special Recommendation VIII (Non-profit organisatians)
Rating: NC
Recommendation | Montenegro should conduct a review of the adequddys legal framework that
of the| relates to NPOs that can be abused for terrorisrariting.
MONEYVAL
Report
Measures taken tpNo significant measures have been taken
implement the
Recommendation
of the Report
(Other)  changes Normative framework
since the last The Law on Non-Governmental Organisations (Offi€alzette of Montenegro N
evaluation 11/07), regulates the issues of procedure, refmtraterms and forms d

= O

associations of citizens in Montenegro.

Non-governmental organisations shall be non-govertai associations and no
governmental foundations.

A non-governmental association is defined as ‘apngfit organisation with
members, founded by domestic and foreign physieasgns and legal entities, |
order to realise individual or common interestdasrrealisation and affirmation g
public interest.’

A non-governmental foundation is ‘a nonprofit orgation without members
founded by domestic and foreign physical persort lagal entities, for poolin
resources and assets in order to realise charitatdleother activity, which are ¢
public interest and importance.’

According to the provisions of this Law, non-govaental organisations are n
political organisations, religious communities, dgaunion organisations, spd
organisations, business associations, and orgemisatnd foundations whos
founder is the State.

The changes and amendments of the Law on NGOs 28 precisely define th
terms under which an NGO can perform its businetsity.

Certain issues related to the operating of NGOsexyelated by other laws:

The Law on Tax on Profit of Legal Persons (Officlahzette MNE No. 80/04
defines non-taxable profit of NGOs; Law on Admirgsive Taxes (Official Gazett
MNE No. 80/04) that liberates NGOs from paying &aad fees for accomplishin
the goals they are set for; Law on Value Added T@fficial Gazette MNE
N0.80/04) that, under certain conditions, liberatesn paying taxes of NGO
services; Law on Property Sales Tax (Official Gez®NE No. 80/04) prescribe
that this tax shall not be paid by NGOs for thd esdates they use for performit
the activities they are founded for; Law on Stasministration (Official Gazetts
MNE No. 38/03) and Law on Local Self-Government f{€¥dl Gazette MNE
No0.13/06) regulate the relations between the st@teinistration authorities, or loc

(7]
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self-government authorities and NGOs. These lawfnealethe obligation of
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appropriate consulting of NGOs in the procedurgmparing and adopting laws,
bylaws and other regulations and enactments, dsasalevelopment projects and
programs; Law on Games of Chance (Official GazktiE No. 52/04) prescribes
that a part of the profit from games of chanceldi®blsed for financing the projegts
of NGOs and other organisations, and the Governméopted the Bill on Changes
and Amendments of the Law on Games of Chanceptkatsely defines the amount
of at least 75% of the profit from games of chatiwg shall be used for financing
the plans and programs of NGOs and other orgaoisati
4200 NGOs are registered in Montenegro (the nurhberthe tendency of growth,
and it has been changing on daily basis). The fratjizn and the register of NGOs
are kept by the Ministry of Interior Affairs andIitic Administration.
The financing made by the state is done in accamlavith the Law on NGOs and
the Law on Games of Chance through public annouantanand the decisions dre
made by the Commission of the Montenegro Parliansrd the Government
Commission established in accordance with thess. law
Institutional framework
In the beginning of 2007 the Government of Monteaegstablished the Office for
Co-operation with NGOs, which functions as an imérorganisational unit of the
General Secretariat of the Government.

Recommendation | Montenegro should implement measures to ensure tdrabrist organisations

of the| cannot pose as legitimate NPOs.

MONEYVAL

Report

Measures taken tpNo significant measures have been taken

implement the

Recommendation

of the Report

Recommendation | Montenegro should also reach out to the NPO sewitit a view to protecting the

of the | sector from terrorist financing abuse. This outrdeashould include i) raising

MONEYVAL awareness in the NPO sector about the risks obtestr abuse and the available

Report measures to protect against such abuse; and ii)moting transparencyj,
accountability, integrity, and public confidence ithe administration and
management of all NPOs.

Measures taken tpNo significant measures have been taken

implement the

Recommendation

of the Report

Recommendation | Montenegro should take more proactive steps to pteneffective supervision ¢r

of the | monitoring of NPOs. Authorities should ensure tHatailed information on the

MONEYVAL administration and management of NPOs are availahleing the course of an

Report investigation or on request internationally. Mordégno should also implement
effective sanctions for violations of oversight meaas or rules by NPOs or persons
acting on behalf of NPOs.

Measures taken toThe Administration for the Prevention of Money Ldening and Terrorist

implement the Financing, within its defined competences, supes/isumanitarian organisations,

Recommendation | NGOs and NPOs regarding the implementation of tRMLTF and the bylaws$

of the Report adopted upon this Law. The supervision is carrietl through the compliance
officer, in accordance with the law regulating th&ue of supervision

(Other)  changes

since the last
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evaluation

Special Recommendation 1X (Cross Border declaratioand disclosure)

Rating: PC

Recommendation | The Customs Administration should be given cleavgre to stop individuals an
of the |restrain currency in all circumstances.

MONEYVAL

Report

Measures taken toThe customs control of cross border money trarisfgns prescribed by the
implement the following:

Recommendation « Law on Foreign Current and Capital Operations (itf Gazette of

of the Report

the Republic of Montenegro, No. 45/05, 62//08),
» Decision on the amount of cash that can broughbrirout of the
Republic of Montenegro without declaring- Officidbazette of the
Republic of Montenegro, No.58/05),
« Law on the prevention of money laundering and t&tdinancing (“-
Official Gazette of the Republic of Montenegro, N&/07, 4/08)
» Rulebook on the Manner of Reporting Cash Transastiexceeding
€15,000 or more and Suspicious Transactions tétmeinistration for the
Prevention of Money Laundering and Terrorist FinagdOfficial Gazette
of the Republic of Montenegro, No. 79/08).
In accordance with valid regulations, residents aod-residents are obligated
report physical bringing in or out of currency dage of entry or exit to/fro
Montenegro. Physical persons, Le. residents aner@gidents, in passengers traffic
with foreign countries, can bring in or out the amts up to 2000 € (in euro or other
currency) without reporting it to the customs auities. The amount exceeding
2000 € is reported to the border customs authority.
Pursuant to the Article 66 of Law the Customs Adstiation is obligated to sub
to the Administration for the prevention of antiselering information on eve

to

metal and precious stones, in value exceeding QEEo, within 3 days followin
the cross-border transport. (Official Gazette offitémegro 14/07).

In accordance with the above Law, Customs Admaiistn is obligated to submit
the Administration for the prevention of anti-laenithg information on every cros
border transport or attempt to transfer money, kheand bearer negotiable
instruments, precious metal and precious stonesaine below 10,000 Euro,
there is a suspicion of money laundering or tesrorfinancing.

Reporting forms, which we previously used, was adden to the Agreement on ¢
operation between the Administration for the Préieenof Anti-laundering ang
Terrorism Financing and the Customs Administratfoor October 2004.

Since 31 December 2008 when the Rulebook on pmyidata on cash operatio
of value of or exceeding 15,000 € and suspicioaisstctions to the Administratig
for Prevention of Money-laundering and terrorismaficing entered into foro
(Official Gazette of Montenegro 79/08) we are usitgww form - FORM 06 fo
Customs authorities, which was printed togethehlie Rulebook and represents
its integral part.

Recommendation | The Customs Administration should have the leg#iaity to restrain currency ir
of the | cases of an administrative offence.

MONEYVAL

Report
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Measures taken tpValid legal regulations (Law on Foreign Current abapital Operations, Official

implement the
Recommendation
of the Report

Gazette of the Republic of Montenegro 45/05, 62/@Hficial Gazette o
Montenegro 62/08, Decision on the amount of caahdhn be brought in or out of
the Republic of Montenegro without declaring- OfficGazette of the Republic ¢f
Montenegro 58/05, Law on Prevention of Money-lauitdpand terrorism financin
- Official Gazette of Montenegro 14/07, 4/08, Ruebk on providing data on cash
operations of the 15,000 € value or more and simmctransactions to the
Administration for Prevention of Money-launderingnda terrorism financing
Official Gazette of Montenegro 79/03) prevent CossoAdministration to kee
funds in the cases of administrative offences.

During the period 1 March 2009 - 31 December 2@&toms Administration h
four cases of non-declaring currency by personerigrt or exiting territory o
Montenegro. In all four cases, persons who didetlate the currency to the
customs authority were fined in accordance withchetl5, Paragraphs 1 and 3|of
the Law on Foreign Current and Capital Operationth adequate pecuniary fines
During the period from 1 March 2009 - 31 Decemi@® Customs Administratio
has forwarded 144 reports on transport of monegckh and bearer negotiahle
instruments, precious metal and precious stonedivalked per months: March- 1
April- 16, May - 16, June - 19, July - 15, Augustl, September - 19, October -
November - 9 and December - 14.

Also, during the period 1 March 2009 - 31 Decen9, Customs Administration
has provided information on 26 instances on suspicitransactions to the
Administration for the Prevention of Anti-laundegiand Terrorism Financing .

11°)

Recommendation | The Customs Administration should take into comatiten a system to use reports
of the |on currency declaration in order to identify monaynderers and terrorists.
MONEYVAL

Report

Measures taken tpCustoms administration is keeping records of afioress made by all custon
implement the officers on the territory of Montenegro, which isitdr forwarded to th
Recommendation | Administration for the prevention of anti-laundeyin

of the Report

In case of suspicion of money laundering, regasdtésamount of cash, or value
checks and bearer negotiable instruments, precwetal and precious stong
transported across the border, the customs officborder crossing is obligated [to
immediately inform the officers in Customs Enforeerh sector. Afterwards, the
information, i.e. the report, using the same fosnsubmitted to the Customs
Enforcement sector, which shall forward it to thénfinistration for the preventio
of anti-laundering, within 3 days from transpos,legally required.

Pursuant to the Article 69 of Law on preventionmadney laundering and terroris
financing, Customs Administration is obligated méorm the Administration for the
prevention of anti-laundering information on annbalsis, and until the end
January at the latest, on its observations and rtal@m activities related to th
transactions suspicious of money laundering ootism financing.
Articles 74 and 75 of this Law prescribed the rdsprwhich the Customs
Administration is obligated to keep, as well as @entents. The Customs
Administration is obligated to keep the records Xaryears after its collection, and
such information is being destroyed after the gxpfrthat deadline.

S,

=

m
2]

Df
e

Recommendation
of the
MONEYVAL
Report

The administrative sanctions for false declarationsion-declared currency should
be raised considerably. Taking into account the ébxance of detection, the fines are
not considered to be dissuasive or effective.
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Measures taken t
implement
Recommendation
of the Report

the

OAIl the cases of finding currency that was not desdl at the moment of crossi

administration and the offenders are sentencedrasinzitive fines, pursuant to th
Article 15 of the Law on Foreign Current and Cdpierations, which lay dow
the amount of fine.

border are processed to the competent organishtiona of the customs

= D

Recommendation | In order to increase its effectiveness, the Custadministration should hire mor
of the | specialised staff to deal with money laundering &rcborist financing cross-borde
MONEYVAL transportation of currency.

Report

Measures taken tpCustoms Administration in 2009 continued with coetmnsive training of custon
implement the officers in the area of money laundering and tésnorfinancing. Customs officer
Recommendation | working in customs offices at the border or at @itp, together with officers fron

of the Report

the Department of prevention of smuggling that bgldéo headquarters and tv
Administration for the prevention of anti-laundeyiand Customs Administration,

prevention of anti-laundering, are employees otamus administration involved i
control of bringing in or out of domestic or foraigurrency.

We would like to note that positive legal regulatsoare defining the amount

administrative fines for false impersonation or f&tlaring currency, and that
prevents the Customs Administration from withhotdfands from fines in cases

administrative offences, and provide recommendation the section related {
amendment of existing legal acts in jurisdictiortta Ministry of Finance.

In the period from 4 March to 31st December 2009 the Customs Admiristra
had four cases of non declaring cash by persomsiegtand leaving the territory ¢
Montenegro. In all four cases persons that faitedeiclare money are penalized,
appropriate fines, in accordance with Article Esggraph 1 and 3 of the Law

Foreign Current and Capital Operations.

Since 3% December 2008 when the Rulebook on the ManneregoRing Cash
Transactions exceeding €15,000 or more and Suspgicibransactions to th
Administration for the Prevention of Money Launderiand Terrorist Financing, th
Customs Administration uses the new form (Formditcfistoms authorities) and
is the integral part of the Rulebook.

officers appointed in accordance with Article 1 tok Agreement between the

act as liaison officers and official contact poifitcs the Administration for the
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(Other)  change
since the las
evaluation
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4. Specific Questions

1. Have any steps been take to introduce a reverfstiie burden of proof regarding property subjtrt
confiscation?

In August 2009, the Parliament of Montenegro adbpiw Criminal Procedure Code (Official Gazette of
Montenegro no 57/09) in which it is prescribed reed burden of proof in order to extend confiscatb
the property (confiscation of property whose legiadjin has not been proved). In the article 486-489
the CPC it is prescribed
.after the finality of the judgment finding the ased person guilty of the criminal offence for whijch
Criminal Code prescribes the possibility of extethdenfiscation of property from the convicted parso
his legal successor or the person to whom the ctetliperson has transferred the property and who
cannot prove the legality of its origin, the StR@secutor shall, at the latest within one yeabrsit the
request for the confiscation of the property of teavicted person, his legal successor or the@ets
whom the convicted person has transferred the ptpger which there is no evidence on the legatity
its origin.”

Those articles in the CPC are procedural normdanttheir implementation there is a need for tharge
of the existing Criminal Code and to have the to&i of extended confiscation of property. Accogdia
this, in the proposal of the changes of Criminaidedure Code there are three new paragraphs and the
Article 113 is now:
» (1) Money, things of value and all other propeggins obtained by a criminal offence shall |be
confiscated from the offender; should such a coafisn be not possible, the perpetrator shall biged
to pay for the monetary value of the obtained prriypgain.

(2) property for which there is founded suspicidratt derives from the criminal activity shall be
confiscated form the offender unless the offendekes it probable legality of its origin (extended
confiscation)

(3) Confiscation from the paragraph 2 of this Adican be applied if the offender is finally corteid for
-some of the criminal offence from the Article 48Dbf this Code that was committed within the criahin
organisation;

- some of the following criminal offences:

1) terrorism

2) Non authorised production, keeping and releafingirculation of narcotics;
3)against payment operations and economic tralmssctind against official duty committed out |of
lucrative for which it is the penalty of 8 yearsmore of the imprisonment can be imposed

(4) Property from the paragraph 2 of this article be confiscated if it is gained from the crimiaalivity
in the period of 5 years before the committing ¢hene from the paragraph 3 of this article andftera
committing criminal offence until the judgment iadl.

(5) A material gain obtained by a criminal offergt@ll also be confiscated from the persons it le&np
transferred to without compensation or against aaation that is obviously inadequate of its redli®
(6) Confiscated shall also be any property obtalmed criminal offence in favor of other persons.”

2. Since the on-site visit, have any steps beamtakexpand access by the APMLTF to other autkerit
databases?

The APMLTF, Police Directorate, Department of Palitievenues and Customs Directorate, with the help
of: OSCE Mission to MNE, Customs and Fiscal AssistaOffice (EU) — CAFAO, United Nations Office
on Drugs and Crime — UNODC, Swedish National PoBmard, International Criminal Investigative

62



Training Assistance Program — ICITAP, US Embassy/Biitish Embassy, harmonised the model of joint
office for coordination and intelligence data exofpa with working title “ National coordination afe
for the state administration. The Working group @eéd the Conclusion that the conditions for
establishing this office are fulfilled and send teger to the Prime Minister of Montenegro (dimst of
all involved state administration authorities hamned this letter) suggesting the specific measurae
Prime minister has forwarded the suggestion tdvthrestry of Internal Affairs and Public Administiah
so that the national office could be establishdtk €stablishing of this office will enable data lexege
between: the Administration for the Prevention obridy Laundering and Terrorist Financing, Police
Directorate, Department of Public Revenues andCiitoms Administration
Department of Public Revenues possesses approgoétigare and data base that enables collecting,
analysing and forwarding data. This data base ggaged continuously and upon the appropriate régjlies
is available to all authorities involved in the teya of prevention of money laundering and terrgrist
financing .

3. Has an updated list of suspicious transactiaffigators been issued to obligors? If so, when thag
list last updated? Furthermore, does APMLTF nowwvie regular general feedback to all obliggrs
containing:
(a) statistics on the number of disclosures, witiprapriate breakdowns, and on the results of |the
disclosures;
(b) information on current techniques, methods tadds (typologies); and
(c) sanitised examples of actual money launderasgs.

Yes.
Rulebook on Indicators for recognising suspiciolgents and transactions ("Official Gazette |of
Montenegro " No. 69/09, from 16th October 2009)@dd by Ministry of Finance and due to that the
following List of indicators for recognising susjaas clients and transactions was established :
- List of Indicators for banks,

- List of Indicators for capital market,

- List of Indicators for the Customs Administration

- List of Indicators for the Department of Publie\Rnues,

- List of Indicators for leasing companies,

- List of Indicators for auditors,

- List of Indicators for accountants,

- List of Indicators for lawyers and

- General indicators.

Department of Public Revenues, in relation to askessment on money laundering and terrorist fingnc
and instructions sent to the inspection controkgliaries, obliged the tax inspectors to checkatigin,
purpose of the business relationship and transaciio accordance with the List of Suspiciqus
Transactions Indicators, to the greatest extensiples The real-estate and construction sectorg are
designated as specific sectors.

Furthermore, does APMLTF now provide regular gaehézedback to all reporting entities containing:

The APMLTF provides information, in written formo tthe reporting entity or other requester, on
obtaining and analysing data, information and dosntation related to persons or transactions fockvhi
there are reasonable grounds for suspicion in nehdffence of money laundering or terrorist finizugc
except in case when it is assessed that such imfgroould have harmful effects for the process and
outcome of the procedure .

APMLTF provides feedback on results of the actitret are undertaken upon the STRs submitted| by
reporting entities. For the purpose of data comtfiiddity and data secrecy the feedback breakdown is
given in statistical form. The breakdown is madedatal and individually for each reporting entity.
includes the number of analytical cases openeti®bdsis of STRs.
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In 2009 the APMLTF has sent 38 feedback informatiorthe reporting entities and in 2010 three
information are sent.

2009

Commercial Banks 42 feedback information
Lawyers 1 feedback information
Capital city of Podgorica 1 feedback information
SEC 2 feedback information
2010

Securities Commission 1 feedback information
Insurance company 1 feedback information
Customs administration 1 feedback information

(a) statistics on the number of disclosures, witiprapriate breakdowns, and on the results of |the
disclosures;
(b) information on current technigues, methods tmadds (typologies);

APMLTF established, based on analysis, money laimgletypologies that are presented to the
compliance officers and employees with the repgréntities that have a direct contact with cust@mer
The following business activities are designatedthe basis on present experience, as high risksar
from the aspect of money laundering and terronistricing :

* Real-estate trade,

e Construction business,

e Service providing companies,

e Capital market,

« Organisers of games of chance

e Sport organisations

In relation to the above mentioned business aig/iAPMLTF processed cases related to numeroas leg
and natural persons, residents and non-residemtsaehieved a significant co-operation with forejgn
FIUs. After analysis performed these cases aredated to the competent state authorities or foreign
FlUs.
According to feedback information, the significantmber of cases resulted with police investigations
bringing indictments for the criminal offence of n&y laundering and other criminal offences andlfjna
court decisions for other criminal offences relatedoney laundering.
Real-estate trade:
- Fictitious contracts— contract cancellation rigfieeconcluding the contract. Presenting the
same land parcels as the subject of sale in thieamtrand under the different conditions.
- Fictitious contracts where unreal —false pricerisspnted in the contract or by direct bardain
between seller and buyer where seller consenton@cdord the status in ownership change at
the ownership registry (obtaining property rigistsot recorded)
- Founding capital increase without recording changkghe status documentation at the
Commercial Court (provision of the Law) and aftersawithdrawing cash from the account
in the same amount (deposited).
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Construction business:
- This business activity is related to the real esti@tde.
- Using cash for constructing buildings

- Making contract on selling buildings that are neitbonstructed nor in the starting phase of

construction.

- Fictitious Companies

- lllegal founding of legal persons

- Parallel — linked companies (the same personsoarglers and representatives)

- Non existing companies

- Non available companies (nonresidents)

- Transactions that do not correspond with the bgsiretivity for which the company
registered by the range of business activity oanahiperson does not have a company and

natural person is unemployed but on its accountrezerded enormous inflows without the

clear purpose of transaction.
*(I Case study from practice: 2 resident and 2 remident natural persons from the neighbor couiitng.

S
the

case is forwarded to the Police directorate ande3®aosecutor’'s Office and afterwards assets were

confiscated and natural persons were arrestedeWes a significant co-operation with the foreidd.F

A natural person, without criminal records, hasrbengaged by criminal group and (with benefitg th

natural person is used for opening account andeous inflows from abroad and afterwards withdraval

and cash payments to the members of this crimimalin order to conceal the trace .
*( 1l Case study related to alleged spot managdrenahigh amounts were sent from abroad for foof
transfers. There was a significant co-operatiom wie foreign FIU. The FIU confirmed that the chas
been pursued and that our information was usetkitourt process.
( Il Case study : presenting enormous amountdlegeal prize from games of chance (betting hou$e)
case has been pursued.

- Loans from companies

- Magnified invoice value(disproportional expenses)

- Inrelation to the capital market :

- Block businesses
These business activities are used with the aijnstifying the origin of money that would be gainey
sail (on the capital market), after direct agreetrmetween stock exchange market clients(buyer
seller) about the stock price and in the manndrttteaprice would be unrealistically high or low.

Services providing companies

- TAXI associations ( registration of unrealizedofiir from providing services) delivered to t

Department of Public Revenues and APMLTF due tearable grounds of suspicion in other criminal

- Catering companies (forwarded to the Tax Admiaigtin ) registration of unrealized profit fro
providing goods and services

Transferring non-declared TRAVELLERS chegmounts in million of euros ) across the statedbp,

and attempt of converting checks at banks in Madem This case has been forwarded to the P

Directorate) and

(c) sanitised examples of actual money launderasgs.

At trainings, seminars and round tables organisedPMLTF case studies and sanitised examples

jointly presented and analysed.
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4. Please explain the arrangements for co-operabietween policy makers, FIU, law enforcement
supervisory bodies at a strategic level. At therafienal level, have additional formal agreemeneehb
concluded in order to define the type of informatio be exchanged, timeliness of the exchange
names of contact person, etc.?

On 19" February 2010 APMLTF, Supreme State Prosecutoffed) Police Directorate Department
Public Revenues and Customs Administration sighedMoU in prevention and prosecution of offend

related to organised crime and corruption. The Migfines obligations, general rules and terms
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forming and working of the joint team that will d@ntspecial cases of organised crime and corrupfibe
team, whose work will be coordinated by the Supr&tate Prosecutor, is composed of representativi
APMLTF, Supreme State Prosecutor’'s Office, Polidee@orate Department of Public Revenues
Customs Administration, who will be appointed foe tperiod of three years.

With a view to establishing better co-operationdsetn the Supreme State Prosecutor’'s Office andd?
Directorate, and according to the evaluators’ rebemdations, the Memorandum on Understanding
information exchange related to prevention, det@ctind prosecution of offenders prosecuted exioffic

The Memorandum refers to co-operation and actiqgénatrial criminal and criminal procedure, esplgia

to:

1. direct communication between the competent staiegoutor and the competent officer of the Pg
Directorate

2. forming ad hoc joint teams for complex investigatio

3. ensuring procedure and data secrecy

Signing the Memoranda of understanding relateddéegnting, detecting and prosecuting the offende
the area of organised crime and corruption, isned and it will be signed by State Prosecutorfc&f
Police Directorate, APMLTF, Department for Publiei@nues and Customs Administration.

Signing the memoranda of understanding betweeABMLTF and Deposit Protection Fund is planed
well as innovation of the MoU between APMLTF andMLBThere are designated representatives of t
institutions that will prepare the text of the nslgU.

On the basis of analysing the assessment of needsricluding new bilateral Memoranda, the APML
has, for the forthcoming period, planned innovatimgmoranda with Central Bank of Montenegro(C
and signing the new memoranda with the superviaimtporities from Article 86 of the LPMLTF . |
March 2009 the APMLTF signed MoU with the State Audstitution of Montenegro. Previously signé
MoUs between the APMLTF and Customs AdministratiSacurities Commission, Ministry of Interi
and Public Administration, Department for PublicvBeues, CBM and basic Court in Podgorica, are f
applied. The co-operation with the Police Directerand State Prosecutor’'s Office is achieved thrg
daily communication.

The establishment of the National coordinationcaffior the state administration is in progress.
The time period for exchange of information is présed by the LPMLTF, Article 50 of the LPMLTF:
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State authorities and public powers holders shalbvile the requested data, information and

documentation to the competent administration beiilyout delay, and not later than eight days after
day of receiving the request, or enable, withoutpensation, direct electronic access to data
information stated in the request.

(In relation to supervision Article 89 of the LPMET,Bodies from Article 86 of this law shall inforthe
competent administration body on measures takgmdeess of supervising in accordance with this L
and within 8 days from the date on which the mezsurere taken. )

The APMLTF and Ministry of Interior agreed, dueNtwmU signed in 2004, that in these institutions k
be designated an officer and its deputy that wéllthe official contact person for co-operation hesw|
these institutions.

On 17th February 2009 Securities commission sig@&CO Multilateral Memorandum of Understandi
Concerning Consultation and Co-operation and theh&xge of Information. With signing th
memorandum Securities and Exchange Commission edoduded into the international network
supervisors and provided a significant asset imgalpon taking measures on the international le
Signing this MoU shows the capability of the Seiiesi and Exchange Commission to ens
harmonisation with regulations and full implemeiutatof regulations related to securities. Also, heU
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confirms capacities and readiness of the Securitieb Exchange Commission to provide the grea

itest
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possible assistance to the international regulatbtise securities market in order to facilitateittwork on

the securities market. Signing this MoU is a sigaift step for SEC since it enables the Commis&ign
exchange information with all relevant world widgigdictions and leads Montenegro to full complanc

with best international practice.
The SEC drafted the proposal of the memorandum GBM and drafting the proposal with the ISA
underway.

ISA has not signed the MoUs with the competent@ities from the LPMLTF. The activities on signing

the mentioned are one of the priorities of ISA 1.

The Customs Administration signed the MoU with Baeulty of Law in Podgorica (training employees

S

)

5. Have provisions been introduced to ensure thatrtames and personal details of staff of financial

institutions that make a STR are kept confidetjahPMLTF?

Article 55, paragraph 2 of the LPMLTF defines al#ofes :
In notification from paragraph 1 of this Articleetttompetent administration body shall not stata dat
reporting entity and on person employed in the miggion, that announced data unless there
reasonable grounds for suspicion that reportingyeot reporting entity’'s employee committed crirain
act of money laundering or terrorist financing, ibthose data are necessary for establishing fic
criminal proceedings and if transferring those @atarequired, in written form, by Court.

are

Article 80, paragraph 2 and 3 of the La won PML/@&fines The information about the facts from

paragraph 1 of this Article and notification onig®us transactions or information about otheeonffes
from Articles 55 and 56 of this Law, are the officecret and designated as such, in accordanbe
Law.
On removing the official secret designation, froarggraph 2 of this Article shall decide the autbexi
person of the administration.

5. Questions related to the Third Directive (2005/6@E and the
Implementation Directive (2006/70/E€)

Implementation / Application of the provisions in the Third Directive and the Implementation
Directive

Please indicate Yes in the Law on the Prevention of Money Laundggnd Terrorist Financing
whether the Third
Directive and the
Implementation
Directive have
been fully
implemented / o
are fully applied
and since when.

% For relevant legal texts from the EU standardsfggeendix II.
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Beneficial Owner

Please indicat(iz
whether your lega
definition of
beneficial owner

corresponds to th
definition of
beneficial owner in
the 3% Directive'

(please alsq
provide the lega
text with  your
reply)

ea business organisation or legal person:

LPMLFT /Establishing the Beneficial Owner
Beneficial Owner
Article 19
In the context of this Law the following shall bensidered as a beneficial owner

1. a natural person who indirectly or directly @umore than 25% of the sharg
voting rights and other rights, on the basis ofalhiie/she participates in tl
management, or owns more than a 25% share of tp@alcar has g
dominating influence in the assets managementebtisiness organisatio
and

2. a natural person that indirectly ensures oensuring funds to a busing

decision making process of the managing body ofhilh&iness organisatig
when decisions concerning financing and businessnade.

Also, a business organisation, legal person, akagedn institution or other foreig
legal person that is directly or indirectly a haldé at least €500,000 of shares,
capital share, shall be considered a foreign owner.
As a beneficial owner of an institution or otherefign legal person (trust, fund a
the like) that receives, manages or allocates sdsetcertain purposes, in tf
context of this Law, shall be considered:

1. anatural person, that indirectly or directly cotgrmore than 25% of a leg

person’s asset or of a similar foreign legal entiyd
2. a natural person, determined or determinable amnafiziary of more tha
25% of the income from property that he/she manages
Establishment of a beneficial owner of a legal peos or foreign legal entity
Article 20

An reporting entity shall establish the benefigalner of a legal person or foreig
legal person by obtaining data from Article 71 itéfof this Law.
An reporting entity shall obtain the data from ppmegph 1 of this Article by
checking the original or certified copy of the domntation from the CRCC ¢
other appropriate public register that may not loemthan three months of its iss
date or obtain them on the basis of the CRCC arqthblic register in accordan
with Article 14 paragraphs 3 and 5 of this Law.
If the required data cannot be obtained in the raacietermined in paragraphs

statement of an agent or authorised person.

Data on beneficial owners of a legal person orlamforeign legal entity shall b
verified to the extent that ensures complete amdrcinsight into the beneficiz
ownership and managing authority of a customere@spy risk-degree assessmel

organisation and on that basis has the right ttuente significantly the

and 2 of this Article, an reporting entity shalttain the missing data from a writte

of
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Risk-Based Approach

Please indicate th
extent to which
financial
institutions  have
been permitted tg

eThe LPMLTF prescribes in Article 13 transactionsatthdo not require th
application of customer due diligence measuresghvigads:

“Insurance companies conducting life insurance rmss and business units
foreign insurance companies licensed to conduce lihsurance busines
b Montenegro, founders, managers of pension funds,legal and natural perso

of
5S
NS

use a risk-base

dconducting representation and brokerage businessiumance, when entering in

o

“ Please see Atrticle 3(6) of th¥ Birective reproduced in Appendix 1.
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approach tq
discharging certai
of their AML/CFT
obligations.

life insurance contracts do not need to conducti#hiication of a customer when:
11) entering into life insurance contracts whereralividual installment of premiun
or multiple installments of premium, payable in maéendar year, do not exceed
amount of €1,000, or where the payment of a sipgégnium does not exceed t
amount of €2,500;
2) concluding pension insurance business provithiagit is:
- insurance within which it is not possible to gssthe insurance policy to a thi
person or to use it as security for a credit ordoging, or
- a conclusion of a collective insurance contrasiuging the right to a pension.
Domestic and foreign companies and business uhfte@gn companies that issy
electronic money do not need to conduct the veitifim of a customer when:
1)issuing electronic money, if the single maximuaiue issued on the electron
data carrier, upon which it is not possible to epakit value, does not exceed
amount of €150, and

2)issuing and dealing with electronic money, if togal amount of value kept on the

electronic data carrier, upon which it is posstblee-deposit value, and which in t
current calendar year does not exceed the amoué®,600, unless the holder
electronic money in the same calendar year cableesmount of €1,000 or more.
An reporting entity does not need to conduct cdrik@r a customer to whom
provides other services or related transactionsesgmting an insignificant risk ¢
money laundering or terrorist financing, unlessreéhare reasonable grounds
suspicion of money laundering or terrorist finamgcin

Cases representing an insignificant risk of morandlering or terrorist financin
shall be more specifically regulated by a regutatibthe Ministry.”

Simplified customer verification is prescribed imtisle 29 of the LPMLTF, which
reads:

“Unless there are reasonable grounds for suspmiononey laundering or terrori
financing in relation to a customer or transacfimm Article 9 paragraph 1 items
and 2 of this Law, an reporting entity can condsichplified verification of a
customer that is:
1)the reporting entity from Article 4 paragrapht@ms 1, 2, 4, 5, 6, 8 and 9 of th
Law or other appropriate institution that has aisteged office in the EU or in
state from the list;

2)state body or local governance body and otheal lpgrsons exercising publ
powers;

3)an organisation whose securities are includdtiertrade on the organised mar
in the EU member states or other states where lthet&ndards are applied on t
stock markets, and

4)the customer from Article 8 paragraph 4 of thésvi.to whom an insignificant ris
of money laundering or terrorist financing is rett

The list of the states from paragraph 1 of thisicletshall be determined by t
Ministry.”
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Politically Exposed Persons

Please indicaté Ar
whether criterig A

for identifying | public position in a state, including his/her imnated family members and close
PEPs in| associates, shall, in the context of this Law, dxesiered politically exposed person,

accordance fol
with the
provisions in

ticle 27 of the LPMLTF determines the followindgePs definition:
natural person that is acting or has been adtinthe last year on a distinguish

lows:

ed

as

1. presidents of states, prime ministers, ministerg their deputies or assistants,

heads of administration authority and authoritié$ooal governance units, as
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the Third
Directive and
the

Implementation
Directive’ are
provided for in
your domestic
legislation

(please alsq
provide the
legal text with

your reply).

well as their deputies or assistants and otheciaf§;

2. elected representatives of legislative authesjti

3. holders of the highest juridical and constituétby judicial office;

4. members of State Auditors Institution or supreaméit institutions and centr

banks councils;

5. consuls, ambassadors and high officers of aforeds, and

6. members of managing and supervisory bodies w@f@mses with majority stat

ownership.
Marital or extra-marital partner and children boim a marital or extra-maritg
relationship and their marital or extra-maritaltpars, parents, brothers and sisters g
be deemed immediate family members of the persm fraragraph 1 of this Article.
A natural person that has a common profit from #sset or established busing
relationship or other type of close business cdastsicall be deemed a close assistar]
the person from paragraph 1 of this Article.
Within enhanced customer verification from paragradpof this Article, in addition tq
identification from Article 7 of this Law, an repong entity shall:

1. obtain data on funds and asset sources, that aresuthject of a busines
relationship or transaction, from personal or otlecuments submitted by
customer, and if the prescribed data cannot beinauiafrom the submitte
documents, the data shall be obtained directly franctustomer’'s writter
statement;
obtain a written consent of the person in chardgerbeestablishing busines
relationship with a customer, and
after establishing a business relationship, monitgth special attentiof
transactions and other business activities camigdwith an institution by g
politically exposed person.

An reporting entity shall by an internal enactmémtaccordance with the guidelines
a competent supervisory authority, determine tleeguture of identifying a politicall
exposed person.

Article 25of the LPMLTF defines the Enhanced Customer Veaifan

Enhanced customer verification, in addition to ithentification from Article 7 of thig
Law, shall include additional measures in the felfay cases:

1. on entering into open account relationship withaakbor other similar cred
institution, with registered office outside the Bl outside the states from t
list;
on entering into business relationship or executiagsaction from Atrticle ¢
paragraph 1 item 2 of this Law with a customer tisaa politically expose(
person from Article 27 of this Law, and
when a customer is not present during the veriicaprocess of establishin
and verifying the identity.

An reporting entity shall apply a measure or measof enhanced customer verificati
from Articles 26, 27 or 28 of this Law in the casdsen he/she/it estimates, that dug
the nature of a business relationship, type andcheraof transaction execution, busing
profile of a customer or other circumstances reldatethe customer, there is or thg
could be a risk of money laundering or terrorisaficing.

As the constituent part of the Guidelines aboutrible analysis assessment in the sc
of money laundering and terrorism financing assessrfor reporting entities from th
Article 4. Paragraph 2. items 14. and 15. of théVILPF, the APMLFT determineg
form for PEP identification.

The reporting entity receives information whethee specific customer is political
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exposed persons or not from specific written agghesil notification which is given t
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the customer to be fulfilled before concluding Imesis relation or carrying out tk
transaction (Questionnaire for Identification of /L Written notification needs to |
drafted both in local and in English language).

QUESTIONNAIRE FOR IDENTIFYING A POLITICALLY EXPOSED PERSON

In accordance with the Law on the Prevention of Bjoihaundering and Terrori

Financing (hereinafter. the LPMLTF, Official Gaimetof Montenegro, No. 14/07
(reporting entity) must establish Wwheta customer is a political

exposed person when entering into a business medtip or executing transactio

(Article 9 Paragraph 1 Item 2) with the customer .

A politically exposed persois any natural person who works or has workechim last

year in a high-profile public position, includingdt person's immediate family memb

and co-workers.

Immediate family members of a politically exposedrgonare spouses or cohabitin

partners, parents, brothers and sisters, as wellchidren and their spouses

cohabiting partners.

Immediate co-workers of a politically exposed persare all persons who have joi

income from property, an active business relatigmstr any other form of clos

business contact.

Pursuant to the requirements of the LPMLTF, wekamdly requesting that you answ|

the following questions.

1. Are you:
1. | ahead of state? YES NO
2. | the head of a government? YES NO
3. | a minister or deputy or assistant thereof? YES O N
4. | Head of state administrative body or local adstiative body, or hi  YES NO
/her deputy or assistant and other official?
an elected representative of a legislative body {MRd other persopn YES NO
. | appointed or elected by the Parliament)
6. | a holder of the highest judicial and constitaéib court functiong YES NO
(judges, prosecutors, and their deputies)
7. | a member of a court of auditors or supreme auditistitutions and] YES NO
central bank governing board?
8. | an ambassador? YES NO
9. | A consul? (diplomatic agents)? YES NO
10. | a high-ranking officer in the armed forces? SYE| NO
11. | a member of the management or supervisory board obmpany| YES NO
under majority state ownership?
2. Are you:
1. | Animmediate family member of the persons defimepoint 1?
»  Spouse of cohabiting partner YES NO
. Parent YES NO
«  Brother or sister YES NO
«  Child born in a marital or extramarital relationstsind his| YES NO
or her spouse or cohabiting partner
2. | Animmediate co-worker of the persons definepgdimt 1
Do you have joint income from property or an actjve
business relationship with the persons defined edov YES NO
» Do you have any other form of close business comtih
the persons defined above? YES NO
3. Have you:
In the last 12 months worked in any of the posgisat out in point 1? YES NO
Are you an immediate family member or co-workeagferson who has worked
in any of the positions, set out in point 1, in thgt 12 months? YES NO

ne
he
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person according to the law. We therefore kindtuest that you state the origin of funds and pryplat
are or will be the subject of the business relaigm or transaction:

If you have answered YES to any of the above qouestiyou are considered a politically exposed fprei

I, the undersigned, hereby confirm that the abovetated data are correct and true.

Name and surname of person completing the questi@n

Customer's address Customer's data of birth

Place and date Signature of the customer

Name and surname of the bank employee

Place and date Signature of the bank employee

| hereby authorise the entering into a business rationship with a politically
exposed person.

Name and surname of the responsible senior staffbee

Place and date Signature of the resipte senior staff member
“Tipping off”
Please indicate Prohibition of giving information
whether the Article 80 of the LPMLTF determines:
prohibition is| Reporting entities and reporting entity's employeesembers of authorise
limited to the| supervising or managing bodies, or other persanshich were available data fro

transaction report Article 71 of this Law, shall not reveal to a custr or third person:
or also covers 1. that data, information or documentation on the @ustr or the transactior
ongoing ML or TF from Article 33 paragraph 2, 3 and 4, Article 43gmaaph 1, Article 48

investigations.

paragraph 1, 2 and 3, Article 49 paragraph 1 andf 2his Law, are
forwarded to the competent administration body ;

2. that the competent administration body on the ba&idrticle 51 of this
Law, temporarily suspended transaction or in acmed with that gav
instructions to the reporting entity;

3. that the competent administration body on the bakiérticle 53 of this
Law demanded regular supervision of customer'snfited business;
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investigation for the suspicion of money laundermderrorist financing .

4. that against customer or third party is initiated stiould be initiateji

The information about the facts from paragraph thif Article and notification o
suspicious transactions or information about otffances from Articles 55 and 5
of this Law, are the official secret and designatsduch, in accordance with Law

On removing the official secret designation, froarggraph 2 of this Article shall

decide the authorised person of the administration.

Prohibition of giving information from paragraphdf this Article shall not be

applied on:
3. data, information and documentation, that areacicordance with this Law
obtained and kept by reporting entity, and necgdsarestablishing facts in
criminal proceedings, and if submitting those dataritten form is
required or ordered by the Competent court, and
4. data from item 1 of this Article, if it is demanded supervision body from
Article 86 of this Law for the reasons of carryiogt the provisions of this
Law and regulations passed on the basis of this Law
Disclosing a Business Secret is criminalized in th&rticle 280 of the Criminal
Code (Official Gazette of the RM 70/03, 13/04, 4®0and Official Gazette of the
RM 40/08)

(1) Anyone who without authorisation communicatesahother, hands over or

any other manner makes available data represeafinginess secret or who obtal

such data with the intention to hand them overrntauaauthorised person, shall

punished by an imprisonment sentence of three rsdotfive years.

(2) If the offence referred to in paragraph 1 @ tArticle was committed out d

greed or with reference to strictly confidentiatal@r in order to make the da

public or use them abroad, the offender shall beismed by an imprisonme

sentence from two to ten years.

(3) Anyone who commits an offence referred to irageaaph 1 of this Article out @

negligence, shall be punished by an imprisonmentesee not exceeding thre

years.

(4) Business secrets are deemed to be data anthdotauwhich were proclaimed

such by means of a law, other regulation or degisfoa competent authority pass

under law, and whose disclosure would or could ea@etrimental consequences

a business organisation or other business entity.

Business secret is also determined in the Law owil Bervants and State

Employees
Article 52 (Law on Civil Servants and State Empleye(Official Gazette o
Montenegro 50/08 and 86/09) states:
“A Civil Servant, i.e. State Employee shall keepoffitial secret stipulated
by the law or other regulation, regardless of thammer in which he/she has
learned about it.
The obligation to keep an official secret shalltlagen after the termination
of employment, but no longer than five years froenday of the termination
of office. Exceptionally, the obligation to keep @fficial secret may last
even longer, when this is stipulated by the law.
The head of a state authority may release a Cidtvant, i.e. State
Employee, from the obligation to keep an officietret during a court or
administrative procedure, if it relates to data hdtt which the
establishment of facts and making of a legal denigiould not be possible.”
Article 59 of the same Law determines that thelimyiof business, professional a
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disciplinary offence:
Serious disciplinary offences are:
- a fine in the amount of 20 to 30% of a salary p@idhe month in which th
offence was committed:;
- termination of employment.

With respect to thg
prohibition of
“tipping off”
please indicatg
whether there ar
circumstances

where the
prohibition is lifted
and, if so, theg
details of such
circumstances.

2 As it is defined in the previous response On remgthe official secret designatid
from Article 80, paragraph 2 of the LPMLTF shalkc@tke the authorised person
the administration.
2 Article 80 paragraph 4 defines:
e Prohibition of giving information from paragraph df this Article may not bg
applied on:
1. data, information and documentation, that ameccordance with this Law
obtained and kept by reporting entity, and necgdsarestablishing facts in
criminal proceedings, and if submitting those dataritten form is required ot
ordered by the Competent court, and
2. data from item 1 of this Article, if it is demanded supervision body from
Article 86 of this Law for the reasons of carryiogt the provisions of this

Law and regulations passed on the basis of this Law

“Corporate liability”

Please indicate
whether corporatg
liability can be

applied where ai

infringement is

committed for the

benefit of that

legal person by 3
whq

person
occupies a leadin
position within
that legal person.

e This possibility exists. In accordance with the LamvLiability of Legal Entities fof
2 Criminal Offences (“Official Gazette of the Repubbf Montenegro“ 2/2007),

legal person liable for a criminal offence of tlesponsible person who acting

n behalf of the legal person within its competenceimits a criminal offence with th
intent to acquire some gain for that legal persidme liability of the legal perso
exists also when the acting of that responsiblsgrervas contrary to the busing
politics or orders of the legal person. Regarding limits of liability of a lega
a person for criminal acts, when the legal conditians met, a legal person is lial
for a criminal act even if the responsible persdmwwommitted the criminal act wa

person does not exclude criminal liability of thesponsible person for th
committed criminal act.
In accordance with the provision Article 5 of thaw.on Liability of Legal Person
for Criminal Offences (“Official Gazette of the Répic of Montenegro“ 2/2007
13/2007), a legal person can also be liable fooaay laundering offence.

Can
liability be applied
where

infringement is

committed for the
that

benefit  of
legal person as
result of lack of
supervision

who
leading
within that

occupy

legal

corporatg

the

o]
control by person:
a
position

2 As above stated, a legal person is liable for ttimioal offence of a responsib
person who acting on behalf of the legal persomiwitts competence commits
criminal offence with the intent to acquire someéngtr that legal personThe
Criminal Code of Montenegro stipulates that a anmhioffence can be done by
act or omission (Article 6). Offence is done by ssidn when the perpetrat
omitted the act which he/she was obliged to dooAds offence that is legally n
adetermined as omission can be done by omissiohef perpetrator achieve
characteristics of offence by omitting the due act.

According to that, common liability can be applietien the act was committed
5 the benefit of legal person due to lack of supéior control of the responsib
person in the legal person.

gnot convicted for that criminal act. The law alsip@ates that the liability of a legal

> D

SS

e
AS

e

(7]

a

an
or
Dt
d

to
e

person.
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DNFBPs

Please specify
whether the
obligations apply
to all natural and
legal persons
trading in all goodg
where  payment

are made in cash i
an amount of €
15 000 or over.

Article 4 paragraph 2 of the LPMLTF:

Measures from Paragraph 1 of this Article shall doedertaken by busines

5S

organisations, other legal persons, entrepreneumtisnatural persons (hereinafter

referred to as: reporting entities), as follows:

5 1) banks and foreign banks’ branches and other fiehimgtitutions;
2) savings-banks, and savings and loan institutions;

5 3) organisations performing payment transactions,

n4) post offices,

5) companies for managing investment funds and branohdoreign companie

for managing investment funds;

6) companies for managing pension funds and brandhfseign companies fo

managing pension funds;
7) stock brokers and branches of foreign stock brokers

8) insurance companies and branches of foreign insaraompanies dealing with

life assurance;
9) organisers of lottery and special games of chance;
10)exchange offices;
11)pawnshops;

12)audit companies, independent auditor and legalabural persons providin

accounting and tax advice services;
13)institutions for issuing electronic money;
14)humanitarian, nongovernmental and other non-poofiinisations, and

15)other business organisations, legal persons, eatreprs and natural perso

engaged in an activity or business of:

- sale and purchase of claims;

- factoring;

- third persons’ property management;

- issuing and performing operations with payment enedit cards;
- financial leasing;

- travel organisation;

- real estate trade;

- motor vehicles trade;

- vessels and aircrafts trade;

- safekeeping;

- issuing warranties and other guarantees;

- crediting and credit agencies;

- granting loans and brokerage in loan negotiatifamraf
- brokerage or representation in life insurance edffand

- organising and conducting biddings, trading in veodf art, precious meta
and precious stones and precious metals and psesiones products, as w
as other goods, when the payment is made in casteiamount of € 15.00

-

A

or more, in one or more interconnected transactions
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6. Statistics

a. Please complete - to the fullest extent possibléne following tables:

2005
L . Convictions Proceeds Proceeds Proceeds
Investigations | Prosecutions : : :
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML 3 8 1 1 1 1
FT
2006
N . Convictions Proceeds . Proceeds
Investigations | Prosecutions ] Proceeds seized :
(final) frozen confiscated
amount t amount
cases| persons| cases| persons| cases| persons| cases (in cases (?r:néﬂg) cases| (in
EUR) EUR)
ML 7 39 7 42 1 1 1958000€ 161000€]
FT
2007
L . Convictions Proceeds Proceeds Proceeds
Investigations | Prosecutions . ; .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases|  (in cases (in cases| (in
EUR) EUR) EUR)
ML 2 11 1 10
FT
2008
L . Convictions Proceeds Proceeds Proceeds
Investigations | Prosecutions . . .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases (in cases| (in
EUR) EUR) EUR)
ML 3 7 2 5 1 4 87600€
FT
2009
L . Convictions Proceeds Proceeds Proceeds
Investigations | Prosecutions . ; .
(final) frozen seized confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases| (in cases| (in cases| (in
EUR) EUR) EUR)
ML
FT
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SUPREME STATE PROSECUTOR'’S OFFICE
Statistical data for the criminal offence- money landering for the period from 2004 to 31.12.2009

Year No. No. investigation Temporary Amount of | Termination Pending Raised Confiscation | Convictions Conviction Transferred
cases person measures proceeds of investigation | indictment proposed based criminal cases
s derived investigation confiscation )
from crime
No. No. No. No. No. No. No. No. No. No. No. No. No. No.
cases person | cases pers case | pers | case | pers | case | pers case | pers cases pers
s ons s ons s ons s ons s ons ons
2004 2 3 1 2 895000 $ 1 2 895000 $ 1 2 895000$ 1 1
2005 3 8 3 8 over 2 7 1 1 1* 1
40000 €
2006 10 53 7 39 4 31 5965 000 € 2 8 7 42 1958000€ 1* 1* 1 3
1** 2%* 161 000€
2007 2 11 190 000€ 1 10 1 1
% %k %k %k
2008 3 7 3 7 1 1 over 1 2 2 5 87.600€ 1* 4*
80 000€

* Conviction of release.

** Conviction is not final.
**** |n the case in which the investigation is begirtonducted was not suggested to determinate temporeasure, because this measure has
already been determined against the same persdtms gase from 2006
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b. STR/ICTR

Explanatory note:

The statistics under this section should providewarview of the work of the FIU

The list of entities under the headingpdnitoring entitie% is not intended to be exhaustive. If

your jurisdiction covers more types of monitoringtiges than are listed (e.g. dealers in real
estate, supervisory authorities etc.), please adtdr rows to these tables. If some listed estitie
are not covered as monitoring entities, pleaseiatfioate this in the table.

The information requested under the headihggdfcial proceedingsrefers to those cases which
were initiated due to information from the FlU.idtnot supposed to cover judicial cases where
the FIU only contributed to cases which have besregated by other bodies, e.g. the police.

“Cases openédefers only to those cases where an FIU does rtiane simply register a report
or undertakes only an IT-based analysis. As thasdgification is not common in all countries,
please clarify how the term “cases open” is undexstin your jurisdiction (if this system is not
used in your jurisdiction, please adapt the tablgour country specific system).

2005
Statistical Information on reports received by theFIU Judicial proceedings
notifications
reports about cases
a-f to law — .
suspicious opened " indictments convictions
transactions by FIU CMEIETET
reports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
(%)) (] (%)) (%))
threshold ML | FT (Mo |rT M [ FT | 8] S8/ S8 S| 8 S
2] 7] 2] 7] 2] 7] 2] 7]
(1 = ®© = [} = o hdd
o (] o () o (] o (]
o o o o
Commercial Banks 500
Insurance Companies 4
Notaries

Currency Exchange

Broker Companies

3.275

Securities' Registrars

Lawyers

Accountants/Auditorg

Company Service
Providers

Car dealers 393

Real estate agents 349

Organisers of
games of chance

Total

500 158 27

* Cash transactions 20.755 +78.934*Cashless transians = 99689 CTR
Reports received from the competent state authorigis

Customs 161 7
Post office 4
Stock exchange markets 110.042*
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CDA

663*

2006
Statistical Information on reports received by theFIU Judicial proceedings
notifications
reports about cases
. to law . o
suspicious opened f Y indictments convictions
transactions by FIU enforcemen
I’eports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
(2] (2] (2] (2]
oL Mc | FT {me|Frrime | FT | 8 s| 8/ s 8 s| gl s
gl 2|l @ 2| @ | 2| & 2
o () o () o () o ()
o o o o
CommEeE 49.539 CTR 183
Banks
Insurance
. 1
Companies
Notaries
Currency
Exchange
Broker _ 3 1
Companies
Securities'
Registrars
Lawyers
Accountants/
Auditors
Company
Service Providers
Car dealers 234
Real estate 96
dealers
Total 184 286 29

*Cash transactions 41.140 +8.399*Cashless transamtis = 49.539 Currency Transaction

Reports

Reports received from the competent state authorigis

Customs 218 2
Post office 31

—— 111.809

exchange market

CDA 1.085
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2007

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases to law
suspicious opened enforcement/ indictments convictions
reports about transactions | by FIU DroSEcUtors
Monitoring transactions
entities, e.g. above ML FT ML FT
[%)] (] [%)] (%))
threshold ML | FT [mMe|FrT M | FT | 8 S8 5|8 S| 8 S
gl 2l 8 2|l @ 2| 8| 2
o (] o () o (] o (]
o o o o
Cash transactions
87.026 104
Commercial Banks +646*
Insurance Companies
Notaries
Currency Exchange
Broker Companies
Securities' Registrars
Lawyers
Accountants/Auditors
Company Service Providerls
Car dealers 211
Real estate agents 512
Total 104 220 43
* Cash transactions 87.026 +646Cashless transactgn 87672 Currency Transaction
Reports
Reports received from the competent state authoriéis
Courts(contracts)** 14.457*
Customs 333 12
Post office 42
Stock exchange market 215.403
CDA 161.432

*APMLTF possesses data base with verified copiesf aeal estate sales contracts that are
provided by courts
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2008

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases
A=A to law i _
suspicious opened N indictments convictions
transactions by FIU SER e
reports about y prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
()] (] [%)] (%))
izl ML | FT ML |FT ML | FT | 8/ S| 81 5| 81 5] 8| S
el 2l 3| 2| 8| 2| g @
o (] o () o (] o (]
o o o o
Commercial Banks *58.014 CTR 41
Insurance Companies
Notaries
Currency Exchange
Broker Companies 3 3
Securities' Registrars
Lawyers
Accountants/Auditors
Company Service Provider
Car dealers 199
Regal estate agents 338
Organisers of games 5
of chance
44 148 38

* Cash transactions 57.675 +339 Cashless transact#=58.014 Currency Transaction Reports

Reports received from the competent state authoritis

Courts (contracts) 8.887**

Customs 387 13
Post office 26

Stock exchange markets 62.672

CDA 79.859

*APMLTF possesses data base with verified copied oeal estate sales contracts that are
provided by courts
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2009

Statistical Information on reports received by theFIU

Judicial proceedings

notifications
reports about cases
A=A to law - _
suspicious opened N indictments convictions
transactions | by FIU SER e
reports about prosecutors
Monitoring transactions
entities, e.g. above ML FT ML FT
()] (] [%)] (%))
izl ML | FT ML |FTiMe | FT | 81 5] 81 5| 81 5] 8 S
2] 7] 2] 7] 2] 7] 2] 7]
®© = [} = [0 = [ hdd
o (] o () o (] o (]
o o o o
*34.743 CTR 48
Commercial Banks
Insurance Companies
Notaries
Currency Exchange
Broker Companies 7
Securities' Registrars 2
Lawyers 1
Accountants/Auditors
Company Service Providers
Car dealers 196
Real-estate agents 356 1
Organisers of 192
games of chance
Total 52 269 130

* Cash transactions 34.702 +41*Cashless transactio34-743 Currency Transaction Reports

Reports received from the competent state authoritis

Courts (contracts)**

3.888**

CDA

53.663

Customs

344

38

Post office

Stock exchange markets

33,262

Department of
Public Revenues

Capital City Podgorica

Analytics Department

91

Anonymous tips

*APMLTF possesses data base with verified copied ceal estate sales contracts that are

provided by courts
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APPENDIX | - Recommended Action Plan to Improve theAML / CFT System

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No text required

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

The money laundering offence as defined by |the
Criminal Code is basicallyosind, but it lacks furthefr
refinement; the current formulation of criminalised
behavior (conversion/transfer and concealment/dsgyu
is narrower than the requirements in the Vienna |and
Palermo Conventions and should be clarified in |the
Criminal Code.
The Criminal Code should be amended to clearly
include insider trading and market manipulatjon
offences as predicate offences for money laundering
There is relatively strict regulation of extrateriality
in the case of offences committed by persons wileg ar
not citizens of Montenegro against a foreign staités
also raises the question of inclusion of “all sesio
offences” in the predicate offences. This is subjeq
incriminations in those countries and if offences aot
punishable with at least 5 years imprisonment, |the
offence would not be considered a predicate offéende
Montenegro. Abolition of this limitation (5 yeafs
imprisonment) would prevent such situations.

2.2 Criminalisation of Terrorist
Financing (SR.II)

A definition of “funds”, which includes “assets efery
kind, whether tangible or intangible, movable |or
immovable, however, acquired, and legal documents o
instruments in any form, including electronic ogithl,
evidencing title to, or interest in, such assetsluiding,
but not limited to, bank credits, travellers chexjugank
cheques, money orders, shares, securities, borafts, d
letters of credit.” should be laid down in the Ciriiad
Code.

The reference to specific criminal offences (testor
international terrorism and hostage taking) in @eti
449 should be brought into line with the scope ha |t
Terrorist Financing Convention and the Interpretive
Note to SR Il, as the scope which constitutes |the
criminal offence becomes narrower. Under Articlés B
and 447, only the acts, intendeddause harm(to the
constitutional order of Montenegro, or the foreign
state/international organisation) are criminalisedthjle
the convention requires the incrimination of antsaaf
violence which purpose is fatimidate a population of
compel a government or international institution (to
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do/to abstain from doing).

e The Criminal Code should be amended to incorpgrate
the incrimination of funding of terrorist organigmts
and individual terrorists.

e The solution of relating the existence of the tastg
financing offence to specific criminal offencesuhal
under other Articles of the CC is also appropr{#te6).
Under current legislation, terrorist financing il
considered to be a criminal offence if funds aterided
for one of three specific criminal offences (Teisor,
Article 365, International Terrorism, Article 44had
Hostage Taking, Article 448). A more flexible défion
which would incriminate financing. Furthermore, ring
needs to be an offence introduced to cover cases wh
funds are not linked with a specific terrorist.

» Article 449 of the Criminal Code should be broutio
line with international standards.

* The Criminal Code should be amended to give a more

comprehensive definition of “organised crime”.

A reversal of the burden of proof regarding propert

subject to confiscation should be introduced.

» A legal authority should be established to tak@st®
prevent or void actions where the person involveevk
or should have known that the authorities would| be
prejudiced in their ability to recover property fdi to
confiscation

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3),

A central authority at national level to examine,
integrate and update the received lists of persoms
entities suspected to be linked to internationabtéesm
before sending them to the financial sector and BN
should be introduced.

* A domestic mechanism to enact S/RES/1373 (2001)
should be implemented to be able to designateristso
at national level as well as to give effect to deations
and requests for freezing assets from other casitri

e Procedures for evaluating de-listing requests, |for
releasing funds or other assets of persons oriemtit
erroneously subject to the freezing and for ausiirogi
resources pursuant to S/RES/1452 (2002) should be
adopted.

» Practical guidance to the financial institutionsdan
DNFBP concerning their responsibilities under the
freezing regime as well as for the reporting ofpstisus
transactions that may be linked to terrorism firagqg
should be issued by the authorities.

2.4 Freezing of funds used for
terrorist financing (SR.111)

Specific criteria should be developed indicating th
competent authority to receive the notification nfro
APMLTF which normally starts an investigation.
 APMLTF should take into consideration the necessity
expanding their direct access to other authorities’

—e

2.5 The Financial Intelligence Un
and its functions (R.26)
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databases.
An updated List of Suspicious Transactions Indics|
should be issued and regularly updated.

o

a register on reporting entities to be supervisgd b

APMLTF should be maintained.

APMLTF should be staffed sufficiently to supervibe
very large number of reporting entities.

The prohibition for the dissemination of informati

received by APMLTF’'s employees, after cessation of
working, should be an explicit provision in the law

without any time limit.

2.6 Law enforcement, prosecutio Y

and other competent authorities
(R.27 & 28)

The Prosecution Authority should implement a rigmr
supervision mechanism in order to avoid unnecdgs

0
ari

returning cases to Police Administration, which may

lead to a negative impact on the effectivenesshef
system.

The special investigative techniques should benelee
to all forms of money laundering to enable |
enforcement authorities to ensure a proper invattg.

All law enforcement authorities should continue

t

aw

—

o

strengthen inter-agency AML/CFT training programmes

in order to have specialised financial investigatand
experts at their disposal.

Further steps need to be taken to eradicate tlve pteyn
of corruption in law enforcement bodies.

2.7 Cross Border Declaration &
Disclosure

The Customs Administration should be given cl
powers to stop individuals and restrain currenclin
circumstances.

ear

The Customs Administration should have the legal

authority to restrain currency in cases of
administrative offence.

an

The Customs Administration should take into
consideration a system to use reports on currency

declaration in order to identify money launderensi
terrorists.

The administrative sanctions for false declarations

non-declared currency should be raised consider
Taking into account the low chance of detectiore
fines are not considered to be dissuasive or éffect

In order to increase its effectiveness, the Cust|
Administration should hire more specialised staftleal

a

ably
th

oms

with money laundering and terrorist financing crass

border transportation of currency.

3. Preventive Measures —
Financial Institutions

Risk of money laundering or
terrorist financing

3.2 Customer due diligence,

It is the view of the evaluators that the wordirfgtiee
second point under Article 9 is too precise anddbe
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including enhanced or reduced
measures (R.5 to 8)

interpreted to read that only transactions of dydct

€15,000 require CDD. The evaluators consider 'that
more” should be added in Article 9, Paragraph
number 2 in the LPMLTF.

The LPMLTF should be amended to require CDD tq be

conducted on wire transactions of €1,000 or more.

The LPMLTF should be amended to require obligors to

verify that persons purporting to act on behalf aof

customer have the authority to act on behalf of |the

customer. Article 15 of the LPMLTF should be ameahde

to require the obtaining of copies of the document
regulating the power to bind the legal person| or

arrangement.

The problem of reliance on certificates from the
commercial register for CDD purposes should | be

addressed by establishing procedures to address$
limitations of the commercial register.
Article 29.4 of the LPMLTF appears to go furthearth
intended by Criteria 5.9 in that it permits simielf
customer verification in respect of customers tdém
an insignificant risk of money laundering or teisbd

the

financing is related” which could include a broader

range of customers than those envisaged in Crife@ig
Article 29.4 should be amended to bring it intcelinith
the essential criteria.

The FATF definition (Beneficial ownerrefers to the
natural person(s) who ultimately owns or controls
customer and/or the person on whose behalf
transaction is being conducted. It also incorparétese
persons who exercise ultimate effective controlrowe
legal person or arrangement.”) should be incorgaorat

into the LPMLTF and a requirement to identify and

verify the “ultimate” beneficial owner should be
included.

Article 25 of the LPMLTF is very specific and doest
cover a number of the specified categories as ugeind
Criteria 5.8, namely all non-resident customerg/gbe

banking, legal persons or arrangements such ats frus

that are personal assets holding vehicles and auisga
that have nominee shareholders or shares in bieaner

The evaluators consider that the LPMLTF should| be

amended to fully reflect all of the categories intia
5.8.

Risk guidelines in accordance with Criteria 5.1280
be completed and published.

A specific clause should be inserted into the LPMLT

requiring obligors to consider making a suspicious
transaction report in circumstances where they have
been unable to conduct satisfactory CDD. Likewise

there should also be a clause requiring obligors
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terminate a business relationship in circumstandese
they have been unable to conduct satisfactory C
This is particularly relevant in circumstances veh

er
CDD has not been possible for existing customersrah
g

there are one or more linked transactions amourttn
€15,000, etc..
There needs to be a specific requirement for olsigo

DD.

assess and consider the risks of technological

developments as part of their risk analysis. Thiguid

also be introduced in the guidelines to be produmngd

the supervisory bodies.

It is the view of the evaluators that the requirataeof
Criteria 5.17 are essentially met although the \wmyaf
the first point above is too precise and could
interpreted to read that only transactions of dyd

be
ct

€15,000 require CDD. Furthermore, the requiremsent i

for CDD to be conducted when “a transaction
significance takes place.” and in the context dtebin
5.17 it is considered that this is more appropr
wording. Overall the evaluators consider that aacsp
clause should be inserted into the LPMLTF
specifically deal with the issue of CDD on existi
customers.

The lack of awareness as regards PEPS and
consequent lack of proper procedures to addresssih
should be addressed through proper training to
followed by the establishment of adequate procedtar
address this risk.

Article 25 of the LPMLTF should be amended to exis
the requirement to all cross-border correspon
banking and other similar relationships.

A requirement for financial institutions to havelipies
and procedures to address the risk of misusg
technological developments in ML/TF schemes sh
be introduced.
Regulations should clearly establish the obligattor
obtain information on the purpose and intendedreatti
the business relationship for non-face to facertass.

3.3 Third parties and introduced
business (R.9)

The Montenegrin authorities should consider amen
legislation to specifically prohibit financial inttions
from relying on intermediaries or other third pastito
perform specified elements of the CDD process.

3.4 Financial institution secrecy @
confidentiality (R.4)

3.5 Record keeping and wire
transfer rules (R.10 & SR.VII)

There is no requirement that transaction recordsilgh
be sufficient to permit reconstruction of individd
transactions so as to provide, if necessary, evildor
prosecution of criminal activity in accordance witte

requirements of essential criteria 10.1.1. The LAML

of

ate

to
ng

the

11°

be
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lent
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puld

I

=

n

a

into

should be amended to take this requirement

87



account.

The requirements of Special Recommendation |VII
should be incorporated into the legislation |of

Montenegro.

3.6 Monitoring of transactions an
relationships (R.11 & 21)

Financial institutions should be required to examas

far as possible the background and purpose of ahusu

transactions. Enforceable requirements to set fiirgh
finding of such examinations in writing should eliyia

be provided. In addition specific enforceable

requirement should be put in place for finangi

al

institutions to keep such findings available for

authorities and auditors for at least five years.
Financial institutions should be required to giypedal
attention to business relationships and transaxtiith

persons from or in countries which do not |or

insufficiently apply the FATF recommendations.

Effective measures should be put in place to enthais

financial institutions are advised of concerns dhou
weaknesses in the AML/CFT systems of other cousfrie

and consideration should be given to the developien

appropriate countermeasures as set out in the tedgen

criteria to Recommendation 21.

3.7 Suspicious transaction report
and other reporting (R.13-14, 19,
25 & SR.IV)

The reporting obligation should be extended toudel
money laundering reporting obligations if the tract®n
has already been performed.

The Book of Rules, should be endorsed in law w

ith

sanctions for breaches in order to become “other

enforceable means”.

A provision should be introduced to ensure that |the

names and personal details of staff of finant

institutions that make a STR are kept confidentigal

APMLTF.

APMLTF should provide regular general feedbackiita

obligors which should contain:

(a) statistics on the number of disclosures, w
appropriate breakdowns, and on the results of
disclosures;

ial

a

ith
the

(b) information on current techniques, methods and

trends (typologies); and

(c) sanitised examples of actual money laundefring

cases.

3.8 Internal controls, complianc
audit and foreign branches (R.
& 22)

15

Requirements should be developed that require dinbh
institutions to put in place screening procedureg
ensure high standards when hiring employees.

The inspection procedures that have been introdbged

t

the Central Bank should be adopted by other fir@nci

services supervisors.

3.9 Shell banks (R.18)

3.10 The supervisory and

Although APMLTF provides general information ¢
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oversight system - competent
authorities and SROs. Role,
functions, duties and powers
(including sanctions) (R.23, 29, 1
& 25)

~

criteria for detection of suspicious activity agueed in
the LPMLTF guidelines referring to specific AML/CH
risk factors and measures to mitigate such risksilgh
also be provided.

Typologies should be developed and presented

reporting entities.

T

to

There is a need to provide more guidance on AML/CFT

issues, with particular focus on the non-bankingare

3.11 Money value transfer servic
(SR.VI)

S

The requirements of Special Recommendation VI n
to be implemented.

The Montenegrin authorities should introduce legish
to enforce the licensing/registration of all MVTngee
providers together with appropriate sanctions.

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

Trust and Company Service Providers should
designated as obliged parties.

For casinos, CDD should be required above the €3
threshold.

There should be a clear requirement for casindmko
the incoming customers to individual transactions.
Effective systems for monitoring and ensur
compliance with CDD requirements across most of
DNFBP sectors need to be developed.

DNFBPs need to be made aware of their obligat
regarding PEPs. Specific guidelines, aimed at DN§-
should be developed. It is also recommended th
training programme be undertaken concerning tHes
and controls necessary concerning dealings
politically exposed persons.

A requirement should be introduced for DNFBPs
have policies in place to prevent the misuse
technological developments in ML/TF.

More attention need to be given to raising awareaes!
enforcing compliance in casinos

4.2 Suspicious transaction
reporting (R.16)

The obligation to report suspicious transactionat

have been performed should be explicitly providadr

either law or regulation.

A prohibition against tipping off should be ma
specifically applicable to lawyers.

More targeted training to sectors that pose thatgst
risk should be considered.

4.3 Regulation, supervision and
monitoring (R.24-25)

A comprehensive register of all reporting entitiésuld
be developed by APMLTF.

Guidelines to assist DNFBPs in implementing g
complying with respective AML/CFT requirements &
at should be developed. Adequate and approp
feedback on suspicious transaction reporting

eed
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DNFBPs should be provided.

4.4 Other non-financial businesse
and professions (R.20)

Ky

Montenegro has extended its AML/CFT obligations
other non-financial businesses, however, a regylg
and supervisory framework needs to be develope

ensure that FATF Recommendations 5, 6, 8 to 1101

15, 17 and 21 are being adhered to by these
financial businesses.

A risk analysis to determine which other non-finah
businesses and professions are at greatest ribkind
misused for money laundering and/or terrorist foiag
should be undertaken. Based upon the results df
analysis, the authorities of Montenegro should afli
priority outreach and educational efforts to thosieer
non-financial businesses at the highest levelsskf r

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Legal Persons — Access to
beneficial ownership and control
information (R.33)

The acquisition of information on beneficial ownéng
the agencies and institutions which deal with ¢e
form abroad seems to be less effective. Considehag
very intensive involvement of foreign legal enstien
the Montenegrin real-estate market and rather

information on beneficial ownership in such enstithis
might present a considerable risk of abuse of $egal
entities for money laundering and terrorist finawgcand
it is recommended that financial institutions
DNFBPs be reminded to apply the same standarg
overseas customers as to domestic.
Consideration should be given to the risk of fone
bearer shares being sold in Montenegro.
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5.2 Legal Arrangements — Acces
to beneficial ownership and
control information (R.34)

5.3 Non-profit organisations
(SR.VII)

Montenegro should conduct a review of the adequég
its legal framework that relates to NPOs that can
abused for terrorism financing.

Montenegro should implement measures to ensure
terrorist organisations cannot pose as legitim&esl
Montenegro should also reach out to the NPO s
with a view to protecting the sector from terrof
financing abuse. This outreach should include iBimg

awareness in the NPO sector about the risks adristr

abuse and the available measures to protect agaicls
abuse; and ii) promoting transparency, accountgb
integrity, and public confidence in the adminidtat
and management of all NPOs.

Montenegro should take more proactive steps
promote effective supervision or monitoring of NP(

y
b

that
pctor
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[

to

Authorities should ensure that detailed informatmm
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the administration and management of NPOs |are
available during the course of an investigationoar
request internationally. Montenegro should glso
implement effective sanctions for violations of wmight
measures or rules by NPOs or persons acting orlifbeha
of NPOs.

6. National and International
Co-operation

6.1 National co-operation and
coordination (R.31)

Formal arrangements for co-operation between policy
makers, FIU, law enforcement and supervisory bodies
a strategic level for AML/CFT should be developed.
At the operational level, the evaluators recommiad
additional formal agreements be concluded in otder
define the type of information to be exchanged,
timeliness of the exchange, the names of contasbpe
etc.. The Montenegrin authorities should aim toticoe
interdepartmental  coordination and to relepse
periodically analysis which will enable them to dp
and implement policies and activities to combat eyon
laundering and terrorist financing at a nationagle
The evaluators recommend that the Montenegrin
authorities review periodically the performance tié

system as a whole against some Kkey strategic

performance indicators and review, -collectively, |as
much as possible, the available statistical infaiomato

better carry out each agency's task and enhance

AML/CFT framework.

6.2 The Conventions and UN
Special Resolutions (R.35 & SR.

As was already stated under 2.1 above, the incaitiain
of money laundering is limited to actions, definasl
"business operations"”, which is narrower than |the
convention and this formulation should be further
refined.
Laws and mechanisms for immediate freezing of|the
funds belonging to or intended for the designated
terrorist organisations or individuals as defined |b
Resolution S/RES/1267 (1999) should be put in place

6.3 Mutual Legal Assistance
(R.36-38 & SR.V)

With regard to financing of terrorism there are enpr
problems present. Besides the narrower definitioh
the financing of terrorism offence, the main shoming
is inadequate implementation of UN Resolutions,
primarily S/RES/1267 (1999). Regarding the
incrimination of terrorist financing, the most inmemt
outstanding issues are: existing limitation |of
criminalisation on financing to concrete terrofist
offences and, linked to that, inability of the pes
definition of criminal offence to also include tiiends
intentioned for terrorist organisations or indivédil
terrorists.

["2)
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Laws and mechanisms for immediate freezing of
funds belonging to or intended for the designa
terrorist organisations or individuals as defined
Resolution S/IRES/1267 (1999) should be put in placs
An asset forfeiture fund should be established.

the
ited
b

D

6.4 Extradition (R.39, 37 & SR.V

6.5 Other Forms of Co-operation
(R.40 & SR.V)

7. Other Issues

7.1 Resources and statistics (R.
& 32)

30

APMLTF needs to enhance the training for its ovaffs
and for reporting entities, in order to increase
awareness and understanding of money laundering
terrorism financing schemes which may be used
There is a need ensure that an international @i
programme on money laundering and terror
financing issues is created and implemented.

The evaluators were concerned that there were
sufficient staff in APMLTF to supervise the veryde
number of reporting entities and recommend that
staff level be raised.

Clear comprehensive and well-structured statig
should be kept systematically. Such statistics lsh
differentiate the amounts of assets, types of meas

duration of measures and primarily request/impasiti

ratio, etc.. These statistics should then be atligo
measure the effectiveness of the system of coriiista
freezing and seizing of proceeds of crime.

not
the
tics

Oou
U

|

7.2 Other relevant AML/CFT
measures or issues

7.3 General framework — structur
issues

al
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APPENDIX Il

Excerpt from Directive 2005/60/EC of the European Brliament and of the Council,
formally adopted 20 September 2005, on the prevewin of the use of the financial system
for the purpose of money laundering and terrorist inancing

Article 3 (6) of EU AML/CFT Directive 2005/60/EC (3° Directive):

(6) "beneficial owner" means the natural persom{s) ultimately owns or controls the customer
and/or the natural person on whose behalf a trdpsaor activity is being conducted. The
beneficial owner shall at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentafjthe shares or voting rights in that legal entity,
including through bearer share holdings, other th@aompany listed on a regulated market that is
subject to disclosure requirements consistent @dmmunity legislation or subject to equivalent
international standards; a percentage of 25 % g@hgsshare shall be deemed sufficient to meet
this criterion;

(i) the natural person(s) who otherwise exercmgrol over the management of a legal entity:
(b) in the case of legal entities, such as fouwndatiand legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdlearrangement or entity;

(i) where the individuals that benefit from theg& arrangement or entity have yet to be
determined, the class of persons in whose maineisttéhe legal arrangement or entity is set up or
operates;

(i) the natural person(s) who exercises contreéro25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC (3 Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family niers, or persons known to be close
associates, of such persons;

Excerpt from Commission directive 2006/70/EC of tiglist 2006 laying down implementing
measures for Directive 2005/60/EC of the Europeatident and of the Council as regards the
definition of ‘politically exposed person’ and thechnical criteria for simplified customer due
diligence procedures and for exemption on grounidsa dinancial activity conducted on an
occasional or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOB060/EC, "natural persons who are or have
been entrusted with prominent public functions'lishalude the following:

(a) heads of State, heads of government, miniatetgleputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionalrisoor of other high-level judicial bodies
whose decisions are not subject to further appgeakpt in exceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rguokficers in the armed forces;

(f) members of the administrative, management pesusory bodies of State-owned enterprises.
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None of the categories set out in points (a) t@{fthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offitts¢ subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOBI60/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edeit to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of Directive 0BI60/EC, "persons known to be close
associates" shall include the following:

(a) any natural person who is known to have josnddicial ownership of legal entities or legal
arrangements, or any other close business relatigtisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial ositip of a legal entity or legal arrangement
which is known to have been set up for the bewiefifacto of the person referred to in paragraph
1.

4. Without prejudice to the application, on a rs&asitive basis, of enhanced customer due
diligence measures, where a person has ceasedetattosted with a prominent public function
within the meaning of paragraph 1 of this Artiobe & period of at least one year, institutions and
persons referred to in Article 2(1) of DirectiveOB60/EC shall not be obliged to consider such a
person as politically exposed.

APPENDIX Ill. ADDITIONAL INFORMATION
1. STATISTICS

The Central Bank conducted a total of 32 bank erations in 2006, 2007, 2008 and 2009, as
presented in the table below:

ON-SITE BANK EXAMINATIONS CONDUCTED IN
2006 2007, 2008 and 2009

2006, 2007 2008 2009 Total

Number of
examinations
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Ban

CBM - Types of violations and actions taken** in 206, 2007, 2008 and 2009

rep
orts No. N No. No.
2006 of 2007 o. 2008 of 2009 of
viol of viola viol
atio Vi tions atio
ns ol ns
ati
on
s
- Article 9, paragraph 1 of - Article 9 paragraphs - Article 5 of LPMLTF, -Article 14 of LPMLTF:
Law on the Prevention of 2 1 and 5 of LPMLTH 4 | with respect to Article 1 establishing and verifyinga | 1
Money Laundering and identification of 43 of LPMLTF/ natural person identity —
Terrorist Financing clients: legal and identification of invalid public identification
(hereafter: LPMLTF) natural persons — clients: / * document
identification of the non-residents/. 1
client: legal persons/. I Article 9 paragraph 1 - Article 15 of LPMLTF
- Article 11 paragraph Wwith respect to Article 4. 1 establishing and verifying 1
- Article 14 paragraph 1 of| 2 2 of LPMLTF / of LPMLTF / the identity of a legal
LPMLTF, / submission of annual renewal of identification of clients: person, statement form the
reports to the documentation for legal persons / Commercial Court Registry
Administration for the legal persons —non- | 4 3 — older than three months
Prevention of Money residents/. I Article 14 of LPMLTF,
Laundering in the with respect to Article 7 - Article 22 of LPMLTF:
prescribed timeframe/. - Article 43 paragraph lof LPMLTF/ monitoring business 1
1 (points 1, 2, 3, 4, 12 identification of clients: activities
- Article 43 paragraph 1 4 and 14) of LPMLTH natural persons— non-
(points 1, 2, 4 and 12) of identification: 4 fesidents/ 2
LPMLTF / identification: authorised person, - Article 23 of LPMLTF:
authorised person, clients, origin of - Article 15 of Repeated annual control of
clients, origin of money, money, code of LPMLTF, with respect a foreign legal person;
code of activity and activity and reasons to Article 71 of 1
reasons for account for account opening, LPMLTF/ 2 - Article 38 of LPMLTF:the
opening/. ownership identification of Bank has not provided
structure/. clients: legal persons —| authorised person with
Co - Article 5 of the Rulebook| 2 2 | non-residents /. adequate working
mm on the manner of work of - Article 6 of the _ conditions; 1
erci the authorised person, the Rulebook/ - Article 17 of
al manner of performing verification and LPMLTF, with respect -Article 71 of LPMLTF:
Ban internal controls, keeping testing of to Article 71 of identification of natural
ks and protection of data, implementation of LPMLTF/ person, (data on activity —
manner of keeping records the Programme identification of employment.
and staff training against money clients: authorised 2
(hereinafter: the laundering and persons /.
Rulebook), duties and terrorist financing /.
responsibilities of
authorised person for - Article 7 of the
dealing with gathered 3 Rulebook /annual 1
information/. report on the
- Art_i(?le 6 of the Rulgbook gjr\:sglt,:gg Zl;gmney
Iverification and testing terrorist financing /.
of implementation of the 1
Programme against - Article 12 of the 2
money laundering and Rulebook! keeping
terrorist financing/. and protection of
. data, information
- Article 16 of the and documents for
Rulebook/ records of which there is a
persons reviewing reason for suspicion | 1

information and data/.

in money laundering
and terrorist
financing /.

- Article 16 of the
Rulebook records of
persons reviewing
information and

data /.
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*Note: The examination of one bank commenced in 2007 wawpleted in 2008, therefore it is
shown in the column for 2008.

** Note: The procedure of imposing measures against bangsescribed by the Banking Law
(OGM 17/08). Provisions of Article 116 of the BangiLaw, prescribes that if the Central Bank
determines that specific bank has violated regudatiit may undertake one of the following
measures:

> Warn the bank in writing;

> conclude a written agreement with the bank makivegkiank bound to remove
the irregularities found within a specified time;

> issue arorder imposing one or more measures prescribed byadtis |

> revoke the bank’s license.

When the Central Bank undertakes the measure®ifotim oforder as defined in more details
in Article 118 of the Banking Law, it determiniesthe order the amount of fundsthat the bank
will be bound to pay to the Deposit Protection Fondaccount of additional depositor protection
from consequences of possible bankruptcy or ligiodaprocedure that may be instituted in the
bank, given that such amount may range from 0.1%/4mf bank’s own funds.

Pursuant to Article 91 of the Law on the PreventiminMoney Laundering and Terrorist

Financing (OGM 14/07 and 04/08), actions of fingstance misdemeanour procedure, within
jurisdiction of competent administrative body, penfis authorised official for proceeding

misdemeanour procedure, in accordance with Law.

The statistics of the APMLTF Misdemeanor Procedubepartment

Cases opened and solved at the Misdemeanor
Procedure Department from 17" November 2008
to 31 December 2008
, , 14
Number of cases received in 2008
6
Total number of solved cases
, : S
Number of cases where the fine was imposed
_ 1
Number of cases where the cases were rejected
8
Number of current cases
, _ 13,860.00
Total amount of fines imposed
_ 300.00
Total amount of trial procedure expenses
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Cases opened and solved at the Misdemeanor
Procedure Department from January 2009
to 31" December 200

Number of unclosed cases from 2008 8

Total number of cases received in 2009 29

number of cases received from Reporting Entities 23

Control Department
number of cases received from Analytics Department 4
number of cases received from Suspicious transactis 2
department

Total number of current cases in procedure 37

Total number of solved cases 27
Number of cases where the fine was imposed 17
Number of cases where the warning was issued 2

Number of cases where the cases were rejected

Number of cases where the cases were resigned

Total number of current cases in procedure 10
Total amount of fines imposed 51,180.00
Total amount of trial procedure expenses 1,380.00
Total number of first instance final decisions 22
Total number of trial procedure expenses 15
Total amount of charged fines and trial procedure 40,929.10
expenses
Submitted complaints 8
Confirmed decisions 6
Reversed decisions 1
Number of opened cases at misdemeanor council 1

Statistics of the APMLTF's Reporting Entities Cortl Department

The Reporting Entities Control Department has bestablished in accordance to the new
LPMLTF and the new systematization and job pos#tiorganisation act, with a view to ensuring

consistent implementation of the LPMLTF by repagtemtities. The measures undertaken by this
Department are regulated, besides the LPMLTF abdbie Law, by the Law on Supervision and

Law on Misdemeanors.

In 2009 the Reporting Entities Control Departmeast hchieved the following results:

- Carried out CONLrOIS .......ccccooeviiiiiiiieiiiiieeeee 166

- 23 requests for initiating a misdemeanor procedwe against reporting entities were filed

- 22 notifications were delivered to the other stat authorities, in the context of Art. 56 of the
LPMLTF (to Department of Public Revenues — 14 and PolicerBctorate — 8)
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The supervised reporting entities given by thetess activities they carry out

Type of business activities Conducted controls
Real estate agencies 67
Constructing companies 55
NGOs 11
Mediation in machines, ships, planes sales 10
Maritime traffic services 6

Other activities 17

Total 166

REPORT ON THE WORK OF THE INTERNATIONAL AND NATIONA CO-OPERATION
DEPARTMENT

01.01.2009 — 31.12.2009
In the above stated perid2D5data delivery requests and responses were pragesséollows:

- 107 data delivery requests - sento other countries, and these refer to 124 natural
persons and 108 legal persons

- 91 responsegto our data delivery requests)receivedfrom other states, and these
refer to 100 natural and 82 legal persons

- 51 data delivery requests — receivedind these refeib 313 natural persons and 134
legal persons

- 46 responseso data delivery requestentto other countries, referring to 203 natural
persons and 164 legal persons

- Obtained - 8 consentfor forwarding the received information;

- Given- 16 consentgor forwarding the received information
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2. RULES ON CONDUCT OF BUSINESS OF LICENSED PARTICIPANTS AT THE
CAPITAL MARKET

(Official Gazette of Montenegro, No.78/09)

Article 22
(6) The client submitting orders via phone, faxsome electronic means of communication may
submit it upon identification with the personal miécation password that authorised market
participant is providing to the client upon signitite contract. The client is obliged to keep
provided identification password as a confidential must not make it available to the third
persons.
(7) The licensed market participant is obliged ctreck identity of the client through the
identification password that is contained in eaelvise contract prescribing possibility of
submitting orders through the fax, electronic meafnsommunication or some other means not
including the direct attendance of the client.
(8) When contracting delivery of orders via eleastcomeans of communication, the licensed
market participant is obliged to ensure:
- secure methods of client identification,
- all important elements of the contract to the stéteelectronic message;
- registry of acceptance of orders at e-mail addzedsof its entering into book of orders;
- reply to the orders accepted within which the orddjimessage is noticeable;
(9) When contracting delivery of orders via telepbofax or via electronic means, the licensed
market participant reserves the right to, if thdewris not clarified and/or is ambiguous, reject
execution of the submitted order and has to inftenclient in the manner of submitting such
order.

3. INSTRUCTION ON RISK ANALYSIS OF MONEY LAUNDERING , KNOW YOUR
CLIENT” PROCEDURES AND OTHER PROCEDURES FOR RECOGNISING
SUSPICIOUS TRANSACTIONS

Pursuant to article 8 paragraph 3 of the Law onptlesention of money laundering and terrorist
financing (Official Gazette, no 14/7 and 4/08)hereinafter: Law),performing authority
prescribed by the article 86 of the laand related to the article 8 of the Rules on tioekvof
authorised person, a way of conducting internatrobnkeeping and protecting data, manner of
keeping registers and educating employees ("OFfigazette of Montenegro”, No. 55/05),
Securities and Exchange Commission, ofi gssion on November %1,12008 adopted

Article 1.
This instruction establishes detailed requiremémtsadopting procedures of authorised market
participants at the capital market, investment gardsion fund management companies and
investment funds, custody banks and other persdms perform securities business as their
professional activity (hereinafter: capital margatticipants), related to recognition of suspicious
transactions at the capital market.

Article 2.

Participants at the capital market are obligedstatdish risks factors upon which shall determine

acceptability of the clients, especially basedatfollowing facts:

c) Home country of the client, home country of the anigy founder, and/or real owner of the
client regardless of the position of such counmtle list of non-cooperative countries and
territories issued by the international body fonttol and combating of money laundering,
on a list of countries presented as off-shore zawesncooperative jurisdiction or on list
states which participant on securities market a@rsirisky upon its own estimations.
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d) Home country of the person who conducts transastisith the client, regardless of the
position of such a country at the lists from tlegrita) above;

e) Client, majority owner, and/or owners of the cliagainst whom enforcement measures
have been instituted in order to establish intéonat peace and safety, in accordance with
the Resolution of the United Nations Security Calinc

f) unknown or unclear source of client's assets, set@asvhose source client may not prove;

g) Cases in which it is doubtful that client is actiog his own behalf, or that he acts under
orders of guidelines of the third party;

h) Uncommon performance of transaction, especiallintpinto the account its basis, amount
and way of realisation, purpose of account opeaimgj client’s business — if the client is the
person who performs business activity;

i) Cases when there are indices that client perfousgicious transactions;

j) Clientis politically exposed person;

k) Accounts of other persons related to client;

[)  Peculiarity of client’s business;

Article 3.

Capital market participants establish acceptabdityhe client depending on a risk factors from

the article 2 of this Instruction and may refuseadaclude a contract with the customer in relation

to whom some of the abovementioned risk factoreatablished, or concluding or terminating of
the already concluded contract condition upon Ifaiént of some specific requirements
prescribed by the general act of the capital mavkeicipant.

To establish if customer is acceptable for commendiusiness relationship, capital market
participant is obliged to introduce “know your cit&procedure with the goal to:

- determine if the client has been involved in illegativities such as frauds, money
laundering or organised crime;

- Determine if the prospective client has been peedlfor enrolling in terrorist activities,
money laundering or other criminal offences.

“Know your client” procedure is fulfilled by deléring of specific form to the client by which
client provides information from the paragraph 2t article.

Article 4.
Capital market participant is obliged to verify thdentity of the client, gather data about
customer and transaction (hereinafter: identifagtiaccording to the regulation on combating
money laundering, especially in following cases:

d) opening owners securities account securities @bbshing of some other kind of
business relations with the client;

e) of one or more linked transactions amounting t&#£0D0;

f) with every transaction, irrespective of value otlsuransaction when there are
reasonable grounds for suspicion of money launddrirregard to transaction or a
client.

Article 5.
Capital market participant is obliged to verify tidentity of a client- natural person, by checking
the personal identification document issued by @ugkd public body (identification card,
travelling document or other public document emaplindisputable determination of identity of
the natural person), in his presence.
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Identification of client- natural person, includes:

* name and surname, date and place of birth, perrmhgfece of residence, number of
identification documents and place of issue, typd name of the body who issues
personal identification document, unique persodeahiification number of the person
opening the account, commences business relateshiéxecutes a transaction, or a
person on whose behalf the account is being opebadiness relationship is
established or transaction is executed;

* name and surname, date and place of birth, perrmhgfece of residence, number of
identification documents and place of issue, unigersonal identification number of
the person of the authorised person who opens ¢heuat, commences business
relationship or executes a transaction;

* category and purpose of transaction;

 date of opening of the account or establishingrass relationship;

 date and time of executing of such transaction;

» amount of transaction;

» way of executing a transaction.

Article 6.
Capital market participant shall establish andfydhie identity of a client - legal entity by hagin
insight into the original or certified copy of thdbcument from the Central Register of the
Commercial Court (hereinafter; CRCC) or other appaie public register, submitted by an
authorised person on behalf of a legal person, i@t not be older than three months of its issue
date.
Identification of the client- legal person, inclgde

 the firm, residence, unique registry number, tagntification number (hereinafter:
PIB) of the legal person opening the account, distabg business relations, or the
person on whose behalf the account is being opémesiness relation established or
transaction executed;

« category and purpose of transaction;

« date of opening of the account or establishingriass relationship;

 date and time of executing of such transaction;

« amount of transaction;

« way of executing a transaction.

Capital market participant may establish and vettify identity of the client — legal entity and
obtain data from the article 71 item 1 of the Lamd &y having insight at CRPS or o other
appropriate public register . At the statement fittvn register into which insight has been made
the date and time, as well as the name of the pavbo had an insight is stated.

The data from article 71, items 2, 7, 9, 10, 11, 112 14 of the Law capital market participant

obtains by having insight into the originals orified copies of documents and other business
documents. If by insight in certificate and docutseis not able to obtain the data needed,
missing data is obtained directly from the agenauthorised person, by insight into documents
and business documents which is presented by asgdoperson. If the missing data, for

objective reasons, may not be obtained in the ghest manner, authorised person is obliged to
determine them by written statement of authorisadqn.

If an reporting entity, when establishing and wénify the identity of a customer, doubts the

accuracy of obtained data or veracity of documants other business files from which the data

101



have been obtained, he shall request a writteers&att from the agent or authorised person
before establishing business relationship or exega transaction.

Capital market participants may refuse to estabbskiness relationship with the client or

executing of such transaction, if regardless ofngakneasures from this article, there are still
serious doubts about identity of the beneficiataoeer.

Article 7.
During identification pursuant article 6 of thessstruction capital market participants on shall
take following procedures:

a) before establishing business relationship or exegutansaction determine and verify
the identity of a client and identity of beneficmlvner on the basis of documents, data
and information enabling determination of the idgrit doubtless and assertive way;

b) taking measures enabling checking and determiningecship structure of the client and
real control over the client in order to determigentity of the beneficial owner client;

c) obtain and keep data and documents in order tdlesttadentity and risk factor of a
customer;

d) constantly monitor business relationship with thent, including transaction during that
relationship (are they adjusted to the kind of bess and risks regarding client and
information about that customer) keeping recordsonitoring business relationship;

e) If possible, before establishing business relatigmwith the client, establish reasons for
terminating contracts with other participant on tagital market;

f) During executions transactions of customer whal@&niified with technology help that
not include direct contact, enforce procedures ématble previous authenticity checks
verity of instruction transaction and authentiafytheir applicators.

Article 8.
Person who receives instruction on behalf andHeraccount of the capital market participant is
obliged to identify the customer (employees inlihek office).

Article 9.
If client changes a bank, employee is obliged tiermeine if there was any transaction through
the account of the previous bank, if individual roultiple related transactions exceed legally
prescribed census.

It is considered that employee has acted in acocsdavith the paragraph 1 of this article if it
obtained statement about stated facts.
When customer during execution of the transactimnghanging bank and the amount of
transaction below 15.000 € employee is obligedeepkrecords and deliver all needed data to
authorised person.

Article 10.
When customer manages non-money transactionsamsférs of securities without payment, as
pursuant contract on gifts, resolutions on inhadéand other resolutions and decisions of the
courts, the procedure is as follows:

a) for transfers pursuant enforcement statementghef courts on inheritance in
accordance with the law and certified contractsgdits within first and second
inheritance line, employee is not obliged to delidata to the authorised persons;



b) for transfers pursuant contracts on gifts whEeson giving and person accepting a
gift are not within first or second line of inhetitce, employee is obliged to register
the client and all needed data deliver to the aigbd persons;

Article 11.
During establishing business relationship or exagutransaction by agent or authorised person
(agent), capital market participants are obligefiémtify authorised person,( agent, attorney) and
client on whose behalf and for whose account theowat has been opened or transaction
executed, solely on the basis of personal and angtiblic certificate that are:

- Certificate properly issued by state body withigittown competence, or institution or
other legal entity within transferred public autibyand

- Written authorisation- power of attorney, certifiby notary, consulate, court or state
administration body.

If, during establishing and verifying the identdf/a authorised person, an reporting entity doubts
the accuracy of the obtained data and especiattases when:

- Written authorisation was given to the person whilentially does not have close
relations (family, business etc.) with the custonter perform transaction using
customer account;

- When financial state of the customer is known, fumdls at the customer account or
regarding to this account are not adjusted toihantial state;

- When during business relationship with customeicastsome unusual transactions;

he is obliged to obtain his written statement.

Capital market participants can refuse to estaliishiness relationship with the client or to
execute specific transaction if, regardless ofrtigkineasures prescribed by this article, there are
still serious doubts about identity of beneficiabtomer.

Article 12.
To determine politically exposed persons and membegtheir close family and close associates
by Law, Capital market participants may act on sofrte following ways:

e) By filing the written form by the customer;

f) Collecting information from public sources;

g) Collecting information based on insight on dataglsathat includes the lists of politically
exposed persons\(orld Check PEP Lisktc).

Procedure of determining close associate of paliticexposed persons is followed if the
relationship with associate is publicly known océ#pital market participant has reason to think
that relationship exists. Therefore, during deteing the persons who are considered as a close
associates of politically exposed persons, capitatket participants are not expected to take
active researching about this.

Before establishing business relationship withtjwalily exposed person, participant of securities
market is obliged to:
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— Collect data about founding sources and propertigchwhre object of business relationship,
transactions, from personal and another identiicadf customer, and if it is not possible to
obtain such a data from the statements submittede tare collected directly from written
statement of the client;

— Obtain written approval of responsible person adiogy to internal acts of the participant
before establishing business relationship withamst.

Approval of person responsible pursuant to art&cigem 2 is given in written, in printed or in
electronic form.

After establishing business relationship with pedily exposed person, members of his close
family and close associates by Law, Capital maplgticipants is obliged to keep records about
this persons and transactions which are taken balt&nd for the account of those persons.

After obtaining the approval from authorised persioere is no need for approval of executing
each transaction on behalf and for the accounhefdient, but capital market participant is
obliged to follow transaction with special attentiand other business activities by a politically
exposed person within organisation and, if needwdify authorised person in the shortest
possible deadline about those transactions.

It is considered that a need determined in theck® exists if transaction is not adjusted to the
sources of funds on client’s account.

The capital market participant are obliged to cadig update their lists of politically exposed

persons in order to implement procedures of enlthagstomer verification according to Law for

the client who, in time of establishing businedatienship were not politically exposed persons
according to Law.

The capital market participant are obliged to k#epdata about politically exposed persons in
electronic form.

Article 13.
In order to enable timely and proper deliveringlata to Administration for Prevention of Money
Laundering and Terrorist Financing in accordanceh® law, capital market participant, is
obliged to keep records about all persons and dddionis and to keep data and documents
regarding opening of the account, establishing nass relationship and execution of the
transaction in written and electronic form at letst years from the date of execution of such
transactions or termination of business relatigmshi

The authorised person of capital market participgdaity makes and in electronic form keeps
special records about persons and transactionarhaxceeding amount of 15.000 €.

Daily reports about persons and transactions dieeded once a monthly to responsible person
of capital market participant t, until"®f month for preceding month.

Article 14.
The data and information about transactions obththeing implementation of the Law on the
prevention of money laundering and documents mlate suspicious transactions and
accompanying information is considered a secretiarkkpt apart from the rest of data and
documents.
Degree of secrecy, depending on kind of data amdirdents, is determined by the authorised
body of the capital market participant t as:
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- ,business secret’: limited access for authoriseds@g members administrative and
supervisory bodies and managing bodies and em@ogeeapital market participants or
other persons;

- ,confidential“: limited access for authorised parsand members of administrative and
supervisory bodies and managing bodies.

- ‘“top confidential“: limited access for authorise@érpons and members of administrative
bodies.

Access to secret data that are considered as mgsgssecret”, ,confidential“, top confidential”

may be provided, beside authorised person, todhsop to whom the license has been issued by

authorised body of capital market participant, winay not be a client to whom data are referring
or the third person.
Article 15.

Petition for issuing a license to access to seda¢d is delivered to authorised person of the

capital market participant who is obliged to dectheut petition in the shortest possible period of

time and according to conditions referred to Law.

With decision from paragraph 1 of this article ayvah access to this data is determined.

Article 16.

This Instruction shall come in to effect the neaydollowing the date of its delivering to capital

market participants.

CHAIRMAN OF THE COMMISSION
Zoran Pikanovié, Ph.D

6. THE GUIDELINES ON DEVELOPING RISK ANALYSIS WITH A VIEW TO
PREVENTING MONEY LAUNDERING AND TERRORIST FINANCING

September 2009
In relation to the Article 8 paragraph 3 of the Lawthe Prevention of Money Laundering and
Terrorist Financing (Official Gazette of Montenedio. 14/07) and Article 2 of the Rulebook on
developing risk analysis guidelines with a viewpoéventing of money laundering and terrorist
financing (Official Gazette of Montenegro No.20, from™LWarch 2009)

The Administration for the Prevention of Money Ldening and Terrorist Financing established

The Guidelines on developing risk analysis witheawof preventing of money laundering and
terrorist financing

LEGAL FRAMEWORK

« Law on the Prevention of Money Laundering and Trestd-inancing (Official Gazette of
Montenegro No. 14/07)

* Rulebook on manner of work of the compliance offidtee manner of conducting the
internal control, data keeping and protection, nearsf record keeping and employees
professional training (Official Gazette of Montenedlo. 80 from 28 December 2008)
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* Rulebook on the manner of reporting cash transastixceeding €15,000 and suspicious
transactions to the administration for the preventbf money laundering and terrorist
financing (Official Gazette of Montenegro 79, fr@8rd December 2008).

* Rulebook on developing risk analysis guidelineshvat view of preventing of money
laundering and terrorist financing (official gazetf Montenegro, no. 20, from 17
March 2009)

This guidelines shall define closer risk factorsdzhon which the level of risk of a client, group
of clients, business relationship, transaction rmdpction relation to which the reporting entity
shall design internal procedure on risk analysis.

The APMLTF shall, in accordance with the Article, §&ragraph 1, item 8 of the Law on the
Prevention of Money Laundering and Terrorist Finagc(hereinafter: the Law), conduct
supervision on implementation of the Law and itgutations, within its established competences,
in accordance with the law on inspection contra amrelation to reporting entities from Article
4, paragraph 1, items 15:

16) humanitarian, nongovernmental and other non-poofjanisations, and

17) other business organisations, legal persons, eatreprs and natural persons engaged in an
activity or business of:

- sale and purchase of claims;

- factoring;

- third persons’ property management;

- issuing and performing operations with payment enediit cards;

- financial leasing;

- travel organisation;

- real estate trade;

- motor vehicles trade;

- vessels and aircrafts trade;

- safekeeping;

- issuing warranties and other guarantees;

- crediting and credit agencies;

- granting loans and brokerage in loan negotiatifmiraf

- brokerage or representation in life insurance effaind

- Organising and conducting biddings, trading in veod art, precious metals and
precious stones and precious metals and precionssproducts, as well as other goods, when
the payment is made in cash in the amount of €006d0 more, in one or more interconnected
transactions.

Basic principles of the fight against money laundéng and terrorist financing

1. Establishing and verifying client's identity \

Before establishing the business relationship aceting the business transaction, reporting
entities are obliged to collect necessary data dieat or to carry out client’s identification.

The client’s identification is a procedure whicllirdes:

1) establishing client’s identity, or if the cliemtidentity has been previously confirmed, to

conduct verification of client’s identity based anthentic, independent and objective sources;

2) collecting data on a client, of if these data ewllected, verification of collected data basad o

authentic, independent and objective sources.
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The reporting entity shall, for a client who is atural person, or its legal representative,
entrepreneur or natural person performing actwjtiestablish and verify client’s identity, by
insight into the personal identification documerits,client’'s presence and collect data from
Article71, item 4 of the Law. If the required datan not be established from the submitted
personal documentation the missing data are celleftom other relevant public document
submitted by a client.

The client’'s identity from paragraph 1 of this A&ld can also be established on the basis of
client’s qualified electronic certificate issued &yertificate service provider in accordance with
the regulation on electronic signature and elea@trbosiness.

The reporting entity shall, within procedure ofaddishing and verifying client’s identity, in
accordance with the manner prescribed by parageaphthis Article, register data on a client
from the qualified electronic certificate into datcords from Article 70 of the Law. The data,
which can not be collected from client’s qualifiekbctronic certificate, shall be collected from
the copy of personal documentation which a cliebingits, in written form, to the reporting entity
or in electronic form and if in this manner all végd data can not be obtained, the missing data
shall be obtained directly from the client.

The electronic service providers, from paragrapbf 2his Article, which issued the qualified
electronic certificate, shall upon the reportingjitgis request, without delay, provide data on the
manner in which they established and verified teniity of the client who possess the qualified
electronic certificate.

Establishing and verifying client’s identity by g&aof qualified electronic certificate is not
allowed in the following cases:

1) in the process of opening account at the repprntities from Article4, paragraph 2 items 1
and 2 of the Law, except when the client is opeméamgporary depository account for depositing
the nominal capital;

2) If there are suspicions that the qualified etadt certificate is misused, or if the reporting
entity establishes that the circumstances, whigh significantly influence on the certificate’s
validity, has changed.

If the reporting entity in the process of verifyimgd establishing client’s identity suspect the
validity of the collected data or authenticity obadiments from which the required data are
obtained, than the reporting entity is obligeddquire the written statement from the client.

The reporting entity establishes and verifies ¢lgeidentity from Article 71 item 1 of the Law
with insight into original or verified copy of thdocument from the Central Register of the
Commercial Court (hereinafter: CRCC)or other addédagpublic registry, which are submitted by
an authorised representative and on behalf ofetipa berson.

The document from paragraph 1 of this Article simalt be older than three months since the
issuance date. The reporting entity can estabhshvarify identity of a legal person and obtain
data from Article 71 item 1 of the Law and withigist into CRCC or other available public
registry. The reporting entity shall, on the cétife from the registry, which has been viewed,
write date and time and personal humber of a pergooh had insight into documentation. The
certificate from the business register shall be kepccordance with the Law.

The reporting entity shall obtain data, from Amidll items 2, 7, 9, 10, 11, 12, 13 and 14 of this
Law, with insight into original documents or veeii copies of the documents and other business
documentation. If it is not possible to establishtad with insight into certificates and
documentation, the missing data shall be obtainegttty from the representative or authorised
person.

If the reporting entity in the process of verifyiagd establishing client’s identity suspects the
validity of the collected data or authenticity @frtificates and other business documentation from
which the required data are obtained, than the rtiegoentity, before establishing business
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relationship or before executing the transactismbliged to require the written statement from
the representative or authorised person.

If the client is a foreign legal person, performimgsiness activities in Montenegro through its
subsidiary, than the reporting entity shall essbland verify the identity of the foreign legal
person and its subsidiary.

The reporting entity shall establish and verify ttentity of the legal representative and obtain
data from Article 71 item 2 of the Law. The datalsbe obtained with insight into the personal
certificate of the legal representative and in phesence of the legal representative. If it is not
possible to establish data with insight into peadarertificate of the legal representative, the
missing data shall be obtained from other publicutieents submitted by the legal representative
or authorised person.

If the reporting entity in the process of verifyirmgnd establishing identity of the legal
representative suspects the validity of the cadleéadata, than the reporting entities obliged to
require the written statement from the legal repméstive.

In case when the client’s identity can not be disladbdd or verified, the reporting entity can not
conclude the business relationship or executertiresaction. The reporting entity shall cease all
current business relationships with this client.

2. Implementation of the Law and standards \

The reporting entities, in the process of perfogniousiness activities for which they are
registered, are obliged to act in accordance wi¢ghadopted laws and by laws that regulate the
area of disclosure and prevention of money laundesind terrorist financing. Also, the reporting
entities shall ensure that required measures amparated into reporting entities performances
at all levels.

The legislation in the area of the prevention ofnmp laundering and terrorist financing in
Montenegro is harmonised with the relevant regotetiin the area of the prevention of money
laundering and terrorist financing.

1. Council Directive of 10 June 1991 on preventiontted use of the financial system for the
purpose of money laundering (91/308/EEC)

2. Directive 2001/97/EC of the European Parliament@frttie Council

Of 4 December 2001 amending Council Directive 98/B&C on prevention of the use of the
financial system for the purpose of money laundgrin

3. Directive 2005/60/EC of the European Parliamertt af the Council of 26 October 2005 on
the prevention of the use of the financial systentlie purpose of money laundering and terrorist
financing

4. FATF Recommendations (40+8+1)

5. The United Nations Convention against CorruptiohlGAC)

The Council of Europe through its MONEYVAL Commitealso accepts the mentioned
documents as referent in its evaluations.

3. Co-operation with the Administration for the Pretien of Money Laundering and Terrorist
Financing

In accordance with the Law, reporting entities @ottged to ensure the full co-operation with the
supervisory bodies. The obligation related to cerapion between the reporting entities and
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supervisory bodies is very significant in casespofviding required data, information and
documentation, that refer to the clients or tratisas for which there are reasons to suspect in
money laundering or terrorist financing. Also, tb@operation is necessary in case of giving
information related to behaviour or circumstandes tould be connected to, money laundering
or terrorist financing and that could harm the safstability and reputation of the financial
system of Montenegro.

Due to that the realisation of the internal progediwcan not, in any case, directly or indirectly,
limit the co-operation between the reporting eagitand the APMLTF or in any other manner
influence on the co-operation efficiency.

| 4. Adoption of internal procedure \

The reporting entities shall adopt the unique pgobf risk management in combating money
laundering and terrorist financing, and due td #dopt the internal procedures, particularly in
the area of: client’s verification, risk analysiecognising clients and transactions for whicheher
are reasons to suspect in money laundering aratiggrfinancing. It is particularly important that
all employees are informed about the procedureactt@n accordance with the procedures and to
use them in their daily work.

The content of internal procedures developed byeherting entities:

A) manner of establishing client’'s acceptability;

b) risk assessment of groups and clients;

¢) the manner of establishing the risk of produmt aervices, with the view of the prevention of
money laundering and terrorist financing;

d) manner of client’s identification;

e) client’s accounts and transactions supervision;

f) managing risks to which the reporting entities axposed, in the area of the prevention of
money laundering and terrorist financing;

h) training programs for employees.

| 5. Professional training

The reporting entity is obliged to provide, on riegubasis, professional training and qualification
of all employees that directly or indirectly perforactivities of prevention or concealing money
laundering and terrorist financing.

RISK ASSESSMENT

1. The purpose of risk assessment \

In accordance with the Law, the risk on money lauimd) and terrorist financing is the risk that
the client is going to misuse the financial systemMontenegro for money laundering and
terrorist financing or that a certain businessti@fghip, transaction or product is going to be
directly or indirectly used for money launderinglaerrorist financing.

The reporting entity shall, in accordance with tlagv and in order to prevent exposure to money
laundering and terrorist financing, make risk assent through which the level of client,
business relationship, product or transaction’osype to risk will be determined

The risk analysis preparation is a necessary pdiétion for performing the prescribed client’s
verification measures. The classification of therd] business relationship or transaction in one
risk category depends on the type of client’s veatfon which the reporting entity is obliged to



perform in accordance with the Law ( enhanced costalue diligence, simplified customer due
diligence and simplified customer due diligence)

2. Risk management policy and risk analysis \

The reporting entity or its management can, fontbeessity of more efficient implementation the
provisions of the Law and Guideline, before thé @malysis preparation, adopt adequate risk
management policy for the prevention of money lauwimd) and terrorist financing. The purpose
for adopting this policy is primary to determinegy the level of reporting entities, the areas of
business activities that are, due to possibilitynususe for money laundering or terrorist
financing, more or less critical, or for the refiogt entities to establish and determine the main
risks in this areas and measures for their solufitve reporting entities shall, during the process
of developing the starting basis for adoption thaicy for money laundering or terrorist
financing risk management, take into consideratienfollowing criteria that, in the process of
designing the policy, defines details on:

1. the purpose and aim of money laundering and tetrdinancing risk management and its
connection with the reporting entities’ businesasaand strategy,

2. the reporting entities’ areas and business prosdhsg are exposed to money laundering and
terrorist financing risks,

3. money laundering and terrorist financing risks lhkay business areas of the reporting
entities,

4. measures for resolving money laundering and testréiriancing risks,

5. the role and responsibility of the reporting eeitmanagement in the process of performing
and adoption of money laundering and terroristrfaiiag risk management.

3. Risk analysis preparation \

Risk analysis is a procedure in which the reporéintity defines:

- evaluation of probability that the reporting em®tifi business activities can be misused for
money laundering and terrorist financing

- criteria, based on which the certain client, bussnelationship, product or transaction will
be classified in to category of clients that arerenor less exposed to money laundering and
terrorist financing clients,

- establishing consequences and measures for effioi@maging of these risks.

The reporting entity shall, in the process of r@slalysis preparation, take onto consideration the
following criteria:

1. the reporting entity is obliged to develop the rigliteria so that the specific client,
business relationship, product or transaction ferd@ned in one risk category.
2. the reporting entity can, in the process of deteentisk category, in accordance with its

risk management policy, classify, on their owng tertain client, business relationship, product
or transaction category as the category exposa@ytorisk of the money laundering and terrorist
financing and perform enhanced due diligence,

3. the reporting entity may not, in the process ofedetning the certain client, business

relationship, product or transaction risk categdhgt are in accordance with the Law and
Guidelines determined as high risk clients, clgssff middle(average)or low risk clients.
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| 4. Preparation of risk evaluation

4.1. Initial risk establishment

The reporting entity shall, based on risk analygigpare the risk evaluation of each customer-
client, business relationship, product or transagtibefore closing business relationship or
executing business transaction it is necessary:

1. To establish client’s identification through obtdihdata that are required on client,
business relationship, product or transaction ghdradata which the reporting entity is obliged
to obtain.

2. to evaluate obtained data with the view of riskecra for money laundering or terrorist
financing (risk establishment)
3. to determine the evaluation of the risk of the ntliebusiness relationship, product or

transaction, which must be based on previously béskted risk analysis, through the
classification of the costumer, business relatigmsproduct or transaction into one of the risk
categories

4, performs measures of enhanced customer risk asdBshanced CDD, simplified CDD

and usual CDD)

4.2. Subsequent risk assessment

The reporting entity shall, within measures of laegwsupervision of the business relationship
with the costumer, verify, again, basis for thetiahievaluation of the costumer or business
relationship, by which the reporting entity evakdtthe costumer and if it is necessary, the
reporting entity shall define the new risk assesgmer subsequent risk assessment). The
reporting entity shall subsequently assess théaliniisk evaluation of a certain customer or

business relationship in the following cases:

1. if the circumstances, on which the evaluation ofeatain customer or business

relationship is based, has changed significantly;ifothe circumstances, that significantly

influence on the classification of costumer or hask relationship into risk category, change,

2. If the reporting entity suspects the validity otalébased on which a certain costumer or
business relationship has been classified int@peeific risk category.

5. Criteria for defining customer risk category

The reporting entity shall, in the process of definrisk evaluation of a customer, business
relationship, product or transaction, take intooart the following criteria:

1. type, business profile and structure of client

2. geographical origin of the customer

3. the nature of business relationship, product arstiation

4, Previous experiences of the reporting entity iatieh to a client.

In the process of defining customer risk categtivg,reporting entity can, besides the mentioned
criteria, observe other criteria for defining theveél of risk for a certain costumer, product or
transaction:

1. size, structure and business activity of the costunmcluding the scope, structure and
complexity of business activities which costumariea out on the market,
2. status and ownership structure of costumer
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3. costumer’s presence during the process of closinginbss activity or executing
transaction,

4, source of assets that are subject of the busiedstsonship or transaction in case if the
costumer is, in accordance with criteria prescribgdhe Law, defined as politically exposed
person

5. purpose of closing business relationship or exeoutf business transaction,
6. costumer’s knowledge on product and its experiemd¢egowledge on this area,
7. other information showing that costumer, produdransaction could have high risk.

6. Costumer risk categories

In relation to risk categories costumer, businesationship, products and transactions can be
classified into 4 main risk categories, as follows:

1. extremely high risk, due to which the busineith wostumer is prohibited,
2. high risk,

3. Medium (average) risk

4, Low risk.

6.1. Prohibition on conducting business activitigih a customer

Conducting business activities with the followingstumers is prohibited due to direct and high
risk on money laundering or terrorist financing:

1. customers (legal and natural persons and otheectshjthat are listed as persons against
whom UN Security Council or European Union measarestaken- these relevant measures are:
financial sanctions that include freezing assetsheraccount and /or prohibition on assets usage
(economical sources), military embargo which mearmhibition on arms trafficking with the
mentioned subject etc.

2. customers with the residence or head office inemitthat are not subject to the
international law or not internationally recognisedvereign states (these entities give the
possibility of fictive registration for legal permss, allow issuing fictive identification documents
etc.)

Prohibition on executing transactions and closingjfess relationship with a customer is applied
in the following cases:

1. transactions were intended to be sent to persossitjects against which UN Security
Council or European Union imposed measures

2. transactions that customer would execute on beadigherson or subject against which
UN Security Council or European Union imposed messu

3. business relationships that would be concludededralb of a person or subjects that are
listed as persons against whom UN Security Coumdiduropean Union imposed measures

6.2. High risk of money laundering or terroristaiting

6.2.1. Type, business profile and structure ofaustr

The high risk of money laundering and terrorisafining costumers is as follows:



Natural persons:

Customer is politically exposed person or persan ihacting or has been acting in the last year
on a prominent public position in a state, inclgdhis/her immediate family members and close
associates, as follows:

1. presidents of states, prime ministers, miniseard their deputies or assistants, heads of
administration authority and authorities of local/grnance, as well as their deputies or assistants
and other officials;

2. elected representatives of legislative authesijti

3. holders of the highest juridical and constitoélly judicial office;

4. members of State Auditors Institution or supremeit institutions and central banks councils;
5. consuls, ambassadors and high officers of aforeds, and

6. members of managing and supervisory bodiestefises with majority state ownership

Marital or extra-marital partner and children bamna marital or extra-marital relationship and
their marital or extra-marital partners, parent®thers and sisters shall be deemed immediate
family members of the politically exposed person.

A natural person that has a common profit fromdhset or established business relationship or
other type of close business contacts shall be ddexrtlose assistant of the politically exposed
person.

Legal persons:

a. customer is a foreign legal person that does notect or is not allowed to conduct
trade, production pr other business activitieshim ¢ountry in which it is registered (legal person
with head office in the state that is known asstiffre financial center and for which there are a
certain limitations when performing direct businesgistration in that country)

b. customer is fiduciary (trust) or other similar ccamp of the foreign legal person with
unknown or disguised owners or management team gaoyn of foreign legal person that
provides conducting business activities for thiedlgons i.e. companies established on the basis of
legal agreement between founder and manager tiatmggothe founder’s property, on behalf of
certain persons that are users or beneficiariésrather purposes( from private gained assets to
general assets that are not gained),

c. customer has a complicated status structure or leonmgwnership chain (complicated
ownership structure or complex ownership chaintdésaor does not allow establishment of the
beneficiary owner of legal person),

d. customer is organisation that, for conducting itsibess activities does not need or is not
obliged to get license from the competent supargisiody; or in accordance with the national
legislation customer is not subject to measuresetéction and prevention of money laundering
and terrorist financing,

e. customer is non profitable organisation (institati@ompany or other legal person or
entity established for publicly useful, charity pases, religious communities, association,
foundation, non profit association and other pessthiat do not perform economic activity) and
fulfils one of the following conditions:

1. has a registered office in the state known ashaffesfinancial center

2. has a registered office in the state know as filshioc tax paradise

3. has a registered office in the non EU member siatdid not sign EU pre accession
agreement
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4. among its members or founders is a natural or lpgedon which is resident of any of
the states mentioned in the previous item.

6.2.2. Geographical position of customer

The customers that present high risk from monegdating and terrorist financing are included
in customers with the permanent residence or mrgidtoffice:

1. in the state that is non EU member state or dicsigot EU pre accession agreement,
2. in the state that is, based on assessment ofcim@atent international organisations,
known for production or well organised drug traffitg (Middle and Far East countries known
for heroin production: Turkey, Afghanistan, Pakis&nd golden triangle countries (Myanmar,
Laos, Thailand), South American Countries knowndocaine production Peru, Columbia and
neighbor countries, Middle and Far East Countri€dentral American Countries known for
Indian hemp production: Turkey, Lebanon, Afghanisteakistan, Morocco, Tunis, Nigeria and
neighbor countries, Mexico),

3. state that is, based on assessment of the comp#tnnational organisations, known as
country with high level of organised crime due twraption, arm trafficking, human trafficking
or human rights violation,

4, state that is, based on assessment of the int@rahiorganisation FATF (Financial
Action Task Force) classified in to the non coofieeacountries or territories (that are countries
and territories that, according to FATF assessnukenhot have relevant legislation in the area of
prevention and detection of money laundering orotést financing, the state supervision of
financial institutions does not exist or it is metevant, establishing and acting of the financial
institutions is possible without state certificatgsregistration at the competent authorities estat
supports opening anonymous accounts or other anmungriinancial instruments, the system of
recognising and reporting suspicious transactisnsappropriate, the establishing beneficial
owner is not an obligation prescribed by the lamteinational co-operation is not efficient or
does not exists at all)

5. country against which UN or EU measures are imposefuding complete or partial
break up of economic relations, railways, waterwagst, telephone lines, telegraph lines, radio
and other communicational relations, breakup ofodiatic relations, military embargo, travel
embargo etc.

6. country which is known as financial or tax paradifee these countries it is particularly
important that they enable complete or partialfteg obligation, or tax rate is significantly lower
than tax rate in other countries. These countremlly do not have concluded agreements for the
avoidance of double taxation, or if they do sige #Hgreements, they do not obey them. The
legislation of these countries requires strict olesece of bank and business secrecy and also
quick, discreet and cheap financial services aowiged. Countries known as financial or tax
paradises are : Dubai — Jebel Ali Free Zone, GimaHong Kong, Isle of Man, Lichtenstein,
Macau, Mauritius, Monaco, Nauru, Nevis Island, dcel —Norfolk Area, Panama, Samoa, San
Marino, Isle of Sark, Seychelles, St. Kitts and Ne®t. Vincent and Grenadine, Switzerland —
canton Vaud and Zug, Turks and Caicos Islands, UB& — federal states Delaware and
Wyoming, Uruguay, British Virgin Islands and Vanuat

7. country known as offshore financial center (thesentries define certain limitations in
the process of direct activities registration o$iness entities in the country, provide high lefel
bank and business secrecy, liberal control overmational trade business is performed, quick,
discreet and cheap financial services and legabperegistration are enabled. It is significant tha
these countries do no not have adopted relevaistdégn in the area of prevention and detection
of money laundering and terrorist financing. Coiestknown as offshore financial centers are:
Andorra, Angola, Antigua and Barbuda, Aruba, Baheinigarbados, Belize, Bermudas, British
Virgin Islands, Brunei Darussalam, Cape Verde, Gaynslands, Cook Islands, Costa Rica,
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Delaware (USA), Dominica, Gibraltar, Grenada, Gseyn Isle of Man, Jersey, Labuan
(Malaysia), Lebanon, Lichtenstein, Macao, MadeiRorfugal), Marshall Islands, Mauritius,
Monaco, Montserrat, Nauru, Nevada (USA), The Né#mels Antilles, Niue, Palau, Panama,
Philippines, Samoa, Seychelles, St. Kitts and 8|eSt Lucia, St Vincent and Grenadines, Zug
(Switzerland), Tonga, Turks and Caicos Islandsguay, Vanuatu and Wyoming (USA).

Reporting entities should consider the followindehmational organisations as competent for
supervising the efficient measures implementatiothé area of prevention of money laundering
and terrorist financing and its harmonisation viitternational standards:

1. European Bank for Reconstruction and Development

2. Committee on the Prevention of Money. Laundering dwrrorist Financing of the
European Commission,

3. Financial Action Task Force on Money Laundering T\

4, International Monetary Fund

5. World Bank

6. The Egmont Group is an international network ofioral Financial Intelligence Units
specialized in the combating of money laundering tanrorist financing

7. Committee of Experts on the Evaluation of Anti-MgnLaundering Measures and the
Financing of Terrorism — MONEYVAL

8. International Organisation of Securities Commissifi®SCO)

9. The Committee of European Securities RegulatorsSRE

10. Committee of European Insurance and OccupationaiBes Supervisors(CEIOPS),
11. International Association of Insurance SupervigthsS).

6.2.3. Business relations, products and transastion

Business relations that could represent high risknoney laundering and terrorist financing
include:

1. business relations that include permanent and higbunt assets payment from the
costumer’s accounts, or towards credit or finanaialitution in non- EU member states, or
country which did not sign EU Pre-Accession Agrertneor business relations that include
higher payments to the customer’s account openededit or financial institution in non- EU
member states, or country which did not sign EUAtTeession Agreement,

2. business relations that a foreign credit finantiatitution or other fiduciary institution
performs, on behalf of the customer and as itsesprtative, with registration office in non- EU
member states, or country which did not sign EUAteession Agreement,

3. business relationships concluded without the semeglbus physical presence of customer,
and due to that the conditions for simplified CDig aot fulfilled,

Transactions that could represent high risk of igdaendering and terrorist financing include:

1. payment from customer’'s account or payment to costts account, which differ from
the account that customer provided in the procésdeatification of the account through which
customer regularly carried or has been carryinginess activities (particularly in case of
crossbred transactions)

2. transactions intended to be sent to a persons théthresidence or registered office in
country known as financial or tax paradise,

3. transactions intended to be sent to a persons thethresidence or registered office in
country known as off shore financial center,

4, transactions intended to be sent to non profit misgdions with the registered office in:
country known as off shore financial center, copktrown as financial or tax paradise or in non-
EU member states, or country which did not signfEe-Accession Agreement,
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6.2.4. Previous experiences of the reporting emtitih a customer

Customers that, regardless to the reporting estieXperience, present a high risk of money
laundering and terrorist financing are as follows:

1. persons in relation to whom, within past three geahe Administration for the
Prevention of Money Laundering submitted requestt@mporary suspension of a suspicious
transaction to the reporting entity,

2. persons in relation to whom, the Administration tlee prevention of Money Laundering
and terrorist Financing submitted request for ongomonitoring of customer’s financial
activities to the reporting entity

3. Persons for which, within past three years, theontémy entity submitted data to the
Administration for the Prevention of Money Laundhgriand terrorist financing, since, in relation
to that person or transaction that this person greg there are reasons for suspicion in money
laundering and terrorist financing.

6.3. Mediun(average)isk of money laundering and terrorist financing

Reporting entity classifies in the category of niédthverage) risk the customers whose business
relationship, product or transaction, based orGbiglelines criteria, can not be classified as high
or low risk customers

6.4. Low risk of money laundering and terroris@aficing

Reporting entity shall classify the following custers as customers with low risk of money
laundering or terrorist financing:
1. customers from Article 4, paragraph 2 of the Law

- companies for managing investment funds and branabfe foreign companies for
managing investment funds of other countries, @migs for managing investment funds of
member states that opened its branches in Montenegrwhich are authorised for direct
managing investment funds in Montenegro or thircspes that are, in accordance with the Law
that defines funds business activities, authortlsgdompany for managing investment fund to
perform certain business activities,

- companies for managing pension funds and branché@eign companies for managing
pension funds and insurance companies;

- companies authorised to deal in financial instrumemd branches of foreign companies
for dealing in financial instruments in Montenegro,

- insurance companies, authorised for dealing wife Ihsurance, branches of foreign
insurance companies, from third countries, autlkedrifor dealing with life assurance and
insurance companies from the member states, thettlgi or through branches deal with life
insurance in Montenegro, or other same institutidiiiling condition to possess registered office
in the member state or third country

2. state body, local government body or other legatsons performing public
competences
3. company whose financial instruments are acceptetl teaded at stock market or

organised public market in one or more member statel in accordance with EU regulations or
companies with registered office in the third coyrwhose financial instruments are accepted
and traded at stock market or organised public etarkthe member state or in the third country,
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under the condition that in the third country tleguests for data publication, in accordance wit
EU regulations, are in force.

CUSTOMER DUE DILIGENCE

1. Reqular customer due diligence

Customer due diligence is the key preventive elgénmienthe system of detecting money
laundering and terrorist financing. The purposelwsftomer due diligence measures is to credibly
establish and confirm the true identity of the oustr. Customer due diligence includes:
establishing and analysing the identity of a custignestablishing the beneficial owner of a
customer when the customer is a legal person anddta on the purpose and intended nature of
a business relationship or transaction and othtx, dia accordance with the provisions of the
articles 7, 15, 16, 17, 20 of the Law.

A reporting entity shall establish and verify custr’s identity on the basis of reliable,
independent and objective sources (by checkingipeopriate ID document).

It is forbidden to establish a business relatiomshicarry out a transaction in cases when it ts no
possible to identify the customer, or when the réipg entity has reasonabigounds to suspect
the authenticity or credibility of the data, or tHecuments used by the customer for proving
his/her identity, or when the customer is not readgoes not show readiness to cooperate with
the reporting entity in establishing the authersici complete data required by the reporting
entity when it applies customer due diligence pdoce. In such cases the reporting entity may
not establish a business relationship, or it steathinate the existing relationship or transaction
and notify the Administration for the PreventionMbney Laundering and Terrorist Financing on
the termination.

The reporting entity may shorten the customer dligedce procedure solely in those cases when
there are reasonable grounds to suspect that anoeistor transaction are related to money
laundering or terrorist financing.

The Law proceeds from the basic assumption thatioecustomers, business relationships,
products or transactions pose higher and others lpager risks of money laundering or terrorist
financing. Therefore for certain cases the Law @ibes especially strict customer due diligence
procedures, while for certain cases it prescrilaplffied customer verification measures.

2. Customer due diligence obligation

The reporting entity shall carry out customer diligehce in the following cases:

1. when establishing a business relationship withstarmer (a business relationship is any
business or contractual relationship establishecbacluded by a customer at a reporting entity
and it is related to carrying out the professiometivities of the reporting entity, for example,
investment contract, stock broker contract, finahcinstruments management contract,
customer’s access to the rules of investment fuadagement, etc.),

2. when carrying out any transaction in the amoun€ df5,000 and more, whether the
transaction is carried out in a single operatioinaeveral operations which appear to be linked.
Under the ‘transactions that are logically intédéd’ we consider the following:

- two or more successive, separated transactionsurging to more than € 15,000,
executed by a certain customer on behalf of theedhird person with the same purpose,
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- two or more transactions amounting to more tha®,0d0, executed by several persons
with family or business links, on behalf of the sathird person with the same purpose,

3. when there is suspicion about the accuracy or itgratthe previously obtained data on
the customer or the beneficial owner of the custpme

4, in all cases when there are reasons to suspec tihahsaction or a customer are related
to money laundering or terrorist financing, regasdl of the amount of the transaction.

2. Enhanced customer due diligence

When a certain customer, business relationshipymtoor transaction are considered as highly
risky for money laundering or terrorist financimgporting entities shall apply enhanced customer
due diligence measures. As highly risky for monaynidering or terrorist financing the Law
defines the following: establishing a correspondeldtionship with a bank or other similar credit
institution that has a registered office in a thilintry, business relationships established with a
politically exposed person and cases where th@mestis not present when the establishing and
verifying customer identity are made within the ligadion of customer due diligence measures.

2.1. Enhanced customer due diligence for politycalposed persons

According to the provisions of the Law politicalexposed persons pose high risk customers.
Therefore a reporting entity shall apply enhancad diligence measures in all cases when a
customer is a person defined by the criteria ofLae and the Guidelines as a politically exposed
person, before establishing a business relatiomshiixecuting a transaction.

Enhanced customer due diligence includes the ajglit of additional measures, such as:

1. collecting data on the source of the funds and entgpthat are or will be the
subject of the business relationship, or transagctio

2. mandatory obtaining of a written consent of a sigpaeesponsible person before
establishing a business relationship with suchoruost,

3. very careful monitoring of transactions and othesibess activities carried out
by a politically exposed person at the reportintitgrafter establishing the business relationship.

A reporting entity obtains information on whetherspecific person is a politically exposed
person or not on the basis of a signed writterestant fulfilled by a customer before establishing
a business relationship or executing a transact{@uestionnaire for identifying politically
exposed persons). The written statement has tcale im the mother language and in English.

The written statement has to include the followdaga:
QUESTIONNAIRE FOR IDENTIFYING A POLITICALLY EXPOSED PERSON

In accordance with the Law on the Prevention of Borhaundering and Terrorist
Financing (hereinafter: the LPMLTF, Official Gatetof Montenegro, No. 14/07),
(reporting entity) must establish tvbeta customer is a politically exposed
person when entering into a business relationshgxecuting transactions (Article 9 Paragraph 1
Item 2) with the customer .

A politically exposed persois any natural person who works or has worked mldst year in a
high-profile public position, including that perserimmediate family members and co-workers.
Immediate family members of a politically exposedrgonare spouses or cohabiting partners,
parents, brothers and sisters, as well as childzed their spouses or cohabiting partners.
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Immediate co-workers of a politically exposed persare all persons who have joint income

from property, an active business relationship ny ather form of close business contact.

Pursuant to the requirements of the LPMLTF, we kirglly requesting that you answer the

following questions.

1. Are you:
1. | a head of state? YES NO
2. | the head of a government? YES NO
3. | a minister or deputy or assistant thereof? YES NO
4. | Head of state administrative body or local admigatste body, oy YES NO
his /her deputy or assistant and other official?
an elected representative of a legislative body MiAd other YES NO
5. | person appointed or elected by the Parliament)
6. | a holder of the highest judicial and constitutionalrt functions YES NO
(judges, prosecutors, and their deputies)
7. | a member of a court of auditors or supreme audimsgjtutions| YES NO
and central bank governing board?
8. | an ambassador? YES NO
9. | A consul? (diplomatic agents)? YES NO
10. | a high-ranking officer in the armed forces? YE$ N
11.| a member of the management or supervisory boaedawimpany YES NO
under majority state ownership?
2. Are you:
1. | An immediate family member of the persons defimegdaint 1?
» Spouse of cohabiting partner YES NO
. Parent YES NO
« Brother or sister YES NO
« Child born in a marital or extramarital relationstind| YES NO

his or her spouse or cohabiting partner

2. | An immediate co-worker of the persons defined impd
Do you have joint income from property or an active

business relationship with the persons definede®ov| YES NO
» Do you have any other form of close business contac
with the persons defined above? YES NO
3. Have you:
In the last 12 months worked in any of the pos#ieat out in point 1? YES NO
Are you an immediate family member or co-workemgberson who has
worked in any of the positions, set out in poininlthe last 12 months? YES NO

If you have answered YES to any of the above qoestiyou are considered a politically expo
foreign person according to the law. We therefanelly request that you state the origin of fur
and property that are or will be the subject oflthsiness relationship or transaction:

sed
ds

I, the undersigned, hereby confirm that the abovetated data are correct and true.




Name and surname of person completing the questi@n

Customer's address Customer's data of birth

Place and date Signature of the customer

Name and surname of the bank employee

Place and date Signature of the bank employee

| hereby authorise the entering into a business rationship with a politically exposed
person.

Name and surname of the responsible senior staffbae

Place and date Signature of the respte
senior staff memb

In case of suspecting the accuracy of the datarmutan the statement the reporting entity can
additionally verify the information by checking thmublic and other data available to the

reporting entity (the reporting entity judges toigthextent it will consider the commercial lists,

i.e politically exposed persons data bases, credind relevant for enhanced customer due
diligence). Also, the data can be checked at: ctempestate authority, consular agencies or
embassies of foreign countries in Montenegro.

A reporting entity shall pay special attention toyaisk of money laundering and/or terrorist
financing that could result from technical devel@ms (ex. Internet banking) and put in place
policies and undertake measures for preventingiseeof new technology developments for the
purposes of money laundering or terrorist financifidie reporting entities’ policies and
procedures for the risk related to a businessioalstip or transaction with customers that are not
physically present, are also applied when doinginess with customers through new
technologies.

3. Simplified customer due diligence |

A reporting entity shall apply simplified customeue diligence in the following cases: when
there is insignificant risk of money launderingterrorist financing, when the data on a customer
which is a legal person or its beneficial owner mamsparent, or publicly available. This means

120



that a reporting entity in a certain case estabfisind verifies the identity of a customer, but the
procedure is simpler than the enhanced customeditigence procedure.

A reporting entity will not establish a businesktienship or execute a transaction before he/she
establishes all the facts needed for customelasskssment.

Simplified customer due diligence is not allowedenhthere is suspicion that a customer or
transaction are related to money laundering omtestr financing, or when the customer is,
according to the risk assessment, categorizechahaisk customer.

4. Customer due diligence conducted by third partie

When establishing a business relationship, a riejgpentity can, as a term prescribed by the Law,
entrust a third person with customer due diligepeedure, previously verifying has the third
person conducting customer due diligence procenhgeall the requirements prescribed by the
Law and bylaws.

A reporting entity verifies the fulfilment of theequirements by the third person in one of the
following ways:
1. checking public or other available data bases,
2. checking the documents and business documentatiovidpd to the
reporting entity by the third person, or
3. obtaining a written statement from the third persgnwhich the third
person guarantees to the reporting entity thathlee/las met the
requirements.

If the third person, instead of the reporting gntitas conducted enhanced customer due diligence
the third person is responsible for meeting thasiregqnents from the Law, including reporting
transactions obligation and the obligation of kegpiata and documentation.

Even though the third person has carried out ergthiccistomer due diligence, instead of the
reporting entity, the reporting entity is still psible for the implementation of enhanced
customer due diligence.

IMPLEMENTING THE MEASURES OF DETECTING AND PREVENTI NG MONEY
LAUNDERING AND TERRORIST FINANCING IN BUSINESS UNIT S AND
COMPANIES IN WHICH A CUSTOMER IS A MAJORITY SHAREHO LDER OR HAS
A MAJORITY VOTING RIGHT, AND WHICH HAVE A REGISTERE D OFFICE IN A
THIRD COUNTRY

A reporting entity establishes a system of condgctinique policy of detecting and preventing
money laundering and terrorist financing. For spalnposes a reporting entity especially pays
attention to implement the detecting and preventimgney laundering and terrorist financing
measures prescribed by the Law in relation to costodue diligence, suspicious transactions
reporting, record keeping, internal audit, nomimgitan agent, keeping data and other important
circumstances related to detecting and preventiogem laundering or terrorist financing to the
same, or similar extent in the business units amtipanies where the reporting entity is a
majority shareholder or has a majority voting ricgdmid which have a registered office in a third
country.
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If the implementation of detecting and preventingney laundering and terrorist financing in
business units and companies where the reportitity é8 a majority shareholder, or has a
majority voting right is entirely contrary to thegdislation of the third country where the business
unit or company have a registered office, the r@pgrentity shall notify the Administration for
the Prevention of Money Laundering and TerroristaRcing and take the appropriate measures
for eliminating the risk of money laundering orrtgist financing, such as:

1. putting in place additional internal procedures fmeventing, or diminishing the
possibility of abuse for the purpose of money laarim or terrorist financing,

2. carrying out additional internal control over tleporting entity’s business operations in
all the key areas that are most vulnerable to mém@ydering and terrorist financing,

3. establishing internal risk assessment mechanisms céotain customers, business
relationships, products and transactions,

4. implementing strict policy of classifying customerscording to the degree of risk related
to them and consistent implementation of the memsaccepted on the basis of that
policy,

5. additional training of the employees.

The Administration shall:

- ensure that all business units and companieseatherreporting entity is a majority shareholder
or has a majority voting right, and which have gistered office in a third country and their
employees get introduced to the policy of detectamgl preventing money laundering and
terrorist financing,

- ensure, through the director of the businessswantd companies where the reporting entity is a
majority shareholder or has a majority voting rigtite internal procedures of detecting and
preventing money laundering and terrorist financit be substantially integrated into their

business processes,

- conducting ongoing monitoring of the appropriatel effective implementation of detecting and
preventing money laundering and terrorist financimgasures in the business units and
companies where the reporting entity is a majaiitgreholder or has a majority voting right, and
which have a registered office in a third country.

MONITORING OF CUSTOMER BUSINESS ACTIVITIES

l. The purpose of customer business activities monitiorg

Regular monitoring of the customer business a@its the key for efficiency determination of
proscribed measures implementation in the area afewn laundering and terrorism financing
detection and prevention. The purpose of custorasinBss activities monitoring is to determine
the legitimacy of the customer business and tofywéhie compliance of the customer business
activities with provided nature and purpose of bess relation which the customer concluded
with compliance officer, or with customer’s regulscope of work. Monitoring of customer
business activities is divided into four differesgtgments of customer’s business with compliance
officer as follows:

1. Monitoring and verification of customer’s businessnpliance with provided nature and

purpose of business relationship;



2.

Monitoring and verification of the customer’'s rasmes origin compliance with the
supposed resources origin which the customer stathdn setting up business
relationship with compliance officer;

Monitoring and verifying compliance of customer'susiness activities with the
customer’s usual scope of work;

Monitoring and updating of collected documents dath about the customer.

Measures of client’s business activities monitoring

1. In order to monitor and verify the compliance afstomer’'s business activities with the
supposed nature and purpose of business relaticchwie customer concluded with reporting
entity, the following measures are used:

a)

b)

Data analysis on purchase and/or selling of firgrnstruments or other transactions for
specific time period with the intention to determiwhether, in relation to specific
financial instruments purchase or selling or arlyeottransaction, there exist possible
circumstances for suspicion on money launderingaartdrrorism financing. Decision on
suspicion is based on suspicion criteria determibgdthe list of indicators for
recognising customers and transactions with wHignet exist reasons for suspicion on
money laundering, and/or list of indicators foraguising clients and transactions with
the view on reasons for suspicion on terrorismrfaiag,

Drafting new customer risk assessment and/or upglatievious customer risk level.

2. The following measures are used for monitorimgl aerification of customer business
activities compliance with customer’s usual scopleusiness activities:

a)

b)

Monitoring of financial instruments purchase antlirsg value, and/or other transactions
above the specific limit — it is the decision o&theporting entity what would be the
specific limit for specific customer above whictetbusiness activity of the customer
would be monitored. The same is applied for eveist@amer individually bearing in mind
in particular the risk based category of custorfar &fficient application of this measure
the reporting entity may establish adequate inféionasupport),

Analysis of specific purchase or selling of finaddnstrument, and/or other transaction
with the view of suspicion on money laundering aedorism financing when the
number of selling or purchase of financial instrmtseexceeds certain amount. Analysis
of suspicion of financial instruments purchaseeadlirey and/or other transactions is based
on suspicion criteria determined in the list of igadors for recognising suspicious
customers and transactions and/or list of indisatfmr recognising customers and
transactions with the grounds for suspicion ororesm financing.

3. For monitoring and updating of collected docuteeamd data about the customer:

yearly customer analysis (simplified and deep aswhl),

yearly customer analysis (simplified and deep aswlal), when there exist a doubt on
authenticity of previously received data aboutdhstomer or about the real owner of the
customer (if the customer is an legal entity),

verification of customer data or of customer’s leggresentative in the court registry or
any other public registry,

. verification of received data within the premiselué customer or it's legal representative

or assignee,
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e. verification of list of persons, countries and atleatities subject to application of UN
Security Council measures or EU.

. The scope of customer’s business activities moniiog

The scope and intensity of customer’s business/iie monitoring depends on risk based
approach level of specific customer, and/or categtion of the customer into specific risk
category. Adequate scope of monitoring dedicatedhusiness activities of specific customer
understands following:

1. In the case when dealing with highly risk customedetermined monitoring measures of
customer’s business activities leveled as higtslly the reporting entity applies at least once a
year. When dealing with highly risk customer thpoming entity regularly, at least once a
year, conducts measures of repeated yearly custamadysis (simplified and deep and usual),
if certain requirements, determined by the Law,eghlasen met.

2. In the case of medium (average) risk customer —réporting entity applies determined
measures of monitoring customer’s business a&#viit least once in three years. In the case
of medium (average) risk customer the reportinghemegularly, at least once a year, applies
measures of repeated yearly customer analysis l{Bedpand deep and usual), if certain
requirements, determined by the Law, have been met.

3. In the case of law risk customer the reportingtgmgularly, at least once a year, applies
measures of repeated yearly customer analysigrifio requirements, determined by the
Law, have been met.

Customer’s business activities’ monitoring is nequired, if the customer did not carry out
business activity (purchase and selling of finanicistrument or other type of transaction) after
concluding business relation. In this specific cteereporting entity would apply measures of
monitoring business activities of the customereraftonducting the first following purchase or
selling of financial instrument, and/or performiting following transaction.

In accordance with the policy of money launderimg &rrorism financing risk based approach
the reporting entity, in internal document, is wsjion to decide for more frequent monitoring of
business activities of specific customer, thanrieiteed in the Guidelines and is also in position
to establish additional measures to assist mongodf customer’'s business activities and to
determine the legitimacy of customer’s businesiwitiess.

DATA DELIVERY

1.Notification on cash transactions

In case when specific customer carries out a gasisdction with the reporting entity, amounting
to €15 000 and above, the reporting entity is &atol, in accordance with the Law, immediately
after the transaction has been carried out, ard/tme frame of three working days after the
transaction has been carried out, deliver datdisrspecific transaction to Administration for the
Prevention of Money Laundering and Terrorism Fiagcby fulfilling the form provided in the
Rule Book on the Manner of Reporting Cash TraneastExceeding the Value of €15 000 and
Above and Suspicious Transactions to the APMLFTfi¢lad Gazette MN no.79. dated: 23,
December 2008.).

Cash transaction is every transaction involvingrépg entity accepting cash from the customer
(coins and bank notes), and/or delivers cash tcctistomer amounting to €15 000 and above,
regardless the value, that the reporting entitgikexs from the customer and/or delivers to the
customer.
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2. Notification on suspicious transactions

2.1. What is suspicious transaction?

The provisions of the Law determine that everyseation may be treated as suspicious if being
by its nature, scope, complexity, value and linkaswal, and/or without clearly visible economic
or legal ground, and/or are not in accordance odigproportion with usual and/or foreseen
business of the customer and other circumstanceddtion to status and/or other characteristics
of the customer. Specific transactions of the austoand specific business relations as well may
be treated as suspicious. The suspicious grader@fit customer, transaction or business relation
is based on suspicion criteria determined in th& bf Indicators for Recognising Suspicious
Clients and Transactions when there grounds fgpisiost on money laundering, and/or in the
List of Indicators for Recognising Suspicious Cteeand Transactions when there grounds for
suspicion on terrorism financing. Indicators aresibaguidelines to employees/compliance
officers when recognising suspicious circumstanoe®lation to specific customer, transaction
carried out by the customer and/or business reldiaving concluded, therefore all employees
with the reporting entity need to be familiar witficators in order to be able to use them in their
work. When deciding whether the transaction is ®imps the compliance officer needs to
provide any professional assistance to other ereplay

Employees with reporting entity determining thatrth are reasonable grounds for suspicion on
money laundering and/or terrorism financing needatfy the compliance officer for money
laundering prevention or his/her deputy about fleisnding. The reporting entity needs to
organise the procedure of suspicious transactipartiag between all organisational units and
compliance officer, in accordance with the follogiiimstructions:

1. precisely determine the manner of data deliverit@ephone, fax, secure electronic
manner etc.),

2. determine the type of data being delivered (dataiabustomer, reason for suspicion on
money laundering etc.),

3. determine the manner of co-operation between osgtohal units with compliance
officers,

4. determine the manner of treating customer whenARBILFT is temporarily blocking
transactions,

5. determine precise role of compliance officer whegporting suspicious transaction,

6. prohibit data discovery about the situation thatadanformation or documents is or
would be reported to the APMLFT,

7. determine measures related to continuation of lkgsimelation with customer (temporary
ceasing of business relation, ceasing of businglssion, performing measures of deep
customer analysis and detailed monitoring of futbusiness activities of the customer
etc.).

Notification on suspicious transaction needs talbkvered to APMLFT before carrying out of
business transaction was performed (telephone,ofagsome other appropriate manner). The
notification needs to contain specific time framithim the transaction, reported to APMLFT, is
supposed to be performed. In the case of tempaatification, compliance officer may deliver
the information on suspicious transaction to thélAPT in electronic manner (over secure web
page of the APMLFT, fax) or over telephone, btl$o needs to be delivered in written form, the
latest on the following working day.
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PROFESSIONAL IMPROVEMENT

The compliance officers department responsible Homan resources, in co-operation with
compliance officer needs to create the programrafegsional preparation and improvement in
the field of prevention and detection of money Eenng and terrorism financing, for each
calendar year, the latest till the end of the figsarter of business year. The program needs to
contain:

Content and scope of educational program,

The goal of educational program,

The manner or accomplishing educational prograacfimg, workshops, practices etc.),
Group of employees the program is dedicated at,

Duration of educational program.

AN N NN

APPLICATION
These Guidelines are enforced on the day of signingnd would be applied from 25,
September 2009.

Number:
Podgorica, 14, September 2009.
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6. Rulebook on Indicators for recognising suspiciousustomers and transactions

In accordance with the article 46 of the on thev®ntion of Money Laundering and Terrorist
Financing ("Official Gazette of the Republic of Menegro ", No. 14/07), The Ministry of
Finance adopted

Article 1
The list of indicators for recognising suspicioustomers and transactions is closely defined by
this Rulebook.

Article 2

The list of indicators for recognising suspiciousstomers and transactions is printed together
with this rulebook and it makes the integral pdiit,as follows:
- List of Indicators for banks,

- List of Indicators for capital market,

- List of Indicators for the Customs Administration,

- List of Indicators for the Department of Public Revenues,
- List of Indicators for leasing companies,

- List of Indicators for auditors,

- List of Indicators for accountants,

- List of Indicators for lawyers and

- General indicators.

Article 3

This Rule book shall come into force on tHeday after it is published in the “Official Gazette
of the Republic of Montenegro” “.

No : 02-

Podgorica, 7 October 2009

Minister of Finance

dr Igor Lukse

LIST OF INDICATORS FOR BANKS

CASH TRANSACTIONS

1. Depositing or converting into another curreremgé amounts of small denomination bills into
large denomination bills especially if it is ousief the normal course of business of the
customer.

2. Frequent payments or numerous bank notes thétadtered or damaged.

3. Single payment of a large sum of money on arowtc of an natural person that is
automatically withdrawn from the account.

4. Multiple deposits of small amounts on an accafiran individual which are transferred to one
account

5. Paying taxes with large amounts of cash..

6. Repeated (consecutive) conversions of large ata@mi money into foreign currency.

7. Purchasing financial instruments (securitiesyiance policies) in large amounts for cash.

8. Customer conducts cash transactions which dghtlgl below the legally determined
maximum in order to avoid the reporting requirement

9. Customer conducts transactions which are undsuhim. .



10. Transaction involves non-profit or humanitar@ganisations without an obvious economic
purpose, or where there is no logical relation leetwthe purpose of the organisation and other
entities involved in the transaction.

UNUSUAL CHANGES ON THE ACCOUNTS

11. Opening accounts for which the signature aitth@® given to persons that have signature
authority in several companies, especially ifcbepanies are related

12. Opening accounts with the signature authoritgmto the persons that are neither family nor
business related.

13. Opening accounts of legal entities on whichodép are made that are not in accordance with
the scope of business of the customer

14. Transactions that are not economically justifie

15. Transactions related to payment operationegércountry and abroad that are outside normal
activities of the customer with regard to the go@isounts, business partners, scope of turnover,
etc.

16. Frequent advance payments

17. Providing illogical information on the transactto bank officials.

18. Frequent ordering of traveller's checks, freqtissuing of letters of credit for large sums of
money.

19. Short term inflows of a large sum of moneyamaccount of the customer that has been
inactive for a long time or payment on an accaéurn off-shore region

20. Multiply transactions carried out by severdfetent persons to one account and without the
clear purpose.

21. Flow of large sums of money from one accoumirtother within a closed group of people

22. Attempt to open an account under a false name.

23. Accounts on which several small sums of money @deposited and there is one time
withdrawal of a large sum..

24. Transactions involving several accounts, sofwehich become inactive for a long time.

25. Depositing a higher amount of cash as deposittfe purpose of obtaining credit, and
afterwards an unexpected request form a custonmEtof the credit before the deadline

26. Customer deposits considerable amounts on@uacand gives an order to a bank for the
amounts to be transferred on the accounts of & grteaber of persons, especially in cases when
there is no rational explanation or economic jigstfon for such transactions

27. Frequent transfers to huge and rounded amounts.

28. Frequent transactions on the basis of advamgengnts or advance returns that are
substantiated by a customer with the non- executi@ommercial contracts.

29. Transfers of huge amounts in foreign countfiem the account of a customer when the
account balance originates from numerous cash depwsdifferent accounts of customers at one
or more banks.

30. Small enterprise operating on only one locatp@nrforms transactions of depositing or
withdrawing funds in more branches of the same buailich could be evaluated as impractical
for that enterprise.

31. Considerable increase of the amount, or freqjueh cash deposits or withdrawals from the
account of an enterprise whose activity is prowdiprofessional and consulting services,
especially when the deposited funds are immediatahsferred on other accounts.

32. Transactions between private and business atoban enterprise, which do not indicate to a
clear economic justification.

33. Transactions including withdrawal of funds saafter the funds have been deposited at
reporting entity (only through an account), wheis tlapid withdrawal of funds is not justified in
the business activity of a customer.
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34. Unexpected/ sudden paying off a debt withazgravincing explanation.

35. Loans granted by off-shore companies.

36. Unexplained electronic transfers of funds loystomer.

37. Accounts are used for receiving or paying ajéhamounts, but they do not show so called
normal activities related to the operating, suchf@sexample, payment of salaries, paying bills
etc.

38. Transactions with a country that is considexgdhon-cooperative by Financial Action Task
Force (FATF) or business relationships with cust@amehose permanent residence is in such
countries.

39. Issuing payable guarantees by a third partyiowk to the financial institution, which do not
have a clear relationship with a customer or a geadon for offering such guarantees.

40. Transfers of huge amounts of money with insimns to pay of the funds to the beneficiary in
cash.

41. A great number of different individuals payingdeposits on the same account number.

42. Depositing or payment of the higher amountshef effective money (in Euro currency or
other foreign currency) which significantly diffelom the customer’s usual transactions because
they are not in accordance with incomes or custengatus, particularly if the transactions are
not typical for the business activities of a custom

43. Considerable increase of the amount, or frezyueh cash deposits or withdrawals from the
account of an enterprise whose activity is prowdiprofessional and consulting services,
especially when the deposited funds are immediatahsferred on other accounts

44. Trade or conversion of numerous traveller ctseok securities for cash, especially if those
transactions are not typical for a customer.

45. Frequent transactions based on the or retuadwdince which customer explains with non
completed contracts.

46. Customer carries out transactions that inchedleral intermediaries or accounts, especially if
the customers who are carrying out those transactioe citizens of countries that do not apply
regulations from the prevention of money laundeanga or where very rigid laws on bank and
business data secrecy are in force.

47. Transactions that are recognised as suspitipiamployees with the bank, in accordance
with their experience and knowledge.

48. Safe deposit box is only used by a person eeéfes an authorised person in the leasing
contract and this person requires cancelling ostfe deposit box leasing contract.

49. Frequent remittance, domestic and foreign, nraler amounts and ongoing- connected
transactions, with the purpose of concealing théamount of assets in transaction.

50. There are no evidence on transactions (datender), or provided evidence for transaction
does not correspond to the swift message and athtx for payment (contract, invoice,
preliminary calculation,, annexes to a contract et

51. Politically exposed persons are carrying oaingactions with countries which are is
recognised as non cooperative by Financial ActiesKTForce (FATF), or establishing business
relationships with clients whose place of residerde these countries.

BEHAVIOUR OF CUSTOMERS AND EMPLOYEES

52. Customers open accounts or conduct transactiorthe branch offices which are not
economically or geographically justified

53. Customers conduct transactions through seaecalunts in several branch offices without the
real economic or other reason.

54. Customers are nervous. They avoid answeringtigms related to the transactions. They
assume a defensive posture. They are reluctantadide identification. They provide false
documents or data.



55. Transactions with large amounts of money cotedliby public officials, clerks or employees
or political exposed persons that are not in aced with their income or position.

56. Customer asks for assistance to complete tbentkents while opening an account or he can
not provide the necessary information.

57. Customer does not know or is unable or unwgllia provide information concerning the
nature of the business or about the owners ofitime f

58. Documents do not show clearly the identity whers and/or authorised persons to represent
the firm.

59. Representatives of a business that is registenerritories of so called high risk countrias o
off-shore regions want to open an account.

60. Founders of the company are identified as sigs by law enforcement or other sources.

61. There are valid reasons to believe that thengttddl documents to open an account are forged
or their authenticity can not be verified.

62. Customer insists that a transaction is condyatemptly.

63. Customer offers statements that the moneyeenchnd that it is not laundered without being
questioned in this regard.

64. Customer refuses to show personal documents

65. Customer asks questions about certain factshwoint to his desire to avoid the reporting
requirement.

66. Customer shows only copies of his personal miecits.

67. Customer attempts to prove his identity usiogies other documents that are not usual
personal documents..

68. The customer’'s documentation does not contgilaldata such as phone number and address
etc

69. The customer’s personal documents are newemashtly issued.

70. Customer has never been employed, and owngleoaisle funds on the accounts.

71. Customer holds open accounts in few branchéeeofame bank, deposits cash on each of
them, and the sum of payments is a considerable one

72. Customer often deposits funds for which he/stiates that they originate from asset sale,
while the existence of the asset is questioned.

73. Authorised persons for disposing of the fundstlee account of an enterprise refuse to
provide complete data on business of the enterprise

74. Customer makes cash deposits on the accotig/bér enterprise with the purpose of paying
for “founder’s loan” or “increase of founder’s desit.

75. Customer withdraws high sums of money fromabeount on which significant funds have
been transferred on the basis of a credit grantam fa country that does not implement the
regulations from the prevention of money laundedrgp.

76. Customer transfers funds on the account inuatep his/her enterprise has not had business
relationship or receives remittances from businestities he/she had no connections and
previous transfers

77. Orderer or the user/beneficiary of the remitais the citizen of the country that does not
apply regulations from the prevention of money tenng area, or which is on the consolidated
list of the Sanctions Committee on the basis of &8durity Council Resolution 1267.

78. Customer carries out transactions with persmmsompanies registered in the countries
known as narco-countries and through whose teyrit@rcotics are distributed, or where very
rigid laws on bank and business data secrecy doxdn.

79. Customer — a legal person, submits a loan egijaih, despite the fact that the economic and
financial standing indicators do not imply the cusér’'s need for a loan. The funds from the loan
are afterwards transferred on the accounts in fashafre bank, or in the favor of a third party, or
are used without clear purpose.
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80. When carrying out a transaction, a customsujigervised by a third person.

81. Customer frequently deposits or withdraws fuimd¢he amounts that are somewhat lower
than the threshold required for identifying andamting.

82. Customer requires the business relationshipegoterminated and to establish a new
relationship with a bank in his own name, or in the@me of a family member, with no
documented traces left.

83. Customer frequently (in a short period of tim& cash dispensers withdraws cash in the
amounts that are under the threshold requiredifmtifying and reporting.

84. Customer carries out transactions in high atsoand through an account that has been
inactive for a long period of time and possiblyagvorder for closing an account.

85. Customer frequently deposing assets, clairthiag it derives from property sale while the
existence of this property is disputable.

86. Customer has unusually good knowledge of Iggalisions related to the prevention of
money laundering and terrorist financing and re@pgrsuspicious transactions, very “gabby” in
relation with topics referring to money launderiagd activities of terrorist financing, rapidly
confirms that the assets at his/her disposal deafi¢ and not laundered.

87. Politically exposed persons frequently depogitash (in high amounts), and the origin of
money is not known or can not be established.

88. Natural person issues order to a bank to tearsfsets to a third person without evidences on
the purpose and intention of this transfer.

89. Customer opens account as natural person shehed an authorised person of a legal person
but provides personal documentation issued in cimsntvhere dual documentation is still valid
(states which do not exist but documents they lisstged are still valid) and now he appears as
non resident.

ELECTRONIC FUNDS TRANSFER

1. Customer transfers large amounts of money abrodth eash payment order to the
foreign entity.

2. Customer receives large amounts of money, fromigoréocations, that contains cash
payment orders.

3. The amount of electronically transferred assetsuisof usual business transactions of
that customer.

4, Customer carries out fund transfer towards courkiesnyn for drugs production and

export .

5. Customer carries out transactions within countkieswn for high level of bank and

business secrecy, except when there is about éesitiiat have accepted international standards
on prevention of money laundering.

6. Customer carries out electronic fund transfer amfrfree or off shore zone, even if this
activity is not usual for customer’s business atitis.
7. Customer carries out fund transfers (in/ffrom) asdaapurpose for transaction states

different derivative financial instruments (optiofigtures...)
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LIST OF INDICATORS FOR CAPITAL MARKET

INDICATORS OF SUSPICIOUS TRANSACTIONS AT THE STOCK EXCHANGE
BUSINESS

WHILE OPENING AN ACCOUNT

1. When a customer expresses unusual requesteqritvacy protection, especially with regard
to the data related to his identity, type of indysassets or business.

2. When a customer refuses or avoids showing tiggnoof funds for each transaction with the
value exceeding 15.000 Euros or when there arengsofor suspicion that the funds were gained
from illegal sources.

3. When an employee estimates that a customer baokeansaction into several separate
transactions in order to avoid identification.

4. When a customer pulls from giving a payment ond@rder to avoid identification after he has
been told in accordance with the law provisions Hisidentity should be checked.

5. When a customer is not interested in the comanis®other expenses and the risks to the
transaction.

6. When a customer conducts a transaction as dmrisdd person and he does not want to
identify the entity in the name of which he conduitte transaction, especially if the entity resides
and has the main office out of the Republic of Mmeigro territory.

7. When a customer cannot explain the nature dbidaness industry.

8. When a customer has several accounts undemathe same, or several sub accounts under
different names for no particular reason.

9. When a customer is from or has an account irctlitry, which has been identified as a risk
country, because it does not apply the standartteimrea of the detection and the prevention of
money laundering.

10. When a customer has been convicted for theirinoffenses involving the payment
operations, the economic activities and dischargiffigial duties.

WITH REGARD TO CONDUCTING THE TRANSACTION

11. The transaction a customer wants to conduabti$n accordance with his financial status or
the course of business.

12. Customer shows interest in purchasing secsifitielarge amounts without special analysis or
broker's or investment manager's advice, and suchnaaction does not have a clear financial
purpose.

13. The transaction a customer wants to conduebisf a kind that he would be expected to
conduct, because the transaction has unclear purpmsl is conducted under unusual
circumstances.

14. Customer purchases securities from numerousiatin the banks

where he previously deposited cash, especiallygffinds were deposited in amounts which are
slightly under the reporting threshold.

15. Customer conducts transfers of monetary fundsegurities from one account to other
account, none of which is connected to the customer

16. Customer's account shows sudden inflow of nampeunds, especially if the customer's
account has previously been inactive, or depositsiat in accordance with his financial status.
17. Customer's account shows inflow of monetarglfufiom the accounts in the countries which
are risky because they do not apply standardsdratha of the detection and the prevention of
money laundering.



18. Customer's account shows major inflow of mayefiands while the securities account does
not undergo any changes.

19. Customer attempts to create an image of radetin securities, but instead he conducts
fictitious or simulated trade in securities.

20. The proposed transaction is financed by thermational wire transfer of money, especially
from the countries without an efficient anti-morayndering system.

21. Announced block trade in shares at price slalvan the market ones, when buyers are
unknown or newly formed companies, and particuldhly companies registered on offshore
territories.

22. Customer invests in prime and very promising sharhout expressing an interest in the
results, or suddenly and without purpose sellstzes.

23. Customer often changes brokerage houses in an &ffoonceal the scope of his/her business
and the financial standing.

24. Trades and transactions carried on through a bagkedealer house that has previously been
punished by the Securities Commission for irregatanndue carrying on business.

25. Trade in securities with a planned loss, when #goousr frequently purchases securities and
soon after sells them below cost.

26. Trade in shares that have been the subject ofterlaon the basis of granted loans to the
share owners.

27. Customer has poor reputation; he/she is known Hffegdl activities from the past or
connections with persons related to illegal adésit

INDICATORS OF SUSPICIOUS TRANSACTIONS FOR CUSTOMS
ADMINISTRATION

IMPORTER/EXPORTER/GOODS

1. The business has previously committed Custooiation.

2. The business was founded recently and condwsttiestantial import/export operations over a
short period of time.

3. The business uses services of a suspiciousisgipptransport company.

4. The business is known to have financial problems

5. The business is not specialized for trade biyt @ccasionally conducts trading.

6. The business that is specialized in importingexporting products from certain countries
changes the source of procurement or destinatitisgiroducts.

7. The business chooses to change location of tisto@s examination.

8. Goods are imported from a country known as thece or transit country for narcotics.

9. The business is not registered in the Custogistes.

10. Goods are imported or exported in an usualdirect manner.

11. The value of goods are similar to or lower thattransport costs?

12. The number of the seal does not agree withihger written in the customs documentation.
13. The seals are either impossible to identifthey are perfectly clear.

TRAVELLER / VEHICLE

1. There is a failure to properly declare curreacygoods to Customs authorities in accordance
with the law.

2. The appearance of the traveler is not in acomelaith the purpose of the stated travel.

3. If traveling by public conveyance there is a wragy ticket.

4. Traveler is using a leased vehicle.
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5. Driver is extremely cooperative or offers infatmon without being asked.

6. The traveler's passport has recently been issued

7. The traveler always uses the same flight orchdlee

8. The traveler gives a vague or incomplete expiamaf the purpose of the travel and the date
of return?

9. The travel destination is known for being a seulocation for narcotics or other illegal
activities.

10. There any indication of modification remodelimgchanges to the vehicle that may signal
secret compartments.

INDICATORS OF SUSPICIOUS TRANSACTIONS FOR THE TAX A DMINISTRATION ‘

CASH CONTRARY TO REALISATION

1. It is used in accounting for large enterprisdslavselling goods (services). Transaction is
usually conducted, turnover is reported even ipagment was made at all. The same pattern is
used for business expenditures. Activities withalegppearance through which cash could be sent
to the business account are for example: food manksness, restaurants and hotels, bars, night
clubs, etc. For example, it also happens that iddatl payments of daily earnings are conducted
even when the industry is not performed.

KEEPING RECORDS ON SUPPLIES

2. Accounting on cash is usually combined with diegpKeeping records on supplies belongs to
the system based on realisation. Each abnormaddeeror drop of figures related to the supplies
should be examined.

BALANCE SHEET (ASSETS, FUNDS, LIABILITIES AND CAPIT AL)

3. Balance sheet represents the reflection of #ieevof the capital that is engaged in certain
business, loans, as well as data as to who thé&anedre, retained profit that represents business
pre-history of the company, assets engaged intthsiness, etc. It should be determined who
participates in the ownership and loans. Theréways suspicion in case the balance sheet is not
in accordance with the tax returns.

METHODS OF LIVING COSTS AND THE METHOD ON NET VALUE AND DEPOSITS

IN THE BANKS

4. How much money does the taxpayer spend, whdrbedearn the money and what does he do
for living? If he cannot prove that the assets weiel from the business revenues, then there are
other sources of funds. If the total bank depositseed the reported turnover and the taxpayer
cannot prove where the money came from, the redsomonduct examination appears
immediately. In general, whenever the source oflfucannot be proved the examination should
be conducted.

CASH

5.Turnover gained in cash has tendency to be usdtid new investments, or for personal needs,
and the next step would be to send the money mekfirm from which it can be used without
raising suspicion, i.e. that the source of moneylmaexplained easily.

RECEIVABLES

6. Balance due, especially a large one, shouldkamimed. This refers particularly to the buyers
that are not related to certain business. Thisllysteveals some private activities that have been
conducted through that business.
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LIABILITIES TO CREDITORS AND SUPPLIERS

7. Loan given by a shareholder to a firm is showpayable loan. It is always suspicious when
capitalized firms, which have inappropriate statfidasic funds according to the balance sheet,
convert loans into share capital.

EXAMINING TURNOVER ON THE ACCOUNT

8. Was cash recorded in the turnover and was capbsded in the banks together with the
checks? If not, check the account in the bankstdymotential unusual transactions, check the
goods that was taken for personal use and wheltosetamounts were included in the total
turnover.

BAD DEBT

9. Examine major and unusual items in the acco(witie-off) and check whether they were
previously reported as revenues. In case of writiifidrom the account of a shareholder, taxpayer
or foreigner that is subject to examination, exation should be obligatory.

TRAVEL EXPENSES AND ENTERTAINMENT EXPENSES

10. Are they business oriented or in favor of aashalder or an

employee? Are expenses for purchasing luxuriousnoodities related to business needs or in
favor of the owner?

TRANSACTIONS WITH CONNECTED PERSONS

11. Compulsory examination, especially with largem$é that have their own accessory

companies located in foreign countries. Also, & tnds are obliged to be transferred to other
persons, it is particularly important to examinemB whose the owners of which are both

directors or clerks, because there are transachetseen two parties (owner and firm) and it

should be examined whether they are treated inrdanoe with «arms length transactions« i.e.,
under the reasonable conditions as if the pantieslved in the transaction are not connected at
all.

INDUSTRY MARGINS
12. Use of substantially lower or substantiallyitd@gmargin than
normal for the industry.

HIGH RISK LEGAL ACTIVITIES (RELATED TO THE BANKS — CONTRACTS ON
FORFEITING, FACTORING, ETC.) AND THE FINANCIAL DERI VATIVES
(FUTURES, OPTIONS AND SIMILAR CONTRACTYS)

13. High Risk activities are included in the ligidause the bank with

claims enters into the risky situation while colieg debt from the third person (person liable to
perform the obligation assigned) — forfeiting, be firm in case of factoring. Payment of claims
does not depend on the bank or the firm, but oarexertain event that was not known when the
contract was signed. They are used mostly whileveléthg equipment (export) or constructing a
building, so called “turn key” operations.
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INDICATORS LIST FOR LEASING COMPANIES

1. Customer submits request for approving finanigaking and given data are incomplete or
incorrect with obvious intent to conceal the basformation related to identity of customer or its
business activity

2. Transactions for which directors or owners gfalepersons, or persons on whose behalf the
transaction was carried out, never appears in pensb even to sign the contract on financial
leasing but instead of them this is done by othersgns possessing a special (ad hoc)
authorisation. All this is activities are performedth excuse that can not be checked (iliness,
unspecific obligations etc.) or give authorisattonthe third persons in order to avoid direct
contact with employees with the leasing companies.

3. A request for financial leasing which seems siifiable due to the purpose of equipment or in
relation to the business activity of a customer @gample: obvious disproportion between the
size of investment and type of business of leastagiver or in case when the equipment that is
purchased by the contract on leasing is not apjatepto customer’'s business activity or to
business activity which the customer plans to parfo

4. Distributor of the leased equipment performdigldelivery

In order to avoid the amount of transaction thastibject to report that must be delivered to
APMLTF . In case when distributor, in co-operatinith the receiver of leased equipment,
delivers equipment through few leasing companiethyé aim of removing the risk it is important
to establish the following: that the delivered ¢umént is completed or that delivered goods is
supplement of the previously imported equipmentcivhihe receiver already uses (for example:
spare parts for current maintenance).

5. Equipment leasing Business when the equipmenifésed for price that significantly differs
from the real market price.

6. Distributor of the leased equipment neitherhis manufacturer nor it is known as seller of
goods or equipment that is the subject of leasing.

7. Leasing business of second hand equipment shatti connected with the regular business
activity of leasing equipment distributor and dhlaftor is not involved in selling this type of
equipment (neither new nor second hand equipment)

8. Leasing business for which the third party pdegi guarantees (assurance, mortgage, deposit
etc. sl.) and when the connection between leasieg and the person offering guarantees is not
clear as well as the reasons why the guarantdeigd to the leasing user.

9. Leasing business in which there is a provisiomepurchasing leased equipment by distributor
and it is offered by distributor spontaneously amtler non-market conditions, and specially
when distributor of leased equipment is not famii@athe leasing company.

10. Receiver or distributor of leased equipment illimgly provides information on itself, its
business activities or business relations with rotleasing companies, especially when
concealment of these information disables accedsetter conditions for concluding leasing
business.

11. Customer with no justifiable reason communigatéh leasing companies or its subsidiaries
that are away from the company’s register office.

12. Customer, with no real reason, performs paynfemh another subsidiary /the account
different than the account defined in the origicahtract.

13. Customer submits request for approving leasinthe basis of guarantees issued or for which
asset cover is provided by bank of suspicious swlyebank from off shore country. Bank from a
country through which drug trafficking is caringtar bank from a country where regulations on
the prevention of money laundering and terrorisafficing are not applied .

14. Customer offers, with no justifiable reasorfferg participation in leasing business and it is
significantly higher than the amount that is usatahe leasing market.
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15. Customers that are carrying out leasing busiméth cash payments or checks rather than
transactions through the bank account

16. Customer pays its debt by a leasing contratit agsets transferred form abroad and from
accounts opened in banks situated in countries eviieg standards on the PML/TF are not
implemented or from countries where the strict lafjions on bank and business data secrecy and
confidentiality are in force.

17. Customer deposits high amounts of cash ascimatiion for getting leasing and afterwards
unexpectedly pays off the rest of its debt befbeegayment deadline.

18. Customer signs the contract on financial lepsiocompanied by a person that obviously
supervises customer’s behavior or insists thabtlsness should be done quickly.

19. Customer provides only copies of documents #rat necessary for customer’s personal
identification or documents issued abroad anduthemticity can not be easily confirmed due to
justifiable reasons.

20. Customer possess unusually good knowledgeguiations related to PML/TF and reporting
suspicious transactions, customer is very talkdtivelations to the topics on money laundering
and financing terrorist activities and confirmsakly that his/her assets are “clean” and that they
are not “laundered” .

INDICATORS LIST FOR AUDITORS

1. Customer is not familiar with its business aindain be concluded that the customer does not
performs its business at all or performs it in vi@mjited range.

2. An Auditor is not allowed to check business pe&® or production facilities of a customer and
it can be concluded that the company is fictitious

3. Complicated organisational structure of the omapon which, in relation to its business
activity, is not efficient and due to that it inst economically justifiable

4. A legal person is established with no particolgjustifiable business reason.

5. An orderer pays in advance for the businessthatnot been contracted yet, and it is less
likely that it will be realised.

6. High, unclear oscillations in incomes or unukuaigher incomes than business expenditures.
7. Customer, contrary to its business practiceyireg from an auditor to perform, on his/her
name and account, a transaction for a customer

8. Unusual transactions, most often with connegteisons or persons that are different than
usual customers (for example: payments to natenaons).

9. There are no evidences on transactions (infeomatlarifications), or those evidences are not
satisfactory.

10. Booking transactions on the basis of unautbemttl incomplete documentation

11. Transactions with legal persons in which idgnif beneficiary owner is difficult to establish.
12. Cash based business mainly appears at thegdegsdn that conducts business activity for
which cash payment is unusual type of realisatfdiusiness transaction

13. Payment for undefined actions or paymentsdlif&r from usual payments.

14. Enormous delay when opening account of legedqme (account of legal person is opened
much later that the time when legal person wadbksied)

15. A legal person is founded without economic oeas

16. Often trips abroad that are, with the view tasihess activities of the legal person,
unnecessary or to be more precise unusual

17. Legal person possess several recorded individuresactions that are, with the view on other
transactions, unusually high.

18. Executing cash transactions below the thredlooldhich an identification is prescribed. .



19. Cash business is mostly performed below thestuid for which an obligation to be reported
to the Administration is prescribed.

20. Concluding contracts on life insurance, witle @hot premium, and early termination of
contract without justifiable reason

21. Opening numerous accounts without clear econoreigal justifiability and business
activities are done through these accounts, contoathe regulations, they are not presented in
balances.

22. Conducting business activities with entitiemnfrcountries through whose territory narcotics
are distributed, or that do not apply regulatiors1f the prevention of money laundering and
terrorist financing area .

LIST OF INDICATORS FOR ACCOUNTANTS

LIST OF INDICATORS FOR RECOGNISING SUSPICIOUS TRANSACTIONS FOR
LEGAL AND NATURAL PERSONS THAT PROVIDES AUDITING SE RVICES

1. Customer performs recapitalization of the lesgity without economically justifiable reason .

2. Customer, without established reason, does e business account not even after one year
from the date of registration into the Central Regi of Commercial Court and it is known that
this legal entity performs business activities.

3.Customer, without economical or legal justifioati opens or has numerous accounts, or
performs business activities through those accotim$ are not, contrary to regulations,
presented at the balance.

4. Customer does not possess records of regularploged persons or contracted employees
what is unusual for business activity which thggleperson performs.

5. Customer is not sure where its business docwatientis stored.

6.Customer often and with no basic reason, chapge®n(s),that for him/her conduct auditing.
7. Customer, contrary to business practice, regdimm accountant to perform, on his/her name
and account, a transaction for a customer .

8. Termination of the contract on co-operation tueequirements for additional explanation of
realisation(or announcement of realisation) of aiarttransactions, without any established
reasons.

9. High, unclear oscillations in incomes or unulguaigher incomes than business expenditures
10. Insufficiently explained short term income,tttsain the amount 10 times higher than average
monthly realisation in the previous year, for tlzeng business activity, and it is done without
increase in the scope of business activities.

11. Debt and obligation write offs that amount 1686ustomer’s assets.

12. Customer’s Business activities with entitiesrfrcountries through whose territory narcotics
are distributed, or that do not apply regulatiors1f the prevention of money laundering and
terrorist financing area ..

13. Customer’s Business activities with entitiemrfrcountries that are known as “tax paradises”
(for example: payment for consulting services oynpants for examining entities that do not
conduct trade or production activities in the staltere they are registered)

14. Inflows from foreign accounts or outflows tadmn accounts where customer does not have
any business partners.

15. Frequent, illogic payments to daughter companydifferent connected companies or
payments to natural persons.

16. Executing cash transactions below the thredioolthich an identification is prescribed .

17. Cash based business is mostly performed bélevihreshold for which an obligation to be
reported to the Administration is prescribed
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18. Early cash repayments of credits or loans .

19. providing loans for shareholders or employe®bthat is contrary to regulations

20. Payments for undefined services .

21. Concluding contracts on life insurance, witle @hot premium, and early termination of

contract without justifiable reason

22. There are no clear evidences on transactiortsansactions are executed without a clear
purpose.

23. Increase of share capital for companies witlaglgitional registration at Central Register of

the Commercial Court.

24. Customer, user of auditing services, conducksiniess activities that include significant

number of cash transactions or cash amounts.

25. Customer, user of auditing services, uses caxrgtiucture without obvious business or any
other reason, especially when the beneficiary owhéne company can not be established.

26. Customer, user of auditing services, has gsstered offices or performs high risk business
activities or business activities in high risk ctrigs.

LIST OF INDICATORS FOR LAWYERS

General data on customer, its documents and iptenti

1. Customer avoids the meeting and identificatioperson breach the business relationship with
a lawyer when he/she becomes informed on idertiificabligation

2. Customer breaches business relationship by @asdlion(since he/she is authorised
representative) because of the request for additiexplanations or additional documentation,
without obvious reasons

3. Customer’s phone is turned off or it is estdigi that customer’'s number does not exist at all .
4. Customer uses fictitious name or address

5. Customer possess unusually good knowledge amatéans related to reporting suspicious
transactions, and confirms quickly that his/heetsare “clean”

6. Customer unwillingly provides information onelf its business activities or business relations
with other persons (legal or natural), especialhew concealment of these information disables
access to better conditions for concluding speciiatracts.

7. Customer provides only copies of documents #rat necessary for customer’'s personal
identification or documents issued abroad anduthemticity can not be easily confirmed due to
justifiable reasons.

8.Customer offers much more money for the servViaeis provided to him/her than it is usual for
that kind of business.

9. Customer requires advise on conducting spdeifial business that is connected with criminal
act. Criminal

10. Customer is a citizen of country through whteseitory narcotics are distributed, or its
registered office, or address, is in a country twas not apply regulations from the prevention of
money laundering and terrorist financing area .

REAL ESTATE TRADE

11. Customer sold a real estate within a relatigblgrt period even if in the process of sale it is
obvious that this sale will be a business loscfmtomer.

12.Customer,in a short period, conducts numeroushpses without any economically or legally
justifiable reasons.



13. Customer requires conducting trade contradisgin amounts (where the customer appears as
buyer) and after realisation of the first part @intracted business transaction, aborts trade,
specifically requires breach of the contract eéhis known that the customer possess enough
financial assets for realisation of the trade @mitrCustomer consciously losses certain financial
assets, without any economically or legally juabife reasons, by this act.

14. The pre-contract requires from lawyer statiigpbportionately higher prices than market
prices

Disposing customer’'s money — securities or othep@rty. Disposing customer’s bank account,
savings or share trading account

15. In the process of planning transaction, custgitans to make deposits at numerous accounts,
(with the same bank but different subsidiaries iffexknt banks), and than the total amount of
payments, that is a significant sum, to transfezduntries that do not apply regulations from the
prevention of money laundering and terrorist finagarea .

16. Transactions with country that is designatgdrinancial Action Task Force (FATF) as non-
cooperative or business relationships are estaulislith entities whose place of residence is in
the mentioned countries.

17. Frequent unusual transactions, often with persioat differ from regular customers.

18. Customer’s Business activities are performeti emtities from countries that are known as
“tax paradises” (for example: payment for consgltaervices or payments for examining entities
that do not conduct trade or production activitiethe state where they are registered)

19. Customer, contrary to business practice, reguiom lawyer to perform, on his/her name
and account, a transaction for a customer

20. There are no clear evidences on transactiortsansactions are executed without a clear
purpose.

GENERAL INDICATORS |

1. Customer brings high amount of cash and interekécute a transaction.

2. Customer’s business transactions are not inrdanoe with customer’s known income or
position.

3. Customer provides unclear explanation on itsa®of incomes or cash which he/she uses in
business transactions.

4. Customer claims or states that the origin obines or cash is illegal

5. There are data that customer is allegedly iramin for illegal activities .

6. Customer requires to pay in installments in ptdeavoid cash payment in the amounts which
are slightly under the reporting threshold.

7. Customer requires that the report on cash tctinsashould not be composed or rejects to
execute transaction after receiving informatiort thare is reporting obligation. .

8. Transaction that customer executes is not inrdance with his/hers usual business practice.
9. Customer intends to buy property or conductrmss on behalf of another person for example:
acquaintance or cousin (besides its suppose ).

10. Customer does not want that his/her hame @rded in any document that could connect
him/her in relation with the certain business teantion.

11. Customer provides inadequate explanation whgs d®/she, in the last moment, changes
names of persons that are used in relation withrémesaction.

12. Customer negotiates on performing businessdrket price or price higher than required but
demands that lower price should be provided in dbeuments, and he/she is paying price
difference underhand

13. Customer pays advance in a high amount of calshe the rest of it is financed from an
unusual source or offshore bank.

14. Customer buys property, especially real esthteslly (without seeing or checking it).
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15. Customer buys property or invests in real-edbaisiness in a short term period and acts as
very interested in location, status or projectegesses for repairing the property.

16. Customer performs real-estate business (bug#iling, replacing) in cash and for the benefit
of himself/herself, members of its family and thgekrsons, in the amounts exceeding 150.000 €.
17. Customer would like to know more about unusals of .

18. Customer does not want to identify itself iseaf real-estate trade in cash or identifiesfitsel
with counterfeited data or documents.

19. Customer that is known from the public lifeybueal estates in high amounts and the value
of the bought property differ from his/her incontatss.

20. Customer that purchases real estates is a yoerspn and it is obvious that this customer
disposes luxurious status symbols (expensive adid@sp motorcycles, vehicles, watches etc. ).
21. Customers that are residents or non residemthase real-estates for domestic legal person
even if it is obvious that the purpose of realdesteade is purchasing real-estate for non resident
natural person.

22. Customer natural or legal person asks or egedwénsactions on real estate for natural or
legal persons, residents or non residents, treafram off shore destinations or for off shore
companies and also from countries known for nacsdistribution and production narcotics or
countries that do not apply regulations from thevpntion of money laundering and terrorist
financing area .

23. Payments of high amount insurance premiums.

24. The insurance user requires cash payment foeynform insurance or return of insurance
premium in case that there is a high amount of mone

25. High insurance amounts for number of insurgmieies, that are concluded in short time
period, are paid in cash.

26. It is suspected that insurance policies arecladed on fictitious names, names of other
persons or fictitious addresses.

27. One person owns numerous insurance policiegedsat different insurance companies,
especially if insurance contracts were concludeal short time period.

28. Insurance policy owner makes changes at insaranntract and requires insurance policy
with higher premium or to change monthly policy pents to annual policy payments or
insurance at fixed premium, and it is not in acamak with its income status.

29. Cancelling insurance policy soon after conclgdinsurance policy contract soon after
concluding insurance policy contract, especiallewkhere is large amount premium.

30. Customer demands compensation from insuranoegynthat is demanded on the basis of
compensation in case of cancellation of policy werpaid amount of insurance premium to be
paid off to a third party or transferred to the @aat of natural or legal person on the territory of
the state where are applied high standards in th@ af money laundering and in which are
prescribed strict regulations on confidentialitylaecrecy of bank and business data.

31. Customer accepts unfavorable terms of insureoc#act, with regard to his health condition
and age.

32. Companies that are owners of insurance poljgson behalf of their employees unusually
large insurance premiums or cancel policies in @iyt time period from the date of concluding
insurance contract

33. Companies purchase insurance policies for #mmiployees, and number of employees is
lower than number of purchased policies: polices iasued even for persons that are not
employed in company.

34. Insurance contract is concluded by person wdwwiez! out illegal activities in past or
insurance contract is concluded by person thatomes manner can be connected with these
activities.

35. Contractor insurance or the insured insistsamsaction secrecy, i.e. not to report the amount
of the insurance premium or the amount of the &nsce to the APML despite the fact that it is a
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statutory obligation of the insurer. A customereatpts, by plead or bribe, to convince the
employees in the insurance company to represehiehimterests which is against the law.

6. EXTRACTS FROM THE CRIMINAL PROCEDURE CODE OF MONTEN EGRO
(Official Gazette of Montenegro, no. 57/09, Auguslt8, 2009)

Provisional Seizure of Property Gain and Financialnvestigation for the Purpose
of Extended Seizure of Property
Article 90
(1) In the procedure conducted for the criminaénéfe for which the Criminal Code provides
for a possibility of extended seizure of propengni the sentenced persons, their legal
successors or persons to whom the sentenced péraomsransferred their property who are
not able to prove the legality of its origin, anggnds of suspicion exist that the property in
question was illicitly acquired, the court mayla proposal of a State Prosecutor, order the
property to be provisionally seized.
(2) The State Prosecutor shall initiate a finanitiaéstigation by way of an order against the
suspects or accused persons for the criminal offesferred to in paragraph 1 of this Article,
their legal successors or persons to whom the stsspe accused persons have transfered
certain property.
(3) During the financial investigation, evidenceakhbe collected on the property and
revenues of suspects or accused persons, their dageessors or persons to whom the
accused persons have transferred property thabegsred in the period prescribed by the
Criminal Code.
(4) In the procedure of provisional seizure of mmyp referred to in paragraph 1 of this
Article, provisions of the law regulating enforcameproceedings shall be applied
accordingly, if provisions of the present Code dbprescribe otherwise.

Criminal Offences for Which Measures of Secret Surgillance May Be Ordered
Article 158

The measures referred to in Article 157 of the gmésCode may be ordered for the following
criminal offences:
1) for which a prison sentence of ten years or eersevere penalty may be imposed;
2) having elements of organised crime;
3) having elements of corruption, as follows: moleyndering, causing false bankruptcy, abuse
of assessment, passive bribery, active briberg|aiare of an official secret, trading in influence
as well as abuse of authority in economy, abusmnadifficial position and fraud in the conduct of
an official duty with prescribed imprisonment semte of eight years or a more serious sentence.
4) abduction, extortion, blackmail, meditation irogtitution, displaying pornographic material,
usury, tax and contributions evasion, smugglindawful processing, disposal and storing of
dangerous substances, attack on a person actargdfficial capacity during performance on an
official duty, obstruction of evidences, criminasaciation, unlawful keeping of weapons and
explosions, illegal crossing of the state bordet smuggling in human beings.
5) against the security of computer data.

Extended Effect of an Appeal
Article 401
An appeal filed in favour of the defendant due he state of the facts being erroneously or
incompletely established or due to the violationthegf Criminal Code shall be deemed to contain
an appeal against the decision concerning the mainsianction and forfeiture of the property gain
referred to in Article 389f the present Code.



Motions to Indict in the Summary Proceedings
Article 447
(1) The criminal proceedings shall be institutecbrughe bill of indictment of the State
Prosecutor, a subsidiary Prosecutor or upon ateraetion.
(2) A bill of indictment and a private action shak submitted in the number of copies as
needed for the court and for the accused person.

Detention in the Course of the Summary Proceedings
Article 448

(1) For the purpose of an uninterrupted condudhefcriminal proceedings a detention may
be ordered against a person against whom thergrsuamded suspicion of having committed
an offence if:

1) if s/he is in hiding or his/her identity canrfmé established or if there are other
circumstances indicating a risk of flight,

2) if special circumstances indicate that s/heldd@mhplete the attempted criminal
offence or perpetrate the criminal offence he tleesito commit.
(2) Before a bill of indictment is submitted, a el#ion may last only for the time necessary
to conduct evidentiary actions, but no longer thght days. The Panel (Article 24,
paragraph 7) shall decide on an appeal againging an detention.
(3) From the moment a bill of indictment is submiittuntil the conclusion of the trial, the
provisions of Article 179 of the present Code shwlapplied accordingly in respect with
detention, and the Panel shall review every morttletiier the grounds for detention still
exist.
(4) When the accused person is in detention, thethall proceed as expeditiously as
possible.

Instituting Prosecution
Article 449

(1) If a criminal charge was submitted by an infuggarty and the State Prosecutor fails
within a term of one month to prefer a motion tdiat, or to notify the injured party of the
dismissal of the criminal charge, the injured pathall be entitled to institute a prosecution
in the capacity of a prosecutor by submitting adfiindictment to the court.
(2) If in the case defined in paragraph 1 of thidiode, the injured party waives the
prosecution, or it is considered according to ldattthe injured party has waived the
prosecution, the State Prosecutor may, irrespedaiivéhe conditions prescribed for the
reopening of the proceedings, reopen the procesdihghe criminal charge of the injured
party has not been dismissed.

3. CONFISCATION OF PROPERTY WHOSE LEGAL ORIGIN HAS NOT BEEN
PROVED
Request for Confiscation of Property and Contents foRequest
Article 486
(1) After the finality of the judgment finding thaccused person guilty of the criminal
offence for which the Criminal Code prescribes plossibility of extended confiscation of
property from the convicted person, his/her legatcessor or the person to whom the
convicted person has transferred the property dmm aannot prove the legality of its origin,
the State Prosecutor shall, at the latest withimymar, submit the request for the confiscation
of the property of the convicted person, his/hgralesuccessor or a person to whom the
convicted person has transferred the property faclwthere is no evidence on the legality of
its origin.
(2) The request from paragraph 1 of this Articlalkltontain the data on the convicted
person, his/her legal successor or the person ¢tanwhe convicted person has transferred the
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property, indication of property to be confiscateglidence on the property owned by the
convicted person, his/her legal successor or thsopeto whom the property has been
transferred, and on their legal proceeds, as weltiecumstances indicating the obvious
discrepancy between the total property and thd [goaeeds of the convicted person, his/her
legal successor and the person to whom the codviieson has transferred the property.

(3) The request from paragraph 1 of this Articlealstbe served without delay to the
convicted person, his/her legal successor or tmgopeto whom the convicted person has
transferred the property, along with a warningistathat s/he shall prove the legal origin of
the property at the Panel session referred to fitlAr24, paragraph 7 of the present Code, as
well as that the property will be confiscated $fliegal origin has not been proved.

Deciding on the Request for the Confiscation of Pmerty
Article 487

(1) Pursuant to Article 314 of the present Code,Rhanel referred to in Article 24, paragraph
7 of the present Code shall decide on the reqedstred to in Article 486 of the present
Code at the session from which the public may lnduebed.
(2) The following shall be invited to the Panel sen: State Prosecutor, convicted person,
his/her legal successor or a person to whom theicea person has transferred his/her
property, and his/her proxy.
(3) If the convicted person, his/her legal successothe person to whom the convicted
person has transferred his/her property does muepny plausible documents or in absence
of plausible documents, in some other manner,gbal lorigin of the property, the Panel shall
issue a ruling on the confiscation of the property.
(4) If the convicted person, his/her legal successothe person to whom the convicted
person has transferred his/her property proves lhysiple documents or in some other
manner the legality of the property origin or oé thart of property, the Panel shall issue a
ruling on total or partial dismissal of the requeferred to in Article 486, paragraph 1 of the
present Code.
(5) The panel referred to in Article 24, paragrapbf the present Code shall dismiss the
request if it was submitted after the expiry of ttheadline referred to in Article 486,
paragraph 1 of the present Code.

Contents of the Request on Confiscation of Property
Article 488

(1) The ruling referred to in Article 487, paragna® of the present Code shall contain the
data on the convicted person, his/her legal suocassthe person to whom the convicted
person has transferred his/her property, on thpgrty being confiscated, and the decision on
the costs of safekeeping and administration optiogisionally seized property referred to in
Article 96 of the present Code. If the confiscata@irthe property would bring into question
the sustenance of the convicted person, his/hel Egccessor or the person to whom the
convicted person has transferred his/her properthi@persons who they are legally obliged
to support, the ruling shall indicate that a portiof the property is exempted from
confiscation.
(2) The ruling on property confiscation shall bdivdaed to the convicted person, his/her
legal successor or the person to whom the convijmteson has transferred his/her property,
his/her proxy, State Prosecutor, and the stateostyhwhich, pursuant to the law, shall
administrate the confiscated property.
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Appeal against the Ruling on Confiscation of Propey
Article 489

(1) Convicted person, his/her legal successor@fp#rson to whom the convicted person has
transferred his/her property and his/her proxy rapgeal against the ruling referred to in
Article 487, paragraph 3 of the present Code witkight days; the State Prosecutor may
appeal against the ruling referred to in Articl& 48aragraph 4 of the present Code.
(2) An immediately superior court shall decide be appeal referred to in paragraph 1 of this
Article.

7. GUIDELINES ON BANK RISK ANALYSIS AIMED AT PREVEN TING MONEY
LAUNDERING AND TERRORISM FINANCING

Podgorica, 25.02.2010
Pursuant to Article 17 paragraph 1 of the CentalBof Montenegro Law (OGM 52/00, 53/00,
47/01, 04/05), and with the meaning of Article 8gmraph 3 of the Law on Prevention of Money
Laundering and Terrorism Financing (OGM 14/07, 84%/and Article 2 paragraph 1 of the
Rulebook on the development of guidelines on risélygsis with a view to preventing money
laundering and terrorism financing (OGM 20/09), tlmuncil of the Central Bank of
Montenegro, on its session held on 25. Februarg28ued

GUIDELINES

ON BANK RISK ANALYSIS AIMED AT PREVENTING MONEY LAU NDERING AND
TERRORISM FINANCING

These guidelines shall determine in detail theeddt for issuing internal act of banks and
branches of foreign banks (hereinafter referredstobanks) on risk analysis aimed at preventing
money laundering and terrorism financing.

1. Risk of money laundering and terrorism financing

The risk of money laundering and terrorism finageiwith the meaning of Article 5 point 5 of
the Law on the Prevention of Money Laundering aed-drism Financing (hereinafter: the Law),
is a risk that a client would use the financialtsgs for money laundering or terrorism financing,
i.e. that the business relationship, transactioa product would be directly or indirectly used for
money laundering or terrorism financing.
Money laundering, with the meaning of Article 2thé Law, is considered especially:

1) exchange or other transfer of money or othepgny which originates form a crime;

2) obtaining, possession or use of money or othmwgrty which originates from a crime;

3) concealing a nature, place of deposit, movendisposal, ownership or rights regarding

money or other property which is the consequeneeaime.

Terrorism financing, with the meaning of ArticleoBthe Law, is considered especially:
1) providing or gathering, or an attempt to providegather money or other property, directly
or indirectly, with a goal or with a consciousnéisat it would be completely or partially used
for implementation of a terrorist act or used hyd#st or a terrorist organisation; 2) instigation
or assistance in providing or gathering assetsapepty from item 1 of this Article.

3. Risk analysis of money laundering and terrorisnfinancing
With the meaning of Article 8 paragraph 1 of theM.a bank is obliged to create a risk based
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approach in order to determine the estimation sK df a group of clients or a client, business
relationship, transaction or a product, in ordeiptevent usage of its services or products for
purpose of money laundering or terrorism financing.

In that sense, the bank is obliged to adopingrnal act on risk based approachand to apply
the risk based approach.

3.1 Identification of the client

Before establishing the business relationship whclient, the bank is obliged to identify the
client. With the meaning of Article 7 of the Lavhetidentification of the client is the procedure
which includes: 1) establishing the identity oflieemt, or if the identification is previously done,
to verify the identity based on reliable, indepertdand objective sources; 2) gathering
information about the client, i.e. if the infornti are gathered, verifying gathered information
based on reliable, independent and objective ssurce

3.1.1 Identification and verification of a natuparson or an entrepreneur

A bank shall, pursuant to Article 14 of the Lawaddish and verify the identify of a client who is
a natural person, i.e. its legal representativeeepreneur, or natural person which performs the
activities, by verifying the personal identificatidocument of a client, while the client is present
and gathers the following data: The identity oflent who is a natural person can be also
established based on qualified electronic confiromadf a client, issued by a service provider of
certification in accordance with the regulationsebectronic signature and electronic business.

Client data — natural person

Client data — naturdl L.name;_laddress of temporary and permanent residendate and place
person of birth Otax file number (hereinafter TEN) of a natural pers.e. its
representative;lnumber, type and title of a state body which isshed
document_name, address of temporary and permanent resideaiee,
and place of birth of the natural person, who hasaccess to the safe;
Opurpose and assumed nature of the business ralaifipincluding the
information on activities, i.e. the status of a&uoti (employed, unemployed
student, retired, farmer, etcl)data of establishing the business
relationship, i.e. date and time when that persmhdtcess to the safe;

Client data — Oname;Jaddress of temporary and permanent residendate and place
entrepreneur of birth of the entrepreneur or a natural persoo wérforms the activity,
who establishes a business relationship or perfartresnsaction, i.e. a
private person on their behalf the business relalip or transaction is
performed, type and title of a state body whiclhiéssthe document;
Llcompany, address and, if given, ID number of thHespreneur or a
natural person which performs the activity;

Data on ] date and time of transaction;
transaction
] the amount and currency of the transaction;

(1 the purpose of the transaction and name and addfésmporary and
permanent residence, i.e. company and residere@@efson for whom the
transaction is intended for;
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(1 the manner how the transaction was made;
(] data on the source of the property and assetshw¥gre or will be the
subject of a business relationship or a transagction

Data related to thg [ name and family name, address of temporary andqrent residence,
person date and year of birth, TFN and number of a peldstmeument and title of
representing the state body which issued the personal document

the client (legal
representative or
authorised person

3.1.2 Establishing and verifying the identity of lient — legal person

With the meaning of Article 15 of the Law, the bastkall establish and verify the identity of a
client who is a legal person, i.e. its legal repraative, or authorised representative by inspgctin
the original or a certified copy of a personal doemt (that cannot be older than three months)
from the Central Register of the Commercial Cohgréinafter. CRCC) or other suitable public
register, which on behalf of the legal person isnsiited by the legal representative.

The bank may also establish and verify the iderndftyhe legal person and gather information
referred to in Article 71 paragraph 1 of the Lawveyifying the information with the CRCC or
other suitable public register. With its regardi® bank shall state the date, time and name of the
person who verified the information on the statehfesm the register. The statement from the
register shall be filed in accordance with the Bions of the Law.

If the data required by the Law (Article 71 pargg= 2, 7, 9, 10, 11, 12, 13 and 14) cannot be
determined by inspecting the original or certifepies of personal documents, the missing data
shall be gathered directly from the representaiivine authorised person.

If the bank, during establishing and verifying ttentity of a legal person, is suspicious about the
validity of given data or validity of documents awther business documentation used for
obtaining data, the bank is obliged to receive #tew statement from the representative or
authorised person before establishing the busiedstsonship or the transaction.

If the client is a foreign legal person performiagtivities in Montenegro through a business
office, the bank shall determine and verify theniity of a foreign legal person and its business
office.

The information that the bank collects about antliho is a legal person, are given in the
following table:

Client data — legal person

Client data Llcompany;_address{registered office and ID number of a legal perspn
who establishes the business relationship or pegfar transaction, i.e.
legal person on whose behalf the business reldtipiis established or
transaction is performed

Data related to [date of establishing a business relationship cesxto the safejthe
establishing a purpose and the assumed nature of the businetismsldp, including the
business information on client’s activity.

relationship




Data related to [date and time of transactionthe amount and the currency of the
performed transaction{Jthe purpose of the transaction and name and temypand
transaction permanent residence, i.e. company and residera@@fson for whom the
transaction is intended forithe manner how the transaction was made
[ldata on the source of the property and assets.

Data related to the | [Tname;Jtemporary and permanent residerncdate and place of birth
person represented and TFN of the representative or authorised pengom on behalf of

by the client (legal | another legal person or other person of a civil éanwcludes the business
representative or | relationship or performs a transactiomumber and type of a personal
authorised person)| document; title of the state body that issued the personalident.

Data related to the | (Jname;Jtemporary and permanent residencdate and place of birth of
beneficiary owner | the real client owner of the legal person, i.eghimcase of Article 19
paragraph 3 item 2 of the Law, data about the cayeof a person in
whose interest is founding and activity of the lgmgrson or similar legal
subject of a foreign law.

When performing the transaction based on the esladnl business relationship amounting to
EUR 15,000 or more, the bank is obliged to conftire identity of the natural person who
performs the transaction on behalf of the legabqey for example to establish and confirm the
identity of the legal representative or authorigeekson directly inspecting their private
documents, during their presence. If the transadsoperformed by an authorised person, that
person has to submit a verified written authorisatssued by the legal representative. The bank
shall file the written authorisation issued by tlegal representative or a client’s authorised
person.

If both the legal representative and authorisedsqrerare absent during the transaction (for
example transactions through e-banking), the prnaesdthat the bank requests during the use of
a qualified digital certificate and a password émfirm the identity of the legal representative or
authorised person during the process of transastialt be applied.

3.1.3 Establishing the beneficiary owner of the lexdy person

As a part of establishing and confirming a clierttonis a legal person, the bank is obliged,
besides the identification, to confirm the benafigiowner of that legal person. With the purpose
of gathering information, the bank shall implemtr® measures and operations to a person which
is the beneficiary owner.

When it comes to the high-risk client, the bank muenfirm the given data, if they were not
received from the reliable and independent souareekample if the only source of data during
establishing the identity of a client was a writstatement of the legal representative, in that cas
the bank has to verify the data to the extent wheains understanding about the ownership of
the legal person and its control structure, in otdedentify all beneficiary owners of the client.
The beneficiary owner of a company, i.e. a legas@e in a sense of Article 19 of the Law is: (1)
a natural person who, directly or indirectly, ig thwner of more than 25% of the business share,
the right to vote or other rights, based on whiwdt person participates in management i.e. capital
with more than 25% of share or has a prevailinluerfce in asset management of that company
and
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(2) a natural person who indirectly provides opiisviding assets to the company and based on
that has the right to significantly influence thecidion making of the management bodies of the
company during decision making on the financing lmsiness.

According to the abovementioned definition, the dfary owner is a natural person which
participates (directly or indirectly) in the managent of a legal person, based on more than 25%
of ownership share. During identification of thenbficiary owner, it is necessary to check the
ownership share of a certain natural person igal lperson, as well as the ownership share of the
legal person which is under control of that natpeaison.

The bank may receive information on ownership basedhe original or a certified copy from
the court register or other official register sutted by the legal representative or authorised
person on behalf of the legal person. In additiba,bank may apply provisions of the Law which
enable that the data regarding the beneficiary owar be verified directly in the court register
or other public register, or through other avaidagburces. If all the required data referring ® th
beneficiary owner (for example the date and placeih) cannot be obtained from a court
register or other official register, the bank maptain the missing data from the legal
representative or its authorised person. A fora@gmer is considered to be a company, legal
person, as well as institution or other person @draign law, which is directly or indirectly the
owner of at least EUR 500,000 of the business shfatke stocks, i.e. share in the capital. The
beneficiary owner of the institution or anothergmar of a foreign law (trust, fund or similar) who
accepts, manages or shares property assets famcpurpose, with the meaning of this Law is
considered to be:

(1) a natural person who, directly or indirectlyspbses with more than 25% of the property of
the legal person or a similar subject of foreigw,|#2) a natural person who is appointed or
definable as the owner of more than 25% of incomm fthe managed assets.

The bank has to verify the structure of the ownierfdr the clients — legal persons and gather all
necessary data related to the beneficiary owneacdordance with the Law.

If the legal person has the registered office imMaegro, the bank is recommended to perform
direct verification in the court register or othmrblic register, in order to gather or confirm data
referring to the beneficiary owner of that legatqua.

If one of beneficiary owners is a foreign legal quar, the bank is recommended to gather data
related to the beneficiary owner of that legal parbased on the original or a certified copy from
the foreign register (that cannot be older thardhmonths) or from the business documents
submitted by the legal representative or the aigbdrperson on behalf of the client. Since the
bank has no information regarding the validity afcdments from another country, it is
recommended that the legal representative of ikatabr authorised person deliver an electronic
statement from the public register from anothemtgu

If, due to objective reasons, the legal represmsmetéd unable to present required documentations
which clearly show the data related to the ownteosé data shall be provided from the written
statement delivered by the legal representativies@uthorised person. In addition, the bank will
also request a written statement from the legatemgmtative in case of doubt in validity of
submitted data.

If the legal representative shows unwillingnessdoperate with the bank in providing necessary
data and for that reason the beneficiary ownershimot be determined, the bank should not
establish a business relationship. If the busimelsgionship is established, in situation when a
client avoids submitting all data required by thev| it is advised to the bank to use it as the
indicator for revealing a suspicious activity ofleéent related to money laundering and terrorism
financing.

If the bank, in addition to undertaken measuresnable to receive data related to the beneficiary
owner (besides the detailed analysis of the owirstiucture), due to the complexity of the
structure itself in such cases the bank is allowed to establishcémtinue) such business
relationship, providing that the bank gathers writstatement of the legal representatives or the
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authorised person and classifies such client agglarisk client, which needs enhanced due
diligence of business activities. It should be nmed that this is applied in exceptional cases,
and is not usual practice. In the case of follgntime procedure of establishing a legal person’s
beneficiary owner referred to above, the bank iégetl to prove to the authorised supervisory
body that it has implemented in appropriate marherprocedure to establish the beneficiary
owner, and it is the complex ownership ceddch justifies the bank’s conduct. At the sanmeet]

the bank is advised to evaluate the complex owiersiucture as a possible reason to report
suspicious transactions.

Besides, banks should request from their client#ttemr information on each change of
beneficiary owners. The internal acts of banks khdefine the procedure for determining the
beneficiary owner, taking into account the provisiof the Law referred to above.

3.2 The manner of establishing the client’s accepdity

By the means of the internal act, the bank is @dlitp determine the conditions for the assessing
the acceptability of a client on the basis of gedeand verified data and information on the
client before establishing the business relatidiis is the procedure that includes the
identification of a client and the beneficiary ownand if the client is a legal person, gathering
information on the purpose and the nature of theinmss relation or transaction and other
information with the meaning of Article 11 paragnap of the Law. Beside the abovementioned
procedure, Article 11 paragraph 2 of the Law pribssrthat a bank may exceptionafigrform
stipulated due diligence measures during the estethént of the business relation with the client,
if it is necessary for the purpose of establistmg business relation and if there is insignificant
risk of money laundering or terrorism financing.

When it identifies, i.e. gathers and verifies atalon a client stipulated by the Law, the bank
establishes the business relation with the client.

By the means of the internal act, the bank shadl define reasons to reject entering into business
relationship with the client, and especially ifthe state of origin of the client or the client’s
beneficiary owner is on the list of non- coopemtbountries, issued by the Financial Action Task
Force (FATF), on the list of countries stated a#f-Shore” zones or the list of countries
considered by the supervisory body as countriesesegto risk;

(the client or client’s beneficiary owner is a pergmm the country against which measures of
the UN Security Council Resolutions have been ua#len;

Othe client is a person form the List composed atingr to the UN Security Council
Resolutions.

3.3. Risk assessment of individual client, group alients and business relationship

The bank performs the risk assessment of an ingiidlient or a group of clients on the basis of
risk analysis approach. Before the creation ofientk risk assessment, the bank is obliged, in
addition to the identification, the bank is obligedconduct client due diligence the identification
within the meaning of Article 9 of the Law, and esplly in the followingcases (1) when
entering into business relationship with a cli€g},in the case of one or more related transactions
amounting to EUR 15 000 or more, (3) when themdoisbt into the accuracy and the authenticity
of gathered data on a client’s identification, ¥en there is a suspicion of money laundering or
terrorism financing regarding a client or a trarisec

As a rule, the bank performs customer due diligedrefere establishing the business relationship
or before performing the transaction and only eticeplly when establishing business relation,
if there is insignificant risk of money launderiagterrorism financing. In the case when the bank
has established the business relation to the céiadtthe client performs one or more related
transactions amounting to EUR 15 000 or more, #aktshall collect only additional data (e.g.
the purpose of transaction, data on source of g@sata on receiver of assets, and the likeg
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measuresthe bank is obliged to perform in the customer diligence procedure include:

U identification of a client or the beneficiary owni a client is a legal person;

[J gathering and verification of data on client, tlee beneficiary owner, or if a client is a
legal person gathering data on the purpose andatge of the business relationship or
transaction and
after establishing the business relation, the bahé&ll regularly monitor business
activities of the client and it shall verify themapliance of these activities with the nature
of business relationship and the usual scope antypie of client’ operations.

The table below shows the cadaswhich the bank is obliged to perform standalidnt due
diligence, as well as the measutede overtaken in order to perform client duégdihce: Since
the bank may neither perform business relationsiuip perform transactions if all measures
prescribed within the standard client due diligehege not been performed, a client’s business
activities shall continue to be monitored as loaglee business relationship lasts.

Cases in which the bank is obliged to perform staratd client due diligence
(1) when (2) when | (3) when there | (4) when there is
establishing performing | is doubt into a suspicion of
business | one or morg the accuracy | money
relation connected | and the laundering or
transactiong authenticity of | terrorism
amounting | gathered data | financing
to EUR | on aclient’'s regarding a
15.000 and| identification | client or a
Measures above transaction
to be . et .
overtaken g?;iigﬂftlca“on Yes Yes Yes Yes
Eg;ﬂﬁn (b) de_te_rmining Yes - Yes (additional| Yes (additional
order to beneficiary owner| data) data)
perform | (¢) collecting Yes Yes Yes Yes
client due Lrequired data
diligence | (d) identification - Yes (when therg
of a client when is a suspicion of
accessing the safe  Yes Yes ML and TF
regarding a
client)
(e) collection of
addltlpnal dgta fgr Yes Yes Yes Yes
the client which is
a PEP

Besides the standard client due diligence, the Isdrall dispose with special forms of client

verification prescribed by the Law, including trenhanced client verification and simplified

client verification (described in Chapter 3.3.1).

After performing the verification of the client,ehbank shall, on the basis of the risk factors,
classify the client into a certain category of mpnaundering and terrorism financing risk.

Taking into account the fact that the risk analydisnoney laundering and terrorism financing
requires proper information on the client and ifsemtions, it is recommended that the
classification of the client by risk categorieperformed by the organisational unit which knows
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the client the best together with the compliancécer for the purpose of detecting and
prevention of money laundering and terrorism finagc

Immediately after establishing business relatigmstiie bank shall determine the so-called initial
risk profile of a client and it shall classify thkent into the appropriate risk category. Besitles
classification of new clients and determining thegk profiles, the bank is obliged to also
classify the existing clients.

During the duration of the business relationshiphvithe client and monitoring its business
activities, the bank is obliged to update all datal to classify the client into the appropriate
category. This means, for example, if a bank datesthat the some client's operations are
significantly distracting his regular operationse tbank has to perform additional analysis of a
client’s operations, in order to determine the oeasfor such distracting. On the basis of the
additional analysis, compliance officer has toreate the client’s risk profile and if necessary, to
reclassify it. Banks are also recommended to estaptocedures for regular update regarding the
assessment of the risk profile of a client to whinére are no significant violations of the normal
operations. This may be done during the regulaatipgl of documents and the data on the client.
By the means of the internal act, the bank shakrd@éne the dynamics of risk assessment of
clients depending on the client itself and its afiens.

If a client, on the basis of risk factors, may lessified into different risk categories referritog
money laundering and terrorism financing, the tlishall be assigned only one risk profile
presenting the highest risk.

3.3.1 Special types of client verification
The Article 24 of the Law stipulates the followiagecial types of client verification:

* Enhanced client verification and
« Simplified client verification.
The bank is obliged, along with identification ofckent, to undertake additional measures for
client verification during:
« concluding an open account relationship with a bankther similar credit institution,
with a headquarters outside the EU or outside dlatries from the List;
« concluding a business relationship or performimggactions from Article 9 paragraph 1
item 2 of this Law with a client, who is a politigaexposed person as defined in Article
29 of this Law;
« verification of a client who is not present durirtgntification and verification of the
identity.

The bank is obliged to apply the measure or measafrenhanced client verification referred to

in Article 26 (open account banking relationshighaa credit organisations of a third country),

Article 27 (politically exposed persons) and Aric28 (identifying a client in absence) of the

Law, in the cases when it estimates that, duedm#ture of the business relationship, form and
manner of performing business transactions, busipesfile of a client, or other circumstances

related to the client, there is or may occur a oskoney laundering or terrorism financing.

3.3.1.1 Enhanced client verification

a) Open accounts and banking relationships with baks from third countries

Relationship of an open account relation is a emttrelationship between domestic and foreign
credit organisation, created by opening a bankwatcof a foreign credit organisation with the
domestic credit organisation (for example, openirfigloro account). Article 26 of the Law



prescribes that open account relationship withrik lveith headquarters in third country presents
an increased risk and therefore requires that h@arkorms additional verification and due
diligence of the client, which is illustrated irbta below:

Open account relationship with a bank with headquaters in a third country
Case stipulated | 1) 2) Receiving 3) Additional 4) Additional
by the law | Authorisation | additional verification and | measureg
of compliance | documentation | client due
officer inthe | and data diligence of
bank| businesy
Open account | Yes Yes (data Yes
relationship defined by ,
with banks Article 26 of Upon bank's
from third the Law )
countries

Bank employees in charge of concluding contractemem accounts relationships with the bank
or similar financial organisation with headquartarsa country outside of EU or a country not
listed at the list of countries who do not complighwstandards in area of prevention of money
laundering and terrorism financing, are obligedpte concluding the contract, to undertake the
procedure of enhanced verification of the clientd @o provide written agreement of the
complying officer in the bank.
The bank gathers the required data from publictberoavailable records, i.e. by verifying the
personal and business documents, delivered byahk &r other similar credit organisation with
the registered office outside of EU and outsidentideis on the list. Data the bank is required to
provide in the case of concluding an open accaelationship with a bank from a country outside
of EU or outside countries from the list include:
Odate of issuance and duration of validity of licerdor performing banking services, title
and the registered office of the relevant stateytibdt issued the licence;
Lldescription of implemented internal proceduresatesl to exposure and prevention of
money laundering and terrorism financing, and esflggrocedures of client verification,
verification of the real owners, reporting data sarspicions transactions and clients to the
relevant bodies, record keeping, internal contnal ather measures which the bank, or other
similar credit organisation, performed with regatdsprevention and revealing of money
laundering and terrorism financing;
[description of a system setting in area of revgadind prevention of money laundering and
terrorism financing, applied in third country, whethe bank or other similar credit
organisation has headquarters and is registered,
Owritten statement that the bank or other simil&didrorganisation in country where it has
headquarters, i.e. where it is registered is ulatgl supervision and that, in accordance with
the laws of that country, it is obliged to applyegdate regulations in the area of revealing
and prevention of money laundering and terrorisraricing;
Owritten statement that the bank, or another singitedit organisation, is not doing business
as a “shell-bank”;
Owritten statement that the bank or another sintladit organisation has no established
relations and is not establishing business relatims and does not perform transactions with
"shell-banks”.
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In the cases that the bank has concluded an openrtcrelationship with a bank outside the EU
or outside of the List of countries, before the Leawme into force, the bank is obliged to request
and gather all required data and information reiggrthe bank. If the bank does not receive all
the requested data, it is recommended that the bhokld discontinue such open account
banking relationship.

b) Client as politically exposed person

1. The procedure to include persons on the ligiotifically exposed persons
Pursuant to Article 27 of the Law, a politicallypmsed person is a natural person which acts or
has acted during previous year on a high publidtiposin the state, including members of
immediate family and close associates.
In order to determine politically exposed persond emembers of immediate family and close
associates with the meaning of the Law, the bankac&in one of the following ways:
(1 the client fills out the form (enclosed to thesidglines and representing its integral part,
the form PEP );
Lgathering information from public sources;
[gathering information based on accessing datalmededing lists of politically exposed
persons (World Check PEP List, inquiry throughiinés, etc.).

The procedure of establishing close associatesolitically exposed persons is applied if the
bank estimates that, based on documented factsrslationship exists.

The bank is obliged to identify clients pursuanthe Law, and at the same time, in one of the
manners described in paragrapbf this section, to determine whether a clierthis politically
exposed person. Upon determining that the client ipolitically exposed person, a bank
employee is obliged to perform enhanced clientfieation (Article 25 of the Law) which
includes additional measures in the cases of:

[1 concluding business relationship or performingngesctions referred to in Article 9
paragraph 1 item 2 (performing one or more tramsastamounting to EUR 15,000 or
more);

[J assessing that, due to nature of the businessoredhip and manner of performing the
transaction, the business profile of a client, ater circumstances related to the client,
there is or there might be a risk of money laundgdr terrorism financing.

In addition, as a part of enhanced client verifarat- politically exposed person, pursuant to the
Law, a bank employee is obliged taprovide written consent of complying officer froret
bank, before establishing business relationship aitlient.

[J provide data on source of property and assetshwhie the subject of a business
relationship, i.e. transaction, from personal atftkodocuments submitted by the client,
and if it is not possible to acquire needed dadanfsubmitted documents, the data are
provided directly from client’s written statement;

[J carefully follow transactions and other businestivdies performed at the bank by
politically exposed person after establishing besinrelationship, especially bearing in
mind the purpose and intention of transaction al$ agethe compliance with its usual
business.
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Additional measures implemented in procedure of alient extended verification

Case 1) Authorisation of | 2) Receiving 3) Additional 4)
prescribed the
by law compliance officer in| additional \éﬁg;’fatlon and Additional
the bank documentation due diligence of

and measures

data business
! ! ! ! !
Politically Data defined by Upon
exposed Yes Article 26 of the | Yes bank’s
person Law

assessmeint

The bank is obliged to establish a list of politic&xposed persons, which will in an adequate
manner be available to bank employees with diretact with clients.

2. Procedure of cessation of obligation to treaéson as politically exposed person.

The bank is obliged to establish the procedureesfsation of treating a client as politically
exposed person with an internal act. That impliaskls obligation that after one year of
cessation of acting as a politically exposed pemom@ prominent position within a county, that
person, as well as members of their immediate faamt associates, should be excluded from the
list of politically exposed person. After establiglh a business relationship with a politically
exposed person, members of their immediate fanmity @ssociates in accordance with the Law,
the bank is obliged to keep special records ahaeh persons and transactions.

The bank is obliged to update their list of politlg exposed persons on regular basses, in order
to implement the procedure of extended verificatiba client pursuant to the Law and for those
clients who at the time of starting a businesstiaiahip were not publically exposed persons
with the meaning of the Law.

c) Establishing client’s identity in absence

With the meaning of Article 28 of the Law regardifdgentifying and verification of client's
identity in absence, the bank is obliged within amted client verification, along with
identification referred to in Article 7, to unddrgone or more additional measures, such as:

« provide additional documents, data or informatisesed on which the client’s identity is
verified;

« verify provided documents or provide a certifichtem a foreign financial organisation
which performs payment services that the first paytof the clientwas made on the
debt of the account held by that organisation. Addal documents, data or information
based on which the clients’ identification is viexif may be as follows:

- for residents a prove on residence issued by theamt state body which keeps record on
residence;

« personal references (for example if it is possibleeceive references from another
bank’s client);

« previous references from the bank related to tieat!

. data on source of assets and property which arélidre the subject of a business

+ relationship;

- certificate on employment of a public function menfied by the client.
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For natural persons, banks may additionally verify submitted documeintsit least one of the
following ways:

- confirming the date of birth by using official perel document (for example birth
certificate, passport, or other public records);

- confirming the permanent address (for example byguan TFN, bank statement, or a
letter issued by a public institution);

« contacting a client by phone, letter or electromiail in order to confirm gathered
information after the bank account was open (faaneple, non-operating phone line,
returned letter of incorrect e-mail address shaontticate that additional verification is
needed).

For legal persons banks may additionally verify submitted documeintsat least one of the
following ways:
« reviewing financial reports and other documentsuabasiness;
* reviewing public registers or other inquiries imer to establish that legal person
« s still in business, that is was not deleted ftbmregister or is not in bankruptcy, or that
it is not in process of ceasing the business, baétgted from the register or bankruptcy;
« independent verification of information, such amgspublic and private databases;
e contacting client via phone, mail or electronic imai

3.3.1.2 Simplified verification of a client

As a part of a special verification of a clientank may during establishing business relationship
or during performance of one or several conneai@musfers amounting to EUR 15,000 or more,

apply simplified verification of clients with resdce in EU or is on the list of countries issued by
the Ministry of Finance of Montenegro.

With the meaning of Article 29 of the Law, low ris#fients to whom the simplified client
verification is implemented include:

e branch banks of foreign banks and other financtglanisations, savings banks and
savings-loan organisations, post offices, assaciatifor management of investment
funds and branch offices of foreign associationsnfianagement of investment funds,
associations for management of retirement funds brahch offices of foreign
associations for management of retirement funds,itisurance companies and branch
offices of foreign life insurance companies whichrfprm life insurance services,
organisers of classic and special lottery games

« state body or body of local government and othegallgpersons performing public
authority; company whose securities are includedirade on organised market in
countries which are EU members or other countrigistwapply EU standards;

« clients referred to in Article 8 paragraph 4 ofsthiaw, for which there is insignificant
risk of money laundering and terrorism financing.

In case when the client has a insignificant risknainey laundering and terrorism financing, the

bank shall, during simplified client verificationmmplement fewer measures for client due
diligence. In accordance with that, bank is noigdd to verify the client, nor is it necessary to
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establish the beneficiary owner. The data the biankbliged to gather in the procedure of
simplified client verification are given in tablelow:

Simplified verification and client due diligence -data on client being a legal person

Client data [0 company/] legal person’s registered office, i.e. on whose
behalf and for whose account the business reldtiprnis
established.

Data on establishing business Lidate of establishing business relationshjurpose and nature

relationship of establishing business relationship

Data on performed Ocompany and registered office of the legal persanyhose

transactions pursuant to behalf and for whose account the transaction isemad

Article 9 paragraph 1 item 2 af(Jname of the representative or authorised personontaehalf
the Law, i.e. on one or more | of the legal person performs transaction;

connected transactions Jdate and time of transaction;
amounting to EUR 15,000 or| [lamount of transaction, currency and manner of &retien;
more Opurpose of transaction and name and residencepiigany

and residence of legal person for whom the traisact
intended for. We note that the bank gathers theexhentioned
information by inspecting the original or certifiedpies of
documents issued by the CRCC, delivered by thetcloe by
direct inquiry. If the listed data cannot be obgginthe missing
data are taken from the original or certified cepd¢ personal
documents and other business documentation, seohtijtthe
client or written statement of the representativawhorised
person. Date of issuance of the documents mudienotder
than three months.

Data on a person representingProscribed data for legal representative or ausbdrperson,
the client (legal representative requested for those persons during regular vetificaf the
or authorised person). client.

It should be noted that the performing of simptifidient verification is allowed only for clients
(legal persons) defined by Article 29 of the Lavd avho comply to its provisions,
i.e. do not perform suspicious transactions, as$ agethat the bank cannot enlarge the number of
clients to which the simplified client verificatiowould be performed. Besides the above
mentioned legal requirements that the bank is eblitp perform during the simplified client
verification procedure, the bank is recommended to:
« identify unusual and suspicious activities;
« deliver data and documents upon the request obaséd state body and
« implement certain measures regarding the specifisec With its regards, it is
recommended to the bank to also provide regulardiligence of business activities of
those clients. It is also recommended in such cHsssthe bank should create a risk
profile of a client and follow activities on reguldases in accordance with the
established risk profile of that client. Frequeaey scope of bank’s activities should be
adjusted with the low level risk, bearing in midgkot's category.



3.3.2 Risk factors determining the risk level of &lient or group of clients and business
relationship

Internationally accepted standards that serve lzas&s of methodology for risk-based approach
for prevention of money laundering and terrorismaficing (e.g. FATF and Wolfsberg
guidelines), include the following risk factors:

Client risk factor: risk factors related to client's status or aci@st (for example state body,
politically exposed person, client whose activite® related to cash transactions, non profit
organisations, and the like)

Risk factors related to business relationshiprisk of business relationship, e.g. with a client
whose country of origin does not follow standandgtie prevention of money laundering and
terrorism financing, politically exposed person antker business relationships which according
to bank’s estimation are of high risk.

Risk factors related to geographic regioncountries with inadequate systems for prevention o
money laundering and terrorism financing, countiéth high level of corruption or criminal
activities, countries against which were announcedtrictive measures by international
organisations;

Risk factors determining risk level of a certaifent or groups of clients, business relationship
and well as risk factors related to geographicglom are illustrated in the following risk matrix.
Albeit the factors presented in matrix, the bankyrdafine additional factors related to specific
nature of client’s business activity.

Client risk factor

K1 | Insignificant risk The client to which the bank performs simplifiedrifieation in
accordance with the Law, i.e. the client with haaters in EU or belongs to tﬂLe
countries from the list established by the MinisifyFinance of Montenegro, is evaluated
as a client with insignificant risk:
Ubranch offices of foreign banks and other financiedanisations, savings banks gnd
savings-loan organisations, post offices, assaciatior management of investment funds
and branch offices of foreign associations for ngan@ent of investment funds,
associations for management of retirement funds armhch offices of foreig
associations for management of retirement funds,itisurance companies and brafch
offices of foreign life insurance companies whickrfprm life insurance serviceg,
organisers of classic and special lottery gamebg@is from Article 4 paragraph 2 items
1,2,3,4,5,6,8and 9);
Ustate body or a local government body and otheal lpgrsons performing publ
authority;
Jcompany which securities are included in trade myawised market in countries whigh
are EU members or other countries which apply Eddards;
Cclients referred to in Article 8 paragraph 4 of ttew, for which there is slight risk fdr
money laundering and terrorism financing.
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K2

Low level risk The client is classified into this category basedverification directly
after establishing business relationship and whitfsfies all legally stipulated requests
client to which the bank during due diligence paha® has not noticed violation of usl

business activities, and to which the bank does aymbly neither nor simplifiegd

verification in accordance with the Law.

,a
al

K3

Middle level risk The client is classified into this category basederification, due
diligence and evaluation that the customer canadgdléiced in category with insignifican
risk, low risk or high risk level, and the bank meices some deviations in regular
business activities while performing due diligence.

T

K4

High risk The bank performs extended verification in accocganith the Law towards
that client, and a client where while performingdliligence of business activities the
bank has noticed significant discrepancy from ubuainess activities, and especially:
Uthe client cannot prove the source of assets,eosdirce of assets is unknown or
unclear;

Uthe client was not present during identificationl &erification of identity;

Uthere is a suspicion that the client acts upomtntbns or order of a third person;
Uthere is unusual route of transaction, especialijjarding the purpose, amount, mode
performance, purpose and similar;

Uthere are indications that client performs suspigimansactions;

Cclient is politically exposed person with the meanof Article 2 of the Law, and bank
performs extended verification referred to in Adi25 paragraph 1 item 2;

Uthe bank account of the client is connected wittbaats of clients with higher risk;
[Ithe client whose legal representative, authorisgdqm or the real owner is a politicall
exposed person;

Uthe client is a foreign legal person who is forleiddo perform certain activities (for
example trade, manufacturing or other activityyauntry where it is registered or forei
legal person registered in a country where redistraf off-shore companies is allowed
[the client with complex legal layout or ownershipsture where it is difficult to
establish the real owner;

Cclient is a financial organisation which does remjuest or is not obliged to receive
authorisation from the relevant body to performibess activity or is not obliged to
implement measures related to prevention of moaeydering and terrorism financing i
accordance with the legislation of the country fio;

Uclient that bank has delivered reports on suspsctoansaction to the relevant
supervisory body within the last three years;

Uthe client for which the relevant supervisory bgaye order about temporary
cancelation of transaction or request for permadeatdiligence;

Uthe client is a person listed on internal blackdisthe bank or the banking group.

of

High risk factors in business relationship

BR

Business relationship with a client to which thalbanplements enhanced verification
measures pursuant to the Law include:

[1business relationship with a bank from the thirdrtoy;

Ubusiness relationship with politically exposed pers

High risk factors related with geographic region




Gl
G2
G3
G4

High risk countries where client has residencepegmanent residence (natural person
or headquarters for legal persons, includes theviislg countries :
Ucountries with enforced sanctions, embargo or ainmieasures by United Nations;

~

Ucountries for which the relevant international lesdor organisations have established a)

the lack of adequate laws, regulations and othesores to prevent money laundering
and terrorism financing; b) financing or supporttegorism activities or that terrorist
organisations are active in those countries; ckifpeificant level of corruption or other
criminal activities;

CJcountries which are not members of European Uniagigmatories of the Agreement ¢
the European Economic Area nor they belong to tluévalent third countries;

CUwhich, according to the international organisat@®TF, belong to a non-cooperative
countries or territories and in case of off-shanaricial centre listed on the document

prepared by the relevant body.

3.4 Risk factors related to products/transactionselate to: sensibility of the product or service
regarding their misuse for purpose of money laundeor terrorism financing (for example
electronic money transfer).

Risk factors related to products or transactions ohigh risk

Risk factors related to products or services ghhiisk are related to sensibility of t
product or service regrinding their misuse for mse of money laundering or terrori
financing, such as:

e
m

P/IT
P/IT

P/T

Uinternational services of correspondent banks dfdthcountries which includ
commercial payments;

Ufor persons who are not clients of the bank (faregle if a person is using the serv
of a bank which acts as intermediary bank;

Uservices which insure higher level of anonymity,ctsuas electronic banking,

international money transfer or similar. .
[Jcash transactions ;
[Joccasional transactions which are not consistettt glient’s activities or with expectg

\37

ce

purpose of an account. .

3.5 Risk categories of clients

Classification of a client and groups of clients ito certain risk category based on defined
risk factors

Category of Code of | Risk factor

risk risk

Insignificant A The bank classifies a client in category A i thank applies
risk simplified verification pursuant to the Law (K 1).

Low level risk B The bank classifies a clientcategory B, immediately after

establishing a business relationship (to whichvgpkfied
verification pursuant to the Law is not applied, the client is not|
classified into category A) and a client to whichile performing
due diligence client’s business activities the bditknot notice

discrepancy from regular business activities (K2).

16C



Middle level C The bank classifies a client in category C, widrring due

risk diligence the bank has noticed some discrepanaaes fegular
business activities. (K3).
High level risk | D The bank classifies a clientategory D (K 4) tithe bank has

noticed significant discrepancy from regular busfactivities;
(0to whom high risk factors are related with the gapbic region
(G1, G2, G3, G4):Iclient is related with high level risk factors
regarding business relationships (BR¥lient is related to high
level risk factors regarding the product or sergle& 1, P/T2 and
PIT 3).

Note: With regards to the information on risk coigg i.e. non-cooperative countries or
territories which do not fulfil the key internatimhstandards related to money laundering or
terrorism financing please refer to internet pagfaglevant international bodies:

MONEYVAL: www.coe.int/t/dghl/monitoring/moneyvaand

FATF: www.fatf-gafi.org

3.6 Monitoring client’s accounts and transactions

A bank is obliged to continuously perform approfimeasures to detect unusual or suspicious
activities based on the list of indicators for identification of clients and transactions which
reasonable grounds to suspect money launderin@roorism financing. All clients must be
included in this procedure, regardless of thek pisofile.

A bank also has to establish appropriate procedfoesdue diligence of client's business
activities, whereas the scope and implemented meadwave to be consistent with the client's
risk profile. The measures to be implemented bybidnek to the client classified into appropriate
risk category are given in the table below:

Measures to be taken by a bank with a view to moroting clients classified into risk
categories
Risk category Code of risk Customer due diligence Monitoring
category
Insignificant risk A Simplified client due diligence Annual
Low risk B Standard client due diligence Semingal
Middle risk C Standard client due diligence, with Quarterly
additional necessary measures as assessed
by the bank
High risk D Enhanced customer due diligence Miynt

3.7 Risk management that the bank is exposed to area of prevention of money laundering
and terrorism financing

The bank is, pursuant to the Law, obliged to marelbeisks it is exposed to in its activities,
which includes risk management regarding moneydating and terrorism financing.
In this sense, the bank is obliged to establisystem for managing risk from money laundering
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and terrorism financing, which shall provide:
identification of risks coming from the existingks or those that may originate from
+ new business products or bank activities;
« risk measurement by setting up mechanisms and guoee for accurate and due risk
« assessment;
« due diligence and risk analysis;
« control and minimising the risk.

The risk management system has to be appropridteetsize of the bank, complexity ofoffered
products and services in its business activitid® flisk management system regarding money
laundering and terrorism financing shall includéeast:

« developed processes for risk management;

« clearly defined authorisation and responsibilif@srisk management;

- efficient and reliable system of information teclugy;

«  manner and dynamics of reporting and informing Bward of Directors and bank

management on risk management.

For the purpose of adequate risk management in afrgaevention of money laundering and
terrorism financing, the bank is obliged to deceeazposure to risk which is outcome _of new
technologiesvhich enable anonymity (electronic or internetliag, electronic money, etc.), and
in that sense the policies and procedures issudideblyank shall especially define:
identification of a customer using electronic bauki

- validity of signed electronic document;

« reliable measures against forging documents amtiges on documents;

« systems which ensure and enable safe electronidrgan

- other conditions in accordance with positive regjaotes which regulate the above

mentioned area of business activities.

Banks must have policies and procedures that sbalire complete information on the purpose
and the nature of the business relationship orrdégs the transaction with absent clients and
they are obliged to apply them while establishimg business relationship with the client or when
performing the enhanced client verification.

For the purpose of secure identification of a dlieging electronic banking, the bank may use
various methods of identifications, including PINssswords, smart cards, biometrics and
qualified electronic certificates.

3.7.1. Measures for prevention of terrorism finanaig based on risk-based approach

Unlike money laundering, terrorism financing ha#fedent characteristics and therefore risk
based approach regarding terrorism financing requmore complex set of factors for risk
assessment as well as more complex methods in twdestablish the existence of terrorism
financing.

The nature of source of terrorism financing cardifierent depending on terrorist organisations,
bearing in mind that assets used for financingotestr activities can result from both legal and
illegal sources. When the sources of financingotést activities are resulting from criminal

activities, the approach based on risk assessnfignbioey laundering is applicable to terrorism
financing as well. Bearing in mind that the tran&ats referring to terrorism financing are

usually implemented in small amounts, those traimas; regarding their amount through

application of risk-based approach on money laundgeare considered as low risk transactions,
and therefore it is complicated to identify tersomi financing.
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In the cases when sources of financing terrorigtiies result from legal sources, it is even more
difficult to identify that legally acquired assetee used for terrorist purposes. With its regards,
some activities for preparation of terrorist adi@s can be unhidden, such as the procurement of
necessary material or payment of certain services.

The problems of identifying terrorism financing ar@mplex, therefore various institutions and
state bodies are dealing with the problem, whikedhligation of the bank particularly regarding
the reporting to the Administration for PreventmfiMoney Laundering and Terrorism Financing
about suspicious transactions which could be réladeerrorism financing. With its regards, it is
very important that the banks supervise cash tolioss and transactions with countries for
which relevant international organisations or bediave determined to finance or assist terrorist
activities.

3.8 Professional training and improvement of bank mployees

The important element of the efficient system foevention of money laundering and terrorism
financing is adequate and timely training and dewelent of professional skills of employees
performing tasks of identifying and preventing mpraundering and terrorism financing.
Professional training of employees referring tovprgion of money laundering and terrorism
financing measures must include good knowledgegfilatory requests and internal politics and
procedures adopted by the bank in order to suadbssfanage risks in this area.

All employees, whose tasks are anyhow related ¢oittiplementation of measures related to
prevention of money laundering and terrorism finagchave to be included in the professional
training program.

Training needs have to be adjusted to the spee&dsof employees according to individual lines
of work, i.e. according to the specific tasks thasrform. In that sense, the techniques in
identifying and prevention of money laundering hashe presented to employees working as
bank tellers and to employees working in otherasdhvolved in the programme of identifying
and prevention of money laundering and terrorisrarfcing.

Special attention should be paid on newly hired legges, who need to be informed about the
basic measures undertaken in the bank regardingtifidation and prevention of money
laundering and terrorism financing.

In addition, it is very important to educate coraptie officers and their deputies in order to
enable them to recognise new forms, techniquest@mdls related to money laundering and
terrorism financing. It implies their informatiomé update to legal and regulatory changes in
order to adjust internal acts with new regulatibmely.

The management of the bank has to be informedththisk that the bank may face due to lack
of compliance with regulations in the money laumtigiand terrorism financing area, as well as
due to inadequate training of employees who argaassof their duties, obliged to implement
measures on the prevention of money launderingernorism financing.

The bank has to keep adequate records on competedation, especially with regards to
persons included in education, date of seminatgses, workshops, etc.

Professional training and improvement of bank ewygds related to prevention of money
laundering and terrorism financing has a goal iserawareness of the employees about the
importance of timely undertaken measures for preémenof money laundering and terrorism
financing.

1 Banks shall harmonise their internal acts to th@sidelines as well as perform other
activities necessary for applying these Guidelimigkin 60 days of their publishing.
2 These Guidelines shall come into force on the fidlpwing their publishing at the

website of the Central Bank of Montenegro.
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THE COUNCIL OF THE CENTRAL BANK OF MONTENEGRO
No.:0101- 258/2-8 President of the Council
Podgorica, 25.02.2010 LjubiSa Krgévi

FORM FOR IDENTIFICATION OF A POLITICALLY EXPOSED PE RSON Form: PEP

With the meaning of Article 27 of the Law on Pretien of Money Laundering and Terrorism
Financing (hereinafter: the Law), OGM 14/07 and33/@ bank shall determine whether the
client is a politically exposed persdfORM FOR IDENTIFICATION OF A POLITICALLY
EXPOSED PERSON Politically exposed persqmwith the meaning of the Law, is a natural
person that is acting or has been acting in thteytser on a distinguished public position in a
state, including his/her immediate family memberd elose associatdglembers of a
politically exposed person’s immediate familyare a marital or extra-marital partner and
children born in a marital or extra-marital relaship and their marital or extra-marital partner,
parents, brothers and sisteksclose associate of a politically exposed pers@na natural perso
that has a common profit from the asset or estaddidusiness relationship or other type of clg
business contacts. Pursuant to the Law, pleasesanise/following questions:

hse

Table 1

Are you a natural person that is acting or has beencting in the last year on a distinguished
public position in a state?

1. president of a country, prime minister, ministieputy or assistant YES NO
minister, head of public administration body ordbadministration body
or its deputy, other officials;

2. elected member of Legislative body (membergaofiament and all othey YES NO
persons appointed/elected by the parliament);

3. carrier of the highest legal and constitutipaburt functions (judges, | YES NO
plaintiffs and their deputies);

4, a member of the Audit courts, i.e. supreme Aungtitutions and the YES NO
Central Bank Councils;

5. ambassador, consul or the general officerefitimed forces YES NG

6. a member of management or supervisory body state owned YES NO
enterprise

Table 2

Are you an immediate family member of a person refged to in table 1?

marital or extra-marital partner; YES | NO

children born in a marital or extra-maritalatgnship and their marital of YES | NO
extra-marital partners;

3. parents, brothers and sisters. YES | NO

Table 3
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Are you a close associate of a person referred to table 1?

1. do you have a common profit from the asset @béished business YES NO
relationship or other type of close business castac

2. are you in some other type of closer businestacowith persons referred to] YES NO
in Table 1?

Table 4

Data which client submits to a bank after the expiy of 12 months from the day when his
acting at the public function expires, pursuant towhich the bank is not longer obliged to
treat the client as an politically exposed person.

1. Did the 12 months period from the day when ymulrlic function in the State] YES | NO
expired?

2. Are you a family member or a close associate gifiysical person’s that acted YES | NO
at the public function referred to point 1 of ttakle?

If your answer to any of the questions above inld&h, 2 or 3 was YES, you are, pursuant to
Law on Prevention of Money Laundering and Terrorlsmancing classified as a Politically
exposed person. Therefore, please state the afigissets or property which are, or shall be tk
subject of business relation or transaction

In hereby confirm that the abovementioned data ardrue.

Client's name and surname Client's address CBhetate of birth Place and date Client’s
signature Name and surname of a bank’s employee Rlad date Signature of a bank’s
employee

| agree to establish business relations and/or penfm transaction with a politically exposed
person.

Name and surname of the responsible person inlkaRlane and date Signature of the

the

e

responsible person in a bank
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